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Voorwoord
De scriptie, als afsluiting van mijn studie Business Processes & ICT aan de
OU, heeft nogal wat voeten in aarde gehad. Na het volgen van twee van de
studie deel uitmakende modules, Essays on IT Management en
Kwaliteitsmanagement van ICT, was ik er qua onderwerp wel uit: het bij
elkaar brengen van softwarekwaliteit, requirements en projectrisico’s Als
IT-architect bij het B/CICT heb ik dagelijks met deze aspecten van IT-
voortbrenging te maken en ik zie bij de Belastingdienst ruimte voor
verbetering. Dat beeld werd bevestigd door een intern onderzoek (‘Rode
Draad’), dat bij de toenmalige sectoren Ontwikkeling en Continuïteit werd
uitgevoerd.
Ik heb op basis van literatuurstudie en ervaring een model ontwikkeld
waarmee én requirementsrisico’s inzichtelijk gemaakt kunnen worden én
de kwaliteit van de opgeleverde software verbeterd kan worden. Dat
model zou getoetst worden in het programma ‘Complexiteitsreductie fase
1’. Helaas is er in de communicatie met het programmamanagement wat
fout gegaan. Gevolg: geen onderzoek en dus ook geen praktijktoets. Mijn
begeleider, Fred Heemstra, vond dat geen probleem; er waren andere
manieren om af te studeren. Uiteindelijk is de opgeleverde scriptie meer
een mening dan een verslag van een wetenschappelijk onderzoek
geworden, met de kenmerken van een platbodem: erg breed en weinig
diepgang. Daar nam Fred terecht geen genoegen mee. Het materiaal dat ik
bij elkaar bracht kan wellicht op persoonlijke titel ooit gepubliceerd
worden, maar daar rond je geen studie mee af.
In de tweede ronde heb ik de scope van het onderwerp met een factor 20
versmald en met een factor 10 verdiept. Dat heeft geresulteerd in
voorliggende scriptie, waarin ik verslag doe van een onderzoek naar het
managen van requirementsrisico’s met standaardmaatregelen in het IT-
voortbrengingsproces bij de Belastingdienst.
Fred Heemstra bedank ik voor zijn begeleiding vanuit de OU. Zonder zijn
begeleiding had ik misschien een mooi stukje proza geschreven, maar was
ik nooit aan afstuderen toegekomen.
Verder dank ik in willekeurige volgorde collega’s Linda Lichtenberg, Jan
Torny, Folkert Bruining, Wouter Bronsgeest, Foppe Vogd en Wilfried
Bloemberg en alle andere personen die mijn stukken hebben gelezen en
van nuttig commentaar voorzien. Ineke en de Fontysdocenten, bedankt
voor de goede verzorging en begeleiding tijdens de contacturen in
Eindhoven. En natuurlijk dank aan Henny, die dik twee jaar lang ‘onze’
weekenden alleen moest invullen, omdat Henk weer moest studeren.
Daarnaast heeft ze met de toewijding van een schooljuf mijn scriptie
gereviewed op taal en stijl.
Henny en de rest, hartelijk bedankt.
Henk van den Berg
Mook, maart 2009.
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Samenvatting
Definitie en beheer van softwarerequirements wordt door de wetenschap
[Davis, 1982; Robertson, 1996; Leishman & Cook, 2002] gezien als een
noodzakelijke en cruciale fase in de voortbrenging van
informatiesystemen. De requirements zijn input van dat proces en vormen
in die zin het fundament van een geslaagde voortbrenging. Je zou dus
vermoeden dat de opdrachtgever, en met hem de informatie-, project- en
programmamanager er alles aan gelegen is om de kwaliteit van de
requirements te optimaliseren. Voor de opdrachtgever is het tenslotte ook
de (enige) factor waarop hij qua functionaliteit direct invloed kan hebben.
Requirements blijken ook een belangrijke bron van veel projectrisico’s te
zijn. [Lister en DeMarco, 2003] hebben na jarenlange ervaring met
risicomanagement in IT-projecten een top 5 opgesteld van de meest
voorkomende risico’s met grote impact. Het blijkt dat alle vijf de risico’s
in meer of mindere mate te maken hebben met de requirements. Als
prominente voorbeelden noemen zij intrinsic schedule flaw, foutieve
planningen die vaak terug te voeren zijn op onzorgvuldig geformuleerde
requirements en specification breakdown, gebrek aan communicatie
tussen de stakeholders en requirementsengineers over wat er precies
gebouwd moet worden.
De literatuur voorziet in een rijk begrip aan risico’s, die de ontwikkeling
van bedrijfssoftware met zich meebrengt en ze biedt een uitgebreide
portfolio aan technieken om requirements te specificeren en te beheren.
Tot 2004 was er echter geen up-to-date contingency framework
beschikbaar dat requirementsrisico’s linkt aan adequate maatregelen.
Gevolg daarvan is, dat het voor de mensen in de praktijk moeilijk is om
richtlijnen te vinden hoe requirementsrisico’s gemanaged moeten worden.
Vragen als: ”op welke manier kan een beschikbare verzameling
risicomanagementtechnieken gelinkt worden aan requirementsrisico’s?” of
“hoe kunnen verschillende technieken gecombineerd worden tot afdoende
maatregelen?” blijven onbeantwoord.
[Mathiassen et al, 2004] geven een eerste aanzet tot een contingency
framework dat risico’s, voortkomend uit het requirementsmanagement-
proces, linkt aan bruikbare tactieken. Dit framework is door zowel
wetenschappers als praktijkmensen verder uitgewerkt. [Beecham et al,
2005] bieden handvatten door middel van de introductie van een specifiek
voor requirementsmanagement opgesteld capability maturity model.
[Firesmith, 2007] geeft een overzicht van in de praktijk meest
voorkomende problemen en geeft daar ook oplossingen bij. Zijn publicatie
biedt de aanzet tot de vorming van een model, dat toetsbaar is in het
voortbrengingsproces van de Belastingdienst.
Dit onderzoek gaat in op het managen van requirementsrisico’s. De keuze
voor dit onderwerp kent in hoofdzaak drie redenen:
1. de bedrijfsbehoefte bij de Belastingdienst, waar grote IT-programma’s
vaak moeite hebben met het inzichtelijk krijgen van requirements en
de risico’s ervan;
2. de publicatie van bovengenoemd artikel van Firesmith over de meest
voorkomende requirementsrisico’s, de negatieve consequenties ervan
en de Industry Best Practices om ze te managen, dat uitdaagt tot
onderzoek bij de Belastingdienst;
3. persoonlijke interesse in dit onderwerp.
Requirements: fundament
van IT-voortbrenging
Requirementsrisico’s
Literatuur
Aanleiding
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Firesmith beschrijft in zijn publicatie de twaalf meest voorkomende
requirementsproblemen met grote impact, benoemt de negatieve
consequenties en reikt vervolgens een aantal manieren aan (‘the
Industries Best Practices’) om ze te voorkomen. Zijns inziens voegt het
weinig toe om steeds maar weer nieuwe requirementsengineering (RE)
methoden en -technieken te ontwikkelen en/of te verbeteren als we als
RE-verantwoordelijken niet in staat zijn om de reeds bestaande methoden
en technieken in praktijk te brengen. “De requirementsrisico’s zijn
inmiddels genoegzaam bekend, we weten welke impact ze hebben, we
weten ook hoe we ze moeten voorkomen, en als dat niet lukt hoe we ze
moeten managen”. Er vanuit gaande dat dit inderdaad zo is, dient de
vraag zich aan of dit ook bij de Belastingdienst het geval is. Dit leidt tot
de onderzoeksvraag.
In welke mate zijn requirementsrisico’s in het IT-voortbrengingsproces
van de Belastingdienst met standaardmaatregelen te managen?
Het beantwoorden van deze vraag is het doel van dit onderzoek. Uit
literatuuronderzoek blijkt dat de belangrijkste requirementsrisico’s met
standaardmaatregelen gemanaged kunnen worden. Daarom is onderzocht
of de betreffende risico’s door programma- en projectmanagers van de
Belastingdienst onderkend worden. En welke maatregel(en) volgens hen
daarbij afdoende grip bieden.
Om tot beantwoording van de onderzoeksvraag te komen, is voor de
volgende aanpak gekozen:
 materiaalverzameling: relevante publicaties opzoeken en gesprekken
voeren met ingewijden en/of verantwoordelijken voor het
voortbrengingsproces van lopende IT-programma’s bij de
Belastingdienst;
 voorbereiding: onderzoeksvraag formuleren en de opzet en aanpak van
het onderzoek bepalen;
 analyse: het verzamelde materiaal bestuderen en analyseren;
 beantwoording: op basis van de voorgaande stappen een hypothetisch
antwoord op de onderzoeksvraag formuleren;
 onderzoek: het gevonden antwoord toetsen in de praktijk;
 rapportage: de onderzoeksresultaten verwerken in het eindrapport.
Om te achterhalen in welke mate requirementsrisico’s in het IT-
voortbrengingsproces van de Belastingdienst met standaardmaatregelen te
managen zijn, is een matrix geconstrueerd van 72 risico/maatregel-
combinaties. Deze matrix is getoetst bij de project- en
programmaverantwoordelijken van de Belastingdienst. Gezien de
maximum scores van één bepaalde maatregel op een specifiek risico,
variërend van 63% tot en met 98%, kan gesteld worden dat met de
genoemde standaardmaatregelen, al dan niet met elkaar gecombineerd,
bij de Belastingdienst adequaat gemanaged kunnen worden.
Het beeld dat dit onderzoek oproept is dat de requirementsrisico’s, zoals
die in de literatuur worden geschetst, door projectverantwoordelijken in
de voortbrenging van de Belastingdienst worden herkend en dat de daarbij
genoemde standaardmaatregelen om ze te managen worden
onderschreven. Gezien de gemiddelde scores van de maatregelen moet
daarbij met name aandacht worden besteed aan (verbeterde) inrichting
van het requirementsmanagementproces, het opleiden van requirements-
engineers en het specifiek, meetbaar, acceptabel, realistisch en
traceerbaar definiëren van de requirements.
Onderzoeksvraag
Aanpak
Resultaat
Conclusie
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Met betrekking tot de uitvoering van het voortbrengingsproces wordt
aanbevolen om het managen van requirementsrisico’s de aandacht te
geven die het verdient. Met het beeld, dat dit onderzoek geeft voor ogen,
zou de aandacht daarbij met name uit moeten gaan naar een betere
inrichting van het requirementsmanagementproces en het SMART
specificeren van de requirements. De inzet van specifieke RE-tooling kan
daarbij helpen. Daarnaast is het van belang om medewerkers tot
requirementspecialist op te leiden.
Aanbeveling
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1. Inleiding
In dit hoofdstuk wordt eerst aandacht besteed aan de achtergrond en
aanleiding voor dit onderzoek. Vervolgens komen de kernelementen van
een empirisch wetenschappelijk onderzoek, zoals doelstelling en
onderzoeksvraag aan de orde. Simpel gezegd worden vragen gesteld als:
wat is het probleem, waarom is dat een probleem en welke antwoorden
kunnen bijdragen aan het oplossen van dit vraagstuk. Naast deze
fundamentele vragen wordt ingegaan op de keuzes die zijn gemaakt om
het onderzoek praktisch uitvoerbaar te maken. Het hoofdstuk sluit af met
een leeswijzer.
1.1. Aanleiding
IT-projecten zijn complex, veelomvattend en ingrijpend geworden. Het
komt regelmatig voor dat een organisatie grote problemen ervaart bij de
invoering van nieuwe IT-applicaties of, erger nog, na ingebruikname. Het
gevolg is dan, dat voordelen die vooraf werden verwacht, achteraf niet
worden behaald. Een greep uit recente debacles bij de overheid1:
 SPEER: samenvoegen logistiek van de krijgsmachtonderdelen.
Verschillende malen uitgesteld. Kosten: 240 miljoen tot één miljard.
 SUB: Samenwerking UWV en Belastingdienst deels mislukt. Duizenden
gegevens verdwenen. Kosten: 200 miljoen.
 P-direct: samenvoeging personeelsadministraties van acht ministeries.
Aanbesteding mislukt, afkoopsom 20 miljoen. Nog voor 700 miljoen
begroot.
 PSO: Politie Suite Opsporing; landelijk systeem voor registratie van
misdrijven te gebruiken voor de opsporing. Definitief afgeblazen in
2005. Kosten: 430 miljoen.
 C2000: communicatiesysteem voor politie en andere hulpdiensten;
jaren vertraging door gebrekkige samenwerking hulpdiensten en
korpsen. Implementatie kost nog 72 miljoen.
Volgens een recent internationaal onderzoek dat de Economist Intelligence
Unit [EIU, 2006] voor softwareleverancier Mercury uitvoerde, heeft niet
alleen de Nederlandse overheid last van mislukkende projecten: 54
procent van de ruim 1.000 ondervraagde organisaties gaf aan dat de helft
van hun projecten faalt. Uit een KPMG-onderzoek [KPMG, 2007] bleek ook
al dat de helft van de 600 deelnemende Nederlandse bedrijven in het jaar
ervoor minstens één IT-avontuur had zien stranden.
Hoe is dit mogelijk? Externe IT-dienstverleners zijn de favoriete kop-van-
jut van bedrijven met falende projecten. Dat was tenslotte de expert, die
was ingehuurd om alles op rolletjes te laten lopen en voor die hoge
uurtarieven kan de zwartepiet er ook nog wel bij.
Hoe groot de vertrouwensbreuk is, bleek uit de meest recente ‘Trends in
IT’ [Derksen, Noorddam en van der Vlist, 2007] van het Business & IT
Trends Institute: bij éénvijfde van de ondervraagde Nederlandse
directeuren was de onvrede over hun externe dienstverlener toegenomen
ten opzichte van een jaar eerder, het hoogste percentage in vijf jaar.
Volgens de Gartneranalisten [DeSalvo en Heine, 2006] ligt het
genuanceerder: “Organisaties doen teveel IT-projecten tegelijk, dat is de
belangrijkste verklaring.” Hoeveel projecten mislukken, verschilt volgens
                                                  
1 Bron: Intermediair, januari 2008
IT-projecten mislukken…
…niet alleen bij de
overheid.
Externe dienstverlener
schiet tekort.
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hen ook per onderzoek. “Het zijn er in elk geval veel. En niet zelden
noemen bedrijven een project al geslaagd wanneer de implementatie
redelijk op tijd en met niet al teveel budgetoverschrijding is afgerond. Of
het project ook daadwerkelijk iets toevoegt aan de bedrijfsdoelstellingen,
is men vaak vergeten na te gaan.”
Analyse van “mislukte projecten” [Boehm en Basili, 2001] leert dat veel
IT-projecten op voorhand gedoemd zijn te mislukken als onder andere:
 requirements niet eenduidig en traceerbaar zijn vastgelegd;
 acceptatiecriteria van het op te leveren product en tussenresultaten
niet expliciet zijn benoemd (demand en supply model);
 kwaliteitsborging met betrekking tot zowel het op te leveren product
als het te volgen proces niet vanaf het prille begin, namelijk de
projectvoorbereiding, is ingevuld;
 kwaliteit van het projectmanagement en de resources die aan het
project worden toegewezen onvoldoende is.
Adequaat ingericht requirementsmanagement lijkt een substantiële
bijdrage te kunnen leveren aan de beheersing van bepaalde risico’s in IT-
projecten [Feather, Cornford, Kiper, Menzies, 2006]. Uit een door hen
uitgevoerd onderzoek blijkt dat een beter beheerst project betere
software levert en dat de requirements, als input van het
ontwikkelproces, direct van invloed zijn op de kwaliteit van de
ontwikkelde software.
1.2. Doelstelling
In het Belastingdienstdocument ‘Kernnotitie Visie verbeteren
voortbrengingsproces’2 wordt op drie onderdelen verbetervoorstellen
gedaan:
1. het beleggen van taken en verantwoordelijkheden;
2. het afbakenen van zogenaamde domeinen3 en het aansluiten van deze
domeinen op de ketens binnen het voortbrengingsproces;
3. de kwaliteit van de voortbrenging.
Aanleiding om, naast Complexiteitsreductie fase 2 (CR2), ook voor de
korte termijn nog verbeteringen in de voortbrenging te willen doorvoeren,
vormt onder andere de constatering dat veel projecten de afgelopen
jaren, zowel in termen van kwaliteit als tijdigheid, niet de gewenste
resultaten hebben opgeleverd en de bestuurders in de voortbrenging het
noodzakelijk achten die resultaten te verbeteren. Ook voor projecten die
voorlopig nog niet binnen de “CR2-werkwijze” worden uitgevoerd.
Met betrekking tot de kwaliteit van de voortbrenging worden drie soorten
verbeteringen genoemd:
 de uitvoering van het voortbrengingsproces;
 de besturing van het voortbrengingsproces;
 de organisatie en de medewerkers van het voortbrengingsproces.
Volgens de notitie kunnen de verbetermaatregelen ook op een andere
manier worden gekenmerkt. Het gaat om investeren in:
                                                  
2 Kernnotitie Visie verbeteren voortbrengingsproces, versie 1.1 d.d. 18 april 2008.
3 Aangesloten wordt bij de indeling (Aanslagbelastingen etc.) uit de nota “Procesadoptie
stevig beetpakken: zo gaan we het doen”, die in de Groepsraad van januari 2008 is
vastgesteld. Later is omzetting naar een indeling in events en functies (CR2) mogelijk. De
beweging die nu wordt gemaakt is daarbij een beweging in de goede richting (logische
clustering van functies; de nu op te bouwen expertise is ook nodig bij de inrichting van
het voortbrengingsproces voor events en functies, er komen minder domeinen en er komt
meer verantwoordelijkheid bij uitvoering/adoptie)
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Figuur 1: Factoren die de kwaliteit van 
software beïnvloeden
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 mensen (competentie, kennis, houding en gedrag).
 gestandaardiseerd werken (in de gehele voortbrenging gebruik maken
van robuuste architectuur, methodieken, generieke voorzieningen).
 hernieuwde aandacht voor degelijk werk. Met dat laatste wordt
bedoeld dat tijdsdruk en omvang van het werk de kwaliteit van
ontwerpen, bouwen, testen en beheren in de afgelopen jaren onder
druk hebben gezet.
Opvallend is, dat definitie en beheer van requirements hier niet worden
genoemd, terwijl dit aspect door de
wetenschap [Davis, 1982; Robertson,
1996; Leishman & Cook, 2002] wordt
gezien als een noodzakelijke en
cruciale fase in de voortbrenging van
informatiesystemen. Want in hoofdzaak
wordt de kwaliteit van een
informatiesysteem, het eindresultaat
van het IT-voortbrengingsproces, door
vier factoren bepaald:
1. het voortbrengingsproces zelf
(volwassenheidsniveau, met alle
aspecten daarvan); ‘degelijk werk’
in de bovengenoemde notitie;
2. de procesinput (de eisen waaraan
de te ontwikkelen software moet
voldoen, de requirements);
3. de beschikbare resources (mensen en middelen);
4. de context waarbinnen ontwikkeld moet worden (omgeving en
organisatie).
De requirements, zoals in Figuur 1 wordt weergegeven, zijn input van de
IT-voortbrenging en vormen in die zin het fundament van een geslaagde
voortbrenging. De vier factoren bepalen de softwarekwaliteit als schakels
in een keten: enige compensatie is soms mogelijk, maar uiteindelijk blijkt
dat de zwakste schakel bepalend is voor het niveau van het eindresultaat.
1.2.1. Probleemstelling
Softwarerequirementsmanagement behelst het achterhalen en beheren
van wensen en eisen ten aanzien van functionaliteit en kwaliteit van een
informatiesysteem. In deze wensen en eisen ligt de kennis besloten die
nodig is om een bedrijf te kunnen runnen: kennis van de bedrijfsstrategie
en bedrijfsprocessen, van producten, van relaties en van IT. [Robertson en
Robertson, 1999] stellen dat met een betere kwaliteit van de requirements
en een adequaat beheer ervan meer grip wordt verkregen op de
softwareontwikkeling (het IT-voorbrengingsproces) en de basis wordt
gelegd voor het ontwikkelen van IT-toepassingen die beter aansluiten op
de bedrijfsbehoefte.
Een goede requirementsdefinitie bij aanvang en vervolgens effectief
beheer van de requirements gedurende de applicatielifecycle helpt om
onnodig en dubbel werk te voorkomen. Daarbij zal de toepassing meer en
beter voldoen aan de verwachtingen van de gebruikers. Onzorgvuldige
requirementsdefinitie en het onvermogen om wijzigingen adequaat te
managen zijn volgens [Leishman en Cook, 2001] daarentegen fundamentele
oorzaken van falende IT-projecten.
Adequaat ingericht requirementsmanagement lijkt dus een substantiële
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bijdrage te kunnen leveren aan de beheersing van risico’s in
voortbrengingsprojecten. Maar wat betekent dit in de praktijk? Wat komt
er bij kijken en hoe moet het proces worden ingericht? Hoe worden
requirements geformuleerd? En hoe kunnen daarmee samenhangende
risico’s worden geïdentificeerd? Zijn er maatregelen voorhanden om
geïdentificeerde risico’s adequaat te managen?
Erg veel vragen. Teveel om in een beperkt, kortlopend afstudeeronderzoek
te kunnen beantwoorden. Daarom wordt het onderzoek beperkt tot
beantwoording van één onderzoeksvraag.
1.2.2. Onderzoeksvraag
Zoals hiervoor gesteld is het opmerkelijk, dat definitie en beheer van
requirements in de kernnotitie niet worden genoemd. Er wordt gesproken
over het verbeteren van de kwaliteit van de voortbrenging en
requirements vormen de basis van een kwalitatief goed product én vormen
de bron van veel projectrisico’s, die het voortbrengen van een kwalitatief
goed product in gevaar kunnen brengen. Het vermoeden bestaat dat het
requirementsrisicoaspect wordt onderschat of niet wordt onderkend.
Beheersing van requirementsrisico’s en het managen ervan met standaard-
maatregelen wordt onder andere door [Mathiassen et al, 2004], [Beecham
et al, 2005] en [Firesmith, 2007] gezien als een cruciaal aspect van
softwareontwikkeling. Meer grip op de risico’s betekent meer grip op het
proces en een kwalitatief beter product. Dit alles leidt tot de formulering
van de onderzoeksvraag:
In welke mate zijn requirementsrisico’s in het IT-voortbrengingsproces
van de Belastingdienst met standaardmaatregelen te managen?
Het doel van het afstudeeronderzoek is dus te onderzoeken in welke mate
requirementsrisico’s in het IT-voortbrengingsproces van de Belastingdienst
met standaardmaatregelen zijn te managen.
Dit doel wordt bereikt door bij projectverantwoordelijken te achterhalen
in hoeverre zij het er mee eens zijn, dat de door Firesmith genoemde
requirementsrisico’s (ook) bij de Belastingdienst met standaard-
maatregelen gemanaged kunnen worden.
Nevendoelstelling is te achterhalen of diezelfde
projectverantwoordelijken het er mee eens zijn dat:
1. requirements het fundament zijn van een goed projectresultaat;
2. requirementsengineering (RE) is bij de Belastingdienst goed is
ingericht;
3. aan requirements altijd risico’s zitten;
4. veel projectrisico’s requirements gerelateerd zijn.
1.3. Aanpak
In deze paragraaf komt de manier van werken, die bij dit afstudeertraject
is toegepast, aan bod. Er wordt in het kort ingegaan op de fasering van het
onderzoek en de activiteiten die per fase zijn uitgevoerd.
Het onderzoek is verdeeld in vijf fasen: voorbereiden, materiaal
verzamelen, hypothese vormen, hypothese toetsen en rapporteren. De
activiteiten die per fase werden uitgevoerd zijn:
 Voorbereiding.
In de voorbereidingsfase is onderzoek gedaan naar de werking van het
voortbrengingsproces bij de Belastingdienst casu quo het ORAA-proces
Onderzoeksvraag
Hulpvragen
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bij B/CICT. Op basis van de uitkomst van dat onderzoek werden
doelstelling en onderzoeksvraag geformuleerd en de opzet en aanpak
van het onderzoek bepaald.
Eindresultaat van deze fase was een afgerond en goedgekeurd plan van
aanpak.
 Materiaalverzameling.
In deze fase werd documentatie verzameld over de onderwerpen
requirementsmanagement en risicomanagement. Het materiaal werd
gescand op bruikbaarheid, waarbij de aandacht met name uitging naar
publicaties die ingaan op de relatie tussen deze onderwerpen.
Eindresultaat was een documentatiepakket, geschikt voor
literatuuronderzoek.
 Hypothesevorming.
Dit is het kwalitatief explorerende deel van het onderzoek. Het
verzamelde materiaal is bestudeerd en geanalyseerd. Op basis hiervan
is een hypothetisch antwoord op de onderzoeksvraag geformuleerd. In
concreto zijn hypothetische risico’s en maatregelen geformuleerd en is
er van de mogelijke risico/maatregel-combinaties een matrix
geconstrueerd, die als basis dient voor het kwantitatieve onderzoek.
 Kwantitatief onderzoek.
De matrix middels een enquête toetsen in de praktijk en de respons
analyseren.
 Rapportage.
In de rapportagefase werden de verkregen onderzoeksresultaten
verwerkt in het eindrapport, werden conclusies getrokken en
aanbevelingen geformuleerd.
1.4. Leeswijzer
In hoofdstuk 2 wordt verslag gedaan van de voorbereidende
literatuurstudie en wordt het theoretisch kader gevormd. Hoofdstuk 3
vormt de kern van deze scriptie: het onderzoek. Een model, dat op basis
van de genoemde publicatie van Firesmith is ontwikkeld, is in de
Belastingdienstpraktijk getoetst. Dit model schetst de meest voorkomende
requirementsrisico’s met mogelijke maatregelen. Onderzocht is welke
maatregelen programma- en projectmanagers als het meest effectief
beoordelen. In hoofdstuk 4 wordt ingegaan op de methodologische aanpak,
waarna in hoofdstuk 5 de analyse volgt van de verworven data. Hoofdstuk
6 sluit deze scriptie af met de slotbeschouwing, conclusie en aanbeveling.
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2. Theoretisch kader
Dit hoofdstuk is het verslag van de literatuurstudie, die is uitgevoerd met
betrekking tot het managen van requirementsrisico’s casu quo de
onzekerheden die het RE-proces met zich meebrengt. Van de bestudeerde
literatuur zijn er vijf publicaties die een rechtstreekse relatie hebben met
het onderwerp: [Davis, 1982]; [Mathiassen et al, 2004]; [Beecham et al,
2005]; [Firesmith, 2007] en [Bittner, 2008]. Met name Mathiassen et al is
van belang omdat zij een analyse en synthese geven van de literatuur die
tot dan toe met betrekking tot het onderwerp verschenen is. De vijf
hiervoor genoemde publicaties worden elk in een aparte paragraaf
besproken. De teneur van de literatuurstudie komt in de paragraaf
‘Discussie’ aan bod, waarna wordt afgesloten met een conclusie.
2.1. Davis, 1982
Davis onderscheidt in zijn publicatie ‘Strategies for Information
Requirements Determination’ op hoofdlijn twee niveaus van requirements:
(generieke) business requirements en (specifieke)
toepassingsrequirements. Alhoewel de aanpak om deze requirements te
achterhalen hetzelfde kan zijn, zal er in praktijk vaak een
gedifferentieerde methode toegepast worden. De menselijke beperking om
informatiebehoeften te specificeren, noodzaakt tot het toepassen van
diverse strategieën om die behoeften te achterhalen. De belangrijkste
strategieën betreffen:
1. afleiden van reeds bestaande informatiesystemen;
2. synthese van karakteristieken van het actueel in gebruik zijnde
systeem;
3. ontdekken door onderzoek van een in ontwikkeling zijnde toepassing;
4. vragen aan toekomstige gebruikers.
De keuze voor een bepaalde strategie is gebaseerd op de onzekerheden die
het determinatieproces van de informatiebehoefte met zich meebrengt.
Deze onzekerheden zijn samen te brengen in drie typen, namelijk
onzekerheid met betrekking tot:
1. existentie en stabiliteit van de requirements;
2. het in staat zijn van gebruikers om hun behoeften onder woorden te
brengen;
3. het in staat zijn van analisten om behoeften te achterhalen en de
juistheid en compleetheid ervan vast te stellen.
Bottom line van het artikel is, dat de keuze voor een strategie voor zowel
business requirements als toepassingsrequirements wordt gebaseerd op de
evaluatie van de karakteristieken, die door de drie onzekerheidstypen
worden bepaald.  De keuze voor een primaire determinatiestrategie, die
voldoet aan het niveau van onzekerheid, leidt naar een specifieke aanpak.
2.2. Mathiassen et al, 2004
Mathiassen geeft in ‘Managing Requirements Management Risks, an
Analysis and Synthesis of the Literature’ een overzicht van
wetenschappelijke publicaties met betrekking tot het managen van RE-
risico’s tot dan toe. In 2004 constateerden [Hickey & Davis, 2004] dat er op
dat moment eigenlijk geen up-to-date contingency framework bestond dat
RE-risico’s linkt aan afdoende tactieken. De publicatie van Mathiassen
probeert in eerste instantie deze leemte op te vullen door een adequate
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analyse en synthese te geven van wat er op dat moment bekend is. Ze
hanteren daarbij het framework, zoals weergegeven in Tabel 1.
Tabel 1: Requirementsrisico’s en -tactieken volgens Mathiassen et al
Requirements
Management
Risico’s
Requirements
Management
Tactieken
Voorkomend risico (Davis, 1982)
… … … … … … … … … … … … … … … . … … … … … … … … … … … … … … … … … … … … … … … … … … … .
Complexiteit Specificatie  gebrek aan een goed doorgrond model van een in
ontwikkeling zijnde toepassing
 een complex systeem
 gebrek aan structuur voor activiteits- of
beslissingsondersteuning
Betrouwbaarheid Onderzoek en
proefneming
 gebrek aan stabiliteit in het gebruik van het
informatiesysteem
 wijzigingen in het in gebruik zijnde systeem
 gebrek aan stabiliteit in structuur en inzet van het
in gebruik zijnde systeem
 wijzigingen in het gebruik van informatie
 gebrek aan gebruikerservaring bij het in gebruik
zijnde systeem en gebrek aan ervaring in het type
toepassing dat wordt voorgesteld
Beschikbaarheid Ontdekking  een groot aantal gebruikers beïnvloedt het
voorkomen en de stabiliteit van de requirements
 een groot aantal gebruikers dat de
verantwoordelijkheid voor het specificeren van
requirements wil beïnvloeden
 het type gebruikers dat de specificaties uitvoert
Ze constateren dat in de portfolio van RE-onderzoek de problematiek,
zoals ook in Tabel 1 aangegeven, wordt herkend. En ook dat er een rijke
variëteit aan technieken wordt aangedragen om die risico’s het hoofd te
bieden. Minpunt is dat de meeste technieken zich focussen op het oplossen
van specifieke problemen en dat er slechts sporadisch wordt aangegeven
hoe technieken kunnen worden gecombineerd. Er is weinig onderzoek op
metaniveau verricht dat zich richt op een gestructureerd begrip van het
complete vakgebeid, de uitdagingen en problemen die men er kan
tegenkomen, met beschikbare technieken die praktisch bruikbaar zijn.
Zulk onderzoek wordt van belang geacht omdat het de weg wijst bij
vervolgonderzoek en het de overstap van literatuur naar praktijk
vergemakkelijkt.
Hoewel er behoorlijk recente onderzoeksresultaten beschikbaar zijn met
betrekking tot RE-technieken [Byrd et al, 1992]; [Keil et al 1995];
[Nuseibeh et al, 2000], is er geen enkel resultaat dat de link legt tussen
technieken en verschillende typen situaties. In feite kunnen alleen
modellen, die in de vroege jaren tachtig ontwikkeld zijn [Davis, 1982];
[McFarlan, 1981 en 1982], [Alter et al 1978], praktijkmensen helpen om
adequate RE-benaderingen te ontwerpen. Consequentie daarvan is dat
deze modellen niet de verschillen in theoretische benadering adresseren,
die de afgelopen twintig jaar met betrekking tot RE ontwikkeld zijn.
Mathiassen’s analyse suggereert dat hedendaagse softwareontwikkel-
projecten te maken krijgen met zowel beschikbaarheidsrisico’s,
betrouwbaarheidsrisico’s als complexiteitsrisico’s. Om zulke verschillende
risicoprofielen te kunnen adresseren zullen praktijkmensen dus ook een
aanpak moeten ontwikkelen die zowel ontdekkingstactieken, onderzoeks-
en proefnemingstactieken als specificatietactieken ondersteunt. Daarnaast
identificeert de analyse principes voor de toepassing van RE-tactieken:
 het resolutieprincipe, dat helpt relevante tactieken te linken aan
specifieke risico’s;
 het prioriteringsprincipe, dat helpt te beslissen op welke risico’s moet
worden gefocust gedurende de loop van het project;
 het interactieprincipe, dat helpt verschillende tactieken te
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combineren tot een allesomvattende strategie die het risicoprofiel als
één geheel adresseert.
De synthese van deze resultaten richting een contingencymodel om
requirementsrisico’s te managen leidt naar acht verschillende
requirementsengineeringsrisicoprofielen (Tabel 2).
Tabel 2: Het managen van requirementsengineeringsrisico’s
Beschikbaar
heid
Betrouwbaar
heid
Complexiteit Discovery Experimen-
tatie
Specificatie
… … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … …
1. hoog hoog hoog sterk medium medium
2. hoog laag hoog sterk zwak medium
3. laag hoog hoog zwak sterk medium
4. laag laag hoog zwak zwak sterk
5. hoog hoog laag sterk medium zwak
6. hoog laag laag sterk zwak zwak
7. laag hoog laag zwak sterk zwak
8. laag laag laag zwak zwak zwak
Voor elk van de acht typen is er een combinatie van tactieken nodig om de
risico’s het hoofd te bieden. Daarnaast biedt het model, zoals in Figuur 2
wordt weergegeven, ondersteuning om een project te typeren:
hoogrisicoproject, managementproject, designproject en routineproject.
Elk van deze typen biedt andere uitdagingen, heeft andere strategieën
nodig en mede daardoor teams nodig met verschillende skills en
competenties en een verschillende managementaanpak. Deze synthese en
de onderliggende inzichten vanuit de literatuuranalyse heeft implicaties
voor zowel verder onderzoek als voor de toepassing in de praktijk.
2.3. Beecham et al, 2005
Na de hiervoor beschreven publicatie van Mathiassen et al, eind 2004 zijn
er natuurlijk met betrekking tot het onderwerp nog diverse publicaties
verschenen. Noemenswaardig zijn onder andere de publicatie “Integrating
nominal group technique and joint application development for improved
systems requirement determination [Duggan et al, 2004], later gevolgd
door onderzoek van onder andere Sarah Beecham [Beecham et al, 2005] en
Donald Firesmith [Firesmith, 2007]. De publicatie van Beecham, ‘Defining
a Requirements Process Improvement Model’ is gebaseerd op haar
promotieonderzoek in 2003. Daarin presenteert ze een op requirements
gebaseerd Software Process Maturity Model. Ze hanteert daarbij een
‘Requirements Management Problem Classification’, aan de hand van 364
Figuur 2: Relaties tussen archetypische requirementsmanagementsituaties
hoog-laag-hoog
laag-hoog-hooghoog-hoog-hoog
Projecten met een hoog risico
laag-laag-hoog laag-laag-laag
laag-hoog-laag
hoog-laag-laag
hoog-hoog-laag
Designprojecten
Managementprojecten Routineprojecten
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door haar geïnventariseerde risico’s (zie Tabel 3).   
Tabel 3: Requirementsrisico's volgens Beecham
Organisatorische risico’s Technische risico’s
… … … … … … … … … … … … … … … … … … … … … . … … … … … … … … … … … … … … … … … … … … … .
1. Cultuur / procedures 1. Complexiteit van de te ontwikkelen
applicatie
2. Communicatie tussen ontwikkelaars 2. Herleidbaarheid van de requirements
3. Resources 3. Slecht begrip van de gebruikers
4. Skills en verantwoordelijkheden 4. Groei van de requirements
5. Managementaandacht 5. Niet gedefinieerd requirementsproces
6. Te weinig opleiding RE-engineers 6. Vage initiële requirements
7. Communicatie tussen engineers en
gebruikers
Dit R-CMM model focust op het RE-proces met het SEI’s
softwareprocesverbeteringsframework als basis. Aanleiding voor de
ontwikkeling van dit model was de constatering dat, alhoewel alle bij het
onderzoek betrokken bedrijven aan gestructureerde softwareproces-
verbetering deden, geen van alle voldoende controle hadden over de
uitgevoerde RE-activiteiten.
2.4. Firesmith, 2007
Firesmith  beschrijft de twaalf meest voorkomende requirements-
problemen, benoemt de negatieve consequenties en reikt vervolgens een
aantal manieren aan (‘the Industries Best Practices’) om ze te voorkomen.
Zijns inziens voegt het weinig toe om steeds maar weer nieuwe RE-
methoden en technieken te ontwikkelen en/of te verbeteren als we, als
RE-verantwoordelijken, niet in staat zijn om de reeds bestaande methoden
en technieken in praktijk te brengen. De requirementsrisico’s zijn
inmiddels genoegzaam bekend, we weten welke impact ze hebben, we
weten ook hoe we ze moeten voorkomen en als dat niet lukt, hoe we ze
moeten managen.
2.5. Bittner, 2008
In zijn whitepaper “When Requirements Go Bad” komt Kurt Bittner, CTO
Americas van Ivar Jacobson Consulting, tot een vergelijkbare conclusie.
Het door hem gehanteerde model gaat er van uit dat er in praktijk drie
categorieën van requirementsrisico’s bestaan:
 Interpretatierisico’s
- overbodige complexiteit;
- ongebruikte en overbodige features;
- onvoldoende helderheid in de beschrijving van doelen of op te
lossen problemen.
 Specificatierisico’s
- onderspecificatie: vage of incomplete beschrijving;
- incorrecte specificatie;
- ongeschikte beschrijvingstechniek;
- overspecificatie.
 Implementatierisico’s
Deze risico’s worden volgens hem veroorzaakt door drie grootheden, die
dan ook strak gemanaged moeten worden:
 Complexiteit: de hoeveelheid en structuur van de informatie die
beschikbaar is om nieuwe software te ontwerpen; hoe meer informatie
en hoe minder structuur, des te groter de complexiteit;
 Betrouwbaarheid: refereert aan de dynamiek van de informatie over de
nieuwe software; dynamiek wordt veroorzaakt door wijzigende
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inzichten;
 Beschikbaarheid: wordt bepaald door de fysieke, conceptuele en
culturele afstand tussen ontwikkelaars en de beoogde gebruikers.
Opvallend is, dat deze drie grootheden overeen komen met de
requirementsmanagementrisico’s uit het model van Mathiassen.
2.6. Discussie
Softwarerequirementsmanagement behelst het achterhalen en beheren van
wensen en eisen ten aanzien van de functionaliteit en kwaliteit van een
informatiesysteem. In deze wensen en eisen is de kennis besloten die nodig
is om een bedrijf te kunnen runnen: kennis van de business, van
producten, van marketing en van IT. Met betere kwaliteit van de
requirements wordt de basis gelegd voor het ontwikkelen van IT-
toepassingen die (beter) aansluiten op de behoefte van de business.
Onzorgvuldige requirementsdefinitie en het onvermogen om wijzigingen
adequaat managen zijn fundamentele oorzaken van falende IT-projecten
[Leishman et al, 2002]. Een goede requirementsdefinitie bij aanvang en
vervolgens effectief beheer van de requirements gedurende de applicatie-
lifecycle helpt om onnodig en dubbel werk te voorkomen. Daarbij zal de
applicatie meer en beter voldoen aan de verwachtingen van de gebruikers.
[Boehm et al, 2001].
Het achterhalen, definiëren, interpreteren, en beheren van gebruikers-
behoeften is al sinds de eerste ontwikkeling van bedrijfssoftware een
issue. Dat heeft geleid tot een aanzienlijke variëteit aan technieken
[Davis, 1982]; [Keil et al, 1995] om requirementsmanagement te
ondersteunen. Er wordt zelfs beweerd dat de constante stroom van nieuwe
en verbeterde technieken heeft geleid tot een ware methodologiejungle.
Onderzoekers hebben hierop gereageerd door frameworks te ontwikkelen
die betrokkenen kunnen gebruiken om door het requirementsmanagement-
landschap te navigeren. De idee daarbij is betrokkenen bij het
elicitatieproces het gereedschap ter beschikking te stellen dat past bij de
situatie die ze tegen komen. Deze zogenaamde contingency frameworks
bieden op hoofdlijn drie elementen:
 inzicht in de betreffende situatie;
 begrip van de portfolio van beschikbare technieken;
 een verzameling heuristieken die beschikbare typen linkt aan typen
situaties.
Veel van de contingency frameworks zijn gebaseerd op risicomanagement-
ideeën: het situatieprofiel wordt geanalyseerd in termen van risico’s,
benaderingen worden gezien als risicobeheerstactieken en deze tactieken
worden gelinkt aan situaties, gebaseerd op het vermogen om bepaalde
typen risico’s het hoofd te bieden [Lyytinen et al, 1998]. Als een eerste
poging om systematisch requirementsmanagementtechnieken toe te passen
introduceerde [Alter, 1978] een contingency framework om de
ontwikkeling van desicion support software te ondersteunen. [McFarlan,
1981] deed een poging om de ontwikkeling van bedrijfssoftware te
professionaliseren door betere samenwerking van ontwikkelaars onderling
en een beter contact tussen ontwikkelaars en gebruikers te promoten.
Davis concentreerde zich op de uitdagingen van het specificeren van
requirements voor bedrijfssoftware en ontwikkelde een contingency
framework om de onzekerheden met betrekking tot de ontwikkeltaak te
reduceren. Veel verandervoorstellen met betrekking tot requirements-
managementtechnieken en -toepassingen hebben sinds de vroege jaren ‘80
van de vorige eeuw de revue gepasseerd. Met name het toenemende
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belang van de IT in het algemeen, de gegevensuitwisseling tussen
bedrijven, en de vraag naar kortere projectlifecycles hebben de
introductie van nieuwe technieken tot gevolg gehad en het risicoprofiel
van requirementsmanagement veranderd. Vandaag de dag worden
betrokkenen bij het requirementselicitatieproces vaak geconfronteerd met
belanghebbenden die niet zelf werkzaam in het bedrijfsproces dat
ondersteund moet worden. Daarmee wordt de uitdaging nog groter om een
correcte vertaalslag te maken van behoeften naar ontwerp [Duggan et al,
2004]. En de uitdaging neemt toe als betrokkenen geconfronteerd worden
met gebruikers die niet weten hoe ze hun behoeften moeten beschrijven.
De literatuur voorziet in een rijke beschrijving van risico’s, gerelateerd
aan de ontwikkeling van bedrijfssoftware [Lyytinen et al, 1998] en het
biedt een extensieve portfolio van technieken ter ondersteuning van het
requirementsmanagementproces [Keil et al, 1995].
Tot aan het begin van het nieuwe millennium is er weinig onderzoek op
metaniveau verricht, dat zich richt op een gestructureerd begrip van het
complete vakgebied, de uitdagingen en problemen die men er kan
tegenkomen, met beschikbare technieken die praktisch bruikbaar zijn.
[Beecham, 2003] ontwikkelde een op requirements gebaseerd
softwareprocesmaturitymodel. [Firesmith, 2007] concludeert dat
requirementsrisico’s, hun impact en de aanpak om ze te voorkomen en/of
te managen zo langzamerhand wel bekend zijn. Om een stap voorwaarts te
maken zouden we niet steeds maar weer nieuwe en verbeterde methoden
en technieken moeten ontwikkelen, maar eindelijk eens in praktijk
brengen wat requirementsprofessionals al jaren voorstellen.
2.7. Conclusie
De literatuur voorziet in een rijk begrip aan risico’s die de ontwikkeling
van bedrijfssoftware met zich meebrengt en ze biedt een uitgebreide
portfolio aan technieken om requirements te specificeren en te beheren.
Tot 2004 was er echter geen up-to-date contingency framework
beschikbaar dat requirementsmanagementrisico’s linkt aan adequate
maatregelen. Gevolg daarvan is, dat het voor de mensen in de praktijk
moeilijk is om richtlijnen te vinden hoe requirementsrisico’s gemanaged
moeten worden. Vragen als op welke manier een beschikbare verzameling
risicomanagementtechnieken gelinkt moet worden aan
requirementsrisico’s of hoe verschillende technieken gecombineerd kunnen
worden tot afdoende maatregelen blijven onbeantwoord.
[Mathiassen et al] geven een eerste aanzet tot een contingency framework
dat RE-risico’s linkt aan bruikbare tactieken. Dit framework is door zowel
wetenschappers als praktijkmensen verder uitgewerkt. Beecham et al
bieden handvatten door middel van de introductie van een specifiek voor
requirementsmanagement opgesteld capability maturity model. Bittner
komt helaas niet veel verder dan het belang van de drie, door Mathiassen
onderkende categorieën van requirementsrisico’s, nog eens te
benadrukken. Firesmith geeft een overzicht van in de praktijk meest
voorkomende problemen en geeft daar ook oplossingen bij. Zijn publicatie
biedt een aanzet tot de vorming van een model, dat toetsbaar is in het
voortbrengingsproces van de Belastingdienst.
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3. Hypothesevorming
[Firesmith, 2007] is van mening dat de requirementsrisico’s, hun impact en
de aanpak om ze te voorkomen en/of te managen zo langzamerhand wel
bekend zijn. Om een stap voorwaarts te maken zouden we niet steeds
maar weer nieuwe en verbeterde methoden en technieken moeten
ontwikkelen, maar eindelijk eens in praktijk brengen wat requirements-
professionals al jaren voorstellen. Hij beschrijft daartoe een aantal veel
voorkomende requirementsproblemen, benoemt de negatieve
consequenties en reikt vervolgens een aantal manieren aan (‘the Industries
Best Practices’) om er mee om te gaan.
Hierna worden de twaalf door hem onderkende problemen en de gevolgen
daarvan in het kort beschreven. De door hem beschreven problemen en
gevolgen zijn vertaald naar hypothetische risico’s en mogelijke
maatregelen, die in de praktijk van de IT-voortbrenging bij de
Belastingdienst kunnen worden getoetst.
3.1. Toolondersteuning
Probleem
Het gebruik van specifieke hulpmiddelen om requirements te registreren
en te beheren is niet algemeen ingevoerd. Het is eerder uitzondering dan
regel. Bij sommige projecten, bijvoorbeeld waar gewerkt volgens de RUP-
methode, wordt wél gebruik gemaakt geëigende tooling, zoals
IBM/Rational’s RequisitePro. In andere gevallen worden requirements
gespecificeerd met behulp van een tekstverwerker of spreadsheet. Deze
hulpmiddelen geven geen ondersteuning om bijvoorbeeld attributen van
requirements (metadata), zoals de eigenaar en de prioriteit van een
requirement vast te leggen. Diagrammen, zoals bijvoorbeeld UML use case
diagrams, sequence diagrams en state charts, vormen een belangrijk
onderdeel van de meeste requirementsmodellen. Ook daarvoor bieden de
standaard hulpmiddelen weinig ondersteuning. In het stadium van
requirementsidentificatie en analyse worden vaak simpele
tekenprogramma’s gebruikt. De requirements met de bijbehorende
modellen en diagrammen worden ontwikkeld en opgeslagen in meerdere
omgevingen die niet compatible zijn. Traceability vanuit de requirements
in het ene tool naar architectuur-, ontwerp-, implementatie- en
testomgevingen wordt door de gebruikte hulpmiddelen niet ondersteund en
moet dan handmatig onderhouden worden.
Gevolg
Veel requirementsmodellen worden niet eenduidig gedocumenteerd en
opgeslagen. Het is buitengewoon arbeidsintensief om deze op adequate
wijze handmatig te beheren. Zonder ondersteuning van specifieke
hulpmiddelen neemt de kans op inconsistenties dramatisch toe en de
gedocumenteerde requirements raken snel achterhaald.
Hypothetisch risico
Inadequate ondersteuning van requirementsmanagementtools.
Mogelijke maatregelen
 Gebruik maken van specifieke RE-tooling.
 RE-proces (beter) inrichten.
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3.2. Requirementsengineers
Probleem
De competentie om requirements te achterhalen en te specificeren wordt
nogal eens onderschat. Ze komen tenslotte middels een interview met de
stakeholders tot stand, interviewer en geïnterviewde spreken allebei
Nederlands, dus zo moeilijk kan dat niet zijn. In tegenstelling tot ontwerp
en bouw, waarvan het normaal wordt gevonden dat ze een specifieke
opleiding en ervaring  vereisen, is requirementsmanagement een ‘softe
discipline’ die iedereen kan doen. Een andere misvatting is dat
materiedeskundigen, die verstand hebben van het applicatiedomein, maar
niets weten van requirementsmanagement, zomaar van de ene op de
andere dag bedreven requirementsengineers kunnen worden.
Requirementsmanagement is een discipline die door technische mensen
niet wordt gewaardeerd, omdat ze niet begrijpen dat het een apart vak is
met een eigen aanpak en eigen methoden, technieken en hulpmiddelen. In
feite vraagt het vak van de requirementsengineer kennis en vaardigheden
die een goede informatieanalist of architect kenmerken. Ze moeten allen
het grotere geheel kunnen overzien en in staat zijn om zowel met
technisch als niet-technisch onderlegde mensen te communiceren.
Gevolg
Requirementsengineers zonder training, expertise of motivatie zijn niet in
staat of geneigd om specifieke requirementsmethoden en -technieken te
begrijpen en toe te passen. En dus ook niet in staat om goede
requirements te produceren. Voor deze mensen is de klus vaak weinig
inspirerend, soms frustrerend, met kwalitatief slechte en onvolledige
requirements als resultaat.
Hypothetisch risico
Onervaren en/of slecht opgeleide requirementsengineers.
Mogelijke maatregelen
 Gebruik maken van specifieke RE-tooling.
 Requirementsengineers opleiden.
 RE-proces (beter) inrichten.
3.3. Wijzigende requirements
Probleem
Omdat de meeste informatiesystemen lange ontwikkel- en levenscycli
kennen zijn veranderende requirements een gegeven. Het is inherent,
omdat systemen moeten evolueren met de bedrijfsbehoeften; dynamiek in
bedrijfsprocessen betekent dynamiek in de systemen die ze ondersteunen.
Ondanks verwoede pogingen in veel toegepaste watervalontwikkel-
methoden is het in praktijk onmogelijk om requirements te bevriezen. De
behoefte om requirements voortdurend te wijzigen heeft in de praktijk
geleid tot de behoefte aan iteratieve, incrementele en evolutionaire
ontwikkelmethoden. Maar requirements aan blijven passen aan de
veranderende behoeften van de stakeholders is niet gemakkelijk.
Stakeholders willen voortdurend nieuwe requirements toevoegen en
bestaande aanpassen. Als dit op een ongecontroleerde manier gebeurt,
veroorzaakt dat een onbeheersbare dynamiek.
Gevolg
Ongemanagede en onverwachte veranderingen in de requirements hebben
impact op bestaande architecturen, ontwerpen, implementaties en
testplannen. Zonder enige vorm van stabiliteit kunnen ontwikkelaars hun
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werk niet doen en komen er geen nieuwe systemen of wijzigingen op
bestaande systemen tot stand. De cyclus van testen en oplossen van
onvolkomenheden wordt daarmee eindeloos. Scopeverbreding leidt vrijwel
altijd tot toename van kosten en doorlooptijd.
Hypothetisch risico
Excessieve dynamiek in de requirements (incl. niet gemanagede
scopeverbreding)
Mogelijke maatregelen
 Requirementsengineers opleiden.
 Communicatie met de stakeholders verbeteren.
 Gebruik maken van specifieke RE-tooling.
 RE-proces (beter) inrichten.
3.4. Beheer van requirements
Probleem
In veel projecten worden requirements niet adequaat beheerd. De
requirements zijn geregistreerd in tekstdocumenten of in simpele
spreadsheets. Verschillende soorten requirements worden apart bewaard in
verschillende media en bijgehouden door diverse teams, zoals
gebruikersgroepen, het projectmanagementteam, het requirementsteam
en specifieke managementteams. Functionele requirements worden
bijvoorbeeld opgeslagen in een requirementsdatabase, interface-
requirements in interfacebeheerdocumenten, datarequirements als data-
ontwerpdefinities in een of meer datadictionaries, securityrequirements in
diverse security policy documenten, en andere kwaliteitsrequirements in
een aanvullende requirementsspecificatie. Vaak is er weinig ondersteuning
met betrekking tot access control tot de requirements en is er niet
vastgelegd en wordt er niet afgedwongen wie welke requirements mag
aanmaken, wijzigen of verwijderen. De requirements missen vaak
belangrijke metadata, zoals prioriteit, type, status, bron, eigenaar en
relatie.
Gevolg
Requirements die geregistreerd worden in tekstdocumenten of
spreadsheets in plaats van in een requirements repository zijn moeilijk, zo
niet onmogelijk te onderhouden. Verspreid bewaarde requirements zijn
lastig terug te vinden en te bewerken. Gebrek aan toegangscontrole maakt
het lastig om adequaat wijzigingsbeheer toe te passen. Bij gebrek aan een
gecentraliseerd, geautomatiseerd requirementsbeheersysteem is het
vrijwel onmogelijk om over iets als stabiliteit, compleetheid en
volwassenheid te rapporteren.
Hypothetisch risico
Inadequaat beheer van de requirements.
Mogelijke maatregelen
 Requirementsengineers opleiden.
 Gebruik maken van specifieke RE-tooling.
 RE-proces (beter) inrichten.
3.5. Use Case Modelling
Probleem
Na invoering van nieuwe methoden en technieken, zoals RUP en UML,
wordt door gebruikers ervan vaak gedacht dat iets als use case mondeling
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de enige techniek is om requirements te identificeren en te analyseren.
Use cases lijken de hamer te zijn geworden die van elk
requirementsprobleem een spijker maakt. Helaas zijn use cases alleen
goed toepasbaar om functionele requirements te specificeren. Andere
technieken zijn beter geëigend om de diverse soorten non-functional
requirements, zoals interface-, data-, en kwaliteitsrequirements, te
specificeren. Hetzelfde geldt voor het vastleggen van architectuur-,
ontwerp-, implementatie- en configuratieconstraints.
Vaak worden in RUP-achtige projecten alleen use case diagrammen
ontwikkeld in plaats van bijvoorbeeld sequence diagrammen om de
normale en bijzondere paden door de use cases te achterhalen. Er wordt
dan ook geen gebruik gemaakt van tekst om use case path preconditions,
triggers, steps, en postconditions vast te leggen. Vaak wordt volstaan om
alleen het eerste, rechte pad door de use case te ontwikkelen. Maar helaas
bestaan er ook altijd ongebaande, kronkelige, moeilijk begaanbare paden.
Met andere woorden, wat het systeem moet doen onder normale
omstandigheden wordt vastgelegd, maar wat er moet gebeuren als het
standaardproces niet kan worden gevolgd, is niet achterhaald.
Gevolg
Er kleeft een aantal nadelen aan de beperking tot de toepassing van alleen
use case modelling. Ten eerste worden veel non-functional requirements in
het geheel niet achterhaald en de wel achterhaalde zijn vaak ambigu,
incompleet en onverifieerbaar gestelde doelen in plaats van echte
requirements. Ten tweede resulteert de productie van incomplete use case
modellen in simpele stories in plaats van actuele requirements. Het niet
specificeren van uitzonderingsgevallen laat veel situaties, waarin een
systeem zich kan of zich zou kunnen bevinden, onontwikkeld. Als de
requirements niet aangeven wat het systeem zou moeten doen in alle
denkbare toestanden zullen de ontwikkelaars of incorrecte aannames doen
of ze negeren mogelijke toestanden, wat leidt tot onstabiele en
onbetrouwbare systemen.
Hypothetisch risico
Teveel nadruk op Simplistic Use Case Modelling.
Mogelijke maatregelen
 Requirementsengineers opleiden.
 RE-proces (beter) inrichten.
3.6. Constraints
Probleem
In praktijk zijn veel requirements niet écht verplicht. Vaak worden
architectuur-, ontwerp-, implementatie-, en installatie/configuratie
constraints onterecht als requirements gespecificeerd. Omdat stakeholders
en/of requirementsengineers onterecht aannemen dat requirements alleen
op een ‘standaard’ manier geïmplementeerd kunnen worden, verwarren ze
implementatie en behoefte. Met als gevolg dat wordt gespecificeerd hoe
het systeem gebouwd moet worden in plaats van wat het moet doen of hoe
goed het systeem iets moet doen. Dit probleem is grotendeels te wijten
aan het feit dat requirementsengineers onvoldoende zijn ingevoerd in het
ontwerpdomein en specifieke bedrijfsonderwerpen als bijvoorbeeld
betrouwbaarheid, integriteit en vertrouwelijkheid onvoldoende eigen zijn.
Daarbij zijn ze ook niet gekwalificeerd noch geautoriseerd om dit soort
aspecten te specificeren. Overeenkomstig denken de diverse stakeholders
(gebruikers, klanten, operators, beheerders, et cetera), als belangrijke
bron van requirements, vaak teveel vanuit de oplossing in een bestaand
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systeem. Ze overzien niet de mogelijkheden die nieuwe technologieën of
business process redesign bieden.
Gevolg
Door onnodige specificatie van constraints worden architecten, ontwerpers
en implementatiedeskundigen onnodig beperkt in het bedenken van
mogelijke oplossingen. Dit kan de optimale oplossing van een probleem in
de weg staan. Of het voorkomt toepassing van innovatieve oplossingen die
significant het systeem kunnen verbeteren.
Wellicht wordt het canonieke voorbeeld hiervan gegeven door security
requirements. In plaats van de noodzakelijke niveaus van
gebruikersidentificatie en authenticatie te specificeren formuleren
requirementsengineers eisen waaraan gebruikersnamen en wachtwoorden
moeten voldoen. Dit zijn echter architectuurconstraints die voortkomen uit
specifieke securityrichtlijnen. Hiermee wordt niet alleen de toepassing van
moderne technieken als biometrieken, smartcards en digitale
handtekeningen in de weg gestaan, het impliceert ook vaak de toepassing
van gemakkelijk bedienbare maar beveiligingstechnisch zwakke
toegangsoplossingen.
Hypothetisch risico
Oneigenlijke constraints.
Mogelijke maatregelen
 Requirementsengineers opleiden.
 Communicatie met de stakeholders verbeteren.
3.7. Kwaliteit
Probleem
In de praktijk blijkt, dat de kwaliteit van veel requirements slecht is. Ze
geven niet weer wat een goed geformuleerd requirement wel zou moeten
doen. Ze zijn vaak ambigu, niet samenhangend, incompleet, inconsistent,
incorrect en achterhaald. Het jargon waarin ze worden weergegeven is te
technisch, zodat de niet in dit jargon ingevoerde belanghebbende niet
weet wat er wordt bedoeld. Ook de traceerbaarheid en mogelijkheid tot
verificatie laat veel te wensen over.
Oorzaak van dit alles is terug te voeren op inadequaat opgeleide
requirementsengineers, onvoldoende toegang tot de belanghebbenden of
betrokkenheid van belanghebbenden die niet het noodzakelijke mandaat
hebben om requirements te prioriteren. Andere belangrijke oorzaken zijn
vooringenomenheid over kosten en realiseerbaarheid. Met name
kwaliteitsrequirements als performance en beschikbaarheid,
herbruikbaarheid en onderhoudbaarheid en bruikbaarheid en beveiliging
hebben hier onder te lijden. Het is zeker mogelijk om expliciete
kwaliteitsdrempels te specificeren. Ergo, zonder die minimumeisen is het
voor de architect onmogelijk om na te gaan of de architectuur voldoende
houvast biedt, en om gefundeerde architecturele trade-off beslissingen te
nemen. En voor testers is het onmogelijk om steekhoudende kwaliteitstests
uit te voeren.
Gevolg
Requirementsmanagement is de eerste beheeractiviteit waarbij serieuze
fouten kunnen worden gemaakt. De negatieve gevolgen van deze fouten
hebben impact op alle andere activiteiten die er op volgen:
architecturering, ontwerp, testen en implementatie. Kwalitatief slechte
requirements doen de ontwikkel- en onderhoudskosten sterk toenemen en
zijn vaak de oorzaak van een serieuze overschrijding van de tijdsplanning.
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Al in 1988 stelden [Boehm en Papaccio, 1988] vast dat herstelkosten bij
een geïmplementeerd systeem een factor 50 tot 200 hoger zijn dan het
bedrag dat nodig is om fouten in de requirementsfase te herstellen. Deze
cijfers zijn sindsdien nauwelijks gewijzigd. [Wiegers, 2001] stelt dat:
“Industry data suggests that approximately 50 percent of product defects
originate in the requirements. Perhaps 80 percent of the rework effort on
a development project can be traced to requirements defects.”
Hypothetisch risico
De requirements zijn slecht (niet SMART) gedefinieerd.
Mogelijke maatregelen
 Requirementsengineers opleiden.
 Requirements SMART specificeren.
 Gebruik maken van specifieke RE-tooling.
 RE-proces (beter) inrichten.
3.8. Traceerbaarheid
Probleem
Hoewel het belang van traceerbare requirements wordt onderkend, worden
in praktijk nog vaak ontraceerbare requirements opgeleverd. De bronnen
van de requirements, bijvoorbeeld businessrequirements, requirements uit
andere systemen met bijbehorende belanghebbenden zijn dan niet
gedocumenteerd. Ook worden requirements nog vaak niet aan
architectuur- en ontwerpelementen gealloceerd of aan de testsets die ze
moeten verifiëren. Het grote aantal requirements maakt het onmogelijk
om requirementstracing handmatig uit te voeren en zelfs met behulp van
moderne toolondersteuning blijft het een arbeidsintensief karwei. De
mapping van functional requirements op architectuur- en
ontwerpelementen is nooit één-op-één en de mapping wordt nog
moeilijker als bijvoorbeeld object-, agent-, of aspectoriëntatietechnieken
moeten worden toegepast. Idem bij gebruik van design patterns of
bijvoorbeeld de verplichte toepassing van standaard
middlewarecomponenten. Non-functional requirements worden vaak
geïmplementeerd door een scala aan elementen, dwars door verschillende
domeinarchitecturen heen. Als resultaat van dit alles is het niet geheel
ongebruikelijk dat functional requirements alleen worden gemapped op de
belangrijkste architectuurelementen en dat non-functional
kwaliteitsrequirements helemaal niet traceerbaar zijn.
Gevolg
Gebrek aan traceerbaarheid maakt het moeilijk, zo niet onmogelijk om de
impact vast te stellen van wijzigende requirements op architectuur,
ontwerp en implementatie. Het is een gegeven dat requirements wijzigen.
Met het niet traceerbaar zijn worden architectuur-, ontwerp-,
implementatie-, en testwijzigingen dientengevolge moeilijker uitvoerbaar
en dus duurder en meer tijdrovend.
Hypothetisch risico
Niet traceerbare requirements.
Mogelijke maatregelen
 Requirementsengineers opleiden.
 Requirements SMART specificeren.
 Requirements testen.
 Gebruik maken van specifieke RE-tooling.
 RE-proces (beter) inrichten.
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3.9. Requirementsmanagementproces
Probleem
Op weinig projecten is de te volgen requirementselicitatiemethode
gedocumenteerd. Als er al iets is vastgelegd is het vaak incompleet in
termen van aanpak, te gebruiken technieken, rolverdeling en
verantwoordelijkheden en op te leveren producten. Een ander probleem is
dat het proces zoals uitgevoerd niet overeenkomt met het proces zoals
afgesproken en gedocumenteerd. Ook zijn methoden soms gebaseerd op
één enkele techniek, bijvoorbeeld use case mondeling, die helaas voor alle
soorten typen requirements wordt toegepast. Wanneer de methode is
gedocumenteerd in een requirements- of softwaremanagementplan of in
requirementsstandaards- en proceduresdocumenten, is de beschrijving en
instructie vaak erg kort (1 tot 2 bladzijden) en incompleet. De gebruikte
methode wordt gekozen omdat één van de leden van het
requirementsteam er ervaring mee heeft, in plaats van dat het bij uitstek
geschikt is voor het op te leveren systeem. Een andere oorzaak van een
inadequaat requirementsmanagementproces is de wijdverbreide toepassing
van standaard-, generieke, out-of-the-box ontwikkelmethoden, die niet
voldoen aan de behoefte van een specifiek project.
Gevolg
Slecht toepasbare methoden zijn inefficiënt en ineffectief. Wanneer
requirementsengineers slecht gedocumenteerde methoden gebruiken,
produceren ze inconsistent gespecificeerde requirements, die voor
architecten, ontwerpers en testers slecht hanteerbaar zijn. Methoden
waarin de noodzakelijke detailinformatie ontbreekt dwingt de
requirementsengineers om kostbare tijd te verspillen met discussies over
hoe een en ander geïnterpreteerd en toegepast moet worden. Ze moeten
aannames doen over hoe delen van het proces uitgevoerd moeten worden.
Het toepassen van generieke requirementsmanagementmethoden
resulteert vaak in een mismatch met de specifieke behoeften van het
project. Als de generieke requirementsmanagementmethode niet netjes
wordt gehanteerd of als een projectspecifieke methode niet wordt
ontwikkeld (bijvoorbeeld geconstrueerd door herbruikbare
requirementsgerelateerde componenten te selecteren en te integreren),
zal de resulterende suboptimale methode niet tot het optimale resultaat
leiden.
Hypothetisch risico
Slecht ingericht requirementsmanagementproces.
Mogelijke maatregelen
 Requirementsengineers opleiden.
 RE-proces (beter) inrichten.
3.10. Volledigheid
Probleem
Kleine tot middelgrote systemen hebben er al honderden en bij grote
systemen kan het aantal oplopen tot ettelijke duizenden afzonderlijke
requirements. Zeker wanneer er eisen moeten worden gespecificeerd voor
aanpassing van raakvlaksystemen en interfaces. Het zal dus nog wel eens
voorkomen dat er enkele belangrijke requirements worden gemist. Bij een
iteratief, incrementeel voortbrengingsproces veroorzaken deze omissies
niet veel schade als ze in een later stadium alsnog worden geïdentificeerd
en toegevoegd aan een latere build of release. Aan de andere kant worden
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veel informatiesystemen voorzien van allerlei features die niet of
nauwelijks gebruikt worden. Dit soort requirements over het hoofd zien is
niet het probleem waar het hier om gaat. Het echte probleem is dat er
veel architectuurspecifieke requirements worden gemist. Dit zijn veelal
non-functional requirements, zoals kwaliteitsrequirements, die de
minimum acceptabele criteria aangeven: beschikbaarheid, aanpasbaarheid,
interoperabiliteit, performance, portabiliteit, betrouwbaarheid,
robuustheid, beveiligbaarheid, stabiliteit en bruikbaarheid. Dit gebeurt
omdat de belanghebbenden, die de bron zijn van deze requirements, ervan
uitgaan dat zulke requirements vanzelf worden meegenomen.
Gevolg
Omdat ontbrekende requirements veel moeilijker zijn op te sporen dan
incorrect of slecht specificeerde requirements, wordt hun afwezigheid
vaak pas opgemerkt als het systeem wordt geïmplementeerd of in
productie genomen. In het slechtste geval wordt het pas opgemerkt door
gebruikers die ‘iets’ in het systeem missen. Dit soort requirements is in
een later stadium veel moeilijker en tegen veel hogere kosten te
realiseren, zeker wanneer het architectuurspecifieke requirements
betreft. Het is lastig om bijvoorbeeld nadere performance-, portabiliteits-,
betrouwbaarheids- en beveiligbaarheidseisen aan een bestaande
applicatiearchitectuur toe te voegen. Grote systeemgebreken en
onvolkomenheden worden vrijwel altijd veroorzaakt door ontbrekende
requirements.
Hypothetisch risico
Requirements zijn niet volledig.
Mogelijke maatregelen
 Requirementsengineers opleiden.
 Communicatie met de stakeholders verbeteren.
 Gebruik maken van specifieke RE-tooling.
 RE-proces (beter) inrichten.
3.11. Kwaliteitsverificatie
Probleem
Het punt dat hier gemaakt wordt gaat niet over de verificatie van de
implementatie van requirements in het opgeleverde systeem. Het gaat er
om, dat in een vroegtijdig stadium van het voortbrengingsproces wordt
vastgesteld dat de requirements specifiek meetbaar, acceptabel,
realistisch en traceerbaar zijn gespecificeerd. Zodra een eis adequaat
geformuleerd is kan die getest worden. Het doel is zo snel mogelijk de aan
de requirements gerelateerde risico’s te identificeren. Daarmee wordt
voorkomen dat er onjuiste eisen worden opgenomen in het ontwerp. Met
als resultaat dat ze later, in de ontwikkel- of testfase, waar het steeds
moeilijker en duurder wordt om ze te vinden en te corrigeren, het project
frustreren. Om door de kwaliteitscontrole te komen, en daarmee
opgenomen in het Programma van Eisen, moet een requirement eerst een
aantal tests doorstaan. Deze tests zijn gericht op het waarborgen dat een
requirement juist is, en het voorkomen dat het door ongeschiktheid voor
ontwerp, ontwikkeling en implementatie in een latere fase van het project
problemen veroorzaakt.
Gevolg
Slecht gespecificeerde requirements hebben een negatieve invloed op alle
volgende activiteiten in het voortbrengingsproces. Hoe later gebreken
ontdekt worden, des te duurder het is om ze te verhelpen. [Boehm, 1981]
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stelde destijds al dat de kosten van het oplossen van gebreken na
oplevering tot 100-maal hoger zullen zijn dan wanneer dat in de
requirements- en ontwerpfase gebeurt. Dit gegeven benadrukt het belang
van een nauwe samenwerking tussen materiedeskundigen, toekomstige
gebruikers en IT-specialisten tijdens de eerste fase van het project. En een
volwassen management van de requirements gedurende
systeemlevenscyclus.
Hypothetisch risico
Inadequate verificatie van de kwaliteit van de requirements.
Mogelijke maatregelen
 Requirementsengineers opleiden.
 Requirements SMART specificeren.
 Requirements testen.
 Communicatie met de stakeholders verbeteren.
 Gebruik maken van specifieke RE-tooling.
 RE-proces (beter) inrichten.
3.12. Validatie
Probleem
Een belangrijke taak van requirementsmanagement is er voor te zorgen dat
de stakeholders hun requirements valideren, om er zeker van zijn dat een
requirement op een complete en correcte wijze de werkelijke behoefte
weergeeft. Helaas worden requirements niet altijd gevalideerd door de
belanghebbende. Een belangrijke oorzaak hiervan is dat
requirementsengineers vaak niet adequaat kunnen communiceren met de
stakeholders of hun vertegenwoordigers. Dit speelt met name bij projecten
die deel uit maken van grote programma’s Er zijn dan vaak meerdere
organisatieonderdelen betrokken, waardoor niet duidelijk is welk
onderdeel verantwoordelijk is voor een bepaald soort requirement. Als
overlap en/of een tegenstrijdigheid wordt geconstateerd, is het lastig vast
te stellen welke stakeholder voor validatie benaderd moet worden. Een
tweede reden kan zijn dat de door het project gehanteerde
requirementsmanagementmethode geen validatie voorschrijft. Als de
engineers in zo’n situatie validatie voorstellen stuit dat op problemen,
omdat er in de projectvoorbereiding geen rekening mee is gehouden. De
stakeholders hebben er geen tijd voor gereserveerd en de projectmanager
is bang dat het zijn projectplanning overhoop haalt.
Gevolg
Gebrek aan adequate requirementsvalidatie met de stakeholders resulteert
in incomplete requirements omdat ze belangrijke behoeften niet
weergeven. Of het resulteert in incorrecte requirements omdat er een
miscommunicatie plaatsvindt tussen de requirementsengineers en de
stakeholders. Het resultaat is een ontevreden stakeholder, omdat het
opgeleverde systeem niet doet wat hij er van verwacht. Ondanks het feit
dat tests hebben uitgewezen dat alle requirements zijn geïmplementeerd.
Om deze problemen in een later stadium op te lossen kost vaak veel tijd
en geld. Het gevolg is altijd een ontevreden klant.
Hypothetisch risico
Inadequate validatie van de requirements.
Mogelijke maatregelen
 Communicatie met de stakeholders verbeteren
 Gebruik maken van specifieke RE-tooling
 RE-proces (beter) inrichten
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4. Methodologische aanpak
In dit hoofdstuk komt de methodologische verantwoording aan de orde. In
paragraaf 4.1. wordt ingegaan op het onderzoekstype en -ontwerp en in
paragraaf 4.2. wordt toelichting gegeven op de keuze van de
onderzoekspopulatie. Vervolgens wordt in paragraaf 4.3. toelichting
gegeven op de wijze van dataverzameling. In de laatste paragraaf wordt
tot slot kort ingegaan op het onderzoeksmodel.
4.1. Onderzoekstype en ontwerp
Het onderzoekstype dat is gehanteerd bestaat uit twee gedeelten. Het
eerste deel, waarin de hypothese is gevormd is kwalitatief explorerend.
Het tweede deel is kwantitatief experimenteel van aard. Dit is het
hypothesetoetsende of empirische deel. Een kwantitatief onderzoek richt
zich op feiten en redenen voor bepaalde gebeurtenissen. Dit gebeurt
meestal door het testen van objectieve hypothesen. Het onderzoeks-
ontwerp valt onder de categorie survey. Het zogeheten surveyonderzoek
gaat vaak over meningen, attitudes, motieven en normen en waarden. Een
enquête, zoals in dit onderzoek gehouden wordt, is daar een voorbeeld
van. Het gaat na of de geënquêteerde een genoemd requirementsrisico
herkent en, zo ja, in welke mate de voorgestelde maatregelen volgens
hem of haar soelaas zullen bieden bij het managen van dat risico. Er wordt
dus om een mening gevraagd.
In de hoofdstukken 2 en 3 is het kwalitatief explorerende deel aan de orde
geweest. In hoofdstuk 3 zijn de hypothesen, in dit geval hypothetische
risico’s en maatregelen, geformuleerd die als basis dienen voor het
kwantitatieve gedeelte, waarvan in dit hoofdstuk (aanpak) en hoofdstuk 5
(analyse) verslag wordt gedaan.
4.2. Onderzoekspopulatie
Het onderzoek heeft als onderwerp requirementsrisico’s die zich mogelijk
voordoen in de IT-voortbrenging van de Belastingdienst en die met
standaardmaatregelen gemanaged kunnen worden. De onderzoeks-
populatie zal dan ook bestaan uit mensen die de verantwoordelijkheid
hebben om de IT-voortbrenging tot een goed einde te brengen: de
programma- en projectmanagers.
Volgens voor Belastingdienstmedewerkers toegankelijke informatie, de
Elektronische TelefoonGids (ETG), zijn er bij de Belastingdienst 288
medewerkers werkzaam in de rol of functie van programma- of
projectmanager. Niet allen echter werken in de IT-voortbrenging. Deze
medewerkers, in totaal ongeveer 150, zijn buiten de onderzoekspopulatie
gelaten. Uiteindelijk zijn 137 programma- en projectmanagers uitgenodigd
om middels een digitale enquête deel te nemen aan het onderzoek; 98
managers hebben de enquête ingevuld en geretourneerd.
4.3. Data
Van de hypothetische risico’s en maatregelen is een tweedimensionale
matrix gemaakt (Figuur 3). De geënquêteerden is gevraagd deze op de
volgende manier in te vullen:
Bekijk het risico dat staat geformuleerd op rij 1 (‘Inadequate
toolondersteuning). Als je dit risico niet herkent (is geen risico, komt
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nooit voor, ik weet niet wat er staat of wat er bedoeld wordt) vul je in
kolom 0 het getal 0 in. Herken je dit risico wél, dan vul je per kolom 1
t/m 6 een cijfer in variërend van 1 (maatregel zal nauwelijks werken om
het risico te managen) tot 5 (maatregel zal een sterke oplossing blijken).
Vervolgens hetzelfde voor het tweede risico. Enzovoort.
De ondervraagde waardeert dus elke risico/maatregel-combinatie (één cel
in de matrix) met:
 1 (maatregel maakt het risico niet of nauwelijks beter beheersbaar);
 2 (maatregel maakt het risico enigszins beter beheersbaar); of
 3 (maatregel maakt het risico beter beheersbaar); of
 4 (maatregel maakt het risico goed beheersbaar); of
 5 (maatregel maakt het risico uitstekend beheersbaar).
Figuur 3: De onderzoeksmatrix
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Risico 0 1 2 3 4 5 6
1
Inadequate ondersteuning van 
requirementsmanagementtool(s)
2
Onervaren en/of slecht opgeleide 
requirements engineers
3
Excessieve dynamiek in de 
requirements (incl. niet 
gemanagede scopeverbreding)
4
Inadequaat beheer van de 
requirements
5
Teveel nadruk op Simplistic Use 
Case Modeling
6 Oneigenlijke constraints
7
De requirements zijn slecht (niet 
SMART) gedefinieerd.
8
De requirements zij niet 
traceerbaar
9
Slecht ingericht requirements-
managementproces
10
Lijst met requirements is niet 
volledig
11
Inadequate verificatie van de 
kwaliteit van de requirements
12
Inadequate validatie van de 
requirements
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Omdat er 95 geldige reacties zijn verwerkt is er op deze manier per
risico/maatregel-combinatie (één cel in de matrix) minimaal 95 en
maximaal 475 punten te scoren.
4.3.1. Aanvullend onderzoek
Zoals in hoofdstuk 2 is geconcludeerd is de wetenschap zich bewust van de
rol die requirementsrisico’s in IT-voortbrengingsprojecten kunnen spelen.
Ook is al gememoreerd dat de kwaliteit van de vastgelegde requirements
van invloed is op alle activiteiten die in het voortbrengingsproces volgen.
Daarmee wordt het belang van een volwassen requirementsmanagement-
proces nog eens benadrukt.
Binnen het kader van dit onderzoek is het van belang na te gaan hoe
projectverantwoordelijken binnen de Belastingdienst over bovenstaande
zaken denken. Daarom is, voorafgaand aan het eigenlijke onderzoek, aan
de onderzoekspopulatie gevraagd een mening hierover te geven. Daartoe
zijn vier stellingen geformuleerd:
Tabel 4: Requirementsgerelateerde stellingen
Nr. Stelling
… … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … .
1. Requirements zijn het fundament van een goed projectresultaat.
2. Requirementsengineering (RE) is bij de Belastingdienst goed ingericht.
3. Aan requirements zitten altijd risico’s.
4. Veel projectrisico’s waar ik mee te maken krijg zijn requirements gerelateerd.
4.4. Model
Omdat de voor dit onderzoek gehanteerde matrix in feite 72 (12 risico’s *
6 maatregelen) gesloten vragen herbergt waarin naar een voorkeur wordt
gevraagd, is er sprake van een ordinaal meetniveau. Er is gewerkt met
twee ordinale variabelen, ‘risico’ en ‘maatregel’ die elkaar niet
beïnvloeden noch afhankelijk van elkaar zijn. Ook zal de ene variabele de
andere niet verklaren. Overeenkomstig de regels van de statistiek zal er
ter analyse van het onderzoek ook niet met de uitkomsten gerekend
worden.
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5. Analyse
In dit hoofdstuk worden de resultaten van het onderzoek geanalyseerd.
Allereerst worden de verzamelde data onder de loep genomen. In
paragraaf 5.1. wordt ingegaan op de bruikbaarheid van de data, waarna in
paragraaf 5.3. een beschrijving wordt gegeven van de empirie met
betrekking tot de mate waarmee requirementsrisico’s met standaard-
maatregelen gemanaged kunnen worden.
5.1. Bruikbaarheid data
Van de 288 als programma- of projectmanager bekende
Belastingdienstmedewerkers zijn uiteindelijk 137 programma- en
projectmanagers uitgenodigd om deel te nemen aan het onderzoek. Het
verschil heeft twee redenen:
1. Niet alle programma- of projectmanagers zijn werkzaam in het IT-
voortbrengingsproces;
2. Op verzoek van de voorzitter van B/CICT, die dit onderzoek heeft
goedgekeurd, zijn er geen ingehuurde medewerkers benaderd.
Uiteindelijk hebben 98 managers de enquête ingevuld en geretourneerd.
Drie reacties waren niet correct ingevuld, waarschijnlijk omdat de
instructie niet goed begrepen is. In alle drie gevallen werd als mogelijke
waardering de cijfers 1 t/m 7 gebruikt in plaats van de toegestane schaal
1 t/m 5.
5.2. Analyse aanvullend onderzoek
In deze paragraaf worden de scores van het aanvullend onderzoek
besproken. In Figuur 4 is het resultaat weergegeven.
Over de eerste stelling, Requirements zijn het fundament van een goed
projectresultaat, kan geen misverstand bestaan. 38 respondenten (40%)
zijn het eens met deze stelling en voor 57 (60%) van hen geldt dat in
sterke mate.
Ook over de tweede stelling, Requirementsmanagement is bij de
Belastingdienst goed ingericht, is lopen de meningen niet ver uiteen. 61
managers (64%) is het oneens met de stelling, 17 zijn het er sterk mee
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Requirements zijn het fundament van een goed 
projectresultaat.
1
0 0 0 38 57
2
17 61 17 0 0
3
0 22 16 50 7
4
3 17 22 36 17
Veel projectrisico’s waar ik mee te maken krijg zijn 
requirements gerelateerd.
Requirementsenginering (RE) is bij de Belastingdienst 
goed ingericht.
Aan requirements zitten altijd risico’s.
Figuur 4: Resultaat van het aanvullend onderzoek
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oneens en eveneens 17 zijn hier neutraal in.
Bij de derde stelling, Aan requirements zitten altijd risico’s, lopen de
meningen wat verder uiteen: 50 personen (53%) zijn het hier mee eens en
nog eens 7 zelfs sterk. Aan de andere kant zijn 22 managers het er niet
mee eens en blijven er 16 neutraal.
Bij de laatste stelling, Veel projectrisico’s waar ik mee te maken krijg zijn
requirements gerelateerd, zijn de meningen het meest verdeeld. Het
aantal respondenten dat het met de stelling eens of sterk eens is iets meer
dan de helft: 56%. Het percentage oneens of sterk oneens bedraagt 21% en
de overige 23% stemt neutraal.
5.3. Analyse hoofdonderzoek
In deze paragraaf worden de resultaten van het hoofdonderzoek
besproken. In Figuur 5 is het resultaat weergegeven.
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Risico
(%) (%) (%) (%) (%) (%)
min 
(%)
max 
(%)
beantwoord 
(%)
1
Inadequate ondersteuning van 
requirementsmanagementtool(s)
16 42 48 31 37 79 66 31 79 83
2
Onervaren en/of slecht opgeleide 
requirementsengineers
4 91 52 48 46 46 55 46 91 96
3
Excessieve dynamiek in de requirements 
(incl. niet gemanagede scopeverbreding)
0 43 69 43 86 43 55 43 86 100
4 Inadequaat beheer van de requirements 6 48 41 34 36 82 78 34 82 94
5
Teveel nadruk op Simplistic Use Case 
Modeling
64 63 48 46 43 40 58 40 63 33
6 Oneigenlijke constraints 23 55 68 49 75 35 39 35 75 76
7
De requirements zijn slecht (niet SMART) 
gedefinieerd
3 74 96 63 59 44 47 44 96 97
8 De requirements zij niet traceerbaar 9 47 44 35 60 70 77 35 77 91
9
Slecht ingericht requirements-
managementproces
9 40 33 31 47 57 98 31 98 91
10 Lijst met requirements is niet volledig 3 54 42 52 59 45 60 42 60 97
11
Inadequate verificatie van de kwaliteit van de 
requirements
6 70 74 85 48 39 51 39 85 94
12 Inadequate validatie van de requirements 6 63 68 82 62 41 68 41 82 94
Figuur 5: Resultaten van het hoofdonderzoek
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In de kolom ‘Dit risico herken ik niet’ staan de absolute aantallen
vermeld. De respondenten die dit te kennen hebben gegeven hebben dan
ook geen waardering in de volgende zes kolommen gegeven. In deze
kolommen staat de relatieve score vermeld ten opzichte van de maximale
score (percentage). Dit percentage is berekend met de formule
relatieve score = (Σabsolute score / (5 * (95 - Σniet beantwoord))) * 100
Omdat de onderzoekspopulatie gevraagd is de risico/maatregel-
combinaties te waarderen op een schaal van 1-5 komt de laagst mogelijke
score op 20% (de respondenten waarderen een combinatie allemaal met 1
punt) en de hoogst mogelijke score op 100% (de respondenten waarderen
een combinatie allemaal met 5 punten).
Omdat het hier een survey-onderzoek betreft zijn de mogelijkheden tot
statistische analyse beperkt. In Tabel 5 zijn de minimum, maximum en
gemiddelde waarden van de maatregelen in relatie tot de risico’s
opgenomen.
Tabel 5: Statistieken met betrekking tot de maatregelen
Maatregel Min. Score
(%)
Max. Score
(%)
Gem. Score
(%)
… … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … …
Requirementsengineers opleiden 40 91 58
Requirements SMART specificeren 33 96 57
Requirements testen 31 85 50
Communicatie met stakeholders verbeteren 36 86 55
Gebruik maken van specifieke RE-tooling 35 82 52
RE-proces (beter) inrichten 31 98 63
In Figuur 6 wordt de managebaarheid van de requirementsrisico’s
weergegeven per genoemde maatregel.
Legenda:
Reeks Maatregel Reeks Maatregel
… … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … .
1 Requirementsengineers opleiden 4 Communicatie met stakeholders verbeteren
2 Requirements SMART specificeren 5 Gebruik maken van specifieke RE-tooling
3 Requirements testen 6 RE-proces (beter) inrichten
Figuur 6: Managebaarheid van requirementsrisico’s
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Nr Risico Nr Risico
… … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … …
1 Inadequate ondersteuning van
requirementsmanagementtool(s)
7 De requirements zijn slecht (niet SMART)
gedefinieerd.
2 Onervaren en/of slecht opgeleide
requirements engineers
8 De requirements zij niet traceerbaar
3 Excessieve dynamiek in de requirements
(incl. niet gemanagede scopeverbreding)
9 Slecht ingericht requirements-
managementproces
4 Inadequaat beheer van de requirements 10 Lijst met requirements is niet volledig
5 Teveel nadruk op Simplistic Use Case
Modeling
11 Inadequate verificatie van de kwaliteit
van de requirements
6 Oneigenlijke constraints 12 Inadequate validatie van de requirements
5.3.1. Analyse per risico
Hierna worden de meest opvallende resultaten met betrekking tot de
twaalf requirementsrisico’s in relatie tot de voorgestelde standaard-
maatregelen besproken.
Toolondersteuning
Opvallend is, dat zestien respondenten hebben aangegeven het risico van
inadequate toolondersteuning niet te herkennen, terwijl in de literatuur
[Reifer, 2000], [Robertson, 1999], [Boehm en Basil, 2001] adequate
toolondersteuning min of meer als randvoorwaardelijk wordt gezien. De
voor de hand liggende maatregelen (Gebruik maken van specifieke RE-
tooling, 79%; RE-proces (beter) inrichten, 66%) scoren naar verwachting
hoog.
Requirementsengineers
Dat volgens de respondenten het risico van onervaren en/of slecht
opgeleide requirementsengineers het best kan worden bestreden met de
opleiding ervan (91%) ligt voor de hand. De overige maatregelen scoren,
variërend van 46% - 55%, gemiddeld. Dit zou kunnen betekenen dat
opleiding als maatregel alleen niet voldoende is om dit risico te managen.
Wijzigende requirements
Een 100%-score voor dit risico: iedereen herkent dit risico. Als maatregel
om dit risico te managen scoort ‘Communicatie met de stakeholders
verbeteren’ met 86% het hoogst. Onverwacht goede tweede met 69% is de
maatregel ‘Requirements SMART specificeren’. Deze maatregel wordt door
Firesmith namelijk niet als een best practice aangemerkt.
Beheer van requirements
Om het risico van inadequaat beheer van requirements te managen zijn
volgens de respondenten twee maatregelen opportuun: gebruik maken van
specifieke RE-tooling (82%) en het RE-proces (beter) inrichten (78%). De
overige maatregelen scoren onder het gemiddelde.
Use Case Modelling
Tweederde van de respondenten geeft aan het risico van teveel nadruk op
Simplistic Use Case Mondeling niet te herkennen. Omdat dit een specifieke
term uit de RUP-methode is, is dit niet zo verwonderlijk. Geen van de
genoemde maatregelen wordt écht geschikt geacht om dit risico te
managen. De scores variëren van 40% voor het gebruik maken van
specifieke tooling via 58% voor betere inrichting van het RE-proces tot 63%
voor het opleiden van requirementsengineers.
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Constraints
Ook hier een vrij hoog aantal respondenten (23) dat het risico niet
herkent. Degenen die het risico wel herkennen, zien communicatie met de
stakeholders (75%) en het SMART specificeren van de requirements (68%)
als best werkende maatregelen.
Kwaliteit
Dat ‘Requirements SMART specificeren’ als belangrijkste maatregel voor
het managen van het risico van slecht gedefinieerde requirements wordt
genoemd verwondert niet. Maar ook met de opleiding van requirements-
engineers denkt men een goede maatregel (74%) in handen te hebben om
dit risico te managen. Verder scoren ‘Requirements testen’ met 63% en
‘Communicatie met de stakeholders verbeteren’ (59%) nog
bovengemiddeld. De herkenbaarheid van dit risico is overigens met 97%
zeer groot.
Traceerbaarheid
Drie belangrijke maatregelen om het risico van niet traceerbare
requirements aan te pakken:
 RE-proces (beter) inrichten (77%);
 Gebruik maken van specifieke RE-tooling (70%);
 Communicatie met de stakeholders verbeteren (60%).
Negen respondenten geven aan dit risico niet te herkennen.
Requirementsmanagementproces
Dat eveneens negen respondenten het risico van een slecht ingericht
requirementsmanagementproces niet herkenen wekt verbazing. Het proces
is tenslotte de verzameling van activiteiten om tot een resultaat te
komen. Als dat proces slecht is ingericht is er geen adequate sturing
mogelijk op de kwaliteit van het resultaat.
Uiteraard scoort hier de maatregel ‘RE-proces (beter) inrichten’ zeer hoog
(98%). Dat het gebruik van specifieke tooling met 57% als tweede
mogelijke maatregel wordt genoemd is zorgwekkend. Het effect van de
inzet van specifieke tooling als maatregel om een proces beter te kunnen
te kunnen managen wordt nog vaak overschat.
Volledigheid
Het  risico van een onvolledig programma van eisen wordt door vrijwel
iedereen herkend. Slechts drie respondenten geven anders aan. Geen van
de voorgestelde maatregelen springt er uit om dit risico het hoofd te
bieden. Met 60% scoort het beter inrichten van het RE-proces het hoogst.
In het SMART specificeren ziet men het minste heil, maar met 42%  scoort
deze maatregel toch nog bijna gemiddeld.
Kwaliteitsverificatie
Ook het risico van inadequate kwaliteitsverificatie wordt door bijna alle
respondenten herkend (94%). Als belangrijkste maatregelen gelden hier
het testen van requirements (85%) en het SMART specificeren (74%). Ook
goed opgeleide engineers kan hier volgens de respondenten soelaas bieden
(70%).
Validatie
De resultaten van het risico van inadequate validatie van de requirements
komen in grote lijnen overeen met die van het vorige risico. Ook hier werd
door 94% van de respondenten het risico herkend en ook hierbij ziet men
het meeste heil in het testen van requirements (82%). Maar hier scoren,
buiten de inzet van specifieke tooling, alle andere maatregelen ruim
boven gemiddeld.
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5.3.2. Voorlopige conclusie
Met betrekking tot het doel van het onderzoek valt er een aantal zaken
op:
 de meeste risico’s worden door de respondenten herkend.
Als een risico niet wordt herkend kan dit drie oorzaken hebben:
- is geen risico;
- komt nooit voor;
- respondent weet niet wat er staat of wat er bedoeld wordt.
Het risico ‘Teveel nadruk op Simplistic Use Case Mondeling’ is met 64
‘nieten’ vrij onbekend. Ook de risico’s ‘Inadequate ondersteuning van
requirementsmanagementtool(s)’ en ‘Oneigenlijke constraints’ scoren
met 16 respectievelijk 23 ‘nieten’ vrij laag qua bekendheid. Het risico
‘Excessieve dynamiek in de requirements (incl. niet gemanagede
scopeverbreding)’ wordt door iedereen herkend.
 er is geen enkele maatregel die niet scoort;
ook andere dan de beoogde maatregelen om een bepaald risico te
managen scoren. Zo werd voor het hypothetische risico ‘Inadequate
ondersteuning van requirementsmanagementtool(s)’ vooraf twee
maatregelen bedacht: ‘Gebruik maken van specifieke RE-tooling’ en
‘RE-proces (beter) inrichten’. De andere vier maatregelen scoren
echter ook: van 31% (Requirements testen) tot 48% (Requirements
SMART specificeren).
 er is geen enkele maatregel die 100% scoort;
er zijn vier risico/maatregel-combinaties opgenomen die triviaal
lijken:
- Inadequate ondersteuning van requirementsmanagementtool(s) /
Gebruik maken van specifieke RE-tooling. (scoort 79%)
- Onervaren en/of slecht opgeleide requirementsengineers /
Requirementsengineers opleiden. (scoort 91%)
- De requirements zijn slecht (niet SMART) gedefinieerd /
Requirements SMART specificeren. (scoort 96%)
- Slecht ingericht requirements-managementproces / RE-proces
(beter) inrichten. (scoort 98%)
 de laagste score voor een risico/maatregel-combinatie (31%) wordt
twee maal gehaald met ‘requirements testen’ als maatregel;
 de hoogste score voor een risico/maatregel-combinatie (98%) wordt
behaald door de combinatie ‘slecht ingericht requirements-
managementproces’ / ‘RE-proces (beter) inrichten);
 het risico ‘lijst met requirements is niet volledig’ wordt door 97%
herkend, maar geen van de maatregelen om dit risico te managen
springt er echt uit; er is weinig verschil tussen de hoogste score (60%)
en de laagste (42%);
 de combinatie ‘onervaren en/of slecht opgeleide requirements-
engineers’ / ‘gebruik maken van specifieke RE-tooling’ scoort 46% en
is daarmee ex aequo de hoogste minimumscore.
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6. Conclusie en aanbeveling
In dit hoofdstuk wordt, aan de hand van conclusies, die uit het voorgaande
kunnen worden getrokken, de onderzoeksvraag beantwoord. In de eerste
paragraaf wordt, op basis van bestudeerde publicaties, de relevatie van
het onderzoek geschetst. Daarna volgen in paragraaf 6.2. conclusies en de
beantwoording van de onderzoeksvraag. In paragraaf 6.3. worden op basis
van de resultaten van dit onderzoek aanbevelingen gedaan om meer grip
te krijgen op de IT-voortbrenging bij de Belastingdienst.
6.1. Relevantie
[Davis, 1982] had 25 jaar geleden al het inzicht dat correct en compleet
geformuleerde requirements de basisingrediënten zijn van een adequate
planning en implementatie van bedrijfsinformatiesystemen. In die tijd was
er nog weinig onderzoek gedaan naar requirementsdeterminatie. En er
waren nog relatief weinig praktisch toepasbare, goed geformuleerde
procedures beschikbaar om complete, correcte requirements te
specificeren. Hij gaf daartoe de eerste aanzet.
Ruim twintig jaar later constateerden [Hickey & Davis, 2004] dat er op dat
moment eigenlijk (nog steeds) geen up-to-date contingency framework
bestond dat RE-risico’s linkt aan afdoende tactieken. De publicatie van
[Mathiassen et al, 2004] probeert in eerste instantie deze leemte op te
vullen door een adequate analyse en synthese te geven van wat er op dat
moment over dit onderwerp bekend is.
Drie jaar later constateert [Firesmith, 2007] dat requirementsmanagement
een relatief volwassen discipline lijkt met veel bekende methoden en
technieken om softwarerequirements te identificeren, analyseren
specificeren, managen, verificeren, en te valideren. En hij verwondert
zich er tegelijkertijd over hoe het mogelijk is dat in weerwil daarvan
gespecificeerde requirements nog zoveel gebreken vertonen. En waarom
requirements nog steeds de belangrijkste oorzaak zijn voor het mislukken,
in termen van budget- en tijdoverschrijding, het niet opleveren van door
de stakeholders gewenste functionaliteit en het ontbreken van de
noodzakelijke kwaliteit, van IT-projecten. Zijn de bestaande methoden en
technieken dan zo pover of weigeren we als projectverantwoordelijken
gewoon om bestaande MTHV’s, in combinatie met de best practices, toe te
passen? Hij somt, als goed voorbeeld, twaalf van de meest voorkomende
requirementsproblemen op, geeft daarvan de consequenties aan en geeft
standaardmaatregelen om ze het hoofd te bieden.
6.2. Conclusie
Op basis van deze best practices is een model samengesteld in de vorm
van een matrix, die de twaalf door Firesmith genoemde risico’s
combineert met zes mogelijke maatregelen om ze te managen. De op deze
manier verkregen tweeënzeventig risico/maatregel-combinaties zijn ter
beoordeling aan 137 projectverantwoordelijken binnen de Belastingdienst
voorgelegd. Hen is gevraagd of ze de risico’s herkennen, en zo ja, hoeveel
effect zij toekennen aan een maatregel in combinatie met een risico. Ze
gaven 1 punt als ze weinig zagen in een bepaalde combinatie en 5 punten
als de combinatie hen erg doelmatig leek.
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6.2.1. Aanvullend onderzoek
Om vast te kunnen stellen of de problematiek rond requirements en de
risico’s die ze met zich mee brengen überhaupt bij de Belastingdienst
speelt, is aan de onderzoekspopulatie gevraagd vier stellingen te
beoordelen die hiermee verband houden. Over de eerste stelling kan geen
misverstand bestaan: 40% van de respondenten is het eens met deze
stelling en voor 60% van hen geldt dat zelfs in sterke mate. Hieruit kan
geconcludeerd worden dat, overeenkomstig de literatuur hierover, ook bij
de Belastingdienst gevonden wordt dat requirements het fundament zijn
van een goed projectresultaat.
Uit de beoordeling van de tweede stelling kan geconcludeerd worden dat
requirementsmanagement bij de Belastingdienst niet goed is ingericht.
64% van de ondervraagden is het namelijk oneens met de stelling, 18% is
het sterk oneens en eveneens 18% is hier neutraal in.
Dat er aan requirements altijd risico’s kleven vindt men niet triviaal. De
meningen lopen wat uiteen: 53% van de respondenten is het hier mee eens
en nog eens 7% zelfs sterk, maar aan de andere kant is 23% het er niet
mee eens en blijft 17% neutraal. Met in totaal 60% eens en 40% oneens of
neutraal wordt er geen duidelijke stelling ingenomen. Wel dient
opgemerkt te worden dat bij deze stelling de kans op interpretatieverschil
wat groter is dan bij de vorige twee. Door het bijwoord ‘altijd’ kan de
stelling in het extreme worden getrokken: “er bestaat geen enkel
requirement zonder enig risico”. Hierdoor kan het beeld enigszins
vertekend zijn.
Bij de laatste stelling, Veel projectrisico’s waar ik mee te maken krijg zijn
requirements gerelateerd, zijn de meningen het meest verdeeld. Het
aantal respondenten dat het met de stelling eens of sterk eens is,
bedraagt iets meer dan de helft: 56%. Het percentage oneens of sterk
oneens bedraagt samen 21% en de overige 23% stemt neutraal. Dit is
verklaarbaar omdat het voor veel projectrisico’s ook niet direct voor de
hand ligt dat uiteindelijk requirements (en constraints) ervan aan de basis
liggen.
Het beeld, dat het resultaat van dit aanvullend onderzoek geeft, komt
overeen met hetgeen er in de literatuur gesteld wordt. Definitie en beheer
van softwarerequirements wordt door de wetenschap [Davis, 1982;
Robertson, 1996; Leishman & Cook, 2002] gezien als een noodzakelijke en
cruciale fase in de voortbrenging van informatiesystemen. De
requirements zijn input van dat proces en vormen in die zin het fundament
van een geslaagde voortbrenging. Dit wordt bevestigd in stelling 1.
Met het resultaat van stelling 2 wordt aangegeven dat requirements-
engineering bij de Belastingdienst niet beter is ingericht dan wat Firesmith
ziet bij andere organisaties: op basis van beschikbare MTHV’s lijkt het
volwassen, maar de praktijk wijst uit dat het proces nog nauwelijks de
kinderschoenen ontgroeid is. Requirementsmanagement is bij de
Belastingdienst niet goed ingericht. Dat er aan requirements altijd risico’s
zitten en dat de belangrijkste risico’s requirements gerelateerd zijn
[Lister en DeMarco, 2003] blijft in dit onderzoek wat in het midden, maar
wordt zeker niet ontkend.
6.2.2. Hoofdonderzoek
De meeste van de twaalf genoemde risico’s zijn bekend. Alleen het risico
‘Teveel nadruk op Simplistic Use Case Mondeling’ is met 64 ‘nieten’ vrij
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onbekend. Dat is verklaarbaar uit het gegeven dat dit een term is uit de
RUP-methode. Deze methode is bij de Belastingdienst niet algemeen
ingevoerd. Ook de risico’s ‘Inadequate ondersteuning van
requirementsmanagementtool(s)’ en ‘Oneigenlijke constraints’ scoren met
16 respectievelijk 23 ‘nieten’ vrij laag qua bekendheid. Dat het risico van
inadequate toolondersteuning niet vaker wordt herkend is opmerkelijk.
Alleen de projecten die volgens de RUP-methode werken maken gebruik
van een geëigend tool, namelijk RequisitePro. In alle andere gevallen
worden requirements geregistreerd met behulp van spreadsheets of
tekstdocumenten en deze hulpmiddelen geven geen ondersteuning met
betrekking tot definitie en beheer. Zonder ondersteuning van specifieke
hulpmiddelen neemt de kans op inconsistenties dramatisch toe en de
gedocumenteerde requirements raken snel achterhaald [Firesmith, 2007].
Het risico van oneigenlijke constraints, in feite oneigenlijke requirements,
wordt blijkbaar ook niet algemeen herkend. Een reden kan zijn dat
constraints gezien worden als gewone non-functional requirements. Dat
het risico ‘Excessieve dynamiek in de requirements (incl. niet gemanagede
scopeverbreding)’ door iedereen wordt herkend is zorgelijk, omdat bij de
Belastingdienst meestal LAD als ontwikkelmethode wordt gebruikt. LAD
hanteert een lineair model (waterval), waarbij de requirements redelijk
vast moeten liggen.
Alle voorgestelde maatregelen scoren gemiddeld 50% of hoger. Dit geeft
aan dat de projectverantwoordelijken eigenlijk wel in alle maatregelen
heil zien. Zelfs de laagst gewaardeerde risico/maatregel-combinatie
scoort toch nog 31%.
De hoogste score met een gemiddelde van 63% wordt gehaald door de
maatregel ‘Requirementsmanagementproces (beter) inrichten’. De
hoogste score voor een risico/maatregel-combinatie (98%) wordt behaald
door de combinatie ‘slecht ingericht requirementsmanagementproces’ /
‘RE-proces (beter) inrichten. Dit strookt met de conclusie uit het
aanvullende onderzoek dat requirementsmanagement bij de
Belastingdienst niet goed is ingericht.
Het risico ‘lijst met requirements is niet volledig’ wordt door 97%
herkend, maar geen van de maatregelen om dit risico te managen springt
er echt uit; er is weinig verschil tussen de hoogste score (60%) en de
laagste (42%). Hieruit kan worden geconcludeerd dat geen van de
genoemde maatregelen echt helpt om het risico van een onvolledige lijst
van requirements te managen. Firesmith zegt hierover dat de
requirementsengineers actief op zoek moeten naar requirements en er
niet blind op mogen vertrouwen dat de stakeholders wel vertellen wat ze
willen. Het requirementsteam moet daarbij samenwerken met de
specialistenteams en vertegenwoordigers van alle stakeholdergroepen.
Volwassen methoden en technieken, zoals state mondeling moeten worden
ingezet om te achterhalen dat het systeem onder alle omstandigheden en
bij elke mogelijke input adequaat zal reageren.
6.2.3. Samenvatting
Het beeld dat dit onderzoekt oproept is dat de requirementsrisico’s, zoals
die in de literatuur worden geschetst, door projectverantwoordelijken in
de voortbrenging van de Belastingdienst worden herkend en dat de daarbij
genoemde standaardmaatregelen om ze te managen worden
onderschreven. Gezien de gemiddelde scores van de maatregelen moet
daarbij met name aandacht worden besteed aan (verbeterde) inrichting
van het requirementsmanagementproces, het opleiden van requirements-
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engineers en het specifiek, meetbaar, acceptabel, realistisch en
traceerbaar definiëren van de requirements.
6.2.4. Beantwoording onderzoeksvraag
Om te achterhalen in welke mate requirementsrisico’s in het IT-
voortbrengingsproces van de Belastingdienst met standaardmaatregelen te
managen zijn, is een matrix geconstrueerd van 72 risico/maatregel-
combinaties. Gezien de maximum scores van één bepaalde maatregel op
een specifiek risico, variërend van 63% tot en met 98%, kan gesteld worden
dat met de genoemde standaardmaatregelen, al dan niet gecombineerd,
(ook) bij de Belastingdienst adequaat gemanaged kunnen worden.
6.3. Aanbeveling
In de ‘Kernnotitie Visie verbeteren voortbrengingsproces’ wordt gesteld
dat veel projecten de afgelopen jaren, zowel in termen van kwaliteit als
tijdigheid, niet de gewenste resultaten hebben opgeleverd en de
bestuurders in de voortbrenging het noodzakelijk achten die resultaten te
verbeteren, ook voor projecten die voorlopig nog niet binnen de “CR2-
werkwijze” worden uitgevoerd.
De Belastingdienst wil dus de kwaliteit van de voortbrenging verbeteren en
denkt daarbij aan:
 de uitvoering van het voortbrengingsproces;
 de besturing van het voortbrengingsproces;
 de organisatie en de medewerkers van het voortbrengingsproces.
Met betrekking tot de uitvoering van het voortbrengingsproces wordt
aanbevolen om het managen van requirementsrisico’s de aandacht te
geven die het verdient. Met het beeld, dat dit onderzoek geeft voor ogen
zou de aandacht daarbij met name uit moeten gaan naar een betere
inrichting van het requirementsmanagementproces en het SMART
specificeren van de requirements. De inzet van specifieke RE-tooling kan
daarbij helpen.
Met betrekking tot het laatste punt, meer aandacht voor de organisatie en
de medewerkers van het voortbrengingsproces, wordt aanbevolen om
medewerkers tot requirementspecialist op te leiden.
Dit past goed bij de verbetermaatregelen die in de notitie worden
genoemd, waar het gaat om investeren in:
 mensen (competentie, kennis, houding en gedrag);
 gestandaardiseerd werken (in de gehele voortbrenging gebruik maken
van robuuste architectuur, methodieken, generieke voorzieningen);
 hernieuwde aandacht voor degelijk werk. Met dat laatste wordt
bedoeld dat tijdsdruk en omvang van het werk de kwaliteit van
ontwerpen, bouwen, testen en beheren in de afgelopen jaren onder
druk hebben gezet.
Lijst van afkortingen 47
Afstudeerscriptie Business Process Management & IT        Henk van den Berg Maart 2009
7. Lijst van afkortingen
Afkorting Betekenis
… … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … … …
ADF Auditdienst Financiën
APM Algemeen ProgrammaManager
ASL Application Services Library
B/CA Belastingdienst/Centrale Administratie
B/CICT Belastingdienst/Centrum voor ICT
B/CPP Belastingdienst/Centrum voor Proces en Productontwikkeling
BiSL Business information Services Library
COPAFIJTH Commercie, Organisatie, Personeel, Administratie, Financiën, Informatie,
Juridische zaken, Technologie, Huisvesting
DGBel DirectoraatGeneraal van de Belastingdienst
DPO DetailProcesOntwerp
GPO GlobaalProcesOntwerp
GSA Generieke en Specifieke Acceptatiecriteria
ISO International Standards Organisation
KSF Kritieke SuccesFactor
MTHV’s Methoden, Technieken, Hulpmiddelen en Voorschriften
ORAA Ontwerpen, Realiseren, Assembleren, Accepteren
PGM ProGrammaManager
PSO ProjectSturingsOrgaan
PvA Plan van Aanpak
PvE Programma van Eisen
QA Quality Assurance
QoS Quality of Service
RE RequirementsEngineering
RfC Request for Change
RRBT Requirements and Risk Based Testing
RUP Rational Unified Process
SEI Software Engineering Institute
SMART Hier: Specifiek, Meetbaar, Acceptabel, Realistisch, Traceerbaar
SNO ServiceNiveauOvereenkomst
SUB Samenwerking UWV en Belastingdienst
UBGI Uitvoeren, Beoordelen, Goedkeuren, Informeren
VIA Programma Vooraf Ingevulde Aangifte
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