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Andreas Meier 
Elektronische Abstimmungen und Wahlen 
Bei elektronischen Abstimmungen und Wahlen
gibt es eine Vielzahl von Lösungen, wobei orts-
und zeitunabhängige Optionen via Internet im
Vordergrund stehen. Im Beitrag werden die
Teilprozesse für Abstimmungen (eVoting) und
Wahlen (eElection) im Detail erläutert. Die Iden-
tifikation und Authentifikation des Wählers er-
folgt in der Phase der Registrierung, in einer
zweiten Phase muss die elektronische Stimm-
abgabe für Abstimmungen und Wahlen anonym
erfolgen. Danach gelangen mehrdimensionale
Visualisierungstechniken zur Darstellung der Ab-
stimmungs- und Wahlergebnisse zur Anwen-
dung (ePosting). Das politische und kulturelle Ge-
dächtnis (Public Memory), im eGovernment auf
Portalen und mit digitalen Archiven realisiert,
erweitert die Optionen einer Informations- und
Wissensgesellschaft und lässt ein demokrati-
sches Politcontrolling zu. 
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1 Zur Vielfalt elektronischer 
Abstimmungen und Wahlen
Die Nutzung von Informations- und Kommuni-
kationssystemen erlaubt den Bürgerinnen und
Bürgern, ihre politischen Rechte (Stimmabgabe,
Wahl, Unterschriften bei Referenden und Initia-
tiven etc.) elektronisch wahrzunehmen [Meier
2002; Nurmi et al. 1991]. Die Tabelle 1 zeigt die
Vielfalt bei elektronischen Abstimmungen und
Wahlen.
Unter einem Web Poll versteht man eine
webbasierte Umfrage zu einem öffentlichen
Sachgeschäft oder einem politischen Pro-
gramm, wobei das elektronisch ermittelte Re-
sultat als unverbindlich taxiert werden muss.
Mit anderen Worten werden die Bürgerinnen
und Bürger nicht in jedem Fall eindeutig iden-
tifiziert und mit digitalen Signaturen auf ihre
Authentifikation hin überprüft, vielmehr soll
ein Stimmungsbild zu einem öffentlichen Sach-
geschäft oder Thema eingefangen werden.
Elektronische Abstimmungssysteme kön-
nen an Versammlungsorten oder in Sälen in-
stalliert werden, damit jeder Teilnehmer über
ein elektronisches Abstimmungs- oder Wahlge-
rät verfügt. Die einzelnen Stimmen werden
nach der Stimmabgabe elektronisch zusam-
mengezählt und auf Anzeigetafeln direkt veröf-
fentlicht. Solche Abstimmungssysteme sind
meistens in Parlamentssälen fest installiert, zu-
dem lassen sie sich mit begrenztem Aufwand
bei öffentlichen Versammlungen ad hoc auf-
bauen und nutzen.
Als weitere Option bei elektronischen Ab-
stimmungen und Wahlen können sogenannte
Wahlcomputer oder elektronische Wahlma-
schinen in den Wahllokalen aufgestellt und je
nach Bedarf miteinander vernetzt werden. Bei
den Wahlcomputern ist es möglich, bestehen-
de PCs oder Arbeitsplatzrechner mit einer spe-
ziellen Abstimmungs- und Wahlsoftware zu
versehen. Bei elektronischen Wahlmaschinen
gelangen Spezialgeräte zum Einsatz, die aus-
schließlich für elektronische Abstimmungen
und Wahlen konzipiert sind. Damit soll verhin-
dert werden, dass die Abgabe von Stimmen
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und das Auslesen der Resultate manipuliert1
werden können.
Internetbasierte Abstimmungen (eVoting)
und Wahlen (eElection) lassen sich in einem
definierten Zeitfenster orts- und zeitunabhän-
gig durchführen. Dabei erfolgen die Wähler-
identifikation und die Wählerauthentifikation
mit der Hilfe einer Public Key Infrastructure
oder durch geeignete Sicherheitssysteme (siehe
Abschnitt 3), die eine Manipulation der Abstim-
mungs- und Wahlresultate ausschließen. 
Zur Einführung eines elektronischen Wahl-
und Abstimmungssystems müssen die not-
wendigen gesetzlichen Grundlagen geschaffen
werden. Die meisten europäischen Länder ha-
ben Erfahrungen mit unterschiedlichen elektro-
nischen Abstimmungs- und Wahlverfahren ge-
sammelt. Als Chancen werden die folgenden
aufgeführt:
Umfassende Dokumentation vor, während
und nach elektronischen Abstimmungen und
Wahlen: Auf dem eGovernment-Portal können
differenzierte und beliebig detaillierte Informa-
tionen, Persönlichkeitsprofile (vgl. Spinnenpro-
file politischer Mandatsträger in Abschnitt 4)
und Entscheidungshilfen seitens der Behörden
aufgeschaltet werden. Zudem lassen sich für
Sachthemen und Wahlen entsprechende Links
zu den politischen Parteien oder wichtigen
1. In Deutschland z. B. gelangt der Wahlcomputer
des Herstellers NEDAP in Gemeinden zum Ein-
satz. Durch Untersuchungen zur Sicherheit und
Manipulierbarkeit konnte belegt werden (siehe
[Kurz & Rieger 2007]), mit welchen Methoden
manipulierte Software in den Wahlcomputer ein-
gebracht wird und wie Hardwarekomponenten
ausgetauscht werden. Dieses Gerät erfüllt damit
nicht die Anforderungen an manipulationsfeste,
nachvollziehbare und transparente Abstimmun-
gen und Wahlen.
Definition Merkmale Beispiele
Web Polls unverbindliche 
Abstimmung oder Wahl
• keine Garantie auf   
Korrektheit
• keine Garantie auf    
Anonymität
unverbindliche 
Bürgerbefragung
elektronische 
Abstimmungssysteme
elektronische 
Abstimmungsgeräte in 
einem Saal
• automatische Erfassung
• unmittelbare 
Ergebnisanzeige
Abstimmung im 
Parlament
elektronische 
Wahlmaschinen
elektronische 
Abstimmungsgeräte und 
Urnen im Wahllokal
• Stimmberechtigung der   
Wähler manuell prüfen
• Ergebnisse einzelner   
Maschinen manuell   
zusammenfassen
Wahlen in Belgien
vernetzte 
Wahlmaschinen
vernetzte 
Abstimmungsgeräte in 
öffentlichen Wahllokalen
• Ergebnisse automatisch  
für alle angeschlos-
senen Maschinen 
ermittelbar
Lokalwahlen in England
eVoting und eElection orts- und 
zeitunabhängige 
Abstimmungen u. 
Wahlen durch Geräte 
(Handy, Palmtop, 
digitales TV u. a.)
• Registrierung eindeutig
• Abstimmung oder Wahl   
bleibt geheim
Abstimmungen in Genf 
und Zürich
Tab. 1: Unterschiede bei elektronischen Abstimmungen und Wahlen
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NGOs (Nichtregierungsorganisationen) und
NPOs (Non-Profit-Organisationen) hochschal-
ten. Der Bürger entscheidet selber, wie tief er
sich mit einem Thema oder einem Wahlvor-
schlag auseinandersetzen will. Zudem hat er
die Möglichkeit, mit einem Abonnementsdienst
(z. B. RSS-Feed) zur Informationsphase, Abstim-
mung, Wahl oder Analyse der Resultate auf
dem Laufenden zu bleiben.
Erleichterung der Stimmabgabe: Die Mobili-
tät der Bevölkerung nimmt zu, und es besteht
ein Bedarf zur Ausübung politischer Rechte mit
eVoting und eElection. Insbesondere profitieren
behinderte Personen von diesen Möglichkeiten,
wird ihnen doch der teilweise beschwerliche
Gang zum Stimm- und Wahllokal erspart. Zu-
dem können Bürgerinnen und Bürger, die sich
außerhalb des Landes aufhalten, auf einfachere
Art und Weise ihre Rechte ausüben.
Aktivierung der Bürgerinnen und Bürger:
Elektronische Abstimmungen und Wahlen kön-
nen dazu genutzt werden, Zusatzfragen zu den
behördlichen Aufgaben und Pflichten zu stel-
len. Damit können nicht nur treffendere Aus-
sagen zum laufenden Abstimmungsthema
oder zu einer Wahl gemacht, sondern auch die
ePartizipation der Bürgerinnen und Bürger an-
gekurbelt werden.
Wie bei vielen Vorhaben im eGovernment
bergen elektronische Abstimmungen und
Wahlen neben den Chancen auch Risiken:
Entritualisierung des Abstimmungs- und
Wahlvorgangs: Konventionelle Abstimmungen
und Wahlen sind an Rituale und bestimmte
Orte gebunden. Das Ausüben politischer Rechte
mit internetbasierten Verfahren verlangt Ver-
haltensänderungen und ein Vertrauen in den
Cyberspace. Ortsgebundene und föderalistische
Strukturen müssen mit webbasierten Metho-
den und Techniken unterstützt und ermöglicht
werden.
Flut von Web Polls und Entwertung der Volks-
rechte: Das Sammeln von Unterschriften für
Initiativen oder Referenden wird durch web-
basierte Verfahren erleichtert. Die Gefahr be-
steht, dass öffentliche Themen und Projekte
nicht differenziert ausdiskutiert werden, son-
dern dass spontan per Klick abgestimmt und
beurteilt wird.
Datenschutz- und Datensicherheitsfragen:
Obwohl konventionelle Abstimmungs- und
Wahlverfahren ebenfalls Sicherheitsrisiken auf-
weisen, sind die elektronischen Verfahren bei
vielen Bürgerinnen und Bürgern zurzeit noch
wenig vertrauenserweckend. Mit abstrakten
Verschlüsselungsmethoden und digitalen Si-
gnaturen sind viele Bürgerinnen und Bürger
überfordert. Sie bleiben misstrauisch und zwei-
feln am Schutz ihrer Persönlichkeitssphäre. Der
Missbrauch im Internet (rassistisches Gedan-
kengut, Pädophilie, Kriminalität u. a.) schreckt
davon ab, Bürgerrechte und Pflichten via Inter-
net wahrzunehmen.
Das eGovernment-Framework der Universi-
tät Fribourg [Meier 2009] mit den Stufen Infor-
mation und Kommunikation, Produktion und
Partizipation suggeriert, dass die oberste Ebene
der Partizipation mit eCollaboration, eDemo-
cracy und eCommunity eine der schwierigsten
Herausforderungen bleibt. Aus diesem Grunde
ist es wichtig, erfolgreiche Teilprojekte mit
eVoting und eElection durchzuführen, um die
Schwellenängste der Bürgerinnen und Bürger
abzubauen.
2 Prozessschritte für eVoting und 
eElection
Elektronische Abstimmungen und Wahlen
[Brandt & Volkert 2002] unterscheiden sich vor
allem in den Vor- und Nachbearbeitungsphasen
gegenüber herkömmlichen Abstimmungs- und
Wahlverfahren (vgl. Abb. 1), falls die Vorteile
elektronischer Austauschbeziehungen ausge-
schöpft werden. Durch eine veränderte und er-
weiterte Informations- und Diskussionspolitik
bei den Prozessschritten eDiscussion und ePos-
ting erhofft man sich, Bürgerinnen und Bürger
vermehrt für politische Anliegen zu gewinnen
und die Community-Bildung zu fördern.
Elektronische Abstimmungen und Wahlen
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eDiscussion
eElection
ePosting
eVoting
• Sachthemen
• Spinnenprofile
• Entscheidungs-
hilfen
• Diskussionsforen
• Linksammlung
• Abonnement-
dienste
• elektronischer
Stimmzettel
• Einschätzungen
fakultativ
• elektronischer
Wahlzettel
• persönliches
Feedback
• Publikation der
Resultate
• Veröffentlichung der
Stimm- und Wahlkarten
• Visualisierungsoptionen
• Auswertungsmöglichkeiten
• Teilnahme an Blogs
In Abbildung 1 werden die folgenden Pro-
zessschritte unterschieden:
eDiscussion: Im Vorfeld von Abstimmungen
und Wahlen kann der Meinungsbildungs-
prozess gefördert werden, indem neben Infor-
mationen in Diskussionsforen Einschätzungen
und Bewertungen eingeholt werden. Abonne-
mentsdienste erlauben den Bürgerinnen und
Bürgern, gewünschte Dokumente oder Ent-
scheidungsgrundlagen nachzufragen sowie
Änderungen und Erweiterungen bei Sachthe-
men zu erfahren.
eVoting: In der von der Behörde festge-
legten Abstimmungszeit kann der Bürger sei-
nen elektronischen Stimmzettel ausfüllen und
abschicken [Krimmer 2006]. Vorher muss er
sich bei der Behörde identifiziert und registriert
haben, die Abstimmung erfolgt danach ano-
nym (vgl. die zwei Phasen der Registrierung und
der Abstimmung in Abschnitt 3). Die Behörde
kann bei Bedarf neben dem Stimmzettel noch
eine fakultative Erhebung über die vorlie-
genden Themen beifügen, um z. B. für Vorge-
hens- und Umsetzungsfragen ein Feedback von
den Bürgerinnen und Bürgern zu erhalten.
eElection: Durch Publikation der Spinnen-
profile der zu wählenden Mandatsträger (Ab-
schnitt 4) und durch Zusatzinformationen zu
den Fähigkeiten und Kenntnissen der Kandi-
datinnen und Kandidaten fällt es dem Wählen-
den im vorgelagerten Prozessschritt eDiscus-
sion einfacher, den elektronischen Wahlzettel
auszufüllen. Auch hier muss vorgängig mit ei-
ner Prüfkarte die Registrierung vorgenommen
und von der Behörde ein gültiger Wahlzettel
angefordert werden, bevor elektronisch abge-
stimmt werden kann (Abschnitt 3). Eventuell
bietet es sich an, fakultative Zusatzfragen
durch die Bürgerinnen und Bürger beantwor-
ten zu lassen.
ePosting: Eine Publikation der Resultate auf
dem eGovernment-Portal der Behörde ist nicht
nur für die Bürgerinnen und Bürger gedacht,
sondern kann von anderen Organisationen oder
der Presse studiert und weiterverwertet wer-
den. Dazu können geeignete Visualisierungs-
und Auswertungswerkzeuge angeboten wer-
den, sodass das Abstimmungs- oder Wahlver-
halten sowie die Resultate analysiert und be-
sprochen werden können. Public Blogs ermögli-
Abb. 1: eVoting und eElection als Teil einer Prozesskette
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chen es, die elektronische Abstimmung oder
Wahl über den Stimm- und Wahltag hinaus zu
kommentieren und zu vertiefen. Neben der
Publikation der eigentlichen Abstimmungs-
oder Wahlresultate wäre es notwendig, Stimm-
und Wahlkarten bzw. deren eindeutige Identifi-
kationsnummern in Listen zu veröffentlichen.
Damit hat jeder Bürger die Möglichkeit, zu veri-
fizieren, ob seine Stimme tatsächlich registriert
und verarbeitet worden ist. Mit solcher gegen-
über konventionellen Abstimmungen und
Wahlen erweiterten Transparenz lässt sich das
Vertrauen der Bürgerinnen und Bürger für
eVoting und eElection steigern.
Die Beschreibung der Prozessschritte eDis-
cussion, eVoting, eElection und ePosting zeigen
auf, dass bei der Nutzung elektronischer Infor-
mations- und Austauschbeziehungen das In-
volvement der Bürger gesteigert und die öffent-
liche Diskussion angeregt werden kann. Der
Beitrag illustriert dazu in Abschnitt 3 das Vor-
gehen bei anonymen Abstimmungen und
Wahlen; Methoden für den Prozessschritt
ePosting werden in Abschnitt 4 mit Analyse-
und Visualisierungstechniken gegeben.
3 Funktionsweise anonymer 
Abstimmungen und Wahlen
Für die Durchführung von Abstimmungen via
Internet müssen die bekannten Abstimmungs-
und Wahlrechtsgrundsätze gelten:
! Nur stimmberechtigte Personen können an
elektronischen Abstimmungen und Wahlen
teilnehmen.
! Jede stimmberechtigte Person hat eine und
nur eine Stimme.
! Elektronisch abgegebene Stimmen dürfen
weder abgefangen, umgeleitet noch verän-
dert werden.
! Vom Inhalt elektronisch abgegebener Stim-
men dürfen Dritte (Bürger, Behörde) keine
Kenntnis erlangen (geheime Abstimmung
oder Wahl).
! Der Datenschutz muss gewährleistet sein.
! Im Falle einer Panne darf keine bereits abge-
gebene elektronische Stimme verloren ge-
hen.
Die Kernfrage bei elektronischen Abstimmun-
gen und Wahlen lautet: Wie kann ein Bürger
sich in einem elektronischen Austauschprozess
eindeutig identifizieren, authentifizieren und
für die Abstimmung oder Wahl autorisiert
werden (vgl. Identity Management), wenn er
danach eine anonyme bzw. geheime Stimme
abgeben will? Von der rechtlichen wie tech-
nischen Seite her lehnt man sich beim eVoting
wie bei der eElection an die in Europa (Deutsch-
land, Frankreich und Schweiz) bewährte Brief-
wahl an. In Analogie dazu müssen die fol-
genden zwei Phasen [Prosser et al. 2002] beim
elektronischen Stimm- und Wahlverfahren un-
terschieden werden:
Phase I – Registrierung: Der Wähler muss
sich zunächst identifizieren und authentifizie-
ren, um für die elektronische Abstimmung au-
torisiert zu werden.
Phase II – Stimmabgabe: In einem zweiten
Schritt erfolgt die Stimmabgabe anonym, so-
dass kein Dritter Aufschluss über das Stimm-
oder Wahlverhalten des Wählers bekommen
kann.
Für elektronische Abstimmungen und
Wahlen ist eine Vielzahl von Systemen und Ver-
fahren entwickelt worden. Bei elektronischen
Wahlmaschinen lässt der Bürger seine Identität
beim Wahlhelfer überprüfen und erhält eine
Chipkarte, mit der er in der Wahlzelle seine
Stimme elektronisch abgeben kann. Solche
Systeme gelangen in den USA zum Einsatz2,
sind aber für entfernte Abstimmungen und
Wahlen weniger geeignet.
2. Nach den erheblichen Fehlerraten bei der Präsi-
dentschaftswahl der USA in Florida im Jahr 2000
wurden mehrheitlich die mechanischen Wahl-
maschinen durch elektronische ersetzt, um die
aufgetretenen Unregelmäßigkeiten zu umgehen
und Kontrollnachzählungen abzusichern.
Elektronische Abstimmungen und Wahlen
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Phase I: Registrierung Phase II: Stimmabgabe
Wahlkarte1
2
blind signierte
Wahlkarte
Trust-
center
Regis-
trierung
3
4
Prüfkarte
blind
signierte
Prüfkarte
Trust-
center
Urne
Nachweis mit
Wahlkarte/Prüfkarte
1
2
Verifikation
3Stimmzettel
4
Stimmzettel mit
Wahlkarte/Prüfkarte
Bei der Nutzung von PIN-Codes (Personal
Identification Number) oder ähnlich gelagerten
Verfahren ist man bei der Forderung nach
Anonymität von der Integrität der Wahlorgani-
satoren abhängig. Zudem entbehren diese
Systeme meistens einer sauberen gesetzlichen
Grundlage, wie sie beim Signaturgesetz für
digitale Signaturen und der Public Key Infra-
structure mit den Trustcentern gewährleistet
ist. Im Folgenden soll deshalb ein Registrie-
rungs- und Abstimmungsverfahren für eVoting
und eElection skizziert werden, das den obigen
Anforderungen korrekter und anonymer Ab-
stimmungen nachkommt.
In Abbildung 2 sind die beiden Phasen der
Registrierung und der Stimmabgabe unabhän-
gig voneinander konzipiert worden, um Anony-
mität zu garantieren [Prosser & Müller-Török
2002].
In der Registrierungsphase wird der Wähler
identifiziert und authentifiziert, indem er seine
Wahlkarte verschlüsselt und signiert an die
Registrierungsstelle schickt (Schritt 1). Der
Registrierungsserver überprüft die Wahlberech-
tigung des Wählers aufgrund seiner digitalen
Signatur. Im positiven Fall retourniert der Server
die Wahlkarte, und zwar blind3 unterschrieben
(Schritt 2). Der Wähler schickt im Schritt 3 die
Wahlkarte (zur Unterscheidung wird sie jetzt
als Prüfkarte gekennzeichnet) an ein Trustcen-
ter und verlangt diese blind unterschrieben zu-
rück (Schritt 4). Die Schritte 3 und 4 bezwecken,
dass die Wahlbehörde keine gefälschten Stim-
men abgeben kann. Nun hat der Wähler eine
elektronische Wahlkarte bzw. Prüfkarte, die von
der Registrierungsstelle der Behörde wie vom
Trustcenter als gültig erklärt und blind unter-
schrieben wurde.
3. Die blinde Unterschrift basiert auf dem Ver-
schlüsselungsverfahren von Rivet, Shamir und
Adleman. Allerdings wendet der Unterschrei-
bende seinen privaten Schlüssel auf das eigent-
liche Schriftstück und ein Beiwerk (Padding) an.
Wird das Padding vom Empfänger der Unter-
schrift entfernt, bleibt das unterschriebene
Schriftstück übrig, das nun anonym verwendet
werden kann.
Abb. 2: Registrierung und Stimmabgabe (nach [Prosser & Müller-Török 2002])
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Die zweite Phase der Stimmabgabe in Ab-
bildung 2 findet am Abstimmungs- oder Wahl-
tag statt. Der Wähler verwendet dazu seine be-
reits verifizierte Wahl- bzw. Prüfkarte. Er schickt
beide zum Nachweis an die Urne (Schritt 1), um
einen gültigen Stimm- oder Wahlzettel zu er-
halten. Bevor der Server der Urne den Stimm-
zettel retournieren kann, wird die Wahl- und
Prüfkarte via Trustcenter verifiziert (Schritt 2).
Läuft alles reibungslos ab, erhält der Wähler sei-
ne gewünschte Stimmkarte im Schritt 3. Er füllt
seinen Stimm- oder Wahlzettel aus und schickt
diesen mit seiner Wahlberechtigung (Wahl-
karte/Prüfkarte) zurück an die Urne. Nach Ab-
lauf der Wahl veröffentlicht der Server der Urne
eine Liste der Stimmzettel und die zugehörigen
elektronischen Wahlkarten. 
4 Analyse und Visualisierung 
mehrdimensionaler Wahlergebnisse
In den Phasen eDiscussion und ePosting müs-
sen die Informationen dargestellt und kom-
mentiert werden, damit die Bürgerinnen und
Bürger sich ein klareres Bild über Sachthemen
oder politische Profile der Mandatsträger ver-
schaffen können. Mit mehrdimensionalen
Visualisierungstechniken ist es möglich, kom-
plexe Sachzusammenhänge zu veranschauli-
chen. Beispielsweise werden am geografischen
Institut der Universität Zürich Methoden der
Kartografie benutzt [Hermann & Leuthold
2000], um die Schweiz als Raum von Welt-
anschauungen darzustellen (Abb. 3). 
Ausgangsbasis für die Raumdarstellung
waren die Resultate aller eidgenössischen
Volksabstimmungen in den Jahren 1981 bis
1999. Volksabstimmungen in der Schweiz sind
Referenden zu Sachfragen aus der Politik, zu de-
nen die Bürgerinnen und Bürger mit Ja oder
Nein antworten können. Die Ja-Stimmenanteile
von 3021 Gemeinden zu den Vorlagen wurden
einer explorativen Faktoranalyse unterzogen.
Die Faktoren bilden die Dimensionen des
Raumes der Weltanschauungen, wobei eine
zweidimensionale Ansicht dieses Raumes in der
Abbildung 3 gegeben ist. Die im Raum lokali-
sierten politischen Ziele aus einer qualitativen
Inhaltsanalyse werden durch Kreisscheibendia-
gramme dargestellt. Dabei entspricht die Dia-
grammfläche der Häufigkeit des Vorkommens
des Ziels in den Abstimmungen. Farben (hier
Grauwerte) zeigen die Zugehörigkeit der Ziele
zu inhaltsanalytischen Kategorien.
Geeignet gewählte Projektionen mehr-
dimensionaler Räume oder weitere Methoden
des Data Mining erlauben, komplexe politische
Zusammenhänge zu veranschaulichen. Damit
lassen sich politische Positionen und Verhal-
tensmuster von Regierungen, Parteien oder In-
teressenverbänden aufdecken. Zudem kann in
Zeitabständen untersucht werden, ob Behör-
denmitglieder oder beauftragte Gremien den
vom Volk, vom Parlament oder von der Regie-
rung vorgegebenen Strategien folgen und die
entsprechenden Programme umsetzen (Polit-
controlling, vgl. Abschnitt 5).
Die diskutierten Visualisierungsmethoden
dienen der Meinungsbildung und der Entschei-
dungsfindung im Rahmen einer eDemocracy-
Politik. Beispielsweise können bei der Wahl poli-
tischer Abgeordneter für ein Parlament deren
Profil aufgrund des politischen Handelns der
vergangenen Legislaturperiode aufgezeigt wer-
den (vgl. Abb. 4, in der Grafik als schwarz ausge-
zogenes Polygon dargestellt). Gruppen von
Politikerinnen und Politikern, Fraktionen oder
ganze Parteien können ebenfalls im Spinnen-
netz unterschiedlicher Zielsetzungen aufgrund
ihres Verhaltens positioniert werden (gestri-
cheltes Polygon in Abb. 4).
In der Schweiz werden politische Spinnen-
profile im Vorfeld von Nationalratswahlen
(Parlament) auf einer entsprechenden Web-
plattform und in den Medien publiziert [Jeitzi-
ner 2004]. Neben der Vorstellung der Kandi-
datinnen und Kandidaten, weiteren Angaben
zur politischen Ausrichtung und dem Fähig-
keitsprofil stellen die Spinnenprofile ein zusätz-
liches Beurteilungskriterium dar. Entsprechen-
Elektronische Abstimmungen und Wahlen
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de Informationsportale zu Abstimmungen und
Wahlen ergänzen die von den Parlamentariern
selbst deklarierten Positionen und lassen erken-
nen, ob opportunistisch Programme angeboten
werden, die primär auf die Wählerstimmung
zugeschnitten sind, oder ob das persönliche
Programm auch dem Verhalten des Parlamen-
tariers entspricht.
Das Rating von Parlamentariern durch das
systematische Auswerten des Abstimmungs-
verhaltens stellt eine Informationsverdich-
tung dar. Sie kann als eine mögliche Form
eines politischen Controllings verstanden wer-
den.
5 Schritte zum Public Memory
Der Historiker John Bodnar charakterisiert das
Public Memory als »a body of beliefs and ideas
about the past that help a public or society
understand both its past, present, and by
implication, its future« [Bodnar 1992]. Dieses
öffentliche oder kulturelle Gedächtnis einer
Gesellschaft kann durch die Digitalisierung
wichtiger Werke, Dokumente, Bilder, Anspra-
chen, Filme, TV- und Radioaufzeichnungen, Re-
gierungsprogramme und -beschlüsse, Bürger-
initiativen etc. in webbasierten Bibliotheken
oder digitalen Archiven der Öffentlichkeit zur
Verfügung gestellt werden. Dadurch erhalten
Öffnung
nach außen
Parlamen-
tarismus
(Größe entspricht Häufigkeit)
Abb. 3: Visualisierung der Lage und Häufigkeit politischer Ziele (nach [Hermann & Leuthold 2000])
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Finanzpolitik
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Liberalisierung
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Sozialstaat
Schutz der
Umwelt
restriktive
Ausländerpolitik
Abstimmverhalten
eines Abgeordneten
Abstimmverhalten
der Fraktion
Legende:
nicht nur Juristen, Historiker oder weitere Ex-
perten Zugang zu den digitalisierten Original-
dokumenten und Abbildungen, sondern auch
alle Bewohnerinnen und Bewohner des Global
Village.
Der Soziologe Niklas Luhmann, als ausgebil-
deter Jurist und Beamter in Lüneburg erfahren
in den Verwaltungsabläufen, widmet in seinem
Buch »Die Politik der Gesellschaft« [Luhmann
2000] dem Gedächtnis der Politik ein eigenes
Kapitel. Er überträgt die von Neurobiologie und
psychischen Systemen beeinflussten Gedächt-
nistheorien auf das kollektive Gedächtnis. Für
politische Systeme4 und das politische Ge-
dächtnis erklärt er »Werte« und »Interessen«
als bedeutende Faktoren. Während subjektive
Werte im politischen Gedächtnis eine mora-
lische Instanz bilden, sind Interessen faktische
Gegebenheiten jedes Bürgers. Das politische
Gedächtnis steht im Spannungsfeld von Wer-
ten und Interessen und selektiert nach zu Ver-
gessendem und Behaltendem. Luhmann sagt
aus, dass jedes politische System mit der Unter-
scheidung von Werten und Interessen reagiert,
nämlich »von Werten, die das anmahnende Er-
innern ermöglichen und durch Legitimation der
Desiderate5 unterstützen, und von Interessen,
die, wenn sie sich Gehör verschaffen können
und politisch wichtig sind, die kommunikative
Aktualisierung besorgen«.
4. Luhmanns Systemtheorie basiert auf der Evolu-
tion von Kommunikation und auf der Evolution
der Gesellschaft. 
5. Ein Desiderat ist ein vermisstes und zur Anschaf-
fung in Bibliotheken vorgeschlagenes Werk oder
Dokument.
Abb. 4: Spinnenprofil eines Abgeordneten bzw. der zugehörigen Fraktion 
(angelehnt an die Forschungsarbeiten [Sotomo 2008] der Universität Zürich)
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Regierung und Verwaltung haben den Auf-
trag, neben der Veröffentlichung der Strategien,
Programme und Aktivitäten und den dazu not-
wendigen Gesetzesvorlagen und Verordnungen
auf dem eGovernement-Portal die vielfältigen
Informationen zu publizieren und damit für
Transparenz zu sorgen. Eine Informations- und
Wissensgesellschaft ist ohne die Nutzung rech-
nergestützter Expertensysteme und Wissens-
banken nicht überlebensfähig.
Wissensmanagement: Eine Gesellschaft
kann mit geeigneten eGovernment-Program-
men und Initiativen zu Public Memory den Zu-
gang zu politisch relevantem Wissen verbes-
sern. Die Weltbank beispielsweise beschäftigt
mehrere Hundert Knowledge Worker, weil sie
erkannt hat, dass dem Know-how und Wissens-
transfer eine größere Bedeutung zukommt als
dem Verleihen von Geld [WBI 2008].
Wirkungsorientierte Verwaltung: Regie-
rungsstellen und Verwaltungseinheiten kön-
nen Effizienz und Effektivität ihrer Aktivitäten
steigern, wenn sie sich webbasierter Infor-
mations- und Workflow-Management-Syste-
me bedienen. Solche Systeme unterstützen vir-
tuelle Organisations- und Zusammenarbeits-
formen und erlauben, die Komplexität der
öffentlichen Produkte und Dienstleistungen zu
beherrschen.
Organisationales Wissen: Eine lernende
Organisation oder Öffentlichkeit versucht,
strukturelle Erkenntnisse und Know-how über
Verwaltungs- und Beziehungsprozesse mit den
Bürgerinnen und Bürgern als kollektives Gut zu
erkennen und zu erhalten. Primär stehen hier
nicht individuelle Bedürfnisse oder Werthal-
tungen im Vordergrund, sondern organisatio-
nale Entscheidungsverfahren und kollektive
Erfahrungswerte.
Ein eGovernment-Portal muss für alle Be-
völkerungsschichten und damit auch für Men-
schen mit körperlichen, geistigen und phy-
sischen Behinderungen zugänglich bleiben
[WAI 2008]. Es bietet nicht nur die Behörden-
dienste für Bürger und Unternehmen an, son-
dern kann darüber hinaus auch Verfahren und
Wissensbanken für eDemocracy umfassen. Der
Weg zu einem Public Memory ist lang und
steinig, da wichtige Themen wie Schutz der
Privatsphäre der Bürgerinnen und Bürger, Ur-
heberrechtsfragen bei digitalen Objekten, Ar-
chivierungskonzepte und -zeiten bei digitalen
Speicherträgern etc. laufend geklärt und mit
geeigneten Methoden und Techniken umge-
setzt werden müssen. Nicht zuletzt ermöglicht
ein Public Memory, realisiert in einem öffentlich
zugänglichen eGovernment-Portal, ein demo-
kratisches Politcontrolling und ebnet damit den
Weg zur Informations- und Wissensgesell-
schaft.
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