Profili gestionali e tecniche di copertura del rischio operativo nella banca by NICOLAI, LORENZO
 UNIVERSITA’ DI PISA 
       
Dipartimento di economia e management 
 
Corso di laurea magistrale 
in 
Banca finanza aziendale e mercati finanziari 
 
Profili gestionali e tecniche di copertura del rischio operativo nella banca 
 
 
 
 
Candidato:                                                                                         Relatore: 
Lorenzo Nicolai                                                                                Antonella Cappiello 
 
 
Anno accademico 
2015 - 2016 
2 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
3 
 
INDICE 
PREFAZIONE………………………………………………………………………...4 
INTRODUZIONE…………………………………………………………………….5 
CAPITOLO 1: IL RISCHIO OPERATIVO: PROFILI NORMATIVI ED 
APPROCCI APPLICATIVI………………………………………………………….7 
1.1 L’attività bancaria ed i rischi connessi………………………..……….7 
1.2 Gli Accordi di Basilea…………………………………………………...9 
1.3 Il rischio operativo: definizione e peculiarità….....…...……………..25 
1.4 L’evoluzione del rischio operativo………………….………...………29 
1.5 Approcci per il calcolo del requisito patrimoniale………....……......32 
1.6 Critiche sull’Accordo di Basilea II in tema di rischio 
operativo…………………………….……..…………..………...…….50 
CAPITOLO 2: LA GESTIONE DEL RISCHIO OPERATIVO MEDIANTE LE 
POLIZZE ASSICURATIVE………………………………………………………..53 
2.1 La gestione del rischio operativo: obiettivi…………………..………53 
2.2 La gestione del rischio operativo: modalità di gestione………..…....55 
2.3 Principi per la corretta gestione del rischio operativo………………64 
2.4 Il ruolo delle polizze assicurative……………………………………..67 
2.5 Requisiti normativi per l’utilizzo delle polizze assicurative…………70 
2.6 Le polizze assicurative: peculiarità e funzionalità……………………73  
CAPITOLO 3: LA POLIZZA BANKERS BLANKET BOND……………………77 
3.1 Introduzione alla polizza Bankers Blanket Bond…………..………..77 
3.2 La polizza Bankers Blanket Bond: un caso concreto…………..……79 
3.3 La revisione della polizza Banker Blanket Bond: un caso concreto..94 
CONCLUSIONI………………………………………………………………..…..100 
BIBLIOGRAFIA…………………………………………………………………...104 
 
 
4 
 
PREFAZIONE 
La capacità di una banca di gestire in maniera efficace ed efficiente il rischio 
operativo, e non solo, dipende dalla creazione di un sistema di controllo interno in 
grado di identificare, misurare, monitorare e controllare gli eventi di rischio. 
E’ importante quantificare, sebbene con un certo grado di confidenza, la 
probabilità di accadimento degli eventi di rischio e il loro relativo impatto a livello 
finanziario, economico e patrimoniale sulla banca. 
Giocano un ruolo importante nella gestione del rischio operativo le polizze 
assicurative perché, attraverso la sottoscrizione di queste, dietro il pagamento di un 
premio, si trasferiscono le conseguenze economiche e finanziarie della manifestazione 
di tale rischio ad un terzo specializzato. 
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INTRODUZIONE 
Il rischio, a prescindere dalla forma o definizione che esso assume, fa parte della 
quotidianità di ogni essere umano e, fortunatamente, nel corso degli anni e dei secoli 
sono state trovate soluzione e mezzi adeguati per fronteggiarlo. Il rischio, quindi, è 
presente anche nella vita aziendale ed è l’essenza delle operazioni poste in essere dalle 
istituzioni finanziarie. La gestione dei rischi dunque è diventato un processo decisionale 
fondamentale nell’intermediazione finanziaria. Un corretto svolgimento di tale attività 
si traduce in un vantaggio competitivo per l’azienda poiché aiuta a mantenere la stabilità 
e la continuità aziendale ed offre un prezioso supporto alla crescita degli utili ed al valore 
percepito dal pubblico. 
Il presente elaborato si pone l’obiettivo di fornire una descrizione dettagliata del 
rischio operativo e sulle modalità di gestione dello stesso. Punto di partenza della tesi è 
un breve accenno sull’attività bancaria e sui rischi intrinsechi. Sempre nel primo capitolo 
viene fornita una definizione formale di rischio operativo descrivendo inoltre le 
condizioni ambientali – organizzative in cui esso prolifera. Casi pratici supportano le 
argomentazioni precedenti. Inoltre viene posto l’accento sul calcolo del requisito 
patrimoniale a fronte del rischio operativo, focalizzando l’attenzione sui metodi di 
calcolo individuati dal Comitato di Basilea descrivendo per ognuno i tratti tipici e le 
prerogative per l’adozione da parte delle banche. L’ultimo paragrafo del primo capitolo 
elenca una serie di punti critici dell’Accordo di Basilea II in merito alla gestione del 
rischio operativo. 
Il capitolo successivo approfondisce la gestione del rischio operativo definendo le 
diverse modalità di gestione e gli obiettivi che si vogliono raggiungere. Inoltre si 
sottolinea l’importanza del ruolo giocato dalle polizze assicurative per quanto riguarda 
la gestione di tale rischio, sia definendo i requisiti normativi per l’utilizzo di queste da 
parte delle istituzione finanziarie, sia fornendo una descrizione delle principali polizze 
assicurative utilizzate. Inoltre vengono enuncianti alcuni principi per una corretta 
gestione del rischio operativo. 
Nel terzo ed ultimo capitolo viene descritta in maniera dettagliata la polizza 
“Bankers Blanket Bond – B.B.B.” sottoscritta da un noto gruppo bancario italiano presso 
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un importante intermediario assicurativo italiano, e il processo di revisione di una 
“polizza B.B.B.” di un gruppo bancario italiano di media – grande dimensione. 
La conclusione del trattato riassume quanto descritto nei capitoli precedenti 
suggerendo come ottimizzare il processo di gestione del rischio operativo mediante lo 
strumento delle polizze assicurative. 
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CAPITOLO 1 
IL RISCHIO OPERATIVO:  
PROFILI NORMATIVI ED APPROCCI APPLICATIVI 
1.1 L’attività bancaria ed i rischi connessi 
L’attività bancaria viene definita nel T.U.B. – Testo Unico Bancario con il Decreto 
Legislativo n. 385 del 1 Settembre 1993 all’Art. 101. Infatti l’Art. 10, denominato 
“nozione di attività bancaria e di raccolta del risparmio”, afferma che, per avere attività 
bancaria, è necessario che vi sia il congiunto esercizio dell’attività di raccolta del 
risparmio fra il pubblico e di esercizio del credito. Tale attività è riservata alle banche, 
le quali possono svolgere ogni altra attività finanziaria, secondo la disciplina propria di 
ciascuna, nonché attività connesse e strumentali. 
Le banche, nello svolgere suddetta attività, che si è notevolmente evoluta nel corso 
degli anni, sono esposte a numerosi rischi, la cui incidenza dipende dal business model 
e dalla capacità di individuarli, valutarli, monitorarli e gestirli da parte dell’istituto 
stesso, quindi dalla efficacia ed efficienza del sistema di controllo interno. 
Il Comitato di Basilea, attraverso i diversi accordi succedutisi nel tempo, il cui 
ultimo in ordine di tempo è Basilea III, richiede agli istituti bancari di rispettare il 
principio dell’adeguatezza patrimoniale: le banche devono essere dotate, in primis, di 
un livello di patrimonio adeguato a fronteggiare ogni tipologia di rischio nell’ambito di 
una valutazione attuale e prospettica che tenga conto delle strategie e del contesto di 
riferimento. La normativa di Basilea infatti individua i seguenti rischi potenziali di ogni 
banca: 
 Rischio di credito: esso consiste nel fatto di subire perdite derivanti 
dall’insolvenza o dal deterioramento del merito creditizio delle controparti 
affidate; alle scadenze prefissate dal contratto di credito, il soggetto 
finanziato si rivela insolvente in misura totale o parziale per quanto riguarda 
il rimborso del capitale e/o il pagamento degli interessi maturati 
 Rischio di mercato: esso viene generato in sede di gestione del portafoglio di 
negoziazione e rappresenta il rischio di perdite derivanti da movimenti 
                                                          
1 BANCA D’ITALIA, Testo Unico Bancario, Decreto Legislativo 1° Settembre 1993, n. 385. 
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avversi di alcune variabili tipiche dei mercati finanziari come tassi di 
interesse, tassi di cambio e prezzi dei valori mobiliari ed di altre attività 
finanziarie. A seconda della variazione di uno di questi fattori, emergono 
nuovi rischi. 
 Rischio operativo: esso consiste nel rischio di subire perdite derivanti 
dall’inadeguatezza o dalla disfunzione di procedure, risorse umane e sistemi 
interni ed eventi esogeni. 
 Rischio di concentrazione: esso consiste nel rischio sostenuto in caso di 
esposizioni (investimenti o concessioni di crediti) verso una stessa 
controparte o gruppi di controparti interconnessi oppure appartenenti ad uno 
stesso settore di attività o ad una medesima area geografica. In caso di 
fallimento o inadempimento della controparte, per esposizioni relativamente 
importanti rispetto al capitale di cui si dispone, si perderebbero in un solo 
colpo tutti i crediti all'attivo patrimoniale. 
 Rischio di tasso di interesse: esso consiste nel rischio attuale e prospettico 
che l’andamento dei tassi di mercato provochi variazioni negative del valore 
del patrimonio o del margine di interesse e quindi variazioni nel rendimento 
medio degli impieghi e nel costo medio della raccolta. 
 Rischio di cambio: esso consiste nella possibilità che variazioni dei tassi di 
cambio tra due valute portino ad una perdita del potere d'acquisto della 
moneta di riferimento e alla conseguente perdita di valore dei crediti e delle 
attività finanziarie denominate in una delle due valute. 
 Rischio di liquidità: esso consiste nell’incapacità di adempiere 
tempestivamente ed economicamente ai propri impegni di pagamento. Si 
parla di: 
 Funding Liquidity Risk: ossia incapacità di reperire fondi o di far 
fronte ai propri impegni di pagamento a costi di mercato, cioè 
sostenendo un elevato costo di provvista. 
 Market Liquidity Risk: ossia presenza di limiti allo smobilizzo di 
attività finanziarie oppure perdite in conto capitale a seguito dello 
smobilizzo delle stesse. 
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 Rischio strategico: esso consiste nel rischio attuale e prospettico di flessione 
di utili o capitale derivante da una mancata o parziale realizzazione degli 
scenari di mercato ipotizzati, da decisioni aziendali errate in rapporto 
all’evoluzione dell’ambiente competitivo e dall’incapacità di realizzazione 
totale o parziale delle decisioni previste per una inadeguata pianificazione 
delle risorse disponibili, dei tempi e delle modalità di azione. 
 Rischio reputazionale: esso consiste nel rischio attuale e prospettico di 
flessione di utili o capitale derivante da una percezione negativa della banca 
da parte dei vari “stakehlders” a causa di atti dolosi / colposi commessi dalla 
banca, di fenomeni di “market abuse”, mancata chiarezza nel trasferimento 
delle informazioni alla clientela ed etc. 
 Rischio residuo: è il rischio che le tecniche riconosciute per l’attenuazione 
risultano meno o per niente efficaci. 
Il concetto di adeguatezza patrimoniale non ha solo un risvolto quantitativo ma 
anche uno qualitativo: infatti la banca deve dotarsi di una efficace ed efficiente struttura 
organizzativa con riferimento alla “governance” ed al sistema di controllo interno – 
S.C.I. Questo permetterà all’istituto di essere in grado di assorbire le perdite nel caso in 
cui i rischi si manifestino. 
 
 
1.2 Gli Accordi di Basilea 
Nel dicembre 19872 il Comitato di Basilea3 per la vigilanza bancaria propose 
l’adozione, a livello internazionale, di un sistema di requisiti patrimoniali obbligatori, 
successivamente sancito in un Accordo del luglio 1988, conosciuto come Basilea I. Tale 
Accordo è stato sostanzialmente recepito dalle autorità nazionali di oltre 100 Paesi, 
inclusa l’UE. In origine, esso si applicava soltanto alle banche operanti su scala 
internazionale; tuttavia, molte autorità nazionali, comprese quelle dell’UE, hanno deciso 
                                                          
2 Il lavoro del Comitato per imporre requisiti patrimoniali uniformi su scala internazionale era già iniziato già da alcuni anni. Una proposta 
analoga a quella del 1987 era stata infatti presentata dai governatori delle banche centrali dei Paesi del G10 nel settembre 1986, in un 
rapporto successivamente discusso alla Quarta Conferenza sulla Vigilanza Internazionale ad Amsterdam. Nel gennaio 1987, inoltre, un primo 
Accordo su uno schema comune per la misurazione dell’adeguatezza patrimoniale della banche era stato raggiunto tra le autorità degli Stati 
Uniti e del Regno Unito. 
3 Il Comitato di Basilea è un organo consultivo che riunisce le autorità di vigilanza dei Paesi del Gruppo dei Dieci, più il Lussemburgo e la 
Spagna. 
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di renderlo obbligatorio per tutte le istituzioni creditizie, incluse quelle attive solo sul 
mercato domestico. 
Una maggiore capitalizzazione delle banche pareva opportuna anche alla luce della 
progressiva diminuzione del grado di patrimonializzazione dei principali sistemi 
bancari; infatti il rapporto fra capitale e totale attivo, un tempo particolarmente elevato, 
era infatti progressivamente ridotto, toccando un punto di minimo negli anni settanta. 
Gli obiettivi di questo Accordo erano di: 
1. Rendere più certa la solvibilità delle 
banche, scoraggiandole dall’assumere 
rischi eccessivi. 
2. Garantire, attraverso l’applicazione dei 
requisiti su base consolidata, anche la 
solvibilità delle istituzioni controllate da 
gruppi bancari esteri, promuovendo una 
maggiore stabilità nei mercati finanziari 
internazionali. 
3. Superare le distorsioni competitive 
legate a diverse normative nazionali, 
favorendo la creazione di un “level 
playing field”, ossia di condizioni 
concorrenziali uniformi per le istituzioni 
finanziarie dei diversi Paesi. 
L’Accordo richiedeva alle banche di rispettare un rapporto minimo dell’8% 
(coefficiente patrimoniale denominato “Risk Asset Ratio – RAR”) tra il patrimonio 
vigilanza “regulatory capital – RC” e le attività ponderate per il rischio. Si voleva 
definire dei requisiti di capitale per proteggersi dal rischio di credito. 
[ RC / ∑ Ai * wi ] >= 8% 
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In dettaglio:4 
 RC: patrimonio vigilanza  capitale regolamentare – “regulatory 
capital”  esso è suddiviso in due categorie: il patrimonio base (Tier 1) 
e il patrimonio supplementare (Tier 2). Il “Tier 1” include principalmente 
il capitale azionario versato, le riserve palesi (riserva sovrapprezzo azioni, 
riserva legale, utili accantonati a riserva etc.) ed alcuni fondi generali, non 
legati alla copertura di specifiche perdite. Il “Tier 2” è composto da 
riserve occulte, riserve da rivalutazione, fondi rischi, strumenti ibridi di 
patrimonializzazione e prestiti subordinati ordinari. 
 Ai: l’attività i-esima  le attività incluse nel denominatore non erano solo 
quelle per cassa (on balance sheet) ma anche quelle fuori bilancio (off 
balance).  
 wi: ponderazione per il rischio  le attività venivano allocate in quattro 
categorie:  
– A rischio nullo  fattore di ponderazione pari allo 0%. 
– A rischio basso  fattore di ponderazione pari al 20%. 
– A rischio medio  fattore di ponderazione pari al 50%. 
– A rischio pieno  fattore di ponderazione pari al 100%. 
L’ allocazione viene effettuata utilizzando tre criteri - variabili: il grado di liquidità, la 
natura dei debitori e l’area geografica di residenza di questi ultimi. Si giungeva così alle 
seguenti ponderazioni:  
– 0% per la cassa e i crediti verso governi, banche centrali e UE. 
– 20% per i crediti verso banche e pubblica amministrazione. 
– 50% per mutui ipotecari concessi per l’acquisto di immobili 
residenziali. 
– 100% per le attività verso settore privato, le partecipazioni, gli 
investimenti in prestiti subordinati ed in strumenti ibridi di 
patrimonializzazione non dedotti dal patrimonio di vigilanza.  
 
                                                          
4 A. RESTI, A. SIRONI, Rischio e valore nelle banche. Misura, regolamentazione, gestione, Milano, Egea, 2008, pag. 661 e segg. 
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Basilea 1 però presentava numerosi limiti; nel seguito, ricordiamo i principali: 
1. Focus solo sul rischio di credito: anche se i pesi wi tenevano in qualche 
misura conto della liquidità delle diverse classi di attività finanziarie, non 
vi è dubbio che lo schema del 1988 si concentrasse principalmente sul 
rischio di credito. Dunque venivano ignorati i restanti rischi, in particolare, 
quelli di tasso, di mercato ed operativo. 
2. Scarsa differenziazione del rischio: i pesi consideravano come un’unica 
categoria di rischio (ponderata al 100%) tutti i crediti verso imprese 
private commerciali ed industriali. Così facendo si assoggettavano al 
medesimo requisito patrimoniale anche imprese con rating diversi, 
sottintendo che tutte le imprese private presentassero un identico rischio 
di credito. 
3. Limitato riconoscimento del legame tra scadenza e rischio di credito: 
un’esposizione creditizia presenta un grado di rischio diverso in funzione 
della sua vita residua. Questo perché al termine dell’orizzonte di rischio, 
pur non essendo in default, essa potrebbe essere migrata in una classe di 
rating peggiore e la riduzione di valore conseguente a tale migrazione 
sarebbe tanto più marcata, a parità di altre condizioni, quanto maggiore è 
la sua vita residua. Dunque esposizioni a lungo termine richiedono un 
requisito patrimoniale maggiore. L’Accordo del 1988 ignorava pressoché 
totalmente il legame tra scadenza e rischio di credito. 
4. Mancato riconoscimento della diversificazione di portafoglio: 
un’evidente lacuna dello schema del 1988 era la mancata considerazione 
dei benefici derivanti dalla diversificazione del rischio. Per misurare 
correttamente il rischio sul portafoglio crediti di una banca, infatti, non 
basta tener conto del grado di rischio delle singole esposizioni: è 
necessario misurarne anche la correlazione. Se la normativa non riconosce 
questo effetto, e portafogli costituiti da un elevato numero di esposizioni 
ben diversificate richiedono lo stesso ammontare di patrimonio di 
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portafogli fortemente concentrati su pochi clienti, non fornisce alcun 
incentivo alle banche alla diversificazione del rischio creditizio. 
5. Limitato riconoscimento degli strumenti di “risk mitigation”: un ultimo 
limite, emerso in modo particolare a partire dalla seconda metà degli anni 
novanta, è che l’Accordo del 1988 riconosceva solo in modo parziale i 
benefici, in termini di riduzione dei rischi, connessi all’utilizzo di garanzie 
o derivati creditizi. In questo modo le banche non erano adeguatamente 
incentivate ad utilizzare tali strumenti. 
I limiti, sopra elencati, facevano sì che i rischi misurati in base all’Accordo di Basilea I 
fossero sensibilmente diversi da quelli stimati con modelli interni di rating. Questo ha 
favorito la diffusione di operazioni di arbitraggio regolamentare attraverso cui le banche 
hanno: 
 Accresciuto le esposizioni creditizie caratterizzate 
da un requisito patrimoniale inferiore 
all’assorbimento di capitale misurato dai modelli 
interni. 
 Ceduto a terzi, mediante operazioni di 
cartolarizzazione, le esposizioni creditizie meno 
rischiose caratterizzate da un requisito patrimoniale 
superiore al grado di rischio effettivo. 
Tutte queste operazioni portarono ad un peggioramento della qualità del portafoglio 
creditizio delle banche e risultavano, dunque, in palese contrasto con le finalità del 
provvedimento. Le banche erano incentivate, quindi, a sostituire esposizioni di buona 
qualità caratterizzate tuttavia da un requisito patrimoniale comparativamente elevato e, 
dunque, costose in termini di patrimonio con esposizioni di qualità inferiore 
caratterizzate però da un assorbimento patrimoniale relativamente modesto ma in grado 
di far guadagnare grazie a spread più alti. 
Nonostante i limiti, l’Accordo di Basilea I è comunque riuscito a rovesciare la 
tendenza verso una progressiva riduzione della capitalizzazione delle grandi banche: 
infatti negli anni successivi al 1988 il coefficiente patrimoniale medio delle principali 
banche è aumentato in tutti i principali paesi economicamente sviluppati. Inoltre tale 
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tendenza è proseguita anche nella seconda metà degli anni novanta con le banche 
internazionali che mantenevano un patrimonializzazione superiore al minimo dell’8%. 
I limiti di Basilea I5 e le distorsioni derivanti dalle operazioni di arbitraggio 
regolamentare hanno indotto le autorità di vigilanza ad avviare già nel 1999 un processo 
di riforma che porterà all’Accordo di Basilea II nel 2004. Esso è suddiviso in 3 pilastri 
fondamentali: 
 1° pilastro: requisiti patrimoniali minimi  sì richiede di 
rispettare il “Total Capital Ratio” [ RC / ∑ Ai * wi ] >= 8%.  
Esso prevede che il patrimonio di vigilanza copra non solo il 
rischio di credito, ma un maggior ventaglio di rischi, ossia il 
rischio di mercato, il rischio di controparte ed il rischio 
operativo. Per quanto riguarda il rischio di credito vi è una 
novità: i prestiti emessi ad una medesima categoria di controparti 
richiedono una copertura patrimoniale differente a seconda della 
loro intrinseca rischiosità, valutata da istituzioni esterne alla 
banca (approccio standard) oppure dalla banca stessa (approccio 
basato sui rating interni – IRB), con il risultato finale che il 
coefficiente di ponderazione sarà diverso a seconda del rating 
attribuito. Riformando quindi la regola dell’8% prevista 
nell’Accordo di Basilea I, si cerca di renderla più sensibile al 
rischio dei singoli prestiti, di consentire l’utilizzo dei rating 
interni della banca e di considerare i maggiori rischi a cui è 
esposta la banca nello svolgere la propria attività. 
 2° pilastro: controllo prudenziale – ICAAP & SREP  è molto 
importante che le autorità di vigilanza svolgano un opera di 
supervisione sul processo di misurazione dei rischi svolto dalle 
singole banche, verificando la solidità dei modelli quantitativi ed 
organizzativi adottati ed imponendo, qualora ne fosse 
necessario, un cuscinetto di capitale addizionale. Il processo di 
                                                          
5 A. RESTI, A. SIRONI, Rischio e valore nelle banche. Misura, regolamentazione, gestione, Milano, Egea, 2008, pag. 709 e segg. 
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controllo prudenziale, in particolare, ruota attorno a quattro 
punti: 
1. Le banche devono disporre di un sistema di 
processi e tecniche detto “ICAAP – Internal 
Capital Adequacy Assessment Process” per 
determinare l’adeguatezza patrimoniale 
complessiva in rapporto al proprio profilo di 
rischio, nonché di una strategia volta al 
mantenimento di tale livello di 
patrimonializzazione.  
2. Le autorità di vigilanza devono valutare questi 
processi, tecniche e strategie, nonché la capacità 
delle banche di assicurare la conformità con i 
coefficienti patrimoniali obbligatori. Qualora 
questa valutazione, denominata “SREP – 
Supervisory Review and Evaluation Process”, 
avesse esito insoddisfacente, le autorità 
dovrebbero inoltre adottare azioni prudenziali. 
3. Le autorità di vigilanza si attendono che le banche 
operino con un patrimonio superiore ai coefficienti 
minimi obbligatori e possono richiedere alle 
banche di mantenere una dotazione di capitale 
superiore al minimo richiesto. L’eccesso di 
capitale rispetto al minimo dovrebbe dipendere 
dall’esperienza e dai risultati raggiunti dalla banca 
nella gestione e nel controllo dei rischi (cioè dalla 
qualità dell’“ICAAP”), dalla natura dei mercati in 
cui opera e dalla volatilità dei suoi ricavi. 
4. Le autorità di vigilanza devono intervenire 
tempestivamente per evitare che il capitale scenda 
al di sotto del minimo e devono richiedere rapidi 
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rimedi se esso non è mantenuto / riportato al di 
sopra dei minimi regolamentari. 
Più in generale il secondo pilastro riconosce che il rischio, cui è 
esposta una banca, dipende non solo da parametri numerici ed 
oggettivi ma anche da aspetti qualitativi, quali l’assetto 
organizzativo della banca, la qualità dei processi di controllo, la 
qualità del management.  
 3° pilastro: disciplina di mercato  riguarda l’introduzione di 
obblighi di informativa al pubblico. Siccome le banche sono 
imprese speciali perché presentano un elevato grado di opacità 
che rende complesso valutare adeguatamente il rischio dei loro 
investimenti, i soggetti che le finanziano richiedono di valutare 
il rischio e di prezzarlo adeguatamente richiedendo, se 
necessario, tassi più elevati. Inoltre, avendo le banche un ruolo 
rilevante nel sistema economico, è necessario che venga svolta 
nei loro confronti quella funzione di disciplina che le banche 
stesse esercitano nei confronti delle imprese finanziate. Però i 
creditori delle banche sono poco efficaci nello svolgere questa 
funzione e, per questo motivo, interviene il terzo pilastro 
dell’Accordo di Basilea II al fine di rimuovere i fattori che 
impediscono un’adeguata disciplina del mercato nei confronti 
della banche. In particolare esso impone alle banche severi criteri 
di trasparenza, chiedendo loro di fornire agli investitori 
un’informativa pronta e capillare sui rischi e sul patrimonio. Si 
precisa che le istituzioni finanziarie dovranno diffondere 
soltanto informazioni rilevanti, ossia quei dati la cui omissione o 
erronea indicazione, potrebbe alterare il giudizio dell’investitore.  
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Inoltre viene fornito un elenco dei principali dati che dovranno 
essere resi noti al pubblico, e cioè: 
 L’entità e la composizione del patrimonio e 
degli attivi a rischio. 
 La distribuzione delle esposizioni creditizie tra 
le diverse fasce di PD ed il tasso di default di 
ogni classe di rating. 
 I sistemi di misura e controllo del rischio 
adottati. 
 Le pratiche contabili adottate. 
 I criteri di allocazione del capitale all’interno 
della banca. 
In linea di massima, le informazioni dovranno essere fornite ogni 
sei mesi.  
Gli obiettivi perseguiti dall’Accordo di Basilea II sono tre: 
1. Garantire la solvibilità del sistema 
finanziario. 
2. Promuovere condizioni competitive 
uniformi per le banche dei diversi 
paesi. 
3. Promuovere un sistema di requisiti 
patrimoniali maggiormente sensibili 
al grado di rischio effettivo dei 
portafogli bancari riducendo il 
divario tra il capitale economico, 
misurato dai modelli interni delle 
banche, e il capitale regolamentare, 
imposto dal Comitato di Basilea. 
Quindi i tre pilastri concorrono congiuntamente ad accrescere la sicurezza e la 
solidità del sistema finanziario con la conseguenza che tale accordo non può considerarsi 
attuato pienamente se non sono operanti tutti e tre i pilastri. 
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Sebbene l’Accordo di Basilea II sia un importante ed enorme passo in avanti rispetto 
all’Accordo di Basilea I, esso presenta ovviamente sia dei pregi che dei difetti. Per 
quanto riguarda i pregi, essi sono: 
1. La maggiore flessibilità e sensibilità al rischio 
prevista nel sistema dei coefficienti patrimoniali. 
2. Il fatto che la riforma riguardi non solo il primo 
pilastro ed i requisiti patrimoniali, bensì anche il 
secondo ed il terzo pilastro, ossia ruolo dell’autorità 
di vigilanza e “disclosure” al mercato. Infatti non si 
accontenta di disciplinare il comportamento delle 
banche, ma ridisegna anche i compiti, le 
responsabilità e le risorse professionali richieste alle 
stesse autorità di vigilanza. E’ dunque importante 
considerare i tre pilastri come ugualmente rilevanti 
e strettamente legati fra loro, ossia come elementi di 
un disegno complessivo, non valutabili in modo 
disgiunto. 
3. L’approccio evolutivo in materia di rischio di 
credito: le banche vengono invitate ed incentivate a 
passare dagli approcci più semplici a quelli più 
sofisticati, mano a mano che le loro risorse e 
professionalità interne consentino di affrontare 
metodologie più sofisticate. 
4. Gli aiuti forniti dallo stesso Accordo alle banche per 
sviluppare i propri sistemi di rating in modo 
consono alla “best practise” internazionale, 
ponendole al riparo da possibili errori ed ingenuità. 
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Come detto in precedenza sussistono però anche dei difetti, che sono: 
1. Le ponderazioni per il rischio previste per le diverse fasce 
di rating nell’approccio standard: esse sono, infatti, 
relativamente poco differenziate rispetto a quanto emerge 
dai dati relativi ai tassi di insolvenza storici ed agli spread 
delle obbligazioni societarie. Si è arrivati a ciò per pure 
ragioni politiche: il Comitato di Basilea temeva che il 
passaggio da un regime “flat”, in cui a tutti i prestiti legati 
ad una certa categoria di debitori veniva richiesto un 
identico requisito patrimoniale, ad uno schema più 
articolato potesse portare con sé effetti indesiderati come 
un forte razionamento del credito per le imprese più 
rischiose; questo avrebbe potuto condurre, inoltre, ad una 
recessione. 
2. La possibilità di rendere veramente efficace la disciplina di 
mercato sulle banche; la riforma, infatti, affronta il 
problema della trasparenza senza, tuttavia, affrontare i 
problemi legati agli incentivi, per i creditori della banche, 
ad esercitare un efficace azione di monitoraggio del rischio. 
3. La prociclicità: è stato segnalato il rischio che i requisiti 
patrimoniali, essendo basati sul rating, possano accentuare 
le fluttuazioni del ciclo economico e ripercuotersi 
negativamente sulla stabilità del sistema bancario. Infatti, 
se i coefficienti patrimoniali dipendono dai rating interni / 
esterni delle controparti, un’eventuale recessione, portando 
con sé tassi di insolvenza più elevati e “downgrading” più 
frequenti, condurrebbe ad un aumento del capitale minimo 
richiesto alle banche. Considerata la difficoltà di 
raccogliere nuovo patrimonio durante una recessione, per 
mantenere le proporzioni tra capitale ed attivi a rischio le 
banche finirebbero per concedere meno credito 
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all’economia: ciò esporrebbe le imprese ad ulteriori 
tensioni finanziarie, accentuando la recessione. 
Analogamente, in presenza di una forte crescita economica, 
associata ad un generale miglioramento del merito 
creditizio delle controparti, i coefficienti patrimoniali si 
allenterebbero, consentendo alle banche di aumentare oltre 
misura l’offerta di credito all’economia. Qualunque 
sistema di adeguatezza patrimoniale, fondato o meno sul 
rating, tende, quindi, ad essere prociclico. Infatti, in 
presenza di una recessione i default si fanno più frequenti 
e richiedono maggiori accantonamenti a riserve e rettifiche 
di valore, riducendo la dotazione patrimoniale delle 
banche; tale riduzione può costringerle a contrarre l’offerta 
di credito. La novità dell’Accordo di Basilea II è che la 
prociclicità non nasce solo dall’andamento delle 
insolvenze, ma anche dalle variazioni del rating assegnato 
ai debitori in bonis; ne consegue un andamento prociclico 
più accentuato legato alla frequenza delle insolvenze ed a 
quella delle migrazioni.  
L’Accordo di Basilea III nasce come rimedio alle lacune dell’Accordo di Basilea II 
che sono emerse con la crisi dei “mutui subprime” nel settembre del 2008. In quel 
periodo l’economia mondiale era caratterizzata da una elevata leva finanziaria, da una 
inadeguata valutazione del rischio dei prestiti ceduti sul mercato attraverso il processo 
della cartolarizzazione e da una scarsa attenzione al rischio di credito dei titoli oggetto 
delle operazioni di “securitization”. Quando si ebbe la variazione di alcuni fattori a 
livello macro-economico, le debolezze sia dell’economia che dell’Accordo di Basilea II 
vennero alla luce facendo scoppiare la crisi prima negli Stati Uniti e poi nel resto 
dell’Europa.  
Possiamo, quindi, ritenere l’Accordo di Basilea II come corresponsabile della crisi: 
nello specifico gli elementi che hanno causato il crollo del mercato finanziario e poi 
dell’economia a partire dal 2008 sono: 
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 L’elevata leva finanziaria. 
 L’inadeguatezza qualitativa e quantitativa 
del capitale. 
 Insufficiente liquidità. 
 Le perdite derivanti dalle operazioni sul 
trading book. 
 La prociclicità della stessa normativa. 
 L’interconnessione fra gli intermediari 
finanziari SIFIS – Intermediari Finanziari a 
Rilevanza Sistemica. 
Alla luce di tutto questo le autorità finanziarie decisero di intervenire per cercare, 
sia di arginare la crisi, che di riorganizzare la normativa di riferimento. Si arrivò, così, 
all’Accordo di Basilea III che pur mantenendo l’approccio del precedente Accordo, 
basato su tre pilastri, cerca di integrarlo e rafforzarlo per accrescere la qualità e quantità 
della dotazione di capitale degli intermediari e, altresì, di introdurre strumenti di 
vigilanza anticiclici e norme sulla gestione del rischio di liquidità e sul contenimento 
della leva finanziaria. Le finalità e gli ambiti di intervento dell’Accordo di Basilea III 
sono quindi: 
 Rafforzare la capacità delle banche di assorbire shock derivanti da tensioni 
finanziarie ed economiche, indipendentemente dalla loro origine. 
 Migliorare la gestione del rischio e la “governance”. 
 Rafforzare la trasparenza e l’informativa delle banche.  
Il Comitato di Basilea ha promulgato tale accordo nel biennio 2010/2011 
prevedendo l’inizio del suo recepimento negli ordinamenti finanziari nazionali a partire 
dal 2013. La piena entrata in vigore dell’Accordo di Basilea III è prevista per Gennaio 
2019.  
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Gli aspetti più importanti e di maggiore impatto sulla stessa gestione degli istituti 
bancari sono i seguenti: 
 Requisiti di capitale: l’Accordo di Basilea III migliora, in modo 
significativo, la qualità del patrimonio detenuto dalle banche. 
L’elemento cui l’accordo attribuisce particolare importanza è il 
“common equity”, detto anche “patrimonio core”. Nel sistema 
regolamentato, precedentemente, con gli Accordi di Basilea I e 
II, alcune tipologie di attività non particolarmente caratterizzate 
da adeguati standard qualitativi vengono dedotte dalla base 
patrimoniale rappresentata dal “Tier I” e dal “Tier II”; nel 
nuovo Accordo tali deduzioni vengono rese ancora più 
stringenti rafforzando così la qualità del “common equity”, 
compreso nel “Tier I”. Quanto detto si traduce in una migliore 
capacità di assorbimento delle perdite da parte delle banche. 
Tra i tratti distintivi del terzo Accordo sul capitale, spicca 
l’innalzamento al 4,5% del requisito minimo relativo al 
“common equity”. L’Accordo di Basilea II prevedeva un 
requisito pari al 2% che, aggiornato agli standard qualitativi 
odierni, sarebbe corrisposto a circa l’1%. Il “Tier I” viene 
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incrementato al 6%, a fronte dell’attuale 4%. Alle banche viene 
suggerito il mantenimento di un “capital conservation buffer” 
pari al 2,5% costituito da patrimonio di indubbia qualità per 
contrastare periodi di stress attraverso accantonamenti 
anticiclici – “countercyclical buffer”. Alle banche sistemiche 
SIFIS potrebbe venir richiesto un ulteriore 3,5%. In 
conclusione gli intermediari bancari in linea generale dovranno 
mantenere un livello di “common equity” pari al 7%. 
 Indice di leva finanziaria: una delle caratteristiche di fondo 
della crisi del 2008 è stata l’accumulo nel sistema bancario di 
un eccessivo grado di leva finanziaria in bilancio e fuori 
bilancio. Nella fase più acuta della crisi il settore bancario è 
stato costretto dal mercato a ridurre la propria leva, il che ha 
amplificato le pressioni al ribasso sui prezzi delle attività, 
accentuando ulteriormente la spirale tra perdite, erosione del 
patrimonio e contrazione della disponibilità di credito. Il 
Comitato di Basilea ha deciso così di introdurre un indice di 
leva finanziaria all’interno del settore bancario, nonché, 
introdurre presidi a fronte di errori di misurazione. 
 Requisiti di liquidità: adeguate pratiche per il consolidamento 
della base di liquidità coadiuvate da robuste prassi di vigilanza 
bancaria sono il presupposto per la stabilità del settore 
bancario. Durante la crisi del 2008 molti istituti bancari hanno 
dovuto affrontare problemi di liquidità, nonostante avessero 
adeguati livelli patrimoniali. 
L’Accordo di Basilea III ha introdotto due indici di liquidità: 
 Liquidity Cover Ratio – LCR: esso 
prevede che le banche debbano 
detenere “asset” di alta qualità e 
facilmente liquidabili che possano 
controbilanciare i possibili deflussi 
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di cassa netti causati da uno scenario 
macroeconomico stressato su un 
orizzonte temporale di trenta giorni. 
 Net Stable Funding Ratio: esso 
prevede che le banche debbano avere 
un ammontare minimo di provvista 
stabile in relazione al grado di 
liquidità dell’attivo ed al fabbisogno 
di liquidità derivante da impegni 
fuori bilancio su un orizzonte 
temporale di un anno. 
 Maggiore attenzione all’assetto societario: esso viene ritenuto 
un fattore determinante per la stabilità delle singole banche e 
del sistema finanziario. Inoltre, si è voluto rafforzare i requisiti 
regolamentari concernenti il ruolo, la qualificazione e la 
composizione degli organi di vertice. 
 Maggiori obblighi informativi: si è voluto rafforzare anche la 
normativa in tema di “disclosure”; si richiede di fornire più 
informazioni possibili sull’adeguatezza patrimoniale, 
sull’esposizione ai rischi e sulle caratteristiche generali dei 
relativi sistemi di gestione e controllo, al fine di favorire la 
disciplina di mercato. Viene, inoltre, richiesta maggiore 
trasparenza per quanto riguarda le cartolarizzazioni, la 
composizione del capitale regolamentare e le modalità con cui 
la banca calcola i relativi “ratios” patrimoniali. 
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1.3 Il rischio operativo: definizione e peculiarità 
Il rischio operativo viene definito dal nuovo accordo sul capitale di Basilea del 2004 
(Basel Committee on Banking Supervision), entrato in vigore in Italia il 1° Gennaio 
2006, come il rischio di perdite risultanti dall’inadeguatezza o dalla disfunzione delle 
procedure, risorse umane e sistemi interni, oppure da eventi di origine esterna. Si tratta 
di una definizione piuttosto ampia ma comunque abbastanza precisa; viene incluso il 
rischio legale ma non quello strategico o di reputazione. 
Il Comitato di Basilea si è focalizzato principalmente sulle perdite riconducibili 
direttamente al rischio operativo mentre esclude le possibili conseguenze indirette come, 
ad esempio, danni alla reputazione con conseguenti minori guadagni. Inoltre la 
normativa si focalizza sulle cause che, come si evince dalla definizione, sono quattro6: 
1. Risorse umane: si tratta di eventi come errori, frodi, violazioni di regole 
e procedure interne e problemi di incompetenza o di negligenza. 
2. Sistemi informativi: comprendono aspetti tecnologici come guasti 
all’hardware, al software e presenza di virus. E’ un aspetto molto delicato 
poiché la tecnologia è una componente rilevante dell’attività bancaria ed 
esiste, nonostante le banche tacciano, una nutrita casistica di perdite 
dovute a questo fattore. 
3. Processi: comprendono procedure o controlli interni difettosi o 
inadeguati come errori nel calcolo delle imposte, 
nell’esecuzione/liquidazione di transazioni di titoli e nei sistemi di “risk 
management” che potrebbero condurre ad una sottostima delle perdite 
potenziali. 
4. Eventi esterni: comprendono cause esterne non direttamente controllabili 
dal management delle banche come, ad esempio, modifiche nel quadro 
politico, regolamentare o legale, oppure ancora atti criminali o eventi 
naturali che cagionano perdite. 
Alla fine il management della banche, attraverso interventi mirati, può ridurre la 
frequenza e la gravità di eventi pregiudizievoli ricollegabili ai primi tre fattori. Invece 
per quanto riguarda l’ultimo fattore, si può cercare di minimizzare l’impatto diretto ed 
                                                          
6 A. RESTI, A. SIRONI, Rischio e valore nelle banche. Misura, regolamentazione, gestione, Milano, Egea, 2008, pag. 619 e segg. 
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indiretto sui profitti aziendali, in caso di manifestazione, attraverso adeguati piani di 
emergenza o duplicazione di alcuni impianti necessari ed indispensabili per l’attività 
stessa dell’istituto. 
Da questa prima parte di definizione di rischio operativo emergono alcune 
peculiarità7 che ci permettono di completarla: 
 Si tratta di un rischio che non è assunto in modo 
deliberato e consapevole, bensì esso è intrinseco 
nell’attività bancaria perché è solo una naturale ed 
invitabile conseguenza delle azioni svolte dalla banca 
stessa. L’unico modo di evitare tale tipologia di 
rischio sarebbe quello di chiudere la banca. Dunque 
esso è impossibile da eliminare ma è possibile ridurlo, 
controllarlo, contenerlo ed trasferirlo. 
 Si tratta di un rischio puro, ossia che non dà luogo a 
rendimenti positivi o negativi ma solo a possibili 
perdite in caso di manifestazione; vi è però 
un’eccezione rappresentata dal ruolo svolto dai fattori 
esterni: infatti una loro variazione, come nel caso di 
modifiche a livello regolamentare, potrebbero 
giovare alla banca e quindi aumentare la redditività 
attuale ma soprattutto prospettica della stessa. 
 Trattandosi di un rischio puro, non vale il principio 
per cui ad un maggiore rischio è associato un 
maggiore rendimento atteso. 
 La sua identificazione, misurazione, gestione e 
monitoraggio è più complessa rispetto ad altri rischi 
insiti nell’attività bancaria non solo perché si è 
cominciato tardi a gestirlo ma anche perché i fattori 
causali sono molti e diversi tra loro. 
                                                          
7 A. RESTI, A. SIRONI, Rischio e valore nelle banche. Misura, regolamentazione, gestione, Milano, Egea, 2008, pag. 621 e segg. 
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 E’ un rischio per il quale vi è carenza di strumenti di 
copertura che consentono di prezzarlo e trasferirlo ad 
altri soggetti. In realtà esistono strumenti assicurativi, 
come si vedrà meglio più avanti nella trattazione, che 
permettono di coprire alcune tipologie di eventi 
riconducibili principalmente a fattori esterni. Alla fine 
non esiste né un mercato secondario adeguatamente 
sviluppato per la negoziazione ed il trasferimento del 
rischio, né un’adeguata disponibilità di strumenti 
derivati. 
Il rischio operativo, oltre ad essere trasversale rispetto alle attività aziendali, può essere 
trasversale anche rispetto alle altre categorie di rischio; la normativa italiana e le “best 
practise” internazionali evidenziano due tipologie di casi “cross”8, in cui la 
manifestazione del rischio è generalmente censita nelle basi dati di altri rischi, almeno 
inizialmente, ma la causa è dovuta ad eventi operativi. I suddetti  casi “cross” sono: 
1. Credit risk boundary loss: si definiscono casi cross credito gli eventi 
per i quali la causa è operativa ma la manifestazione economica è 
censita nella base dati di calcolo del capitale a rischio di credito. Alcuni 
esempi di casi cross fra rischi operativi e rischi di credito sono: 
 Frodi interne: alterazione volontaria dei dati 
del merito creditizio; erogazione a clienti 
inesistenti; indebita acquisizione / estinzione 
di garanzie; frode di identità. 
 Frodi esterne: presentazione di dati personali 
o relativi alla situazione finanziaria falsi nella 
richiesta di erogazione; falsificazione di 
perizie esterne relative alla valutazione delle 
garanzie. 
                                                          
8 G. BIRINDELLI, P. FERRETTI, Il rischio operativo nelle banche italiane. Modelli, gestione e disclosure. Roma, Bancaria Editrice, 2009, 
pag. 19 e segg. 
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 Clienti, prodotti e/o pratiche di business: 
gestione del credito non conforme alla 
regolamentazione interna o alla normativa di 
riferimento. 
 Esecuzione, consegna e gestione del 
processo: impossibilità di recuperare il 
credito dovuta alla mancata applicazione dei 
processi standard o alla mancanza di 
documenti di supporto; negligenza 
nell’acquisizione, gestione e conservazione 
delle garanzie ed etc. 
2. Market risk boundary loss: si definiscono casi cross mercato eventi 
operativi che vedono la prima manifestazione nell’ambito del controllo 
dei rischi di mercato, ma che traggono la loro origine da eventi 
operativi. Alcuni esempi di casi cross fra rischi operativi e rischi di 
mercato sono: 
 Frodi interne: chiusura delle operazioni da parte del 
trader a prezzi/parametri non di mercato. 
 Clienti, prodotti e pratiche di business: violazione 
della regolamentazione interna o della normativa di 
riferimento. 
 Sistemi IT: parziale o totale indisponibilità dei sistemi 
di accesso al mercato con conseguente impossibilità 
di effettuare le operazioni o di effettuarle 
correttamente. 
 Esecuzione, consegna e gestione del processo: errori 
durante l’esecuzione degli ordini come acquisto / 
vendita titolo sbagliato oppure esecuzione ordini con 
errori nella quantità o nella valuta. 
Esiste un altro caso cross molto interessante che, tuttavia, la normativa non ha ancora 
espressamente definito; si tratta del caso cross tra rischio operativo e rischio 
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reputazionale: negli ultimi anni si è osservato che alcuni casi di danno reputazionale che 
si sono verificati, nel sistema finanziario, hanno avuto origine da eventi operativi 
pregiudizievoli. Si tratta, spesso, di eventi, legati ai rapporti con la clientela ed alla 
violazione della normativa, che implicano in molti casi una danno reputazionale alla 
banca, soprattutto, qualora ne venga data significativa rilevanza dai mezzi di 
comunicazione. In questo caso potrebbe risultare più efficace, rispetto alla prevenzione 
e la gestione, una buona comunicazione attraverso la quale poter descrivere la reale 
esposizione ad un specifico evento e quali azioni si vogliono intraprendere per 
risollevare la situazione in modo tale da ridurre gli impatti economici e le ricadute 
reputazionali. 
 
 
1.4 L’evoluzione del rischio operativo 
Molte crisi di intermediari finanziari traggono origine da un rischio operativo mal 
gestito o non gestito affatto, pur sfociando in preoccupanti, se non catastrofiche, 
esposizioni rischiose di altra natura. Tale circostanza spiega il riconoscimento del 
rischio operativo quale rischio non solo trasversale e pervasivo nell’ambito dell’attività 
bancaria, bensì spesso anche nascosto, non percepito, fino al manifestarsi di perdite 
persino intollerabilmente elevate. Nonostante il crescente focus sul rischio operativo da 
parte di istituzioni finanziarie, supervisori e studiosi, per una molteplicità di ragioni, si 
è avuto un incremento dell’esposizione al rischio operativo. Se, quindi, in passato la 
prassi era quella di considerare tale rischio un onere da tollerare o tutt’al più da gestire 
con un approccio tipicamente ex post, malgrado la piena consapevolezza della sua 
esistenza, dalla metà degli anni Novanta vari fattori hanno indotto a riflettere sulla 
necessità di rivedere strumenti e finalità di gestione, ma anche l’atteggiamento delle 
autorità di vigilanza circa la previsione o meno di uno specifico requisito regolamentare. 
Si tratta di fattori ben noti a tutti, tra cui troviamo: 
 La crescita dimensionale delle banche accompagnata sia da una 
maggiore complessità organizzativa, sia dalla nascita di nuovi 
business sia, se attuata tramite fenomeni di M&A, da possibili 
distorsioni e problemi nell’integrazione tra i sistemi operativi ed 
30 
 
informativi delle imprese bancarie interessate dal processo 
aggregativo. 
 I massicci investimenti tecnologici attuati dalle banche, in cui si 
annidavano varie fattispecie di rischio operativo come errori umani 
e/o difetti dei sistemi. 
 Il collegato sviluppo dell’“e-commerce” e dell’“e-banking” esposto 
a frodi esterne, problemi di sicurezza e criminalità informatica. 
 “L’outsourcing” di processi produttivi che solleva incertezze nella 
ripartizione delle responsabilità. 
 Il diffuso utilizzo di strumenti di contenimento del rischio di credito 
e di mercato, come derivati e cartolarizzazioni, a cui segue una 
maggiore comparsa di alcune tipologie di rischio operativo. 
Un forte stimolo alla crescita dell’attenzione verso tale rischio è poi derivato dalla 
presa di coscienza del carattere catastrofico che può assumere, potendo compromettere 
la stessa sopravvivenza dell’intermediario. Comportamenti infedeli dei dipendenti, 
“business practise” improprie, disfunzioni nei sistemi di controllo interno, scarsa 
trasparenza nella prestazione dei servizi di investimento, sistemi premianti distorti, linee 
di reporting non chiare, sono le evidenze emerse in dissesti finanziari clamorosi, da cui 
tutti hanno appreso come prima lezione la necessità di rafforzare i presidi del rischio 
operativo, specie nell’area finanza, e di seguire l’evoluzione degli indicatori, anche non 
finanziari, sull’andamento dell’esposizione al rischio. 
Nella storia dei mercati finanziari sono stati molti gli eventi di perdita operativa che 
hanno poi portato al dissesto di importanti intermediari finanziari: emblematico è il caso 
della Baring Bank, la più antica “merchant bank” di Londra, fondata nel 1762 e fallita 
nel 1995. Il trader Nicholas Leeson, responsabile della filiale di Singapore, la sussidiaria 
Barings Futures, aveva posto in essere operazioni finanziarie spericolate e non 
autorizzate sfruttando, appunto, lacune nel sistema di controllo della sede britannica. 
Egli, a partire dal 1992, cominciò a realizzare operazioni non autorizzate sui derivati nei 
mercati asiatici, principalmente sull’indice giapponese Nikkei; le prime perdite 
venivano registrate segretamente su un “error account”, fino a quando il trader 
cominciò a scommettere sulla stabilità del mercato il 16 Gennaio 1995: il giorno 
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successivo, però, l’Asia venne colpita da un fortissimo terremoto che fece crollare il 
mercato borsistico asiatico, inducendo Leeson a tentativi di recupero sempre più 
rischiosi e capaci solo di alimentare la crescita delle perdite. Le perdite nel conto di 
Leeson toccarono quota 1$ miliardo. La frode fu scoperta solo quando Nick Leeson non 
si presentò al lavoro nel suo ufficio a Singapore nel Febbraio del 1995 per fuggire verso 
l’Inghilterra, nel tentativo di sottrarsi al durissimo sistema giuridico dell’Estremo 
Oriente. La banca non fu capace di sopportare le ingenti perdite ed annunciò la 
bancarotta. Nel Marzo 1995 la banca fu acquistata dall’olandese ING per la cifra 
simbolica di una sterlina. Nel Novembre 1995 Nick Leeson fu condannato alle pena di 
6 anni di reclusione in una prigione di Singapore. La vicenda Barings Bank è un esempio 
delle drammatiche conseguenze delle frodi interne, delle operazioni di trading non 
autorizzate e della scarsa sorveglianza interna alle banche stesse. 
Molti altri sono gli scandali che hanno coinvolto note istituzioni finanziarie, tra cui 
occorre ricordare: 
 La frode nell’intermediazione in titoli di stato di Michael Milken, 
conosciuto come il re dei bond spazzatura, che ha portato alla 
bancarotta la Drexel Burnham Lambert, che inoltre fu multata per 
650 milioni di $ nel Novembre 1989. 
 La Daiwa Bank ha subito una perdita di 1,1 miliardi di $ in seguito 
alla compravendita non autorizzata di bond da parte del suo manager 
Toshihide Iguchi. 
 Due trader della National Australia Bank hanno provocato una 
perdita di 277 milioni di $ per operazioni valutarie non autorizzate. 
L’accresciuto interesse e dibattito sul rischio operativo, suscitato dall’agire di tutti i 
fattori ed eventi sopra indicati, comprese quindi crisi bancarie e scandali, si è tradotto in 
un ripensamento del trattamento regolamentare riservato ad esso dalle autorità di 
vigilanza, sollecitando un intervento che affiancasse alla definizione del rischio un 
evoluzione dei controlli di vigilanza, prevedendo dunque presidi organizzativi minimi 
ed un requisito patrimoniale. Quindi il rischio operativo ha sofferto, nel corso degli anni, 
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la mancanza di una definizione univoca e condivisa, venendo considerato un coacervo 
di rischi residuali rispetto a quelli di credito e mercato9.  
 
 
1.5 Approcci per il calcolo del requisito patrimoniale 
Il rischio operativo, come detto in precedenza, è inserito tra i rischi di Pillar I ed è 
previsto un requisito patrimoniale10 a fronte di questo, proprio per rendere il capitale 
minimo di vigilanza maggiormente sensibile all’effettivo profilo di rischio delle banche, 
avvicinandolo alle misure di rischio da esse adottate a fini gestionali. Tale requisito 
patrimoniale è predisposto in modo tale da fornire una copertura sia per le perdite attese 
sia per le perdite inattese perché, da una analisi svolta dal Comitato di Basilea, è emerso 
un’assenza di riserve all’interno delle banche stesse esplicitamente destinate alla 
copertura delle perdite operative attese, rendendo quindi necessario imporre un 
patrimonio minimo commisurato ad entrambe le componenti di perdita. Inoltre tale 
requisito patrimoniale deve fornire adeguata copertura sia per le perdite dirette che 
indirette. 
Per il calcolo del requisito patrimoniale il Comitato di Basilea prevede tre approcci 
differenti ed alternativi11 caratterizzati da livelli crescenti di complessità nella 
misurazione dell’esposizione al rischio e da più stingenti presidi organizzativi in termini 
di meccanismi di governo societario e di processi per l’identificazione, la gestione ed il 
controllo del rischio. Come detto, i metodi di calcolo sono tre: 
1. Basic Indicator Appproach – BIA: si tratta del primo e del più 
semplice approccio, il quale prevede che il requisito patrimoniale sia 
commisurato al margine di intermediazione - MID o “gross income” 
- GI della banca, definito in base a principi contabili IAS/IFRS. Il 
margine di intermediazione misura i ricavi operativi lordi della banca 
ed è assimilabile al fatturato delle imprese industriali. Si tratta di un 
indicatore puro che non fornisce informazioni sulla qualità dei ricavi 
                                                          
9 G. BIRINDELLI, P. FERRETTI, Il rischio operativo nelle banche italiane. Modelli, gestione e disclosure. Roma, Bancaria Editrice, 2009, 
pag. 19 e segg. 
10 A. RESTI, A. SIRONI, Rischio e valore nelle banche. Misura, regolamentazione, gestione, Milano, Egea, 2008, pag.757 e segg. 
11 A. RESTI, A. SIRONI, Rischio e valore nelle banche. Misura, regolamentazione, gestione, Milano, Egea, 2008, pag. 758 e segg.  
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aziendali e nemmeno quindi sulla rischiosità dei processi posti in 
essere per generarli. 
 
 
La formula semplificata per il calcolo del requisito patrimoniale con 
suddetto metodo è la seguente: 
 
Dove: 
 KBIA: requisito patrimoniale stabilito dall’approccio. 
 GI: margine di intermediazione o “gross income”  si 
considerano solo i valori positivi di questo indicatore negli 
ultimi 3 anni. 
 n: numero di tre anni precedenti in cui il margine di 
intermediazione o “gross income” è positivo. 
 α: coefficiente di rischio pari al 15% stabilito dal Comitato di 
Basilea che rapporta, per il settore nel suo complesso, il 
livello di capitale richiesto a quello dell’indicatore. 
 Vanno esclusi tanto al numeratore quanto al denominatore i 
dati relativi agli esercizi in cui il margine di intermediazione 
annuo è negativo. 
Quindi il requisito patrimoniale non è altro che il prodotto tra il 
coefficiente α pari al 15% e la media dei margini di intermediazione 
positivi o “positive gross incomes” degli ultimi 3 anni. 
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                  Metodo BIA – Un esempio di calcolo del requisito patrimoniale 
 
 
 
 
 
    Calcolare il requisito patrimoniale a: 
 Dicembre T-1: [(5+11+8)/3]*15%= 1,2 
 Marzo T: (8+3-1,5)/3= 9,5 ; (11+1,5-2,5)/3= 10 ;  
(5+2,5-8)/3= -  
 Giugno T: (8+2-3)/3= 2,3 ; (11+3-4,9)/3= 3 ; 
(5+4,9-  
 Settembre T: (8+4-5)/3= 2,3 ; (11+5-7,5)/3= 2,8 ;  
(5+7,5- [(2,3+2,8+2,1)/3]*15%= 0,36 
Si tratta di un approccio estremamente semplificato ed impreciso, 
visto che non viene considerata in alcun modo la diversa rischiosità 
operativa delle varie attività svolte dalla banca e crea una relazione 
diretta fra margine di intermediazione e requisito di capitale 
implicando che ad un “gross income” maggiore, consegua un 
maggior accantonamento di capitale per un ipotetico maggiore 
rischio operativo. In effetti il Comitato di Basilea considera tale 
metodo applicabile ed adatto solo alle banche di piccole dimensioni 
e scarsamente sofisticate, richiedendo quindi a quelle attive a livello 
internazionale e con significative esposizioni al rischio suddetto di 
utilizzare un metodo che abbia un grado di sofisticazione superiore 
perché più appropriato al loro profilo di rischio. 
2. Traditional Standardised Approach – TSA: è un evoluzione del 
metodo base  prevede che il requisito patrimoniale sia misurato 
separatamente per le principali “business lines”, moltiplicando il 
relativo margine di intermediazione o “gross income” per uno 
specifico coefficiente β, diverso per ciascuna “businees line”, 
Mesi / Tempo T-3 T-2 T-1 T 
Marzo 8,0 2,5 1,5 3,0 
Giugno 6,9 4,9 3,0 2,0 
Settembre 6,1 7,5 5,0 4,0 
Dicembre 5,0 11,0 8,0  
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stabilito dal Comitato di Basilea. Tali parametri rispecchiano il 
rapporto fra le perdite storicamente registrate dall’industria bancaria 
nelle diverse “business lines” ed il relativo margine di 
intermediazione. 
 
                                Coefficienti regolamentari delle linee di attività 12 
 
 
 
 
 
 
 
 
 
 
 
 
 
                                                          
12 BANCA D’ITALIA, Nuove disposizione di vigilanza prudenziale per le banche, Circolare n.263 del 27 Dicembre 2006, Titolo II, Capitolo 
5, pag. 16. 
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           Schema di raccordo tra linee di business ed attività aziendali 13 
 
 
Ovviamente per ogni “business line” si calcola il requisito 
patrimoniale moltiplicando il relativo coefficiente β per la media dei 
margini di intermediazione o “gross incomes” degli ultimi tre anni. 
Quindi il requisito patrimoniale complessivo della banca è dato dal 
totale dei requisiti delle otto “business lines”. 
 
 
 
 
                                                          
13 BANCA D’ITALIA, Nuove disposizione di vigilanza prudenziale per le banche, Circolare n.263 del 27 Dicembre 2006, Titolo II, Capitolo 
5, pag. 41. 
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La formula per il calcolo del requisito patrimoniale con suddetto 
metodo è la seguente: 
 
 
Dove: 
 KRO: requisito patrimoniale stabilito dall’approccio. 
 MID: margine di intermediazione o “gross income” annuo in 
un dato esercizio per ciascuna delle otto “business lines”. 
 β: coefficiente in percentuale fissa ma diverso per ciascuna 
“business lines”, che rapporta il livello di capitale richiesto a 
quello del margine di intermediazione per ciascuna delle otto 
“businees lines”. 
 E’ ammesso che il MID sia negativo in uno o più anni, purché 
il risultato complessivo della banca sia positivo. Se così non 
fosse, nella stima della media relativa ai tre anni, esso viene 
forzatamente posto pari a zero. 
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                                                Metodo TSA – Un esempio di calcolo del requisito patrimoniale 14 
 
Analizzando la formula ed il metodo di calcolo, si intuisce che il 
Comitato di Basilea ipotizzi una correlazione perfetta fra le diverse 
tipologie di eventi di perdita; si assume che le perdite operative delle 
differenti “business lines” avvengano tutte contestualmente ed ecco 
perché alla banca è dunque richiesta una dotazione patrimoniale 
sufficiente a coprire il totale delle perdite derivanti da eventi di 
natura diversa, che, secondo il Comitato di Basilea, potrebbero 
ragionevolmente accadere in modo congiunto. Rispetto al metodo 
base in cui il coefficiente α è pari al 15%, nel metodo standardizzato 
il coefficiente β varia da un minimo del 12% ad un massimo del 18% 
a seconda delle “business lines”. Quindi una banca che adotta 
quest’ultimo metodo potrebbe conseguire tanto un alleggerimento 
quanto un inasprimento del requisito patrimoniale, a seconda delle 
attività che la stessa svolge in maniera prevalente. Nell’applicazione 
del metodo standardizzato potrebbe sorgere un rischio di arbitraggio: 
                                                          
14 BANCA D’ITALIA, Nuove disposizione di vigilanza prudenziale per le banche, Circolare n.263 del 27 Dicembre 2006, Titolo II, Capitolo 
5, pag. 42. 
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a seconda della “business line” alla quale viene attribuita una 
determinata attività, varia ovviamente l’applicazione del relativo 
coefficiente β, che influenzerà in maniera negativa o positiva il 
quantum di capitale da accantonare a fronte del rischio operativo. 
Quindi le banche potrebbero essere invogliate ad inserire 
determinate attività in “business lines” con coefficienti β più bassi; 
ovviamente le autorità di vigilanza, nel applicare le norme del Pillar 
II, verificheranno l’esatta attribuzione. In caso di una non chiara 
attribuzione, l’attività sarà inserita nella “business line” con 
coefficiente β più alto. 
L’adozione del metodo standardizzato è subordinata al rispetto di 
requisiti15 sia quantitativi che qualitativi da parte dell’istituto: 
 Requisiti quantitativi – soglia dimensionale: è necessario 
rispettare almeno una delle seguenti soglie: 
– Soglia dimensionale: patrimonio di vigilanza > 200.000.000 €; 
– Soglia specialistica: patrimonio di vigilanza > 25.000.000 € ed 
ammontare complessivo dell’indicatore rilevante delle linee di 
business diverse da “Retail banking” e “Commercial banking” 
= 60% dell’indicatore rilevante totale  si richiede questo 
perché le due linee di business indicate sopra presentano un 
coefficiente inferiore al 15%. 
 Requisiti qualitativi - organizzativi: la banca deve disporre, oltre 
ai meccanismi di governo societario, di: 
 Adeguati controlli interni con riferimento al processo di 
autovalutazione ed alla funzione di revisione interna. 
 Il processo di autovalutazione è costituito 
da un insieme formalizzato di procedure e 
attività volte a valutare la qualità del sistema 
di gestione dei rischi operativi, nonché la 
                                                          
15 BANCA D’ITALIA, Nuove disposizione di vigilanza prudenziale per le banche, Circolare n.263 del 27 Dicembre 2006, Titolo II, Capitolo 
5, pag. 12 e segg. 
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sua rispondenza nel tempo alle prescrizioni 
normative, alle esigenze operative aziendali 
e all’evoluzione del mercato di riferimento. 
Gli esiti devono essere adeguatamente 
documentati e periodicamente sottoposti 
alla funzione di revisione interna, ad altre 
strutture o funzioni interessate e agli organi 
aziendali. Nell’ambito di questa 
informativa specifico rilievo va dato agli 
aspetti del sistema di gestione dei rischi 
operativi suscettibili di miglioramento, 
anche in relazione a modifiche nella 
struttura e nell’operatività della banca, e alle 
valutazioni in merito al rispetto dei requisiti 
di idoneità. 
 La funzione di revisione interna effettua 
verifiche periodiche sul sistema di gestione 
dei rischi operativi e sul processo di auto-
valutazione, al fine di valutarne l’efficacia e 
la conformità con i requisiti di idoneità. 
Tale funzione deve tenere informati gli 
organi aziendali sulle attività svolte in 
materia di rischi operativi e sui relativi esiti. 
Con cadenza almeno annuale, la funzione di 
revisione interna effettua un’autonoma 
valutazione dell’adeguatezza del sistema di 
gestione dei rischi operativi e del processo 
di auto-valutazione. I risultati di tale 
verifica sono compendiati in una relazione 
contenente anche le proposte sugli 
interventi correttivi da attuare. 
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 Efficace sistema di gestione dei rischi operativi: è un 
insieme strutturato di processi, funzioni e risorse per 
l’identificazione, la valutazione e il controllo dei rischi 
operativi. Elementi caratterizzanti del sistema di 
gestione sono: 
 La classificazione delle attività nelle linee 
di “business” regolamentari: ai fini del 
calcolo del requisito patrimoniale, la 
banca classifica le attività aziendali nelle 
otto linee di “business” regolamentari. 
 Il sistema di raccolta e conservazione dei 
dati: la banca predispone un sistema di 
raccolta e conservazione dei dati sui rischi 
operativi, comprendente almeno le perdite 
significative e i relativi recuperi, idoneo a 
conferire efficacia al sistema di gestione. 
Il suddetto sistema deve garantire nel 
tempo che i dati raccolti siano rilevanti, 
affidabili e aggiornati. 
 La valutazione dell’esposizione ai rischi 
operativi: la banca effettua con cadenza 
almeno annuale una valutazione 
complessiva e per i segmenti di operatività 
rilevanti del livello di esposizione ai rischi 
operativi. Gli esiti di tale valutazione 
costituiscono parte integrante del controllo 
del profilo di rischio operativo della banca 
e vanno posti a conoscenza degli organi 
aziendali e, per quanto di competenza, dei 
responsabili dei segmenti di operatività 
interessati. I risultati della valutazione 
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sono utilizzati a fini gestionali per la 
prevenzione e l’attenuazione dei rischi 
operativi. 
 Il sistema di “reporting”: La banca 
predispone un sistema di “reporting” che 
assicuri la disponibilità di informazioni 
appropriate in materia di rischi operativi 
agli organi aziendali e ai responsabili delle 
funzioni organizzative interessate. 
Particolare rilevanza assumono le 
informazioni in merito ai seguenti aspetti: 
i risultati della valutazione 
dell’esposizione ai rischi operativi; le 
perdite significative e relativi recuperi; la 
descrizione delle azioni da intraprendere 
per la prevenzione e l’attenuazione dei 
rischi operativi e indicazione dell’efficacia 
delle stesse. 
3. Advanced Measurement Approaches – AMA: si tratta dell’ultimo e 
del più evoluto approccio per la determinazione del requisito 
patrimoniale; ovviamente, come definito dalla normativa, si prevede 
che la banca abbia sviluppato al proprio interno un modello che 
rispetti però dei requisiti minimi. Il requisito patrimoniale è pari alla 
misura generata dal sistema interno ideato dalla banca stessa. In un 
“working paper” del 2001 il Comitato di Basilea individuò tre 
possibili approcci per la stima del rischio operativo, a cui le banche 
avrebbero potuto rifarsi nell’ottica di creare un loro modello interno. 
Tali approcci16 erano: 
                                                          
16 A. RESTI, A. SIRONI, Rischio e valore nelle banche. Misura, regolamentazione, gestione, Milano, Egea, 2008, pag.764. 
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 Internal Measurement Approach: prevedeva che le attività 
della banca venissero segmentate in linee di “business” 
predefinite e che fosse identificata una gamma di possibili 
eventi rischiosi – “risk type”: per ogni incrocio tra 
“business line” e “risk type” le autorità avrebbero 
identificato un indicatore di esposizione al rischio EI – 
“Exposure Indicator” che tenesse conto della dimensione 
delle attività svolte dalla banca, mentre l’istituto avrebbe 
dovuto stimare i parametri di rischio, cioè “Probability of 
Event” - PE e “Loss Given Event” - LGE. Il prodotto dei 
tre parametri, EI – PE – LGE, avrebbe rappresentato la 
perdita attesa mentre la perdita inattesa sarebbe stata 
stimata come prodotto fra la perdita attesa ed un 
coefficiente γ, definito dall’autorità di vigilanza per ogni 
possibile incrocio tra “business lines” e “risk type”. 
 Loss Distribution Approach – LDA: prevedeva che la banca 
stimasse, per ogni “business line”, l’intera distribuzione 
delle perdite operative su un certo orizzonte temporale e 
dato un intervallo di confidenza. Per arrivare a ciò era 
necessario prima stimare la distribuzione del numero di 
perdite e quella della “Loss Given Event” - LGE e poi 
aggregarle. Sommando i vari requisiti patrimoniali delle 
diverse “business lines”, si arriverebbe a determinare il 
requisito patrimoniale complessivo, anche se nella realtà 
potrebbe accadere che questo sia inferiore se la banca 
dimostrasse l’imperfetta correlazione tra le diverse classi di 
perdite. 
 Scorecard Approach: prevedeva che la banca stimasse il 
requisito patrimoniale e poi attribuisse il capitale 
necessario alle singole “business lines” tenendo conto del 
relativo profilo di rischio. Si determinava utilizzando degli 
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“scorecards”, cioè pagelle, contenenti indicatori, il più 
possibili oggettivi, relativi alla rischiosità intrinseca di ogni 
“business lines” ed all’efficacia del sistema di controlli 
attivato su ciascuna. 
L’adozione dei metodi avanzati è subordinata al rispetto di requisiti17 
sia quantitativi che qualitativi da parte dell’istituto: 
 Requisiti quantitativi – soglia dimensionale: è necessario 
rispettare almeno una delle seguenti soglie: 
– Soglia dimensionale: patrimonio di vigilanza > 200.000.000 €; 
– Soglia specialistica: patrimonio di vigilanza > 25.000.000 € ed 
ammontare complessivo dell’indicatore rilevante delle linee di 
business diverse da “Retail banking” e “Commercial banking” 
= 60% dell’indicatore rilevante totale  si richiede questo 
perché le due linee di business indicate sopra presentano un 
coefficiente inferiore al 15%. 
 Requisiti qualitativi – organizzativi: la banca deve rispettare, 
oltre ai meccanismi di governo societario, requisiti in materia di 
controlli interni e sistema di gestione del rischio operativo 
rafforzati per quanto concerne contenuti e finalità rispetto al 
TSA: 
– Controlli interni: all’interno deve essere prevista: 
 Funzione di controllo dei rischi operativi: la banca 
istituisce questa funzione, che ha il compito di 
progettare, sviluppare e mantenere i sistemi di 
gestione e di misurazione dei rischi operativi e di 
determinare il requisito patrimoniale sui rischi 
operativi. Ovviamente tale funzione deve tenere 
aggiornati gli organi apicali sull’attività svolta e 
sui risultati emersi. 
                                                          
17 BANCA D’ITALIA, Nuove disposizione di vigilanza prudenziale per le banche, Circolare n.263 del 27 Dicembre 2006, Titolo II, Capitolo 
5, pag. 18 e segg.   
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 Processo di convalida interna: simile al processo 
di autovalutazione; è un insieme strutturato di 
procedure e attività volte a valutare in maniera 
continua la qualità dei sistemi di gestione e di 
misurazione dei rischi operativi e la loro 
rispondenza nel tempo alle prescrizioni normative, 
alle esigenze aziendali e all’evoluzione del 
mercato di riferimento. Inoltre è compresa la 
verifica dell’affidabilità del calcolo del requisito 
patrimoniale nonché l’accertamento dell’utilizzo 
del sistema di misurazione nell’ambito dei 
processi decisionali e nella gestione dei rischi 
operativi. Tale processo deve essere svolto da 
soggetti aventi idonee competenze specialistiche 
ed indipendenti dai responsabili delle attività che 
subiscono o generano le perdite. Qualora la 
convalida interna venga data da soggetti o unità 
coinvolti nello sviluppo dei sistemi di gestione e di 
misurazione dei rischi, ecco che interviene la 
funzione di revisione interna che ne attesta il grado 
di oggettività. I risultati del processo di convalida 
devono essere adeguatamente documentati ed 
inoltrati periodicamente alla funzione di revisione 
interna ed a tutte le altri organi e funzioni aziendali 
interessati; inoltre bisogna porre particolare 
attenzione agli aspetti suscettibili di 
miglioramento con riferimento a modifiche nella 
struttura aziendale ed all’operatività della banca. 
 Funzione di revisione interna: effettua verifiche 
periodiche sui sistemi di gestione e di misurazione 
dei rischi operativi al fine di valutarne l’efficacia e 
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la conformità con i requisiti di idoneità. All’interno 
di queste verifiche, sono comprese anche quelle 
rivolte al processo di convalida per accertarne 
l’adeguatezza, la completezza, l’oggettività e la 
coerenza dei risultati ed sull’effettivo a fini 
gestionali del sistema di misurazione dei rischi 
operativi. Inoltre verifica la qualità delle 
informazioni e dei sistemi informativi essendo 
queste componenti rilevanti del sistema di 
determinazione del requisito patrimoniale. Essa, 
con cadenza annuale, deve predisporre una 
relazione da inviare agli organi aziendali, che 
attesti quali attività sono state svolte ed i risultati 
emersi, focalizzando l’attenzione sulle criticità e 
sulle possibili interventi correttivi. 
– Sistema di gestione dei rischi operativi: è costituito da un 
insieme strutturato di processi, funzioni e risorse per 
l’identificazione, la valutazione e il controllo dei rischi 
operativi, con particolare riguardo all’obiettivo di assicurare 
un’efficace azione di prevenzione ed attenuazione dei rischi 
stessi. Gli elementi caratterizzanti di questo sistema sono: 
 Sistema di raccolta e conservazione dei dati: la 
banca predispone un sistema di raccolta e 
conservazione dei dati sui rischi operativi idoneo 
ad assicurare efficacia ai sistemi di gestione e di 
misurazione di tali rischi. Ovviamente tale sistema 
deve garantire inoltre la completezza, l’integrità, la 
riservatezza, la disponibilità e l’aggiornamento dei 
dati e delle informazioni. Infine la banca deve 
effettuare controlli per verificarne l’efficacia. 
47 
 
 Sistema di reporting: la banca predispone un 
sistema di “reporting” che assicuri informazioni 
tempestive in materia di rischi operativi agli organi 
aziendali e ai responsabili delle funzioni 
organizzative interessate. La frequenza e il 
contenuto del “reporting” devono tener conto del 
il livello di rischio e possono variare in base al 
destinatario e all’utilizzo dell’informazione. 
Comunque le informazioni, che assumono 
maggiore rilevanza nel contesto bancario, si 
riferiscono alle quattro componenti necessarie per 
la determinazione del requisito patrimoniale, alle 
zone di vulnerabilità che necessitano di interventi 
correttivi per attenuare il rischio, all’emergere di 
nuovi rischi in caso di introduzione di nuovi 
prodotti ed attività, alla stima del contributo del 
rischio operativo alla determinazione del capitale 
economico e sulle modalità di trasferimento del 
rischio.    
   L’utilizzo gestionale del sistema di misurazione - 
“use test”: il sistema di misurazione dei rischi 
operativi deve risultare strettamente integrato nei 
processi decisionali e nella gestione dei rischi. 
Esso non deve essere limitato alla determinazione 
del requisito regolamentare, ma deve essere 
funzionale a rafforzare il sistema di gestione dei 
rischi operativi, ai fini del miglioramento dei 
processi aziendali e del sistema dei controlli 
interni. La banca può adottare i metodi AMA per il 
calcolo del requisito patrimoniale solo a 
condizione che il sistema di misurazione dei rischi 
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operativi risulti essere utilizzato a fini gestionali. 
Tale condizione deve sussistere dal momento della 
presentazione della domanda di autorizzazione.  
 Requisiti quantitativi generali: il sistema di misurazione dei rischi 
operativi rappresenta l’insieme dei processi, delle funzioni e delle 
risorse per la determinazione del requisito patrimoniale e per 
arrivare al risultato desiderato si utilizzano 4 componenti – 
elementi: 
 Dati interni di perdita: costituiscono la componente 
primaria per la costruzione di un affidabile ed accurato 
sistema di gestione e misurazione dei rischi operativi. 
Tali informazioni sono di importanza cruciale per 
collegare le stime di rischio di una banca alle perdite 
effettivamente subite. Per un utilizzo efficace occorre 
classificarle attribuendole alle linee di business ed agli 
eventi pregiudizievoli. Nel data set bisogna inserire 
l’importo della perdita al lordo dei recuperi, gli eventuali 
recuperi, la data di accadimento dell’evento negativo, di 
rilevazione, di contabilizzazione e qualsiasi altra 
informazione utile descrittiva dell’evento 
pregiudizievole. Di per se esistono varie definizioni di 
perdita operativa, quindi risulta difficile darne una 
precisa; eccone alcune: 
– Perdite dirette: direttamente 
collegabili a voci di bilancio. 
– Perdite stimate: deducibili da 
voci della contabilità e da archivi 
gestionali. 
– “Near misses”: eventi pericolosi 
che non hanno prodotto perdite. 
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– Costi opportunità: perdite 
consistenti in un mancato 
guadagno. 
– Guadagni operativi: eventi 
operativi che hanno comportato 
un guadagno anziché una 
perdita. 
Per quanto concerne la raccolta dei dati, esistono due 
modelli: 
– Modello Event Driven  approccio “bottom 
up”  il dato gestionale di perdita viene 
rilevato direttamente nel luogo dove l’evento 
pregiudizievole è accaduto. 
– Modello Accounting Driven  approccio “top 
down”  il dato di perdita viene estratto dagli 
archivi contabili con eventuale arricchimento 
di informazioni disponibili a livello gestionale. 
 Dati esterni di perdita: sono utili ed indispensabili per 
completare il database di perdite operative interno; essi 
sono di provenienza pubblica o provengono da 
associazioni consortili e vengono utilizzati, 
specialmente, quando vi è motivo di ritenere che la 
banca sia esposta a perdite ad alto impatto ma poco 
frequenti. Altre finalità di questo genere di informazione 
sono: 
– Miglioramento della qualità e della credibilità 
dell’analisi di scenario. 
– Validare i risultati ottenuti con i dati interni. 
– Benchmarking. 
 Analisi di scenario: servono per valutare l’esposizione 
della banca ad eventi pregiudizievoli di particolare 
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gravità aventi però bassa frequenza di accadimento. 
Tutto si basa sulle esperienze di qualificati responsabili 
di unità di business ed esperti di gestione del rischio ed 
è volto quindi a produrre valutazioni su possibili 
perdite ad alto impatto. Occorre inoltre una continua 
valutazione con le perdite effettivamente subite per 
rendere sempre più fondata ed affidabile l’analisi. 
 Fattori di contesto operativo e del sistema dei controlli 
interni: si tratta di elementi finalizzati a valutare in 
maniera continua ed immediata il miglioramento o il 
peggioramento del profilo di rischio della banca in 
un’ottica prospettica – “forward looking”. Tali fattori 
quindi devono avere un’ottima capacità predittiva e 
rappresentativa dell’esposizione ai rischi operativi. 
L’autorità di vigilanza richiede alla banca di calcolare il requisito patrimoniale come 
somma delle perdite attese – “expected loss” – E.L. e di quelle inattese – “unexpected 
loss” – U.L., a meno che la banca non sia in grado di dimostrare di saper stimare 
adeguatamente le E.L. attraverso prassi operative interne. Quindi poter far coincidere il 
requisito patrimoniale alle U.L., la banca deve dimostrare all’autorità di vigilanza di 
aver misurato e registrato adeguatamente le E.L. e che queste siano coperte con specifici 
accantonamenti a Conto Economico. 
 
 
1.6 Critiche sull’Accordo di Basilea II in tema di rischio operativo 
La normativa in tema di requisiti patrimoniali a fronte del rischio operativo è stata 
oggetto, dopo la sua approvazione ed entrata in vigore, di numerose critiche da parte 
della comunità finanziaria internazionale. Le critiche18 riguardavano vari aspetti, ma si 
focalizzano principalmente sui due primi approcci per il calcolo del requisito 
patrimoniale: 
                                                          
18 A. RESTI, A. SIRONI, Rischio e valore nelle banche. Misura, regolamentazione, gestione, Milano, Egea, 2008, pag.771 e segg. 
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1. Difficoltà a misurare in modo adeguato ed oggettivo questa tipologia di 
rischio; sebbene il Comitato di Basilea spinga ed auspichi che le banche 
si muovano dall’approccio più semplice, passando per quello intermedio, 
fino a quello avanzato, esso non ha saputo indicare, nel 2004, i contenuti 
del modello avanzato e si è limitato solamente a dettare una serie di 
requisiti minimi abbastanza generici da dover rispettare qualora una 
banca volesse adottare il metodo A.M.A. Il rischio di tutto questo è 
associato al fatto che il calcolo del requisito patrimoniale potrebbe 
risultare poco preciso e scarsamente efficace. Inoltre la mancanza di una 
raccolta sistematica nel tempo di dati sulle perdite operative ha influito 
negativamente sul processo di gestione; solo dalla fine degli anni 90 si è 
iniziato a fare ciò e si è avuta un accelerazione a partire dal 2004 quando 
venne istituito il requisito patrimoniale “ad hoc” per il rischio operativo. 
Col tempo si potrà arrivare ad sviluppare un sistema di misurazione del 
rischio adeguato, efficiente ed efficace; oggi si hanno ancora sistemi solo 
allo stato embrionale: molte banche non hanno sviluppato al proprio 
interno una metodologia organica e strutturata, né politiche gestionali, né 
un sistema di allocazione per ripartire alle diverse “business unites” il 
capitale assorbito da questa classe di rischio. 
2. L’approccio Base – B.I.A. e quello Standardizzato – T.S.A. 
commisurano la copertura patrimoniale al rischio operativo, implicando 
che una banca avente un margine di intermediazione più elevato, sia 
caratterizzata da un grado di rischio operativo maggiore. Al contrario, 
potrebbe accadere che un banca più redditizia, grazie ad una migliore 
gestione del rischio in termini di efficienza ed efficacia, generi dei rischi 
minori. Quindi in modo paradossale e del tutto fortemente impreciso, le 
viene imposto un requisito patrimoniale più elevato. 
3. La scelta del margine di intermediazione, come base di riferimento, non 
incentiva le banche a ridurre i rischi in essere: l’unica strada per ridurre 
il requisito patrimoniale, e quindi l’assorbimento di capitale, è attenuare 
il margine di intermediazione, ossia produrre meno e guadagnare meno; 
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non si tratta proprio di una strada percorribile dato che l’obiettivo 
principale di una banca è quello di creare valore per se e per gli azionisti. 
4. La determinazione del requisito patrimoniale partendo dal margine di 
intermediazione non incentiva le banche a migliorare il proprio sistema 
di controllo interno perché non fornisce indicazioni sulle cause del 
rischio operativo con conseguente difficoltà ad ideare azioni di 
contenimento ed ad identificare politiche di trasferimento a terzi del 
rischio insito nei diversi processi aziendali. 
5. Il calcolo del requisito patrimoniale complessivo come somma dei 
requisiti patrimoniali relativi a ciascuna “business lines” elimina 
l’incentivo alla diversificazione produttiva; sarebbe ideale, in assenza di 
stime sulle correlazioni fra le varie linee di business, ipotizzare che 
quest’ultime siano indipendenti. 
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CAPITOLO 2 
LA GESTIONE DEL RISCHIO OPERATIVO  
MEDIANTE LE POLIZZE ASSICURATIVE 
 
2.1 La gestione del rischio operativo: obiettivi 
L’attenzione degli operatori e studiosi per i rischi operativi è relativamente recente 
e ciò rende i risultati ottenuti sino ad ora importanti, ma certamente non definitivi e 
conclusivi. Già nel 1999 il Comitato di Basilea aveva sottolineato l’importanza per le 
banche di tenere conto dei rischi diversi da quelli di mercato e di credito. Si riteneva 
fondamentale il perseguimento di un più generale obiettivo di prudente gestione, da 
realizzare principalmente attraverso un’appropriata e rigorosa struttura di controlli 
interni. Di fatto i rischi operativi devono essere gestiti e monitorati indipendentemente 
dalle prescrizioni e dai condizionamenti della vigilanza e questa attività di 
“management” non può risolversi e considerarsi esaurita con il semplice adempimento 
degli obblighi imposti dalle Autorità di Vigilanza.   
Sono numerosi i fattori che hanno sollecitato l’attenzione ai rischi operativi e tra 
questi è opportuno citare:  
 La crescente complessità organizzativa delle banche e dei 
gruppi.  
 La maggiore articolazione operativa che è connessa alla 
crescita dimensionale e alle scelte organizzative e 
strategiche delle banche.  
 Lo sviluppo di nuovi business. 
 L‘affermazione di innovazioni tecnologiche che hanno 
accentuato nuove modalità di svolgimento dell’attività 
bancaria.  
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Al giorno d’oggi, quindi, la gestione del rischio operativo è finalizzata a due 
obiettivi19 di fondo:  
1. La minimizzazione del rischio: il rischio operativo è un rischio puro: 
ciò significa che, in caso di manifestazione, esso causerà una perdita. 
A differenza del rischio di credito o di mercato, in cui l’obiettivo è 
ottimizzare il rapporto rischio / rendimento e in cui, ad un maggiore 
rischio, ne consegue solitamente una maggior rendimento, nel caso 
del rischio operativo non vi è incentivo a mantenere in essere un 
volume di rischio elevato. Ovviamente, ridurre sensibilmente il 
rischio operativo rappresenta sicuramente un obiettivo ambizioso, 
che richiede importanti investimenti nel campo della tecnologia, 
della conoscenza e delle risorse umane al fine di creare un sistema di 
gestione e di controllo efficiente ed efficace. Tale ambizione si 
scontra con la dura realtà, ovvero con i limiti di spesa e di budget. 
Occorre quindi identificare un livello ottimale di rischio operativo in 
cui i costi degli investimenti realizzati coincidano con i benefici 
ottenuti dalla riduzione del rischio stesso. 
2. La creazione di un adeguato sistema di incentivi alla riduzione del 
rischio: la banca, per ogni “business unit”, stima il quantitativo di 
capitale a rischio o capitale economico richiesto per coprire i rischi 
operativi. Ovviamente bisogna includere, nel calcolo del “Raroc”, 
precisamente nel denominatore di questo, la voce capitale economico 
per una migliore e più attendibile quantificazione del “Raroc” di 
ciascuna “business unit”. In questo modo le “business units” 
saranno incentivate ad adottare politiche di controllo dei rischi e 
richiedere all’Alta Direzione maggiori risorse e servizi di 
valutazione e di “internal audit” che accrescano l’efficacia di tali 
politiche. 
 
 
                                                          
19 A. RESTI, A. SIRONI, Rischio e valore nelle banche. Misura, regolamentazione, gestione, Milano, Egea, 2008, pag. 649. 
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2.2 La gestione del rischio operativo: modalità di gestione 
Il documento pubblicato dal Comitato di Basilea nel Giugno 2011, “Sound Practices 
for the Management and Supervision of Operational Risk”, contiene un corpo di 
raccomandazioni attraverso il quale l’organo di vigilanza mira ad indurre le banche a 
sviluppare tecniche di gestione e strutture funzionali specifiche per i rischi operativi. 
Anche le banche, che optano per il metodo base nel calcolo del coefficiente patrimoniale 
a fronte del rischio operativo, sono incoraggiate a conformarsi alle linee guida del 
Comitato contenute nel documento. 
La particolare natura del rischio operativo implica che la gestione dello stesso si 
componga di 3 macro-fasi20, ciascuna delle quali supportata da strumenti specifici. Le 3 
macro-fasi sono: 
1. Identificazione e valutazione: la gestione del rischio operativo richiede 
la capacità di identificare il rischio presente in tutti i prodotti, attività, 
processi e sistemi rilevanti, anche in una fase precedente 
l’introduzione degli stessi. L’identificazione dei rischi operativi risulta 
complicata dalla molteplicità degli eventi generatori di perdita. E’ 
necessario, pertanto, procedere nell’analisi dei fattori interni, ovvero: 
la complessità della struttura organizzativa- la natura delle attività 
svolte- la qualità del personale, i cambiamenti e turnover degli 
impiegati e, altresì, dei fattori esterni, ovvero: cambiamenti nel settore 
bancario e nei progressi tecnologici. Tutti questi, fattori, potrebbero 
compromettere il raggiungimento degli obiettivi della banca, che deve 
valutare la propria vulnerabilità rispetto a tali rischi. Gli strumenti 
utilizzabili per identificare e valutare il rischio operativo sono: 
 Tecniche di self o risk assessment: attraverso le 
tecniche di autodiagnosi la banca valuta la 
vulnerabilità delle operazioni o attività svolte al rischio 
operativo attraverso dei punteggi di score che 
traducono giudizi qualitativi sul grado di esposizione 
                                                          
20 S.COSMA, La misurazione del rischio operativo nella banche. Basilea 2, regole nazionali ed europee, approcci, modelli e tecniche 
innovativi, Roma, Bancaria Editrice, 2007, pag. 51 e segg. 
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di una determinata attività ai diversi tipi di eventi di 
perdita. 
 Tecniche di risk mapping: attraverso la mappatura dei 
rischi la banca compie un’analisi molto dettagliata 
delle unità operative, delle funzioni organizzative e dei 
processi aziendali per individuare gli eventi di perdita 
e le fonti di rischio che alleggiano sugli stessi.  
 Risk indicator: attraverso l’identificazione di indicatori 
chiave la banca è in grado di cogliere eventuali 
anomalie nei processi operativi. Esempi di tali 
indicatori possono essere il numero delle transazioni 
mancate, la frequenza e la gravità degli errori o delle 
omissioni, il tasso di turnover del personale ed etc. il 
superamento dei livelli di soglia negli indicatori chiave 
di rischio segnala al management la presenza di perdite 
potenziali. 
 Approcci di misurazione: attraverso metodologie di 
misurazione variegate la banca può quantificare la 
propria esposizione al rischio operativo, ad esempio, 
rilevando e registrando sistematicamente la frequenza 
e l’entità delle perdite subite in relazione al verificarsi 
di particolari eventi. 
2. Monitoraggio: il monitoraggio continuo dei rischi operativi è 
necessario per identificare tempestivamente e correggere disfunzioni 
nei processi aziendali o nelle procedure di gestione del rischio. Se si 
individua prontamente una disfunzione, si può contenere l’entità della 
perdita associata all’evento. Ai fini di un efficace monitoraggio 
risultano indispensabili due fattori: 
 Comunicazione interna efficace e sistematica: il 
Comitato di Basilea ritiene essenziale che il 
C.d.A. riceva regolarmente report dalle funzioni 
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di “risk management” e dalla funzione di 
“internal audit” così come report provenienti 
da o generati per le autorità di vigilanza. Il 
C.d.A. dovrebbe ricevere sufficienti 
informazioni dai livelli dirigenziali più alti per 
comprendere il profilo di rischio generale della 
banca e focalizzarsi sulle implicazioni 
sostanziali e strategiche del rischio operativo 
per l’attività. L’Alta Direzione dovrebbe 
ricevere una reportistica regolare dalle unità di 
business, dalla funzione di “operational risk 
management” e dall’”internal audit”, che 
comprenda anche i risultati dell’attività dei 
controlli interni. Solo così essa può avere una 
visione sintetica delle principali problematiche, 
svolgere al meglio la funzione di 
coordinamento, valutare l’andamento dei rischi 
operativi ed il loro effetto sui livelli 
patrimoniali. I report dovrebbero consentire 
l’identificazione di tutte le aree problematiche, 
essere distribuiti a vari livelli direzionali ed alle 
diverse aree che potrebbero essere interessate 
dai problemi rilevati e sollecitare azioni 
correttive sulle problematiche sollevate. 
 Set di indicatori early warning: indicatori in 
grado di predire potenziali fattori di rischio 
come rapida crescita, introduzione di nuovi 
prodotti, turnover del personale, interruzioni di 
sistemi ed etc. 
3. Controllo e mitigazione: l’identificazione e la valutazione del rischio 
operativo in una banca rappresenterebbero un vano sforzo conoscitivo 
58 
 
se la stessa non disponesse di procedure, processi e politiche 
finalizzate a controllare e ridurre i rischi operativi rilevanti e se non 
fosse in grado di rivederli regolarmente alla luce di mutamenti 
intervenuti nel profilo di rischio complessivo dell’organizzazione. Il 
Comitato di Basilea sottolinea l’importanza delle seguenti categorie di 
strumenti di controllo e mitigazione del rischio, da considerarsi 
complementari e non alternative: 
 Il sistema di controlli interni: il Comitato di Basilea 
sottolinea l’importanza della determinazione di 
processi, politiche, e procedure di controllo interno 
conformi con un set formalizzato di politiche interne 
di gestione del rischio, di una netta separazione dei 
compiti tale da evitare che al personale siano 
assegnate responsabilità che possano dar luogo a 
conflitti di interesse, di prassi interne che 
contribuiscano a tenere sotto controllo il rischio 
operativo come ad esempio proteggere l’accesso a 
documenti o ad altre attività, identificare “business 
line” o prodotti che generano profitti superiori alle 
aspettative, monitorare attentamente le attività 
svolte al fine di evitare che superino i limiti di 
rischio prefissati ed etc. 
 Gli strumenti di assicurazione: il trasferimento del 
rischio ad imprese di assicurazione appare una 
buona soluzione per gli eventi a bassa frequenza ed 
alto impatto difficili da modellizzare. La decisione 
di ricorrere a polizze assicurative deve fondersi su 
un’attenta valutazione delle possibili conseguenze 
in termini di creazione di nuovi tipi di rischio o di 
trasferimento dello stesso ad altre attività. 
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 Investimenti in sistemi che automatizzano processi e 
flussi informativi: tali sistemi rappresentano nuove 
fonti di rischio. 
 Outsourcing di attività: se il trasferimento di 
determinate attività a terze parti dotate di maggiore 
esperienza e specializzazione riduce il profilo di 
rischio dell’istituzione, esso non elimina tuttavia il 
rischio che le terze parti possano non eseguire 
correttamente le obbligazioni assunte a causa di 
errori, negligenza ed etc. Quindi si rende necessario 
predisporre accordi legali rigorosi che definiscano 
in maniera inequivocabile la ripartizione delle 
responsabilità ed attraverso test iniziali, 
monitoraggio continuo e revisione periodica, si 
cerca di valutare l’accuratezza prestata nello 
svolgimento delle attività da parte dei fornitori di 
servizi. 
 Autoassicurazione o ritenzione di un certo livello di 
rischio operativo all’interno dell’organizzazione. 
 Piani di emergenza che assicurino la continuità dei 
processi al manifestarsi di eventi al di fuori del 
controllo della banca. 
Nello specifico gli operatori possono seguire tre modalità di gestione del rischio 
operativo, la cui scelta dipende dalla stima della probabilità di accadimento e 
dell’impatto di un certo evento sull’attività aziendale. Si possono innanzitutto 
individuare 4 generi di eventi21: 
1. L.F.L.I. – Low Frequency and Low Impact Events: 
eventi con bassa probabilità di accadimento e basso 
impatto. 
                                                          
21 A. RESTI, A. SIRONI, Rischio e valore nelle banche. Misura, regolamentazione, gestione, Milano, Egea, 2008, pag. 650 e segg. 
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2. H.F.L.I. – High Frequency and Low Impact Events: 
eventi con alta probabilità di accadimento e basso 
impatto. 
3. L.F.H.I. – Low Frequency and High Impact Events: 
eventi con bassa probabilità di accadimento ed alto 
impatto. 
4. H.F.H.I. – High Frequency and High Impact Events: 
eventi con alta probabilità di accadimento ed alto 
impatto. 
A seconda del genere di evento, la banca adotta al fine di gestirlo una delle seguenti 
modalità:  
1. Keep: nel caso di “L.F.L.I. Events” e “H.F.L.I Events”  se dall’analisi 
del profilo di rischio dell’evento emerge che questo è in linea con la 
cosiddetta “risk capacity”, “risk appetite” e capitale disponibile, la banca 
potrà decidere di mantenere all’interno questa esposizione, così da evitare 
i costi connessi ad un trasferimento o alla copertura della stessa. Quindi la 
perdita attesa – “expected loss” – E.L. sarà coperta con delle riserve 
opportune, mentre la perdita inattesa – “unexpected loss” – U.L. sarà 
fronteggiata con il capitale disponibile della banca. 
2. Insure: nel caso di “L.F.H.I. Events”  i contratti assicurativi possono 
essere visti come una forma di “outsourcing”, ossia di esternalizzazione; 
la banca, dietro il pagamento di un premio, trasferisce ad una società 
specializzata, nel caso specifico una compagnia di assicurazione, le 
conseguenze finanziarie ed economiche della manifestazione del rischio 
operativo. La compagnia si impegnerà a rivalere l’assicurato del danno 
sofferto nei limiti previsti dalla polizza. 
3. Hedge: nel caso di “H.F.H.I. Events”  si tratta di rischi incompatibili 
con la capacità di assorbimento delle perdite della banca. La copertura è 
solitamente realizzata mediante politiche di riduzione del rischio, 
attraverso significativi investimenti in tecnologia e risorse umane. 
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                                                  Combinazioni tipologie di evento di rischio e modalità di gestione 
 
Sintetizzando quanto detto, possiamo distinguere due generi di perdite operative22: 
a. Predictable Loss: sono perdite ad alta frequenza e basso impatto, che la 
banca non può evitare di subire e che presentano una natura fisiologica 
all’interno dei processi aziendali quotidiani. Esse possono essere 
considerate come dei costi intrinseci dei processi operativi incorporati nel 
“pricing” dei prodotti e dei servizi offerti. 
b. Not Predictable Loss: sono perdite a bassa frequenza ed alto impatto, che 
hanno natura patologica con conseguenze economiche rilevanti e derivanti 
da eventi catastrofici in grado di mettere a rischio la continuità aziendale. 
Quindi solo le “Not Predicatable Loss” sono oggetto di forme di copertura e di 
trasferimento dei rischi operativi.  
E’ interessante comprendere quali rischi operativi rientrano nella categoria “H.F.L.I. 
events” o “L.F.H.I. events” sulla base della classificazione per “event type” fornita dal 
Comitato di Basilea. 
                                                          
22 G. BIRINDELLI, P. FERRETTI, Il rischio operativo nelle banche italiane. Modelli, gestione e discolsure, Roma, Bancaria Editrice, 2009, 
pag.181. 
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                       Distribuzione del numero di eventi ed ammontare delle perdite per tipologia di eventi 23 
EVENT TYPE NUMERO DI EVENTI IN 
PERCENTUALE 
AMMONTARE DI 
PERDITA IN 
PERCENTUALE 
FRODE INTERNA 3.3 7.2 
FRODE ESTERNA 42.4 15.5 
RAPPORTO DI IMPIEGO  
E SICUREZZA LAVORO 
8.5 
 
6.8 
CLIENTELA, PRODOTTI E 
PRASSI OPERATIVE 
7.2 13.1 
DANNI ALLE STRUTTURE 
FISICHE 
1.4 24.3 
INTERRUZIONI 
DELL’OPERATIVITÀ E 
DISFUNZIONI DEI SISTEMI 
INFORMATICI 
1.1 2.7 
ESECUZIONE, CONSEGNA 
E 
GESTIONE DEI PROCESSI 
35.1 29.4 
NESSUNA INFORMAZIONE 1.0 0.9 
TOTALE  100 100 
 
I risultati dell’indagine condotta dal “Risk Management Group – Basel Committee” 
indicano che la stragrande maggioranza degli eventi di perdita (78% del totale) registrati 
dalle banche del campione ha generato perdite per un importo contenuto (10.000 € - 
50.000 €) mentre gli eventi che hanno generato perdite di ammontare rilevante (sopra i 
10 milioni di €) si sono verificati raramente. 
Nello specifico emerge che le categorie di eventi “Execution, delivery and process 
management” e “External fraud” rappresentano i due principali eventi H.F.L.I.  
La prima categoria considerata ha una frequenza del 35% e contribuisce a quasi il 30% 
dell’ammontare totale delle perdite registrate; la seconda categoria considerata 
rappresenta quasi il 50% del numero di eventi di perdita e contribuisce a poco più del 
15% dell’ammontare delle perdite totali. Ne consegue che gli eventi appartenenti alla 
prima categoria, considerata la loro frequenza, sono causa di buona parte 
dell’ammontare delle perdite ed allo stesso tempo hanno un impatto unitario più elevato 
rispetto agli eventi appartenenti alla seconda categoria. 
Fanno invece parte degli eventi L.F.H.I. la categoria di eventi “Damage to phisical 
asset” e “Client, products and business practies”: la prima categoria considerata, 
                                                          
23 S. COSMA, La misurazione del rischio operativo nelle banche, Basilea 2, regole nazionali ed europee, approcci, modelli e tecniche 
innovativi, Roma, Bancaria Editrice, 2007, pag. 222 e segg. 
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nonostante costituisca l’1% degli eventi perdita, contribuisce a quasi un quarto 
dell’ammontare delle perdite totali (24,3%); la seconda categoria considerata 
rappresenta il 7% del totale degli eventi di perdita e pesa per il 13,1% sull’ammontare 
totale delle perdite. 
Inoltre il Comitato di Basilea ha cercato di comprendere quali “business line” si 
caratterizzano per la presenza prevalente di “H.F.L.I events” o “L.F.H.I. events”. 
 
                   Distribuzione del numero di eventi ed ammontare delle perdite per area operativa 24 
BUSINESS LINE NUMERO DI EVENTI  
IN PERCENTUALE 
AMMONTARE DI 
PERDITA  
IN PERCENTUALE 
CORPORATE FINANCE 0.89 3.51 
NEGOZIAZIONI E VENDITE 10.86 14.92 
RETAIL BANKING 61.10 29.36 
COMMERCIAL BANKING 7.22 28.95 
PAGAMENTI E 
REGOLAMENTI 
3.92 3.25 
GESTIONI FIDUCIARIE 3.15 4.25 
ASSET MANAGER 2.35 2.78 
INTERMEDIAZIONE AL 
DETTAGLIO 
6.91 11.72 
NESSUNA INFORMAZIONE 3.59 1.26 
TOTALE  100 100 
 
Dalla tabella emerge che l’area operativa caratterizzata prevalentemente da eventi 
frequenti ed a basso impatto – “H.F.L.I events” è la “Retail Banking”: essa rappresenta 
il 61,10% del eventi di perdita totale ed il 29,36% della perdita totale. Invece le aree 
“Commercial banking” e “Corporate finance” sono caratterizzate da “L.F.H.I. 
events”: la prima rappresenta il 7,22% degli eventi di perdita ed il 28,95% della perdita 
totale, mentre la seconda rappresenta lo 0,89% degli eventi perdita ed il 3,51% della 
perdita totale. 
                                                          
24 S. COSMA, La misurazione del rischio operativo nelle banche, Basilea 2, regole nazionali ed europee, approcci, modelli e tecniche 
innovativi, Roma, Bancaria Editrice, 2007, pag. 222 e segg. 
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Alla luce di tutto questo deve essere chiaro che qualsiasi azione intrapresa dagli 
organi preposti alla gestione del rischio operativo deve rispondere a criteri di 
convenienza economica e di efficienza della protezione. 
 
 
2.3 Principi per la corretta gestione del rischio operativo 
La complessa e delicata trasformazione che lo scenario finanziario internazionale sta 
affrontando, ha incrementato notevolmente il livello di rischio che le banche devono 
fronteggiare per riuscire a mantenere sempre intatto l’equilibrio del proprio sistema.  
Per questo motivo il Comitato di Basilea nel Giugno 2011 ha ravvisato la necessità di 
una puntuale definizione di dieci principi per un’efficace ed efficiente gestione del 
rischio operativo; essi riguardano la cultura organizzativa dell’intermediario, il 
“framework” adottato per la gestione del rischio operativo, la “governance” e 
l’ambiente di gestione del rischio. 
In dettaglio i principi25 sono: 
 Cultura organizzativa: 
 Principio 1: il consiglio di amministrazione deve 
promuovere una solida cultura del rischio all’interno 
della banca. Esso, insieme al “senior management”, 
deve stabilire una cultura aziendale fondata su una 
robusta gestione del rischio che incentivi un 
comportamento responsabile da parte dei dipendenti. Sta 
al consiglio di amministrazione ed al “top management” 
assicurare l’esistenza di un’adeguata formazione 
orientata alla gestione del rischio operativo nell’intera 
piramide aziendale. 
 Framework: 
 Principio 2: le banche devono sviluppare, implementare 
e mantenere un “framework” integrato nei processi di 
                                                          
25 Basel Committee on Banking Supervision, Principles for the Sound Management of Operational Risk, Bank for International Settlements, 
Basel, June 2011 
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gestione del rischio. Il “framework” per la gestione del 
rischio operativo impiegato da un singolo intermediario 
bancario dipende da diversi fattori tra cui la complessità 
organizzativa, la grandezza e il profilo di rischio della 
banca. 
 Governance – Consiglio di amministrazione: 
 Principio 3: il consiglio di amministrazione deve 
istituire, approvare e revisionare periodicamente il 
“framework”. Esso deve supervisionare il “senior 
management” al fine di assicurare che le procedure, i 
processi ed i sistemi siano implementati efficacemente 
ad ogni livello decisionale. 
 Principio 4: il consiglio di amministrazione approva e 
revisiona una dichiarazione riguardante la tolleranza e la 
propensione al rischio operativo – “operational risk 
appetite” che descrive natura, tipi e livelli di 
quest’ultimo che la banca è disposta ad assumere. 
 Governance – Senior management: 
 Principio 5: il “senior management” studia una chiara, 
efficiente e robusta struttura di “governance” 
caratterizzata da linee di responsabilità ben definite. Il 
“senior management”, inoltre, implementa e revisiona 
procedure e sistemi per la gestione del rischio operativo 
insito in ogni risorsa di produzione, attività, processo e 
sistema della banca. 
 Ambiente di gestione del rischio – Identificazione e valutazione: 
 Principio 6: il “senior management” deve assicurare 
una corretta identificazione e valutazione del rischio 
operativo in ogni risorsa di produzione, attività, 
processo e sistema della banca, al fine di stabilire la 
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piena comprensione degli incentivi e delle sfumature 
inerenti a questa particolare categoria di rischio. 
 Principio 7: il “senior management” deve assicurare 
che vi sia una procedura di approvazione per ogni nuovo 
prodotto, attività, processo e sistema che valuti in modo 
completo il rischio operativo. 
 Ambiente di gestione del rischio – Monitoraggio e reporting: 
 Principio 8: il “senior management” deve 
implementare un processo atto a monitorare il profilo di 
rischio operativo della banca e l’esposizione materiale a 
perdite. Un efficace meccanismo di reporting deve 
instaurarsi ai livelli di consiglio di amministrazione, 
“senior management” e linee di “business” al fine di 
garantire una gestione positiva e propositiva del rischio 
operativo. 
 Ambiente di gestione del rischio – Controllo e mitigazione: 
 Principio 9: le banche devono promuovere all’interno di 
esse un ambiente di controllo che faccia uso di 
procedure, sistemi, controlli interni e strategie di 
mitigazione / trasferimento del rischio operativo. 
 Ambiente di gestione del rischio – Resilienza e continuità del business: 
 Principio 10: le banche devono dotarsi di “business 
resiliency plans” e “continuity plans” affinché possano 
operare su base continuativa limitando il rischio di 
perdite derivanti da possibili gravi “business turmoil”. 
 Ambiente di gestione del rischio – Ruolo dell’informativa al pubblico: 
 Principio 11: le banche debbono produrre documenti 
informativi che consentano a tutti i portatori d’interessi 
aziendali di valutare l’approccio utilizzato per la 
gestione del rischio. 
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Quindi un gran numero di fattori, come la grandezza e l’ambito delle attività, la 
crescente complessità operativa dei grandi intermediari bancari, la magnitudine delle 
precedenti perdite operative ed una regolamentazione più stringente, hanno amplificato 
l’attenzione posta alla gestione del rischio operativo. Attraverso un approccio strutturato 
ed onnicomprensivo, tali istituzioni possono produrre un notevole impatto finanziario e 
beneficiare di una miglior reputazione presso gli “stakeholders” esterni, inclusi clienti, 
investitori e legislatori. 
 
 
2.4 Il ruolo delle polizze assicurative 
L’acquisto di coperture assicurative per le perdite derivanti dalla manifestazione del 
rischio operativo è una pratica che si è sviluppata in maniera decisa solo recentemente 
ed è stata resa possibile da alcune innovazioni di prodotto promosse da grandi gruppi 
assicurativi e di riassicurazione26. 
Si tratta di una forma di “outsourcing” in cui la banca, dietro il pagamento di un 
premio, trasferisce all’assicuratore le conseguenze finanziarie ed economiche della 
manifestazione del rischio operativo. L’assicuratore, quindi, si impegnerà a rivalere 
l’assicurato del danno sofferto nei limiti previsti dalla polizza; la copertura di 
determinati rischi operativi, giudicati lontani dal core business della banca, viene 
affidata quindi a società specializzate. Deve essere chiaro che l’assunzione dei rischi da 
parte dell’assicuratore è subordinata al rispetto di determinati principi27, noti come 
principi di assicurabilità: 
1. Il rischio deve riguardare un elevato numero di unità 
omogenee, quale presupposto per l’attivazione del processo 
assicurativo fondato sull’applicazione della legge dei grandi 
numeri. 
2. Il danno potenziale deve, entro determinati limiti, essere 
definito per evitare che l’assicurazione si riferisca a rischi che 
possono generare danni simulabili. 
                                                          
26 A. RESTI, A. SIRONI, Rischio e valore nelle banche. Misura, regolamentazione, gestione, Milano, Egea, 2008, pag. 770. 
27 G. BIRINDELLI, P. FERRETTI, Evoluzione del rischio operativo nelle imprese bancarie. Regolamentazione, implicazioni gestionali e 
testimonianze, Milano, Giuffrè Editore, 2006, pag. 130. 
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3. Il danno deve essere causato solamente da eventi aleatori. 
4. Il danno potenziale deve essere di entità considerevole; in caso 
contrario, i soggetti potrebbero decidere di non richiedere la 
copertura assicurativa. 
5. Il costo delle assicurazioni deve essere abbastanza accessibile 
per poter contare su un significativo numero di assicurati. 
6. La frequenza di accadimento del rischio deve essere 
determinabile a priori; si deve disporre di un’osservazione 
quantitativa dei rischi assicurabili allo scopo di ottenere 
informazioni sulla loro frequenza di accadimento, elemento 
imprescindibile per un’adeguata politica di “pricing”. 
7. Il verificarsi del rischio non deve essere suscettibile di colpire 
contemporaneamente la maggior parte degli assicurati; affinché 
la convenienza possa essere garantita, infatti, il rischio deve 
colpire solo una parte degli assicurati. 
Nei principi non viene trattato il tema del limite massimo dell’ammontare di danno 
potenziale oltre il quale non si procede ad assicurare il rischio; tale questione è 
strettamente legata alla dimensione economica delle singole imprese di assicurazione, 
nel senso che quelle con disponibilità finanziaria più consistente tendono, in linea 
generale, ad accollarsi rischi che le concorrenti minori rigettano. 
I contratti assicurativi vengono talvolta definiti “capitale assicurativo”28, in quanto, 
proprio come il capitale proprio, fronteggiano eventuali perdite evitando così che 
vengano compromesse le ragioni dei terzi creditori. Diversamente dal capitale proprio, 
la capacità di assorbimento delle perdite del capitale assicurativo non è universale, bensì 
selettiva, ossia limitata alle perdite originate dagli specifici eventi indicati in polizza. 
Tale metodologia di gestione viene solitamente utilizzata a fronte di eventi a bassa 
frequenza ed alto impatto – “Low Frequency and High Impact Events”, in genere dovuti 
a fattori esterni di tipo naturale, politico o regolamentare. Perciò si tratta di eventi di 
rischio non controllabili dalla banca. 
                                                          
28 A. RESTI, A. SIRONI, Rischio e valore nelle banche. Misura, regolamentazione, gestione, Milano, Egea, 2008, pag. 819. 
69 
 
La tendenza ad esternalizzare questa tipologia di rischio, che, ovviamente, al suo 
interno presenta una miriade di sfaccettature legate ai vari fattori di rischio, è giustificata 
da due grandi vantaggi insiti nell’accensione di un contratto assicurativo: 
1. Risk Polling: si tratta della diversificazione dei rischi grazie alle quale gli 
oneri assunti da un assicuratore risultano inferiori a quelli 
precedentemente fronteggiati dai singoli assicurati, per effetto 
dell’imperfetta correlazione tra i rischi dei vari clienti.  
2. Cash Flow Smoothing: si tratta della stabilizzazione dei profitti che 
implicitamente migliora la cosiddetta qualità degli utili – “earnigs 
quality” e riduce il costo del capitale tradizionale con un conseguente 
accrescimento del valore di mercato della banca, ossia delle azioni 
possedute dagli azionisti. 
Il trasferimento dei rischi è essenzialmente una scelta di natura finanziaria: di fatto 
la copertura assicurativa è vista come un “tool” che consente di beneficiare direttamente 
della riduzione dell’impatto finanziario di un evento legato ai rischi operativi ed 
indirettamente di una serie di servizi offerti dall’assicuratore in termini di monitoraggio 
esterno e di investigazione, incentivi ed incremento della consapevolezza dei rischi. 
I benefici derivanti dal “Risk Pooling” e dal “Cash Flow Smoothing”29 però sono 
ridotti dai limiti tipici del contratto assicurativo: il capitale assicurativo, a differenza di 
quello tradizionale, consiste solamente in un impegno a pagare contratto 
dall’assicuratore, che si materializzerà qualora un evento di rischio compreso in polizza 
si manifesti; perciò l’adempimento di quest’obbligo dipende essenzialmente dal merito 
creditizio o dalla solvibilità della compagnia di assicurazione. Ciò implica che i rischi 
operativi non siano stati totalmente eliminati, bensì si trasformino in rischi di credito. 
Inoltre esistono problemi di asimmetria informativa, che si manifestano in due modi ed 
in due momenti diversi: 
1. Adverse Selection: si tratta della selezione avversa che si manifesta prima 
della stipula del contratto. Nella prassi operativa, la richiesta di coperture 
assicurative normalmente arriva dalle aziende più rischiose, le quali per 
ottenere tale copertura dovrebbero pagare un premio superiore a quello 
                                                          
29 A. RESTI, A. SIRONI, Rischio e valore nelle banche. Misura, regolamentazione, gestione, Milano, Egea, 2008, pag. 652 
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medio. Però giocano a loro vantaggio le difficoltà delle compagnie di 
assicurazione a quantificare con precisione la rischiosità dei diversi clienti, 
che alla fine sono costrette a praticare un premio uniforme a tutte le 
controparti aventi caratteristiche abbastanza simili, scoraggiando di 
conseguenza i clienti migliori, i quali non sono disponibili a pagare un 
premio superiore a quello che avrebbero dovuto pagare in caso di assenza 
di asimmetria informativa.  
2. Moral Hazard: si tratta dell’azzardo morale, ovvero: una volta che la 
polizza assicurativa è stipulata, il cliente non avrà più interesse a 
mantenere sotto controllo il rischio, dato che da quel momento le perdite 
saranno a carico dell’assicuratore. Proprio per questo motivo nelle polizze 
sono previste delle franchigie o scoperti. Ciò significa che una parte della 
perdita rimane in capo al cliente, e dei massimali. 
Infine la banca prende in considerazione di adottare questa modalità di gestione solo 
quando il costo dell’assicurazione è più basso del costo del capitale da accantonare a 
copertura dei rischi medesimi; in altre parole, il beneficio marginale di una copertura 
assicurativa deve essere sempre confrontato con il corrispondente costo marginale.  
 
 
2.5  Requisiti normativi per l’utilizzo delle polizze assicurative 
Il Comitato di Basilea, già dal Novembre 2001, ha raccomandato l’utilizzo delle 
polizze assicurative e di altri meccanismi di trasferimento, sebbene avesse deciso che 
esse non avrebbero portato con sé alcuna riduzione del requisito patrimoniale, 
suscitando ovviamente le proteste di banche e compagnie di assicurazione. Nel 
“working paper” del Novembre 2001 emerse quanto segue: “insurance is an effective 
tool for mitigating operational risks by reducing the economic impact or operational 
losses, and therefore should have explict recognition within the capital framework of 
new Basel Capital Accord to appropriately reflect the risk profile of instituions and 
encourage prudent and sound risk management”. 
Nell’Accordo del 2004, che avrebbe portato a Basilea II, in cui il rischio operativo 
è stato inserito all’interno del “Pillar I”, si è deciso di permettere alle banche in possesso 
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di adeguate coperture assicurative una riduzione del requisito patrimoniale sul rischio 
operativo. Tale riduzione non può superare il 20% del requisito totale misurato in 
assenza di coperture ed è riconosciuto a quelle banche che adottano la metodologia 
A.M.A. per la quantificazione del requisito patrimoniale. 
La banca deve identificare le polizze assicurative, di cui intende avvalersi, per 
ridurre il requisito patrimoniale dietro, ovviamente, il rispetto di criteri qualificanti 
connessi alle caratteristiche delle compagnie assicurative che forniscono la copertura e 
delle polizze stesse. I requisiti30 da dover rispettare sono i seguenti: 
 L’impresa di assicurazione deve essere autorizzata ad esercitare l’attività 
di assicurazione o di riassicurazione ed avere un rating pari almeno ad A. 
 La polizza deve avere una durata iniziale non inferiore a un anno. Per le 
polizze con durata residua, rispetto alla data di riferimento del requisito 
patrimoniale, inferiore a un anno la banca deve adottare appropriati 
coefficienti di scarto – “hair cut” rappresentativi della decrescente vita 
residua della polizza; non è riconosciuto alcun effetto di riduzione del 
requisito per polizze con durata residua pari o inferiore a 90 giorni. Se 
tuttavia la banca ha già stipulato un contratto in sostituzione del 
precedente che assicuri copertura assicurativa a condizioni equivalenti 
ovvero il contratto prevede una clausola di rinnovo automatico a termini 
e condizioni simili a quelli correnti ed è previsto un preavviso di mancato 
rinnovo da parte dell’assicuratore di almeno 90 giorni, la polizza è 
riconosciuta ai fini della riduzione del requisito senza applicare alcun 
“hair-cut”. 
 La polizza deve prevedere un periodo minimo di preavviso di 90 giorni 
per la disdetta del contratto. 
 La polizza non deve prevedere esclusioni o limitazioni connesse ad 
interventi di autorità di vigilanza, ovvero, nel caso di una banca 
insolvente, che precludano alla banca o al commissario liquidatore di 
recuperare somme a titolo di danni subiti o spese sostenute dalla banca 
                                                          
30 BANCA D’ITALIA, Nuove disposizione di vigilanza prudenziale per le banche, Circolare n.263 del 27 Dicembre 2006, Titolo II, Capitolo 
5, pag. 31. 
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stessa, eccettuato il caso di eventi verificatisi dopo l’apertura della 
procedura di liquidazione della banca; la polizza assicurativa può tuttavia 
escludere ammende, sanzioni pecuniarie o penalizzazioni derivanti da 
provvedimenti assunti dalle autorità competenti. 
 L’assicurazione deve essere fornita da un soggetto terzo. Nel caso di 
assicurazione fornita tramite controllate o affiliate, l’esposizione deve 
essere trasferita a un terzo, ad esempio mediante un contratto di 
riassicurazione, che soddisfi i criteri di idoneità. Nel caso di un 
assicuratore “fronting” il soggetto terzo cui viene trasferita l’esposizione 
- per intero o in parte - deve soddisfare i criteri di idoneità.  
 I calcoli dell’attenuazione del rischio devono riflettere la copertura 
assicurativa della banca in modo tale da esprimere in maniera trasparente 
e coerente la relazione esistente con l’effettiva probabilità e l’impatto delle 
perdite utilizzate per la determinazione del requisito di capitale a fronte 
del rischio operativo. 
 Lo schema per il riconoscimento dell’assicurazione deve essere ben 
fondato e documentato. 
 La banca deve rendere nota la descrizione dell’utilizzo dell’assicurazione 
ai fini dell’attenuazione del rischio operativo. 
L’utilizzo delle polizze di assicurazione è sottoposto a revisione periodica anche al 
fine di tenere conto di cambiamenti della natura o della copertura fornita dalle polizze 
di assicurazione o dagli altri meccanismi di trasferimento. 
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2.6 Le polizze assicurative: peculiarità e funzionalità 
Tra i meccanismi di trasferimento dei rischi operativi, quello assicurativo 
rappresenta il principale. In Italia le polizze31 stipulate dal settore creditizio a fronte di 
molte tipologie di evento di rischio, descritte dall’Accordo di Basilea, sono riconducibili 
alle seguenti: 
 Polizza Bankers Blanket Bond – B.B.B.: è una polizza di 
origine anglosassone ed è impiegata per coprire in larga 
misura gli eventi di origine dolosa che colpiscono il 
patrimonio dell’istituzione bancaria indipendentemente dal 
fatto che l’origine sia interna (infedeltà dei dipendenti) o 
esterna (furti, rapine, etc.). 
 Polizza informatica: si occupa di coprire gli eventi che 
possono influire sulla funzionalità dei sistemi informatici 
della banca (danni all’hardware e al software, ricostruzione 
degli archivi danneggiati, maggiori costi, “disaster 
recovery”, responsabilità civile contrattuale per danni 
causati a terzi in relazione ai servizi informatici svolti dalla 
banca). E’ un prodotto assicurativo che nel corso degli anni 
ha acquisito rilevanza per la progressiva centralità 
dell’”Information Technology” – IT nello svolgimento 
dell’attività bancaria che espone, quindi, l’istituto e tutti gli 
“stakeholders” a nuovi rischi.  
 Polizza RCT/O: oggetto di questa polizza è la responsabilità 
civile per danni corporali e materiali cagionati 
involontariamente a terzi, quali conseguenza di un fatto 
accidentale riconducibile all’esercizio dell’attività bancaria. 
Vi è un’estensione della garanzia legata alla responsabilità 
civile per danni imputabili a fatto doloso di persone addette 
alle attività per le quali la banca deve rispondere per legge. 
                                                          
31 G. BIRINDELLI, P. FERRETTI, Evoluzione del rischio operativo nelle imprese bancarie. Regolamentazione, implicazioni gestionali e 
testimonianze, Milano, Giuffrè Editore, 2006, pag. 125 e segg. 
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E’ compresa, infine, tra le garanzie la responsabilità civile 
per infortuni sul lavoro sofferti dai dipendenti o da lavoratori 
parasubordinati addetti alle attività per le quali è prestata la 
copertura. 
 Polizza RC professionale: è indirizzata a tenere indenne la 
banca da quanto questa sia tenuta a pagare, quale civilmente 
responsabile ai sensi di legge, a titolo di risarcimento di 
perdite patrimoniali involontariamente e direttamente 
cagionate a terzi, in modo specifico i clienti, in conseguenza 
di errori posti in essere dai propri dipendenti nello 
svolgimento dell’attività bancaria.  
 Polizza D&O – RC amministratori e sindaci: ha la funzione 
di tenere indenni gli organi societari da quanto questi siano 
tenuti a pagare danni a titolo di risarcimento. Tali organi 
sono civilmente responsabili ai sensi di legge per perdite 
patrimoniali involontariamente cagionate a terzi, in 
conseguenza di azioni illecite poste in essere 
nell’assolvimento della carica indicata e per la quale è 
prestata l’assicurazione. Viene inoltre tenuta indenne anche 
la banca solamente nel caso, e fino alla misura 
dell’indennizzo, che la stessa abbia legalmente corrisposto 
agli amministratori e sindaci per perdite patrimoniali 
conseguenti a richieste di risarcimento danni presentate 
contro gli stessi per azioni illecite poste in essere 
nell’assolvimento delle cariche per le quali è prestata 
l’assicurazione.  
 Polizza infortuni e sanitaria dei dipendenti: ha il compito di 
liquidare un capitale o una diaria in caso di invalidità o morte 
di dipendenti a seguito di infortunio ovvero a seguito di 
malattia. 
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 Polizza per opere d’arte – all risks opere d’arte: si tratta di 
una polizza a tutela del patrimonio artistico della banche che 
offre una garanzia a fronte dei rischi cui le stesse si 
espongono all’interno ed all’esterno dei propri locali in 
occasione di mostre o di operazioni di restauro.  
 Polizza incendio: è destinata a coprire gli “assets”, 
patrimoniali fisici quali i fabbricati destinati allo 
svolgimento dell’attività e il relativo contenuto, dal rischio 
di incendio nonché da eventi naturali, sociopolitici, 
catastrofali. Essa presenta 4 componenti:  
 Garanzia base: obbligatoria se 
si vuole sottoscrivere la polizza 
(incendio, fulmini, esplosioni, 
scoppio e caduta aereomobili). 
 Garanzie complementari: 
facoltative (fenomeno elettrico, 
spese per demolizione e 
sgombero, urto veicoli, ricorso 
terzi). 
 Eventi speciali: facoltativi 
(vento, bufera e grandine). 
 Eventi catastrofali: facoltativi 
(allagamenti, inondazioni, 
alluvioni e terremoto). 
Viene inoltre data copertura alla responsabilità civile della 
banca verso terzi in relazione alla proprietà delle cose 
assicurate. 
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Tra le polizze conosciute a livello internazionale ma assenti nell’offerta assicurativa 
italiana troviamo:  
 Unauthorised Trading:32 è una polizza assicurativa che tutela la banca 
nel caso di perdite derivanti da attività non autorizzata, il che si 
verifica allorché il trading è svolto oltre i limiti consentiti, al di fuori 
dei prodotti stabiliti o con una controparte non approvata. Altri casi di 
attività non autorizzata sono le operazioni occultate o falsamente 
contabilizzate e la creazione di documenti di non esistenti o false 
transazioni. 
 FIORI – Financial Instituitons Operational Risk Insurance: si tratta di 
una polizza assicurativa ideata negli anni 90 che per le sue 
caratteristiche tecniche, cioè franchigie e premi elevati, è acquistabile 
ed adatta unicamente a grandissimi gruppi bancari attivi sulla scena 
finanziaria globale. Essa fornisce una copertura per quanto riguarda le 
perdite derivanti da disfunzioni tecniche, frodi interne ed esterne, 
rischi legali ed i danni ad immobili. 
 
 
 
 
 
 
 
 
 
 
 
 
 
                                                          
32 G. BIRINDELLI, P. FERRETTI, Il rischio operativo nelle banche italiane. Modelli, gestione e disclosure, Roma, Bancaria Editrice, 2009, 
pag. 126. 
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CAPITOLO 3 
LA POLIZZA BANKERS BLANKET BOND 
 
3.1 Introduzione alla polizza Bankers Blanket Bond 
Il crimine è un problema globale ed è spesso lo sfortunato prodotto dello sviluppo 
sociale. Anche le istituzioni finanziarie sono esposte al rischio di attività criminali da 
parte del proprio personale e/o da soggetti esterni. 
 
                            Chi commette un atto criminale nei confronti di un istituzione finanziaria 
 
Le perdite derivanti dalla manifestazione di questo rischio possono avere un impatto 
devastante sul bilancio della banca. Per questo motivo le maggiori compagnie di 
assicurazione e riassicurazione mondiali offrono una protezione assicurativa di alto 
livello contro tale rischio chiamata polizza “Bankers Blankers Bond”, che viene 
costruita su misura per andare incontro agli esatti bisogni degli assicurati. 
La polizza “Bankers Blankers Bond”, conosciuta meglio come polizza B.B.B., è il 
classico esempio di “multi-line” / “multi-year products”33: si tratta di forme di 
assicurazione integrata dei rischi, ovvero contratti pluriennali che coprono in modo 
congiunto ed all’interno di un unico massimale diverse classi di rischio a partire da rischi 
tradizionali normalmente assicurati tramite contratti separati. La polizza B.B.B. italiana 
è una polizza multi-rischi, divisa in sezioni a copertura dei rischi esogeni ed endogeni 
della banca. Generalmente le sezioni attivate sono 8 ma spesso vengono inserite sezioni 
                                                          
33 G. GABBI, M. MARSELLA, M. MASSACESI, Il rischio operativo nelle banche. Aspetti teorici ed esperienze aziendali. Misurazione e 
gestione, Milano, Egea, 2005, pag. 122. 
78 
 
aggiuntive, come la Sezione Oggetti d’Arte e RC professionale. Solitamente il 
massimale è inferiore alla somma dei massimali che si sarebbero concordati su coperture 
diverse ed indipendenti perché si è portati a ritenere che tutti gli eventi di rischio 
assicurati non possano accadere congiuntamente e, di conseguenza, anche il premio 
pagato per la multi-copertura integrata risulta più contenuto. Però questi prodotti 
tendono a riunire rischi tra loro simili con il risultato che la riduzione dei costi garantita 
dalla diversificazione è inferiore a quella che si avrebbe aggregando eventi di rischio 
completamente disparati. 
I principi su cui si basa il funzionamento di tali prodotti sono due:  
1. Portfoglio effect: grazie ad una correlazione inferiore a 1, la volatilità 
del portafoglio di rischi è inferiore alla somma della volatilità dei 
singoli rischi. 
2. Time horizon effect: è la probabilità che eventi rari si ripetano più di 
una volta l’anno in un periodo lungo. In breve significa che la durata 
di una polizza non dovrebbe mai essere inferiore all’intervallo di 
tempo necessario affinché l’evento assicurato si verifichi mediamente 
una volta. 
Inoltre questo genere di copertura garantisce importanti vantaggi: 
 Riduzione dei costi di transazione legati ai rinnovi annuali. 
 Creazione di un rapporto tra assicurato ed assicuratore di lungo periodo 
fondato sulla collaborazione e conoscenza reciproca. 
 Riduzione del premio per l’eliminazione del “discontinuity risk”, cioè che 
la polizza non venga rinnovata dopo un anno perché gli indennizzi erogati 
sono superiori al premio. 
 Maggiore potere negoziale per l’assicurato perché mette in tavola un 
ammontare di premio molto superiore a quello di una polizza annuale. 
 Maggiore congruenza ed allineamento con le politiche aziendali di 
gestione dei rischi aventi un orizzonte temporale superiore all’anno. 
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3.2 La polizza Bankers Blanket Bond: un caso concreto 
Analizziamo ora la polizza B.B.B., sottoscritta da un noto gruppo bancario italiano 
presso una famosa compagnia di assicurazione italiana. In primis emerge che essa è 
suddivisa in specifiche Sezioni, ognuna delle quali offre una protezione contro un rischio 
di perdita finanziaria definito chiaramente: l’assicuratore indennizzerà i danni materiali 
e diretti che l’assicurato potrà subire o scoprire di aver subito in conseguenza degli 
eventi previsti nelle apposite Sezioni della polizza. Più precisamente: 
 
                                                      Sezioni di polizza – Eventi di rischio assicurati 
NUMERO SEZIONI EVENTI DI RISCHIO 
SEZIONE I Infedeltà dei dipendenti 
SEZIONE II Perdita dei valori negli stabilimenti 
SEZIONE II BIS DI TERZI Flottante cassette di sicurezza locate a terzi e colli chiusi 
SEZIONE II TER Integrativa cassette di sicurezza locate a terzi 
SEZIONE III Danni durante il trasporto 
SEZIONE IV Falsificazione di titoli e documenti 
SEZIONE V Falsificazione denaro 
SEZIONE VI Danni agli stabilimenti ed al loro contenuto 
SEZIONE VII Incendio arredamento ed attrezzature e supporti fisici per la 
memorizzazione dei dati 
SEZIONE VIII Frode attraverso sistemi di elaborazione 
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FRONTESPIZIO DI POLIZZA 
Contraente XXXXXX 
Sede Legale 
del contraente 
XXXXXX 
Data di decorrenza 30/04/2015 
Periodo di validità Da: 30/04/2015      a: 30/04/2016 – ore 24:00 
Periodo di retroattività Relativamente alle Sez. I – IV – VIII: 11/04/2015 
Somme assicurate  
Punto a) € 60.000.000,00 per il complesso di tutte le Sezioni 
con i seguenti limiti di indennizzo: 
 
- Sezione I: € 35.000.000,00 per anno 
                                € 35.000.000,00 per sinistro 
 
- Sezione II: € 6.000.000,00 per anno 
                                 € 2.100.000,00 per sinistro 
 
- Sezione III: € 3.500.000,00 per anno 
                                  € 1.033.000,00 per sinistro 
 
- Sezione IV: € 35.000.000,00 per anno 
                                  € 35.000.000,00 per sinistro 
 
- Sezione V: € 516.460,00 per anno 
                                 € 516.460,00 per sinistro 
 
- Sezione VI: € 1.000.000,00 per anno 
                                   € 1.000.000,00 per sinistro 
 
- Sezione VII: Non operante 
 
- Sezione VIII: € 35.000.000,00 per anno 
                                     € 35.000.000,00 per sinistro 
Punto b) € 40.000.000,00 per anno per il complesso dei 
valori custoditi nelle camere corazzate ed in più 
casseforti di peso singolo pari o superiore a 5 q.li 
degli stabilimenti dell’assicurato e relativamente 
alle garanzie furto, rapina ed incendio, fulmine, 
esplosione e scoppio con limite di indennizzo per 
sinistro di € 15.500.000,00  
Punto c) Ai limiti di indennizzo dei punti a) e b) si 
intendono aggiunti i seguenti relativi alla  
Sez. II Bis: 
 
- € 25.000,00 per ciascuna cassetta di sicurezza o 
collo chiuso contenuto in cassaforte 
 
- € 105.000,00 per ciascuna cassetta di sicurezza o 
collo chiuso contenuto in camera corazzata 
 
- € 5.165.000,00 per ciascun stabilimento dotato di 
camera corazzata 
 
- € 5.165.000,00 per ciascun stabilimento dotato di 
una o più cassaforte 
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Punto d) € 5.000.000,00 per anno e per sinistro per la Sez. 
III Ter con limite di € 385.000,00 per cassettista 
Estensioni di garanzia Terremoto: limitazione per sinistro pari al 60% dei 
limiti di indennizzo indicati in ciascuna Sezione 
Franchigie / scoperti - Sezione I: € 5.000.000,00 per sinistro 
 
- Sezione II: € 500.00,00 – limitatamente ai danni ai 
valori custoditi nelle camere di sicurezza e 
corazzate 5% con il minimo € 51.650,00 e il 
massimo di € 516.500,00 
 
- Sezione II Ter: € 25.000,00 per cassetta 
 
- Sezione IV: € 5.000.000,00 
 
- Sezione V: 10% con massimo di € 2.600,00 per 
sinistro 
- Sezione VI: € 2.500,00 
 
- Sezione VIII: € 5.000.000,00 
 
- Terremoto: € 33.300,00 per singolo sinistro 
Ripartizione del premio Il premio imponibile è di € 2.770.339,52 suddiviso: 
 
- € 2.248.458,14 per la Sez. I 
 
- € 495.787,32 per le rimanenti Sez. 
 
- € 26.094,06 per Estensione Terremoto 
 
Il premio lordo ammonta a € 3.190.000,00 
Assicuratore XXXXXX 
 
Il frontespizio della polizza ci fornisce ulteriori informazioni: 
 La durata della polizza è annuale con retroattività per gli eventi di rischio 
delle Sez. I – IV – VIII. Ciò significa che la polizza copre alcuni atti 
illeciti commessi nel periodo che inizia circa un anno prima rispetto alla 
data di decorrenza e notificati durante il periodo di validità della polizza; 
pertanto saranno da intendersi in copertura solo eventuali atti illeciti 
iniziati e continuati successivamente a tale data. Nel frontespizio non è 
specificata, come invece accade nelle condizioni, l’esistenza della 
garanzia postuma: per gli eventi di rischio della Sez. I – IV – VIII, in 
caso di mancato rinnovo della polizza, l’assicurato avrà 30 giorni di 
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tempo, a partire dalla fine del periodo di validità, per scoprire e 
denunciare sia all’Autorità competente che alla Compagnia di 
assicurazione eventuali atti illeciti commessi antecedentemente la 
cessazione della polizza e che siano compresi tra la data di inizio o quella 
dell’eventuale retroattività convenuta, e quella di cessazione della 
polizza stessa. 
 Esiste un massimale complessivo di € 60.000.000,00 ma, per ogni 
Sezione o per uno o più casi particolari presenti all’interno di queste, vi 
è un limite di indennizzo ovviamente inferiore al massimale generale e 
complessivo di polizza. 
 E’ stata inserita un estensione di garanzia, quella del terremoto: quindi in 
caso di sommovimento brusco e repentino della crosta terrestre dovuto a 
cause endogene, la società indennizzerà i danni materiali e diretti ai beni 
presenti nelle Sez. II – VII con una limitazione per sinistro pari al 60% 
dei limiti di indennizzo indicati in ciascuna Sezione. Inoltre le scosse 
registrate nelle 72 ore successive al primario evento, che ha dato origine 
al sinistro, rientrano nel medesimo episodio tellurico e quindi i relativi 
danni sono computati insieme quelli dell’evento principale, dando così 
origine ad un solo indennizzo. 
 Per ogni Sezione vengono specificate franchigie e/o scoperti: quindi 
l’assicuratore si impegna rivalere del danno subito l’assicurato nei limiti 
delle somme assicurate deducendo dagli indennizzi la parte di danno che 
rimane a carico dell’assicurato stesso. Franchigie e scoperti non possono 
essere assicurati presso altri assicuratori, pena la perdita di ogni diritto di 
indennizzo.  
 Ripartendo il premio imponibile, quindi al netto di oneri accessori ed 
imposte, di € 2.770.339,52 emerge che la garanzia più costosa, cioè 
quella che influisce maggiormente sull’onerosità del contratto, è quella 
inerente la Sez. I – Infedeltà dei dipendenti, per un importo di € 
2.248.458,14. 
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Tra le varie definizioni inserite nelle condizioni di polizza, è interessante soffermarsi 
su quella di dipendente, visto che statisticamente la maggior parte degli atti criminali 
vengono svolti da dipendenti della stessa istituzione finanziaria danneggiata. Ecco che 
per dipendenti si intendono le persone che hanno con l’assicurato un rapporto di lavoro 
subordinato anche a termine, comprese quelle con contratto di apprendistato e di 
inserimento, di lavoro intermittente, ripartito ed a tempo parziale. 
 Sono parificati ai dipendenti, salvo il diritto di surroga: 
 Studenti – ospiti. 
 Guardie giurate addette alla sorveglianza degli stabilimenti e del loro contenuto. 
 Lavoratori con rapporto di lavoro a progetto o di collaborazione coordinata 
continuativa. 
 Dipendenti di imprese terze che svolgono però la loro attività nell’interesse 
dell’assicurato e sotto la sua direzione e controllo. 
 Dipendenti di imprese terze addetti alla pulizia degli stabilimenti e quelli addetti 
alla manutenzione dei fabbricati e dei relativi impianti ove sono ubicati gli 
stabilimenti stessi, che prestano servizi per l’assicurato anche in via temporanea. 
Sono esclusi dalla definizione i promotori finanziari indipendenti. 
Analizzando le singole Sezioni in cui è suddivisa la polizza B.B.B., si comprende 
quando essa interviene in soccorso dell’istituzione finanziaria: 
 Sezione I – Infedeltà dei dipendenti: la presente copertura opera per i danni 
risultanti direttamente da atti disonesti o fraudolenti commessi da un dipendente 
dell’Assicurato da solo o in collusione con altri con l’intento chiaro di: 
 Arrecare all’Assicurato un danno, oppure 
 Ottenere per se stesso o per un terzo un ingiusto profitto. 
Nel caso di prestiti, mutui o operazioni di trading finanziario è necessario che si 
verifichi una delle due circostanze: 
 Dimostrazione della chiara intenzione del dipendente di ottenere 
un ingiusto profitto per se stesso. 
 Dimostrazione della chiara intenzione del dipendente e 
dell’effettivo ottenimento di un ingiusto profitto per un terzo che 
agisce in collusione con lo stesso dipendente. 
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Nell’indennizzo riconosciuto dalla Compagnia di assicurazione all’Assicurato, 
possono essere inclusi bonus, commissioni ed altri emolumenti pagati dal datore 
di lavoro al dipendente con rifermento a transazioni fraudolente a condizione che 
possa essere provato che tali pagamenti risultino direttamente da atti disonesti e 
fraudolenti coperti dalla polizza. Inoltre sarà considerato unico sinistro qualsiasi 
perdita patrimoniale avvenuta e scoperta dall’Assicurato ovviamente entro i 
termini di validità della polizza compreso il periodo di retroattività, che sia 
conseguenza di azioni od omissioni dolose di un dipendente, anche nel caso abbia 
agito con l’ausilio di altre persone.  
Affinché vi sia l’efficacia della garanzia è necessario rispettare due condizioni 
particolari: 
1. Ogni dipendente deve usufruire di un periodo di ferie ininterrotto di 
almeno due settimane per ciascun anno solare durante il quale tale 
dipendente non potrà svolgere alcuna mansione per conto 
dell’Assicurato e non potrà accedere ai locali ove svolge 
abitualmente la propria attività. In caso di sinistro d’infedeltà 
l’Assicurato deve dimostrare che per i dipendenti implicati è stato 
osservato il predetto obbligo di usufruire del periodo ininterrotto di 
ferie e di dichiarare che, durante tale periodo, il dipendente implicato 
non ha svolto alcuna mansione per conto dell’Assicurato e non è 
entrato nei locali ove svolge abitualmente la propria attività 
lavorativa. Qualora non venga rispettata tale condizione, la 
Compagnia di assicurazione applicherà una franchigia di € 7.500.000 
quando terminerà l’ammontare del sinistro liquidabile ai termini di 
polizza. 
2. Vengano effettuate, oltre a quelle di legge, ispezioni di revisione, 
verifica e controllo negli uffici e stabilimenti secondo le modalità 
indicate nel questionario o altra documentazione scritta e sia tenuta 
una registrazione di tali ispezioni e sia conservata la relativa 
documentazione. 
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Tale copertura è operante anche nel caso il dipendente che causi il danno 
patrimoniale all’Assicurato non sia ancora stato identificato. Affinché la 
copertura sia operante con un sotto-limite pari a € 20.000.000 per sinistro ed anno 
solare è necessario che l’Assicurato fornisca prova che le perdite siano 
effettivamente causate da azioni od omissioni poste in essere da dipendenti. 
 Sezione II – Perdita dei valori negli stabilimenti: la Società indennizzerà 
l’Assicurato dei danni materiali e diretti dovuti a perdita di valori a seguito di 
furto, rapina, estorsione da chiunque o comunque commessi includendo anche 
quelli dovuti a distruzione e danneggiamento degli stessi da chiunque o 
comunque provocati in qualsiasi stabilimento dell’assicurato. 
Inoltre, anche quando l’Assicurato non è legalmente responsabile del sinistro, 
sono indennizzabili i danni derivanti dalla perdita di valori in possesso di 
qualsiasi cliente dell’Assicurato o di qualsiasi incaricato del cliente a seguito di: 
 Qualsiasi causa mentre detti valori si trovano entro gli stabilimenti 
dell’Assicurato in locali non aperti al pubblico. 
 Rapina o scippo subito dai clienti o dai loro rappresentanti mentre si 
intrattengono negli stabilimenti dell’Assicurato in locali aperti al pubblico 
per il compimento di operazioni bancarie oppure si trovino, sempre per 
tale scopo e durante le ore di accesso al pubblico, in qualsiasi locale, 
compreso il parcheggio, od altre aree messe a disposizione 
dall’Assicurato. 
Ovviamente sono esclusi i danni provocati o simulati dai clienti o da loro 
rappresentanti. Si intende che la copertura è estesa anche per le perdite di valori 
e/o oggetti personali in occasione di rapina commessa su qualsiasi cliente 
dell’Assicurato o qualsiasi rappresentante del cliente, e ciò anche quando 
l’Assicurato non sia legalmente responsabile del sinistro, sempreché tale cliente 
o rappresentate non sia già assicurato in proprio contro il rischio di rapina ed in 
questo caso la garanzia si intende prestata per la parte di danno eccedente il 
capitale assicurato direttamente. I clienti o i loro rappresentanti devono trovarsi 
presso uno stabilimento dell’Assicurato o in qualsiasi altro luogo messo a 
disposizione dall’Assicurato stesso per portare a termine un operazione bancaria. 
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La copertura viene inoltre estesa alle perdite di valori e/o oggetti personali del 
personale della banca sempreché verificatisi in occasione o in connessione di 
rapina. Il capitale per entrambe le garanzie è di € 100.000 per sinistro ed € 
300.000 per anno; inoltre tale copertura è prestata nella forma a primo rischio 
assoluto con una franchigia fissa di € 500 per evento. Infine la garanzia è anche 
operante, con il limite di € 10.000 per sinistro ed € 30.000 per anno, per i danni 
agli effetti personali dei clienti riposti nelle cassettiere portaoggetti site in 
prossimità della porta di accesso agli stabilimenti dotati di rilevatore di massa 
metallica. Tale copertura è prestata nella forma a primo rischio assoluto con una 
franchigia fissa di € 200 per evento. 
 Sezione II Bis – Flottante cassette di sicurezza locate a terzi e colli chiusi di terzi: 
con riferimento alla Sez. II, rimane convenuto che l’Assicurato si impegna ad 
affidare e la Società si impegna ad assumere tutte le coperture assicurative 
eccedenti il limite di indennizzo fissato nel frontespizio di polizza per ciascuna 
cassetta di sicurezza o collo chiuso, che dovessero essere richieste dai singoli 
cassettisti; ovviamente le somme assicurate non possono superare i limiti 
massimi fissati nel frontespizio di polizza. Affinché la copertura sia operante, è 
necessario che l’Assicurato predisponga dei registri per ciascun stabilimento in 
cui emergono i numeri della cassette di sicurezza o dei colli chiusi per i quali 
vengono richieste somme da assicurare in aumento al limite di indennizzo fissato 
in polizza, i relativi importi, la data di decorrenza e di scadenza che non deve 
essere posteriore alla quella di polizza. 
 Sezione II Ter – Integrativa cassette di sicurezza locate a terzi: la Compagnia di 
assicurazione terrà indenne l’Assicurato di quanto tenuto a pagare quale 
civilmente responsabile ai sensi di legge per le perdite patrimoniali sofferte dagli 
intestatari delle cassette di sicurezza in relazione al servizio di custodia prestato 
ed ai beni contenuti nelle cassette di sicurezza medesime. E’ chiaro che in caso 
di sinistro, l’Assicurato è chiamato in causa per responsabilità civile per la sua 
attività di proprietario di impianti di cassette di sicurezza in caveaux o casseforti 
adibite alla custodia di beni riposti da terzi cassettisti. La Compagnia di 
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assicurazione garantisce la copertura sulla base delle seguenti dichiarazioni 
rilasciate dall’Assicurato: 
 Il servizio delle cassette di sicurezza è prestato in base 
alle norme contrattuali in uso presso l’Assicurato che 
si intendono qui integralmente richiamate e che fanno 
parte integrante del presente contratto. 
 Ad ogni scadenza annuale del contratto di locazione, 
viene effettuata una comunicazione agli intestatari 
della cassette di sicurezza circa il valore massimo 
degli oggetti che possono essere immessi nelle 
cassette stesse a norma del contratto di locazione, 
nonché i termini e le condizioni per l’accensione di 
coperture suppletive come la Sezione II Bis. 
 Sezione III – Danni durante il trasporto: la Società indennizzerà l’Assicurato dei 
danni materiali e diretti dovuti a perdita di valori, arredamento, attrezzature e 
supporti fisici per la memorizzazione dei dati, a seguito di furto, rapina, 
estorsione, distruzione, danneggiamenti ovunque commessi durante il trasporto. 
E’ però necessario fare una distinzione fra: 
a. Trasporti effettuati dai dipendenti dell’assicurato: in questo caso la 
garanzia è operante se i beni prima elencati sono affidati ad uno o 
più dipendenti in qualità di portavalori a prescindere che il danno 
avvenga per colpa o dolo imputabile agli stessi. Qualora nel 
trasporto venga richiesto l’ausilio delle Forze dell’Ordine o di 
Guardie Giurate di Istituti privati di Vigilanza in qualità di 
accompagnatori, questi saranno parificati ai dipendenti. Inoltre a 
seconda del valore dei beni trasportati esistono diverse modalità di 
trasporto, la cui mancata osservanza determinerà la riduzione 
dell’indennità. Sono esclusi dalla copertura i trasporti effettuati da 
minori o da persone aventi più di 65 o che, per le loro condizioni 
fisiche, non sono adatti a tale attività. Il trasporto dei valori deve 
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essere effettuato direttamente da dipendenti dell’Assicurato con le 
seguenti modalità: 
 Fino a € 70.000 da un dipendente con qualsiasi 
mezzo di locomozione. 
 Tra € 70.000 e € 100.000 da due dipendenti 
con qualsiasi mezzo di locomozione. 
 Tra € 100.000 e € 200.000 da tre dipendenti di 
cui uno munito di arma da fuoco, con qualsiasi 
mezzo di locomozione. 
 Tra € 200.000 e € 350.000 per mezzo di 
autoveicolo con tre dipendenti di cui uno 
munito di arma da fuoco, oppure per mezzo di 
tre dipendenti, di cui due muniti di arma da 
fuoco, con qualsiasi mezzo di locomozione. 
 Oltre € 350.000 per mezzo di furgone blindato 
con tre dipendenti muniti di arma da fuoco. 
b. Trasporti effettuati da istituti specializzati: in questo caso la 
garanzia è operante anche quando l’Assicurato si avvale di Istituti 
specializzati Privati per il trasporto di valori, a condizione che detti 
istituti: 
 Si avvalgano di veicoli blindati. 
 Stipulino e mantengano in essere per l’intera durata del 
presente contratto idonee polizze assicurative. 
 Rispettino le modalità di trasporto descritte nelle polizze da 
loro sottoscritte. 
Quindi la presente polizza copre la parte di danno che eccede l’importo 
recuperato o ricevuto dall’Assicurato, al lordo di eventuali franchigie e/o 
scoperti. Invece sono esclusi dalla copertura: 
 I danni determinati o agevolati da 
comportamenti dolosi dei dipendenti 
degli Istituti specializzati Privati. 
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 Le giacenze presso gli stessi. 
 Le perdite per le quali l’Assicurato 
non abbia intrapreso le azioni 
necessarie specificate dal contratto di 
trasporto e dalla legge, per il pieno 
recupero del danno sofferto. 
 Sezione IV – Falsificazione di titoli e documenti: la Società indennizzerà 
l’Assicurato le perdite patrimoniali dallo stesso subite direttamente determinate 
dall’esecuzione di operazioni su titoli o documenti rappresentativi o sostitutivi di 
merci o valori, successivamente risultati falsificati, contraffatti od alterati, 
restando inteso che l’assicurazione è operante per i titoli ed i documenti emessi 
da terzi che dall’Assicurato, a condizione, per quest’ultimi, che la falsificazione 
sia successiva alla loro emissione. Le firme di emissione, di girata, di accettazione 
e di quietanza di titoli e di documenti, effettuate con nome fittizio o fatte 
assumendo l’identità di un’altra persona, verranno considerate come firme 
fittizie. Inoltre la Società indennizzerà l’Assicurato delle perdite patrimoniali 
direttamente subite dallo stesso quando questi abbia: 
 Trasferito o ceduto titoli o documenti sulla base di 
documenti o strumenti scritti falsificati, contraffatti od 
alterati anche solo nella firma. 
 Garantito per iscritto od autenticato una firma falsa, 
contraffatta od alterata, apposta su documenti o strumenti 
scritti richiesti da terzi per il trasferimento o la cessione dei 
titoli o dei documenti. 
Affinché l’assicurazione sia efficace è necessario che: 
 Le operazioni siano state eseguite in buona fede ed usando 
l’ordinaria diligenza. 
 L’Assicurato, o una Banca corrispondente o un 
Rappresentante, abbia il possesso materiale dei titoli e dei 
documenti falsificati. 
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 Sezione V – Falsificazione di denaro: la Società indennizzerà l’Assicurato delle 
perdite patrimoniali ad esso derivanti dall’accettazione in buona fede da parte dei 
suoi dipendenti di denaro falso, a condizione che la falsificazione riguardi Euro 
o valuta estera avente corso legale nello Stato emittente. 
 Sezione VI – Danni agli stabilimenti ed al loro contenuto: la Società indennizzerà 
l’Assicurato dei danni materiali e diretti: 
a. Dovuti a perdita o danneggiamento dell’arredamento, delle 
attrezzature e dei supporti fisici per la memorizzazione dei 
dati situati in stabilimenti dell’Assicurato causati da furto, 
rapina, ed altri reati contro il patrimonio anche se solo tentati, 
e da altri atti dolosi, compresi quelli vandalici. 
b. Dovuti a distruzione o danneggiamento agli stabilimenti ed ai 
relativi fissi ed infissi causati da furto o rapina consumati od 
anche solo tentati, e da altri atti dolosi, compresi quelli 
vandalici. 
c. Ai mezzi di custodia dei valori ed ai sistemi di allarme e 
prevenzione ad essi relativi derivanti da esplosione o scoppio 
finalizzati a furto o rapina. 
Affinché la copertura sia efficace è necessario che l’Assicurato sia: 
 Proprietario dei beni sopra indicati, oppure 
 Responsabile per la loro eventuale perdite, distruzione o 
danneggiamento. 
A completamento della garanzia, verranno rimborsate le spese sostenute per 
demolire, sgomberare e trasportare a discarica i residui del sinistro fino alla 
concorrenza del 10% dell’indennizzo liquidabile a termini di polizza, fermo il 
limite di indennizzo previsto dalla Sezione stessa. La Compagnia di assicurazione 
non indennizzerà i danni materiali e diretti causati da incendio, fulmine, 
esplosione, scoppio, caduta di aereomobili, loro parti e cose da essi trasportate, 
comunque verificatisi, salvo quanto previsto al punto c. Si conviene che non 
saranno in nessun caso indennizzati i danni, da qualsiasi causa derivati, subiti da 
fabbricati a qualsiasi titolo utilizzati dall’Assicurato. Infine si conviene altresì che 
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sono esclusi dalla presente garanzia i danni, da qualsiasi causa derivati, subiti 
dagli ATM a qualsiasi titolo utilizzati dall’Assicurato.  
 Sezione VII – Incendio arredamento ed attrezzature e supporti fisici per la 
memorizzazione dei dati: non è operante. 
 Sezione VIII – Frode attraverso sistemi di elaborazione: la Società indennizzerà 
l’Assicurato delle perdite patrimoniali direttamente determinate dall’aver 
l’Assicurato stesso trasferito o consegnato valori, pagato o movimentato un conto 
in conseguenza diretta di: 
 Immissione, modifica o distruzione fraudolenta dei dati sia 
quando si trovano nei sistemi di elaborazione dell’Assicurato 
sia durante la loro conservazione nei supporti fisici di 
memorizzazione fuori linea purché custoditi all’interno degli 
stabilimenti. 
 Preparazione, utilizzazione e modifica fraudolenta di 
programmi del sistema di elaborazione. 
 Comunicazione fraudolenta diretta all’Assicurato trasmessa da 
un Corrispondente mentre di fatto non proviene da tale 
Corrispondente perché modificata fraudolentemente durante il 
trasferimento. 
 Comunicazione fraudolenta inviata dall’Assicurato ad un 
Corrispondente per autorizzare o riconoscere un trasferimento, 
pagamento, consegna o ricevimento di valori ed è stata 
modificata fraudolentemente durante il trasferimento o 
l’elaborazione. 
All’interno dell’indennizzo saranno compresi anche i costi sostenuti 
dall’Assicurato per la ricostruzione dei dati in seguito alla distruzione dolosa. 
Vi è un estensione di garanzia per l’attività di Internet Banking con un limite 
di indennizzo pari al 50% del limite previsto per la seguente sezione e per gli 
attacchi “Phising”, cioè l’appropriazione indebita di dati sensibili attraverso 
internet o qualsiasi altro strumento di comunicazione; in questo caso la 
copertura è prestata nei limiti della presente sezione e fino a concorrenza di un 
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sotto-limite aggregato annuo pari al 10% del limite previsto dalla presente 
sezione e comunque con il massimo di € 1.000.000 e con un ulteriore sotto-
limite per sinistro pari al 25% del sotto-limite previsto per la presente 
estensione di garanzia e comunque con il massimo di € 250.000. Inoltre vi è 
l’applicazione di uno scoperto del 10% per ogni sinistro con il minimo di € 
2.500 per ogni Assicurato. L’assicurazione è prestata alle condizioni che: 
 Tutti gli atti fraudolenti siano stati commessi da terzi o da dipendenti 
non identificati con la manifesta intenzione di causare all’Assicurato 
perdite patrimoniali o di procurare a sé o ad altri un ingiusto profitto. 
 Tutti i controlli e le procedure sull’accesso fisico e logico risultanti dal 
questionario o da altra documentazione scritta rilasciata 
dall’Assicurato non abbiano a ridursi, anche in caso di modifica del 
sistema di elaborazione dell’Assicurato. 
Ferme le somme assicurate, i limiti di indennizzo, le franchigie e/o gli scoperti previsti 
per ogni Sezione ed a parziale deroga delle esclusioni, la Compagnia di assicurazione si 
impegna ad indennizzare l’Assicurato della spese necessarie a rimpiazzare o riparare le 
cose assicurate come valori, arredamento ed attrezzature e supporti fisici per la 
memorizzazione dei dati, distrutte o danneggiate dai seguenti eventi: 
a. Atti dolosi: la Compagnia di assicurazione indennizzerà i danni 
materiali e diretti alle cose assicurate: 
 Verificatisi in conseguenza di tumulti popolari, 
scioperi e sommosse. 
 Causati da atti vandalici. 
b. Fenomeni atmosferici: la Compagnia di assicurazione indennizzerà i 
danni materiali e diretti alle cose assicurate causati da: 
 Grandine, vento e quanto da esso trasportato, 
quando detti fenomeni siano caratterizzati da 
violenza riscontrabile dagli effetti prodotti su una 
pluralità di cose, assicurate e non, poste nelle 
vicinanze. 
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 Bagnamento verificatosi all’interno dei fabbricati 
a seguito di rottura, brecce o lesioni provocate al 
tetto, alle pareti o ai serramenti dalla violenza dei 
fenomeni di cui sopra. 
c. Allagamenti: la Compagnia di assicurazione indennizzerà i danni 
materiali e diretti alle cose assicurate causati da allagamento 
verificatosi all’interno degli stabilimenti in cui si trovano le cose 
assicurate medesime a seguito di formazione di ruscelli o accumulo 
esterno di acqua. 
d. Inondazioni ed alluvioni: la Compagnia di assicurazione 
indennizzerà i danni materiali e diretti, compresi quelli di incendio, 
esplosione e scoppio, alle cose assicurate causati da fuoriuscita 
d’acqua e quanto da essa trasportato, dalle usuali sponde di corsi 
d’acqua o di bacini, anche se provocata da terremoto, quando detto 
evento sia caratterizzato da violenza riscontrabile su una pluralità di 
cose, assicurate e non, poste nelle vicinanze. Per quanto riguarda 
copertura vi è una limitazione per sinistro pari al 60% del limite di 
indennizzo della sezione interessata. 
Per le estensioni di garanzia punto c) e d), in nessun caso la Compagnia di assicurazione 
pagherà, per uno o più sinistri che avvengono nel periodo di assicurazione pattuito per 
la medesima garanzia, una somma maggiore del 60% del limite di indennizzo indicato 
in ciascuna sezione. Infine si conviene che non saranno in nessun caso indennizzati i 
danni, da qualsiasi causa derivati, subiti dai fabbricati a qualsiasi titolo utilizzati 
dall’Assicurato.  
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3.3 La revisione della polizza Banker Blanket Bond: un caso concreto 
E' molto interessante studiare un caso di revisione34 della polizza B.B.B. da parte di 
un gruppo bancario italiano di dimensione medio-grande articolato geograficamente in 
tutto il territorio nazionale attraverso la presenza di banche di rete. Per comprendere 
meglio l'intero processo, è utile schematizzare i principali punti che lo caratterizzano: 
 Organi decisionali coinvolti: “risk managemet”, broker assicurativo e 
Comitato Rischi Operativi. 
 Fase preliminare: mappatura delle polizze assicurative a livello di gruppo. 
 Tipologie di evento da coprire: frodi esterne, frodi interne, clienti, prodotti e 
pratiche di business ed errori di processo o di sistemi. 
 Obiettivo: verificare la coerenza e la congruità delle somme assicurate, dei limiti 
di indennizzo, delle franchigie e degli scoperti delle polizze assicurative, nello 
specifico della polizza B.B.B. - Bankers Blanket Bond ed analisi di nuove forme 
di copertura. 
Ponendo l'attenzione sulle sezioni in cui è articolata la polizza B.B.B., gli eventi di 
perdita oggetto di considerazione sono i seguenti: frode interna o infedeltà del personale, 
frode esterna ed altri eventi. 
Più precisamente gli eventi oggetto di copertura, suddivisi per sezioni, sono: 
 Sezione I: frodi interne - infedeltà del personale  qui sono inseriti tutti i 
cosiddetti "triggering", cioè i fatti necessari per l'attivazione della polizza 
e coincidenti con l'intenzionalità del dipendente di frodare la banca e di 
conseguire un ingiusto profitto per se o per terzi. Inoltre viene specificato 
chi è il dipendente, ossia il lavoratore dipendente, il lavoratore interinale 
ed il consulente. 
Dalla sezione 2 alla sezione 8 avremo le varie eccezioni di frodi esterne: 
 Sezione II: furto, rapina ed estorsione purché avvenute all'interno dello 
stabilimento, nonché il furto di valori a carico dei clienti, dove per valori 
si intende il denaro e simili, pietre preziose e documenti rappresentativi 
del valore. 
                                                          
34 G. BIRINDELLI, P. FERRETTI, Il rischio operativo nelle banche italiane. Modelli, gestione e disclosure, Roma, Bancaria Editrice, 2009, 
pag. 182 e segg. 
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 Sezione II Bis: flottante e cassette di sicurezza locate a terzi. 
 Sezione III: furto, rapina ed estorsione di valori, arredamento ed 
attrezzature, supporti fisici per l'elaborazione dei dati ed opere d'arte 
durante il trasporto. 
 Sezione IV: perdite patrimoniali dovute ad esecuzioni di operazioni 
effettuate sulla base di documentazione falsa. 
 Sezione V: falsificazione di denaro. 
 Sezione VI: danni a stabilimenti derivanti da rapine, furti e tentati furti  
 Sezione VII: furto di opere d'arte. 
 Sezione VIII: frode informatica, nel senso che un terzo entra nei sistemi 
informatici ed effettua operazioni provocando a carico della stessa un 
danno economico. 
Viene estesa la copertura anche ai cosiddetti "altri eventi": 
 Sezione VI: atti vandalici. 
 Sezione VII: danni alle opere d'arte. 
 Sezione III: danni ad arredamento, attrezzature, supporti fisici per 
l'elaborazione dei dati ed opere d'arte durante il trasporto. 
Come in tutte le polizze assicurative, vi sono delle esclusioni: 
 I danni materiali al fabbricato ed al contenuto derivanti da incendio, 
alluvione e fenomeni elettrici. 
 Gli ammanchi di cassa dovuti ad errori dei cassieri. 
 L'uso fraudolento delle carte di credito e di debito. 
 Il lucro cessante derivante dai sinistri. 
Per quanto riguarda la determinazione del premio, negli anni antecedenti la 
revisione, per gli eventi delle sezioni II - III - IV - V era previsto un premio unico ed 
una franchigia di gruppo, mentre per le altre sezioni il premio, il massimale e la 
franchigia erano ripartiti tra le banche di rete in base ad un unico indicatore 
dimensionale, ossia la raccolta indiretta, senza quindi considerare ulteriori fattori. 
Attraverso questa revisione, la banca modifica i contratti assicurativi passando da 
quelli mono-linea e mono-periodo a quelli multi-linea e multi-periodo e ricercando una 
copertura solo per i rischi aventi alto impatto e bassa frequenza. In questa maniera, con 
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elevati limiti di garanzia e franchigie, la banca beneficerà di una riduzione di costo legata 
al pagamento di un premio inferiore rispetto al passato e di una semplicità gestionale. 
Nel dettaglio la proposta del “risk manager” per la Sezione II è la seguente: egli 
ipotizza che la distribuzione delle rapine segua l ‘andamento degli ultimi due anni e che 
l’obiettivo della polizza sia quello di coprire solo le perdite inattese che cadono nel terzo 
quartile, cioè quelli eventi di rischio ad alto impatto e bassa frequenza, mentre per quelli 
ad alta frequenza e basso impatto si adotta una policy auto-assicurativa, quindi attraverso 
una forma di ritenzione. Ciò implica che l’evento rappresenta una perdita attesa per 
questo genere di banca e che fino a certe soglie esso è considerato un evento fisiologico 
mitigato dalle misure di sicurezza adottate dall’istituto stesso. 
 
                     Proposta di ristrutturazione della Sezione II della polizza B.B.B.(1°parte) 
Anno Banca Frequenza  Impatto  
Media di 
perdita 
netta 
Mediana 
Da 3° 
quartile 
N. 
rapine 3° 
quartile 
Max di 
perdita 
netta 
Dev. 
Standard 
perdita 
netta 
Franchigia 
Franchigia 
per singolo 
evento 
T-1 Banca1 53 652.845 13.053 10.373 18.759 13 51.836 7% 650.525 10.000 
 Banca 2 26 654.889 21.324 10.653 17.422 7 102.370 6% 606.300 10.000 
 Banca 3 21 233.404 10.882 21.230 26.669 5 33.930 31% 205.918 10.000 
 Banca 6 17 434.725 19.121 17.250 22.688 4 63.033 6% 390.371 10.000 
 Banca 4 2 53.901 26850 7.350 7.553 1 52.004 32% 52.004 10.000 
 Banca 5           
Tot. T-1  119 2.029.764 15.576   30 102.370 15.960 1.905.118  
            
            
T Banca 2 36 687.742 19.104 6.031 8.502 9 122.491 29% 550.000 5.000 
 Banca 1 41 697.799 18.670 9.562 16.275 9 138.207 56% 580.000 5.000 
 Banca 6 13 395.374 30.413 18.918 24.903 3 131.308 17% 400.000 5.000 
 Banca 3 19 237.856 13.320 16.280 20.504 3 34.860 22% 200.000 5.000 
 Banca 4 1 898 898 51.836 898 1 898  50.000 5.000 
 Banca 5         50.000  
Tot T  110 2.019.669 19.505   25 138.207 26.644 1.830.000  
            
 
 
 
 
 
 
 
97 
 
                               Proposta di ristrutturazione della Sezione II della polizza B.B.B.(2°parte)                           
Sim. Banca Frequenza  Impatto  
Media di 
perdita 
netta 
Da 3° 
quartile 
N. 
rapine 3° 
quartile 
Franchigia 
Franchigia 
per singolo 
evento 
T+1 Banca 2 31 671.315 21.655 12.962 8 550.000 20.000 
 Banca 1 47 675.322 14.369 15.517 11 580.000 20.000 
 Banca 6 15 415.050 27.670 23.795 3,5 400.000 20.000 
 Banca 3 20 235.630 11.782 23.587 3,5 200.000 20.000 
 Banca 4 20 27.400 18.266 4.225 1 50.000 20.000 
 Banca 5        
Tot. 
T+1  115 2.024.716 18.266  27 1.780.000  
         
 
 
                                                                     Rapine per classe di impatto e frequenza 
 
 
Da questo secondo grafico, attraverso una semplice procedura di calcolo, si evince 
che la perdita media dovuta a rapina è di € 19.000. Per questo motivo il “risk manager” 
propone di alzare le franchigie su singolo evento da € 5.000 a € 20.000 / 25.000 pur 
mantenendo fissa quella annuale con l’obiettivo di ottenere una riduzione dei premi 
attesi.  
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Quindi l’articolazione della polizza B.B.B. proposta dal “risk manager” per l’anno 
seguente è questa: 
 Ripartizione del premio unico seguendo una serie di indicatori di 
grandezza e di rischio attribuendo a ciascuno un peso percentuale 
di ponderazione differente. 
                                                                 
                                                            Indicatori di rischio e di dimensione 
Indicatori di rischio Peso 
Frequenza media ultimi due anni infedeltà e rapine 10% 
Impatto medio ultimi due anni infedeltà e rapine 10% 
Indicatori di dimensione Peso 
Margine di intermediazione 15% 
Numero sportelli 20% 
Numero dipendenti 25% 
Raccolta diretta 5% 
Raccolta indiretta 5% 
 
 Sezione I (infedeltà del personale)  è previsto uno scoperto del 
15% con un minimo di € 750.000  per banca. 
 Sezione II – II Bis – III (rapine)  è prevista una franchigia per 
singola banca rete influenzata dall’andamento delle rapine degli 
ultimi due anni. 
 Sezione II Bis (caveau e cassette di sicurezza)  è previsto un 
massimale di € 31.000.000 per quanto attiene ai caveau; invece il 
cosiddetto flottante è a carico del cliente, salvo non voglia coprirsi 
dal rischio di subire una perdita superiore al limite generale di  
€ 15.500. 
 Sezione IV – V – VII  i rischi inerenti queste sezioni vengono 
coperti attraverso forme auto-assicurative. 
 La polizza copre le perdite dovute a frodi a condizione che 
quest’ultime siano state messe in essere 24 mesi prima della 
scoperta. 
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Si tratta quindi di un trasferimento del rischio che dovrebbe agire in un ultima 
istanza invogliando di conseguenza la banca a dotarsi di adeguate forme di prevenzione 
e di controllo del rischio operativo in tutti i processi aziendali. 
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CONCLUSIONI 
Nonostante la crescente importanza assunta dal rischio operativo negli ultimi anni, 
i relativi sistemi di misurazione e controllo si trovano ad uno stato embrionale se 
paragonati a quelli disponibili per i rischi finanziari.  Il rischio operativo sarà, quindi, la 
tipologia di rischio destinata a catalizzare, nei prossimi anni, i maggiori investimenti in 
risorse umane e tecnologiche all’interno del settore bancario. I risultati, in termini di 
miglioramento nelle metodologie, e non solo, saranno paragonabili a quelli ottenuti, 
negli anni passati, nell’ambito del rischio di mercato e di credito35. Ora più che mai è 
necessario che le banche rafforzino le loro pratiche di “O.R.M.” per riconquistare la 
fiducia degli “stakeholders”, dei clienti, delle autorità di vigilanza e di 
regolamentazione alla luce dei numerosi scandali avvenuti nel corso degli anni. Gli 
intermediari finanziari devono comprendere che una gestione efficace ed efficiente del 
rischio operativo, non assicura solamente una crescita sostenibile, bensì è un elemento 
fondamentale per la creazione di un vantaggio competitivo. Il sistema bancario, ad oggi, 
non è sufficientemente preparato ad un’adeguata gestione del rischio operativo. Roger 
Ferguson, vicepresidente del “Board of Governors” della “Federal Reserve” dal 2001 
al 2006, affermò nel 2003: << In un sistema finanziario caratterizzato da un livello di 
automazione tecnologica sempre maggiore, buona parte dell’esposizione al rischio 
totale sostenuta dalla banca è attribuibile ai rischi operativi. Presso taluni intermediari 
bancari, questi rappresentano la tipologia dominante di rischio >>. 
Per quanto concerne la gestione del rischio operativo mediante politiche di “risk 
transfer”, non vi sono dubbi circa i benefici in termini di efficienza ed efficacia sulla 
gestione degli intermediari, ma è chiaro che vi sono ulteriori margini di miglioramento. 
Infatti, il riconoscimento da parte delle autorità di controllo dell’effetto mitigante delle 
assicurazioni ha posto in luce le potenzialità dello strumento assicurativo nell’ambito 
delle politiche di fronteggiamento del rischio operativo. 36Nonostante non siano mancate 
critiche al dettato di vigilanza, principalmente riconducibili al carattere stringente dei 
requisiti per l’adozione delle polizze assicurative come strumento di mitigazione ed alla 
mancata estensione di simile opportunità alle banche che utilizzano metodi semplificati 
                                                          
35 A. RESTI, A. SIRONI, Rischio e valore nelle banche. Misura, regolamentazione, gestione, Milano, Egea, 2008, pag. 652 e segg. 
36 G. BIRINDELLI, P. FERRETTI, Evoluzione del rischio operativo nelle imprese bancarie. Regolamentazione, implicazioni gestionali e 
testimonianze, Milano, Giuffrè Editore, 2006, pag. 283 e segg. 
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(BIA e TSA) alternativi all’AMA, è possibile affermare che la valorizzazione delle 
politiche di trasferimento del rischio può contribuire positivamente alla gestione dei 
rischi e ciò a prescindere dall’approccio adottato per determinare il requisito 
patrimoniale. In altri termini l’opportunità di trasferire i rischi in grado di minacciare 
l’economicità della banca deve essere apprezzata, secondo una logica squisitamente 
gestionale, anche da parte degli intermediari che optano per i metodi BIA e TSA, 
rappresentativi, peraltro, di gran parte del sistema creditizio. Considerato che la 
possibilità di abbattere il requisito patrimoniale attraverso le assicurazioni viene data 
solo alle imprese bancarie che scelgono l’AMA, come ulteriore fattore di stimolo al 
passaggio da metodologie meno sofisticate a metodi avanzati, non si può avere un 
adeguato sviluppo dell’offerta assicurativa dato l’esiguo numero di banche allo stato 
attuale intenzionate ad implementare un simile approccio. Questo, quindi, potrebbe 
rappresentare un freno al rinnovamento del rapporto tra banca ed assicurazione.  
Ecco che l’obiettivo dell’autorità di vigilanza e di tutti gli operatori è quello di 
giungere ad un più soddisfacente rapporto di collaborazione tra banca ed assicurazione, 
con un conseguente miglioramento delle politiche di trasferimento del rischio attraverso 
una diversa condotta delle parti coinvolte. Questo non è altro che un obiettivo 
intermedio, visto che l’obiettivo primario è la stabilizzazione del sistema finanziario 
ottenibile, inoltre, attraverso migliori requisiti patrimoniali in termini sia qualitativi che 
quantitativi, stress test sul capitale della banche ed il conferimento di una rinnovata 
importanza all’informativa pubblica sui rischi operativi che gli intermediari sopportano. 
37Le imprese di assicurazione, da un lato, dovranno ridefinire le norme contrattuali ed 
ampliare la gamma delle coperture, dato che le polizze attuali non consentono una 
copertura a 360° delle molteplici manifestazioni del rischio operativo. Proprio per 
l’inesistenza di un apprezzabile “matching” tra le coperture assicurative e le 
“operational losses”, vi sono aree scarsamente presidiate ed altre nelle quali vi sono più 
garanzie. Per questo motivo è necessaria una migliore mappatura dei rischi assicurabili 
finalizzata a stabilire un legame più stretto tra le perdite operative ed i prodotti 
assicurativi. 
 
                                                          
37 G. BIRINDELLI, P. FERRETTI, Evoluzione del rischio operativo nelle imprese bancarie. Regolamentazione, implicazioni gestionali e 
testimonianze, Milano, Giuffrè Editore, 2006, pag. 123. 
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Matching polizze / Event type 38 
RISCHI 
OPERATIVI 
Polizza 
B.B.B 
Polizza 
Informatica 
Polizza 
Incendio 
Polizza 
RCT/O 
Polizza 
RC 
Prof. 
Polizza 
D&O 
Polizza 
Infortuni e 
Malattia 
Frode Interna        
Frode Esterna        
Rapporto di 
impiego e 
sicurezza sul 
lavoro 
       
Clientela, 
prodotti e 
prassi 
operativa 
       
Danni ad 
attività 
materiali o a 
persone 
       
Interruzioni 
dell’operatività 
e disfunzioni 
dei sistemi 
informatici 
       
Esecuzione, 
consegna e 
gestione dei 
processi 
       
Rischio legale        
 
Dall’altro lato, le banche dovranno affinare l’abilità a comunicare il grado di 
rischiosità operativa migliorando le politiche di “risk management”, che potranno 
diventare, così, un leva competitiva e strategica nei confronti delle compagnie di 
assicurazione per scontare un premio più basso e/o franchigie e scoperti inferiori. Inoltre 
le stesse banche dovranno compiere analisi relative al “pricing” delle polizze 
assicurative seguendo una logica il più possibile non ancorata al solo fattore contabile; 
è frequente, infatti, la tendenza delle banche ad attribuire valore alle scelte assicurative 
in funzione della possibilità di recuperare il capitale attraverso il risarcimento. 
                                                          
38  G. BIRINDELLI, P. FERRETTI, Evoluzione del rischio operativo nelle imprese bancarie. Regolamentazione, implicazioni gestionali e 
testimonianze, Milano, Giuffrè Editore, 2006, pag. 130. 
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E’ necessario che, a priori, entrambe le parti sviluppino un rapporto continuativo ed 
un confronto costruttivo affinché le compagnie di assicurazione comprendano le 
specifiche esigenze delle banche ed entrambe la reale esposizione al rischio operativo. 
Questo rappresenterebbe un taglio netto rispetto al passato, l’abbandono di schemi 
troppo spesso estranei a criteri di collaborazione e di dialogo ed un punto di svolta 
positivo nel rapporto banca – assicurazione.  
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