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 要　　旨
 量子暗号 ( 量子鍵配送方式 ) は , 光の量子状態を用いて盗聴者を検出し , 安全に鍵
を配布する方法である . この量子暗号は従来の鍵配送方式と違い計算量的難しさによ
る安全性ではなく , 無限に高速なコンピュータの使用 , 量子力学で許される全ての操
作を行うことのできる盗聴者に対しても安全である . そのため , 量子暗号は無条件に
安全といわれている .
 量子暗号で安全性の研究が一番進んでいる「BB84」protocolは, 1996年Mayersによ
って完全な証明がなされた . その後, 1999年 Lo-Chau が量子誤り訂正を行わない安全
性を証明し, 2000年 Shor-Preskill が量子誤り訂正を用いた方法によって簡潔な証明
をした .
 本論文では , Shor-Preskill の安全性証明を取り上げる.Shor-Preskillの証明は
非常に有名であるにも関わらず, 現存する文献からその全体を厳密に理解すること
はきわめて困難である .Shor-Preskil の現論文は, 論理にも飛躍が多々見られ, 参
考文献の引用も不十分である . また , 現在量子情報理論を学ぶ上で標準的な教科書
とみなされている``Quantum Computer and Quantum information”による Shor-
Preskill証明の解説も問題点が非常に多い . しかも、単なる記述上の不備にとどま
らず、量子系と古典系の違いに起因する微妙な問題点に関する不十分な議論も散見
される .
 特に , 安全性の議論において
①  量子誤りの離散化
②  random sampling tests の量子的問題への適用
が問題である. ①については , Shor-Preskill では量子誤りの離散化の前提にして
証明をおこなっているが, 説明がなされいない. ②については random sampling 
tests が古典的な議論であり , 量子暗号の証明の際にそのまま適用することができ
ない . 量子暗号の理論的かつ工学的な重要性を考えるとき、その安全性証明は誰で
も理解できる形でできる限り明確に記述されていることが望ましい .
 そこで本研究では , Shor-Preskill の証明において , 量子暗号(BB84)が安全である
ことの概要を示しながら, ①, ②についての証明を与える. ①については必要な定理
を上げ , なぜ量子的な誤りが離散化できるのか示す. ②については , 古典と量子の違
いを明確にし random sampling tests の適用法を示す .
