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Résumé 
Dans le chaos informationnel actuel, les identifiants pérennes (ou PID) sont devenus 
primordiaux pour améliorer le référencement, l’accessibilité et la pérennité des 
ressources de tous types, en particulier numériques. Bien que ces identifiants soient 
cruciaux dans le mouvement de l’Open Science, leur nombre et leur hétérogénéité 
affectent leur pertinence et leur efficacité. Victimes de leur succès, bien au-delà du 
domaine académique ou scientifique, les identifiants pérennes se sont en effet multipliés 
au niveau international. Ils forment aujourd’hui une nuée d’identifiants dont il n’existe 
aucun aperçu global. De plus, leur allocation n’est que rarement harmonisée au niveau 
étatique, la Suisse ne faisant pas exception à la règle. 
La nature de ce projet de recherche est à la fois théorique et pratique. Il a pour objectif 
de produire un état de l’art des identifiants pérennes actuels, sous forme d’un panorama 
visuel, et de proposer une réflexion autour de la modélisation d’un service d’attribution 
ainsi que la création d’une véritable « identité de confiance » (Van de Sompel, Treloar 
2014) au niveau national suisse. 
Notre panorama visuel s’articule autour de 27 identifiants pérennes, tous domaines 
confondus, analysés selon onze critères. Cette représentation permet une comparaison 
rapide et rigoureuse des identifiants actuellement disponibles. La supériorité supposée 
d’un PID sur un autre s’avère toute relative ;  la pertinence et l’efficacité de chacun des 
PID dépend en effet du contexte dans lequel ils s’inscrivent et des besoins de leurs 
utilisateurs.  
Notre réflexion autour de la modélisation d’un service national d’allocation nous a 
amenées, dans un second temps, à décliner deux alternatives quant à l’identifiant 
attribué (l’ARK, d’une part, le DOI couplé avec l’ORCID, d’autre part) et à proposer une 
politique d’allocation de ces PID. Elle s’est confrontée aux spécificités helvétiques 
(langue, autonomie des cantons), rendant a priori malaisée l’implémentation d’une telle 
structure nationale, mais aussi aux considérations financières et de gouvernance, 
difficiles à appréhender dans le temps qui nous était imparti pour ce projet de recherche. 
Enfin, la notion d’identité de confiance et son examen dans une perspective suisse nous 
ont permis de souligner les acquis de l’infrastructure savante helvétique mais également 
ses lacunes, en particulier en termes de spécificité d’archivage et d’identification pérenne 
systématique et harmonisée. 
 
Mots-clefs : identifiant pérenne, PID, persistent identifier, système d’identifiant, identité 
de confiance, trusted identity, données de la recherche, URI, URN, PURL, DOI, ARK, 
Handle, EPIC, ORCID, ISNI, ISBN, ISSN, interopérabilité, granularité, résolvabilité, 
métadonnées, curation continuum, data store, data repositories, open archive, web 
sémantique, open science, linked open data  
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1. Introduction 
Face au déluge actuel de données, les identifiants pérennes (« persistent identifiers », ou PID) 
ont un rôle essentiel à jouer pour retrouver l’information noyée dans la masse, particulièrement 
dans le monde numérique. Ils permettent notamment d’améliorer le référencement, 
l’accessibilité et la visibilité de ressources numériques de tous types. Permettant l’identification 
à long terme d’un objet de toute nature (« PID objet ») ou d’une personne (« PID 
contributeur ») quelle que soit sa localisation, ils agissent comme une clé unique et fiable 
ouvrant l’accès aux métadonnées ou à la ressource elle-même. Bien que les identifiants 
pérennes soient cruciaux dans le mouvement de l’Open Science, leur nombre et leur 
hétérogénéité affectent leur pertinence et leur efficacité. En effet, victimes de leur succès bien 
au-delà du domaine académique ou scientifique, les PID se sont multipliés au niveau 
international. Ils forment aujourd’hui une nuée d’identifiants, complémentaires ou redondants, 
répandus ou marginaux, dont il n’existe aucun aperçu global. 
Contrairement à certains pays, la Suisse ne dispose d’aucun service national ni d’aucune 
politique d’allocation de PID. Une harmonisation des identifiants pérennes serait pourtant 
souhaitable, particulièrement dans les milieux académiques et scientifiques. La recherche 
suisse bénéficierait plus largement de la mise en place d’une véritable « identité de 
confiance » (Van de Sompel, Treloar 2014) autour de ses publications et de ses données, qui 
seraient mieux référencées, plus visibles et accessibles sur le long terme.  
Initié par René Schneider dans le cadre de ses recherches sur les Linked Open Data (Prongué, 
et al. 2016) et leur utilisation au sein de bibliothèques numériques (Prongué, Schneider 2015), 
ce projet de recherche, intitulé « Panorama et modélisation d’identifiants pérennes pour la 
création d’identités de confiance », est à la fois théorique et pratique. Il a pour objectif de 
produire un état de l’art des identifiants pérennes actuels et de leurs caractéristiques sous 
forme de représentation visuelle esthétique, mais également d’engager une réflexion, sous 
forme de modèle, autour de la création d’un service d’attribution d’identifiants pérennes et de 
la mise en place d’une identité de confiance au niveau national suisse. Il permet de poser les 
jalons de futurs projets ou études dédiés à l’allocation de PID en Suisse ou encore au rôle des 
PID en matière de référencement et d’accessibilité des données de recherche dans le contexte 
académique et scientifique helvétique. 
1.1 Objectifs de la recherche 
Notre projet de recherche s’articule autour de deux axes principaux : la représentation visuelle 
des données collectées sur les identifiants pérennes actifs internationalement – tous domaines 
confondus (commercial, culturel, scientifique, intellectuel, etc.) – et la modélisation d’un service 
d’attribution de PID au niveau national, complétée d’une réflexion sur la mise en place d’une 
identité de confiance en Suisse.   
Ce travail poursuit les objectifs suivants : 
 Rédiger un état de l’art des identifiants pérennes existants. 
 Passer en revue la littérature scientifique et technique sur le sujet. 
o Répertorier les identifiants selon le type d’objet qu’ils décrivent. 
o Déterminer les caractéristiques de chaque identifiant répertorié. 
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 Concevoir un support visuel présentant le panorama actuel des identifiants 
pérennes et leurs interrelations. 
o Analyser les caractéristiques des identifiants répertoriés. 
o Evaluer leurs avantages et leurs inconvénients. 
o Examiner leur interopérabilité et leur complémentarité éventuelles. 
o Produire une visualisation esthétique, structurée et critique des identifiants 
étudiés. 
 Etudier les tendances en termes d’identifiants pérennes. 
o Explorer les tendances actuelles et les nouveautés proposées dans le domaine 
des identifiants pérennes. 
o Prédire les évolutions possibles selon les limites ou tendances observées. 
o Esquisser un standard pour les identifiants pérennes. 
 Etudier l’impact du concept d’identité de confiance sur l’évolution des 
identifiants pérennes. 
o Définir le concept novateur d’identités de confiance ou « trusted identities » 
d’Andrew Treloar et Herbert Van de Sompel. 
o Elaborer un modèle d’identité de confiance dans le contexte spécifique 
helvétique. 
 Esquisser un service d’allocation d’identifiants pérennes en Suisse. 
o Etudier les services d’allocation existants à l’échelle internationale. 
o Analyser les systèmes actuels d’allocation d’identifiants pérennes en Suisse. 
o Décrire un service national idéal pour l’allocation et/ou l’approbation 
d’identifiants en Suisse, en tenant compte des spécificités cantonales du pays. 
1.2 Questions de recherche 
Les questions de recherche découlant des objectifs susmentionnés sont les suivantes : 
 Quels sont les identifiants pérennes existants aujourd’hui ? 
 Quelles sont les spécificités, avantages et inconvénients de ces identifiants 
pérennes ? 
 Quelle est la complémentarité des identifiants pérennes définissant des 
versions ou déclinaisons différentes d’un même objet ? 
 Comment visualiser au mieux la multiplicité des identifiants existants, en 
précisant leurs relations, interopérabilité et/ou complémentarité ? 
 Quelles sont les tendances en termes d’identifiants pérennes dans le 
référencement des données de recherche ? 
 Quel est l’impact du concept d’identité de confiance selon Treloar et Van de 
Sompel sur l’évolution des identifiants pérennes ? 
 Quel pourrait être le modèle d’identité de confiance dans le contexte 
spécifique helvétique ? 
 Quel type de service pourrait être dédié à l’allocation d’identifiants pérennes 
au niveau national en Suisse ? 
Panorama et modélisation d’identifiants pérennes pour la création d’identités de confiance 
ESPASANDIN, Kate, JAQUET, Aurélie, LEFORT, Lise  3 
Afin de présenter notre travail de recherche et de répondre aux objectifs et questions 
précédemment détaillées, nous développons dans ce mémoire quatre parties distinctes, 
suivies d’une conclusion.  
La revue de littérature constitue la première partie (Chapitre 2), suivie de la méthodologie de 
recherche (Chapitre 3). La troisième partie est dédiée au panorama des identifiants pérennes 
(Chapitre 4) tandis que la modélisation occupe la dernière partie (Chapitre 5). 
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2. Revue de la littérature 
Notre recherche porte sur les identifiants pérennes dans leur multiplicité et leur diversité, avec 
un intérêt plus poussé envers les PID actifs ou pertinents dans le domaine scientifique et 
académique. Ceux-ci devaient alimenter notre réflexion autour de la création d'un service 
d'allocation d'identifiants pérennes au niveau national et d'une véritable « identité de 
confiance » (Van de Sompel, Treloar 2014) autour des travaux des chercheurs en Suisse.  
L'état de l'art, issu de sources variées (2.1), a constitué une part significative de notre travail, 
tout d’abord pour définir et appréhender au mieux le contexte (2.2) et les concepts centraux 
de notre recherche (2.3), mais aussi pour collecter les données nécessaires à l'élaboration 
d’un panorama des PID existants au niveau international, et à la modélisation qui s’en est 
suivie. 
2.1 Types de sources consultées 
Si quelques auteurs ou institutions francophones nous ont paru incontournables sur la 
question des identifiants pérennes, notamment en matière de ressources numériques (Bermès 
2006a ; Bermès 2006b ; Archimbaud 2015 ; Bibliothèque Nationale de France 2015), il s’avère 
que la majorité de la documentation recueillie était anglophone.  
Certaines références se sont imposées au fil des lectures (Berners-Lee 1998 ; Paskin 2009 ; 
Hakala 2010 ; Van de Sompel, Treloar 2014 ; Willet, Kunze 2016), sans pour autant offrir une 
vue globale du domaine. L’éparpillement des informations sur le sujet a entraîné une 
multiplication et une diversification des sources utilisées. Aux articles scientifiques proprement 
dits se sont ainsi ajoutés des communiqués de presse, billets de blog ou sites internet variés, 
en particulier des sites institutionnels tels que doi.org, orcid.org, isan.org, ands.org, etc. Une 
littérature plus technique, principalement constituée de recommandations, guides de bonnes 
pratiques ou manuels d’utilisation (W3C/IETF, ISAN User Guide, DOI Handbook, etc.) et de 
RFC (IETF), fut également essentielle à notre recherche. 
2.2 Contexte des PID 
Dans un premier temps, nous avons réuni une bibliographie plutôt générale afin de nous 
familiariser avec l’univers des identifiants pérennes. Il s’agissait de comprendre le contexte 
dans lequel s’inscrivent les PID, contexte qui devait ensuite guider notre réflexion. 
Même si les PID ne se limitent pas à l’environnement numérique, ils trouvent actuellement un 
terreau naturel dans le mouvement des Linked Open Data et du web sémantique. Ainsi, les 
HTTP URI, formulées et promues par Tim Berners-Lee, permettent à la fois une identification 
unique et pérenne des ressources numériques et une interopérabilité des données, favorisée 
par le développement de licences ouvertes (Prongué, et al. 2016). Grâce à cela, la citabilité 
des données et la visibilité des ressources informationnelles se renforcent et s’accélèrent. 
Comme le soulignent Van de Sompel et Treloar (2014), « in the web of objects, awareness is 
already instantaneous: as soon as an object has a URI, notification technologies (Twitter, RSS, 
Dropbox alerts, etc) make immediate discovery possible ».  
L’Open Archives Initiative, engagée par le monde académique et des bibliothèques, poursuit 
le même objectif de libération de l’information par le jeu de l’interopérabilité. Dans cette 
optique, l’emploi d’identifiants uniques faisant le lien entre les fichiers de métadonnées et la 
ressource archivée (idéalement dotée d’un PID) est essentiel. « Identification has become a 
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critical element in accessing electronic publications and other intellectual artefacts. » (Vitiello 
2004)  
Dans un contexte d’interopérabilité où « l’information peut circuler plus facilement et 
automatiquement entre les systèmes » (notre traduction) (Rosenblatt 1997), la propriété 
intellectuelle demeure évidemment une problématique dont ne peuvent s’abstraire les PID. En 
effet, nombreux sont les identifiants – souvent nés hors du numérique – attribués à des œuvres 
protégées par le droit d’auteur ou les droits voisins. C’est le cas notamment des identifiants 
utilisés dans le monde de l’édition (ISBN, ISSN) ou de l’art (ISAN, ISMN, ISWC). L’ISNI, quant 
à lui, a pour objectif déclaré d’« identifier les ayants droit dans l’univers numérique » (ISNI 
2012). Les ressources nativement numériques ne sont pas en reste. Initialement, le DOI était 
vu par les éditeurs comme un outil de protection du copyright des œuvres circulant sur internet. 
A défaut de remplir réellement cet office aujourd’hui, le DOI permet au moins une 
interopérabilité avec les systèmes de gestion des droits (Vitiello 2004). A la croisée des 
chemins entre open access et droit d’auteur, les identifiants pérennes sont désormais 
incontournables, en sciences de l’information et bien au-delà. 
2.3 Définition des concepts principaux 
La littérature explorée nous a permis de définir les concepts centraux de notre recherche. Il 
s’agissait d’abord de cerner et de distinguer les notions d’identifiant et d’identifiant pérenne 
puis de comprendre ce qu’on entend par « système d’identifiants pérennes » et enfin 
d’examiner la notion d’« identité de confiance ». 
2.3.1 Identifiant 
Un identifiant est défini par le format Dublin Core comme une chaîne de caractères ou un 
nombre utilisé pour identifier une ressource de façon unique (« String or number used to 
uniquely identify the resource »). D’autres définitions comparables ont pu être proposées dans 
la littérature. Pour Vitiello (2004) par exemple, les identifiants se définissent comme « names 
or strings adhering to certain conventions that, if properly employed, ensure uniqueness ».   
Selon le RFC 3986 dédié à la syntaxe générique de l’URI, « an identifier embodies the 
information required to distinguish what is being identifies from all other things within its scope 
of identification. Our use of the terms “identify” and “identifying” refer to this purpose of 
distinguishing one resource from all other resources, regardless of how that purpose is 
accomplished (e.g., by name, address, or context) ». 
Les identifiants sont donc caractérisés par leur aptitude à distinguer une ressource d’une autre, 
en la nommant de façon unique à l’aide d’une chaîne de caractères ou de chiffres. Il en est de 
même pour les identifiants pérennes, qui sont avant tout des identifiants. 
2.3.2 Identifiant pérenne 
De nombreux identifiants pérennes fondent leur syntaxe sur la spécification des URI (RFC 
3986). Ils sont ainsi constitués de trois parties : un préfixe (ou schème) précisant le contexte 
ou système d’attribution de l’identifiant (http:, urn:, doi:, etc.), la désignation de l’autorité 
nommante ayant attribué l’identifiant, et enfin le nom, c’est-à-dire la chaîne de caractères 
identifiant la ressource de manière unique au sein de ce système (Bermès 2006a ; Archimbaud 
2015). 
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La particularité des PID est d’assurer l’identification de la ressource dans le temps afin que 
celle-ci puisse être aisément retrouvée. Il s’agit donc d’outils de bonne gestion en vue de 
l’identification et de la conservation à long terme des ressources (Bermès 2006a).  
Six conditions nécessaires à une efficacité optimale des PID ont pu être proposées 
(Archimbaud 2015). Si l’auteur, dans son contexte d’étude, limite l’utilisation des PID aux 
« documents », il semble opportun de faire de cette liste une lecture élargie, en l’applicant à 
tout type d’objet (physiques ou numériques, matériels ou immatériels) et d’êtres vivants 
(personnes, groupes de personnes, animaux). Ainsi, un identifiant pérenne ne doit désigner 
qu’une seule ressource ou version de cette ressource, et de façon unique. Il doit ensuite 
permettre à toute personne - selon une méthode universelle, sans contrainte technique ou de 
coût – d’identifier tous types de ressources. Il doit enfin permettre un accès rapide à la 
ressource, laquelle est identifiée de façon pérenne. Archimbaud donne ici l’exemple d’un 
identifiant dont le sort serait lié à l’existence d’une machine physique et qui ne serait donc pas 
pérenne. 
Une partie de ces « fonctionnalités » a également été mise en lumière par Bermès (2006a), 
qui fait une distinction entre fonctionnalités organisationnelles et fonctionnalités techniques 
des identifiants pérennes. Les premières réunissent les exigences d’unicité globale – « la 
même ressource, même située à des endroits différents, devrait avoir le même identifiant » – 
et de pérennité, à savoir la persistance du PID et de la ressource identifiée. Les secondes 
renvoient à l’adaptabilité des identifiants aux ressources décrites (niveau de granularité), aux 
systèmes et aux évolutions technologiques notamment. 
La notion de pérennité mérite que l’on s’y attarde car elle est au cœur de la problématique des 
PID. Elle fait l’objet d’une littérature fournie dont l’idée-force est la suivante : le service qui 
sous-tend le PID est la clé de sa pérennité. Kunze et Rodgers (2013) résument la situation en 
ces termes : « Persistence is purely a matter of service and is neither inherent in an object nor 
conferred on it by a particular naming syntax. The best that an identifier can do is to lead users 
to the services that support robust reference ». De même, Hakala (2005) indique : 
« Persistence is not dependant on the identifier itself, but on legal, organisational and technical 
infrastructure ». Pour Bermès encore (2006a), « c’est la gouvernance qui assure la 
pérennité ». De façon plus originale, l’International DOI Foundation présente la pérennité 
comme une « interopérabilité avec le futur » (« "interoperability with the future", i.e. the 
independent systems able to exchange meaningful information and initiate actions from each 
other are separated by time »). Quant à Berners-Lee, il nous livre, dans son fameux article 
intitulé « Cool URIs don’t change » (1998), un exemple très parlant de cette problématique : 
« Pretty much the only good reason for a document to disappear from the web is that the 
company which owned the domain name went out of business or can no longer afford to keep 
the server running ».  
Il est donc clair que la pérennité d’un identifiant suppose sa gestion et son maintien sur une 
période définie. Il s’agit plus d’assurer une maintenance continue que de garantir l’existence 
de l’identifiant pour l’éternité, ce qui serait parfaitement illusoire (Nicholas, Ward, Blinco 2010). 
Pour Bermès (2006a), sachant que des identifiants peuvent être réaffectés ou détruits, « la 
pérennité ne se définit pas par éternellement, mais par suffisamment longtemps ». 
Archimbaud (2015) souligne également la difficulté inhérente à l’idée de pérennité, qui 
impliquerait de « prévoir l’avenir ». S’appuyant sur l’exemple de l’URL, considérée en principe 
comme non pérenne, il explique que la pérennité est en réalité relative. Ainsi, la pérennité du 
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lien entre l’URL et la ressource dépend notamment du comportement du détenteur de la page 
web ou de la politique de l’hébergeur. A l’inverse, un identifiant qualifié de pérenne, fut-il 
payant, est susceptible de disparaître en même temps que l’organisme qui l’a attribué. Avant 
d’être technologique, l’identification pérenne est donc avant tout une question de « bonnes 
pratiques » (Bermès 2006a) et de politiques mises en place pour gagner et entretenir la 
confiance des utilisateurs (Nicholas, Ward, Blinco 2010).  
Dans le cadre de ce travail de recherche et pour les besoins de notre réflexion, nous proposons 
la définition suivante d’un identifiant pérenne : chaîne de caractères alphanumériques unique 
permettant l’identification à long terme d’un objet de toute nature (« PID objet ») ou d’une 
personne (« PID contributeur ») et ouvrant l’accès aux métadonnées ou à la ressource elle-
même. Sa pérennité est assurée par le service qui attribue et maintient l’identifiant dans la 
durée. 
2.3.3 Systèmes d'identifiants pérennes 
L’on ne peut s’intéresser aux identifiants pérennes sans se pencher sur les systèmes qui les 
sous-tendent, et qui occupent une part non négligeable des écrits consultés. D’un premier 
abord compliqué, la notion de système – « ensemble d’éléments organisés destiné à une 
fonction définie » (CNRTL 2012) – doit être entendue simplement comme l’organisation, les 
services et les logiciels permettant la gestion et le maintien dans le temps d’un PID déterminé 
(Archimbaud 2015). Les systèmes d’identifiants pérennes ne se limitent donc pas, comme on 
serait tenté de le croire a priori, au traitement informatique des PID – même s’ils proposent 
parfois des logiciels prêts à l’emploi – mais renvoient à l’organisation globale, plus ou moins 
centralisée, dans laquelle ces PID sont créés et administrés. Par exemple, le système ARK 
« attribue des identifiants d’autorités nommantes uniques et fournit des règles garantissant la 
pérennité des URI », sans imposer de logiciel spécifique pour la gestion des PID (BNF 2014). 
Chaque « autorité nommante », souvent une institution culturelle publique (BNF 2016), est 
libre de générer, sur cette base, les PID nécessaires. Dans certains systèmes, des agences 
d’enregistrement, telles que CrossRef ou DataCite pour le DOI, offrent leurs services à un 
niveau intermédiaire, ce qui confère une plus grande rigidité au système (BNF 2016). Bermès 
(2006a) résume ainsi : « les systèmes d’identifiants pérennes actuels reposent sur l’existence 
d’une autorité nommante mondialement reconnue, qui dispose de la liberté et de 
l’indépendance nécessaires pour attribuer à des ressources des identifiants pérennes, 
uniques, et adaptables, que les navigateurs interprètent soit directement soit à l‘aide d’un 
résolveur ».  
Nicholas, Ward et Blinco (2010) utilisent quant à eux les termes plus spécifiques de « système 
de gestion d’identifiant » (« identifier management system »), dans un contexte numérique. A 
l’aide de registres et d’un serveur web, le système enregistre et met à jour les représentations 
de la ressource identifiée afin de les rendre consultables. Evidemment, derrière le système se 
trouve une autorité qui endosse la responsabilité de cette gestion. Ces auteurs ne manquent 
pas de souligner l’importance du système de gestion d’identifiant, lequel confère au PID son 
unicité (« An identifier management system delimits its own context for the identifiers it 
manages; so the same label, managed by two different identifier management systems, forms 
two different identifiers »). Nous avons, dans le cadre de ce projet de recherche, relevé six 
systèmes principaux d’identifiants, appliqués à une grande partie des PID répertoriés : cool 
URI (URI), Handle, PURL, URN et ARK. En dépit de certaines sources qui classent le DOI 
Panorama et modélisation d’identifiants pérennes pour la création d’identités de confiance 
ESPASANDIN, Kate, JAQUET, Aurélie, LEFORT, Lise  8 
dans les systèmes d’identifiants, nous avons fait le choix de ne faire figurer le DOI qu’en tant 
que PID, puisqu’il est basé sur le système Handle.  
Dans l’environnement numérique, la résolvabilité des PID est une question centrale, 
directement liée aux systèmes d’identifiants. Elle consiste à faire le lien entre l’identifiant et la 
ressource identifiée. Toutefois, « résoudre » (ou « actionner ») un identifiant ne revient pas 
toujours à donner accès à la ressource-même ; il peut s’agir de pointer vers une représentation 
de l’objet, ou simplement vers ses métadonnées. Quand le PID n’est pas résolu directement 
par protocole HTTP, le lien entre PID et ressource peut être assuré par des logiciels de gestion 
dédiés, appelés « résolveurs », tels que Handle. Le rôle du résolveur est de « faire 
correspondre une URL à un objet numérique par l’intermédiaire de son identifiant » (BNF 
2014). Il peut être interne à l'institution nommante ou géré à l’externe par une autorité 
indépendante (Bermès 2006a). 
2.3.4 Identité de confiance 
L’expression « identité de confiance » (« trusted identity ») n’est pas directement liée aux 
identifiants pérennes mais résulte d’une problématique plus large développée par Van de 
Sompel et Treloar dans leurs travaux relatifs à l’archivage du « scholarly web » (2014). Ces 
auteurs s’intéressent à la communication savante à l’ère numérique, sous l’angle de 
l’« information infrastructure, interoperability, digital preservation and indicators for the 
assessment of the quality of units of scholarly communication » (Van de Sompel 2018). Dans 
ce cadre, ils proposent une « high level view of a future scholarly infrastructure » dans laquelle 
la notion d’identité de confiance occupe une place fondamentale et transversale. 
Figure 1 : High level view of a future scholarly infrastructure par Andrew Treloar et 
Herbert Van de Sompel 
 
 
(Van de Sompel, Treloar 2014 p.198) 
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Dans l’article qui accompagne ce schéma (figure 1), la seule explication apportée par Van de 
Sompel et Treloar sur la notion d’identité de confiance est la suivante : « underpinning the 
entire infrastructure is a trust component that provides assurances regarding identity and 
authorizations ». Garants de cette confiance, les identifiants pérennes ont ici un rôle important 
à jouer.  
Si la notion d’identité de confiance a de quoi susciter l’intérêt, la littérature sur le sujet est très 
limitée. Aucune définition permettant d’en tracer précisément les contours n’est livrée par les 
auteurs. En dépit d’un contact pris avec Andrew Treloar, nous n’avons pu à ce jour obtenir de 
définition « officielle » du concept. Pour les besoins de notre recherche, nous proposons donc 
une définition formulée par nos soins, préalablement soumise et précisée par notre professeur 
référent : une identité de confiance serait un système mis en place dans un cadre académique 
autour des productions scientifiques (données de recherche, publications, chercheurs) afin de 
garantir leur identification unique, la paternité des productions et leur pérennité.  
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3. Méthodologie de recherche 
Ce travail de recherche s’articule autour de deux axes. Le premier consiste à réaliser un 
panorama visuel des PID actifs internationalement, quel que soit leur domaine d’utilisation. Le 
second est dédié à la modélisation d’un service national d’allocation d’identifiants pérennes, 
tenant compte des spécificités et enjeux du contexte académique helvétique et complété d’une 
réflexion sur une identité de confiance en Suisse. Le présent mémoire est accompagné d’un 
panorama de haute qualité visuelle, réalisé au format A1. 
Afin de répondre efficacement à nos questions et objectifs de recherche, nous avons privilégié 
une approche méthodologique qualitative (3.1) dont les détails en terme de collecte (3.2) et 
d’analyse des données (3.3) sont présentés dans ce chapitre. 
3.1 Approche méthodologique générale 
Nous avons mené cette recherche sous l’angle qualitatif, qui permet de mettre « l’accent sur 
la compréhension approfondie et élargie d’un phénomène » (Fortin, Gagnon 2016, p. 190). 
L’approche qualitative présentait pour nous l’avantage de s’inscrire dans un processus itératif, 
contrairement aux méthodes quantitatives qui se conforment à un plan de recherche préétabli, 
selon des décisions spécifiques prises en début de recherche. En effet, pour les besoin de 
notre étude, la collecte et l’analyse des données ont été menées de front ; elles étaient 
dépendantes de l’évolution de nos réflexions sur le sujet étudié. 
Dans le cadre qualitatif, notre approche a été tantôt descriptive, tantôt exploratoire. Pour les 
besoins de l’établissement du panorama des PID, nous avons cherché à répertorier, de la 
manière la plus exhaustive possible, les identifiants pérennes actifs au niveau international, 
tous domaines confondus, afin d’en examiner et décrire les caractéristiques (système utilisé, 
mode de gestion et d’allocation, caractéristiques techniques, spécificités des chaînes de 
caractères, etc.) puis de les classer selon des critères définis.  
Les informations tenant à l’administration des PID et à leur système d’attribution ont été de 
nouveau mobilisées dans le cadre de la modélisation d’un service national d’allocation de PID 
puisqu’elles nous permettaient d’en comprendre les enjeux et de guider notre réflexion. 
Toutefois, la modélisation proprement dite, qui visait l’esquisse d’un service et d’une politique 
d’allocation nationale, complétée d’une perspective suisse sur l’identité de confiance, s’est 
davantage inscrite dans un cadre exploratoire.  
D’un point de vue global, il nous est rapidement apparu que la profusion des sources relatives 
à notre sujet de recherche n’était pas gage de rigueur et de qualité, mais souvent porteuse de 
confusion, d’inexactitudes voire de contradictions. 
3.2 Collecte des données 
3.2.1 Types de données 
Dans le cadre de cette recherche, trois types de données ont été colligés, organisés et 
analysés. Nous avons principalement collecté des données de référence, déjà traitées, 
annotées et/ou publiées par des pairs, mais avons également été confrontées à des données 
dérivées ou compilées issues directement du traitement de données brutes. Nos réflexions 
autour de la modélisation nous ont également amenées à manipuler des données de 
simulation.  
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Les données issues de notre revue de littérature (notes, grilles de lecture, tableaux 
comparatifs) sont majoritairement qualitatives ou textuelles, plus rarement numériques pour 
les données provenant d’analyses statistiques. 
3.2.2 Revue de littérature 
Afin de réaliser un état de l’art des identifiants pérennes existants et d’en analyser les 
tendances, il était impératif de passer en revue la littérature scientifique et technique propre à 
notre étude. Ce domaine très vaste, qui touche tous les domaines de la connaissance, est en 
constante évolution, à la fois technologique et théorique.  
Bien que de nombreux articles, forums, guides d’utilisation ou encore billets de blog relatifs 
aux PID soient disponibles sur le web, il n’existe pour l’heure aucune publication répertoriant 
et analysant l’ensemble des identifiants pérennes actuels. Notre compréhension du 
phénomène à l’étude se fonde donc sur des sources nombreuses et hétérogènes. De ce fait, 
la recension des écrits existants s’est révélée être un processus itératif dépendant de la 
progression de nos recherches.  
Comme le soulignent Fortin et Gagnon (2016, p. 316) : « dans ce type de recherche 
[qualitative], la vérité n’est pas statistique : plus la connaissance d’un phénomène s’accroît, 
plus sa signification contextuelle se précise ». 
3.2.3 Instruments de collecte : grilles de lecture générale et spécifique 
A l’issue d’une première exploration de la littérature disponible sur le sujet, qui visait à dresser 
une liste la plus exhaustive possible des PID existants, nous avons élaboré une grille de lecture 
autour de critères généraux de classement tels que le type d’objet identifié, les avantages et 
les inconvénients de l’identifiant. Nos observations et notes y étaient volontairement fournies.  
Ces lectures scientifiques et techniques initiales nous ont ensuite permis de façonner une grille 
de lecture plus spécifique, selon onze critères descriptifs repris par la suite dans le panorama, 
à savoir : 
 catégorie de PID (contributeur, objet, mixte), 
 systèmes (cool URI, non spécifiés, Handle, PURL, URN, URI et ARK), 
 domaines principaux (artistique ou intellectuel, commercial, culturel, 
scientifique, aucun domaine spécifique), 
 standards (oui, non), 
 syntaxe (dumb, intelligent), 
 opacité (oui, non), 
 granularité (oui, non), 
 métadonnées (oui, non), 
 résolvabilité (oui, non), 
 hébergement (centralisé, décentralisé), 
 coût (gratuit, payant, variable), 
 objets identifiés. 
Une description détaillée de chacun de ces critères figure dans le chapitre dédié à la réalisation 
du panorama.  
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Cette seconde grille de lecture a guidé une revue de littérature plus approfondie et nous a 
permis d’organiser, compléter et affiner nos données de recherche en vue de leur analyse. 
3.3 Analyse des données 
Dans la présente recherche, les différents types de données colligées – données dérivées ou 
compilées et données de référence – ont fait l’objet d’une analyse de contenu, de statistiques 
descriptives ainsi que d’une conversion en données visuelles. Elles ont également concouru 
à l’élaboration d’un modèle (données de simulation).  
L’analyse de contenu et la réalisation de statistiques descriptives permettent une 
compréhension globale du sujet ainsi que la mise en lumière de certaines tendances. Elles 
rendent plus aisée la discussion des résultats qualitatifs obtenus. 
Les données collectées selon nos critères d’analyse, et classées dans notre seconde grille de 
lecture, ont été converties sous forme de symboles et de couleurs afin d’en permettre leur 
représentation graphique. La « traduction » de ces données textuelles en données visuelles a 
permis l’élaboration d’un panorama esthétique synthétisant graphiquement une partie de nos 
observations, réflexions et résultats. Cette représentation nous a ensuite servi d’outil de travail 
dans le cadre de la modélisation. 
Pour cette deuxième étape, nous avons exploité les données textuelles, précédemment 
collectées et analysées, comme support de réflexion en vue de l’élaboration d’un modèle. 
Nous avons notamment comparé les systèmes d’identifiants utilisés à l’étranger par différentes 
institutions d’ampleur nationale et analysé les fondements de leurs politiques d’attribution. Ces 
données ont alimenté notre réflexion autour de la création d’une identité de confiance dans le 
contexte académique helvétique, ainsi que notre travail de modélisation d’un système national 
d’allocation d’identifiants pérennes, lequel nous a amené à manipuler des données de 
simulation pour la conception d’un arbre décisionnel.  
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4. Panorama des identifiants pérennes existants 
Dans ce chapitre dédié à la réalisation et à l’interprétation du panorama – représentation 
visuelle synthétique et structurée des résultats de notre recherche –, nous détaillons le travail 
de conception du panorama et de mise en valeur des résultats (4.1) avant d’examiner les 
résultats « statistiques » qui en découlent (4.2). Nous nous attachons ensuite à répondre plus 
spécifiquement aux cinq premières questions de recherche – afférentes aux PID – formulées 
dans le cadre de notre étude (4.3). Enfin, nous proposons une synthèse de ce premier axe de 
recherche (4.4). 
4.1 Le panorama : organisation et mise en valeur des résultats 
4.1.1 Objectifs 
Dans le cadre de ce projet de recherche, nous nous sommes plongées dans le design 
informationnel et la « data visualisation » afin de répondre le plus efficacement possible aux 
objectifs fixés pour ce panorama.  
Nos objectifs étaient les suivants : 
 Organiser et, en conséquence, valoriser une masse apparemment chaotique 
d’informations. 
 Offrir une synthèse visuelle de données complexes afin d’en simplifier la 
lecture. 
 Présenter nos données de manière efficiente et efficace. 
 Garantir une interprétation rapide et aisée des résultats pour le lecteur. 
 Faciliter la réutilisation des données collectées. 
Nous avons également conçu cette représentation graphique en respectant, dans la mesure 
du possible, les préceptes du design informationnel formulés par le graphiste américain David 
Gibson : hiérarchie, logique, clarté et contexte (Baratt 2014). 
4.1.2 Conception et réalisation technique 
Notre panorama a pour mission principale de représenter visuellement, de manière simple et 
efficace, les caractéristiques de 27 identifiants utilisés au niveau mondial. Ce diagramme, 
réalisé à l’aide d’Adobe Illustrator, met en évidence les similarités, divergences, avantages et 
inconvénients des PID sélectionnés, permettant ainsi une comparaison approfondie des 
identifiants pérennes les plus utilisés actuellement, tous domaines d’activités confondus. 
En raison du nombre important de données collectées au cours de notre recherche et afin de 
garantir la lisibilité de notre travail, nous avons privilégié le format A1 (594 x 841 mm). En effet, 
il permet, une fois imprimé, de lire confortablement les différentes entrées relatives aux PID, 
tout en offrant une vision globale rapidement analysable. 
Les limitations temporelles et techniques nous ont malheureusement empêchées d’adapter le 
panorama aux spécificités de la lecture numérique ; la consultation des résultats reste 
néanmoins aisée au moyen de la fonction zoom. Dans l’idéal, le diagramme devrait être 
responsif et permettre aux lecteurs, à l’écran, de se plonger efficacement dans le panorama 
et d’y repérer rapidement les informations voulues. Nous offrons donc une solution alternative 
pour la lecture numérique, sous la forme d’un tableau synthétique conçu dans un format plus 
aisément consultable sur écran (annexe 1). 
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4.1.3 Guide de lecture et critères de classement 
Le panorama se consulte du centre vers l’extérieur. Il est organisé autour de dix critères de 
classement intégrés aux secteurs circulaires (catégories, systèmes, standards, syntaxe, 
opacité, granularité, métadonnées, résolvabilité, hébergement et coût) et de deux critères 
périphériques (domaines principaux et types d’objets identifiés).  
Chaque PID, auquel est attribué une couleur en fonction de son domaine d’application, diffuse 
ses caractéristiques à travers les critères intégrés. Les types d’objets identifiés, enfin, sont 
disposés à la proche périphérie du disque.  
Des textures contrastées (vagues, pois, uni) permettent de visualiser si les critères sont 
remplis ou non. 
4.1.3.1 Catégories 
Les PID sont d’abord classés en trois grandes catégories, selon la nature de l’élément identifié: 
PID objet, PID contributeur et PID mixte.  
Un PID objet assure uniquement l’identification d’objets, physiques ou numériques, tangibles 
ou intangibles en fonction des cas, tandis qu’un PID contributeur identifie des personnes, 
physiques ou morales, vivantes ou mortes, réelles ou fictives dans certains cas.  
Un PID mixte est applicable à la fois aux personnes et aux objets. 
4.1.3.2 Systèmes 
Le deuxième critère de classement est celui du système sur lequel est fondé chaque PID. Les 
systèmes d’identifiants doivent être ici entendus comme l’organisation, les services et les 
logiciels permettant la gestion et le maintien dans le temps d’un PID déterminé (Archimbaud 
2015). 
Nous avons identifié six systèmes principaux (ARK, cool URI, URI, Handle, PURL et URN) 
dans lesquelles se répartissent les identifiants analysés. 
4.1.3.3 PID 
Nous avons retenu 27 identifiants pérennes pour l’élaboration de ce panorama. Parmi ceux-ci 
figurent l’URI et l’IRI, dont la nature d’identifiants pérennes est controversée. Toutefois, nous 
avons fait le choix de les inclure dans cette sélection car ils sont incontournables dans le 
domaine du web sémantique et couramment utilisés en tant que PID. Leur pérennité dépend 
en réalité de l’intention de leur créateur et le W3C a émis des recommandations simples pour 
les utilisateurs afin de garantir leur lisibilité à long terme (W3C 2014).  
4.1.3.4 Domaines principaux 
En raison de la nature diverse des objets et contributeurs identifiés par les PID, il existe un 
nombre important de domaines d’utilisation. Dans le cadre du panorama, nous avons choisi 
de nous limiter à cinq domaines principaux : 
 Artistique – intellectuel : catégorie duale retenue pour le cas très spécifique 
de l’ISNI et de l’ISTC, applicables aussi bien aux activités de l’esprit, sans 
être forcément artistiques, qu’au domaine de l’art proprement dit 
 Commercial : pour les objets produits dans un but essentiellement lucratif  
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 Culturel : catégorie large regroupant industries culturelles, activités de 
création et patrimoine culturel 
 Scientifique : catégorie regroupant le domaine scientifique et technologique 
 Aucun domaine spécifique : pour les PID applicables à des objets et 
contributeurs de milieux divers 
4.1.3.5 Standards 
Le quatrième cercle identifie les standards caractérisant certains PID : NISO, ISO et RFC. Les 
documents produits par ces trois organismes garantissent la fiabilité et la qualité des 
processus et services offerts par les systèmes d’identifiants et les PID qu’ils administrent.   
4.1.3.6 Syntaxe 
La catégorie « syntaxe » renvoie à la chaîne de caractères alphanumériques unique 
composant le PID et permettant l’identification à long terme de la ressource ou de la personne. 
Nous faisons la distinction entre un identifiant « dumb » dépourvu de sens intrinsèque, qui ne 
peut être résolu qu’en consultant une base de données, et un identifiant « intelligent » doté en 
lui-même d’une signification. 
4.1.3.7 Opacité 
Comme la catégorie précédente, l’opacité caractérise la chaîne de caractères 
alphanumériques. Un PID constitué d’une suite de lettres et/ou de chiffres sans rapport avec 
le contenu de la ressource est « opaque », alors qu’un identifiant dont la chaîne de caractères 
est formée à partir de métadonnées qui décrivent la ressource qu’il identifie est considéré 
comme « signifiant ». Un PID intelligent peut être opaque car la signification du code assigné 
peut ne pas être intelligible sans l’aide d’une documentation spécifique. 
4.1.3.8 Granularité 
Un PID doté de granularité permet d’identifier les éléments de plus petite taille d’une ressource 
(ex : une collection, un livre, une page) ou des versions différentes d’une même ressource. 
4.1.3.9 Métadonnées 
Certains PID comprennent des métadonnées descriptives appartenant à la ressource qu’ils 
identifient. 
4.1.3.10 Résolvabilité 
La résolvabilité d’un identifiant exprime sa capacité à être résolu directement ou indirectement 
à l’aide d’un outil informatique appelé un résolveur, qui permet de faire correspondre une 
adresse (URL) à une information sur la ressource (notamment des métadonnées) ou à la 
ressource numérique elle-même. 
4.1.3.11 Hébergement 
L’hébergement, qui renvoie au mode d’administration et de gestion du PID, peut être centralisé 
si le PID est géré par une autorité internationale, ou décentralisé si le PID est géré localement. 
L’ARK est, par exemple, géré de façon décentralisée puisque chaque organisation d’attribution 
ayant obtenu un numéro d’autorité nommante administre ensuite les PID qu’elle attribue. 
Panorama et modélisation d’identifiants pérennes pour la création d’identités de confiance 
ESPASANDIN, Kate, JAQUET, Aurélie, LEFORT, Lise  16 
4.1.3.12 Coût 
L’acquisition d’un identifiant pérenne peut être gratuite, payante ou à coût variable (c’est-à-
dire gratuit ou payant selon les pays, comme l’ISBN, ou selon les types d’utilisateurs, comme 
l’ORCID). 
4.1.3.13 Types d’objets identifiés 
Les rayons du panorama se prolongent par les types d’objets, spécifiques ou plus généraux, 
identifiés par les PID sélectionnés. 
La version du panorama disponible ci-dessous (figure 2) donne un aperçu général de notre 
réalisation visuelle. Une version PDF finale du diagramme au format adéquat et de haute 
qualité visuelle accompagne le présent rapport. 
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Figure 2 : Panorama des identifiants pérennes 
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4.2 Analyse statistique des résultats 
Cette section met en lumière les résultats obtenus sous un angle statistique, permettant de 
visualiser et d’interpréter plus aisément les informations relatives aux 27 identifiants pérennes 
sélectionnés lors de notre recherche.  
Les graphiques en secteurs (annexe 2) soulignent respectivement : 
 le degré de standardisation, d’opacité, de granularité et de résolvabilité des 
PID à l’étude, 
 le pourcentage de ces identifiants par catégorie (objet, contributeur, mixte), 
syntaxe (dumb, intelligent), hébergement (décentralisé, centralisé) et coût 
(gratuit, payant, variable), 
 le pourcentage des PID incluant des métadonnées lors de leur allocation.  
Il est intéressant de noter que seuls 55.5% des identifiants pérennes étudiés sont régis par 
des standards ISO, NISO ou RFC. Les 44.5% restants ne sont pas standardisés malgré leur 
diffusion importante (ARK, Handle, PURL, etc.) rendant ainsi leur qualité et service plus 
difficiles à prévoir sur le long terme. Toutefois, si comme ARK, l’identifiant est administré par 
une institution de renom avec une stabilité financière et organisationnelle avérée, le service 
peut être assuré sur la durée.   
La granularité, primordiale pour l’identification des ressources numériques, est présente dans 
63% des cas. Toutefois, cette information reste introuvable pour 18.5% des PID étudiés.  
Nous remarquons aussi que 7.5% de ces 27 identifiants ne comprennent pas de métadonnées 
et que 26% des PID sélectionnés ne sont pas résolvables. Deux résultats étonnants parmi une 
sélection de PID adressés majoritairement aux ressources numériques mais qui s’explique en 
partie par l’ancienneté d’identifiants tels que l’ISBN et leur nature papier originelle. 
L’histogramme (annexe 3) illustre quant à lui la répartition des PID par critères. Il permet de 
constater que les PID retenus pour le panorama sont majoritairement standardisés, de syntaxe 
dumb, opaques, dotés d’une certaine granularité, accompagnés de métadonnées, résolvables 
(indirectement ou directement), hébergés de façon centralisée mais gratuits. 
Toutefois, comme démontré dans le panorama, aucun des 27 PID ne possède l’ensemble de 
ces caractéristiques. En effet, chaque identifiant répond à des objectifs et besoins spécifiques 
qui dépendent des contextes dans lesquels ils sont actifs, des utilisateurs cibles ou encore de 
l’organisme fondateur. La question des spécificités ou caractéristiques de chaque PID est 
abordée plus en détail en réponse à la deuxième question de recherche ci-après. 
4.3 Réponses aux questions de recherche spécifiques 
4.3.1 Question de recherche 1 : Quels sont les identifiants pérennes existants 
aujourd’hui ? 
Une lecture exploratoire de la littérature disponible sur le sujet nous a permis de collecter 
initialement plus de 36 PID. Une recherche plus poussée, entreprise dans un second temps  
afin de compléter notre grille de collecte, a révélé que 9 des PID identifiés n’étaient plus en 
activité, étaient restés à l’état de « draft » (brouillon), ou étaient limités à une zone 
géographique restreinte. Nous les avons par conséquent écartés de la sélection ; ils sont listés 
dans l’annexe 4. Un aperçu général et diversifié des PID existant actuellement à l’échelle 
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internationale est disponible sous forme de panorama (accompagnant le présent rapport) et 
de tableau en annexe 1. 
4.3.2 Question de recherche 2 : Quelles sont les spécificités, avantages et 
inconvénients de ces identifiants pérennes ? 
Chaque identifiant possède des caractéristiques et limites propres à son utilisation. Le choix 
d’un PID découle avant tout des besoins de l’usager et de la nature de la ressource à identifier. 
Pour des données de recherche, par exemple, un PID spécifique au milieu scientifique avec 
un niveau de granularité élevé est préférable afin de respecter l’intégrité de l’ensemble 
intellectuel constitué par ces données. Le coût d’un PID peut également avoir un impact 
important sur ce choix : si l’utilisateur souhaite créer un nombre important d’identifiants pour 
des objets numériques divers, l’ARK constitue un choix plus économique que le DOI. Une 
petite institution ou un éditeur préférera un système contraignant donc plus centralisé, pour 
assurer le confort technique et une certaine sécurité au contraire d’une grande institution, 
comme la BNF, qui désirera davantage de liberté et optera pour un système tel que l’ARK 
(décentralisé) (Bermès 2006a). Les avantages et inconvénients dépendent donc du contexte 
d’utilisation de l’identifiant. 
Les spécificités des PID sélectionnés dans le cadre de notre recherche sont révélées à travers 
les critères choisis pour notre analyse, à savoir : standardisation, granularité, opacité, 
hébergement, inclusion de métadonnées, types d’objets ou de personnes identifiés, etc. 
L’ensemble de nos résultats – et donc les caractéristiques de chaque identifiant – est 
représenté graphiquement dans le panorama. Nous pouvons notamment observer qu’une des 
spécificités de l’URN est sa grande flexibilité ou sa capacité à identifier tout objet numérique 
et réel, des concepts abstraits comme « ennui » ou « colère » ainsi que des personnes 
physiques ou morales. 
4.3.3 Question de recherche 3 : Quelle est la complémentarité des identifiants 
pérennes définissant des déclinaisons différentes d’un même objet ? 
La complémentarité entre deux PID est leur capacité à ajouter ou compléter des informations 
de même nature relatives à une ressource identique. La notion de complémentarité ne peut 
donc être abordée sans la notion d’interopérabilité, car deux PID identifiant une même 
ressource ne peuvent être complémentaires sans la capacité à communiquer ou partager de 
l’information. Une mise en place consciente de nouveaux services « techniques » et d’une 
collaboration active entre les deux entités à la source du PID sont donc nécessaires à la 
coexistence d’identifiants de même nature. 
L’interopérabilité est la capacité de systèmes indépendants à partager de l’information 
significative et donc à communiquer et à collaborer de manière constructive. Etant donné 
qu’une ressource peut s’appliquer à différents domaines et, en conséquence, être identifiée 
par divers PID, l’interopérabilité entre les systèmes sous-jacents est cruciale afin de permettre 
notamment le partage de métadonnées. 
Il existe 3 niveaux d’interopérabilité (International DOI Foundation 2017) : 
1. Syntaxique : la capacité d’un système à lire une chaîne alphanumérique et à 
reconnaître un identifiant, 
2. Sémantique : la capacité d’un système à déterminer si deux identifiants 
différents sont attribués à une même ressource, 
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3. « Communautaire » ou community interoperability : la capacité de deux 
systèmes à collaborer et communiquer à travers des identifiants tout en respectant 
les droits d’utilisation explicités dans les métadonnées attachées aux ressources 
concernées. 
Le niveau supérieur d’interopérabilité ne peut être atteint que si le niveau précédent est déjà 
réalisé. Il est important de noter que deux PID identifiant des objets similaires et basés sur un 
système sous-jacent identique ne sont pas nécessairement interopérables.  
Dans le cas de l’ISNI et de l’ORCID cette interopérabilité est volontairement assurée. 
Identifiants contributeurs tous deux administrés par un système identique (cool URI) et actifs 
dans des domaines similaires, ils sont gérés par deux organisations différentes dans un 
contexte et avec des objectifs distincts. Leurs missions respectives et leur adoption par des 
communautés différentes rendent leur coexistence et leur interopérabilité primordiales. Ainsi, 
ORCID utilise un format correspondant aux standards de l’ISO 27729 (standard de l’ISNI), 
permettant une interopérabilité sémantique entre ces deux PID (ISNI 2013). 
Les organisations gouvernant l’ISAN et l’EIDR tous deux dédiés à l’identification d’objets 
audiovisuels collaborent également afin de garantir l’interopérabilité de leurs systèmes 
respectifs. Au Royaume Uni, les deux entités ont créé un nouveau système d’attribution 
d’identifiants pour les industries du cinéma et de la télévision britannique nommé AV 
Registration Agency. Ils donnent ainsi la possibilité aux personnes souhaitant acquérir un PID 
pour un objet audiovisuel de choisir entre EIDR, ISAN UK ou une combinaison des deux 
auprès de la même agence d’attribution (EIDR Entertainment Identifier Registry, ISAN UK 
2014). Les deux entités souhaitent élargir ce service combiné à l’échelle internationale et 
offrent, depuis 2012, des solutions interopérables efficaces à leurs clients – notamment une 
solution de correspondance entre leurs schémas de métadonnées respectifs (ISAN 2012) 
permettant ainsi une possible interopérabilité « communautaire ». 
4.3.4 Question de recherche 4 : Comment visualiser au mieux la multiplicité 
des identifiants existants, en précisant leurs relations et/ou 
complémentarité ? 
Nous avons choisi de représenter nos données sous forme de « radar » capturant les 
informations spécifiques à un identifiant dans un « rayon » limité par de fines lignes 
séparatrices. Contrairement au tableau usuel, le radar exacerbe le niveau d’interopérabilité ou 
de complémentarité entre les PID identifiés, permettant au lecteur d’appréhender les résultats 
rapidement et de comparer les identifiants sur un pied d’égalité. En effet, le cercle élimine la 
notion de hiérarchie entre les différents identifiants, inéluctable dans une représentation en 
tableau. 
Le choix de couleur et de texture, indiquant si ce critère est rempli ou non, permet de visualiser 
facilement les points de convergence et de divergence entre les 27 identifiants, ainsi que les 
différences notables entre deux services de PID dédiés à l’identification d’un objet similaire ou 
actifs dans un même domaine. Le panorama illustre également les corrélations entre différents 
critères, notamment entre la décentralisation et la gratuité, ou encore la syntaxe « signifiante 
» d’un identifiant et son « intelligence ».  
Nous avons choisi de ne pas représenter graphiquement l’interopérabilité entre les identifiants 
pérennes car les informations relatives à ce sujet sont difficilement accessibles. De plus, nous 
avons souligné, à la question précédente, que chaque institution-mère peut faire évoluer son 
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service vers une possible interopérabilité en peu de temps. Il est donc important de contrôler, 
au moment de l’acquisition d’un PID, son niveau d’interopérabilité avec les autres identifiants. 
4.3.5 Question de recherche 5 : Quelles sont les tendances en termes 
d’identifiants pérennes dans le référencement des données de 
recherche ? 
Alors qu’il existe encore des identifiants attachés aux objets « physiques », notamment l’ISBN 
et l’ISSN en fonction depuis plus de 50 ans, la majorité des PID actifs à ce jour identifient des 
ressources numériques accessibles sur Internet. En réponse au chaos informationnel de l’ère 
numérique et en raison de la nature diverse des ressources digitales disponibles en ligne, un 
grand nombre de groupes de travail dédiés à la création d’identifiants pérennes spécifiques 
sont nés au début des années 2000. Toutefois, beaucoup de ces projets ne voient pas le jour, 
soit pour des raisons de financement, parce qu’ils s’avèrent obsolètes. C’est le cas notamment 
du SICI qui a rapidement été abandonné en raison de l’adoption générale de l’ISSN par les 
éditeurs de publications numériques. De même, les PID adressés spécifiquement aux e-
books, comme l’IEIN, ont été abandonnés, oubliés ou limités à un marché géographiquement 
réduit, l’ISBN conservant la préférence. Les identifiants « historiques », malgré certaines 
limitations techniques dues à une transition difficile vers les ressources numériques, sont donc 
encore les plus répandus à ce jour ; leur longévité est la preuve de leur stabilité ou 
« pérennité ». 
Toutefois, force est de constater que le renom et l’expérience de ces services d’identifiants 
« historiques » dans les mondes physique et numérique ne garantissent pas leur 
transparence. Les acteurs des milieux scientifiques, utilisateurs dépendants de ces identifiants 
pour garantir la visibilité de leurs recherches et publications, réclament un accès plus aisé aux 
informations relatives à la gestion et l’administration des PID : 
« Today, most of discussions related to the status of PID systems are hidden in online 
discussion fora and email lists and is only rarely made public. It is entirely unsatisfactory 
to publicly and officially promote a PID system while exit strategies are being discussed 
in the background or services are silently ceased. This needs to change, and clearly a 
more participatory attitude and proactive communication strategy would be beneficial for 
all PID systems stakeholders. »     (Klump, Hubert 2017, p.4) 
L’inclusion de métadonnées descriptives lors de la création d’un identifiant pérenne, ainsi que 
l’adoption de technologies plus facilement intelligibles par les utilisateurs de ces services, 
semblent des étapes cruciales vers une plus grande transparence du système d’attribution 
des PID.  
Lors de nos recherches, nous avons également constaté que de nombreux identifiants 
apparaissent et disparaissent rapidement sans être correctement documentés. Pour 
contrecarrer l’apparente fragilité de certains de ces nouveaux identifiants « pérennes », une 
professionnalisation des organisations de gouvernance, à l’image du DOI – l’un des PID les 
plus répandus aujourd’hui –, serait salvatrice ; elle permettrait notamment une meilleure 
communication et promotion des services offerts. Pour survivre parmi la multiplicité des PID 
offerts actuellement, un service d’identifiants nécessite un modèle d’entreprise efficace afin de 
répondre de manière pertinente aux besoins de leurs clients potentiels et aux risques propres 
à l’environnement dans lequel ils évoluent. 
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4.4 Synthèse 
Bien que ce panorama ne soit pas une visualisation exhaustive de tous les identifiants actifs 
à ce jour, il met efficacement en avant les caractéristiques et spécificités des 27 PID les plus 
utilisés à l’échelle internationale, tous domaines confondus ; il souligne les points de 
convergence et de divergence existant entre tous ces identifiants. Son design est le fruit de 
longues réflexions autour de sa lisibilité et de son esthétisme, dans le souci de répondre à son 
objectif principal : faire de l’ordre dans un domaine en apparence chaotique. 
Ce désordre interpelle vu le rôle dévolus aux PID : identification, accessibilité et conservation 
à long terme des ressources, principalement numériques. De nombreuses initiatives 
indépendantes pour des PID numériques ont vu le jour ces vingt dernières années, mais seule 
une poignée semble avoir survécu aux fluctuations économiques, sociales et techniques. 
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5. Modélisation et réflexion autour d’un service national 
d’allocation d’identifiants pérennes et d’une identité de 
confiance en Suisse  
Comme l’illustre notre panorama (voir chapitre 4), les PID sont nombreux et couvrent de larges 
domaines (commercial, culturel, artistique, intellectuel, scientifique). Certains sont même 
suffisamment généraux pour s’appliquer à tous types de ressource (ou presque) dans 
n’importe quel secteur d’activité (DOI, Handle, ARK, PURL, etc.). Dans la perspective 
spécifique d’un chercheur ou d’une université, plusieurs PID sont ainsi envisageables. Si le 
choix est a priori appréciable, l’éparpillement et le défaut d’harmonisation ne peuvent que 
préjudicier à la visibilité globale de la recherche et à l’accessibilité des publications ou des 
données.  
La modélisation d’un service national d’allocation d’identifiants pérennes que nous proposons 
dans le présent mémoire (5.1) a pour objectif de simplifier et de la clarifier la situation pour la 
recherche helvétique. Plus largement, une réflexion est engagée quant à la mise en place 
d’une véritable identité de confiance au niveau académique et scientifique suisse (5.2). 
5.1 Modélisation d’un service national d’allocation d’identifiants 
pérennes 
Afin d’esquisser le modèle d’un service national dédié à l’allocation de PID en Suisse (5.1.3), 
nous nous sommes penchées sur quelques exemples étrangers (5.1.1) et sur la situation 
actuelle en Suisse (5.1.2).   
5.1.1 Rapide tour d’horizon à l’étranger 
5.1.1.1 Australie 
L’Australie est un des rares pays bénéficiant d’une politique effective d’attribution d’identifiants 
pérennes au niveau national. Elle est établie et maintenue par la ANDS (Australian National 
Data Service). Ce service national collabore avec différentes institutions nationales afin 
d’établir une infrastructure informatique commune pour améliorer la connectivité ou la 
cohérence entre les subventions de recherche publique, les projets de recherche, les données 
et les publications scientifiques. Selon les ressources à identifier, l’ANDS encourage 
l’attribution des PID suivants : 
 les DOI ou handles pour les données de recherche (selon la durée de 
conservation et le nombre de métadonnées), 
 ORCID ou ISNI pour les contributeurs (personnes et institutions), 
 PURL pour les projets ou activités de recherche subventionnés par 
l’Australian Research Council (ARC) ou le National Health and Medical 
Research Council (NHMRC). 
Institutions et chercheurs peuvent s’adresser directement à l’ANDS pour l’attribution de ces 
PID ; ce service offre un service centralisé destiné à répondre aux différents besoins des 
membres de la communauté scientifique australienne. 
5.1.1.2 Finlande 
Les institutions de recherches finlandaises bénéficient d’un service gratuit d’attribution 
d’identifiants pérennes national géré par la National Library of Finland (NLF). Cette dernière 
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permet aux institutions académiques membres d’obtenir des PID pour l’identification de 
documents scientifiques ou intellectuels électroniques produits en leur sein. Ce système 
d’attribution concerne majoritairement des ressources ne bénéficiant pas d’un numéro 
d’identification unique assigné par un éditeur commercial, comme l’ISBN ou l’ISSN. Le choix 
de l’identifiant s’est donc porté sur la combinaison d’un URN avec un NBN (National 
Bibliographic Number), régi par le standard RFC 3188, selon la syntaxe uniformisée suivante 
:  urn:nbn:fi:research-infras-yyyymmddn (yyyy = année, mm = mois, dd = jour, n = nombre 
séquentiel). Les PID attribués par la NFL aux ressources bénéficiant d’un ISBN sont, quant à 
eux, composés d’un URN et de l’ISBN concerné selon l’exemple suivant : URN:ISBN:952-10-
0093-7. Ces différents URN peuvent être résolus par le service urn.fi avec la syntaxe 
http://urn.fi/URN:ISBN:952-10-0093-7, administré par la Bibliothèque nationale finlandaise 
redirigeant ainsi les usagers directement vers la ressource ou les métadonnées recherchées. 
Le Comité finlandais pour les données de recherches (Finish Committee for Research Data, 
FCRD) justifie ce choix en soulignant que les URN sont « the best managed and most reliable 
PIDs in the Finnish environment » (FCRD 2017, p. 4). L’URN semble donc le choix idéal pour 
la communauté académique finlandaise puisqu’il est gratuit, pérenne, résolvable 
automatiquement et par un individu grâce aux hyperliens, unique à l’échelle internationale et 
déjà utilisé dans les milieux scientifiques nationaux. 
5.1.1.3 Allemagne 
Dans la cadre des projets CARMEN AP4 (Persistent Identifiers and Metadata Management in 
Science) et EPICUR (Enhancement of Persistent Identifier Services), la Bibliothèque nationale 
d’Allemagne (DNB) a développé un système de gestion et d’attribution d’URN gratuit pour le 
catalogage, l’indexation et l’archivage de publications numériques en collaboration avec les 
associations professionnelles et bibliothèques universitaires du pays (Deutsche 
Nationalbibliothek 2012). La stratégie d’attribution de la DNB comprend également un 
résolveur actif pour les URN attribués dans les pays germanophones (Allemagne, Suisse et 
Autriche) en accordance avec l’espace de nommage « nbn:de ».  
Les avantages de l’utilisation de l’URN pour la DNB sont notamment sa granularité, sa 
pérennité, sa gratuité, sa résolvabilité et la possibilité d’assigner l’URN à un document en 
amont de sa publication en ligne (Deutsche Nationalbibliothek 2016). 
5.1.1.4 France 
Contrairement à l’Australie, la France ne bénéficie pas d’une politique d’attribution 
d’identifiants pérennes effective à l’échelle nationale. Toutefois, la Bibliothèque Nationale de 
France (BNF) a choisi d’adopter le système ARK, à l’image de la California Digital Library, pour 
l'identification des ressources internes à l’institution. La BNF justifie son choix en mentionnant 
la résolvabilité directe de ce PID comme source de visibilité accrue pour les ressources 
concernées, sa pérennité assurée en raison du service qualitatif de l’institution en charge de 
son administration, sa granularité, sa flexibilité et donc sa possibilité d’intégrer facilement 
l’architecture informationnelle existante de la BNF, et, pour finir, sa diffusion importante au sein 
des communautés académiques et culturelles internationales (Bermès 2006b, p. 7). De plus, 
comme indiqué par Bermès (2006b, p. 8) : « ARK permettra de rendre les notices 
adressables : il deviendra possible de faire un lien permanent sur une notice du catalogue, ce 
lien pouvant être utilisé dans des applications connexes comme l’entrepôt OAI, des catalogues 
collectifs ou des moteurs de recherche. » 
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Dans les institutions scientifiques françaises, le DOI semble plus répandu. Il est attribué par 
l’INIST-CNRS (Institut de l’information scientifique et technique - Centre national de la 
recherche scientifique), membre du consortium DataCite. 
5.1.2 Situation en Suisse 
La Suisse n’est à ce jour dotée d’aucun service ni d’aucune politique nationale d’allocation 
d’identifiants pérennes à destination de ses chercheurs. Chaque institution de recherche 
(comme les universités, hautes écoles, hôpitaux, et leurs archives associées) choisit librement 
les PID dont elle fera usage pour identifier à long terme sa production scientifique (publications 
et données de recherche). A défaut de directives claires, les chercheurs peuvent 
individuellement opter pour divers PID concernant leurs travaux, tout en cumulant plusieurs 
identifiants contributeur, tels que l’ISNI et l’ORCID.  
Sur le territoire helvétique, l’allocation de DOI est officiellement assurée par l’Ecole 
polytechnique fédérale de Zurich (ETHZ) et gérée par sa bibliothèque en tant que membre du 
consortium DataCite. L’attribution est gratuite pour les différentes unités de l’ETHZ mais 
payante pour les autres institutions académiques. A ce jour, les coûts s’élèvent, outre une taxe 
de 200 CHF à la conclusion du contrat, à 200 CHF par an (taxe de base pour un maximum de 
50 DOI). Pour bénéficier d’un nombre illimité de DOI, il en coûte 800 CHF par an (outre la taxe 
de base si plus de 50 DOI sont enregistrés). Les entreprises à but lucratif bénéficient de tarifs 
spécifiques, sur demande adressée à l’établissement (ETH Zürich 2018). Pour n’obtenir qu’un 
seul DOI, il est recommandé aux chercheurs de l’ETH de publier leur article ou leur jeu de 
données dans le dépôt de l’ETH, Research Collection, dédié aux publications et données de 
la recherche. Il est également possible de réserver un DOI avant publication (ETH Zürich 
2018 ; Research-Collection 2017). Les chercheurs issus d’autres institutions sont invités à 
déposer leurs publications ou données de recherche sur le dépôt Zenodo (ETH Zürich 2018). 
Intervenant également dans le domaine académique, SWITCH est une fondation de droit 
privée constituée en 1987 par la Confédération et les huit cantons universitaires de l’époque. 
Comme le souligne son acte de fondation, elle a pour but de « créer, d'encourager les 
techniques d'information et de communication au service de l'enseignement et de la recherche 
en Suisse, d'y participer et d'en maintenir l'usage » (SWITCH 2018). Cet organisme a mis en 
place en 2015 un identifiant unique suisse, la Swiss edu-ID, qui permet l’accès aux services 
académiques ; son rôle n’est donc pas similaire aux PID. Extension du switchAAI, il est 
spécifiquement destiné aux membres des communautés académiques. Contrairement au 
switchAAI, la Swiss edu-ID est centrée sur la personne et non sur l’organisation, ce qui assure 
sa durabilité. Qualifiée de sûre, cette identification unique est reconnue au niveau mondial. Le 
switchAAI va d’ailleurs disparaître pour laisser la place à ce nouvel identifiant (SWITCH 2018). 
Quant à la bibliothèque nationale (BN), elle dispose d’une politique d’attribution d’URN dont 
l’espace nom est urn:nbn:ch. L’attribution et l’enregistrement des URN sont réalisés de façon 
centralisée par la BN ou les archives de longues durées. Tous les objets numériques archivés 
par la BN reçoivent un URN, même s’ils sont déjà dotés d’un autre identifiant. (Bibliothèque 
nationale suisse 2016). La résolution de ces URN est assurée par la Deutsche 
Nationalbibliothek. Gratuit, l’URN garantit une meilleure stabilité que les URL et permet un 
accès durable grâce à la disponibilité technique du service. 
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5.1.3 Esquisse d’un modèle 
Notre travail de modélisation a consisté d’abord à définir les caractéristiques du PID que nous 
souhaitons généraliser au niveau national (5.1.3.1), puis à esquisser les contours du service 
d’attribution du PID et de sa politique d’allocation (5.1.3.2).   
5.1.3.1 Caractéristiques et choix de l’identifiant pérenne 
Dans le cadre de l’élaboration de notre panorama d’identifiants pérennes (voir chapitre 4), 
nous avons défini des critères de distinction qui nous semblaient pouvoir motiver le choix d’un 
PID par les personnes ou institutions intéressées. Au stade de la modélisation, nous avons 
examiné l’ensemble de ces caractéristiques à la lumière des besoins académiques et 
scientifiques, à savoir l’identification des données de recherche, des publications mais aussi 
des chercheurs. Un rapide tri par domaine a permis d’écarter d’emblée de nombreux 
identifiants objet, pour ne conserver que les PID du domaine scientifique (ePIC, UUID) – à 
l’exclusion des identifiants dédiés aux sciences biomédicales – et les PID « sans domaine 
spécifique » (URN, PURL, Handle et DOI). Il convenait également de se concentrer sur les 
PID applicables à des ressources numériques, et résolvables, ce qui est un pré-requis dans le 
monde actuel des Linked Open Data et du « scholarly web » (Van de Sompel, Treloar 2014). 
S’agissant des identifiants contributeur, beaucoup moins nombreux, seuls l’ORCID et l’ISNI 
sont apparu pertinents, pour des raisons similaires. Les identifiants mixtes (ARK, URI/IRI) ont, 
quant à eux, tous été conservés puisqu’ils répondaient aux conditions préalables. 
Cette première sélection d’identifiants a ensuite été confrontée aux huit critères suivants : le 
système d’identifiants, l’hébergement, les métadonnées, le coût, la standardisation, la syntaxe, 
l’opacité et la granularité. 
5.1.3.1.1 PID objets et PID mixtes 
Le choix du système d’identifiant est fondamental, d’abord parce qu’il est le garant de la 
pérennité du PID, mais aussi parce qu’en découlent le type d’hébergement du PID, sa 
résolvabilité, ses caractéristiques techniques (enregistrement de métadonnées notamment) et 
son coût. 
Le système ARK est gouverné par la CDL, qui tient un répertoire des autorités nommantes 
habilitées à délivrer gratuitement des identifiants ARK. Ces dernières jouissent d’une grande 
indépendance technique et budgétaire (hébergement décentralisé), ce qui peut être vu comme 
un avantage pour les grandes institutions, telles que la BNF, habituées à leur autonomie et à 
définir leurs propres politiques. Les entités plus petites peuvent au contraire redouter cette 
liberté – et le support technique réduit – et préférer un système beaucoup plus encadré et 
centralisé, tel qu’Handle, avec une assurance de pérennité accrue en cas de disparition de 
l’entité (Bermès 2006). Le système ARK a donc l’avantage de la souplesse (qui peut être vue 
comme un inconvénient selon le contexte institutionnel), de la polyvalence et de l’adaptabilité 
des identifiants délivrés (mixtes et sans domaine spécifique), associés à des métadonnées 
favorisant l’interopérabilité. De plus, il a l’atout de la gratuité. 
Le Handle System est l’un des composants - dédié à l’identification et la résolvabilité – de la 
Digital Object Architecture, créée par la Corporation for National Research Initiatives (CNRI). 
L’administration et le développement de cette architecture non propriétaire (mais dont les 
implémentations peuvent être propriétaires) incombent à la DONA Foundation basée à 
Genève, dont le rôle est notamment de promouvoir l’interopérabilité des systèmes 
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d’information (DONA 2018). C’est elle qui coordonne les services d’enregistrement et de 
résolvabilité des identifiants. Elle a notamment pour tâche de maintenir le Global Handle 
Registry (GHR) et de délivrer à l’échelle mondiale les autorisations aux « Multi-Primary 
Administrators » (MPA), qui se chargent ensuite de délivrer les préfixes aux utilisateurs du 
système Handle. En effet, depuis fin 2015, la CNRI n’est plus seule administratrice du GHR, 
qu’elle avait elle-même créé en 1993. L’International DOI Foundation (IDF) fait notamment 
partie des MPA du système Handle.(DONA 2018).  
Dans le domaine qui nous intéresse, le Handle System sous-tend trois PID distincts que sont 
le Handle, l’ePIC et le DOI. Certaines spécificités, tenant aux types d’objets identifiés, aux 
métadonnées associées, au support technique ou encore au coût, les distinguent et peuvent 
fonder un choix.  
Le Handle est géré par la CNRI à travers le Handle.Net Registry (HNR). Les frais 
d’enregistrement de chaque préfixe délivré (qui débute par 20.500 suivi d’au moins 4 chiffres) 
sont de 50 $, auxquels s’ajoutent des frais annuels de service de 50 $. Les utilisateurs 
bénéficient des services de résolution Handle pour leur PID (Handle.Net 2017) mais peuvent 
également implémenter et gérer eux-mêmes leur serveur Handle avec leur propre politique. 
En revanche, seul un administrateur peut supprimer un PID. La particularité de l’identifiant 
Handle est de ne pas requérir de métadonnées spécifiques, ce qui lui permet d’identifier des 
objets dépourvus de métadonnées. Néanmoins, il est tout autant capable que le DOI et l’ePIC 
de rediriger vers des métadonnées ; celles-ci sont même modifiables directement par 
l’utilisateur (NCDD 2018). Le Handle offre donc une certaine flexibilité à l’utilisateur, pour un 
coût modéré. 
Le DOI, reconnaissable à son préfixe 10.XXXX, est un identifiant plus encadré, au champ 
d’application plus vaste puisqu’il peut identifier tout type d’objet - physiques ou numériques, 
matériels ou immatériels - y compris des données et des jeux de données. Il est administré de 
façon centralisé par l’IDF, qui gouverne la Fédération des agences d’enregistrement parmi 
lesquelles figurent le consortium DataCite, CrossRef ou encore Entertainment Identifier 
Registry (EIDR) (DOI 2017). Le DOI est délivré à titre onéreux ; son coût, variable selon les 
agences nationales d’enregistrement et le profil des utilisateurs, est bien supérieur à celui du 
Handle (de l’ordre de 750 € par an pour un préfixe) (NCDD 2018). La résolvabilité du DOI est 
assurée par des agences nationales d’enregistrement. Le DOI présente l’avantage d’être non 
seulement résolvable, c’est-à-dire « discoverable in a global context », mais également 
actionnable puisqu’il pointe vers une adresse en ligne (NCDD 2018). Il favorise la citabilité – 
permettant même de réaliser des statistiques – mais aussi l’interopérabilité en requérant 
l’enregistrement de métadonnées spécifiques, modifiables uniquement via les agences 
d’enregistrement. Bien que la politique régissant le DOI soit relativement stricte et son coût 
important, les fonctionnalités du PID sont intéressantes, notamment pour les chercheurs, et 
son support technique conséquent. 
Enfin, l’ePIC est un identifiant relativement récent (2009) spécifiquement créé pour les 
données de recherche ou scientifiques européennes, dans l’idée que « science needs new 
methods to reference the primary and secondary scientific data » (ePIC 2018). L’allocation du 
préfixe (sous la forme « 21. ») est assurée par l’ePIC DONA MPA (actuellement la Gesellschaft 
für wissenschaftliche Datenverarbeitung mbH Göttingen, – GWDG). Chaque membre du 
consortium, qui paie une cotisation, peut ensuite obtenir un préfixe propre à son institution 
(21.XXX), mais aussi délivrer des préfixes de même niveau à des institutions externes 
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(« providers of ePIC certified PID service ») (ePIC 2018). Le consortium ePIC a par ailleurs 
formé des partenariats externes avec des data centers, ni membres ni fournisseurs de service 
certifiés, qui sont habilités à enregistrer des PID relatifs aux données et collections de données 
stockées, sans limitation de nombre et indépendamment de leur éventuelle utilisation 
ultérieure pour une publication (ePIC 2018). L’une des particularités de l’ePIC est de fournir 
certains identifiants volontairement non pérennes (reconnaissables à leur préfixe 21.T) 
aisément suppressibles, par exemple dans des cas de tests. La responsabilité de la 
maintenance du service incombe à chaque provider. ePIC propose également des services 
de résolution - mais une implémentation personnelle est possible - ainsi que des services 
additionnels comme l’audit, le monitoring ou un software repository (ePIC 2018).  Il offre donc 
un support technique plus large que le handle pour une souplesse comparable. En revanche, 
la question de son coût pour l’utilisateur est assez opaque ; il semble qu’il soit nul pour le 
service de base (Schwardmann 2011). La spécialisation de l’ePIC dans les données de 
recherche peut être considérée comme un atout mais aussi comme un frein dans le cadre de 
notre projet qui vise aussi bien l’identification pérenne des données de recherche que des 
publications. A ce titre, ce PID est finalement écarté de notre sélection. 
Le système PURL est un système décentralisé, initialement développé en 1995 par l’Online 
Computer Library Centre (OCLC). En 2016, l’OCLC et l’association à but non lucratif Internet 
Archive ont conjointement mis en place un nouveau service de gestion, hébergé par cette 
dernière (Graham 2016). Internet Archive met également à disposition gratuitement des 
logiciels permettant l’implémentation privée d’un serveur (Archivengines 2012 ; Hustache 
2002). L’identifiant PURL est composé d’un protocole (HTTP), d’une adresse de résolution 
traduite par le Domain Name Server (DNS) et du nom de la ressource identifiée, attribué par 
l’utilisateur. Contrairement à l’URL - type d’URI constituant l’adresse d’une ressource web -  le 
PURL (Persistent URL), une fois enregistré, assure la redirection de l’adresse vers le lieu 
d’hébergement effectif de la ressource. Ainsi, si cette ressource change de lieu et donc d’URL, 
le PURL, à condition d’être mis à jour, redirige l’internaute vers l’emplacement réel de celle-ci 
(Graham 2016). Le PURL permet ainsi à l’utilisateur de se référer toujours à la même URL tout 
en étant sûr d’accéder à la ressource à long terme. Cette pérennité suppose toutefois un 
maintien sérieux et une mise à jour régulière de la base de données du résolveur. Le 
processus de mise à jour est simple en soi ; la fragilité du système découle plutôt des défauts 
de maintenance dans le temps. La lisibilité, et donc la pérennité des PURL, n’est pas assurée 
si les serveurs ne sont pas maintenus correctement ou ne sont plus en réseau (Raemy, 
Prongué 2017). En dehors de ce point de fragilité non négligeable, le PURL présente les 
avantages de la décentralisation et de l’autonomie de l’utilisateur, de la polyvalence et de la 
souplesse ainsi que de la gratuité.  
Le système URN, fondé sur un hébergement décentralisé, sous-tend deux identifiants retenus 
dans le cadre de notre étude : l’URN et l’UUID. Nous écartons rapidement l’UUID qui est 
surtout utilisé pour l’identification des composants informatiques et qui n’est globalement 
unique qu’à une « très haute probabilité » (RFC 4122). L’identifiant URN est un type d’URI 
formulé selon le schème « urn » et un URN namespace spécifique ; il n’est pas lié à la 
localisation de la ressource mais à son nom, ce qui lui confère un caractère persistent accru 
(RFC 8141). L’hébergement décentralisé du système URN et sa gratuité confèrent une grande 
indépendance technique et financière aux institutions choisissant d’attribuer des PID de ce 
type. Chacune d’elle est ainsi responsable de la création de son namespace, de la rédaction 
des spécifications propres à cet espace et de son inscription au registre officiel de l’Internet 
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Assigned Numbers Authority (IANA). Elle peut ensuite administrer un résolveur permettant à 
ces usagers d’accéder à la localisation ou aux métadonnées de la ressource identifiée. Si 
aucun résolveur n’est développé par l’institution en charge, les URN alloués resteront non 
résolvables. L’analyse, la gestion, la résolvabilité et la pérennité de l’URN est donc dépendante 
du namespace et, en conséquence, de la stabilité financière et organisationnelle de l’institution 
responsable de son allocation. Selon Saint-Andre et Klensin (2017), il existe deux enjeux 
principaux relatifs à l’allocation et l’utilisation d’URN pour l’identification pérenne de 
ressources: son contenu syntaxique visible – les jeux de caractères ou alphabètes disponibles 
sont limités – et, surtout, sa résolvabilité dépendante de l’institution d’allocation. Dans les faits, 
l’URN est peu utilisée dans les domaines académique et scientifique, la Suisse ne faisant pas 
exception à la règle. Nous écartons donc cet identifiant de notre sélection.  
Le système URI sous-tend deux identifiants mixtes ressortant de notre panorama, que sont 
l’IRI et l’URI. Les IRI sont des URI qui ont la spécificité de ne pas être limités aux jeux de 
caractères du standard ASCII (American Standard Code for Information Interchange) ; ils 
peuvent notamment encoder des alphabets chinois, japonais, coréens ou encore cyrilliques. 
Quant aux URI, ils sont, dans le web sémantique, caractérisés par leur capacité à identifier 
tout objet réel, numérique ou abstrait (une idée ou un service par exemple) ou même des êtres 
vivants. Ils sont utilisés dans une grande diversité de protocoles et d’applications, notamment 
les liens hypertextes renvoyant à d’autres ressources. Leur protocole et syntaxe sont définis 
par la norme RFC 3986 publiée par l’IETF. Tout comme l’URN, dans un cadre décentralisé, 
les URI pérennes doivent être maintenus à l’aide d’une infrastructure web fiable, mise à 
disposition par une institution ou un réseau. La stabilité de l’identifiant et donc sa fiabilité sont 
dépendantes de l’organisation en charge du maintien du système informatique. La mise en 
place et l’adoption d’un service unique d’attribution représentent des risques importants en cas 
de défaillance, mais seront toujours privilégiés à une multiplicité de services pour des raisons 
de rentabilité et de facilité de gestion (European Commission 2013, p. 21). Pour des raisons 
comparables à celles indiquées au paragraphe précédent relatif à l’URN, nous ne retenons 
pas les identifiants URI et IRI pour la suite de notre réflexion. 
Les PID objets ou mixtes retenus au stade de ce premier examen sont donc les suivants : 
ARK, Handle, DOI, PURL. Ce sont déjà, dans les faits, les plus utilisés pour identifier les 
données de la recherche (INIST-CNRS 2014). 
Il s’agit, dans un second temps, de se pencher sur les critères de standardisation, de syntaxe, 
d’opacité et de granularité. En effet, le rattachement des PID à des standards NISO ou ISO ou 
à des RFC présente l’avantage de fixer des règles claires et identiques pour tous les 
organismes ou personnes gérant et manipulant les identifiants. Sur ce critère précis, notre 
sélection fait ressortir le DOI, qui bénéficie à la fois d’un standard ISO (ISO 26324) pour son 
système et d’un standard NISO (NISO Z39.84) pour sa syntaxe. Le système Handle fait quant 
à lui l’objet de trois RFC de l’IETF (3650, 3651 et 3652), tandis qu’ARK et PURL ne sont 
standardisés ni au niveau système ni au niveau PID. 
La question de la syntaxe et de l’opacité des PID est également significative, tout 
particulièrement en Suisse où règne le plurilinguisme. Il est, selon nous, préférable d’opter 
pour un PID à la syntaxe opaque, dont les métadonnées n’apparaissent pas dans la chaîne 
de caractères. En effet, même si l’opacité freine la compréhension immédiate du PID et rend 
plus ardu son référencement, elle permet d’écarter plusieurs difficultés sérieuses : lien brisé 
entre PID et ressource en cas de changement de nature de la ressource, problème de 
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cohérence, de généricité, de compréhension ou encore d’ambiguïté au niveau linguistique, en 
cas d’homonymie ou de polysémie notamment (Bermès 2006b). La visée internationale du 
PID nous porte de même à privilégier un PID opaque, également considéré comme plus 
pérenne (Bermès 2006b). Une syntaxe « dumb », dépourvue de sens intrinsèque, est 
également opportune car plus aisée à implémenter et à coordonner. L’examen de ces deux 
critères nous pousse à écarter la PURL, qui est majoritairement signifiante et intelligente. 
Le dernier critère analysé, mais non le moindre, est celui de la granularité. Comme le souligne 
Bermès (2006b) : « les identifiants doivent être applicables à n’importe quelle niveau de la 
ressource. [...] Il faut donc définir les différents niveaux de granularité de l'information qui 
doivent être identifiés, et comment ils vont se décliner dans le système d'identification ». Notre 
réflexion portant sur le milieu académique et scientifique, la granularité du PID apparaît comme 
une exigence importante. En effet, le PID choisi doit idéalement être en mesure d’identifier 
aussi bien un recueil de publications qu’un article, un jeu de données ou une donnée, si 
possible selon une hiérarchie interne à l’identifiant. Les identifiants ARK, Handle et DOI 
permettent tous trois une certaine granularité (« part identifier »). Comparant le DOI et le 
Handle,  NCDD (2018) donne, sur ce point, l’avantage au Handle. 
5.1.3.1.2 PID contributeurs 
Concernant les PID contributeurs (ISNI et ORCID), le choix est plus restreint et les 
caractéristiques des deux identifiants globalement identiques - même si l’ISNI est standardisé 
ISO (ISO 27729) contrairement à l’ORCID, néanmoins compatible ISO. Ces deux PID sont 
basés sur le système Cool URI, c’est-à-dire accessibles par des persistent URI qui ont la 
particularité de ne pas changer, sauf insolvabilité du propriétaire du nom de domaine. Comme 
le souligne Berners-Lee (1998), « URIs change when there is some information in them which 
changes ». La pérennité dépend donc du design de l’URI mais repose aussi sur le mode de 
gouvernance du PID.  
L’ISNI est gouverné par l’ISNI International Agency (ISNI-IA), organisation à but non lucratif 
administrée par l’OCLC. Des agences d’enregistrement telles que la BNF ou Electre font le 
lien avec l’utilisateur. Le  « linked data » est un élément central de la stratégie de l’ISNI-IA. 
Ainsi, les ISNI sont mis à disposition gratuitement (en dehors des coûts modestes de 
fonctionnement) et accessibles par une URI pérenne sous la forme http://isni.org/isni/[isni]. 
Les métadonnées sont disponibles au format html et xml (ISNI 2017).  
L’ORCID est une organisation à but non lucratif (financée par les organisations membres), 
dirigée par un conseil d'administration composé de membres issus de la recherche 
universitaire du monde entier (ORCID 2018). Elle est attachée à la confidentialité et au contrôle 
de chaque chercheur sur son fichier de données. Les chercheurs peuvent créer, modifier, 
enregistrer gratuitement leur PID, tandis que les organisations membres d’ORCID assument 
des frais de fonctionnement destinés à assurer la pérennité du système. Les PID et fichiers de 
données sont accessibles (sous réserve des règles de confidentialité) par le biais de services 
et d'API gratuits et payants. Les métadonnées sont volontairement simples et limitées. Par 
ailleurs, ORCID privilégie les licences libres approuvées par l'Open Source Initiative.  
Bien qu’ils aient chacun leurs spécificités et leur philosophie, l’ISNI et l’ORCID apparaissent 
techniquement comparables; ils sont d’ailleurs interopérables et complémentaires. En effet, 
« ORCID and ISNI are coordinating their efforts where they overlap in the research and 
scholarship communities. [...] ORCID identifiers utilize a format compliant with the ISNI ISO 
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standard. ISNI has reserved a block of identifiers for use by ORCID, so there will be no overlaps 
in assignments » (ORCID 2018). De plus, ORCID utilise l’ISNI pour identifier les organisations 
(Smith-Yoshimura 2015).  
Pour tenter de départager ces deux PID, il faut s’intéresser plus particulièrement à leur 
domaine d’application et au type de contributeurs identifiés. Le domaine d’application de l’ISNI 
est le plus étendu puisqu’il présente un pan artistique important et qu’il peut identifier des 
personnes vivantes ou mortes, réelles ou fictives. L’ORCID est a priori plus spécifiquement 
tourné vers le monde académique et scientifique que l’ISNI, mais la situation est en train 
d’évoluer. Ainsi, l’ISNI International Agency (ISNI-IA) a annoncé en août 2017 des 
changements dans son infrastructure « focused on providing open identifiers for organizations 
working in the field of scholarly communications »; il s’agit d’un nouvel identifiant nommé 
« ISNI Organization ID », avec métadonnées associées et consultables sous licence CC0. 
« The ISNI Organizations Registry will enable organizations to change and correct their own 
records and allow the research community to identify author affiliations persistently and 
authoritatively, thereby supporting analysis of research output and impact » (ISNI 2017). Ce 
faisant, l’organisation se positionne davantage comme partenaire de la recherche 
académique. L’ISNI-IA souligne ainsi : « This development responds to the requirements of 
the academic research community for identifying organizations, as articulated in a number of 
working groups (initiated by Jisc CASRAI-UK, OCLC, ORCID/Crossref/DataCite, and others). 
ISNI-IA has been involved in much of this work and this announcement reflects the needs 
expressed by research organizations and ISNI’s own membership – in particular for open 
access to core identification data and giving user groups influence over the direction and 
development of the system » (ISNI 2017). Le registre sera géré séparément de l’ISNI Registry, 
et fournira une base de données dotée d’une interface de recherche. Un conseil consultatif 
veillera à ce que la communauté des communications savante se saisisse des possibilités 
ainsi offertes, notamment le croisement des jeux de données pertinents (ISNI 2017). Le choix 
est donc plus difficile qu’il n’y paraît. 
5.1.3.1.3 Choix du PID 
L’examen de l’ensemble des critères et les préférences déjà soulignées font ressortir un PID 
mixte (ARK), deux PID objet (DOI et Handle) et deux PID contributeur (ISNI et ORCID). 
Leurs avantages et inconvénients sont synthétisés dans le tableau 1. 
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Tableau 1 : Tableau des avantages et inconvénients des PID sélectionnés 
 
Dans la perspective d’un PID délivré par un service national suisse, nous nous sommes 
montrées particulièrement attentives au critère d’’indépendance technique et budgétaire. La 
dimension académique et scientifique de la problématique nous a néanmoins incité à mettre 
également l’accent sur des caractéristiques essentielles telles que la granularité (pour identifier 
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des publications mais aussi des jeux de données ou des données), la citabilité et 
l’interopérabilité. 
En termes d’indépendance, l’ARK est incontestablement vainqueur par sa gratuité et son 
hébergement décentralisé. De plus, sa nature mixte permet d’envisager l’attribution d’un seul 
type de PID pour l’identification des publications et des données, et pour les chercheurs. Il a 
l’avantage de la souplesse, de la granularité. En revanche, il est à l’heure actuelle plus 
implanté dans les institutions culturelles publiques que dans le domaine de l’édition et de la 
recherche (BNF 2016). En Suisse, l’ARK ne dispose pas d’autorité nommante, ce dont il doit 
être tenu compte.   
Le DOI comme le Handle sont des PID objets. Le choix de l’un de ces PID suppose que l’on 
choisisse un second type d’identifiant dédié aux contributeurs. Tous deux centralisés et 
payants, ils ne laissent que peu d’autonomie technique et financière aux institutions qui ont 
recours à leurs services. Sur ce point, le Handle présente une plus grande souplesse pour un 
coût moindre. Si sa granularité est plus fine que le DOI, il est en revanche moins efficace en 
termes d’interopérabilité (métadonnées non requises) et de citabilité. Le DOI prend ici 
l’avantage, confirmé par le fait que, pour les objets changeants (changement de métadonnées 
ou de versions), le contenu du jeu de données peut être modifié sans changer l’identifiant 
(NCDD 2018). En outre, le DOI, standardisé NISO, est déjà très bien implanté en Suisse - où 
il dispose d’un bureau officiel d’attribution (ETHZ) - et propose des services et un support 
technique efficaces. Enfin, le Handle System lui confère une garantie de pérennité très forte. 
Concernant l’identification des chercheurs, l’ISNI et l’ORCID présentent tous deux des 
avantages indéniables. Un choix devant être opéré, nous avons privilégié l’ORCID qui est plus 
spécifiquement tourné vers la communauté des chercheurs, et géré par elle pour ses besoins. 
Sa gratuité relative et son attachement à l’Open Source ont d’indéniables attraits.   
En conclusion de cet examen approfondi des PID à notre disposition, nous proposons deux 
alternatives : dans la première, l’ARK servira de PID mixte, dans la seconde nous adopterons 
une solution duale, associant DOI et ORCID.   
5.1.3.2 Service national et politique d’allocation d’identifiants pérennes 
La réflexion menée sur les PID adaptés aux besoins de la recherche académique et 
scientifique était un préalable nécessaire à l’esquisse des contours d’un service d’allocation 
d’identifiants pérennes au niveau national suisse. La modélisation d’un service de ce type nous 
semble commander l’établissement d’une politique d’attribution de PID, permettant de formuler 
des recommandations.  
En Australie, par exemple, le ANDS, dont Andrew Treloar est le Director of Technology,  
propose une politique d’attribution de PID pour les données de recherche, sous forme d’arbre 
décisionnel. Cet arbre explicite les choix d’attribution de DOI ou de Handle (ou autre PID) selon 
les particularités des jeux de données (ANDS 2017b). 
Pour notre part, nous entendons établir une politique plus large, non spécifiquement tournée 
vers les données de recherche ; l’allocation de PID est destinée tant aux objets académiques 
ou scientifiques de toute nature qu’aux contributeurs que sont les chercheurs et les institutions. 
C’est dans cette perspective que nous avons retenu l’ARK, le DOI et l’ORCID dans le cadre 
de deux alternatives distinctes. Dans la solution A, l’ARK est implémenté en tant qu’identifiant 
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mixte. Dans la solution B, le DOI et l’ORCID sont utilisés concurremment, chacun dans sa 
catégorie. 
5.1.3.2.1 Présentation de la politique d’allocation 
La politique proposée se divise en plusieurs points correspondant aux conditions à remplir 
pour l’obtention d’un PID. Les deux alternatives sont représentées pour chaque étape de notre 
politique. 
1) Objets (sens générique) à identifier : 
Solution A/B :  
 Objet : ressources principalement numériques issues du domaine 
académique et scientifique. Il s’agit de publications (recueil de publications, 
articles), de données de recherche ou données scientifiques. 
 Contributeurs : chercheurs, institutions. 
2) Durée d’archivage : 
Solution A/B : 
 Objet : il s’agit principalement des ressources destinées à un archivage à 
long terme.  
 Contributeur : le PID attribué est lié à vie à la personne ou l’institution. 
3)  Attribution d’identifiant :  
Solution A : 
 Etant donné le caractère mixte de l’ARK, il est attribué aux articles, 
publications, données de recherche ainsi qu’aux institutions et aux 
chercheurs. 
 Avant d’attribuer un PID, les métadonnées de la ressource doivent être 
suffisamment renseignées et correctement décrites. 
Solution B : 
L’arbre décisionnel (figure 3) permet de comprendre quel PID doit être attribué. Cet arbre est 
inspiré de celui de l’ANDS (voir annexe 5).  
 L’arbre permet de se diriger d’abord selon l’objet (au sens générique) à 
identifier: objet ou contributeur.  
 Si c’est un objet, il est nécessaire de répondre ensuite aux questions sur: 
 l’archivage à long terme, 
 la présence de métadonnées suffisamment renseignées et 
correctement décrites, 
 le dépôt de l’objet dans un repository, 
 la stabilité de l’URL liée au document. 
Un « oui » à toutes ces questions nous conduit à choisir un DOI. Il est toutefois possible, pour 
deux étapes, de revenir en arrière (flèche rouge) pour remédier aux manquements. Ainsi, si 
l’objet ne présente pas les métadonnées suffisantes, il est possible d’y apporter le complément 
nécessaire. Il en est de même pour la présence d’une URL stable. 
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 Si c’est un contributeur : le chercheur se dote d’un ORCID et l’institution d’un 
ISNI donné par ORCID. En revanche, si le chercheur concerné par 
l’allocation du PID contributeur est décédé, seul un ISNI peut lui être alloué. 
Figure 3 : Arbre décisionnel d’attribution des PID 
 
 
4) Gouvernance  
Solution A : 
 ARK : l’institution titulaire du numéro d’autorité nommante (NAAN) peut 
attribuer des ARK. Toutefois, il est nécessaire que cette institution définisse 
clairement des règles d’utilisation. Un logiciel doit ensuite être mis en place 
pour générer et résoudre ces PID. Il est par exemple possible de recourir au 
logiciel open source Nice Opaque Identifier (NOID) ou au EZID, service 
proposé par la CDL, nécessitant une inscription préalable (BNF, FAQ). 
 
Panorama et modélisation d’identifiants pérennes pour la création d’identités de confiance 
ESPASANDIN, Kate, JAQUET, Aurélie, LEFORT, Lise  36 
Solution B : 
 DOI : Le bureau d’attribution du DOI à l’ETHZ gère et maintient les PID. Il 
est membre de DataCite.  
 ORCID : le chercheur ou l’institution s’enregistre directement sur le site 
d’ORCID, qui en assure la gestion. 
5)  Rôle de l’utilisateur 
Solution A/B : 
 Il incombe au chercheur, ou le cas échéant à l’institution auquel il est 
rattaché, de s’assurer que lui-même (dans le cas de ARK) ou ses 
publications, articles ou données de recherche remplissent les conditions 
d’attribution du PID.  
 Pour l’ORCID, le chercheur peut demander directement son PID à orcid.org. 
6) Coût 
Solution A : 
 ARK : les PID attribués par l’autorité nommante sont gratuits. 
Solution B : 
 DOI : le chercheur fait une demande de DOI auprès de son institution. Cette 
dernière prend en charge les coûts. Elle doit signer un contrat avec l’ETHZ 
(bureau pour l’obtention d’un DOI). Le coût varie en fonction du nombre de 
DOI attribués. 
 ORCID : il est gratuit pour les chercheurs et payant pour les institutions. Le 
prix est variable selon le pack choisi (standard ou premium) et la taille de 
l’organisation (ORCID 2018). 
5.1.3.2.2 Remarques et limites  
Ces deux propositions concurrentes soulèvent plusieurs remarques et présentent certaines 
limites, notamment dues à notre connaissance restreinte des politiques et du fonctionnement 
interne des institutions académiques ou de recherche.  
La Suisse n’est pour l’heure dotée d’aucune autorité nommante concernant le système ARK. 
Pour les besoins d’un service national d’allocation de PID fondé sur ce système, il serait donc 
nécessaire que l’institution auquel ce service serait rattaché –  les pistes à explorer étant une 
université/école ou son archive institutionnelle, ou encore la fondation SWITCH – demande à 
devenir autorité nommante. Elle pourrait alors attribuer des ARK et les gérer ; l’exemple de la 
BNF en est une illustration intéressante, même si son ampleur n’est pas nationale. La question 
du financement de ce bureau d’attribution (moyens techniques et ressources humaines) est 
toutefois posée. La charge d’autorité nommante pourrait également être répartie entre 
plusieurs institutions titulaires d’un NAAN, réparties sur le territoire helvétique et 
représentatives des grandes régions linguistiques (Romandie, Tessin, Suisse allemande). 
L’adhésion de l’ensemble des milieux académiques et scientifiques suisses à un service 
d’allocation national semble toutefois proche de la gageure. En effet, le pays fonctionne 
essentiellement de façon cantonale et non fédérale. Les différentes régions linguistiques 
renforcent cette hétérogénéité, en termes de langue mais aussi de fonctionnement. Afin de 
consolider cette réflexion, il pourrait être intéressant de mener des discussions avec 
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différentes entités suisses telles que l’ETHZ, l’Université de Genève ou l’EPFL et encore 
l’Università della Svizzera italiana, pour bénéficier d’une vision représentative de l’Helvétie.  
Cette modélisation de service n’est finalement qu’une amorce de réflexion, susceptible de 
compléter sur certains points les projets en cours ou à venir sur cette thématique.  Une 
proposition plus approfondie nécessiterait une discussion avec les groupes de travail en place, 
par exemple dans le cadre du projet ICOPAD (identités de confiance pour les données de l’art 
et du design). Ce projet, débuté en juin 2017, implique la HEG de Genève ainsi que plusieurs 
partenaires (Zentralbibliothek Zürich, Zürcher Hochschule der Künste, Institut suisse pour 
l’étude de l’art) ; son but est de mettre en place un service d’attribution d’identifiants pérennes 
en s’appuyant sur les données bibliographiques des bibliothèques (Haute Ecole de Gestion 
de Genève 2018). 
5.2 Réflexion autour d’une identité de confiance au niveau suisse 
5.2.1 La « future scholarly infrastructure  » vue par Treloar et Van de Sompel 
Dans leur article intitulé « A perspective on archiving the scholarly web », Van de Sompel et 
Treloar (2014) présentent leur vision « de haut niveau » d’une future infrastructure savante, 
illustrée par un schéma (voir figure 4). Leur réflexion s’articule autour de l’idée suivante : la 
production savante s’inscrit aujourd’hui de plus en plus dans le web des objets, qui bouleverse 
le système classique de communication et d’archivage des travaux académiques et 
scientifiques (« the system of journals »). Ce système doit être repensé de manière à prendre 
en compte la spécificité de ces nouveaux objets (interconnectés, dynamiques et hétérogènes). 
La complexité de l’infrastructure imaginée par ces deux auteurs renvoie à celle du « curation 
continuum » et de ses environnements d’archivage de données, présentés par Treloar et 
Cathrine Harboe-Ree (2007).   
Figure 4 : Domains, Data Stores and Curation Boundaries  
 
(Treloar et Harboe-Ree 2007) 
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La distinction entre domaines privé, partagé et public, reliés par des processus de migration 
et dotés de caractéristiques spécifiques (nombre de métadonnées, environnement de 
stockage/archivage, objets dynamiques/statiques, etc.) fait en effet écho à la structure tripartite 
élaborée par Treloar et Van de Sompel. Leur « scholarly infrastructure » est ainsi constituée 
de trois éléments superposés : l’infrastructure privée (éphémère), l’infrastructure 
d’enregistrement (transitoire) et l’infrastructure d’archivage (pérenne). L’infrastructure privée 
correspond à l’environnement de travail personnel du chercheur ; les objets créés n’intègrent 
pas le « scholarly record ». L’infrastructure d’enregistrement (« web-based recording 
infrastructure ») accueille les objets placés par le chercheur pour être partagés avec la 
communauté (ou sur exigence du bailleur de fonds). Ces ressources deviennent accessibles 
sur le réseau mais ne seront réellement archivées qu’en intégrant l’infrastructure d’archivage 
et, partant, le « permanent scholarly record » (Van de Sompel, Treloar 2014). Les aspects 
cruciaux du processus décrit sont, toujours selon ses auteurs, la faculté de figer l’état d’objets 
interconnectés à un moment spécifique de leur cycle de vie, celle de transférer ces 
« photographies » d’objets d’une plateforme d’enregistrement à une archive dédiée et adaptée 
au contenu de l’archive, et l’établissement de politiques de curation visant à définir ce qui doit 
être archivé ou non. Mais surtout, l’ensemble de l’infrastructure est sous-tendue par la notion 
de « trusted identity », associée à l’idée d’identité et d’autorisations. Les PID ont évidemment 
un rôle à jouer dans ce contexte. 
5.2.2 Identité de confiance et identifiants pérennes 
Pour Treloar et Harboe-Ree (2007), les identifiants pérennes font partie intégrante du 
processus de migration puisqu’ils favorisent un accès pérenne à l’objet. L’attribution d’un PID, 
tel qu’un Handle, peut intervenir à différents moments du cycle de vie des objets identifiés. 
Soit on choisit de n’attribuer le PID qu’au passage entre domaine partagé et domaine public 
(une fois la ressource placée dans le dépôt de publication ou de préservation), soit on assigne 
précocement un PID à tous les objets se trouvant dans le dépôt de recherche, donc dans le 
domaine privé, à condition de mettre à jour le PID une fois la migration effectuée. Cela est 
techniquement possible avec un Handle ou avec un DOI (quoi que plus difficile) (NCDD 2018). 
Les autres systèmes d’identifiants exigent en principe la création d’un nouvel identifiant en cas 
de variation de l’objet. Pour Treloar et Harboe-Ree (2007), l’attribution précoce du PID 
« facilitates the migration of publications that are linked to data objects prior to publication ».  
Si l’on se place dans l’infrastructure savante conceptualisée par Treloar et Van de Sompel 
(2014), l’attribution de PID peut sans doute intervenir à différentes étapes de la constitution du 
« scholarly record », mais sera effectuée plus logiquement et aisément au moment de 
l’archivage, une fois les objets figés. En tout état de cause, les identifiants pérennes seront 
garants de l’unicité des objets identifiés, de la bonne identification du producteur des 
ressources, ainsi que de leur pérennité.  
Ainsi, les PID s’inscrivent dans cette fameuse « identité de confiance », vue comme un 
système mis en place dans un cadre académique autour des productions scientifiques 
(données de recherche, publications, chercheurs) afin de garantir leur identification unique, la 
paternité des productions et leur pérennité. La notion, développée dans le cadre très particulier 
du « scholarly web » et du web des objets, met l’accent sur les PID nativement numériques, 
qui sont en plein essor et dorénavant incontournables. Cependant, son impact doit être 
relativisé. En effet, le concept d’identité de confiance semble être resté relativement 
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confidentiel si l’on en croit le peu de littérature trouvée sur le sujet, ce qui n’enlève rien à son 
intérêt théorique. 
5.2.3 Identité de confiance : perspective suisse 
La Suisse n’échappe pas au changement du paradigme concernant l’archivage des travaux 
académiques ni aux tendances actuelles du web des données et du « linked data ». A priori, 
la mise en place d’une identité de confiance pourrait donc bénéficier à sa communauté de 
recherche.  
Il convient cependant de souligner que si Treloar et Van de Sompel qualifient eux-mêmes leur 
réflexion de « high level view », c’est qu’ils reconnaissent implicitement la difficulté de mettre 
en place un tel processus global d’archivage du web savant. Ce système se fonde sur 
l’existence de plateformes d’enregistrement « web-based » et de dépôts d’archivage 
spécialisés en fonction du contenu des objets archivés. Une telle infrastructure paraît très 
lourde à mettre en place.  
En Suisse, plusieurs archives institutionnelles sont à la disposition des chercheurs pour le 
dépôt de leurs travaux. Elles sont rattachées aux universités et centres hospitaliers 
universitaires (comme Serval à Vaud, et Bern Open Repository and Information System – 
BORIS – à Berne), aux seules universités (Archive ouverte à Genève, Zurich Open Repository 
and Archive – ZORA – à Zurich, edoc à Bâle), à une école polytechnique (Infoscience, de 
l’Ecole polytechnique fédérale de Lausanne), ou encore à un réseau de bibliothèques tel que 
le Réseau des bibliothèques de Suisse occidentale (RERO DOC). 
Les archives institutionnelles visent avant tout à assurer l’accès, la visibilité et la pérennité des 
publications qui leurs sont confiées. Elles sont donc directement concernées par les 
problématiques de l’Open access et de l’auto-archivage, du moissonnage de métadonnées 
par protocole OAI-PMH, et de l’identification pérenne. Sur ce dernier point, Serval et BORIS 
promeuvent toutes deux l’utilisation de l’ORCID, notamment pour sa confidentialité (Universität 
Bern 2018). Serval permet même l’import et l’export de ses collections dans le registre ORCID 
(Ruchat 2017). Par ailleurs, Serval attribue des PID de type URN dans le cadre de son dépôt 
pérenne (Ruchat, Gardel 2012). Dans certaines archives, c’est le DOI associé à une URL 
permanente qui est privilégié, comme chez RERO DOC (Etat de Fribourg 2018). Pour edoc, 
le choix s’est porté sur le DOI et l’URN (Universitätsbibliothek Basel 2018).  
Dans la perspective d’une infrastructure savante suisse, reposant sur une « identité de 
confiance », l’existence de ce type de dépôt est évidemment un bon point de départ, de même 
que les plateformes « web-based » déjà en place. Il est encourageant que certains serveurs 
comme RERO DOC ou edoc soient compatibles OAI-PMH et permettent le référencement de 
leur contenu dans des moteurs de recherche spécialisés (OAIster, Base-Search, Google 
Scholar, etc.) et généralistes (Etat de Fribourg 2018 ; Universitätsbibliotek Basel 2018). 
La pierre d’achoppement réside dans le manque de spécialisation des archives 
institutionnelles par rapport au contenu archivé. De plus, elles semblent trop limitées à 
l’archivage des documents (« preprints », articles, chapitres de livre, actes de conférence, 
thèses, posters, etc.) et peu ou pas adaptées au dépôt de données et jeux de données. La 
question de la pérennité et de la paternité de tous ces types de ressources est surtout cruciale 
mais la réflexion de chaque archive sur l’identification pérenne paraît insuffisamment poussée. 
Une harmonisation nationale des PID attribués apporterait davantage d’assurances, et donc 
de confiance, sur ces points précis. 
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6. Conclusion 
Ce mémoire de recherche avait pour objectifs principaux la représentation visuelle des 
différents PID existants et de leurs caractéristiques, ainsi que la modélisation d’un service 
national d’attribution d’identifiants pérennes en vue de la création d’une identité de confiance 
en Suisse.  
La collecte de nos données, principalement textuelles, a consisté en une revue de littérature 
extensive, justifiée par la nature extrêmement diverse et hétérogène des PID comme des 
sources d’informations en la matière. Collecte et analyse des données ont été menées 
simultanément selon un processus itératif d’acquisition et d’approfondissement des 
connaissances. 
A l’issue de notre recherche, qui s’est étendue sur près d’un an, nous sommes en mesure  
d’apporter des réponses détaillées aux questions formulées en début de projet et de présenter 
un panorama esthétique synthétisant une part importante des données collectées. Ce 
panorama visuel rassemble 27 identifiants pérennes, existant à la date du présent rapport, 
tous domaines confondus. Ils sont décrits sur la base de onze critères, tels que la 
standardisation, la granularité, l’inclusion de métadonnées ou encore la résolvabilité. Cette 
représentation structurée permet une visualisation claire de la multiplicité d’informations 
recueillies au sujet des PID étudiés ; elle fait notamment ressortir leurs points de convergence 
et de divergence, permettant une comparaison rapide mais rigoureuse des identifiants. 
Les résultats tirés de ce panorama soulignent notamment le fait que chaque PID présente des 
caractéristiques répondant à des besoins déterminés. Les avantages et inconvénients de ces 
identifiants sont toujours relatifs et liés au contexte dans lequel ils s’inscrivent. En effet, seul 
le contexte d’utilisation est susceptible de faire ressortir leur degré de pertinence pour 
l’identification d’une ressource physique ou numérique, réelle ou abstraite. 
Nous notons également que la communauté scientifique et académique appelle de ses vœux 
une plus grande interopérabilité des PID et une transparence accrue des services de gestion. 
L’offre actuelle en matière de PID est tellement nombreuse et diverse qu’elle en devient 
confuse ; la confiance qui sous-tend chaque système d’identifiants, et sa pérennité, ne peut 
qu’en pâtir. Pour perdurer, tout nouveau service de PID doit répondre à un modèle commercial 
efficace, stable et transparent. Vue la difficulté éprouvée lors de nos recherches pour trouver 
la documentation nécessaire à l’élaboration du panorama, il est évident que cette transparence 
n’est pas encore de mise. 
La réflexion menée dans le second temps de notre recherche, et prenant appui sur les résultats 
précédents, visait la création d’un service national d’allocation d’identifiants pérennes au 
bénéfice des milieux académiques et scientifiques helvétiques. Dans ce cadre, nous nous 
sommes attachées à esquisser les contours d’une politique nationale d’attribution de PID tout 
en explorant la notion d’identité de confiance dans une perspective suisse. A cet effet, nous 
avons opéré une sélection préalable des PID répondant le mieux aux besoins académiques 
et scientifiques nationaux (identification des données de recherche, des publications et des 
chercheurs). L’analyse systématique des critères de classement a mis en lumière les 
identifiants ARK, Handle, DOI, ISNI et ORCID. Une comparaison approfondie de ces PID - 
plus spécifiquement de leur indépendance technique et budgétaire –, nous a menées vers 
deux alternatives possibles pour notre service d’attribution : d’une part l’ARK, d’autre part une 
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combinaison du DOI et de l’ORCID. Une procédure d’attribution a ensuite été modélisée sous 
forme d’étapes à franchir jusqu’à l’obtention du PID demandé. 
Notre réflexion s’est vite confrontée aux réalités helvétiques, notamment aux spécificités 
régionales et à la grande autonomie des cantons, qui rendent malaisée l’implémentation d’une 
structure d’allocation de PID au niveau national. Les considérations techniques, financières et 
de gouvernance sont également centrales pour la mise en place d’un tel service mais difficiles 
à appréhender avec précision dans le temps qui nous était imparti pour ce projet  de recherche. 
Il s’agit donc, pour nous, des prémices d’une réflexion plus approfondie qui pourrait être menée 
dans le cadre de projets comparables (tels que le projet ICOPAD). 
Enfin, la notion d’identité de confiance et son examen dans une perspective suisse nous ont 
permis de souligner les acquis de l’infrastructure savante helvétique mais également ses 
lacunes, en particulier en termes de spécificité d’archivage et d’identification pérenne 
systématique et harmonisée. 
Ce travail de recherche s’inscrit dans un cadre temporel précis, s’attachant notamment à 
recenser les identifiants pérennes existant à la date du présent mémoire. Compte tenu des 
évolutions constantes du domaine, nous ne pouvons garantir l’actualité durable de notre 
panorama. Toutefois, l’établissement d’un tel panorama constitue, à notre connaissance, la 
première tentative de recensement des identifiants pérennes actifs internationalement. Il 
contribue, ce faisant, à une meilleure organisation du domaine à l’étude et procure un outil 
synthétique exploitable dans des recherches futures. Notre travail répond en outre à un certain 
nombre de questionnements autour de la conceptualisation d’un service d’attribution 
d’identifiants pérennes dans le contexte académique suisse et formule des recommandations 
susceptibles de servir de point de départ à d’autres projets relatifs aux identifiants pérennes.   
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Annexe 1 : Tableau synthétique des PID et leurs critères 
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Annexe 2 : Répartition des réponses par critère  
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Annexe 3 : Répartition des  PID par critères 
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Annexe 4 : PID abandonnés 
 
BICI  Book Item and Component Identifier 
Il est resté à l’état de brouillon et n’a jamais été fonctionnel. 
EISP  Electronic Identifier 
Trop peu d’informations sont disponibles à son sujet pour qu’il puisse figurer 
dans le panorama. 
I2  Institutional Identifiers 
Il n’a jamais été fonctionnel. Le groupe de travail de l’I2 a recommandé l’ISNI 
pour les institutions à la fin de leur recherche. 
IEIN  International eBook Identifier Number 
Utilisé majoritairement en Amérique latine car les éditeurs internationaux 
donnent des ISBN aux E-books. 
ISADN  International Standard Authority Data Number 
 Il est resté à l’état de brouillon et n’a jamais été fonctionnel. 
ISRN  International Standard Report Number 
Il n’a jamais été implémenté et le standard ISO affilié a été annulé en 
conséquence. 
NBN  National Bibliography Number 
Il est propre à chaque pays. Il n’existe pas de standard international pour cet 
identifiant. 
PII  Persistent Item Identifier 
Trop peu d’informations sont disponibles à son sujet pour qu’il puisse figurer 
dans le panorama. 
SICI  Serials Item and Contribution Identifier 
Trop peu d’informations sont disponibles à son sujet pour qu’il puisse figurer 
dans le panorama, mais il semblerait que l’identifiant ne soit plus en activité 
puisque la norme NISO affiliée a été retirée. 
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Annexe 5 : Arbre décisionnel de l’ANDS  
 
(ANDS 2017b) 
 
