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RESUMO 
 
A Segurança e Saúde no Trabalho (SST) se tornou, nos últimos anos, importante 
fator no sucesso das organizações. A mudança de perspectiva em relação aos 
gastos com SST foi fundamental para este processo: investir em SST deixou de ser 
um custo e passou a ser uma oportunidade de aumentar a eficiência das 
organizações. Um ambiente salubre e seguro proporciona ganhos de produtividade 
e competividade à organização, além de garantir a condição ideal para que o 
trabalhador exerça suas atividades com dignidade. Nesse contexto, foram criadas 
normas que oferecem um modelo padrão para a implantação de um Sistema de 
Gestão em Segurança e Saúde no Trabalho. Ao longo dos anos, diversos 
organismos de normatização se dedicaram a editar esse tipo de norma. Em 2018, 
entretanto, foi editada a norma ISO 45001, o primeiro padrão internacional relativo a 
Gestão em Segurança e Saúde no Trabalho. Esta norma teve como base a norma 
anterior relacionada ao tema, a OHSAS 18001, de 2007. Ambas, assim como a 
maioria das normas de gestão vigentes, utilizam como metodologia base o ciclo 
PDCA (planejamento, execução, controle e ação), conceito que envolve a melhoria 
contínua de processos. Diante da publicação da nova norma e do contexto 
mencionado, este trabalho buscou verificar como o ciclo PDCA é distribuído nas 
normas, identificar as principais diferenças e similitudes existentes e fazer uma 
análise qualitativa das alterações a fim de identificar quais os impactos decorrentes 
da transição entre as normas. O resultado do trabalho deixa claro o enfoque dado, 
pela nova norma, à integração da organização com o Sistema de Gestão de SST.  
Palavras-chave: Segurança e Saúde no Trabalho, normatização internacional, 
Sistemas de Gestão em Segurança e Saúde no Trabalho e ciclo PDCA.  
  
ABSTRACT 
 
Occupational Health and Safety (OHS) has become, in recent years, an important 
factor in the success of organizations. Changing perspectives on OHS costs was 
critical to this process: investing in OHS is no longer a cost, it has become an 
opportunity to increase the efficiency of organizations. A safe and healthy 
environment provides productivity and competitiveness gains to the organization, as 
well as ensure the ideal condition for the worker to carry out his activities with dignity. 
In this context, standards have been created to offer a standard model for the 
implementation of a Occupational Health and Safety Management System. Over the 
years, several standardization institutions have dedicated themselves to editing this 
type of standard. In 2018, however, the ISO 45001 standard was issued as the first 
international standard about Occupational Health and Safety Management System. 
This standard was based on the previous rule related to the topic, OHSAS 18001, 
2007. Both, as well as most current management standards, use the PDCA cycle as 
a basic methodology (plan, do, check and act), which is a concept that involves the 
continuous improvement of processes. In face of the new standard publication and 
considering the mentioned context, this work intended to: verify how the PDCA cycle 
works in the standards, identify the main differences and similarities and to make a 
qualitative analysis of the changes in order to identify the impacts resulting from the 
transition between the standards. The result of the work makes clear the approach 
given by the new standard to the integration of the organization with the OHS 
Management System. 
 
Keywords: Occupational Health and Safety, international standardization, 
Occupational Health and Safety Management System and PDCA cycle. 
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1 INTRODUÇÃO 
 A norma ISO 45001 foi publicada no ano de 2018, e representa um marco na 
regulamentação da Gestão em Segurança e Saúde no Trabalho. Ela é resultado de 
uma série de esforços no sentido de estabelecer um padrão internacional sobre a 
matéria. Todavia, a edição de seu texto se deu, claramente, com base na norma 
utilizada de forma ampla anteriormente: a OHSAS 18001:2007, que tem o objetivo 
declarado de ―permitir a uma organização controlar os seus riscos de acidentes e 
doenças ocupacionais e melhorar o seu desempenho da SST‖ (OHSAS 18001, 
2007). 
 Gerir é um verbo que representa, basicamente, uma ação humana voltada à 
persecução de um objetivo. Existe a maneira aleatória de gestão, que não envolve a 
aplicação de algum método específico, e a maneira sistematizada. Por meio desta 
última, são utilizados modelos e ferramentas específicas para praticar a gestão. Uma 
das alternativas utilizadas na gestão sistematizada é o ciclo PDCA, que segundo 
Werkema (1995) é ―um método gerencial de tomada de decisões para garantir o 
alcance das metas necessárias à sobrevivência de uma organização‖. Ele envolve a 
execução de quatro etapas: planejamento, execução, verificação e ação; que são 
realizadas de forma cíclica e contínua. 
 Na linha do que preceituam todas as normas de gestão ISO, como a ISO 
9001:2015 (Gestão da Qualidade) e a ISO 14001:2015 (Gestão Ambiental), além da 
OHSAS 18001:2007, a nova ISO 45001:2018 utiliza o ciclo PDCA como método de 
gestão. Juntas, as três normas formam o chamado Sistema de Gestão Integrado, 
que pode ser definido, segundo Karapetrovic e Willborn (1998), como o conjunto de 
processos inter-relacionados que usufruem de recursos da organização para 
alcançar objetivos relacionados com a satisfação dos stakeholders. Devido à 
existência de vários sistemas de gestão numa mesma organização, a integração 
passou a ser uma fonte de redução de custos e melhoria no gerenciamento.  
 Neste contexto, o trabalho realizado buscou analisar como é aplicado o ciclo 
PDCA na nova norma de forma comparativa ao disposto na norma anterior. Para 
isso, foram desenvolvidos os principais conceitos relacionados ao tema: ciclo PDCA, 
sistemas de gestão de SST, sistemas de gestão integrados, além de traçado um 
histórico das normas existentes em relação ao tema. A partir dessa base de 
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conhecimentos, foi definida uma metodologia de pesquisa que culminou com uma 
análise qualitativa de como se comporta o ciclo PDCA nas normas analisadas. As 
duas normas foram então estudadas com maior profundidade a fim de delimitar o 
texto relativo a cada etapa do ciclo PDCA, sendo cada tópico analisado 
comparativamente em momento posterior.  
 Ao final, pôde-se concluir sobre as principais mudanças presentes na norma 
ISO 45001:2018 e suas implicações, especialmente no que diz respeito ao processo 
de melhoria contínua.  
1.1. Objetivo Geral 
 A análise proposta por este trabalho consiste na comparação entre duas 
normas de Gestão de Segurança e Saúde no Trabalho, quer sejam a OHSAS 
18001:2007 e a ISO 45001:2018. Sendo esta sucessora daquela, pretende-se 
analisar comparativamente o texto das duas normas, identificando as principais 
alterações e implicações práticas decorrentes da transição entre elas. Como ambas 
utilizam como base o método de gestão conhecido como ciclo PDCA, este será o 
principal norteador da análise.  
1.2. Objetivos Específicos 
Os objetivos específicos são: 
 Analisar como é distribuído o ciclo PDCA nas normas de Gestão de 
Segurança e Saúde no Trabalho, identificando a proporcionalidade de 
cada etapa do ciclo em cada uma delas;  
 Identificar as diferenças e similitudes entre as normas de Sistemas de 
Gestão em Segurança e Saúde no Trabalho, por meio de uma análise 
de correspondências entre os tópicos, a fim de identificar as principais 
alterações e diferenças de completude entre as normas de acordo com 
o  ciclo PDCA; e 
 Verificar, por meio do comparativo, quais as principais implicações que 
a transição entre as normas pode gerar na gestão de SST das 
empresas. 
1.3. Justificativa 
 Atualmente, existe uma tendência mundial no sentido de reconhecer a 
importância da Segurança e Saúde no Trabalho no funcionamento das 
organizações. Isso porque, além do viés social inerente ao tema, uma organização 
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que possui uma boa gestão de SST é mais produtiva e eficiente. Rebelo (2011) 
argumenta que atualmente o desafio das organizações é manter sua competitividade 
e alcançar suas metas de produtividade, que são cada vez mais difíceis de atingir. 
Diante desse cenário, é preciso que as organizações ―inovem em todos os domínios, 
maximizem a sua eficiência e eliminem tudo o que é desperdício convergindo, 
assim, sinergias e potenciando melhores níveis de desempenho, a um custo global 
progressivamente menor‖ (OLIVERIA, 2017). 
 Na perspectiva das organizações, portanto, a Segurança e Saúde no 
Trabalho deve ser encarada como um investimento, que gera de retorno uma 
produtividade maior, por consequência da satisfação dos empregados, da economia 
com gastos com acidentes e da diminuição dos tempos de parada da linha de 
produção. Na perspectiva do trabalhador, ela proporciona a ele a melhor condição 
de trabalho possível, que seja de um ambiente mais salubre e seguro.  
 Nesse sentido, Franz (2006) afirma que a avaliação dos custos dos acidentes 
pode permitir que a organização perceba que os gastos com um programa de 
Segurança e Saúde no trabalho podem evitar esses custos e, ainda, gerar uma 
alteração positiva na produtividade.  
 A gestão de SST, portanto, representa importante mecanismo para o bom 
funcionamento das mais diversas organizações, e a existência de uma norma 
internacional sobre o tema, como é a recém editada ISO 45001:2018, constitui 
poderoso instrumento nesse sentido. 
 Como já mencionado, a nova norma tem como base a OHSAS 18001:2007, 
norma antecessora que trata da mesma matéria. Conferir um olhar minucioso às 
disposições de ambas de forma comparativa e considerando a estrutura baseada no 
ciclo PDCA torna-se útil na medida em que o conhecimento gerado pode auxiliar e 
direcionar a transição entre as normas, bem como facilitar a implementação da nova 
norma.  
1.4 Estrutura do Trabalho 
 A fim de cumprir com o proposto, a estrutura deste trabalho obedeceu ao que 
segue. Neste primeiro capítulo, portanto, foi elaborada uma introdução do tema, com 
a definição dos objetivos envolvidos e justificativa do trabalho. No segundo capítulo 
foi traçada uma revisão bibliográfica acerca dos principais conceitos envolvidos no 
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tema, como o de ciclo PDCA, sistemas de gestão, Segurança e Saúde no Trabalho, 
normas de gestão e sistemas de gestão integrados. Em seguida, no terceiro 
capitulo, foi definida a metodologia a ser utilizada na análise, em termos de 
pesquisa, campo de observação e coleta de dados.  
 O quarto capítulo foi dedicado à análise comparativa das normas ISO 
45001:2018 e OHSAS 18001:2007. Dentro deste capítulo, o primeiro passo foi 
realizar o estudo da estrutura das normas, verificando qual a correspondência entre 
os tópicos, como o ciclo PDCA está inserido em cada uma delas e qual o grau de 
extensão do texto de uma e outra. Em um segundo momento, foi realizada a análise 
das mudanças existentes entre as duas normas, foi verificada, além da completude 
dos textos, quais as principais consequências de cada alteração. 
 Por fim, no quinto capítulo, foram feitas as conclusões finais sobre a análise, 
bem como abordadas algumas lições aprendidas e recomendações para trabalhos 
futuros.  
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2 REVISÃO BIBLIOGRÁFICA  
 O presente trabalho teve como pilares alguns conceitos que foram essenciais 
para sua elaboração. Assim, o referencial teórico buscou relacionar a visão de 
alguns autores sobre os conceitos de ciclo PDCA e Gestão em Segurança de Saúde 
no Trabalho. Além disso, foi imprescindível trazer alguns conceitos que tangenciam 
o de Sistemas de Gestão em Segurança e Saúde no Trabalho. A partir disso, foi 
traçado um breve histórico das normas relacionadas à gestão, culminando nas 
normas relacionadas a SST, e apresentado o conceito de Sistemas Integrados de 
Gestão.  
2.1 Ciclo PDCA (plan-do-check-act) 
 Conceito aplicado na gestão da melhoria contínua de processos, o ciclo 
PDCA tem sua origem no início do século XX, inicialmente ligado ao controle de 
qualidade da produção. Entretanto, os primórdios da metodologia surgiram antes, 
ligados a pensamentos filosóficos. Galileu trouxe um primeiro esboço ao criar cinco 
passos para a produção de conhecimentos válidos: observação, análise, indução, 
verificação, generalização e confirmação (Lakatos e Marconi, 2004). Ainda no 
âmbito da filosofia, Dewey (1910) foi quem trouxe a primeira ideia de um circuito, ao 
propor que a solução de problemas deveria passar por cinco etapas principais: 
perceber a dificuldade, localizar e definir o problema, sugestão de possíveis 
soluções, desenvolvimento por raciocínio das influências da sugestão, observação 
posterior e experimentação que levem a sua aceitação ou rejeição. Em síntese:  
Figura 1 - Primórdios da metodologia PDCA 
 
 
 
Fonte: elaborado pelo autor com base em Galileu e Dewey 
 Mas, a primeira definição próxima da que conhecemos hoje surgiu a partir de 
demandas da produção em massa, dentro do espectro das organizações industriais. 
Isto porque o processo industrial há tempos já era composto por três fases: 
especificação, produção e inspeção. Moen e Norman (2007) explicam que, diante 
Observação Análise Indução Verificação 
Generalização e 
confirmação 
Perceber a 
dificuldade 
Localizar e definir 
o problema 
Sugerir possíveis 
soluções 
Desenvolver as 
influências 
Observar e 
experimentar 
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desse contexto, Taylor propôs um modelo linear que estruturou a forma de 
funcionamento das indústrias naquela época. O controle da produção deveria ser 
feito com base em três etapas: planejar, executar e ver. Planejava-se por meio da 
emissão das especificações do produto, executava-se pela produção e via-se pela 
inspeção. Posteriormente, o aprimoramento de tal modelo foi feito por Shewhart, 
apresentando as mesmas fases, mas orientadas de forma cíclica. Segundo o autor, 
trata-se de ―processos científicos dinâmicos de aquisição de conhecimento‖. Logo, 
com a contribuição de Shewhart, os resultados da etapa ―ver‖ passaram a ser 
considerados no planejamento. As Figuras 2 e 3 mostram os dois modelos acima 
citados. 
Figura 2 - Controle de produção segundo Taylor 
 
Fonte: elaborado pelo autor com base em Taylor  
Figura 3 - Controle de produção segundo Shewhart 
 
Fonte: elaborado pelo autor com base em Shewhart 
 A partir das definições de Shewhart, Deming, um dos gurus da qualidade, foi 
o responsável pela propagação da ferramenta, levando-a para o Japão da década 
de 50. Entretanto, Ishikawa (1968), outro guru, criticou o modelo considerando que o 
verbo ―ver‖ ―[...] propicia a atitude passiva de apenas se manter em expectativa‖. O 
Planejar 
(especificação) 
Executar 
(produção)  
Ver 
(inspeção) 
Especificação 
Produção 
Inspeção 
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termo foi substituído por ―agir‖, além de ser incorporado à fase de verificação, 
finalmente sendo adotado o modelo do ciclo PDCA que conhecemos hoje.  
 Atualmente, a utilização de tal metodologia se dá em conjunto com outras, 
especialmente ligadas a qualidade. Uma dessas combinações é com o Método de 
Análise e Soluções de Problemas - MASP. Segundo Santos, Christo e Motta (2010), 
com o apoio do ciclo PDCA, o MASP busca a melhoria contínua de cada processo.  
 A Figura 4 mostra, para cada uma das quatro etapas, quais as sub etapas 
que a compõem: 
Figura 4 - Ciclo PDCA combinado ao MASP 
PDCA FLUXO ETAPA 
P 1 Identificação do 
Problema 
2 Observação 
3 Análise 
4 Palno de ação 
D 5 Execução 
C 6 Verificação 
A 7 Padronização 
8 Conclusão 
 
Fonte: Falconi (2014) 
 Portanto, podemos elencar 8 principais etapas do ciclo PDCA, segundo 
Falconi (2014): 
1. Identificação do problema: envolve definir claramente o problema e 
reconhecer a sua importância dentro da organização; 
2. Análise do fenômeno: verificar quais as características mais específicas do 
problema, buscando ter a visão mais ampla possível do que está envolvido;  
3. Análise do processo: tentar identificar quais as principais causas do problema; 
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4. Elaborar os planos de ação: a partir das causas fundamentais, devem-se 
elaborar planos de ação que as bloqueiem;  
5. Executar os planos de ação: se elaborados corretamente, irão bloquear as 
causas fundamentais; 
6. Controlar a eficácia dos planos de ação: verificar a efetividade do bloqueio;  
7. Agir corretivamente, se necessário: realizar as alterações necessárias à 
obtenção do resultado; e 
8. Atuar e estabelecer os padrões, caso o resultado seja alcançado: os padrões 
devem ser aqueles que previnam o reaparecimento do problema.  
 Dessa forma, o PDCA tornou-se um conceito amplamente utilizado quando se 
trata de processos que visam a melhoria contínua. Importante ressaltar que, como 
conceito, ele é aplicável a vários métodos de gestão, afinal, um conceito é resultado 
de uma lógica e representa uma ideia, enquanto o método utiliza conceitos de forma 
prática. O conceito PDCA, portanto, possui aplicação em diversos métodos, por 
exemplo, em normas de qualidade, em métodos de análise e solução de problemas 
e na gestão em Segurança e Saúde no Trabalho, esta que será o foco deste 
trabalho. Tais métodos sempre estão inseridos, em alguma medida, em um modelo 
de gestão, assunto que será tratado com maior detalhe no tópico a seguir.
 Ainda em relação às etapas do ciclo PDCA, é importante ressaltar um aspecto 
que será importante para a análise desenvolvida neste trabalho.  As etapas de 
planejamento e execução são mais genéricas no que tange à sua aplicabilidade, já 
que, como se pode perceber pelo detalhamento de cada etapa exposto acima, são 
moldáveis aos mais diversos ambientes. Embora existam diretrizes gerais, cada 
organização que irá aplica-las de acordo com suas peculiaridades. Por outro lado, as 
etapas de controle e ação são mais específicas, afinal, envolvem aspectos 
particulares de cada organização para serem efetivados. Para exemplificar tal 
relação, elaborou-se o diagrama mostrado na Figura 5: 
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Figura 5 - Planejamento e Execução vs. Controle e Ação 
 
Fonte: elaborado pelo autor  
 Ora, na análise proposta por este trabalho, é de grande importância perceber 
se a nova norma, a ISO 45001:2018 possui mecanismos que a torna dinâmica o 
suficiente a ponto de aderir aos mais diversos ambientes que se propõe a ser 
aplicada. E mais, se implementada, qual a sua evolução dentro de um espaço de 
tempo. 
2.2 Sistemas de Gestão em Segurança e Saúde no Trabalho 
 Este tópico irá orientar o leitor a identificar, dentro de um universo de 
conceitos, qual o âmbito de estudo deste trabalho. Isso ocorrerá pela exploração dos 
estilos e modelos de gestão, pela conceituação de ―sistemas de gestão‖ e pela 
delimitação do que seria um sistema de gestão em segurança e saúde no trabalho. 
 A gestão, por si só, é o meio pelo qual são concretizados projetos, resolvidos 
problemas dentro de uma organização. Segundo Dias (2018), é ―lançar mão de 
todas as funções e conhecimentos necessários através de pessoas para atingir os 
objetivos de uma organização de forma eficiente e eficaz‖. Note, gestão compreende 
mais que administração, embora alguns autores considerem como conceitos 
equivalentes, na medida em que lida com a organização como um todo 
(administração, vendas, financeiro, marketing...).  
 Um dos maiores desafios da gestão, independente do lapso temporal tratado, 
é a imprevisibilidade. Os problemas enfrentados, os resultados indesejáveis, 
normalmente decorrem de fatores que não estão sob o controle da administração. 
Como tal fato pode gerar perdas, estas nos mais diversos sentidos, a gestão tem 
papel crucial no tratamento dessas imprevisibilidades. Gerir significa ―tomar decisão 
e agir em ambiente de incerteza e competição, procurando mobilizar pessoas na 
busca de soluções para atendes as necessidades ilimitadas, dispondo de recursos 
limitados‖ (CERQUEIRA, 2006, p. 13.).   
Diretrizes 
Especificidades 
Planejamento e Execução 
Especificidades 
Diretrizes 
Controle e Ação 
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 Dependente da dinâmica da sociedade, a gestão evoluiu ao longo do tempo, 
sempre impulsionada pelas exigências do mercado e foco dos negócios, e isso 
gerou vários níveis de complexidade. Segundo Cerqueira (2006, p. 14.): 
 Cada nível de complexidade está associado a um certo grau de 
desconhecimento, ou seja, a uma incerteza. Qualquer afirmativa, 
qualquer tomada de decisão envolve risco. Buscando melhor 
compreender o ambiente de negócio, bem como reduzir os riscos do 
processo de decisão, muitos estudiosos desenvolveram teorias, 
técnicas e modelos visando a fornecer ferramentas à gestão. 
 Veremos a seguir que associada à evolução da gestão, foram adotados 
diferentes estilos. Tais definições culminam no entendimento da principal motivação 
para utilização de sistemas de gestão.  
2.2.1 Segurança e Saúde no Trabalho 
 O trabalho ocupa parte significativa da maioria das pessoas. De forma 
simplista, um indivíduo passa cerca de 40 horas por semana em seu ambiente 
laboral. Diante deste fato, é importante assegurar a premissa de que os ambientes 
de trabalho estejam em condições seguras e saudáveis.  
 O termo ―saúde‖, segundo a Organização Mundial da Saúde (OMS), significa 
um ―estado de bem estar físico, mental e social, e não meramente a ausência de 
doenças ou enfermidades‖. Já o termo ―segurança‖, segundo Brauer (1994), pode 
ser considerado ―o estado de estar livre de riscos inaceitáveis de danos‖. Unindo os 
dois conceitos, Benite (2004) construiu o seguinte sobre a segurança e saúde no 
trabalho: ―o estado de estar livre de riscos inaceitáveis de danos nos ambientes de 
trabalho, garantindo o bem estar físico, mental e social dos trabalhadores‖. 
 A segurança e saúde no trabalho, portanto, tem como principais objetivos: 
 A promoção e a manutenção dos mais elevados níveis de bem-
estar físico, mental e social dos trabalhadores de todos os 
sectores de atividade; 
 A prevenção para os trabalhadores de efeitos adversos para a 
saúde decorrentes das suas condições de trabalho; 
 A proteção dos trabalhadores no seu emprego perante os riscos 
resultantes de condições prejudiciais à saúde; 
 A colocação e a manutenção de trabalhadores num ambiente de 
trabalho ajustado às suas necessidades físicas e mentais; e 
 A adaptação do trabalho ao homem.  
(Bureau Internacional do Trabalho, 2009) 
 A Organização Internacional do Trabalho, na mesma linha, define que o 
objetivo da SST é justamente ―promover e manter um elevado grau de bem-estar 
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físico, mental e social dos trabalhadores em todas suas atividades, impedir qualquer 
dano causado pelas condições de trabalho e proteger contra os riscos da presença 
de agentes prejudiciais à saúde‖2. 
 A manutenção de um ambiente laboral seguro e saudável depende, além de 
um programa de SST adequado, do empenho dos órgãos de gestão e de uma 
participação ativa dos trabalhadores. Veremos a seguir o papel da gestão no âmbito 
de SST.  
2.2.2 Estilos de Gestão 
 Autores divergem sobre as etapas da evolução da gestão. Entretanto, algo 
unânime é o marco em que se percebeu que a abordagem reativa não seria a 
melhor opção para lidar com a solução de problemas na organização. O estilo 
reativo de gestão, ou gestão sobre os efeitos, segundo Cerqueira (2006, p. 12), é 
aquele onde a forma de lidar com a situação indesejável envolve apenas a corrigir, 
eliminar ou mitigar o acontecimento. 
 O problema dessa abordagem é a não identificação e tratamento da causa 
das falhas, o que pode facilmente gerar custos posteriores com o reaparecimento da 
situação. Ressalta Cerqueira (2006, p. 15), entretanto: ―não que a abordagem 
reativa deixe de ser importante ou necessária, mas o ganho que se proporciona para 
o conhecimento não é incorporado na gestão, uma vez que as causas dos 
problemas não são eliminadas‖. Ou seja, considerando o potencial aprendizado que 
pode ser adquirido a partir das falhas, a abordagem reativa não é a mais indicada.  
 Além da abordagem reativa, podemos citar outros três importantes estilos de 
gestão: corretivo, preventivo e preditivo. Embora estejamos falando de modelos de 
gestão, uma analogia aos tipos de manutenção tornam mais simples a definição dos 
conceitos. Para traçar tal paralelo, devemos considerar a quebra de um sistema 
como o problema enfrentado pela gestão da organização.  
 No molde corretivo, a manutenção significa, segundo Slack (2002), ―deixar as 
instalações continuarem a operar até que quebrem. O trabalho de manutenção é 
realizado somente após a quebra do equipamento ter ocorrido [...]‖. No âmbito da 
gestão: 
                                                 
2
 INTERNATIONAL LABOUR ORGANISATION. Objetivo da Segurança e Saúde no Trabalho. 
Disponível em: <http://www.ilo.org> Acesso em 20 out. 2018. 
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[...] requer investigação, identificação e análise das causas reais da 
não-conformidade. O conhecimento e a compreensão dessas causas 
permitem a definição de ações efetivas para impedir que as não 
conformidades detectadas voltem a ocorrer. (CERQUEIRA, 2006, p. 
15) 
 Ou seja, no modelo corretivo a atuação ocorre após a falha, como no reativo, 
mas nesse caso o tratamento é feito a fim de impedir a reincidência do fato.  
 Ainda utilizando a analogia proposta, a abordagem preventiva ―visa eliminar 
ou reduzir as probabilidades de falhas por manutenção [...] das instalações em 
intervalos de tempo pré-planejados‖, segundo Slack (2002). Em contraponto às 
ações corretivas, portanto: 
Enquanto a ação corretiva visa a evitar a repetição de uma não-
conformidade, a ação preventiva está dirigida para impedir ou 
minimizar a probabilidade de sua ocorrência, considerando todos os 
fatores envolvidos: produtos, processos, recursos, padrões e 
requisitos. Todas as ações planejadas e sistematizadas 
caracterizam-se como preventivas. (CERQUEIRA, 2006, p. 16) 
 Por fim, como afirma Nepomuceno (1985), as ações preditivas partem da 
ideia que, ―através de análises comportamentais dos equipamentos, pode-se prever 
sua intervenção o mais próximo possível da falha, porém antes que ela ocorra‖. Ou 
seja: 
As ações preditivas são aquelas que uma organização adota para se 
antecipar às circunstâncias futuras que demonstram, pela análise de 
tendência estar na iminência de ocorrer. Exigem um monitoramento 
constante do cenário de negócio, das novidades e das tendências de 
mercado, políticas, tecnológicas e de costume. (CERQUEIRA, 2006, 
p. 16) 
 Diante do exposto, podemos concluir que os estilos corretivo, preventivo e 
preditivo de gestão são os que propiciam o aprendizado do sistema. Logo, a partir 
do que já foi dito sobre a método PDCA, podemos verificar que tais estilos estão 
intimamente ligados ao processo de melhoria contínua dos processos. Em resumo, , 
segundo Cerqueira (2006, p. 18), podem-se dispor as três abordagens de gestão, e 
suas principais características, conforme mostra a Tabela 1: 
Tabela 1 – Resumo das abordagens de Gestão 
Abordagem Atuação da gestão Foco da gestão 
Reativa Atua sobre os efeitos 
indesejáveis eliminando as não-
conformidades dos produtos. 
Também chamada ação de 
disposição ou correção do 
No controle do produto, 
assegurando sua conformidade. 
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produto. 
Corretiva Atua nas causas das não-
conformidades de forma a evitar 
sua repetição. 
No controle do processo e no 
controle do produto. Além das 
ações corretivas, inclui as ações 
reativas necessárias. 
Preventiva Atua nas causas potenciais dos 
problemas e das não-
conformidades de maneira a 
evitar sua ocorrência, em função 
dos riscos envolvidos. 
No planejamento, controle e 
melhoria do sistema que engloba 
a interdependência entre 
produtos, processos, padrões e 
recursos disponíveis. Inclui as 
ações de controle e de melhoria 
dos processos e controle e 
melhoria dos produtos.  
Preditiva Atua nas tendências do mercado, 
incluindo clientes, demandas, 
tecnologias, inovações, produtos 
substitutivos, concorrência, 
legislação e outras mudanças 
potenciais. 
No planejamento, controle e 
melhoria do negócio, buscando 
assegurar sua perpetuação. 
Necessita de um sistema de 
gestão que lhe dê suporte nas 
contingências das mudanças.  
Fonte: Cerqueira (2006) 
2.2.3 Sistemas de Gestão 
 A partir do enfoque dado aos estilos de gestão e à sua relação com o ciclo 
PDCA, passa-se à análise de um conceito mais amplo, que envolve o método pelo 
qual a gestão é feita nas empresas. Na medida em que a complexidade da gestão 
aumentou, a adoção da divisão de esforços como principal metodologia para 
resolução de problemas deixou de ser suficiente. Feigenbaum (1968) analisa que, a 
partir da teoria dos sistemas, o conceito de progresso por meio da divisão de 
esforços é complementado pelo conceito de progresso por meio da integração de 
esforços. Um sistema, a partir dessa perspectiva de análise, pode ser considerado, 
segundo Ackof (1999), ―um conjunto de elementos dinamicamente relacionados que 
interagem entre si para funcionar como um todo‖, ou simplesmente um ―conjunto de 
elementos interdependentes que funciona como uma estrutura organizada‖ 
(AULETE, 2008). 
 Unindo os conceitos de ―gestão‖ e ―sistemas‖, chegamos ao conceito de 
sistema de gestão da norma de Gestão de SST BS-8800, elaborada pela British 
Standard Institution (BSI): ―um conjunto, em qualquer nível de complexidade, de 
pessoas, recursos, políticas e procedimentos; componentes esses que interagem de 
um modo organizado para assegurar que uma tarefa é realizada, ou para alcançar 
ou manter um resultado específico‖. Um sistema de gestão em segurança e saúde 
do trabalho, portanto, apenas indica que SST é o seu propósito. Outros sistemas de 
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gestão, como os de qualidade, ambiental, de responsabilidade social seguem a 
mesma lógica.  
 O principal objetivo de um Sistema de Gestão em Segurança e Saúde no 
Trabalho é evitar a ocorrência de acidentes. Segundo Ferreira (1988), um acidente 
pode ser conceituado como ―acontecimento infeliz, casual ou não, e de que resulta 
ferimento, dano, estrago, prejuízo, avaria, ruína etc.; desastre‖. Os pontos de 
atenção dentro do conceito que para este trabalho são relevantes são aqueles 
relacionados à causalidade e temporalidade.  
 Primeiro, ressalta-se que um acidente pode decorrer de um acaso - quando 
não possui causas bem definidas - assim como de causas determináveis. Segundo, 
é importante dizer que se considera acidente não apenas aqueles eventos dos quais 
resultem consequências imediatas, ou seja, não existe alguma relação de 
temporalidade entre o acontecimento e suas consequências. Um exemplo disso, 
dentro do âmbito da SST, é a ocorrência de doenças ocupacionais, cujas 
consequências são posteriores, mas são consideradas acidentes. 
 Embora o próximo tópico deste trabalho verse sobre as Normas de Gestão 
em SST, convém trazer à baila o conceito de acidente utilizado pelas principais 
normas. Elas o consideram um ―evento indesejável que resulta em morte, problemas 
de saúde, ferimentos, danos e outros prejuízos‖3. Considerando a visão 
prevencionaista, aquela onde se busca a antecipação de contextos a fim de evitar 
que os acidentes ocorram, torna-se relevante a conceituação do chamado ―quase-
acidente‖, classificado como ―um evento não previsto que tinha potencial de gerar 
acidentes‖, de acordo com as principais normas que tratam sobre o assunto. A 
identificação destes permite, justamente, que a empresa perceba quais pontos 
precisam de alguma revisão, atuando a fim de reduzir a probabilidade de ocorrência 
de acidentes reais.  
 Vários estudos foram realizados a fim de determinar o comportamento dos 
acidentes e ―quase-acidentes‖ em organizações. O resultado unânime entre eles é 
que, se fizermos uma analogia a uma pirâmide, numericamente os ―quase-
acidentes‖ estarão na base seguidos pelos acidentes reais, divididos por sua 
gravidade. Essa pirâmide possui um formato geral para os principais estudos 
                                                 
3
 BS-8800 e BSI-OHSAS-18001 
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realizados4. Na Figura 5, abaixo, é apresentada a pirâmide de Bird. Explica Tuffi 
(2011) que após seu estudo, Bird chegou à proporção de 1:10:30:600, ou seja, para 
cada morte, ocorrem 10 danos físicos leves, 30 danos materiais e 600 incidentes 
amenos, em média: 
Figura 5 – Pirâmide de Bird 
 
Fonte: Tuffi (2011) 
 Logo, é possível perceber que a atuação da empresa deve ir além do controle 
dos acidentes reais, – o que parece ser o foco das organizações – pois a realização 
de um controle que reduza ou elimine os ―quase-acidentes‖ – o que significa atuar 
na base da pirâmide – é algo muito mais eficiente.  
 Convém, neste ponto, mencionar que o termo acidente, acima conceituado, é 
um gênero que comporta algumas espécies. Uma delas é o acidente de trabalho, 
cujo conceito está disposto no artigo 19 da Lei n° 8.213/1991: 
Art. 19.  Acidente do trabalho é o que ocorre pelo exercício do 
trabalho a serviço de empresa ou de empregador doméstico ou pelo 
exercício do trabalho dos segurados referidos no inciso VII do art. 11 
desta Lei, provocando lesão corporal ou perturbação funcional que 
cause a morte ou a perda ou redução, permanente ou temporária, da 
capacidade para o trabalho. 
 Nota-se que o objetivo do legislador ao redigir tal diploma foi tão somente 
resguardar os direitos do trabalhador perante a ocorrência de um acidente do 
trabalho. Entretanto, sem críticas a essa posição, o conceito é como um alerta às 
organizações, que a partir da Lei 8.213/1991, se tornam possuidoras de obrigações 
decorrentes do acidente. Este é um outro motivo pelo qual os Sistemas de Gestão 
em Segurança e Saúde no Trabalho buscam adotar uma visão prevencionista. 
                                                 
4
 Várias autores representaram as relações entre acidentes e ―quase-acidentes‖ por meio de 
pirâmide, como o estudo de Henrich (1959), Fletcher (1972) e Bird (1969). 
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 A atuação acima mencionada relacionada a acidentes, permite que a 
organização conheça os perigos presentes no seu ambiente. As normas BSI-
OHSAS-18001 e BS-8800, ambas normas editadas pela BSI que tratam sobre a 
Gestão de SST, conceituam perigo como ―fonte ou situação com potencial de 
provocar lesões pessoais, problemas de saúde, danos à propriedade, ao ambiente 
de trabalho, ou uma combinação desses fatores‖. O perigo pode ter graus de risco, 
sendo o risco uma ―combinação da probabilidade e das consequências de ocorrer 
um evento perigoso‖. Ou seja, ―risco‖ é uma espécie do gênero ―perigo‖.  
 Se já não bastasse a representação acima da relação entre acidentes e 
―quase-acidentes‖, existem outros fatores que corroboram à existência de um 
SGSST. Um deles é o custo. Heinrich, em 1926 mostrou que os custos indiretos 
decorrentes de um acidente do trabalho são quatro vezes superiores aos custos 
diretos, o que fez com que se percebesse que o investimento na prevenção dos 
acidentes – em termos de custos para a organização – era algo muito mais 
vantajoso que a reparação dos danos causados.  
 Nesse enfoque prevencionista, os custos de acidentes podem ser vistos como 
custos de não-segurança, e por decorrerem de diversas variáveis e envolverem 
diversos atores, a mensuração é difícil. Da mesma forma, se a organização adota 
meios de prevenção, a eles está associado um custo de segurança. Conhecer estes 
dois tipos de custos pode ser algo determinante à atuação da empresa na 
Segurança e Saúde do Trabalho, pois são variáveis importantes para a tomada de 
decisão pelos diretores e gerentes. Em resumo, e como considera Benite (2004), 
enquanto os custos de segurança remetem à prevenção, os custos de não-
segurança estão relacionados ao tratamento de consequências. 
 Outro aspecto que incita a adoção de um SGSST é a responsabilidade social 
da organização. As atividades realizadas por uma organização afetam o ambiente 
externo, o que a leva a ser responsável por esses efeitos. Há algum tempo, a 
responsabilidade social era vista como um trade off em relação aos objetivos 
econômicos da empresa. Entretanto, esta visão já foi superada, uma vez que para 
Benite (2004) ―uma empresa é socialmente responsável se desempenha seu papel 
econômico na sociedade produzindo bens e serviços, gerando empregos, retorno 
para os seus acionistas dentro das normas legais e éticas da sociedade‖.  
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 Um dos pontos relevantes quando se fala em responsabilidade social de uma 
organização é a questão dos acidentes de trabalho. Logo, estamos diante de outro 
objeto a ser tratado pelos Sistemas de Gestão de SST.  
2.3 Histórico das Normas de Gestão 
 As normas de sistemas de gestão têm sido cada vez mais difundidas 
mundialmente. Já em 1979, a British Standards Institution5 editou a primeira norma 
de sistemas de gestão, a BS-5750, que falava sobre sistemas de qualidade. Já em 
1992, a instituição publicou a BS-7750, que tratava de sistemas de gestão 
ambiental. De fato, estas duas normas são as que nortearam a criação das normas 
mais conhecidas sobre qualidade e gestão ambiental, quer sejam a ISO-9001 e a 
ISO-14001, respectivamente, criadas pela Organização Internacional de 
Padronização (ISO)6.  
 Posteriormente, já tendo publicado normas sobre sistemas de gestão de 
qualidade (BS-5750) e sistemas de gestão ambiental (BS-7750), a British Standards 
Institution também foi pioneira na criação da primeira norma que trata sobre 
sistemas de gestão de SST ao publicar a BS-8800. Esta norma obteve grande 
sucesso mundial, sendo adotada por vários setores industriais, ao propor três 
principais objetivos: minimizar os riscos para os trabalhadores e outros; aprimorar o 
desempenho da empresa; e ajudar as empresas a estabelecerem uma imagem 
responsável no mercado em que atuam.  
 Ainda sobre a BS-8800, ela basicamente elenca vários requisitos que servem 
como base para a projeção do sistema de gestão. Os requisitos são bastante 
genéricos, uma vez que foram elaborados a fim de serem compatíveis com qualquer 
tipo de empresa. A Tabela 2 traz os requisitos, que formam também a estrutura, da 
norma. 
 Ocorre que, por ser genérica e conter apenas recomendações, a BS-8800 
não permitia que fossem emitidas certificações, e em dado momento as empresas 
não se contentaram em ter uma gestão melhor em SST, elas queriam demonstrar 
aos parceiros que a sua atuação era responsável em relação à Segurança e Saúde 
no Trabalho. Este fato fez com que surgissem algumas normas para fins de 
                                                 
5
 Organismo normalizador da Grã-Bretanha. 
6
 A International Organization for Standardization ou Organização Internacional de Padronização 
(ISO) foi criada em 1946 como uma confederação internacional de órgãos nacionais de normalização 
de todo o mundo. 
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certificação. Entretanto, os conteúdos eram diferentes, foram criados vários formatos 
de certificação, surgindo logo a necessidade de uma norma internacional, passível 
de certificação dos sistemas de gestão de SST.  
 Inicialmente, a ISO se reuniu com a Organização Internacional do Trabalho 
(OIT) a fim de publicar normas internacionais sobre SGSST. Entretanto, a primeira 
tentativa, em 1995, restou infrutífera uma vez que a ISO concluiu que seria 
competência da OIT a elaboração desse tipo de norma. A OIT, então, criou um guia 
que contém diversos requisitos que devem compor um SGSST, o ILO-OSH, 
dispostos também na Tabela 2. 
 O processo de elaboração do ILO-OSH foi longo, começou em 1998 e 
terminou apenas em 2001. Em 1999, diante da pressão das empresas, estimulada 
pela necessidade da certificação em SGSST, alguns organismos de certificação 
internacional participaram da elaboração de outra norma, sob a coordenação do 
British Standards Institution. Essa norma foi a BSI-OHSAS-180017. Dada a 
instituição que coordenou a criação desta, é claro que a estruturação se deu com o 
molde da BS-8800. Os requisitos da BSI-OHSAS-18001 encontram-se na Tabela 2, 
abaixo: 
Tabela 2 - Requisitos/estrutura das principais normas sobre GSST 
BS-8800 Guia ILO-OSH BSI-OHSAS-18001 
4.0.1 Generalidades 3.1 Política de Segurança 
e Saúde 
4.1. Requisitos gerais 
4.0.2 Levantamento da 
situação inicial 
3.2 Participação do 
trabalhador 
4.2. Política de SST 
4.1 Política de SSO 
(Segurança e Saúde 
Ocupacional) 
3.3 Responsabilidade e 
prestação de contas 
4.3 Planejamento 
4.2.1 Generalidades do 
Planejamento 
3.4 Competência e 
treinamento 
4.3.1. Planejamento para 
identificação de perigos, 
avaliação e controle de 
riscos 
4.2.2 Avaliação de Risco 3.5 Documentação do 
Sistema de Gestão de 
SSO (Segurança e Saúde 
Ocupacional) 
4.3.2. Exigências legais e 
outras 
4.2.3 Requisitos legais e 
outros 
3.6 Comunicação 4.3.3. Objetivos 
4.2.4 Providências para a 3.7 Análise crítica inicial 4.3.4. Programa(s) de 
                                                 
7
 OHSAS – Occupational Health and Safety Assessment Series É uma organização cuja missão é 
essencialmente prevenir mortes e doenças relacionadas ao trabalho. 
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gestão da SSO gestão de SST 
4.3.1 Estrutura e 
Responsabilidade 
3.8 Planejamento, 
desenvolvimento e 
implementação do 
sistema 
4.4 Implementação e 
operação 
4.3.2 Treinamento, 
conscientização e 
competência 
3.9 Objetivos de 
segurança e saúde 
4.4.1. Estrutura e 
responsabilidade 
4.3.3 Comunicações 3.10 Prevenção de 
perigos 
4.4.2. Treinamento, 
conscientização e 
competência 
4.3.4 Documentação do 
sistema de gestão da 
SSO 
3.10.1 Prevenção e 
medidas de controle 
4.4.3. Consulta e 
comunicação 
4.3.5 Controle de 
documentos 
3.10.2 Gerenciamento de 
mudanças 
4.4.4. Documentação 
4.3.6 Controle operacional 3.10.3 Prevenção de 
emergências, preparação 
e resposta 
4.4.5. Controle de 
documentos e de dados 
4.3.7 Preparação e 
resposta a emergências 
3.10.4 Compras 4.4.6. Controle 
operacional 
4.4.1 Monitoramento e 
medição 
3.10.5 Contratação 4.4.7. Preparação e 
atendimento a 
emergências 
4.4.2 Ação corretiva 3.11 Medição e 
monitoramento de 
desempenho 
4.5 Verificação e ação 
corretiva 
4.4.3 Registros 3.12 Investigação, lesões 
relacionadas ao trabalho, 
problemas de saúde, 
doenças e incidentes e 
seus impactos no 
desempenho em 
segurança e saúde 
4.5.1. Medição e 
monitoramento do 
desempenho 
4.4.4 Auditoria 3.13 Auditoria 4.5.2. Acidentes, 
incidentes, não-
conformidades e ações 
preventivas e corretivas 
4.5 Levantamento 
gerencial 
3.14 Análise crítica pela 
administração 
4.5.3. Registros e gestão 
de registros 
 3.15 Ações preventivas e 
corretivas 
4.5.4. Auditoria 
 3.16 Melhoria contínua 4.6. Análise crítica pela 
administração 
Fonte: elaborado pelo autor 
 Embora cause certo desconforto essa espécie de ―sobreposição de criação‖ 
das normas, Dias (2003) afirma que, exceto alguns poucos, a maioria dos requisitos 
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presentes na ILO-OSH estão presentes na BSI-OHSAS-18001. A Figura 6 mostra o 
quadro que o autor elaborou a fim de comparar os requisitos das duas normas: 
Figura 6- ILO-OSH x BSI-OHSAS-18001 
 
Fonte: Dias (2003) 
 Por fim, no ano de 2018, foi publicada a norma ISO 45001. Ela: 
(...) especifica os requisitos, com orientações para sua utilização para 
estabelecer, implementar, manter e melhorar continuamente um 
sistema de gestão da SSO (Segurança e Saúde Ocupacional) para 
qualquer organização, independentemente de tamanho, atividade ou 
localização. 
(...) 
Se integra com outros sistemas de gestão; 
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Fornece uma abordagem integrada para gestão organizacional; 
Reflete os ambientes cada vez mais complexos em que as 
organizações operam; e 
Melhora a capacidade de uma organização para gerenciar seus 
riscos de saúde e segurança.(BSI Group, 2018, p. 2.) 
 As normas ISO são internacionais. Logo, a ISO 45001 é a primeira norma 
internacional de Segurança e Saúde Ocupacional.  
 Neste ponto, convém mencionar a estrutura geral da normatização editada 
pela Organização Internacional de Padronização – ISO. Normalmente, para cada 
assunto abordado pela ISO, é editada uma série de normas. Existe, portanto a série 
14000, que trata de gestão ambiental, a série 9000, que fala sobre a gestão da 
qualidade. Por exemplo, no caso desta última, a série 9000 contém cinco normas 
associadas. A ISO 9000 traça diretrizes para seleção e uso das outras quatro 
normas, enquanto a ISO 9001 traz um modelo de garantia da qualidade que engloba 
as áreas de projeto/desenvolvimento, produção, instalação e assistência técnica. A 
ISO 9002 é um modelo de garantia da qualidade que engloba a produção e a 
instalação, e a ISO 9003 é um modelo de garantia da qualidade em inspeção e 
ensaios finais. Por último, a ISO 9004 apresenta diretrizes para a implementação de 
um sistema de gestão de qualidade. 
 Até o momento, em relação à série 45000, que trata da gestão de SST, existe 
apenas a norma ISO 45001:2018, que dispõe sobre os requisitos do sistema de 
gestão de SST e traça orientações para uso do documento. Todavia, o Instituto 
Britânico de Normatização (British Standards Institution – BSI) editou um guia para 
implementação da ISO 45001:2018, a norma BS 45002, que ainda não foi traduzida 
para o português. Assim, no âmbito de normatização internacional, até o momento 
existe apenas a ISO 45001:2018.  
 Traçado o histórico das normas de sistemas de gestão, podemos resumi-lo 
como o disposto na Figura 7, abaixo: 
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Figura 7 - Histórico das normas de sistemas de gestão 
 
Fonte: elaborado pelo autor 
 Com o passar do tempo, verificou-se que os sistemas de gestão têm em 
comum diversos requisitos, além das normas terem uma estrutura compatível entre 
si. Segundo Cerqueira, os requisitos compartilhados entre as normas de qualidade, 
meio ambiente e segurança e saúde ocupacional são: 
 A necessidade de identificar a atender aos requisitos das partes 
interessadas no negócio; 
 A necessidade de estabelecer, disseminar e manter políticas e 
objetivos capazes de serem medidos por intermédio de metas 
bem definidas, implementadas e melhoradas por meio de 
programas apropriados (...); 
 A necessidade de um sistema de gestão documentado que 
permita a implementação efetiva dessas políticas e objetivos e a 
melhoria contínua do próprio sistema, aumentando sua 
capacidade de atender aos requisitos especificados; 
 A necessidade de exercer controle sobre os documentos e dados 
desses sistemas; 
 A necessidade de coletar, e manter sob controle registros que 
evidenciem que é feito aquilo que deve ser feito; 
 A necessidade de assegurar a competência, a conscientização e 
os treinamentos específicos em todos os níveis da organização 
(...); 
 A necessidade de estabelecer e manter procedimentos de 
controle operacional (...); 
 A necessidade de manter os equipamentos de monitoramento e 
medição sob controle, calibrados e em condições adequadas de 
uso; 
 A necessidade de estabelecer e manter procedimentos para 
controle das não-conformidades observadas e para a tomada de 
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ações reativas, mitigadoras, remediadoras, corretivas e 
preventivas; 
 A implementação de um processo de auditorias internas (...); 
 A implementação das atividades de Análise Crítica pela 
Administração, para medir a eficácia do sistema no atendimento 
aos requisitos necessários, às políticas e aos objetivos e metas 
estabelecidos;  
 A necessidade de repassar para seus fornecedores os requisitos 
essenciais que assegurem que seus produtos e processos serão 
adequados no tocante à qualidade, ao desempenho ambiental, à 
segurança e saúde ocupacional e à responsabilidade social. 
(CERQUEIRA, 2006, p. 49 e 50) 
 Assim, verifica-se que a compatibilidade das normas em questão possibilita 
uma espécie de aplicação em cascata, onde a implantação de uma gera a deixa e 
facilita a implantação das outras. Os gráficos representados na Figura 8, emitidos 
pelo Instituto Nacional de Metrologia, Qualidade e Tecnologia – INMETRO em 
relação às normas ISO 9001 e 14001 evidenciam tal constatação: 
Figura 8 - Número de Certificações no Brasil para ISO 9001 e 14001 
 
 
Fonte: INMETRO, 2019 
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 Nos tópicos a seguir será abordado o conceito de sistema de gestão 
integrado, o que deixará muito mais clara a relação de aplicabilidade entre as 
normas.  
2.4 Sistemas de gestão integrados 
 O histórico acima traçado mostrou o desenvolvimento das normas gestão. 
Inicialmente desenvolvidas com foco na qualidade, passaram a demonstrar também 
a preocupação das empresas com o meio ambiente e segurança e saúde no 
trabalho.  
Com a evolução dos produtos e serviços e das próprias 
organizações, a sociedade começou a cobrar além da qualidade. A 
preocupação com o meio ambiente virou foco nos meios de 
comunicação e as organizações começaram a se preocupar com a 
saúde e segurança e a qualidade de vida dos seus funcionários. 
(SENAI, 2012, p. 137) 
 Outro aspecto elencado em tópico anterior foi a transição do modo de gerir, 
que passou de progresso pela divisão de esforços para progresso pela integração 
de esforços. Ao fazer a analogia ao conceito de sistemas, e ao perceber que os 
requisitos das normas de gestão se repetiam (vide tópico anterior), começou-se a 
implementá-los de forma conjunta, buscando uma verdadeira integração. Afinal, se 
existem requisitos comuns, aplicar cada um deles apenas uma vez garante mais 
eficiência à organização. Assim sendo: 
A ideia central dos Sistemas de Gestão integrados é reduzir a 
duplicação de recursos no aspecto de implantação, documentação, 
treinamento, auditoria, entre outros, facilitando a manutenção dos 
sistemas. (SENAI, 2012, p. 142) 
 Martins (2000) afirma que várias deficiências podem ser eliminadas a partir de 
―um sistema gerencial integrado e modular capaz de manipular as três áreas de 
maneira consistente‖. Além disso: 
O SGI (Sistema de Gestão Integrado) tem foco na prevenção, ou 
seja, durante o planejamento do sistema, deve ser promovida a 
identificação prévia dos aspectos e impactos ambientais e da 
responsabilidade social, dos perigos e riscos na segurança do 
trabalho, além dos requisitos legais aplicáveis para definição dos 
objetivos, metas, programas, controles operacionais e planos de 
atendimento à emergências para mitigação dos impactos e 
perigos.(SENAI, 2012, p. 138) 
 Ou seja, um sistema de gestão integrado tem como principal objetivo 
estabelecer um modelo preventivo para manter a organização dentro de um padrão 
coordenado de cumprimento às expectativas das partes interessadas no que se 
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refere a qualidade, meio ambiente, responsabilidade social e segurança e saúde no 
trabalho.  
 Para além dos requisitos comuns, o verdadeiro motivo de ser possível existir 
um sistema de gestão integrado em relação às normas de gestão é que todas elas 
possuem foco na melhoria contínua, sendo fundamentadas pelo ciclo PDCA. 
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3 METODOLOGIA 
 O método de um trabalho possui papel fundamental no deslinde da análise 
realizada. Afinal, ele é o meio utilizado para alcançar um resultado, e pode ser 
definido como: 
(...) podemos definir Método como etapas dispostas ordenadamente 
para investigação da verdade, no estudo de uma ciência para atingir 
determinada finalidade. (ARAGÃO, 2017, p. 27) 
 Metodologia, entretanto, é diferente de método. Enquanto à primeira interessa 
a adequação/validade da forma escolhida para alcançar o objetivo, o segundo 
envolve o procedimento adotado para tal8. A seguir será detalhada a metodologia 
utilizada para elaboração deste trabalho, passando pela definição do tipo de 
pesquisa, do campo de observação e da técnica de coleta dos dados.  
3.1 Tipo de Pesquisa 
 A modalidade de pesquisa utilizada, por sua vez, pode ser definida a partir de 
vários aspectos. Quanto à abordagem, a pesquisa em questão é qualitativa. Para 
Aragão, a pesquisa qualitativa ―preocupa-se (...) com aspectos da realidade que não 
podem ser quantificados, centrando-se na compreensão e explicação da dinâmica 
das relações sociais‖9.  
 Embora este trabalho tenha traços de uma pesquisa quantitativa, pois alguns 
dos resultados que se pretende alcançar envolvem a geração de dados como a 
proporção de cada etapa do ciclo PDCA nas normas de Gestão de SST, a pesquisa 
é qualitativa, porque será realizada uma análise subjetiva e crítica a respeito das 
diferenças entre as duas normas em estudo.  
 Quanto à natureza, a pesquisa realizada é básica ou pura, porquanto tem o 
objetivo de gerar novos conhecimentos, mas não pretende ser aplicada de forma 
prática. Com isso, não se quer dizer que não terá alguma utilidade prática, mas sim 
que pretende simplesmente aplicar o conhecimento pelo conhecimento, gerar maior 
conhecimento sobre o assunto, quer seja a gestão de SST frente à melhoria 
contínua.  
                                                 
8
 Métodos de pesquisa / [organizado por] Tatiana Engel Gerhardt e Denise Tolfo Silveira ; 
coordenado pela Universidade Aberta do Brasil – UAB/UFRGS e pelo Curso de Graduação 
Tecnológica – Planejamento e Gestão para o Desenvolvimento Rural da SEAD/UFRGS. – Porto 
Alegre: Editora da UFRGS, 2009. p.13. 
9
 Ibid. p. 32 
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 Já em relação aos objetivos, a pesquisa é descritiva e explicativa, dado que 
pretende explicitar fatos e fenômenos decorrentes de uma realidade específica e 
analisar os fatores determinantes à sua ocorrência. Será feita uma análise 
documental das normas, descrevendo aspectos relativos à sua estrutura e 
fenômenos que decorrem do desenho normativo.  
 Os procedimentos adotados, será realizada uma pesquisa bibliográfica, a fim 
de gerar familiaridade com os principais conceitos inerentes à analise, a exemplo 
dos conceitos de gestão, Segurança e Saúde no Trabalho, ciclo PDCA. 
Paralelamente será desenvolvida uma pesquisa documental, a fim de mapear o 
contexto envolto ao objeto de análise. Neste ponto será mapeado principalmente o 
horizonte normativo que envolve o tema. 
3.2 Campo de Observação 
 Este trabalho irá analisar de forma comparativa duas normas de Gestão de 
Segurança e Saúde no Trabalho: a OHSAS 18001:2007 e a ISO 45001:2018. Esta 
surgiu no contexto de substituição da primeira, como já foi mencionado no capítulo 
anterior.  
 Tendo como centro da análise o conceito de melhoria contínua, 
especificamente no âmbito de aplicação do ciclo PDCA, que é eixo basilar das duas 
normas, pretende-se concluir sobre diferenças existentes entre as duas normas no 
que tange à sua implementação. 
 Para tanto, foi necessário delimitar o campo de observação, ou seja, definir 
onde começa e termina o escopo do trabalho. Dessa forma, primeiro optou-se por 
restringir o estudo às normas de gestão de SST, cujo histórico foi desenhado no 
capítulo anterior. Depois de estudar quais as normas que tratam sobre o tema, 
decidiu-se por analisar as normas mais atuais, que foram justamente as normas 
OHSAS 18001:2007 e ISO 45001:2018. Afinal, busca-se com este trabalho gerar um 
conhecimento que possa ser útil à sociedade, e para cumprir com esta finalidade a 
análise deve abarcar normas que são amplamente utilizadas.  
 Além disso, as duas normas possuem guias de aplicação10, que são 
documentos oficiais com diretrizes para implementação. Por se tratar de conteúdo 
                                                 
10
 O guia de aplicação da OHSAS 18001:2007 é a OHSAS 18002:2008 – Diretrizes para a 
Implementação da OHSAS 18001:2007. Já o guia da ISO 45001:2018 é a BS 45002-1:2018 - 
Diretrizes gerais para a aplicação da ISO 45001:2018. 
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suplementar às normas, decidiu-se por não considerá-los na análise, visto que se 
prestam a detalhar aspectos já levantados no texto principal e o contexto da 
pesquisa é identificar as diferenças e criar algum juízo de valor frente a elas.  
 Até então o escopo de trabalho foi definido pelas duas normas. Entretanto, 
como a proposta é comparar as normas no que tange à melhoria contínua, aqui 
tratada por meio do ciclo PDCA, foram selecionadas dentro da estrutura de cada 
uma os tópicos relevantes. Ou seja, embora tenha sido necessário o estudo das 
normas como um todo, a análise específica englobou apenas o texto com alguma 
implicação no ciclo PDCA.  
 No caso da OHSAS 18001:2007, os tópicos selecionados são mostrados no 
Quadro 1: 
Quadro 1 - Texto selecionado para análise - OHSAS 18001:2007 
 
OHSAS 18001:2008
Objetivo e campo de aplicação
Publicações de referência
Termos e definições
Requisitos do sistemas de gestão da SST
4.1 Requisitos gerais
4.2 Política de SST
4.3 Planejamento
4.3.1Identificação de perigos, avaliação de riscos e determinação de controles
4.3.2 Requisitos legais e outros
4.3.3 Objetivos e programa(s)
4.4 Implementação e operação
4.4.1 Recursos, funções, responsabilidades, prestações de contas e 
autoridades
4.4.2 Competência, treinamento e conscientização
4.4.3 Comunicação, participação e consulta
4.4.3.1 Comunicação
4.4.3.2 Participação e consulta
4.4.4 Documentação
4.4.5 Controle de documentos
4.4.6 Controle operacional
4.4.7 Preparação e resposta a emergências
4.5 Verificação
4.5.1 Monitoramento e medição de desempenho
4.5.2 Avaliação do atendimento a requisitos legais e outros
4.5.3 Investigação de incidente, não-conformidade, ação corretiva e ação 
preventiva
4.5.3.1 Investigação de incidente
4.5.3.2 Não-conformidade, ação corretiva e ação preventiva
4.5.4 Controle de registros
4.5.5 Auditoria interna
4.6 Análie crítica pela direção
Anexo A (informativo) - Correspondência entre a OHSAS 18001:2007, ISO 
14001:2004 e ISO  9001:2000
Anexo B (informativo) - Correspondência entre a OHSAS 18001, OHSAS 18002 
e OLI-OSH:2001 - Diretrizes para Sistemas de Gestão da Segurança e Saúde 
no Trabalho
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Fonte: elaborado pelo autor 
 No caso da ISO 45001:2018, os tópicos selecionados foram: 
Quadro 2 - Texto selecionado para análise - ISO 45001:2018 
 
OHSAS 18001:2008
Objetivo e campo de aplicação
Publicações de referência
Termos e definições
Requisitos do sistemas de gestão da SST
4.1 Requisitos gerais
4.2 Política de SST
4.3 Planejamento
4.3.1Identificação de perigos, avaliação de riscos e determinação de controles
4.3.2 Requisitos legais e outros
4.3.3 Objetivos e programa(s)
4.4 Implementação e operação
4.4.1 Recursos, funções, responsabilidades, prestações de contas e 
autoridades
4.4.2 Competência, treinamento e conscientização
4.4.3 Comunicação, participação e consulta
4.4.3.1 Comunicação
4.4.3.2 Participação e consulta
4.4.4 Documentação
4.4.5 Controle de documentos
4.4.6 Controle operacional
4.4.7 Preparação e resposta a emergências
4.5 Verificação
4.5.1 Monitoramento e medição de desempenho
4.5.2 Avaliação do atendimento a requisitos legais e outros
4.5.3 Investigação de incidente, não-conformidade, ação corretiva e ação 
preventiva
4.5.3.1 Investigação de incidente
4.5.3.2 Não-conformidade, ação corretiva e ação preventiva
4.5.4 Controle de registros
4.5.5 Auditoria interna
4.6 Análie crítica pela direção
Anexo A (informativo) - Correspondência entre a OHSAS 18001:2007, ISO 
14001:2004 e ISO  9001:2000
Anexo B (informativo) - Correspondência entre a OHSAS 18001, OHSAS 18002 
e OLI-OSH:2001 - Diretrizes para Sistemas de Gestão da Segurança e Saúde 
no Trabalho
ISO 45001:2018
1 Escopo
2 Referências normativas
3 Termos e definições
4 Contexto da organização
4.1 Compreensão da organização e seu contexto
4.2 Compreensão das necessidades e expectativas dos trabalhadores e 
outras partes interessadas
4.3 Determinação do escopo do sistema de gestão de SSO
4.4 Sistema de gestão de SSO
5 Liderança e participação dos trabalhadores
5.1 Liderança e comprometimento
5.2 Política de SSO
5.3 Funções, responsabilidades e autoridades organizacionais
5.4 Consulta e participação de trabalhadores
6 Planejamento
6.1 Ações para abordar riscos e oportunidades
6.1.1 Generalidades
6.1.2 Identificação de perigo e avaliação de riscos e oportunidades
6.1.3 Determinação dos requisitos legais e outros requisitos
6.1.4 Plano de ação
6.2 Objetivos de SSO e planejamento para alcançá-los
6.2.1 Objetivos de SSO
6.2.2 Planejamento para atingir os objetivos de SSO
7 Suporte
7.1 Recursos
7.2 Competência
7.3 Conscientização
7.4 Comunicação
7.4.1 Generalidades
7.4.2 Comunicação interna
7.4.3 Comunicação externa
7.5 Informação documentada
7.5.1 Generalidades
7.5.2 Criação e atualização
7.5.3 Controle de informação documentada
8 Operação
8.1 Planejamento e controle operacional
8.1.1 Generalidades
8.1.2 Eliminar perigos e reduzir riscos de SSO
8.1.3 Gestão da mudança
8.1.4 Aquisição
8.2 Preparação e resposta de emergência
9 Avaliação de desempenho
9.1 Monitoramento, medição, análise e avaliação de desempenho
9.1.1 Generalidades
9.1.2 Avaliação da conformidade 
9.2 Auditoria interna
9.2.1 Generalidades
9.2.2 Programa de auditoria interna
9.3 Análise crítica pela Direção
10 Melhoria
10.1 Generalidades
10.2 Incidente, não conformidade e ação corretiva
10.3 Melhoria contínua
Anexo A (informativo) Orientação para o uso deste documento
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Fonte: elaborado pelo autor 
 Diante do exposto, foi elaborado o diagrama mostrado na Figura 9, a seguir, 
para resumir o campo de observação do trabalho: 
Figura 9 - Resumo do campo de observação 
 
Fonte: elaborado pelo autor 
3.3 Coleta e análise de dados 
 A principal técnica de coleta de dados utilizada foi a de pesquisa documental. 
A partir dela foi feito o estudo do arcabouço normativo envolto ao tema e obtidos os 
textos oficiais das normas. Foram utilizadas fontes de primeira mão, estas como 
ISO 45001:2018
1 Escopo
2 Referências normativas
3 Termos e definições
4 Contexto da organização
4.1 Compreensão da organização e seu contexto
4.2 Compreensão das necessidades e expectativas dos trabalhadores e 
outras partes interessadas
4.3 Determinação do escopo do sistema de gestão de SSO
4.4 Sistema de gestão de SSO
5 Liderança e participação dos trabalhadores
5.1 Liderança e comprometimento
5.2 Política de SSO
5.3 Funções, responsabilidades e autoridades organizacionais
5.4 Consulta e participação de trabalhadores
6 Planejamento
6.1 Ações para abordar riscos e oportunidades
6.1.1 Generalidades
6.1.2 Identificação de perigo e avaliação de riscos e oportunidades
6.1.3 Determinação dos requisitos legais e outros requisitos
6.1.4 Plano de ação
6.2 Objetivos de SSO e planejamento para alcançá-los
6.2.1 Objetivos de SSO
6.2.2 Planejamento para atingir os objetivos de SSO
7 Suporte
7.1 Recursos
7.2 Competência
7.3 Conscientização
7.4 Comunicação
7.4.1 Generalidades
7.4.2 Comunicação interna
7.4.3 Comunicação externa
7.5 Informação documentada
7.5.1 Generalidades
7.5.2 Criação e atualização
7.5.3 Controle de informação documentada
8 Operação
8.1 Planejamento e controle operacional
8.1.1 Generalidades
8.1.2 Eliminar perigos e reduzir riscos de SSO
8.1.3 Gestão da mudança
8.1.4 Aquisição
8.2 Preparação e resposta de emergência
9 Avaliação de desempenho
9.1 Monitoramento, medição, análise e avaliação de desempenho
9.1.1 Generalidades
9.1.2 Avaliação da conformidade 
9.2 Auditoria interna
9.2.1 Generalidades
9.2.2 Programa de auditoria interna
9.3 Análise crítica pela Direção
10 Melhoria
10.1 Generalidades
10.2 Incidente, não conformidade e ação corretiva
10.3 Melhoria contínua
Anexo A (informativo) Orientação para o uso deste documento
Normas de 
Gestão 
Normas de 
Gestão de SST 
OHSAS 
18001:2007 e 
ISO 45001:2018 
Texto relativo 
ao ciclo PDCA 
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aquelas que não receberam algum tratamento analítico, justamente o texto oficial 
das normas OHSAS 18001:2007 e ISO 45001:2018; e também fontes de segunda 
mão, aquelas que já receberam alguma análise, como documentos de orientações 
de uso e planos de gestão específicos. 
 De forma suplementar, foram utilizadas as pesquisas bibliográfica e 
eletrônica. Os conceitos necessários à compreensão do escopo deste trabalho 
foram levantados por meio de pesquisas em artigos, livros sobre os temas, notícias. 
Os conceitos mais gerais, por exemplo, foram obtidos por meio de uma pesquisa 
bibliográfica tradicional. Já o contexto temporal foi desenhado com base na pesquisa 
de sites oficiais dos organismos de normatização, como a ABNT e a BSI.  
 Sobre coleta de dados, Doxsey & De Riz (2003) apontam o seguinte: 
Pesquisar é conhecer a realidade. É levantar informações 
significativas e representativas existentes nesta realidade, às quais 
chamamos ―dados‖. Às vezes esses dados – atributos e 
características das pessoas e dos fenômenos que elegemos estudar 
– podem ser observados, contados, medidos diretamente. São 
informações tangíveis. Outras vezes, não. Muitos fenômenos que 
interessam ao educador e ao cientista não podem ser medidos ou 
observados diretamente. Nas Ciências Humanas, precisamos 
estimular respostas, questionar e observar para produzir os nossos 
dados. Esses dados, então, são examinados para que possamos 
lhes atribuir significados. Interpretamos e analisamos as informações 
coletadas para discernir padrões de respostas, tendências e 
associações. 
 Finda a etapa de coleta de dados, foram utilizadas técnicas qualitativas para 
análise do funcionamento do ciclo PDCA dentro das normas. Assim, em uma 
primeira análise, foram estabelecidas categorias e as duas normas tiveram seus 
tópicos divididos em relação às etapas do ciclo PDCA. A partir dessa categorização, 
foi possível tabular os dados e gerar um resultado sobre a proporção de cada etapa 
do ciclo nas normas.  
 Em um segundo momento, a técnica qualitativa abarcou a análise de 
conteúdo. Caregnato & Mutti (2006) apresentam como características deste método: 
pode ser uma interpretação qualitativa ou/e quantitativa; tem o objetivo de 
compreender as ideias de quem escreveu a partir do conteúdo do texto; pressupõe 
uma linguagem transparente; e busca no texto significações detectas por meio de 
indicadores pré-determinados. Uma das modalidades da análise de conteúdo é a 
análise temática, que, segundo Minayo (2007), ―consiste em descobrir os núcleos de 
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sentido que compõem uma comunicação cuja presença ou frequência signifique 
alguma coisa para o objetivo analítico visado‖. Esta foi a técnica utilizada neste 
trabalho, executada segundo as três etapas propostas pela mesma autora: 
 Pré-análise: organização do objeto que será analisado. Neste ponto as partes 
das duas normas, já selecionadas anteriormente, foram estudadas com 
profundidade. 
 Exploração do material: refere-se à codificação. Por meio das etapas 
anteriormente citadas, os textos foram categorizados segundo as etapas do 
ciclo PDCA. 
 Tratamento dos resultados: aqui, os dados obtidos na fase anterior serão 
interpretados.  
 Diante desse alicerce metodológico, imprescindível à execução deste 
trabalho, foi realizada a análise cujos resultados serão demonstrados no próximo 
capítulo.  
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4 ANÁLISE COMPARATIVA ENTRE AS NORMAS DE GESTÃO DE SST 
4.1 Estrutura das normas 
 Neste trabalho serão analisadas as normas OHSAS 18001:2007 e ISO 
45001:2018, as duas normas que são amplamente aplicadas no que diz respeito à 
Gestão de Segurança e Saúde no Trabalho. O recorte do texto das duas normas 
utilizado nesta análise encontra-se nos Anexos A e B deste trabalho, 
respectivamente.  
 Como já mencionado, a Norma ISO 45001 surgiu em um contexto de 
substituição em relação à OHSAS 18001, e com o peso de ser a primeira norma 
internacional de Segurança e Saúde Ocupacional. O seu objetivo, além de aprimorar 
a norma já existente, é fornecer o arcabouço necessário à aplicação integrada com 
outras normas. Pode-se dizer que a norma em questão surgiu, no âmbito da ISO - 
International Organization for Standardization, para completar a normatização 
relativa a sistemas de gestão integrados.  
 Neste ponto do trabalho convém, portanto, traçar algumas diferenças 
estruturais entre as duas normas. Para isso, foi elaborado um quadro onde se 
permite visualizar: as correspondências entre os tópicos das duas normas, quando 
existentes; uma análise comparativa relacionada à extensão de cada tópico; e a qual 
etapa do ciclo PDCA cada um está inserido. 
 A Quadro 3, a seguir, é o resultado da relação de correspondências entre os 
tópicos: 
Quadro 3 - Correspondência entre os tópicos das normas 
 
OHSAS 18001 ISO 45001
- 6.1.1 Generalidades
4.3.1 Identificação de perigos, avaliação de riscos 
e determinação de controles
6.1.2 Identificação de perigo e avaliação de riscos 
e oportunidades
6.1.2.1 Identificação de perigo
6.1.2.2 Avaliação dos riscos de SSO e outros 
riscos para o sistema de gestão de SSO
4.4.6 Controle operacional
8.1.2 Eliminar perigos e reduzir riscos de SSO
8.1.3 Gestão da mudança
8.1.4 Aquisição
8.1.4.2 Contratados
-
6.1.2.3 Avaliação de oportunidades de SSO e 
outras oportunidades do sistema de gestão de 
SSO
4.3.2 Requisitos legais e outros
6.1.3 Determinação dos requisitos legais e outros 
requisitos
- 6.1.4 Plano de ação
4.3.3 Objetivos e programa(s)
6.2 Objetivos de SSO e planejamento para alcançá-
los
6.2.1 Objetivos de SSO
6.2.2 Planejamento para atingir os objetivos de 
SSO
4.4.1 Recursos, funções, responsabilidades, 
prestações de contas e autoridades
7.1 Recursos
4.4.2 Competência e conscientização
7.2 Competência
7.3 Conscientização
4.4.2 Treinamento -
4.4.3 Comunicação, participação e consulta 
4.4.3.1 Comunicação
4.4.3.2 Participação e consulta
7.4 Comunicação
7.4.1 Generalidades
7.4.2 Comunicação interna
4.4.4 Documentação
7.5 Informação documentada
7.5.1 Generalidades
7.5.2 Criação e atualização
4.4.5 Controle de documentos
4.5.4 Controle de registros
7.5.3 Controle de informação documentada
4.4.6 Controle operacional
8 Operação
8.1 Planejamento e controle operacional
8.1.1 Generalidades
8.1.4 Aquisição
8.1.4.1 Generalidades
8.1.4.3 Terceirização
4.4.7 Preparação e resposta a emergências 8.2 Preparação e resposta de emergência
4.5.1 Monitoramento e medição do desempenho
9 Avaliação de desempenho
9.1 Monitoramento, medição, análise e avaliação 
de desempenho
9.1.1 Generalidades
4.5.2 Avaliação do atendimento a requisitos legais 
e outros
9.1.2 Avaliação da conformidade
4.5.3 Investigação de incidente, não-conformidade, 
ação corretiva e ação preventiva
4.5.3.1 Investigação de incidente
4.5.3.2 Não-conformidade, ação corretiva e ação 
preventiva
10 Melhoria
10.2 Incidente, não conformidade e ação corretiva
4.5.5 Auditoria interna
9.2 Auditoria interna
9.2.1 Generalidades
9.2.2 Programa de auditoria interna
4.6 Análise crítica pela direção 9.3 Análise crítica pela Direção
-
10.3 Melhoria contínua
10 Melhoria
10.1 Generalidades
Tópicos
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Fonte: elaborado pelo autor 
4.1.1 Extensão dos tópicos 
 Em relação à extensão de cada tópico, o texto de cada um deles foi 
comparado, resultando numa conclusão sobre a completude de um em relação ao 
outro. As possibilidades de classificação foram as apresentadas no Quadro 4:  
Quadro 4 - Extensão dos tópicos: possibilidades de classificação 
 
Fonte: elaborado pelo autor 
 Assim, caso o texto de um tópico tenha passado por ligeiras mudanças, sem 
impactos representativos, a classificação é de neutralidade. Ao contrário, se o tópico 
é exclusivo a uma ou outra norma, classificou-se como ―inovação‖. Se dois tópicos 
OHSAS 18001 ISO 45001
- 6.1.1 Generalidades
4.3.1 Identificação de perigos, avaliação de riscos 
e determinação de controles
6.1.2 Identificação de perigo e avaliação de riscos 
e oportunidades
6.1.2.1 Identificação de perigo
6.1.2.2 Avaliação dos riscos de SSO e outros 
riscos para o sistema de gestão de SSO
4.4.6 Controle operacional
8.1.2 Eliminar perigos e reduzir riscos de SSO
8.1.3 Gestão da mudança
8.1.4 Aquisição
8.1.4.2 Contratados
-
6.1.2.3 Avaliação de oportunidades de SSO e 
outras oportunidades do sistema de gestão de 
SSO
4.3.2 Requisitos legais e outros
6.1.3 Determinação dos requisitos legais e outros 
requisitos
- 6.1.4 Plano de ação
4.3.3 Objetivos e programa(s)
6.2 Objetivos de SSO e planejamento para alcançá-
los
6.2.1 Objetivos de SSO
6.2.2 Planejamento para atingir os objetivos de 
SSO
4.4.1 Recursos, funções, responsabilidades, 
prestações de contas e autoridades
7.1 Recursos
4.4.2 Competência e conscientização
7.2 Competência
7.3 Conscientização
4.4.2 Treinamento -
4.4.3 Comunicação, participação e consulta 
4.4.3.1 Comunicação
4.4.3.2 Participação e consulta
7.4 Comunicação
7.4.1 Generalidades
7.4.2 Comunicação interna
4.4.4 Documentação
7.5 Informação documentada
7.5.1 Generalidades
7.5.2 Criação e atualização
4.4.5 Controle de documentos
4.5.4 Controle de registros
7.5.3 Controle de informação documentada
4.4.6 Controle operacional
8 Operação
8.1 Planejamento e controle operacional
8.1.1 Generalidades
8.1.4 Aquisição
8.1.4.1 Generalidades
8.1.4.3 Terceirização
4.4.7 Preparação e resposta a emergências 8.2 Preparação e resposta de emergência
4.5.1 Monitoramento e medição do d sempenho
9 Avaliação de desempenho
9.1 Monitoramento, medição, análise e avaliação 
de desempenho
9.1.1 Generalidades
4.5.2 Avaliação do atendimento a requisitos legais 
e outros
9.1.2 Avaliação da conformidade
4.5.3 Investigação de incidente, não-conformidade, 
ação corretiva e ação preventiva
4.5.3.1 Investigação de incidente
4.5.3.2 Não-conf rmidade, ção corretiva e ação 
preventiva
10 Melhoria
10.2 Incidente, não conformidade e ação corretiva
4.5.5 Auditoria interna
9.2 Auditoria interna
9.2.1 Generalidades
9.2.2 Programa de auditoria interna
4.6 Análise crítica pela direção 9.3 Análise crítica pela Direção
-
10.3 Melhoria contínua
10 Melhoria
10.1 Generalidades
Tópicos
OHSAS 18001 ISO 45001
- 6.1.1 Generalidades
4.3.1 Identificação de perigos, avaliação de riscos 
e determinação de controles
6.1.2 Identificação de perigo e avaliação de riscos 
e oportunidades
6.1.2.1 Identificação de perigo
6.1.2.2 Avaliação dos riscos de SSO e outros 
riscos para o sistema de gestão de SSO
4.4.6 Controle operacional
8.1.2 Eliminar perigos e reduzir riscos de SSO
8.1.3 Gestão da mudança
8.1.4 Aquisição
8.1.4.2 Contratados
-
6.1.2.3 Avaliação de oportunidades de SSO e 
outras oportunidades do sistema de gestão de 
SSO
4.3.2 Requisitos legais e outros
6.1.3 Determinação dos requisitos legais e outros 
requisitos
- 6.1.4 Plano de ação
4.3.3 Objetivos e programa(s)
6.2 Objetivos de SSO e planejamento para alcançá-
los
6.2.1 Objetivos de SSO
6.2.2 Planejamento para atingir os objetivos de 
SSO
4.4.1 Recursos, funções, responsabilidades, 
prestações de contas e autoridades
7.1 Recursos
4.4.2 Competência e conscientização
7.2 Competência
7.3 Conscientização
4.4.2 Treinamento -
4.4.3 Comunicação, participação e consulta 
4.4.3.1 Comunicação
4.4.3.2 Participação e consulta
7.4 Comunicação
7.4.1 Generalidades
7.4.2 Comunicação interna
4.4.4 Documentação
7.5 Informação documentada
7.5.1 Generalidades
7.5.2 Criação e atualização
4.4.5 Controle de documentos
4.5.4 Controle de registros
7.5.3 Controle de informação documentada
4.4.6 Controle operacional
8 Operação
8.1 Planejamento e controle operacional
8.1.1 Generalidades
8.1.4 Aquisição
8.1.4.1 Generalidades
8.1.4.3 Terceirização
4.4.7 Preparação e resposta a emergências 8.2 Preparação e resposta de emergência
4.5.1 Monitoramento e medição do desempenho
9 Avaliação de desempenho
9.1 Monitoramento, medição, análise e avaliação 
de desempenho
9.1.1 Generalidades
4.5.2 Avaliação do atendimento a requisitos legais 
e outros
9.1.2 Avaliação da conformidade
4.5.3 Investigação de incidente, não-conformidade, 
ação corretiva e ação preventiva
4.5.3.1 Investigação de incidente
4.5.3.2 Não-conformidade, ação corretiva e ação 
preventiva
10 Melhoria
10.2 Incidente, não conformidade e ação corretiva
4.5.5 Auditoria interna
9.2 Auditoria interna
9.2.1 Generalidades
9.2.2 Programa de auditoria interna
4.6 Análise crítica pela direção 9.3 Análise crítica pela Direção
-
10.3 Melhoria contínua
10 Melhoria
10.1 Generalidades
Tópicos
Neutro
Mais detalhado
Menos detalhado
Inovação
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foram correspondentes, foi feita uma análise qualitativa sobre o detalhamento de 
cada um. O resultado obtido foi o seguinte, conforme o Quadro 5:  
Quadro 5 - Extensão dos Tópicos 
 
Fonte: elaborado pelo autor 
 Em tópico posterior será analisado cada um dos itens da norma de forma 
crítica, análise da qual decorreu o resultado obtido acima. Entretanto, para fins de 
apresentação e lógica deste trabalho, decidiu-se por trazer a visão geral do 
OHSAS 18001 ISO 45001
- 6.1.1 Generalidades
4.3.1 Identificação de perigos, avaliação de riscos 
e determinação de controles
6.1.2 Identificação de perigo e avaliação de riscos 
e oportunidades
6.1.2.1 Identificação de perigo
6.1.2.2 Avaliação dos riscos de SSO e outros 
riscos para o sistema de gestão de SSO
4.4.6 Controle operacional
8.1.2 Eliminar perigos e reduzir riscos de SSO
8.1.3 Gestão da mudança
8.1.4 Aquisição
8.1.4.2 Contratados
-
6.1.2.3 Avaliação de oportunidades de SSO e 
outras oportunidades do sistema de gestão de 
SSO
4.3.2 Requisitos legais e outros
6.1.3 Determinação dos requisitos legais e outros 
requisitos
- 6.1.4 Plano de ação
4.3.3 Objetivos e programa(s)
6.2 Objetivos de SSO e planejamento para alcançá-
los
6.2.1 Objetivos de SSO
6.2.2 Planejamento para atingir os objetivos de 
SSO
4.4.1 Recursos, funções, responsabilidades, 
prestações de contas e autoridades
7.1 Recursos
4.4.2 Competência, treinamento e conscientização
7.2 Competência
7.3 Conscientização
4.4.2 Competência, treinamento e conscientização -
4.4.3 Comunicação, participação e consulta 
4.4.3.1 Comunicação
4.4.3.2 Participação e consulta
7.4 Comunicação
7.4.1 Generalidades
7.4.2 Comunicação interna
4.4.4 Documentação
7.5 Informação documentada
7.5.1 Generalidades
7.5.2 Criação e atualização
4.4.5 Controle de documentos
4.5.4 Controle de registros
7.5.3 Controle de informação documentada
4.4.6 Controle operacional
8 Operação
8.1 Planejamento e controle operacional
8.1.1 Generalidades
8.1.4 Aquisição
8.1.4.1 Generalidades
8.1.4.3 Terceirização
4.4.7 Preparação e resposta a emergências 8.2 Preparação e resposta de emergência
4.5.1 Monitoramento e medição do desempenho
9 Avaliação de desempenho
9.1 Monitoramento, medição, análise e avaliação 
de desempenho
9.1.1 Generalidades
4.5.2 Avaliação do atendimento a requisitos legais 
e outros
9.1.2 Avaliação da conformidade
4.5.3 Investigação de incidente, não-conformidade, 
ação corretiva e ação preventiva
4.5.3.1 Investigação de incidente
4.5.3.2 Não-conformidade, ação corretiva e ação 
preventiva
10 Melhoria
10.2 Incidente, não conformidade e ação corretiva
4.5.5 Auditoria interna
9.2 Auditoria interna
9.2.1 Generalidades
9.2.2 Programa de auditoria interna
4.6 Análise crítica pela direção 9.3 Análise crítica pela Direção
-
10.3 Melhoria contínua
10 Melhoria
10.1 Generalidades
A
Tópicos
PDCA
P
D
C
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comparativo antes da análise propriamente dita, para fins de proporcionar uma 
apresentação mais didática da análise.  
 Diante do Quadro 5, percebe-se que a ISO 45001:2018, em 50% dos tópicos, 
possui maior detalhamento e que, além disso, em 15% deles a nova norma inova em 
relação à anterior. Ou seja, em 65% da nova norma há acréscimo de conteúdo em 
relação à OHSAS 18001:2007. Este fato já é um indicativo de que as alterações 
geraram algumas consequências para a transição entre as normas.  
4.1.2 O ciclo PDCA nas normas 
 O primeiro passo da análise consistiu em separar os tópicos das normas de 
acordo com o enquadramento de cada um no ciclo PDCA, o resultado é o que 
consta na primeira coluna do Quadro 6, abaixo. Ao considerar os grandes tópicos, 
pôde-se fazer um diagnóstico de proporcionalidade de como se opera o ciclo em 
cada uma delas. Para tanto, levou-se em consideração a quantidade de tópicos de 
cada norma. Assim, foi possível encontrar a porcentagem de cada tópico em relação 
à etapa que pertence do ciclo PDCA, e em relação à norma como um todo. 
 O resultado dessa etapa é apresentado abaixo:  
Quadro 6 - Análise da proporcionalidade do ciclo PDCA nas normas 
 
OHSAS 18001 Qtd. Unit. % Etapa % Total ISO 45001 Qtd. Unit. % Etapa % Total
- 0 0% 0% 6.1.1 Generalidades 1 7% 2%
4.3.1 Identificação de perigos, avaliação de riscos 
e determinação de controles
1 33% 5%
6.1.2 Identificação de perigo e avaliação de riscos 
e oportunidades
6.1.2.1 Identificação de perigo
6.1.2.2 Avaliação dos riscos de SSO e outros 
riscos para o sistema de gestão de SSO
4.4.6 Controle operacional
8.1.2 Eliminar perigos e reduzir riscos de SSO
8.1.3 Gestão da mudança
8.1.4 Aquisição
8.1.4.2 Contratados
8 53% 17%
- 0 0% 0%
6.1.2.3 Avaliação de oportunidades de SSO e 
outras oportunidades do sistema de gestão de 
SSO
1 7% 2%
4.3.2 Requisitos legais e outros 1 33% 5%
6.1.3 Determinação dos requisitos legais e outros 
requisitos
1 7% 2%
- 0 0% 0% 6.1.4 Plano de ação 1 7% 2%
4.3.3 Objetivos e programa(s) 1 33% 5%
6.2 Objetivos de SSO e planejamento para alcançá-
los
6.2.1 Objetivos de SSO
6.2.2 Planejamento para atingir os objetivos de 
SSO
3 20% 6%
Total 3 100% 14% Total 15 100% 31%
4.4.1 Recursos, funções, responsabilidades, 
prestações de contas e autoridades
1 9% 5% 7.1 Recursos 1 6% 2%
4.4.2 Competência, treinamento e conscientização 1 9% 5%
7.2 Competência
7.3 Conscientização
2 12% 4%
4.4.2 Competência, treinamento e conscientização 1 9% 5% - 0 0% 0%
4.4.3 Comunicação, participação e consulta 
4.4.3.1 Comunicação
4.4.3.2 Participação e consulta
3 27% 14%
7.4 Comunicação
7.4.1 Generalidades
7.4.2 Comunicação interna
3 18% 6%
4.4.4 Documentação 1 9% 5%
7.5 Informação documentada
7.5.1 Generalidades
7.5.2 Criação e atualização
3 18% 6%
4.4.5 Controle de documentos
4.5.4 Controle de registros
2 18% 10% 7.5.3 Controle de informação documentada 1 6% 2%
4.4.6 Controle operacional 1 9% 5%
8 Operação
8.1 Planejamento e controle operacional
8.1.1 Generalidades
8.1.4 Aquisição
8.1.4.1 Generalidades
8.1.4.3 Terceirização
6 35% 13%
4.4.7 Preparação e resposta a emergências 1 9% 5% 8.2 Preparação e resposta de emergência 1 6% 2%
Total 11 100% 52% Total 17 100% 35%
4.5.1 Monitoramento e medição do desempenho 1 17% 5%
9 Avaliação de desempenho
9.1 Monitoramento, medição, análise e avaliação 
de desempenho
9.1.1 Generalidades
3 33% 6%
4.5.2 Avaliação do atendimento a requisitos legais 
e outros
1 17% 5% 9.1.2 Avaliação da conformidade 1 11% 2%
4.5.3 Investigação de incidente, não-conformidade, 
ação corretiva e ação preventiva
4.5.3.1 Investigação de incidente
4.5.3.2 Não-conformidade, ação corretiva e ação 
preventiva
3 50% 14%
10 Melhoria
10.2 Incidente, não conformidade e ação corretiva
2 22% 4%
4.5.5 Auditoria interna 1 17% 5%
9.2 Auditoria interna
9.2.1 Generalidades
9.2.2 Programa de auditoria interna
3 33% 6%
Total 6 100% 29% Total 9 100% 19%
4.6 Análise crítica pela direção 1 1 5% 9.3 Análise crítica pela Direção 4 57% 8%
- 0 0 0%
10.3 Melhoria contínua
10 Melhoria
10.1 Generalidades
3 43% 6%
Total 1 100% 5% Total 7 100% 15%
Total Geral 21 Total Geral 48
A
Tópicos
PDCA
P
D
C
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Fonte: elaborado pelo autor 
 Por exemplo, considerando o tópico ―4.6 Análise Crítica pela Direção‖ da 
OHSAS 18001:2007, pode-se perceber que ele representa 100% da etapa de ação 
do ciclo PDCA, e apenas 5% da norma como um todo.  
 A partir dos resultados acima expostos, o macro resultado obtido foi que, em 
relação ao ciclo PDCA, a norma ISO 45001 realizou uma distribuição mais uniforme 
entre as etapas. A saber: 
Tabela 3 - Proporcionalidade do ciclo PDCA nas normas 
 
Fonte: elaborado pelo autor 
 No caso da OHSAS 18001, a maior parte dos tópicos esteve presente nas 
etapas ―Do‖ e ―Check‖, enquanto a etapa ―Act‖ contou com apenas um tópico, 
representando 5% da norma. Já na ISO 45001, o conteúdo esteve distribuído de 
forma mais uniforme, concentrando a maior parte nas etapas ―Plan‖ e ―Do‖. 
OHSAS 18001 Qtd. Unit. % Etapa % Total ISO 45001 Qtd. Unit. % Etapa % Total
- 0 0% 0% 6.1.1 Generalidades 1 7% 2%
4.3.1 Identificação de perigos, avaliação de riscos 
e determinação de controles
1 33% 5%
6.1.2 Identificação de perigo e avaliação de riscos 
e oportunidades
6.1.2.1 Identificação de perigo
6.1.2.2 Avaliação dos riscos de SSO e outros 
riscos para o sistema de gestão de SSO
4.4.6 Controle operacional
8.1.2 Eliminar perigos e reduzir riscos de SSO
8.1.3 Gestão da mudança
8.1.4 Aquisição
8.1.4.2 Contratados
8 53% 17%
- 0 0% 0%
6.1.2.3 Avaliação de oportunidades de SSO e 
outras oportunidades do sistema de gestão de 
SSO
1 7% 2%
4.3.2 Requisitos legais e outros 1 33% 5%
6.1.3 Determinação dos requisitos legais e outros 
requisitos
1 7% 2%
- 0 0% 0% 6.1.4 Plano de ação 1 7% 2%
4.3.3 Objetivos e programa(s) 1 33% 5%
6.2 Objetivos de SSO e planejamento para alcançá-
los
6.2.1 Objetivos de SSO
6.2.2 Planejamento para atingir os objetivos de 
SSO
3 20% 6%
Total 3 100% 14% Total 15 100% 31%
4.4.1 Recursos, funções, responsabilidades, 
prestações de contas e autoridades
1 9% 5% 7.1 Recursos 1 6% 2%
4.4.2 Competência, treinamento e conscientização 1 9% 5%
7.2 Competência
7.3 Conscientização
2 12% 4%
4.4.2 Competência, treinamento e conscientização 1 9% 5% - 0 0% 0%
4.4.3 Comunicação, participação e consulta 
4.4.3.1 Comunicação
4.4.3.2 Participação e consulta
3 27% 14%
7.4 Comunicação
7.4.1 Generalidades
7.4.2 Comunicação interna
3 18% 6%
4.4.4 Documentação 1 9% 5%
7.5 Informação documentada
7.5.1 Generalidades
7.5.2 Criação e atualização
3 18% 6%
4.4.5 Controle de documentos
4.5.4 Controle de registros
2 18% 10% 7.5.3 Controle de informação documentada 1 6% 2%
4.4.6 Controle operacional 1 9% 5%
8 Operação
8.1 Planejamento e controle operacional
8.1.1 Generalidades
8.1.4 Aquisição
8.1.4.1 Generalidades
8.1.4.3 Terceirização
6 35% 13%
4.4.7 Preparação e resposta a emergências 1 9% 5% 8.2 Preparação e resposta de emergência 1 6% 2%
Total 11 100% 52% Total 17 100% 35%
4.5.1 Monitoramento e medição do desempenho 1 17% 5%
9 Avaliação de desempenho
9.1 Monitoramento, medição, análise e avaliação 
de desempenho
9.1.1 Generalidades
3 33% 6%
4.5.2 Avaliação do atendimento a requisitos legais 
e outros
1 17% 5% 9.1.2 Avaliação da conformidade 1 11% 2%
4.5.3 Investigação de incidente, não-conformidade, 
ação corretiva e ação preventiva
4.5.3.1 Investigação de incidente
4.5.3.2 Não-conformidade, ação corretiva e ação 
preventiva
3 50% 14%
10 Melhoria
10.2 Incidente, não conformidade e ação corretiva
2 22% 4%
4.5.5 Auditoria interna 1 17% 5%
9.2 Auditoria interna
9.2.1 Generalidades
9.2.2 Programa de auditoria interna
3 33% 6%
Total 6 100% 29% Total 9 100% 19%
4.6 Análise crítica pela direção 1 1 5% 9.3 Análise crítica pela Direção 4 57% 8%
- 0 0 0%
10.3 Melhoria contínua
10 Melhoria
10.1 Generalidades
3 43% 6%
Total 1 100% 5% Total 7 100% 15%
Total Geral 21 Total Geral 48
A
Tópicos
PDCA
P
D
C
OHSAS 18001 ISO 45001
P 14% 31%
D 52% 35%
C 29% 19%
A 5% 15%
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Importante destacar que nas duas normas a etapa ―Do‖ foi a que demonstrou maior 
proporção, embora sua representatividade tenha diminuído na nova norma.  
 Um aspecto que deve ser levado em consideração neste ponto é a aplicação 
das normas no tempo e no espaço, assunto tratado de forma breve no capítulo 
dedicado à revisão bibliográfica. A questão levantada é se a nova norma, em 
comparação com a anterior, trouxe mecanismos mais efetivos quando se trata da 
sua efetividade em espaços e tempos diferentes.  
 Sabe-se que as etapas de planejamento e execução são etapas mais 
genéricas, mais versáteis quando proposta a sua aplicação em ambientes 
diferentes.  Por outro lado, as etapas de controle e ação são mais específicas, no 
sentido de serem adaptáveis a empresas diferentes.  
 Sobre a nuance espacial, a questão levantada é se a nova norma, em 
comparação com a anterior, trouxe mecanismos mais efetivos quando se fala de sua 
implementação em diferentes espaços. Por exemplo, considerando uma indústria 
têxtil e uma indústria de alimentos, que possuem processos de fabricação, 
dinâmicas de funcionamento, necessidades diferentes, até que ponto a ISO 45001 é 
aplicável as duas?  
 Como visto no capítulo de referencial teórico, no ciclo PDCA as etapas ―Plan‖ 
e ―Do‖ são etapas mais genéricas na medida em que envolvem conceitos mais 
abstratos. Logo, mesmo em relação a ambientes diametralmente opostos, é fácil 
nesses casos moldar as orientações da norma aos diversos segmentos. Já em 
relação às etapas ―Check‖ e ―Act‖, por envolverem informações mais específicas, o 
desafio da norma é ser geral o suficiente sem grandes abstrações. Explico, deve ser 
possível na etapa de monitoramento de desempenho, por exemplo, adequá-la a 
qualquer indústria sem, entretanto, prover um grau de abstração que não permita a 
comparação com outros segmentos. Ou seja, a norma deve promover um arcabouço 
que permita que as indústrias têxtil e de alimentos consigam aplicá-la internamente, 
mas que também seja possível compará-las.  
 No aspecto temporal, a discussão principal se dá no âmbito do controle de 
desempenho. Assim, quer-se saber se a norma oferece mecanismos para que, após 
a implementação, sejam apurados indicadores de desempenho sobre a sua 
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efetividade. Nesse sentido, de forma padronizada, as indústrias têxtil e de alimentos 
devem conseguir mensurar a maturidade que se encontra a implantação da norma.  
 Em resumo, se considerarmos indústrias diferentes, as etapas de 
planejamento e execução terão maior compatibilidade, enquanto as últimas duas, 
controle e ação, levarão em conta aspectos particulares de cada indústria. O ponto 
central da discussão é que são as últimas duas etapas do ciclo as imprescindíveis à 
comparação de desempenho entre as duas indústrias.  
 Analisando apenas a proporcionalidade de cada etapa do ciclo PDCA nas 
normas, verifica-se que essa possibilidade de comparação não foi privilegiada com a 
nova norma, afinal, as etapas de controle e ação possuem representatividade de 
19% e 15% na norma, respectivamente. Pode-se pensar, por um momento, que 
justamente por estarem ligadas a peculiaridades do ambiente, tais disposições 
devem ser mais genéricas. Entretanto, o efeito perverso dessa discricionariedade 
permitida aos dirigentes é a impossibilidade de comparação espacial e temporal.  
 Na prática, esse arranjo, onde as etapas de planejamento e execução 
possuem um detalhamento maior e as de controle e ação um detalhamento menor, 
não permite que empresas sejam comparadas entre si, Como não existe a 
padronização de indicadores de desempenho, por exemplo, não é possível medir a 
evolução e status das organizações no que diz respeito ao seu sistema de gestão de 
SST em uma linguagem universal.  
4.2 Análise das mudanças 
 A fim de realizar uma análise detalhada das diferenças e similitudes 
existentes entre as normas OHSAS 18001:2007 e ISO 45001:2018, depois de 
separados os tópicos de acordo com o ciclo PDCA e feitas as devidas 
correspondências, cada item textual foi analisado comparativamente.  
 Nesse contexto, optou-se por utilizar a seguinte classificação: 
Quadro 7 - Correspondência entre os tópicos: possibilidades de classificação 
 
Fonte: elaborado pelo autor 
Exclusivo à Norma
Comum, diferença de completude/profundidade
Comum, mesmo teor, com diferenças sutis
54 
 
 
 A partir do Quadro 3, que mostra a correspondência dos tópicos das duas 
nromas, foram criadas tabelas para cada tópico, onde o texto da norma OHSAS 
18001:2007, ao ser analisado comparativamente com o texto da ISO 45001:2018 foi 
classificado como exclusivo, ou comum. O texto exclusivo é aquele que, presente na 
OHSAS, não foi mantido na ISO; ou que, presente na ISO, é uma inovação em 
relação à OHSAS. O texto comum é aquele que encontra compatibilidade entre as 
duas normas, sendo subdividido entre: 
 Comum, com diferença de completude/profundidade: o assunto levantado 
pelas duas normas é o mesmo. Entretanto, alguma delas apresenta maior 
detalhamento/escopo.  
 Comum, com mesmo teor, diferenças sutis: o assunto levantado pelas duas 
normas é o mesmo, além de o escopo ser também equivalente. Contudo, 
podem existir diferenças sutis, que não alteram o grau de obrigatoriedade, 
nem configuram exclusividade em relação a algum ponto. 
 Em seguida, será disposto o resultado desta análise para cada etapa.  
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4.2.1 Plan - Planejamento 
 
 Na norma OHSAS 18001:2007 não existia um tópico introdutório à etapa de planejamento. A ISO 45001:2018 inovou nesse 
aspecto, trazendo questões que devem, necessariamente, ser consideradas quando realizado o planejamento do sistema de 
gestão de SSO. Este tópico inicial tem o papel de trazer uma visão geral do que será detalhado a frente pela norma, já sendo 
possível perceber o destaque dado à melhoria contínua, à determinação de riscos e oportunidades, à gestão de mudanças e à 
informação documentada.  
 
ISO 18001.2007 ISO 45001.2018
-
6.1.1 Generalidades
Quando do planejamento do sistema de gestão de SSO, a organização deve considerar as questões referidas em 4.1 (contexto) e os requisitos referenciados em 4.2 (partes 
interessadas) e em 4.3 (escopo do seu sistema de gestão de SSO), e determinar os riscos e oportunidades que precisam ser considerados para:
a) assegurar que o sistema de gestão de SSO possa atingir os resultados pretendidos;
b) prevenir ou reduzir efeitos indesejáveis;
c) alcançar a melhoria contínua.
Quando da determinação dos riscos e oportunidades para o sistema de gestão de SSO e seus resultados pretendidos que precisam ser abordados, a organização deve 
levar em consideração:
— perigos (ver 6.1.2.1);
— riscos de SSO e outros riscos (ver 6.1.2.2);
— oportunidades de SSO e outras oportunidades (ver 6.1.2.3);
— requisitos legais e outros requisitos (ver 6.1.3).
A organização, em seu(s) processo(s) de planejamento, deve determinar e avaliar os riscos e oportunidades que são relevantes para os resultados pretendidos do sistema 
de gestão de SSO, associados às mudanças na organização, aos seus processos ou ao sistema de gestão de SSO.     No caso de mudanças planejadas, permanentes ou 
temporárias, esta avaliação deve ser realizada antes da mudança ser implementada (ver 8.1.3).
A organização deve manter informação documentada sobre:
— riscos e oportunidades;
— processo(s) e ações necessários para determinar e abordar seus riscos e oportunidades  (ver 6.1.2 a 6.1.4) na medida em que seja necessário ter confiança de que são 
realizados conforme o planejado.
ISO 18001.2007 ISO 45001.2018
4.3.1 Identificação de perigos, avaliação de riscos e determinação de controles
A organização deve estabelecer, implementar e manter procedimento(s) para a identificação contínua de perigos, a avaliação de riscos e a determinação dos controles 
necessários.
O(s) procedimento(s) para a identificação de perigos e para a avaliação de riscos deve(m) levar em consideração:
a) atividades rotineiras e não-rotineiras;
b) atividades de todas as pessoas que tenham acesso ao local de trabalho (incluindo terceirizados e visitantes);
c)  comportamento humano, capacidades e outros fatores humanos;
d) perigos identificados de origem externa ao local de trabalho, capazes de afetar adversamente a segurança e a saúde das pessoas sob o controle da organização no local 
de trabalho;
e) perigos criados na vizinhança do local de trabalho por atividades relacionadas ao trabalho sob o controle da organização;
NOTA 1 Pode ser mais apropriado que tais perigos sejam avaliados como aspectos ambientais.
f) infra-estrutura, equipamentos e materiais no local de trabalho, sejam eles fornecidos pela organização ou por outros;
g) mudanças ou propostas de mudança na organização, em suas atividades ou materiais;
h) modificações no sistema de gestão da SST, incluindo mudanças temporárias, bem como seus impactos nas operações, processos e atividades;
i) qualquer obrigação legal aplicável relacionada à avaliação de riscos e à implementação dos controles necessários (ver também NOTA na seção 3.12);
j) o desenho das áreas de trabalho, processos, instalações, máquinas/equipamentos, procedimentos operacionais e organização do trabalho, incluindo sua adaptação às 
capacidades humanas.
A metodologia da organização para a identificação de perigos e para a avaliação de riscos deve:
a) ser definida em relação ao seu escopo, natureza e momento oportuno para agir, para assegurar que ela seja proativa em vez de reativa;
b) fornecer subsídios para a identificação, priorização e documentação dos riscos, bem como para a aplicação dos controles, conforme apropriado.
6.1.2 Identificação de perigo e avaliação de riscos e oportunidades
6.1.2.1 Identificação de perigo
A organização deve estabelecer, implementar e manter um processo(s) para identificação de perigo que seja proativo e contínuo. O(s) processo(s) deve(m) levar em 
consideração, mas não limitar-se a:
a) como o trabalho é organizado, fatores sociais (incluindo carga de trabalho, horário de trabalho, vitimização, assédio e bullying), liderança e cultura da organização;
b) atividades e situações de rotina e não rotineiras, incluindo perigos decorrentes de:
1) infraestrutura, equipamentos, materiais, substâncias e condições físicas de local de trabalho;
2) projeto de produtos e serviços, pesquisa, desenvolvimento, ensaios, produção, montagem, construção, entrega de serviços, manutenção e disposição;
3) fatores humanos;
4) como o trabalho é realizado;
c) incidentes anteriores relevantes, internos ou externos à organização, incluindo emergências e suas causas;
d) potenciais situações de emergência;
e) pessoas, incluindo a consideração de:
1) aquelas com acesso ao local de trabalho e suas atividades, incluindo trabalhadores, contratados, visitantes e outras pessoas;
2) aquelas nas vizinhanças do local de trabalho, que podem ser afetadas pelas atividades da organização;
3) trabalhadores em um local que não esteja sob controle direto da organização; 
f) outras questões, incluindo a consideração de:
1) projeto das áreas de trabalho, processos, instalações, maquinário/equipamentos, proce- dimentos, operacionais e organização do trabalho, incluindo sua adaptação às 
necessi- dades e capacidades dos trabalhadores envolvidos;
2) situações que ocorram nas proximidades do local de trabalho, causadas por atividades relacionadas ao trabalho sob o controle da organização;
3) situações não controladas pela organização e que ocorram nas imediações do local de trabalho, que possam causar lesões e problemas de saúde às pessoas no local de 
trabalho;
g) mudanças reais ou propostas na organização, operações, processos, atividades e sistema de gestão de SSO (ver 8.1.3);
h) mudanças no conhecimento de, e informações sobre, perigos.
6.1.2.2 Avaliação dos riscos de SSO e outros riscos para o sistema de gestão de SSO
A organização deve estabelecer, implementar e manter um processo(s) para:
a) avaliar os riscos de SSO relativos aos perigos identificados, levando em consideração a eficácia dos controles existentes;
b) determinar e avaliar os outros riscos relacionados ao estabelecimento, implementação, operação e manutenção do sistema de gestão de SSO.
A metodologia e os critérios da organização para a avaliação dos riscos de SSO devem ser estabe- lecidos em relação ao seu escopo, natureza e cronograma, para 
assegurar que eles sejam proativos ao invés de reativos e sejam utilizados de forma sistemática. Informação documentada deve ser mantida e retida.
Para a gestão de mudanças, a organização deve identificar os perigos de SST e os riscos de SST associados às mudanças na organização, no sistema de gestão da SST, Ou 
em suas atividades, antes da introdução de tais mudanças.
A organização deve assegurar que os resultados dessas avaliações sejam levados em consideração quando da determinação dos controles.
Aodeterminar os controles ou considerar as mudanças nos controles existentes, deve-se considerar a redução dos riscos de acordo com a seguinte hierarquia:
a) eliminação
b) substituição
c) controles de engenharia
d) sinalização/alertas e/ou controles administrativos
e) equipamentos de proteção individual (EPIs).
A organização deve documentar e manter atualizados os resultados da identificação de perigos, da avaliação de riscos e dos controles determinados.
A organização deve assegurar que os riscos de SST e os controles determinados sejam levados em consideração no estabelecimento, implementação e manutenção de seu 
sistema de gestão da SST.
NOTA 2 — Para mais orientações sobre identificação de perigos, avaliação de riscos e determinação de controles, ver a OHSAS 18002.
4.4.6 Controle operacional
A organização deve determinar aquelas operações e atividades que estejam associadas ao(s) perigo(s) identificado(s), onde a implementação de,controles for
necessária para gerenciar o(s) risco(s) de SST. Isso deve incluir a gestão de mudanças (ver 4.3.1).
8.1.2 Eliminar perigos e reduzir riscos de SSO
A organização deve estabelecer, implementar e manter um processo para a eliminação de perigos e redução de risco de SSO, utilizando a seguinte hierarquia de controles:
e) eliminar os perigos;
f) substituir por processos, operações, materiais ou equipamentos menos perigosos;
g) utilizar controles de engenharia e reorganização do trabalho;
h) utilizar controles administrativos, incluindo treinamento;
i) utilizar equipamento de proteção individual (EPI) adequado.
NOTA Em muitos países, requisitos legais e outros requisitos incluem o requisito de  que  o equipamento de proteção pessoal (EPI) seja fornecido sem custo para os 
trabalhadores.
8.1.3 Gestão da mudança
A organização deve estabelecer um processo(s) para a implementação e controle de mudanças temporárias e permanentes planejadas, que impactam o desempenho de 
SSO, incluindo:
a) novos produtos, serviços e processos, ou mudanças em produtos, serviços e processos existentes, incluindo:
— local de trabalho e arredores;
— organização do trabalho;
— condições de trabalho;
— equipamentos;
— força de trabalho;
b) mudanças nos requisitos legais e outros requisitos;
c) mudanças no conhecimento ou informações sobre perigos e riscos de SSO;
d) desenvolvimento de conhecimento e tecnologia.
A organização deve analisar as consequências de mudanças não intencionais, tomando medidas para mitigar quaisquer efeitos adversos, conforme necessário.
NOTA As mudanças podem resultar em riscos e oportunidades.
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 Este tópico sofreu diferença considerável de completude, tendo a nova norma, a ISO 45001:2018, trazido o conteúdo 
relativo a ele de forma mais esparsa. Em relação à identificação de perigos, as duas normas enfatizam que deve ser uma prática 
contínua na organização. Merece comento o fato de que ambas as normas trazem um rol exemplificativo em relação aos aspectos 
que devem ser considerados no processo de identificação de perigos. Ou seja, a organização deve levar em conta pelo menos os 
fatores elencados quando da identificação dos perigos. Na ISO 45001:2018 o texto exige, na verdade, que sejam considerados 
também outros aspectos, quando utiliza o termo ―mas não limitar-se a‖. Assim, com a nova norma as organizações terão que 
dispensar maior esforço na elaboração do processo de identificação de perigos. 
 Uma inovação da ISO 45001:2018 que demonstra a sua atualidade é a inclusão, ainda no sub tópico de identificação de 
perigos, da necessidade de consideração de fatores sociais, como carga de trabalho, horário de trabalho, vitimização, assédio e 
ISO 18001.2007 ISO 45001.2018
4.3.1 Identificação de perigos, avaliação de riscos e determinação de controles
A organização deve estabelecer, implementar e manter procedimento(s) para a identificação contínua de perigos, a avaliação de riscos e a determinação dos controles 
necessários.
O(s) procedimento(s) para a identificação de perigos e para a avaliação de riscos deve(m) levar em consideração:
a) atividades rotineiras e não-rotineiras;
b) atividades de todas as pessoas que tenham acesso ao local de trabalho (incluindo terceirizados e visitantes);
c)  comportamento humano, capacidades e outros fatores humanos;
d) perigos identificados de origem externa ao local de trabalho, capazes de afetar adversamente a segurança e a saúde das pessoas sob o controle da organização no local 
de trabalho;
e) perigos criados na vizinhança do local de trabalho por atividades relacionadas ao trabalho sob o controle da organização;
NOTA 1 Pode ser mais apropriado que tais perigos sejam avaliados como aspectos ambientais.
f) infra-estrutura, equipamentos e materiais no local de trabalho, sejam eles fornecidos pela organização ou por outros;
g) mudanças ou propostas de mudança na organização, em suas atividades ou materiais;
h) modificações no sistema de gestão da SST, incluindo mudanças temporárias, bem como seus impactos nas operações, processos e atividades;
i) qualquer obrigação legal aplicável relacionada à avaliação de riscos e à implementação dos controles necessários (ver também NOTA na seção 3.12);
j) o desenho das áreas de trabalho, processos, instalações, máquinas/equipamentos, procedimentos operacionais e organização do trabalho, incluindo sua adaptação às 
capacidades humanas.
A metodologia da organização para a identificação de perigos e para a avaliação de riscos deve:
a) ser definida em relação ao seu escopo, natureza e momento oportuno para agir, para assegurar que ela seja proativa em vez de reativa;
b) fornecer subsídios para a identificação, priorização e documentação dos riscos, bem como para a aplicação dos controles, conforme apropriado.
6.1.2 Identificação de perigo e avaliação de riscos e oportunidades
6.1.2.1 Identificação de perigo
A organização deve estabelecer, implementar e manter um processo(s) para identificação de perigo que seja proativo e contínuo. O(s) processo(s) deve(m) levar em 
consideração, mas não limitar-se a:
a) como o trabalho é organizado, fatores sociais (incluindo carga de trabalho, horário de trabalho, vitimização, assédio e bullying), liderança e cultura da organização;
b) atividades e situações de rotina e não rotineiras, incluindo perigos decorrentes de:
1) infraestrutura, equipamentos, materiais, substâncias e condições físicas de local de trabalho;
2) projeto de produtos e serviços, pesquisa, desenvolvimento, ensaios, produção, montagem, construção, entrega de serviços, manutenção e disposição;
3) fatores humanos;
4) como o trabalho é realizado;
c) incidentes anteriores relevantes, internos ou externos à organização, incluindo emergências e suas causas;
d) potenciais situações de emergência;
e) pessoas, incluindo a consideração de:
1) aquelas com acesso ao local de trabalho e suas atividades, incluindo trabalhadores, contratados, visitantes e outras pessoas;
2) aquelas nas vizinhanças do local de trabalho, que podem ser afetadas pelas atividades da organização;
3) trabalhadores em um local que não esteja sob controle direto da organização; 
f) outras questões, incluindo a consideração de:
1) projeto das áreas de trabalho, processos, instalações, maquinário/equipamentos, proce- dimentos, operacionais e organização do trabalho, incluindo sua adaptação às 
necessi- dades e capacidades dos trabalhadores envolvidos;
2) situações que ocorram nas proximidades do local de trabalho, causadas por atividades relacionadas ao trabalho sob o controle da organização;
3) situações não controladas pela organização e que ocorram nas imediações do local de trabalho, que possam causar lesões e problemas de saúde às pessoas no local de 
trabalho;
g) mudanças reais ou propostas na organização, operações, processos, atividades e sistema de gestão de SSO (ver 8.1.3);
h) mudanças no conhecimento de, e informações sobre, perigos.
6.1.2.2 Avaliação dos riscos de SSO e outros riscos para o sistema de gestão de SSO
A organização deve estabelecer, implementar e manter um processo(s) para:
a) avaliar os riscos de SSO relativos aos perigos identificados, levando em consideração a eficácia dos controles existentes;
b) determinar e avaliar os outros riscos relacionados ao estabelecimento, implementação, operação e manutenção do sistema de gestão de SSO.
A metodologia e os critérios da organização para a avaliação dos riscos de SSO devem ser estabe- lecidos em relação ao seu escopo, natureza e cronograma, para 
assegurar que eles sejam proativos ao invés de reativos e sejam utilizados de forma sistemática. Informação documentada deve ser mantida e retida.
Para a gestão de mudanças, a organização deve identificar os perigos de SST e os riscos de SST associados às mudanças na organização, no sistema de gestão da SST, Ou 
em suas atividades, antes da introdução de tais mudanças.
A organização deve assegurar que os resultados dessas avaliações sejam levados em consideração quando da determinação dos controles.
Aodeterminar os controles ou considerar as mudanças nos controles existentes, deve-se considerar a redução dos riscos de acordo com a seguinte hierarquia:
a) eliminação
b) substituição
c) controles de engenharia
d) sinalização/alertas e/ou controles administrativos
e) equipamentos de proteção individual (EPIs).
A organização deve documentar e manter atualizados os resultados da identificação de perigos, da avaliação de riscos e dos controles determinados.
A organização deve assegurar que os riscos de SST e os controles determinados sejam levados em consideração no estabelecimento, implementação e manutenção de seu 
sistema de gestão da SST.
NOTA 2 — Para mais orientações sobre identificação de perigos, avaliação de riscos e determinação de controles, ver a OHSAS 18002.
4.4.6 Controle operacional
A organização deve determinar aquelas operações e atividades que estejam associadas ao(s) perigo(s) identificado(s), onde a implementação de,controles for
necessária para gerenciar o(s) risco(s) de SST. Isso deve incluir a gestão de mudanças (ver 4.3.1).
8.1.2 Eliminar perigos e reduzir riscos de SSO
A organização deve estabelecer, implementar e manter um processo para a eliminação de perigos e redução de risco de SSO, utilizando a seguinte hierarquia de controles:
e) eliminar os perigos;
f) substituir por processos, operações, materiais ou equipamentos menos perigosos;
g) utilizar controles de engenharia e reorganização do trabalho;
h) utilizar controles administrativos, incluindo treinamento;
i) utilizar equipamento de proteção individual (EPI) adequado.
NOTA Em muitos países, requisitos legais e outros requisitos incluem o requisito de  que  o equipamento de proteção pessoal (EPI) seja fornecido sem custo para os 
trabalhadores.
8.1.3 Gestão da mudança
A organização deve estabelecer um processo(s) para a implementação e controle de mudanças temporárias e permanentes planejadas, que impactam o desempenho de 
SSO, incluindo:
a) novos produtos, serviços e processos, ou mudanças em produtos, serviços e processos existentes, incluindo:
— local de trabalho e arredores;
— organização do trabalho;
— condições de trabalho;
— equipamentos;
— força de trabalho;
b) mudanças nos requisitos legais e outros requisitos;
c) mudanças no conhecimento ou informações sobre perigos e riscos de SSO;
d) desenvolvimento de conhecimento e tecnologia.
A organização deve analisar as consequências de mudanças não intencionais, tomando medidas para mitigar quaisquer efeitos adversos, conforme necessário.
NOTA As mudanças podem resultar em riscos e oportunidades.
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bullying. Esta inclusão, embora simples, demonstra o alinhamento da norma com uma das tendências mais atuais em termos de 
gestão, a consideração de sua responsabilidade social. Na prática, este adendo pode exigir algum esforço para a organização no 
sentido de identificar como se dão tais fatores internamente e transformar essa realidade em conteúdo útil ao processo de 
identificação de perigos. Por exemplo, se antes não haveria a necessidade expressa de a organização estudar os fatores sociais 
presentes no ambiente de trabalho, agora ela terá que estudar tais fatores e traduzi-los da forma que interesse ao processo em 
tela.  
 Outros dois detalhes importantes, que detém uma implicação prática considerável, são: a inclusão da necessidade de 
identificação de perigos em relação aos trabalhadores que não estejam em local de controle direto pela organização, e a 
consideração de potenciais situações de emergência. Em relação ao primeiro, isso significa que a organização deverá adotar um 
controle mais rígido em relação aos trabalhos externos, o que implica numa relação ainda mais próxima com as partes 
interessadas responsáveis pelo local onde estejam os trabalhadores, afinal, a organização terá que analisar e considerar os 
perigos existentes nesses locais.  
 A gestão de mudanças, na nova norma, passou por um redesenho em relação à anterior. Na OHSAS 18001:2007, o tópico 
foi tratado de forma enxuta, basicamente dizendo que para gerir as mudanças, a organização deveria se atentar aos perigos e 
riscos de SST associados à mudança proposta. Na ISO 45001:2018, o tópico é bem mais detalhado, explicita que a gestão deve 
englobar as mudanças temporárias e permanentes, decorrentes de: inclusão ou mudança de produtos, serviços e processos; 
mudanças de requisitos, mudanças nos perigos e riscos de SSO; e desenvolvimento de conhecimento e tecnologia. Claramente, 
assim como nos tópicos acima, a norma traz um rol exemplificativo do que deve ser considerado. Se antes a norma não exigia a 
elaboração de um processo direcionado à gestão de mudanças, agora as organizações terão que elaborar um e seguir diretrizes 
bastante detalhadas para todas as mudanças, quer sejam as temporárias, quer sejam as permanentes. Ademais, a nova norma 
exige, ainda, que sejam analisados os efeitos das mudanças não intencionais, sendo adotadas as medidas necessárias à 
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mitigação de efeitos adversos. Ou seja, a nova norma criou um ônus para as organizações ao exigir a criação de um novo 
processo para a implementação e controle das mudanças. 
 
 A ISO 45001:2018 inovou ao trazer um tópico específico sobre as aquisições/contratações pela organização. Nele, foi 
inserido um sub tópico relacionado a gestão de contratados, demonstrando uma preocupação maior com a interferência das 
contratações externas no ambiente interno e possíveis consequências de sua atividade em relação aos contratados. Mais uma 
vez, a consequência prática dessa inclusão é a necessidade de estreitar o relacionamento da organização com as partes 
interessadas externas. Será necessário que a organização busque integrar as informações, a fim de identificar as consequências 
em qualquer sentido do relacionamento. Ou seja, deve analisar todos os âmbitos da relação com os contratados, e isso, além de 
maior esforço, gera mais responsabilidade à organização, pois agora ela deve assegurar que seus requisitos de SSO sejam 
atendidos pelos contratados, e em relação aos contratados que estejam sob impacto das atividades da organização.  
 
 Outra inovação da ISO 45001:2018 é a preocupação em detalhar o planejamento da avaliação de oportunidades. Embora a 
OHSAS 18001:2007 cite que tal avaliação é necessária, a nova norma traz diretrizes mais contundentes e específicas de como 
deve ser realizada a avaliação. Assim como no tópico de gestão de mudanças, a nova norma passa a exigir a elaboração de 
ISO 18001.2007 ISO 45001.2018
8.1.4 Aquisição
8.1.4.2 Contratados
A organização deve coordenar seu(s) processo(s) de aquisição com seus contratados, a fim de identificar perigos e avaliar e controlar os riscos de SSO decorrentes de:
a) atividades e operações contratadas que impactam a organização;
b) atividades e operações da organização que impactam nos trabalhadores contratados;
c) atividades e operações contratadas que impactam outras partes interessadas no local de trabalho.
A organização deve assegurar que os requisitos de seu sistema de gestão de SSO sejam atendidos pelos contratados e seus trabalhadores. O(s) processo(s) de aquisição da 
organização deve(m) estabelecer e aplicar critérios de saúde e segurança ocupacional para a seleção de contratados.
NOTA Pode ser útil incluir os critérios de saúde e segurança ocupacional para a seleção de contra- tados nos documentos de contratação.
ISO 18001.2007 ISO 45001.2018
- 6.1.2.3 Avaliação de oportunidades de SSO e outras oportunidades do sistema de gestão de SSO
A organização deve estabelecer, implementar e manter um processo(s) para avaliar:
a) oportunidades de SSO para melhorar o desempenho de SSO, levando em consideração as mudanças planejadas para a organização, suas políticas, seus processos ou 
suas atividades e:
1) oportunidades para adaptar o trabalho, organização do trabalho e ambiente de trabalho aos trabalhadores;
2) oportunidades para eliminar perigos e reduzir riscos de SSO;
b) outras oportunidades para melhorar o sistema de gestão de SSO.
NOTA Risco de SSO e oportunidades de SSO podem resultar em outros riscos e outras oportunidades para a organização.
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processos que cuidem de avaliação de oportunidades. Se antes a organização poderia incluir tal avaliação de qualquer forma no 
planejamento, agora ela deve seguir as diretrizes trazidas pela norma, dispensando esforço específico nesse sentido. Portanto, 
outro ponto de inovação que cria novas obrigações para a organização.  
 
 Em relação ao atendimento de requisitos legais, as exigências e orientações permanecem com o mesmo teor na ISO 
45001:2018. Assim, a organização deve criar procedimento para manter-se atualizada quanto aos requisitos legais e outros 
requisitos de SST aplicáveis à sua realidade, além de manter comunicação dos requisitos ao pessoal afetado e proceder com a 
devida documentação. Para as empresas certificadas pela OHSAS 18001:2007, portanto, não existe alguma nova obrigação neste 
tópico.  
 
 Foi adicionado pela ISO 45001:2018 o tópico ―plano de ação‖. Sua inserção demonstra a preocupação em trazer efetividade 
aos tópicos anteriores, pois neles definiu como determinar riscos, oportunidades, requisitos; e como lidar com situações de 
emergência; e neste tópico diz que tais informações devem ser transformadas em ações que efetivem as determinações 
anteriores. Assim, a organizações devem, segundo a nova norma, realizar um planejamento estruturado sobre como irão abordar 
ISO 18001.2007 ISO 45001.2018
4.3.2 Requisitos legais e outros
A organização deve estabelecer, implementar e manter procedimento(s) para identificar e ter acesso à legislação e a outros requisitos de SST que lhe são aplicáveis.
A organização deve assegurar que tais requisitos legais aplicáveis e outros requisitos subscritos por ela sejam levados em consideração no estabelecimento, 
implementação e manutenção de seu sistema de gestão da SST.
A organização deve manter essa informação atualizada.
A organização deve comunicar as informaçõeg pertinentes sobre requisitos legais e outros requisitos às pessoas que trabalham sob seu controle e às outras partes 
interessadas pertinentes.
6.1.3 Determinação dos requisitos legais e outros requisitos
A organização deve estabelecer, implementar e manter um processo(s) para:
a) determinar e ter acesso aos requisitos legais atualizados e outros requisitos que são aplicáveis a seus perigos, riscos de SSO e sistema de gestão de SSO;
b) determinar como estes requisitos legais e outros requisitos se aplicam à organização e o que precisa ser comunicado;
c) levar em consideração estes requisitos legais e outros requisitos, ao estabelecer, implementar, manter e melhorar continuamente seu sistema de gestão de SSO.
A organização deve manter e reter informação documentada sobre seus requisitos legais e outros requisitos, e deve assegurar que sejam atualizados para refletir 
quaisquer mudanças.
NOTA Os requisitos legais e outros requisitos podem resultar em riscos e oportunidades para a organização.
ISO 18001.2007 ISO 45001.2018
- 6.1.4 Plano de ação
A organização deve planejar:
a) ações para:
1) abordar estes riscos e oportunidades (ver 6.1.2.2 e 6.1.2.3);
2) abordar requisitos legais e outros requisitos (ver 6.1.3);
3) preparar para e responder a situações de emergência (ver 8.2);
b) como:
1) integrar e implementar as ações em seus processos de sistema de gestão de SSO ou outro(s) processo(s) de negócios;
2) avaliar a eficácia destas ações.
A organização deve levar em conta a hierarquia dos controles (ver 8.1.2) e saídas do sistema de gestão de SSO, ao planejar a tomada de ação.
Quando planejar suas ações, a organização deve considerar as melhores práticas, opções tecnológicas e requisitos financeiros, operacionais e de negócio.
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os risco e oportunidades, os requisitos e as situações de emergência. Percebe-se, diante dessa nova disposição, que o objetivo é 
exigir a criação de uma metodologia que promova a execução e controle de forma eficiente e integrada dos processos.  
 
 A definição dos objetivos de SSO e o planejamento para alcançá-los foram mais detalhados na ISO 45001:2018. Na 
definição dos objetivos, a nova norma traz de forma separada que a organização deve considerar o resultado da avaliação de 
riscos e oportunidades, além do resultado de consulta com os trabalhadores e representantes, se for o caso. Na OHSAS 
18001:2007 esta disposição era subjetiva, se limitando à consideração da visão de partes interessadas. A nova norma traz uma 
obrigação nova no sentido de especificar que os trabalhadores devem ser consultados sobre os objetivos de SSO. Ou seja, exige-
se a criação de um meio de comunicação entre a organização e os trabalhadores, e que, mais que isso, o resultado desta 
comunicação deve ser utilizado na definição dos objetivos.  
 Além disso, traz, de forma expressa, que os objetivos devem ser comunicados depois do processo de elaboração. Este 
ponto também demonstra que a nova norma exige uma comunicação mais completa e ativa dentro da organização, entre os 
diversos níveis gerenciais. Por outro lado, deixa de dispor que a organização deve considerar as opções tecnológicas e os 
requisitos financeiros, operacionais e comerciais quando estabelecer os objetivos e analisá-los. Sobre este ponto, o fato é que a 
ISO 18001.2007 ISO 45001.2018
4.3.3 Objetivos e programa(s)
A organização deve estabelecer, implementar e manter objetivos de SST documentados, nas funções e níveis pertinentes da organização.
Os objetivos devem ser mensuráveis, quando exeqüível, e coerentes com a política de SST, incluindo-se os comprometimentos com a prevenção de lesões e doenças, com 
o atendimento a requisitos legais aplicáveis e outros requisitos subscritos pela organização, e com a melhoria contínua.
Ao estabelecer e analisar criticamente seus objetivos, a organização deve considerar os requisitos legais e outros requisitos por ela subscritos e seus riscos de SST. Deve 
também considerar suas opções tecnológicas, seus requisitos financeiros, operacionais e comerciais, bem como a visão das partes interessadas pertinentes.
A organização deve estabelecer, implementar e manter programa(s) para atingir seus objetivos. O(s) programa(s) deve(m) incluir pelo menos:
a) atribuição de responsabilidade e autoridade para atingir os objetivos nas funções e níveis pertinentes da organização, e
b) os meios e o prazo no qual os objetivos devem ser atingidos.
O(s) programa(s) deve(m) ser analisado(s) criticamente a intervalos regulares e planejados, e ajustado(s) conforme necessário, para assegurar que os objetivos sejam 
atingidos.
6.2 Objetivos de SSO e planejamento para alcançá-los
6.2.1 Objetivos de SSO
A organização deve estabelecer os objetivos de SSO em funções e níveis relevantes para manter e melhorar continuamente o sistema de gestão de SSO e o desempenho 
de SSO (ver 10.3).
Os objetivos de SSO devem:
a) ser consistentes com a política de SSO;
b) ser mensuráveis (se praticável) ou capazes de avaliar o desempenho;
c) levar em consideração:
1) requisitos aplicáveis;
2) resultados da avaliação de riscos e oportunidades (ver 6.1.2.2 e 6.1.2.3);
3) resultados de consulta com trabalhadores (ver 5.4) e, se existirem, dos representantes dos trabalhadores;
d) ser monitorados;
e) ser comunicados;
f) ser atualizados, como apropriado.
6.2.2 Planejamento para atingir os objetivos de SSO
Quando do planejamento sobre como atingir os objetivos de SSO, a organização deve determinar:
a) o que será feito;
b) quais recursos serão necessários;
c) quem será responsável;
d) quando será concluído;
e) como os resultados serão avaliados, incluindo indicadores para monitoramento;
f) como as ações para atingir os objetivos de SSO serão integradas em um processo(s) de negócios da organização.
A organização deve manter e reter informação documentada sobre os objetivos de SSO e os planos para alcançá-los.
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nova norma incluiu como obrigação uma disposição que era evitada pelas organizações (comunicação), e excluiu outra que chega 
a ser desnecessária, pois evidentemente já é considerada independente de obrigação normativa.  
 Um detalhe que pode passar despercebido por não poder ser considerado uma inovação, é que a nova norma traz que os 
objetivos devem ser definidos de forma a permitir a avaliação de desempenho. Uma das questões levantadas por este trabalho 
trata da mensuração da aplicação das normas no tempo. Esta disposição, portanto, interfere positivamente nesse sentido, pois 
dessa forma a nova norma exige que a organização adote uma metodologia de avaliação dos objetivos mais concreta.  
 Em relação ao planejamento para alcançar os objetivos, a nova norma tem o mesmo teor da anterior, porém dispões sobre 
o tema de forma mais sistemática, elencando de forma objetiva as informações que devem compor o planejamento. Nesse sentido, 
considera-se uma alteração positiva, pois gera uma padronização maior se comparado com a OHSAS 18001:2007, a norma 
anterior. Embora benéfica, individualmente a alteração significa que a organização deverá elaborar um planejamento com 
requisitos mínimos. Se antes ficava a critério dos responsáveis definir algum planejamento, agora este deverá seguir as diretrizes 
presentes na norma.  
4.2.2 Do - Execução 
 
ISO 18001.2007 ISO 45001.2018
4.4 Implementação e operação
4.4.1 Recursos, funções, responsabilidades, prestações de contas e autoridades
A Alta Direção deve assumir a responsabilidade final pela SST e pelo sistema de gestão da SST.
A Alta Direção deve demonstrar seu comprometimento:
a) garantindo a disponibilidade de recursos essenciais para estabelecer, implementar, manter e melhorar o sistema de gestão da SST.
NOTA 1— Recursos incluem: recursos humanos e habilidades especializadas, infra-estrutura organizacional, tecnologia e recursos financeiros.
b) definindo funções, alocando responsabilidades e prestações de contas e delegando autoridades, a fim de facilitar a gestão eficaz da SST. Funções, 
responsabilidades, prestações de contas e autoridades devem ser documentadas e comunicadas.
A organização deve indicar representante(s) da Alta Direção com responsabilidade específica pela SST, independentemente de outras responsabilidades, e 
com funções e autoridade definidas para:
a) assegurar que o sistema de gestão da SST seja estabelecido, implementado e mantido em conformidade com esta Norma OHSAS;
b) assegurar que os relatos sobre o desempenho do sistema de gestão da SST sejam apresentados à Alta Direção para análise crítica e sejam utilizados como 
base para a melhoria do sistema de gestão da SST.
NOTA 2 — A pessoa indicada pela Alta Direção (por exemplo, em uma organização de grande porte, uru membro da Diretoria ou do Comitê Executivo) pode 
delegar algumas de suas obrigações a representante(s) da direção subordinado(s), embora ainda retendo a responsabilidade pela prestação de contas.
A identidade da pessoa indicada pela Alta Direção deve estar à disposição de todas as pessoas que trabalham sob o controle dá organização.
Todos aqueles com responsabilidade administrativa devem demonstrar seu Comprometimento com a melhoria contínua do desempenho da SST.
A organização deve assegurar que as pessoas no local de trabalho assumam responsabilidades por aspectos da SST sobre os quais elas exercem controle, 
incluindo a conformidade com os requisitos aplicáveis de SST da organização.
7 Suporte
7.1 Recursos
A organização deve determinar e providenciar os recursos necessários para estabelecimento e implementação, manutenção e melhoria contínua do sistema 
de gestão de SSO.
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 Em relação à etapa de execução, enquanto a OHSAS 18001:2007 trazia um tópico chamado implementação e operação 
para tratar sobre o tema, a ISO 45001:2018 trouxe dois tópicos: ―suporte‖ e ―operação‖. No ―suporte‖, a nova norma operou 
diferença sensível em relação à anterior, pois deixou de constar nesta etapa as disposições relativas às funções, reponsabilidades, 
prestações de contas e autoridades. Todavia, tais assuntos passaram ocupar espaço de maior privilégio na norma, denunciando 
um dos vieses de alteração mais representativos entre as duas normas, que é a preocupação com a coordenação e integração de 
toda a organização em relação ao sistema de gestão de SSO. O capítulo cinco da ISO 45001:2018 tem como título ―Liderança e 
participação dos trabalhadores‖, e contém dois sub tópicos que são correspondentes ao previsto no tópico 4.1.1 da OHSAS 
18001:2007. Destaca-se que no quadro comparativo o tópico foi classificado como exclusivo na norma antiga porque foi 
efetivamente tirado da fase de execução. Como o foco deste trabalho é a implicação das alterações no ciclo PCDA, para fins da 
análise de proporcionalidade do ciclo PDCA, o tópico foi considerado na ISO 45001:2018 como retirado. 
 Não obstante, convém neste ponto trazer o recorte do texto oficial (grifo nosso), conforme mostrado no Quadro 8: 
5 Liderança e participação dos trabalhadores 
5.1 Liderança e comprometimento 
A Alta Direção deve demonstrar liderança e comprometimento em relação ao sistema de gestão de SSO por: 
a)  assumir a responsabilidade geral e a responsabilização pela prevenção de lesões e problemas de saúde, relacionados 
ao trabalho, bem como pelo fornecimento de locais de trabalho e atividades seguras e saudáveis; 
b)  assegurar que a política de SSO e os objetivos de SSO relacionados sejam estabelecidos e compatíveis com a direção 
estratégica da organização; 
c)  assegurar a integração dos requisitos do sistema de gestão de SSO nos processos de negócios da organização; 
d)  assegurar que os recursos necessários para estabelecer, implementar, manter e melhorar o sistema de gestão de SSO 
estejam disponíveis; 
e)  comunicar a importância de uma gestão eficaz de SSO e da conformidade com os requisitos do sistema de gestão de 
SSO; 
f) assegurar que o sistema de gestão de SSO atinja os resultados pretendidos; 
g) dirigir e apoiar as pessoas para contribuir com a eficácia do sistema de gestão de SSO; 
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h) assegurar e promover a melhoria contínua; 
i) apoiar outras funções relevantes da gestão, para demonstrar sua liderança, uma vez que se aplica às suas áreas de 
responsabilidade; 
j)  desenvolver, liderar e promover uma cultura na organização que apoie os resultados pretendidos do sistema de gestão 
de SSO;   
k) proteger os trabalhadores das represálias ao relatar incidentes, perigos, riscos e oportunidades;   
l) assegurar que a organização estabeleça e implemente um processo de consulta e participação de trabalhadores (ver 
5.4);  
m) apoiar o estabelecimento e o funcionamento dos comitês de saúde e segurança, [ver 5.4 e) 1)].  
NOTA A referência a ―negócios‖ neste documento pode ser interpretada de forma ampla, para significar aquelas atividades que 
são essenciais ao propósito de existência da organização.  
(...) 
5.3 Funções, responsabilidades e autoridades organizacionais  
A Alta Direção deve assegurar que as responsabilidades e as autoridades para as funções relevantes no sistema de gestão de 
SSO sejam atribuídas e comunicadas em todos os níveis dentro da organização e mantidas como informação documentada. Os 
trabalhadores em cada nível da organização devem assumir a responsabilidade pelos aspectos do sistema de gestão de SSO 
sobre os quais eles têm controle.  
NOTA Embora a responsabilidade e a autoridade possam ser atribuídas, a Alta Direção ainda é a responsável pelo 
funcionamento do sistema de gestão de SSO. 
A Alta Direção deve atribuir responsabilidade e autoridade para:   
a) assegurar que o sistema de gestão de SSO esteja em conformidade com os requisitos deste documento;   
b) relatar sobre o desempenho do sistema de gestão de SSO para a Alta Direção.  
Quadro 8 – Recorte do tópico “Liderança e participação dos trabalhadores” na ISO 45001:2018 
 Da leitura das disposições acima, pode-se perceber que mais do que manter o texto da OHSAS 18001:2007, a ISO 
45001:2018 concedeu grau de detalhamento ainda maior ao assunto, vinculando de forma incisiva Alta Direção ao SGSST, que 
mais do que estar comprometida, deve contribuir para o alcance dos objetivos e integrar o sistema com os processos de negócio 
da organização. O item da nova norma  irá exigir das organizações que a comunicação entre os responsáveis pelo SGSST e a Alta 
Direção seja mais intenso, pois agora a Alta Organização possui maior responsabilidade em relação ao sistema de gestão.  
64 
 
 
 
 Este tópico, na ISO 45001:2018, passou por uma redução de conteúdo em relação à norma anterior: as disposições sobre 
treinamento foram suprimidas. Embora a nova norma tenha, de fato, demonstrado maior preocupação com a relação entre a 
organização e o trabalhador (a exemplo da criação do capítulo cinco, mencionado na análise anterior), a retirada de disposição 
expressa sobre a adequabilidade do treinamento pode ser considerada prejudicial à persecução dos objetivos de SSO. Entretanto, 
essa supressão não configura uma consequência prática relevante, uma vez que é de interesse da organização que o treinamento 
de seus funcionários seja eficiente, pois isso garante produtividade. Ou seja, a retirada de tal tópico, que inclusive era bastante 
genérico na OHSAS 18001:2007, pode não ser potencialmente prejudicial ao sistema de gestão de SST.  
 Por outro lado, a nova norma incluiu maior detalhe ao tópico de conscientização, exigindo uma comunicação mais completa 
sobre o ambiente organizacional ao trabalhador. Assim, por meio das inclusões citadas, o trabalhador não só deve ser informado 
sobre a consequência de suas ações dentro da organização, mas também sobre os fatores externos e acontecimentos que podem 
lhe afetar considerando o escopo de SSO. A nova norma traz, novamente, um aspecto a mais a compor a comunicação dos 
trabalhadores, enfatizando a tendência que pode ser identificada na nova norma como um todo, de reconhecimento da importância 
da comunicação efetiva com o trabalhador para o sucesso de um sistema de gestão de SST. 
ISO 18001.2007 ISO 45001.2018
4.4.2 Competência, treinamento e conscientização
A organização deve assegurar que qualquer pessoa sob seu controle que realize tarefas que possam causar impacto na SST seja competente com base em 
formação apropriada, treinamento ou experiência, devendo reter os registros associados.
A organização deve identificar as necessidades de treinamento associadas aos seus riscos de SST e a seu sistema de gestão da SST. gla deve fornecer 
treinamento ou tomar outra ação para atender a essas necessidades, avaliar a eficácia do treinamento ou da ação tomada, e reter os registros associados.
A organização deve estabelecer, implementar e manter procedimento(s) para fazer com que as pessoas que trabalhem sob seu controle estejam 
conscientes:
a) das conseqüências para a SST, reais ou potenciais, de suas atividades de trabalho, de seu comportamento, e dos benefícios para a SST resultantes da 
melhoria do seu desempenho pessoal;
b) de suas funções e responsabilidades e da importância em atingir a conformidade com a política e os procedimentos de SST, è com os requisitos do 
sistema de gestão da SST, incluindo os requisitos de preparação e resposta a,emergências (ver 4.4.7);
c) das potenciais conseqüências da inobservância de procedimentos especificados. 
Os procedimentos de treinamento devem levar em consideração os diferentes níveis de:
a) responsabilidade, habilidade, proficiência em línguas e instrução; e
b) risco.
7.2 Competência
A organização deve:
a) determinar a competência necessária dos trabalhadores que afetam ou podem afetar seu desempenho de SSO;
b) assegurar que os trabalhadores sejam competentes (incluindo a habilidade para identificar perigos), com base em educação, treinamento ou experiência 
apropriados;
c) quando aplicável, tomar medidas para adquirir e manter a competência necessária e avaliar a eficácia das ações tomadas;
d) reter informação documentada apropriada como prova de competência.
NOTA Ações aplicáveis podem incluir, por exemplo, fornecimento de treinamento para a orientação  ou reatribuição de pessoas atualmente empregadas, ou 
para a contratação ou subcontratação de pessoas competentes.
7.3 Conscientização
Os trabalhadores devem ser informados sobre:
a) política de SSO e objetivos de SSO;
b) suas contribuições para a eficácia do sistema de gestão de SSO, incluindo os benefícios da melhoria de desempenho de SSO;
c) implicações e potenciais consequências de não estarem em conformidade com os requisitos do sistema de gestão de SSO;
d) incidentes e resultados das investigações relevantes para eles;
e) perigos, riscos de SSO e ações determinadas que sejam relevantes para eles;
f) capacidade de se afastarem das situações de trabalho que considerem que apresentam um perigo iminente e grave para sua vida ou para sua saúde, bem 
como as providências para protegê-los de consequências indevidas por fazer isto.
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 Mais uma vez, a nova norma retirou um tópico da etapa de execução com a clara intenção de garantir maior destaque ao 
assunto: as disposições sobre participação e consulta foram colocadas em capítulo específico dedicado à ―Liderança e 
participação dos trabalhadores‖. Neste ponto temos formalizado o que já foi percebido na análise até o momento, que a nova 
norma assume como imprescindível à implementação de um sistema de gestão de SST a adequada comunicação entre os mais 
diferentes níveis organizacionais. Além de dedicar espaço exclusivo a tal assunto, a nova norma detalhou ainda mais as diretrizes 
que devem ser seguidas. Na norma anterior, eventualmente era disposto que para algumas decisões e definições era necessário 
consultar as partes interessadas, e no tópico de ―participação e consulta‖ trazia uma participação limitada pelo ―envolvimento 
apropriado‖. Na nova norma, a consulta e participação dos trabalhadores não só tornaram-se obrigatórias, como contam com 
diretrizes bastante objetivas e completas sobre a forma que devem ser efetivadas em todo SGSST.  
 Na prática, a nova norma exigirá a criação, por parte das organizações, de um mecanismo de comunicação formal com os 
trabalhadores, bem como exigirá uma mudança da cultura organizacional, a fim de garantir que o mecanismo, além de funcionar, 
ISO 18001.2007 ISO 45001.2018
4.4.3 Comunicação, participação e consulta 
4.4.3.1 Comunicação
Com relação aos seus perigos de SST e ao sistema de gestão da SST, a organização deve estabelecer, implementar e mantefprocedimento(s) para:
a) comunicação interna entre os vários níveis e funções da organização;
b) comunicação com terceirizados e outros visitantes no local de trabalho;
c) recebimento, documentação e resposta a comunicações pertinentes oriundas de partes interessadas externas.
4.4.3.2 Participação e consulta
A organização deve estabelecer, implementar e manter procedimento(s) para:
a) a participação dos trabalhadores através de:
— seu envolvimento apropriado na identificação de perigos, na avaliação de riscos e na determinaçào de controles;
— seu envolvimento apropriado na investigação de incidentes;
— seu envolvimento no desenvolvimento e análise crítica das políticas e objetivos de SST;
— consulta quando existirem quaisquer mudanças que afetem sua SST;
— representação nos assuntos de SST.
Os trabalhadores devem ser informados sobre os detalhes de sua participação, incluindo quem é(são) seu(s) representante(s) nos assuntos de SST.
b) a consulta aos terceirizados quando existirem mudanças que afetem sua SST.
A organização deve assegurar que, quando apropriado, as partes interessadas externas pertinentes sejam consultadas sobre assuntos de SST relevantes.
7.4 Comunicação
7.4.1 Generalidades
A organização deve estabelecer, implementar e manter o(s) processo(s) necessário(s) para comu- nicações relevantes internas e externas para o sistema de 
gestão de SSO, incluindo determinar:
a) o que será comunicado;
b) quando se comunicar;
c) com quem se comunicar:
1) internamente entre os vários níveis e funções da organização;
2) entre os contratados e visitantes do local de trabalho;
3) entre outras partes interessadas;
d) como comunicar.
e) A organização deve levar em consideração os aspectos diversos (por exemplo, gênero, idioma, cultura, alfabetização, incapacidade), ao considerar suas 
necessidades de comunicação.
A organização deve ir que as opiniões das partes interessadas externas sejam consideradas no estabelecimento dos seus processos de comunicação.
Quando estabelecidos seus processos de comunicação, a organização deve:
— levar em consideração seus requisitos legais e outros requisitos;
— assegurar que a informação de SSO a ser comunicada seja consistente com a informação gerada no sistema de gestão de SSO e confiável.
A organização deve responder a comunicações relevantes sobre seu sistema de gestão de SSO.
A organização deve reter informação documentada como evidência de suas comunicações,
como apropriado.
7.4.2 Comunicação interna
A organização deve:
a) comunicar internamente informações relevantes sobre o sistema de gestão de SSO entre os vários níveis e funções da organização, incluindo mudanças 
no sistema de gestão de SSO, conforme apropriado;
b) assegurar que seu(s) processo(s) de comunicação permita(m) que os trabalhadores contribuam para a melhoria contínua.
7.4.3 Comunicação externa
A organização deve comunicar externamente as informações relevantes sobre o sistema de gestão de SSO, conforme estabelecido pelo(s) processo(s) de 
comunicação da organização e levando  em consideração os seus requisitos legais e outros requisitos.
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gere os resultados esperados. Em resumo, a nova norma traz como inevitável a criação de uma metodologia de comunicação que 
envolva a participação dos trabalhadores nos mais diversos âmbitos organizacionais. Entretanto, isso deve vir acompanhado de 
um processo de mudança de cultura organizacional, que conscientize os trabalhadores da necessidade, da importância e dos 
benefícios que podem ser colhidos com a adequada comunicação para o SGSST como um todo e individualmente (salubridade e 
segurança, principalmente).  
 O texto oficial do tópico específico sobre o tema na ISO 45001:2018 é o disposto no Quadro 9 (grifo nosso): 
5 Liderança e participação dos trabalhadores 
(...) 
5.4 Consulta e participação de trabalhadores  
A organização deve estabelecer, implementar e manter um processo(s) para consulta e participação dos trabalhadores, em 
todos os níveis e funções aplicáveis, e, se existirem, dos representantes dos trabalhadores, no desenvolvimento, planejamento, 
implementação, avaliação de desempenho e ações de melhoria do sistema de gestão de SSO.  
A organização deve:   
a) fornecer mecanismos, tempo, treinamento e recursos necessários para consulta e participação;  
NOTA 1 Representação dos trabalhadores pode ser um mecanismo para consulta e participação. 
b) fornecer acesso oportuno a informações claras, compreensíveis e relevantes sobre o sistema de gestão de SSO;  
c) determinar e remover obstáculos ou barreiras à participação e minimizar aqueles que não podem ser removidos;  
NOTA 2 Obstáculos e barreiras podem incluir falhas à falta em responder a insumos e sugestões dos trabalhadores, barreiras 
de idioma ou de grau de instrução, represálias ou ameaças de represálias e políticas ou práticas que desencorajem ou 
penalizem a participação dos trabalhadores.  
d) enfatizar a consulta de trabalhadores de níveis não gerenciais sobre o seguinte:   
1) determinação das necessidades e expectativas das partes interessadas (ver 4.2);  
2) estabelecimento da política de SSO (ver 5.2);   
3) atribuição das funções, responsabilidades e autoridades organizacionais, como aplicável (ver 5.3);   
4) determinação de como cumprir os requisitos legais e outros requisitos (6.1.3);   
5) estabelecimento de objetivos de SSO e planejamento de seu atingimento (ver 6.2);  
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6) determinação de controles aplicáveis de terceirização, aquisição e contratados (ver 8.1.4);   
7) determinação do que precisa ser monitorado, medido e avaliado (ver 9.1);   
8) planejamento, estabelecimento, implementação e manutenção de programas de auditoria (ver 9.2.2);   
9) asseguramento da melhoria contínua (ver 10.3).   
e) enfatizar a participação de trabalhadores de níveis não gerenciais no seguinte:  
1) — determinação dos mecanismos para sua consulta e participação; 
2) — identificação dos perigos e avaliação dos riscos e oportunidades (ver 6.1.1 e 6.1.2);   
3) — determinação de ações para eliminar os perigos e reduzir os riscos de SSO (ver 6.1.4);   
4) — determinação de requisitos de competência, necessidade de treinamento, treinamentos e avaliação de treinamento (ver 7.2);  
5) — determinação do que precisa ser comunicado e como isso será feito (ver 7.4);   
6) — determinação de medidas de controle e sua efetiva implementação e uso (ver 8.1, 8.1.3 e 8.2);   
7) — investigação de incidentes e não conformidades e determinação de ações corretivas (ver 10.2).  
NOTA 3 A ênfase à consulta e à participação de trabalhadores de níveis não gerenciais destina-se às pessoas que realizam as 
atividades de trabalho, mas não pretende excluir, por exemplo, os gerentes que são impactados por atividades de trabalho ou 
outros fatores na organização.  
NOTA 4 Reconhecer que a provisão de treinamento sem custo para os trabalhadores e de treinamento durante o horário de 
trabalho, sempre que possível, pode remover barreiras significantes à participação dos trabalhadores. 
Quadro 9 - Recorte do tópico “Liderança e participação dos trabalhadores” na ISO 45001:2018 
 Não se pode dizer, entretanto, que o assunto deixou de constar no capítulo em análise da nova norma, uma vez que no 
tópico ―comunicação interna‖ dispõe que a organização deve assegurar que sua comunicação permita a contribuição dos 
trabalhadores com a melhoria contínua. Por este motivo, por mais que exista a ressalva anterior, a classificação foi de texto 
comum, com diferença de completude. 
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 Em relação aos demais aspectos, as alterações promovidas pela a ISO 45001:2018 consistiram em pormenorizar o 
processo de comunicação, conferindo a ele requisitos mais objetivos que ao serem seguidos podem resultar numa maior 
padronização.  
 
 
 Em relação ao tópico de documentação, pode-se perceber que os textos são bastante diferentes. A única correspondência 
entre os dois é relativa à necessidade de incluir na documentação do sistema de gestão de SST os documentos exigidos pelas 
normas. Interessante, contudo, é a alteração proposta. Enquanto na OHSAS 18001:2007 o texto elenca tópicos que devem ser 
incluídos na documentação do sistema de gestão de SST, a ISO 45001:2018 reconhece que a informação documentada depende 
do tipo de organização que está implementando a norma, depende do seu tamanho, tipo de atividade, necessidade de 
cumprimento de requisitos legais, competência dos trabalhadores, complexidade dos projetos. Se pensarmos em duas indústrias, 
têxtil e alimentícia, é possível perceber que os aspectos citados são bastante diferentes entre elas. A nova norma, considerando 
isso, exige, tão somente, que seja documentada toda a informação exigida na norma de forma esparsa e a determinada pela 
organização como necessária à manutenção da eficácia o sistema de gestão de SSO.  
 Na prática, em relação à informação documentada, a nova norma permite uma flexibilidade maior sobre o que deve ser 
documentado, mas deixa claro que a documentação deve ser específica em relação ao tipo de organização, impedindo que a 
ISO 18001.2007 ISO 45001.2018
4.4.4 Documentação
A documentação do sistema de gestão da SST deve incluir:
a) a política e os objetivos de SST;
b) descrição do escopo do sistema de gestão da SST;
c) descrição dos principais elementos do sistema de gestão da SST e sua interação, e referência aos documentos associados;
d) documentos, incluindo registros, exigidos por esta Norma OHSAS; e
e) documentos, incluindo registros, determinados pela organização como sendo necessários para assegurar o planejamento, operação e controle eficazes 
dos processos que estejam associados à gestão de seus riscos de SST.
NOTA — É importante que a documentação seja proporcional ao nível de complexidade, aos perigos e riscos envolvidos, e que seja mantida na quantidade 
mínima requerida para sua eficácia e eficiência.
7.5 Informação documentada
7.5.1 Generalidades
O sistema de gestão de SSO da organização deve incluir:
a) informação documentada requisitada por este documento;
b) informação documentada determinada pela organização como necessária para a eficácia   do sistema de gestão de SSO.
NOTA A extensão da  informação documentada para  um  sistema de  gestão de  SSO  pode diferir de uma organização para outra devido:
— ao tamanho da organização e seu tipo de atividades, processos, produtos e serviços;
— à necessidade de demonstrar o cumprimento dos requisitos legais e outros requisitos;
— à complexidade de um processo(s) e suas interatividades;
— à competência dos trabalhadores.
7.5.2 Criação e atualização
Ao criar e atualizar informação documentada, a organização deve assegurar:
a) identificação e descrição (por exemplo, um título, data, autoridade ou número de referência);
b) formato (por exemplo, idioma, versão de software, gráficos) e mídia (por exemplo, papel, eletrônico);
c) revisão e aprovação para adequação e ajuste.
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flexibilidade seja interpretada como subjetividade. Agora a organização deve manter documentada toda informação exigida pela 
norma, e, além disso, toda a documentação que julgar relevante para a persecução da eficácia do SGSST, levando em conta, para 
determinar sua extensão, suas peculiaridades.  
 
 O controle de informação documentada é um tópico que, à exceção da maioria, sofreu redução de completude na nova 
norma. Na OHSAS 18001:2007, o texto fazia distinção entre documentos e registros, sendo este uma forma de documento usada 
para demonstrar conformidade com os requisitos. Na ISO 45001:2018, todavia, só é utilizado o termo informação documentada 
quando se trata de controle de documentos.  
 Convém trazer algumas observações pontuais sobre o tópico: a antiga norma dispunha que a organização deveria prevenir 
a utilização não intencional de documentos obsoletos, de forma geral esteve bastante preocupada com a atualização dos dados e 
sua utilização adequada. Já a nova norma fala de uma proteção geral, com a finalidade de evitar perda de confidencialidade, uso 
indevido ou perda de integridade. Além disso, difere os tipos de acesso a uma documentação, que pode envolver uma decisão 
sobre visualizar e alterar ou apenas visualizar; menciona que o acesso a documentações inclui os trabalhadores e seus 
representantes. Em resumo, enquanto a OHSAS 18001:2017 tem um foco na preservação e utilização adequada da 
ISO 18001.2007 ISO 45001.2018
4.4.5 Controle de documentos
Os documentos requeridos pelo sistema de gestão da SST e por esta Norma OHSAS devem ser controlados. Registros são um tipo especial de documento e 
devem ser controlados de acordo com os requisitos estabelecidos em 4.5.4.
A organização deve estabelecer, implementar e manter procedimento(s) para:
a) aprovar documentos quanto à sua adequação antes de seu uso;
b) analisar criticamente e atualizar, conforme necessário, e reaprovar documentos;
c) assegurar que as alterações e a situação atual da revisão de documentos sejam identificadas;
d) assegurar que as versões pertinentes de documentos aplicáveis estejam disponíveis em seu ponto de utilização;
e) assegurar que os documentos permaneçam legíveis e prontamente identificáveis;
f) assegurar que os documentos de origem externa determinados pela organização como sendo necessários ao planejamento e operação do sistema de 
gestão da SST sejam identificados, e que sua distribuição seja controlada; e
g) prevenir a utilização não-intencional de documentos obsoletos, e utilizar identificação adequada neles, se forem retidos para quaisquer fins.
4.5.4 Controle de registros
A organização deve estabelecer e manter registros, conforme necessário, para demonstrar conformidade com os requisitos de seu sistema de gestão da SST 
e desta Norma OHSAS, bem como os resultados obtidos.
A organização deve estabelecer, implementar e manter procedimento(s) para a identificação, armazenamento, proteção, recuperação, retenção e descarte 
de registros.
Os registros devem ser e permanecer legíveis, identificáveis e rastreáveis. 
7.5.3 Controle de informação documentada
A informação documentada requerida pelo sistema de gestão de SSO e por este documento deve ser controlada para assegurar que:
a) esteja disponível e adequada para uso, onde e quando necessário;
b) esteja adequadamente protegida (por exemplo, por perda de confidencialidade, uso indevido ou perda de integridade).
c) Para o controle da informação documentada, a organização deve abordar as seguintes atividades, conforme aplicável:
— distribuição, acesso, recuperação e uso;
— armazenamento e preservação, incluindo a preservação da legibilidade;
— controle de mudanças (por exemplo, controle de versão);
— retenção e disposição.
A informação documentada de origem externa determinada pela organização como necessária para o planejamento e operação do sistema de gestão de 
SSO deve ser identificada, como apropriado, e controlada.
NOTA 1 O acesso pode implicar uma decisão sobre a permissão para apenas visualizar a informação documentada, ou a permissão e autorização para 
visualizar e alterar a informação documentada.
NOTA 2  O  acesso   à   informação   documentada   relevante   inclui   o   acesso   dos   trabalhadores   e, se existirem, dos representantes dos trabalhadores.
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documentação, a ISO 45001:2018, embora também fale sobre esses tópicos, preocupa-se com o acesso das informações e seu 
alcance. As mudanças acima citadas demonstram menos uma alteração de conteúdo e mais uma adequação aos novos meios de 
documentação, que envolvem o meio digital. Este tópico parece não gerar consequência práticas relevantes para o SGSST.  
 
 Seguindo a tendência já percebida até então, a ISO 45001:2018 destrincha o tópico que na norma anterior se chamava 
―controle operacional‖ em três diversos. Em relação aos temas abordados, estes continuam os mesmos, mas em relação ao 
controle de aquisições e terceirização, a nova norma cria tópicos separados, com detalhamento maior em relação à terceirização. 
A contratação de funções e processos terceirizados deve ser considerada como aspecto integrado ao SGSST. Na prática, cria-se 
uma nova obrigação em relação ao que deve constar no sistema de gestão de SSO, pois agora o controle dessas funções e 
processos devem ser estabelecidos pelo sistema de gestão de SSO.  
 Para mais, inclui disposição que confirma a o cuidado em equilibrar o relacionamento entre trabalhadores e organização, 
quer seja a e exigência ações que visem a adaptação do trabalho aos trabalhadores. Por último, a nova norma inclui em seu texto 
que na hipótese de existir na multiempregadores, devem-se coordenar as partes relevantes do sistema de gestão de SSO com 
ISO 18001.2007 ISO 45001.2018
4.4.6 Controle operacional
A organização deve determinar aquelas operações e atividades que estejam associadas ao(s) perigo(s) identificado(s), onde a implementação de,controles 
for
necessária para gerenciar o(s) risco(s) de SST. Isso deve incluir a gestão de mudanças (ver 4.3.1). (P)
Para tais operações e atividades, a organização deve implementar e manter :
a) controle operacionais, conforme aplicável à organização e a suas atividades. A organização deve integrar tais controles operacionais ao seu sistema de 
gestão da SST como um todo;
b) controles referentes a produtos, serviços e equipamentos adquiridos; 
c) controles referentes a terceirizados e outros visitantes no local de trabalho;
d) procedimentos documentados, para cobrir situações em que sua ausência possa acarretar desvios em relação à política e aos objetivos de SST;
e) critérios operacionais estipulados, onde sua ausência possa acarretar desvios em relação à política e aos objetivos de SST.
8 Operação
8.1 Planejamento e controle operacional
8.1.1 Generalidades
A organização deve planejar, implementar, controlar e manter um processo(s) necessário(s) para atender aos requisitos do sistema de gestão de SSO e 
implementar as ações determinadas na Seção 6 para:
a) estabelecer critérios para o processo;
b) implementar o controle de um processo(s) de acordo com os critérios;
c) manter e reter informação documentada na medida do necessário, para ter confiança de que um processo(s) foi(foram) realizado(s) conforme o 
planejado;
d) adaptar o trabalho aos trabalhadores.
Em locais de trabalho com multiempregadores, a organização deve coordenar as partes relevantes do sistema de gestão de SSO com as outras organizações.
8.1.4 Aquisição
8.1.4.1 Generalidades
A organização deve estabelecer, implementar e manter um processo(s) para o controle de aquisição de produtos e serviços, a fim de assegurar a sua 
conformidade com seu sistema de gestão de SSO.
8.1.4.3 Terceirização
A organização deve ir que funções e processos terceirizados sejam controlados. A organização deve assegurar que seus procedimentos de terceirização 
sejam consistentes com os requisitos legais e outros requisitos, e com o atingimento dos resultados pretendidos do sistema de gestão de SSO. O tipo e o 
grau de controle a serem aplicados a estas funções e processos devem ser estabelecidos no sistema de gestão de SSO.
NOTA A coordenação com fornecedores externos  pode ajudar uma  organização  a  enfrentar qual-  quer impacto que a terceirização tenha sobre seu 
desempenho de SSO.
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todas as organizações. Este item da norma reforça a tese de que o sistema de gestão, para ser efetivo, deve alcançar a 
organização como um todo, e no caso de multiempregadores que trabalham no sentido de um único resultado, a gestão deve ser 
integrada no que diz respeito a SSO.  
 
 O texto sobre ―preparação e resposta a emergência‖ sofreu alterações poucos relevantes na nova norma, cabendo citar as 
principais. Primeiro, a nova norma deixou de prever a necessidade de procedimento para identificar o potencial para situações de 
emergência, e também a disposição sobre resposta a situações reais, inclusive com prevenção ou mitigação de efeitos que podem 
afetar a Segurança e Saúde no Trabalho. Esses pontos, contudo, podem ser considerados implícitos ao texto da nova norma. As 
diferenças mais representativas dizem respeito ao que foi incluído pela ISO 45001:2018, que inclui mais exigências às respostas 
de emergência. Inclui como processos necessários: a providência de treinamentos para a resposta, esta que deve ser planejada; 
uma comunicação específica e adequada aos trabalhadores, contratados, visitantes, serviço de resposta de emergência, 
autoridades governamentais e comunidade local. Mas uma vez a nova norma privilegia a integração das partes envolvidas de 
alguma forma com a organização.  
 Em síntese, o mais relevante deste tópico em termos práticos é que, com a nova norma, a organização deve planejar a 
resposta à emergência e treinar todos os envolvidos para uma situação real, o que se traduz numa obrigação que gera custos 
decorrentes de uma necessidade hipotética. Por outro, esta nova obrigação supre uma lacuna em relação à norma anterior, pois 
ISO 18001.2007 ISO 45001.2018
4.4.7 Preparação e resposta a emergências
A organização deve estabelecer, implementar e manter procedimento(s) para:
a) identificar o potencial para situações de emergência;
b) responder a tais situações de emergência.
A organização deve responder às situações reais de emergência, e prevenir ou mitigar as conseqüências para a SST adversas associadas.
Ao planejar sua resposta a emergências, a organização deve levar em consideração as necessidades das partes interessadas pertinentes, tais como serviços 
de emergência e a vizinhança.
A organização deve também testar periodicamente seu(s) procedimento(s) para responder a situações de emergência, quando exeqüível, envolvendo as 
partes interessadas pertinentes, conforme apropriado.
A organização deve periodicamente analisar criticamente e, onde necessário, revisar seu(s) procedimento(s) de preparação e resposta a emergências, em 
particular após o teste periódico e após a ocorrência de situações de emergência (ver 4.5.3).
8.2 Preparação e resposta de emergência
A organização deve estabelecer, implementar e manter um processo(s) necessário(s) para se preparar para e resposta a potenciais de situações de 
emergência, como identificado em 6.1.2.1, incluindo:
a) estabelecer uma resposta planejada para situações  de  emergência,  incluindo  a previsão de primeiros socorros;
b) providenciar treinamento para a resposta planejada;
c) testar e exercitar periodicamente a capacidade da resposta planejada;
d) avaliar o desempenho e, se necessário, revisar a resposta planejada, inclusive após o teste e, em particular, após a ocorrência de situações de emergência;
e) comunicar e fornecer informações relevantes a todos os trabalhadores sobre os seus deveres e responsabilidades;
f) comunicar informações relevantes para os contratados, visitantes, serviço de resposta de emergência, autoridades governamentais e, como apropriado, a 
comunidade local;
g) levar em consideração as necessidades e capacidades de todas as partes interessadas rele- vantes e assegurar seu envolvimento, como apropriado, no 
desenvolvimento de resposta planejada.
A organização deve manter e reter informação documentada sobre o(s) processo(s) e sobre os planos para responder a potenciais situações de emergência.
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esta exigia o planejamento e não o treinamento. Ora, se a organização elaborasse o planejamento de resposta a emergências e 
não realizasse o treinamento e comunicação adequada com os funcionários, em uma situação real de emergência ele não seria 
efetivo. Com a inserção de obrigações relativas a comunicação e treinamento, a nova norma traz meios de garantir a efetividade 
da resposta à emergências.  
4.2.3 Check - Controle 
 
 A ISO 45001:2018 apresenta um texto mais sistemático em relação à OHSAS 18001:2007. A norma antiga elenca saídas 
necessárias ao monitoramento e medição de desempenho da organização, ao passo que a nova norma dispõe sobre o processo 
de monitoramento e medição em si, sem, todavia, deixar de tratar de suas saídas. Assim, a inovação da nova norma inclui a 
necessidade de definição de aspectos práticos, como o que deve ser monitorado e medido, quando devem ser realizados o 
monitoramento e medição, quando devem ser analisados, validados e comunicados os resultados.  
 Assim, se por um momento a OHSAS 18001:2007 permitia que a organização determinasse quais os aspectos que utilizaria 
pra realizar o controle de desempenho, vinculando apenas algumas saídas, a ISO 45001:2018 trouxe, além disso, aspectos 
ISO 18001.2007 ISO 45001.2018
4.5.1 Monitoramento e medição do desempenho
A organização deve estabelecer, implementar e manter procedimento(s) para monitorar e medir regularmente o desempenho da SST. Esse(s) 
procedimento(s) deve(m) fornecer:
a) tanto medidas qualitativas como medidas quantitativas apropriadas às necessidades da organização;
b) monitoramento do grau de atendimento aos objetivos de SST da organização;
c) monitoramento da eficácia dos controles (tanto para a saúde quanto para a segurança);
d) medidas proativas de desempenho que monitorem a conformidade com o(s) programa(s) de gestão da SST, e com os controles e critérios operacionais;
e) medidas reativas de desempenho que monitorem doenças ocupacionais, incidentes  (incluindo acidentes, quase-acidentes, etc.) e outras evidências 
históricas de deficiências no desempenho da SST;
f) registro de dados e resultados do monitoramento e medição, suficientes para facilitar a subseqüente análise de ações corretivas e ações preventivas.
Se for requerido equipamento para monitorar ou medir o desempenho, a organização deve estabelecer e manter procedimentos para a calibração e 
manutenção de tal equipamento, conforme apropriado. Os registros das atividades e dos resultados da calibração e manutenção devem ser retidos.
9 Avaliação de desempenho
9.1 Monitoramento, medição, análise e avaliação de desempenho
9.1.1 Generalidades
A organização deve estabelecer, implementar e manter um processo(s) para monitoramento, medição, análise e avaliação de desempenho.
A organização deve determinar:
a) o que precisa ser monitorado e medido, incluindo:
1) extensão em que os requisitos legais e outros requisitos são cumpridos;
2) suas atividades e operações relacionadas a perigos, riscos e oportunidades identificadas;
3) progresso no atingimentos dos objetivos de SSO da organização;
4) eficácia dos controles operacionais e outros controles;
b) métodos para monitoramento, medição, análise e avalição do desempenho, como aplicável, para assegurar resultados válidos;
c) critérios em relação aos quais a organização avaliará seu desempenho de SSO;
d) quando o monitoramento e a medição devem ser realizados;
e) quando os resultados de monitoramento e medição devem ser analisados, validados e comunicados. A organização deve avaliar o desempenho de SSO e 
determinar a eficácia do sistema de gestão de SSO.
A organização deve assegurar que os equipamentos de monitoramento e medição estejam cali- brados ou verificados, conforme aplicável, e que sejam 
usados e mantidos como apropriado.
NOTA Pode haver requisitos legais ou outros requisitos (por exemplo, normas nacionais ou interna- cionais) relativos à calibração ou verificação de 
equipamentos de monitoramento e medição.
A organização deve reter informação documentada apropriada:
— como evidência dos resultados de monitoramento, medição, análise e avaliação de desempenho;
— sobre a manutenção, calibração ou verificação dos equipamentos de medição.
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mínimos que devem ser considerados. De forma individual, este tópico pode gerar necessidade de adaptação/redesenho do 
processo de avaliação de desempenho por parte das organizações. Entretanto, a maior relevância desse detalhamento se dá 
quando considerada a aplicação da ISO 45001:2018 em vários tipos de organização, isso porque o tópico gerará uma 
padronização no que diz respeito à avaliação desempenho das organizações no âmbito da SSO, o que facilita eventual 
comparação do desenvolvimento do SGSST nas mais diversas indústrias.  
 
 A OHSAS 18001:2007 trata sobre a avaliação de requisitos de forma mais detalhada, por mais que, ao ler os dois textos, 
possa-se concluir que o texto excedente em relação à ISO 45001:2018 encontra-se implícito nesta. A norma anterior, sobre a 
avaliação dos requisitos, afirma que deve ser realizada de forma periódica, por mais que a frequência seja facultada a depender do 
requisito. A nova norma, sobre este ponto, fala apenas que devem ser determinados o método e a frequência para avaliação. Além 
disso, a norma anterior traz tópicos separados pra dispor sobre os requisitos legais e outros requisitos, permitindo que a 
organização faça a avaliação destes de forma combinada com aqueles, ou que estabeleça procedimentos separados.  
 Uma inovação presente na ISO 45001:2018 é o dever de a organização ter conhecimento sobre o seu status de 
conformidade com os requisitos. A inclusão desse dispositivo instiga a melhoria contínua no tópico. Afinal, a informação sobre o 
status de conformidade é útil, principalmente, para que sejam repensadas as ações utilizadas no atingimento dos requisitos, para 
que seja útil, de fato, a avaliação. Sendo assim, a nova norma inclui a obrigação de a organização elaborar uma metodologia para 
identificar esse status de conformidade, sendo imprescindível a compreensão do resultado para que se sinta instigada a identificar 
os gargalos e pontos de melhoria. 
ISO 18001.2007 ISO 45001.2018
4.5.2 Avaliação do atendimento a requisitos legais e outros
4.5.2.1 De maneira coerente com o seu comprometimento de atendimento (compliance) a requisitos (ver 4.2c), a organização deve estabelecer, 
implementar e manter procedimento(s) para avaliar periodicamente o atendimento aos requisitos legais aplicáveis (ver 4.3.2).
A organização deve manter registros dos resultados das avaliações periódicas.
NOTA — A freqüência da avaliação periódica pode variar para requisitos legais distintos.
4.5.2.2 A organização deve avaliar o atendimento (compliance) a outros requisitos por ela subscritos (ver 4.3.2). A organização pode combinar esta avaliação 
com a avaliação referida em 4.5.2.1, ou estabelecer procedimento(s) em separado.
A organização deve manter registros dos resultados das avaliações periódicas.
NOTA — A freqüência da avaliação periódica pode variar para outros requisitos distintos subscritos pela organização.
9.1.2 Avaliação da conformidade
A organização deve estabelecer, implementar e manter um processo(s) para avaliar a conformidade com os requisitos legais e outros requisitos (ver 6.1.3).
A organização deve:
a) determinar a frequência e o(s) método(s) para avaliação da conformidade;
b) avaliar a conformidade e tomar ações, se necessário (ver 10.2);
c) manter conhecimento e compreensão do seu status de conformidade com os requisitos legais e outros requisitos;
d) reter informação documentada do(s) resultado(s) da avaliação da conformidade.
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 Apesar de a nova norma ter condensado dois tópicos em um, no que diz respeito à investigação de incidentes, à não 
conformidade e às ações corretivas, o texto da ISO 45001:2018 mostrou-se mais detalhado rem relação à OHSAS 18001:2007. 
Especialmente sobre a avaliação das causas raiz que geraram incidentes e não conformidade, o novo texto confere uma visão 
mais integrativa, no sentido de incluir, além da simples identificação, a participação de trabalhadores e partes interessadas na 
avaliação de determinação de ações corretivas, e o estudo sobre a incidência dos incidentes no passado e sobre o potencial de 
ocorrerem no futuro. Além desse ponto, a nova norma inclui a necessidade de revisão das avaliações de risco quando analisado 
um incidente ou não conformidade.  
 Nota-se, portanto, que em relação a este tópico a nova norma gera obrigações em relação à norma anterior. A participação 
dos trabalhadores é um fator que demonstra grande avanço no que diz respeito à elaboração de ações corretivas, pois eles são os 
agentes que estão relacionados de forma mais íntima com os incidentes e não conformidades (como vítimas, agentes causadores 
ISO 18001.2007 ISO 45001.2018
4.5.3 Investigação de incidente, não-conformidade, ação corretiva e ação preventiva
4.5.3.1 Investigação de incidente
A organização deve estabelecer, implementar e manter procedimento(s) para registrar, investigar e analisar incidentes a fim de:
a) determinar deficiências de SST subjacentes e outros fatores que possam estar causando ou contribuindo para a ocorrência de incidentes
b) identificar a necessidade de ações conetivas
c) identificar oportunidades para ações preventivas
d) identificar oportunidades para a melhoria contínua
e) comunicar os resultados de tais investigações.
As investigações devem ser realizadas no momento apropriado.
Quaisquer necessidades identificadas de ação conetiva ou de oportunidades para ação preventiva devem ser tratadas de acordo com as partes pertinentes 
da seção 4.5.3.2.
Os resultados das investigações de incidentes devem ser documentados e mantidos. 
4.5.3.2 Não-conformidade, ação corretiva e ação preventiva
A organização deve estabelecer, implementar e manter procedimento(s) para tratar as não-conformidades reais e potenciais, e para executar ações 
conetivas e ações preventivas. 0(s) procedimento(s) deve(m) definir requisitos para:
a) identificar e corrigir não-confonnidade(s) e executar ações para mitigar suas conseqüências para a SST;
b) investigar não-conformidade(s), determinar sua(s) causa(s) e executar ações para evitar sua repetição.
c) avaliar a necessidade de ação(ões) para prevenir não-conformidade(s) e implementar ações apropriadas, desenhadas para evitar sua ocorrência.
d) registrar e comunicar os resultados da(s) ação(ões) corretiva(s) e ação(ões) preventiva(s) executada(s); e
e) analisar criticamente a eficácia da(s) ação(ões) corretiva(s) e ação(ões) preventiva(s) executada(s).
Quando a ação conetiva e a ação preventiva identificam perigos novos ou modificados, ou a necessidade de controles novos ou modificados, o 
procedimento deve requerer que as ações propostas sejam submetidas a uma avaliação de riscos antes de sua implementação.
10 Melhoria
10.1 Generalidades
A organização deve determinar as oportunidades de melhoria (ver Seção 9) e implementar as ações necessárias para atingir os resultados pretendidos do 
seu sistema de gestão de SSO. (A)
10.2 Incidente, não conformidade e ação corretiva
A organização deve estabelecer, implementar e manter um processo(s), incluindo relatórios, investigações e tomada de ações, para determinar e gerenciar 
incidentes e não conformidades.
Quando um incidente ou uma não conformidade ocorrer, a organização deve:
a) reagir em tempo hábil ao incidente ou à não conformidade e, conforme aplicável:
1) tomar uma ação para controlar e corrigir o incidente ou não conformidade;
2) lidar com as consequências;
b) avaliar, com a participação dos trabalhadores (ver 5.4) e o envolvimento de outras partes interessadas, a necessidade de ação corretiva para eliminar a(s) 
causa(s)-raiz do incidente ou da não conformidade, para que não se repita ou ocorra em outro lugar:
1) investigando o incidente ou revisando a não conformidade;
2) determinando a(s) causa(s) do incidente ou da não conformidade;
3) determinando se ocorreram incidentes similares, se existem não conformidades ou se eles podem potencialmente ocorrer;
c) revisar as avaliações existentes dos riscos de SSO e outros riscos, como apropriado (ver 6.1);
d) determinar e implementar qualquer ação necessária, incluindo ação corretiva, de acordo com a hierarquia dos controles (ver 8.1.2) e a gestão da 
mudança (ver 8.1.3);
e) avaliar os riscos de SSO relacionados a perigos novos ou modificados, antes de tomar uma ação; 
f) rever a eficácia de qualquer ação tomada, incluindo ações corretivas;
g) fazer alterações no sistema de gestão de SSO, se necessário.
As ações corretivas devem ser apropriadas para os efeitos ou efeitos potenciais para os incidentes ou não conformidades encontrados.
A organização deve reter informação documentada como evidência de:
— natureza do incidente ou não conformidade e quaisquer ações subsequentes tomadas;
Qualquer ação conetiva ou ação preventiva executada para eliminar as causas de não¬conformidade(s) real(is) ou potencial(is) deve ser adequada à 
magnitude dos, problemas e comensurável com o(s) risco(s) de SST encontrado(s).
A organização deve assegurar que quaisquer mudanças necessárias resultantes de ações conetivas e ações preventivas sejam feitas na documentação do 
sistema de gestão da SST.
— resultados de qualquer ação e ação corretiva, incluindo sua eficácia.
A organização deve comunicar esta informação documentada aos trabalhadores relevantes e,   se existirem, aos representantes dos trabalhadores e outras 
partes interessadas relevantes.
NOTA O relatório e a investigação de incidentes sem atrasos podem permitir que os riscos sejam eliminados e que os riscos de SSO associados sejam 
minimizados o mais rápido possível.
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ou apenas testemunhas). Embora pareça ter deixado de constar na nova norma a presença explícita de ações preventivas, quando 
ela exige da organização a elaboração de um estudo específico dos incidentes anteriores com a finalidade de identificar a sua 
potencialidade de ocorrência no futuro, claramente mantém o aspecto preventivo relacionado aos incidentes e não conformidades.  
 
  
 A ISO 45001:2018 manteve quase integralmente o disposto pela OHSAS 18001:2007 no que tange a auditoria interna. A 
única diferença entre os dois textos é relativa ao fornecimento de informação sobre os resultados das auditorias. A nova norma 
aumenta do escopo das partes que devem ser informadas, deixando de compreender apenas a administração, e incluindo os 
trabalhadores e qualquer outra parte relevante. Em relação ao programa de auditoria interna em si, a nova norma inclui outras 
duas exigências, uma que impõe que sejam adotadas medidas a fim de resolver não conformidade e melhorar de forma contínua o 
desempenho de SSO e outra que menciona a retenção de documentação sobre o programa para evidenciar a sua implementação 
e resultados. 
 Com a transição entre as normas, a organização deverá, no âmbito da auditoria interna, promover a comunicação dos 
resultados e documentá-los. Na prática, isso garante um enorme avanço no que diz respeito à transparência e prevenção de 
ISO 18001.2007 ISO 45001.2018
4.5.5 Auditoria interna
A organização deve assegurar que as auditorias internas do sistema de gestão da SST sejam conduzidas em intervalos planejados para:
a) determinar se o sistema de gestão da SST:
1) está em conformidade com os arranjos planejados para a gestão da SST, incluindo-se os requisitos desta Norma OHSAS;
2) foi adequadamente implementado e é mantido; e
3) é eficaz no atendimento à política e aos objetivos da organização.
b) fornecer informações à administração sobre os resultados das auditorias. 
Programa(s) de auditoria deve(m) ser planejado(s), estabelecido(s), implementado(s) e mantido(s) pela organização com base nos resultados das avaliações 
de riscos das atividades da organização e nos resultados de auditorias anteriores. 
Procedimento(s) de auditoria deve(m) ser estabelecido(s), implementado(s) e mantido(s) para tratar:
a) das responsabilidades, competências e requisitos para se planejar ie conduzir as auditorias, para relatar os resultados e reter os registros associados;
b) da determinação dos critérios de auditoria, escopo, freqüência e métodos.
A seleção de auditores e a condução das auditorias devem assegurar objetividade e imparcialidade do processo de auditoria.
9.2 Auditoria interna
9.2.1 Generalidades
A organização deve conduzir auditorias internas a intervalos planejados, para fornecer infor- mações sobre se o sistema de gestão de SSO:
a) está conforme com:
1) os requisitos da própria organização para seu sistema de gestão de SSO, incluindo a polí- tica de SSO e objetivos de SSO;
2) os requisitos deste documento;
b) está implementado e mantido de forma eficaz.
9.2.2 Programa de auditoria interna
A organização deve:
a) planejar, estabelecer, implementar e manter um programa(s) de auditoria, incluindo a frequência, métodos, responsabilidade, consulta, requisitos 
planejados e relatório, que deve levar em consideração a importância de um processo(s) em questão e os resultados das auditorias anteriores;
b) estabelecer os critérios de auditoria e o escopo de cada auditoria;
c) selecionar os auditores e realizar auditorias que assegurem a objetividade e a imparcialidade do processo de auditoria;
d) assegurar que os resultados das auditorias sejam relatados aos gestores relevantes; assegurar que os resultados relevantes de auditoria sejam relatados 
aos trabalhadores e, se existirem, aos representantes dos trabalhadores e outras partes interessadas relevantes;
e) tomar medidas para resolver as não conformidades e melhorar continuamente o desempenho de SSO (ver Seção 10);
f) reter informação documentada como evidência da implementação do programa de auditoria e dos resultados da auditoria.
NOTA Para obter mais informações dobre auditoria e competencia dos auditores, ver ABNT NBR ISO 19011.
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fraudes das auditorias internas, afinal, todas as partes interessadas poderão questioná-las e, caso necessário, será possível 
recorrer à documentação de cada uma delas. 
4.2.4 Act - Ação 
 
 O tópico ―análise crítica pela direção‖ não passou por mudanças representativas. Entretanto, a ISO 45001:2018, também 
aqui, acompanhou a tendência de detalhar mais o texto. Importante notar o detalhe sobre a consideração de recursos. Antes, a 
OHSAS 18001:2007 previa como saída da análise crítica as mudanças relativas a recursos. A nova norma contém a mesma 
previsão, mas vai além, dispondo que deve ser considerada, para realizar a análise crítica, a adequação dos recursos para 
manutenção do sistema de gestão de SSO eficaz.  
 Além disso, a nova norma inclui neste tópico outro ponto sensível, que é a inclusão de análise sobre as oportunidades para 
melhorar a integração do sistema de gestão de SSO aos outros processos de negócio. Percebe-se que a norma, nesse ponto, 
ISO 18001.2007 ISO 45001.2018
4.6 Análise crítica pela direção
A Alta Direção deve analisar criticamente o sistema de gestão da SST da organização, em intervalos planejados, para assegurar sua continuada adequação, 
pertinência e eficácia. 
As análises críticas devem incluir a avaliação de oportunidades ;para melhoria e a necessidade de alterações no sistema de gestão da SST, inclusive da 
política de SST e dos objetivos de SST. Os registros das análises críticas pela direção devem ser retidos.
As entradas para as análises críticas pela direção devem incluir:
a) resultados das auditorias internas e das avaliações do atendimento (compliance) aos requisitos legais aplicáveis e a outros requisitos subscritos pela 
organização;
b) resultados da participação e consulta (ver 443);
c) comunicação(ões) pertinente(s) proveniente(s) de partes interessadas externas, incluindo reclamações;
d) o desempenho da SST da organização;
e) extensão na qual foram atendidos os objetivos;
f) o situação das investigações de incidentes, das ações conetivas e das ações preventivas;
g) ações de acompanhamento das análises críticas pela direção anteriores;
h) mudança de circunstâncias, incluindo desenvolvimentos em requisitos legais e outros relacionados à SST; e
i) recomendações para melhoria.
As saídas das análises críticas pela direção devem ser coerentes com o comprometimento da organização com a melhoria contínua, e devem incluir 
quaisquer decisões e ações relacionadas a possíveis mudanças:
a) no desempenho da SST;
b) na política e objetivos de SST;
c) nos recursos; e
d) em outros elementos do sistema de gestão da SST.
As saídas pertinentes da análise crítica pela direção devem ficar disponíveis para comunicação e consulta (ver 4.4.3).
9.3 Análise crítica pela Direção
A Alta Direção deve analisar criticamente o sistema de gestão de SSO da organização, a intervalos planejados, para assegurar sua contínua adequação, suficiência e 
eficácia.
A análise crítica pela Direção deve considerar:
a) status das ações de análise crítica anteriores;
b) mudanças nas questões externas e internas que sejam relevantes para o sistema de gestão de SSO, incluindo:
1) necessidades e expectativas das partes interessadas;
2) requisitos legais e outros requisitos;
3) riscos e oportunidades;
c) extensão em que a política de SSO e os objetivos de SSO foram cumpridos;
d) informação sobre o desempenho de SSO, incluindo as tendências em:
1) incidentes, não conformidades, ações corretivas e melhoria contínua;
2) resultados de monitoramento e medição;
3) resultados da avaliação da conformidade com os requisitos legais e outros requisitos;
4) resultado das auditorias;
5) consulta e participação dos trabalhadores;
6) riscos e oportunidades;
e) adequação dos recursos para manutenção do sistema de gestão de SSO eficaz;
f) comunicações relevantes com as partes interessadas;
g) oportunidades de melhoria contínua.
As análises críticas pela Direção devem incluir decisões relacionadas a:
— adequação, suficiência e eficácia contínuas do sistema de gestão de SSO para atingir os resultados pretendidos;
— oportunidades de melhoria contínua;
— qualquer necessidade de mudança do sistema de gestão de SSO;
— recursos necessários;
— ações, se necessárias;
— oportunidades para melhorar a integração dos sistema de gestão de SSO com outro(s) processo(s) do negócio;
— quaisquer implicações para a direção estratégica da organização.
A Alta Direção deve comunicar os resultados relevantes das análises críticas da gestão aos traba- lhadores e, se existirem, aos representantes dos trabalhadores (ver 7.4).
A organização deve reter informação documentada como evidência do resultado da análise crítica pela Direção.
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enfatiza a importância de um alto nível de integração do sistema com o restante da organização. Nessa linha, o tópico seguinte 
traz que devem ser consideradas na análise as implicações para a direção estratégica da organização. Na prática, em relação ao 
tópico de ―análise crítica pela direção‖, a nova norma exige a inclusão de aspectos relacionados à integração do SGSST com o 
restante da organização quando forem tomadas decisões. 
 De forma geral, as inovações trazidas pela ISO 45001:2018 neste tópico giram em torno da integração do sistema de gestão 
de SSO com outras áreas da organização, no sentido de promover uma trocar de informações que propicie a melhoria contínua da 
organização como um todo. O capítulo cinco da nova norma, já mencionado, está intimamente relacionado ao tópico de ―análise 
crítica pela direção‖, uma vez que cria a exigência de comprometimento da Alta Direção em relação ao desenvolvimento do 
SGSST. Juntas, essas duas disposições desenham a responsabilidade da Alta Direção perante o sistema de gestão de SST.  
 
 Dentre as mudanças que podem ser consideradas positivas na ISO 45001:2018, a criação do tópico ―melhoria contínua‖ é 
uma das mais relevantes. Mais do que neste tópico, a preocupação com tal assunto perdura por toda a norma, pois em vários 
outros tópicos é possível identificar a ocorrência do termo e de seus princípios, o que reflete um reforço da natureza das normas 
de gestão. Na nova norma, portanto, é possível constatar que a melhoria contínua é algo que deve ser praticado durante todas as 
etapas, e não apenas de forma geral.  
ISO 18001.2007 ISO 45001.2018
-
10 Melhoria
10.1 Generalidades
A organização deve determinar as oportunidades de melhoria (ver Seção 9) e implementar as ações necessárias para atingir os resultados pretendidos do 
seu sistema de gestão de SSO.
10.3 Melhoria contínua
A organização deve melhorar continuamente a adequação, suficiência e eficácia do sistema de gestão de SSO:
a) aumentando o desempenho de SSO;
b) promovendo uma cultura que apoie o sistema de gestão de SSO;
c) promovendo a participação dos trabalhadores nas implementações de ações para a melhoria contínua do sistema de gestão de SSO;
d) comunicando os  resultados  relevantes  da  melhoria  contínua  para  os  trabalhadores  e,  se existirem, para os representantes dos trabalhadores;
e) mantendo e retendo informação documentada como evidência da melhoria contínua.
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 Este tópico elenca fatores que estão envolvidos na melhoria contínua do sistema de gestão de SSO. São, portanto, 
elementos motores do processo: o aumento do desempenho de SSO, que no texto da ISO 45001:2018 contou com vários novos 
mecanismos de efetivação; a promoção de uma cultura que apoie o SGSST, a promoção da participação dos trabalhadores no 
processo de implementação de ações relacionadas à melhoria contínua, bem como a comunicação dos resultados relevantes a 
eles; e a retenção de informação documentada para fins de comprovação. Com a inclusão deste tópico na nova norma, a 
organizações passam a contar com diretrizes mais concretas do que deve ser feito para estimular a melhoria contínua do SGSST 
como um todo. 
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5 CONSIDERAÇÕES FINAIS E RECOMENDAÇÕES 
 
 A ISO 45001:2018, novo padrão internacional em matéria de gestão em 
Segurança e Saúde no Trabalho trouxe vários avanços em relação à sua 
antecessora, a OHSAS 18001:2007. Tal conclusão é respaldada pela análise ora 
realizada. Conforme o objetivo principal deste trabalho, tendo como base a 
metodologia de melhoria contínua que perpassa a estrutura das duas normas, o 
ciclo PDCA, foi discutido de forma comparativa cada um dos tópicos das normas. A 
finalidade dessa analise foi identificar as potenciais consequências da transição 
entre as elas.  
 Em geral, a ISO 45001:2018 apresentou maior detalhamento em relação à 
OHSAS 18001:2007. A nova norma, no que inovou de forma expressa, incluiu 
tópicos intimamente ligados ao ciclo PDCA: avaliação de oportunidades, plano de 
ação e melhoria contínua.  
 A maioria das inclusões realizadas pela nova norma se deu no sentido de 
propiciar maior integração do sistema de gestão de SST com a organização, 
especialmente no que diz respeito à participação e comunicação com terceiros e 
outras partes interessadas. Aspectos sociais relacionados aos ambientes de 
trabalho também tiveram destaque na edição da nova norma. 
 Além disso, foram inseridas, pontualmente e de forma esparsa, disposições 
que apontam para um processo de melhoria contínua interno a cada etapa do ciclo 
PDCA. Em última análise, podemos pensar que a ISO 45001:2018 garante que a 
gestão de SST seja feita com base no ciclo PDCA, e, ainda, que esta metodologia 
seja estendida a cada uma das etapas dentro de uma perspectiva procedimental. A 
partir deste cenário, cada etapa do ciclo é vista como um processo onde podem ser 
aplicados os conceitos de melhoria contínua. A Figura 10, a seguir, ilustra tal 
entendimento: 
 
 
 
 
80 
 
 
Figura 10 - Melhoria contínua em cada etapa do ciclo PDCA 
 
Fonte: elaborado pelo autor 
 Diante das conclusões acima expostas, pode-se concluir que este trabalho 
alcançou o seu objetivo geral, pois a partir da comparação entre as duas normas em 
estudo foram identificados aspectos relevantes decorrentes da transição entre elas. 
 Em relação ao primeiro objetivo específico, foi analisada a proporcionalidade 
do ciclo PDCA em ambas as normas. A ISO 45001:2018 demonstrou um maior 
equilíbrio entre as etapas. Antes, na OHSAS 18001:2007, a etapa de execução 
correspondia a 52% dos tópicos da norma, sendo apenas 5% destinados a dispor 
sobre a etapa de ação. A nova norma, embora também mantenha concentração 
maior na etapa de execução, de 35%, conferiu um grau de detalhamento mais 
uniforme para as outras etapas. Estes resultados demonstram a evolução do 
reconhecimento de cada uma das etapas no sucesso da execução do ciclo PDCA. 
Entretanto, a nova norma manteve o arranjo onde as etapas de controle e ação 
possuem menor enfoque, o que dificulta a medição de desempenho do sistema de 
gestão e SST e posterior comparação espaço-temporal. 
 Já em relação às alterações de conteúdo, análise atrelada ao segundo 
objetivo específico deste trabalho, o macro resultado demonstrou que a nova norma 
conferiu maior detalhamento a 50% dos tópicos cujo existia alguma correspondência 
com a norma anterior. Além do mais, que 15% do texto da ISO 45001:2018 é 
inovador em relação à OHSAS 18001:2007. Esse acréscimo de conteúdo 
demonstrou, depois da comparação tópico a tópico, que a nova norma tem o condão 
de gerar maior padronização no que diz respeito à elaboração de processos, 
procedimentos e ações exigidas. Afinal, com disposições mais detalhadas, a nova 
norma garantiu diretrizes mais objetivas em relação ao conteúdo e finalidade de 
  
  
P D 
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cada tópico. Assim, essa mudança que se traduz em maior padronização pode 
garantir uma maior comparabilidade entre as organizações. 
 A partir da análise tópico a tópico, fase destinada à persecução do terceiro 
objetivo específico, foi possível perceber as principais alterações da nova norma, 
como: os trabalhadores passaram a ser tidos em consideração durante todo o 
processo de gestão de SST, sendo sua participação fundamental para a melhoria 
das condições de trabalho; foram implantados diversos mecanismos que incitam 
maior transparência dos processos, a exemplo da ampliação das formas e alcance 
da comunicação; foi ampliado o escopo de relacionamento com os atores externos à 
organização, no sentido da nova norma se preocupar com todas as interações 
possíveis decorrentes desses relacionamentos no sistema de gestão de SST; a Alta 
Direção passou a ter maior responsabilidade sob o SGSST, e a análise crítica pela 
administração contém agora disposições que vinculam ainda mais a gestão de SST 
com as diversas áreas de negócio da organização.  
 Com base nesses resultados, verifica-se que foram cumpridos os objetivos 
específicos inicialmente propostos. Vale ressaltar, entretanto, que durante a 
execução do estudo verificou-se que ao analisar apenas o texto normativo, foi 
bastante difícil identificar consequências práticas decorrentes das alterações das 
normas. Embora tenha sido a ideia inicial deste trabalho trabalhar com a teoria (texto 
normativo) e com a prática (implantação), com o decorrer da pesquisa a análise do 
primeiro tópico mostrou-se mais dispendiosa que o esperado, restando claro que 
aliar a análise prática exigiria recursos, especialmente o temporal, além dos 
existentes.  
  Uma recomendação, portanto, é que a análise seja ampliada, com a inclusão 
do estudo de planos de gestão em SST de organizações específicas, a fim de 
propiciar um resultado mais palpável e prático.  
 Ainda pensando no aspecto prático da transição entre as normas, surgiram 
reflexões sobre o contexto de implantação da nova norma. Como extensão deste 
trabalho, seria interessante estudar as diferenças entre o processo de implantação 
da ISO 45001:2018 em empresas que já eram certificadas pela OHSAS 18001:2007 
e em empresas que não possuem alguma certificação no âmbito da gestão de SST. 
Esse estudo de caso sobre a implantação da nova norma dentro dos diferentes 
pontos de partida possíveis para sua implementação seria enriquecedora.  
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 Embora não tenha sido abordado com profundidade por este trabalho, foi 
mencionado que a norma ISO 45001:2018 surgiu para compor o que se chama de 
Sistema Integrado de Gestão. Como sugestão para trabalhos futuros, analisar a 
nova norma com esse enfoque, ou seja, verificar qual o grau de integração presente 
nela em relação às outras normas de gestão. No âmbito internacional, temos a ISO 
9001, que trata da gestão da qualidade e a ISO 14001, relativa à gestão ambiental 
da organização.  
 Ao considerar a estrutura normativa brasileira sobre Segurança e Saúde no 
Trabalho, que é formada primordialmente pelas Normas Regulamentadoras editadas 
pelo Ministério do Trabalho, é possível dividi-la em dois tipos: a parte que trata de 
assuntos mais gerais relativos a SST, e a que trata de assuntos/contextos mais 
específicos. As normas regulamentadoras que tratam contextos específicos são 
estruturadas como programas, cuja metodologia basilar também é o ciclo PDCA11. 
Recomenda-se diante disso, a realização de um estudo que analise a 
compatibilidade da ISO 45001:2018 com essas normas.  
 Com o estudo realizado, foi possível perceber que a análise de textos 
normativos, quer seja ela a elaboração, revisão ou comparação, enseja um mindset 
diferente daquele necessário a estudos convencionais. Embora o desconhecido gere 
desconforto, é a partir dele que novos caminhos são desbravados. Nesse sentido, o 
trabalho realizado permitiu que fosse explorado um ramo de atuação profissional 
antes não cogitado. Por meio dele, a afinidade com os conhecimentos sobre 
Segurança e Saúde no Trabalho transformou-se em perspectivas profissionais 
futuras. 
  
                                                 
11
 As normas regulamentadores que são estruturadas como programas: 
NR 07 - Programas de Controle Médico de Saúde Ocupacional 
NR 09 - Programas de Prevenção de Riscos Ambientais 
NR 18 - Condições e Meio Ambiente de Trabalho na Indústria da Construção 
NR 22 - Segurança e Saúde Ocupacional na Mineração 
NR 29 - Segurança e Saúde no Trabalho Portuário 
NR 30 - Segurança e Saúde no Trabalho Aquaviário 
NR 31 - Segurança e Saúde no Trabalho na Agricultura, Pecuária Silvicultura, Exploração Florestal e 
Aquicultura 
NR 32 - Segurança e Saúde no Trabalho em Estabelecimentos de Saúde 
NR 33 - Segurança e Saúde no Trabalho em Espaços Confinados 
NR 34 - Condições e Meio Ambiente de Trabalho na Indústria da Construção e Reparação Naval 
NR 36 - Segurança e Saúde no Trabalho em Empresas de Abate e Processamento de Carnes e Derivados   
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ANEXO A – Recorte da norma OHSAS 18001:2007 
 O quadro abaixo traz a parte do texto da OHSAS 18001:2007 utilizada para 
elaboração deste trabalho. 
Quadro 10 - Recorte da OHSAS 18001:2007 utilizado na análise 
4.3 Planejamento 
4.3.1 Identificação de perigos, avaliação de riscos e determinação de controles 
A organização deve estabelecer, implementar e manter procedimento(s) para a identificação contínua de perigos, a avaliação de riscos 
e a determinação dos controles necessários. 
O(s) procedimento(s) para a identificação de perigos e para a avaliação de riscos deve(m) levar em consideração: 
a) atividades rotineiras e não-rotineiras; 
b) atividades de todas as pessoas que tenham acesso ao local de trabalho (incluindo terceirizados e visitantes); 
c)  comportamento humano, capacidades e outros fatores humanos; 
d) perigos identificados de origem externa ao local de trabalho, capazes de afetar adversamente a segurança e a saúde das pessoas sob o controle da organização no local 
de trabalho; 
e) perigos criados na vizinhança do local de trabalho por atividades relacionadas ao trabalho sob o controle da organização; 
NOTA 1 Pode ser mais apropriado que tais perigos sejam avaliados como aspectos ambientais. 
f) infra-estrutura, equipamentos e materiais no local de trabalho, sejam eles fornecidos pela organização ou por outros; 
g) mudanças ou propostas de mudança na organização, em suas atividades ou materiais; 
h) modificações no sistema de gestão da SST, incluindo mudanças temporárias, bem como seus impactos nas operações, processos e atividades; 
i) qualquer obrigação legal aplicável relacionada à avaliação de riscos e à implementação dos controles necessários (ver também NOTA na seção 3.12); 
j) o desenho das áreas de trabalho, processos, instalações, máquinas/equipamentos, procedimentos operacionais e organização do trabalho, incluindo sua adaptação às 
capacidades humanas. 
A metodologia da organização para a identificação de perigos e para a avaliação de riscos deve: 
a) ser definida em relação ao seu escopo, natureza e momento oportuno para agir, para assegurar que ela seja proativa em vez de reativa; 
b) fornecer subsídios para a identificação, priorização e documentação dos riscos, bem como para a aplicação dos controles, conforme apropriado. 
Para a gestão de mudanças, a organização deve identificar os perigos de SST e os riscos de SST associados às mudanças na organização, no sistema de gestão 
da SST, Ou em suas atividades, antes da introdução de tais mudanças. 
A organização deve assegurar que os resultados dessas avaliações sejam levados em consideração quando da determinação dos controles. 
Aodeterminar os controles ou considerar as mudanças nos controles existentes, deve-se considerar a redução dos riscos de acordo com a seguinte hierarquia: 
a) eliminação 
b) substituição 
c) controles de engenharia 
d) sinalização/alertas e/ou controles administrativos 
e) equipamentos de proteção individual (EPIs). 
A organização deve documentar e manter atualizados os resultados da identificação de perigos, da avaliação de riscos e dos controles determinados. 
A organização deve assegurar que os riscos de SST e os controles determinados sejam levados em consideração no estabelecimento, implementação e 
manutenção de seu sistema de gestão da SST. 
NOTA 2 — Para mais orientações sobre identificação de perigos, avaliação de riscos e determinação de controles, ver a OHSAS 18002. 
4.3.2 Requisitos legais e outros 
A organização deve estabelecer, implementar e manter procedimento(s) para identificar e ter acesso à legislação e a outros requisitos de SST que lhe são aplicáveis. 
A organização deve assegurar que tais requisitos legais aplicáveis e outros requisitos subscritos por ela sejam levados em consideração no estabelecimento, 
implementação e manutenção de seu sistema de gestão da SST. 
A organização deve manter essa informação atualizada. 
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A organização deve comunicar as informaçõeg pertinentes sobre requisitos legais e outros requisitos às pessoas que trabalham sob seu controle e às outras partes 
interessadas pertinentes. 
4.3.3 Objetivos e programa(s) 
A organização deve estabelecer, implementar e manter objetivos de SST documentados, nas funções e níveis pertinentes da organização. 
Os objetivos devem ser mensuráveis, quando exeqüível, e coerentes com a política de SST, incluindo-se os comprometimentos com a prevenção de lesões e doenças, com 
o atendimento a requisitos legais aplicáveis e outros requisitos subscritos pela organização, e com a melhoria contínua. 
Ao estabelecer e analisar criticamente seus objetivos, a organização deve considerar os requisitos legais e outros requisitos por ela subscritos e seus riscos de SST. Deve 
também considerar suas opções tecnológicas, seus requisitos financeiros, operacionais e comerciais, bem como a visão das partes interessadas pertinentes. 
A organização deve estabelecer, implementar e manter programa(s) para atingir seus objetivos. O(s) programa(s) deve(m) incluir pelo menos: 
a) atribuição de responsabilidade e autoridade para atingir os objetivos nas funções e níveis pertinentes da organização, e 
b) os meios e o prazo no qual os objetivos devem ser atingidos. 
O(s) programa(s) deve(m) ser analisado(s) criticamente a intervalos regulares e planejados, e ajustado(s) conforme necessário, para assegurar que os objetivos sejam 
atingidos. 
4.4 Implementação e operação 
4.4.1 Recursos, funções, responsabilidades, prestações de contas e autoridades 
A Alta Direção deve assumir a responsabilidade final pela SST e pelo sistema de gestão da SST. 
A Alta Direção deve demonstrar seu comprometimento: 
a) garantindo a disponibilidade de recursos essenciais para estabelecer, implementar, manter e melhorar o sistema de gestão da SST. 
NOTA 1— Recursos incluem: recursos humanos e habilidades especializadas, infra-estrutura organizacional, tecnologia e recursos financeiros. 
b) definindo funções, alocando responsabilidades e prestações de contas e delegando autoridades, a fim de facilitar a gestão eficaz da SST. Funções, responsabilidades, 
prestações de contas e autoridades devem ser documentadas e comunicadas. 
A organização deve indicar representante(s) da Alta Direção com responsabilidade específica pela SST, independentemente de outras responsabilidades, e com funções e 
autoridade definidas para: 
a) assegurar que o sistema de gestão da SST seja estabelecido, implementado e mantido em conformidade com esta Norma OHSAS; 
b) assegurar que os relatos sobre o desempenho do sistema de gestão da SST sejam apresentados à Alta Direção para análise crítica e sejam utilizados como 
base para a melhoria do sistema de gestão da SST. 
NOTA 2 — A pessoa indicada pela Alta Direção (por exemplo, em uma organização de grande porte, uru membro da Diretoria ou do Comitê Executivo) pode 
delegar algumas de suas obrigações a representante(s) da direção subordinado(s), embora ainda retendo a responsabilidade pela prestação de contas. 
A identidade da pessoa indicada pela Alta Direção deve estar à disposição de todas as pessoas que trabalham sob o controle dá organização. 
Todos aqueles com responsabilidade administrativa devem demonstrar seu Comprometimento com a melhoria contínua do desempenho da SST. 
A organização deve assegurar que as pessoas no local de trabalho assumam responsabilidades por aspectos da SST sobre os quais elas exercem controle, 
incluindo a conformidade com os requisitos aplicáveis de SST da organização. 
4.4.2 Competência, treinamento e conscientização 
A organização deve assegurar que qualquer pessoa sob seu controle que realize tarefas que possam causar impacto na SST seja competente com base em formação 
apropriada, treinamento ou experiência, devendo reter os registros associados. 
A organização deve identificar as necessidades de treinamento associadas aos seus riscos de SST e a seu sistema de gestão da SST. gla deve fornecer 
treinamento ou tomar outra ação para atender a essas necessidades, avaliar a eficácia do treinamento ou da ação tomada, e reter os registros associados. 
A organização deve estabelecer, implementar e manter procedimento(s) para fazer com que as pessoas que trabalhem sob seu controle estejam conscientes: 
a) das conseqüências para a SST, reais ou potenciais, de suas atividades de trabalho, de seu comportamento, e dos benefícios para a SST resultantes da melhoria 
do seu desempenho pessoal; 
b) de suas funções e responsabilidades e da importância em atingir a conformidade com a política e os procedimentos de SST, è com os requisitos do 
sistema de gestão da SST, incluindo os requisitos de preparação e resposta a,emergências (ver 4.4.7); 
c) das potenciais conseqüências da inobservância de procedimentos especificados.  
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Os procedimentos de treinamento devem levar em consideração os diferentes níveis de: 
a) responsabilidade, habilidade, proficiência em línguas e instrução; e 
b) r isco.  
4.4.3 Comunicação, participação e consulta  
4.4.3.1 Comunicação 
Com relação aos seus perigos de SST e ao sistema de gestão da SST, a organização deve estabelecer, implementar e mantefprocedimento(s) para: 
a) comunicação interna entre os vários níveis e funções da organização; 
b) comunicação com terceirizados e outros visitantes no local de trabalho; 
c) recebimento, documentação e resposta a comunicações pertinentes oriundas de partes interessadas externas. 
4.4.3.2 Participação e consulta 
A organização deve estabelecer, implementar e manter procedimento(s) para: 
a) a participação dos trabalhadores através de: 
— seu envolvimento apropriado na identificação de perigos, na avaliação de riscos e na determinaçào de controles; 
— seu envolvimento apropriado na investigação de incidentes; 
— seu envolvimento no desenvolvimento e análise crítica das políticas e objetivos de SST; 
— consulta quando existirem quaisquer mudanças que afetem sua SST; 
— representação nos assuntos de SST. 
Os trabalhadores devem ser informados sobre os detalhes de sua participação, incluindo quem é(são) seu(s) representante(s) nos assuntos de SST. 
b) a consulta aos terceirizados quando existirem mudanças que afetem sua SST. 
A organização deve assegurar que, quando apropriado, as partes interessadas externas pertinentes sejam consultadas sobre assuntos de SST relevantes. 
4.4.4 Documentação 
A documentação do sistema de gestão da SST deve incluir: 
a) a política e os objetivos de SST; 
b) descrição do escopo do sistema de gestão da SST; 
c) descrição dos principais elementos do sistema de gestão da SST e sua interação, e referência aos documentos associados;  
d) documentos, incluindo registros, exigidos por esta Norma OHSAS; e 
e) e) documentos, incluindo registros, determinados pela organização como sendo necessários para assegurar o planejamento, operação e 
controle eficazes dos processos que estejam associados à gestão de seus riscos de SST.  
NOTA — É importante que a documentação seja proporcional ao nível de complexidade, aos perigos e riscos envolvidos, e que seja mantida na quantidade mínima 
requerida para sua eficácia e eficiência. 
4.4.5 Controle de documentos 
Os documentos requeridos pelo sistema de gestão da SST e por esta Norma OHSAS devem ser controlados. Registros são um tipo especial de documento e devem ser 
controlados de acordo com os requisitos estabelecidos em 4.5.4. 
A organização deve estabelecer, implementar e manter procedimento(s) para: 
a) aprovar documentos quanto à sua adequação antes de seu uso; 
b) analisar criticamente e atualizar, conforme necessário, e reaprovar documentos; 
c) assegurar que as alterações e a situação atual da revisão de documentos sejam identificadas; 
d) assegurar que as versões pertinentes de documentos aplicáveis estejam disponíveis em seu ponto de utilização; 
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e) assegurar que os documentos permaneçam legíveis e prontamente identificáveis; 
f) assegurar que os documentos de origem externa determinados pela organização como sendo necessários ao planejamento e operação do sistema de 
gestão da SST sejam identificados, e que sua distribuição seja controlada; e 
g) prevenir a utilização não-intencional de documentos obsoletos, e utilizar identificação adequada neles, se forem retidos para quaisquer fins. 
4.4.6 Controle operacional 
A organização deve determinar aquelas operações e atividades que estejam associadas ao(s) perigo(s) identificado(s), onde a implementação de,controles for 
necessária para gerenciar o(s) risco(s) de SST. Isso deve incluir a gestão de mudanças (ver 4.3.1). 
Para tais operações e atividades, a organização deve implementar e manter : 
a) controle operacionais, conforme aplicável à organização e a suas atividades. A organização deve integrar tais controles operacionais ao seu sistema de gestão 
da SST como um todo; 
b) controles referentes a produtos, serviços e equipamentos adquiridos;  
c) controles referentes a terceirizados e outros visitantes no local de trabalho; 
d) procedimentos documentados, para cobrir situações em que sua ausência possa acarretar desvios em relação à política e aos objetivos de SST; 
e) critérios operacionais estipulados, onde sua ausência possa acarretar desvios em relação à política e aos objetivos de SST. 
4.4.7 Preparação e resposta a emergências 
A organização deve estabelecer, implementar e manter procedimento(s) para: 
a) identificar o potencial para situações de emergência; 
b) responder a tais situações de emergência. 
A organização deve responder às situações reais de emergência, e prevenir ou mitigar as conseqüências para a SST adversas associadas. 
Ao planejar sua resposta a emergências, a organização deve levar em consideração as necessidades das partes interessadas pertinentes, tais como serviços de 
emergência e a vizinhança. 
A organização deve também testar periodicamente seu(s) procedimento(s) para responder a situações de emergência, quando exeqüível, envolvendo as partes interessadas 
pertinentes, conforme apropriado. 
A organização deve periodicamente analisar criticamente e, onde necessário, revisar seu(s) procedimento(s) de preparação e resposta a emergências, em particular após o 
teste periódico e após a ocorrência de situações de emergência (ver 4.5.3). 
4.5 Verificação 
4.5.1 Monitoramento e medição do desempenho 
A organização deve estabelecer, implementar e manter procedimento(s) para monitorar e medir regularmente o desempenho da SST. Esse(s) procedimento(s) deve(m) 
fornecer: 
a) tanto medidas qualitativas como medidas quantitativas apropriadas às necessidades da organização; 
b) monitoramento do grau de atendimento aos objetivos de SST da organização; 
c) monitoramento da eficácia dos controles (tanto para a saúde quanto para a segurança); 
d) medidas proativas de desempenho que monitorem a conformidade com o(s) programa(s) de gestão da SST, e com os controles e critérios operacionais; 
e) medidas reativas de desempenho que monitorem doenças ocupacionais, incidentes  (incluindo acidentes, quase-acidentes, etc.) e outras evidências históricas 
de deficiências no desempenho da SST; 
f) registro de dados e resultados do monitoramento e medição, suficientes para  facilitar a subseqüente análise de ações corretivas e ações preventivas. 
Se for requerido equipamento para monitorar ou medir o desempenho, a organização deve estabelecer e manter procedimentos para a calibração e manutenção de 
tal equipamento, conforme apropriado. Os registros das atividades e dos resultados da calibração e manutenção devem ser retidos. 
4.5.2 Avaliação do atendimento a requisitos legais e outros 
4.5.2.1 De maneira coerente com o seu comprometimento de atendimento (compliance) a requisitos (ver 4.2c), a organização deve estabelecer, implementar e manter 
procedimento(s) para avaliar periodicamente o atendimento aos requisitos legais aplicáveis (ver 4.3.2). 
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A organização deve manter registros dos resultados das avaliações periódicas. 
NOTA — A freqüência da avaliação periódica pode variar para requisitos legais distintos. 
4.5.2.2 A organização deve avaliar o atendimento (compliance) a outros requisitos por ela subscritos (ver 4.3.2). A organização pode combinar esta avaliação com a 
avaliação referida em 4.5.2.1, ou estabelecer procedimento(s) em separado. 
A organização deve manter registros dos resultados das avaliações periódicas. 
NOTA — A freqüência da avaliação periódica pode variar para outros requisitos distintos subscritos pela organização. 
4.5.3 Investigação de incidente, não-conformidade, ação corretiva e ação preventiva 
4.5.3.1 Investigação de incidente 
A organização deve estabelecer, implementar e manter procedimento(s) para registrar, investigar e analisar incidentes a fim de: 
a) determinar deficiências de SST subjacentes e outros fatores que possam estar causando ou contribuindo para a ocorrência de incidentes 
b) identificar a necessidade de ações conetivas 
c) identificar oportunidades para ações preventivas 
d) identificar oportunidades para a melhoria contínua 
e) comunicar os resultados de tais investigações. 
As investigações devem ser realizadas no momento apropriado. 
Quaisquer necessidades identificadas de ação conetiva ou de oportunidades para ação preventiva devem ser tratadas de acordo com as partes pertinentes da seção 
4.5.3.2. 
Os resultados das investigações de incidentes devem ser documentados e mantidos.  
4.5.3.2 Não-conformidade, ação corretiva e ação preventiva 
A organização deve estabelecer, implementar e manter procedimento(s) para tratar as não-conformidades reais e potenciais, e para executar ações conetivas e 
ações preventivas. 0(s) procedimento(s) deve(m) definir requisitos para: 
a) identificar e corrigir não-confonnidade(s) e executar ações para mitigar suas conseqüências para a SST; 
b) investigar não-conformidade(s), determinar sua(s) causa(s) e executar ações para evitar sua repetição. 
c) avaliar a necessidade de ação(ões) para prevenir não-conformidade(s) e implementar ações apropriadas, desenhadas para evitar sua ocorrência. 
d) registrar e comunicar os resultados da(s) ação(ões) corretiva(s) e ação(ões) preventiva(s) executada(s); e 
e) analisar criticamente a eficácia da(s) ação(ões) corretiva(s) e ação(ões) preventiva(s) executada(s). 
Quando a ação conetiva e a ação preventiva identificam perigos novos ou modificados, ou a necessidade de controles novos ou modificados, o procedimento deve 
requerer que as ações propostas sejam submetidas a uma avaliação de riscos antes de sua implementação. 
Qualquer ação conetiva ou ação preventiva executada para eliminar as causas de nãoconformidade(s) real(is) ou potencial(is) deve ser adequada à magnitude 
dos, problemas e comensurável com o(s) risco(s) de SST encontrado(s). 
A organização deve assegurar que quaisquer mudanças necessárias resultantes de ações conetivas e ações preventivas sejam feitas na documentação do 
sistema de gestão da SST. 
4.5.4 Controle de registros 
A organização deve estabelecer e manter registros, conforme necessário, para demonstrar conformidade com os requisitos de seu sistema de gestão da SST e 
desta Norma OHSAS, bem como os resultados obtidos. 
A organização deve estabelecer, implementar e manter procedimento(s) para a identificação, armazenamento, proteção, recuperação, retenção e descarte de registros. 
Os registros devem ser e permanecer legíveis, identificáveis e rastreáveis.  
4.5.5 Auditoria interna 
A organização deve assegurar que as auditorias internas do sistema de gestão da SST sejam conduzidas em intervalos planejados para: 
a) determinar se o sistema de gestão da SST: 
1) está em conformidade com os arranjos planejados para a gestão da SST, incluindo-se os requisitos desta Norma OHSAS; 
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2) foi adequadamente implementado e é mantido; e 
3) é eficaz no atendimento à política e aos objetivos da organização. 
b) fornecer informações à administração sobre os resultados das auditorias.  
Programa(s) de auditoria deve(m) ser planejado(s), estabelecido(s), implementado(s) e mantido(s) pela organização com base nos resultados das avaliações de riscos 
das atividades da organização e nos resultados de auditorias anteriores.  
Procedimento(s) de auditoria deve(m) ser estabelecido(s), implementado(s) e mantido(s) para tratar: 
a) das responsabilidades, competências e requisitos para se planejar ie conduzir as auditorias, para relatar os resultados e reter os registros associados; 
b) da determinação dos critérios de auditoria, escopo, freqüência e métodos. 
A seleção de auditores e a condução das auditorias devem assegurar objetividade e imparcialidade do processo de auditoria. 
4.6 Análise crítica pela direção 
A Alta Direção deve analisar criticamente o sistema de gestão da SST da organização, em intervalos planejados, para assegurar sua continuada adequação, 
pertinência e eficácia. As análises críticas devem incluir a avaliação de oportunidades ;para melhoria e a necessidade de alterações no sistema de gestão da SST, 
inclusive da política de SST e dos objetivos de SST. Os registros das análises críticas pela direção devem ser retidos. 
As entradas para as análises críticas pela direção devem incluir: 
a) resultados das auditorias internas e das avaliações do atendimento (compliance) aos requisitos legais aplicáveis e a outros requisitos subscritos pela organização; 
b) resultados da participação e consulta (ver 443); 
c) comunicação(ões) pertinente(s) proveniente(s) de partes interessadas externas, incluindo reclamações; 
d) o desempenho da SST da organização; 
e) extensão na qual foram atendidos os objetivos; 
f) o situação das investigações de incidentes, das ações conetivas e das ações preventivas; 
g) ações de acompanhamento das análises críticas pela direção anteriores; 
h) mudança de circunstâncias, incluindo desenvolvimentos em requisitos legais e outros relacionados à SST; e 
i) recomendações para melhoria. 
As saídas das análises críticas pela direção devem ser coerentes com o comprometimento da organização com a melhoria contínua, e devem incluir quaisquer decisões e 
ações relacionadas a possíveis mudanças: 
a) no desempenho da SST; 
b) na política e objetivos de SST; 
c) nos recursos; e 
d) em outros elementos do sistema de gestão da SST. 
As saídas pertinentes da análise crítica pela direção devem ficar disponíveis para comunicação e consulta (ver 4.4.3). 
Fonte: OHSAS 18001:2007 
  
93 
 
 
ANEXO B – Recorte da norma ISO 45001:2018 
 O quadro abaixo traz a parte do texto da ISO 45001:2018 utilizada para 
elaboração deste trabalho. 
Quadro 11 - Recorte da ISO 45001:2018 utilizado na análise 
6 Planejamento 
6.1 Ações para abordar riscos e oportunidades 
6.1.1 Generalidades 
Quando do planejamento do sistema de gestão de SSO, a organização deve considerar as questões referidas em 4.1 (contexto) e 
os requisitos referenciados em 4.2 (partes interessadas) e em 4.3 (escopo do seu sistema de gestão de SSO), e determinar os 
riscos e oportunidades que precisam ser considerados  para:  
a) assegurar que o sistema de gestão de SSO possa atingir os resultados pretendidos; 
b) prevenir ou reduzir efeitos indesejáveis; 
c) alcançar a melhoria contínua. 
Quando da determinação dos riscos e oportunidades para o sistema de gestão de SSO e seus resultados pretendidos que 
precisam ser abordados, a organização deve levar em consideração:  
— perigos (ver 6.1.2.1); 
— riscos de SSO e outros riscos (ver 6.1.2.2); 
— oportunidades de SSO e outras oportunidades (ver 6.1.2.3); 
— requisitos legais e outros requisitos (ver 6.1.3). 
A organização, em seu(s) processo(s) de planejamento, deve determinar e avaliar os riscos e oportunidades que são relevantes 
para os resultados pretendidos do sistema de gestão de SSO, associados às mudanças na organização, aos seus processos ou ao 
sistema de gestão de SSO.     No caso de mudanças planejadas, permanentes ou temporárias, esta avaliação deve ser realizada 
antes da mudança ser implementada (ver 8.1.3). 
A organização deve manter informação documentada sobre:  
— riscos e oportunidades; 
— processo(s) e ações necessários para determinar e abordar seus riscos e oportunidades  (ver 6.1.2 a 6.1.4) na medida em que s eja 
necessário ter confiança de que são realizados conforme o planejado. 
6.1.2 Identificação de perigo e avaliação de riscos e oportunidades 
6.1.2.1 Identificação de perigo 
A organização deve estabelecer, implementar e manter um processo(s) para identificação de perigo que seja proativo e contínuo . 
O(s) processo(s) deve(m) levar em consideração, mas não limitar -se a:  
b) como o trabalho é organizado, fatores sociais (incluindo carga de trabalho, horário de trabalho, vitimização, assédio e bullying), liderança e cultura 
da organização; 
c) atividades e situações de rotina e não rotineiras, incluindo perigos decorrentes de: 
1) infraestrutura, equipamentos, materiais, substâncias e condições físicas de local de trabalho;  
2) projeto de produtos e serviços, pesquisa, desenvolvimento, ensaios, produção, montagem, construção, entrega de serviços, manutenção e 
disposição; 
3) fatores humanos; 
4) como o trabalho é realizado; 
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d) incidentes anteriores relevantes, internos ou externos à organização, incluindo emergências e suas causas; 
e) potenciais situações de emergência; 
f) pessoas, incluindo a consideração de: 
1) aquelas com acesso ao local de trabalho e suas atividades, incluindo trabalhadores, contratados, visitantes e outras pessoas; 
2) aquelas nas vizinhanças do local de trabalho, que podem ser afetadas pelas atividades da organização;  
3) trabalhadores em um local que não esteja sob controle direto da organização;  
g) outras questões, incluindo a consideração de: 
1) projeto das áreas de trabalho, processos, instalações, maquinário/equipamentos, procedimentos, operacionais e organização do trabalho, 
incluindo sua adaptação às necessidades e capacidades dos trabalhadores envolvidos; 
2) situações que ocorram nas proximidades do local de trabalho, causadas por atividades relacionadas ao trabalho sob o controle da 
organização; 
3) situações não controladas pela organização e que ocorram nas imediações do local de trabalho, que possam causar lesões e problemas de 
saúde às pessoas no local de trabalho; 
h) mudanças reais ou propostas na organização, operações, processos, atividades e sistema de gestão de SSO (ver 8.1.3); 
i) mudanças no conhecimento de, e informações sobre, perigos. 
6.1.2.2 Avaliação dos riscos de SSO e outros riscos para o sistema de gestão de SSO 
A organização deve estabelecer, implementar e manter um processo(s) para:  
a) avaliar os riscos de SSO relativos aos perigos identificados, levando em consideração a eficácia dos controles existentes; 
b) determinar e avaliar os outros riscos relacionados ao estabelecimento, implementação, operação e manutenção do sistema de gestão de 
SSO. 
A metodologia e os critérios da organização para a avaliação dos riscos de SSO devem ser estabelecidos em relação ao seu 
escopo, natureza e cronograma, para assegurar que eles sejam proativos ao invés de reativos e sejam utilizados de forma 
sistemática. Informação documentada deve ser mant ida e retida.  
6.1.2.3 Avaliação de oportunidades de SSO e outras oportunidades do sistema de gestão de SSO 
A organização deve estabelecer, implementar e manter um processo(s) para avaliar:  
a) oportunidades de SSO para melhorar o desempenho de SSO, levando em consideração as mudanças planejadas para a organização, suas 
políticas, seus processos ou suas atividades e: 
1) oportunidades para adaptar o trabalho, organização do trabalho e ambiente de trabalho aos trabalhadores; 
2) oportunidades para eliminar perigos e reduzir riscos de SSO; 
b) outras oportunidades para melhorar o sistema de gestão de SSO. 
NOTA Risco de SSO e oportunidades de SSO podem resultar em outros riscos e outras oportunidades para a organização.  
6.1.3 Determinação dos requisitos legais e outros requisitos 
A organização deve estabelecer, implementar e manter um processo(s) para:  
a) determinar e ter acesso aos requisitos legais atualizados e outros requisitos que são aplicáveis a seus perigos, riscos de SSO e sistema de 
gestão de SSO; 
b) determinar como estes requisitos legais e outros requisitos se aplicam à organização e o que precisa ser comunicado; 
c) levar em consideração estes requisitos legais e outros requisitos, ao estabelecer, implementar, manter e melhorar continuamente seu sistema 
de gestão de SSO. 
A organização deve manter e reter informação documentada sobre seus requisitos legais e outros requisitos, e deve assegurar que 
sejam atualizados para refletir quaisquer mudanças.  
NOTA Os requisitos legais e outros requisitos podem resultar em riscos e oportunidades para a organização. 
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6.1.4 Plano de ação 
A organização deve planejar: 
a) ações para: 
1) abordar estes riscos e oportunidades (ver 6.1.2.2 e 6.1.2.3); 
2) abordar requisitos legais e outros requisitos (ver 6.1.3); 
3) preparar para e responder a situações de emergência (ver 8.2); 
b) como: 
1) integrar e implementar as ações em seus processos de sistema de gestão de SSO ou outro(s) processo(s) de negócios;  
2) avaliar a eficácia destas ações. 
A organização deve levar em conta a hierarquia dos controles (ver 8.1.2) e saídas do sistema de ges tão de SSO, ao planejar a 
tomada de ação. 
Quando planejar suas ações, a organização deve considerar as melhores práticas, opções tecnológicas e requisitos financeiros,  
operacionais e de negócio.  
6.2 Objetivos de SSO e planejamento para alcançá-los 
6.2.1 Objetivos de SSO 
A organização deve estabelecer os objetivos de SSO em funções e níveis relevantes para manter e melhorar continuamente o 
sistema de gestão de SSO e o desempenho de SSO (ver 10.3).  
Os objetivos de SSO devem:  
a) ser consistentes com a política de SSO; 
b) ser mensuráveis (se praticável) ou capazes de avaliar o desempenho; 
c) levar em consideração: 
1) requisitos aplicáveis; 
2) resultados da avaliação de riscos e oportunidades (ver 6.1.2.2 e 6.1.2.3); 
3) resultados de consulta com trabalhadores (ver 5.4) e, se existirem, dos representantes dos trabalhadores; 
d) ser monitorados; 
e) ser comunicados; 
f) ser atualizados, como apropriado. 
6.2.2 Planejamento para atingir os objetivos de SSO 
Quando do planejamento sobre como atingir os objetivos de SSO, a organização deve determinar:  
a) o que será feito; 
b) quais recursos serão necessários; 
c) quem será responsável; 
d) quando será concluído; 
e) como os resultados serão avaliados, incluindo indicadores para monitoramento; 
f) como as ações para atingir os objetivos de SSO serão integradas em um processo(s) de negócios da organização. 
A organização deve manter e reter informação documentada sobre os objetivos de SSO e os planos para alcançá-los. 
7 Suporte 
7.1 Recursos 
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A organização deve determinar e providenciar os recursos necessários para estabelecimento  e implementação, manutenção e 
melhoria contínua do sistema de gestão de SSO. 
7.2 Competência 
A organização deve: 
a) determinar a competência necessária dos trabalhadores que afetam ou podem afetar seu desempenho de SSO; 
b) assegurar que os trabalhadores sejam competentes (incluindo a habilidade para identificar perigos), com base em educação, treinamento ou 
experiência apropriados; 
c) quando aplicável, tomar medidas para adquirir e manter a competência necessária e avaliar a eficácia das ações tomadas; 
d) reter informação documentada apropriada como prova de competência. 
NOTA Ações aplicáveis podem incluir, por exemplo, fornecimento de treinamento para a orientação  ou reatribuição de pessoas atualmente 
empregadas, ou para a contratação ou subcontratação de pessoas competentes. 
7.3 Conscientização 
Os trabalhadores devem ser informados sobre:  
a) política de SSO e objetivos de SSO; 
b) suas contribuições para a eficácia do sistema de gestão de SSO, incluindo os benefícios da melhoria de desempenho de SSO; 
c) implicações e potenciais consequências de não estarem em conformidade com os requisitos do sistema de gestão de SSO; 
d) incidentes e resultados das investigações relevantes para eles; 
e) perigos, riscos de SSO e ações determinadas que sejam relevantes para eles; 
f) capacidade de se afastarem das situações de trabalho que considerem que apresentam um perigo iminente e grave para sua vida ou para 
sua saúde, bem como as providências para protegê-los de consequências indevidas por fazer isto. 
7.4 Comunicação 
7.4.1 Generalidades 
A organização deve estabelecer, implementar e manter o(s) processo(s) necessário(s) para comunicações relevantes internas e 
externas para o sistema de gestão de SSO, incluindo determinar: 
a) o que será comunicado; 
b) quando se comunicar; 
c) com quem se comunicar: 
1) internamente entre os vários níveis e funções da organização; 
2) entre os contratados e visitantes do local de trabalho; 
3) entre outras partes interessadas; 
d) como comunicar. 
e) A organização deve levar em consideração os aspectos diversos (por exemplo, gênero, idioma, cultura, alfabetização, incapacidade), ao 
considerar suas necessidades de comunicação. 
A organização deve ir que as opiniões das partes interessadas externas sejam consideradas no estabelecimento dos seus 
processos de comunicação.  
Quando estabelecidos seus processos de comunicação, a organização dev e: 
— levar em consideração seus requisitos legais e outros requisitos; 
— assegurar que a informação de SSO a ser comunicada seja consistente com a informação gerada no sistema de gestão de SSO e confiável. 
A organização deve responder a comunicações relevantes  sobre seu sistema de gestão de SSO. 
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A organização deve reter informação documentada como evidência de suas comunicações, como apropriado.  
7.4.2 Comunicação interna 
A organização deve: 
a) comunicar internamente informações relevantes sobre o sistema de gestão de SSO entre os vários níveis e funções da organização, 
incluindo mudanças no sistema de gestão de SSO, conforme apropriado; 
b) assegurar que seu(s) processo(s) de comunicação permita(m) que os trabalhadores contribuam para a melhoria contínua. 
7.4.3 Comunicação externa 
A organização deve comunicar externamente as informações relevantes sobre o sistema de gestão de SSO, conforme estabelecido 
pelo(s) processo(s) de comunicação da organização e levando  em consideração os seus requisitos legais e outros  requisitos. 
7.5 Informação documentada 
7.5.1 Generalidades 
O sistema de gestão de SSO da organização deve incluir:  
a) informação documentada requisitada por este documento; 
b) informação documentada determinada pela organização como necessária para a eficácia   do sistema de gestão de SSO. 
NOTA A extensão da  informação documentada para  um  sistema de  gestão de  SSO  pode diferir de uma organização para outra devido: 
— ao tamanho da organização e seu tipo de atividades, processos, produtos e serviços; 
— à necessidade de demonstrar o cumprimento dos requisitos legais e outros requisitos; 
— à complexidade de um processo(s) e suas interatividades; 
— à competência dos trabalhadores. 
7.5.2 Criação e atualização 
Ao criar e atualizar informação documentada, a organização deve assegurar:  
a) identificação e descrição (por exemplo, um título, data, autoridade ou número de referência); 
b) formato (por exemplo, idioma, versão de software, gráficos) e mídia (por exemplo, papel, eletrônico); 
c) revisão e aprovação para adequação e ajuste. 
7.5.3 Controle de informação documentada 
A informação documentada requerida pelo sistema de gestão de SSO e por este documento deve ser controlada para assegurar 
que: 
a) esteja disponível e adequada para uso, onde e quando necessário; 
b) esteja adequadamente protegida (por exemplo, por perda de confidencialidade, uso indevido ou perda de integridade). 
c) Para o controle da informação documentada, a organização deve abordar as seguintes atividades, conforme aplicável: 
— distribuição, acesso, recuperação e uso; 
— armazenamento e preservação, incluindo a preservação da legibilidade; 
— controle de mudanças (por exemplo, controle de versão); 
— retenção e disposição. 
A informação documentada de origem externa determinada pela organização como necessária para o planejamento e operação do 
sistema de gestão de SSO deve ser identificada, como apropriado, e controlada.  
NOTA 1 O acesso pode implicar uma decisão sobre a permissão para apenas visualizar a informação documentada, ou a permissão e 
autorização para visualizar e alterar a informação documentada. 
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NOTA 2  O  acesso   à   informação   documentada   relevante   inclui   o   acesso   dos   trabalhadores   e, se existirem, dos representantes 
dos trabalhadores. 
8 Operação 
8.1 Planejamento e controle operacional 
8.1.1 Generalidades 
A organização deve planejar, implementar, controlar e manter um processo(s) necessário(s) para atender aos requisitos do sistema 
de gestão de SSO e implementar as ações determinadas na Seção 6  para: 
a) estabelecer critérios para o processo; 
b) implementar o controle de um processo(s) de acordo com os critérios; 
c) manter e reter informação documentada na medida do necessário, para ter confiança de que um processo(s) foi(foram) realizado(s) 
conforme o planejado; 
d) adaptar o trabalho aos trabalhadores. 
Em locais de trabalho com multiempregadores, a organização deve coordenar as partes relevantes do sistema de gestão de SSO 
com as outras organizações. 
8.1.2 Eliminar perigos e reduzir riscos de SSO 
A organização deve estabelecer, implementar e manter um processo para a eliminação de perigos e redução de r isco de SSO, 
utilizando a seguinte hierarquia de controles: 
e) eliminar os perigos; 
f) substituir por processos, operações, materiais ou equipamentos menos perigosos; 
g) utilizar controles de engenharia e reorganização do trabalho; 
h) utilizar controles administrativos, incluindo treinamento; 
i) utilizar equipamento de proteção individual (EPI) adequado. 
NOTA Em muitos países, requisitos legais e outros requisitos incluem o requisito de  que  o equipamento de proteção pessoal (EPI) seja 
fornecido sem custo para os trabalhadores. 
8.1.3 Gestão da mudança 
A organização deve estabelecer um processo(s) para a implementação e controle de 
mudanças temporárias e permanentes planejadas, que impactam o desempenho de 
SSO, incluindo: 
a) novos produtos, serviços e processos, ou mudanças em produtos, serviços e processos existentes, incluindo: 
— local de trabalho e arredores; 
— organização do trabalho; 
— condições de trabalho; 
— equipamentos; 
— força de trabalho; 
b) mudanças nos requisitos legais e outros requisitos; 
c) mudanças no conhecimento ou informações sobre perigos e riscos de SSO; 
d) desenvolvimento de conhecimento e tecnologia. 
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A organização deve analisar as consequências de mudanças não intencionais, tomando medidas para mitigar quaisquer efeitos 
adversos, conforme necessário.  
NOTA As mudanças podem resultar em riscos e oportunidades. 
8.1.4 Aquisição 
8.1.4.1 Generalidades 
A organização deve estabelecer, implementar e manter um processo(s) para o controle de aquisição de produtos e serviços, a fim 
de assegurar a sua conformidade com seu sistema de gestão de SSO. 
8.1.4.2 Contratados 
A organização deve coordenar seu(s) processo(s) de aquisição com seus contratados, a fim de identificar perigos e avaliar e 
controlar os riscos de SSO decorrentes de:  
a) atividades e operações contratadas que impactam a organização; 
b) atividades e operações da organização que impactam nos trabalhadores contratados; 
c) atividades e operações contratadas que impactam outras partes interessadas no local de trabalho. 
A organização deve assegurar que os requisitos de seu sistema de gestão de SSO sejam atendidos pelos contratados e seus 
trabalhadores. O(s) processo(s) de aquisição da organização deve(m) estabelecer e aplicar critérios de saúde e segurança 
ocupacional para a seleção de contratados. 
NOTA Pode ser útil incluir os critérios de saúde e segurança ocupacional para a seleção de contratados nos documentos de contratação. 
8.1.4.3 Terceirização 
A organização deve ir que funções e processos terceirizados sejam controlados. A organização deve assegurar que seus 
procedimentos de terceirização sejam consistentes com os requisitos leg ais e outros requisitos, e com o at ingimento dos 
resultados pretendidos do sistema de gestão de SSO. O tipo e o grau de controle a serem aplicados a estas funções e processos  
devem ser estabelecidos no sistema de gestão de SSO.  
NOTA A coordenação com fornecedores externos  pode ajudar uma  organização  a  enfrentar qual-  quer impacto que a terceirização tenha 
sobre seu desempenho de SSO. 
8.2 Preparação e resposta de emergência 
A organização deve estabelecer, implementar e manter um processo(s) necessário(s) pa ra se preparar para e resposta a 
potenciais de situações de emergência, como identificado em 6.1.2.1, incluindo:  
a) estabelecer uma resposta planejada para situações  de  emergência,  incluindo  a previsão de primeiros socorros; 
b) providenciar treinamento para a resposta planejada; 
c) testar e exercitar periodicamente a capacidade da resposta planejada; 
d) avaliar o desempenho e, se necessário, revisar a resposta planejada, inclusive após o teste e, em particular, após a ocorrência de situações 
de emergência; 
e) comunicar e fornecer informações relevantes a todos os trabalhadores sobre os seus deveres e responsabilidades; 
f) comunicar informações relevantes para os contratados, visitantes, serviço de resposta de emergência, autoridades governamentais e, como 
apropriado, a comunidade local; 
g) levar em consideração as necessidades e capacidades de todas as partes interessadas relevantes e assegurar seu envolvimento, como 
apropriado, no desenvolvimento de resposta planejada. 
A organização deve manter e reter informação documentada sobre o(s) processo(s) e sobre os planos para responder a potenciais 
situações de emergência.  
9 Avaliação de desempenho 
9.1 Monitoramento, medição, análise e avaliação de desempenho 
9.1.1 Generalidades 
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A organização deve estabelecer, implementar e manter um processo( s) para monitoramento, medição, análise e avaliação de 
desempenho. 
A organização deve determinar:  
a) o que precisa ser monitorado e medido, incluindo: 
1) extensão em que os requisitos legais e outros requisitos são cumpridos; 
2) suas atividades e operações relacionadas a perigos, riscos e oportunidades identificadas; 
3) progresso no atingimentos dos objetivos de SSO da organização; 
4) eficácia dos controles operacionais e outros controles; 
b) métodos para monitoramento, medição, análise e avalição do desempenho, como aplicável, para assegurar resultados válidos; 
c) critérios em relação aos quais a organização avaliará seu desempenho de SSO; 
d) quando o monitoramento e a medição devem ser realizados; 
e) quando os resultados de monitoramento e medição devem ser analisados, validados e comunicados. A organização deve avaliar o desempenho de 
SSO e determinar a eficácia do sistema de gestão de SSO. 
A organização deve assegurar que os equipamentos de monitoramento e medição estejam calibrados ou verificados, conforme 
aplicável, e que sejam usados e mantidos como apropriado. 
NOTA Pode haver requisitos legais ou outros requisitos (por exemplo, normas nacionais ou internacionais) relativos à calibração ou verificação 
de equipamentos de monitoramento e medição. 
A organização deve reter informação documentada apropriada:  
— como evidência dos resultados de monitoramento, medição, análise e avaliação de desempenho; 
— sobre a manutenção, calibração ou verificação dos equipamentos de medição. 
9.1.2 Avaliação da conformidade 
A organização deve estabelecer, implementar e manter um processo(s) para avaliar a conformidade com os requisitos legais e 
outros requisitos (ver 6.1.3). 
A organização deve: 
a) determinar a frequência e o(s) método(s) para avaliação da conformidade; 
b) avaliar a conformidade e tomar ações, se necessário (ver 10.2); 
c) manter conhecimento e compreensão do seu status de conformidade com os requisitos legais e outros requisitos; 
d) reter informação documentada do(s) resultado(s) da avaliação da conformidade. 
9.2 Auditoria interna 
9.2.1 Generalidades 
A organização deve conduzir auditorias internas a intervalos planejados, para fornecer informações sobre se o sistema de gestão 
de SSO: 
a) está conforme com: 
1) os requisitos da própria organização para seu sistema de gestão de SSO, incluindo a política de SSO e objetivos de SSO; 
2) os requisitos deste documento; 
b) está implementado e mantido de forma eficaz. 
9.2.2 Programa de auditoria interna 
A organização deve: 
a) planejar, estabelecer, implementar e manter um programa(s) de auditoria, incluindo a frequência, métodos, responsabilidade, consulta, 
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requisitos planejados e relatório, que deve levar em consideração a importância de um processo(s) em questão e os resultados das auditorias  
anteriores; 
b) estabelecer os critérios de auditoria e o escopo de cada auditoria; 
c) selecionar os auditores e realizar auditorias que assegurem a objetividade e a imparcialidade do processo de auditoria; 
d) assegurar que os resultados das auditorias sejam relatados aos gestores relevantes; assegurar que os resultados relevantes de auditoria sejam 
relatados aos trabalhadores e, se existirem, aos representantes dos trabalhadores e outras partes interessadas relevantes; 
e) tomar medidas para resolver as não conformidades e melhorar continuamente o desempenho de SSO (ver Seção 10); 
f) reter informação documentada como evidência da implementação do programa de auditoria e dos resultados da auditoria. 
NOTA Para obter mais informações dobre auditoria e competência dos auditores, ver ABNT NBR ISO 19011. 
9.3 Análise crítica pela Direção 
A Alta Direção deve analisar criticamente o sistema de gestão de SSO da organização, a intervalos planejados, para assegurar sua 
contínua adequação, suficiência e eficácia.  
A análise crítica pela Direção deve considerar:  
a) status das ações de análise crítica anteriores; 
b) mudanças nas questões externas e internas que sejam relevantes para o sistema de gestão de SSO, incluindo: 
1) necessidades e expectativas das partes interessadas; 
2) requisitos legais e outros requisitos; 
3) riscos e oportunidades; 
c) extensão em que a política de SSO e os objetivos de SSO foram cumpridos; 
d) informação sobre o desempenho de SSO, incluindo as tendências em: 
1) incidentes, não conformidades, ações corretivas e melhoria contínua; 
2) resultados de monitoramento e medição; 
3) resultados da avaliação da conformidade com os requisitos legais e outros requisitos; 
4) resultado das auditorias; 
5) consulta e participação dos trabalhadores; 
6) riscos e oportunidades; 
e) adequação dos recursos para manutenção do sistema de gestão de SSO eficaz; f)  comunicações relevantes com as partes interessadas; 
f) oportunidades de melhoria contínua. 
As análises críticas pela Direção devem incluir decisões relacionadas a:  
— adequação, suficiência e eficácia contínuas do sistema de gestão de SSO para atingir os resultados pretendidos; 
— oportunidades de melhoria contínua; 
— qualquer necessidade de mudança do sistema de gestão de SSO; 
— recursos necessários; 
— ações, se necessárias; 
— oportunidades para melhorar a integração dos sistema de gestão de SSO com outro(s) processo(s) do negócio; 
— quaisquer implicações para a direção estratégica da organização. 
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A Alta Direção deve comunicar os resultados relevantes das análises críticas da gestão aos trabalhadores e, se existirem, aos 
representantes dos trabalhadores (ver 7.4). 
A organização deve reter informação documentada como evidência do resultado da análise crítica pela Direção.  
10 Melhoria 
10.1 Generalidades 
A organização deve determinar as oportunidades de melhoria (ver Seção 9) e implementar as ações necessárias para atingir os 
resultados pretendidos do seu sistema de gestão de SSO.  
10.2 Incidente, não conformidade e ação corretiva 
A organização deve estabelecer, implementar e manter um processo(s), incluindo relatórios, investigações e tomada de ações, 
para determinar e gerenciar incidentes e não conformidades.  
Quando um incidente ou uma não conformidade ocorrer, a organização deve: 
a) reagir em tempo hábil ao incidente ou à não conformidade e, conforme aplicável: 
1) tomar uma ação para controlar e corrigir o incidente ou não conformidade; 
2) lidar com as consequências; 
b) avaliar, com a participação dos trabalhadores (ver 5.4) e o envolvimento de outras partes interessadas, a necessidade de ação corretiva para 
eliminar a(s) causa(s)-raiz do incidente ou da não conformidade, para que não se repita ou ocorra em outro lugar: 
1) investigando o incidente ou revisando a não conformidade; 
2) determinando a(s) causa(s) do incidente ou da não conformidade; 
3) determinando se ocorreram incidentes similares, se existem não conformidades ou se eles podem potencialmente ocorrer;  
c) revisar as avaliações existentes dos riscos de SSO e outros riscos, como apropriado (ver 6.1); 
d) determinar e implementar qualquer ação necessária, incluindo ação corretiva, de acordo com a hierarquia dos controles (ver 8.1.2) e a 
gestão da mudança (ver 8.1.3); 
e) avaliar os riscos de SSO relacionados a perigos novos ou modificados, antes de tomar uma ação;  
f) rever a eficácia de qualquer ação tomada, incluindo ações corretivas; 
g) fazer alterações no sistema de gestão de SSO, se necessário. 
As ações corretivas devem ser apropriadas para os efeitos ou efeitos potenciais para os incidentes ou não conformidades 
encontrados. 
A organização deve reter informação documentada como evidência de:  
— natureza do incidente ou não conformidade e quaisquer ações subsequentes tomadas; 
— resultados de qualquer ação e ação corretiva, incluindo sua eficácia. 
A organização deve comunicar esta informação documentada aos trabalhadores relevantes e, se existirem, aos representantes dos 
trabalhadores e outras partes interessadas  relevantes. 
NOTA O relatório e a investigação de incidentes sem atrasos podem permitir que os riscos sejam eliminados e que os riscos de SSO 
associados sejam minimizados o mais rápido possível. 
10.3 Melhoria contínua 
A organização deve melhorar continuamente a adequação, suficiência e eficácia do sistema de gestão de SSO:  
a) aumentando o desempenho de SSO; 
b) promovendo uma cultura que apoie o sistema de gestão de SSO; 
c) promovendo a participação dos trabalhadores nas implementações de ações para a melhoria contínua do sistema de gestão de SSO; 
d) comunicando os  resultados  relevantes  da  melhoria  contínua  para  os  trabalhadores  e,  se existirem, para os representantes dos 
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trabalhadores; 
e) mantendo e retendo informação documentada como evidência da melhoria contínua. 
Fonte: ISO 45001:2018 
