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El diplomado con especialización en cisco que ofrece la universidad Nacional Abierta y a 
Dsitancia en convenio con CCNA-NETACAD permite a los estudiantes adquirir los mejores 
conocimientos de redes con un ambiente fresco, agradable e interactivo para ir navegando, 
jugando y aprendiendo a lo lardo del curso. Es importante mencionar que se encuentra muy bien 
desarrollado pues gracias a las evaluaciones tecnicas y practicas podemos tener un concepto mas 
clara y preciso de como vamos en el curso y que temas debemos reforzar.  
Dado a todos los esfuerzos realizados por la UNAD, hoy me siento plenamente capacitada para 
ejercer un cargo en redes y telecomunicaciones, y por esto realice los dos ejercicios que me 
permitieron poner a funcionar todos los conceptos, conocimientos y aprendizajes que me deja 
este Diplomado, los invito para que vean el paso a paso de dos ejercicios que de lejos parece facil 
pero cuando vamos a implementarlos debemos estar muy preparados en cada uno de los temas de 




























ISP S0/0/0 200.123.211.1 255.255.255.0 N/D 
 Se0/0/0 200.123.211.2 255.255.255.0 N/D 
Se0/1/0 10.0.0.1 255.255.255.252 N/D 
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Fa0/0,100 192.168.20.1 255.255.255.0 N/D 
Fa0/0,200 192.168.21.1 255.255.255.0 N/D 
Se0/0/0 10.0.0.2 255.255.255.252 N/D 










Se0/0/0 10.0.0.6 255.255.255.252 N/D 
Se0/0/1 10.0.0.10 255.255.255.252 N/D 
SW2 VLAN 
100 
N/D N/D N/D 
 VLAN 
200 
N/D N/D N/D 
SW3 VLAN1 N/D N/D N/D 
 
PC20 NIC DHCP DHCP DHCP 
PC21 NIC DHCP DHCP DHCP 
PC30 NIC DHCP DHCP DHCP 
PC31 NIC DHCP DHCP DHCP 
Laptop20 NIC DHCP DHCP DHCP 
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Laptop21 NIC DHCP DHCP DHCP 
Laptop30 NIC DHCP DHCP DHCP 








Tabla de asignación de VLAN y de puertos 
 
Dispositivo VLAN Nombre Interfa
z 
SW2 100 LAPTOPS Fa0/2-3 
SW2 200 DESTOPS Fa0/4-5 
SW3 1 - Todas las interfaces 
 
Tabla de enlaces troncales 
 
Dispositivo local Interfaz local Dispositivo remoto 
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SW2 Fa0/2-3 100 
 
Situación 
En esta actividad, demostrará y reforzará su capacidad para implementar NAT, 
servidor de DHCP, RIPV2 y el routing entre VLAN, incluida la configuración de 
direcciones IP, las VLAN, los enlaces troncales y las subinterfaces. Todas las 
pruebas de alcance deben realizarse a través de ping únicamente. 
 
Descripción de las actividades 
• SW1 VLAN y las asignaciones de puertos de VLAN deben cumplir con la tabla 1. 
• Los puertos de red que no se utilizan se deben deshabilitar. 
• La información de dirección IP R1, R2 y R3 debe cumplir con la tabla 1. 
• Laptop20, Laptop21, PC20, PC21, Laptop30, Laptop31, PC30 y PC31 
deben obtener información IPv4 del servidor DHCP. 
• R1 debe realizar una NAT con sobrecarga sobre una dirección IPv4 pública. 
Asegúrese de que todos los terminales pueden comunicarse con Internet pública 
(haga ping a la dirección ISP) y la lista de acceso estándar se llama INSIDE-
DEVS. 
• R1 debe tener una ruta estática predeterminada al ISP que se configuró y 
que incluye esa ruta en el dominio RIPv2. 
• R2 es un servidor de DHCP para los dispositivos conectados al puerto 
FastEthernet0/0. 
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• R2 debe, además de enrutamiento a otras partes de la red, ruta entre las VLAN 100 y 
200. 
• El Servidor0 es sólo un servidor IPv6 y solo debe ser accesibles para los dispositivos 
en R3 (ping). 
• La NIC instalado en direcciones IPv4 e IPv6 de Laptop30, de Laptop31, de 
PC30 y obligación de configurados PC31 simultáneas (dual-stack). Las 
direcciones se deben configurar mediante DHCP y DHCPv6. 
• La interfaz FastEthernet 0/0 del R3 también deben tener direcciones IPv4 e 
IPv6 configuradas (dual- stack). 
• R1, R2 y R3 intercambian información de routing mediante RIP versión 2. 
• R1, R2 y R3 deben saber sobre las rutas de cada uno y la ruta predeterminada desde 
R1. 
• Verifique la conectividad. Todos los terminales deben poder hacer ping entre sí y 
a la dirección IP del ISP. Los terminales bajo el R3 deberían poder hacer IPv6-
ping entre ellos y el servidor. 
 






































































Una empresa de Tecnología posee tres sucursales distribuidas en las ciudades de Miami, 
Bogotá y Buenos Aires, en donde el estudiante será el administrador de la red, el cual deberá 
configurar e interconectar entre sí cada uno de los dispositivos que forman parte del 
escenario, acorde con los lineamientos establecidos para el direccionamiento IP, protocolos 
de enrutamiento y demás aspectos que forman parte de la topología de red.  
 
 
1. Configurar el direccionamiento IP acorde con la topología de red para cada uno de los 
dispositivos que forman parte del escenario 
 30 




R1-Bogotá S0/3/0 172.31.21.2 255.255.255.0 No requiere 
 Fa0/2/0 192.168.99.1 255.255.255.0  
R2-Miami S0/3/0 172.31.21.1 255.255.255.0 No requiere 
 S0/3/1 172.31.23.1 255.255.255.0 No requiere 
 Internet  209.165.200.226 255.255.255.0  
PC-Internet  209.165.200.230 255.255.255.0 209.165.200.225 
R3-Buenos 
Aires 
 172.31.23.1 255.255.255.0 No requiere 
 Lo4 192.168.4.0 255.255.255.0 No requiere 
 Lo5 192.168.5.0 255.255.255.0 No requiere 
 Lo6 192.168.6.0 255.255.255.0 No requiere 
S1 Fa 0/1 192.168.99.2 255.255.255.0 192.168.99.1 





Configuración basica de R1 
 
 








2. Configurar el protocolo de enrutamiento OSPFv2 bajo los siguientes criterios: 
 
OSPFv2 area 0 
Configuration Item or Task Specification 
Router ID R1 1.1.1.1 
Router ID R2 5.5.5.5 
Router ID R3 8.8.8.8 
Configurar todas las interfaces LAN como pasivas  
Establecer el ancho de banda para enlaces seriales en  256 Kb/s 
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Ajustar el costo en la métrica de S0/0 a 9500 
 
Bogota#config t 
Enter configuration commands, one per line. End with CNTL/Z. 
Bogota(config)#interface Serial 0/3/0 
Bogota(config-if)#bandwidth 256000 
Bogota(config-if)#exit 
Bogota(config)#router ospf 10 
Bogota(config-router)#router-id 1.1.1.1 
Bogota(config-router)#network 191.168.99.0 0.0.0.255 area 0 
Bogota(config-router)#network 172.31.21.0 0.0.0.3 area 0 
Bogota(config-router)#exit 
Bogota(config)#interface Serial 0/3/0 
Bogota(config-if)#router ospf 10 
Bogota(config-router)#auto-cost reference-bandwidth 9500 
% OSPF: Reference bandwidth is changed. 
Please ensure reference bandwidth is consistent across all routers. 
Bogota(config-router)#end 




%SYS-5-CONFIG_I: Configured from console by console 
copy run start 









Miami(config)#router ospf 10 
Miami(config-router)#router-id 5.5.5.5 
Miami(config-router)#auto-cost reference-bandwidth 9500 
% OSPF: Reference bandwidth is changed. 
Please ensure reference bandwidth is consistent across all routers. 
Miami(config-router)#network 172.31.21.0 0.0.0.3 area 0 
Miami(config-router)# 
00:26:59: %OSPF-5-ADJCHG: Process 10, Nbr 1.1.1.1 on Serial0/3/0 from LOADING to 
FULL, Loading Done 
network 172.31.23.0 0.0.0.3 area 0 
















BuenosAires(config)#router ospf 10  
BuenosAires(config-router)#router-id 8.8.8.8 
BuenosAires(config-router)#auto-cost reference-bandwidth 9500 
% OSPF: Reference bandwidth is changed. 
Please ensure reference bandwidth is consistent across all routers. 
BuenosAires(config-router)#network 172.31.23.0 0.0.0.3 area 0 
BuenosAires(config-router)#end 
BuenosAires# 
%SYS-5-CONFIG_I: Configured from console by console 
copy run start 




Verificar información de OSPF  
 
• Visualizar tablas de enrutamiento y routers conectados por OSPFv2 





En el router 2 no tiene rutas por Ospf ya que todas son directamente conectadas  
 
• Visualizar lista resumida de interfaces por OSPF en donde se ilustre el costo de cada 
interface 






• Visualizar el OSPF Process ID, Router ID, Address summarizations, Routing 












3.Configurar VLANs, Puertos troncales, puertos de acceso, encapsulamiento, Inter-
VLAN Routing y Seguridad en los Switches acorde a la topología de red establecida. 
VLAN DIRECCION  NOMBRE 
VLAN 30 192.168.30.0/24 Administración  
VLAN 40 192.168.40.0/24 Mercadeo  






S1(config-if)#switchport mode trunk 
 
S1(config-if)# 
%LINEPROTO-5-UPDOWN: Line protocol on Interface GigabitEthernet0/1, changed state 
to down 
 
%LINEPROTO-5-UPDOWN: Line protocol on Interface GigabitEthernet0/1, changed state 
to up 
no shutdown  
S1(config-if)#exit 
S1(config)# 
%CDP-4-NATIVE_VLAN_MISMATCH: Native VLAN mismatch discovered on 
FastEthernet0/2 (30), with S3 FastEthernet0/1 (40). 
S1(config)#interface F0/2 
S1(config-if)#switchport mode trunk 
 
S1(config-if)# 
%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/2, changed state to 
down 
S3(config)# 
S3(config)# interface fastEthernet 0/1 




%LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernet0/1, changed state to 
down 
 









Enter configuration commands, one per line. End with CNTL/Z. 
S3(config)#no ip domain-lookup 
S3(config)#exit 
S3# 
%SYS-5-CONFIG_I: Configured from console by console 
 















8.Configurar R1 como servidor DHCP para las VLANs 30 y 40. 
 
 










Establecer default gateway. 
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Establecer default gateway. 
 
10.Configurar NAT en R2 para permitir que los host puedan salir a internet 
 
 
11.Configurar al menos dos listas de acceso de tipo estándar a su criterio en para 
restringir o permitir tráfico desde R1 o R3 hacia R2. 
 
12.Configurar al menos dos listas de acceso de tipo extendido o nombradas a su 





13.Verificar procesos de comunicación y redireccionamiento de tráfico en los 










Gracias a cada uno de los conceptos y temas que me ofrecio el diplomado en Cisco pude 
afianzar mis conocimientos en las diferentes capas de redes y protocolos de enrutamiento.  
 
Si bien es cierto que tenemos todos los temas enel entorno,se que del que mas aprendio fue el 
protocolo de enrutamiento ospf, pues no lo conocia muy bien pero gracias a los diferentes 
ejercicios logre ponerlo en marcha. 
 
Logre implementar NAT, asi como el servidor  DHCP y el routing entre vlan y 
configuraciones IP e una red donde ya tenia definida su estructura y funcionamiento para 
lograr todo por medio del ping.  
 
Realice y configure la red de una empresa de tecnologia conectando los servidores, internet y 
demás protocolos en 3 ciudades de diferente país interconectando cada uno de los 
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