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El enrutamiento es el proceso de reenviar paquetes entre redes, siempre 
buscando la mejor ruta (la más corta). Para encontrar esa ruta más óptima, se 
debe tener en cuenta la tabla de enrutamiento y algunos otros parámetros como la 
métrica, la distancia administrativa y el ancho de banda. 
 
Ancho de Banda – Bandwidth 
Cantidad de datos que puede ser enviada o recibida durante un cierto tiempo a 
través de un determinado circuito de comunicación. Técnicamente, es la diferencia 




Dirección de protocolo de Internet, la forma estándar de identificar un equipo que 
está conectado a Internet, de forma similar a como un número de teléfono 
identifica un aparato de teléfono en una red telefónica. La dirección IP consta de 
cuatro números separados por puntos, en que cada número es menor de 256; por 
ejemplo 64.58.76.178. Dicho Número IP es asignado de manera permanente o 
temporal a cada equipo conectado a la red. 
 
Gateway – Pasarela o puerta de acceso 
Computador que realiza la conversión de protocolos entre diferentes tipos de 
redes o aplicaciones. Por ejemplo, una puerta de acceso podría conectar una red 
de área local a un mainframe. Una puerta de acceso de correo electrónico, o de 
mensajes, convierte mensajes entre dos diferentes protocolos de mensajes. 
 
VLAN - Red de Área Local Virtual 
Tipo de red que aparentemente parece ser una pequeña red de área local(LAN) 
cuando en realidad es una construcción lógica que permite la conectividad con 
diferentes paquetes de software. Sus usuarios puedenser locales o estar 




Siglas del inglés "Dynamic Host Configuration Protocol." Protocolo Dinámico de 
configuración del Host. Un servidor de red usa este protocolo para asignar de 
forma dinámica las direcciones IP a las diferentes computadoras de la red. 
 
Tablas de Enrutamiento 
Los routers utilizan las tablas de enrutamiento para mantener una lista actualizada 
que contiene información sobre las rutas. Las entradas en la tabla de enrutamiento 
también pueden añadirse de forma manual, pero son más difíciles de mantener si 
la red sufre muchos cambios o es muy grande. 
Métrica 
La métrica es una medida utilizada por los routers para medir el costo de una ruta; 
Cada protocolo utiliza una métrica propia, basada en el conteo de saltos (RIP), en 




El protocolo de enrutamiento de gateway interior mejorado (Enchaced Interior 
Gateway Routing Protocol, EIGRP) es una versión mejorada del protocolo IGRP 
original desarrollado por Cisco Systems. EIGRP combina las ventajas de los 
protocolos de estado de enlace con las de los protocolos de vector de distancia. 
 
OSPF 
Open Shortest Path First (OSPF) es un protocolo de direccionamiento de tipo 
enlace-estado, desarrollado para las redes IP y basado en el algoritmo de primera 
vía más corta (SPF). OSPF es un protocolo de pasarela interior (IGP).En una red 
OSPF, los direccionadores o sistemas de la misma área mantienen una base de 
datos de enlace-estado idéntica que describe la topología del área. Cada 
direccionador o sistema del área genera su propia base de datos de enlace-estado 
a partir de los anuncios de enlace-estado (LSA) que recibe de los demás 
direccionadores o sistemas de la misma área y de los LSA que él mismo genera. 
El LSA es un paquete que contiene información sobre los vecinos y los costes de 
cada vía. Basándose en la base de datos de enlace-estado, cada direccionador o 
sistema calcula un árbol de extensión de vía más corta, siendo él mismo la raíz, 





En la actualidad vemos como las redes son un pilar fundamental en el crecimiento 
social, cultural y económico de la humanidad, ya que a través de ellas se realizan 
todo tipo de interacciones tanto personales como comerciales, observando un 
crecimiento exponencial en el crecimiento de su utilización, generando mayores 
volúmenes de datos que viajan por la  red, los cuales deben ser direccionados de 
forma correcta, garantizando  la integridad, confidencialidad y disponibilidad de la 
información en el momento en el cual sea requerida; para ello es necesaria la 
implementación de redes de datos redundantes, robustas y seguras, para ello es 
necesario el conocimiento y manejo adecuado de cada uno de los dispositivos y 
























Teniendo en cuenta la implementación de las redes en todas las tareas y 
procesos, no solo laborales y estudiantiles, sino también en los hogares, resulta 
necesaria la apropiación de conceptos en el  contexto de las telecomunicaciones 
respecto a su aplicación en las redes de datos, identificando y reconociendo cada 
uno de los dispositivos que intervienen en el transporte de la información; es así 
como a nivel profesional se reconoce la adecuada configuración tanto de los 
routers como de los swtich, verificando aspectos fundamentales de seguridad, 
convergencia y escalabilidad de las redes, proyectando a nivel profesional la 
implementación de redes robustas, con equipos e infraestructura adecuada para 
los requerimientos propios de cualquier ambiente, ya sea gubernamental, 



















1. IMPLEMENTACIÓN DE RED PRIMER ESCENARIO 
 
1.1 PLANTEAMIENTO DE LOS REQUERIMIENTOS DE RED  
Una empresa de confecciones posee tres sucursales distribuidas en las ciudades 
de Bogotá, Medellín y Bucaramanga, en donde el estudiante será el administrador 
de la red, el cual deberá configurar e interconectar entre sí cada uno de los 
dispositivos que forman parte del escenario, acorde con los lineamientos 
establecidos para el direccionamiento IP, protocolos de enrutamiento y demás 
aspectos que forman parte de la topología de red. 
 
Topología de red 
 
 
Ilustración 1. Topología de red 
 
1.1.1 CONFIGURACION DEL ESCENARIO PROPUESTO 
 
Se realiza la configuración de las interfaces de los dispositivos intermediarios,  con 
las direcciones IPv4 e IPv6, teniendo en cuenta la topología de red, propuesta de 





Ilustración 2. Topología de red simulación 
Router 1 
 





Ilustración 4. Configuración de red  R2 
ROUTER 3 
 
Ilustración 5. Configuracion de red R3 
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Realización del ajuste del ancho de banda a 128 kbps sobre cada uno de los 
enlaces seriales ubicados en R1, R2, y R3, ajustando la velocidad de reloj de las 
conexiones de DCE. 
 
 
Ilustración 6. Ajuste del ancho de banda 
En R2 y R3 se realiza la configuración de  las familias de direcciones OSPFv3 
para IPv4 e IPv6, utilizando  el identificador de enrutamiento 2.2.2.2 en R2 y 
3.3.3.3 en R3 para ambas familias de direcciones. 
 
 
Ilustración 7. Configuración direcciones OSPFv3 
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En R2, se realiza la configuración de  la interfaz G0/0 en el área 1 de OSPF y la 
conexión serial entre R2 y R3 en OSPF área 0. 
 
 
Ilustración 8. Configuración área 1 OSPF en R2 
Configuración en R3 de  la interfaz F0/0 y la conexión serial entre R2 y R3 en 
OSPF área 0. 
 
Ilustración 9. Configuración OSPF área 0 en R3 
 
Propagación de las  rutas por defecto de IPv4 y IPv6 en R3 al interior del dominio 
OSPFv3. 
 
Ilustración 10. Propagación de rutas en R3 
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Realización de  la configuración del protocolo EIGRP para IPv4 como IPv6. 
Configurando  la interfaz F0/0 de R1 y la conexión entre R1 y R2 para EIGRP con 
el sistema autónomo 101. Asegurándose  de que el resumen automático está 
desactivado. 
 
Ilustración 11. Configuración protocolo EIGRP en R1 
 
Configuración de las interfaces pasivas para EIGRP. 
 




Ilustración 13. Interface pasiva EIGRP en R2 
Publicidad de la ruta 192.168.3.0/24 a R1 mediante una lista de distribución y ACL 
en R2. 
 
Ilustración 14. Publicidad de ruta en R2 
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1.2 PRUEBA CONECTIVIDAD DE RED Y CONTROL DE TRAYECTORIA  
Registro de  las tablas de enrutamiento en cada uno de los routers, acorde con los 










Ilustración 16. Tabla de enrutamiento R2 
ROUTER 3 
 
Ilustración 17. Tabla de enrutamiento R3 
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Verificación de la comunicación  entre routers a través del comando ping y 
traceroute 
 
Ilustración 18. Verificación de conectividad escenario 1 
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2. IMPLEMENTACION DE RED SEGUNDO ESCENARIO 
 
2.1 PLANTEAMIENTO DE LOS REQUERIMIENTOS DE RED 
Una empresa de comunicaciones presenta una estructura Core acorde a la 
topología de red, en donde el estudiante será el administrador de la red, el cual 
deberá configurar e interconectar entre sí cada uno de los dispositivos que forman 
parte del escenario, acorde con los lineamientos establecidos para el 
direccionamiento IP, etherchannels, VLANs y demás aspectos que forman parte 
del escenario propuesto. 
Topología de red 
 
Ilustración 19. Topología de red segundo escenario 
 
2.1.1 CONFIGURACION DEL ESCENARIO PROPUESTO  
 
Ilustración 20. Simulación topología de red 
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En primera instancia se apagan todas las interfaces en cada uno de los switch. 
 
Ilustración 21. Apagado de interfaces en cada switch 
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De la misma forma se asigna un nombre a cada uno de los dispositivos de 
acuerdo a los requerimientos de la topología propuesta. 
 
Ilustración 22. Asignación de nombres a los dispositivos. 
Se configura la conexión entre DLS1 y DLS2 con un EtherChannel capa-3 
utilizando LACP. Para DLS1 se utiliza la dirección IP 10.12.12.1/30 y para DLS2 
se  utiliza 10.12.12.2/30. 
 
Ilustración 23. Configuración de EtherChannel en DS1 y DS2 
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Los Port-channels en las interfaces Fa0/7 y Fa0/8 utilizarán LACP. 
 
Ilustración 24. Configuración LACP 
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Los Port-channels en las interfaces F0/9 y fa0/10 utilizará PAgP. 
 




Todos los puertos troncales se asignan a la VLAN 800 como  VLAN nativa. 
 
Ilustración 26. Configuración y asignación puertos troncales a Vlan 800 
 
Configuración del  nombre de dominio UNAD con la contraseña cisco123 
 
 
Ilustración 27. Configuración nombre de dominio y contraseña 
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Configuración de DLS1 como servidor principal para las VLAN. 
 
Ilustración 28. Asignación servidor principal 
 
Asignación de  ALS1 y ALS2 como clientes VTP y  Configuración en el servidor 
principal,  las siguientes VLAN: 
 
Tabla 1. Vlan propuestas 
 
 
Ilustración 29. Asignación clientes VTP 
 
Ilustración 30. Creación de las Vlan en los dispositivos 
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Suspensión de la VLAN 434 en  DLS1 y  VLAN 434 en DLS2. 
 
Ilustración 31. Suspensión de la Vlan 434 
Configuración de  DLS2 en modo VTP transparente VTP utilizando VTP versión 2, 
y en DLS2 las mismas VLAN que en DLS1. 
 
Ilustración 32. VTP versión 2 en modo transparente 
 
Se crea en DLS2 la VLAN 567 con el nombre de CONTABILIDAD. La VLAN de 
CONTABILIDAD no puede estar disponible en cualquier otro Switch de la red. 
 
 





Se realiza la configuración de  DLS1 como Spanning tree root para las VLAN 1, 
12, 434, 800, 1010, 1111 y 3456 y como raíz secundaria para las VLAN 123 y 234 
 
 
Ilustración 34. Spanning tree root DLS1 
 
Configuración de DLS2 como Spanning tree root para las VLAN 123 y 234 y como 
una raíz secundaria para las VLAN 12, 434, 800, 1010, 1111 y 3456. 
 
 
Ilustración 35. Spanning tree root DLS2 
 
Se realiza la configuración de todos los puertos como troncales de tal forma que 
solamente a las VLAN que se han creado se les permitirá circular a través de 
éstos puertos. 
 




La configuración de las interfaces como puertos de acceso, asignados a las VLAN, 
se realiza  de la siguiente manera: 
 
Tabla 2. Puertos de acceso 
 
Ilustración 37. Configuración puertos de acceso DLS1 
Apagado de todas las interfaces que no son utilizadas o asignadas a alguna VLAN  
 
Ilustración 38. Apagado de interfaces no utilizadas 
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Configuración de SVI en DLS1 y DLS2 como soporte de todas las VLAN y de 
enrutamiento entre las VLAN. Utilizando la siguiente tabla para las asignaciones 
de subred, teniendo en cuenta que DLS1 siempre utilizará la dirección .252 y 
DLS2 siempre utilizará la dirección .253 para las direcciones IPv4. 
 
Tabla 3. Asignaciones de subred 
 
Ilustración 39. SVI en DSL1 
 
Ilustración 40.SVI en DLS2 
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Configuración de una interfaz Loopback 0 en DLS1 y DLS2. Esta interfaz será 
configurada con la dirección IP 1.1.1.1/32 en ambos Switch. 
 
Ilustración 41. Configuración Loopback 0 
Configuración de  DLS1 como un servidor DHCP para las VLAN 12, 123 y 234. 
 
Ilustración 42. Servidor DHCP en DLS1 
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2.2 PRUEBA DE CONECTIVIDAD DE RED Y LAS OPCIONES CONFIGURADAS  
 
Verificación de  la existencia de las VLAN correctas en los switches y la asignación 
de puertos troncales y de acceso. 
 
Ilustración 43. Show Vlan 
Verificación del EtherChannel entre DLS1 y ALS1 y su correcta  configuración. 
 
Ilustración 44. EtherChannel DLS1 
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Verificación de la configuración de Spanning tree entre DLS1 o DLS2 para cada 
VLAN. 
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