iPhone オ マツヤマ ダイガク ノ コラテラル タンマツ トシテ リヨウスル カノウセイ by 墨岡 学 et al.
松 山 大 学 論 集
第 ２１ 巻 第 １ 号 抜 刷


















































































































































































































８）Unix to Unix copyが語源のマシン間のファイル転送サービス。日本では，JUNETからは
じまってインターネット接続サービスはこの方式で広がっていった。
９）愛媛県インターネット研究協議会（１９９５－１９９８）。おりひめ（ORIHIME）と称していた時




























































され２００５年始めに NEC Roaming Gatewayが導入されるまでのことであった。
２００２年度に教育系ネットワークの再構築が行われた後，本学のネットワーク
管理者が PPTP（Point-to-Point Tunneling Protocol）をWindows XPで使えるよ
うに設定したものだった。しかし，これは，教職員には公開されず管理者のみ
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図３－３ IPSec のアーキテクチャ，DOI とは，Domain Of Interpretation
documents。その意味は，具体的にプロトコルの数値を決める文書
群。その数値の管理は IANA（Internet Assigned Numbers Authority）
に従っている。
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図３－４ iPhone での IPSec VPN
を設定する画面
iPhoneを松山大学のコラテラル端末として利用する可能性 １０７



















































































































図３－２０ 演習用 Linux サーバで，








している SNS mixi から
のメールを読んでいる例
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Cisco Systems VPN Client Version４．９．０１（００８０）
Copyright（C）１９９８－２００６ Cisco Systems, Inc. All Rights Reserved.
Client Type（s）: Mac OS X
Running on : Darwin９．６．０Darwin Kernel Version９．６．０: Mon Nov２４１７: ３７: ００PST
２００８; root : xnu-１２２８．９．５９～１/RELEASE_I３８６i３８６
Config file directory : /etc/opt/cisco-vpnclient
ここでは，Ciscoの VPNクライアントのバージョンと，そのクライアントを起動した
ときのMac OS Xのバージョンが記録されている。下から２行目の rootはMac OS Xの
管理者権限でこのクライアントが動作していることを意味している。
１ ０９:５９:２４.０８０ ０２/２１/２００９ Sev=Info/４ CM/０x４３１００００２
Begin connection process
午前９時５９分２４．０８０秒に交信が開始された。
２ ０９:５９:２４.０８０ ０２/２１/２００９ Sev=Warning/２ CVPND/０x８３４０００１１
Error -２８ sending packet. Dst Addr : ０xC０A８００FF, Src Addr : ０xC０A８０００２（DRVIFACE :
１１５８）.
交信開始と同時刻にエラーが表示されているが，無視されて通信は続行。
３ ０９:５９:２４.０８７ ０２/２１/２００９ Sev=Info/４ CM/０x４３１００００４




４ ０９:５９:２４.０８７ ０２/２１/２００９ Sev=Info/４ CM/０x４３１０００２４
Attempt connection with server“２０２.１７.２０３.２４５”
午前９時５９分２４．０８７秒にサーバ２０２．１７．２０３．２４５（ASA５５１０）との接続をクライアン
トは試みている。
５ ０９:５９:２４.０８８ ０２/２１/２００９ Sev=Info/４ CVPND/０x４３４０００１９
Privilege Separation : binding to port :（５００）.
６ ０９:５９:２４.０８８ ０２/２１/２００９ Sev=Info/４ CVPND/０x４３４０００１９
Privilege Separation : binding to port :（４５００）.
７ ０９:５９:２４.０８８ ０２/２１/２００９ Sev=Info/６ IKE/０x４３００００３B
Attempting to establish a connection with２０２.１７.２０３.２４５.
８ ０９:５９:２４.１９０ ０２/２１/２００９ Sev=Info/４ IKE/０x４３００００１３
SENDING >>> ISAKMP OAK AG（SA, KE, NON, ID, VID（Xauth）, VID（dpd）, VID
（Frag）, VID（Nat-T）, VID（Unity））to２０２.１７.２０３.２４５
午前９時５９分２４．１９０秒，認証のための鍵交換がはじまった。
９ ０９:５９:２４.２２１ ０２/２１/２００９ Sev=Info/５ IKE/０x４３００００２F
Received ISAKMP packet : peer=２０２.１７.２０３.２４５
１０ ０９:５９:２４.２２１ ０２/２１/２００９ Sev=Info/４ IKE/０x４３００００１４
RECEIVING <<< ISAKMP OAK AG（SA, KE, NON, ID, HASH, VID（Unity）, VID
（Xauth）, VID（dpd）, VID（Nat-T）, NAT-D, NAT-D, VID（Frag）, VID（？）） from
２０２．１７．２０３．２４５
午前９時５９分２４．２２１秒，鍵の交換が終わった。交換に要した時間は，０．０３１秒。
１１６ 松山大学論集 第２１巻 第１号
１１ ０９:５９:２４.２２１ ０２/２１/２００９ Sev=Info/５ IKE/０x４３０００００１
Peer is a Cisco-Unity compliant peer
相手側のサーバが，Cisco製品であることがわかり，以下，その製品のサポート機能を
オンにする。
１２ ０９:５９:２４.２２１ ０２/２１/２００９ Sev=Info/５ IKE/０x４３０００００１
Peer supports XAUTH
１３ ０９:５９:２４.２２１ ０２/２１/２００９ Sev=Info/５ IKE/０x４３０００００１
Peer supports DPD
１４ ０９:５９:２４.２２１ ０２/２１/２００９ Sev=Info/５ IKE/０x４３０００００１
Peer supports NAT-T
１５ ０９:５９:２４.２２１ ０２/２１/２００９ Sev=Info/５ IKE/０x４３０００００１
Peer supports IKE fragmentation payloads
１６ ０９:５９:２４.３０５ ０２/２１/２００９ Sev=Info/６ IKE/０x４３０００００１
IOS Vendor ID Contruction successful
１７ ０９:５９:２４.３０５ ０２/２１/２００９ Sev=Info/４ IKE/０x４３００００１３
SENDING >>> ISAKMP OAK AG *（HASH, NOTIFY : STATUS_INITIAL_CONTACT,
NAT-D, NAT-D, VID（？）, VID（Unity））to２０２.１７.２０３.２４５
１８ ０９:５９:２４.３０５ ０２/２１/２００９ Sev=Info/６ IKE/０x４３００００５５
Sent a keepalive on the IPSec SA
１９ ０９:５９:２４.３０５ ０２/２１/２００９ Sev=Info/４ IKE/０x４３００００８３




２０ ０９:５９:２４.３０５ ０２/２１/２００９ Sev=Info/５ IKE/０x４３００００７２
Automatic NAT Detection Status :
Remote end is NOT behind a NAT device
This end IS behind a NAT device
午前９時５９分２４．３０５秒に，自動 NAT検出システムが動き，サーバ（ASA５５１０）は，
NATの後ろにはないが，この端末（Mac OS X）は NATの後にあることが検出された。
２１ ０９:５９:２４.３０５ ０２/２１/２００９ Sev=Info/４ CM/０x４３１００００E
Established Phase１ SA.１ Crypto Active IKE SA, ０ User Authenticated IKE SA in the
system
２２ ０９:５９:２４.３０５ ０２/２１/２００９ Sev=Info/４ IPSEC/０x４３７００００８


























































































学 科 ４月 ５月 ６月 ７月 ８月 ９月 １０月 １１月 １２月 １月 ２月 ３月 合計
経 済 学 科 ６，７８８１，４２７１，１４７ ７３９ １３３１，７７１ ７１１ ４７１ ７２８ ５８２ ７８２ ４６３１５，７４２
経 営 学 科 ６，６３０１，３８２１，１２５ ８２０ １５４１，７６１ ９０５ ６４１ ８４４ ６７９ ７８３ ４５６１６，１８０
英語英米文学科 １，８７３ ４８１ ３１０ ２５２ ２７ ４９２ ２７８ ６９１ ２８５ １７９ ２１８ １９４ ５，２８０
社 会 学 科 ２，２３７ ８５１ ７１２ ２６０ ２４ ６０５ ２０６ １２５ １９５ １９４ ２５１ １７６ ５，８３６
法 学 科 ３，３８０ ９１０ ７７１ ５７５ ７８ ９５４ ３７８ ２９５ ４４３ ２７１ ４５６ ２９８ ８，８０９
医 療 薬 学 科 １，６９９ ２８３ ２１９ １２２ ５９ ４６０ ７０ ４７ ６５ ９７ ３０９ １８９ ３，６１９
合 計 ２２，６０７５，３３４４，２８４２，７６８ ４７５６，０４３２，５４８２，２７０２，５６０２，００２２，７９９１，７７６５５，４６６
表４－１ ２００８年度 学内ポータル利用状況
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