Abstract. Indoor positioning systems are used as a supplement to GPS where the satellite based technology does not work appropriately. However, positioning accuracy varies among techniques and algorithms used; system performance is also affected by local traffic and environmental structure. A relatively little studied topic is the effect of positioning variance on a user's opinion or trust of such systems (GPS as well, for that matter). An experiment was designed to examine how trust changes with positioning accuracy and whether trust can be built and maintained over time despite changes in positioning accuracy. We used a simulated version of our existing indoor positioning system to present groups of users with a series of positioning results with varying accuracy. Positions fell into one of three categories: 1. ACCURATE (<5 meters of error), 2. INACCURATE (>15 meters), and 3. WRONG BUILDING (outside current building). When a user experiences a series of accurate results first their trust of later inaccurate positioning is different from users who experience inaccurate locations first.
Introduction
The Global Positioning System (GPS) provides accurate, reliable, and ubiquitous positioning in outdoor environments but unfortunately fails to provide reliable positioning indoors. As a result, several supplementary techniques have been used (Bluetooth, Cellular, wireless internet (WiFi), Radio Frequency ID (RFID), Ultra Wide Band (UWB), etc.) to provide positioning in settings where GPS does not function properly [1, 2] . Such systems can provide accurate locations, but all have characteristics that result in uncertainty (both between and within-system variation). In addition, improving accuracy requires one or more of the following: additional power, additional equipment/infrastructure, and/ or additional system latency [3], none of which can be increased infinitely or without additional cost. Under these relatively uncertain conditions a user's trust in positioning results may vary in conjunction with accuracy or might vary in a more complicated way related to their personal knowledge, experience, or the pattern of results they have experienced while using the system. Trust is a relatively new concept to GIS, GPS, and the use of geographic information; however, it has been widely used for evaluating the usability of computer programs and related technology, such as our trust of web-based services [4] [5] [6] and collaborative computing systems [7] . Trust has been defined differently by researchers depending on the entity to be trusted, the definition of the entity, and user characteristics [8] . Trust is an essential consideration for human computer interaction; research suggests there are many variables that affect user trust in computational settings [9] . To make matters more complicated, a user may initially trust a computational system only to distrust it later; it is also possible for a user to regain trust after initially distrusting a system [10] . While the reliability of a system might not immediately affect a user's trust, it seems safe to suggest that a user's trust of a system is dynamic, ongoing, and complicated [11] . For positioning systems, there lacks a clear definition of trust or a model that clarifies factors that can help establish user trust. In our first paper on this topic [12] we use the following positioning specific definition of trust: "a user's opinion of the positioning results which will affect their adoption and commitment to the system and their use of the information it provides." In addition, we suggest using four elements for modeling trust: Calculation method, Source data, User, and Graphic User Interface (GUI). Trust can be increased by improving perceived accuracy (from a user's perspective), which not only requires an accurate calculation with high quality data, but also a clear interface that communicates position as well as uncertainty (or accuracy) [12] .
Research on in-car navigation systems indicates that accuracy affects users' opinions of system credibility as well as their attitudes to the car [13, 14] . Interestingly, it was found that user trust increases with risk, that is to say, the user still trusts the system even as it puts them at risk [15] . This is related to the systems' role in a user's search for solutions to problems (such as being lost) and our increasing reliance on external solutions as problem complexity increases and our personal resources prove inadequate [16] . For indoor positioning systems, as mentioned before, the system is not always accurate and/or reliable. Inaccuracies caused by inadequate and inaccurate positioning source data, deficient techniques or algorithms, or an unclear GUI make it difficult to control or predict accuracy in real world settings. In addition, indoor spaces are generally considered qualitatively different from outdoor spaces [17] . Structural elements constrain navigation freedom, limit available decisions, and reduce visual extent. Systems currently available to support indoor navigation are just now beginning to incorporate complete and accurate floor plans; unfortunately, such systems are only available for a limited set of spaces and do not incorporate positioning information with the same accuracy or reliability as is available with GPS outdoors. These two characteristics of indoor navigation support (basemap data and positioning) result in much greater uncertainty in location information and highly unreliable positioning information. As a result, it is important to understand how user trust changes with system performance as well as develop models for indoor positioning systems to predict when results might be more uncertain. GPS is not immune to such trust issues, but we assume they are more infrequent; here we are most interested in emerging systems that may appear to function like GPS (accurate positioning with accurate and complete road network data). It is our strong opinion that indoor and outdoor systems are quite different in that indoor positioning systems are error prone, to the point that our research with various commercial systems (Google, SkyHook, and iOS) will place a user outside (beyond a buildings boundaries), when such a location is impossible. This result is highly egregious since almost all mobile devices that would provide such results include an Assisted-GPS chip and should be able to establish that the device is NOT
