Was a breach of examination security unfair in an objective structured clinical examination? A critical incident.
One-third of a class of students was inadvertently given the names of stations immediately prior to an OSCE and two-thirds of the class were not. This provided an opportunity to explore student perceptions of fairness and to explore any effect of this cueing. The subjects were medical students undertaking an end of fifth year multidisciplinary OSCE. OSCE score data from the 20 students who had received the information were compared with those of the 40 students who did not. We also compared their performance on other assessments to determine whether the two groups were comparable. The overall OSCE mark was not significantly different between the two groups. There were significant differences between groups on four stations but this was not in a consistent direction that advantaged one group. There were no significant differences between the two groups in their performance on the other examinations. This inadvertent security breach had no systematic effect on student OSCE station scores. This incident provided a valuable opportunity to admit error, approach it rationally and restore any resulting breach of trust.