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Die Fachtagung „Informatik und Schule“ (INFOS) der Gesellschaft für
Informatik e. V. (GI) fördert traditionsgemäß den Erfahrungsaustausch
zwischen Lehrenden und Forschenden und bietet Anregungen dafür,
wie erfolgreicher Informatikunterricht gestaltet werden kann. Sie wird in
diesem Jahr zum 15. Mal ausgerichtet, steht unter dem Motto „Informatik
erweitert Horizonte“ und findet in Kiel und damit zum ersten Mal in
Schleswig-Holstein statt.
Die INFOS soll eine zeitgemäße qualifizierte informatische Bildung
in der Schule auf vielfältige Weise befördern. So besteht das Programm
in diesem Jahr aus vier Vorträgen eingeladener Referentinnen und Re-
ferenten sowie vierzehn ausgewählten Forschungs-, Entwicklungs- und
Erfahrungsbeiträgen, die vom Programmkomitee aus 34 eingereichten
Beiträgen ausgewählt wurden. Diese Beiträge beleuchten die folgenden
Schwerpunkte der Tagung aus unterschiedlichen Perspektiven: Informatik
im Kontext, Schülervorstellungen, Informatikunterricht in der Sekundar-
stufe I, Schülerlabore, Lernchancen im Informatikunterricht, Roboter im
Informatikunterricht sowie Studium und Fortbildung. Eine Abrundung
erfährt die Konferenz durch insgesamt 18 Workshops, ein Forum für
Doktorandinnen und Doktoranden, ein Forum für Lehrkräfte im Aus-
bildungsstadium, Berichte aus der schulischen Praxis, Poster und eine
Ausstellung.
Der hier vorliegende „Praxisband“ dokumentiert gemeinsam mit dem
eigentlichen Tagungsband die Ergebnisse der INFOS 2013. Neben den
Berichten aus der Praxis enthält er Aufsätze zu fast allen Workshops, einen
Beitrag zu einem vorgestellten Poster sowie die prämierte Einreichung für
den Unterrichtspreis der Gesellschaft für Informatik e. V.
Wir danken allen Autorinnen und Autoren für ihre Beiträge zu diesem
Praxisband.
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Abstract: Dieser Beitrag präsentiert ein Konzept zur Förderung des Interesses an 
der Informatik, wobei Mädchen eine besondere Zielgruppe darstellen. Vor dem 
Hintergrund erfolgreicher Veranstaltungen, die vor allem von Schülern nachge-
fragt wurden, zeichnete sich der Bedarf nach einem Workshop ab, der Mädchen 
anspricht. Dabei wurden zwei Ziele verfolgt: Erstens sollte eine Lernumgebung 
geschaffen werden, welche die Vermittlung und Konstruktion grundlegenden Wis-
sens der Informatik unterstützt. Zweitens sollte ein Workshopformat geschaffen 
werden, das die männlich dominierte Informatik auch für Schülerinnen attraktiv 
macht und sie zu einer Auseinandersetzung mit dem Thema ermutigt. In eine 
Rahmengeschichte mit zwischenmenschlicher Thematik wurden Themen wie Ver-
schlüsselung, Algorithmen und formale Logik eingebettet und bearbeitet. Die 
Workshops wurden mit Hilfe von Fragebögen evaluiert. Dabei konnte über den 
Zeitraum des Workshops ein Anstieg der Informatik-bezogenen Selbstwirksamkeit 
beobachtet werden. Die Ergebnisse der Befragung deuten auf eine erfolgreiche 
Umsetzung des Workshop-Konzepts hin.  
1 Hintergrund 
Die dynamische Entwicklung im Bereich der digitalen Technologien und der Neuen 
Medien, die ein wesentlicher und selbstverständlicher Bestandteil des privaten und be-
ruflichen Alltags von Jugendlichen sind und verstärkt sein werden, macht eine Ausei-
nandersetzung mit grundlegenden Funktionalitäten und Funktionsweisen dieser Techno-
logien immer wichtiger. Für Jugendliche gilt es Kompetenzen aufbauen, die sie befähi-
gen, auf fundierten Kenntnissen basierend, Nutzungsentscheidungen zu treffen und neue 
digitale Technologien zielgerichtet und adäquat einzusetzen. Eine praxisnahe Auseinan-
dersetzung mit Fragestellungen und Herausforderungen der Informatik bildet eine 
Grundlage für eine kritische Reflektion neuer Entwicklungen auch im Hinblick auf ihre 
gesellschaftlichen und kulturellen Auswirkungen und lässt Jugendliche das gestalterische 
Potential neuer digitaler Technologien entdecken.  
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Hierfür bedarf es Angebote für Jugendliche, innerhalb derer zum einen bewährte päda-
gogische Konzepte und notwendiges informatisches Fachwissen zusammengeführt wer-
den, zum anderen Raum und Möglichkeiten zur Umsetzung neuer kreativer Ideen ge-
schaffen werden. Im Rahmen des Forschungstransferprojektes LIaS (Lübecker Informa-
tik an Schulen) der Schülerakademie der Universität zu Lübeck wird Jugendlichen eine 
zeitgemäße Auseinandersetzung mit dem Fachgebiet der Informatik und Querschnittsbe-
reichen ermöglicht, die an die Lebenswelt der Zielgruppe anknüpft.  
1.1 Die Schülerakademie und ihre Initiativen 
Die LIaS-Initiative der Schülerakademie der Universität zu Lübeck versteht sich als 
langfristige Schnittstelle zwischen den universitären Studienangeboten, den Lübecker 
Schulen sowie außerschulischen Lernkontexten für Schülerinnen und Schüler. Ziel ist 
die Schaffung und Gestaltung von modernen Lehr- und Lernräume für Schülerinnen und 
Schüler sowie Pädagogen, innerhalb derer Kompetenzen im Umgang mit Neuen Medien 
und modernen Informations- und Kommunikationstechnologien erworben werden kön-
nen. Aktuelle Entwicklungen im Bereich Informatik und Interaktiver Medien werden 
unmittelbar in den Schulalltag oder in außerschulische Lernräume übersetzt und ergän-
zen bewährte Szenarien der Wissenskonstruktion und des Kompetenzerwerbs durch neue 
Impulse aus der Forschung. LIaS unterstützt vor allem Jugendliche darin, Fertigkeiten zu 
entwickeln, die sie befähigen, über eine reine Anwendung digitaler Technologien hinaus, 
eine aktive Rolle bei der Ausgestaltung und Entwicklung dieser Neuen Medien einzu-
nehmen und diese ihren eigenen Ansprüchen entsprechend reflektiert und kompetent im 
Alltag nutzen zu können. 
Das Informatik-Summer-Camp unserer Schülerakademie ist eine einwöchige Veranstal-
tung mit verschiedenen Workshops aus unterschiedlichen Themenbereichen der Infor-
matik an. In den letzten fünf Jahren lagen die Teilnehmerzahlen zwischen 40 und 60 
Jugendlichen pro Jahr, wobei die Nachfrage inzwischen deutlich das Angebot an zur 
Verfügung stehenden Plätzen übersteigt. Schülerinnen und Schüler führen unter intensi-
ver Anleitung ein spannendes Projekt aus einem der Bereiche Multimedia, Robotik, 
Softwaretechnik oder Telematik durch, das von Studierenden der Informatik konzipiert 
und betreut wird. 
1.2 Warum ein Workshop-Angebot speziell für Mädchen? 
Im Rahmen der LIaS-Initiative wurden eine Vielfalt an Angeboten für Jugendliche zwi-
schen 14 und 18 Jahren konzipiert und erfolgreich durchgeführt. Trotz einer durchweg 
hohen Nachfrage bei Jugendlichen aus dieser Altersgruppe blieb die Anzahl der Teil-
nehmerinnen allerdings immer auf einem niedrigen Stand. Dieses Bild zeigt sich für die 
Informatik auch in den Ausbildungsberufen oder im akademischen Bereich.  
An den Hochschulen in Deutschland wurden 2011 48.423 Studienanfänger im Fach 
Informatik verzeichnet. Das ist ein Anstieg um fast ein Fünftel (17,8 %) oder mehr als 
7.000 verglichen mit dem Jahr 2010. Im akademischen Bereich verzeichneten die Uni-
versitäten im Fach Informatik im Jahr 2011einen besonders kräftigen Zuwachs um fast 
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ein Drittel (29,9 %) auf 25.756 Erstsemester. An den Fachhochulen immatrikulierten 
sich mit 22.667 Studenten 6,4 % mehr als noch 2010. Allerdings ist die Abbruchquote 
mit fast 50 % an den Hochschulen weiterhin sehr hoch. Sowohl bei den Ausbildungsbe-
rufen als auch an den Hochschulen sind Frauen allerdings weiterhin auffällig in der 
Minderzahl. Von den Studierenden im ersten Semester ist nur fast jede Fünfte (19,9 %) 
weiblich. Bei den Auszubildenden im ersten bis dritten Jahr findet sich nur auf knapp 
jeder zwölften Lehrstelle (8,4 %) eine Frau.1 Von den insgesamt 19.046 Absolventinnen 
und Absolventen im Studienbereich Informatik beträgt der Frauenanteil bei den universi-
tären Abschlüssen (Universitätsdiplom oder gleichwertiger Abschluss) 12,2 %, bei den 
Fachhochschulabschlüssen 15,1 % und bei den Lehramtsabschlüssen 37,1 %.  
Eine Vielzahl an Studien setzt sich mit möglichen Ursachen für die niedrige Repräsen-
tanz von Frauen und Mädchen in MINT-Bereichen auseinander und zahlreiche Pro-
gramme zur Frühförderung von Mädchen und einer stärkere Vernetzung von Frauen in 
MINT-Berufen wurden in den vergangenen Jahren initiiert. Leitgedanke bei der Konzep-
tion und der Umsetzung des in diesem Beitrag vorgestellten Workshop-Konzepts Fräu-
lein X war, dass Mädchen nicht per se weniger Interesse an dem Themengebiet der In-
formatik haben oder sich von zu . Der aktuellen JIM-
Studie [MFS12] zum Medienumgang 12-bis 19-Jähriger in Deutschland zur Folge be-
steht die Grundausstattung der Haushalte, in denen 12-bis 19-Jährige leben, aus Compu-
ter/Laptop, Handy, Fernseher und Internetzugang. Mediengeräte sind allgegenwärtig und 
werden für Information, Unterhaltung und Kommunikation genutzt. Hierbei gibt es 
kaum Unterschiede zwischen den Nutzungshäufigkeiten und gewohnheiten von Mäd-
chen und Jungen. Bei der Frage nach technischen Kompetenzen als wichtigen Teil der 
Medienkompetenz von Jugendlichen, die den zielgerichteten und adäquaten Umgang mit 
Medien gewährleisten, haben Jungen allerdings in nahezu allen abgefragten Kompeten-
zen mehr praktische Erfahrungen als Mädchen.  
Oftmals fehlt ein zielgruppengerechtes motivierendes Design der Angebote, das Mäd-
chen einen Zugang zur praxisnahen Auseinandersetzung mit grundlagenorientierten, 
aber zeitgemäßen informatischen Inhalten schaffen. Das Workshop-Konzept Fräulein X 
hat das Ziel einen solchen Zugang zu gestalten und die Informatik-bezogene Selbstwirk-
samkeit der Teilnehmerinnen durch ein ansprechendes Workshop-Design zu stärken. 
2 Workshop-Konzept  Fräulein X 
Das Workshop-Konzept Fräulein X bietet Mädchen einen angemessenen Zugang zum 
Themenfeld Informatik, indem der Lebensweltbezug der vermittelten informatischen 
Inhalte unmittelbar herausgestellt wird. Mädchen soll ein adäquater Zugang zur Informa-
tik ermöglicht werden, indem sie lernen, diese ihren Bedürfnissen entsprechend wahrzu-
nehmen und ihren Interessen entsprechend einzusetzen.  
                                                          
1 Zur Datenquelle: Grundlage der Angaben sind Auswertungen des BITKOM auf Basis 
von Daten des Statistischen Bundesamtes sowie der Industrie- und Handelskammern.  
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2.1 Thema und Rahmengeschichte 
Bei der Gestaltung des Fräulein X- Workshops wurden folgende Prinzipien verfolgt: Der 
Workshop ist inhaltlich anspruchsvoll gestaltet, die Inhalte werden ansprechend präsen-
tiert und in einen lebensweltlichen Kontext gesetzt. Im Rahmen eines Spieles, das die 
Mädchen durch die Woche begleitet, begegnen die Teilnehmerinnen Aufgaben und 
Problemstellungen zu Themen wie Aussagenlogik, Verschlüsselungstechniken und 
Grundlagen des Programmierens am Bespiel von Python (Abb. 1). Eingebettet in eine 
Rahmengeschichte hilft die Lösung dieser Aufgaben der Akteurin der Geschichte weiter 
ihr Endziel zu erreichen. Um auf das Workshop Konzept Fräulein X im Rahmen des 
Informatik-Summer-Camps aufmerksam zu machen, wurde bereits im Vorfeld auf eine 
für Mädchen ansprechende Kommunikation des Angebotes geachtet. Im ersten Jahr ging 
, um in einem 
narrativen Kontext Wege aufzuspüren, geheime Botschaften zu entschlüsseln und Lüg-
ner zu enttarnen. Im darauffolgenden Jahr wurde die Protagonistin Fräulein X wieder 
aufgegriffen, die nun in der virtuellen Welt angekommen ist. Hier ging es dann um Fra-
Wie finden Informationen 
ihren Weg durch das Internet? Wo lauern Gefahren und was kann Fräulein X tun, um 
ihnen zu entgehen?  
 
Abbildung 1: Visualisierung des Workshops 
2.2 Pädagogische Anforderungen und Struktur des Workshops 
Der modulare Aufbau des Workshops unterstützte sowohl die Projektarbeit im Team, 
ermöglichte den Teilnehmerinnen zudem individuelle Lernpfade im Rahmen des Ange-
botes selbstbestimmt festzulegen. Jeder Tag hatte einen anderen thematischen Schwer-
punkt, der sich auch im Rahmen des Spiels widerspiegelte. Moderierte Phasen wechsel-
ten sich mit Phasen ab, innerhalb derer das selbständigen Arbeiten im Team gefordert 
und gefördert wurde. Es wurde darauf geachtet, den Teilnehmerinnen ausreichend an-
sprechendes Informationsmaterial zur Verfügung zu stellen, Aufgabenstellung möglichst 
vielfältig zu gestalten und unterschiedliche Problemlösungsstrategien zu diskutieren und 
zu unterstützen. Am Ende eines jeden Tages wurde ausreichend Zeit für eine Reflektion 
und Festigung des erworbenen Wissens und des individuellen Lernfortschritts vorgese-
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hen und Teilergebnisse im Plenum vorgestellt und diskutiert. Teil dieses Prozesses war 
die Arbeit mit dem in unserer Forschungsgruppe entwickelten System hypervid [IW12] 
einem interaktiven System zur browserbasierten Erstellung, Bearbeitung, Verwaltung 
und Wiedergabe von Hypervideos. Die Teilnehmerinnen konnten begleitend die erwor-
benen Kompetenzen in kleinen Videofragmenten in einem gestalterisch, kreativen Pro-
zess selbstbestimmt dokumentieren und komplexe Zusammenhänge in einer Hyperstruk-
tur erfassen. Im Rahmen einer Abschlusspräsentation konnte das gemeinsam erstellte 
Hypervideo die bearbeiteten Themen und einzelne Projektarbeiten in einer komplexen 
Struktur abbilden und zur weiteren Reflektion gemeinsam mit anderen anregen. 
2.3 Lernziele 
Ziel des Workshop-Konzeptes war es, eine anspruchsvolle praxisnahe Auseinanderset-
zung mit informatischen Inhalten zu ermöglichen. Die Teilnehmerinnen wurden spiele-
risch an die Themen herangeführt. Beim Themengebiet der Aussagenlogik ging es da-
rum, die Auswertung von Vergleichen innerhalb von Programmen verstehen und an-
wenden zu können. Die Teilnehmerinnen haben im Rahmen des Workshops verschiede-
ne Verschlüsselungstechniken (Cäsar- Chiffre, Vigenére, Diffie-Hellman, Steganogra-
phie) kennengerlernt und praktisch erprobt. Es wurden Programmiergrundlagen mit 
Hilfe von Python erarbeitet, wobei grundlegende Datentypen, Variablen, Funktionen, 
Schleifen und bedingte Ausdrücke erläutert wurden. Vor dem Hintergrund grundlegen-
den Informatikwissens wurden auch Themen wie Datenschutz und Soziale Netzwerke 
sowie die Funktionsweise von Cookies aufgegriffen. Durch die gestalterisch kreative 
Aufarbeitung des erworbenen Wissens mit Hilfe des interaktiven Hypervideosystems 
hypervid konnten die Teilnehmerinnen ein Grundverständnis von dem Aufbau von Hy-
perstrukturen, Interaktion und erweiterten Formen der Wissensgenerierung aufbauen. 
 
Ein weiteres Ziel des Workshops war zudem bei den Teilnehmerinnen das Interesse für 
Informatik zu stärken und eigene Kompetenzen in diesem Bereich zu entdecken. Hier 
konnte über den Zeitraum des Fräulein X-Workshops ein Anstieg der Informatik-
bezogenen Selbstwirksamkeit beobachtet werden. Die Selbstwirksamkeit ist das zentrale 
Konstrukt der sozial-kognitiven Theorie Banduras [Ba97]. Dabei handelt es sich um eine 
subjektive Beurteilung des eigenen Leistungsvermögens bezüglich des Ausführens einer 
spezifischen Aufgabe oder eines Verhaltens. Sie muss von den Ergebniserwartungen 
unterschieden werden, also den erwarteten Konsequenzen, die ein Verhalten nach sich 
zieht. Die Selbstwirksamkeit bezieht sich auf die Überzeugung, ob man etwas tun kann 
während die Ergebniserwartungen erklären, ob man etwas aufgrund der Konsequenzen 
auch tun möchte. Die Selbstwirksamkeit ist ein Konstrukt, das gut untersucht und in 
vielen Bereichen der Psychologie und Pädagogik als relevant angesehen wird, da sie in 
der Lage ist, Verhalten vorherzusagen. Sie erhöht die Motivation und ist ein Einflussfak-
tor dafür, welche Aktivitäten eine Person auswählt und durchführt. Personen mit hoher 
Selbstwirksamkeit weisen ein höheres Durchhaltevermögen auf, setzen sich höhere Ziele 
[WB89] und erzielen bessere Leistungen, selbst wenn Fähigkeiten und das vorhergegan-
gene Leistungsniveau kontrolliert werden [BL03]. Es handelt es sich um ein dynami-
sches Konstrukt, welches von vier Informationsarten beeinflusst wird. Die wichtigste 
Informationsquelle ist das erfolgreiche Ausführen von Handlungen, wobei Erfolge die 
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Selbstwirksamkeit erhöhen und Misserfolge zu einer Abnahme der Selbstwirksamkeit 
führen. Eine weitere Informationsquelle sind vikarielle Erfahrungen, etwa bei der Ver-
mittlung von Kompetenzen und soziale Einflussnahmen. Es ist zu erwarten, dass diese 
Einflussfaktoren bei sorgfältig gestalteten Trainings auftreten, weshalb wir vermuteten, 
dass die Teilnahme am zielgruppenorientierten Workshop mit einem Anstieg der 
Selbstwirksamkeit verbunden ist. Genau diese Vermutung wurde in der Evaluation über-
prüft. 
3 Evaluation 
In beiden Jahren der Durchführung wurden die Workshops durch die Teilnehmerinnen 
und Teilnehmer evaluiert. Nachfolgend werden das methodische Vorgehen und die Er-
gebnisse berichtet. Ziel der Evaluation war es die wahrgenommene Qualität der Veran-
staltungen durch die Teilnehmer sowie die Informatik-bezogene Selbstwirksamkeit der 
Teilnehmer zu erfassen.  
3.1 Methodik 
Im ersten Jahr (2011) besuchten 15 Mädchen den Workshop, im zweiten Jahr (2012) 
nahmen ebenfalls 15 Mädchen teil. Im ersten Jahr waren die Teilnehmerinnen im Durch-
schnitt 14,6 Jahre (SD=0,89) alt und im zweiten Jahr 15,1 Jahre (SD=0,67). Drei Mäd-
chen haben in beiden Jahren am Workshop teilgenommen. Alle Daten wurden mittels 
Fragebogen erhoben. Der pre-Messung fand am ersten Tag vor Beginn der Workshops 
statt, die post-Messung am letzen Tag nach dem Ende der Workshops.  
Nach Abschluss der Veranstaltung wurden folgende Aspekte der Workshops von den 
Teilnehmerinnen bewertet: die Aufgabenschwierigkeit, die Arbeitsgeschwindigkeit, die 
Erklärungen zu den Aufgaben, die Inhalte des Workshops sowie Spaß und Betreuung 
während des Workshops. Die Aspekte wurden auf 7-stufigen Likert-Skalen eingeschätzt, 
deren Polen Adjektive wie zu niedrig und zu hoch bzw. Beschreibungen wie keinen Spaß 
und viel Spaß zugeordnet wurden. Bei diesen Ratings handelt es sich um eine subjektive 
Bewertung der Teilnehmer, da sie nach ihrer persönlichen Meinung gefragt werden.  
Die Selbstwirksamkeit wurde mit einer adaptierten Version der BSW-Skala [ASA00] 
erfasst. Diese Skala erfasst generelle berufliche Selbstwirksamkeitserwartung und wurde 
von den Autoren an das Themengebiet Informatik angepasst. Die BSW-Skala wurde 
anhand verschiedener Außenkriterien validiert und besteht aus sechs Items. Jeweils die 
Hälfte der Items erfasst motivationale bzw. Aspekte der Fähigkeit. Die Items werden 
ursprünglich auf einer 5-stufigen Likert-Skala von stimmt nicht bis stimmt genau beant-
wortet, die hier auf eine 7-stufige Skala ausgedehnt wurde. Die Hälfte der Items wird 
revers kodiert. Für die adaptierte Skala lagen die Reliabilitäten (Cronbachs Alphas) für 
die untersuchte Stichprobe im ersten Jahr bei .50 und .60 für die pre- und post-Messung, 
im zweiten Jahr jeweils bei .86 und .93, sodass sie als gut und in einem Fall zumindest 
als akzeptabel anzusehen sind.  
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3.2 Ergebnisse 
Die wesentlichen Aspekte des Workshops wurden durch die Teilnehmerinnen bewertet 
um die Qualität des Workshopkonzeptes und der Durchführung zu beurteilen. Mit t-
Tests für eine Stichprobe wurde untersucht, ob die Mittelwerte signifikant von der Ska-
lenmitte abweichen. Dabei ist zu beachten, dass für einige Items Werte wünschenswert 
sind, die nicht signifikant von der Skalenmitte verschieden sind, wohingegen für andere 
Items möglichst hohe Mittelwerte angestrebt werden.  
Folgende Ergebnisse wurden für den Fräulein X Workshop ermittelt: In beiden Jahren 
waren die Urteile zur Aufgabenschwierigkeit und Arbeitsgeschwindigkeit nicht signifi-
kant von der Mitte verschieden. Die Erklärungen zu den Aufgaben wurden im ersten 
Jahr als in gewissem Maße unzureichend beurteilt, jedoch wiederholte sich diese Be-
obachtung nicht im zweiten Jahr. Die Urteile zu den Workshop-Inhalten, Spaß und Be-
treuung während der Workshops lagen in beiden Jahren signifikant über der Skalenmitte. 
Demnach wurden die Inhalte der Workshops als interessant beurteilt, die Teilnehmer 
berichteten, dass sie Spaß während der Veranstaltung hatten und die Betreuung durch 
Studierende wurde als gut beurteilt. Mittelwerte und Standardabweichungen sowie Er-
gebnisse der t-Tests werden in den Tabellen 1 und 2 berichtet. Die Mittelwerte und zu-
gehörigen 95%-Konfidenzintervalle werden in Abbildungen 2 und 3 dargestellt.  
 M SD  
Aufgabenschwierigkeit 3,60 0,99 t(14) = -1,57, ns 
Arbeitsgeschwindigkeit 3,64 1,22 t(13) = -1,10, ns 
Erklärungen zu den Aufgaben 3,73 0,46 t(14) = -2,26, p < .05 
Workshopinhalte 6,27 0,80 t(14) = 10,99, p < .001 
Spaß 6,47 0,64 t(14) = 14,93, p < .001 
Betreuung 6,60 0,63 t(14) = 15,92, p < .001 
Tabelle 1: Evaluation des Workshops 2011 und Signifikanztests (N=14 bis 15) 
 M SD  
Aufgabenschwierigkeit 3,92 0,79 t(11) = -0,36, ns 
Arbeitsgeschwindigkeit 3,88 0,31 t(11) = -1,39, ns 
Erklärungen zu den Aufgaben 4,00 0,43 t(11) = 0,00, ns 
Workshopinhalte 6,08 1,08 t(11) = 6,66, p < .001 
Spaß 6,75 0,45 t(11) = 21,06, p < .001 
Betreuung 6,83 0,39 t(11) = 25,26, p < .001 
Table 2: Evaluation des Workshops 2012 und Signifikanztests (N=12) 
Es wurde ein positiver Effekt des Workshops auf die Informatik-bezogene Selbstwirk-
samkeit der Teilnehmerinnen erwartet. Die Mittelwerte der Messungen vor und nach den 
Workshops wurden jeweils mit t-Test für abhängige Stichproben untersucht. Die Vo-
raussetzungen für diesen Test (Intervalldatenniveau und Normalverteilung) wurden er-
füllt. Der Test untersucht Unterschiede zwischen Messwertpaaren, d.h. den Unterschied 
der Selbstwirksamkeit zwischen der pre- und post-Messung. Vollständige Daten waren 
im ersten Jahr für 15 Mädchen und für 12 Mädchen im zweiten Jahr vorhanden. Mittel-
werte und Standardabweichungen der Informatik-bezogenen Selbstwirksamkeit werden  
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 Abbildung 2: Evaluation des Workshops im Jahr 2011, Mittelwerte  
und 95%- Konfidenzintervalle (N=14 bis 15) 
 
Abbildung 3: Evaluation des Workshops im Jahr 2012, Mittelwerte  
und 95%- Konfidenzintervalle (N=12) 
Selbstwirksamkeit und die jeweilige Differenz. In beiden Jahren konnte ein signifikanter 
Anstieg der Informatik-bezogenen Selbstwirksamkeit der teilnehmenden Mädchen beo-
bachtet werden (t(14) = -4,90, p < .001, t(11) = -3,20, p < .01). Der Test mag darauf 
hinweisen, dass der Workshop einen positiven Effekt auf die Informatik-bezogenen 
Selbstwirksamkeit der Teilnehmerinnen hatte. So haben Mädchen nicht nur neue Inhalte 
aus dem Fachgebiet der Informatik gelernt, sie haben auch die Einschätzung ihres Leis-
tungsvermögens in diesem Bereich dementsprechend in einer positiven Richtung ange-
glichen. Weiterhin kann der Anstieg der Selbstwirksamkeit in beiden Jahren als Hinweis 
auf den Erfolg dieses genderspezifischen Workshop-Konzeptes angesehen werden. Na-
türlich muss hier eingeräumt werden, dass in Verbindung mit der Veränderung der 
Selbstwirksamkeit eine Kontrollgruppe fehlt.  
  M SD 
2011 pre Selbstwirksamkeit  3,95 0,62 
post Selbstwirksamkeit 5,12 0,74 
2012 pre Selbstwirksamkeit 4,42 1,21 
 post Selbstwirksamkeit 5,33 1,25 
Tabelle 3: Mittelwerte und Standardabweichungen der Selbstwirksamkeit 
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Abbildung 4: Mittelwerte der Selbstwirksamkeit für pre- und post-Messungen,  
und Differenz zwischen diesen beiden Messungen jeweils mit  
95%-Konfidenzintervallen (N=15 im Jahr 2011 und N=12 im Jahr 2012) 
4 Fazit und Ausblick 
Das vorgestellte Workshopkonzept Fräulein X verfolgte das Ziel Mädchen zu einer akti-
ven Auseinandersetzung mit der Informatik zu bewegen, indem ein für sie attraktiver 
Lernraum geschaffen wurde. Durch eine Verknüpfung der Lebenswelt der Schülerinnen 
mit informatischen Inhalten konnte ein motivierender Zugang zum Themengebiet der 
Informatik hergestellt werden. Eine ansprechende Rahmengeschichte, welche die Mäd-
chen durch die Woche führte, erforderte die Lösung herausfordernder logischer Proble-
me durch die Anwendung informatisch-technischer Kompetenzen. Durch den modularen 
Aufbau des Workshops war es gewährleistet, dass die Mädchen ausgehend von ihrem 
individuellen Kenntnisstand und ihrem Lerntempo individuelle Lernpfade verfolgen 
konnten. Sie konnten zwischen eher kreativen und gestalterischen Aktivitäten oder for-
mal-logischen Aktivitäten, z.B. Programmieren mit Python, wählen. Die Teilnehmerin-
nen konnten in den Workshop eigene Ideen einbringen und sie in kleinen Projekten im 
Team realisieren. Sie mussten ihre Aktivitäten eigenständig planen und mit anderen 
kooperieren. Jeder Tag endete mit einer Reflektion der bearbeiteten Themen und des 
eigenen Lernfortschritts. Am Ende der Woche wurden die Ergebnisse von den Schüle-
rinnen in einer Präsentation gebündelt und einem interessierten Publikum vorgestellt. 
Dieser Rahmen diente dazu, dass die Teilnehmerinnen sich ihre neu erworbenen Kompe-
tenzen und das fundierte Wissen nochmals vor Augen führen und dabei eine Experten-
rolle einnehmen.  
Mit dem Workshop wurde eine Gelegenheit geschaffen, die zu einer aktiven Auseinan-
dersetzung mit dem Themenfeld Informatik anregte und weiteres Interesse am Thema 
weckte. Da die Selbstwirksamkeit ein wichtiger Prädiktor von Verhalten ist, hat sie auch 
für die Berufswahl Relevanz. Es kann keine Aussage getroffen werden, welchen Einfluss 
die Teilnahme am Workshop konkret auf die Berufswahl der Teilnehmerinnen hat. Der 
beobachtete Anstieg der Informatik-bezogenen Selbstwirksamkeit der Teilnehmerinnen 
schafft jedoch günstige Bedingungen, eine Laufbahn in der Informatik in Betracht zu 
ziehen. Im Workshop konnten die Teilnehmerinnen die Rolle der Informatik in ihrem 

















und das gestalterische Potential digitaler Technologien entdecken. Das Workshop-
Konzept wie Fräulein X motiviert Mädchen dazu, sich aus eigenem Antrieb mit einem 
Thema auseinanderzusetzen, da dieses entsprechend ihrer Interessen gestaltet wurde. 
Deshalb werden wir das Konzept im Rahmen der LIaS-Initiative weiterentwickeln und 
die dargestellten Effekte längerfristig untersuchen und weiter verfolgen.  
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Hands-on-Informatik  Vermittlung objektorientierter 
Konzepte mit einem Funktionsmodell 
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Abstract: Bei der Umsetzung von Konzepten der Objektorientierung wird häufig 
die Programmiersprache Java mit der Entwicklungsumgebung BlueJ eingesetzt. 
Dabei wird die Darstellung der aktuellen Objektzustände oft auf eine textbasierte 
Ausgabe auf der Konsole reduziert. Eine schönere, lebensnähere Darstellung mit 
Grafiken und Symbolen würde allerdings die Verwendung von Grafikbibliotheken 
erfordern, dabei rückt aber evtl. der wesentliche Lehrplaninhalt in den 
Hintergrund. Doch wie kann man objektorientierte Konzepte im Informatik-
 Der Workshop 
zeigt, wie dies durch die Verwendung eines Funktionsmodells, das verschiedene 
Sensoren und Aktoren zur Verfügung stellt, erreicht werden kann. 
1 Überblick 
Zur Vermittlung objektorientierter Konzepte werden im Unterricht meist Themen aus 
der Erfahrungswelt der Schüler herangezogen, allerdings lassen rein softwarebasierte 
Beispiele, wie z. B. die Implementierung einer Ampelste
Interaktion zwischen der Simulation und dem Schüler zu und erscheinen den Schülern 
oft nur als Mittel zum Zweck, um theoretische Inhalte zu verpacken. Die Darstellung der 
aktuellen Objektzustände wird dabei häufig auf eine textbasierte Ausgabe auf der 
Konsole reduziert. Eine schönere, lebensnähere Darstellung mit Grafiken und Symbolen 
würde die Verwendung von Grafikbibliotheken erfordern, dabei rückt aber oft der 
wesentliche Lehrplaninhalt in den Hintergrund. 
Bei der Erstellung 
Steuerung im Sinne von Interaktion meist auch nur eingeschränkt möglich, da hierfür 
nebenläufige Prozesse notwendig sind, um während der Ausführung eines Prozesses z. 
B. auf einen Tastendruck oder das Auslösen eines Sensors zu einer bestimmten Zeit zu 
reagieren. Die Vermittlung der Funktionsweise einer Steuerung reduziert sich in diesem 




nur schwer vermitteln.  
In diesem Workshop wird ein Hands-on-Projekt
1
 vorgestellt, um objektorientierte 
Konzepte unter der Verwendung eines Funktionsmodells2 zu vermitteln, ohne weitere 
Konzepte wie die Hardwareansteuerung in den Vordergrund zu stellen. 
Funktionsmodelle bieten den Schülern durch Aktoren (z. B. LED, Motor) die 
Möglichkeit, ein direktes Feedback auf ihre Programmierung zu geben, andererseits 
ermöglichen sie durch Sensoren (z. B. Taster, Helligkeitssensor) auch eine direkte 
Eingabe von Seiten der Schüler.  
Viele Arbeiten zur Vermittlung von informatischen Inhalten beschäftigen sich bereits 
mit dem Einsatz von technischen Modellen wie LEGO Mindstorms Robotern [WB08] 
oder fischertechnik im Unterricht. Leider basieren diese häufig auf der Vermittlung der 
algorithmischen Grundstrukturen bzw. der Ablaufprogrammierung und sind oft nicht 
objektorientiert. 
  
Abbildung 1: Funktionsmodell CrossRoads 
Als exemplarisches Funktionsmodell kommt in diesem Workshop das Modell 
CrossRoads (siehe Abbildung 1, [KEPV]) einer Kreuzung zum Einsatz. Dieses 
Funktionsmodell stellt mit 30 LEDs (Lampen der Ampeln, einer Laterne sowie eines 
Blitzgeräts), acht Tastsensoren, sechs Magnetsensoren und einem Helligkeitssensor ein 
vielfältiges Angebot an Aktoren und Sensoren zur Verfügung. Es bildet die Kreuzung 
einer Haupt- und Nebenstraße nach, die an jeder Einmündung jeweils mit einer 
Straßenampel sowie zwei Fußgängerampeln mit entsprechenden Tastern zur 
Anforderung des Signals ausgestattet ist. Darüber hinaus bieten die digitalen 
Magnetsensoren in Kombination mit einem Automodell, das mit einem Magnet bestückt 
                                                          
1 hands-on (engl.): aktiv, interaktiv, handlungsorientiert 
2 vereinfachte, maßstabgetreue Nachbildung eines oder mehrerer Geräte, die die wichtigsten Funktionen des 
Originals enthält 
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ist, die Möglichkeit, d
zu reagieren.  
 
 
Abbildung 2: Magnetsensor (Schachtdeckel) 
Außerdem steht ein analoger Helligkeitssensor zur Verfügung, dessen Werte z. B. dazu 
genutzt werden können, um die Ampelanlage in einen Tag- bzw. Nachtmodus zu 
versetzen. Bei der Auswahl dieses Funktionsmodells wurden mehrere Kriterien 
gegeneinander abgewogen: die Anschaulichkeit für die Schüler, die robuste Bauweise, 
das Angebot an Sensoren und Aktoren, die einfache Installation (Verbindung mit USB-
Kabel, Treiberinstallation [FTKL]) und der Anschaffungspreis. Im Vergleich zu anderen 
Funktionsmodellen konnte CrossRoads eine ausgewogene Verteilung der oben 
genannten Kriterien erfüllen. 
CrossRoads wurde ursprünglich für den Einsatz mit der Software ROBO Pro von 
fischertechnik [FRPS] entwickelt. Das dort verwendete ablauforientierte Konzept zur 
Implementierung von Algorithmen lässt keine objektorientierte Sichtweise zu.  
Im ersten Teil unseres Hands-on-Projekt haben wir die technische Realisierung der 
Ansteuerung so angepasst, dass die Hardwareansteuerung in der Programmiersprache 
Java mit der Entwicklungsumgebung BlueJ [BlueJ] zur Verfügung steht, die häufig im 
Unterricht zur Implementierung von objektorientierten Konzepten eingesetzt wird. Ein 
weiteres Ziel war es, die Einbindung der externen Bibliotheken und der Treiber so zu 
gestalten, dass diese für die Schüler nicht sichtbar ist und somit keine weiteren Konzepte 
im Vordergrund stehen. Die dazu notwendigen DLL-Dateien und Anregungen zur 
Verwendung von CrossRoads mit Java wurden mit freundlicher Genehmigung von 
Herrn Ulrich Müller aus seinem ftComputing-Projekt [Müft] übernommen.  
Als Voraussetzung für die Nutzung des Funktionsmodells mit BlueJ müssen neben den 
technischen Voraussetzungen (Treiberinstallation, 32-bit Java JDK) die von uns 
entwickelten JAR- und verwendeten DLL-Dateien in zwei Verzeichnisse des von den 
Schülern erstellten BlueJ-Projekts kopiert werden. Damit lässt sich die 




2.1 Inhaltliche Ausrichtung 
Neben der Anpassung der Hardwareansteuerung wurde auch ein Unterrichtskonzept 
entwickelt, das von der Vermittlung der objektorientierten Grundbegriffe wie Objekt, 
Attribut, Methode usw. bis zur Einführung von Vererbung reicht.  
Die inhaltliche Grundlage des Unterrichtskonzepts bildet der Lehrplan für die 10. 
Jahrgangsstufe am Naturwissenschaftlich-technologischen Gymnasium (NTG) in Bayern 
[BS03]. Die Grundbegriffe der Objektorientierung wie Objekt, Klasse, Attribut, 
Attributwert und Methode werden in der Jahrgangsstufe 6 im Fach Natur und Technik  
Schwerpunkt Informatik eingeführt und in den Jahrgangsstufen 7 und 9 weiter vertieft. 
Ausgehend von der zustandsorientierten Sichtweise auf Objekte werden in der 10. 
Jahrgangsstufe Abläufe modelliert und anschließend in einer objektorientierten 
Programmiersprache (meist Java unter der Verwendung der Entwicklungsumgebung 
BlueJ) implementiert. Neben den Beziehungen von Objekten und deren Kommunikation 
reichen die Inhalte des bayerischen Lehrplans bis zum Thema Vererbung und schließen 
mit einem zehnstündigen Anwendungsbeispiel, bei dem die Schüler grundlegende 
Vorgehensweisen bei der Planung und Durchführung von Softwareprojekten erfahren 
sollen.  
Als Modellierungsarten kommen Objekt- und Klassendiagramme, Zustandsübergangs- 
und Sequenzdiagramme sowie Struktogramme zum Einsatz. Die Inhalte lassen sich  
auch auszugsweise  auf Inhalte der Lehrpläne anderer Bundesländer sowie in andere 
Schularten transferieren. Das Unterrichtskonzept kann begleitend während des 
Schuljahres als auch in einem mehrstündigen Projekt durchgeführt werden. 
Das Hands-on-Projekt wurde so gestaltet, dass den Schülern nach Anschluss des 
CrossRoads-Boards via USB mit dem PC ein nicht sichtbares Objekt  der 
versteckten Klasse  zur Verfügung steht. Als Dokumentation für die Schüler 
dient folgende Klassenkarte mit den entsprechenden Hinweisen zu den vordefinierten 
Methoden: 
 
Abbildung 3: Klassenkarte der Klasse  
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Die Verwendung eines Funktionsmodells fordert  wie auch die reale Verkabelung und 
Ansteuerung einer Ampelanlage durch entsprechende Elektronik in einem 
Schaltungskasten  die Festlegung von Ein- und Ausgängen, an denen die Sensoren und 
Aktoren angeschlossen sind. Zur Erleichterung der Arbeit für die Schüler wurden die 
LEDs, Magnet- und Tastsensoren im Uhrzeigersinn durchnummeriert, außerdem steht 
den Schülern eine Schablone zur Verfügung, auf der sie schnell ablesen können, welche 
Nummer eines Ein- bzw. Ausgangs zu welchem Sensor bzw. Aktor gehört. 
Die Hardware-Klasse stellt im Wesentlichen folgende Methoden zur Verfügung: 
 : schaltet die LED am Ausgang  ein.
 : schaltet die LED am Ausgang  aus.
 : hält das Programm für Millisekunden an. 
 : gibt den Wert des Helligkeitssensors zurück. 
 : gibt für den Taster mit der Nummer  
einen Wahrheitswert zurück, ob der Taster aktuell gedrückt ( ) bzw. nicht 
gedrückt ( ) ist.
 : gibt für den Taster mit der Nummer  
einen Wahrheitswert zurück, ob der Taster seit der letzten Abfrage mit 
 gedrückt ( ) bzw. nicht gedrückt ( ) wurde. 
Nach der Abfrage eines Tasters wird sein Zustand auf  zurückgesetzt. 
 : gibt für den Magnetsensor mit der Nummer 
 einen Wahrheitswert zurück, ob der Sensor durch einen Magneten 
aktuell ausgelöst ( ) bzw. nicht ausgelöst ( ) ist. 
 : startet die Methode mit dem Namen 
 des Objekts  als parallelen Prozess und führt diese 
wiederholt aus.  
 : gibt die mit  gestarteten Prozessen mit ihrem Index 
und dem Methodennamen auf der Konsole aus. 
 : stoppt die wiederholte Ausführung der 
Methode mit dem Namen . 
 : stoppt die wiederholte Ausführung der Methode mit 
dem Index . 
 : setzt die interne Stoppuhr auf Null zurück und startet die 
Stoppuhr.
 : stoppt die interne Stoppuhr und gibt die verstrichene Zeit seit 
dem Stoppuhr-Start in Millisekunden zurück. 
Gerade die loop-Methoden, die intern parallele Prozesse verwalten, bieten den Schülern 
der Mittelstufe die Möglichkeit, realitätsnahe Funktionen, wie die bedarfsgesteuerte 
Fußgängerampel, zu implementieren, ohne das theoretische Fundament bzw. die 
Implementierung von parallelen Prozessen in Java zu kennen. 
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2.2 Beispiele aus dem Unterrichtskonzept 
Als Einstieg in die Arbeit mit dem Funktionsmodell bietet sich die Betrachtung einer 
realen Ampelanlage (z. B. auch als Foto) an, deren wesentliche Objekte identifiziert und 
mit einem Klassendiagramms modelliert werden sollen. Ein Ausschnitt eines möglichen 
Klassendiagramms könnte folgendermaßen aussehen: 
 
Abbildung 4: vereinfachtes Klassendiagramm einer Fußgängerampel 
Ausgehend von den Straßen- und Fußgängerampeln (sowie später den Lampen der 
Laterne und des Blitzgerätes) wird zuerst die zustandsorientierte Sichtweise einer 
einzelnen Lampe genauer betrachtet:  
 
Abbildung 5: vollständiges Zustandsübergangsdiagramm einer Lampe 
Eine unter diesem Aspekt erstellte Klassenkarte (ohne Datentypen und Sichtbarkeiten) 
könnte neben einem Attribut  vom Typ  die beiden Methoden 
 und beinhalten: 
 
Abbildung 6: Klassenkarte der Klasse  
Dies führt, zuerst ohne die Verwendung eines Funktionsmodells, beispielsweise zu 
folgender Implementierung in Java: 
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Abbildung 7: Implementierung der Klasse Lampe in Java 
Wie bereits oben beschrieben, muss zur Verwendung einer LED des Funktionsmodells 
die entsprechende Nummer des Ausgangs angegeben werden. Eingebunden in den 
zustandsorientierten Kontext ergibt sich daraus im Zustandsübergangsdiagramm eine 
Erweiterung um ausgelöste Aktionen: 
 
Abbildung 8: vereinfachtes Zustandsübergangsdiagramm mit ausgelösten Aktionen 
Neben der Einführung eines Attributs  zur Verwaltung des zugehörigen 
Ausgangs müssen für die Ansteuerung des CrossRoads-Boards (symbolisiert durch das 
Objekt ) lediglich drei Zeilen ergänzt werden: 
Abbildung 9: Implementierung der Ansteuerung des Funktionsmodells 
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Betrachtung der Ampeln an. Exemplarisch soll hier als Erweiterung der aufgezeigten 
Vorgehensweise die 1:3-Beziehung zwischen den Klassen  und 
 aufgezeigt werden: 
 
Abbildung 10: Modellierung einer 1:n-Beziehung 
In diesem Fall ist die Vergabe einer internen Nummer für jede Straßenampel und die 
jeweilige Zuordnung der verwendeten Lampen notwendig. Dies stellt jedoch keine 
zusätzliche Information bzgl. der Hardwareansteuerung des Funktionsmodells dar, 
sondern dient lediglich zur Unterscheidung der einzelnen Elemente. Die Methode 
 führt dabei bei jedem Aufruf einen Schritt des Ampeldurchlaufs 
aus: 
194
Abbildung 11: Implementierung der Klasse  
Zur vollständigen Modellierung bzw. Umsetzung einer Ampelsteuerung können noch 
weitere Klassen berücksichtig werden: 
 Steuerungs-Klasse, die neben der Verwaltung der einzelnen Ampeln auch z. B. 
den Wert des Helligkeitssensors für den Tag- und Nachtmodus überwacht und 
die Blitzer-Steuerung übernimmt. 
 Klassen zur Auswertung der Tast- und Magnetsensoren. 
 Einführung einer abstrakten Klasse  mit den Spezialisierungen 
 und , um den Themenbereich 
 
Vervollständigt man die Modellierung noch bzgl. der Tast- und Magnetsensoren, so 
könnte sich in BlueJ folgendes Projekt ergeben: 
 
Abbildung 12: Ampelsteuerung in BlueJ 
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2.3 Weitere Anwendungsbeispiele 
Das beschriebene Funktionsmodell kann neben der Verwendung als Kreuzungsmodell 
auch als Grundlage zur Umsetzung von Spielen eingesetzt werden, wenn man die 
aufgedruckte Kreuzung vernachlässigt. 
Durch die in etwa kreisförmige Anordnung der LEDs und die Verwendung von Sensoren 
sind z. B. ein Roulette-Spiel oder einfache Geschicklichkeitsspiele  auch mit mehreren 
Spielern  umsetzbar. Diese Aufgaben bieten sich als Projekte an oder können auch 
Schülern an die Hand gegeben werden, die im Unterricht bei der Umsetzung der 
Ampelsteuerung schneller vorankommen und weitere Aufgaben benötigen. 
2.4 Fazit 
Das aufgezeigte Unterrichtskonzept wurde bereits an mehreren bayerischen Gymnasien 
in der Jahrgangsstufe 10 sowohl unterrichtsbegleitend als auch im Projektteil erfolgreich 
eingesetzt. Die eigenen Erfahrungen sowie die Rückmeldungen von Kollegen und 
Schülern deuten eindeutig darauf hin, dass gerade der Einsatz von enaktiven Modellen 
aus der Erfahrungswelt der Schüler neben der reinen Motivation durch den Einsatz des 
Modells und dessen Hands-on-Möglichkeiten auch ein tieferes Verständnis bei der 
Betrachtung von komplexen Beziehungen zwischen Objekten und ihrer Kommunikation 
fördert. Hier müssen fundierte wissenschaftliche Evaluationen den Erfolg noch 
bestätigen. 
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Abstract Wir skizzieren zunächst, wie das RSA-Verfahren als wichtigstes asym-
metrisches Verschlüsselungsverfahren bereits in der Sek I behandelt werden kann. 
Dann gehen wir auf den Shared-Primes-Bug ein, der seit Beginn des Jahres 2012 in 
der internationalen Presse zu aufgeregten Befürchtungen führte, RSA sei nicht 
mehr sicher.1 Leicht kann gezeigt werden, dass es sich um einen Implemen-
tierungsfehler handelt. Um diesen Fehler zu verstehen, genügt es, den Euklidischen 
Algorithmus nachzuvollziehen und anzuwenden. Damit kann auch in der Sek I an 
einem aktuellen Beispiel ein elementares Verständnis für die Komplexität von 
Algorithmen und das für die Sicherheit von RSA zentrale Faktorisierungsproblem 
angebahnt werden. 
1 Einleitung 
RSA, das wichtigste und für den E-Commerce unverzichtbare asymmetrische Krypto-
system, galt in der fachdidaktischen Diskussion vielfach als zu schwierig für die Be-
handlung in der Sek I. Wir wollen in Abschnitt 2 und 3 Wege aufzeigen, dies dennoch zu 
tun, ausführlich ist dies in [WEGH11] und [WEGH12] geschehen. Das zentrale Hilfs-
mittel dabei ist das mehrfach ausgezeichnete Programm CrypTool2, mit dem wir den 
Algorithmus sozusagen verstecken. Der verbleibende mathematische Anteil reduziert 
sich damit auf das Minimum, das man zum Verständnis der asymmetrischen RSA-
Verschlüsselung benötigt: Primzahlen, Semiprimzahlen sowie die (Un-)Möglichkeit der 
Faktorisierung. 
Hier werden wir den Fokus auf die Sicherheit von RSA legen und Möglichkeiten zeigen, 
wie sich die Lernenden selbstständig von der Bedeutung einer ausreichenden Schlüssel-
länge überzeugen. Allerdings liefert die Schlüssellänge nur eine notwendige, aber kei-
neswegs hinreichende Voraussetzung für die Sicherheit der RSA-Verschlüsselung. Bei 
 (Abschnitt 4) werden die Primzahlen nicht wirklich zufällig 
ausgewählt, mehrfach verwendete Primzahlen machen die entsprechenden Moduln leicht 
angreifbar. 
                                                          
1 Vgl. dazu New York Times [Ma12] bzw. in Deutschland ZEIT [St12]. Zur Entwarnung durch Krypto-





Für diesen Angriff benötigt man lediglich den Euklidischen Algorithmus zur Ermittlung 
der gemeinsam genutzten Primzahlen. Eine ausführliche Sachanalyse zum Thema Si-
cherheit von RSA mit Vertiefungsmöglichkeiten für die Sek II kann unter [WS12] 
nachgelesen werden. 
2 Wie funktioniert die asymmetrische Kryptographie? 
Die grundlegende Idee für die asymmetrische Kryptographie wurde von Whitfield Diffie 
und Martin Hellman bereits vor 35 Jahren veröffentlicht [DH78]. Der Hauptgedanke ist 
dabei, dass man nicht den gleichen Schlüssel zum Ver- und Entschlüsseln nutzt, sondern 
zwei: einen öffentlichen Schlüssel zum Verschlüsseln (den public key) und einen gehei-
men Schlüssel (den private key) zum Entschlüsseln. Damit ist es nicht mehr notwendig, 
geheime Schlüssel zu verteilen; es genügt vielmehr, die öffentlichen Schlüssel in einer 
Art Telefonbuch zu einzutragen. Bob kann dort nachschlagen, wie der Schlüssel von 
Alice lautet, seine Nachricht damit verschlüsseln, die dann Alice und nur Alice mit 
ihrem geheimen Schlüssel wieder entschlüsseln kann. 
Mit der asymmetrischen Kryptographie wurde aber zugleich ein weiteres, zentrales Pro-
blem gelöst: Wie kann Alice sicher sein, dass die angeblich von Bob stammende Nach-
richt wirklich von ihm ist und nicht von der bösen Eve, da jede/r den öffentlichen 
Schlüssel von Alice nachschlagen und einfach behaupten kann, dass er/sie Bob sei? 
Die Lösung heißt Signatur oder digitale Unterschrift: Bob erzeugt e
seiner Botschaft, den sog. Hashwert, eine Zahl, die charakteristisch für seine Nachricht 
ist. Diesen verschlüsselt Bob mit seinem geheimen Schlüssel und verbindet dies mit 
seiner mit Alice öffentlichem Schlüssel verschlüsselten Botschaft. Alice kann dann mit 
Bobs öffentlichem Schlüssel nachprüfen, dass wirklich er es war, der unterschrieben hat 
und anschließend die Nachricht selber mit ihrem geheimen Schlüssel wieder entschlüs-
seln. So kann sie nachprüfen, ob die Botschaft von Bob vertraulich und authentisch über-
mittelt werden konnte. 
In dieser vereinfachten Übersicht fehlt noch ein Hinweis auf die erforderliche Schlüssel-
Infrastruktur PKI3. Eine solche PKI stellt sicher, dass der öffentliche Schlüssel von Alice 
auch wirklich von ihr stammt. Die PKI kann streng hierarchisch organisiert sein -
Software PGP entwickelt wurde (http://de.wikipedia.org/wiki/Web_of_Trust). 
Zur Einführung in die asymmetrische Kryptographie verwenden wir das E-Learning-
as vom Institut für 
Telematik4 entwickelt wurde. Diese interaktive Einführung kann von den Lernenden 
                                                          
3 public key infrastructure, vgl.  http://de.wikipedia.org/wiki/Public-Key-Infrastruktur 
4 Das Institut für Telematik e. V. mit dem Gründungsdirektor Christoph Meinel war 1996-2002 in Trier unter 
Betreuung der Fraunhofer-Gesellschaft mit Fragestellungen aus dem Gebiet der Internet- und Web-Techno-
logien befasst. Prof. Meinel ist inzwischen Direktor des Hasso-Plattner-Instituts an der Universität Potsdam 
und hat freundlicherweise gestattet, das an seinem Institut entwickelte Programm auf dem Cryptoportal für 




verwendet werden, um sich die Begriffe Integrität, Authentizität, Verbindlichkeit und 
Vertraulichkeit ganz ohne Zahlen und Mathematik selbstständig zu erarbeiten (Bild 1). 5 
Alternativ zu diesem Programm kann auch die Animation von Andreas Gramm 
verwendet werden, die wir in [WEGH12], S. 83ff. ausführlich beschrieben haben. Diese 
Animation realisiert die asymmetrische Verschlüsselung im Hintergrund mit dem 
Krypto-System RSA, wobei kleine Zahlen verwendet werden, die sich auch für die 
händische Simulation von RSA eignen. Wir empfehlen, die Entscheidung, welche der 
beiden Animationen verwendet werden soll, von dem beabsichtigten Unterrichtsgang 
abhängig zu machen. Wenn auch der eigentliche RSA-Algorithmus erarbeitet werden 
soll bietet sich die Animation von Andreas Gramm an, wenn dagegen nur das Prinzip der 
asymmetrischen Verschlüsselung und ggf. die Sicherheit von RSA im Vordergrund 
stehen sollen, ist im Sinn der Konzentration auf das Wesentliche das Programm des 
ehemaligen Instituts für Telematik vorzuziehen.  
Bild 1: Bildschirm-
Digitales 
Signieren  aus der 
Animation des Insti-
tuts für Telematik 
Für das Durcharbeiten 
dieses Selbstlernpro-
gramms des Instituts 
für Telematik werden 
je nach Leistungs-
fähigkeit der Lern-
gruppe 20-40 Min. 
benötigt. 
 
3 Die Realisierung asymmetrischer Kryptographie mit RSA 
Um ein Schlüssel-Paar (öffentlich und privat) erstellen zu können, benötigt man eine 
Einweg-
muss einfach zu berechnen sein, für die Bestimmung der Umkehrfunktion benötigt man 
aber zusätzliche Informationen, man muss gewissermaßen die Hintertür kennen. Ohne 
diese Kenntnis ist es praktisch unmöglich, den inversen Schlüssel zu ermitteln. 
Beim RSA-Verfahren6 reali-
siert. Semiprimzahlen sind jeweils ein Produkt aus genau zwei Primzahlen. Die Multipli-
                                                          
5 Alternativ können die Prozesse einer PKI (Schlüssel generieren, Zertifikat beantragen, Request prüfen, und 
genehmigen, Zertifikat erstellen, widerrufen und sperren) auch mit dem PKI-Plugin in der Lernsoftware 
JCrypTool (JCT) durchgespielt werden: Menü Visualisierungen  Public-Key-Infrastruktur.  





kation auch sehr großer Zahlen ist ein algorithmisch einfaches Problem, während die 
Faktorisierung eines Produktes von zwei annähernd gleich großen Primzahlen i. a. ein 
schweres Problem ist [SW10]. Wenn dieses Produkt besonders schwer zu faktorisieren 
ist, nennt man die entsprechende Semiprimzahl dabei schlicht 
die Kenntnis der Primfaktoren. 
-
beiten. Darüber hinaus sollte bei den Lernenden eine Idee entstehen, wie man im Prinzip  
Primzahlen finden und Nicht-Primzahlen in die Primfaktoren zerlegen kann. Das 
Verfahren der Wahl hierzu ist das Sieb des Eratosthenes. Die Lernenden können sich 
diese Begriffe und das Sieb des Eratosthenes mit einem Arbeitsbogen erarbeiten. Er fin-
det sich z. B. in [WEGH12] mit weiteren Hinweisen zu den Aufgaben auf S. 86f. Dort 
wird auch auf die animierte Einführung des Siebs von Hans-Bernhard Meyer verwiesen, 
7. Mit einer kleinen Erweiterung des Siebs 
(man merkt sich die Zahl, mit der die jeweilige Nicht-Primzahl ausgesiebt wurde) eignet 
sich das Verfahren auch zur Faktorisierung kleinerer zusammengesetzter Zahlen. 
Auf dem Arbeitsbogen wird kurz die RSA-Challenge erwähnt. Dies ist eine Sammlung 
von harten Semiprimzahlen, die erst zu einem geringeren Teil faktorisiert wurden8. Der 
aktuelle Faktorisierungs-Rekord vom 12.12.2009 ist die Zahl RSA-768 mit 232 
Dezimalstellen bzw. 768 Bit Länge. Mit dieser (inzwischen beendeten) Challenge wollte 
die Firma RSA verdeutlichen, wie sicher RSA ist. Tatsächlich ist die übliche Länge von 
RSA-Schlüsseln z. Zt. 1024 Bit und bereits seit einiger Zeit wird empfohlen, Schlüssel 
mit 2048 Bit Länge zu verwenden. Bislang ist es noch niemandem gelungen, eine harte 
Semiprimzahl mit 1024 Bit Länge zu faktorisieren, eine Faktorisierung eines 2048-Bit-
Schlüssels liegt daher noch in weiter Ferne. 
Es gibt in der Literatur und im Netz sehr viele Quellen, die das RSA-Verfahren anschau-
lich erklären9. Ein wirkliches Verständnis erfordert aber einige Kenntnisse aus der 
elementaren Zahlentheorie (z. B. den Satz von Euler-Fermat zum Beweis der Korrektheit 
der RSA-Verschlüsselung), die nicht Schulstoff sind und eine gewisse Routine im 
modularen Rechnen voraussetzen. Nach unseren Erfahrungen kann dies in der Oberstufe 
in vertretbarer Zeit erarbeitet werden. Für die Sek I schlagen wir einen anderen Weg vor: 
Der RSA-Algorithmus wird in der Software CrypTool versteckt -
winnt, sich der wichtigen Frage nach der Sicherheit von RSA zu widmen. Dieses Pro-
blem ist sicherlich für alle Bildungsgänge interessant und sollte daher bereits in der Sek I 
thematisiert werden. 
Hierfür hat sich die RSA-Demo aus CrypTool 110 hervorragend bewährt: Nach Installa-
tion und Start des Programms lautet der Aufruf 
 Arbeitsbögen zum Ver- 
und Entschlüsseln mit RSA sind in [WEGH12], S. 88f abgedruckt. In der RSA-Demo 
                                                                                                                                               
6 Siehe [RSA78] bzw. http://de.wikipedia.org/wiki/RSA-Kryptosystem 
7 http://www.hbmeyer.de/eratosib.htm 
8 Siehe http://en.wikipedia.org/wiki/RSA_Factoring_Challenge und [WS12] sowie die dort zitierte Literatur. 





sind verschiedene Verfahren zur Faktorisierung eingebunden. So kann sehr anschaulich 
vermittelt werden, dass die Faktorisierung des Moduls  gleichbedeutend mit dem Bre-
chen der RSA-
findet sich in der eben genannten Quelle auf S. 90. Die Lernenden erhalten die 
Möglichkeit, durch eigene Experimente herauszufinden, wie lang ein RSA-Schlüssel 
sein muss, damit er mit der aktuell zur Verfügung stehenden Technik (PC mit 
CrypTool 1 im Jahr 2013) nicht faktorisiert werden kann. Diese Zahl liegt mit 315 Bit 
deutlich unter der heute üblichen Länge von 1024 Bit, von der neuesten Empfehlung, 
2048 Bit zu verwenden ganz zu schweigen. Wie wir bereits in der Einleitung 
geschrieben haben, ist eine ausreichende Schlüssellänge nur eine notwendige, aber leider 
keine hinreichende Voraussetzung für die Sicherheit von RSA. 
4 Recycling von Primzahlen  nein danke! 
Bei der sicheren Kommunikation im Internet werden für die RSA-Moduln in Aber-
Milliarden von Transaktionen riesige Mengen von Primzahlen benötigt, die sich alle 
unterscheiden müssen. Denn wenn Primzahlen mehrfach verwendet werden, ergeben 
sich Sicherheitslücken, die Anfang des Jahres 2012 für den eingangs erwähnten großen 
Wirbel in der internationalen Presse gesorgt haben. Diese Lücke gilt es jetzt genauer zu 
untersuchen und zu verstehen. 
Wenn wir die für die Zukunft empfohlenen 2048 Bit-Schlüssel nehmen, benötigt man für 
einen Schlüssel zwei 1024 Bit-Primzahlen als Faktoren der Semiprimzahl. Wie viele 
Primzahlen mit 1024 Bit gibt es? 
Diese Frage lässt sich mit dem Primzahlsatz von Gauß beantworten: Es gibt mindestens 
1,262449·10305 Primzahlen der Länge 1024 Bit (s. [WS10], S. 98ff.). Die Zahl der Ato-
me im gesamten Universum wird auf weniger als 1080 geschätzt, die Zahl der Ele-
mentarteilchen auf 1087. Somit ist es physikalisch unmöglich, eine Liste aller 1024 Bit-
Primzahlen zu erstellen. Diese Riesenzahl hat zu der falschen Annahme geführt, dass es 
bei einer zufälligen Auswahl einer Primzahl praktisch unmöglich sei, zweimal die 
gleiche Zahl zu wählen. Erst 2012 haben Arjen Klaas Lenstra und seine Mitstreiter sowie 
unabhängig davon Bernhard Esslinger und Nadia Heninger untersucht, ob wirklich 
unterschiedliche Primzahlen verwendet werden.11 Aber wie kann man herausfinden, dass 
in zwei unterschiedlichen Semiprimzahlen der gleiche Primfaktor versteckt ist? Dazu 
könnte man jede dieser Zahlen faktorisieren, aber das ist ja  wie wir oben ausgeführt 
haben  bislang praktisch unmöglich. Der geniale Gedanke der Forscher war es, nicht 
zwei Semiprimzahlen einzeln zu zerlegen, sondern den größten gemeinsamen Teiler 
(ggT) von zwei Moduln zu bestimmen. Ist dieser 1, so ist alles gut, andernfalls hat man 
einen gemeinsam genutzten Primfaktor gefunden; damit sind beide 
Moduln gebrochen. 
                                                          
11 Siehe [LHA12], [ESS12]. Zu den Hintergründen siehe auch [WS12], zu neueren Untersuchungen siehe 




Für diese Untersuchung wurde der Euklidische Algorithmus verwendet, seit 2½ Jahrtau-
senden bekannt und gern genutzt  auch im Informatik-Unterricht, um z. B. eine iterative 
mit einer rekursiven Implementierung zu vergleichen. Bei der Untersuchung des Shared-
Primes-Bug spielt das extrem unterschiedliche Laufzeitverhalten der verwendeten Algo-
rithmen eine zentrale Rolle: Während an eine Faktorisierung einer Semiprimzahl in der 
heute verwendeten Größenordnung nicht zu denken ist, erfolgt die Untersuchung zweier 
Moduln auf gemeinsame Primfaktoren mit Hilfe des Euklidischen Algorithmus unglaub-
lich schnell. In [ESS12] werden Python- und Shell-Skripte zur Verfügung gestellt, die in 
ungefähr 13 Stunden 1 Million Moduln auf gemeinsam genutzte Primzahlen prüfen. Das 
erfordert fast 1 Billion Überprüfungen12! Wenn noch mehr Moduln getestet werden müs-
sen, kann man vom CrypTool-Projekt auch eine noch schnellere C++-Version beziehen. 
5 Euklid Reloaded 
In [WS06] wurde der Euklidische Algorithmus vorgestellt, allerdings mit einer etwas 
anderen Zielsetzung: Es ging hauptsächlich um den Erweiterten Euklidischen Algorith-
mus (EEA), der dazu dient, die modulare Inverse zu berechnen. Im Kontext RSA wird 
der EEA zur Schlüsselgenerierung bzw. bei bekannter Primfaktorzerlegung des Moduls 
zur Berechnung des geheimen Schlüssels benötigt. Für die Sek I überlassen wir dies 
wiederum der Software CrypTool. Auch von dem Verständnis her stellt der EEA 
deutlich höhere Anforderungen als der (einfache) Euklidische Algorithmus, den wir im 
Folgenden noch einmal kurz im Hinblick auf den Einsatz in der Sek I vorstellen wollen. 
Der Euklidische Algorithmus ist der älteste bekannte nicht-triviale Algorithmus. Er fin-
det sich in den ,,Ele  2, Veröffentlichung um 300 v. 
Chr.). Das Verfahren wurde jedoch wahrscheinlich nicht von Euklid erfunden, sondern 
war schon bis zu 200 Jahre früher bekannt.13 
Problem: ,,Wenn CD aber AB nicht misst, und man nimmt bei AB bzw. CD abwech-
selnd immer das Kleinere vom Größeren weg, dann muss (schließlich) eine Zahl übrig 
bleiben, die die vorangehende misst 14 Diese Wechselwegnahme wird schrittweise 
durch das Programm  von Cornelia Niederdrenk-Felgner visualisiert, 
das vor vielen Jahren mit dem DIFF- men der elementaren Zahlen-
15. Die folgenden Bildschirmfotos von  zeigen, dass 
                                                          
12 Die Schätzung 1 Billion ergibt sich aus der folgenden groben Näherung (106)2 = 1012. Es sind bei n 
Schlüsseln aber nicht n2, sondern genau  Vergleiche erforderlich  also deutlich weniger, aber 
doch von der gleichen Größenordnung. Durch den Aufbau von Produkt- und Restebäumen kann die Anzahl der 
Vergleiche weiter verringert werden. 
13 Vgl. auch Wikipedia, Stichwort ,,Euklidischer Algorith  
14 In der Geometrie kann es vorkommen, dass die Wechselwegnahme nicht terminiert  wenn nämlich die 
Streckenlängen in einem irrationalen Verhältnis stehen, z. B. bei den Kanten und Diagonalen eines Quadrats 
http://de.wikipedia.org/wiki/Inkommensurabilit%C3%A4t_(Mathematik). Uns interessieren im 
Zusammenhang mit RSA nur natürliche Zahlen  da terminiert der EA immer, spätestens mit 1. 
15 Frau Niederdrenk-Felgner hat als Programmautorin das DOS-Programm  
freundlicherweise zur Nutzung für den Unterricht und für Fortbildungen zur Verfügung gestellt, es steht im 




das Programm das Prinzip anschaulich und dynamisch darstellt. Beim Start sind die 
Zahlen 48 und 18 voreingestellt, die einfach auch mit anderen Werten überschrieben 
werden können. 
Bild 2: Bildschirmdarstellung von 
ggT-step (Teil1) 
 
Bild 3: Bildschirmdarstellung von 
ggT-step (Teil2). 
Die kleine Strecke mit der Länge 18 
wird solange es geht von der großen 
Strecke weggenommen. Dann wird 
die kleine Strecke zur neuen großen 
Strecke und der Rest (12) wird die 
neue kleine Strecke. 
Bild 4: Bildschirmdarstellung von 
ggT-step (Teil3). Dieser Vorgang 
wird so lange wiederholt, bis die 
neue kleine Strecke zu Null gewor-
den ist. 
Die Schülerinnen und Schüler arbeiten selbstständig mit dem Programm unter Anleitung 





                                                                                                                                               
Arbeitsbogen zum Herunterladen zur Verfügung. Dieses Programm läuft unter dem Betriebssystem DOS, das 
von moderneren Windows-Versionen u. U. nicht mehr unterstützt wird (Bis WinXP konnte das Programm 
direkt von der Kommandozeile gestartet werden). Eifrige Programmierer haben schon vor einiger Zeit mit der 
DOSBox (http://de.wikipedia.org/wiki/DOSBox) Abhilfe geschaffen, die unter allen gängigen Betriebs-
systemen lauffähig ist. Für Windows-Systeme gibt es außerdem ein benutzerfreundliches Frontend, das die 
Konfiguration erleichtert und  in einem Paket mit der DOSBox heruntergeladen und einfach installiert werden 
kann (http://dfendreloaded.sourceforge.net/). Ab September 2013 ist diese Visualisierung auch in dem 
Plattform-unabhängigen JCT (JCrypTool RC7) und in dem Vektorgrafik-basierten CT2 (Download unter 
http://www.cryptool.org/de/ct2-download-de) enthalten. 
16 Wenn genügend Zeit zur Verfügung steht, können sich die Lernenden zusätzlich mit dem 2-Personen-Spiel 
 beschäftigen; Siehe [CD69]. 
17 Aus Platzgründen sind hier die Lösungen bereits kursiv eingetragen. Ebenfalls aus Platzgründen sind die 




An dieser Stelle muss in einem Unterrichtsgespräch zunächst geklärt werden, dass hier 
die Division mit Rest zu Grunde liegt, wobei die Division als fortgesetzte Subtraktion 
realisiert wird. Aufschlussreich sind die Zahlenketten, die sich bei den drei Durchläufen 
ergeben: 
mit dem ggT ;
mit dem ggT ;
mit dem ggT .
Man sieht, dass alle Glieder der Kette Vielfache des jeweiligen ggT sind. Alle Ketten 
sind streng monoton fallend und enden bei Null, das letzte, von Null verschiedene Glied 
gibt den ggT an. 
Diese Ketten entstehen durch fortgesetzte Division mit Rest: 
a = q·b + r mit  sowie . Aus dieser Definitions-Gleichung ergibt sich, 
dass eine Zahl t, die a und b teilt, auch r teilen muss, weil man t ausklammern kann, 
wenn man die Gleichung nach r auflöst. Umgekehrt teilt jede Zahl, die b und r teilt, auch 
a. Somit pflanzt sich die Teiler-Beziehung durch die ganze Kette fort. Die Maximalität 
des ggT wird plausibel, wenn man sich vor Augen führt, dass bei der Abarbeitung der 
Wechselwegnahme die Zahlen nach jedem Durchlauf immer kleiner werden und man 
den ggT erhält, wenn die Division zum ersten Mal aufgeht, der Algorithmus also den 
größtmöglichen gemeinsamen Teiler liefert. 
Bei Aufgabe 3 geht es um die anspruchsvollste Fragestellung auf diesem Arbeitsbogen: 
Wie kann man aus dem beobachteten Vorgehen der Wechselwegnahme einen Algorith-
mus formulieren, der von einer Maschine ausgeführt werden kann? Möglicherweise 
beschreiben die Schüler zunächst die fortgesetzte Subtraktion. Man wird dann in einem 
zweiten Schritt herausarbeiten, dass es eigentlich nur auf den verbleibenden Rest an-
kommt und man sich das mehrmalige Subtrahieren sparen kann, wenn man eine Funk-
tion zur Verfügung hat, die den Divisionsrest direkt liefert.18  
Wir verwenden der Einfachheit halber die Skript-Sprache Python19, weil sie es als inter-
pretierende Sprache gestattet, Programmfragmente oder Funktionen sehr einfach interak-
tiv zu testen. Für die kryptologischen Anwendungen kommt hinzu, dass sie über eine 
                                                          
18 Das ist in allen gängigen Programmiersprachen der Fall, entweder  bei den Sprachen aus der Pascal-
Familie oder der Prozentoperator  für die meisten anderen Sprachen mit C-ähnlicher Syntax. 




eingebaute Langzahlarithmetik verfügt  sehr praktisch für eine RSA-Implementierung! 
Darüber hinaus ist Python 2.x weitgehend mit dem Open Source Computer Algebra-
System SAGE kompatibel (http://www.sagemath.org/).  
Wir erläutern kurz die imperative Lösung20. Der Arbeitsbogen enthält für jedes Zahlen-
paar drei Spalten, weil wir drei Variablen benötigen werden. Was wird in der dritten 
Spalte stehen? Nach der Logik des Algorithmus kann in dieser Spalte eigentlich nur der 
Rest stehen, der sich bei der Division der Zahl in der ersten Spalte durch die Zahl in der 
zweiten Spalte ergibt. Dann fällt im nächsten Iterationsschritt die Zahl in der ersten 
Spalte fort und die beiden anderen Zahlen werden eine Zeile nach unten und eine Spalte 
nach links verschoben. 
Wenn man dies in Python notiert und die Variablen in den drei Spalten a_alt, a_mitte 
und a_neu tauft, ergibt sich die folgende Python-Funktion: 
Wir testen diese Python-Funktion mit realistischen Moduln n1 und n2 der Länge 1024 
Bit, die wir so erzeugt haben, dass sie eine gemeinsame Primzahl verwenden:21 
 liefert praktisch unmittelbar nach dem Aufruf den in den beiden Moduln 
versteckten gemeinsamen 512 Bit-Primfaktor: 
                                                          
20 Eleganter ist natürlich die rekursive Variante im funktionalen Programmierstil (s. [WS06], S. 52), aber für 
die Sek I weniger geeignet. 
21 Was man ihnen allerdings nicht ansieht! Vgl. [WS12], S. 51 





Die beiden anderen Faktoren erhält man jeweils durch eine einfache Division. Wir haben 
also in für uns nicht messbarer Zeit die zwei 1024 Bit-Moduln n1 und n2 faktorisiert  ein 
Kunststück, das bislang mit keiner normalen harten Semiprimzahl mit einer Standard-
Faktorisierung gelungen ist! 
Die Untersuchungen der Kryptologie-Expertin Nadia Heninger und anderen ([He12], 
[HDWH12]) zeigen, dass solche schwachen Schlüssel durch Netzwerkgeräte wie Router 
und Firewalls mit schlechtem Zufallsgenerator23 erzeugt wurden. Der letztgenannte Ar-
tikel enthält  ebenso wie [ESS12]  Empfehlungen, wie man diese Fehler vermeiden 
kann. 
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