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Keamanan suatu informasi sangat diperlukan pada masa pertumbuhan teknologi 
saat ini. Namun pertumbuhan teknologi tidak sejalan dengan sistem keamanan dari 
teknologi itu sendiri, padahal saat ini terjadi berbagai macam pelanggaran karena 
kelumpuhan keamanan dari teknologi. Padahal teknologi sangat berperan penting 
dalam membantu manusia dalam melakukan suatu pekerjaan, dari berkomunikasi 
sampai membuat pesawat yang dapat menerbangkan manusia sampai keluar dari bumi. 
Melihat pentingnya teknologi untuk manusia, keamanan teknologi harus dilihat dengan 
sangat serius, meskipun tidak mungkin membuat keamanan yang sempurna, setidaknya 
dapat dibuat serumit dan sesulit mungkin. 
Algoritma sangat berperan penting dalam kriptografi, algoritma yang di gunakan 
dalam penelitian ini adalah algoritma yang berdasarkan pada pola dasar tarian Orlapei 
yang berasal dari Maluku. Tarian adalah salah satu sarana untuk menyampaikan suatu 
kebudayaan secara menarik. Indonesia mempunyai banyak kebudayaan dan masing-
masing kebudayaan tersebut mempunyai tarian daerahnya masing-masing. Selain itu 
juga tarian mempunyai kombinasi kaki maupun tangan yang banyak dan rumit.  Tarian 
Orlapei mempunyai kesulitan dalam setiap langkah dan kombinasi langkah tersebut 
menjadikan tarian ini terlihat menarik. 
Berdasarkan latar belakang masalah, maka akan dilakukan penelitian tentang 
perancangan kriptografi simetris block cipher 256 bit berbasis pola tarian Orlapei yang 
berasal dari Maluku. 
 
2. Tinjauan Pustaka 
 
Kriptografi bukanlah ilmu baru dan sudah tidak asing didengar pada ilmu 
komputer saat ini, kriptografi sudah berkembang pesat saat ini, banyak orang 
berlomba-lomba membuat inovasi-inovasi baru untuk kemajuan keamanan data. Ada 
banyak penelitian sebelumnya seperti penelitian yang berjudul Modifikasi Teknik 
Kriptografi Vigenere Menggunakan Kunci Logaritma Natural, membahas tentang 
bagaimana memodifikasi kriptografi vigenere dengan menambahkan kunci 
pembangkit (Logaritma Natural) yang mempunyai keunggulan dapat menahan metode 
kasiski [1]. Pada penelitian sebelumnya juga yang memodifikasi kriptografi yaitu 
Modifikasi Teknik Kriptografi Hill Cipher Menggunakan Fungsi Rasional dan 
Konversi Basis Bilangan pada Proses Enkripsi‐Dekripsi yang membahas tentang 
modifikasi kriptografi Hill Cipher yang menggunakan matriks kunci dan fungsi 
rasional yang digunakan sebagai kunci, yang merupakan sebuah fungsi yang 
mempunyai invers [2]. Terdapat juga penelitian yang berjudul Perancangan Kriptografi 
Block Cipher 256 Bit Berbasis pada Pola Tuangan Air, dalam perancangan kriptografi 
ini menggunakan pola tuangan air untuk membuat algoritma baru dengan 
menambahkan S-Box pada setiap akhir dari proses enkripsi tersebut dan juga menguji 
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korelasi agar mengetahui seberapa acak hasil enkripsi (Ciphertext) dengan Plaintext 
[3]. 
Berdasarkan penelitian-penelitian sebelumnya terkait perancangan kriptografi 
baru, maka akan dilakukan penelitian tentang perancangan kriptografi simetris block 
cipher 256 bit berbasis pola tarian Orlapei Maluku. 
Kriptografi berasal dari kata yunani kripto (tersembunyi) dan grafia (tulisan), 
sehingga secara harafiah, kriptografi dapat dibilang menyembunyikan tulisan atau data. 
Kriptografi diperlukan agar pesan atau data tidak dapat dimengerti oleh orang lain yang 
tidak berkepentingan. Dalam kriptografi ada beberapa istilah yang sering disebutkan, 
yaitu pesan asli yang dimengerti isinya/maknanya dinamakan Plaintext. Sedangkan 
pesan yang tidak dimengerti yang merupakan hasil transformasi dari Plaintext disebut 
ciphertext [4]. Dalam proses menyandikan Plaintext menjadi ciphertext disebut 
enkripsi (encryption). Sedangkan proses mengembalikan ciphertext menjadi Plaintext 
semula dinamakan deskripsi (decryption). Enkripsi dan deskripsi dapat diterapkan baik 
pada pesan yang dikirim maupun pesan yang disimpan [5]. 
Prinsip Kerckhoff mengatakan bahwa keamanan sebuah sistem kriptografi tidak 
bersandar pada kerahasiaan algoritma tetapi hanya pada kerahasiaan kunci. Kunci (key) 
adalah parameter yang digunakan untuk transformasi enkripsi dan deskripsi [5]. Tetapi 
hal ini tidak berlaku pada kriptanalisis yang dapat memecahkan ciphertext menjadi 
Plaintext tanpa mengetahui kunci yang digunakan dalam proses enkripsi dan dekripsi, 
sebaliknya kriptanalisis dapat mengetahui algoritma atau kunci yang digunakan dengan 
cara memecahkan ciphertext menjadi Plaintext. Algoritma kriptografi berdasarkan 
jenis kuncinya terbagi atas dua, yaitu algoritma simetris yang menggunakan kunci yang 
sama atau satu kunci pada proses enkripsi dan deskripsinya dan algoritma asimetris 
yang menggunakan dua kunci yaitu kunci enkripsi sering disebut kunci publik, 
sementara kunci deskripsi sering disebut kunci privat. Dalam penelitian ini 
menggunakan algoritma simetris karena pada algoritma simetris terdapat kategori yang 
beroperasi pada Plaintext dalam grup bit-bit yang disebut blok atau kode rahasia blok, 
yang ukuran blok dasarnya adalah 256 bit, yang cukup besar untuk menghindari 
analisis pemecahan kode dan cukup kecil agar dapat bekerja dengan cepat [6]. 
Tarian Orlapei adalah tarian penyambutan para tamu kehormatan pada acara-
acara Negeri/Desa di Maluku. Pada umumnya menggambarkan suasana hati yang 
gembira dari seluruh masyarakat terhadap kedatangan tamu kehormatan di 
Negeri/Desa-nya, dan menjadi ungkapan Selamat Datang. Kombinasi pola lantai dan 
gerak serta rithma musik lebih memperkuat ungkapan betapa seluruh masyarakat 
Negeri/Desa setempat merasa sangat senang dengan hadirnya tamu kehormatan di 
Negeri/Desa tersebut. Tarian Orlapei diiringi alat musik tradisional rakyat Maluku, 
yaitu : Tifa, Suling Bambu, Ukulele, dan Gitar.  
Tarian Orlapei menjadi dasar dalam merancang algoritma kriptografi simetris 
yang dihasilkan dari gerakan permainan kaki yang sangat lincah, dan kombinasi 






3. Metode Penelitian dan Perancangan Sistem 
 
Tahapan penelitian yang dilakukan untuk menyelesaikan penelitian ini dibagi 
menjadi 5 tahapan yaitu (1) Pengumpulan Data, (2) Analisa Kebutuhan, (3) 
Perancangan Kriptografi, (4) Evaluasi, (5) Penulisan Laporan, seperti yang ditunjukkan 




Gambar 1. Tahapan Penelitian 
 
Gambar 1 Tahapan Penelitian 
 
Tahapan penelitian pada Gambar 1, dijelaskan sebagai berikut. Langkah 1: 
Dalam tahapan ini dilakukan pengumpulan terhadap data dari jurnal-jurnal terkait, 
buku, serta sumber mengenai pembahasan terkait penelitian tersebut. Banyak yang 
membahas tentang keamanan data khususnya kriptografi saat ini, menemukan 
algoritma-algoritma baru membuat ragam modifikasi terhadap kriptografi, pada 
penulisan ini akan dibuat algoritma kriptografi baru yang akan menambah koleksi 
algoritma kriptografi. Langkah 2: Tahap analisis kebutuhan, yaitu melakukan analisis 
mengenai kebutuhan apa saja yang dibutuhkan dalam perancangan algoritma ini. Untuk 
membuat suatu kriptografi yang terpenting adalah mempunyai inovasi algoritma baru 
seperti diambil dari perilaku keseharian ataupun diambil dari sesuatu yang unik seperti 
membuat algoritma dengan berdasarkan pola langkah kaki tarian dan pada penelitian 
ini akan dibuat kriptografi simetris berbasis tarian Orlapei yang dimana asal tarian 
tersebut dari daerah Timur Indonesia yaitu Maluku. Langkah 3: Perancangan 
Kriptografi yang meliputi perancangan proses enkripsi, proses dekripsi, kunci yang 
berbasis pada teknik dasar tarian Orlapei. Langkah 4: Tahap evaluasi terhadap 
keseluruhan perancangan kriptografi yang telah dibuat, apakah sudah berjalan dengan 
semestinya. Jika belum maka dilakukan perbaikan-perbaikan yang diperlukan. 
Langkah 5: Mendokumentasikan proses penelitian yang sudah dilakukan dari tahap 
awal hingga akhir ke dalam tulisan, yang nantinya akan menjadi laporan hasil 
penelitian. 
Proses enkripsi pada perancangan algoritma kriptografi simetris berbasis tarian 










Gambar 2 Bagan Rancangan Enkripsi 
 
Pada proses enkripsi yang ditunjukkan pada Gambar 2 yang dilakukan pertama-
tama adalah mengubah value char menjadi biner pada Plaintext setelah itu akan 
dimasukkan nilai biner tersebut ke dalam block cipher dengan matriks 16x16 yang 
sudah disediakan, kemudin akan dilakukan pengambilan dengan menggunakan pola 
juga agar hasilnya acak dan tidak seperti aslinya, tetapi itu belum cukup dalam 
pengacakan biner, itu juga berlaku pada proses pengacakan biner pada kunci yang akan 
dilakukan selanjutnya adalah XOR antara Plaintext dengan kunci setelah mendapatkan 
hasil XOR, kemudian setelah proses XOR yang akan dilakukan selanjutnya ialah 
memasukkan hasil bit XOR ke S-Box dengan mengganti biner ke hexa, akan diganti 
kembali hexa ke biner untuk melakukan proses kedua dan akan dilakukan sampai 
proses keempat dengan pola pemasukan dan pengambilan yang berbeda-beda di setiap 
prosesnya baik itu untuk Plaintext maupun kunci. Sedangkan, proses dekripsi pada 
perancangan algoritma kriptografi simetris berbasis tarian Orlapei akan dikembalikan 














Gambar 3 Bagan Rancangan Dekripsi 
 
Seperti yang terlihat pada Gambar 3 Bagan Dekripsi yang dimana merupakan 
proses pengembalian dari hasil ciphertext menjadi Plaintext. Bagan Dekripsi pertama-
tama yang dilakukan adalah membuat proses kunci dari K1, K2, K3 dan K4, setelah 
keempat proses kunci tersebut sudah terbentuk barulah diambil dari K4 untuk di-XOR-
kan dengan ciphertext tetapi sebelumnya akan pindahkan menggunakan hexa untuk 
dimasukkan ke S-Box kemudian akan dilakukan seterusnya seperti Gambar 3. 
 
4. Hasil dan Pembahasan 
 
Pada bagian sebelumnya sudah dijelaskan bagaimana proses enkripsi dan dekripsi 
dari Plaintext menjadi ciphertext dan ciphertext menjadi Plaintext. Sekarang akan 
diperjelas lagi bagaimana proses enkripsi dan dekripsi pada algoritma kriptografi 
simetris berbasis tarian Orlapei dengan menggunakan pola yang didasarkan pada 
langkah kaki dalam tarian yang berasal dari daerah Maluku yaitu Orlapei seperti yang 


















Gambar 4 Pola Gerakan Dasar Tarian Orlapei 
 
Pada Gambar 4, terdapat 2 (dua) pola, dimana pola-pola tersebut merupakan pola 
yang diambil dari gerakan kaki untuk memulai tarian atau yang biasa disebut ‘Gaya 
Masuk’ pada Pola Plaintext, sedangkan Pola Kunci merupakan kombinasi kaki yang 
disebut gerakan ‘Gaya V’. Kedua pola tersebut akan digunakan untuk pola 
pengambilan bit dimana Pola Plaintext  untuk pola pengambilan bit pada Plaintext 
sedangkan Pola Kunci untuk pola pengambilan bit pada kunci. 
Setelah mendapatkan pola yang dapat membuat pengacakan bit, kemudian 
membuat kombinasi dari tiap-tiap pola pada Plaintext agar melihat nilai korelasi. Nilai 
korelasi antara Plaintext dan ciphertext dapat digunakan untuk mengukur seberapa 
acak hasil enkripsi (ciphertext) dengan Plaintext. Nilai korelasi sendiri berkisar 1 
sampai -1, dimana jika nilai korelasi mendekati 0, maka Plaintext dan ciphertext tidak 
memiliki nilai yang berhubungan [7]. Pengujian korelasi dilakukan dengan mencari 
rata-rata dari 4 (empat) contoh Plaintext yang berbeda yaitu : 
 
- ABABABABABABABABABABABABABABABAB 
- MAINEKEPAKERENG & ALZDANNYWOWOR. 




dengan menggunakan kunci :APRILIACHRISTYHETHARIA.672012024 
 
Tabel 1 Rata-Rata Korelasi 
 
Rata-rata nilai korelasi terbaik terdapat pada kombinasi pola ACDB, kemudian 
pola ini akan digunakan untuk melakukan putaran dan menambahkan S-Box untuk 



















ABCD 0.365338036 -0.089952937 0.261232944 -0.276383105 0.065058734 
ABDC 0.498744148 0.070559741 -0.057872482 -0.055341862 0.114022386 
ACDB -0.013542849 -0.138080978 0.05425985 0.091303066 -0.001515228 
ACBD 0.138784428 -0.356682363 0.204765437 0.006598648 -0.001633463 
ADBC 0.046003451 -0.009479524 -0.049140046 -0.18991695 -0.050633267 
ADCB -0.320927746 0.084560775 0.139655833 0.270954166 0.043560757 
BACD 0.080010655 -0.043311466 0.162722947 -0.291994924 -0.023143197 
BADC 0.115660868 0.068199795 0.191588927 -0.060943038 0.078626638 
BCDA -0.38382251 -0.037886402 -0.075805557 -0.130924375 -0.157109711 
BCAD 0.12142388 -0.178219825 0.006172942 0.294114453 0.060872863 
BDAC -0.007656546 0.034082315 0.078356519 -0.292864516 -0.047020557 
BDCA -0.086371586 -0.046606121 -0.154294064 0.183001369 -0.0260676 
CABD -0.135545159 0.159759998 0.085759968 -0.098124621 0.002962547 
CADB 0.125885788 0.096422774 0.05577969 0.156499279 0.108646883 
CBDA 0.21597471 0.195079482 0.214997798 -0.052185101 0.143466722 
CBAD 0.202494064 0.186461148 0.35855908 0.131791247 0.219826385 
CDAB -0.384574521 0.063419741 -0.024170515 0.250843536 -0.02362044 
CDBA 0.339794607 -0.102003586 0.216778222 -0.115808335 0.084690227 
DABC -0.24149782 0.048865725 0.220817243 -0.181753336 -0.038392047 
DACB -0.255702202 -0.124073081 -0.155733688 0.137386673 -0.099530575 
DBCA -0.160848021 0.006672611 -0.53095607 -0.097612029 -0.195685877 
DBAC 0.106104209 0.132377297 0.221214151 -0.017298995 0.110599165 
DCAB 0.256630867 -0.015321852 0.128921 -0.317851998 0.013094504 






Gambar 5 Proses Enkripsi 
 
Pada Gambar 5 akan dijelaskan secara lengkap bagaimana proses enkripsi 
bekerja, pertama-tama Plaintext dan kunci diubah menjadi deretan bit sesuai tabel 
ASCII dan akan dimasukkan ke dalam matriks 16x16 di setiap block yang sudah 
disediakan, baik itu untuk Plaintext maupun kunci. Terdapat dua pola yang berbeda 










 Gambar 6 Pemasukan dan Pengambilan Bit Plaintext Proses 1 (Pola Plaintext A)  
 
 Pola pemasukan bit seperti yang ada pada Gambar 6 dibuat berdasarkan arah 
masuk para penari, jika salah satu pasang penari masuk dari arah kiri, maka penari 
lainnya akan mengikuti dengan berlawanan arah untuk masuk, sedangkan pada pola 
pengambilan bit dibuat berdasarkan pola langkah kaki penari yang selalu dimulai 
dengan kaki kanan dan diikuti oleh kaki kiri dan berulang seperti itu. Setelah terjadi 
pemasukan dan pengambilan bit pada Plaintext, kemudian pemasukan dan 










Gambar 7 Pemasukan dan Pengambilan Bit Kunci Proses 1 (Pola Kunci A) 
 
Pola pemasukan bit seperti Gambar 7 dibuat hanya secara horizontal dari kiri ke 
kanan, sedangkan pada pola pengambilan bit dibuat berdasarkan pola langkah kaki 
penari yaitu ‘Gaya V’, Setelah pemasukan dan pengambilan bit pada kunci dilakukan, 
kemudian akan dilakukan XOR antara hasil pengambilan Plaintext yaitu P1 dengan 
hasil pengambilan kunci yaitu K1. 
Tetapi sebelum menjadi C1, bit  yang sudah di-XOR-kan akan diubah menjadi 
hexadecimal karena yang akan dilakukan selanjutnya adalah menyisipkan S-Box 
sesudah XOR. 
C1 kemudian diambil setiap 8 bit dan dideretkan dari kiri ke kanan secara 
horisontal. Hasil dari pengambilan C1 dikonversi ke bilangan heksadesimal kemudian 
ditransposisi ke dalam tabel S-Box. Hasil transposisi kemudian dikonversi kembali ke 
bilangan biner dan dimasukkan ke dalam kolom matriks yang akan dijadikan sebagai 
P2 pada proses 2. Hasil dari proses 2 kembali dimasukkan ke dalam S-Box sama seperti 
yang dilakukan pada proses 1 yang kemudian hasilnya dijadikan sebagai P3 pada 
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proses 3 dan proses tersebut berlangsung sampai proses ke 4. S-Box sendiri berfungsi 
untuk Transformasi SubBytes() memetakan setiap byte dari array state. 
 
Gambar 8 Tabel S-Box AES 
Gambar 11 merupakan tabel substitusi S-box yang digunakan dalam proses 
enkripsi. Cara pensubstitusian adalah sebagai berikut: untuk setiap byte pada array 
state, misalkan S[r, c] = xy, yang dalam hal ini xy adalah digit heksadesimal dari nilai 
S[r, c], maka nilai substitusinya, dinyatakan dengan S’[r, c], adalah elemen di dalam S-
box yang merupakan perpotongan baris x dengan kolom y.Misalnya S[0, 0] = 17, maka 
S’[0, 0] = f0. 
Tabel 2 Hasil Ciphertext Setiap Putaran 
 













Tabel 2 merupakan hasil enkripsi dari setiap putaran. Hasil dari putaran 4 




Gambar 9 Proses Dekripsi 
Setelah dienkripsi, data menjadi acak dan tidak seperti bentuk semula, tetapi 
haruslah dikembalikan data yang acak tersebut menjadi kembali seperti data aslinya. 
Dekripsi merupakan pengembalian data yang sudah dienkripsi menjadi data asli.  
Dekripsi melalui dua langkah yaitu membuat alur untuk kunci seperti enkripsi, 
kemudian kunci terakhir K4 di-XOR dengan C4 yang sebelumnya sudah dimasukkan 







 Pola Ambil  
 
Gambar 10 Pola Transposisi Bit Ciphertext Proses 1 Pada Dekripsi 
 Gambar 10 merupakan pola transposisi proses 1 pada dekripsi dimana proses 
pemasukan dan pengambilan diambil terbalik dari proses 4 pada enkripsi. Proses ini 
dilakukan pertama kali untuk membuat ciphertext menjadi plaintext. Setelah mendapat 
C4’, masukkan bit ke dalam S-BOX  dan mendapakan C4 dan akan mendapatkan P4 
dengan cara XOR C4 dengan K4. K4 didapatkan dengan cara melakukan proses kunci 
seperti pada proses kunci enkripsi.  
Kemudian yang dilakukan setelah mendapat P4 yaitu mencari P3 dengan 
memasukkan hasil dari P4 ke dalam S-BOX dan memasukkan hasil bitnya ke dalam 

















Gambar 11 Pola Transposisi Bit Ciphertext Proses 2 Pada Dekripsi 
 Proses 2 pada dekripsi ini merupakan proses 3 pada enkripsi tetapi mempunyai 
pola ambil dan masuk yang terbalik, proses ini dilakukan unutk mendapatkan P3. 
 
 
Tabel 3 Algoritma Proses Enkripsi dan Dekripsi 
Proses Enkripsi Proses Dekripsi 
 
1. Masukkan Plaintext 
2. Plaintext diubah ke ASCII 
3. ASCII diubah ke BINER 
4. Bit BINER dimasukkan ke kolom  P1 
menggunakan pola masuk Plaintext 
5. Bit P1 ditransposisikan dengan pola 
Tarian Orlapei A 
 
 
6. P1 di-XOR dengan K1 menghasilkan 
C1 
7. C1 diubah ke BINER 
8. BINER diubah ke HEXA 
9. HEXA dimasukkan ke dalam tabel S-
BOX 
10. Hasil HEXA invers diubah ke BINER 
menghasilkan C1’ 
11. C1’ = P2 
 
12. BINER dimasukkan ke dalam kolom 
 
1. Masukkan C4’ 
2. C4’diubah menjadi HEXA 
3. HEXA dimasukkan ke dalam tabel S-BOX 
4. HEXA diubah ke BINER menghasilkan C4 
5. C4 di-XOR dengan K4 menghasilkan P4 
6. P4 ditransposisikan terbalik dengan pola 
Tarian Orlapei B dan dimasukkan 
menggunakan pola masuk plaintext 
menghasilkan C3’ 
 
7. Bit C3’ diubah ke BINER 
8. BINER diubah ke HEXA 
9. HEXA dimasukkan ke dalam tabel S-BOX 





11. C3 di-XOR dengan K3 menghasilkan P3 




Tabel 3 merupakan alur algoritma proses enkripsi dan dekripsi yang sudah 
dijelaskan sebelumnya menggunakan bagan. Hasil dari masing-masing proses yaitu 
untuk enkripsi menghasilkan C4’ sedangkan dekripsi menghasilkan P1. 
 
Algoritma proses Kunci (Key) : 
1. Masukkan Kunci 
2. Kunci diubah ke ASCII 
3. ASCII diubah ke BINER 
P3 menggunakan pola masuk 
plaintext 
13. Bit P2 ditransposisikan dengan pola 
Tarian Orlapei C 
 
14. P2 di-XOR dengan K2 menghasilkan 
C2 
15. C2 diubah ke BINER 
16. BINER diubah ke HEXA 
17. HEXA dimasukkan ke dalam tabel S-
BOX 
18. Hasil HEXA invers diubah ke BINER 
menghasilkan C2’ 
19. C2’= P3 
 
20. BINER dimasukkan ke dalam kolom 
P3 menggunakan pola masuk 
plaintext 
21. Bit P3 ditransposisikan menggunakan 
pola Tarian Orlapei D 
 
22. P3 di-XOR dengan K3 menghasilkan 
C3 
23. C3 diubah ke BINER 
24. BINER diubah ke HEXA 
25. HEXA dimasukkan ke dalam tabel S-
BOX 
26. Hasil HEXA invers diubah ke BINER 
menghasilkan C3’ 
27. C3’= P4 
 
28. BINER dimasukkan ke dalam kolom 
P4 menggunakan pola masuk 
plaintext 
29. Bit P4 ditransposisikan menggunakan 
pola Tarian Orlapei B 
 
30. P4 di-XOR dengan K4 menghasilkan 
C4 
31. C4 diubah ke BINER 
32. BINER diubah ke HEXA 
33. HEXA dimasukkan ke dalam tabel S-
BOX 
34. Hasil HEXA invers diubah ke BINER 
menghasilkan C4’ 
Tarian Orlapei D dan dimasukkan 
menggunakan pola masuk Plaintext 
menghasilkan C2’ 
 
13. Bit C2’ diubah ke BINER 
14. BINER diubah ke HEXA 
15. HEXA dimasukkan ke dalam tabel S-BOX 





17. C2 di-XOR dengan K2 menghasilkan P2 
18. P2 ditransposisikan terbalik dengan pola 
Tarian Orlapei C dan dimasukkan 
menggunakan pola masuk plaintext 
menghasilkan C1’ 
 
19. Bit C1’ diubah ke BINER 
20. BINER diubah ke HEXA 
21. HEXA dimasukkan ke dalam tabel S-BOX 
22. Hasil HEXA invers diubah ke BINER 
menghasilkan C1 
 
23. C1 di-XOR dengan K1 menghasilkan P1 
24. P1 ditransposisikan terbalik dengan pola 
Tarian Orlapei C dan dimasukkan 
menggunakan pola masuk Plaintext  
25. Hasilnya diubah ke BINER 
26. BINER diubah ke ASCII 
27. ASCII diubah ke CHAR 
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4. Bit BINER dimasukkan ke kolom K1 menggunakan pola masuk Kunci 
5. Bit Kunci ditransposisikan dengan pola Kunci A 
6. Transposisi K1 = K2 
7. Bit BINER dimasukkan ke kolom K2 menggunakan pola masukan Kunci 
8. K2 ditransposisikan menggunakan pola Kunci B 
9. Transposisi K2 = K3 
10. Bit BINER dimasukkan ke kolom K3 menggunakan pola masukan Kunci 
11. K3 ditransposisikan menggunakan pola Kunci C 
12. Transposisi K3 = K4 
13. Bit BINER dimasukkan ke kolom K2 menggunakan pola masukan Kunci 
14. K4 ditransposisikan menggunakan pola Kunci D 
 
 
Pseudocode proses Enkripsi dan Dekripsi, adalah sebagai berikut : 
Proses Enkripsi 
{Program ini digunakan untuk melakukan proses enkripsi data} 
 
Kamus 
P,K,P1,P2,P3,P4,K1,K2,K3,K4, = integer 
C1,C2,C3,C4,C1’,C2’C3’,C4’ = integer 
 
Start 
 C1 <- P1 ⨁ K1 
  Input P 
  Read P 
   P to ASCII 
   ASCII to BINER 
   Dari BINER = kolom matriks P1, masukkan BINER 
    P1 Transposisi menggunakan pola Tarian Orlapei A 
  Output P1 
 
  Input K 
  Read K 
   K to ASCII 
   ASCII to BINER 
   Dari BINER = kolom matriks K1, masukkan BINER  
    K1 Transposisi menggunakan pola Kunci A 
  Output K1 
 Print C1 
 C1’ <- Invers Hexa C1 
  C1 to BINER 
  BINER to HEXA 
  Dari HEXA =  Tabel S-Box, masukkan HEXA 
  HEXA Substitusi menggunakan S-Box 
 Print C1’ 
 
 C1’ = P2 
 C2 <- P2 ⨁ K2 
  Dari C1’ = kolom matriks P2, masukkan C1’ 
   P2 Transposisi menggunakan pola Tarian Orlapei C 
  Output P2 
  Dari K1 = kolom matriks K2, masukkan K1 
   K2 Transposisi menggunakan pola Kunci B 
  Ouput K2 
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 Print C2 
 C2’<- Invers Hexa C2 
  C2 to BINER 
  BINER to HEXA 
  Dari HEXA =  Tabel S-Box, masukkan HEXA 
  HEXA Substitusi menggunakan S-Box 
 Print C2’ 
 C2’ = P3 
 C3 <- P3 ⨁ K3 
  Dari C2’ = kolom matriks P3, masukkan C2’ 
   P3 Transposisi menggunakan pola Tarian Orlapei D 
  Output P3 
  Dari K2 = kolom matriks K3, masukkan K2 
   K3 Transposisi menggunakan pola Kunci C 
  Output K3 
 Print C3 
 C3’ <- Invers Hexa C3 
  C3 to BINER 
  BINER to HEXA 
  Dari HEXA =  Tabel S-Box, masukkan HEXA 
  HEXA Substitusi menggunakan S-Box 
 Print C3’ 
 
 C3’ = P4 
 C4 <- P4⨁ K4 
  Dari C3’ = kolom matriks P4, masukkan C3’ 
   P4 Transposisi menggunakan Pola Tarian Orlapei B 
  Output P4 
  Dari K3 = kolom matriks K4, masukkan K3 
   K4 Transposisi menggunakan pola Kunci D 
  Ouput K4 
 Print C4 
 C4’ <- Invers Hexa C4 
  C4 to BINER 
  BINER to HEXA 
  Dari HEXA =  Tabel S-Box, masukkan HEXA 
  HEXA Substitusi menggunakan S-Box 







{Program ini digunakan untuk melakukan proses dekripsi data} 
 
Kamus 
P,C,K,P1,P2,P3,P4,K1,K2,K3,K4, = integer 
C1,C2,C3,C4,C1’,C2’,C3’,C4’ = integer 
 
Start 
 K2 <- Traposisi K1 
  Input K 
  Read K 
   K to ASCII 
   ASCII to BINER 
   Dari BINER = kolom matriks K1, masukkan BINER  
    K1 Transposisi menggunakan pola Kunci A 
 Output K2 
  K3 <- Traposisi K2 
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  K2 Transposisi menggunakan pola Kunci B 
 Output K3 
  K4 <- Traposisi K3 
  K3 Transposisi menggunakan pola Kunci C 
 Output K4 
  K4 Transposisi menggunakan pola Kunci D 
 
 P4 <- Transposisi dari hasil C4⨁ K4 
   C4’<- Invers Hexa C4’ 
   C4’ to BINER 
   BINER to HEXA 
   Dari HEXA =  Tabel S-Box, masukkan HEXA 
   HEXA Substitusi menggunakan S-Box 
   Dari C4’ = kolom matriks C4, Masukkan C4’ 
   C4⨁ K4 
  Transposisi terbalik menggunakan Pola Tarian Orlapei B 
 Print P4 
 P3 <- Transposisi dari hasil C3⨁ K3 
  C3’<- Invers Hexa P4 
  P4 to BINER 
   BINER to HEXA 
   Dari HEXA =  Tabel S-Box, masukkan HEXA 
   HEXA Substitusi menggunakan S-Box 
   Dari C3' = kolom matriks C3, Masukkan C3’ 
   C3⨁ K3 
  Transposisi terbalik menggunakan Pola Tarian Orlapei D 
 Print P3 
 P2 <- Transposisi dari hasil C2⨁ K2 
  C2’<- Invers Hexa P3 
  P3 to BINER 
   BINER to HEXA 
   Dari HEXA =  Tabel S-Box, masukkan HEXA 
   HEXA Substitusi menggunakan S-Box 
   Dari C2’ = kolom matriks C2, Masukkan C2’ 
   C2⨁ K2 
  Transposisi terbalik menggunakan Pola Tarian Orlapei C 
 Print P2 
 P1<- Transposisi dari hasil C1⨁ K1 
  C1’<- Invers Hexa P2 
  P2 to BINER 
   BINER to HEXA 
   Dari HEXA =  Tabel S-Box, masukkan HEXA 
   HEXA Substitusi menggunakan S-Box 
   Dari C1’ = kolom matriks C1, Masukkan C1’ 
   P2 ⨁ K2 
  Transposisi terbalik menggunakan Pola Tarian Orlapei A 
 Print P1 
 P1 to BINER 
 BINER to ASCII 
 ASCII to CHAR 
 Print P 
End 
 
Nilai korelasi menunjukkan bahwa seberapa dekat keterkaitan antara plaintext 
dan ciphertext yang jika keduanya mempunyai kesamaan atau keterkaitan akan 
memiliki jumlah nilai korelasi yang mendekati 1 atau -1, tetapi akan sebaiknya jika 




Tabel 4 Nilai Korelasi Setiap Putaran 
Putaran Nilai Korelasi 
Putaran 1 0.200704241 
Putaran 2 0.069229752 
Putaran 3 0.052837971 
Putaran 4 0.057688307 
 
Tabel 4 menunjukkan bahwa nilai korelasi di setiap putaran lemah dan itu 
menunjukkan pola tarian Orlapei dapat menghasilkan hasil enkripsi acak dan dapat 








Berdasarkan penelitian yang dilakukan, dapat di tarik kesimpulan bahwa 
kriptografi simetris block cipher 256 bit berbasis pola tarian Orlapei Maluku dapat 
menghasilkan output enkriksi yang acak dengan ditambahnya S-Box pada setiap akhir 
dari proses dan melakukan 4 kali putaran karena pada pengujian korelasi setiap putaran 
memiliki nilai korelasi lemah yaitu 0.057688307, dilakukan 4 kali putaran karena titik jenuh 
pada pengujian korelasi terdapat pada putaran ke-4. 
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