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Cour du travail, Liège, 10/09/2013 
Dans un arrêt du 10 septembre 2013, la Cour du travail de Liège, section de Namur , a été amenée à se prononcer sur l’existence ou non d’un 
comportement fautif dans le chef d’un responsable informatique qui avait un accès privilégié au contenu des PC du personnel appartenant au cadre de 
l’entreprise. Ce responsable informatique avait été licencié pour motif grave, son employeur ayant estimé qu’il avait fait usage de ces accès pour prendre 
connaissance de documents confidentiels.  
Dans son arrêt, la Cour du travail de Liège va examiner les motifs tels qu’ils avaient été libellés dans le cadre du congé et qui étaient de deux ordres : avoir 
organisé sciemment, via le système informatique, un accès direct et permanent à des documents de la direction, de quelque nature que ce soit, et de ses 
collaborateurs immédiats, d’une part, avoir utilisé concrètement ce mode d’accès pour prendre connaissance de ces documents, d’autre part. 
L’arrêt aborde la question de la gestion des droits d’accès du responsable informatique et de l’usage qui peut en être fait. Il met en évidence l’importance 
des règles définies dans l’entreprise au niveau des droits accordés à ces personnes qui ont un rôle particulier à jouer tant en ce qui concerne la gestion du 
bon fonctionnement du système informatique que la surveillance du personnel. La cour va en effet mettre en exergue le fait que dans le cadre de la 
politique de gestion du système informatique et de contrôle, et de l’usage qui en est fait par le personnel, le responsable informatique était habilité à 
pouvoir avoir accès à toute une série de documents. Le fait que des « raccourcis » vers ces documents existent n’est pas en soi problématique. 
La cour estime qu’il revient alors à l’employeur d’établir, le cas échéant, que cette création de raccourcis avait pour but de prendre connaissance de 
documents confidentiels sans que l’employeur et les personnes concernées plus spécifiquement par ces raccourcis en soient informés. Or cette preuve 
n’était pas rapportée en l’espèce. 
Cet arrêt illustre ainsi également les difficultés liées à la preuve des accès non autorisés qui interviennent via les systèmes mis en place pour permettre un 
contrôle ou un accès rapide à certaines informations dans le cadre de l’organisation de cette gestion du système informatique. Dans le cas d’espèce, deux 
réouvertures des débats avaient été prononcées en première instance afin de permettre la tenue d’enquêtes pour savoir dans quelles circonstances ledit 
responsable informatique avait établi ces raccourcis et quels étaient les éléments objectifs qui permettaient de penser qu’il en avait fait un usage fautif. 
La cour va considérer que les enquêtes n’ont pas permis d’établir que le responsable informatique avait effectivement pris connaissance de documents 
confidentiels. 
  
Pour consulter dans son intégralité la décision commentée, cliquez ici
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1 C. trav. Liège (sect. Namur), 10 septembre 2013, R.G. n° 2012/AN/176, inédit. 
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