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Peternakan burung walet merupakan bisnis usaha yang banyak diminati dikarenakan 
mempunyai nilai jual tinggi. Kasus pencurian sarang burung walet banyak ditemukan 
beberapa tahun belakangan ini yang menyebabkan keresahan para pemilik usaha tersebut. 
Mereka mengeluhkan sulitnya melakukan kontrol terhadap rumah sarang burung walet 
dikarenakan umumnya lokasi peternakan merupakan daerah yang jauh dari jangkauan 
pengaruh kemajuan teknologi dan perkembangan masyarakat. 
Sistem keamanan ruangan yang ada, masih memiliki beberapa kelemahan. Diantaranya 
aplikasi sistem keamanan tersebut belum mampu diakses user dengan autentikasi melalui 
web based application yang berbentuk aplikasi web via internet, serta belum mampu 
mengidentifikasi image pemilik rumah maupun orang terpercaya lainnya, sehingga semua 
orang yang masuk ruangan tersebut masih dideteksi sebagai pelaku kejahatan. Selain itu, 
sistem keamanan tersebut masih memanfaatkan teknologi MMS gateway yang memiliki 
keterbatasan pada pengiriman plaintext dan kompatibilitas perangkat. Berdasarkan latar 
belakang masalah tersebut, penulis mencoba mengoptimasi sistem keamanan rumah 
burung walet menggunakan perangkat keamanan berbasis motion detection yang mampu 
diakses user dengan autentikasi melalui web based application, serta mengembangkan 
sistem keamanan yang mampu mengidentifikasi image pemilik rumah maupun orang 
terpercaya lainnya dengan memanfaatkan teknologi SMS gateway. 
Metode pengembangan sistem yang digunakan dalam penelitian ini adalah metode SDLC 
(System Development Life Cycle) dengan model linier yang berurutan mencakup analisis 
masalah, konstruksi, testing, implementasi dan evaluasi. Adapun untuk testing yang 
digunakan adalah black box testing. Sistem keamanan yang akan dikembangkan 
menggunakan pendekatan motion detection yang mampu mengidentifikasi dan memantau 
seluruh kondisi lingkungan berdasarkan perubahan gerakan yang terjadi dalam suatu 
ruangan. Seluruh hasil informasi dari motion detection tersebut akan direkam dan dikirim 
ke handphone pemilik rumah burung walet melalaui notifikasi SMS yang akan 
memanfaatkan teknologi SMS Gateway. Selain itu, pemilik bisa mengakses monitoring 
ruangan tersebut melalui web yang telah dilengkapi dengan user autentikasi menggunakan 
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BAB 1. PENDAHULUAN 
1.1. Latar Belakang 
Peternakan burung walet merupakan bisnis usaha yang sangat menjanjikan. Banyak orang 
melirik bisnis ini karena air liur burung walet (saliva) mampu menghasilkan sarangnya 
sendiri yang mempunyai nilai jual tinggi dan memiliki banyak manfaat untuk kesehatan. 
Dikarenakan mempunyai nilai jual tinggi, jumlah peternak burung walet di Indonesia 
semakin tahun, semakin bertambah. Beberapa di antara para peternak tersebut mengeluhkan 
sulitnya melakukan kontrol terhadap rumah sarang burung walet. Hal ini dikarenakan 
umumnya lokasi peternakan merupakan daerah yang jauh dari jangkauan pengaruh kemajuan 
teknologi dan perkembangan masyarakat. Berdasarkan berita harian yang dipaparkan oleh 
aparat kepolisian Jawa Timur telah menangkap beberapa tersangka pencurian sarang burung 
walet yang menggunakan media bom ikan untuk meloloskan aksi kejahatannya. Dalam 
pemberitaan lainnya yang diberitakan oleh kompas tertanggal 6 oktober 2012 menyebutkan 
bahwa Kepolisian RI berencana menangkap seorang penyelidik Komisi Pemberantasan 
Korupsi karena diduga terkait dengan kasus penganiayaan berat terhadap tersangka pencuri 
sarang burung walet di Bengkulu yang terjadi pada tahun 2004. 
Berdasarkan  (Wibisana, 2002), budidaya burung walet yang merupakan bisnis yang berdaya 
jual tinggi ini, menjadi incaran para pencuri di sekitar lokasi rumah burung walet, 
dikarenakan harga sarang burung walet bisa mencapai puluhan juta rupiah untuk setiap 
kilogramnya. Pencuri bisa dengan mudah melakukan aksinya dengan melakukan pembobolan 
pintu maupun plafon, menggali terowongan melalui tanah serta melakukan pelubangan 
dinding. Sistem pengamanan biasanya masih dilakukan secara konvensional, dengan 
melakukan pengecekan manual oleh petugas peternakan setiap satuan waktu maupun dengan 
cara mengunci semua akses masuk ke area peternakan dengan kunci dan gembok manual. Hal 
ini sesuai yang dikemukakan oleh  (Tristanto & Uranus, 2011) bahwa peternakan burung 
walet masih menggunakan kontrol lingkungan secara manual. Para petugas penjaga 
peternakan, sering melakukan kesalahan terhadap kontrol lingkungan rumah sarang burung 
walet. 
Keadaan rumah burung walet yang letaknya berjauhan dengan pemukiman masyarakat, 
secara otomatis sering ditinggal oleh sang pemilik. Hal inilah yang dimanfaatkan oleh para 
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pelaku kejahatan sehingga menimbulkan kekhawatiran oleh pemilik rumah peternakan 
burung walet. Oleh karena itu perlu diciptakan suatu sistem keamanan khusus berbasis 
teknologi yang murah dan efektif guna mengurangi resiko akan tindak kejahatan terhadap 
rumah sarang burung walet yang sering ditinggal oleh para pemiliknya. 
Berdasarkan (Rainingsih, Arini, & Arifin, 2010) untuk pengamanan rumah atau tempat usaha 
bisa dilakukan monitoring oleh pemilik rumah dengan membangun sistem keamanan untuk 
menghasilkan sebuah notifikasi ketika rumah dalam kondisi yang tidak diinginkan. Sistem 
yang dibuat menggunakan pendekatan motion detection yang akan mengidentifikasi dan 
memantau seluruh perubahan pergerakan di dalam sebuah ruangan. Informasi yang 
dihasilkan dari perubahan pergerakan tersebut akan direkam dan dimasukkan ke dalam server 
dan akan menangkap gambar kondisi ruangan pada saat itu yang selanjutnya diteruskan ke 
pemilik rumah melalui notifikasi pesan menggunakan teknologi MMS (Multimedia 
Messaging Service).  
Namun sistem yang dibangun tersebut masih memiliki kelemahan di antaranya aplikasi 
tersebut hanya bisa diakses dari PC server dan handphone belum mampu diakses oleh user 
melalui web based application yang berbentuk aplikasi web via internet yang diharapkan 
mampu diakses dimanapun, dan kapanpun oleh pemilik menggunakan autentikasi user dan 
password. Selain itu, aplikasi sistem keamanan tersebut juga belum mampu mengidentifikasi 
image pemilik rumah maupun orang terpercaya lainnya, sehingga semua orang yang masuk 
ruangan tersebut masih dideteksi sebagai pelaku kejahatan. Menurut  (Syaikhuddin, 2007) 
implementasi MMS daemon/gateway hanya terbatas pada pengiriman plaintext saja. Selain 
itu, kelemahan MMS terletak pada kompatibilitas perangkat, sedangkan SMS bersifat lebih 
universal untuk khalayak umum. Oleh karena itu, penulis bermaksud mengembangankan 
sistem keamanan yang sudah ada ini tetap dengan berbasis motion gateway namun 
menggunakan SMS gateway dengan tujuan untuk memenuhi kebutuhan user tersebut. 
1.2. Perumusan Masalah 
Berdasarkan latar belakang masalah yang telah dikemukakan, maka dapat disimpulkan bahwa 
permasalahan yang ada adalah : 
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a. Lokasi rumah burung walet umumnya terletak di daerah yang jauh dari jangkauan 
pengaruh kemajuan teknologi dan pemukiman masyarakat menyebabkan pemilik 
mengalami kesulitan melakukan kontrol kemanan dari para pelaku kejahatan. 
b. Aplikasi sistem kemanan yang ada belum mampu diakses user dengan autentikasi melalui 
web based application yang berbentuk aplikasi web via internet. 
c. Aplikasi sistem keamanan yang ada belum mampu mengidentifikasi image pemilik rumah 
maupun orang terpercaya lainnya, sehingga semua orang yang masuk ruangan tersebut 
masih dideteksi sebagai pelaku kejahatan. 
d. Aplikasi sistem keamanan yang ada masih memanfaatkan teknologi MMS gateway yang 
memiliki keterbatasan pada pengiriman plaintext dan kompatibilitas perangkat. 
1.3. Luaran Penelitian 
Adapun hasil luaran penelitian ini adalah sebagai berikut : 
a. Publikasi ilmiah dalam jurnal nasional yang terakreditasi 
b. Prosiding tentang ilmu pengetahuan dan teknologi 
 
BAB 2. TINJAUAN PUSTAKA 
Penelitian sebelumnya oleh (Rainingsih, Arini, & Arifin, 2010), untuk pengamanan rumah 
atau tempat usaha bisa dilakukan monitoring oleh pemilik rumah dengan sebuah sistem yang 
dibuat dengan menggunakan pendekatan deteksi gerak yang dapat mengidentifikasi 
dan memantau perubahan pergerakan lingkungan di seluruh ruangan. Hasil dari penelitian 
tersebut adalah berupa informasi dari gerakan lingkungan yang akan disimpan ke server dan 
penangkapan gambar akan diteruskan kepada pengguna sebagai pemberitahuan awal (pesan), 
yang pesan ini akan dikirimkan dengan menggunakan MMS teknologi (Multimedia 
Messaging Service). Namun sistem yang dibangun tersebut masih memiliki kelemahan di 
antaranya aplikasi tersebut hanya bisa diakses dari PC server dan handphone saja, belum 
mampu diakses oleh user melalui web based application yang berbentuk aplikasi web via 
internet yang diharapkan mampu diakses dimanapun, dan kapanpun oleh pemilik 
menggunakan autentikasi user dan password. Selain itu, aplikasi sistem kemanan tersebut 
juga belum mampu mengidentifikasi image pemilik rumah maupun orang terpercaya lainnya, 
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sehingga semua orang yang masuk ruangan tersebut masih dideteksi sebagai pelaku 
kejahatan. Oleh karena itu, penulis bermaksud mengembangankan sistem kemanan yang 
sudah ada ini menggunakan web based application yang dilengkapi menggunakan autentikasi 
user dengan password. Selain itu, sistem kemanan ini akan dilengkapi dengan perangkat yang 
mampu mendeteksi image pemilik rumah burung walet maupun orang kepercayaan pemilik 
sebagai identitas yang diperbolehkan untuk memasuki ruangan dengan memanfaatkan 
teknologi SMS gateway. 
Motion detection ini dikembangkan dengan berbagai metode, diantaranya abnormal motion 
detection yang merupakan teknik pemantauan yang hanya akan menghasilan sebuah alarm 
jika ditemukan pola gerakan yang tidak umum (Tehrani, Kleihorst, Meijer, & Spaanenburg, 
2009). Sedangkan dalam penelitian ini, sistem keamanan yang dibuat menggunakan 
pendekatan motion detection yang akan mengidentifikasi dan memantau seluruh perubahan 
pergerakan di dalam sebuah ruangan, jadi tidak hanya gerakan yang tidak umum saja, 
melainkan seluruh perubahan gerakan di dalam ruangan. 
Dalam penjelasannya, (Saxena & Voris, 2010) menyatakan bahwa dengan perubahan gerak 
pada sebuah peralatan mampu meningkatkan keamanan dan privasi. Hal ini berarti, peralatan 
tersebut akan merespon ketika ada rangsangan gerak. Oleh karena itu dalam penelitian ini 
akan mempelajari dan memonitoring perubahan rangsangan gerak yang tertangkap dari 
kamera, data yang dihasilkan ini dapat digunakan untuk meningkatkan keamanan rumah 
burung walet dari segala bentuk kejahatan dengan mengirimkan data tersebut ke handphone 
si pemilik. 
Motion detection bisa terpenuhi dengan perangkat elektronik atau perangkat mekanik yang 
berinteraksi dengan menghitung kuntatitas perubahan yang terjadi dalam sebuah lingkungan  
(Yong, Sudirman, & Chew, 2011). Penelitian ini akan memanfaatkan informasi gerak atau 
yang lebih dikenal dengan motion detection ini dikarenakan dengan informasi gerak yang 
diperoleh dari penangkapan image menggunakan kamera tersebut, akan membantu dalam 
mendeteksi setiap orang yang memasuki ruangan rumah burung walet. Sehingga akan 
diketahui mana user yang berhak memasuki rumah burung walet maupun yang tidak.  
Dalam penelitiannya (Nurhalim & Gunawan, 2011), membuat aplikasi support system design 
untuk telepon PSTN VoIP menggunakan SMS yang mampu mengcapture paket sinyal yang 
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berhubungan dengan paket aktivitas missed call menggunakan parsing paket algoritma novel. 
Sinyal ini selanjutnya akan dicocokkan dengan Rekam Call Detail (CDR) antara nomor 
telepon PSTN dengan nomor pasangannya yang sudah terdaftar. Sedangkan dalam penelitian 
ini, data yang akan dikirim ke nomor handphone melalui notifikasi SMS ke pemilik rumah 
burung walet yang diperoleh dari pendekatan motion detection. Adapun software yang akan 
digunakan untuk pengiriman data melalui SMS gateway, penulis menggunakan software 
open source seperti yang telah dikembangkan oleh  (Nurhalim & Gunawan, 2011) dan  
(Tristanto & Uranus, 2011) yaitu Gammu. Penulis memutuskan menggunakan SMS gateway 
bukan MMS gateway seperti yang digunakan oleh  (Rainingsih, Arini, & Arifin, 2010) 
dikarenakan menurut  (Syaikhuddin, 2007) implementasi MMS daemon/gateway hanya 
terbatas pada pengiriman plaintext saja. Selain itu, kelemahan MMS terletak pada 
kompatibilitas perangkat, sedangkan SMS bersifat lebih universal untuk khalayak umum. 
Dalam (Nanni & Lumini, 2012) mengusulkan bahwa untuk meningkatkan tingkat keakuratan 
deteksi wajah dapat menggunakan pendekatan deteksi mata dengan posisi wajah frontal 
tegak. Face recognition adalah pengenalan pola dari bentuk wajah yang spesifik (Kshirsagar, 
Baviskar, & Gaikwad, 2011). Dari pengenalan tersebut mampu menjelaskan mana yang 
termasuk di dalam kelompok maupun tidak setelah dilakukan pembandingan dengan data 
yang tersimpan. Di dalam face recognition terdapat pendekatan eigenfaces yang merupakan 
dekomposisi image wajah ke dalam sekumpulan kecil karakteristik image fitur. Pendekatan 
Eigenfaces ini memudahkan dalam memperoleh dimensi yang lebih kecil. Pendekatan ini 
menjadi metode yang banyak digunakan dalam face recognition karena sifatnya yang 
sederhana, cepat dan mudah dipelajari. Oleh karena itu, dalam penelitian kali ini, penulis 
menggunakan pendekatan eigenfaces ini. 
Principal Component Analysis (PCA) adalah salah satu teknik paling populer yang digunakan 
dalam image recognition dan compression (Kukreja & Gupta, 2011). PCA yang telah 
diimplementasikan dalam eigenfaces ini merupakan metode yang telah banyak digunakan 
untuk mengurangi dimensi (Sharkas & Abou Elenien, 2008). Oleh karena itu, penulis 
memilih menggunakan PCA dalam penelitian ini. Tujuan menggunakan PCA adalah untuk 
mengurangi dimensi yang lebih lebar menjadi dimensi yang lebih kecil sesuai dengan 
kebutuhan. Hal penting penggunaan PCA untuk face recognition menurut (Kukreja & Gupta, 
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2011)  adalah untuk mengekspresikan vector pixel 1D yang berasal dari gambar wajah 2D ke 
dalam compact principal component dari feature space. 
 
BAB 3. TUJUAN DAN MANFAAT PENELITIAN 
1.1. Tujuan Penelitian 
Tujuan dari penelitian ini adalah sebagai berikut : 
a. Mengoptimasi sistem kemanan rumah burung walet menggunakan perangkat keamanan 
berbasis teknologi yang murah dan efektif guna mengurangi resiko tindak kejahatan. 
b. Membuat sistem keamanan berbasis motion detection yang mampu diakses user dengan 
autentikasi melalui web based application. 
c. Mengembangkan sistem keamanan yang mampu mengidentifikasi image pemilik rumah 
maupun orang terpercaya lainnya. 
d. Mengoptimasi sistem keamanan dengan memanfaatkan teknologi SMS gateway. 
 
1.2. Manfaat Penelitian 
Manfaat dari penelitian ini adalah sebagai berikut : 
a. Optimasi sistem keamanan berbasis motion detection dan SMS gateway yang dapat 
diakses melalui aplikasi PC, handphone dan web internet dengan autentikasi user 
password ini mampu diterapkan pada rumah burung walet. 
b. Memudahkan para pemilik bisnis rumah burung walet untuk melakukan kontrol dari jarak 
jauh. 
c. Sistem kemanan ini diharapkan mengurangi resiko tindak kejahatan terhadap rumah 




BAB 4. METODE PENELITIAN 
4.1. Waktu dan Tempat Penelitian 
Jangka waktu penelitian ini adalah 6 bulan. Penelitian ini akan menggunakan objek rumah 
burung walet yang terletak di kecamatan Buaran, kabupaten Pekalongan, Jawa Tengah 
sebagai bahan penelitian. 
4.2. Cara Kerja dan Rancangan Eksperimen 
Metode pengembangan sistem yang digunakan dalam penelitian ini adalah metode SDLC 
(System Development Life Cycle) dengan model linier yang berurutan. Adapun tahapan 














Gambar 1 : Desain Metode Penelitian 
a. Analisis masalah 
Pada tahap ini, penulis melakukan analisis masalah berdasarkan rumusan masalah yang 
telah disebutkan pada bab sebelumnya. Masalah tersebut diantaranya aplikasi sistem 
keamanan yang sebelumnya belum mampu diakses user dengan autentikasi melalui web 
based application. Oleh karena itu, penelitian ini akan membangun web based 








itu, penulis juga akan menganalisa sistem kemanan sebelumnya yang belum mampu 
mengidentifikasi pemilik rumah maupun orang kepercayaan lainnya yang memasuki 
ruangan. Oleh karena itu, penelitian ini akan menyimpan capture image pemilik agar 
dikenali oleh sistem. Hasil dari perubahan gerak yang diperoleh melalui motion 
detection akan dikirim melalui notifikasi SMS ke handphone pemilik rumah burung 
walet. Untuk memenuhi hal tersebut, dalam penelitian ini akan dibangun SMS gateway. 
Selanjutnya dilakukan juga analisis kebutuhan baik software maupun hardware.  
Adapun untuk kebutuhan software : 
- Operating System : Windows & Linux 
- Software : iSpy connect atau Yawcam 
- Gammu atau Kannel (OSS) 
- Virtualbox (OSS) 
Sedangkan untuk kebutuhan hardware : 
- Processor Pentium minimal i3 
- Harddisk minimal 500 GB 
- RAM minimal 2GB 
- Web camera 
- Modem GSM 
- Handphone support GPRS dan HSDPA 
- Kabel data 
b. Konstruksi 
Dalam fase ini, berdasarkan analisis masalah sebelumnya akan disusun tahapan-tahapan 
pengembangkan sistem. Proses konstruksi ini akan menghasilkan batasan implementasi 
dan implementasi interface. Adapun tahapan pengembangan sistem keamanan rumah 
burung walet ini adalah : 
- Membangun web based application 
- Membangun aplikasi sistem keamanan yang mampu mendeteksi pemilik rumah 
burung walet 
- Membangun SMS gateway 
c. Testing 
Dalam fase ini, dari ketiga tahapan pembangunan pada hasil fase konstruksi akan 
dilakukan eksekusi program yang telah dibangun dengan tujuan untuk mengetahui 
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tingkat kesalahan. Testing yang akan digunakan adalah black box testing. Dimana black 
box testing dalam penelitian ini berfokus pada output dalam penelitian ini adalah mampu 
menghasilkan sistem keamanan yang memiliki web based application serta mampu 
mendeteksi image si pemilik rumah, dan mengirimkan hasil motion detection melalui 
SMS gateway yang menjadi notifikasi utama bagi si pemilik rumah. 
d. Implementasi 
Selanjutnya fase implementasi akan menerapkan hasil testing sistem yang telah dibangun 
pada rumah burung walet. Sehingga dapat digunakan untuk melakukan kontrol jarak 
jauh demi keamanan rumah burung walet sekaligus untuk mengurangi tindak kejahatan. 
e. Evaluasi 
Pada fase evaluasi ini akan dilakukan evaluasi secara menyeluruh terhadap sistem 
keamanan yang telah diimplementasikan. Evaluasi ini akan berfokus pada kebutuhan 
user dalam hal ini pemilik rumah burung walet. Dari proses tersebut, akan diperoleh 
beberapa kebutuhan user yang belum mampu tercukupi, sehingga diharapkan dapat 
dilaksanakan perbaikan kesalahan pada sistem yang telah dibuat hingga menjadi sistem 
yang siap pakai dan sesuai kebutuhan. 
 
BAB 5. HASIL DAN PEMBAHASAN 
Berdasarkan dengan metode penelitian yang dipilih, dapat diterjemahkan menjadi diagram 



















5.1. Motion Detection 
Motion detection ini diproses menggunakan software iSpy Connect for PC. Deteksi gerak 
dilakukan berdasarkan dengan monitoring dari webcam dan akan mendeteksi jika terjadi 
perpindahan gerakan. Tampilan menu motion detection ini dapat dilihat pada gambar 3 
berikut ini :  
 





Setiap perpindahan gerakan akan muncul alert tertentu, sehingga memudahkan dalam 
pemilihan image. Mode dari alert ini dapat diatur sesuai dengan keinginan kita melalui menu 
yang terdapat dalam gambar 4 berikut. 
 
Gambar 4 : Tampilan menu alert 
 
Software ini mampu menangkap serta merekam gambar baik gambar diam maupun gambar 
gerak dengan memanfaatkan webcam dari PC. Pengaturan proses recording dapat dilihat pada 




Gambar 5 : Tampilan menu recording 
Salah satu hasil recording dapat dilihat dalam gambar 6 berikut : 
 
Gambar 6 : Video hasil recording 
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Dari motion detection ini akan menghasilkan file image yang menangkap gambar wajah 
seseorang. Image ini bisa diambil dari hasil recording video. 
5.2. Image Processing 
File image dari hasil motion detection akan diproses menggunakan algoritma tertentu. Di 
dalam image processing ini, telah tersimpan database si pemilik sarang burung walet. Image 
tersebut akan dibandingkan dengan image dalam database. Jadi jika image tidak sesuai 
dengan database, maka akan dikategorikan sebagai orang yang tidak dikenali / pencuri. 
Adapun alur dalam image processing tersebut adalah sebagai berikut: 
 
Gambar 7 : Flowchart Image Processing 
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Berdasarkan flowchart pada gambar 7, maka gambar 8 berikut ini adalah desain form Face 
Detect and Recognition : 
 
Face Detect and Recognition 
 
 
Gambar 8 : Desain form Face Detect and Recognition 
 
Keterangan gambar : 
a. Nama form Face Detect and Recognition 
b. PictureBox untuk menampilkan video realtime 
c. Tombol- tombol yang ada pada form. Terdapat 2 tombol diantaranya: 
1. Input Wajah 
Digunakan untuk mengambil gambar wajah pada saat terdeteksi yang akan dijadikan 
basis pengetahuan pengenalan wajah  
2. Detect and Recognize 
Digunakan untuk memulai proses deteksi wajah dan pengenalan wajah yang sudah 
dikenali. 
d. PictureBox untuk menampilkan hasil pengambilan gambar wajah 
e. Label yang ada pada form. Terdapat 2 Label diantaranya: 
 
 










Nama Wajah Dikenali: 
 








1. Nama : digunakan untuk menampilkan nama dari wajah yang terdeteksi.  
2. Angka : digunakan untuk menampilkan jumlah wajah yang terdeteksi. 
f. Textbox digunakan untuk menulis inputan nama berdasarkan wajah. 
Dari aplikasi yang dibangun ini mampu mendeteksi setiap ada wajah yang terlintas mengarah 
ke kamera secara realtime. Setelah wajah terdeteksi langkah selanjutnya menyimpan wajah 
yang terdeteksi serta memberikan label nam. Selanjutnya setelah terdapat basis pengetahuan 
untuk mengenali wajah, aplikasi akan terus berjalan mendeteksi dan mengenali setiap wajah 
yang ada di depan kamera. 
Proses pembandingan image ini menggunakan salah satu metode pendekatan face recognition 
yaitu eigenfaces dimana dalam penelitian kali ini memanfaatkan teknik PCA. Adapun alur 
algoritma eigenface itu sendiri adalah sebagai berikut : 
a. Menggunakan metode PCA 
b. Mencari vektor eigen yang akan membentuk ruang eigen tersebut 
c. Mengatur label untuk gambar training yang sesuai 
d. Mengatur batas jarak eigen dengan asumsi: semakin kecil angka yang didapat, 
kemungkinan gambar yang dideteksi semakin kecil. Hal ini berarti image tersebut 
dikenali sebagai objek yang belum dikenali, begitu juga kebalikannya. 
e. Mencari rata-rata gambar (menggunakan rumus matriks). 
f. Mencari nilai eigen dari masing-masing gambar training. 
g. Membuat objek pengenalan menggunakan data training spesifik dan parameter yang 
akan selalu mencari objek yang paling mirip. Kemudian gambar yang digunakan untuk 
training, masing-masing harus menjadi ukuran yang sama lalu diberikan label sesuai 
dengan gambar. 
h. Jarak ambang atau threshold yang digunakan (0-1000). Semakin kecil angkanya, 
kemungkinan gambar dikenal sebagai objek yang belum dikenal. 
i. Mengambil nilai eigen untuk merekonstruksi gambar yang diproyeksikan berdasarkan 
nilai-nilai eigen yang ada. 
j. Setelah mendapatkan jarak euclidean eigen antara gambar dan setiap gambar lain dalam 
database. Gambar yang akan dibandingkan dari gambar training menggunakan 
perulangan array jarak eigen dari setiap gambar dalam training. 
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k. Lalu semua parameter diperiksa didalam database objek yang paling mirip serta 
mengembalikan indeks dan jarak eigen. Gambar yang akan dicari dari database 
berdasarkan indeks dari objek yang paling mirip serta jarak eigen dari objek yang paling 
mirip. 
l. Apabila objek tidak dikenali label gambar akan kosong. Sebaliknya, jika terdapat isinya, 
maka label gambar sesuai dengan database. 
Hasil dari image processing ini akan menghasilkan informasi tentang kemiripan image hasil 
penangkapan oleh detektor gerak yang akan dibandingkan dengan image yang tersimpan di 
dalam database sebagai image orang yang dikenal. Image yang berupa gambar wajah yang 
telah terdeteksi akan disimpan yang selanjutnya diteruskan untuk diproses dalam proses 
pengiriman notifikasi. 
5.3. Sending notification via SMS gateway / internet 
Data image yang berhasil dideteksi sebagai pencuri, akan dihubungkan dengan perangkat 
SMS gateway yang akan menghasilkan notifikasi khusus. Setelah aplikasi yang dipergunakan 
untuk melakukan image recognition berjalan dan menghasilkan sebuah file teks yang berisi 
informasi mengenai status hasil capture dari kamera, maka untuk selanjutnya file ini akan 
diproses oleh program bantu yang akan mengirimkan hasilnya menuju ke server SMS 
Gateway yang untuk kemudian akan dikirimkan dengan menggunakan SMS kepada pemilik 
atau orang yang memiliki hak untuk mendapatkan informasi melalui SMS. 
SMS Gateway yang dipersiapkan dengan menggunakan kannel sebagai software backend-nya 
yang berjalan pada sistem operasi linux ini, akan memantau dan menunggu inputan yang 
dikirimkan dari aplikasi bantu tersebut, dimana kiriman data yang dikirim oleh aplikasi bantu 
ini memiliki format yang sama dengan format pengiriman data dengan metode GET pada 
layanan web. 
Berikut adalah contoh format yang dikirimkan menuju ke SMS Gateway oleh program bantu 









Isi file teks yang dikirimkan ini bisa disesuaikan dengan kebutuhan, baik hanya memberikan 
notifikasi saja atau juga dapat disisipi lokasi hasil capture dari kamera jika diperlukan.Setelah  
perintah dengan format tersebut dikirimkan ke server SMS Gateway, maka software server 
SMS Gateway akan memproses perintah tersebut yang kemudian akan mengirimkan SMS 
menuju ke nomor yang dituju pada perintah diatas atau pada nomor pemilik atau nomor yang 
memang digunakan untuk menerima notifikasi via SMS. 
Selain itu, gambar yang terdeteksi bisa diakses melalui internet dimanapun si pemilik berada. 
Sebab perangkat lunak yang digunakan sudah bisa diakses melalui internet secara langsung.  
Adapun IP (Internet Protocol) yang akan diakses melalui internet dapat diatur dalam iSpy 
Connect menggunakan menu web server setting seperti pada gambar 9 berikut ini. 
 
Gambar 9 : Tampilan menu web server setting 
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5.4. Final result 
Hasil akhir dari penelitian ini berupa pernyataan bahwa image yang berhasil dideteksi 
merupakan pencuri atau bukan merupakan image yang telah dikenal (tersimpan di dalam 
database / bukan ) yang dikirimkan melalui notifikasi SMS Gateway. 
 
BAB 6. KESIMPULAN DAN SARAN 
8.1. Kesimpulan 
Adapun kesimpulan dari laporan kemajuan ini adalah sebagai berikut :  
a. Optimasi sistem keamanan berbasis motion detection yang dikembangkan sudah mampu 
mendeteksi setiap ada perpindahan gerak dan dapat mengirimkan alert tertentu. 
b. Sistem keamanan yang dikembangkan ini mampu diakses dari internet secara langsung 
dimanapun pemilik berada. 
c. Sistem keamanan yang dikembangkan ini mampu mengenali image pemilik yang 
hasilnya diteruskan melalui notifikasi via SMS Gateway. 
8.2. Saran 
Adapun saran yang dapat penulis berikan adalah sebagai berikut : 
a. Untuk tahap berikutnya diharapkan mampu mendeteksi image pemilik dengan tingkat 
akurasi 99% bahkan 100% sehingga memudahkan bagi para pemilik ternak burung walet 
dalam meningkatkan keamanan dalam menjalankan usahanya 
b. Teknik yang digunakan dalam face recognition kali ini merupakan teknik yang paling 
dasar, diharapkan untuk penelitian selanjutnya mampu menggunakan berbagai macam 
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Abstrak 
Peternakan burung walet merupakan bisnis usaha yang banyak diminati dikarenakan 
mempunyai nilai jual tinggi. Kasus pencurian sarang burung walet banyak ditemukan beberapa 
tahun belakangan ini yang menyebabkan keresahan para pemilik usaha tersebut. Mereka 
mengeluhkan sulitnya melakukan kontrol terhadap rumah sarang burung walet dikarenakan 
umumnya lokasi peternakan merupakan daerah yang jauh dari jangkauan pengaruh kemajuan 
teknologi dan perkembangan masyarakat. 
Sistem keamanan ruangan yang ada, masih memiliki beberapa kelemahan. Diantaranya 
aplikasi sistem keamanan tersebut belum mampu diakses user dengan autentikasi melalui web 
based application yang berbentuk aplikasi web via internet, serta belum mampu 
mengidentifikasi image pemilik rumah maupun orang terpercaya lainnya, sehingga semua 
orang yang masuk ruangan tersebut masih dideteksi sebagai pelaku kejahatan. Selain itu, 
sistem keamanan tersebut masih memanfaatkan teknologi MMS gateway yang memiliki 
keterbatasan pada pengiriman plaintext dan kompatibilitas perangkat. 
Berdasarkan latar belakang masalah tersebut, penulis mencoba mengoptimasi sistem keamanan 
rumah burung walet menggunakan perangkat keamanan berbasis motion detection yang mampu 
diakses user dengan autentikasi melalui web based application, serta mengembangkan sistem 
keamanan yang mampu mengidentifikasi image pemilik rumah maupun orang terpercaya 
lainnya dengan memanfaatkan teknologi SMS gateway.Metode pengembangan sistem yang 
digunakan dalam penelitian ini adalah metode SDLC (System Development Life Cycle) dengan 
model linier yang berurutan mencakup analisis masalah, konstruksi, testing, implementasi dan 
evaluasi. Adapun untuk testing yang digunakan adalah black box testing.  





Peternakan burung walet merupakan 
bisnis usaha yang banyak diminati 
dikarenakan mempunyai nilai jual 
tinggi. Kasus pencurian sarang burung 
walet banyak ditemukan beberapa tahun 
belakangan ini yang menyebabkan 
keresahan para pemilik usaha tersebut. 
Mereka mengeluhkan sulitnya 
melakukan kontrol terhadap rumah 
sarang burung walet dikarenakan 
umumnya lokasi peternakan merupakan 
daerah yang jauh dari jangkauan 




Sistem keamanan ruangan yang ada, 
masih memiliki beberapa kelemahan. 
Diantaranya aplikasi sistem keamanan 
tersebut belum mampu diakses user 
dengan autentikasi melalui web based 
application yang berbentuk aplikasi web 
via internet, serta belum mampu 
mengidentifikasi image pemilik rumah 
maupun orang terpercaya lainnya, 
sehingga semua orang yang masuk 
ruangan tersebut masih dideteksi 
sebagai pelaku kejahatan. Selain itu, 
sistem keamanan tersebut masih 
memanfaatkan teknologi MMS gateway 
yang memiliki keterbatasan pada 
pengiriman plaintext dan kompatibilitas 
perangkat. Berdasarkan latar belakang 
masalah tersebut, penulis mencoba 
mengoptimasi sistem keamanan rumah 
burung walet menggunakan perangkat 
keamanan berbasis motion detection 
yang mampu diakses user dengan 
autentikasi melalui web based 
application, serta mengembangkan 
sistem keamanan yang mampu 
mengidentifikasi image pemilik rumah 
maupun orang terpercaya lainnya 
dengan memanfaatkan teknologi SMS 
gateway. 
Metode pengembangan sistem yang 
digunakan dalam penelitian ini adalah 
metode SDLC (System Development 
Life Cycle) dengan model linier yang 
berurutan mencakup analisis masalah, 
konstruksi, testing, implementasi dan 
evaluasi. Adapun untuk testing yang 
digunakan adalah black box testing. 
Sistem keamanan yang akan 
dikembangkan menggunakan 
pendekatan motion detection yang 
mampu mengidentifikasi dan memantau 
seluruh kondisi lingkungan berdasarkan 
perubahan gerakan yang terjadi dalam 
suatu ruangan. Seluruh hasil informasi 
dari motion detection tersebut akan 
direkam dan dikirim ke handphone 
pemilik rumah burung walet melalaui 
notifikasi SMS yang akan 
memanfaatkan teknologi SMS Gateway. 
Selain itu, pemilik bisa mengakses 
monitoring ruangan tersebut melalui 
web yang telah dilengkapi dengan user 
autentikasi menggunakan password, 
sehingga tidak sembarangan orang yang 
mampu mengaksesnya. 
 
2. LANDASAN TEORI 
 
Penelitian sebelumnya oleh [5], untuk 
pengamanan rumah atau tempat usaha 
bisa dilakukan monitoring oleh pemilik 
rumah dengan sebuah sistem yang 
dibuat dengan menggunakan 
pendekatan deteksi gerak yang dapat 
mengidentifikasi dan memantau 
perubahan pergerakan lingkungan 
di seluruh ruangan. Hasil dari penelitian 
tersebut adalah berupa informasi dari 
gerakan lingkungan yang akan 
disimpan ke server dan penangkapan 
gambar akan diteruskan kepada 
pengguna sebagai pemberitahuan awal 
(pesan), yang pesan ini akan dikirimkan 
dengan menggunakan MMS teknologi 
(Multimedia Messaging Service). 
Namun sistem yang dibangun tersebut 
masih memiliki kelemahan di antaranya 
aplikasi tersebut hanya bisa diakses dari 
PC server dan handphone saja, belum 
mampu diakses oleh user melalui web 
based application yang berbentuk 
aplikasi web via internet yang 
diharapkan mampu diakses dimanapun, 
dan kapanpun oleh pemilik 
menggunakan autentikasi user dan 
password. Selain itu, aplikasi sistem 
kemanan tersebut juga belum mampu 
mengidentifikasi image pemilik rumah 
maupun orang terpercaya lainnya, 
sehingga semua orang yang masuk 
ruangan tersebut masih dideteksi 
  
 
sebagai pelaku kejahatan. Oleh karena 
itu, penulis bermaksud 
mengembangankan sistem kemanan 
yang sudah ada ini menggunakan web 
based application yang dilengkapi 
menggunakan autentikasi user dengan 
password. Selain itu, sistem kemanan 
ini akan dilengkapi dengan perangkat 
yang mampu mendeteksi image pemilik 
rumah burung walet maupun orang 
kepercayaan pemilik sebagai identitas 
yang diperbolehkan untuk memasuki 
ruangan dengan memanfaatkan 
teknologi SMS gateway. 
Motion detection ini dikembangkan 
dengan berbagai metode, diantaranya 
abnormal motion detection yang 
merupakan teknik pemantauan yang 
hanya akan menghasilan sebuah alarm 
jika ditemukan pola gerakan yang tidak 
umum [9]. Sedangkan dalam penelitian 
ini, sistem keamanan yang dibuat 
menggunakan pendekatan motion 
detection yang akan mengidentifikasi 
dan memantau seluruh perubahan 
pergerakan di dalam sebuah ruangan, 
jadi tidak hanya gerakan yang tidak 
umum saja, melainkan seluruh 
perubahan gerakan di dalam ruangan. 
Dalam penjelasannya, [6] menyatakan 
bahwa dengan perubahan gerak pada 
sebuah peralatan mampu meningkatkan 
keamanan dan privasi. Hal ini berarti, 
peralatan tersebut akan merespon ketika 
ada rangsangan gerak. Oleh karena itu 
dalam penelitian ini akan mempelajari 
dan memonitoring perubahan 
rangsangan gerak yang tertangkap dari 
kamera, data yang dihasilkan ini dapat 
digunakan untuk meningkatkan 
keamanan rumah burung walet dari 
segala bentuk kejahatan dengan 
mengirimkan data tersebut ke 
handphone si pemilik. 
Motion detection bisa terpenuhi dengan 
perangkat elektronik atau perangkat 
mekanik yang berinteraksi dengan 
menghitung kuntatitas perubahan yang 
terjadi dalam sebuah lingkungan  [12]. 
Penelitian ini akan memanfaatkan 
informasi gerak atau yang lebih dikenal 
dengan motion detection ini 
dikarenakan dengan informasi gerak 
yang diperoleh dari penangkapan image 
menggunakan kamera tersebut, akan 
membantu dalam mendeteksi setiap 
orang yang memasuki ruangan rumah 
burung walet. Sehingga akan diketahui 
mana user yang berhak memasuki 
rumah burung walet maupun yang tidak.  
Dalam penelitiannya [4], membuat 
aplikasi support system design untuk 
telepon PSTN VoIP menggunakan SMS 
yang mampu mengcapture paket sinyal 
yang berhubungan dengan paket 
aktivitas missed call menggunakan 
parsing paket algoritma novel. Sinyal 
ini selanjutnya akan dicocokkan dengan 
Rekam Call Detail (CDR) antara nomor 
telepon PSTN dengan nomor 
pasangannya yang sudah terdaftar. 
Sedangkan dalam penelitian ini, data 
yang akan dikirim ke nomor handphone 
melalui notifikasi SMS ke pemilik 
rumah burung walet yang diperoleh dari 
pendekatan motion detection. Adapun 
software yang akan digunakan untuk 
pengiriman data melalui SMS gateway, 
penulis menggunakan software open 
source seperti yang telah dikembangkan 
oleh  [4] dan  [10] yaitu Gammu. 
Penulis memutuskan menggunakan 
SMS gateway bukan MMS gateway 
seperti yang digunakan oleh  [5] 
dikarenakan menurut  [8] implementasi 
MMS daemon/gateway hanya terbatas 
pada pengiriman plaintext saja. Selain 
itu, kelemahan MMS terletak pada 
kompatibilitas perangkat, sedangkan 
  
 
SMS bersifat lebih universal untuk 
khalayak umum. 
Dalam [3] mengusulkan bahwa untuk 
meningkatkan tingkat keakuratan 
deteksi wajah dapat menggunakan 
pendekatan deteksi mata dengan posisi 
wajah frontal tegak. Face recognition 
adalah pengenalan pola dari bentuk 
wajah yang spesifik [1]. Dari 
pengenalan tersebut mampu 
menjelaskan mana yang termasuk di 
dalam kelompok maupun tidak setelah 
dilakukan pembandingan dengan data 
yang tersimpan. Di dalam face 
recognition terdapat pendekatan 
eigenfaces yang merupakan 
dekomposisi image wajah ke dalam 
sekumpulan kecil karakteristik image 
fitur. Pendekatan Eigenfaces ini 
memudahkan dalam memperoleh 
dimensi yang lebih kecil. Pendekatan ini 
menjadi metode yang banyak digunakan 
dalam face recognition karena sifatnya 
yang sederhana, cepat dan mudah 
dipelajari. Oleh karena itu, dalam 
penelitian kali ini, penulis 
menggunakan pendekatan eigenfaces. 
Principal Component Analysis (PCA) 
adalah salah satu teknik paling populer 
yang digunakan dalam image 
recognition dan compression [2]. PCA 
yang telah diimplementasikan dalam 
eigenfaces ini merupakan metode yang 
telah banyak digunakan untuk 
mengurangi dimensi [7]. Oleh karena 
itu, penulis memilih menggunakan PCA 
dalam penelitian ini. Tujuan 
menggunakan PCA adalah untuk 
mengurangi dimensi yang lebih lebar 
menjadi dimensi yang lebih kecil sesuai 
dengan kebutuhan. Hal penting 
penggunaan PCA untuk face 
recognition menurut [2]  adalah untuk 
mengekspresikan vector pixel 1D yang 
berasal dari gambar wajah 2D ke dalam 
compact principal component dari 
feature space. 
3. METODE PENELITIAN 
 
Metode pengembangan sistem yang 
digunakan dalam penelitian ini adalah 
metode SDLC (System Development 
Life Cycle) dengan model linier yang 
berurutan. Adapun tahapan langkah 
dalam penelitian ini dapat dilihat pada 















Pada tahap ini, penulis melakukan 
analisis masalah berdasarkan rumusan 
masalah yang telah disebutkan pada bab 
sebelumnya. Masalah tersebut 
diantaranya aplikasi sistem keamanan 
yang sebelumnya belum mampu diakses 
user dengan autentikasi melalui web 
based application. Oleh karena itu, 
penelitian ini akan membangun web 
based application berdasarkan hasil 








detection. Selain itu, penulis juga akan 
menganalisa sistem kemanan 
sebelumnya yang belum mampu 
mengidentifikasi pemilik rumah 
maupun orang kepercayaan lainnya 
yang memasuki ruangan. Oleh karena 
itu, penelitian ini akan menyimpan 
capture image pemilik agar dikenali 
oleh sistem. Hasil dari perubahan gerak 
yang diperoleh melalui motion detection 
akan dikirim melalui notifikasi SMS ke 
handphone pemilik rumah burung 
walet. Untuk memenuhi hal tersebut, 
dalam penelitian ini akan dibangun 
SMS gateway. Selanjutnya dilakukan 
juga analisis kebutuhan baik software 
maupun hardware.  
Adapun untuk kebutuhan software 
diantaranya Windows & Linux, iSpy 
connect atau Yawcam, Gammu atau 
Kannel (OSS), Virtualbox (OSS), serta 
Matlab. Sedangkan untuk kebutuhan 
hardware antara lain : Processor 
Pentium minimal i3, harddisk minimal 
500 GB, RAM minimal 2GB, web 
camera, modem GSM, handphone 





Dalam fase ini, berdasarkan analisis 
masalah sebelumnya akan disusun 
tahapan-tahapan pengembangkan 
sistem. Proses konstruksi ini akan 
menghasilkan batasan implementasi dan 
implementasi interface. Adapun tahapan 
pengembangan sistem keamanan rumah 
burung walet ini adalah : Membangun 
web based application, membangun 
aplikasi sistem keamanan yang mampu 
mendeteksi pemilik rumah burung 




Dalam fase ini, dari ketiga tahapan 
pembangunan pada hasil fase konstruksi 
akan dilakukan eksekusi program yang 
telah dibangun dengan tujuan untuk 
mengetahui tingkat kesalahan. Testing 
yang akan digunakan adalah black box 
testing. Dimana black box testing dalam 
penelitian ini berfokus pada output 
dalam penelitian ini adalah mampu 
menghasilkan sistem keamanan yang 
memiliki web based application serta 
mampu mendeteksi image si pemilik 
rumah, dan mengirimkan hasil motion 
detection melalui SMS gateway yang 




Selanjutnya fase implementasi akan 
menerapkan hasil testing sistem yang 
telah dibangun pada rumah burung 
walet. Sehingga dapat digunakan untuk 
melakukan kontrol jarak jauh demi 
keamanan rumah burung walet 





Pada fase evaluasi ini akan dilakukan 
evaluasi secara menyeluruh terhadap 
sistem keamanan yang telah 
diimplementasikan. Evaluasi ini akan 
berfokus pada kebutuhan user dalam hal 
ini pemilik rumah burung walet. Dari 
proses tersebut, akan diperoleh 
beberapa kebutuhan user yang belum 
mampu tercukupi, sehingga diharapkan 
dapat dilaksanakan perbaikan kesalahan 
  
 
pada sistem yang telah dibuat hingga 
menjadi sistem yang siap pakai dan 
sesuai kebutuhan. 
 
4. HASIL DAN ANALISA 
 
Berdasarkan dengan metode penelitian 
yang dipilih, dapat diterjemahkan 
menjadi diagram blok penelitian sesuai 





Gambar 2 : Diagram Blok Penelitian 
 
4.1 Motion Detection 
Deteksi gerak dilakukan berdasarkan 
dengan monitoring dari webcam dan 
akan mendeteksi jika terjadi 
perpindahan gerakan. Setiap 
perpindahan gerak akan muncul alert 
tertentu, sehingga memudahkan dalam 
pemilihan image. Motion detection ini 
diproses menggunakan software iSpy 
Connect for PC. Software ini mampu 
menangkap gambar baik gambar diam 
maupun gambar gerak dengan 
memanfaatkan webcam dari PC. Dari 
deteksi gerak ini akan menghasilkan file 
image yang menangkap gambar wajah 
seseorang. 
4.2 Image Processing 
 
File image dari hasil motion detection 
akan diproses menggunakan algoritma 
tertentu. Di dalam image processing ini, 
telah tersimpan database si pemilik 
sarang burung walet. Image tersebut 
akan dibandingkan dengan image dalam 
database. Jadi jika image tidak sesuai 
dengan database, maka akan 
dikategorikan sebagai orang yang tidak 
dikenali / pencuri. Adapun alur dalam 
image processing tersebut dapat dilihat 
pada gambar 3 di bawah. 
Dari aplikasi yang dibangun ini baru 
mampu mendeteksi setiap ada wajah 
yang terlintas mengarah ke kamera 
secara realtime. Setelah wajah 
terdeteksi langkah selanjutnya 
menyimpan wajah yang terdeteksi serta 
memberikan label nama sesuai wajah. 
Selanjutnya setelah terdapat basis 
pengetahuan untuk mengenali wajah, 
aplikasi akan terus berjalan mendeteksi 
dan mengenali setiap wajah yang ada di 
depan kamera. 
Proses pembandingan image ini 
menggunakan salah satu metode 
pendekatan face recognition yaitu 
eigenfaces dimana dalam penelitian kali 
ini memanfaatkan teknik PCA. Hasil 
dari image processing ini akan 
menghasilkan informasi tentang 
kemiripan image hasil penangkapan 
oleh detektor gerak yang akan 
dibandingkan dengan image yang 
tersimpan di dalam database sebagai 
image orang yang dikenal. Image yang 
berupa gambar wajah yang telah 
terdeteksi akan disimpan yang nantinya 















Gambar 3: Flowchart Image Processing 
 
4.3 Sending Notification 
Data image yang berhasil dideteksi 
sebagai pencuri, akan dihubungkan 
dengan perangkat SMS gateway yang 
akan menghasilkan notifikasi khusus. 
Selain itu, gambar yang terdeteksi bisa 
diakses melalui internet dimanapun si 
pemilik berada. Sebab perangkat lunak 
yang digunakan sudah bisa diakses 
melalui internet secara langsung. 
 
4.2 Final Result 
Hasil akhir dari penelitian ini berupa 
pernyataan bahwa image yang berhasil 
dideteksi merupakan pencuri atau bukan 
merupakan image yang telah dikenal 
(tersimpan di dalam database / bukan ). 
Kemudian pernyataan tersebut akan 
diproses untuk menjadi notifikasi yang 
akan dikirimkan menggunakan SMS 




Dari penulis mampu menyimpulkan 
bahwa optimasi sistem keamanan 
berbasis motion detection yang 
dikembangkan sudah mampu 
mendeteksi setiap ada perpindahan 
gerak dan dapat mengirimkan alert 
tertentu. Selain itu, sistem keamanan 
yang dikembangkan ini mampu diakses 
dari internet secara langsung dimanapun 
pemilik berada. Hasil akhir dari 
penelitian ini berupa pernyataan bahwa 
image yang berhasil dideteksi 
merupakan pencuri atau bukan 
merupakan image yang telah dikenal 
(tersimpan di dalam database / bukan ). 
Kemudian pernyataan tersebut akan 
diproses untuk menjadi notifikasi yang 
akan dikirimkan menggunakan SMS 
melalui SMS gateway. 
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