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Abstrakt 
Tato diplomová práce vychází z předpokladu potřeby konkurenčního zpravodajství jako 
systému sběru, analýzy a vyhodnocovaní informací o konkurenci, sledující získání 
konkurenční výhody. Práce si klade za cíl zanalyzovat stávající proces získávání 
informací o konkurenci a jejich využití při strategickém rozhodování v společnosti 
XXX. Po obecných teoretických předpokladech jsou popsané různé metody a přístupy 
k řešení konkurenčního zpravodajství. Metody jsou zhodnoceny a následně jsou 
vybrané nejvhodnější pro aplikaci právě na společnost XXX. V práci jsou také 
identifikovány hlavní zdroje informací o konkurenci, jde především o státní a komerční 
rejstříky a katalogy, firemní literaturu, internetové zdroje, osobní vědomosti ale i data-
mining a jiné sofistikované metody. 
Klíčová slova 
Competitive Intelligence, konkurenční zpravodajství, zpravodajství, analýza 
konkurence, konkurenční výhoda, získávání informací, informační zdroje, analýza 
informací, ochrana informací firemní registre, Spefis 
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Abstract 
This diploma thesis results from the need for Competitive Intelligence as a system for 
gathering, analyzing and communicating information about competitors to obtain a 
competitive advantage. The work attempts to analyze current knowledge gathering 
processes as well as an application of that information for strategic decision making 
inside the XXX corporation. After definition of basic terms several different methods 
and approaches to Competitive Intelligence are described. These methods are reviewed 
and those that suit XXX requirements best are picked up afterwards. In this thesis there 
are also identified some of the crucial information sources, to begin with public and 
commercial databases and catalogues, business publications, online sources, personal 
knowledge, but also data-mining and other sophisticated methods. 
Key words 
Competitive Intelligence, Intelligence, competition, competitive advantage, information 
gathering, information sources, information analysis, information protection, company 
registers, Specific company information systems 
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Úvod 
Moc štátu bola od antických dôb určovaná veľkosťou armády, jej výzbroje a schopností 
túto armádu uživiť. V neskorších dobách určovali silu štátu podľa jeho bohatstva a to 
predovšetkým nerastného. V súčasnej dobe sú najmocnejšie štáty, ktoré majú najviac 
hodnotných informácií a schopnosť rýchlo ich analyzovať, a následne použiť. Rovnako 
je to aj u firiem a to bez rozdielu od veľkosti. 
Schopnosť udržať sa na trhu, teda konkurovať, sa presúva do stredu strategického 
záujmu každého podnikateľa a manažéra. Naopak stratiť schopnosť konkurovať 
znamená prakticky rozsudok ekonomickej smrti. Ak je stratená celková schopnosť 
konkurencie, nepomôžu žiadne čiastkové úspechy. 
Znamená to byť schopný rýchlo reagovať na požiadavky trhu, inovovať, 
prichádzať s novými výrobkami a službami, hľadať na trhu nové príležitostí, ale 
i vyhovieť neustále sa meniacim právnym úpravám. Znamená to ale aj schopnosť do 
istej miery predikovať budúce chovanie trhu, konkurencie a v podstate aj zákonodarcov. 
Rovnako ako sa snaží predvídať naše kroky konkurencia, rovnako musíme postupovať 
aj my.  
Do českého povedomia sa stále ale ešte príliš nevryl pojem konkurenčné 
spravodajstvo - Competitive Intelligence (CI), ktorý pred takmer 20timi rokmi prišiel aj 
do Strednej Európy. Práve zbieraním informácií, analýzou a distribúciou vedomostí 
o konkurencii (všeobecne o relevantnom okolí) sa Competitive Intelligence zaoberá. 
Tieto informácie pre rozhodovanie požaduje v primeranej kvalite, forme a čase, pričom 
hlavne kvalita a čas sú hlavné kritéria pôsobiace proti sebe.  Na rozdiel od špionáže sa 
ale jedná čisto o legálnu činnosť, ktorá môže naopak predchádzať väčšine foriem 
hospodárskej kriminalite páchanej na konkrétnej firme. 
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1 Cieľ práce 
Táto práca si kladie za cieľ priblížiť problematiku Competitive intelligence v širšom 
hľadisku, definovať jej funkciu v organizácii,  vymedziť ju k ostatným formám 
spravodajstva a vysvetliť je prínos pre proces rozhodovania. Rovnako je mojim cieľom 
objasniť etickú otázku použitia Competitive intelligence,  vývoj tohto nástroja a opísať 
najčastejšie jej praktické použitie pri rozhodovaní. 
V ďalšej časti by som sa rád venoval zanalyzovaniu stávajúcich procesov 
získavania informácii o konkurencii v spoločnosti XXX a možným riešeniam zavedenie 
systému Competitive intelligence do tejto spoločnosti. 
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2 Konkurenčné spravodajstvo 
2.1 Definícia pojmu Competitive Intelligence 
Predtým, ako prejdem k definícii samotného Competitive Intelligence, je nutné objasniť 
pojem Intelligence, dáta, informácie a vedomosti. 
2.1.1 Pojem Intelligence 
Pod pojmom inteligencia v organizácii si môžeme podľa LIEBOWITZA (str. 7) 
predstaviť kolektívnu množinu pridaných hodnôt čerpaných z nehmotného majetku 
organizácie (vedomosti zamestnancov, manažmentu, ostatných zainteresovaných 
subjektov a zákazníkov). Aby sme zvýšili „IQ“ organizácie, musíme najskôr vytvoriť 
hierarchiu jednotlivých komponent, ktoré prispievajú k inteligencii organizácie. 
Tradičný model hierarchie môžeme vidieť na obrázku 2.1. 
Obr. 2.1: Hierarchia inteligencie 
 
Zdroj: LIEBOWITZ  (str. 7) 
Jednoduché dáta patria na spodnú vrstvu hierarchie. Ak je v dátach rozpoznaný nejaký 
vzor, stáva sa z nich informácie. Ak je informácie pochopená a vyskúšaná, stáva sa 
z nej znalosť. Zo množstva znalostí v nejakom obore sa stane odbornosť (expert 
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v obore). Najvyšší stupňom hierarchie, akousi nirvánou inteligencie, je múdrosť, ktorú 
je možné dosiahnuť až po rokoch učenia a zbierania skúseností. 
Ako vidieť, vedomosti a skúsenosti idú ruka v ruke pri vývoji inteligencie, 
špeciálne ak hovoríme nie o jednotlivcoch, ale organizácii. Organizačná inteligencia 
musí preto byť, postavená na troch základných typoch kapitálu: ľudského, 
štrukturálneho a vzťahového. 
Ľudský kapitál poukazuje na znalosti stelesnené zamestnancami organizácie. 
Štrukturálny kapitál je taký, ktorý nedokážeme jednoducho zobrať so sebou 
z kancelárie, čiže intelektuálne vlastníctvo (práva), niektoré databázy a podobne. 
Vzťahový kapitál (relationship capital) je sociálny kapitál, získaný od zákazníkov 
a ostatných zainteresovaných subjektov (stakeholders). Niektorí poukazujú aj na 
existenciu štvrtého, nazývaného konkurenčným kapitálom (competitive capital). Ten 
poukazuje na inteligenciu vychádzajúcej z toho, že viete o krokoch svojej konkurencie. 
Aby každá organizácia maximalizovala svoj inteligenčný potenciál, mala by podľa 
LIEBOWITZA (str. 5) prispievať do organizácie pridanou hodnotou všetky štyri typy 
kapitálu. 
2.1.2 Cesta od dát k spravodajstvu 
Pre veľkú časť manažérov je základným prvkom rozhodovania veľké množstvo 
informácií na vstupe. Tento prístup je ale v dnešnej dobe chybný, pretože manažment je 
často zaplavený obrovským množstvom informácií a rozhodovací proces je 
paralyzovaný. To, čo manažér v skutočnosti potrebuje, sú znalosti pomáhajúce učiniť 
konkrétne rozhodnutia v konkrétnej situácii, čiže spravodajstvo. 
Informácie sú totiž len vybrané fakty o minulosti, ktoré nemusia opisovať 
súčasnosť a už vôbec nie budúcnosť. Naproti tomu je spravodajstvo orientované práve 
na budúcnosť, vytvára predpoklady a dohady. Ako prednáša Tomáš Vejlupek, 
„spravodajstvo je umenie hádať“.1 V tejto súvislosti poukazuje na rozdiel medzi 
vyšetrovaním a rozhodovaním (tabuľka č.1): 
                                               
1 VEJLUPEK, T.. Konkurenční zpravodajství . Učební materiály k předmětu Konkurenční zpravodajství. 
2008, č. 1, s. 1-70. 
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Tab. č. 1: Rozdiel medzi vyšetrovaním a rozhodovaním 
  Vyšetrovanie - investigatívna 
analýza 
Rozhodovanie - spravodajská 
analýza 
Účel reakcie - riešenie následkov  prevencia - zvýšení nádeje na úspech  
Zadanie poznanie pravdy - zhromaždenie dôkazov 
zmenšenie neistoty - identifikácia 
signálov 
Metódy logická dedukcia  logická indukcia  
Výstup hypotézy o príčinách existujúceho stavu  
hypotézy o budúcom stave alebo 
vývoji  
Čas nie je rozhodujúci čím skôr, tým lepšie  
Zdroj: VEJLUPEK (2002) 
Ak chceme hovoriť o spravodajstvu, musíme si teda vyjasniť, z čoho spravodajstvo 
vychádza. Postupovaním po pyramíde inteligencie na obrázku 2.1 postupne 
transformujeme surové dáta do výslednej správy, ktorá poslúži pri samotnom 
rozhodovaní. 
Dáta v nej predstavujú iba izolované fakty, ktoré môžu byť pravdivé a majú len 
obmedzený význam. Na rozdiel od nich sú informácie zrozumiteľné a použiteľné. 
Prestavujú v podstate dáta v kontextu k nejakému relevantnému problému a umožňujú 
pomocou implikácií pochopiť tento problém. Informácie majú už na rozdiel od dát 
v sebe zakomponovanú aj istú dávku vlastného postoja. 
Samotné informácie ale trpia „stratou na kvalite“, ktorá je spôsobená 
predovšetkým faktorom času. Preto na správne rozhodovanie nestačia a stanú sa 
významné až v rukách niekoho skúseného, kto má moc rozhodovať. Vtedy sa z nich 
stanú znalosti. 
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Tab. č. 2: Koncepčné rozdelenie dát, informácií, inteligencie a vedomostí 
Koncept Význam Zúžený význam 
Dáta 
· Reťazec symbolov, faktov, 
meraní, štatistík 
· Faktické informácie 
· Roztrúsené časti vedomostí 
Symboly, fakty, štatistiky 
Informácie 
· Organizovaná forma dát 
· Dáta v kontexte 
· Dáta s nejakou väzbou 
· Časť vedomostí, ktorá môže 
byť kodifikovaná a uložená 
· Fyzická reprezentácia 
vedomostí 
· Samotný prenos vedomostí, 
informovanie, komunikácia 
Dáta v kontexte a spoločnej 
väzbe 
Intelligence 
· Forma informácie 
· Analyzovaná informácia 
· Význam vznikajúci 
z analýzy 
Analyzované informácie 
s pridanou hodnotou 
Vedomosti 
· Dáta alebo informácie 
s nejakým názorom 
· Informácie s vyššou 
pravdepodobnosťou 
a odôvodnosťou 
· Zdieľané informácie 
· Informácie v spojení so 
skúsenosťami 
· Stav vedenia 
Vnútorná hodnota informácií 
v spojení so skúsenosťami, 
názor 
Zdroj: BOUTHILLIER a SHEARER (str. 6). 
Podľa ŠMEJKALA (str. 14) môžu byť znalosti vznikajúce v procese CI použité dvomi 
spôsobmi. Ak má osoba, ktorá vyhodnocuje informácie, dostatočné rozhodovacie 
právomoci vo firme, vyvodí z nich priame rozhodnutia. V druhom prípade, ktorý je 
podstatne častejší, osoba vyhodnocujúca informácie vypracuje správu, na základe ktorej 
rozhoduje vedenie spoločnosti. Táto správa podľa Šmejkala predstavuje vyššiu formu 
znalostí, ktorá je ľahko komunikovateľná, čiže môže byť predávaná ďalším osobám 
vstupujúcim do rozhodovania.  
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Obr. 2.2: Transformácia dát na informácie, znalosti a výsledné rozhodnutie 
 
Zdroj: DIAČIKOVÁ 
VEJLUPEK (2001) píše o význame slova „intelligence“ (spravodajstvo), ktoré môže 
mať za následok nesprávne chápanie problematiky. Dôležité je objasniť význam 
anglického slova „intelligence“, ktoré sa používa v dvoch rôznych kontextoch:  
· Vo vzťahu k schopnostiam človeka (všeobecne vo vzťahu k akémukoľvek 
organizmu alebo systému) je to schopnosť adaptovať sa na prostredie, resp. na jeho 
zmeny. Tomu zodpovedá české slovo inteligence. 
· Vo vzťahu k činnosti človeka (organizácie) je to schopnosť informovať s cieľom 
porozumenia nejakej situácii a možnosti ovplyvnenia jej vývoja. Zároveň je to aj 
výsledok tejto činnosti, t.j. znalosť určená pre daného človeka, v jemu 
zrozumiteľnej podobe, v okamihu umožňujúcom jej využitie k danej akcii. Tomu 
zodpovedá české slovo „zpravodajství“.   
2.1.3 Informačné prostredie a manažment znalostí v 
podnikateľskej sfére 
Množstvo znalostí o konkurencii pochádza priamo zo štruktúry samotnej spoločnosti. 
Tieto znalosti by preto mali byť spoločnosťou manažované tak, aby sa ich získalo 
a uchovalo čo možno najviac. Manažment znalostí (Knowledge Management, skratka 
KM) je definovaný prof. Zeleným z Forheim University, New York2, ako systematický 
a integrujúci proces riadenia a koordinácie širokého portfólia činností spoločnosti, ako 
získavanie, vytváranie, ukladanie, zdieľanie, spájanie, vyvíjanie, rozvíjanie a využívanie 
vedomostí jednotlivcov i skupín za účelom dosiahnutia vyššej podnikovej výkonnosti. 
                                               
2 ZELENÝ, M. 23. Medzinárodné kolokvium: Znalostný manažment – kľúč k úspechu. 
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Manažment znalostí je preto nedeliteľnou podsúčasťou konkurenčného 
spravodajstva a práve jeho absencia alebo nefunkčnosť je jedným z hlavných príčin 
neefektívneho spravodajstva. Efektívne pracovať s informáciami vo firme, teda mať 
znalosti, ako ich použiť, neznamená, že ich musí byť obrovské množstvo. Dôležité je 
vedieť, ako získať z informácií a zo znalostí, ktoré sú roztrúsené po firme konkurenčnú 
výhodu, čo vôbec nie je jednoduché. Jednotlivec svoje znalosti môže využívať vždy, 
lebo ich má stále k dispozícii. No pre firmu, so stovkami či tisíckami zamestnancov to 
už problém je.  
Ľuďom nemožno prikazovať zdieľať znalosti, ale môžeme riadiť prostredie, v 
ktorom sa znalosti môžu vytvárať, objavovať, zachytávať, zdieľať, extrahovať, 
overovať, odovzdávať, prijímať, upravovať a aplikovať. A to je úlohou firemnej 
kultúry, ktorá bariéry zdieľania (technologické bariéry, podnikové procesy, ľudské 
chovanie) maximálne eliminuje, aby znalosti voľne prúdili a informácie boli zmysluplne 
využívané pri napĺňaní stratégie. Dáta a informácie musia byť potom verifikované 
vložené do kontextu [10.]. 
2.1.3.1 Efekt firemnej kultúry na inteligenciu v organizácii 
Slovo kultúra sa môže zdať ako príliš nejasný termín, ale práve kultúra organizácie má 
veľký vplyv na jej inteligenciu. Podľa LIEBOWITZA (str. 6) totiž organizačná 
inteligencia v sebe zahŕňa aj ľudský kapitál, čiže ako sa ľudia vidia a ako zapadajú do 
firemného prostredia, má kultúra na jeho rast alebo pokles dramatický účinok. Ako 
príklad predkladá predstavu, že v organizácii je zamestnancom veľmi kreatívny jedinec, 
ktorý nemá rád byrokratický prístup k práci využívaný v hierarchii organizácie, pričom 
jeho nadriadený je človek, ktorý má rád silnú kontrolu nad svojimi podriadenými. 
V takýchto podmienkach bude asi veľmi ťažké pracovať a veľmi pravdepodobne by 
v takejto spoločnosti dlho nezostal. Jeho kreativita by bola totiž brzdená firemnou 
klímou, ktorá by znížila inovatívnosť a nakoniec i produktivitu. Jeho ľudský kapitál 
a inteligencia by nevzrastala, respektíve by klesala, pretože by sa v takomto prostredí 
necítili komfortne. 
Podľa knihy DAVA DELONGA, Lost Knowledge: Confronting the Treat of an 
Aging Workforce (Oxford University Press, 2004), mieru podpory kultúry pri budovaní 
KM je možné odhadnúť podľa úrovne „dôvery v organizáciu“, často prezentovanú ako 
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spoločné ciele spoločnosti. Ak teda existuje kultúra podporujúca zdieľanie znalostí, 
budovanie organizačnej inteligencie je výrazne efektívnejšie. Naopak, ak firemná 
kultúra nenabáda zamestnancov k zdieľaniu, tí sa budú snažiť nechať svojej vedomosti 
sami pre seba. Vysoká dôvera v organizácii jednoznačne podporuje budovanie 
organizačnej inteligencie. 
2.1.4 Konkurencieschopnosť a Competitive Intelligence 
Definovať konkurenčnosť môžeme rôznymi spôsobmi, najčastejšie sa zdôrazňuje 
schopnosť zápasiť s prednými výrobcami na slobodnom trhy a udržať si miesto na 
tomto trhu. Kladie sa dôraz na to, že nemá ísť o jednotný a náhodný výsledok, ale o istú 
výkonnostnú úroveň. Koncom minulého tisícročia bola podľa JIRÁSKA3 medzinárodne 
prijatá definícia: „Konkurenčnosť je schopnosť obstáť na trhu a zaistiť si aspoň 
strednodobú prosperitu“. 
Rauch hovorí o tom, že konkurenčný boj je základom vývoja tržného 
hospodárstva, založený na princípoch evolúcie. Všetci žijeme v konkurenčnom 
prostredí rôznych subjektov, či už ľudí, firiem, regiónov, strán, národov a podobne. 
A práve konkurenčná výhoda nám umožňuje dosiahnuť nejakého cieľa skôr alebo 
efektívnejšie ako iné subjekty. Konkurenčnosť je podľa RAUCHA (str. 12) schopnosť 
dlhodobo vytvárať a chrániť svoje konkurenčné výhody. 
Znamená to byť schopný rýchlo reagovať na požiadavky trhu, inovovať, 
prichádzať s novými výrobkami a službami, hľadať na trhu nové príležitostí, ale 
i vyhovieť neustále sa meniacim právnym úpravám. Znamená to ale aj schopnosť do 
istej miery predikovať budúce chovanie trhu, konkurencie a v podstate aj zákonodarcov. 
Rovnako ako sa snaží predvídať naše kroky konkurencia, rovnako musíme postupovať 
aj my. Do českého povedomia sa stále ale ešte príliš nevryl pojem Competitive 
Intelligence (CI), ktorý pred takmer 20timi rokmi prišiel aj do Českej republiky. Práve 
zbieraním informácií o konkurencii, ale i obchodných partneroch sa Competitive 
Intelligence zaoberá. Jedná sa o legálnu činnosť, ktorá pomáha dokonca predchádzať 
väčšine foriem hospodárskej kriminalite páchanej na konkrétnej firme. 
                                               
3 JIRÁSEK, Jaroslav. Konkurenčnost a inovace. In: Inovace 2005. Dostupné z: 
<http://www.svses.cz/skola/akce/konf/inovace05/texty/jirasek1.pdf>. s. 14. 
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Úspešnosť a schopnosť obstáť v konkurencii, ktorá môže vďaka digitalizovanému 
a sieťovému prostrediu prísť odkiaľkoľvek, záleží predovšetkým od manažmentu 
organizácie. J.B. HARRLED (str. 60) prisudzuje manažmentu 3 dôležité role: 
· riadiť informačné toky 
· riadiť inovácie a tvorbu intelektuálneho vlastníctva 
· riadiť neustále procesy učenia 
K tomu je podľa PAPÍKA (2005, str. 485) potreba využiť množstvo technologických 
nástrojov a metód, a to hlavne: 
· vyťažovanie médií (media minig) – schopnosť vyhľadávať a použiť informácie 
· zdroje studnice informácií (knowledge repositories) – schopnosť organizovanie 
informácií a znalostí pre ich ďalšie použitie 
· nástroje na spoluprácu a súčinnosť (callaborative tools) 
Práve problematike zdrojov a vyťažovanie prisudzuje Papík vysokú dôležitosť pre 
činnosť Competitive Intelligence. 
2.1.5 Definícia CI 
Nie je jednoduché nájsť univerzálnu definíciu pre Competitive intelligence (CI). Je to 
spôsobené relatívne krátkou históriu a predovšetkým vysokej rozdielnosti v jej aplikácii 
v praxi. Definícií CI je preto hneď niekoľko. Najviac preferované definície CI sú od 
svetovej autority danej problematiky a to združenia profesionálov okolo Competitive 
Intelligence a to SCIP. V roku 2004 definovali CI ako „systematický a etický program 
pre zber, analýzu a organizovanie vonkajších informácií, ktoré môžu ovplyvniť plány 
spoločnosti, jej rozhodnutia a riadenie.“ 4  
Jedna zo skorších definícií je od bývalého predsedu SCIP Billa WEBERA: „CI je 
dynamická podnikateľská disciplína pre zbieranie, analyzovanie, komunikovanie a 
manažovanie znalostí konkurenčného podnikateľského prostredia, a zahrnutia tohto 
                                               
4 SCIP: CI Resources: What is CI? The Society of Competitive Intelligence Professionals 2003.  
Dostupné na internete: < http://www.scip.org/ci/> 
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spravodajstva do podnikovej stratégie tak, aby zabezpečila a udržala konkurenčnú 
výhodu.“  
Významná osobnosť vo svete CI je Leonard FULD, ktorý publikoval niekoľko 
diel o CI a je zakladateľom a prezidentom poradenskej spoločnosti Fuld & Company 
(USA). V roku 2003 definoval CI v nasledujúcich bodoch ako:5 
· informácie, ktoré boli analyzované do stavu, kedy je na základe nich možné 
urobiť rozhodnutie, 
· nástroj včasného varovania, ktorý upozorní manažment na nástrahy i príležitosti, 
· prostriedok pre racionálne odhady a hodnotenia, 
· spôsob života organizácie, neustály proces, 
· prirodzenú súčasť top spoločností, 
· činnosť vykonávanú zhora (v hierarchii organizácie), 
· spôsob, akým nazerať za dvere vlastnej organizácie, 
· krátkodobý aj dlhodobý proces. 
 
Podľa S. MILLERA6 je Competitive intelligence prúd analyzovaných informácií 
k miestu, kde je možné vykonať kritické rozhodnutie. Skutočná hodnota informácii je až 
v bode rozhodovania. „Inteligencia je viac ako len čítanie novinových článkov, je 
o vytváraní unikátnych a  hlbokých pohľadov do obchodné prostredie firmy.“  
K dôležitosti konkurencieschopnosti sa pridávajú vo svojej definícii 
BOUTHILLIER a SHEARER. CI  definujú ako proces zbierania informácií so 
zameraním na analýzu externého prostredia spoločnosti, hlavne svojich konkurentov, za 
účel zostať konkurencieschopný (BOUTHILLIER a SHEARER, str. 29). 
Podstatne komplexnejšiu definíciu založenú na rovnakej myšlienke ponúka 
PRESCOTT7: „Competitive intelligence je definovaná ako proces vytváranie akčných 
                                               
5 FULD, Leonard.: What Competitive Intelligence Is and Is Not. Fuld & Company, Inc. 2003.  
Dostupné na internete:: <http://www.fuld.com/Company/CI.html> 
6 MILLER, Stephen. 2001. Competitive Intelligence – An Overview. SCIP, 2001. [cit. 2009-04-27]. str.13  
7 PRESCOTT, John E. Proven Strategies in Competitive Intelligence: Lessons from the Trenches. New 
York: Wiley, 2001. s. ISBN 0471401781. str. 42-43. 
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predpovedí založených na dynamike konkurencie a netržných faktorov, ktoré môžu byť 
použité na zvýšenie konkurenčnej výhody danej spoločnosti. Konkurenčné spravodajstvo 
ide za hranice konvenčného marketingového a oborového výskumu a to využívaním 
všetkých aspektov okolitého prostredia firmy (okrem iného konkurenčných, 
technologických, ale aj sociálnych, politických, ekonomických a ekologických) na 
rôznych úrovniach (napr. všeobecnej, oborovej, operatívnej).“ 
Stephen MILLER, editor časopisu Competitive Intelligence Magazine, definuje CI 
ako analýzu, ktorá premieňa čisté dáta (zozbierané fakty, čísla, štatistiky) na použiteľnú 
inteligenciu (usporiadané a interpretované dáta, odhaľujúce vzťahy a trendy).   
Kľúčovým cieľom je „skoré varovanie“ – včasné upozornenie, ktoré umožňuje 
vedúcim pracovníkom pripraviť sa dopredu na využitie konkurenčnej výhody 
(MILLER, 2001).  CI umožňuje manažmentu firiem včas zaznamenať zmeny na trhu a 
reagovať s dostatočným predstihom a urobiť tak zásadný krok, ktorý strategicky 
posunie firmu vpred.   
Helen Rothberg a Scott Erickspon vo svojej knihe From Knowledge to 
Intelligence: Creating Comptetitive Advantage in the Next Economy spomenuli 
príslovie, ktoré hovorí, že znalosti majú svoju hodnotu, ale spravodajstvo je moc 
(„knowledge has value, intelligence has power“). V tejto knihe okrem iného tiež opísali 
Competitive Intelligence ako získavanie toho, čo potrebujeme, použitím toho, čo vieme. 
Taktiež sa zaoberali myšlienkou, že je možné určiť či je organizácia na správnej ceste 
a generuje „konkurenčný“ kapitál, a to pomocou nasledujúcich troch otázok: 
· Viete pred prijímaní strategického rozhodnutia všetko, čo potrebujete 
k rozhodnutiu vedieť? 
· Viete, kde nájsť informácie, ktoré k rozhodnutiu potrebujete? 
· Viete, čo budete robiť s takýmito informáciami, keď ich nájdete? [19.] 
Richard Coombs vo svojej knihe Competitive Intelligence Handbook (1993) sumarizuje 
najčastejšie definície CI [1.]:  
· Zber, selekcia, interpretácia a distribúcia verejne dostupných informácií so 
strategickým významom.  
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· Činnosť monitorovania externého prostredia organizácie pre získanie informácií, 
ktoré sú relevantné pre rozhodovacie procesy v danej organizácii.  
· Analytický proces, ktorý transformuje rôznorodé informácie o konkurencii do 
strategickej, relevantnej, správnej a použiteľnej vedomosti o konkurencii, jej 
pozícii, správaní, schopností a zámerov.  
· Proces, pri ktorom zhromaždené a analyzované informácie umožňujú úplné 
porozumenie konkurenčnej firmy, jej štruktúry, kultúry, správania, schopností, 
silných a slabých stránok. 
2.1.5.1 Pohľad českých a slovenských odborníkov 
Richard PAPÍK, osobnosť českej scény konkurenčného spravodajstva, definuje 
competitive intelligence ako prácu zisťovania, sledovania a vyhodnocovania 
konkurenčného prostredia s cieľom odhaliť slabé a silné stránky konkurencie, 
rozpoznať jej strategické zámery. 8 
Papík zhŕňa chápanie CI do nasledovných bodov: 
· procesy analýzy a syntézy dát, resp. informácií, ktoré sa transformujú do 
strategickej znalosti,   
· zhromažďovanie informácií o konkurencii, pričom tieto informácie majú rôznu 
typológiu a spolu skladajú mozaiku obrazu a konkurencii; ide o akúsi legálnu 
špionážnu hru (súčasť war games, ktoré majú veľký význam v určovaní stratégii 
firiem),  
· informácie z okolia sledovaných subjektov: trh, štát, právo a legislatíva, 
politické a demografické súvislosti,  
· proces, ktorého cieľom je dohnať a predbehnúť konkurenciu, nenechať sa 
prekvapiť, mať v správnej dobe správne informácie, ktoré poskytujú strategickú 
a konkurenčnú výhodu.   
Tomáš VEJLUPEK {2001) ponúka vo svojich príspevkoch viacero definícii CI. CI 
definuje ako proces, ktorým organizácie získavajú, spracovávajú, analyzujú a používajú 
                                               
8 PAPÍK, Richard. Metody Competitive Intelligence na Internetu. In: Infomedia 1998b. Dostupné on-line: 
<http://www.inforum.cz/infomedia98/pdf/papik.pdf> 
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informácie týkajúce sa konkurencie, čo im umožňuje robiť lepšie rozhodnutia, 
dosahovať špecifické ciele a úspechy. Tomáš Vejlupek ďalej definuje CI ako profesiu 
(činnosť), ktorej poslaním je poskytovanie informácií umožňujúcich subjektu 
(jednotlivcom, firmám, organizáciám) úspešný rozvoj v konkurenčnom prostredí. 
Pričom cieľom je poskytnúť informácie, ktoré budú využité konkrétnou osobou, v 
konkrétnom momente pre konkrétny cieľ. 
Podľa Doc. RNDr. Jan Raucha, CSc., z VŠE v Prahe, je Competitive Intelligence 
proces zhromažďovania analýz a aplikácií informácií o silných a slabých stránkach 
konkurencie s cieľom formulovať úspešnú stratégiu v podniku. CI je podľa neho nutná 
súčasť analýzy SWOT (Strengths, Weaknesses, Opportunities, Threats) 9 
Konkurenčnému spravodajstvu sa venuje aj sektor bezpečnostných služieb a 
detektívnej činnosti. V tejto oblasti sa produkt konkurenčného spravodajstva definuje 
ako produkt s cieľom zabránenia konkurencii získať informácie umožňujúce konkurencii 
získať informácie umožňujúce kvalifikované rozhodnutie, alebo dodanie dezinformácie, 
ktorá neumožní konkurencii kvalifikované a správne rozhodnutie Toto chápanie 
vystihuje anglické antonymum counter-intelligence, v našich podmienkach prekladané 
ako kontrašpionáž.10 
2.2 Funkcie Competitive Intelligence v podniku 
CI má pre podnik veľký význam z pohľadu určenia jeho postavenia a smerovania na 
trhu. Svojimi prínosmi umožňuje vrcholovému manažmentu lepšie pochopiť podmienky 
na trhu, spoznať jednotlivých hráčov trhu. Podstatou konkurenčného spravodajstva sú 
postupy (formy, metódy a prostriedky), ktorými je možné odhaliť stratégiu konkurencie 
a využiť ju v prospech vlastnej firmy. Preto má CI významný vplyv na tvorbu 
konkurenčnej stratégie, ale aj na ostatné strategické rozhodnutia, 
                                               
9 RAUCH, Jan. Zpracování informací a znalostí – Konkurenční zpravodajství. Katedra informačního a 
znalostního inženýrství VŠE v Praze. Učební materiál. str. 3 
10 BRABEC, František. Komerční zpravodajství jako významná součást soukromé detektivní činnosti II. 
In: Security Server, 2000. Dostupné on-line: <http://www.securityserver.cz/article.asp?ArticleID=2>. 
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„To, čo osvieteným generálom a múdrym vládcom umožňuje dosahovať víťazstvá 
na každom kroku, a čím prevyšujú ostatných ľudí, sú tie správne informácie. Porážka je 
opravedlniteľná, prekvapenie nie.“ Art of War, Sun-Tzu. 11 
Konkurenčné spravodajstvo teda predstavuje jednoznačný prínos pre firmu, ktorá 
ho vykonáva. Funkcie CI môžu byť nasledujúce [30.]: 
· ofenzívne využitie informácií v medziach zákonov a obchodnej etiky 
(deontologie) 
· predvída zmeny na trhu 
· odhaduje postupy konkurentov, indikuje porušenie pravidiel a zákonov zo strany 
konkurentov 
· objavuje nových a potenciálnych konkurentov 
· učí o úspechoch a zlyhaniach druhých 
· pozdvihuje rozsah a kvalitu daných cieľov 
· upozorňuje na nové technológie, produkty a procesy, ktoré ovplyvňujú firmu 
alebo celé odvetvie 
· informuje o politických, legislatívnych alebo regulačných zmenách a ich 
dopadoch na firmu 
· otvára možnosti vstupov do nových odvetví podnikania 
· pomáha hodnotiť firemné praktiky a metódy z nadhľadu 
· napomáha zavádzaniu najnovších postupov a techník manažmentu 
2.2.1 Konkurenčné spravodajstvo a strategické rozhodovanie 
Competitive intelligence má na strategické rozhodovanie silný vplyv, preto  odborníci 
odporúčajú, aby útvar vykonávajúci CI, bol v rámci organizačnej štruktúry umiestnený 
čo najvyššie. Väčšinou sa nachádza ako štábny útvar priamo pod CEO. Manažér CI vo 
veľkých podnikoch priamo informuje CEO, preto je zvyčajne na čele jednotky, ktorá je 
samostatná, alebo začlenená do organizačnej jednotky zodpovednej za business 
development, strategický rozvoj alebo strategické plánovanie. Ivan ŠPINGL vo svojej 
práce prirovnáva CI v podnikovej štruktúre k organizačnej štruktúre štátu, kde rovnako 
                                               
11 dostupné z: <http://www.ccak.org/static/suntzu.pdf> 
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existujú profesionálne spravodajské služby, ktoré informujú o vnútornom a vonkajšom 
prostredí štátu, a tým pomáhajú pri rozhodovaní.12 
Výsledkom konkurenčného spravodajstva sú teda využiteľné informácie. t.j. 
informácie spracované v podobe umožňujúcej konkrétnej osobe v konkrétnej situácii 
vykonať konkrétne rozhodnutie. Bez znalosti vašej konkurencie alebo kľúčových 
faktorov, ktoré môžu krátkodobo alebo dlhodobo ovplyvniť vaše odvetvie, sa nedá 
uspokojivo rozhodovať o firme. Práve tieto (interné aj externé) faktory sú dôležitými 
kritériami, ktoré pôsobia na vývoj a výsledok akéhokoľvek rozhodnutia [33.]. 
Práve v dôsledku týchto príležitostí, ale aj hrozieb, je nutné, aby organizácia 
budovala systém odmeňovania, ktorý by motivoval zamestnancov k zdieľaniu ich 
vedomostí, ale zároveň zabraňoval ich úniku mimo organizáciu.  
2.3 Ciele Competitive intelligence 
Competitive intelligence sa snaží odpovedať na 3 rôzne otázky a tým v podstate 
definujú základné ciele a smery, v ktorých sa CI odohráva [7.] : 
Ako si má podnikateľský subjekt uchovať svoje vlastné tajomstvo (dôverné a 
utajované skutočnosti) „v tajnosti“. Za najdôležitejšiu je nutné považovať ochranu 
svojich dôverných informácií, dát, počítačových a komunikačných systémov. 
Získavanie informácií o konkurencii by bolo k ničomu, keby sme neboli schopní 
ochrániť svoje vlastné informácie.  
Aký bude spôsob zhromažďovania informácií potrebných pre vlastné podnikanie 
(informácie o trhu, informácie o konkurencii apod.). Zhromažďovanie informácií o 
konkurencii by malo mať pevne stanovené pravidlá, ktoré musia vychádzať z istého 
etického kódexu. Ak u ochrany vlastných informácií, dát, počítačových a 
komunikačných systémov spravidla nehrozia riziká porušenia zákona ani etiky, u 
zhromažďovania informácií o konkurencii táto otázka nie je  úplne jednoznačná a jasná.  
Ako získané informácie využiť pre ovplyvnenie vlastných podnikateľských 
aktivít, konkurenčných firiem, obchodných partnerov apod. Je potrebné stanoviť postup 
                                               
12 ŠPINGL, Ivan. Competitive Intelligence v organizaci [online]. In ModerniRizeni.hned.cz , 
aktualizované 12. 10. 2007 [cit. 2007-11-25]. Dostupné z: <http://modernirizeni.ihned.cz/c4-10000545-
22200570-600000_d-competitive-intelligence-v-organizaci>. 
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využívania získaných informácií, inak by boli získané informácie k ničomu. V 
podnikateľskom subjekte je nutné spracovať a realizovať systém informačných tokov, 
systém spracovania a systém využitia informácií v rámci ovplyvňovanej funkcie – 
vplyvného pôsobenia. 
Práve na základe týchto otázok môžeme podľa BRABCA (2002, str. 21) rozlíšiť 
konkurenčné spravodajstvo do kategórií, ktoré sa líšia svojim primárnym cieľom: 
· aktívne (útočné) spravodajstvo: získavanie, zhromažďovanie, triedenie a 
analyzovanie informácií potrebných pre podnikanie vrátanie informácií o 
konkurencii  
· obranné spravodajstvo: ochrana vlastných dát, počítačových a 
komunikačných systémov podniku  
·  lobistické spravodajstvo: systém opatrení a protiopatrení na ovplyvňovanie 
vlastných krokov, krokov obchodných partnerov, krokov konkurencie, 
krokov štátnej správy a pod. [3.] 
V nadväznosti na funkcie konkurenčného spravodajstva, ide o odhalenie a elimináciu 
určitého nebezpečenstva spojeného napríklad so zahájením určitej výroby, 
uskutočnením určitého obchodu, využitím novej technológie, či vstupom na nový trh. 
Informácie získané konkurenčným spravodajstvom slúžia primárne pre vrcholový 
a stredný manažment firmy. Napomáhajú manažmentu prijať opatrenia a protiopatrenia 
s cieľom predbehnúť konkurenciu, a tiež k ochrane vlastných zámerov. Výsledkom 
konkurenčného spravodajstva sú teda využiteľné informácie. t.j. informácie spracované 
v podobe umožňujúcej konkrétnej osobe v konkrétnej situácii vykonať konkrétne 
rozhodnutie. [39.] 
Všetky tieto pravidlá sumarizuje Doc. RNDr. Jan Rauch, CSc. (RAUCH, str. 12), 
podľa ktorého je typickým predmetom zadania pre CI spracovanie informácií 
a poskytnutie znalostí za jedným z týchto účelov: 
1. tvorba konkurencieschopnej stratégie 
2. voľba vhodnej taktiky (ofenzívnej alebo defenzívnej) 
3. efektívne riešenie konkrétneho problému (operatíva) 
4. systematické vyhľadávanie príležitostí a identifikácia hrozieb 
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5. cieľavedomé ovplyvňovanie prostredia (lobbing) 
2.3.1 Obranné konkurenčné spravodajstvo 
Defenzívne (obranné) konkurenčné spravodajstvo (Competitive Counter Intelligence) 
má za úlohu chrániť vlastné dáta, aby sa organizácia predišla ich zverejneniu a tým 
k strate vybudovanej konkurenčnej výhody. Dosahuje to predovšetkým zberom 
informácií pre včasné odhalenie konkurenčných aktivít. V prípade nelegálnej aktivity je 
jej úlohou zber dôkazov pre úspešný priebeh prípadnej žaloby. Na strane legálnych 
informácií sa snaží obranné spravodajstvo o ochranu strategických firemných informácií 
pred pokusmi o ich získanie (legálne) zo strany konkurencie. Informácie sú totiž 
v dnešnej vysoko konkurenčnej dobe najcennejšie aktívum a strata know-how môže 
prakticky viesť ku krachu firmy. V tejto oblasti spravodajstva sa spravidla nevyskytujú 
žiadne problémy. Ide o svojpomocnú, úplne legitímnu a oprávnenú ochranu vlastných 
záujmov, spravidla teda vlastných ekonomických záujmov. [7.] 
Veľká časť organizácií v Českej republike využíva techniky obranného 
spravodajstva bez toho, aby si boli vedomí, že ide práve o konkurenčné spravodajstvo. 
V podstate si len stanovia, ktoré informácie sú pre nich najdôležitejšie a tie 
najrôznejšími formami bránia pred konkurenciou. [37.] 
Existujú tri základné aktivity defenzívneho spravodajstva (NOLAN, str. 143): 
· Obrana a ochrana informácií, dát, počítačových a komunikačných 
systémov. Účelom nie je len ochrana tajných informácií, ale aj zamedzenie 
tvorby signálov odkazujúcich na tieto informácie. Táto činnosť je v podstate 
protiklad zberu indícií o konkurencii a Early Warning Intelligence 
z ofenzívneho spravodajstva 
· Ochrana proti vplyvovému spravodajstvu konkurencie. Má za úlohu 
odhaliť a neutralizovať všetky útočné snahy konkurencie. Často využívanou 
a efektívnou metódou je dezinformovanie 
· Fyzické zabezpečenie firmy, čiže klasické zabezpečenia brán, vchodov, 
kancelárií a podobne. Používa sa špeciálna bezpečnostná technika (čidlá, 
kamery, ploty) a často aj fyzická ochrana (súkromná bezpečnostná služba, 
psi a pod.) 
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Podľa správy poradenskej spoločnosti PricewaterhouseCooper z roku 2007, sa celkom 
61% spoločností v Českej republike stalo v uplynulých 2 rokoch obeťou hospodárskej 
kriminality. Priemerná strata na podnik dosiahla podľa správy 34 miliónov Kč, pričom 
tento trend sa naďalej zvyšuje.13 
Je teda jasné, že nie všetky spoločnosti, ktoré zbierajú informácie o konkurencii, 
dodržujú etický kódex a pravidlá SCIP (viď. kapitola 2.8.3.1). Pokiaľ na jednej strane 
existujú čestné a legálne metódy získavania informácií, musíme si byť vedomí, že 
konkurencia nemusí mať rovnaký zmysel pre fair-play, a použije metódy za hranicou 
zákona, čiže klasické špionážne techniky. 
S vyhodnotením rizík je najlepšie začať priamo vo vlastnej firme a vyselektovať 
informácie, ktoré by mohli: 
1. poškodiť firmu (v očiach zákazníkov alebo štátnej správy) 
2. priniesť finančný prospech konkurencii alebo zákazníkom 
3. priniesť zisk pre tretiu osobu (často i vydieraním) 
Ak v organizácii nájdeme tento druh informácií, mali by sme počítať s možnosťou 
útoku s cieľom tieto informácie získať. Napriek modernej elektronickej dobe 
predmetom záujmu nie je len elektronická komunikácia, ale aj tradičné papierové 
materiály a hlavne priamo verbálna komunikácia manažérov alebo zamestnancov pri 
rôznych príležitostiach. 
Ohrozenie informácií sa môže diať na niekoľkých úrovniach. Jednou z možných 









                                               
13 http://www.pwc.com/cz/cze/about/press-rm/2007/pressrm23_07_cz.html 
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2. odberatelia – mystery-shoping (ak je používaná konkurenciou) 
3. dodávatelia (v prevažnej väčšine sa jedná o dodávateľov outsourcovaných 
služieb) 
Najčastejšie prichádza k úniku informácii cez vlastných zamestnancov a to hlavne 
v dôsledku nedostatočného vzdelávania zo strany firmy. Najhorším prípadom ohrozenia 
informácií je taktiež vlastný stavajúci zamestnanec, ktorý ale cíti nejakú pohnútku voči 
firme a systematicky sa na svoj odchod pripravuje. [20.] 
V obrannom spravodajstve je preto podľa BRABCA (2001, str. 3) nutné zaistiť 
pokrytie nasledujúcich oblastí bezpečnosti informácií: 
· personálna bezpečnosť (ochrana pred zásahom zamestnancov) 
· bezpečnosť komunikačných systémov (ochrana IT systémov) 
· režimová bezpečnosť (bezpečnostné pravidlá pri práci s dátami 
a informáciami) 
· bezpečnosť technických prostriedkov (kontrola prístupu k technických 
prostriedkom) 
· bezpečnosť programových prostriedkov (kontrola prístupu k softwarovým 
prostriedkom) 
· bezpečnosť dát (ochrana v súboroch) 
· fyzická bezpečnosť (ochrana proti neoprávnenému prístupu 
· aktívna ochrana úniku informácií (ochrana proti špionáži) 
· aktívna ochrana proti dezinformáciám a vplyvovému spravodajstvu 
konkurencie  
2.3.2 Ofenzívne konkurenčné spravodajstvo 
Cieľom aktívneho konkurenčného spravodajstva je znížiť mieru neurčitosti pre dané 
rozhodnutie, zmenšiť počet jeho variantov, a dosiahnuť tak efektívnejšie vynaloženie 
využiteľných zdrojov (čas, peniaze, ľudia, prostriedky) na realizáciu len tých 
výhodnejších variantov.  
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Ofenzívne konkurenčné spravodajstvo slúži na získavanie, zhromažďovanie, 
triedenie a analýza, syntéza a interpretácia informácií potrebných pre podnikania 
vrátane informácií o konkurencii, marketingových informácií apod. Hlavným cieľom je 
čo najviac znížiť mieru neistoty, ktorá prirodzene prichádza s procesom rozhodovania. 
Tohto je dosiahnuté aktívnym útokom na konkurenciu a odhaľuje ich skutočné záujmy. 
Útoky môžu byť rovnako ako skutočné, tak aj predstierané Výsledkom ofenzívneho 
spravodajstva je potom efektívnejšie vynakladanie zdrojov, ktoré sú alokované len 
k významnejším a výhodnejším strategického plánu. [1.],[33.] 
2.3.3 Lobistické konkurenčné spravodajstvo 
Lobistické konkurenčné spravodajstvo je systém opatrení a protiopatrení k 
ovplyvňovaniu vlastných krokov, krokov obchodných partnerov, krokov konkurencie, 
krokov štátnej správy apod. Tu sa používajú názvy vplyvové spravodajstvo. Zvlášť 
dôležitý je program zameraný na protiopratrenia proti komerčnému spravodajstvu zo 
strany konkurencie. 
Najčastejšie metódy ovplyvňovania sú nasledujúce opatrenia: [39.] 
· verejné metódy, hlavne odborné vecné presviedčanie, čiže cielená 
argumentácia 
· asertívne metódy 
· demonštratívne metódy 
· metódy verejnej alebo cielenej dezinformácie  
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Obr. 2.3: Vzťahy ovplyvňujúce lobistické spravodajstvo  
 
Zdroj: ČKDS14 
Najvplyvnejším nástrojom lobistického spravodajstva sú predovšetkým verejné 
a súkromné médiá. Pri presadzovaní je dôležitý správny výber médií, ktoré by mali byť 
myšlienkovo blízke s našim zámerom. 
2.3.4 Čo je nutné k dosiahnutiu cieľov CI 
Je potrebné poznať možnosti a význam problematiky podnikateľského spravodajstva. Z 
toho sa potom odvíja schopnosť podniku uspieť a ochrániť si vlastné informácie. Preto 
by sa mal podnik pri zavádzaní CI držať niekoľkých základných pravidiel: 
· manažéri na všetkých úrovniach musia pochopiť, že konkurenčné 
spravodajstvo existuje, aby poskytlo tvorcom firemnej politiky včasné 
informácie a analýzy, ktoré umožňujú vytvárať rozhodnutia založené na 
informovanosti a znalostiach a zároveň podporiť firemnú stratégiu a operácie 
bez rizík informačných, technologických a iných únikov  
· prehodnotenie firemnej vízie a posilnenie i kritické prehodnotenie firemných 
vízií. Manažéri na všetkých úrovniach musia byť pripravení akceptovať a 
reagovať na zmeny 
                                               
14 Dostupné z  <http://www.ckds.cz/index.php?lid=CZ&nid=3729&oid=458863> 
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· vyvinúť celopodnikový mechanizmus konkurenčného spravodajského 
systému, aby tento bol nielen efektívny, ale hlavne aby sa v plnej miere stal 
nedielnou súčasťou vytvárania strategických, operatívnych i čiastkových 
rozhodnutí. Je nutné, aby spravodajská kolekcia zaujala svoje miesto v rámci 
kontextu správne definovanej firemnej politiky, ich strategických, 
operačných a taktických cieľov. K zaisteniu úspechu nestačí 
neštrukturalizované spravodajské projekty 
· zaistiť personálne obsadenie a vybavenie podnikateľského spravodajstva a 
tiež funkčný systém zberu informácií. [35.] 
2.4 Obsah konkurenčného spravodajstva 
Základom konkurenčného spravodajstva je hlavne analýza konkurencie, ktorá smeruje 
k primárnemu účelu CI, a to k podpore rozhodovania. Úlohou CI profesionálov je 
predložiť manažmentu ucelený a štruktúrovaný prehľad o aktivitách konkurencie. 
BÖHM-KLEIN vo svoje práci rozdeľuje na základe Portera štruktúru analýzy 
konkurencie do štyroch primárnych komponent [1.]: 
· Budúce ciele – znalosť zámeru konkurenta umožňuje predvídať jeho ďalšie 
kroky a v neposlednej rade pomáha odhadovať, ako zareaguje na prípadné 
zmeny na trhu. 
· Stratégia – poznanie stratégie konkurenta vytvára možnosť zaútočiť na 
slabé miesta, respektíve použiť rozdielnu stratégiu a konfrontácii sa vyhnúť. 
· Predpoklady – pri analýze je dôležité poznať, v akej pozícii sa konkurent 
krátko a dlhodobo vidí, a aký predpokladá vývoj v odvetví. Ak má 
konkurent presnejšie predpovede, môžeme na základe týchto informácii 
korigovať vlastnú stratégiu 
· Schopnosti – pravdepodobne najdôležitejšia súčasť obsahu CI. Umožňuje 
nám identifikovať prednosti a slabiny konkurenta, predpovedať schopnosť 
vysporiadania sa konkurencie s rôznymi zmenami na trhu, schopnosti pružne 
a rýchlo reagovať. Ak poznáme schopnosti súpera a jeho stratégiu, môžeme 
prebrať strategickú iniciatívu a vykonať požadovaný úder (BARTES) 
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Analýza  budúcich cieľov konkurencie, jeho predpokladov, súčasnej stratégie a 
schopností potom vedie k vytvoreniu profilu konkurentovej pravdepodobnej reakcie. 
Tieto analýzy sú zvyčajne súčasťou štruktúrovaných správ, ktoré tvoria samotný výstup, 
čiže produkt konkurenčného spravodajstva. 
2.4.1 Spravodajský produkt 
Existuje niekoľko základných produktov konkurenčného spravodajstva, ktoré sa líšia 
zameraním a hlavne komplexnosťou riešenia [30.]: 
1. Rešerše – interaktívne vyhľadávanie informácií v zvolenom zdroji 
2. Priebežný monitoring – selekcia a zasielanie aktuálnych informácií 
3. Periodický monitoring – periodické poskytovanie prehľadov 
4. Situačná analýza – komplexná rešerše informácií a ich interpretácia 
5. Vývojová analýza – systematicky vytváraný prehľad informácií o kľúčovej 
oblasti 
6. Znalostná báza – dotazy pre expertné vyhľadávanie a kategorizáciu informácií 
7. Poznatková báza – databáza väzbe medzi entitami tvoriacimi predmet záujmu 
2.4.2 Formy CI 
Výstup konkurenčného spravodajstva môže mať rôzne formy, v závislosti od veľkosti 
zadaného projektu, hĺbky analýzy, priebehu v čase a v neposlednej rade od finančných 
možností objednávajúcej spoločnosti. Formy CI preto rozlišujeme do niekoľkých 
kategórií [30.] : 
1. spracovanie rešerší a anotácií zo sekundárnych informačných zdrojov (médiá, 
databázy, internet, knižnice, archívy a pod.) 
2. zhromažďovanie informácií z primárnych informačných zdrojov (prieskumy, 
rozhovory, otvorená komunikácia) 
3. zaisťovanie rôznych foriem automatizovaného spracovania zhromaždených 
informácií (indexácia, kategorizácia, profilácia, čistenie 
4. zaisťovanie rôznych foriem intelektuálneho spracovania zhromaždených 
informácií (investigatívna analýza, spracovanie prezentácie) 
5. organizovanie konzultácií, školení a seminárov súvisiacich s realizáciou 
konkrétneho zadania  
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2.5 Vymedzenie CI k ostatným formám spravodajstva 
V organizácii zvyčajne nie je Competitive Intelligence jedinou formou spravodajstva. 
Existujú ale rozdiely v pohľade na vzťahy a nadradenosť jednotlivých zložiek 
spravodajstva, založené na preferenciách, vznikajúcich z rozdielnosti odvetví komerčnej 
aj nekomerčnej sféry. Všetky pohľady majú ale spoločné základné prvky: Artificial 
Intelligence, Knowledge Management, Competitive Intelligence, Business Intelligence, 
prípadne Strategic Intelligence. 
2.5.1 Artificial Intelligence 
Obor umelej inteligencie (Artificial Intelligence, v skratke AI) sa začal rozvíjať od roku 
1956, myšlienkou bolo vytvorenie systémov, ktoré by nám pomohli lepšie pochopiť 
spôsob ako myslíme a v konečnom dôsledku nám asistovať respektíve nás nahradiť 
v určitých dobre definovaných úlohách, ktoré majú podporovať a v niektorých 
prípadoch aj plne nahradiť rozhodovací proces človeka. Typickým využitím AI sú 
expertné alebo vedomostné systémy, rozpoznávanie prirodzeného ľudského hlasu a jeho 
spracovanie, logické procesy, robotizácia, neurálne siete, genetickí algoritmy, data/text 
mining a je aktívnym prínosom vo vede i komerčnom využití. AI môžeme umiestniť do 
stredu modelu, ale rovnako ho môžeme chápať ako spojujúci prvok jednotlivých 
vrstiev. [19.] 
2.5.2 Knowledge Management 
Každá organizácia (verejná aj komerčná) je neustále postavené pred potenciálnym 
odtokom dôležitých znalostí. Práve v tomto období hrá Knowledge Management 
(skrátene KM) a strategický ľudský kapitál kritickú rolu v našej spoločnosti.  
Knowledge management sa skladá z identifikácie a zberu vedomostí, ich zdieľaní, 
aplikovaní a vytváraní nových vedomostí. KM v podstate slúži na znásobenie 
vedomostí v organizácii, k väčšej inovatívnosti, zachovaniu kritických vedomostí, 
k budovaniu priateľských vzťahov a silnej spolupatričnosti k firme, a samozrejme 
zvýšenie produktivity zamestnancov.  
Ku zberu vedomostí u užívaniu vedomostí môžu byť použité techniky ako 
knowledge representation (reprezentácia vedomostí) a knowledge elicitation (stimulácia 
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k vzniku vedomostí). Vo fungujúcom KM systéme sú zamestnanci stimulovaní práve 
k zdieľaniu svojich vedomostí. Mimo zbierania informácií sa musí organizácia zaoberať 
aj efektivitou používania týchto informácií. Pri budovaní KM je odporúčané postupovať 
v menších krokoch, podľa hesla „build a little, test a little“ – buduj a testuj po malých 
častiach. (LIEBOWITZ, str. 15) 
2.5.3 Competitive Intelligence 
Zvyšovaním záujmu o konkurenčné spravodajstvo postupne vznikajú nové odvodené 
špecializácie CI, ako Customer Intelligence, Marketing Intelligence, Competitive 
Financial Intelligence, Competitive Technical Intelligence, CI Offense nebo CI Defense 
apod. Pod hlavičku CI sa preto často zaraďujú aj tieto pridružené kategórie 
konkurenčného spravodajstva, ktoré môžeme definovať ako [23.]: 
· Competitor Intelligence- podrobné spravodajstvo zamerané priamo na 
jednotlivých konkurentov, nie na prostredie 
· Customer Intelligence - spravodajstvo o zákazníkoch, ako súčasných tak aj 
budúcich 
· Market Intelligence - spravodajstvo vychádzajúce z informácií o trhu, jeho 
charakteristike, veľkosti, nových trendoch a smere vývoja 
· Partner Intelligence- spracované informácie zhromaždené o firemných 
obchodných  partneroch vo vzťahu k budúcemu možnému vývoju 
· Technical Intelligence - spravodajstvo o novinkách v technologickom vývoji 
2.5.4 Business Intelligence 
Business Intelligence (najčastejšie prekladané ako obchodné spravodajstvo, skrátene BI) 
môže byť definované niekoľkými do značnej miery odlišnými spôsobmi. BARTES 
uvádza tri najpoužívanejšie definície BI15: 
                                               
15 BARTES, F. Konkurenční strategie firmy. Kombinované studium. Konkurenční strategie firmy. 
Kombinované studium. Brno: Akademické nakladatelství CERM, s.r.o., 2008. ISBN: 978-80-214-3758-6. 
s. 126-127. 
  - 38 - 
· „Komplex prístupov a aplikácií IS/ICT, ktoré takmer výlučne podporujú 
analytické a plánovacie činnosti podnikov a organizácií a sú postavené na 
princípu multidimenzionality, pohľadu na realitu z rôznych uhlov.“ 
· „Sada procesov, aplikácií a technológií, ktorých cieľom je účelne podporovať 
rozhodovací proces vo firme. Podporujú analytické a plánovacie činnosti 
organizácie a sú postavené na multidimenzionálnom pohľade na podnikové 
dáta.“ 
· „Činnosť nadriadená ostatným procesom spravodajstva v obchodnom segmente. 
Sú v ňom sledované, zhromažďované, analyzované a spracované údaje 
o obchodnom prostredí ako celku, nielen o zákazníkoch, trhu alebo 
konkurencii.“ Zvyčajne sa jedná o procesy súvisiace s data-miningom., 
ukladaním surových dát a ich správou. 
Rozdielne chápanie Business Intelligence samozrejme ovplyvňuje aj jej zaradenie 
do systému spravodajstva a súvzťažnosť so systémom CI. Hlavne v americkej literatúre 
je pojem CI a BI často chápaný ako synonymum, nerozlišujúc ich rozdielnosť 
zamerania.  
Ďalší názor zaraďuje Business Intelligence nad CI, kde BI predstavuje kompletný 
spravodajský proces zameraný na komplexné a celostné poznanie obchodných 
procesov, ich hodnotenie a predvídanie. Ako je možné vidieť na obrázku 2.4, BI má 
rovnako interné ako aj externé komponenty, preto je CI, so svojím externým 
zameraním, do nej včlenená. 
Obr. 2.4: Vzájomný vzťah BI, CI a KM ako relatívne samostatných systémov 
 
Posledná možnosť je považovať CI a BI za pomerne samostatné informačné systémy, 
ktoré sa spolu s KM prelínajú, tak, ako je to znázornené na obrázku 2.5. CI a BI je 
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používaná k riešeniu krátko ale aj dlhodobých problémov, zakiaľ KM sa vo väčšine 
prípadov používa na dlhodobej platforme. 
Obr. 2.5 : Vzťah BI, CI a ostatných zložiek spravodajstva 
 
Zdroj: ŠMEJKAL (str. 16) 
Business Intelligence má vo svojej podstate viac interné zameranie než Competitive 
Intelligence. BI je v takomto prípade definovaná ako aktívny a prezieravý  prístup 
založený na modeloch, ktorý má za úlohu nachádzať a objasňovať skryté aspekty 
(dôležité pre rozhodovanie) vo veľkom množstve obchodných dát, za účelom lepšej 
informovanosti pri procese rozhodovania. Bežné funkcie BI zahrňujú reporting, OLAP, 
Dashboardu, data-mining, podnikové riadenie výkonnosti (CPM)  a prediktívne 
analýzy. [1.], [14.], [19.] 
V ďalšej práci budem vychádzať práve z posledného pojatia vzťahu medzi CI 
a BI, na Competitive Intelligence budem nahliadať ako na viac-menej samostatný 
systém. 
2.5.5 Strategic Intelligence 
Pod pojmom Strategic Intelligence (SI) si môžeme predstaviť všetky typy inteligencie 
zlúčené za účelom poskytovania informácií a znalostí s pridanou hodnotou nutných pre 
strategické rozhodovanie v organizácii, v podstate zastrešuje AI, KM, BI a CI.. Strategic 
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Intelligence je veľmi často používaná v armáde, v súkromnej sfére kladie dôraz hlavne 
na prípravou organizácie na budúce príležitosti a hrozby, a tým upevniť pozíciu firmy 
na trhu. 
 V spojení so strategickým plánovaním je práve CI tým prostriedkom, ktorý 
nasmeruje proces strategického plánovania na ten správny smer. Bez CI by organizácia 
len tápala vo svojej budúcnosti, ale spolu s ostatnými inteligenciami pomôže 
kryštalizovať výslednú  stratégiu organizácie. [19.] 
2.6 História CI a organizácie združujúce CI profesionálov 
Termín „spravodajstvo“ bol od začiatku úzko spätý s vojenským využitím, ktoré 
typicky používa praktiky ako špionáž a prieskum. Veľmi známe je prelomenie 
nemeckého kódu Enigma počas druhej svetovej vojny a špionážne hry rozviedok 
v období studenej vojny. Po skončení druhej svetovej vojne sa niektoré štáty začali 
orientovať na ekonomické spravodajstvo, v prípade Japonska napr. na fotografický 
priemysel, kde sa im aj vďaka informáciám od konkurentov podarilo získať vedúce 
postavenie. 
2.6.1 História CI 
Vznik konkurenčného spravodajstva môžeme datovať do osemdesiatych rokov 
minulého storočia. Po tom, čo sa na americkom trhu začali presadzovať japonské 
podniky, ktoré ponúkali podstatne vyspelejšie výrobky, vyvstala otázka informovanosti 
o krokoch konkurencie, ktorá položila základ moderného Competitive Intelligence. 
Predchádzajúce dlhé obdobie histórie konkurenčného spravodajstva, ktoré 
prebiehalo až do konca 70tych rokov, môžeme podľa PRESCOTT (str. 39) opísať ako: 
„Zber konkurenčných dát, kde spravodajstvo malo hlavne knihovnícku funkciu s malým 
zameraním na zákaznícku orientáciu. V organizácia prakticky neexistovali formálne CI 
procesy a spravodajstvo bolo orientované na konkrétny cieľ (tzv. ad hoc) s limitovanou 
analýzou. Výsledky mali len malý vplyv na rozhodovanie v spoločnosti, pretože CI 
spolupracovalo len  s nižšími vrstvami manažmentu.“ 
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Konkurenčné spravodajstvo nebolo súčasťou strategického plánovania, bolo 
zväčša izolovaným procesom orientovaným na zber a katalogizáciu dát. Vtedajšou 
hlavnou domnienkou bolo to, že „spravodajstvo môže byť  len tak dobré, ako sú dobré 
dáta na ktorých je založené.“  V 60tych a 70tych rokoch ale už vzniklo niekoľko kníh, 
ktoré sa začali zaoberať CI a jeho možného potenciálu (Pinkerton (1969), Guyton 
(1962), Kelly (1965), Wall (1974), Montgomery & Weinberg (1979)).16 
V 80tych rokoch bolo vydané zásadné dielo Michaela E. Portera „Competitive 
Strategy: Techniques for Analyzing Industries and Competitors“ (Konkurenční 
strategie: techniky pro analýzu odvětví a konkurentů), v ktorom prvý krát používa 
pojem Competitive Intelligence. Proces konkurenčného spravodajstva sa stáva 
formalizovaným, povyšuje rozhodovanie o kľúčových záležitostiach firmy od 
intuitívnych úsudkov k analytickému rozhodovaniu a prináša organizácii značnú 
konkurenčnú výhodu. V tomto období, v roku 1984, vzniklo v USA združenie CI 
profesionálov, známe ako SCIP - Society of Competitive Intelligence Professionals. 
Na začiatku deväťdesiatych rokov väčšina veľkých podnikov (ako IBM, XEROX, 
Motorola alebo Procter&Gamble) už využíva systémy na sledovanie a analyzovanie 
konkurenčného prostredia, pričom sú tieto podniky na trhu úspešnejšie ako tie, ktoré CI 
nevyužívajú. 
S rozvojom moderných informačných a komunikačných technológií sa významne 
zmenilo pole využitia CI a prišlo k veľkému nárastu aktívne využívajúcich organizácií. 
Zo zberu  sa záujem presunul na analýzu informácií, tak ako počítače penetrovali 
komerčné prostredie. S príchodom internetu vznikli ešte sofistikovanejšie metódy 
analýzy, ktoré sú prístupné širšiemu spektru možných užívateľov. Ďalším faktorom 
rozširovania bola globalizácia trhov po zániku bývalého východného bloku a lepšia 
dostupnosť otvorených zdrojov (po liberalizácii trhu a nástupe internetu). 
Zhrnutie jednotlivých ér s predpokladaným vývojom v blízkej budúcnosti, sa 
nachádzajú v  tabuľke č. 3:  
                                               
16 PRESCOTT, John E. Proven Strategies in Competitive Intelligence: Lessons from the Trenches. New 
York: Wiley, 2001. ISBN 0471401781. str. 40. 
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Tab. č. 3: Evolúcia konkurenčného spravodajstva 
Perióda Do 1980 1980-1987 1988-súčasnosť Budúcnosť 
Etapy Konkurenčné dáta Zber Oborové analýzy 
Competitive 
Intelligence 


















Orientácia Taktická Taktická Zmiešaná Strategická 
Analýzy Málo alebo žiadne Limitované množstvo 
Kvantitatívne aj 
kvalitatívne Dôraz na kvalitu 
Pozornosť top-
manažmentu Nízka Limitovaná Stredná Vysoká 
Spojenie s 








Plánovanie / CI 
oddelenie 

















· Úloha IT 
· Vstup na 
spodnej úrovni 
manažmentu 










Zdroj: PRESCOTT (str. 39) 
2.6.2 Profesné organizácie 
Informační profesionáli zaoberajúci sa konkurenčným spravodajstvom sú prevažne 
združení v dvoch základných organizáciách, v Spoločnosti pre profesionálov 
konkurenčného spravodajstva (Society of Competitive Intelligence Professionalas – 
SCIP) a v Asociácii nezávislých informačných profesionálov (Association of 
Independent Informations Profesionals – AIIP). Spoločnosť SCIP má bližšie k pojatiu 
CI uvádzanom v tejto práci a je početnejšia, pričom všeobecnejšie AIIP združuje hlavne 
nezávislých informačných brokerov. 
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2.6.2.1 Society of Competitive Intelligence Professionals 
Society of Competitive Intelligence Professionals (Spoločnosť pre profesionálov 
konkurenčného spravodajstva - SCIP) je neziskovou organizáciou založenou v roku 
1996 v USA, ktorá ale funguje celosvetovo a združuje profesionálov vykonávajúcich 
profesiu CI. Hlavným cieľom činnosti SCIP je poskytovanie podpory jej členom ale 
i nečlenom a podpora ich ďalšieho profesionálneho rastu. Svoje ciele napĺňa SCIP 
sprostredkovaním informácií a služieb na svojej internetovej stránke 
http://www.scip.org alebo vydávaním Competitive Intelligence Magazine, CI 
Newsbreefs a CI Review. [32.] 
Pod hlavičkou SCIP je organizované aj ďalšie vzdelávanie, odborné semináre, 
workshopy a sympóziá. Jednou z významných aktivít je aj presadzovanie CI ako etickej 
legálnej profesie. Jej etickému kódexu, ktorý tvorí základ práce CI profesionála, sa 
bližšie venujem v kapitole 2.8.3.1. Členovia SCIP sú oddaní etickému zhromažďovaniu 
a šíreniu informácií o konkurentoch a konkurenčnom prostredí. 
2.6.2.2 SCIP Czech 
Organizácia prvotne sídliaca v USA sa rozrástla do množstva pobočiek, od roku 2005 
existuje aj česká pobočka, s názvom SCIP Czech. 
Poslanie projektu SCIP17 je vytvorenie a prevádzka profesného združenia 
odborníkov, ktorí sa zaoberajú zberom informácií a ich premenou na znalosti, 
s následnou distribúciou manažmentu, za účelom získania konkurenčnej výhody pre 
spoločnosť.  
Hlavné ciele SCIP Czech sú: 
· Založiť a efektívne prevádzkovať aktívne orientované profesné združenie 
odborníkov ako lokálnu pobočku siete SCIP, ktorá by bola garantom odbornej 
a etickej kvality profesie CI v Českej republike. 
· Pomocou unikátnych znalostí vytvoriť a vniesť do podnikateľského prostredia 
profesiu „odborníka na CI“. 
                                               
17 Dostupné z <www.scip-czech.cz> 
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· Pravidelne publikovať a sprístupňovať vybrané odborné znalosti a informácie 
o CI, získavané priamo z ústredia SCIP a ich lokalizáciu do českého prostredie. 
· Pomocou kurzov, seminárov alebo konferencií poskytovať záujemcom 
z českého podnikateľského prostredia pravidelné zvyšovanie úrovne vedomostí 
z oblasti CI, ich využitie pri budovaní konkurenčnej výhody a podpory 
riadiacich procesov CI pomocou moderných technológií. 
· Vlastnými obchodnými aktivitami zaistiť financovanie projektov v krátkom aj 
dlhodobom horizonte. 
· Ovplyvniť prostredie v ČR s dôrazom na zvyšovanie podnikateľskej etiky 
a zachovanie zásad fair-play počas konkurenčného boja 
· Participácia na projektoch rozvoja ľudských zdrojov v danom obore a to 
v spolupráci so vzdelávacími inštitúciami (okrem iného aj s vysokými školami), 
verejnou správou a komerčnými subjektmi. 
· Zvýšenie konkurencieschopnosti českých firiem na globálnom trhu 
(predovšetkým u malých a stredne veľkých podnikoch). 
2.6.2.3 Association of  Independent Information Professionals 
Ďalšia významná profesná organizácia Association of Independent Information 
Professionals (Asociácia nezávislých informačných profesionálov – AIIP) bola 
založená dvadsiatimi šiestimi zakladajúcimi členmi 6. júna 1987 v USA. V súčasnosti 
má organizácia viac ako 700 aktívnych členov, na rozdiel od SCIP sa ale väčšinou jedná 
o informačných brokerov, majiteľov a vyšších pracovníkov firiem zaoberajúcich sa 
poradenstvom v oblasti CI. Venujú sa prevažne problematike vyhľadávania informácií 
a dialógových služieb, a sú združení okolo periodík Database  a Online18 [33.] 
2.7 Konkurenčné spravodajstvo vo svete [39.] 
Japonsko  
Japonsko je krajina s pravdepodobne najvyspelejšiu podporu CI vo svete, ktorá je 
priamo vychádza z japonských tradícií. Pre Japoncov je každá informácia cenná, 
                                               
18 Dostupné z <www.onlineinc.com> 
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zhromažďovanie informácií považujú za vznešené povolanie. Na rozdiel od západnej 
kultúry sú Japonci ochotní bez problémov zdieľať svoje vedomosti pre dobro „celku“. 
Japonsko v dôsledku ostrovnej izolácii zaostávalo za západom a po druhej 
svetovej vojne bola ich ekonomika v zlej situácii. Japonské firmy ale začali 
v šesťdesiatych rokoch vytvárať jednotky v rámci ktorých si vymieňali vedomosti 
a veľkú časť vedomostí sa im podarilo získať aj zo západu. Do zberu informácii je 
v Japonsku zapojený každý zamestnanec, predovšetkým ten, ktorý pracuje v zahraničí. 
V procese národného CI v Japonsku veľkú rolu aj politika Ministerstva pre 
medzinárodný obchod a priemysel, ktorý určuje trendy v ekonomike a podporuje 
dosahovanie národných cieľov 
USA 
Konkurenčné spravodajstvo sa začalo v USA budovať do značnej miery práve po 
silnom prieniku agresívne pôsobiacich japonských firiem na americký trh. Na rozdiel od 
Japonska sa v USA kladie skôr dôraz na rýchle, dôrazné, ale krátkodobé riešenia, 
pričom existuje nedôvera medzi, ktorá zabraňuje voľnejšiemu zdieľaniu informácií. 
Koncom deväťdesiatych rokov bolo na podporu firiem vybodované množstvo 
databázových systémov, napríklad: Národný technický informačný servis (NTIS), 
Inštitút pre kritické technológie a Národný výskumný servis. 
V USA taktiež vznikli a pôsobia konzultačné firmy, ktoré sa zaoberajú okrem 
iného aj konkurenčným spravodajstvom (Ernst&Young, Price Waterhouse, 
Deloitte&Touche, Arthur Andersen, Coopers & Lybrand a KPMG) 
EU 
V Európskej únii je podpora konkurencieschopnosti a konkurenčného spravodajstva 
v jednotlivých členských krajinách na rozdielnej úrovni. Na jednej strane hlavne 
exportné štáty ako Nemecko, Švédsko, Švajčiarsko, Veľká Británia alebo Holandsko, 
kde je CI podporovaná štátom aj súkromným sektorom, na druhej strane krajiny ako 
Francúzsko a Taliansko, kde je podpora a vyspelosť CI na podstatne nižšej úrovni. 
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Rusko a Čína 
Tieto krajiny prežívali v posledných rokoch (pred vypuknutím recesie) veľký 
hospodársky rast, ktorý bol rovnako ako v Japonsku v minulom storočí podporovaný 
konkurenčným spravodajstvom. V Rusku sa časť vojenskej špionáže preorientovala na 
špionáž priemyselnú, etické konkurenčné spravodajstvo je v dôsledku nízkej úrovni 
ruských podnikov na slabej úrovni. 
Vývoj v Číne je do veľkej miery zhodný s Japonskom, nelegálna priemyselná 
špionáž sa postupne mení na CI (s čínskym vnímaním etiky), silne podporovaná štátom. 
V Číne začali vznikať pobočky konzultačných spoločností špecializovaných na 
konkurenčné spravodajstvo a informačné brokerstvo. 
2.7.1 Konkurenčné spravodajstvo v ČR 
Kvôli prechodu na silné konkurenčné prostredie si prezieravejšie firmy začali 
uvedomovať, potrebu informácií, analyzovania informácií a ich správne interpretovanie. 
Ďalším faktorom sprevádzajúci vznik CI bol rýchli rozmach informačných 
a komunikačných technológií, prevažne internetu a mobilnej komunikácie, vďaka 
ktorému sa firmám otvorili nové možnosti. Aj keď sa práve tu konkurenčnému 
spravodajstvu začala venovať značná pozornosť, jeho konkrétne aplikovanie stále 
naráža na niekoľko prekážok [7.]: 
· panuje veľmi nízke právne vedomie, 
· neexistujú niektoré potrebné právne normy, 
· nie sú definované, uznávané a vyžadované potrebné etické štandardy, 
· existujú informačné a iné monopoly, 
· panuje silná neochota zdieľať informácie. 
V Českej republike zatiaľ neexistuje národný program konkurenčného 
spravodajstva, ktorý by mal začínať u príslušne zameraného vzdelávania a osvety 
a končiť u možných podmienok a foriem využívania informácií získavaných 
prostredníctvom štátnych spravodajských služieb. Zatiaľ boli vykonané len čiastkové 
zlepšenia prístupu k informáciám [37.]: 
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· zákon č. 106 slobodného prístupu k informáciám, 
· množstvo užitočných informácií je zverejňovaných a sprístupňovaných v rámci 
realizácie akčného programu informačnej politiky, 
· pre podporu českých firiem bola vytvorená Česká agentúra pre podporu 
obchodu, 
· CzechTrade a Agentura pre podporu malého a stredného podnikania 
(ARP), ktorá zahŕňa 21 regionálnych a poradenských informačných centier 
(RPIC) a 5 podnikateľských inovačných centier BIC. 
Na štát je preto vytváraný tlak zo strany odbornej verejnosti a súkromného sektoru, aby 
bolo zvýšené úsilie na: 
· Propagáciu praktík CI vo firmách a organizáciách a jeho celkovou 
popularizáciou ako bežné a etické metódy využívané v konkurenčnom prostredí. 
· Optimalizáciu toku informácií medzi verejným a súkromným sektorom,  ako 
tomu býva   v zahraničí, kde niektoré vlády podporujú hospodárstvo svojej 
krajiny skrz  poskytovanie potrebných informácií kľúčovým podnikom. 
· Vytváranie databáz informácii podľa potrieb a požiadavkou  organizácií a firiem 
· Mobilizáciu vzdelávacieho systému.  
2.8 Otázka etiky v konkurenčnom prostredí 
Najcennejším produktom ponuky a dopytu, tržnej výmeny v konkurenčnom prostredí, je 
vzájomná dôvera medzi obchodujúcimi partnermi. Táto dôvera vzniká vtedy, ak obe 
strany dodržiavajú isté pravidlá, etické zásady. 
Etické zásady, príklady vedenia a obecne chovanie  predstavujú značnú rezervu 
v podnikaní a v podstate v riadení ako takom. Etika totiž nezlučiteľne súvisí s výkonom 
jednotlivých organizácií. Podľa prezidenta IIIA19 (Medzinárodného inštitútu interných 
auditorov) je polovica obchodných prípadov nezužitkovaná v dôsledku prílišnej 
opatrnosti, vyhýbaniu sa zodpovednosti, odďaľovaniu problémov a pod. Na druhej 
                                               
19 JIRÁSEK, Jaroslav. Benchmarking a konkurenční zpravodajství. Profess Consulting. 2007. 120 s. 
ISBN 978-80-7259-051-3. 
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strane sa rovnako musíme vyhýbať nepoctivosti, trvať na svojich právach, ale aj 
uznávať práva druhých. 
V rebríčku vydávanom Amnesty International, ktorý hodnotí úroveň dodržiavania 
a vymáhateľnosť práva v jednotlivých krajinách, sa Česká republika pravidelne 
umiestňuje okolo 50teho miesta. Toto pomerne slabé umiestnenie napovedá, že v našom 
regióne je nutné ešte vynaložiť veľa úsilia k vybudovaniu priaznivého, vyspelého 
a etického konkurenčného prostredie.  
2.8.1 Vplyv konkurenčného prostredia na chovanie organizácií 
Konkurenčné prostredie, ktoré je vytvárané medzi jednotlivými subjektmi bojujúcimi 
o zákazníkov, je predovšetkým formované snahou byť lepší ako ostatné spoločnosti na 
trhu. V takomto prostredí je samozrejme náročné formulovať a presadzovať jednotné 
pravidlá chovania. V zásade existujú dva rozdielne pohľady na spôsob jednania 
v konkurenčnom prostredí [36.]:   
· Vojna – účastníci sú ochotní použiť všetky prostriedky k tomu, aby zničili alebo 
aspoň poškodili protivníka. Pri tomto jednaní sa dá len ťažko hovoriť o etickom 
chovaní. 
·  Hra – protivníci sa nesnažia o vzájomné vyradenie z hry, hrajú tvrdo ale podľa 
pravidiel, s cieľom dosiahnuť úspech a získať si zákazníkov. V takomto 
(ideálnom) prípade, kde jednoducho zvíťazí ten lepší, môžeme hovoriť 
o používaní etiky. 
2.8.2 Konkurenčné spravodajstvo a priemyselná špionáž 
Konkurenčné spravodajstvo ako etické sledovanie konkurencie využíva pri svojej práci 
aj zodpovedajúce nástroje, ktoré musia byť v súlade s právnymi normami krajiny a v 
súlade s etickými pravidlami, ktoré v krajine a  odbore platia. Podobnosť 
konkurenčného spravodajstva s priemyselnou špionážou je hlavne v tom, že 
spravodajstvo používa metódy osvedčené  spravodajskými službami, vychádza z 
dlhoročnej praxe vojenských a štátnych spravodajských služieb. Špionáž je však len 
jednou z metód ako získavať konkrétne chýbajúce informácie. Spravodajstvo vždy 
spočívalo a čoraz viacej spočíva v schopnosti systematicky zhromažďovať a analyzovať 
informácie a vytvárať z nich využiteľné závery.  
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Širšia verejnosť sa často mylne domnieva, že spravodajské techniky „stoja a 
padajú“ na získavaní tajných informácií. Faktom ale je, že informačným ťažiskom je 
získavanie a následná analýza verejne dostupných informácií. Podľa Leonarda FULDA 
20 je absolútna väčšina informácií v CI dostupná etickou cestou. Základným rozdielom 
v porovnaní s priemyselnou špionážou je teda to,  že konkurenčné spravodajstvo 
využíva iba verejne dostupné zdroje a v prípade nutnosti použitia neformálnych verejne 
dostupných zdrojov sa ich získavanie riadi etický metódami nevybočujúcimi z hraníc 
zákona a určitej profesnej etiky.  
V prípade CI je treba dodržiavať zásadu, že súťaž s konkurentmi má mať etická 
ráz, nemá prekračovať pravidlá poctivosti, otvorenosti a kontrolovateľnosti. Lepšie 
výrobky alebo služby, nižšia cena, väčší záujem o zákazníka, prevaha vo vedení, tak by 
sa mali firmy uchádzať o tržné víťazstvo. Len v takomto prípade sú výsledky 
konkurenčného spravodajstva bez rizika použiteľné,  z hľadiska danej firmy, ale aj z 
hľadiska osôb, ktoré CI vykonávajú. 
Podľa niektorých autorov sú však v praxi súčasťou konkurenčného spravodajstva 
aj praktiky, ktoré nie sú etické a dokonca ani legálne. Veľká časť CI profesionálov 
dokonca verí, že ich kolegovia využívajú neetické spravodajské aktivity. [8.] 
2.8.3 Základné etické pravidlá 
Skutočná hranica medzi tým, čo je nelegálne a tým, čo je „iba“ neetické, je totiž často 
veľmi úzka a CI profesionáli sa často dostávajú do situácie, kedy sa rozhodujú iba na 
základe vlastných presvedčení a morálnych hodnôt. Problém nastáva predovšetkým 
v menších a stredne veľkých spoločnostiach, kde sa o CI starajú dočasne pridelení 
pracovníci, ktorí sú bez systémového tréningu a potrebných znalostí, a preto často 
v sporných situáciách spravia chybu. [8.], [15.] 
John PRESCOTT (str. 10) preto navrhuje základné pravidlá, na ktorých by si mala 
vybudovať každá organizácia zaoberajúca sa CI svoj interný etický kódex. Tento kódex 
by mal vždy obsahovať princíp a metódy tej ktorej nežiadanej aktivity, jej opis 
a príklad, tak ako je to v tabuľke č. 4.    
                                               
20 FULD, Leonard M. The new competitor intelligence: the complete resource for finding, analyzing and 
using information about your competitors. New York : J.Wiley, 1995. ISBN 0471585092. 
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Tab. č. 4: Vzor etického kódexu v organizácii 
Princíp Popis Príklad 
Nepravá identita Účelovo skresliť identitu, resp. 
vydávať sa za niekoho iného 
· vydávanie sa za 
akademického pracovníka, 
ktorý zbiera informácie 
· falošné interview s cieľom 
získať informácie od 
zamestnancov 
Neprípustný nátlak 
Akýkoľvek fyzický alebo 
psychický nátlak na osoby, ktoré 
majú vedomosti o tajných 
informáciách 
· prísľub práce, povýšenia 
· dary 
· vydieranie, podplácanie 
Neprípustný tajný zber 
Zbieranie informácií spôsobom, 
ktorý sú priamo v rozpore so 
zákonom 
· elektronická špionáž 
· odpočúvacie zariadenie 




Získanie informácií, ktoré ani 
neboli požadované 
· strategický plán rivala 
nájdený v konferenčnej 
miestnosti 
· počúvanie cudzej 
konverzácii o novom 
produkte bez ich vedomia 
(napr. v reštaurácii) 
Zdroj: PRESCOTT (str. 10) 
Z týchto pravidiel vychádzajú aj etické kódexy organizácií SCIP a AIIP, ale aj ďalších 
organizácií z podobných oborov. 
2.8.3.1 Etický kódex SCIP [32.] 
· Snažiť sa o neustále zvyšovanie povedomia a rešpektu k profesii CI špecialistu 
· Postupovať podľa národných aj medzinárodných zákonov 
· Jasne odhaľovať relevantné informácie (vrátane totožnosti a organizácie) pred 
realizáciou rozhovorov 
· Rešpektovať požiadavky na dôvernosť informácií 
· Vyhýbať sa konfliktu záujmov pri vykonávaní tejto profesie 
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· Predkladať odporučenia čestne a spoľahlivo 
· Dodržiavať a propagovať tento etický kódex v rámci organizácia, rovnako pri 
jednaní s tretími osobami a celkovo pri vykonávaní tejto profesie 
· Držať sa firemných pravidiel, cieľov a princípov 
2.8.3.2 Kódex organizácie AIIP 
· Byť poctivý, diskrétny a spôsobilý k výkonu profesie informačného profesionála 
a udržiavať si reputáciu 
· Poskytovať klientovi (zamestnávateľovi) tie najaktuálnejšie a najpresnejšie 
informácie momentálne dostupné, a neplytvať finančnými zdrojmi a časom 
klientov 
· Pomáhať klientom poznať použité zdroje informácií a mieru spoľahlivosti týchto 
zdrojov 
·  Pristupovať iba na projekty, ktoré nie sú protiprávne alebo škodia tejto profesii 
· Rešpektovať klientovo súkromie a udržiavať diskrétnosť 
· Dodržiavať právo duševného vlastníctva. Rešpektovať licenčné podmienky 
a dodržiavať kontrakty. 
· Udržovať dobré a profesionálne vzťahy s knižnicami 
· Prijať zodpovednosť za svojich zamestnancov a podriadených, a vynucovať si 
dodržiavanie tohto kódexu 
2.8.3.3 Ďalšie oborové kódexy 
· Kódex etiky českých knihovníkov 
· Etický kódex České asociace krizového manažmentu 
· Etický kódex Komory auditorů České republiky 
· Etický kódex finančného trhu 
· Etický kódex pre pracovníkov bezpečnostných a detektívnych služieb – IALEIA 
Code of Ethics 
· Etický kódex ACM (Association for Computing Machinery) 
· Desatoro počítačovej etiky 
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3 Praktické znalosti 
3.1 Cyklus CI 
Konkurenčné spravodajstvo ako proces prebieha v cykloch, v ktorých dochádza k 
transformácií dát na informácie, znalosti, spravodajstvo až k využiteľnej akcii, tak ako 
je zobrazené na obrázku č. 2. Existuje niekoľko rozdielnych pohľadov na cyklus CI, 
ktoré sa v zásade príliš nelíšia. Základný model cyklu CI zobrazený na obrázku 3.1 
ponúka vo svojej práci FULD (2007, str. 8). 
Obr. 3.1: Základný model spravodajského cyklu 
 
Zdroj: FULD (2007, str. 8) 
 
Z tohto cyklu potom vychádza aj český odborník na konkurenčné spravodajstvo, Tomáš 
VEJLUPEK (2002), ktorý prezentuje cyklus vo forme nekonečného procesu 
plánovania a riadenia, zberu informácií, spracovanie vo forme analýzy a distribúcia 
znalostí k osobe, ktorá rozhoduje, tak ako, ako je znázornené na obrázku 3.2 a 3.3. 
Práve jeho rozdelením sa budem ďalej v práci riadiť. 
  - 53 - 
Obr. 3.2: Spravodajský cyklus v spojení nástrojmi CI 
Zadání






























Zdroj: VEJLUPEK (2002) 
 
Obr. 3.3: Cyklus CI v širšom pojatí 
 
Zdroj: VEJLUPEK (2007, str. 8) 
3.1.1 Plánovanie a riadenie  
Úspešnosť cyklu CI do značnej miery závisí na tom, ako sú formulované potreby a 
stanovené priority. V tejto fáze je potrebné stanoviť, čím sa má firma zaoberať, prečo to 
potrebuje a čo sa má získanými znalosťami urobiť. Plán by mal obsahovať neustále 
aktualizovaný zoznam identifikovaných informačných potrieb a ich prioritu, a tiež 
prehľad o všetkých zdrojoch využiteľných pre CI a o spôsobe ich čerpania.  
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Prvý krok cyklu CI sa zameriava na plánovanie a mapovanie celého cyklu 
s cieľom priniesť rozhodujúcej sa osobe čo najrelevantnejší CI produkt. Veľký dôraz by 
mal byť kladený na identifikáciu kľúčových prvkov rozhodovania, či už osôb alebo 
procesov, a ich špecifické informačné požiadavky. Nemenej dôležitý je výber 
správnych metód a taktík pre zber informácií, cesty akou bude manažment informovaný 
a požadovaná hĺbka informácií. [39.] 
Plánovanie je teda krok, pri ktorom sa manažment rozhoduje, aké problémy by 
mal projekt konkurenčného spravodajstva riešiť. Pri plánovaní je potrebné zodpovedať 
základné otázky: čo firma potrebuje vedieť a čo už vie, prečo to potrebuje vedieť, kedy 
to potrebuje vedieť, čo spraví so získanými znalosťami, aké budú náklady na ich 
získanie a aké by boli náklady, ak by ich firma nezískala.   
Aj keď táto časť sa môže zdať menej dôležitá ako zvyšné, bez „mapy cesty“ 
proces získavania spravodajských informácií bude neefektívny. A keďže je identifikácia 
potrieb CI v dnešnom rýchlo sa meniacom prostredí komplexný a obtiažný proces, mal 
by byť v organizácii vykonávaný na pravidelnej báze. [22.] 
Z hľadiska riadenia konkurenčného spravodajstva je dôležité, aby osoba 
zodpovedná za procesy CI, bola súčasťou manažmentu firmy a mala mať možnosť 
podieľať sa na rozhodovacích procesoch spoločnosti. Pritom nie je podstatné, či je 
proces konkurenčného spravodajstva zabezpečovaný firemným útvarom či pracovníkom 
CI alebo je zabezpečovaný prostredníctvom externej firmy alebo konzultanta. Riadenie 
a plánovanie je individuálne pri každom jednotlivom projekte. Rovnako ako je 
individuálny aj zber informácií a to aj napriek tomu, že môže používať zhodné metódy. 
3.1.1.1 Výber objektov sledovania 
Systémové pojatie spravodajskej analýzy vyžaduje širší rozsah sledovania [31.]: 
· Potenciálni konkurenti. Rast výkonnosti a inovačnej úrovne u súčasných, ale aj 
potenciálnych konkurentov. Subjekty disponujúce zdrojmi pre vstup do 
podnikania v reálnom časovom období. Konkurenti, ktorí vzniknú fúziou, alebo 
akvizíciou 
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· Firmy, ktoré z hľadiska trhovej, resp. výrobkovej orientácie nefigurujú ako 
konkurenti, avšak majú so spoločnosťou spoločné znaky. Sú zdrojom informácií 
pre inovácie, transfer a aliancie 
· Firmy, ktoré sú zaujímavé z hľadiska transferu technológií a širšej 
podnikateľskej spolupráce (marketingové agentúry, výskumné centrá, bankové 
inštitúcie a iné) 
· Dodávatelia a zákazníci konkurentov 
· Bankové spoločnosti, ktorých databázy poskytujú dôležité ekonomické 
informácie 
· Výskumné a vývojové centrá, ktoré sú významným zdrojom inovačných 
nápadov 
· Univerzity a príbuzné pracoviská 
· Internet 
3.1.2 Zber informácií  
Zber informácií musí slúžiť konkrétnemu zadaniu a smerovať teda k položeným 
otázkam. Podľa FULDA21 je okolo 90-95 % všetkých potrebných informácií verejne 
dostupných v rôznych zdrojoch. Súčasťou tejto fázy je okrem zbery aj triedenie, 
hodnotenie, verifikácia a porovnávanie informácií. Ide v podstate o prvý krok k ich 
analýzy a už samotné utriedené informácie môžu občas uspokojiť základné potreby CI.  
Samotné zhromažďovanie informácií je ale často preceňované a nesmie sa stať 
samoúčelné. Preceňovanie prejavuje jednak ako mrhanie prostriedkami súvisiacimi s 
cenou zaplatenou za informačné zdroje a tiež s technikou potrebnou na ukladanie a 
skladovanie dát. [1.] 
Zber informácii je komplexný proces, vychádza predovšetkým z knihovníckych 
vied, preto sa mu venujem v práci viac v kapitole 3.2. Základom je získavanie 
informácií z primárnych a sekundárnych zdrojov: 
                                               
21 FULD, Leonard M. The new competitor intelligence: the complete resource for finding, analyzing and 
using information about your competitors. New York : J.Wiley, 1995. ISBN 0471585092. 
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· Pod pojmom primárny rozumieme zber informácií alebo vedomostí priamo zo 
zdroja, buď individuálne, v dávkach alebo pomocou dokumentácie. Príkladom 
takéhoto zberu môže byť rozhovor alebo schôdzka s individuálnymi osobami, 
ktoré môžu disponovať informáciami, často napríklad na konferenciách alebo 
výstavách. 
· Zber informácií zo sekundárnych zdrojov neprebieha priamo, ale 
sprostredkovane. Za takýto zdroj považujeme napríklad osobu, ktorá pozná inú 
osobu disponujúcu  zaujímavými informáciami, ale tiež rôzne články 
v novinách, výročné správy alebo prieskumy tretích strán.  
3.1.3 Analýza informácií  
Analýza je prvok, ktorý kvalitatívne odlišuje spravodajstvo od obyčajného monitoringu 
informácií. Pridáva sa interpretovaný a zhodnotený význam informácií analytikom. 
Analýza je často opisovaná ako práve ten proces, kde sa z informácií stane inteligencia, 
stane sa pre spoločnosť hodnotnejšia. Počas tohto procesu analytický špecialista 
identifikuje isté znaky, obrazce a trendy v informáciách, hľadá unikátne zatiaľ 
nespozorované vzťahy medzí dátami. [21.] 
Existujú dva rozdielne prístupy k významu analýzy, orientácia na vytváranie 
hypotéz budúceho vývoja a akčne orientovaná analýza: 
Orientácia na hypotézy 
Analýza orientovaná na vytváranie hypotéz si pred seba predkladá otázky a na 
každú otázku sa snaží predložiť možné hypotézy ďalšieho vývoja. Typickou 
otázkou je: „Ako budú reagovať naši konkurenti, ak znížime ceny našich 
produktov, a aký dopad na našu organizáciu bude mať ich reakcia?“  
(BOUTHILLIER a SHEARER, str. 52) 
Akčná orientácia 
Pri akčne orientovanej analýze sú na základe profilov konkurencie vydané 
odporučenia na ďalší postup. Pre tento typ analýzy je nevyhnutné, aby bol 
k dispozícii fungujúci expertný systém s vedomostnou bázou. Táto báza musí 
obsahovať vedomosti z manažmentu, psychológie, práva, financií a ďalších. 
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Takýto systém je samozrejme pomerne veľký, komplexný a nákladnejší. Typickou 
príkladom akčne orientovanej analýzy je: „Na základe vytvoreného profilu našej 
konkurencie sme prišli k záveru, že by sme mali znížiť ceny našich produktov.“ 
(BOUTHILLIER a SHEARER, str. 52) 
Základom analýzy je porozumenie významu zhromaždených informácií. Najčastejšie 
metódy, ktoré sa používajú v CI, je SWOT analýza, benchmarking, balanced score card, 
strategické profilovanie, CEO profilovanie, lineárne a nelineárne predpovedanie, tvorba 
scenárov, delphi panely, vojnové hry. Pokročilejšie techniky na získavanie vedomostí, 
akým sú data a text mining, dokážu vysledovať dovtedy skryté súvislosti vo veľkom 
množstve zdanlivo nekonzistentných dát a textu. Výber týchto metód závisí od formy 
požadovaných informácií, analyzovanom objekte alebo situácii. Ideálnym riešením je 
použiť mix dvoch a viac rozdielnych metód tak, aby bol vytvorený úplný obrázok 
situácie. 
Cieľom analytickej fázy má byť, bez ohľadu na orientáciu analýzy, vytvorenie 
použiteľných spravodajských informácií, ktoré budú slúžiť k informovaniu manažmentu 
a pomáhať pri rozhodovaní o stratégii. Stratégia organizácie, či už krátkodobá alebo 
dlhodobá, je ovplyvnená analytickými výsledkami CI, ktoré ju môžu upresňovať alebo 
priamo meniť. Prenesene sa dá povedať, že získaným informáciám poskytneme kontext, 
pričom rozlišujeme dva druhy kontextu [38.]: 
· Objektívny kontext – z veľkej časti automatizovane získaný z obsahu 
informácie (metódou extrakcie pojmov) 
o  konkrétny – osoby, organizácie, veci, miesta, udalosti, zdroje 
o  abstraktný – témy, kategórie 
· Subjektívny kontext – výsledok interpretácie informácie analytikom 
o  procesný – ciele, kľúčové oblasti, úlohy, pravidlá, postupy 
o  vzťahový – konkurent, dodávateľ, odberateľ, riziko 
Z výsledkov vyššie uvedených metód sú na základe logickej úvahy vytvorenie 
hypotézy, ktoré vedú práve k formulácií záverov a odporúčaní. Formulácii záverov sa 
budem bližšie venovať v kapitole 3.1.3.3. 
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3.1.3.1 Logická úvaha 
Je to práve logická úvaha analytikov, ktorá vyúsťuje v tvorbu a formuláciu hypotéz. 
Logika tvorí spojenie medzi premisami (predpokladmi) a závermi tvrdenia. Existujú dva 
typy logiky: 
Deduktívna - nezahrňuje žiadne riziko, k záverom dochádza odvodzovaním 
z predpokladov tak, že záver je istý, nie pravdepodobný 
Induktívna – proces usudzovania všeobecných záverov z dielčich tvrdení, ktorý vždy 
zahrňuje aj určitú mieru rizika 
V procese spravodajstva sa využíva predovšetkým induktívna logika obsahujúca 
istú mieru rizika vo svojich záveroch. Množstvo tohto rizika závisí od množstva 
prostriedkov a času, ktoré sme schopný vložiť do získavania informácií. Môžeme 
vyžadovať komplexný prístup, rovnako ako rýchly orientačný, ktorý je lacnejší a hlavne 
rýchlejší ako rozsiahle správy. 
Spravodajstvo potrebuje k vytvoreniu výstupov kreatívne správanie, nie len 
popísať informácie, ale im aj dať pridanú hodnotu. Deduktívna logika tento proces 
brzdí, preto je vhodná do vyšetrovania, nie spravodajstva. S neistotou ale samozrejme 
prichádza aj chybovosť. Účelom hypotéz u spravodajstva je naznačenie možného 
postupu, musia byť potvrdzované, sú často modifikované i zamietané. Aj formulovanie 
hypotézy, ktorá sa neskôr ukáže ako chybná, má zmysel za podmienky, že sa zakladala 
na realistických podmienkach. [39.] 
3.1.3.2 Formulácia hypotéz 
Hypotézy ako výsledky analýzy je možné buď prijať alebo odmietnuť, slúžia na prijatie 
alebo vyvrátenie nejakej nami myslenej udalosti. Tento proces sa deje na základe 
podrobného výskumu informácií, ak nie je možné na ich základe rozhodnúť, potom je 
potrebné zhromaždiť ďalšie informácie. Hypotézy, ktoré sa dajú potvrdiť s prijateľnou 
mierou rizika potom tvoria závery určené na distribúciu. 
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Hypotézy by mali podľa BRABCA (2001) odpovedať na tieto otázky: 
· WHO – kto sú záujmové osoby 
· WHAT – Čo je predmetom ich aktivít 
· WHY – Prečo sa dopúšťajú práve týchto aktivít 
· WHERE – Kde sa tieto aktivity sústreďujú 
· WHEN – Kedy a ako často sa tieto aktivity odohrávajú 
· HOW – Akým spôsobom sú tieto aktivity subjektom vykonávané 
3.1.3.3 Formulácia záverov 
Výsledok analýzy môže mať hneď niekoľko podôb, napr.: 
· Záver – súbor alternatívnych hypotéz, každá s určitou mierou rizika, na základe 
ktorých je možné dospieť ku konkrétnemu rozhodnutiu. V prípade, že žiadna 
hypotéza nebola potvrdená, výsledkom je najpravdepodobnejšia hypotéza. 
· Predpoveď – špekulatívny výrok o budúcom vývoji situácie a s akou 
pravdepodobnosťou môže nastať. 
· Odhad – extrapolovaný vývoj niektorej z veličín súvisiacich so situáciou 
(peniaze, čas) v prípade, že by mala štandardný priebeh. 
Spôsob a formulácia záverov závisí predovšetkým od zadania úloh CI. Pri formulácii 
záverov musíme zabezpečiť ohodnotenie ich vierohodnosti. Ohodnotiť môžeme slovne 
alebo číselne, Zdrojom takéhoto hodnotenia sú minulé udalosti a teoretické alebo 
subjektívne odhady. Hodnotíme napríklad na škále: istý (100%), veľmi pravdepodobný 
(60-90%), možný (40-60%), málo pravdepodobný (10-40%) a nemožný (0-10%). [39.] 
Pri formulácii záverov dochádza k dvom základným typom omylov [28.]:  
· Omyl z opomenutia – jedna z dôležitých premís nie je zahrnutá, dochádza 
k tomu predovšetkým pri prílišnom zjednodušení, nedostatočnej informovanosti 
a neuvažovaní o extrémnych alternatívach 
· Mylný predpoklad – pri prekrútení otázok (problém sa nahradí iným, 
jednoduchším, problémom), pri formulácii hypotéz bez podpory faktov, pri 
nesprávnej analógii.  
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3.1.4 Distribúcia 
Celková efektívnosť a úspech konkurenčného spravodajstva silne závisí na poslednom 
kroku spravodajského cyklu, na schopnosti CI profesionálov predať svoje správy osobe, 
ktorá má priamy podiel na rozhodovaní. Táto správa vhodnou a zrozumiteľnou formou 
(texty, grafy, vzťahové, vývojové a priestorové analýzy apod.) predáva odpovede na 
kladené otázky a pri použití expertných systémov obsahuje priamo aj odporúčanie. 
Prezentácia výsledkov konkurenčného spravodajstva bežne tvorí pätinu analyzovaných 
informácií. Hodnota spravodajstva záleží vždy na týchto troch atribútoch [39.]: 
· obsah – vlastné výsledky analýzy (záver) 
· kontext – vysvetlenie súvislostí obsahu s konkrétnou situáciou, formulované 
jazykom užívateľa 
· aktuálnosť – včasnosť spravodajstva, je lepšie mať záver včas s istou mierou 
neistoty, ako správne, ale neskoro 
Samotná distribúcia môže prebiehať rôznymi kanálmi, v závislosti od 
momentálnej situácie, preferenciám prijímateľov a predovšetkým ich kvantite. Platí 
pravidlo, že čím viac je výsledný správa personalizovaná, tým lepšie rozhodnutie 
umožní jeho príjemcovi. Osobné prezentácie výsledkov konkurenčného spravodajstva 
sú vždy najlepšou formou distribúcie.  
Pre úzky počet prijímateľov: 
· osobnou komunikáciou 
· na poradách manažmentu 
· využitím prezentácie 
Pre široký počet prijímateľov: 
· využitím intranetu alebo elektronických databáz 
· obežníkom (elektronickým alebo papierovým) 
· emailom 
· na tréningových seminároch 
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3.1.5 Spätná väzba  
Všetky vyššie uvedené časti CI cyklu nie sú od seba oddelené pochody. Je to neustále 
prebiehajúci proces interakcie medzi jednotlivými časťami cyklu, rovnako ako s  
konkurenčným okolím. Dynamickosť týchto procesov si preto vyžaduje neustálu spätnú 
väzbu, ktorá zaistí, že finálny produkt CI bude odpovedať súčasnej situácii.  
Užívatelia veľmi často nie sú svoje informačné potreby schopní presne definovať 
a najväčšou chybou je, keď sa na prvé nejasné zadanie ihneď začnú zhromažďovať 
všetky potenciálne užitočné informácie. To môže byť nielen veľmi náročné, ale aj 
nevďačné, pretože sa väčšinou ukáže, že užívateľ chcel vlastne úplne niečo iné. 
Spätná väzba by preto mala začať fungovať hneď v okamihu, keď sa zistí že 
zadanie nie je dostatočne presné a pomôcť ho aspoň čiastočne pozmeniť či korigovať, 
aby sa predišlo časovým a iným stratám. Spätná väzba môže vznikať u koncového 
užívateľa (manažéra) alebo v jednotlivých krokoch cyklu a vyžaduje vysoko flexibilný 
prístup CI profesionála, ale aj zadávateľa. 
3.2 Informačné zdroje 
Informačné zdroje pre konkurenčné spravodajstvo môžeme posudzovať podľa 
viacerých kritérií, ktorými môže byť pôvodnosť informácie (získaná v primárnom alebo 
sekundárnom prieskume), miera zverejnenia dokumentu alebo spoľahlivosti. 
3.2.1 Primárne a sekundárne zdroje 
Informácie je možné rozčleniť na primárne a sekundárne podľa typu prieskumu, ktorý 
priniesol získané informácie. V prostredí CI sú sekundárne zdroje tie, ktoré sú získané v 
sekundárnom prieskume, zatiaľ čo primárne informácie sú získané v primárnom 
prieskume (alebo výskume). 
Primárny prieskum, ktorý sa vykonáva v teréne (field research) – na rozdiel od 
sekundárneho prieskumu (desk research, vykonávaný z „od stola“, z kancelárie) – 
predstavuje konkrétne pozorovanie, testovania, vypytovanie sa, zhromažďovanie a 
analyzovanie informácií prostredníctvom osobného kontaktu s respondentmi prieskumu 
alebo prostredníctvom výrobkov konkurencie. Príkladom môže byť zhromaždenie 
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najrôznejších foriem spätných väzieb, štatistík, názorov, pripomienok získaných 
rôznymi spôsobmi – od telefonického rozhovoru až po dotazníky. 
Predmetom sekundárneho informačného prieskumu je zhromažďovanie informácií 
prostredníctvom verejne prístupných informačných zdrojov. Takéto zdroje sa nazývajú 
sekundárne informačné zdroje. Sú dostupné väčšinou vo forme verejných dokumentov v 
tlačenej alebo elektronickej podobe. [1.],[26.] 
3.2.2 Publikované a nepublikované zdroje 
Kritérium publikovania súvisí s mierou zverejnenia informačného zdroja. Otázkou však 
je definovanie „publikovaného zdroja“ – či je to dokument, ktorý prejde vydavateľským 
alebo nakladateľským domom, alebo dokument zverejnený a daný do obehu 
prostredníctvom nejakého informačného systému (knižnice, informačné inštitúcie alebo 
možnosť objednávky u producenta zdroja). [26.] 
Podľa Leonarda FULDA (1995), len 5% z informácií tvorí obchodné 
tajomstvo. Na získanie informácií tvoriacich obchodné tajomstvo vyžaduje vynaloženie 
nepomerne výraznejších nákladov, najmä v porovnaní s ostatnými informáciami. 
Tab. č. 5: Približné porovnanie informácií v závislosti na vynaložených nákladoch 
Zdroj Informácie Náklady 
Publikované informácie dostupné bez 
porušovania etických a právnych noriem 80% 20% 
Nepublikované informácie dostupné                      
bez porušovania etických a právnych noriem 5% 10% 
Dôverné informácie získané                            
nelegálne alebo neeticky 5% 20% 
Chránené informácie získané porušením 
zákona alebo prekonaním použitej ochrany 10% 50% 
Zdroj: PAPÍK (1998) 
Publikované informácie je možné získať v rôznych zdrojoch v tlačenej alebo 
elektronickej podobe (napr. v bázach dát databázových centier). Základnou vlastnosťou 
publikovaného zdroja však je, že musí ísť o verejne prístupný zdroj .Medzi takéto 
publikované zdroje patria napríklad výročné správy, spravodajské články z ekonomickej 
tlače, štatistiky, patenty, odborné časopisy, prehľady a katalógy firiem, a pod.  
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Nepublikované zdroje sú také, ktoré neboli vytlačené, môžeme ich tiež nazvať 
primárnymi zdrojmi a prístup k ním je možný len primárnym výskumom – pohovor, 
dotazník, anketa a pod 
Polopublikované zdroje (gray literature) sú tie, ktoré boli vytlačené pre 
obmedzenú skupinu ľudí alebo neprešli bežnými vydavateľskými postupmi. Ich 
získanie je obtiažnejšie a k ich získaniu je obvykle nutné vyhľadať informačného 
profesionála. Do tejto kategórie tzv. šedej literatúry zaraďujeme dokumenty ako napr. 
výskumné práce, technické správy, špeciálne analýzy rôznych inštitúcií a centier, 
dizertácie, konferenčné materiály a pod. Tieto dokumenty nie sú zverejnené, resp. 
publikované klasickou cestou prostredníctvom vydavateľstva. 
3.2.3 Druh získaných informácií22 
· finančné a kreditné (napr. účtovné uzávierky) 
· prehľady, katalógy, registre firiem (tzv. kancelárske informácie) 
· burzové správy (hodnotenie brokerských spoločností) 
· odborné články, tlačené správy a iné spravodajské texty 
· správy opisujúce trhy, odvetvie priemyslu („market research reports“) 
· in formácie o výrobkoch či službách 
· intelektuálne vlastníctvo (ochranné známky a patenty) 
· materiály právneho a legislatívneho typu 
· konferenčné materiály 
· zdroje tendrov a ďalších obchodných ponúk 
· demografické informácie a iné 
VEJLUPEK (2002) katalogizuje tieto informácie podľa objektu, ku ktorým sa viažu: 
· hráči (firmy, organizácie, experti, manažéri, politici, aktivisti),  
· ciele a motivácia (tlačené, výročné a výskumné správy, reklama, PR),  
· situácia a jej vývoj (minulé a súčasné udalosti na trhu a v spoločnosti),  
· dostupné zdroje (technológie, suroviny, pracovná sila, kapitál), 
· herní pravidlá (legislatíva, vyhlášky, obmedzenia, zvýhodnenia). 
                                                
22 PAPÍK, Richard. Metody Competitive Intelligence v prostředí externích informačních systémů. In: 13. 
mezinárodní konference Systémová integrace, 2003. str. 485 
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3.2.4 Overovanie informácií a dôveryhodnosť zdrojov 
Problémom väčšiny zdrojov informácií, predovšetkým ale tých pochádzajúcich 
z internetu, je ich dôveryhodnosť. Petr BOLDIŠ (str. 2-4) na základe tohto kritéria 
rozdeľuje informácie z webu do troch kategórií: 
· mätúce a zámerne falošné informácie – tieto stránky zvyčajne vyzerajú veľmi 
dôveryhodne a odhalenie ich falošnosti do značnej miery závisí od zistení ich 
autora a analýzy objektivity 
· neautorizované informácie – tento druh informácií sa vyskytuje na internete 
najčastejšie. Existujú dve podkategórie: 
o  Informácie bez uvedeného zdroja – v podstate porušujú citačnú etiku, 
najčastejšie sú pravdivé, nie sú ale zdokumentované a ťažko zistiť ich 
pôvod 
o  Informácie typu tzv. hoax (povesti) – neoverené a poväčšinou 
nepravdivé informácie, ktoré sa šíria internetom 
· autorizované informácie – zdroj obsahuje meno autora (často aj kontakt), 
ďalšie zdroje a dôvod publikovania. Tento druh je častý v akademickom 
prostredí a v oblasti štátnej správy 
3.2.4.1 Kritéria pre overovanie 
Pre potreby overenie existuje niekoľko rôznych postupov, BOLDIŠ (str. 5) ich zhrňuje 
do základných kritérií spolu s doplňujúcimi otázkami: 
· Téme, obsah a určenie (ČO?) – Čo je obsahom stránok, pre koho sú určené? 
· Umiestnenie (KDE?) – Kde je stránka umiestnená, kto je vlastníkom domény? 
Využíva jednu z oficiálnych domén (*.gov, *.edu)? 
· Presnosť a aktuálnosť (KEDY?) – Kedy bola stránka zverejnená a kedy 
aktualizovaná? Sú údaje zastarané? Sú uvedené zdroje, z ktorých autor čerpal? 
· Pokrytie, objektivita (AKO?) – Obsahuje rôzne názory? Nie je stránka 
jednostranná alebo zaujatá? Aký jazyk využíva stránka? Sponzoruje ju niekto? 
· Pôvod, autorstvo (KDO?) – Je možné určiť autora stránok? Akú ma 
kvalifikáciu k danej téme? Kde a pre koho pracuje? Jedná sa o oficiálne 
stanovisko organizácie? 
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· Dôvod (PREČO?) – Aký je dôvod vzniku stránok? Prečo sa rozhodol autor 
zverejniť svoj názor? Nejedná sa iba o skrytú reklamu? 
· Grafické spracovanie – Môže ale nemusí byť pojítkom dôveryhodnosti. 
· Vzťah k iným stránkam – Sieť odkazov, ktoré na a zo stránky smerujú, aj je 
väčší počet kvalitných odkazov, jedná sa pravdepodobne o zaujímavý zdroj. 
3.2.4.2 Konečné hodnotenie informácie 
Konečné ohodnotenie je najčastejšie prevedené pomocou matice 4x4, ktorá priradí 
informácií rating pozostávajúci z hodnotenia pravdivosti zdroja (písmeno A až D) 
a informácie (číslo 1 až 4). Hodnotiace tabuľky podľa VEJLUPKA (2001): 
Tab. č. 6: Hodnotenie  informačného zdroja 
A Nie sú pochybnosti o dôveryhodnosti zdroja, zdroj bol v minulosti absolútne 
spoľahlivý.  
B Zdroj bol vo väčšine minulých prípadov spoľahlivý. 
C Zdroj bol vo väčšine minulých prípadov skôr nespoľahlivý. 
D Neoverený zdroj, prípadne sú pochybnosti o dôveryhodnosti zdroja. 
Zdroj: VEJLUPEK (2001) 
 
Tab. č. 7: Hodnotenie  samotnej informácie 
1 Informácie sú s určitosťou pravdivé  
2 Informácia je známa osobne zdroju, ale nie priamo tomu, kto ju zozbieral 
3 Informácia je nie je známa osobne zdroju, ale existujú potvrdzujúce informácie 
4 Informácia je nie je známa osobne zdroju a v tejto situácii nemôže byť overená 
Zdroj: VEJLUPEK (2001)  
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4 Analýza súčasného stavu v spoločnosti XXX, 
a.s. 
Spoločnosť, na ktorej aplikujem použitie systému konkurenčného spravodajstva (ďalej 
len spoločnosť XXX) bola zapísaná do obchodného registru v roku 2006 a svoju 
činnosť zahájila v júny roku 2007. Má formu akciovej spoločnosti so základným 
kapitálom 2 milióny Kč, pôsobí celorepublikovo a má kancelárie v 44 mestách v ČR. 
Jej sesterská spoločnosť pôsobí v Slovenskej republike, avšak nie sú priamo kapitálovo 
previazaní. 
Spoločnosť dosiahla v roku 200723 auditovaný zisk 19,5 miliónov Kč pri EBIT 26 
miliónov. Všetky zisky sú ďalej investované do budovania spoločnosti, pričom je 
plánované navýšenie základného kapitálu na 20 miliónov Kč. 
4.1 Podnikateľská činnosť 
Spoločnosť pôsobí na finančnom a poradenskom trhu, v obchodnom registri má 
zapísané nasledovné činnosti: 
· investičné sprostredkovávanie, 
· poisťovací agent, 
· vydavateľské a nakladateľské činnosti, 
· služby v oblasti administratívnej správy a služby organizačne-hospodárske, 
· sprostredkovanie obchodu a služieb, 
· realitná činnosť, 
· činnosť podnikateľských, finančných, organizačných a ekonomických poradcov, 
· poskytovanie odborných kurzov, školení a iných vzdelávacích akcií, 
· spracovanie dát, služby databánk. 
                                               
23 údaje pre rok 2008 v čase písanie diplomovej práce ešte neboli k dispozícii 
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4.2 Organizačná štruktúra v spoločnosti 
V spoločnosti dnes pôsobí približne 1200 aktívnych poradcov, ktorí pracujú ako osoby 
samostatne zárobkov činné (OSVČ) a majú k dispozícii 80 kancelárií vo všetkých 
regiónoch ČR Samotné zázemie spoločnosti tvorí okrem manažmentu ešte 50 priamych 
zamestnancov v administratívnych centrách v Prahe a v Brne. 
Organizačná štruktúra spoločnosti je tvorená jednotlivými funkčnými útvarmi, 
ktoré vyplývajú zo schválenej organizačnej schémy spoločnosti. 
Obr. 4.1: Organizačná schéma spoločnosti 
 
Zdroj: Výročná správa 2007 
Zamestnanci sú predovšetkým zastúpený v oblastiach: 
· Back Office, 
· spracovanie provízií, 
· IT technológie, 
· vývoj produktov a produktová analýza, 
· analýza finančných trhov, 
· marketing a PR. 
Existencia živnostenských listov ale neodstraňuje určité vzťahy nadradenosti 
a podradenosti, ktoré sú znázornené na obrázku 4.2. 
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Obr. 4.2: Organizačná schéma pobočiek 
 
 
Zdroj: interné dokumenty spoločnosti XXX, a.s. 
4.3 SWOT analýza spoločnosti 
SWOT analýza je komplexná metóda kvalitatívneho ohodnotenia relevantných stránok 
fungovania spoločnosti na trhu, pomocou analýzy vnútorného a vonkajšieho prostredia. 
Skúma slabé a silné stránky organizácie a súčasne jej príležitosti a riziká. 
Vnútorné prostredie: 
Silné stránky 
· perspektívny trh, 
· kvalifikovaní a pravidelne školení poradcovia a zamestnanci, 
· reprezentatívny vzhľad kancelárií, 
· individuálny prístup ku klientom, 
· dobrý marketing, 
· pravidelná kontrola interných dokladov a práce poradcov, 
· vyvinutá firemná kultúra, 
· spokojnosť zamestnancov s úrovňou spoločných firemných akcií 
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· dobrý motivačný systém, 
· kvalitné obsadenie kľúčových riadiacich pozícií (všetci kľúčoví manažéri majú 
skúsenosti z iných podobne orientovaných firiem), 
· spolupráca s väčšinou zavedených českých a zahraničných bánk a poisťovní, 
· široká základňa zavedených zákazníkov. 
Slabé stránky 
· relatívne krátka pôsobnosť na trhu, 
· neefektívne porady, 
· nestotožnenie niektorých poradcov so spoločnosťou, 
· špatné návyky poradcov, 
· nedostatok komunikácie medzi jednotlivými pobočkami, vzájomná silná rivalita. 
Vonkajšie prostredie: 
Príležitosti 
· rozvoj a využitie nových produktov, 
· dôchodková a zdravotnícka reforma, 
· strategické partnerstvo s veľkou bankou/poisťovňou, 
· expanzia do ďalších krajín bývalého východného bloku (Poľsko, Maďarsko, 
Rumunsko, Bulharsko). 
Hrozby 
· nová konkurencia na trhu, 
· nekalé praktiky konkurencie, 
· cenová vojna, 
· prehĺbenie celosvetovej hospodárskej recesie. 
4.4 Stav konkurenčného spravodajstva vo firme 
Ako je vidieť na organizačnej štruktúre, oddelenie strategického riadenia sa prevažne 
zaoberá marketingovou a produktovou stratégiou. Oddelenie zastrešuje riaditeľ pre 
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stratégiu, ktorý sa rovnako sústredí na konkurenčný boj prevažne z produktového 
hľadiska. Plánovanie a riadenie konkurenčného cyklu prakticky neexistuje.  
Skutočný prieskum konkurencie sa uskutočňuje prevažne systémom ad hoc 
(nepravidelne na požiadanie) a nie je centralizovaný. Je zastrešený centrálou len z časti, 
veľkú časť informácií si zbierajú jednotlivé pobočky samostatne. Tu samozrejme vzniká 
problém zdieľania vedomostí – distribúcie. 
Distribúcia 
V spoločnosti existujú pravidelné stretnutia riaditeľov, ktorých sa zúčastňujú aj 
zástupcovia tzv. senátu (ktorý je zložený z radových poradcov), na ktorých je 
prediskutovaná väčšina strategických zámerov. Otázka konkurenčného spravodajstva je 
ale zatiaľ viac-menej v ústraní. 
V zásade existujú dva komunikačné kanály, osobný a elektronický: 
· Osobná distribúcia je preferovaná, týmto spôsobom sa k informáciám dostanú 
iba vyššie postavení poradcovia, čo samozrejme zlepšuje bezpečnosť, ale 
znižuje včasnosť informácií.  
· Elektronická komunikácie slúži hlavne na distribúciu menej zásadných (alebo 
práve naopak zásadných, v prípade, ak nie je požadované utajenie) informácií.  
V spoločnosti používajú emailovú komunikáciu, firemný informačný systém, 
blog, fórum a elektronický bulletin.  
Analýza 
Neexituje žiadny proces, ktorý by zabezpečil pravidelnú analýzu informácií 
o konkurencii. Do rozhodovania potom vchádzajú tieto správy práve ako informácie, 
nie vedomosti, a záleží len na skúsenosti vrcholového manažmentu, či v nich 
vypozorujú nejaké náznaky. Prakticky sa pri analyzovaní riadia len predchádzajúcimi 
skúsenosťami. 
Zber dát 
Spoločnosť má objednanú službu pravidelného monitoringu správ a tlače. Tento 
monitoring je ale zameraní iba na zmienky o samotnej spoločnosti, nie o konkurencii. 
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Najväčšia časť sekundárnych informácií vstupujúcich do CI pochádza z verejných 
webových stránok, výsledkom vyhľadávania v google.com. Primárnymi zdrojmi sú 
informácie od partnerských spoločností (v podstate dodávateľov, až na výnimky sú 
rovnakí pre celý trh) a skúsenosti bývalých klientov konkurencie. Na hranici etického 
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5 Spravodajský informačný systém 
V dnešnej informáciami zahltenej dobe má takmer každá väčšia spoločnosť istý druh 
podnikového informačného systému (PIS). Tieto systémy prevažne dodávajú informácie 
z vnútorného prostredia firmy (OLAP, Data mining), ktoré majú pevnú štruktúru 
odvodenú z databáz, z ktorých vznikli. Nedokážu ale získať nové, významovo odlišné 
informácie, ktoré by boli síce menej určité a presné, ale zahrňovali by nielen podnikové 
dáta, ale aj dáta zo širokého okolia. 
Takéto informácie nemajú vopred definovanú štruktúru, sú to dynamické 
informácie pochádzajúce rovnako zo samotnej organizácie (zápisky z jednaní, 
korešpondencia, zmluvy) a hlavne z verejných informácií (tlačové správy, registre, 
periodiká, internet). Pomocou nich dokáže spoločnosť lepšie ohodnotiť svoju situáciu 
na trhu, ekonomické prostredie a zámery konkurencie. Tento druh klasické informačné 
systémy spracovať neumožňujú. 
A keďže vrcholové vedenie potrebuje včas jasný obraz o sile, schopnostiach, 
potenciálu a plánoch konkurencie, aby sa pripravila resp. vyhla konkurenčnému stretu, 
potrebuje mať k dispozícii systém, ktorý mu zabezpečí dostatok verifikovaných 
informácií a analýz pri rozhodovaní. Takýmto prostriedkom je Spefis, Špecifický 
informačný systém. [1.][37.] 
5.1 Špecifický informačný systém - Spefis 
BARTES24 definuje Špecifický informačný systém ako „komplexnú, účelovú štruktúru 
pracovníkov, technických prostriedkov, zariadení, metód a procedúr konsekvenčne 
zabezpečujúcich  získavanie, triedenie, koordináciu, analýzu, šírenie a ochranu 
informácií, potrebných pre špecifické potreby rozhodovania vrcholového vedenia 
firmy.“ 
                                               
24 BARTES, F. Konkurenční strategie firmy. Kombinované studium. Konkurenční strategie firmy. 
Kombinované studium. Brno: Akademické nakladatelství CERM, s.r.o., 2008. 151 s. ISBN: 978-80-214-
3758-6. str. 130-131. 
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Úlohou Spefisu je získanie špecifických dôležitých informácií pre vrcholový 
manažment, na základe ktorých sú prijímané strategické rozhodnutia v organizácii. 
Jedná sa v prvom rade o informácie vedúce k včasnej identifikácii možných hrozieb 
z okolia, s návrhom riešení týchto problémov. Vrcholový manažment potrebuje 
komplexný obraz o schopnostiach, sile, potenciálu a zámeroch konkurencie, s dôrazom 
na včasnosť týchto informácií. Cieľom je robiť správne veci a tieto správne veci robiť 
dostatočne dobre. [1.]  
Tie doposiaľ neznáme informácie pomáhajú spoločnosti v dnešnom silne 
konkurenčnom prostredí udržať si, respektíve posilniť svoje pozície. Takéto množstvo 
informácií logicky potrebuje byť zastrešené do nejakého druhu informačného systému. 
Procesy v takomto IS kopírujú cestu informácií v klasickom spravodajskom cykle 
(obrázok 5.1), ktorý môže byť chápaný ako kontinuálny proces komplexného 
spravodajského systému organizácie a taktiež ako proces, ktorý sa podieľa na tvorbe 
hodnoty v znalostiach. 
Obr. 5.1: Zakomponovanie spravodajského IS do CI cyklu 
 
Zdroj: SABATKA (str. 27) 
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5.1.1 Špecifiká spravodajských systémov 
· Pripúšťa sa relatívna nadbytočnosť informácií s ohľadom na potreby 
potvrdzovania správnosti údajov z viacerých zdrojov. Objektívne informácie 
musia byť kombinované s expertnými odhadmi. Rozsah informácií v korelácii 
s vysokým stupňom neurčitosti vyžaduje potvrdzovanie získanej informácie z 
viacerých zdrojov.  
· Odporúča sa nižšia miera formalizácie pre zabezpečenie flexibility. 
· V spravodajskom systéme nie je možné zabezpečiť maximálnu úroveň 
kompatibility. Tá sa nahrádza pri analýzach technikami normalizácie a 
transformácie údajov. 
· Spravodajské systémy uplatňujú duálnu štruktúru, t.j. decentralizovaný zber 
údajov, centralizované analýzy a prijímanie strategických záverov. 
· Systém využíva techniky triedenia a kompresie údajov pred ich analytickým 
spracovaním. Pri veľkom rozsahu hrozí riziko paralyzovania systému 
nevyužiteľnými informáciami 
· Vyžadovaná je vyššia miera podpory strategického manažmentu a antietropické 
opatrenia, pretože systém v prvej fáze prináša len čiastkové výsledky. Bez 
stimulácie má trend k zániku. 
· Významnosť analytického spracovania vstupných údajov s ohľadom na stratégiu 
podniku vyžaduje vysokokvalifikovaných pracovníkov 
· Aktuálnosť spravodajských informácií. Dynamika zmien v podnikateľskom 
prostredí zdôrazňuje reláciu medzi cyklom spracovania informácií a inovačnými 
cyklami výrobkov alebo technológií. 
· Aplikácia vyspelých informačných technológií pre spravodajské systémy. 
Zaostalé systémy na báze kartoték a kópií informačných zdrojov sú prekonané aj 
v podmienkach malých podnikov. [31.], [1.] 
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5.1.2 Štrukturálny model 
Nezávisle od typu firiem, rozsahu a foriem informačných kanálov spravodajské systémy 
pre konkurenčnú analýzu a strategické rozhodovanie uplatňujú štandardizovanú 
štruktúru podľa obrázku 5.2. 
Obr. 5.2: Štandardizovaná štruktúra konkurenčného informačného systému 
 
Zdroj: SABATKA (str. 28) 
Organizačne – technické aspekty 





4. ekonomická efektívnosť 
5. stupeň úplnosti 
6. spoľahlivosť 
7. rozvíjateľnosť, riaditeľnosť 
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8. kompatibilita s existujúcimi systémami 
5.1.3 Organizačná štruktúra Spefisu 
Organizačná štruktúra Špecifického informačného systému musí okrem všeobecných 
podmienok tvorby organizačných štruktúr spĺňať aj špecifiká Spefisu ako [1.]: 
· flexibilita s ohľadom na neustále sa meniace podmienky činnosti tohto systému 
· potreba správneho a efektívneho využitia všetkých zdrojov informácií 
· dôraz na správne vyhodnotenie informácií 
· odvodzovanie od požadovaných informácií 
Na základe týchto pravidiel môžeme vytvoriť ideálnu organizačnú štruktúru 
Špecifického informačného systému: 







Zdroj: BARTES (2008, str. 133) 
Pod pojmom vedúci Spefisu si predstavme pracovníka priamo odpovedaného za činnosť 
Spefisu, ktorý sa zodpovedá vrcholovému manažmentu. Jeho úlohou je predovšetkým 
plánovanie a riadenie, ale aj distribúcia výsledkov konkurenčného spravodajstva. 
Oddelenie Zberu dát a Analytické oddelenie kopíruje klasický spravodajský cyklus. 
Ochrana Spefisu zabezpečuje fyzickú a softwarovú ochranu Spefisu a uložených dát. Je 
zodpovedná za bezpečnostnú politiku organizácie, do značnej miery prísnejšiu ako je 
v IS obvyklé. Posledné oddelenie dezinformácií nie je často využívané, jedná sa 
o náročnú funkciu, ktorej nástroje často hraničia s etickými pravidlami. Mala by však 
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Táto štruktúra nie je, okrem veľkých podnikov, z dôvodu ekonomickej 
a technickej náročnosti v praxi v ČR dodržiavaná. Bartes uvádza, že Spefis je v našich 
podmienkach zvyčajne realizovaný jedným alebo dvoma pracovníkmi. 
5.1.4 Techniky spracovania informácií 
V praxi sa väčšinou využívajú dva princípy spracovania informácií: 
Informačný systém s voľnou štrukturalizáciou údajov 
Jeho cieľom je mať disponibilnú bázu dát a znalostí vo forme výpisov, 
prospektov, tabuliek, katalógov a pod. Systém sa zameriava na zber údajov, ich 
triedenie, úpravy a verifikáciu neurčitosti. Používanie jednoduchých informačných 
prostriedkov (osobný počítač) a aj ručné spracovanie informácií 
Komplexný spravodajský systém 
Je budovaný pre určitú skupinu strategických analýz a modelov a využívanie 
vyspelých informačných techník. Typické príklady orientácie: prognostické modely, 
systémy včasnej výstrahy rizík, hodnotová analýza, benchmarking, hodnotenie 
variantov 
5.2 Systém včasné výstrahy 
Jedna z najdôležitejších funkcií Spefisu je vytvorenie systému včasného varovania, tzv. 
early warning system. Každá spoločnosť fungujúca v dnešných globálnych otvorených 
trhoch je vystavená množstvu rizík, nečakaných udalostí a nepríjemných prekvapení. 
Systém včasného varovanie ma za úlohu zabrániť alebo aspoň zmierniť dopad týchto 
hrozieb prichádzajúcich z vonkajšieho prostredia, prípadne ich využiť vo svoj prospech. 
[1.] 
Základom každého systému včasného varovania sú tzv. „signálne prvky“, zatiaľ 
relatívne slabé signály, ktoré môžu naznačiť vznik budúcich hrozieb, ale aj príležitostí. 
Tieto prvky tvoria signálnu sústavu, ktorej budovanie by malo pozostávať 
z nasledujúcich krokov [1.]: 
1. Stanovenie oblasti pozorovania 
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2. Stanovenie signálnych prvkov 
3. Stanovenie meranej veličiny, jej hodnotu a toleranciu 
4. Stanovenie vyplývajúcich úloh pre Spefis 
S použitím tejto sústavy signálov je v pravidelných intervaloch preskenované 
okolie organizácie, sú identifikované a porovnané kľúčové faktory, a v prípade 
pozitívneho výsledku je iniciovaný tzv. vyšší stupeň Spefisu (reakcia). Jedným 
z kľúčových prvkov systému včasného varovania je preto aj tvorba scenárov, tzv. 
Scenario Analysis, keď sú ku každému indikátoru priradené alternatívne scenáre 
možného vývoja. 
BARTES (2008) ako príklad uvádza niekoľko možných signálnych prvkov: 
Tab. č. 8: Možné signálne prvky 
Oblasť pozorovania Faktory (indikátory) 
Sociálne-politická oblasť počet obyvateľov, ich štruktúra, informácie z ministerstiev 
Vývoj hospodárskeho 
cyklu 
množstvo zákaziek, obchodná atmosféra 
Trh práce požiadavky odborov 
Technológie zmeny v technologickom výskume a vývoji 
Výrobný program sortiment v porovnaní s konkurenciou, podiel nových úspešných, nosných a problémových výrobkov 
Výrobky výsledky výskumu a vývoja ( aj u substitučných výrobkov) 
Konkurencia 
zmeny v používaných stratégiách konkurenčného boja, 
príprava vstupu silného konkurenta na trh, dohoda 
dvoch silných konkurentov zameraný proti firme 
Zamestnanci stav a prírastok miezd zamestnancov v porovnaní s konkurenciou, miera fluktuácie 
Odbyt a distribúcia obrat, netto ceny v porovnaní s konkurenciou 
Výroba a nákup objem výroby, ceny výrobných zariadení v porovnaní s konkurenciou 
Zdroj: BARTES 25 
                                               
25 adaptované z  STEINOCKER,R. Strategický Controling. Praha: Babtext s.r.o., 1992. 
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5.3 Základné spravodajské metódy 
Existujú dve základné metodiky vyhľadávania a analyzovania relevantných informácií 
v systémoch konkurenčného spravodajstva, jedná sa o [37.]: 
· fulltextové technológie, 
· technológie virtuálnej analýzy. 
5.3.1 Fulltextové vyhľadávanie 
Technológia fulltextového vyhľadávanie je založená na jednoduchom princípe 
vyhľadávania dokumentov na základe kľúčových slov. Najvyužívanejšia technológia 
Verita vznikla ako výsledok požiadavku CIA. Pri vyhľadávaní nie je dopredu známa 
forma záznamu ani spôsob, akým budeme dokumenty vyhľadávať, na rozdiel od 
klasických relačných databáz. Forma záznamu preto môže byť rôzna, textový súbor, 
prezentácia, e-mail, webové stránky a pod.  
Fulltextová databáza funguje na princípe indexovania záznamov (záznam, v akom 
dokumente a na akej pozícii sa nachádza konkrétne slovo alebo znak). Tieto dokumenty 
následne zoradí podľa dôležitosti ich obsahu vzhľadom k obsahu dotazu. Funkcia 
fulltextového vyhľadávanie nie je nepodobná známemu vyhľadávaču Google.com. 
Najdôležitejšie vlastnosti technológie Verita (rovnako celej fulltextovej technológie): 
· pojmové vyhľadávanie pomocou štruktúrovaných dotazov, 
· presného hodnotenie dôležitosti vyhľadaných dokumentov vzhľadom k dotazu, 
· štatistické vyhodnotenie obsahu dokumentu. 
5.3.2 Technológia virtuálnej analýzy 
Virtuálna analýza pomáha ľudskému mozgu lepšie pochopiť súvislosti medzi nejakými 
objektmi alebo udalosťami, a to cestou mozgu ľahko pochopiteľnou, pomocou rôznych 
vizuálnych schém. Technológia virtuálnej analýzy sa rozšírila až s rozvojom 
informačných technológií, aj keď predtým bol užívaný rovnaký princíp za použitia 
ručného kreslenia. Najvýznamnejším štandardom na poli virtuálnej analýzy je metóda 
ANACAP, na ktorej princípe pracujú aj široko rozšírene produkty britskej spoločnosti 
i2. [37.] 
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Metóda ANACAP, pôvodne využívaná v FBI, slúži na analýzu a prezentáciu 
informácií pomocou rôznych typov schém, ktoré sú vytvárané na základe určitých 
pravidiel. Táto metóda pomáha hlavne v identifikovaní kľúčových entít a ich 
vzájomných vzťahov. Základné schémy ANACAP sú: 
· Vzťahové schémy – metóda zobrazovanie vo forme vzťahov medzi 
jednotlivými prvkami (osobami, organizáciami, vecami, miestami a pod.). Je to 
jedna z vôbec najpoužívanejších schém, pomáha hlavne s relatívne nižším 
počtom entít.  
· Komoditné schémy – metóda zobrazujúca tok tovaru, peňazí a ďalších komodít. 
Pomáha pochopiť vzťahy medzi aktivitami kľúčových osôb 
· Kauzálne schémy – metóda zobrazujúca kauzálnosť, čiže súslednosť udalostí 
a ich vzájomný vzťah 
· Postupové schémy – zobrazujú poradie udalostí vedúcich k určitému stavu 
· Sieťové schémy – identifikujú špecifické znaky vo veľkom objeme 
konzistentných dát 
5.4 Softwarové nástroje CI 
Funkčný systém konkurenčného spravodajstva musí predovšetkým spojiť analytickú 
a zbernú časť cyklu CI, s distribúciou vzniknutých vedomostí a spätnou väzbou. Firma 
Tovek preto v rámci výskumného projektu  „Znalostní báze pro rozvoj synergických 
podnikatelských seskupení“ vyvinula  koncept KASI26 (Koordinácia Analýzy 
a Zdieľania Informácií), ktorý je založený na prepojenie procesu intelektuálneho 
spracovania informácií, ku ktorému nevyhnutne dochádza pri tvorbe špecifických 
informačných produktov pre podporu rozhodovania (analýzy, rešerš, monitoring), 
a procesu sprístupňovania zdieľaných informácií priamo koncovým užívateľom, ktorý 
je nutný pre rutinnú prácu užívateľov. Výsledkom tohto prístupu sú dve typové riešenia 
nazývané ARMS a kGATE, ktoré sú vzájomne prepojené (obrázok 5.4). 
                                               
26 VEJLUPEK, Tomáš. KASI – řešení pro koordinaci analýzy a sdílení informací. In: Inforum 2008. str. 3 
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Obr. 5.4 : Koncept KASI 
 
Zdroj: VEJLUPEK (2008a, str. 3) 
· Časť ARMS (Analytické Riešenie a Monitorovací Systém) umožňuje 
spracovávať obsah rôznorodých informačných zdrojov a vytvárať pridanú 
hodnotu vo forme dátových báz, ktoré zaznamenávajú významné entity a ich 
vzťah 
· Časť kGATE (znalosťami riadený prístup k informáciám) poskytuje funkcie pre 
podporu vyhľadávania informácií, ktoré sú založené na dopredu 
determinovanom spôsobe navigácie užívateľa prostredníctvom máp námetu, ale 
tiež na navigácii podľa automaticky identifikovaných konceptov (ponuka 
zoznamu pojmov, zoskupovanie dokumentov podľa podobnosti, nachádzanie 
podobných dokumentov). Vychádza z vybudovanej poznatkových báz z riešenia 
ARMS. 
5.4.1 ARMS 
ARMS, alebo tiež Analytický, Rešeršný a Monitorovací systém, je softwarové riešenie 
na vyhodnocovanie informácií pochádzajúcich z rôznych zdrojov. Takéto riešenie 
zahrňuje kombináciu niekoľkých profesionálnych nástrojov na vyhľadávanie a analýzu 
informácií. Koncept vznikol predovšetkým pre využitie v spravodajských službách, kde 
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sa dlhodobo osvedčil a preto je nasadzovaný hlavne vo vysoko konkurenčných 
prostrediach ako sú banky, telefónny operátori, konzultačné spoločnosti a pod. [40.] 
Účelom systému ARMS je predovšetkým zvýšiť kvalitu a efektivitu práce CI 
profesionálov, ktorých úlohou je získavať nové informácie pre podporu rozhodovania, 
a umožňuje: 
· vytvorenie rýchleho a názorného obrazu problému, 
· rýchle poskytnutie nových informácií k problému v potrebnom kontexte, 
· uchovanie získaných znalostí pre budúci rozvoj danej oblasti. 
Systém ARMS má tri funkcie: 
· Analytická – umožňuje utriedenie vyhľadaných informácii a extrahovanie 
relevantných poznatkov s následnou prezentáciou 
· Rešeršná – umožňuje rýchlo vyhľadať informácie z rôznorodých zdrojov 
· Monitorovacia – umožňuje aplikovať znalosť o probléme a o potrebách 
rozhodovanie k vyhľadaniu a kategorizácii nových informácií 
Najdôležitejšou a hlavnou funkciou systému ARMS je ale systematické vytváranie 
pridanej hodnoty nad obsahom informačných zdrojov, vyváranie dátových báz: 
poznatkovej, znalostnej, informačnej. 
Obr. 5.5 : Fyzická architektúra ARMS 
 
Zdroj: VEJLUPEK (2008b, str. 405) 
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5.4.1.1 Poznatková báza 
Základom poznatkovej bázy je uchovávanie poznatkov získaných spracovaním rôznych 
informácií. Poznatky majú formu referenčných záznamov o rôznych typoch entít a ich 
vzťahov. Obsah poznatkovej báze reprezentuje mapovanie rôznych kontextov 
spracovaných informácií a zároveň tiež umožňuje uchovávať poznatky potrebné pre 
vyhľadávanie informácií relevantných k jednotlivým entitám a vzťahom (expertné 
otázky). Jedná sa predovšetkým o nástroj analytikov. Štruktúra poznatkovej bázy pre 
účely CI, ktorá zahŕňa [38.]: 
· 9 typov entít (osoby, organizácie, veci, miesta udalosti, procesy, pravidlá, témy, 
zdroje) 
· 7 typov vzťahov (všeobecná väzba, vlastníctvo, dodávateľ-odberateľ, konkurencia, 
regulácia, vplyv, hrozba) 
Tieto vzťahy sú v praxi vyjadrené buď pomocou explicitnej väzby, alebo 
farebným schéma, ktorý reprezentuje vzťah ku subjektu, pre ktorý bola poznatková báza 
vytvorená (viď. obrázok 5.6) 
Obr. 5.6 : Schéma poznatkovej bázy 
 
Zdroj: VEJLUPEK (2008a, str. 4) 
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Na základe syntézy poznatkov tiež môžu byť priamo vytvárane nové informácie (napr. 
mapy odberateľsko-dodávateľských vzťahov, lobistických vzťahov, atd.). Pre efektívne 
vytváranie a využívanie poznatkovej bázy je ale nutné použiť dostatočne flexibilné 
prostredie, ktoré umožňuje poznatky rôznym spôsobom triediť, zoskupovať, filtrovať 
a znázorňovať tak, aby analytikov mozog bol schopný odvodiť využiteľné závery.  
5.4.1.2 Znalostná báza 
Znalostná báza slúži k zdieľaniu znalostí analytikov zachytávaných dáta v poznatkovej 
báze, pre expertné vyhľadávanie, kategorizáciu a kontextovú analýzu informácií 
užívateľmi pomocou súboru štruktúrovaných dotazov. Základným pilierom slúžiacim na 
popis informačného obsahu sú tzv. mapy tém (Topic Maps), ktoré sú štandardizované 
podľa noriem ISO. Mapy námetov v podstate pomáhajú nájsť cestu v záplave 
informácií. Ich hlavný význam je [40.]: 
· mapovať rôzne informačné zdroje na základe určitého hľadiska tak, aby sa obsahy 
týchto zdrojov dali prepájať  
· mapovať obsah určitého informačného zdroja podľa rôznych hľadísk tak, aby bolo 
možné vyhľadávať rôzne súvislosti a vytvárať aplikácie pre znalosťami riadený 
prístup k informáciám (časť riešení kGATE) 
Mapa tém pracuje s tromi prvkami  [40.]: 
· Námety (Topics) - odpovedajú pojmom myšlienkového pochodu (entity 
v poznatkovej báze). 
· Asociácia (Associations) - určujú vzťahy medzi jednotlivými témami a odpovedajú 
logickým vzťahom myšlienkového pochodu (väzby v poznatkovej bázy). 
· Výskyty (Occurrences) - určujú v akých zdrojoch sa nachádzajú informácie 
o témach, sú analógiou empirických vzťahov vytvárajúcich vedomostnú sieť. 
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Obr. 5.7 : Znalostná báza v podobe mapy tém 
 
Zdroj: VEJLUPEK (2008b, str. 4) 
Typické použitie mapy tém je pri vyhľadávaní firiem podľa ich názvu, podľa 
produktov, podľa obchodného vzťahu (dodávateľ, zákazník, konkurent) alebo podľa rolí 
v spoločnom projekte.  
5.4.1.3 Informačná (referenčná) báza 
Referenčná báza slúži na efektívne a jednoduché prehľadávanie rôznorodých informácií 
a je oproti znalostnej bazy relatívne jednoduchá. Jadro tvorí štvorrozmerný stavová 
matica - index, ktorej dimenzie sú užívateľ, požiadavky, téma, dokument. 
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6 Projekt konkurenčného spravodajského 
systému v spoločnosti XXX 
6.1 Výber medzi interným a externým riešením CI 
Procesy CI sú súčasťou väčšiny firiem, či už sú to veľké priemyselné kolosy, kde túto 
činnosť vykonávajú profesionáli, alebo sa jedna skôr o nesystematické vyhľadávanie 
v malých firmách, obvykle pomocou vyhľadávača Google alebo voľných databáz 
obchodných kontaktov. Štatistiky organizácie SCIP uvádzajú27. že menej než 15 % 
pracovníkov zaoberajúcich sa CI pracuje priamo v informačných centrách. Viac ako 85 
% organizácií využíva formou čiastočného úväzku „firemného knihovníka“. 
Úlohy, ktorými konkurenčné spravodajstvo napĺňa svoje ciele možno v zásade 
plniť buď prostredníctvom externej spoločnosti alebo prostredníctvom interného 
zamestnanca. Toto všetko závisí od požadovaného rozsahu, kvality a spôsobov. Rozsah, 
kvalita a spôsoby nie sú totiž v oboch prípadoch porovnateľné. 
Pre potreby spoločnosti tejto veľkosti by sa na prvý pohľad javilo ako výhodnejšie 
riešenie externé. Spoločnosť XXX a.s. je ale súčasťou veľmi dravého trhu, kde môže 
byť tento druh informácií otázkou dlhodobého prežitia. Z pohľadu dlhodobej 
konkurencieschopnosti by som odporučil interné riešenie. 
6.1.1 Externé 
CI realizované externým dodávateľom [30.] 
Výhody 
· nezaujatý a nestranný pohľad na „našu“ záujmovú oblasť 
· priamo definovaný a čitateľný náklad (spravidla jednorazový) 
Nevýhody 
                                               
27 PAGELL, Ruth. Economic Espionage. In Database, vol. 21, No. 4, Aug./Sep. 1998. 23-30 [cit. 2009-
04-29]. Dostupné na: 
<http://vnweb.hwwilsonweb.com/hww/results/results_fulltext_maincontentframe.jhtml;hwwilsonid=OR
UNFU5IZQW0XQA3DILSFGGADUNGIIV0>. 
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· slabšia hĺbka a orientácia v „našej“ záujmovej oblasti 
·  (pri jednorazovom) nepravidelnosť a nárazovosť toku informácií 
Riziká 
· lojalita k spoločnosti (tým aj k získaným informáciám) nie je nutná 
· nižšia možnosť zasahovať do procesu CI 
6.1.2 Interné 
CI je realizované interným zamestnancom [30.] 
Výhody 
· zamestnanec má prístup aj k interným informáciám, preto je hĺbka a 
prepracovanosť jeho výsledkov zrejme na vyššej úrovni 
· priebežný informačný proces 
· vyššia lojalita k spoločnosti 
· možnosť sledovať proces CI v jeho priebehu 
Nevýhody 
· k priamym nákladom (na CI) pribudli nepriame náklady (zamestnanec) 
Riziká 
· prevádzková „zaujatosť a slepota“ a nižšia objektivita výsledkov 
· nízka odbornosť zamestnanca, slabšie analytické myslenie 
6.2 Profesionálne riešenia od spoločnosti TOVEK 
ARMS – Analytický, Rešeršný a Monitorovací Systém firmy TOVEK je súborom 
profesionálnych nástrojov pre vyhľadávanie a analýzu informácií. Kľúčovou úlohou 
v tomto systéme hrá fulltextová technológia firmy Verity a technológia vizuálnej 
analýzy firmy i2. Aplikácia na základe fulltextovej technológie firmy Verity 
celosvetovo spolieha približne 11500 organizácií všetkých veľkostí a typov.  
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Táto technológia, ktorá umožňuje integrované prehľadávanie, klasifikáciu, 
monitorovanie a z časti tiež analýzu, slúži ako kľúčový komponent pre viac ako 260 
aplikácií do významných nezávislých dodávateľov softwaru. Produkty firmy i2 Ltd., na 
ktoré sa po celom svete spolieha viac ako 2000 organizácií, sú medzinárodným 
štandardom v oblasti vizuálnej analýzy a služieb pre vyťažovanie informácií. Tieto 
produkty sa osvedčujú pri operatívnom a taktickom vyhľadávaní tak aj pri dlhodobom 
strategickom plánovaní, kde prispievajú k informovanejšiemu rozhodovaniu.  
Funkcie ARMS sú v profesionálnych produktoch spoločnosti TOVEK realizované 
pomocou produktov, ktoré boli pôvodne určené pre analytikov spravodajských služieb 
a policajných vyšetrovateľov. Možnosti vyhľadávania a analýzy informácií sú 
výsledkom tých najnáročnejších potrieb a idú ďaleko za možnosti bežného 
vyhľadávania alebo vizualizácie súvislostí, ktoré dnes ponúka rada firemných aplikácií 
pre podporu rozhodovania.  
Aj firma XXX musí byť schopná vyhodnocovať veľké množstvo informácií 
z rôznych zdrojov a činiť rozhodnutia na základe čiastočných faktov a slabých signálov.  
Pre efektívne vytváranie a využívanie tejto poznatkovej bázy je nutné použiť 
dostatočne flexibilné prostredie, ktoré umožňuje poznatky rôznymi spôsobmi triediť, 
zoskupovať, filtrovať a znázorňovať tak, aby analytikov mozog bol schopný dovodiť 
využiteľné závery. Vytváranie poznatkovej báze v rámci riešení KASI (jeho časti 
ARMS) je založené na súbore analytických produktov vyvinutých špeciálne pre 
vizuálnu analýzu a prezentáciu informácií: 
 
· Tovek Server: indexuje obsah rôznorodých informačných zdrojov a poskytuje 
webové služby pre vyhľadávanie, filtrovanie a kategorizáciu informácií.  
· Tovek Tools: umožňuje presné vyhľadávanie informácií v súboroch textových 
dát (indexovaných lokálne, alebo prostredníctvom Tovek Serveru) a ponúka 
unikátne metódy obsahové a kontextové analýzy vyhľadávaných informácií. 
· Analyst’s Notebook: Umožňuje analýzu a názornú prezentáciu veľkého 
množstva faktorov a súvislostí založenú na rôznych formách ich vizuálnej 
prezentácii a na funkciách pre vyhľadávanie duplicít, zhlukov, periodicít, atď. 
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· iBase: Umožňuje systematické zhromažďovanie a usporiadanie informácií 
veľkého množstva a rôznych poznatkov a ich následnú analýzu pomocou 
Analyst’s Notebook (vzťahy, súslednosť), GIS plug-in (poloha) či Dataminer 
(atribúty). 
· iBridge: Umožňuje prepojenie Analyst’s Notebook na obsah databáz. Ponúka sa 
prepojenie na databáze ekonomických väzieb firiem CreditInfo a Čekia. 
Obr. 6.1 : Vyhľadávanie a vyzualizácia poznatkov v produkte iBridge 
 
Zdroj: VEJLUPEK (2008b, str. 4) 
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Obr. 6.2 : Kontextová analýza vyhľadaných informácií 
 
Zdroj: VEJLUPEK (2008a, str. 410) 
Monitorovacia časť systému umožňuje indexovať rôznorodé zdroje ako lokálne (osobné 
dokumenty a e-maily), tak sieťové (dokumenty na servery, informácie v interných 
databáz podnikového informačného systému). Rovnako je možné napojiť sa na externé 
databáze. Externým zdrojom môže byť napríklad databáza firmy Anopress IT, ktorá 
poskytuje prehľad o správach v českých médiách. Tieto informácie za sa dajú za 
pomoci ARMS prehľadne rozdeliť podľa zvolených tém, vrátane označenia relevancie 
správy k danej téme.  
Iným príkladom je monitorovací systém PraveDnes firmy Aneca, ktorý 
monitoruje novinky uverejnené na najdôležitejších českých spravodajských serveroch 
(približne tisíc informačných zdrojov ako napríklad spravodajské weby, prehľady 
výberových riadení alebo tlačové správy). Ďalšími zdrojmi sú ČTK, informácie 
z burzy, RM-Systém a SCP, informácie o jednotlivých odvetviach ekonomiky z ČSÚ 
a informácie z asociácií a profesných združení.  
Okrem toho ARMS ponúka aj prístup k informáciám voľne publikovaným na 
Internete, ktorý vyvinula firma TOVEK. 
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6.3 Návrh analytického centra 
Výstupný analytického centra v spoločnosti XXX by a mali byť tri základné vrstvy, 
riešenie analýzy a výstupne spracovanie. Na základe zadania požiadavku vrcholového 
vedenia by malo reagovať správou, ako podkladom pre kvalifikované rozhodnutie. 
Trom základným vrstvám výstupného podsystému zodpovedajú tri základné role 
rešeršer, analytik, „syntetik“. Úloha rešeršéra a analytika sú pomerne štandardné 
s kompetenciami v pokročilých technológiách fulltextu a vizuálnych analýz. Tieto 
pozície si vyžadujú kvalifikovaného CI profesionála a vo firme XXX by boli zlúčené 
v jednej osobe. Množstvo predpokladaných budúcich úlohe nevyžaduje, aby boli 
obsadené obe pozície. 
Tretia rola, pracovisko nazývané „syntetik“ potrebuje mať tak ako manažérske tak 
aj informatické kompetencie pre riadenie spracovávania analýz a záverečné zostavenie 
súhrnných výsledkov do záverov. Ideálnym riešením pre túto spoločnosť by bolo 
zaškolenie jedného zo stávajúcich zamestnancov na strategickom oddelení. 
Obr. 6.2 : Návrh analytického centra 
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6.4 Pravidlá  pri tvorbe správ 
Existuje niekoľko zásad, ktorých by sa mali CI profesionáli držať pri komunikácii 
spracovaných znalostí. Tieto zásady sú sa dajú zhrnúť na: 
· Stručnosť – prezentovať len dôležité výsledky, obyčajne maximálne 20% 
získaných informácií 
· Vecnosť – správa by mala byť jednoduchá a priama, bez zbytočného 
rétorického textu 
· Korektúra – správa by mala byť konzistentná, upravená a bez zbytočných chýb 
· Atraktívnosť – prezentácia musí pritiahnuť pozornosť manažérov, ktorý 
rozhodujú 
Ďalšie odporučenia formuluje vo svojich prednáškach Doc. RNDr. Jan Rauch, 
CSc. 28, ktorý odkazuje na niekoľko zásad získaných z praxe: 
· Manažéri nemajú čas čítať – súčasťou správy musia byť stručne formulované 
závery 
· Je nutné dbať na dobrú čítavosť celej správy, v správach je príliš málo hutného 
textu 
· Pre dobrú ilustráciu je vhodné použiť schémy a grafiku 
· Vecné závery sa musia týkať hlavne hodnotenia stavu (čo je dobré a čo špatné) 
· Rozsiahlejšie a detailné materiály je vhodné dať do prílohy 
· Súčasťou správy musí byť zoznam použitých skratiek a definície kritických 
pojmov 
· Správne číslovanie kapitol a zdôvodnená štruktúra pridáva na lepšej orientácii v 
práci 
                                               
28 RAUCH, Jan. Zpracování informací a znalostí – Konkurenční zpravodajství. Katedra informačního a 
znalostního inženýrství VŠE v Praze. Učební materiál. str. 26 
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6.4.1.1 Štruktúra správy 
Správa o firme (konkurenčnej alebo partnerskej firme) by  mala mať aspoň túto 
štruktúru: 
Identifikácia:  Meno, adresa, registrácia, právna forma 
Štruktúra vlastníctva:  Vlastníci, akcionári, kapitálová účasť 
Veľkosť:  Obrat, zamestnanci, ranking 
Finančná situácia:  Bilancia, výkaz príjmov, prehľad platieb, finančné 
ukazovatele 
Činnosť:  Výrobky, služby 
Postavenie na trhu:  Podiel, povesť, zákazníci 
Marketing:  Predajné a distribučné metódy, ceny, reklama 
Manažment: Forma, právomoci, väzby 
Rating:  Finančná sila, riziko, platobné skóre 
Analýza SWOT a ostatné analýzy 
 Porterovu analýzu 5 síl 
Strategické zámery 
Vplyvy vlastnej firmy 
Závery: Odporúčania a ich zdôvodnenie 
  
Odpovede na zásadné otázky o firme 
· Môžem sa na firmu X spoľahnúť? 
· Aké riziká sú spojené s partnerstvom? 
· Čím ma môže firma Y ohroziť? 
· V čom je konkurent lepší a v čom som lepši ja? 
Ďalšie otázky o firmách 
· Aké je zaradenie a pozícia firmy vo vlastníckej hierarchi (v skupine, holdingu)? 
· Aké je úverové zaťaženie firmy a aké druhy úverov má? 
· Ako firma získava financie a aké má možnosti na ďalšie kapitálové investície 
· Ako často obmeňuje výrobkový alebo produktový sortiment? 
· Aké vzťahy má s kľúčovými dodávateľmi? 
· Aký image sa snaží firma vybudovať? 
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· Aké bolo predchádzajúce pôsobisko vedúcich pracovníkov? 
· Ako firma školí svojich zamestnancov? 
· Ako sú zamestnanci spokojní so svojim spoločnosťou? 
· Má alebo mala firma alebo jej manažéri problémy so zákonmi, v akej záležitosti 
a s akým výsledkom? 
· Má alebo mala firma nezrovnalosti s finančným alebo iným štátnym úradom? 
6.5 Ekonomicko-organizačné aspekty riešenia 
Vybavenie analytického pracoviska profesionálnym zariadením môže stáť  približne 1 
až 1,5 milióna Kč (v závislosti od použitých modulov) . V prevádzkových nákladoch je 
treba kalkulovať s cenou za technickú podporu (zvyčajne 20% zo sumy licencií), ďalej 
s cenou za prístup k plateným informačným zdrojom (rádovo stotisíce ročne) a hlavne 
s nákladmi na kvalifikovaného analytika,  ktoré v celkovom súčte (vrátane odvodov, 
školení a pod.) môžu rovnaké ako analytické pracovisko, ale skôr budú ešte o niečo 
vyššie. 
 Z ekonomického hľadiska je najväčšou neznámou ľudský faktor – kvalifikovaný 
analytik. Úspešnosť hľadania konkurenčnej výhody a ekonomická návratnosť celej 
investície závisí na tom, či sa podarí nájsť naozaj dobrého kvalifikovaného analytika, 
ktorý bude v úzkom kontakte s výkonnou časťou manažmentu. Intenzívna obojstranná 
komunikácia je predpokladom správnej identifikácie kľúčových námetov, väzieb medzi 
námetmi a tiež najvhodnejších informačných zdrojov.  
Analytik by sa mal vyznať v oborovej terminológii a mal by mať všeobecný 
prehľad. V prípade, že kalkulácia nákladov a prínosov vlastného analytického 
pracoviska (vrátane ľudského faktoru) vychádza priaznivo, dá sa analytické služby 
outsourcovať. V takom prípade je treba počítať s cenou na úrovni právnych služieb. 
6.5.1.1 Prínosy zavedenia CI v organizácii 
 Zvyčajne sa uvádza, že nie je možné presne spočítať výnosy, ktoré organizácii CI 
prinesie. Preto sa nedá objektívne posúdiť, či je niektorá metóda CI drahá alebo nie. 
Zvyčajne používame relatívne porovnanie. Základným predpokladom pri návratnosti 
investície do CI je ale pravidlo „pre dobrú odpoveď je nutná dobrá otázka“. Kľúčovým 
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bodom je presné vymedzenie toho, čo spoločnosť od CI očakáva a aké informácie chce 
získať. Na návratnosť investície rovnako vplýva aj kvalita uskutočnených analýz 
a hlavne komunikácia výsledkov smerom k manažmentu. 
 Najčastejšie uvádzanými výhodami po zavedení CI sú: 
· poskytnutie konkurenčnej výhody (lepšie pochopenie skrytých súvislostí zvyšuje 
pravdepodobnosť úspechu a minimalizuje možnosť zlého rozhodnutia 
· podpora kvalifikovaného rozhodovania (vyššia informovanosť vytvára 
predpoklady pre kvalitné strategické a taktické rozhodovanie, zvyšuje tak 
hodnotu informačného kapitálu firmy 
· prináša úsporu času a nákladov, a v neposlednej rade zvýšenie produktivity [19.] 
Tieto výhody sa prejavia hlavne práve vo vysoko konkurenčných odvetviach ako 
poradenské služby, finančné služby, výroba, vývoj softwaru, telekomunikácie, 
farmaceutický priemysel a zdravotníctvo.  
6.5.1.2 Návratnosť investície 
Návratnosť investície štandardne meriame ukazovateľom ROI (Return of Investment), 







Ukazovateľ ROI je ale presný len do takej miery, ako sú presné jeho vstupné dáta. 
Ako som už naznačil vyššie, súvislosť medzi investíciou do CI a budúcimi príjmami nie 
je v žiadnom prípade priama. Spoločnosť XXX by mala využiť nielen svoje interné 
dáta, ale aj získať vedomosti z prípadových štúdií organizovaných na podobných 
organizáciách. 
Okrem čisto finančne zamerania ROI kalkulácie by mali do výpočtu návratnosti 
vstupovať aj: 
· úspory na čase, 
· zamedzenie nepredvídaných nákladov, 
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· zväčšenie podielu na trhu, 
· zvýšenie ziskovosti, 
· zlepšenie práce s informáciami. 
Podľa štúdie z roku 2005 29, vykonanej na 43 spoločnostiach z EU a USA, bola 
priemerná návratnosť za 5 rokov vynikajúcich 457 %, pričom sa pohybovala medzi 17-
2000%. V tejto štúdia ale poukazujú aj na absenciu kolerácie medzi rozpočtom a ROI. 
Čiže aj s menším rozpočtom sa pri dodržiavaní pravidiel dá získať veľká konkurenčná 
výhoda. 
6.6 Personálne požiadavky na CI profesionála 
Competitive Intelligence predstavuje interdisciplinárny obor so svojim zameraním na 
vonkajšie prostredie vyžaduje od pracovníkov CI prevažne zameranie na mäkké, tzv. 
soft faktory, ako napr. potreby zákazníkov, psychológiu kupujúcich, chovanie 
konkurentov, skúmanie trendov a celkovo zmien v nálade spoločnosti. Pretože snahou 
organizácií je vytvorenie unikátnej konkurenčnej výhody, profesia CI profesionála 
vyžaduje vzdelanie v oblasti marketingu, obchodu a ďalších vedomostí. Informačný 
profesionál musí mať kvalifikáciu z oblasti informačnej vedy, ďalej musí poznať obsah, 
ktorý sprostredkúva, rovnako aj ľudí, pre ktorých je jeho práca určená. Dôležitý je i 
podiel vedomostí z oblasti biznisu a vedomosti a zručnosti v práci s informačnými 
technológiami. Jedná sa o akýsi hybrid medzi marketingom a informatikou, informačný 
profesionál vystupuje ako spojovník medzi informačno-komunikačnou technológiou a 
ľuďmi, ktorí ju využívajú na uspokojenie svojich potrieb. [34.] 
Tu sa už dostávame k vysoko odborným činnostiam, medzi ktoré patrí i podpora 
rozhodovania. Rozhodovanie je doménou manažérov. Prijať rozhodnutie sa však dá iba 
na základe dôsledne analyzovaných a vyhodnotených informácií. S tým súvisí i zber 
externých údajov mimo podniku a nadväzujúca činnosť informačného profesionála - 
interpretácia a vizualizácia (information and visiualization) zistených skutočností. Tá do 
značnej miery závisí od poznanie publika, ktorému sú prezentácie určené, Cieľovým 
publikom je väčšinou vedenie firmy, ktoré vyžaduje neskreslené, pravdivé informácie, 
                                               
29 správa spoločnosti IDC Report „Return on investment from a competitive intelligence software“ 
dostupná z: <www.digimind.fr> 
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klient, ktorý chce interpretáciu, na základe ktorej zlepší svoje podnikanie. Počas práce s 
firemnými informáciami by informačný profesionál mal mať stále na zreteli ochranu 
informácií (information security). 
Ďalšou podmienkou úspešného vykonávania práce CI profesionála je schopnosť 
kooperácie. Kooperovať s informačným pracoviskom alebo informačným pracovníkom 
by mali všetky oddelenia, ktoré informačný pracovník uzná za vhodné. Platí to i naopak 
- ak nejaké oddelenie požiada informačné pracovisko o spoluprácu, toto pracovisko by 
malo požiadavke vyhovieť. 
Všeobecne môžeme definovať požiadavky na vedomosti, zručnosti a schopnosti CI 
profesionála do týchto oblastí [9.]: 
· oblasť informačnej vedy 
· oblasť interakcie s obsahom 
· oblasť interakcie s ľuďmi 
· oblasť biznisu 
· oblasť IT 
6.6.1 Niektoré ďalšie nároky z hľadiska zručností a schopností 
[9.] 
Vyhľadávanie informácií 
Využívanie dotazovacieho jazyka pri vyhľadávaní, vyhľadávanie v rôznych 
informačných zdrojoch a inštitúciách, použitie vyhľadávacích nástrojov, softvéru a 
webových aplikácií. Vyhľadávanie v internete. Návrh spôsobov získavania informácií, 
praktické činnosti pri získavaní externých informácií, interných informácií, riešenie 
problémov získavania implicitných znalostí zamestnancov.  
Selektovanie a filtrovanie informácií  
Odlišovanie relevantných informácií od nerelevantných. Výber a používanie 
nástrojov na selektovanie informácií. Distribúcia informácií používateľom podľa ich 
potrieb.  
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Analýza a hodnotenie obsahu a zdrojov  
Posúdenie kvality dát, analýza nedostatkov a konzistencie. Čistenie, konsolidácia 
a harmonizácia dát. Analyzovanie súčasného stavu na základe informácií.  
Organizácia poznania a tvorba informačných zdrojov  
Výber nástrojov na ukladanie informácií, navrhovanie klasifikácie zdrojov a 
organizácie firemných poznatkov. Konceptuálny návrh báz dát typu know-how, best 
practices a knowledge database. Tvorba navigátorov a odkazov na ďalšie zdroje.  
Podpora rozhodovania  
Detekcia trendov, hrozieb alebo príležitostí na základe analyzovaných informácií. 
Tvorba materiálov, reportov (hlásení) o súčasnej situácii a možných budúcich stavoch. 
Kalkulácia rizík. Spracovávanie predikčných modelov.  
Ochrana duševného vlastníctva a ochrana dát  
Zabezpečenie ochrany duševného vlastníctva. Osobitné zabezpečenie ochrany 
elektronického obsahu. Detekcia porušenia ochrany duševného vlastníctva. Využívanie 
nástrojov na ochranu dát pred vonkajším zásahom, ale i stanovenie obmedzení v 
prístupe zamestnancov k interným utajovaným informáciám. 
Chápanie rozdielností v prístupe k informačným zdrojom  
Informačný profesionál rozumie špecifikám jednotlivých druhov informácií a 
zdrojov a podľa toho vie svoju činnosť prispôsobiť.  
Chápanie dôležitosti a ceny informácií, informačných produktov a informačných 
zdrojov a ich využitia  
Informačný profesionál si uvedomuje cenu, akú má informačný obsah pre firmu, v 
ktorej pracuje. Preto citlivo pristupuje k tomuto obsahu. 
Riadenie komunikácie a komunikovanie informácií  
Na komunikovanie informácií využíva informačný profesionál všetky dostupné 
technológie a formy. Je zručný v používaní komunikačných technológií (e-mailová 
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komunikácia, chat, diskusné skupiny, videokonferencie, ale i osobná komunikácie 
tvárou v tvár). Podľa toho prispôsobuje štýl komunikácie.  
Konzultácie a poradenstvo  
Informačný profesionál je vždy „po ruke“, aby s ním mohli používatelia ihneď 
konzultovať alebo získať radu z oblasti, v ktorej informačný profesionál pôsobí. 
Informačný profesionál však očakáva i opačné pôsobenie, t.j., že v prípade potreby 
môže využiť konzultácie a rady od iných oddelení firmy alebo manažmentu.  
Efektívna ústna i písomná komunikácia  
Informačný profesionál využíva techniky a spôsoby efektívneho komunikovania 
informácií. Logické a formálne zdôvodňovanie. Vie rozpoznať základné znaky 
neverbálnej komunikácie. Je schopný efektívne komunikovať, aktívne počúvať a 
zrozumiteľne sa vyjadrovať. Svoju komunikáciu prispôsobuje cieľovému publiku, účelu 
i kontextu, v ktorom komunikácia prebieha. Vie vytvoriť čitateľný text prispôsobený 
účelu použitia. Poskytuje spätnú väzbu a vyžaduje ju i od používateľov a kolegov. 
Vedenie tímu  
Informačný manažér deleguje právomoci na svojich podriadených alebo členov 
tímu, ak ide o manažéra projektu. Pomáha, radí, usmerňuje, používa konštruktívnu 
kritiku. 
6.7 Efektívnosť využitia CI v podniku 
Čím presnejšie a jasnejšie boli formulované investigatívne otázky a hypotézy, tým 
ľahšie je možné vytipovať takéto portfólio informačných zdrojov, z ktorého bude 
možné vyťažiť najhodnotnejšie informácie. Vybrané informačné zdroje tvoria bázu 
ARMS. V nej je možné jedným dotazom prehľadávať všetky zdroje bez ohľadu na ich 
pôvod a umiestnenie. Na informačnej bázy závisí efektivita celého systému – ten viac-
menej najdokonalejší software nedokáže odhaliť skrytú informáciu, pokiaľ takáto 
informácia v údajoch nie je. Analytická časť ARMS umožňuje taktiež jednoduchú 
tvorbu schém a diagramov, ktoré aktivujú zložku myslenia a zjednodušujú tvorbu 
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hypotéz. Formulácia hypotéz je dobrou technikou pre vytváranie primeraného okruhu 
otázok. Hypotéza tlačia  k polemike, k pochybnostiam, k hľadaniu dôkazov, 
argumentov pre a proti. 
Pokiaľ sa budeme firma pri CI držať pravidla „pre dobrú odpoveď je nutná dobrá 
otázka“ spĺňa  základný predpoklad pre návratnosť investície. Kľúčovým bodom je teda 
presné vymedzenie toho, čo firma od CI očakáva a aké informácie chce získať. Ďalej 
o návratnosti investície rozhoduje kvalita analýzy a komunikácia samotných výsledkov 
CI smerom k objednávateľovi. 
Vo fáze distribúcie navrhujem, aby boli všetky vedomosti vznikajúce v systéme 
klasifikované podľa stupňa utajenia: 
1. Neklasifikované – určené pre všetkých zamestnancov a poradcov 
2. Klasifikované – učené pre manažérov a vybranú skupinu zamestnancov 
3. Interné – iba pre vyšší manažment na regionálnej úrovni 
4. Tajné – informácie určené výhradne vrcholovému manažmentu 
Rovnako ako klasifikáciou podľa utajenosti by mala byť každá informácia ohodnotená 
jej významnosťou, napr.: 
1. Nevyžaduje žiadnu akciu, doplňujúca informácia 
2. Nebezpečenstvo – upozornenie, pripraviť sa na možnú hrozbu 
3. Nebezpečenstvo – akcia je odporúčaná 
4. Akcia nutná, spustiť „kontrolu škôd“ 
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Záver 
Po zadefinovaní cieľov moje práce som sa pokúsil v druhej kapitole objasniť termín 
Competitive intelligence – konkurenčné spravodajstvo. Existuje niekoľko mierne sa 
líšiacich definícií CI a jeho vymedzeniu k ostatným formám spravodajstva, pričom som 
si z nich vybral jednu z možných definícií, na ktorej som založil túto prácu. 
Konkurenčné spravodajstvo môžeme opísať ako proces, ktorým organizácie 
získavajú, spracovávajú, analyzujú a používajú informácie týkajúce sa konkurencie, čo 
im umožňuje robiť lepšie rozhodnutia, dosahovať špecifické ciele a úspechov. V Českej 
republike sa postupne prelamuje bariéra mlčanlivosti – čoraz menej podnikov sa obáva 
zneužitia informácií konkurenciou a tak informácie o partneroch či konkurentoch už nie 
je potrebné dolovať či dokonca získavať nelegálnou cestou. Časom sa tak vytvorí lepšie 
prostredie pre vykonávanie konkurenčného spravodajstva. V druhej kapitole som sa 
okrem iného venoval práve legislatívnej a etickej otázke konkurenčného spravodajstva. 
Tretiu kapitolu som venoval bližšiemu pohľadu na cyklus konkurenčného 
spravodajstva, rozobral som jednotlivé kroky,  zhrnul možné informačné zdroje pre 
tento cyklus a rozobral metódy overovanie ich dôveryhodnosti. 
Nosnou kapitolou je číslo šesť, kde opisujem samotný spravodajský informačný 
systém, jeho zložky, metódy a nástroje. Hlbšie sa venujem predovšetkým analytickým 
nástrojom od spoločnosti TOVEK. 
Posledná kapitola je venovaná projektu zavedenia systému konkurenčného 
spravodajstva do firmy XXX, a.s. Nastieňujem potenciálne výhody, možnosti riešenia, 
ekonomické,  technologické a organizačné aspekty. Dôležitou súčasťou je aj návrh 
analytického centra a pravidiel pre efektívne fungovanie budúceho systému 
konkurenčného spravodajstva. 
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