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Brezžična tehnologija razvita za lokalna omrežja, poznana pod sinonimom Wi-Fi, je 
danes najbolj pogosta brezžična tehnologija, uporabljena v sodobnih mobilnih 
terminalih in napravah interneta stvari.  
 
Cilj diplomske naloge je bil analizirati delovanje tehnologije Wi-Fi znotraj različnih 
stavb ter ugotoviti kakšen vpliv imajo sami materiali (vrsta materiala, oddaljenost od 
dostopne točke in število sten) na propagacijo radijskega signala. V okviru 
teoretičnega dela diplomske naloge smo tako analizirali delovanje tehnologije Wi-Fi 
s poudarkom na propagaciji radijskega signala v stavbah ter interferencah med 
ostalimi tehnologijami v nelicenčnem področju ISM. 
 
V poglavju 2, se nahaja kratek pregled brezžičnih tehnologij v industrijskem, 
znanstvenem in medicinskem frekvenčnem pasu ISM, kateremu sledi poglavje s 
pregledom standardov IEEE 802.11. V poglavju 4 smo bolj podrobno analizirali 
najnovejši standard IEEE 802.11ac, ki je izšel v letu 2015. Sledi pregled Wi-Fi 
radijskega spektra z analizo frekvenčnih pasov 2.4 GHz in 5 GHz. V poglavjih 6 in 7 
pa so podani postopki za sodostop do radijskega kanala ter analiza vzrokov, ki lahko 











V praktičnem delu diplome smo preverjali propagacijske lastnosti radijskega signala 
znotraj stavb, ki smo jih izvedli na osnovi meritev omrežij Wi-Fi, ki so delovala po 
standardu IEEE 802.11ac in IEEE 802.11n. Bolj podrobno nas je zanimal nivo 
signala oziroma moč RSSI v odvisnosti od oddaljenosti od dostopovne točke ter nivo 
signala v odvisnosti od števila sten, ki so se nahajale v posamezni stavbi. Opravili 
smo tudi meritve hitrosti proti uporabniku in hitrosti od uporabnika ter zakasnitve z 
orodjem Ping. 
 
Za izvedbo praktičnega dela smo uporabili Android mobilni terminal z naloženo 
aplikacijo AKOS Test Net, dostopni točki Wi-Fi, ki sta podpirali standard 802.11n in 
802.11ac ter prenosni računalnik, z naloženim odprtokodnim programom inSSIDer 
za spremljanje interferenc sosednjih omrežij na 2.4 GHz frekvenčnem pasu. Za 
spremljanje interferenc na 5 GHz frekvenčnem pasu, pa smo uporabili odprtokodno 
aplikacijo Wifi Analyzer, naloženo na Android mobilni terminal. 
 
V zaključku so predstavljeni ključne ugotovitve in rezultati meritev ter podane 
smernice nadaljnega razvoja brezžičnih lokalnih omrežij. 
 
Ključne besede: Brezžično lokalno omrežje, Wi-Fi, delovanje omrežja, propagacija, 





Wireless technology developed for Local Area Networks, known as Wi-Fi, is today 
the most common wireless technology used in modern mobile terminals and devices 
of IoT.  
 
The aim of this study was to analyze the functioning of Wi-Fi technology within the 
various buildings and determine what impact they have their own materials (material 
type, distance from the access point and the number of walls) on the propagation of 
radio signals. Within the theoretical part of the diploma thesis we analyzed the 
operation of Wi-Fi technology, with an emphasis on the propagation of radio signals 
in buildings and the interference of the other technologies in unlicensed ISM field.  
 
In the initial part of the thesis, in Chapter 2, is a brief overview of wireless 
technologies in the ISM frequency band, followed by an overview of the IEEE 
802.11 standards, in Chapter 3. In Chapter 4, we present the latest IEEE 802.11ac 
standard, which was published in 2015 and we devote a little more attention.  
Furthermore, in Chapter 5, is described a Wi-Fi radio spectrum and the frequency 
bands 2.4 GHz and 5 GHz. In Chapters 6 and 7 follows the procedures for shared 
access to the radio channel, followed by  a description of the propagation of radio 










The main objective was to compare the propagation of radio signal with the 
measurement between the  IEEE 802.11ac and IEEE 802.11n standards, which we 
were interested in the signal level or RSSI as a function of the distance from the 
access point, and the signal level depending on the number of walls, which were 
placed in individual building. We also made measurements of download speed and 
upload speed and latency (Ping).  
 
To achieve the goal, I used Android mobile terminal with a downloaded application 
AKOS Test Net, through which I performed measurements, the access points, which 
supports standard 802.11n and 802.11ac and a laptop loaded with open source 
software inSSIDer for monitoring the interference between neighboring networks at 
2.4 GHz frequency band. In order to monitor interference on the 5GHz frequency 
band, we used open source application Wifi Analyzer, loaded on the Android mobile 
terminal, because, used laptop did not support the 5 GHz frequency band, but only 
the 2.4 GHz frequency band. 
 
In the conclusion of this diploma thesis are presented key findings and results of the 
measurements and the guidelines for further development of wireless Local Area 
Networks.    
 
Key words: Wireless Local Area Network, Wi-Fi, Network operation, propagation, 













Danes si življenja brez možnosti dostopa do interneta ne znamo predstavljati. Skoraj 
vsaka naprava je že lahko povezana v internetni sistem, s čimer se bližamo cilju 
digitalne agende, kjer naj bi bilo do leta 2020 v internetni sistem povezanih 50 
milijard naprav [ 43 ]. Z veliko razširjenostjo uporabe pametnih telefonov in tablic so 
brezžična lokalna omrežja (angl. WLAN – Wireless Local Area Networks), poznana 
tudi pod sinonimom WiFi, za večino uporabnikov postala primaren način dostopa do 
Interneta. Danes uporabnik pričakuje zmogljivo in zanesljivo brezžično povezavo za 
svoje mobilne naprave tako rekoč povsod - v pisarni, v hotelski sobi, na plaži, v 
parku. Vse bolj je prisoten trend »prinesi svojo napravo« (angl. BYOD - Bring Your 
Own Device), pri katerem uporabniki na delovnem mestu za izvajanje službenih 
nalog uporabljajo lastne mobilne naprave, ki za dostop do medmrežja potrebujejo 
zmogljivo omrežje WiFi. Tudi preživljanje prostega časa je vedno bolj prežeto z 
neprestanim dostopom do spletnih storitev [ 35 ].  
 
Omrežje WiFi postaja nova nosilna infrastruktura za najširši nabor aplikacij, saj je 
bistveno bolj prilagodljivo v primerjavi s standardno žično infrastrukturo. Vedno bolj 
se uveljavlja tudi v industriji (proizvodnja, skladišča, logistika), trgovini, zdravstvu, 
šolstvu. Uporabniki omrežij WiFi postajajo vse zahtevnejši. Podpora zanesljivemu 
prenosu najzahtevnejših vsebin - govora in videa, je postala samoumevna. Število 
uporabnikov narašča iz dneva v dan in večina jih do omrežja dostopa z mobilnimi 
napravami, kar predstavlja velik problem za standardne WiFi sisteme [ 35 ]. Glavni 
izziv pri standardnih Wi-Fi sistemih je v vedno večjem številu naprav, ki so 
povezane v brezžično omrežje. Tehnologija Wi-Fi lahko primarno uporablja 2 
frekvenčna pasova (2.4 GHz in 5 GHz). Zaradi velike nasičenosti števila naprav na 
2.4 GHz frekvenčnem pasu in deljene uporabe frekvenčnega pasu, posledično lahko 
prihaja do medsebojnih motenj, kar se lahko kaže v slabši zanesljivosti in 
zmogljivosti brezžične povezave. Za zadostitev potreb v zahtevnem poslovnem in 
industrijskem okolju, je nujna postavitev zmogljive in zanesljive hrbtenične 
brezžične infrastrukture. Tehnologija Wi-Fi se neprestano razvija, kar se kaže v 






V diplomskem delu se osredotočimo na delovanje brezžične tehnologije Wi-Fi 
znotraj različnih stavb. Natančneje nas je zanimala primerjava med standardom IEEE 
802.11n ter standardom IEEE 802.11ac. Zanimalo nas je, kako na moč (nivo) signala 
Wi-Fi vpliva oddaljenost uporabnika od dostopovne točke ter vmesno število 
opečnatih in železobetonskih sten. V začetnem delu (poglavje 2 in 3) naloge se 
nahaja kratek pregled brezžičnih tehnologij, ki lahko delujejo v industrijskem, 
znanstvenem in medicinskem pasu (angl. ISM – Industrial, Scientific, Medical) ter 
pregled brezžičnih standardov, s poudarkom na standardu, ki je bil sprejet v letu 
2015 in sicer IEEE 802.11ac (poglavje 4). V poglavju 5 je narejen pregled radijskega 
spektra Wi-Fi ter podana poglavitna frekvenčna pasova 2.4 GHz ter 5 GHz, na 
katerih primarno deluje tehnologija Wi-Fi. Nadalje so v poglavju 6 in 7 predstavljeni 
postopki za sodostop do radijskega kanala, koncept propagacije radijskega signala ter 
vpliv interferenc. Na koncu, v poglavju 8, predstavimo meritve, ki smo jih izvedli 

















2 Pregled brezžičnih tehnologij  
2.1 Wi-Fi 
Wi-Fi je zaščitni znak Wi-Fi Zveze (angl. WiFi Alliance), s katerim so označeni 
certificirani proizvodi za brezžično omrežje LAN (WLAN), zasnovano na 
specifikacijah IEEE 802.11 [ 1 ]. Wi-Fi Zveza je neprofitna organizacija, ki spodbuja 
razvoj tehnologije ter produktov Wi-Fi in jim izda certifikat, če so v skladu s 
standardi IEEE 802.11. Združljivost naprav je glavni cilj overitvenega postopka 
(certificiranja). Pri tem so izvedeni strogi testi, kjer se zagotovi, da medsebojno 
delujejo tudi produkti različnih ponudnikov opreme [ 39 ].  
WiFi je dostopovna tehnologija, ki omogoča, da se uporabniški terminali in druge 
naprave (IoT) povezujejo v omrežje IP na brezžičen način. Omrežje WiFi deluje na 
frekvenčnem področju 2.4 GHz izredno visokih frekvenc UHF (angl. UHF – Ultra 
High Frequency) in področju zelo visokih frekvenc, 5 GHz SHF (angl. SHF – Super 
High Frequency). Omrežje Wi-Fi lahko uporablja več različnih naprav, kot so 
pametni telefoni, tablice, kamere in ostale digitalne naprave. Naprave se lahko 
povežejo na omrežje preko namenske brezžične dostopovne točke (angl. AP – 
Access Point) [ 1 ]. Glede na specifikacije v standardu se predvideva, da je doseg 
omrežja WiFi do 100 m. Znotraj železobetonskih stavb se doseg lahko zmanjša le na 
nekaj metrov, na prostem pa poveča tudi do 200 m daleč [ 38 ]. 
Pomanjkljivost Wi-Fi radijske povezave v primerjavi z žično oziroma optično 
(Ethernet) povezavo, je zmogljivost, deljen radijski prenosni kanal, varnost itd., saj 
fizična prisotnost nelegitimnih uporabnikov znotraj stavbe ni potrebna. Z razvojem 
naprednih varnostnih protokolov za avtentikacijo (angl. WPA2 – Wi-Fi Protected 
Access 2) in šifrirnih algoritmov (angl. AES – Advanced Encryption Standard), se je 
varnost brezžičnih omrežij občutno izboljšala in danes zadostuje najvišjim 
varnostnim standardom [ 1 ].  
 
Tehnologija WiFi, njena zmogljivost ter koncepti delovanja brezžičnega lokalnega 






Bluetooth ali modri zob je brezžična tehnologija za povezovanje različnih digitalnih 
elektronskih naprav, na razdaljah do nekaj metrov. Omogoča nam prenos govora, 
podatkov, glasbe, fotografij, video posnetkov in ostalih informacij med brezžično 
povezanimi napravami [ 2 ].  
Bluetooth tehnologija deluje v nelicenčnem frekvečnem pasu ISM od 2.4 do 2.485 
GHz [ 4 ]. Čeprav je bil sprva zamišljen le kot tehnologija, ki nadomešča kabelske 
povezave, pa je postal široko uporaben tudi na področju brezžičnih omrežij-
piconetov in scatternetov [ 2 ]. Piconet ali piko omrežje je omrežje iz naprav 
Bluetooth, ki se samodejno povežejo med seboj. Pri tem ena naprava prevzame vlogo 
gostitelja (nadrejena naprava), ostale naprave pa vlogo gosta (podrejena naprava). V 
enem piconetu je lahko največ 8 naprav, se pravi sedem gostov in en gostitelj. Več 
piconetov se lahko poveže tudi v razpršeno omrežje - scatternet [ 3 ]. 
2.3 ZigBee 
ZigBee je brezžična tehnologija, razvita kot odprt globalni standard, namenjena za 
uporabo v omrežjih, kjer zadostujejo nizke prenosne hitrosti in kjer je potrebno, da 
imajo naprave nizko porabo energije. Ta standard v največji možni meri izkorišča 
prednosti IEEE 802.15.4 radijske specifikacije in deluje na nelicenčnih frekvencah 
2,400 – 2,484 GHz, 902 – 928 MHz in 868,0 – 668,6 MHz [ 5 ].  
 
Specifikacija definira paketno orientiran protokol, ki omogoča zelo nizko porabo 
energije. ZigBee protokol je bil definiran v okviru Zigbee Zveze (angl. ZigBee 
Alliance), ki je neprofitno svetovno združenje proizvajalcev polprevodnikov, 
proizvajalcev opreme (angl. OEM – Original Equipment Manufacturer) in končnih 
uporabnikov. Protokol je bil specificiran z namenom, da bi omogočil proizvajalcem 
in sistemskim integratorjem rešitve brezžičnega povezovanja naprav, ki so enostavne 
za uporabo in zahtevajo nizko porabo energije, omogoča gradnjo enostavno 
razširljivih omrežij (do 65.000 priključnih točk) in zagotavlja varne povezave (128 





Produkti in rešitve, ki uporabljajo ZigBee tehnologijo, so primerni za uporabo pri 
brezžičnem povezovanju v industrijskih okoljih. Omogočajo enostavno in poceni 
izgradnjo zanesljivih rešitev povezovanja senzorjev/detektorjev [ 5 ]: nadzor 
osvetljevanja, avtomatsko oddaljeno merjenje (angl. AMR – Automatic Meter 
Reading), detektorji dima in ogljikovega dioksida (angl. CO2 – Carbon dioxide), 
senzorji (temperature, vlage, pritiska, premikanja,...), telemetrija, nadzor sistemov 
ogrevanja, prezračevanja in klimatizacije (angl. HVAC – Heating, Ventilation, Air 
Conditioning), centralno ogrevanje in hlajenje, varnost na domu, nadzor okolja, 
nadzor bolnikov, nadzor živali, industrijska avtomatizacija, avtomatizacija poslovnih 
in zasebnih stavb, dvigala, gradbeni stroji, itd. 
 
Pomanjkljivost ZigBee tehnologije je nižja prenosna hitrost, ki je tipično manjša od 
250 kbit/s. Za veliko večino aplikacij, pri nadzoru in upravljanju naprav v 
industrijskih okoljih, pa je ta hitrost povsem zadovoljiva.  
ZigBee tehnologija omogoča izgradnjo cenovno ugodnih inteligentnih sistemov za 
nadzor in upravljanje naprav v zahtevnih okoljih, ob nizki porabi energije in nizkih 
stroških vzdrževanja [ 5 ]. 
2.4 Mobilno radijsko omrežje četrte generacije na nelicenčnem 
frekvenčnem pasu 
Preko mobilnih omrežij četrte generacije, LTE (angl. LTE – Long Term Evolution), 
se prenašajo vedno večje količine podatkov in drugih multimedijskih vsebin. 
Navkljub uporabi celic z manjšim dosegom, ki omogočajo zagotavljanje večje 
kapacitete radijskega omrežja LTE in s tem možnost priklopa večjega števila 
uporabnikov in tako večje prenosne kapacitete, to ni vedno optimalna rešitev, saj je 
potrebno imeti na voljo dovolj frekvenčnega spektra. Eden izmed možnih pristopov 
za povečanje radijskega spektra, je v uporabi nelicenčnega spektra, vzporedno z 
licenčnimi pasovi [ 6 ]. 
 
Frekvenčni pas z največ potenciala za LTE, na nelicenčnem frekvenčnem pasu (angl. 





V tem frekvenčnem pasu je na voljo nekaj 100 MHz pasovne širine. Natančna širina 
razpoložljivih kapacitet in njihova uporaba je odvisna od regulatornih in zakonskih 
omejitev posamezne države. Eden izmed potencialnih negativnih vplivov uporabe 













Ena od glavnih zahtev za dostop do teh frekvenc je, da lahko LTE-U sobiva z 
drugimi uporabniki pasu. Uporabi se lahko metoda presoje prostih kanalov (angl. 
Clear Channel Assessment – CCA) ali metoda »poslušaj pred oddajo« (angl. LBT 
Listen Before Talk), s čimer preverimo ali je načrtovani kanal, preko katerega bi 
želeli oddajati, zaseden ali ne [ 6 ]. Katerakoli naprava, ki želi uporabiti frekvenčni 
pas, mora preveriti ali je pas zaseden. Če je le-ta prost, ga naprava lahko zaseže in 
prične z oddajo. Pas je lahko zasežen največ 10 ms, nato mora biti prost in proces se 
lahko ponovi. Tako se  omogoči pravičen dostop do prenosnega medija [ 37 ]. 
 
Dovoljena oddajna moč je odvisna od dela frekvenčnega pasu, na katerem oddajamo 
[ 6 ]. Praviloma je spodnji del frekvenčnega spektra omejen na notranjo uporabo, z 
oddajno močjo 200 mW ali manj, v frekvenčnem pasu med 5150 in 5130 MHz, 
medtem, ko zgornji del frekvenčnega spektra omogoča višje oddajne moči, tipično 1 
W, v frekvenčnem pasu med 5470 in 5725 MHz (velja za Evropo in Japonsko), kar je 
prikazano na Sliki 1 [ 36 ].  
 




LTE podpira združevanje nosilcev (angl. carrier aggregation), kar bi se lahko 
uporabilo ne le kot združevanje nosilcev v licenčnem pasu, ampak tudi kot dodatek  
v nelicenčnem frekvenčnem pasu, ki ga primarno uporablja Wi-Fi [ 7 ]. Na istem 
kanalu se lahko nahajata tako LTE-U in Wi-Fi, pri čemer se posledično zmanjša 
podatkovna prepustnost obeh tehnologij [ 6 ].  
 
Na tehnologiji LTE bodo potrebne dopolnitve LTE-protokolov, da se bo tehnologija 
lahko uporabljala na nelicenčnih pasovih ter sobivala z ostalimi tehnologijami [ 7 ] 
. 
Naj na tem mestu omenimo še LTE licenčni podprti dostop (angl. LTE-LAA – Long 
Term Evolution – License Assisted Access) ter združitev tehnologij LTE in Wi-Fi v 
eni povezavi (angl. LWA – LTE-Wi-Fi Link Aggregation). LTE-U je načrtovan v 
skladu s potrebami regij kot so Amerika, Indija ter Koreja. LTE-LAA vključuje 
metodo LBT (opisana zgoraj) in je predviden za področje Evrope ter Japonske [ 40 ].  
 
Za končnega uporabnika, LTE-LAA ponuja večjo pasovno širino z združevanjem 
nosilcev, enako zanesljivost, kot je na licenčnem frekvenčnem pasu ter celovito 
izkušnjo, ko se uporabnik premika v območju pokritosti z majhno celico ter izven 
območja, kar ima za posledico boljšo uporabniško izkušnjo [ 40 ]. 
 
Alternativa za uporabo LTE na nelicečnem frekvenčnem pasu je združitev tehnologij 
LTE ter Wi-Fi (LWA). Z LWA se LTE podatki razdelijo na dva dela, pri čemer se en 
del prenese preko Wi-Fi omrežja, drugi del pa izvorno preko omrežja LTE. LWA se 
osredotoča na razširitev LTE radijskega dostopovnega omrežja s tuneliranjem LTE v 
802.11 MAC okvir. Tako bo drugim WiFi omrežjem na videz videti kot omrežje Wi-












3 Pregled standardov za brezžično lokalno omrežje 
Prvotni standard za brezžično lokalno omrežje (angl. LAN – Local Area Network), 
IEEE 802.11, je nastal l. 1997 v organizaciji IEEE (angl. IEEE - Institute of 
Electrical and Electronics Engineers). Definiran je za delovanje na frekvenčnem 
področju 2.4 GHz, za brezžično komunikacijo v industriji, znanosti in medicini 
(ISM) in podpira dve bitni hitrosti – 1 Mbit/s in 2 Mbit/s, z dodatnim vnaprejšnjim 
popravljanjem napak (angl. Forward Error Correction).  
 
Podprte so tri alternativne tehnologije fizične plasti OSI (angl. OSI – Open System 
Interconect): z razpršenim infra-rdečim (angl. IR – Infra Red) spektrom pri 1 Mbit/s, 
analogni način s frekvenčnim skakanjem (angl. frequency-hopping) in razpršenim 
spektrom pri 1 Mbit/s in 2 Mbit/s ter digitalni način z DSSS (angl. Direct Sequence 
Spread Spectrum).  
Slika 2: Združevanje nosilcev pri LTE-U  




V podatkovno povezovalni plasti (angl. OSI L2 – OSI layer 2) oziroma plasti za 
krmiljenje dostopa, uporablja protokol sodostopa z zaznavanjem nosilca in 
izogibanjem trkom CSMA/CA (angl. Carrier Sense Multiple Access/Collision 
Avoidance), ki izboljša zanesljivost podatkovnega prenosa [ 8 ]. Kot sinonim za 
tehnologije iz družine standardov IEEE 802.11 se uporablja tudi kratica WiFi. 
 





802.11a 5 GHz / 54 Mbit/s 
802.11b 2.4 GHz / 11 Mbit/s 
802.11g 2.4 GHz / 54 Mbit/s 
802.11n 2.4/5 GHz 4x4 600 Mbit/s 
802.11ac 5 GHz 8x8 6.93 Gbit/s 
 
3.1 802.11a 
Standard 802.11a je bil sprejet (ratificiran) leta 1999. Definiran je za delovanje na 5 
GHz frekvenčnem pasu, kjer za modulacijo uporablja tehniko ortogonalni frekvenčni 
multipleks (angl. OFDM – Orthogonal Frequency Division Multiplexing). Omogoča 
hitrost prenosa podatkov do 54 Mbit/s, pri čemer je dejanska (efektivna) podatkovna 
hitrost približno za polovico manjša (cca. 20 Mbit/s), predvsem zaradi protokola 
CSMA/CA. Dobršen del vzroka za razliko med bruto in neto hitrostjo je tudi v 
načinu komunikacije – vse Wi-Fi tehnologije delujejo namreč v načinu polovični 
dupleks (angl. half duplex). 802.11a ni združljiv s standardi IEEE 802.11 b/g, saj 
delujejo na različnih frekvenčnih pasovih. Uporaba 5 GHz pasu predstavlja prednost, 
saj je 2.4 GHz frekvenčni pas lahko zelo zaseden. Vseeno pa predstavlja uporaba 
višje frekvence slabost v primerjavi z ostalimi standardi WLAN, kar se kaže v 
manjšem dosegu. 802.11a signali imajo slabše propagacijske lastnosti, ki se odražajo 





pri prenosu signala skozi ovire kot so zidovi in ostali trdni materiali, saj se hitreje 
absorbirajo. Po drugi strani pa nam višja frekvenca omogoča izgradnjo manjših anten 
z večjim dobitkom, kar nevtralizira pomanjkljivost uporabe višjega frekvenčnega 
pasu. Večje število uporabnih kanalov in odsotnost ostalih motečih naprav 
(mikrovalovne pečice, brezžični telefoni, elektronske varuške ...), daje 802.11a 
prednost, v primerjavi s tehnologijami 802.11b/g [ 9 ].  
3.2 802.11b 
802.11b je IEEE standard, ki deluje na frekvenčnem področju ISM, na frekvencah 
2.4 GHz. Predstavlja nadgradnjo prvotnega standarda IEEE 802.11 in uporablja 
sorodno modulacijo (DSSS) ter enako pristopno metodo do medija (CSMA/CA) kot 
prvotni IEEE 802.11 standard. Največja podatkovna hitrost, ki jo podpira 802.11b 
znaša 11 Mbit/s. Zaradi režije protokola CSMA/CA, je efektivna prepustnost, ki jo 
lahko dosežemo z 802.11b približno 6 Mbit/s (uporaba TCP) oziroma do 7 Mbit/s 
(uporaba UDP) [ 8 ]. Zaradi boljše prepustnosti, v primerjavi s prvotnim standardom 
in cenovno konkurenčnih komponent, se je standard hitro uveljavil. Kot 
pomanjkljivost moramo izpostaviti interferenčno občutljivost oziroma občutljivost na 
motnje ostalih naprav, ki delujejo v območju ISM 2.4 GHz, na primer mikrovalovne 
pečice, naprave s tehnologijo Bluetooth, brezžični telefoni in ostale brezžične 
naprave za zasebno uporabo. 
3.3 802.11g 
Standard IEEE 802.11g je izšel leta 2003. Definiran je za delovanje v področju ISM 
na frekvenci 2.4 GHz, enako kot IEEE 802.11b ter uporablja enako modulacijo kot 
802.11a in sicer OFDM. Enako kot 802.11a, omogoča hitrost prenosa podatkov do 
54 Mbit/s, pri čemer dejanska (efektivna) podatkovna hitrost znaša približno 20 
Mbit/s. 802.11g je združljiv s standardom 802.11b, pri čemer se prepustnost v 






Standard 802.11n je brezžični standard, ki za prenos uporablja več anten, kar mu 
omogoča povečanje prepustnosti brezžičnega omrežja. Njegov namen je izboljšanje 
omrežne prepustnosti v primerjavi s prejšnjimi različicami standardov 802.11a ter 
802.11g, z znatnim povečanjem podatkovne hitrosti, iz 54 Mbit/s na 600 Mbit/s, 
čeprav takega »teoretičnega« presežka v praksi skorajda ne srečamo. Lahko se 
uporablja v 2.4 GHz in 5 GHz frekvenčnem pasu. Standard 802.11n podpira MIMO 
tehnologijo (angl. MIMO - Multiple Input Multiple Output), dodaja združevanje 
okvirjev na sloju krmiljenja dostopa do medija (angl. MAC – Medium Access 
Control) ter 40 MHz kanale na fizičnem sloju, kar pomeni 2 - kratno povečanje širine 






















IEEE 802.11ac je standard, ki je izšel v letu 2015 in deluje na 5 GHz frekvenčnem 
pasu. Predstavlja nadgradnjo standarda 802.11n. Izboljšan je doseg pokrivanja, ima 
večjo odpornost na interference, izboljšana je tudi sistemska kapaciteta [ 12 ]. IEEE 
802.11ac vpeljuje nov mehanizem in sicer več uporabniški MIMO (angl. MU-MIMO 
– Multi user - Multiple Input Multiple Output), kjer dostopovna točka (AP) sočasno 
(hkrati) oddaja večim odjemalcem [ 13 ]. 802.11ac omogoča brezžične hitrosti 
prenosa podatkov prek 1 Gbit/s s tem konkurira fiksnim dostopovnim omrežjem  
[ 12 ]. Več o standardu 802.11ac, je predstavljeno v nadaljevanju, v poglavju 4. 
4 Delovanje brezžičnega lokalnega omrežja 802.11ac 
IEEE 802.11ac (poznan tudi kot Gigabitni Wi-Fi), je najnovejši standard in 
predstavlja nadgradnjo standarda 802.11n, z izboljšanjem hitrosti prenosa podatkov, 
robustnosti, zanesljivosti in učinkovitim izkoristkom pasovne širine. Izboljšan je 
doseg pokrivanja, ima večjo odpornost na interference, izboljšana je tudi sistemska 
kapaciteta.  802.11ac bo omogočal brezžične hitrosti prenosa podatkov prek 1 Gbit/s 
in bo s tem lahko konkuriral fiksnim dostopovnim omrežjem [ 12 ]. Ker postajajo 
potrebe po brezžičnih napravah v poslovnih in domačih omrežjih čedalje večje, sta se 
pojavila dva trenda [ 11 ]:  
 
- Mobilne aplikacije zahtevajo čedalje več pasovne širine: Video in glasovne 
aplikacije so povečale zahteve po širši pasovni širini [ 11 ]. 
- Posamezniki nosijo več brezžičnih naprav: S povprečnim razmerjem število 
naprav/uporabnika, dosega razmerje vrednost 2.7 (prenosnik, tablica in/ali 
pametni telefon), kar lahko predstavlja veliko obremenjenost in izziv v 




Trenutna generacija produktov 802.11ac 1.serije (Wave 1), ki jih je potrdila Wi-Fi 
zveza v sredini leta 2013, prinaša 3-kratno povečanje učinkovitosti, kar se kaže v 
podvojitvi pasovne širine kanala na 80 MHz, dodani učinkovitejši 256 QAM kodirni 
tehniki (angl. 256 QAM – 256 Quadrature Amplitude Modulation) ter v eksplicitni 
oddaji usmerjenega snopa za izboljšanje kakovosti signala [ 13 ].  
 
Večina funkcij 802.11ac razširja omejitve 802.11n z dodajanjem večjega števila 
anten, večjim številom prostorskih tokov, širšimi radijsko frekvenčnimi (angl. RF – 
Radio Frequency) kanali in višjo stopnjo kodiranja. Definirani so tudi novi 
mehanizmi in sicer več uporabniški MIMO (angl. MU-MIMO – Multi user - 
Multiple Input Multiple Output), kjer dostopovna točka (AP) sočasno (hkrati) oddaja 
večim odjemalcem [ 13 ]. 802.11ac deluje na 5 GHz frekvenčnem pasu.  
 
Za dosego prvotno zadanih ciljev se 802.11ac tako opira na številne izboljšave tako 
na nivoju MAC kot na fizičnem nivoju (angl. PHY layer) [ 14 ]. 
 
Izboljšave fizičnega nivoja (PHY) predstavljajo [ 14 ]: 
- Povečano pasovno širino na kanal (mišljen je kanal v razdelitvi frekvenčnega 
prostora). 
- Povečano število prostorskih tokov. 
- Izboljšano modulacijo (256 QAM). 
- Več-uporabniški MIMO (MU-MIMO). 
 
Najbolj opazna značilnost 802.11ac je povečana pasovna širina radijskih kanalov  
[ 14 ].  
802.11n ima podporo za 20 MHz in 40 MHz široke kanale. 802.11ac pa ima obvezno 
podporo za 20, 40 in 80 MHz široke kanale ter možnost izbire 160 MHz širokih 
kanalov, da se doseže višje hitrosti prenosa podatkov v primerjavi s standardom 
802.11n [ 12 ]. Podvojitev pasovne širine kanala (iz 40 na 80 MHz) je zelo učinkovit 
način za povečanje zmogljivosti v smeri stroškovne učinkovitosti. Kot alternativo, 





zmogljivost kot pri 40 MHz sistemu. Zmanjšanje števila anten odpravlja raznolikost 
in tako zmanjšuje robustnost prenosa [ 14 ]. 
  
S podvojitvijo pasovne širine (iz 40 na 80 MHz), lahko vsak prostorski tok podpira 
približno 2-krat več bitov na simbol. Podvojitev širine kanala pomeni podvojeno 
hitrost prenosa podatkov. Kot tak, lahko eno-tokovni 80 MHz prenos (angl. single-
stream transmission) zagotovi enako zmogljivost kot dvo-tokovni 40 MHz prenos 
(angl. two-stream transmission). Za podporo dveh tokov, bi morala tako oddajnik in 
sprejemnik imeti najmanj dve anteni, medtem ko je eno-tokovni prenos lahko poslan 
(ali sprejet) z eno anteno [ 14 ]. To pomeni, da 80 MHz sistemi z eno radijsko 
frekvenco in oddajo/sprejemom v osnovnem pasu, zahtevajo manj strojne opreme za 
enako zmogljivost, kot 40 MHz sistemi [ 14 ]. 
4.1 Povečano število prostorskih tokov 
 
802.11n ima definirane do štiri prostorske tokove. Standard 802.11ac pa opredeljuje 
do 8 prostorskih tokov z maksimalno štirimi tokovi na odjemalca. Vsak dodatni 
prostorski tok izboljša skupno hitrost prenosa podatkov. 802.11ac odjemalec lahko z 
enim tokom (angl. single-stream 802.11ac client) v 80 MHz kanalu doseže v grobem 
hitrost prenosa podatkov 450 Mbit/s. Odjemalec, ki uporablja 3 tokove (angl. three-






















20 MHz 40 MHz 80 MHz 160 MHz 
1 86 Mbit/s 200 Mbit/s 433 Mbit/s 866 Mbit/s 
2 173 Mbit/s 400 Mbit/s 866 Mbit/s 1.73 Gbit/s 
3 288.9 Mbit/s 600 Mbit/s 1.3  Gbit/s 2.34 Gbit/s 




Kot večina brezžičnih specifikacij, tudi 802.11ac uporablja ortogonalni frekvenčni 
multipleks (OFDM) za modulacijo bitov za prenos preko brezžičnega medija [ 14 ].  
 
Medtem, ko je pristop modulacije identičen pristopu, ki se uporablja pri 802.11n, 
802.11ac ponuja na izbiro uporabo 256 QAM modulacije, poleg obveznih QPSK 
(angl. QPSK – Quadrature Phase Shift Keying), BPSK (angl. Binary Phase Shift 
Keying), 16 QAM (angl. 16 Quadrature Phase Shift Keying) in 64 QAM (angl. 64 
Quadrature Phase Shift Keying) kvadraturnih modulacij. 256 QAM povečuje število 
bitov/pod-nosilec iz 6 na 8, kar ima za posledico pod ustreznimi pogoji 33% 
povečanje hitrosti na fizičnem nivoju (PHY rate). Potrebno je poudariti, da se 256 
QAM lahko uporablja le pri visokem razmerju signal/šum (angl. SNR – Signal to 
Noise Ratio). Podpora 256 QAM bo povečala maksimalno hitrost fizičnega medija 
(PHY rate), ki jo lahko podpira sistem, vendar pa ne bo ne bo privedla do povečanja 
dosega za storitev [ 14 ].  
 
Za razliko od 802.11n, 802.11ac ne podpira uporabe ne-enakih modulacij (angl. 
UEQM – Unequal modulation ). To pomeni, da morajo biti vsi tokovi (ang. streams) 
v več-tokovnem (ang. multi-stream) prenosu modulirani z enako velikostjo 
konstelacije (položaja) [ 14 ]. 
  
Tabela 2: Število prostorskih tokov ter teoretične hitrosti v odvisnosti od 





UEQM, nasprotno, omogoča sistemu moduliranje šibkejših tokov z nižjimi 
modulacijami, kar omogoča bolj podrobno optimizacijo hitrosti prenosa podatkov 
(ang. data rate). To je lahko pomembno za večje število tokov, zlasti v kombinaciji z 
oblikovanjem snopa [ 14 ]. 
 
Prostora za napake je zelo malo, saj mora sprejemnik razlikovati med 16 možnimi 





Naslednja razlika je v številu definiranih MCS indeksov (angl. MCS – Modulation 
and Coding Scheme). V spodnji tabeli (Tabela 3), je za 802.11ac definiranih 10 MCS 


















MCS indeks Modulacija Kodirna stopnja 
0 BPSK 1/2 
1 QPSK 1/2 
2 QPSK 3/4 
3 16-QAM 1/2 
4 16-QAM 3/4 
5 64-QAM 2/3 
6 64-QAM 3/4 
7 64-QAM 5/6 
8 256-QAM 3/4 
9 256-QAM 5/6 
 
 
4.2 Več uporabniški sistem z več vhodi in izhodi 
 
802.11ac je prvi Wi-Fi standard, ki prinaša več-uporabniški MIMO (MU-MIMO). 
Pri MU-MIMO, lahko dostopovna točka streže večim odjemalcem hkrati, kar pomeni 
oddajo večih paketov naenkrat večim odjemalcem. To se doseže z uporabo največ 
osmih prostorskih tokov, ki so lahko porazdeljeni med največ štiri odjemalce [ 15 ]. 
 
MU-MIMO bo omogočila hkratni navzdolnji prenos podatkov  različnih 
uporabniških tokov v istem kanalu, v istem času [ 12 ]. Podpira hkratno pošiljanje 
večim odjemalcem in zagotavlja maksimalno izrabo RF pasu. Do štirje različni 
odjemalci lahko prejmejo podatke istočasno iz ene dostopovne točke s polno hitrostjo 
prenosa podatkov na istem kanalu [ 11 ]. Spodnja slika prikazuje princip delovanja 
tehnologije MU-MIMO. 



















Če želimo poslati podatke uporabniku 1, dostopovna točka oblikuje močan snop 
(signal) proti uporabniku 1 (modra krivulja). Dostopovna točka hkrati zmanjša 
oddajo v smeri uporabnika 2 in 3, kar imenujemo »nično usmerjanje« (angl. null 
steering), in je na sliki 6 prikazano v obliki zareze modre krivulje [ 27 ].  
 
Za uporabnika 2 dostopovna točka oblikuje snop (signal) v smeri uporabnika 2 in 
zmanjša oddajo v smeri uporabnikov 1 in 3. Enak postopek velja za uporabnika 3. 
Tako vsak uporabnik (1, 2 ali 3) prejme željeni signal, ki ima le rahlo zmanjšano 















4.3 Oblikovanje snopa 
Oblikovanje snopa omogoča povečanje zanesljivosti povezave dostopovne točke 
proti odjemalcu. Oblikovanje snopa bo pri standardu 802.11ac olajšalo medsebojno 
komunikacijo med napravo in dostopovno točko (interoperabilnost) in povečalo 
učinkovitost dosega 802.11ac osnovanih sistemov [ 11 ]. Dostopovna točka (AP) 
pošlje visokoprepustni (VHT) NDP »obvestitveni« paket (ang. Null Data Packet). 
Njegov namen je, da vsebuje naslov dostopovne točke in ciljne prejemnike. Po 
»obvestitvenem« paketu se pošlje VHT NDP paket, namenjen tem ciljnim 
prejemnikom. Vsak izmed prejemnikov preverja razmere na RF kanalu od 
dostopovne točke do sebe. Tako se sprejemnik in dostopovna točka sinhronizirata 










Slika 7: Eno-uporabniški in več-uporabniški MIMO [ 34 ]  
(SU-MIMO in MU-MIMO) 






Tehnologija 802.11ac vpeljuje tudi vrsto izboljšav na sloju za krmiljenje dostopa do 
medija (angl. MAC-Medium Access Control) [ 14 ]. 
4.4 Povečana velikost protokolne podatkovne enote 
   
Maksimalna velikost agregirane MAC protokolne podatkovne enote (angl. A-MPDU 
- Aggregated MAC Protocol Data Unit) se po potrebi lahko poveča na največ 
1048575 oktetov (v primerjavi z 802.11n, ki ima največ 65535 oktetov) [ 14 ]. 
Protokol Agregacija Maksimalna 
velikost MPDU 
Maksimalna 
velikost PSDU  
802.11a/b/g Ne 2304 oktetov* ~2336 oktetov** 
802.11n Da 7935 oktetov 65535 oktetov 
802.11ac Da 11454 oktetov 1048575 oktetov 
* Navadno 1500 oktetov, zaradi velikosti IP paketa v 3. sloju OSI modela  
** Maksimalna velikost MPDU + velikost režije 
 
 
Slika 9: Današnji Wi-Fi in oblikovanje snopa - 802.11ac [ 29 ] 




4.5 Izboljšan mehanizem »pripravljen na oddajo«/»prosto pošiljaj«  
 
Upravljanje pasovne širine je pomemben del vsakega Wi-Fi standarda. 802.11ac ima 
na voljo velik razpon pasovne širine, od 20 MHz do 160 MHz širokih kanalov. S 
povečanjem razpoložljive pasovne širine kanalov, je na voljo večja prilagodljivost, 
pri čemer je izziv optimizirati uporabo široke pasovne širine na učinkovit način 
[ 15 ]. 
 
Vsako 802.11ac omrežje vključuje 20 MHz primarni kanal. Do tega kanala se 
dostopa z uporabo zaznave nosilca, da se prepriča ali je kanal prost in nima 
interferenc od ostalih omrežij. Druga uporaba primarnega kanala je zagotovitev 
koeksistenčnosti (sobivanja) in združljivost za nazaj s starejšimi standardi Wi-Fi. Ko 
je pridobljen dostop do primarnega kanala (20 MHz), se lahko za širše pasovne širine 
doda sekundarne kanale [ 15 ]. 
 
Pri 802.11ac so dovoljene samo 20, 40, 80 in 160 MHz pasovne širine. Za 
upravljanje primarnega in sekundarnega kanala pri konfiguraciji široke pasovne 
širine, 802.11ac definira nov način dinamičnega upravljanja pasovne širine. 802.11n 
ni ustrezno opredelil mehanizma »pripravljen na oddajo«/»prosto pošiljaj«  (angl. 
RTS/CTS - Request to Send/Clear to Send) za upravljanje pasovne širine, kar je 
včasih povzročilo, da se pasovna širina sprejemnika ni povsem ujemala z dejansko 
pasovno širino sprejemnika [ 15 ]. 
  
V primeru statičnega načina (802.11n), oddajnik nima interferenc tako na primarnem 
kot sekundarnem kanalu, ima pa zato sprejemnik interference na sekundarnem 
kanalu [ 15 ]. Oddajnik  pošlje signal »pripravljen na oddajo« (RTS) na obeh kanalih. 
Sprejemnik ne more potrditi oddaje z odgovorom »prosto pošiljaj« (CTS) tako na 
primarnem kot sekundarnem kanalu, saj gre za protokol v statičnem načinu. Kot 






















Po drugi strani, pri dinamičnem načinu, definiranem pri 802.11ac, je kanalna 
interferenca merjena na kanal. Sprejemnik pošilja CTS signale na kanal in tako 
»označi« kateri kanali so brez interferenc. V tem primeru se lahko prenos izvaja na 
primarnem kanalu, ker nima interferenc, kar izboljša celotno izkoriščenost pasovne 
širine in omrežno zmogljivost [ 15 ]. 
 
 
4.6 Zmanjšan prostor med okviri  
 
Zmanjšan prostor med okviri (angl. RIFS - Reduced Interframe Spacing) je opuščena 
značilnost 802.11n specifikacije, katerega namen je bil povečati učinkovitost MAC z 
zmanjšanjem razlik med zaporednimi prenosi. Lahko se uporabi med prenosi znotraj 
istega izbruha (angl. burst). Ta mehanizem je bil odstranjen iz 802.11ac, razen v 
primeru, da se ohrani združljivost z 802.11n [ 14 ]. 
  
Predvideva se, da je agregacija (združevanje) zagotovila učinkovitejši način za 
povečanje MAC učinkovitosti in da kompleksnost RIFS implementacije ni odtehtala 
svoje koristi kot samostojen mehanizem [ 14 ]. 
Slika 10: Statični način (802.11n) in dinamični 




5 Radijski spekter za brezžična lokalna omrežja 
IEEE 802.11b in IEEE 802.11g uporabljata 2.4 GHz ISM frekvenčni pas. Zaradi te 
izbire frekvenčnega pasu, lahko pri 802.11b in 802.11g opremi občasno pride do 
motenj (interferenc) z ostalimi napravami, kot so mikrovalovne pečice, brezžični 
telefoni in naprave Bluetooth [ 16 ]. Poleg 802.11b ter 802.11g standardov deluje na  
frekvenčnem pasu 2.4 GHz tudi standard 802.11n. Ta deluje tudi na 5 GHz 
frekvenčnem pasu. Nadgradnjo standarda 802.11n predstavlja standard 802.11ac, ki 
pa deluje samo na 5 GHz frekvenčnem pasu. Prednost uporabe 5 GHz pasu 
predstavlja manjša zasedenost frekvenčnega pasu, večje število kanalov, kar pomeni 
večjo kapaciteto uporabnikov. 
 
Wi-Fi je namenjen uporabi v nelicenčnem spektru. Ta uporabnikom omogoča dostop 
do radijskega spektra, brez potrebe po predpisih in omejitvah, ki bi se lahko 
uporabljale drugje. Slaba stran je, da si ta spekter delijo tudi številni uporabniki in 
kot rezultat mora biti sistem odporen na motnje (interference). Obstaja veliko 
nelicenčnih frekvenčnih pasov na različnih področjih radijskega spektra. Pogosto se 
jih označuje kot ISM frekvenči pasovi. Glavna pasova, ki se uporabljata za Wi-Fi sta 
predstavljena v naslednji tabeli [ 17 ]: 
 







2400 2500 Pogosto imenovan kot 2.4 GHz 
pas. Ta spekter se najpogosteje 
uporablja za pasove, ki so na voljo 
za Wi-Fi. Uporabljajo ga 
802.11b/g/n standardi. Lahko 






5725 5875 5 GHz ali 5.8 GHz pas – (velja za 
ZDA) zagotavlja dodatno pasovno 
širino in omogoča prenos na višji 
frekvenci. Stroški opreme so 
nekoliko višji, vendar je poraba in s 
tem interferenca manjša. 
Uporabljata ga lahko 802.11a in 
802.11n standarda. Lahko vsebuje 
do 23 ne-prekrivajočih kanalov, 
vendar ima krajši doseg kot 2.4 
GHz pas. V 5 GHz frekvenčnem 
pasu deluje tudi standard 802.11ac, 
ki je podrobneje predstavljen v 
poglavju 4.  
 
V Evropi  frekvenčni pas  (5725-5875 MHz) ni dovoljen za uporabo v omrežjih 
WiFi; po direktivi 2005/513/EC, sta v Evropi dovoljena pasova (5150-5350) MHz in 
(5470-5725) MHz. V prvem je 8 neprekrivajočih 20 MHz kanalov in ekvivalentna 
izotropno sevana moč (angl. EIRP – Equivalent Isotropically Radiated Power) je 
omejena na 200 mW, v drugem pasu pa je 11 neprekivajočih 20 MHz kanalov in 
dovoljena moč 1 W. Ker v tem območju delujejo tudi meteorološki in letališki radarji 
je obvezna uporaba mehanizmov izogibanja motenj DFS (angl. Dynamic frequency 
selection) in prilagajanja moči TPC (angl. Transmission power control) [ 42 ]. 
 5.1 Frekvenčni pas 2.4 GHz 
Frekvenčni pas 2.4 GHz je širok 100 MHz in sega od 2.4 do 2.5 GHz. Pas 
uporabljajo tehnologije: 802.11, 802.11b, 802.11g in 802.11n. Uporabljajo ga tudi 
druge naprave, kot so mikrovalovne pečice, brezžični telefoni, elektronske varuške 
ter brezžične video kamere in Bluetooth naprave. Zaradi vseh teh naprav, ki 





Za frekvenčni pas 2.4 GHz obstaja skupno štirinajst kanalov, ki so določeni za 
uporabo tehnologije Wi-Fi, pri čemer niso vsi kanali dovoljeni v vseh državah. V 
Severni Ameriki se uporablja 11 kanalov (definirala jih je Ameriška  agencija 
komunikacij (angl. FCC – Federal Communications Commission), v Evropi pa se 
uporablja 13 kanalov, ki jih je definiral Evropski inštitut za telekomunikacije (angl. 
ETSI – European telecommunications standards institute) [ 17 ].  
 
Vsak izmed kanalov ima svojo centralno frekvenco. Širina kanala je odvisna od 
tehnologije, ki jo je uporabil 802.11 oddajnik [ 18 ]. 
 
Kanali, ki se uporabljajo za Wi-Fi (2.4 GHz frekvenčni pas), so večinoma 
razmaknjeni za 5 MHz, vsak kanal pa ima pasovno širino 22 MHz. Kot rezultat, se 
kanali prekrivajo in razvidno je, da lahko dobimo največ 3 kanale, ki se ne prekrivajo 
[ 17]. Samo kanali 1, 6 in 11 so frekvenčno dovolj ločeni, da se ne prekrivajo [ 18 ].  
 
Torej, če imamo tri sosednje WLAN dostopovne točke, ki morajo delovati na ne-
prekrivajočih kanalih, tako obstajajo le trije kanali, ki se ne prekrivajo. Na voljo je 











Iz zgornje slike je razvidno, da se lahko kanali 1, 6, 11 ali 2, 7, 12 ali 3, 8, 13 ali 4, 9, 
14 (če je dovoljen) ali 5, 10 (in morda 14, če je dovoljen), skupaj uporabljajo kot niz 
(angl. set). Pogosto so Wi-Fi usmerjevalniki privzeto nastavljeni na 6. kanal, zato je 
tudi verjetno najbolj pogosto uporabljen niz kanalov 1, 6 in 11 [ 17 ]. 





5.2 Frekvenčni pas 5 GHz 
802.11a/n/ac so tehnologije, ki oddajajo v 5 GHz U-NII frekvenčnih pasovih (angl. 
U-NII – Unlicensed National Information Infrastructure). Skupno je v 5 GHz 
frekvenčnih pasovih mogoče uporabiti 25 20 MHz kanalov za načrtovanje WLAN 
omrežja z vzorcem ponovne uporabe kanala (angl. channel reuse pattern). Vendar pa 
so kanali, ki se jih lahko uporabi odvisni od predpisov, ki so uveljavljeni v 
posamezni državi. Ker je v 5 GHz frekvenčnem pasu na voljo več kanalov, je 
posledično tudi manj motenj (interferenc) kot v 2.4 GHz frekvenčnem pasu in več 
prostora za združevanje [ 18 ]. 
 
802.11n tehnologija omogoča združitev dveh 20 MHz kanalov, da se lahko ustvari 
večji 40 MHz kanal v 5 GHz frekvenčnem pasu. Novejša tehnologija 802.11ac uvaja 
možnost združitve večih kanalov, vključujoč kanale širine 80 MHz (združeni 4 
kanali po 20 MHz) in kanale širine 160 MHz (združenih je 8 kanalov po 20 MHz), 






6 Postopki za sodostop do radijskega kanala 
V telekomunikacijskih sistemih pogosto nastopi situacija, ko hoče več uporabnikov 
za komunikacijo uporabljati skupni prenosni medij oziroma kanal. To se dogaja tako 
v brezžičnih omrežjih, ki uporabljajo radijski komunikacijski kanal, kot tudi v žičnih 
omrežjih, kjer komunikacijski kanal predstavlja na primer skupni koaksialni kabel. 
Da pri tem ne bi prihajalo do trkov in medsebojnih motenj, kar bi povzročilo 
popačenje signalov in njihov nepravilni sprejem, so torej nujni določeni postopki in 
sporazumi, ki omogočajo uspešen prenos informacij [ 32 ]. Postopki za sodostop do 
radijskega kanala so pomembni, saj določajo pravila za urejen dostop do deljenega 
medija. Pravila določajo poštenost pri sodostopu do medija in učinkovito delitev 
pasovne širine [ 44 ]. Pri izbiri ustreznega postopka sodostopa za določeno okolje je 
potrebno upoštevati predvideno število uporabnikov, zahtevan pretok, možnost 
nastanka trkov in motenj, zanesljivost povezav, zakasnitev pri dostopu do kanala in 
zagotavljanje prioritet [ 32 ]. 
6.1 Aloha 
Protokol Aloha so pred leti uporabili za povezavo računalnikov med otoki 
havajskega otočja na isti radijski frekvenci. Metoda je predhodnica kasnejših 
protokolov, kot je CSMA. Protokol večkratnega dostopa s poslušanjem prenosnega 
medija (angl. CSMA – Carrier Sense Multiple Access) je temelj skoraj vseh 
izpeljank protokolov, ki so se razvijali in se še razvijajo na področju krajevnih 
omrežij. Ti protokoli so bolj znani pod imeni: Ethernet, Fast Ethernet, Gigabit 
Ethernet in brezžični LAN [ 19 ]. 
 
Prvotna značilnost protokola Aloha je bila, da je pošiljatelj oddal podatke poljubno, 
ne da bi predhodno preveril zasedenost prenosnega medija. Pogosto v istem trenutku 
oddaja podatke tudi drug pošiljatelj. Na ta način pride do trkov podatkovnih okvirjev 
različnih uporabnikov. Pošiljatelj mora v času oddajanja podatkov preveriti prenosni 





Če spozna, da je prišlo do trka okvirja, postaja ponovno odda okvir. Ta enostaven 
način dostopa omogoča majhno izkoriščenost prenosnega medija, nekje do dvajset 
odstotkov [ 19 ]. 
6.2 Razsekani Aloha 
Nekoliko izboljšana verzija protokola ALOHA je razsekani ALOHA (Slotted 
ALOHA – S-ALOHA). Osnovni princip delovanja je enak kakor pri protokolu 
ALOHA, pri čemer pa trenutek oddaje ni več poljuben, temveč je dovoljen v točno 
določenih časovnih intervalih, ki so enaki dolžini paketa.  
Ker so paketi vseh uporabnikov časovno poravnani, lahko posamezen paket enega 
uporabnika pokvari samo en paket drugega uporabnika in ne dveh, kot je to primer, 
kadar paketi med seboj niso poravnani. To zmanjša verjetnost trka na polovico [ 20]. 
 
 
Slika 12: Razsekani Aloha - prikaz trkov paketov (kolizij) [ 31 ] 
  
Razsekani ALOHA nekoliko bolje izkorišča zmogljivost prenosnega kanala, vendar 
pa morajo biti zato uporabniki med seboj časovno sinhronizirani, podobno kot pri 





6.3 Rezervacijski ALOHA  
Dodatna izboljšava protokola ALOHA je rezervacijski ALOHA (R-ALOHA). Pri 
tem protokolu se uporabljajo kratka časovna okna za rezervacijo daljših časovnih 
oken za prenos podatkov. Uporabnik najprej preko rezervacijskih oken rezervira 
podatkovna okna za prenos. Zato pri prenosu podatkov ne prihaja do trkov [ 20 ].  
Do trkov lahko prihaja zgolj pri kratkih rezervacijskih paketih, ki se izvajajo po 
protokolu S-ALOHA. Pri prenosu daljših podatkovnih paketov, ki se prenašajo v 
rezerviranih časovnih oknih, pa do trkov ne more priti. Zato je verjetnost trkov pri R-
ALOHA bistveno manjša kot pri S-ALOHA, potrebna pa je poleg sinhronizacije še 




Slika 13: Princip delovanja protokola Rezervacijski Aloha [ 32 ] 
 
6.4  Protokol sodostopa z zaznavanjem nosilca 
Pri protokolu sodostopa z zaznavanjem nosilca CSMA (Carrier Sense Multiple 
Access), se skušamo izogniti trkom na ta način, da vsak uporabnik posluša kaj se 
dogaja na kanalu, tako da lahko zazna, ali je kanal zaseden, oziroma ali je prisoten 
nosilec, kadar gre za prenos v višjih frekvenčnih legah. Uporabnik odda svoj paket 






Na ta način se verjetnost trkov močno zmanjša, vendar lahko do trkov še vedno 
prihaja zaradi zakasnitve signala na prenosni poti. To se lahko zgodi, ko en 
uporabnik odda svoj paket, vendar ta zaradi zakasnitve še ne prispe do drugega 
uporabnika, ki želi oddati svoj paket. Ker ne zazna, da je kanal zaseden, tudi on odda 
svoj paket in pride do trka. Vendar so ti trki precej manj verjetni kot pri protokolih 
ALOHA [ 20 ]. 
 
Pri takem načinu obstaja nevarnost, da bi več uporabnikov poslušalo kanal in čakalo 
na oddajo svojega paketa. Ko bi se kanal sprostil, bi vsi hkrati oddali svoje pakete in 
bi nujno prišlo do trka. Zato je v protokolu predvideno, da uporabnik, ko zazna, da je 
kanal prost, počaka še nek naključen čas in šele potem odda svoj paket. Če po 
določenem času po oddaji paketa uporabnik ne dobi potrditve, ponovi celoten 
postopek [ 20 ]. 
 
Ker je, ne glede na to, da je prišlo do trka, oddal cel paket, nato pa mora isti paket 
ponovno prenašati, se pri trku izgubi ves čas trajanja enega paketa. Izgubljeni čas se 
lahko bistveno skrajša pri protokolu z zaznavanjem nosilca in detekcijo trka 
CSMA/CD (angl. Carrier Sense Multiple Access with Collision Detection) [ 20 ]. 
6.5  Protokol z zaznavanjem nosilca in detekcijo trka  
Pri protokolu z zaznavanjem nosilca in detekcijo trka (CSMA/CD – Carrier Sense 
Multiple Access/Collision Detection), uporabnik tudi sam sprejema svoj oddani 
paket. Ko ugotovi, da je paket zaradi trka pokvarjen, takoj prekine prenos in počaka 
nek naključen čas pred ponovno oddajo paketa. Ker pride do trkov lahko samo zaradi 
zakasnitve na prenosni poti, čas od začetka prenosa do detekcije trka ni daljši od 
zakasnitve, ta pa je običajno precej manjša od dolžine paketa [ 20 ]. 
 
Ker se verjetnost trkov povečuje z zakasnitvijo na prenosni poti, ta pa se povečuje z 
razdaljo med uporabniki, je protokol CSMA/CD primeren le za relativno majhne 
razdalje v lokalnih omrežjih. Uporabljen je na primer v lokalnem omrežju Ethernet  




Največja pomanjkljivost protokola CSMA/CD je v tem, da lahko pride pri velikem 
prometu do zasičenja omrežja. Na omrežju stalno prihaja do trkov in prenos se 
popolnoma ustavi. Zato je možno prenosni kanal izkoristiti le do približno 75% 
njegove zmogljivosti [ 20 ]. Problem v zvezi s tem pa lahko nastopi ob posebnih 
situacijah, ko se promet nenadoma, zaradi nekih zunanjih razlogov, kot je na primer 
naravna nesreča, močno poveča [ 20 ]. 
 
 








6.6 Protokol z zaznavanjem nosilca in z izogibanjem trkom 
V brezžičnem okolju zaznavanje trkov med podatkovnimi enotami (angl. Protocol 
Data Unit - PDU) ni mogoče. Uporabiti se mora tehnika za preprečevanje trkov. 
Brezžične tehnologije uporabljajo tehniko sodostopa do prenosnega medija z 
zaznavanjem nosilca in izogibanjem trkom - CSMA/CA (ang. Carrier Sense Multiple 
Access / Collision Avoidance) [ 21 ]. 
 
CSMA/CA uporablja metodo rezervacije frekvenčnega kanala za določeno 
komunikacijo oziroma komunikacijski kanal [ 21 ].  
Kako pravzaprav poteka procedura rezervacije kanala? Naprava, ki želi zaseči 
določen kanal mora dobiti dovoljenje dostopovne točke. Le-to zahteva s 
sporočilom »pripravljen na oddajo« RTS (angl. Request to Send). Če je zahtevani 
kanal na voljo bo to dostopovna točka potrdila s sporočilom »prosto pošiljaj« CTS 
(angl. Clear to Send). Sporočilo CTS se posreduje vsem odjemalcem. S tem se 
vsem sporoči, da je zahtevani kanal oddan in ni več na voljo. Ko naprava, ki je 
zahtevala kanal, le-tega ne potrebuje več, to sporoči dostopovni točki s 
potrditvenim sporočilom ACK (ang. Acknowledgement). ACK se posreduje 
razpršeno, torej vsem napravam. Na tak način se vse odjemalce obvesti o ponovni 
razpoložljivosti kanala. Dostopovna točka lahko sproščeni kanal dodeli drugemu 
odjemalcu [ 21 ].  
Zaradi uporabe deljenega radijskega prenosnega kanala in uporabe metode 
CSMA/CA se deklarirane hitrosti pri tehnologijah 802.11 močno razlikujejo od 





7 Propagacija radijskega signala in interference 
Pri načrtovanju brezžičnega omrežja imajo materiali ter konstrukcija zgradbe velik 
vpliv na slabljenje brezžičnega signala Wi-Fi oziroma izgubo, zmanjšanje moči le 
tega. Na spodnji sliki je prikazano, koliko je Wi-Fi signal lahko oslabljen, ko prehaja 
skozi materiale, kot so steklo, les, predelna stena, suhomontažna stena, marmor, 
opeka ter beton [ 22 ]. 
 
Spomnimo, 3 dB predstavlja polovico moči, 6 dB predstavlja ¼ moči, 10 dB pa 1/9 



















Material Slabljenje radijskega signala 
[dB] 
Stekleno okno 2 dB 
Lesena vrata 3 dB 
Predelna stena 3 – 5 dB 
Mavčne plošče/Gips stene 3 – 4 dB 
Betonski zidak 5 dB 
Marmor 5 dB 
Steklena stena s kovinskim okvirjem 6 dB 
Opečnati zid 8 dB 
Betonski zid 10-15 dB 
 
7.1 Propagacija radijskega signala 
Propagacija Wi-Fi signalov je, kot vsako elektromagnetno valovanje, pogojena z 
lastnostmi materialov propagacijskega medija. Čeprav lahko visoke frekvence, ki jih 
uporablja Wi-Fi, prodrejo skozi ovire kot so zidovi in stropi, te ovire vplivajo na 
propagacijo signala [ 23 ]. 
 
Notranje okolje je ponavadi zelo nepredvidljivo zaradi ljudi, ki se premikajo po 
prostoru, vrat, oken, dvigal, pohištva in ostale opreme. Ljudje imajo še posebej velik 
vpliv na propagacijo valov, ker je človeško telo zelo prevodno [ 24 ]. 
 
Kot primer lahko skupina ljudi na hodniku zmanjša nivo signala za nekaj 10 dB. 
Glavna faktorja, ki vplivata na propagacijo elektromagnetnih valov sta vrsta 
gradbene konstrukcije in lokacija antene [ 24 ].  
 
Iz vidika širjenja valov obstajata dva različna tipa stavb. Na eni strani imamo stavbe 
z velikimi odprtimi prostori: to so stavbe z odprtimi pisarnami in nizkimi predelnimi 




stenami, letališča in železniški terminali ter nakupovalna središča in velike 
industrijske dvorane. Propagacija valov v tako odprtih prostorih je podobna 
propagaciji v praznem prostoru [ 24 ].  
 
Na drugi strani pa imamo starejše pisarne in rezidenčne stavbe, ki imajo ponavadi 
veliko majhnih sob in polno različnih kosov pohištva in opreme. Na propagacijo 
znotraj stavb ne vpliva samo struktura zgradbe ampak tudi okolje. Kot primer, lahko 
sosednje stavbe služijo kot učinkovit reflektor, kar pozitivno vpliva na propagacijo 
med nadstropji [ 24 ]. 
 
Na propagacijo radijskih signalov vplivajo različni mehanizmi. Te mehanizme 
pripisujemo petim različnim fizikalnim pojavom in sicer: odboj, uklon, lom, sipanje 
in absorpcija. Ti osnovni mehanizmi popačijo propagacijski signal, kar lahko 
povzroči ojačenje signala ali pa privede do izgub. Ti pojavi lahko ustvarijo tudi 
dodatne poti propagacije med radijskim oddajnikom in sprejemnikom, kar se kaže pri 
sprejemu večih signalov z različnimi zakasnitvami. To vodi do senčenja (angl. 
shadowing) in slabljenja zaradi propagacije signala po več poteh (angl. multi-path 
fading), kar vpliva na delovanje brezžičnih komunikacijskih sistemov, ki so odvisni 










7.2 Domet brezžičnega signala 
Domet brezžičnega signala je mogoče opredeliti kot največjo razdaljo, na kateri 
lahko dve radijski napravi (radia) upravljata in vzdržujeta povezavo. Doseg 
dostopovne točke je odvisen od različnih dejavnikov kot je oddajna moč dostopovne 
točke, število uporabljenih anten ter dobitek in usmerjenost anten [ 23 ].  
Območje pokritosti je skupna površina, pri kateri lahko vse radijske naprave (vsi 
radiji) vzdržujejo povezavo med seboj, kar včasih imenujemo celica. Odjemalci, ki 
se nahajajo v območju celice, se lahko povežejo z dostopovno točko in tako 
uporabljajo brezžično omrežje [ 23 ]. 
 
Kot najboljši pristop se pri optimizaciji lokacije dostopovne točke izvede raziskavo 
primernega mesta, kam bi dostopovno točko postavili (angl. site survey). Postopek 
vključuje uvedbo začasnih dostopovnih točk na predhodno dogovorjenih lokacijah 
ter meritve moči in kvalitete signala. Prednost takega pristopa je, da se simulira 
dejansko okolje, v katerem bo postavljeno omrežje, s tem pa je mogoče optimizirati 
postavitev dostopovne točke [ 23 ]. 
7.3 Interference in slabljenje 
Med napravami, ki oddajajo v istem frekvenčnem pasu, prihaja do motenj 
(interferenc), ki jih lahko povzroči npr. bližnja mikrovalovna pečica, mobilni 
terminal ali katerakoli druga naprava, ki uporablja enak frekvenčni pas. Večina 
omenjenih naprav uporablja nelicenčne frekvenčne pasove, tako kot standardi IEEE 
802.11, zato interference niso tako redek pojav. Do interference v praksi prihaja, ko 
dve napravi oddajata signal v istem frekvenčnem pasu. Signal se v večini primerov 
oslabi, kar oteži nadaljnjo komunikacijo [ 25 ]. 
 
Brezžična motnja običajno izvira iz treh virov: Zidovi in stene, ki  oslabijo brezžične 
signale, ostala Wi-Fi omrežja, ki uporabljajo enak kanal kot lastno omrežje Wi-Fi ter 






Slabljenje signala pri prehodu skozi konstrukcije 
 
Konstrukcija zgradb ima lahko velik vpliv na hitrost in doseg brezžične 
komunikacije. Nekateri materiali, kot so les in steklo, nimajo veliko vpliva. Vendar 
pa lahko gostejši materiali kot so beton, opeka in kovina povzročajo težave pri 
povezavi, upočasnijo hitrost omrežja ali pa popolnoma oslabijo brezžične signale  









Vpliv ostalih omrežij Wi-Fi 
 
Na sprejem brezžičnega radijskega signala vplivajo tudi druga omrežja Wi-Fi, ki 
uporabljajo enak frekvenčni kanal, pri čemer lahko pride do medsebojnih interferenc, 
kar privede do oslabitve signala. Če isti kanal uporablja več kot eno Wi-Fi omrežje, 
med seboj neprestano tekmujejo za uporabo omejene pasovne širine. Še posebej 
pogoste medsebojne interference so v mestih, večstanovanjskih stavbah in gosto 




Slika 16: Slabljenje signala pri prehajanu skozi zid [ 26 ] 





Vpliv ostalih elektronskih naprav 
 
Motnje pa lahko izvirajo tudi od ostalih elektronskih naprav, ki niso povezane na 
naše brezžično omrežje, vendar pa za komunikacijo uporabljajo 2.4 in 5 GHz 
frekvence. Nekateri primeri naprav so elektronske varuške, Bluetooth naprave, 













8 Meritve brezžičnih lokalnih omrežij znotraj stavb 
Veliko upraviteljev brezžičnih lokalnih omrežij se sooča s težavami, ki jih lahko 
prinaša njegovo slabo delovanje. Kljub namestitvi najnovejše generacije dostopovnih 
točk (angl. AP – Access Point), ki oglašujejo prenosne hitrosti do 1250 Mbit/s, so 
dejanske prenosne hitrosti lahko bistveno nižje in pokritost je lahko slaba. 
Nezadovoljiva pokritost, prenizke prenosne hitrosti, nenadzorovano nihanje 
moči signala in podobne tegobe so posledica dejstva, da so brezžične tehnologije 
802.11 izredno kompleksne in zahtevne [ 48 ].  
 
Poleg izbire prave strojne opreme, je za visoko kakovost prenosa in zmogljvost 
WLAN omrežja ključnega pomena tudi pravilna postavitev in nastavitev dostopnih 
točk na sami lokaciji. Kako zagotoviti njihovo optimalno postavitev in s tem dobro 
delovanje brezžičnega WiFi omrežja? Odgovor je navidezno preprost – potrebno je 
opraviti terenske meritve oziroma t.i. Wireless Site Survey, tako za optimizacijo 
obstoječega omrežja kot pred načrtovanjem oziroma postavitvijo novega WLAN 
omrežja [ 48 ]. 
 
Za praktični del diplomske naloge smo tako opravili meritve Wi-Fi-omrežja pri 
čemer nas je natančneje zanimala pokritost, propustnost ter jakost Wi-Fi-signala v 
odvisnosti od oddaljenosti vira signala znotraj različnih stavb. Namen meritev jakosti 
signala je, da se ugotovi v katerih merilnih točkah je signal neustrezen. Kjer je le-ta 
neustrezen se določi mesto ter postavi dodatno dostopovno točko ali repetitor. 
 
V tem poglavju predstavljamo meritve, ki smo jih izvedli in opredeljujemo postopke, 
metode in uporabljena programska orodja. Prav tako so predstavljeni rezultati 
meritev in njihov komentar v zaključku, kjer povzamemo rezultate diplomskega dela 
[ 25 ].  
 
Meritve smo opravili na štirih različnih lokacijah in sicer v poslovni stavbi Telekoma 





predstavljata poslovno okolje. Nadalje smo meritve opravili na Fakulteti za 
elektrotehniko, ki nam je predstavljala akademsko okolje ter v domačem okolju.  
Ker je jakost signala v notranjosti stavb odvisna od oddaljenosti vira, števila sten ter 
od tega iz kakšnega materiala so stene, smo meritve opravljali po predhodno 
določeni metodologiji, ki je opisana v nadaljevanju.  
 
8.1 Merilna metodologija 
 
Za izvedbo meritev in postavitev merilnega okolja potrebujemo različne omrežne 
naprave, kot so usmerjevalniki, računalniki ter morebitne druge brezžične 
uporabniške naprave, ki neposredno vplivajo na hitrost in zanesljivost prenosa 
podatkov preko brezžičnega omrežja [ 25 ]. 
 
8.1.1 Merilni postopek 
 
Za meritev zmogljivostnih karakteristik brezžičnega omrežja smo uporabljali sledeč 
merilni postopek: 
  
1. Postavili smo se ob dostopovno točko in izmerili jakost signala v tej točki. 
Izmerili smo še pritočno hitrost, odtočno hitrost in zakasnitev (ping).  
 
2. Od dostopovne točke smo se odmaknili za 1 meter in ponovili zgornje 
meritve (glej sliko 19).  
 
3. Od dostopovne točke se oddaljujemo po 1 m toliko časa dokler ne presežemo 
sprejemljive mejne vrednosti jakosti signala -75 dBm. Vse meritve opravimo 






4. Če je vrednost jakosti signala -75 dBm presežena, potem ta lokacija 
predstavlja točko, v kateri moramo zaradi neustreznega (nizkega) signala 
postaviti dodatno dostopovno točko oziroma repetitor. 
 
5. Če smo začeli v enem izmed prostorov (pisarn) se najprej po 1 m pomikamo 
proti vratom. Ko pridemo v hodnik izmerimo jakost signala in ostale meritve 
v tej začetni točki na hodniku, nato pa levo in desno od te točke vzdolž 
hodnika (po 1 m razmika med točkami). 
 
6. Po meritvi vseh vrednosti na hodniku, pričnemo z meritvami še v preostalih 
prostorih. 
 
7. V vsakem prostoru opravimo meritve v točkah kot je prikazano na sliki 19. 














8.2 Izbira merilne opreme 
 
Akos Test Net 
 
Glede na predhodno izbrane zmogljivostne karakteristike brezžičnega omrežja WiFi 
in po pregledu odprtokodne in namenske merilne opreme, smo se odločili za uporabo 
odprtokodnega merilnega sistema www.akostest.net nameščenega na terminal 
Android Samsung Galaxy S6 (model SM-G920F), preko katerega lahko izmerimo 
vse potrebne parametre brezžičnega omrežja WiFi: moč signala, zakasnitev (latenco), 
hitrost povezave od merilnega strežnika do uporabnika (angl. DL - Download 
speed), hitrost povezave od uporabnika do merilnega strežnika (angl. UL – Upload 
speed), transparentnost in kakovost povezave [ 45 ]. 
 
inSSIDer Home  
  
Za spremljanje motenj (interferenc) okoliških omrežij smo uporabili odprtokodno 
različico programa inSSIDer Home [ 46 ], naloženega na prenosni računalnik. 
Program smo uporabili za spremljanje moči signala, preverjanje zasedenosti omrežja 
Wi-Fi na 2.4 GHz frekvenčnem pasu, kjer smo opravili meritve.  
S pomočjo programa lahko poleg moči signala spremljamo še naslov MAC 
posameznega Wi-Fi omrežja, SSID omrežja, na katerem kanalu se nahaja posamezno 
Wi-Fi omrežje, metodo za avtentikacijo (ali je omrežje šifrirano ali ne) ter kateri 




Ker je imel uporabljeni prenosni računalnik podporo le za 2.4 GHz frekvenčni pas,  
smo pri meritvah za spremljanje omrežij Wi-Fi na 5 GHz frekvenčnem pasu 
uporabili odprtokodno aplikacijo Wifi Analyzer, naloženo na mobilni terminal 
Samsung Galaxy S6 (model SM-G920F). Aplikacija omogoča enake funkcije kot 
inSSIDer Home, pregled okoliških omrežij, spremljanje moči signala posameznega 




itd. Ima pa pomanjkljivost in sicer ne moremo preveriti kateri brezžični standard 
802.11 uporablja posamezno omrežje, kot lahko to preverimo v programu inSSIDer 
Home.  
 
Wireless Diagnostics in ICMP Ping 
 
Za potrebe meritev v tehnični trgovini z izdelki za dom in gradnjo, smo uporabili 
čitalec črtnih kod, ki ga v trgovini uporabljajo pri inventuri za preverjanje izdelkov,  
z naloženo aplikacijo Wireless Diagnostics [ 47 ]. Aplikacija omogoča štiri možnosti: 
  
- ICMP Ping, s katero testiramo brezžično povezavo 
- Trace Route – spremljanje poti paketov 
- Known APs – prikaz vseh dostopnih točk v dosegu čitalca 
- Quit – izhod iz aplikacije Wireless Diagnostics 
 
Izbrali smo možnost ICMP Ping s katero smo testirali brezžično povezavo med 
čitalcem črtnih kod ter podatkovno bazo na računalnikih.  
Spremljali smo naslednje parametre: moč signala (dBm), šum (dBm), razmerje 
Signal/Šum, število vseh oddanih/sprejetih paketov, parameter Lost, parameter RT 
Time ter parameter % Rates ter naslov MAC. 
 
  
8.3 Meritve v poslovni stavbi Telekoma Slovenije 
V primeru meritev na Telekomu Slovenije, smo uporabili Android mobilni terminal 
Samsung Galaxy S6 (model SM-G920F), z naloženo aplikacijo AKOS Test Net  
[ 45 ], dve dostopovni točki ter prenosni računalnik z naloženim programom 
inSSIDer Home [ 46 ], za spremljanje interferenc na omrežju. Prva dostopovna točka 
(AIR-SAP702I-E-K9 – proizvajalca Cisco), ki smo jo uporabili, podpira standard 
802.11n, druga (UniFi AP-AC-LR), pa podpira standard 802.11ac. Dostopovni točki 
(802.11ac in 802.11n) sta bili v obeh primerih meritev povezani preko UTP kabla 





povezan prenosni računalnik in mobilni terminal z naslovom IP 192.168.1.10 (v 
primeru 802.11n dostopovne točke) oziroma z naslovom IP 10.0.100.17 ( v primeru 
802.11ac dostopovne točke). Hitrost internetne povezave, na katero je bil priključen 




















Slika 20: Postavitev dostopovne točke 
 
Glavni namen meritev je bil preveriti pokritost s signalom Wi-Fi ter pokazati kako 
moč sprejetega signala Wi-Fi (RSSI – Received Signal Strength Indicator) pada z 
oddaljenostjo od dostopovne točke ter kako na to vpliva število sten, ki se nahajajo 




Zanimala nas je primerjava pokrivanja s signalom Wi-Fi med dostopovno točko, ki 
podpira 802.11ac standard in točko, ki podpira 802.11n standard. 
 
 




Slika 22: 802.11ac dostopovna točka 
 
 
S pomočjo aplikacije AKOS Test Net smo na mobilnem terminalu spremljali moč 
signala, hitrost povezave od merilnega strežnika do uporabnika (pritočna hitrost - 
Download speed), hitrost povezave od uporabnika do merilnega strežnika (odtočna 


























Slika 23: Aplikacija AKOS Test Net – zagonsko okno 




Za spremljanje interferenc okoliških omrežij, tako pri meritvi na 2.4 GHz 
frekvenčnem pasu (Site-Survey-2.4) kot tudi pri 5 GHz frekvenčnem pasu (Site-
Survey-5) smo uporabili prenosni računalnik z naloženim odprtokodnim programom 
inSSIDer ter mobilni terminal z naloženo aplikacijo Wifi Analyzer, ker uporabljeni 
prenosni računalnik 5 GHz frekvenčnega pasu ni podpiral. 
 
 









Pri meritvi hitrosti, ki jih omogočata tako 802.11ac kot 802.11n standard, smo bili 
omejeni s hitrostjo internetne povezave. Hitrost povezave, ki smo jo imeli na voljo je 
znašala 15 Mbit/s v smeri proti uporabniku (DL – Download speed), v smeri od 
uporabnika (UL – Upload speed) pa 5 Mbit/s, zato se nismo mogli približati 
teoretični hitrosti, ki jo deklarirata 802.11ac standard (do 1300 Mbit/s) in 802.11n 
standard (do 600 Mbit/s).  
 
Najprej smo opravili meritve z 802.11n dostopovno točko. Ker je točka podpirala 
oba frekvenčna pasova (2.4 GHz in 5 GHz), smo meritve izvedli na obeh. Za lažje 
ločevanje ali pri meritvi uporabljamo en ali drugi frekvenčni pas, smo določili dva 
SSID-ja (dve logični imeni brezžičnega omrežja). Pri meritvi na 2.4 GHz 
frekvenčnem pasu smo uporabili SSID Site-Survey-2.4, pri 5 GHz frekvenčnem pasu 
pa Site-Survey-5. Vse meritve smo opravili na način, ki je opisan v merilni 
metodologiji v poglavju 8.1.  
 
Enak postopek meritev smo izvedli z 802.11ac dostopovno točko. Tu je imela 
dostopovna točka SSID UBNT5. Vse meritve smo beležili v tabele s pripadajočimi 
grafi, ki so prikazane spodaj.  
 
Tabele in pripadajoče grafe smo ločili glede na oddaljenost od dostopovne točke ter 
glede na število sten ter glede na prostor, kjer smo opravili meritve. 
 
Tabele in pripadajoči grafi so zbrani in prikazani v nadaljevanju. Vse meritve so bile 
izvedene v zaprtem prostoru, pregrajenem s predelnimi stenami. Naj na tem mestu 
omenimo, da gre za predelne stene iz umetne mase, ki imajo majhen vpliv na širjenje 






Tabela 7: Moč signala RSSI v odvisnosti od oddaljenosti od dostopovne točke – 




802.11n standard -  
RSSI 2.4 GHz [dBm] 
802.11n standard -  
RSSI  5 GHz [dBm] 
802.11ac standard 
- RSSI 5 GHz [dBm] 
0 m -45 -41 -40 
1 m -37 -46 -40 
2 m -46 -51 -46 
3 m -55 -55 -51 
4 m -58 -59 -58 
5 m -60 -62 -64 
6 m -66 -68 -67 
7 m -68 -75 -73 
8 m -66 -77 -74 
9 m -70 -83 -77 
10 m -74 
  11 m -75 
  12 m -84 
  13 m -86 
 
 





Zgornja tabela prikazuje rezultate sprejete moči signala v odvisnosti od oddaljenosti 
od dostopovne točke oziroma RSSI. V tabeli sta podana standarda 802.11n in 
802.11ac. Zanimalo nas je, kakšna je razlika v pokritju z brezžičnim signalom znotraj 
poslovne stavbe Telekoma Slovenije, med enim in drugim. Sprejemljiva meja 
pokritja z brezžičnim signalom je -75 dBm, zato so vrednosti do te meje obarvane z 
zeleno barvo. Slabše pokrivanje s signalom, predstavljajo vrednosti, ki presegajo 
mejo -75 dBm in so zato označene z rdečo barvo. Tu bi bilo potrebno dodati dodatno 
dostopovno točko, da bi zagotovili boljši RSSI. Na spodnjem grafu, na nasledni 
strani, so prikazane vrednosti med enim ter drugim standardom, ki smo jih pridobili s 









Na gornjem grafu lahko opazimo, da ima standard 802.11n pri 2.4 GHz frekvenčnem 
pasu nekoliko večji doseg brezžičnega signala v primerjavi z 802.11n in 802.11ac na 
5 GHz frekvenčnem pasu. Iz tabele, na prejšnji strani, lahko vidimo, da se doseg 
standarda 802.11n, na 2.4 GHz frekvenčnem pasu in s tem še sprejemljiva meja 
vrednosti signala, ustavi nekje pri 11 metrih oddaljenosti od dostopovne točke. 
Standard 802.11ac (5 GHz), ima sprejemljivo mejo vrednosti signala pri 8 metrih, 
802.11n (5 GHz) pa pri sedmih.  
 
Zanimivo je, da imata oba standarda, tako 802.11n ter 802.11ac, zelo podobno 
sprejeto moč signala v odvisnosti od oddaljenosti od dostopovne točke, čeprav smo 
pričakovali zaradi bolj usmerjenega snopa signala (angl. beamforming), ki ga 
























































Standard 802.11n (2.4 in 5 GHz) in 802.11ac (5GHz) 
RSSI v odvisnosti od oddaljenosti od dostopovne točke 
n standard -  RSSI 2.4 GHz
[dBm]
n standard -  RSSI  5 GHz
[dBm]
ac standard - RSSI 5 GHz
[dBm]



































Oddaljenost od dostopovne točke 
Standard 802.11n (5 GHz) 







Na grafu hitrosti in zakasnitve s standardom 802.11n (2.4 GHz), lahko opazimo, da 
se zakasnitev (Ping) spreminja med 12 in 18 milisekundami. Vidimo lahko, da dlje, 
ko smo od dostopovne točke, večja je zakasnitev in posledično imamo slabšo 
povezljivost med mobilnim terminalom in dostopovno točko. Hitrost v smeri navzdol 
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Oddaljenost od dostopovne točke 
Standard 802.11n (2.4 GHz) 





Slika 28: Hitrosti prenosa in zakasnitve v odvisnosti od oddaljenosti od 
dostopovne točke - standard 802.11n (2.4 GHz) 
Slika 29: Hitrosti prenosa in zakasnitve (Ping) v odvisnosti od 



































Oddaljenost od dostopovne točke 
Standard 802.11ac (5 GHz) 




Slika 30: Hitrosti prenosa in zakasnitve v odvisnosti od oddaljenosti od dostopovne 
točke - standard 802.11ac (5 GHz) 
 
 
Če primerjamo grafa, kjer sta podana standarda 802.11n in 802.11ac na 5 GHz, lahko 
vidimo, da ima standard 802.11ac nekoliko kasnejši upad hitrosti v smeri navzdol, 
kot 802.11n in sicer pri devetih metrih. Od te točke dalje hitrost samo še upada, kar 
je razumljivo, saj smo vedno dlje od dostopovne točke. Hitrost v smeri nazgor, je pri 
obeh konstantna in sicer 5 Mbit/s. Ima pa standard 802.11ac v primerjavi z 802.11n 
na 5 GHz frekvenčnem pasu, nekoliko večjo zakasnitev (Ping). Zakasnitev pri 
802.11n znaša od 12 do 13,7 milisekund, pri 802.11ac pa se giblje od 13,3 do 15 
milisekund. 
 
Nadalje nas je zanimalo, kako vpliva število sten na propagacijo radijskega signala. 
V pisarnah se je nivo izmerjenega signala,pri standardu 802.11n, gibal med -45 dBm 
in -72 dBm, pri 802.11ac pa med -41 in -67 dBm. Slednje vrednosti predstavlajo 










Tabela 8: Moč signala RSSI v odvisnosti od števila sten - standard 802.11n (2.4, 5 
GHz) in standard 802.11ac (5 GHz) – pisarne 
 
Kot lahko razberemo iz tabele zgoraj, je bila mejna vrednost izmerjenega signala 
standarda 802.11n, pri 2.4 GHz, sprejemljiva do treh sten, pri standardih 802.11n in 
802.11ac pri 5 GHz, pa sprejemljiva do dveh sten.  
 
Na spodnji sliki je prikazan graf moči signala (RSSI) v odvisnosti od števila sten, 
izmerjenega v pisarnah. Vidimo lahko, da moč signala z naraščanjem števila sten 
upada ter, da moč signala, hitreje upade v pisarnah, kot na hodniku, kjer sta grafa 
predstavljena na straneh 54 in 55.  
 
 



































Standard 802.11n (2.4 GHz, 5 GHz) in 802.11ac (5 GHz)  
RSSI v odvisnosti od števila sten  
(pisarne) 
n standard -  RSSI 2.4 GHz
- pisarne [dBm]
n standard -  RSSI 5 GHz -
pisarne [dBm]
ac standard -  RSSI 5 GHz
- pisarne [dBm]
število sten 
802.11n standard -  RSSI 2.4 
GHz - pisarne [dBm] 
802.11n standard -  RSSI 
5 GHz - pisarne [dBm] 
802.11ac standard 
-  RSSI 5 GHz - 
pisarne [dBm] 
0 -45 -46 -41 
2 -66 -69 -67 
3 -72 -83 -80 
4 -76 -86 -86 
5 -85   -84 





























Standard 802.11n (2.4 GHz, 5 GHz) in 802.11ac (5 GHz)  
RSSI v odvisnosti od števila sten (hodnik desno) 
n standard -  RSSI 2.4 GHz -
hodnik desno [dBm] /
n standard -  RSSI 5 GHz -
hodnik desno [dBm]
ac standard -  RSSI 5 GHz -
hodnik desno [dBm]
 
Tabela 9: Moč signala RSSI v odvisnosti od števila sten - standard 
802.11n (2.4, 5 GHz) in standard 802.11ac (5 GHz) - hodnik desno 
 
število sten 
802.11n standard -  RSSI 
2.4 GHz - hodnik desno 
[dBm] 
802.11n standard -  RSSI 
5 GHz - hodnik desno 
[dBm] 
802.11ac standard -  RSSI 
5 GHz - hodnik desno 
[dBm] 
0 / / / 
1 -53 -53 -52 
2 -63 -63 -63 
3 -65 -70 -69 






















Tabela 10: Moč signala RSSI v odvisnosti od števila sten – 




802.11n standard -  RSSI 
2.4 GHz - hodnik levo 
[dBm] 
802.11n standard -  RSSI 
5 GHz - hodnik levo 
[dBm] 
802.11ac standard -  RSSI 
5 GHz - hodnik levo [dBm] 
0 / / / 
1 -50 -54 -50 










































Standard 802.11n (2.4 GHz, 5 GHz) in 802.11ac (5 GHz) 
RSSI v odvisnosti od števila sten (hodnik levo) 
n standard -  RSSI 2.4 GHz -
hodnik levo [dBm]
n standard -  RSSI 5 GHz -
hodnik levo [dBm]






























Standard 802.11n (2.4 GHz, 5 GHz) in 802.11ac (5 GHz)  
RSSI v odvisnosti od števila sten (stopnišče)  
n standard -  RSSI 2.4 GHz -
stopnišče [dBm]
n standard -  RSSI 5 GHz -
stopnišče [dBm]
ac standard -  RSSI 5 GHz -
stopnišče [dBm]
Tabela 11: Moč signala RSSI v odvisnosti od števila sten - standard 802.11n (2.4, 5 
GHz) in standard 802.11ac (5 GHz) – stopnišče 
 
število sten 
802.11n standard -  RSSI 2.4 
GHz - stopnišče [dBm] 
802.11n standard -  RSSI 
5 GHz - stopnišče [dBm] 
802.11ac standard -  RSSI 
5 GHz - stopnišče [dBm] 
0 / / / 
1 / / / 






Pri meritvi na stopnišču hodnika stavbe ima najboljšo moč signala standard 802.11n 
pri 2.4 GHz. Številke na x osi predstavljajo število sten med dostopovno točko in 
mestom, kjer smo opravljali meritve. Ker smo na stopnišču opravili več meritev in 
ker je bilo na posameznih merilnih točkah enako število sten, so številke na x osi 









8.4 Meritve v tehnični trgovini z izdelki za dom in gradnjo 
V tehnični trgovini z izdelki za dom in gradnjo smo zaradi velikosti objekta izvedli 
samo meritve jakosti signala in osnovno povezljivost prek aplikacije PING. Namen 
meritev je bil preveriti že obstoječo pokritost Wi-Fi signala tako znotraj kot zunaj 
stavbe (skladišče) ter po potrebi, kjer je bil signal slabši, dodati dostopovno točko za 
izboljšanje le tega. Meritve smo opravili med policami čim bližje tlom in v kotih, 
kjer so imeli postavljene izdelke. Razlog teh meritev je bil preveriti povezavo med 
čitalcem črtnih kod, ki ga uporabljajo v tehnični trgovini, pri inventuri za preverjanje 
izdelkov, označenimi s črtnimi kodami in podatkovno bazo na njihovih računalnikih.  
 
 
Slika 35: Načrt stavbe in izmerjene vrednosti signala - točke na načrtu 
označujejo obstoječe lokacije dostopovnih točk 
 
Za potrebe meritev smo uporabili čitalec črtnih kod (čitalec podpira zgolj standarda 
802.11b/g), na katerem smo za beleženje jakosti signala uporabili aplikacijo Wireless 



























Pred samo izvedbo meritev smo na čitalcu določili IP naslov 8.8.8.8, kamor smo 
pošiljali pakete Ping in velikost paketov, ki je v našem primeru znašala 1024 oktetov. 
Spremljali smo naslednje parametre in sicer RSSI (dBm), ki nam je prikazoval 
trenutno moč signala, merjenega v dBm, Noise (dBm), ki nam je prikazoval vrednost 
šuma, razmerje SNR (angl. Signal to Noise Ratio), Total Tx in Total Rx, kjer smo 
spremljali število paketov ping, ki smo jih oddali in sprejeli na/iz naslova IP 8.8.8.8, 
parameter Lost za spremljanje števila izgubljenih paketov, parameter RT Time 
(spremljanje zadnjega, povprečnega, maksimalnega in minimalnega časa RT Time) 
ter parameter % Rates, kjer imamo podanih 12 prenosnih hitrosti (od 1 do 54 Mbit/s) 
in nam pove koliko % časa je bila na voljo posamezna prenosna hitrost. Pozorni smo 
bili tudi na naslov MAC dostopovne točke, ki je označeval identiteto posamezne 
točke. Le ta se je glede na našo lokacijo v stavbi spreminjal, odvisno od lokacije 
posamezne dostopovne točke. 
 



























Nadalje smo opravili meritve še v zgornjem nadstropju centra, kjer so bile pisarne, 
kjer smo preverili nivo signala. Vrednost izmerjenega signala se je gibala od -54 
dBm do -63 dBm, kar pomeni odličen signal in tako tu ni bilo potrebe po namestitvi 
dodatne dostopovne točke. Spodnja slika prikazuje vrednosti izmerjenega signala. 






Na koncu smo meritve opravili še v skladišču, kjer je bila dostopovna točka 
nameščena nad vhodnimi vrati v skladišče in je tako dobro pokrila zgornje nadstropje 
skladišča. Nivo signala se je tu gibal med -54 dBm in -63 dBm, kar pomeni zelo 
dobro pokrivanje s signalom. Po drugi strani, pa je bilo v spodnjem delu skladišča 
slabo pokrivanje s signalom. Nivo signala je tu znašal -84 dBm, kar pomeni zelo 
nizek nivo signala.  
 
Vzrok za tako nizek nivo signala je bil v slabem vidnem polju dostopovne točke ter 
kovinski konstrukciji polic, saj kovina zaradi dobre prevodnosti kot material slabo 
vpliva na propagacijo brezžičnega signala. Za izboljšanje pokritosti s signalom smo 
dodali novo dostopovno točko z imenom WSS in tako posledično namerili boljši 
nivo signala in sicer -45 dBm. Na spodnjih slikah so prikazani nivoji signala po 



































Slika 39: Izvajanje meritev v skladišču po dodani novi 
dostopovni točki 





8.5 Meritve na Fakulteti za elektrotehniko 
Kot sem omenil, smo meritve opravili tudi na Fakulteti za elektrotehniko. Tu smo 
opravili meritve pokrivanja s signalom Wi-Fi, kjer nas je zanimalo, kako na jakost 
Wi-Fi signala vpliva oddaljenost od dostopovne točke (vira signala). Za potrebe 
meritev smo uporabili Android mobilni terminal Samsung Galaxy S6 (model SM-
G920F) z naloženo aplikacijo AKOS Test Net [ 45 ], usmerjevalnik AC1750 
Wireless Dual Band Gigabit Router, podjetja TP-LINK ter prenosni računalnik z 
naloženim programom inSSIDer Home [ 46 ].  
S pomočjo aplikacije AKOS Test Net smo na mobilnem terminalu spremljali moč 
signala, hitrost povezave od merilnega strežnika do uporabnika (pritočno hitrost - 
Download speed), hitrost povezave od uporabnika do merilnega strežnika (odtočno 
hitrost - Upload speed), zakasnitev (latenco), transparentnost in kakovost povezave. 
Usmerjevalnik je imel 3 zunanje antene in je podpiral dva frekvenčna pasova (2.4 
GHz in 5 GHz), zato smo meritve izvedli na obeh. Za lažje ločevanje signalov pri 
meritvah, smo določili dva različna SSID-ja (dve logični imeni omrežja). Pri meritvi 
na 2.4 GHz frekvenčnem pasu smo uporabili SSID LTFE-TEST, pri 5 GHz 
frekvenčnem pasu pa LTFE-TEST-5GHz. Usmerjevalnik je podpiral standarde b/g/n 
ter najnovejši ac standard. 
 




Pri 5 GHz frekvenčem pasu smo imeli na izbiro 802.11n ali 802.11ac standard, 
avtomatsko izbiro kanala ter možnost izbire od 36. (5180 MHz) do 165. kanala (5825 
MHz) ter nastavitev pasovne širine kanala od 20 do 160 MHz. Nastavili smo lahko 
tudi oddajno moč, ki jo usmerjevalnik oddaja preko zunanjih anten in sicer od 0 dBm 
(1 mW) do 17 dBm (50 mW). 
Najprej smo meritve opravili na 5 GHz frekvenčnem pasu. Na usmerjevalniku smo 
izbrali standard 802.11ac, izbrali smo 36. kanal (5180 MHz), pasovno širino kanala 
pa smo nastavili na 80 MHz. Za oddajno moč usmerjevalnika smo izbrali vrednost 




















Z meritvijo smo pričeli v laboratoriju z oznako LT4, kjer smo postavili 
usmerjevalnik (dostopovno točko). Na usmerjevalnik ( naslov IP: 10.60.60.122 ) smo 
se povezali z mobilnim terminalom z naslovom IP 192.168.1.211 ter s prenosnim 
računalnikom z naslovom IP 192.168.1.126. Po opravljenih meritvah v laboratoriju 



















Slika 43: Merilna shema - modre točke označujejo lokacije meritev, 




Meritve smo opravili na način, ki je opisan v merilni metodologiji v poglavju 8.1. 
Postavili smo se ob dostopni točki in izmerili jakost signala v tej točki. Izmerili smo 
še pritočno hitrost, odtočno hitrost ter zakasnitev (ping) v tej točki. Od dostopovne 
točke smo se odmaknili za 1 meter in vse meritve ponovili. Od dostopovne točke 
smo se oddaljevali po 1 m toliko časa, dokler nismo presegli sprejemljive mejne 
vrednosti jakosti signala -75 dBm. Vse meritve smo opravili in zabeležili na vsakem 
metru oddaljenosti od dostopovne točke.  
Tabela 12: Izvorni podatki meritev – 5 GHz 
Meritev 
št. :  
Oddaljenost od 
dostopovne 







1 0 m  
LT4 ob dostopni 
točki -45 5,1 93 93 
2 1 m LT4 -48 5,2 94 94 
3 1 m LT4 -49 6,2 93 94 
4 2 m LT4 -51 5,8 93 94 
5 3 m LT4 -56 5,4 93 94 
6 3 m LT4 -50 5,7 93 94 
7 4 m LT4 -51 5,6 93 94 
8 5 m LT4 -53 5,5 93 94 
9 4 m LT4 -50 6 93 94 
10 4 m  LT4 -57 6,6 86 93 
11 4 m LT4 -51 5 94 94 
12 4 m LT4 -54 4,9 93 94 
13 4 m LT4 -58 5,1 93 94 
14 4 m LT4 -59 6,8 60 93 
15 5 m  LT4 -60 5,6 94 94 
16 4 m LT4 -58 5,6 93 94 
17 4 m LT4 -56 5,7 94 94 
18 1 m  LT4 -43 5,7 93 94 
19 2 m  LT4 -49 5,2 94 94 
20 2 m LT4 -62 5,8 94 94 
21 2 m LT4 -55 5 94 94 
22 4 m - 5m HODNIK - desno -72 6 91 94 
23 4 m - 5m HODNIK - desno -75 5,4 85 94 
24 4 m - 5m HODNIK - desno -82 6,4 49 90 
25 4 m - 5m HODNIK - desno -81 6,3 37 91 
26 4 m - 5m HODNIK - levo -75 6,3 82 93 
27 5 m HODNIK - levo -76 6 26 42 





Če je vrednost jakosti signala -75 dBm presežena, potem ta točka predstavlja točko, v 
kateri moramo zaradi neustreznega (slabega) signala postaviti dodatno dostopovno 
točko oziroma repetitor. Vse rezultate meritev smo beležili v spodnjo tabelo. 
 
Kot lahko razberemo iz zgornje tabele se moč sprejetega signala v laboratoriju, kjer 
je bil postavljen usmerjevalnik, spreminja od -45 dBm do -62 dBm, kar predstavlja 
dobro pokrivanje s signalom Wi-Fi in zato ni potrebe po namestitvi dodatne 
dostopovne točke. Na drugi strani, pa se pri meritvi na hodniku, vrednost moči 
sprejetega signala giblje med -72 dBm in -82 dBm, kar pomeni slabo pokrivanje s 
signalom Wi-Fi.  
 
Vzrok slabe kvalitete Wi-Fi signala na hodniku lahko pripišemo 1 m debeli železo-
betonski steni, ki se nahaja med usmerjevalnikom v laboratoriju in hodnikom, kjer 
smo opravljali meritve ter višji frekvenci 5 GHz, ki ima manjši doseg pokrivanja s 
signalom kot nižja frekvenca 2.4 GHz. Kot sem omenil, smo na usmerjevalniku 
izbrali standard 802.11ac, ki v teoriji omogoča hitrost 1300 Mbit/s oziroma 1,3 
Gbit/s, se pa slednja ustrezno zmanjša zaradi deljenega radijskega medija za prenos v 
smeri navzgor (UL – Upload) in smeri proti uporabniku (DL – Download) ter metode 
sodostopa CSMA/CA.  
 
Pri meritvi hitrosti, ki jih omogoča 802.11ac standard smo bili omejeni, ker smo 







































 Oddaljenost od dostopovne točke [m] 
Standard 802.11n (2.4 in 5 GHz) in 802.11ac (5GHz) 
RSSI v odvisnosti od oddaljenosti od dostopovne točke 
n standard -  RSSI 2.4 GHz
[dBm]
n standard -  RSSI  5 GHz
[dBm]
ac standard - RSSI 5 GHz
[dBm]













Kot lahko razberemo iz zgornje tabele, se je pri meritvi moči signala v odvisnosti od 
oddaljenosti od dostopovne točke, najbolje odrezal standard 802.11n, pri 2.4 GHz. 
Njegova še sprejemljiva mejna vrednost moči signala je bila pri 7 metrih, v 
primerjavi s standardoma 802.11n in 802.11ac, pri 5 GHz, pa se je mejna vrednost 
moči signala ustavila pri 5 metrih oddaljenosti od dostopovne točke.  
 
Iz spodnjega grafa lahko vidimo, da imata standarda 802.11n in 802.11ac, na 5 GHz 
frekvenčnem pasu enak doseg, vendar ima standard 802.11ac, nekoliko boljšo 
sprejeto moč signala. Pri 3 metrih je bil signal boljši za 4 dBm, pri 4 metrih za 1 







standard -  RSSI 
2.4 GHz [dBm] 
802.11n 
standard -  
RSSI  5 GHz 
[dBm] 
802.11ac 
standard - RSSI 
5 GHz [dBm] 
0 m -21 -44 -45 
1 m -41 -47 -48 
2 m -41 -54 -54 
3 m -43 -57 -53 
4 m -41 -56 -55 
5 m -58 -73 -63 
6 m -68 -86 -81 
7 m -70 
 
 
8 m -76 
  9 m -75 
 
 
10 m -76 
  
































Oddaljenost od dostopovne točke 
Standard 802.11n (2.4 GHz) 





























Oddaljenost od dostopovne točke 
Standard 802.11n (5 GHz) 















Slika 45: Hitrosti prenosa in zakasnitve v odvisnosti od oddaljenosti od dostopovne 
točke  - standard 802.11n (2.4 GHz) 
Slika 46: Hitrosti prenosa in zakasnitve v odvisnosti od oddaljenosti od dostopovne 






























Oddaljenost od dostopovne točke 
Standard 802.11ac (5 GHz) 






Tako pri standardu 802.11n (2.4 GHz, 5 GHz), kot pri standardu 802.11ac (5 GHz)  
lahko na vseh treh grafih prenosnih hitrosti (DL, UL) in zakasnitev (Ping) vidimo, da 
je hitrost v smeri navzgor večja, v primerjavi s hitrostjo navzdol. Zakasnitve so na 













Slika 47: Hitrosti prenosa in zakasnitve v odvisnosti od oddaljenosti od dostopovne 






























n standard -  RSSI 2.4 GHz
[dBm]
n standard -  RSSI 5 GHz
[dBm]
ac standard -  RSSI 5 GHz
[dBm]
Tabela 14: Moč signala RSSI v odvisnosti od števila sten - standard 802.11n (2.4 






-  RSSI 2.4 GHz 
[dBm] 
802.11n standard -  
RSSI 5 GHz [dBm] 
802.11ac 
standard -  
RSSI 5 GHz  
[dBm] 
0 LT4 -40 -53 -53 
1 Hodnik-desno -74 -87 -78 
1 Hodnik-levo -69 -79 -79 
 
 
Nazadnje nas je zanimal še vpliv števila sten na propagacijo radijskega signala. 
Vidimo lahko, da je najboljša sprejeta moč signala v laboratoriju LT4,  kjer smo 
imeli postavljeno dostopovno točko, saj tu ni bilo nobene stene. Nato smo meritve 
opravili še na hodniku, kjer zmo zabeležili upad moči signala. To lahko pripišemo 1 











Enak postopek meritev smo izvedli za 2.4 GHz frekvenčni pas. Tu smo na 
usmerjevalniku izbrali 802.11n standard ter 11. kanal (2462 MHz), pasovno širino 
kanala pa smo nastavili na 20 MHz. Za oddajno moč usmerjevalnika smo izbrali 
















Pri meritvi na 2.4 GHz (LTFE-TEST) smo za spremljanje interferenc okoliških 
omrežij, uporabili prenosni računalnik z naloženim odprtokodnim programom 
inSSIDer ter mobilni terminal z naloženo aplikacijo Wifi Analyzer. Ker uporabljeni 
prenosni računalnik ni podpiral 5 GHz frekvenčnega pasu (LTFE-TEST-5 GHz), 
smo za spremljanje morebitnih interferenc uporabili mobilni terminal z naloženo 
aplikacijo Wifi Analyzer. 







Slika 50: Aplikacija WiFi Analyzer – pregled zasedenosti kanalov na 
frekvenčnem pasu 5 GHz 
Slika 51: Aplikacija WiFi Analyzer - pregled zasedenosti kanalov na 




























Slika 52: Program inSSIDer - pregled aktivnih omrežij in njihovih nastavitev 
Slika 53: Program inSSIDer - spremljanje moči signala in soležnih 
kanalov 






Tabela 15: Izvorni podatki meritev - 2.4 GHz 
Meritev št. :  
Oddaljenost od 
dostopovne točke 









1 0 m  
LT4 ob dostopni 
točki -21 5,5 60 83 
2 1 m LT4 -41 5,6 64 82 
3 2 m LT4 -39 5,2 65 83 
4 3 m LT4 - pri izhodu -49 5,8 64 75 
5 4 m - 5 m HODNIK - za vrati -56 5,7 57 76 
6 4 m - 5 m HODNIK - desno -57 5,8 47 49 
7 4 m - 5 m HODNIK - desno -55 6,2 50 68 
8 4 m - 5 m HODNIK - desno -68 5,7 34 35 
9 5 m - 6 m HODNIK - desno -66 6,9 31 37 
10 5 m HODNIK - desno -75 6,2 27 21 
11 5 m HODNIK - desno -69 6,5 20 20 
12 6 m HODNIK - desno -75 8,4 28 11 
13 7 m HODNIK - desno -70 6,1 29 24 
14 7 m HODNIK - desno -75 8,3 15 7,5 
15 8 m - 9 m HODNIK - desno -78 7,4 8,6 6,1 
16 6 m HODNIK - levo -57 6,7 50 71 
17 7 m HODNIK - levo -64 6,5 39 51 
18 8 m  HODNIK - levo -65 5,9 34 54 
19 9 m HODNIK - levo -66 6,1 32 38 
20 10 m HODNIK - levo -76 7,3 22 21 
21 11 m HODNIK - levo -75 8,6 12 14 
22 12 m HODNIK - levo -76 6,6 13 12 
23 3 m LT4 -38 6,2 60 84 
24 4 m LT4 -40 5,1 55 84 
25 4 m LT4 -33 5,7 49 69 
26 4,30 m - 4,40 m LT4 -38 11 58 68 
27 5 m LT4 -42 6,3 55 84 
28 4m  LT4 -45 5 60 78 
29 4 m LT4 -38 5,7 60 84 
30 4 m LT4 -46 5,4 60 83 
31 4 m LT4 -43 7,1 56 71 
32 4 m LT4 -43 6,9 51 59 
33 4 m LT4 -44 5,3 57 79 
34 5 m LT4 -40 5,3 48 54 
35 4 m LT4 -39 6,2 61 75 
36 3 m LT4 -39 5,3 57 82 
37 3 m LT4 -45 5,2 58 23 






























] oddaljenost dostopovne točke [m] 
Standard 802.11n (2.4 GHz, 5 GHz) 
RSSI v odvisnosti od oddaljenosti od dostopovne točke 
gad2 (2.4 GHz)-RSSI [dBm]
gad2 (5 GHz)-RSSI [dBm]
8.6 Meritve v domačem okolju 
Nazadnje smo meritve opravili še doma, kjer nam je naše domače okolje 
predstavljalo merilno okolje, v katerem imamo zelo malo interferenc okoliških 
omrežij. Meritve smo izvajali na enak način kot v zgoraj opisanih primerih. 
Opravljene meritve so zbrane in predstavljene v sledečih tabelah ter pripadajočih 
grafih. 
 
Tabela 16: Moč signala RSSI v odvisnosti od oddaljenosti od dostopovne točke - 
meritve doma 
Oddaljenost od 
dostopovne točke [m]: 
Standard 802.11n gad2 
(2.4 GHz)-RSSI [dBm] 
Standard 802.11n gad2 
(5 GHz)-RSSI [dBm] 
0 m -43 -40 
1 m -48 -49 
2 m -58 -62 
3 m -62 -66 
3,60 m -57 -61 
4 m -64 -68 
4,60 m -54 -65 
5 m -69 -79 
6 m -75 -81 
7 m -76 -80 
 
































Oddaljenost od dostopovne točke 
Standard 802.11n (2.4 GHz) 


































Oddaljenost od dostopovne točke 
Standard 802.11n (5 GHz) 






   
 
   
 
Slika 56: Hitrosti prenosa in zakasnitve v odvisnosti od oddaljenosti od dostopovne točke  
- standard 802.11n (2.4 GHz) 
Slika 57: Hitrost prenosa in zakasnitve v odvisnosti od oddaljenosti od dostopovne točke  



























Standard 802.11n (2.4 GHz, 5 GHz) 
RSSI v odvisnosti od števila sten 
gad2 (2.4 GHz)-RSSI [dBm]
gad2 (5 GHz)-RSSI [dBm]
 
Tabela 17: Moč signala RSSI v odvisnosti od števila sten - standard 802.11n (2.4 




gad2 (2.4 GHz)-RSSI 
[dBm] 
Standard 802.11n 
gad2 (5 GHz)-RSSI 
[dBm] 
0 -53 -58 
1 -64 -70 
2 -81 -80 




Kot lahko opazimo na grafu moči signala (RSSI) v odvisnosti od oddaljenosti od 
dostopovne točke, vidimo, da ima standard 802.11n na obeh frekvenčnih pasovih 
(2.4 GHz in 5 GHz), zelo podoben potek moči signala. Moč signala upade nekoliko 
prej pri višji frekvenci, torej 5 GHz. Pri grafih hitrosti prenosa in zakasnitve v 
odvisnosti od oddaljenosti od dostopovne točke, vidimo, da so prenosne hitrosti bolj 
stabilne kot pri meritvah na Fakulteti za elektrotehniko in poslovni stavbi Telekoma 
Slovenije, kar lahko pripišemo manjšemu številu uporabnikov in okoliških omrežij.  






Cilj diplomske naloge je bil analizirati delovanje tehnologije Wi-Fi znotraj različnih 
stavb ter ugotoviti kakšen vpliv imajo sami materiali (vrsta materiala, oddaljenost od 
dostopovne točke in število sten) na propagacijo radijskega signala. Glavni namen 
diplomske naloge, je bila primerjava med standardom 802.11n ter 802.11ac. S 
praktičnimi meritvami smo želeli pokazati, kako parametri, kot so oddaljenost od 
dostopovne točke, predelne stene v različnih stavbah, ki so pogojene z vrsto 
materiala, vplivajo na propagacijo radijskega signala med navedenima stardardoma. 
 
Za dosego cilja smo pri meritvah uporabili Android mobilni terminal Samsung 
Galaxy S6 (model SM920-F) z naloženo aplikacijo AKOS TestNet, s pomočjo 
katerega smo opravljali meritve, dostopovni točki, ki podpirata standard 802.11n in 
802.11ac ter prenosni računalnik z naloženim odprtokodnim programom inSSIDer za 
spremljanje interferenc sosednjih omrežij na 2.4 GHz frekvenčnem pasu in aplikacijo 
Wifi Analyzer za interference na 5 GHz frekvenčnem pasu. 
 
Na podlagi meritev, ki smo jih opravili, ima standard 802.11ac v primerjavi z 
802.11n, na frekvenčnem pasu 5 GHz, enak doseg pokrivanja s signalom Wi-Fi, kar 
je razvidno iz grafov, ki so zajeti v tej diplomski nalogi.  
 
Pri merjenju propustnosti se je najbolje odrezala tehnologija 802.11ac (5 GHz), sledi 
tehnologija 802.11n, prav tako na frekvenčnem pasu 5 GHz. Najnižje hitrosti pa smo 
izmerili pri tehnologiji 802.11n, na 2.4 GHz frekvenčnem pasu. 
 
Naslednja razlika je bila v izmerjeni sprejeti moči signala Wi-Fi oziroma v nivoju 
izmerjenega signala v dBm v odvisnosti od oddaljenosti dostopovne točke. Najbolje 
se je odrezala tehnologija 802.11n na frekvenčnem pasu 2.4 GHz, v primerjavi z 
meritvijo na sistemih 802.11n in 802.11ac na 5 GHz pasu, saj nižja frekvenca 
pomeni večji doseg pokritja z radijskim signalom, kot višja (v našem primeru 5 GHz) 




meritvi na 5 GHz frekvenčnem pasu pa se je bolje odrezal sistem 802.11ac. Vzrok 
lahko pripišemo bolj natančnemu usmerjanju signala, ki ga nudi standard 802.11ac. 
 
Tehnologija 802.11ac ima potencial, da zagotovi naslednjo generacijo brezžičnih 
sistemov z visoko prepustnostjo. Izkoriščanje raznolikosti kanalov s pomočjo 
večjega števila prostorskih tokov omogoča učinkovitejšo uporabo spektra, ki 
omogoča podvojitev pasovne širine pri prenosu. 802.11ac bi moral imeti najmanj 4x4 
sprejemno-oddajni sistem z maksimalnim številom prosotorskih tokov in MU-MIMO 
tehnologijo, da bi lahko uresničil svoj celoten potencial [ 14 ].  
 
Brezžične tehnologije so izredno kompleksne in zahtevne. V naslednjih letih lahko 
pričakujemo nadaljnji razvoj v smeri izboljšav standardov 802.11ac in 802.11ad. Oba 
naj bi omogočala še višje hitrosti prenosa podatkov, vse do 7 Gbit/s. Dejansko 
dosežena najvišja hitrost pa je odvisna od več različnih dejavnikov, nenazadnje tudi z 
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