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правоохоронні органи безсилими у цій сфері. На мою думку, близько 80% інтернет-користувачів 
хоча б раз стикалися з шахрайством у мережі, і ці показники щорічно збільшуються. 
Сьогодні за допомогою використання шкідливих комп’ютерних програм і програмно-
технічних засобів, підключених до комп’ютерної мережі, можуть вчинятися більшість злочинів 
проти власності, передбачених                                   розділом VI Особливої частини КК України. 
Від того, що злочини проти власності вчиняються шляхом використання електронно-
обчислювальної техніки та сучасних інформаційно-комунікативних технологій, вони не змінюють 
об’єкт свого посягання, у цьому випадку відбувається приєднання додаткового об’єкту, що 
збільшує та якісно змінює суспільну небезпеку від злочину. У зв’язку з цим сучасна система норм, 
яка відображає злочини проти власності, потребує вдосконалення, оскільки вона не повною мірою 
враховує сучасні кіберзагрози. 
Злочини проти власності, які вчиняються за допомогою інформаційно-комунікативних 
технологій (кіберзлочини проти власності), характеризуються вагомою ознакою, як вчинення 
злочину щодо невизначеного кола потерпілих. Це породжує те, що практично неможливо точно 
встановити розмір завданої шкоди, а в деяких випадках цей розмір (щодо одного потерпілого) 
замалий для притягнення винного до кримінальної відповідальності [2, с. 28].  
На відміну від злочинів у сфері використання електронно-обчислювальних систем та 
комп’ютерних мереж, характерною ознакою кіберзлочинів проти власності є те, що суб’єкт 
злочину використовує комп’ютерні мережі, як знаряддя або засіб вчинення злочину. 
Стосовно осіб, які вчиняють злочини проти власності шляхом використання електронно-
обчислювальної техніки, необхідно зазначити, що частіше за все вони не тільки володіють 
спеціальними навичками в сфері користування електронно-обчислювальною технікою та 
відповідними пристроями, а й можуть використовувати паролі та ключі банківських програм, 
застосовувати власні спеціальні знання для фальсифікації програм шляхом зміни правильних 
вихідних даних. Здебільшого цими особами є – оперативні працівники банків різних посадових 
рівнів, програмісти й оператори комп’ютерів.  
Дослідження показують, що безпосередній несанкціонований доступ до електронно-
обчислювальної техніки, систем та комп’ютерних мереж вчинюється співробітниками банків: 
програмістами, інженерами, операторами, які є користувачами або обслуговуючим персоналом 
такої техніки (41,9%). Майже удвічі менше такий доступ використовують інші співробітники 
банку (20,2%); в 8,6% випадків злочин було вчинено співробітниками, які були звільнені, а у 
25,5% несанкціонований доступ вчинявся сторонньою особою [3, c. 28]. 
Саме це додає таким злочинам унікальних властивостей, не притаманних для інших 
злочинних посягань. Отже, поняття злочинів проти власності, що вчиняються шляхом 
використання інформаційно-комунікативних технологій, можна визначити у вигляді сукупності 
заборонених кримінальним законодавством діянь, спосіб вчинення яких передбачає обов’язкове 
використання таких технологій (мереж) як знаряддя або засобу. Більше того, зміст об’єкту цих 
злочинів може бути різним і не бути пов’язаним з суспільними відносинами, що виникають в 
інформаційній сфері. 
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На сьогоднішній день тероризм набуває загрозливих масштабів. Він почав 
трансформуватися в масштабне соціально-політичне явище, яке несе загрозу планетарного 
значення. Поява тероризму обумовлена різними політичними, економічними та соціальними 
протиріччями міжнародного життя. В останні роки простежується тенденція до злиття різних 
терористичних організацій  та створення єдиної злочинної системи зі своїми фінансами та цілями. 
Тому на сучасному  етапі розвитку людство зіткнулося з таким його проявом, як міжнародним 
тероризмом.  
 З'ясовуючи сутність міжнародного тероризму, дослідники виокремлюють його основні 
форми, які залежать від реалізації відповідної системи цінностей. До них, зокрема, відносять 
антизахідну (базується на збереженні національної незалежності), антиамериканську (породжує 
комплекс не повноцінності у всіх народів, які не підтримують ідею американізації) та 
антиізраїльську (залежність палестинських арабів від ізраїльтян, яка базується на невизнанні 
поділу Палестини на дві держави відповідно до рішень ООН) системи цінностей, які можуть 
виступати джерелом виникнення глобального тероризму. Таким чином, деякі країни світу 
породжують окремі структури, для яких характерні екстремістські настрої, і забезпечують 
реалізацію міжнародних форм тероризму. Слід зазначити, що такі терористичні структури, як 
правило, мають антиглобалістичний характер і тим самим протистоять поширенню глобальної 
системи цінностей, яка перешкоджає реалізації національних інтересів. Фактично йдеться про 
певну монополізацію впливу з боку певних терористичних структур, які підривають основи 
національної самобутності окремих держав [1]. 
Резолюція № 1373 Ради Безпеки ООН від 28 вересня 2001 року відзначає, що існує тісний 
взаємозв'язок між міжнародним тероризмом і транснаціональною організованою злочинністю, 
незаконними наркотиками, відмиванням грошей, незаконним продажем зброї та незаконними 
перевезеннями ядерних, хімічних, біологічних та інших потенційно небезпечних матеріалів. У 
зв’язку з розвитком сучасного міжнародного права існує цілий ряд міжнародних конвенцій 
універсального і регіонального характеру, які на основі чітко окреслених критеріїв в якості 
предмета свого регулювання передбачають здійснення взаємного співробітництва держав у 
боротьбі з міжнародним тероризмом. Серед них можна виділити: Женевську Конвенцію з протидії 
терроризму (1937 р.), Вашингтонську Конвенцію про запобігання і покарання актів терроризму 
(1971 р) та ін. Також 8 вересня 2006 р. Генеральна Асамблея ООН прийняла «Глобальну 
контртерористичну стратегію» у виді резолюції та доданого до неї плану дій. На цей час 
масштабність і прогресивність розвитоку тероризму, на жаль, випереджає спільні 
антитерористичні зусилля держав. Міжнародне співробітництво безумовно є неодмінним 
елементом ефективної боротьби з тероризмом. На думку В. О. Максимчука важливим подальшим 
кроком має бути вдосконалення договірних механізмів співпраці, що включає в себе як розробку 
нових договорів, так і збільшення кількості учасників вже існуючих антитерористичних конвенцій 
[2]. 
Якщо досліджувати місце України в системі міжнародного тероризму, то вона відіграє роль 
«транзитної». «Транзитні» країни не розглядаються терористичним організаціями як потенційні 
цілі, а використовуються для транзиту, перепочинку, лікування, вербування нових членів – тобто 
для забезпечення своєї діяльності. Слід зазначити, що факти використання міжнародними 
терористами транзитного потенціалу нашої держави знаходять підтвердження за результатами 
діяльності Служби безпеки України. За останній час співробітниками спецслужб було виявлено та 
блоковано декілька транзитних каналів переправлення іноземних бойовиків міжнародної 
терористичної організації Ісламської держави, а у Харкові оперативники спецслужб виявили 
приватну квартиру, що використовувалася для тимчасового переховування членів цієї організації, 
які мали намір транзитом виїхати в сирійсько-іракську зону бойових дій [3]. 
Отже, на нашу думку, головним шляхом у боротьбі з транснаціональним тероризмом 
повинно стати визначення єдиного терміну «тероризму». Це допоможе переконати людей, що уряд 
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країни приймає відповідні кроки для боротьби з тероризмом, приймає закони, які допоможуть 
протистояти міжнародному тероризму на міжнародному рівні. 
Неправильне визначення цього поняття може викликати несприятливі соціальні та 
політичні наслідки. Перш за все, відсутність єдиного розуміння «терористичного акту» у світі буде 
заважати спеціальним правоохоронним органам виявляти та переслідувати терористів у різних 
державах, оскільки національними законодавствами можуть не визнаватися певні діяння 
терористичними. Наприклад, у таких кранах як Афганістан, Пакістан, Сирія, Ірак та ін [4].  
Також для здійснення ефективної протидії міжнародному тероризму необхідне об’єднання 
та  координації всіх країн в рамках міждержавної антитерористичної коаліції. Основним завданням 
якого у контексті боротьби з тероризмом в умовах сьогодення є своєчасне виявлення 
терористичних загроз, їх локалізація та припинення. Європейський Союз є найбільш впливовим 
міждержавним об’єднанням в Європі щодо залучення спеціальних служб країн-членів до боротьби 
з тероризмом. Наприклад, у 1975 році була створена так звана група TREVI (тероризм, радикалізм, 
екстремізм і міжнародне насилля), яка об’єднала міністрів юстиції та внутрішніх справ країн ЄС з 
метою посилення боротьби з міжнародною організованою злочинністю, тероризмом, торгівлею 
наркотиками тощо. Але необхідне створення більшої кількості міжнародних організацій, 
основними цілями яких буде боротьба з тероризмом.  
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Abstract: explains the typology of people who commit ecological crimes.  
Останні десятиліття відзначаються неухильним зростанням уваги світової науки до 
дослідження питань взаємодії суспільства та природного середовища. Це закономірно, оскільки на 
початку третього тисячоліття однією з пріоритетних глобальних проблем людства стало 
збереження довкілля та життя на Землі. 
Зі збільшенням масштабів та інтенсивності діяльності людство, взяте в цілому, 
перетворилося на потужну та впливову  силу. Про це свідчать такі факти: уже сьогодні винищено 
2/3 лісів планети; в атмосферу щорічно викидається понад 200 млн. т оксиду вуглецю, близько 146 
млн. т діоксиду сірки, 53 млн. т оксидів азоту і т.д. Близько 700 млн. га колись продуктивних 
земель пошкоджено ерозією (при всій площі оброблюваних земель, рівної 1400 млн. га). У 
результаті руйнування місць існування живих організмів втрачено колишнє біологічне 
різноманіття планети [1, с. 330]. Очевидним є той факт, що природні ресурси та відновлювальні 
здатності живої природи аж ніяк не безмежні. 
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