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La presente investigación titulada Análisis del artículo 5º de la ley Nº 30096 en la prevención 
de los delitos informáticos contra la indemnidad sexual, teniendo como principal objetivo de 
estudio determinar si es efectiva la tipificación del artículo 5 de la Ley 30096 para prevenir 
la comisión de los delitos informáticos contra la indemnidad sexual, durante el año 2019. 
Los métodos de investigación que serán empleados son los propios del enfoque cualitativo. 
Aplicativo, de diseño fenomenológico hermenéutico, método inductivo, con análisis 
documental Los participantes intervinientes serán los especialistas en child grooming y 
delitos informáticos, para lo cual recabaremos sus respuestas a través del instrumento de la 
entrevista estructurada. 
El escenario en el que se desarrolla esta investigación es la ley de delitos informáticos 
artículo 5° Proposiciones a niños, niñas y adolescentes con fines sexuales por medios 
tecnológicos (según la ley 30838 ultima modificatoria al 04. De agosto del 2018) contra la 
indemnidad y libertad sexual año 2019. Las fuentes de información serán los especialistas 
en el tema, que estén familiarizados con este delito además de las bibliotecas, repositorios, 
artículos científicos y normas, tanto nacionales como internacionales. 
Los entrevistados para lograr el desarrollo y conclusión de la presente investigación 
fueron los expertos en delitos informáticos contra la indemnidad y libertad sexual.  
Concluyó que el artículo 5 de la ley de delitos informáticos con sus dos 
modificatorias posteriores, si se está aplicando, además es importante porque el legislador 
tomo la necesidad por la evolución criminógena alentadas por los avances de las TICS, que 
no es efectivo para la prevención del delito, lo concreto es que no estamos preparados para 
asumir esta realidad, no contamos con la tecnología adecuada, el personal en cantidad 
suficiente y los operadores jurídicos no están preparados ni actualizados para aplicar la 
norma y que esta sea eficaz y efectiva en su aplicación como en la prevención del delito 
contra la indemnidad sexual en niños niñas y adolescentes menores de 14 años. 
 
Palabras clave: Indemnidad sexual, child grooming, delitos informáticos, dogmática penal, 
política criminal.  
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ABSTRACT 
This investigation, entitled Analysis of Article 5 of Law No. 30096 on the Prevention 
of Computer Crimes against Sexual Indemnity, has as its main objective to determine 
whether the classification of Article 5 of Law No. 30096 to prevent the commission of 
computer crimes against sexual indemnity is effective during the year 2019. The 
investigation methods to be used are those of the qualitative approach. Interpretative, 
hermeneutic phenomenological design, inductive method, with documentary analysis, the 
participants will be specialists in child grooming and computer crimes, for which we will 
collect their responses through the instrument of structured interview. 
The scenario in which this investigation takes place is the law of computer crimes 
article 5 Propositions to children and adolescents for sexual purposes by technological means 
(according to law 30838 last modification to 04. August 2018) against indemnity and sexual 
freedom year 2019. The sources of information will be the specialists in the subject, who are 
familiar with this crime in addition to libraries, repositories, scientific articles and norms, 
both national and international. 
The interviewees for the development and conclusion of this research were the 
experts in computer crimes against indemnity and sexual freedom. 
This concluded that article 5 of the law on computer crimes with its two subsequent 
amendments, if it is being applied, is also important because the legislator took the need for 
the criminogenic evolution encouraged by the advances of ICTS, which is not effective for 
crime prevention, the concrete is that we are not prepared to assume this reality, We do not 
have adequate technology, sufficient staff and legal operators are not prepared or updated to 
apply the rule and that it be effective and efficient in its application as in the prevention of 
crime against sexual indemnity in children and adolescents under 14 years. 





En pleno siglo XXI caracterizado por el avance desmesurado y descomunal de la 
digitalización y la expansión de la tecnología en nuestro planeta, con un control de la 
información a nivel global y al alcance de todos en tiempos récord en el cual, con solo tocar 
un botón, accedemos a información que hace años era imposible imaginar y para lo cual 
tenemos una gama de aparatos que hacen posible esta realidad. Este avance tecnológico, si 
bien, ha traído consigo muchos beneficios, también implica aspectos negativos. 
Nuestra sociedad es conocida como la “Sociedad Informática” y somos privilegiados 
que la tecnología simplifique nuestras vidas, ya que de manera simple uno puede crear 
información, la puedes distribuir y manipular de la manera que creamos conveniente y usarla 
a nuestro favor y esto juega un papel fundamental en las personas y en sus actividades 
económicas, sociales, sociológicas psicológicas, culturales, políticos institucionales, y en 
muchos casos jurídico.  
Las NTICs que ocupan nuestra investigación están relacionadas, con la informática 
y las comunicaciones, en las cuales destacaremos, el internet, las redes móviles y los medios 
de comunicación y también el aspecto negativo, los delitos, es posible observar día a día en 
los medios de comunicación, no sólo a nivel mundial si no a nivel nacional y local se observa 
que los sistemas tecnológicos son usados por los delincuentes, ya sea con los teléfonos 
inteligentes, para hacer llamadas extorsionadoras, chantajes, si no con el internet, en la trata 
de personas, delitos de estafa, redes de pedófilos, que lamentablemente por un mal uso de la 
tecnología aunado a la falta de mecanismos de protección, aumenta considerablemente día a 
día. 
Es necesario precisar que los niños y adolescentes, no interactúan de la misma 
manera que los adultos por ser tecnófilos, por ejemplo, un nativo digital no tendrá la misma 
óptica que uno de la generación alfa, estos niños han nacido en un ambiente natural rodeados 
de tecnología. 
Analizaremos el artículo 5° de la ley N° 30096 “proposiciones a niños, niñas y 
adolescentes con fines sexuales por medios tecnológicos” en la prevención de los delitos 
informáticos contra la indemnidad sexual correspondiente a menores de 14 años, conocido 
a nivel internacional como child grooming, conducta delictiva dentro del marco de los delitos 
informáticos en nuestro ordenamiento jurídico penal, en los tres pilares del derecho penal, 






la misma moneda. Ya que esta ley se dio sin hacer los estudios adecuados y ya se hayan 
realizado dos modificaciones además de duplicidad tanto en la ley de delitos informáticos 
como en el código penal.  
Este delito es uno de peligro abstracto, ya que no requiere expresamente que haya un 
escenario efectivo de peligro, si no que el legislador preveo que el fundamento para normarlo 
es el peligro que este supone, con esta norma hay un adelanto de la persecución penal, Es así 
que en esta realidad el legislador peruano promulga la ley de delitos informáticos, con la 
finalidad de hacer frente a la criminalización por el advenimiento de la tecnología, el artículo 
5 de la Ley 30096 creado para detener este flagelo, ¿será eficaz para la prevención de los 
delitos contra la indemnidad sexual de los niños y adolescentes menores de 14 años? En 
resumen, Tecnología, Cibercriminalidad, Imágenes con connotación sexual, posible 
encuentro sexual, lo cierto es que en este artículo se sanciona como un delito, los actos 
preparatorios para la comisión de otros delitos, como el acoso virtual, sexting, pornografía, 
violación, trata de personas, homicidio.  
Para este trabajo de investigación hay varios puntos claves que deben tomarse en 
cuenta; como son; la brecha digital existente entre las generaciones, la transnacionalidad al 
cometer estos delitos, las elevadas posibilidades de mantener el anonimato, la inmediatez de 
comisión delictógena, las conductas tanto de las víctimas y los victimarios, los usos, riesgos 
de no manejar adecuadamente la tecnología, el desconocimiento de las normas, las 
creaciones de normas sin un adecuado análisis político criminal que de ser así cae en un 
escenario de irreversibles modificaciones y hasta una posible derogación. 
Según el Informe titulado “Trends in online child sexual explotation: Examining the 
distribution of captures of live-streamed child sexual abuse” en el que señalan que se 
identificaron entre otros, que las imágenes y videos “sexuales” el 98% eran de niños menores 
de 13 años, y lo más alarmante es que los menores se encontraban en sus habitaciones, o en 
el baño de sus hogares (Mora, 2019, párr. 8) Por lo que se infiere que de alguna manera, les 
ordenaron realizar estos actos a sí mismos, y esas imágenes y videos fueron captadas y 
distribuidas por los delincuentes.  
 En tal sentido, podemos precisar liminarmente que esta conducta delictiva viene 
propalándose con mayor difusión a través del internet y redes sociales, siendo una de ellas 
el Facebook, mediante la cual, personas adultas captan a menores de edad, haciéndose pasar 





intención de obtener material de contenido sexual ofrecido por los menores de edad tras 
haber sido timados. Dance and Keller afirman (2019) “While the problems predates the 
internet, smartphone cameras, social media and cloud storage have made it much worse” 
(párr. 3). Antes de las NTICs existían estos problemas, pero las cámaras de los teléfonos, 
redes sociales y almacenamiento en la nube han empeorado esta terrible realidad, Como 
desencadenante de este ilícito, se encuentra la pornografía infantil, o también el ciberbullyng, 
en la medida que de la casuística se aprecia que una vez que se dispone de las imágenes de 
los menores de edad, estas son difundidas en el internet con carácter de dominio público.   
Asimismo, según el Informe Técnico N° 2 de junio del 2018, documento publicado 
por el Instituto Nacional de Estadística e Informática INEI, el 92.8% de los hogares cuenta 
por lo menos con una TIC (Informe técnico N° 2, 2018, p. 1), por lo cual apreciamos que 
estamos frente a un problema, sobre todo si no se está preparado e informado sobre los 
riesgos implícitos que conlleva su uso. De la misma manera, el 78.3% de la población de 6 
a más años se conectó a internet desde un celular, y otro dato importante es que el 89.8% de 
la población lo utilizó para enviar correos, mensajes, chats.  
En nuestro país, la Policía Nacional del Perú la divindat (División de Alta 
Tecnología)  adscrita a la Dirincri (Dirección de Investigación Criminal), tiene dentro de sus 
funciones, la tarea de reconocer situaciones potenciales de casos de child grooming, pero a 
diferencia de otros países como en Estados Unidos, siendo que en dicha región del norte del 
continente americano, existe una mayor tutela y medicación a las víctimas de este delito, 
donde podemos ver, que tanto, el FBI como la policía están más capacitados para afrontar 
los delitos informáticos que victimizan a menores, así como el servicio médico y social 
pertinente. Siendo necesario para tratar a las víctimas de child grooming un conjunto de 
especialistas multidisciplinario. A diferencia de nuestro país, en el cual existe gran 
desconocimiento de los delitos en cuestión, sobre todo por parte de los padres de los 
menores, sumado a ello las deficiencias de políticas criminales efectivas, que permitan una 
mejor atención frente a esta conducta reprochable, así como escasos trabajos criminológicos, 
los cuales se tornan pertinentes para comprender a cabalidad esta nueva conducta delictiva 
que tiene cada vez un mayor avance en el internet. 
En la DIVINDAT en la sección de pornografía, esta división trabaja con dos software 
otorgados y capacitados para su uso por el FBI, son CPS y NCMEC los cuales están en un 





captando imágenes y videos de desnudos de menores de edad y a diario identifican entre 200 
a 1,500 casos en Perú, lo que es aproximadamente 12,000 casos por año, de los cuales, 
apenas se bajan 4 o 5 para ser comunicados al Ministerio Público. Lo cual es gravísimo, 
saber que no contamos con la logística necesaria para investigar, evitar y prevenir estos 
hechos delictivos. 
Antecedentes de investigaciones nacionales 
Paredes (2013), en su tesis titulada “De los delitos cometidos con el uso de sistemas 
informáticos en el distrito judicial de Lima, en el periodo 2009-2010. Lima-2013” (Tesis 
para obtener el grado de Magíster en Ciencias Penales, presentada en la Universidad 
Nacional Mayor de San Marcos), se aprecia de este trabajo, que el problema central de 
investigación radica en responder en qué medida las conductas que se realizan a través de 
los sistemas informáticos son tratados por los tipos penales en el interior del ordenamiento 
jurídico peruano. La metodología fue causal explicativa, ya que desarrolló un amplio estudio 
para explicar determinadas conductas y regulaciones en base a premisas explicativas. 
Aunado a ello, utilizó los métodos tanto descriptivos, como dogmáticos, inductivos, 
histórico, deductivo y analítico. Las técnicas utilizadas han sido precisadas por el autor de 
tres maneras: documental, entrevistas y cuestionarios. De todo esto, el autor llegó a la 
conclusión que es necesaria una reforma integral del Código Penal, así como a una debida 
adecuación de las conductas ilícitas las cuales debían de hallarse en concordancia con las 
nuevas formas de comisión a través de medios informáticos.  
Bautista (2018), en la tesis titulada “El grooming ocurrido a través de los medios 
tecnológicos y su regulación en el artículo 5 de la ley N° 30171, Lima Norte 2015-2017”, 
(Tesis para optar el título profesional de abogada en la Universidad Cesar Vallejo), en esta 
investigación el autor plantea como objetivo medular, conocer si el grooming realizado a 
través de medios tecnológicos se encuentra regulado de manera correcta en el artículo 5º de 
la Ley N° 30171, asimismo la metodología que se empleó fue de enfoque cualitativo  
interpretativo, como conclusión señala que el artículo 5 de la ley 30171, ley de delitos 
informáticos necesita un cambio, ya que no se encuentra regulado de manera correcta.  
Ponce (2017) en su tesis titulada “Delito informático y acoso sexual de menores de 
edad regulados por el art. 5° de la Ley N° 30096, en el barrio Tunan del distrito de San 
Jerónimo, provincia de Huancayo-2016” (Tesis para optar el título profesional de abogado, 





determinar cómo influye el delito informático en menores de edad en el lugar y población 
de estudio del señalado título. En cuanto al tipo de investigación ésta resulta ser aplicada, así 
como observacional y descriptiva. Habiendo empleado la técnica de la entrevista para 
recabar la información. La conclusión central a la cual arribó es que los conocimientos en 
cuanto a los delitos informáticos sobre menores de edad son escasos. 
Antecedentes de investigaciones extranjeros 
Carrizo (2017), en su trabajo de investigación titulado “Delitos informáticos que atentan 
contra la indemnidad sexual de los menores de edad – grooming”. Sustentado en la Facultad 
de Derecho de la Universidad Empresarial Siglo 21 – Argentina para optar por el título 
profesional de abogado, tuvo como objetivo la investigación a la normativa argentina 
referida a delitos informáticos que atentan contra la indemnidad sexual de los menores de 
edad, para lo cual utilizo el método descriptivo. La investigación concluye que es imperioso, 
trabajar en la especialización constante del personal a desenvolverse en materia de delitos 
informáticos. Personal técnico de fuerzas de seguridad, auxiliares de la justicia y juzgados 
en general, con detenimiento en cada fase del proceso una vez efectuada la denuncia, en todo 
el país y en todas sus facetas, para un tratamiento óptimo de la prueba, un ágil y efectivo 
accionar de la ley y en consonancia a los tiempos dinámicos que el internet marca. 
Sañudo (2016), en su trabajo de investigación “El grooming (art. 183 ter 1 y 2 CP) 
análisis típico y propuesta interpretativa”. Que sustentó en la escuela de derecho de la 
universidad del País Vasco – España, para optar por el título de doctor,  tiene como objetivo  
el estudio del grooming como figura delictiva, introducida por primera vez en el Código 
Penal (CP) mediante Ley Orgánica (LO) 5/2010, de 22 de junio y vigente a partir del 23 de 
diciembre de 2010, cuya reforma, dio lugar a la creación dentro del título VIII del libro II 
del CP, del capítulo II denominado “De los abusos y agresiones sexuales a menores de trece 
años”, en el que se integraba el art. 183º bis, regulador del grooming. La investigación fue 
de enfoque teórico, práctico, descriptivo analítico, esto aplicado a cada capítulo de la tesis. 
Llegando a las siguientes conclusiones: 
La conclusión que nos interesa, es que el grooming se configura como un tipo mixto acumulativo, 
de tres actos, que además es mutilado en dos actos. Los elementos del tipo objetivo son los 
siguientes: (I) Contactar con un menor de 16 años a través de internet o de las TIC; (II) proponerle 
concertar un encuentro; (III) verificación de actos materiales encaminados al acercamiento. Todo 
ello debe de ir acompañado por el elemento subjetivo del tipo anteriormente referido, la intención 





Silva (2014), en su trabajo de investigación titulado “El child grooming como delito 
informático en la realidad y legislación ecuatorianas”, que sustentó en la escuela de derecho 
de la Pontificia Universidad Católica – Ecuador, para optar el grado de licenciado en 
derecho, planteó como objetivo relevante, investigar de manera práctica y teórica el child 
grooming, como un proceso delictivo informático cometido mediante el uso de las 
Tecnologías de Información y Comunicación (TICs), para su tipificación en la normativa 
ecuatoriana. El estudio utilizó una investigación de tipo documental, bibliográfica y de 
trabajo de campo. La investigación concluye que: 
El total de menores usuarios de Internet comprende el 49% de los niños y niñas entre 6 y 9 años, 
el 54% de los niños y niñas de 10 a 18 años afirman que en su casa hay una computadora, el 28% 
de los niños y niñas de 6 a 9 años afirman tener celular propio, además casi la mitad de los niños 
antes de los 10 años se declaran usuarios de internet, el 30% usa internet por enseñanza de sus 
maestros y el 80% usa la red como recurso en sus tareas educativas. En relación al control que 
establecen sus padres o personas responsables se estableció que del 59% sus padres vigilan su 
navegación en la red y, el 23% sostuvo que sus padres no intervienen, menos del 5% declaró que 
sus padres les han enseñado a usar internet y el 80% jamás discutió con sus padres por el uso o 
abuso que hacen de internet”. 
Teorías 
Delitos informáticos  
En nuestro país podemos afirmar a nivel dogmático penal, el tratamiento del bien jurídico 
(Jiménez, 2017, pp. 421-422), del cual podemos apreciar una primera postura que niega la 
existencia de los delitos informáticos, en virtud de que no se comprende la existencia de un 
bien jurídico autónomo; en tal sentido, se considera al delito informático solamente como 
una nueva forma de delitos que van en contra de bienes jurídicos ya existentes; reconocidos 
en el ordenamiento jurídico. Acurio nos indica que Nidia Callegari lo define como aquel que 
se comete con ayuda de la informática, la cual solo considera el uso de la informática para 
cometer esos delitos; y que, según Davara Rodríguez, lleva a cabo el delito por un medio 
informático y vulnera el elemento informático, sea hardware o software (2014, p. 10); La 
segunda postura, pone el énfasis en la importancia de diferenciar los delitos computacionales 
de los delitos informáticos propiamente dichos. En el primero se utiliza como instrumento 
para la ejecución del delito una computadora o similares; por su parte, en la segunda existe 






Proposiciones a niños niñas y adolescentes que afectan la indemnidad sexual 
Lo investigado hasta ahora sobre las ofensas sexuales sobre que lleva a un adulto a querer 
desarrollar relaciones con menores con la intención de ejercer explotación sexual, esta 
técnica conocida como grooming hace realidad a la fantasía de un ciber criminal sexual. 
Hablaremos de dos teorías importantes referentes al grooming, una de ellas data de 
la década de los 90, “An Integrated Theory of the Etiology of sexual Offending” (Marshall y 
Barbaree, 1990, p.1) en su traducción al español “Una teoría integral sobre la Etiología del 
delito sexual”. Marshall y Barbaree, explican acerca del delito sexual “Biological 
inheritance confer upon males a ready capacity to sexually aggress which must be overcome 
by appropriate training to instill social inhibitions toward such behavior” (1990, pp. 270-
271). Efectivamente, en su teoría indican que un hombre por herencia biológica tiene una 
capacidad inmediata de agresión sexual, pero esta debió superarse en el transcurso de vida 
inculcando al menor; inhibiciones sociales ante tal comportamiento heredado. Sin embargo, 
ellos sugieren que los infractores (groomers) han tenido experiencias sexuales (de abuso) 
tempranas, las que hicieron que su comportamiento sexual sea desviado ya que, al llegar a 
la pubertad, son incapaces de lidiar con la ola de hormonas, propias de esa edad, lo que los 
lleva a satisfacer sus necesidades sexuales y emocionales de manera totalmente desviada, 
“esta teoría sugiere que la ofensa sexual debe ser agresiva” (Costa, 2019, p.7).  
  Otra teoría es el modelo de Finkelhor que se desarrolló el año 1984, este modelo 
consta de 4 factores individuales psicológicos de los abusadores, y los aspectos sociales, que 
se combinan con un resultado de abusos hacia un menor. El primer factor es la Congruencia 
Emocional, cómo un adulto puede excitarse con un menor, ser grato emocionalmente y aquí 
el autor indica que es un sujeto con habilidades sociales pobres, baja autoestima, no socializa 
con sus pares, el grommer, piensa que él debe dominar la relación sexual y eso; solo lo puede 
lograr con alguien menor. El segundo factor es Arousal o excitación sexual por menores, allí 
el autor indica que pudo haber sido abusado sexualmente, inicio sexualmente, estuvo 
expuesto a modelos abusivos y estímulos sexuales, todo esto a temprana edad. El tercer 
factor es el bloqueo, aquí explica porque no puede tener relaciones normales con sus pares, 
Finkelhor lo explica con conflictos edípicos o psicodinámicos u otras situaciones, como 
desavenencias, ruptura etc., con la pareja adulta. El cuarto factor, la desinhibición, que 





consumo de sustancias y/o alcohol, psicosis, senectud, estrés, desempleo, uso de pornografía 
infantil. (Andreu, 1998, pp. 46-47).  
Childgrooming 
Esta es una modalidad empleada por los ciberdelincuentes para realizar una serie de 
comportamientos, con los cuales seducen a los niños o adolescentes para el abuso sexual, 
acoso y más.  
Según el gobierno argentino el observatorio SIPROID (2016) lo define como: 
El grooming es la acción deliberada de un (sic) parte de un/a adulto/a de contactar a un NNA a 
través de distintos canales de internet, para ganar su confianza con el objetivo de obtener una 
satisfacción sexual, mediante imágenes eróticas o pornográficas o incluso como preparación para 
un posible encuentro sexual. Estos adultos crean un perfil falso en una red social o sala de chat, 
haciéndose pasar por otro NNA y así entablar una relación de amistad y confianza con la persona 
a la que quiere acosar. Una vez establecida esta confianza, suele pedir una foto o video con 
contenido sexual y ya en poder de este material, comienza un periodo de extorsión en el que se 
amenaza al NNA con hacerlo público si no accede a un encuentro personal. (p. 44). 
Entonces en el grooming media el engaño, realizado por el sujeto activo, pues busca 
niños, niñas y/o adolescentes, así también tenemos dos clases de grooming existe el 
grooming pasivo será aquel que viola la seguridad y consigue las imágenes, fotos o videos 
y el grooming activo que engaña y luego solicita para finalmente exigir más imágenes, etc.  
El child grooming puede ser conceptualizado de la siguiente forma (Akhtar, 2014, p, 
170): 
The chain of causation in grooming begins when a person befriends a child to gain their trust and 
to create circumstances whereby the child will allow the perpetrator to have sexual contact 
without anyone else´s knowledge. While the process of grooming can be both on line or off line 
the section 15 offences anticipates internet grooming as it enables the groomer to say anonymous 
(…) 
Con lo anteriormente precisado, nos aboca a la definición clásica de los actos pre 
constituidos de este ilícito, mediante el cual una persona mayor se gana la confianza de un 
menor de edad a través de pláticas mediante el internet, haciéndose pasar usualmente por 
otro menor. “Abusers are extremely adept at grooming not just their victims but also the 
social enviroment in whic they opérate” (Salamon, 2019, párr. 5). Los groomers son 





No obstante, realizando una definición más exhaustiva de este vocablo, tenemos que 
parte del vocablo inglés, el cual define al child grooming como un conjunto de pasos y 
posteriormente como las características constantes, a partir de un contacto (contact), el cual 
se manifiesta en un “acercamiento”, o también llamado aprroach, que terminará usualmente 
en un encuentro físico entre el menor y el adulto, acto que recibe el nombre de meeting. En 
tal sentido, podemos considerar que estamos frente a un conjunto de actos los cuales se 
pronuncian de forma gradual (Górriz, 2016, p. 6). 
Complementando a lo anteriormente señalado, encontramos por parte de Fernández 
(2015), que la figura del Child Grooming se define como un conjunto estratégico que utiliza 
una persona para ganar la confianza de un menor por internet con fines sexuales voluntarias 
o forzadas (p. 8). 
Asimismo, nos precisa Gómez y Gaxiola (2014), de forma lata podemos decir que, una 
constatación aproximada en virtud de su terminología; en ese sentido, “child” viene de 
“niño” y “grooming” de “novio”, entonces esta figura sería el proceso de relación de 
noviazgo con un menor de edad (p. 193). 
Ahondando, en el fenómeno de child grooming, encontramos que la mayoría de los 
groomers o conocidos dentro del habla castellana como “depredadores sexuales”, dentro de 
las estadísticas tienden a ser hombres, que dejando de lado su edad, religión, así como el 
estatus social cometen este acto delictivo. A ello, se suma que muchos de ellos, se encuentran 
en el rango de edad entre los 30 y 40 años de edad, los cuales provienen de familias en una 
situación de destructuración (Cortés, 2016, p. 273). 
Indemnidad sexual 
La indemnidad sexual, es un bien jurídico que se constituye en cautelar la libertad sexual 
futura, de manera que no afecte, la evolución, desarrollo ni alteraciones de personalidad que 
incidan de manera negativa en la vida. La base teórica de la incriminación de este delito es 
la inmadurez tanto psicológica y moral como fisiológica y sexual de los menores de 14 años. 
Para la doctrina peruana indemnidad e intangibilidad es lo mismo, a decir de Ramiro 
Salinas al referirse a indemnidad sexual, tiene relación directa con la necesidad de proteger, 
garantizar el libre desarrollo en lo referente a sexualidad de los menores que aún no han 





Precisamente afirmamos que para la doctrina peruana indemnidad e intangibilidad 
viene a ser lo mismo, en este párrafo Arbulú de fine indemnidad: 
La indemnidad es aquel derecho que tiene una persona para que no se le cause un daño o un 
perjuicio. Sin embargo, para fines de distinción asumimos que son los menores de edad quienes 
tienen derecho a la tutela penal de este bien jurídico. Por otro lado, se advierte que a los menores 
de edad quienes tienen derecho a la tutela penal de este bien jurídico. Por otro lado, se advierte 
que a los menores de edad un acceso carnal les acarrea prima facie un daño, porque perturba su 
desarrollo sexual. (…). La indemnidad es lo que conceptualmente mejor se estima como bien 
jurídico merecedor de tutela por parte del derecho penal del niño y adolescente. (2018, p. 232). 
Enfoques conceptuales del derecho penal y la informática 
Es deber del derecho penal, proteger el orden y la paz en la sociedad, por lo que, al conocerse 
sobre la criminalidad informática, debido a la incorrecta utilización de las NTICs, el 
legislador a través del derecho penal creó un conjunto de normas para hacer frente a esta 
criminalidad,  
Estas nuevas formas criminales, en muchos casos son difíciles de encuadrar en los 
ordenamientos jurídicos de distintos países, de manera que el derecho penal al tratar de 
imponer el orden, encuentra una serie de obstáculos, como lagunas legales, o cuando el delito 
contempla varios países. Más aun debemos resaltar la realidad de este delito cometido por 
medios tecnológicos, tal como lo explica Esteban, B. (2019) en su investigación realizada 
en la universidad de Quilmes, los delitos informáticos resaltan por tres rasgos, que “les 
brindan su carácter distintivo, las altas posibilidades de anonimato, la transnacionalidad de 
la conducta y la inmediatez” (pp. 13-14). 
Marco jurídico internacional 
UNICEF – Convención de los derechos del niño 
Para la UNICEF (United Nations Children´s fund), no existe causa que merezca mayor 
atención que proteger el desarrollo del niño. Es así que el 20 de noviembre de 1989 se 
aprueba como un tratado internacional la, “Convención sobre los derechos del niño” que se 
utiliza en todo el mundo para promocionar y proteger los derechos de los niños; el 2002 
entraron en vigor, dos protocolos facultativos, uno de ellos se refiere a la prostitución infantil 
y a la utilización de los niños en pornografía.  Acorde con la tecnología se promueve “La 
seguridad de los niños en línea – estrategias y retos mundiales” según UNICEF y ya que las 





sobre el porcentaje de adultos, en su mayoría varones, que están captando niños con fines 
sexuales, además de no ser considerado como un delito en muchos países. El 06 de febrero 
del 2004 UNICEF en la celebración del “Día internacional para una internet segura”, 
UNICEF sede española, presentó un listado de 10 de derechos, el artículo 6 que dice: derecho 
a la intimidad de las comunicaciones por medios electrónicos; derecho a preservar su 
identidad y su imagen de posibles usos ilícitos; derecho a no proporcionar datos personales 
por internet. 
La declaración de los derechos del niño  
El año 1959 La asamblea general de las naciones unidas, aprobó la “Declaration of the rights 
of the childs (1959)” que en el principio 2 dice “The child shall enjoy special protection, and 
shall be given opportunities and facuilities, by law and by other means, to enable him to 
develop physically, mentally, morally, spiritually and socially in a healthy and normal 
manner and in conditions of freedom and dignity. In the enactment of laws for this purpose, 
the best interest of the child shall be the Paramount consideration”. (párr. 10), por primera 
vez en la historia se reconocía la existencia de los derechos del niño universalmente, 
considerado un ser humano capaz de desarrollarse mental, física, moral, social, 
espiritualmente, en condiciones de libertad y dignidad, y el interés superior del niño será lo 
principal a tener en cuenta, lo que definitivamente exigió responsabilidad de los adultos.  
Convención N° 182 de la OIT sobre prohibición de trabajo infantil 
En este convenio se define el trabajo infantil en sus peores formas, entre ellos la producción 
de pornografía, tal como se señala en el inciso b del artículo 3 “La utilización, el 
reclutamiento o la oferta de niños para la prostitución, la producción de pornografía o 
actuaciones pornográficas” (C182, 1999, párr. 16). 
Convenio del consejo de Europa para la protección de los niños contra la explotación 
y el abuso sexual 25.10.2007 
Más de un millón de imágenes, de niños víctimas de abuso sexual que circulan en el internet, 
en su mayoría no identificados, y probablemente siguen siendo maltratados, por lo que 
proteger al menor es una cuestión de prioridad máxima para el consejo de Europa. Este 
convenio es un gran avance en la prevención de los delitos sexuales a menores. En este 
convenio se sentaron las bases para la protección de la indemnidad de los menores de edad. 





mediante las tecnologías de la información y la comunicación, proponga un encuentro a un 
niño (…) con el propósito de cometer contra el cualquiera de los delitos tipificados (…), 
cuando a dicha proposición le hayan seguido actos materiales conducentes a dicho 
encuentro” (2007, p. 121).  
En lo referente a las TICS y especialmente la protección de los menores como 
cuidado y limite a ejercer la libertad de expresión y de información, es un tema muy sensible 
proteger a los menores en esos ámbitos, más aun que ahora no son datos sistematizados, si 
no contenidos audiovisuales que no es fácil como evaluar otros datos de forma automatizada, 
lo que da lugar a comportamientos como el ciberbullyng, y al grooming, para la unión 
europea dos problemas graves en los que una persona adulta y a través de las TICS se gana 
la confianza de los menores a fin de concretar encuentros u obtener material de contenido 
sexual. Frente a esta práctica la UE adoptó tres pilares o líneas de actuación: 1. Fomentar el 
uso responsable de internet (educación, control del usuario). 2. Impulsar la autorregulación. 
3. Instaurar las denuncias ante estos actos además sensibilizar a la población. (Fernández, 
2016, párr. 22). 
Convenio sobre la ciberdelincuencia – Budapest 2001 
Dispuesto por los estados miembros del consejo de Europa, los que conscientes de los 
cambios ocasionados por el mundo global digitalizado y para contrarrestar la 
ciberdelincuencia es la promulgación de este convenio hecho en Budapest el 23 de 
noviembre de 2001. 
Marco jurídico Nacional 
Constitución Política del Perú 
En el artículo 4 de nuestra carta magna señala que “la comunidad y el estado protegen 
especialmente al niño y adolescente (…)” (2015, p. 18) lo que según la sentencia del TC 
EXP. N| 3330-2004-AA/TC de Lima, esta protección que la norma constitucional les 
concede, se debe a la situación natural de vulnerabilidad en que se encuentran, por 
encontrarse en desarrollo, no solo darle las condiciones óptimas y necesaria para que se 







Ley N° 27337 Nuevo código de los niños y adolescentes 
Para su interpretación se tendrán en cuenta la constitución política del Perú, y los demás 
convenios firmados por nuestro país.  Es importante subrayar el articulo IX referido al Interés 
superior del niño y adolescente, que destaca que en cualquier medida tomada por el estado 
peruano a través de sus poderes y demás instituciones respecto al niño y adolescente, se tiene 
que considerar el Principio del interés Superior del niño y adolescente y el respeto a sus 
derechos. (CNA, 2000, p. 3). 
Tratamiento Legislativo de la Ley de delitos informáticos 
Con sus modificatorias posteriores, Ley N° 30171 que modifica la Ley 30096; modificada a 
su vez por la Ley N° 30838 que modifica el código penal y el código de ejecución penal para 
fortalecer la prevención y sanción de los delitos contra la libertad e indemnidad sexuales; 
Aunque para la finalidad de esta investigación se tendrá en cuenta la Ley 30963 Ley que 
modifica el código penal respecto a las sanciones del delito de explotación sexual en sus 
diversas modalidades y delitos conexos, para proteger con especial énfasis a las niñas, niños 
adolescentes y mujeres, del 18 de junio del 2019. 
Nos precisa Narváez (2015), entorno a la definición del delito informático que es el acto 
humano culpable, el cual se realiza empleando herramientas informáticas, lesionando bienes 
jurídicos, tipificados y sancionados por la normativa (p. 159). 
Sumado a esto, encontramos una definición ofrecida por el jurista peruano 
Villavicencio (2014), para quien los delitos informáticos constituyen conductas que se 
dirigen a la burla de los sistemas de seguridad, entre otros, que únicamente pueden ser 
cometidos a través de la tecnología (p. 286). 
El ordenamiento jurídico penal peruano, no está lejos de esta realidad y para eso, se 
promulga la Ley Nº 30096 “Ley de delitos informáticos” publicada el 22 de octubre del 
2013, modificada por la ley N° 30171 publicada el 10 de marzo del 2014, la cual a su vez 
fue modificada por la Ley N° 30838 publicada el 4 de agosto del 2018, las que están citadas 







Cuadro comparativo de como varió la norma desde su creación 
Ley 30096   d/f 
22.10.2013 
Ley 30171   d/f 
10.03.2014 
Ley 30838   d/f 
04.08.2018 
Ley 30963   d/f 18.06.2019 
Art. 5 LDI.- - El que, a 
través de las tecnologías 
de la información o de la 
comunicación, contacta 
con un menor de catorce 
años para solicitar u 
obtener de él material 
pornográfico, o para llevar 
a cabo actividades 
sexuales con él, será 
reprimido con pena 
privativa de libertad no 
menor cuatro ni mayor de 
ocho años e inhabilitación 
conforme a los numerales 
1, 2 y 4 del artículo 36 del 
Código Penal. Cuando la 
víctima tiene entre catorce 
y menos de dieciocho años 
de edad y medie engaño, la 
pena será no menor de tres 
ni mayor de seis años e 
inhabilitación conforme a 
los numerales 1, 2 y 4 del 
artículo 36 del Código 
Penal 
Art. 5 LDI.- El que a 
través de internet u otro 
medio análogo contacta 
con un menor de catorce 
años para solicitar u 
obtener de él material 
pornográfico, o para 
llevar a cabo actividades 
sexuales con él, será 
reprimido con una pena 
privativa de libertad no 
menor de cuatro ni mayor 
de ocho años e 
inhabilitación conforme a 
los numerales 1, 2 y 4 del 
artículo 36 del Código 
Penal. Cuando la víctima 
tiene entre catorce y 
menos de dieciocho años 
de edad y medie engaño, 
la pena será no menor de 
tres ni mayor de seis años 
e inhabilitación conforme 
a los numerales 1, 2 y 4 
del artículo 36 del Código 
Penal. 
Art. 5 LDI.- El que a 
través de internet u otro 
medio análogo contacta 
con un menor de catorce 
años para solicitar u 
obtener de él material 
pornográfico, o para 
proponerle llevar a cabo 
cualquier acto de 
connotación sexual con él 
o con tercero, será 
reprimido con una pena 
privativa de libertad no 
menor de cuatro ni mayor 
de ocho años e 
inhabilitación conforme a 
los numerales 1, 2, 4 y 9 
del artículo 36 del Código 
Penal. Cuando la víctima 
tiene entre catorce y 
menos de dieciocho años 
de edad y medie engaño, 
la pena será no menor de 
tres ni mayor de seis años 
e inhabilitación conforme 
a los numerales 1, 2, 4 y 9 
del artículo 36 del Código 
Penal” 
 
 Art. 183-B CP.- El que 
contacta con un menor de 
catorce años para solicitar 
u obtener de él material 
pornográfico, o para 
llevar a cabo actividades 
sexuales con él, será 
reprimido con una pena 
privativa de libertad no 
menor de cuatro ni mayor 
de ocho años e 
inhabilitación de 
conforme a los numerales 
1, 2 y 4 del artículo 36. 
Cuando la víctima tiene 
entre catorce y menos de 
dieciocho de edad y 
medie engaño, la pena 
será no menor de tres ni 
mayor de seis años e 
inhabilitación conforme a 
los numerales 1, 2 y 4 del 
artículo 36. 
Art. 183-B CP.-El que 
contacta con un menor de 
catorce años para solicitar 
u obtener de él material 
pornográfico, o para 
proponerle llevar a cabo 
cualquier acto de 
connotación sexual con él 
o con tercero, será 
reprimido con pena 
privativa de libertad no 
menor de 6 ni mayor de 9 
años e inhabilitación 
conforme a los numerales 
1, 2, 4 y 9 del artículo 36. 
Cuando la víctima tiene 
entre 14 y menos de 18 
años, y medie engaño, la 
pena será no menor de 
tres ni mayor de seis años 
e inhabilitación conforme 
a los numerales 1, 2, 4 y 9 
del artículo 36°. 
Artículo 183-B El que 
contacta con un menor de 
catorce años para solicitar u 
obtener de él material 
pornográfico, o para 
proponerle llevar a cabo 
cualquier acto de 
connotación sexual con él o 
con tercero, será reprimido 
con pena privativa de 
libertad no menor de seis ni 
mayor de nueve años. 
Cuando la víctima tiene 
entre catorce y menos de 
dieciocho años, y medie 
engaño, la pena será no 
menor de tres ni mayor de 
seis años. En todos los casos 
se impone, además, la pena 
de inhabilitación conforme 
al artículo 36, incisos 1, 2, 
3, 4, 5, 6, 8, 9, 10 y 11 





Observamos que el legislador ha tipificado la misma conducta, (exceptuando los 
medios utilizados para su comisión), en dos tipos penales distintos, y también hay una 
diferencia en el artículo 183-B y el artículo 5 de la ley 30096, y es la pena, lo cual es un error 
de proporcionalidad por la diferencia de las penas para un mismo hecho delictivo o de 
antinomia por lo que tiene dos consecuencias jurídicas diferentes e incompatibles, que 
suponemos será analizado y corregido en su oportunidad. 
Este año nuestro país firmó mediante la Resolución Legislativa N° 30913 de fecha 
12 de febrero del 2019 el convenio de Budapest (2001) sobre la ciberdelincuencia, la cual 
fue publicada en el diario El Peruano el 13 de febrero de 2019, el precitado convenio explica 
en el preámbulo, porque fue necesario crear esta norma: 
Convencidos de que el presente convenio es necesario para prevenir los actos que pongan en 
peligro la confidencialidad, la integridad y la disponibilidad de los sistemas, redes y datos 
informáticos, así como el abuso de dichos sistemas, redes y datos, garantizando la tipificación 
como delito de dichos actos, tal como se definen en el presente convenio y la sanción de poderes 
suficientes para luchar eficazmente contra dichos delitos, facilitando su detención, investigación 
y sanción, tanto a nivel nacional como internacional, y estableciendo disposiciones materiales 
que permitan una cooperación internacional rápida y fiable (p. 2). 
Tratamiento Jurisprudencial 
Con respecto a los delitos informáticos los tribunales están expidiendo sentencias, más no 
solo de delitos informáticos contra la indemnidad sexual, pues como ya se tiene 
conocimiento es un delito que es un acto preparatorio para otros delitos, por lo tanto, no 
vamos encontrar como en otros delitos individualizado, sino que se encuentra como otros 
delitos, como son; violación, pornografía, trata de personas. Más se tuvo acceso a la única 
Sentencia, la cual se basa en la figura del grooming y los mecanismos que ha determinado 
el juzgador, como por ejemplo la terminación anticipada, la cual describiremos brevemente: 
Poder judicial Sede MBJ SJM. Expediente 011XX-2019-0-3002-JR-PE-01 Delito: 
proposiciones a niños, niñas y adolescentes con fines sexuales por medios tecnológicos en 
agravio de una menor de 13 años. Acusado A.S.E.G varón de XX años de edad. 
 Las partes acordaron que la pena se situara en el extremo mínimo del tercio inferior 
(4 años) y como el imputado no cuenta con antecedentes, además en calidad de agente 





CPP) con lo que la pena concreta es de dos años y seis meses de pena privativa de libertad 
efectiva.  
 En el artículo a esa fecha ya había sido modificado por la ley N° 30838 de fecha 
04.08.2018, además que en el artículo N° 5 de la referida ley no procedía la terminación 
anticipada por aquel delito. 
Dogmática jurídico Penal 
Análisis del artículo 5 de la ley de delitos informáticos y su modificatoria. 
El bien jurídico protegido es la indemnidad sexual. Los niños están en etapa de 
desarrollo, por lo que el tema de su integridad debe ser protegida, pues ellos, no tiene la 
capacidad de ejercer su libertad sexual libremente al no tener la madurez psíquica y 
biológica. (Jiménez, 2017, p.425). 
Tipo penal – Acción típica, este tipo sanciona el acto de contactar más allá que el 
delincuente logre o no uno de los objetivos, ya sea obtener material pornográfico o tener 
relaciones sexuales, claro está utilizando los medios tecnológicos. 
Sujetos del delito 
Sujeto activo: Mayor de 18 años  
Sujeto pasivo: menor de 14 años. 
Medios comisivos 
Para realizar la comisión de este delito, es necesario utilizar medios tecnológicos tangibles 
como un pc, un celular, etc., e intangibles, internet y aplicaciones tales como N, correo 
electrónico, facebook, twiter, web (Franco, 2015, p. 260). 
Culpabilidad 
Imputación Objetiva: Es un delito doloso, ya que el sujeto activo tiene dominio sobre la 
víctima, sabe que esta es menor de edad, tiene la voluntad de contactarla para obtener 
material pornográfico o llevar a cabo actividades sexuales. En este delito no existe la culpa. 
(Jiménez, 2017, 439-440) 
Consecuencia legitima sanciona aquella conducta dolosa de animus libinidoso, que 





puede ser no menor de 4 años y no mayor de 8 años, además de inhabilitación conforme a 
los numerales 1, 2, 4, y 9 del artículo 36 del CP (Jiménez, 2017, pp. 440-441). 
Se debe tener en cuenta que este tipo penal, según el artículo 11 de la ley de delitos 
informáticos es un agravante si el sujeto activo comete el delito como el integrante en una 
organización criminal además si el agente comete el ilícito con el fin de obtener un beneficio 
económico, se aumenta la pena hasta en 1/3 por encima del máximo legal. 
Dogmática jurídico procesal 
En este aspecto, los operadores jurídicos, no están preparados ni capacitados para realizar el 
tratamiento jurídico procesal, desde la fiscalía, que por tratarlo de la misma forma que otros 
delitos comunes, muchas veces se han perdido las pruebas, además de dificultarse aún más 
la recolección de los medios probatorios que serán los suficientes para incriminar al 
delincuente.  
 Por otro lado, no están actualizados con la norma y aplican normas derogadas que ya 
fueron modificadas, además de aplicar beneficios que en este caso no procede. 
Improcedencia de la terminación anticipada 
Un tema a tener en cuenta respecto al análisis del artículo 5 LDI es que no procederá 
conclusión anticipada ni terminación anticipada, pues este delito está en el capítulo XI del 
título IV del CP tal como lo indica el artículo 5° de la Ley 30838. Aquí es importante conocer 
si el legislador ante dos normas en dos cuerpos normativos distintos, que se refiere a lo 
mismo, la diferencia son los medios comisivos, se ha olvidado del artículo 5° de la Ley de 
Delitos informáticos. Y esto fue refrendado por la Ley 30963 en las disposiciones 
complementarias finales SEGUNDA: no procede el beneficio de reducción de pena por 
terminación anticipada ni la conclusión anticipada, aunque solo respecto al 183-B y 
nuevamente no hay pronunciamiento sobre el artículo 5° LDI. 
Criminología de la ciberseguridad  
Peña D. el pionero en nuestro país, en avizorar los problemas delictógenos que las NTICs 
causarían, mucho antes que se suscitaran los crímenes por su causa, tal como demostraremos 
en el estudio del Ministerio Público, Según Peña, (como se citó a Rueda, 2011, p. 27) 
menciona citando a la cifra negra de la criminalidad, la describe como la tasa de delitos que 





se ocupa de los delitos que se cometieron y no se han descubierto y la cifra oculta, en la que 
se conoce al autor, pero no se denunció o porque la victima ignora que es un delito. 
Cada día, hoy por hoy se conoce de comportamientos muy distintos a los esperados, 
como ya mencionamos, los delincuentes emplean las tecnologías para aflorar sus conductas 
desviadas y cometer crímenes, en la DINICRI en la división de la DIVINDAT, se aprecian 
diferentes denuncias de delitos informáticos y delitos computacionales, que aumentan día a 
día, esto corroborado por el resumen ejecutivo del Ministerio Público de los “Escenarios 
futuros de la criminalidad y la violencia al 2021 – Monitoreo de 8 delitos de mayor impacto 
en la seguridad ciudadana. (Ministerio Publico, 2019, p. 11). 
Es pertinente mencionar que el 30 de noviembre de cada año se celebra el día 
internacional de la seguridad de la información, lo cual es importante establecer como 
política de estado para la política de seguridad nacional, un ejemplo de los beneficios que se 
obtienen con estas iniciativas, nos lo da el Gobierno de España (2019) que cada 30 de 
noviembre desde el año 1988 celebran este día, como una iniciativa de la asociación 
internacional de profesionales, investigadores y formadores de informática ACM con el 
objetivo de concientizar de la importancia y necesidad de proteger la información.(párr.  
En el siguiente cuadro del Resumen ejecutivo de escenarios futuros de la criminalidad 
y la violencia al 2021 respecto al monitoreo de 8 delitos de mayor impacto en la seguridad 
ciudadana, se observa la manera exponencial en que aumentarían los delitos informáticos si 
no se implementan mejoras en la lucha contra el crimen y la violencia. 
 





Según el Boletín estadístico del Ministerio público Nº 3 del año 2019, en lo 
correspondiente a la Ley Nº 30096. Ley de delitos informáticos, tenemos que de marzo del 
2018 a marzo del 2019 los delitos informáticos contra la indemnidad sexual. Según el 
siguiente cuadro. 
Tabla 2 
Delitos registrados en fiscalías provinciales penales y mixtas según tipo de delito sub genérico a nivel 
nacional –ley N° 30096, ley de delitos informáticos marzo 2018 y marzo 2019 
 
Factores criminológicos de los sujetos activos del delito contra la indemnidad sexual. 
En general la criminología clasifica en dos grandes grupos los estímulos que influyen en los 
individuos para inclinarlos hacia la criminalidad, los factores endógenos (biológico, 
genético) y los factores exógenos (el medio ambiente, económico, social, político, etc.). 
Con la dación de esta ley de delitos informáticos, se aprecia un avance normativo en 
el Perú el cual constituye un ataque a los niños y adolescentes nos dice Peña: 
Mediante la dación de la Ley Nº 30096, se incorporó por primera vez en nuestro catálogo 
punitivo peruano, en a su artículo 5. Los Delitos Informáticos contra la Indemnidad y libertades 
sexuales, respondiendo el Estado legislativamente a una realidad que ya no se podía postergar y 
así combatir con las herramientas penales la afanada impunidad que sufrían miles de niños, niñas 
y adolescentes que eran víctimas de los ciber pedófilos que navegan en la web con un móvil 
común: satisfacer sus apetitos sexuales anómalos en desmedro de la capa social más endeble que 
poseemos y que es necesario proteger, en la procura del derecho a vivir en un ambiente digno 





En este tipo penal los sujetos pasivos son niños y adolescentes de ambos sexos, 
atacados o molestados con proposiciones que tengan un fin sexual y realizado por medios 
tecnológicos. 
En la sociedad informática de la post modernidad, con motivo del advenimiento de las nuevas 
tecnologías de comunicación e información (TICs), y el acceso masivo a Internet como parte de 
la interactividad cibernética que vivimos, ha permitido la multiplicación de delitos y conductas 
desviadas que pululan en el ciberespacio, obligando a que los profesionales de la criminología 
se enfoquen en lo que hoy se conoce como Ciber criminología trabajando principalmente en su 
prevención, en tal sentido urge el conocimiento especializado de la dimensión de la problemática 
considerando los “espacios virtuales vs los físicos”. Que es la comunicación en tiempo real y 
globalizada de los migrantes y nativos del siglo XXI (2016, p. 1). 
Políticas públicas entorno al delito contra la indemnidad sexual 
Según Guerrero en su artículo ¿Y qué paso con la Ciberseguridad en Perú? define la política 
criminal como “conjunto de estrategias, políticas y acciones encaminadas a garantizar la 
seguridad de la información” (2016, párr. 5). 
En la entrevista realizada por Perú 21 al director para América Latina de la unidad de 
delitos informáticos y asuntos de propiedad intelectual de Microsoft, Rengifo A. en la que 
señala que nuestro país es el segundo con mayor cantidad de ataques intrusivos, pues 
padecemos de ataques no deseados, y de los 23 países encuestados, obtuvimos el mayor 
puntaje con relación a riesgos sexuales (2018, párr. 6). 
Cómo se calcula el nivel de ciber seguridad de una nación; Si esta tiene leyes sobre 
ciberseguridad, si tiene un equipo especializado que reaccione eficazmente ante una 
emergencia informática, si existen organizaciones nacionales especializadas en la 
ciberseguridad y si hay capacitación, no solo a las empresas, sino que cada ciudadano este 
plenamente capacitado y tome conciencia de los riesgos presentes en la red y, por ende, esté 
preparado para evitar conductas riesgosas.  
Políticas de prevención para agresores del delito contra la indemnidad sexual 
Lamentablemente aún no tenemos una organización especializada en este tipo de 
delitos, el estado peruano, tratando de luchar contra estas nuevas modalidades delictuosas. 
Nuestro país, este año, firmo mediante la resolución legislativa N° 30913 el Convenio de 





con el avance de las tecnologías digitales. La Divindat es por ahora, la única que está 
trabajando en la lucha contra este flagelo. 
Según Cóndor, nos dice que “un grupo de alrededor 30 personas se reúnen un día por 
semana, para alinear sus aportes, debatir ideas y generar propuestas para el desarrollo de la 
política nacional de seguridad digital” (2019, párr. 3) En estas reuniones se encuentra 
involucrados representantes de los ministerios, la marina de guerra del Perú, el ejército, el 
comando conjunto de las fuerzas armadas, entre otros. Cóndor asevera que esta política se 
encuentra a portas de culminar, y será propuesta al ejecutivo a través del PCM esto en el 
marco de las normas que aprueban las políticas públicas formuladas por CEPLAN Centro 
de Planeamiento estratégico Nacional (CEPLAN). (2019, párr. 4). 
La relevancia de esta política pública entre otras, es la de proteger los derechos 
fundamentales y así de esta manera considerar mejoras, que serán incluidas en la Ley de 
delitos informáticos además de adecuarlo al convenio de Budapest. 
Además podemos afirmar que el Ministerio de la Mujer y Poblaciones Vulnerables, en 
febrero de 2018, lanzo una campaña a nivel nacional, para prevenir el acoso virtual llamada 
“Nos protegemos contra el acoso virtual” en la cual se trabaja con una plataforma virtual, 
que permitirá conocer los casos de acoso, ya sea por conocimiento o porque lo sufres, además 
que hay un enlace en el que puedes registrar tu alerta, el cual es: www.noalacosovirtual.pe. 
Así como el Ministerio de Justicia y Derechos Humanos, promueve establecer en la 
población la cultura de proteger sus datos personales, a través de la campaña 
#YoCuidoMisDatosPersonales según el MINJUSDH “tiene el objetivo de orientar a la 
población, en especial a niños, niñas y adolescentes, sobre cómo proteger su información 
personal (…). Asimismo, se busca prevenir el (…) grooming y delitos como la trata de 
personas” (2019, párr. 2). Esta campaña en la que promueven usar las diferentes opciones 
de privacidad de las diferentes plataformas virtuales, se ha ido desarrollando en las playas 
de lima y se prevé realizarla en centros educativos. 
 
Formulación del problema de investigación 
Problema general 
¿Es efectiva la tipificación del Artículo 5º de la Ley Nº 30096 para prevenir la comisión de 





Problemas específicos  
¿Es efectiva la tipificación del Artículo 5º de la Ley Nº 30096 a nivel dogmático-penal en la 
prevención de los delitos informáticos contra la indemnidad sexual? 
¿Es efectiva la tipificación del Artículo 5º de la Ley Nº 30096 a nivel criminológico en la 
prevención de los delitos informáticos contra la indemnidad sexual? 
¿Es efectivo el rol de la política-criminal en la prevención de los delitos informáticos contra 
la indemnidad sexual? 
Justificación teórica 
La justificación teórica de la presente investigación se sustenta en reconocer el desarrollo 
dogmático penal entorno al Artículo 5 de la Ley 30096 y sus dos modificaciones en la 
prevención de los delitos informáticos contra la indemnidad sexual, conocido como child 
grooming, luego de tener el panorama teórico penal de este delito informático a nivel 
doctrinal, replantear en el ámbito nacional su tratamiento normativo y buscar de esta manera 
sea efectivo en la prevención de los delitos contra la indemnidad sexual.  
Justificación práctica 
A nivel práctico que busca escudriñar la forma como viene ejecutándose las políticas 
criminales en el Estado, así como acercarse más a comprender los factores criminales de los 
delincuentes de child grooming.  
Justificación metodológica 
La justificación metodológica, se basa en el empleo de las entrevistas sujetas al análisis a 
profundidad de nuestros indicadores para llegar a determinar a cabalidad las dimensiones 
que están sujetas a las variables de estudio.  
Justificación a nivel social 
Con relación a los dos últimos factores, señalados en el párrafo precedente, nos conducirán 
a fundamentar la importancia del contexto social ya que, por medio de la criminología, 
influenciada por la sociología, resultará necesario poder comprender la naturaleza de los 
delincuentes informáticos, con especial énfasis en el Artículo 5º de la Ley Nº 30096. 
Finalmente, la política criminal será una herramienta idónea para medir qué políticas 





la indemnidad sexual. Siendo así que nuestra investigación adquirirá importancia al formular 
alternativas de solución y apreciación a la referida conducta ilícita.  
Justificación a nivel profesional 
La importancia para el área profesional, desde nuestro punto de vista, estima en poder 
fomentar un estudio acucioso a través de la dogmática que existe tanto a nivel internacional 
como en nuestro país, y por medio de un balance bibliográfico podremos reconocer el 
devenir dogmático jurídico penal del Artículo 5º de la Ley Nº 30096 child grooming, así 
como proponer en caso de deficiencia normativa alguna lege ferenda. Asimismo, como 
profesionales de derecho, sabemos bien que el ámbito penal, no solo se agota en el mero 
estudio de la norma, sino también en la comprensión del delito a nivel criminológico, y a 
nivel político criminal.  
Objetivo general 
Determinar si es efectiva la tipificación del Artículo 5º de la Ley Nº 30096 para prevenir la 
comisión de los delitos informáticos contra la indemnidad sexual.  
Objetivos específicos 
Identificar si la tipificación del Artículo 5º de la Ley Nº 30096 es efectiva a nivel dogmático-
penal en la prevención de los delitos informáticos contra la indemnidad sexual 
Identificar si la tipificación del Artículo 5º de la Ley Nº 30096 es efectiva a nivel 
criminológico en la prevención de los delitos informáticos contra la indemnidad sexual. 
Identificar si el rol de la política criminal es efectivo en la prevención de los delitos 







2.1. Tipo y diseño de investigación 
La investigación implementada responde al enfoque cualitativo. La misma que “constituye 
abordajes generales para responder al planteamiento del problema. Son abiertos y flexibles. 
Todos codifican datos, generan categorías y temas, producen teoría, descubren patrones, 
describen el fenómeno de interés y su significado para los participantes y la investigación” 
(Hernández y Mendoza, 2018, p. 523). 
En tal sentido, el tipo de investigación es de análisis documental. Y al realizar el 
análisis se va interpretar y comprender los fenómenos sociales que giran en torno y a través 
de estos, apoyándose esto en un acervo teórico profundo. (Taylor y Bogdan, 1984, párr. 7). 
 Por lo que el diseño de la presente investigación responde al fenomenológico 
hermenéutico.  
Su propósito principal es explorar, describir y comprender las experiencias de las personas 
respecto a un fenómeno y descubrir los elementos en común de tales vivencias. (…) La 
fenomenología hermenéutica se concentra en la interpretación de la experiencia humana y los 
textos de la vida. (Hernández y Mendoza, 2018, pp. 548-549) 
Por lo que se pretende explorar, describir y comprender, la opinión de los expertos, 
especialistas e involucrados en la interpretación de los delitos informáticos contra la 
indemnidad sexual del Art. N° 5 de la Ley 30096. 
Y en el marco del tipo de investigación promovida por el Concytec; la presente 
investigación responde al Aplicado, debido a que se pretende analizar la aplicación del Art. 
N° 5 de la Ley 30396 en los delitos informáticos contra la indemnidad sexual para la 
prevención de estos delitos en la niñez y la adolescencia. 
2.2. Escenario de estudio 
El escenario en el que se desarrolla esta investigación es la ley de delitos informáticos contra 
la indemnidad y libertad sexual. Las fuentes de información serán los especialistas en el 
tema, que estén familiarizados con este delito además de las bibliotecas, repositorios y 
artículos científicos y normas, tanto nacionales como internacionales. 
2.3. Participantes 
Muestreo por expertos es cuando se solicita la intervención de personas con conocimiento 





la cual se recolectarán datos relevantes para responder al planteamiento del problema de la 
investigación presentada (Hernández y Mendoza, 2018, p. 649). 
Para realizar esta investigación las personas e instituciones, que hacen posible su desarrollo 
son las que alcanzaran la información adecuada, seleccionada y exclusiva para llevar a cabo 
con éxito la misma. 
Los entrevistados para lograr el desarrollo y conclusión de la presente investigación 
fueron los expertos en delitos informáticos contra la indemnidad y libertad sexual.  
Tabla 3 
Caracterización de sujetos 
Expertos Nacionalidad Descripción 
Experto 1 Perú Dr. Andy Jefferson Carrión Zenteno –docente 
universitario. Dr. En derecho penal de la universidad de 
Bonn Alemania. Magister en derecho alemán. Abogado 
por UNMSM. Abogado en ejercicio. 
Experto 2 Perú Mg. Alonso Raúl Peña Cabrera Freire – Docente, 
catedrático, fiscal provincial de Lima – Ministerio 
público - Exjefe de la Unidad de Cooperación judicial 
internacional- fiscal superior de lima, fiscalía de la 
nación. 
Experto 3 Perú Mg. Daniel Ernesto Peña Labrin – Abogado y Sociólogo, 
cibercriminólogo, con 2da especialidad en Derecho 
Informático catedrático, investigador de Lex 
Internacional, miembro del comité científico 
internacional de IBERCRIMA España, conferencista 
internacional, dogmático, abogado en ejercicio y árbitro. 
Experto 4 Perú Miguel Antonio Torres Moreno – Agente informático de 
la Policía Nacional del Perú DIVINDAT, especialista en 
delitos por las redes. 
Experto 5 Perú Amílcar Valqui Rivera – Investigador de delitos de alta 
tecnología, DIVINDAT, especialista en pornografía. 





2.4. Técnicas e instrumentos de recolección de datos 
Continuamos con la entrevista y la guía de la entrevista, hay varias clases de entrevista según 
los autores, en esta investigación cualitativa, utilizaremos la estructurada 
Según Hernández, R y Mendoza C. nos dicen que “En la entrevista, a través de las 
preguntas y respuestas se logra una comunicación y la construcción conjunta de significados 
respecto a un tema (…)” En este caso realizaremos la entrevista mediante medios 
tecnológicos como el correo electrónico, y las coordinaciones mediante llamadas telefónicas 
comunicaciones de WhatsApp. 
El trabajo de recolección de datos implica tres pasos importantes: 
i. Procesar y validar los instrumentos, según las técnicas seleccionadas en el proyecto. 
ii. Utilizar las técnicas de recolección de los datos y los instrumentos. Se aplica las 
técnicas de investigación documental (datos secundarios) y las de la investigación 
de campo (datos primarios) éstas últimas son la entrevista, observación, y la 
encuesta. 
iii. Registrar la información seleccionada. 
Según Hernández, R. y Mendoza C. (2018) “Lo que se busca en un estudio cualitativo 
es obtener datos (…). Se recolectan con la finalidad de analizarlos y comprenderlos, y así 
responder a las preguntas de investigación y generar conocimiento” (p. 403) Para desarrollar 
la investigación, es básico recoger los datos de manera adecuada para así procesarlos y 
obtener certeza de lo investigado, para lo cual se utilizó la entrevista. 
 En la investigación cualitativa, como ya mencionamos, se busca obtener los datos, 
que luego de un análisis se convertirá en información, se quiere atrapar la información, de 
las fuentes documentales, la percepción del entrevistado, el concepto del tema, de acuerdo a 
su experiencia, se usaron fichas, clips de voz, llamadas telefónicas, escritos, visuales, 
diapositivas, películas, documentales, la televisión, prensa, radio, etc. (Niño, 2011, p. 98). 
De esta manera, se podrá responder a las preguntas, objetivos. Son las herramientas 
metodológicas necesarias para recopilar y analizar la información necesaria. 
 Iniciaremos con las fichas de registro o localización tal como indican Ñaupas, 
Valdivia, Palacios y Romero, (2018) “Son las que sirven para registrar los datos de la edición 
de un libro, revista, periódico, o documentos manuscritos” (312). Cabe resaltar que no fueron 





desde hace tres años a medida que iba recolectando la información, indicando la carpeta 
donde esta guardada, el título de la obra, un resumen, los puntos resaltantes necesarios para 
la investigación.  
2.5. Procedimiento 
Analizar es realmente complejo, y comprende diferentes operaciones, tal como, explorar, 
sintetizar, descomponer, relacionar, conceptualizar, comprender y plasmar esto en tus 
conclusiones, buscar las semejanzas entre lo afirmado por los entrevistados, así como sus 
discrepancias (Niño, 2011, p.103). 
Cuando finalicemos la recolección y hayamos procesado la información recogida, 
que esta diseminada, estamos preparados para analizar exhaustivamente los datos y de esa 
manera obtener los resultados deseados que arriben a los propósitos de nuestro trabajo de 
investigación. Se procesan estos resultados, de esta manera se crean deducciones, 
descomponemos, analizamos, escudriñamos, con el único fin de conocer sus características, 
cualidades, de esa manera extraer las conclusiones (Ríos, 2017, pp. 114-115). 
En la presente investigación para analizar esta problemática planteada, se requirió 
utilizar la triangulación por personas (expertos), que es la recolección de datos de al menos 
dos de varios niveles de personas, individuos, organizaciones, en el caso que nos ocupa, dos 
grupos diferenciados, los dogmáticos juristas y los especialistas de delitos informáticos de 
la divindat. 
2.6. Métodos de análisis de información 
Una vez culminado la recolección y procesamiento se procede a analizar los datos para de 
esta manera obtener los resultados, lo que es trascendental en el proceso de investigación, 
Para realizar los análisis de datos se ha usado el método inductivo. 
 Inductivo, este método estudia el problema de investigación planteado desde casos 
particulares desde el conjunto hasta formular un concepto general, de esto se infiere que este 
es un proceso analítico sintético (Ríos, 2017, pp. 115-116). Después de analizar 
individualmente cada postulado, norma, doctrina, etc. se realiza una contrastación de estos 
con la argumentación esto con el marco teórico, y finalmente se describe lo que ocurre en 






2.7. Aspectos éticos 
Este trabajo de investigación, cumple con las normas científicas internacionales, las fuentes 
consultadas para su desarrollo son confiables, así como también se emplearon las normas 
que especificó la universidad, se usó de forma correcta el Manual de referencias estilo APA 
en la adaptación de la norma otorgada por la universidad, las resoluciones rectorales 
indicadas, cumpliendo de esta manera las disposiciones correspondientes al reglamento de 
grados y títulos de la Universidad Cesar Vallejo. 
El presente trabajo de investigación es original, se viene investigando el desarrollo 
de este delito hace varios años, para poder formular las observaciones, se tomaron en cuenta 
todas las normas de ética, veracidad en el desarrollo, en la búsqueda de información, en las 
entrevistas, tan generosamente brindadas gracias a los permisos otorgados por los 
especialistas, a pesar de sus múltiples ocupaciones, para lo cual explicamos claramente cuál 
era el motivo de la entrevista. 
Declaro, que los resultados obtenidos en el presente trabajo, es una imagen clara y 
verdadera de la realidad, por lo que darán un panorama claro y fidedigno, lo que se podrá 
contrastar con las fuentes tomadas, debidamente citadas en las referencias bibliográficas, 











¿Considera que el artículo 5 de la ley 30096 de delitos informáticos contra la 
indemnidad sexual, es efectivo en el ordenamiento jurídico penal peruano? 
Carrión (2019) Desde la promulgación de la ley N° 30096 en el año 2003, la criminalización 
de aquellas conductas que atentan contra el sistema informático y demás bienes jurídicos 
relacionados ha ido progresando paulatinamente. Debemos tener en cuenta que la efectividad 
de una norma penal en nuestro ordenamiento jurídico penal no solo obedece a su pronta 
aplicación, sino que, en la mayoría de las ocasiones responde a diversos factores entre los 
cuales están: un adecuado análisis político criminal respecto a la obtención de criterios 
directivos y búsqueda de modelos de mejora para enfrentar la criminalidad informática y; de 
un correcto empleo de técnica legislativa en la redacción del propio tipo penal, para no caer 
en aquellos escenarios de irreversibles modificaciones y, hasta cierto punto, de innegable 
derogación. 
Peña Cabrera (2019) La ley 30096 supuso un avance muy importante en el marco político 
criminal que se dirige a la mayor garantidad de predación y sanción de delitos que afectan 
determinados bienes jurídicos con la particularidad en lo que nos refiere a este punto del 
artículo 5 de la 30096 es la utilización de las redes sociales de los instrumentos, ordenadores 
tecnológicos para afectar este bien jurídico libertad o intangibilidad sexual dependiendo de 
la edad de la víctima, o en todo caso debe quedar clarísimo que allí lo que se hace mención 
es los instrumentos cual que se vale el agente para afectarlos pero tendríamos que ver el 183 
b del código penal de la parte especial regulado el delito de child grooming sexual que es la 
proposición de imágenes, de actuaciones (ininteligible) a nivel erótico imágenes sexuales de 
parte de adolescentes. La efectividad va a depender obviamente de los medios tecnológicos 
con que se cuenten para investigar estos delitos que las victimas (ininteligible) denuncien en 
ese momento que los operadores de persecución penal estén en capacidad de poder 
procesarlos investigarlos y que las personas que hayan cometido estos delitos puedan ser 
sancionados con toda la energía de la ley porque estamos ante victimas sumamente 
vulnerables. 
Determinar si es efectiva la tipificación del Artículo 5º de la Ley Nº 30096 para prevenir la 





Peña Labrin (2019) Si porque el estado, ha reaccionado frente a las nuevas conductas 
delictógenas que ha traído el advenimiento de las nuevas tecnologías de información y 
comunicación (NTICS). 
Torres (2019) Bueno en razón a la indicada ley de delitos informáticos 30096 tiene acápites 
que apoyan a la sanción en casos actos ilícitos relacionados a la indemnidad sexual, pero no 
se hacen muy efectivas por tener una baja sanción. 
Valqui (2019) En el espacio y tiempo actual es efectivo. 
¿Qué opina del tratamiento legislativo que se le da al artículo 5 de la ley 30096 de delitos 
informáticos en la legislación penal? 
Carrión (2019) Tal y como se mencionó en la respuesta anterior, existen diversos factores 
que son determinantes al momento de evaluar los resultados de efectividad en cuanto a la 
aplicación de una norma penal. Respecto al tratamiento legislativo del artículo 5 de la Ley 
N° 30096 opinamos que este ha sido lento y pausado (por mencionar el intervalo de tiempo 
de 10 años transcurrido desde la primera modificación y 4 desde la última), lo cual no puede 
ser traducido en un resultado positivo si consideramos que dicha ley tuvo como necesidad 
no solo lograr que la función punitiva del Estado se enfoque en la protección de la 
información, sino que, además, de lograr la estandarización de la ley penal peruana al 
ordenamiento penal internacional principalmente por el Convenio contra la 
cibercriminalidad del Consejo Europeo (CETS 185), y que el Estado peruano recién ha 
logrado aprobar a inicios de este año. 
Peña Cabrera (2019) El tratamiento legal de lo que es el artículo 5 de la ley30096, interesante 
porque de hecho que adquiere una mayor especifidad normativa, que acoge bastante dentro 
del marco de mandato de terminación que la lex stricta ha llegado al principio de legalidad, 
donde da cuenta en una forma clara normativamente hablando de los medios cuales hace uso  
la gente para poner en peligro, lesionar el bien jurídico el objeto de tutela en el artículo 5 de 
la ley 30096, entonces es importante la redacción conforme a las diversas formas en las 
cuales dentro de los medios de las tecnologías de las TICS de información se puede vulnerar 
este bien jurídico. 
Peña Labrin (2019) Que ya era hora de que se recoja en nuestro ordenamiento jurídico Penal 
el delito de grooming. Tal como está tipificado en el Derecho Comparado y así el Estado 





adolescentes. La delincuencia informática, es producto de la tecnificación de la delincuencia 
común. 
Torres (2019) Mi opinión sobre la ley es que en su fondo es buena pero la forma le falta 
complementos que mejores su ejecución. 
Valqui (2019) Que, esta ley permite controlar los diferentes delitos contra los niños niñas y 
adolescentes, es una herramienta jurídica que hace el esfuerzo por controlar el ciber delito 
en nuestro medio social. 
¿Considera usted adecuada las sentencias expedidas por los Jueces que sancionan a los 
delincuentes que cometen el delito contra la indemnidad sexual, Articulo 5 de la ley de 
delitos informáticos? 
Carrión (2019) Unos de los problemas que aún se pueden advertir en las decisiones que 
emiten los órganos jurisdiccionales respecto a los delitos informáticos contra la indemnidad 
sexual tiene que ver con la valoración de los medios probatorios, esto debido a la 
complejidad de instrumentos o medios que utilizan los agentes, así como el nivel de 
conocimiento de informática de estos. 
Peña Cabrera (2019) Si considero adecuada las sentencias expedidas, habría que ver, revisar 
en rigor si es que realmente se están cumpliendo con la acreditación si son realmente 
condenatorias los mentes objetivos y subjetivos del tipo penal estamos ante una 
delictuosidad que no se comete de una forma común conforme hemos estado finalmente 
acostumbrados a ver en una determinada delincuencia la delincuencia sexual si no que acá 
se utilizan lo de los ordenadores una sentencia con   noción de condena tiene que tener alto 
grado de convicción de la  comisión del hecho punible que se utilicen los medios de 
información  de la tecnología para proponer este tipo de proposiciones de contenido sexual 
a los niños menores de 14 años y tener el propósito de tener un contacto o una cercanía, 
sexual con aquellos. 
Peña Labrin (2019) Si, este delito es de peligro abstracto, hay un adelanto de la persecución 
penal y considero que su técnica legislativa es la adecuada para la persecución penal de este 
tipo de delitos informáticos, que causan alarma social en la comunidad. 
Torres (2019) Sobre las sentencias dictaminadas a los delitos del artículo 5 de la presente 
ley tiene una ejecución correcta referente, pero bajo mi opinión son muy blandas y hacen 





Valqui (2019) No siempre es justa la sentencia los jueces son muy benévolos con las penas 
impuestas contra los pedófilos que hacen daño a los menores de edad. 
Objetivo específico 1 
 
 
Explique usted ¿Cuáles son las corrientes doctrinarias, que actualmente giran en torno 
al delito informático contra la indemnidad sexual? 
Carrión (2019) Uno de los temas de mayor trascendencia y debate en torno la punición de la 
criminalidad informática fue el determinar cuál era el bien jurídico tutelado, siendo 
considerado desde sus inicios como tal a la información, pero desde un plano general 
(información almacenada, tratada, tratamiento automatizado de datos, etc.). Luego dicha 
concepción fue abandonada por su simplicidad de significado siendo agregado el valor 
económico que representa dicha información otorgándole una importancia autónoma en 
cuanto a bien jurídico tutelado. Posteriormente, con los crecientes escenarios de vulneración 
de la comunidad cibernética, acompañados de nuevas modalidades de comisión delictiva 
(ej.: obtención de pornografía infantil, fraude cibernético, etc.) se entendió que, en este tipo 
de delitos  no se podía establecer a la información como único valor protegido, por ser el 
principal y más importante, sino a un conjunto de bienes afectados, debido a la conducta 
típica de esta modalidad delictiva que colisiona diversos intereses colectivos, siendo 
finalmente en gran parte de la posición doctrinaria que acepta que este delito es 
pluriofensivo, sin perjuicio  que uno de tales bienes jurídicos este independientemente 
tutelado por otro tipo penal. 
Peña Cabrera (2019) Las cuestiones doctrinarias en cuanto a la asimilación al análisis 
dogmático este creo que cabría caber, dos cosas a decir, uno que pone el acento en los medios 
de las cuales se vale el agente, para afectar el bien jurídico que está referido a la sexualidad 
de la víctima, en su punto pasivo y otro directamente, solamente llevado al bien jurídico, al 
objeto de tutela, toda ley penal especial como la ley 30096 debe de hacer referencia. De tal 
manera que las posiciones doctrinarias apuntan de que se ha querido dar una suerte de 
acogimiento normativo conforme al Convenio de Budapest, donde se señala a los medios e 
instrumentos que hace el agente para hacer esas proposiciones a los menores de 14 y a los 
menores de 18 años, y a tener un determinado acercamiento o contacto sexual, dicho esto 
Identificar si la tipificación del Artículo 5º de la Ley Nº 30096 es efectiva a nivel dogmático-





entonces estas son las corrientes doctrinarias dogmáticas que se basan en contextos 
internacionales en los cuales se desarrollan estos eventos delictivos. 
Peña Labrin (2019) Adelanto de la persecución penal al ser considerado como tipo penal de 
peligro abstracto y de protección penal a los niños y adolescentes que son el sector más 
vulnerable en este tipo de delitos informáticos y que son unanimidad global y goza de 
protección penal. 
Torres (2019) Con sinceridad no tengo conocimiento sobre fuentes doctrinarias respecto a 
dicho tipo penal. 
Valqui (2019) Corrientes doctrinarias en este tipo de delitos no existen, los juristas, los 
académicos de derecho no se dirigen a investigar y hacer doctrina sobre estos tipos penales, 
lo poco que existe son casuísticas de trabajo. 
¿Qué opina de la posición de la doctrina sobre el delito contra la indemnidad sexual, 
Articulo 5 de la ley de delitos informáticos? 
Carrión (2019) Es precisamente aquella posición doctrinaria mayoritaria la que entiende y 
asume que estamos antes un delito pluriofensivo al tutelarse no solo la información general 
de los sujetos afectados, sino además de aquellos bienes jurídicos que se encuentran 
estrechamente ligados y vulnerados a consecuencia de las diversas modalidades en las que 
se puede perpetrar este delito (manipulación informática, sabotaje informático y acceso no 
autorizado a datos o sistemas computarizados). Es por tal razón que se abre las posibilidades 
de nuevas barreras punitivas en consideración de lo antes mencionado. 
Peña Cabrera (2019) Sobre la corriente doctrinaria, claro a que hacemos mayor énfasis al 
medio que utiliza el agente para cometer su hecho punible, esto es en caso de la utilización 
del instrumento de los medios informáticos, los ordenadores, o finalmente al bien jurídico, 
que en este caso es la intangibilidad, Podemos partir de eso que se le sancione en derecho 
penal la posición de bienes jurídicos hay que finalmente dar cuenta cual es el objeto  de 
tutela, sin dejar de lado  el medio que utiliza el agente para cometer el delito, consideramos 
que son estas descripciones criminológicas muy actuales las cuales estamos ante una 
fastuosa forma de utilización de las redes, de la informática y de la tecnología las que han 
inspirado dentro de un política de ámbito criminal   internacional, la tipificación bajo el 
slogan o la catalogación de delitos informáticos estas descripciones típicas del artículo 5 de 





Peña Labrin (2019) Es la correcta, porque criminaliza quien se contacta con un niño y 
adolescente a través de medios informáticos, con fines sexuales, en la sociedad informática 
que vivimos. 
Torres (2019) Sobre cual no tengo referencias, por tanto, no me pronuncio al respecto. 
Valqui (2019) No existe ninguna posición doctrinaria sobre el Art. 5 de la ley 30096, es muy 
confundida por los magistrados con otros tipos penales. 
Explique ¿Cómo es el tratamiento a nivel jurídico procesal penal de los delincuentes 
procesados por el delito contra la indemnidad sexual, Articulo 5 de la ley de delitos 
informáticos? 
Carrión (2019) Producto de la creación de la Ley N° 30096 se fortaleció la lucha contra la 
criminalidad informática al establecerse nuevos mecanismos de protección de datos, 
igualmente se amplió el marco de funciones del Ministerio Público al momento de investigar 
tales delitos facultándole, en cooperación y coordinación con la Policía Nacional del Perú, 
la intervención, grabación o registro de comunicaciones telefónicas, el levantamiento del 
secreto bancario, así como la utilización de agentes encubiertos.  
Peña Cabrera (2019) Lo procesal es el tema investigativo indagatorio que se basa en la 
tecnología de la policía lastimosamente los del ministerio público poder judicial todas muy 
zanjados en juzgados especializados acá tienes que recoger las evidencias el acceso a la 
información puedes analizar los ordenadores, las redes sociales, correos y otros cuales se 
hayan utilizado, o sea el tratamiento procesal requiere de una depurada actuación 
investigativa de medios tecnológicos, del acceso de toda esa información entre que es el 
objeto de un procesamiento, ¿no? tiene que ver obviamente la incautación de todos aquellos 
instrumentos ordenadores y otros que han sido utilizado para la comisión de estos delitos así 
como los contenidos de los correos, las redes sociales u otros ver su grado de tipicidad, 
legitimidad y todo ello sometido a los rigores probatorios pericias respectivas y esto el fiscal 
tomarlo en cuenta para poder construir su teoría del caso, su acusación, y llevado a juicio 
poder acreditar cada uno de los elementos constitutivos del tipo penal, con suficiente rigor 
probatorio, que pueda destruir el principio de presunción de inocencia que irradia a todo 





Peña Labrin (2019) Aún hay una cifra oscura: delitos y conductas desviadas que están 
impunes a través de la cifra negra y la cifra oculta: las víctimas no saben que estas conductas 
están criminalizadas. 
Torres (2019) El tratamiento al nivel jurídico conforme a las estadísticas que maneja la 
policial nacional se viene dando de manera efectiva pero no eficaz puesto que a nivel judicial 
los procesos tienen vacíos legales que minimizan las sanciones. 
Valqui (2019) El tratamiento a nivel jurídico es tratado como si fuera un delito común y 
corriente las diligencias preliminares dirigidas por los magistrados llevan a que se pierdas 
las evidencias digitales y los procesados salen absueltos en muchos casos. 




Explique ¿Cuáles son los factores criminológicos de los sujetos activos del delito contra 
la indemnidad sexual, Articulo 5 de la ley de delitos informáticos? 
Carrión (2019) Los factores criminógenos son aquellos elementos que, en suma, contribuyen 
a la realización de una conducta criminal. De esta forma, en cuanto a los agentes de la 
cibercriminalidad existen diversos factores que coadyuvan en su determinar delictivo, siendo 
los más genéricos por nombrar: la falta de jerarquía y control de la red informática, el 
creciente número de usuarios y la facilidad de acceso al medio tecnológico, la facilidad de 
encubrimiento de identidad o datos personales del sujeto activo y, por último, la facilidad de 
acceso a las bases de información. Sin embargo, hoy en día, cuando se trata de fijar el perfil 
del sujeto activo o ciberdelincuente se toma en cuenta otros factores que son más específicos: 
acceso a programas informáticos de hackeo o hacking, la difusión de malware o software 
maliciosos, etc. 
Peña Cabrera (2019) En esta descripción de como suceden estos hechos delictuosos, el perfil 
criminológico, son pedófilos de un grado de perversión de delictuosidad, de personas que 
sacian cierto grado de morbo de libido, a través de la transportación de transmisión de 
imágenes, sexuales con contenido de protagonistas a niños, y adolescentes, es un perfil muy 
definido, pueden ser también mujeres las que se involucran en estos hechos delictivos, 
Identificar si la tipificación del Artículo 5º de la Ley Nº 30096 es efectiva a nivel 






entonces una descripción criminológica tiene que ver al autor no al hecho esto es una variada 
situación de circunstancias detrás de esto hay una industria de la pornografía infantil, muy 
fuerte y el aspecto lucrativo o sea hay varios propósitos y varias intenciones que pueden ir 
confluyéndose dentro de esta delictuosidad que tanto daño genera a nuestra sociedad hoy 
día, que se sirve de las redes sociales, de los ordenadores, para afectar lo más sensible de la 
intangibilidad sexual de los menores. 
Peña Labrin (2019) Factores endógenos (Personalidad). Factores Exógenos (ámbito Social). 
Y factores Mixtos. 
Torres (2019) Los factores criminales de estos sujetos son normalmente de desequilibrios 
mentales, bajos de autoestima y problemas de identidad 
Valqui (2019) Los factores criminológicos contra la indemnidad sexual de menores de edad 
a través de medios tecnológicos el factor principal es la desinformación de los menores de 
los riesgos que existe en el ciber espacio. 
¿Qué opina de la criminología de la ciberseguridad con relación al delito contra la 
indemnidad sexual, Articulo 5 de la ley de delitos informáticos?  
Carrión (2019) La criminología aporta a la ciberseguridad procedimientos desde la base de 
la investigación y que puedan ser aplicables a la seguridad en Internet. Así, con la 
ciberseguridad se aumenta el control a los criminales y ayudar a frenar los delitos, ya sea 
siguiéndole el rastro, impidiendo el intercambio de archivos ilícitos, inclusive cerrando webs 
donde se muestre información ilegal o se haga apología del delito. De esta manera la 
combinación de estas dos disciplinas, sin duda, aporta en la prevención y eliminación de 
conductas ilícitas que tiene como objetivo la proliferación de material pornográfico, difusión 
de información íntima, incluso hasta la posibilidad de un acercamiento directo con la víctima 
con fines de intimidad sexual. 
Peña Cabrera (2019) La política de la ciber seguridad es importantísimo, porque la 
ciberseguridad nos da todo un planteamiento de aseguramiento de las bases de datos, de la 
información de las personas que se ubican en los ordenadores, o sea la ciberdelincuencia son 
los criminales que utilizan las redes y medios sociales para cometer delitos como atentar 
contra la intangibilidad y libertad sexual, la ciber seguridad tiene que ser entendida cono los 





este es eficacia y eficiencia que tiene que tenderse el puente entre la criminología y la política 
criminal.   
Peña Labrin (2019) Aún estamos muy lejos de la prevención, como finalidad de la 
criminología, hace falta promoción, información y difusión de este tipo 
delictivo/informático. 
Torres (2019) Los delincuentes que realizan estos tipos de actos ilícitos siempre tienen el 
mismo modus operandis con distintas formas de captación entre ellas las de gromming que 
utilizan para seducir a las víctimas y poder obtener encuentros físicos con el fin de sustraer 
imágenes y videos de actos sexuales con su voluntad, hasta el punto de realizar actos en 
consecuencias mortales. 
Valqui (2019) No existe políticas criminológicas en la actualidad en relación al delito contra 
la indemnidad sexual de los menores de edad. 
¿Cuáles son los factores criminológicos (endógenos y exógenos) en el internet, que 
favorecen al delito contra la indemnidad sexual, Articulo 5 de la ley de delitos 
informáticos? 
Carrión (2019) Los factores endógenos que son aquellas causas que nacen del propio 
individuo produciendo un determinado resultado. Si hablamos de aquellos factores que 
interactúan con el uso del internet, podemos mencionar los cambios de humor del agente o 
trastornos de salud mental como la depresión. 
En cuanto a los factores exógenos que surgen del uso de la internet, tenemos la facilidad de 
acceso a material pornográfico, la diversas de medios sociales para interactuar, etc. 
Peña Cabrera (2019) Los endógenos las características particulares con las cuales las 
víctimas se sientan detrás del ordenador. Los endógenos son las propiamente circunstancias 
personales en las cuales realmente van germinándose y van generándose y propiciándose los 
factores de victimización, propiamente de la persona de víctima, los exógenos, son la falta 
de mecanismos de seguridad, la propia finalmente, falta de previsión, de los órganos de 
control de los órganos de persecución, la propia información que debe brindarse, a todas las 
personas, realmente que se sitúan  detrás de un ordenador o que utilizan las redes sociales. 
Entonces los endógenos dentro, las particularidades de las propias víctimas y los exógenos 





Peña Labrin (2019) Exógenos: Falta de atención de los padres y comunicación hacia sus 
hijos sobre tecnología (NTICS). Endógenos: Psicopatologías sexuales (parafilias: leves y 
graves). 
Torres (2019) Lo primero que favorecen a la actividad de estos delincuentes es la facilidad 
que da la red para el ocultamiento de su identidad y a su vez poder estar en un mundo de 
libre información que pueden obtener de sus víctimas para lograr asediarlas hasta el punto 
de entablar comunicación para en consecuencia lograr su objetivo ilícito.  
Valqui (2019) Los factores más resaltantes son el mal uso de las plataformas virtuales de la 
comunicación, la excesiva confianza al descargar aplicativos videos, infectan con virus 
informático sus ordenadores, celulares y son víctimas de sustracción de contraseñas de sus 
cuentas de redes sociales y datos personales sido utilizado con fines delincuenciales por los 
hackers. 
Objetivo específico 3 
 
 
¿Cuáles son las políticas públicas que debe promover el Estado Peruano para prevenir 
el delito contra la indemnidad sexual, Articulo 5 de la ley de delitos informáticos? 
Carrión (2019) Para lograr la prevención y disminución de los delitos informáticos que 
atentan contra la indemnidad sexual de las personas. El Estado Peruano debe crear programar 
de concientización dirigido a niños, niñas y adolescentes que les proporcionen información 
sobre el peligro del manejo de redes sociales, así como el uso de información privada en 
estas.  
Peña Cabrera (2019) Ya hay un perfil realmente de los pedófilos, de las personas que tiene 
cierto grado de propensión al querer tener acercamientos sexuales a los niños, pero eso es 
por un lado del atavismo de la psicología criminal como hablaba Kurt Scheneider lo otro es 
generalmente que detrás de lo otro hay una industria hay un comercio de personas que se 
agrupan de sesiones para delinquir y así obtener finalmente frutos y o grandes dividendos o 
rentabilidades 
Peña Labrin (2019) Información, promoción y difusión a través de los medios de 
comunicación estatales y la sociedad civil en su conjunto. 
Identificar si el rol de la política criminal es efectivo en la prevención de los delitos 





Torres (2019) La fundamental seria la política de información sobre los peligros que conlleva 
el mal uso de las redes sociales y además la actualización de medidas preventivas en colegio, 
universidades y comunidad. 
Valqui (2019) La principal es la prevención brindando campañas de charlas efectivas en los 
colegios. 
¿Existen actualmente políticas de prevención para los agresores del delito contra la 
indemnidad sexual, Articulo 5 de la ley de delitos informáticos en el Perú? 
Carrión (2019) Lamentablemente, en la actualidad no existe un informe específico sobre 
políticas públicas con relación a estos delitos. 
Peña Cabrera (2019) No existen políticas públicas para la prevención de este tipo de clase 
de delitos en cuanto al child grooming sexual lo que son proposiciones a niños y adolescentes 
para que se les promuevan algún tipo de imagen de contenido erótico sexual probablemente 
no es de gran magnitud en nuestra sociedad Para quienes promuevan esas imágenes de 
contenido erótico sexual, probablemente no es de gran magnitud en nuestra sociedad, no 
reprime por lo tanto una verdadera línea de prevención para ello al margen de la represión 
que pueda desprenderse, tanto del código penal, y el artículo 5 de la ley de delitos 
informáticos. Cuando hablamos de barreras de prevención tenemos que situarnos más allá 
de lo que puede significar el uso del derecho penal, para hacer mano a todos los medios, de 
control social que cuenta el estado y la sociedad para hacer frente al delito una barrera de 
prevención que podamos tener menos niños y adolescentes involucrados como víctimas en 
estos actos luctuosos que generan graves secuelas desadaptativas de afectaciones psíquicas 
y psicológicas 
Peña Labrin (2019) No he visto ninguna que se presente de manera clara y concreta en la 
individualización del delito del grooming. 
Torres (2019) En la actualidad existen intentos de programas de ayuda por parte ONGs, pero 
no una política definida que pueda apoyar a la ciudadanía. 







¿Existen políticas públicas en el Perú, que protegen a las víctimas del delito de contra 
la indemnidad sexual, Articulo 5 de la ley de delitos informáticos? 
Carrión (2019) Lamentablemente, en la actualidad no existe un informe específico sobre 
políticas públicas con relación a estos delitos. 
Peña Cabrera (2019) No observamos por tanto políticas públicas definidas y concretas en 
líneas de prevención a efectos de que menos personas puedan verse afectados o víctimas de 
estos graves actos luctuosos delictuosos, máxime cuando estos son productos del marco de 
aparatos delictivos, en cuanto al crimen organizado, a tal efecto que uniendo y engarzando 
con la otra pregunta es que debe fijarse unas líneas concreta de protección a los niños y 
adolescentes en el marco de las escuelas, los colegios, medios de información, de los 
ministerios involucrados para que puedan impartir finalmente pedagogías  información muy 
relevante a efecto de los peligros que significa para los niños y adolescentes situarse detrás 
de un ordenador del manejo de las redes sociales, la responsabilidad que asumen los padres, 
las escuelas, instituciones, el estado. 
Peña Labrin (2019) Desconozco alguna que se halla implementado de manera sectorial y/o 
multisectorial. 
Torres (2019) Si por parte del Ministerio de la Mujer y el adolescente que apoyan a las 
personas vulnerables y el asesoramiento para su posterior denuncia contra estos delincuentes 
que perpetraron contra su integridad humana. 
Valqui (2019) La unidad de urgencia de apoyo a las victimas menores de edad lo brinda el 
Ministerio de la Mujer en cada caso donde se investiga estos delitos se comunica a la línea 
telefónica 100 del Ministerio de la Mujer para que se apersone un abogado defensor gratuito 






Es necesario precisar que las discusiones son los conocimientos que se obtuvieron respecto 
al trabajo de investigación, y también nos proveerá de que acciones hay que tomar en cuenta.  
Objetivo general 
Determinar si es efectiva la tipificación del Artículo 5º de la Ley Nº 30096 para prevenir 
la comisión de los delitos informáticos contra la indemnidad sexual.  
Respecto a la aplicación del artículo 5 de la ley N° 30096 en su última modificatoria, ley 
N° 30838. Carrión indica que la efectividad de la norma penal obedece no solo a su pronta 
aplicación, si no a un adecuado análisis político criminal, y de un correcto empleo de técnica 
legislativa en su redacción, para después, no estar modificando, o peor derogar la norma. 
Peña Cabrera y Peña Labrin, coinciden en que la norma es un avance muy importante 
de reacción del estado, frente a las nuevas conductas criminógenas, de predación, para 
sancionar estos delitos, además Peña Cabrera, incide en que para afectar este bien jurídico 
debe usarse las NTICS con todo lo que esto implica, los menores de edad que son víctimas 
sumamente vulnerables, finalmente que la efectividad dependerá de los medios 
tecnológicos con que cuentan los que investigan; que las victimas denuncien y que los 
operadores de persecución penal estén en capacidad de procesarlos investigarlos y ser 
sancionados como corresponde. Para Torres si sancionan estos actos ilícitos, pero considera 
que no es efectivo por tener una baja sanción. Para Valqui, considera que en el espacio y 
tiempo actual es efectivo. 
Respecto al tratamiento legislativo, que se le da al precitado artículo, Carrión opina 
que ha sido lento y pausado, lo cual no se traduce en un resultado positivo, y que la norma 
no se ha estandarizado opina que el tratamiento legislativo es interesante, pues es específico 
en su redacción en cuanto usas las NTICs para vulnerar el bien jurídico. Al convenio contra 
la cibercriminalidad, firmado este año, Peña cabrera opina que fueron más específicos puesto 
que habla de los medios por los que ponen en peligro a los menores y lesionar el bien jurídico 
que tutela este artículo. Peña Labrin opina que era necesario que se redacte este articulo 
(grooming) tal como está en el derecho comparado y como el estado tiene finalmente una 
respuesta punitiva ante este tipo de delito. Torres indica que la Ley es buena, pero le faltan 
complementos para mejorar su ejecución. Para Valqui opina que esta herramienta jurídica 





En cuanto si se considera adecuadas las sentencias expedidas por los jueces que 
sancionan a estos delincuentes. Carrión manifiesta que uno de los problemas, son la 
valoración de los medios probatorios esto debido a la complejidad de los medios utilizados. 
Peña Cabrera opina que debería revisarse para saber si se está cumpliendo con la acreditación 
y si son realmente condenatorias de acuerdo al tipo penal. Peña Labrin dice que como es un 
delito de peligro abstracto (en el que no tienes que afectar el bien jurídico, sino basta con 
cumplir la conducta especificada), considera que su técnica legislativa es la adecuada para 
perseguir este delito.  Torres afirma que, si bien tiene una ejecución correcta, opina que la 
sanción es muy blanda, lo que permite que el delincuente quede impune, finalmente Valqui 
opina que no siempre la sentencia es justa, y los jueces son muy benévolos con las penas 
impuestas. 
Objetivo específico 1 
Identificar si la tipificación del Artículo 5º de la Ley Nº 30096 es efectiva a nivel 
dogmático-penal en la prevención de los delitos informáticos contra la indemnidad sexual 
Respecto a cuáles son las corrientes doctrinarias que actualmente giran en torno al delito 
informático, Carrión manifiesta que uno de los problemas en nuestro país fue determinar 
cuál es el bien jurídico tutelado y el manifiesta que es un delito pluriofensivo. Peña Cabrera 
afirma que el bien jurídico está referido a la sexualidad de la víctima en su punto pasivo y 
que esta corriente doctrinaria está basada en contextos internacionales. Peña Labrin 
considera que la doctrina en nuestro país se ha adelantado la persecución penal de un peligro 
abstracto, para proteger a los niños que son los más vulnerables. Torres manifiesta que no 
tienen conocimiento respecto a las fuentes doctrinarias y Valqui manifiesta que los juristas 
no investigan si no que trabajan de acuerdo a la casuística. 
Respecto a la opinión de la doctrina sobre el delito contra la indemnidad sexual 
Carrión dice que la posición que tiene mayoría es que estamos ante un delito pluriofensivo. 
Peña Cabrera y Peña Labrin afirman que hacemos énfasis en el medio informático que utiliza 
el agente para cometer el hecho punible, y el bien jurídico es la intangibilidad por los fines 
sexuales del delincuente, las cuales son descripciones criminológicas post modernas. Torres 
manifiesta que no tiene conocimiento y Valqui afirma que los tipos penales son confundidos 





Sobre como es el tratamiento a nivel jurídico procesal, Carrión afirma que gracias a 
esta nueva ley se implementó y fortaleció la lucha contra la criminalidad, en cooperación y 
coordinación con la PNP, el ministerio público, leyes que permiten levantar el secreto de las 
comunicaciones. Peña cabrera explica que es importante el tema indagatorio, el nivel de 
tecnología con que cuente la PNP para recoger la evidencia el acceso a la información, la 
incautación correcta, pericias, que el fiscal analice esto para que arme su teoría del caso, para 
de esta manera al llevarlo a juicio acreditar el tipo penal para destruir el principio de 
presunción de inocencia. Para Peña Labrin dice que aún hay una cifra oscura de delitos que 
están impunes o porque las víctimas no saben que son conductas criminalizadas. Para Torres, 
el tratamiento a nivel jurídico se da de manera efectiva pero no es eficaz por los vacíos 
legales que minimizan las sanciones. Para Valqui los operadores jurídicos realizan el 
tratamiento jurídico como un delito común, lo que permite que se pierdan las evidencias 
digitales lo que finalmente los procesados terminan absueltos. 
Objetivo específico 2 
Identificar si la tipificación del Artículo 5º de la Ley Nº 30096 es efectiva a nivel 
criminológico en la prevención de los delitos informáticos contra la indemnidad sexual. 
Respecto a los factores criminológicos de los sujetos activos Carrión indica que son 
aquellos elementos que unidos contribuyen a la realización de una conducta criminal y para 
el son la falta de jerarquía y control de la red informática, la cantidad creciente de usuarios 
y la facilidad de acceso al medio tecnológico, la facilidad de encubrir la identidad y los datos, 
la facilidad de tener acceso a las bases de información. Peña Cabrera y Torres indican que 
los factores criminológicos de los sujetos activos son pedófilos de un grado de perversión, 
desequilibrados mentales, que sacian cierto grado mórbido de libido tanto varones como 
mujeres. Peña manifiesta que son factores endógenos propios de la personalidad y factores 
exógenos pertenecientes al ámbito social y factores mixtos. Para Valqui que existan estos 
factores dependen de la desinformación de los menores de los riesgos que pululan en el ciber 
espacio. 
La criminología de la ciberseguridad Carrión y Peña Cabrera coinciden en que la 
criminología aes muy importante y aporta a la ciberseguridad procedimientos aplicables a la 
seguridad en internet, rastreándolos, asegurando las bases de datos, impidiendo intercambio 
de archivos, cerrando webs, para evitar difusión de información intima e impedir el 





ciberseguridad son mecanismos de implementación para evitar victimizaciones, y que es 
necesario tender un puente entre la criminología y la política criminal. Por su parte Peña 
Labrin considera que aún estamos muy lejos de la prevención que es la finalidad de la 
criminología, pues hace falta promoción, información y difusión de este tipo delictivo 
informático. Torres manifiesta que los delincuentes que realizan estos ilícitos, tienen el 
mismo modus operandis con distintas formas de captar, entre ellas el grooming con la que 
seducen a las víctimas para obtener encuentros físicos, imágenes, videos sexuales contra su 
voluntad en muchos casos mortales. Valqui refiere que no existen políticas criminológicas 
en relación con este delito. 
A propósito de los factores criminológicos endógenos y exógenos, Carrión, Peña 
Cabrera y Peña Labrin, concuerdan que los factores endógenos son las que nacen del propio 
individuo, circunstancias personales en las que se propician factores de victimización, 
trastornos de salud mental como depresión, falta de atención de los padres, y comunicación 
a sus hijos de tecnología, y los exógenos son los que surgen del uso del internet, o la facilidad 
de acceso a material pornográfico, las diferentes redes sociales, la falta de mecanismos de 
seguridad, la falta de previsión de los órganos de control, de persecución. Torres incide en 
los factores exógenos Valqui también, pero el aumenta la excesiva confianza en el uso de 
las redes. 
Objetivo específico 3 
Identificar el rol de la política criminal es efectivo en la prevención de los delitos 
informáticos contra la indemnidad sexual. 
Respecto a las políticas públicas que debe promover el Estado para prevenir este ilícito, 
todos concuerdan que, para lograr la prevención y disminución de este tipo de delito, el 
estado peruano debe crear programas de concientización que les proporcione, información, 
promoción, difusión, campañas para informar a los niños, niñas, adolescentes, sus padres, 
sobre el peligro que conlleva el mal uso de las redes, sobre todo en los colegios. Peña Labrin 
dijo que esos programas también deben ser dirigidos a la saciedad civil. Torres también está 
de acuerdo y aumento las campañas a universidades y comunidad en general.  
Sobre si existen en la actualidad en nuestro país políticas de prevención para este 
ilícito, todos concuerdan que en la actualidad no existen políticas públicas y Peña Cabrera 





aún si involucran niños y adolescentes. Torres asevero que solo existen intentos de 
programas de ayuda de ONG. Para Valqui la única política que debería existir, seria encerrar 
a estos agresores. No existe otra.  
Referente a si existen políticas públicas que protejan a las víctimas del delito 
(victimología) contra la indemnidad sexual. Carrión, Peña Cabrera y Peña Labrin coinciden 






Presento las conclusiones en las cuales se logró cumplir con los objetivos de la presente 
investigación, además de contestar a las preguntas formuladas en ella. Cabe resaltar que las 
mismas han sido determinadas en base a las entrevistas, el análisis documental, 
jurisprudencial, y la revisión de todo lo referente a este delito. 
General:  La tipificación del artículo 05 de la Ley de delitos informáticos N° 30096 y su 
última modificatoria Ley 30838 de fecha 04 de agosto de 2018 “proposiciones a 
niños, niñas y adolescentes con fines sexuales por medios tecnológicos”, no es 
efectiva en la prevención de la comisión de delitos contra la indemnidad sexual 
de los niños y adolescentes menores de 14 años. Si bien es cierto la referida 
norma es un avance en el marco político criminal de la normativa peruana, debe 
establecerse un tipo penal que permita enfrentar y por ende prevenir la 
criminalidad informática. 
Primero:  El artículo 5° de la Ley de delitos informáticos, no es efectiva a nivel dogmático 
penal, en la prevención de los delitos informáticos contra la indemnidad sexual, 
si bien es correcta al señalar cual es el medio a través del cual se incurre en el 
delito informático y el bien jurídico protegido. Es importante precisar que la 
norma ha caído en un escenario de irreversibles modificaciones, y que en agosto 
del 2019 se promulgo la ley 30963, que tipifica el mismo delito con la diferencia 
del medio comisivo y la cantidad de años de la pena impuesta. Con un adecuado 
análisis político criminal y empleo de una correcta técnica legislativa, se tiene 
que establecer un tipo penal que sea efectivo y eficaz para enfrentar y prevenir 
la criminalidad informática contra la indemnidad sexual. 
Segundo:  Los alcances de la tipificación del artículo 5 de la ley 30096 en la prevención de 
los delitos informáticos contra la indemnidad sexual a nivel criminológico, no 
son efectivas, la criminología aporta a la ciberseguridad procedimientos desde 
la base de un correcto estudio técnico, y estos deben ser aplicables a la seguridad 
en internet, más aun carecemos de falta de jerarquía y control de la red 
informática, el creciente número de usuarios dificulta el control, juega en contra 
la facilidad de acceso al medio tecnológico, la facilidad de encubrimiento de 
identidad, el encubrimiento de datos personales del sujeto activo, y por último la 





rastrear al ciber delincuente, contar con la logística necesaria, para eliminar estas 
conductas que hacen que el material pornográfico de menores prolifere en la red, 
poder impedir el intercambio de estos archivos ilícitos, y cerrar las webs en las 
que muestren esta información ilegal. Aún estamos muy lejos de la prevención 
como finalidad de la criminología. La norma busca sancionar al protagonista del 
delito informático que puede ser, mujer o varón, pero no realizo un estudio 
criminológico adecuado para que sea efectivo a nivel criminológico. 
Tercero:  El rol de la política criminal en la prevención de los delitos informáticos contra 
la indemnidad sexual no es efectiva. Como política de estado falta trabajar aún 
en la prevención, información, promoción, difusión de los abusos contra la 
integridad sexual generados a través del internet a menores de 14 años.  Para que 
de esta manera todos estemos involucrados y gracias a las políticas públicas y al 






General:  El legislador al momento de tipificar el artículo 5 de la LDI debió realizar un 
adecuado análisis político criminal, por lo que en este acápite propondremos una 
lege ferenda del artículo 5° para que se sancione, teniendo en cuenta los 
principios del derecho penal; pero sobre todo protegiendo los derechos 
fundamentales y teniendo en cuenta el principio de interés superior del niño y 
adolescente, que son los afectados en la comisión de este delito. 
Primero: Implementar fiscalías y juzgados especializados en delitos informáticos, para 
que estén al tanto de las normas y el manejo procesal de manera que no se pierdan 
las pruebas y los delincuentes no queden impunes. Todos deben trabajar con la 
defensoría del niño y del adolescente, el ministerio de la mujer, de manera que 
se evite la revictimización de los afectados por este delito. Institucionalizar en 
las universidades nacionales como particulares obligatoriamente el curso de 
derecho con especialización en delitos informáticos a fin de preparar a los 
profesionales de Derecho en los nuevos escenarios laborales que se van 
desprendiendo gracias al avance de la tecnología y la informática.  
Segundo: Capacitar a los operadores jurídicos, fiscalías e invitar a los estudiantes de 
Derecho a especializarse en los delitos informáticos y criminalística informática, 
de manera que estemos listos para frenar estos tipos de hechos delictivos. 
Estudiar crítica y analíticamente tanto al victimario como a la víctima, conocer 
los factores criminógenos a fin de buscar frenar las nuevas formas delictivas 
desarrolladas gracias al avance de la informática y los medios de comunicación 
y las bondades de habernos adherido al convenio de Budapest. Por lo tanto, con 
profesionales preparados afrontaremos las exigencias y retos que los 
profesionales de Derecho debemos enfrentar en el siglo XXI.  
Tercero: El Ministerio de Educación tiene elaborar y difundir una guía orientadora de 
prevención sobre los delitos informáticos contra la indemnidad sexual en 
menores de 14 años. Esta guía debe de ser de conocimiento obligatorio para 
estudiantes, padres de familia, docentes y directivos. Mediante la guía se podría 
sensibilizar, prevenir y orientar adecuadamente en la educación de rechazo 
contra el delito de indemnidad sexual en menores de 14 años, para de esta, 





Institucionalizar en el calendario patrio peruano un día denominado “Día de 
lucha contra el grooming”, de esta manera todos nos veremos inmersos en el 
conocimiento, sensibilización y rechazo contra este tipo de delitos que atentan a 






Modificación del artículo 5 de la ley de delitos informáticos. 
Dice: Art. 5 LDI. El que a través de internet u otro medio análogo contacta con un menor de 
catorce años para solicitar u obtener de él material pornográfico, o para proponerle llevar a 
cabo cualquier acto de connotación sexual con él o con tercero, será reprimido con una pena 
privativa de libertad no menor de cuatro ni mayor de ocho años e inhabilitación conforme a 
los numerales 1, 2, 4 y 9 del artículo 36 del Código Penal. Cuando la víctima tiene entre 
catorce y menos de dieciocho años de edad y medie engaño, la pena será no menor de tres 
ni mayor de seis años e inhabilitación conforme a los numerales 1, 2, 4 y 9 del artículo 36 
del Código Penal 
Debe decir: 
Art. 5 LDI.- El que a través de internet u otro medio análogo contacta con un menor de 
catorce años para solicitar u obtener de él material pornográfico, o para proponerle llevar a 
cabo cualquier acto de connotación sexual con él o con tercero, siempre que tal propuesta se 
acompañe de actos encaminados al acercamiento y este acercamiento se obtenga mediante 
coacción, intimidación o engaño, será reprimido con una pena privativa de libertad no menor 
de tres ni mayor de seis años e inhabilitación conforme a los numerales 1, 2, 4 y 9 del artículo 
36 del Código Penal, si es que además el sujeto activo se encontrase en posesión de material 
pornográfico de la víctima, se aumentara la pena a 9 años. Cuando la víctima tiene entre 
catorce y menos de dieciocho años de edad y medie engaño, la pena será no menor de dos ni 
mayor de cuatro años e inhabilitación conforme a los numerales 1, 2, 4 y 9 del artículo 36 
del Código Penal” 
IMPORTANTE. Tener en cuenta que, si el acusado tiene material pornográfico de otras 
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ANEXO 1: Matriz de categorización  
Título: Análisis del artículo 5º de la ley Nº 30096 en la prevención de los delitos informáticos contra la indemnidad sexual 










El artículo 5º 
“proposiciones a 
niños, niñas y 
adolescentes con 









sexual, ley Nº 
30096 modificado 
por la ley Nº 
30171 y Ley 
30838. Esta es una 
modalidad por la 
cual a través de 
internet u otro 
medio análogo, se 
contacta con un 
menor de 14 años, 
para solicitar u 
obtener de él 
material  
pornográfico o 
para proponerle  
llevar a cabo 
cualquier acto de 
connotación 
sexual con él o con 
tercero. En tal 












es decir, a través 




¿Es efectiva la 
tipificación del 
Artículo 5º de la Ley 
Nº 30096 para prevenir 
la comisión de delitos 
informáticos contra la 
indemnidad sexual en 
el distrito judicial de 
Lima? 
Determinar si es 
efectiva la 
tipificación del 
Artículo 5º de la 
Ley Nº 30096 para 
prevenir la 





en el distrito 































¿Es efectiva la 
tipificación del 
Artículo 5º de la Ley 
Nº 30096 a nivel 
dogmático-penal en la 
sanción de los delitos 
informáticos contra la 
indemnidad sexual? 
Identificar si la 
tipificación del 
Artículo 5º de la 
Ley Nº 30096 es 
efectiva a nivel 
dogmático-penal 







•  Dogmática 
jurídico-penal 
•  Dogmática 
jurídico-
procesal 
¿Es efectiva la 
tipificación del 
Artículo 5º de la Ley 
Nº 30096 a nivel 
criminológico en la 
sanción de los delitos 
informáticos contra la 
indemnidad sexual? 
Identificar si la 
tipificación del 
Artículo 5º de la 
Ley Nº 30096 a 
nivel 
criminológico en 











los sujetos activos 
del delito contra la 
indemnidad 
sexual. 
¿El rol de la política-
criminal en la 
prevención de los 
delitos informáticos 
contra la indemnidad 
sexual es efectiva? 
informáticos contra la 
indemnidad sexual? 
Identificar el rol de 
la política criminal 
en la prevención 









al delito contra la 
indemnidad 
sexual 
• Políticas de 
prevención para 
agresores del 
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¿Considera que el artículo 5 de la ley 30096 de delitos informáticos contra la 






La presente investigación tiene la finalidad de conocer su opinión para analizar la el artículo 
5° de la ley N° 30096 en la prevención de los delitos informáticos contra la indemnidad sexual, 
año 2019. 
El artículo 5 “proposiciones a niños, niñas y adolescentes con fines sexuales por medios 
tecnológicos”, se encuentra previsto en la Ley de delitos informáticos contra la indemnidad 
sexual, ley 30096 modificado por la ley 30171 y Ley N° 30838. Esta es una modalidad por la 
cual una persona adulta contacta con un menor de 14 años, para solicitar u obtener algún 
material pornográfico o para llevar a cabo cualquier acto de connotación sexual con él o con 
tercero. En tal sentido, en nuestra investigación trataremos de determinar la efectividad del 
precitado artículo, midiendo esa efectividad desde los ámbitos dogmático penal, 






¿Qué opina del tratamiento legislativo que se le da al artículo 5 de la ley 30096 de delitos 






¿Considera usted adecuada las sentencias expedidas por los Jueces que sancionan a los 







DOGMÁTICA JURÍDICO PENAL 
 
Explique usted ¿Cuáles son las corrientes doctrinarias, que actualmente giran en torno 






¿Qué opina de la posición de la doctrina sobre el delito contra la indemnidad sexual, 






Explique ¿Cómo es el tratamiento a nivel jurídico procesal penal de los delincuentes 










Explique ¿Cuáles son los factores criminológicos de los sujetos activos del delito contra 









¿Qué opina de la criminología de la ciberseguridad con relación al delito contra la 







¿Cuáles son los factores criminológicos (endógenos y exógenos) en el internet, que 






CATEGORÍA POLÍTICO CRIMINAL 
¿Cuáles son las políticas públicas que debe promover el Estado Peruano para prevenir 






¿Existen actualmente políticas de prevención para los agresores del delito contra la 






¿Existen políticas públicas en el Perú, que protegen a las víctimas del delito de contra 
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Desde la promulgación de la ley N° 
30096 en el año 2003, la 
criminalización de aquellas 
conductas que atentan contra el 
sistema informático y demás bienes 
jurídicos relacionados ha ido 
progresando paulatinamente. 
Debemos tener en cuenta que la 
efectividad de una norma penal en 
nuestro ordenamiento jurídico penal 
no solo obedece a su pronta 
aplicación, sino que, en la mayoría 
de las ocasiones responde a diversos 
factores entre los cuales están: un 
adecuado análisis político criminal 
respecto a la obtención de criterios 
directivos y búsqueda de modelos de 
mejora para enfrentar la 
criminalidad informática y; de un 
correcto empleo de técnica 
legislativa en la redacción del propio 
tipo penal, para no caer en aquellos 
escenarios de irreversibles 
modificaciones y, hasta cierto punto, 
de innegable derogación. 
La ley 30096 supuso un avance muy 
importante en el marco político 
criminal que se dirige a la mayor 
garantidad de predación y sanción de 
delitos que afectan determinados 
bienes jurídicos con la particularidad 
en lo que nos refiere a este punto del 
artículo 5 de la 30096 es la utilización 
de las redes sociales de los 
instrumentos, ordenadores 
tecnológicos para afectar este bien 
jurídico libertad o intangibilidad sexual 
dependiendo de la edad de la víctima, o 
en todo caso debe quedar clarísimo que 
allí lo que se hace mención es los 
instrumentos cual que se vale el agente 
para afectarlos pero tendríamos que ver 
el 183 b del código penal de la parte 
especial regulado el delito de child 
grooming sexual que es la proposición 
de imágenes, de actuaciones 
(ininteligible) a nivel erótico imágenes 
sexuales de parte de adolescentes. La 
efectividad va a depender obviamente 
de los medios tecnológicos con que se 
cuenten para investigar estos delitos 
que las victimas (ininteligible) 
denuncien en ese momento que los 
operadores de persecución penal    
estén en capacidad de poder 
procesarlos investigarlos y que las 
personas que hayan cometido estos 
delitos puedan ser sancionados con 
toda la energía de la ley porque 
estamos ante victimas sumamente 
vulnerables. 
Si, porque el estado, ha 
reaccionado frente a las 
nuevas conductas 
delictógenas que ha 
traído el advenimiento 




Bueno en razón a la 
indicada ley de delitos 
informáticos 30096 
tiene acápites que 
apoyan a la sanción en 
casos actos ilícitos 
relacionados a la 
indemnidad sexual, 
pero no se hacen muy 
efectivas por tener una 
baja sanción. 
En el espacio y 
tiempo actual es 
efectivo. 
Respecto a la aplicación del artículo 5 
de la ley N° 30096 en su última 
modificatoria, ley N° 30838. Carrión 
indica que la efectividad de la norma 
penal obedece no solo a su pronta 
aplicación, si no a un adecuado análisis 
político criminal, y de un correcto 
empleo de técnica legislativa en su 
redacción, para después, no estar 
modificando, o peor derogar la norma. 
Peña Cabrera y Peña Labrin, coinciden 
en que la norma es un avance muy 
importante de reacción del estado, 
frente a las nuevas conductas 
criminógenas, de predación, para 
sancionar estos delitos, además Peña 
Cabrera, incide en que para afectar este 
bien jurídico debe usarse las NTICS 
con todo lo que esto implica, los 
menores de edad que son víctimas 
sumamente vulnerables, finalmente 
que la efectividad dependerá de los 
medios tecnológicos con que cuentan 
los que investigan; que las victimas 
denuncien y que los operadores de 
persecución penal estén en capacidad 
de procesarlos investigarlos y ser 
sancionados como corresponde. Para 
Torres si sancionan estos actos ilícitos, 
pero considera que no es efectivo por 
tener una baja sanción. Para Valqui, 
considera que en el espacio y tiempo 
actual es efectivo. 
 
Concluimos que el 
artículo 5 de la ley 
30096; sí se está 
aplicando en el Estado 
Peruano, a pesar de 
sus dos modificatorias 
posteriores, con 
relación a los delitos 
informáticos contra la 
indemnidad sexual en 
menores de 14 años; 
estableciéndose la lex 
stricta, principio de 
legalidad; de acuerdo 
al derecho; y de 
acuerdo al 
ordenamiento jurídico 
penal se ha 
establecido como 
delito el child 
grooming; tal como 
señala el Derecho 
Comparado, en un 
intento de dar 
respuesta al avance de 
los delitos 
informáticos que 
atentan contra la 
indemnidad sexual de 



























que se le da 
al artículo 5 







Tal y como se mencionó en la 
respuesta anterior, existen diversos 
factores que son determinantes al 
momento de evaluar los resultados 
de efectividad en cuanto a la 
aplicación de una norma penal. 
Respecto al tratamiento legislativo 
del artículo 5 de la Ley N° 30096 
opinamos que este ha sido lento y 
pausado (por mencionar el intervalo 
de tiempo de 10 años transcurrido 
desde la primera modificación y 4 
desde la última), lo cual no puede ser 
traducido en un resultado positivo si 
consideramos que dicha ley tuvo 
como necesidad no solo lograr que la 
función punitiva del Estado se 
enfoque en la protección de la 
información, sino que, además, de 
lograr la estandarización de la ley 
penal peruana al ordenamiento penal 
internacional principalmente por el 
Convenio contra la 
cibercriminalidad del Consejo 
Europeo (CETS 185), y que el 
Estado peruano recién ha logrado 
aprobar a inicios de este año. 
El tratamiento legal de lo que es el 
artículo 5 de la ley30096, interesante 
porque de hecho que adquiere una 
mayor especifidad normativa, que 
acoge bastante dentro del marco de 
mandato de terminación que la lex 
stricta ha llegado al principio de 
legalidad, donde da cuenta en una 
forma clara normativamente hablando 
de los medios cuales hace uso  la gente 
para poner en peligro, lesionar el bien 
jurídico el objeto de tutela en el artículo 
5 de la ley 30096, entonces es 
importante la redacción conforme a las 
diversas formas en las cuales dentro de 
los medios de las tecnologías de las 
TICS de información se puede vulnerar 
este bien jurídico. 
Que ya era hora de que 
se recoja en nuestro 
ordenamiento jurídico 
Penal el delito de 
grooming. Tal como está 
tipificado en el Derecho 
Comparado y así el 
Estado tenga una 
respuesta punitiva ante 
este tipo de delitos, que 
afectan a nuestros niños 
y adolescentes. La 
delincuencia 
informática, es producto 
de la tecnificación de la 
delincuencia común. 
Mi opinión sobre la 
ley es que en su fondo 
es buena pero la forma 
le falta complementos 
que mejores su 
ejecución. 
Que, esta ley 
permite controlar 
los diferentes 
delitos contra los 
niños niñas y 
adolescentes, es una 
herramienta 
jurídica que hace el 
esfuerzo por 
controlar el ciber 
delito en nuestro 
medio social. 
Respecto al tratamiento legislativo, que 
se le da al precitado artículo, Carrión 
opina que ha sido lento y pausado, lo 
cual no se traduce en un resultado 
positivo, y que la norma no se ha 
estandarizado opina que el tratamiento 
legislativo es interesante, pues es 
específico en su redacción en cuanto 
usas las TICS para vulnerar el bien 
jurídico. Al convenio contra la 
cibercriminalidad, firmado este año, 
Peña cabrera opina que fueron más 
específicos puesto que habla de los 
medios por los que ponen en peligro a 
los menores y lesionar el bien jurídico 
que tutela este artículo. Peña Labrin 
opina que era necesario que se redacte 
este artículo (grooming) tal como está 
en el derecho comparado y como el 
estado tiene finalmente una respuesta 
punitiva ante este tipo de delito. Torres 
indica que la Ley es buena, pero le 
faltan complementos para mejorar su 
ejecución. Para Valqui opina que esta 
herramienta jurídica permite controlar 
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Unos de los problemas que aún se 
pueden advertir en las decisiones que 
emiten los órganos jurisdiccionales 
respecto a los delitos informáticos 
contra la indemnidad sexual tiene 
que ver con la valoración de los 
medios probatorios, esto debido a la 
complejidad de instrumentos o 
medios que utilizan los agentes, así 
como el nivel de conocimiento de 
informática de estos. 
Si considero adecuada las sentencias 
expedidas, habría que ver, revisar en 
rigor si es que realmente se están 
cumpliendo con la acreditación si son 
realmente condenatorias los mentes 
objetivos y subjetivos del tipo penal 
estamos ante una delictuosidad que no 
se comete de una forma común 
conforme hemos estado finalmente 
acostumbrados a ver en una 
determinada delincuencia la 
delincuencia sexual si no que acá se 
utilizan lo de los ordenadores una 
sentencia con   noción de condena tiene 
que tener alto grado de convicción de 
la  comisión del hecho punible que se 
utilicen los medios de información  de 
la tecnología para proponer este tipo de 
proposiciones de contenido sexual a los 
niños menores de 14 años y tener el 
propósito de tener un contacto o una 
cercanía, sexual con aquellos. 
Si, este delito es de 
peligro abstracto, hay un 
adelanto de la 
persecución penal y 
considero que su técnica 
legislativa es la 
adecuada para la 
persecución penal de 
este tipo de delitos 
informáticos, que causan 
alarma social en la 
comunidad. 
Sobre las sentencias 
dictaminadas a los 
delitos del artículo 5 
de la presente ley tiene 
una ejecución correcta 
referente, pero bajo mi 
opinión son muy 
blandas y hacen que 
estos delincuentes 
tengan la impunidad 
por delante. 
No siempre es justa 
la sentencia los 
jueces son muy 
benévolos con las 
penas impuestas 
contra los pedófilos 
que hacen daño a 
los menores de 
edad. 
Carrión manifiesta que uno de los 
problemas, son la valoración de los 
medios probatorios esto debido a la 
complejidad de los medios utilizados. 
Peña Cabrera opina que debería 
revisarse para saber si se está 
cumpliendo con la acreditación y si son 
realmente condenatorias de acuerdo al 
tipo penal. Peña Labrin dice que como 
es un delito de peligro abstracto (en el 
que no tienes que afectar el bien 
jurídico, sino basta con cumplir la 
conducta especificada), considera que 
su técnica legislativa es la adecuada 
para perseguir este delito.  Torres 
afirma que, si bien tiene una ejecución 
correcta, opina que la sanción es muy 
blanda, lo que permite que el 
delincuente quede impune, finalmente 
Valqui opina que no siempre la 
sentencia es justa, y los jueces son muy 
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Uno de los temas de mayor 
trascendencia y debate en torno la 
punición de la criminalidad 
informática fue el determinar cuál 
era el bien jurídico tutelado, siendo 
considerado desde sus inicios como 
tal a la información, pero desde un 
plano general (información 
almacenada, tratada, tratamiento 
automatizado de datos, etc.). Luego 
dicha concepción fue abandonada 
por su simplicidad de significado 
siendo agregado el valor económico 
que representa dicha información 
otorgándole una importancia 
autónoma en cuanto a bien jurídico 
tutelado. Posteriormente, con los 
crecientes escenarios de vulneración 
de la comunidad cibernética, 
acompañados de nuevas 
modalidades de comisión delictiva 
(ej.: obtención de pornografía 
infantil, fraude cibernético, etc.) se 
entendió que, en este tipo de delitos  
no se podía establecer a la 
información como único valor 
protegido, por ser el principal y más 
importante, sino a un conjunto de 
bienes afectados, debido a la 
conducta típica de esta modalidad 
delictiva que colisiona diversos 
intereses colectivos, siendo 
finalmente en gran parte de la 
posición doctrinaria que acepta que 
este delito es pluriofensivo, sin 
perjuicio  que uno de tales bienes 
jurídicos este independientemente 
tutelado por otro tipo penal. 
Las cuestiones doctrinarias en cuanto a 
la asimilación al análisis dogmático 
este creo que cabría caber, dos cosas a 
decir, uno que pone el acento en los 
medios de las cuales se vale el agente, 
para afectar el bien jurídico que está 
referido a la sexualidad de la víctima, 
en su punto pasivo y otro directamente, 
solamente llevado al bien jurídico, al 
objeto de tutela, toda ley penal especial 
como la ley 30096 debe de hacer 
referencia. De tal manera que las 
posiciones doctrinarias apuntan de que 
se ha querido dar una suerte de 
acogimiento normativo conforme al 
Convenio de Budapest, donde se señala 
a los medios e instrumentos que hace el 
agente para hacer esas proposiciones a 
los menores de 14 y a los menores de 
18 años, y a tener un determinado 
acercamiento o contacto sexual, dicho 
esto entonces estas son las corrientes 
doctrinarias dogmáticas que se basan 
en contextos internacionales en los 
cuales se desarrollan estos eventos 
delictivos. 
Adelanto de la 
persecución penal al ser 
considerado como tipo 
penal de peligro 
abstracto y de protección 
penal a los niños y 
adolescentes que son el 
sector más vulnerable en 
este tipo de delitos 
informáticos y que son 
unanimidad global y 
goza de protección 
penal. 
Con sinceridad no 
tengo conocimiento 
sobre fuentes 
doctrinarias respecto a 
dicho tipo penal. 
Corrientes 
doctrinarias en este 
tipo de delitos no 
existen, los juristas, 
los académicos de 
derecho no se 
dirigen a investigar 
y hacer doctrina 
sobre estos tipos 




Respecto a cuáles son las corrientes 
doctrinarias que actualmente giran en 
torno al delito informático, Carrión 
manifiesta que uno de los problemas en 
nuestro país fue determinar cuál es el 
bien jurídico tutelado y el manifiesta 
que es un delito pluriofensivo. Peña 
Cabrera afirma que el bien jurídico está 
referido a la sexualidad de la víctima en 
su punto pasivo y que esta corriente 
doctrinaria está basada en contextos 
internacionales. Peña Labrin considera 
que la doctrina en nuestro país se ha 
adelantado la persecución penal de un 
peligro abstracto, para proteger a los 
niños que son los más vulnerables. 
Torres manifiesta que no tienen 
conocimiento respecto a las fuentes 
doctrinarias y Valqui manifiesta que 
los juristas no investigan si no que 
trabajan de acuerdo a la casuística. 
La efectividad a nivel 
dogmático-penal de la 
aplicación del artículo 
5 de la ley 30096 en la 
sanción de los delitos 
informáticos contra la 
indemnidad sexual. Se 
puede señalar que gira 
en torno al medio a 
través del cual se 
incurre en el delito 
informático y el otro 
en el bien jurídico en 
sí mismo. El marco 
dogmático penal en 
relación a la sanción 
de los delitos 
informáticos contra la 
indemnidad sexual de 
menores de 14 años, 
gira en torno al 
convenio de Budapest 
y el Derecho 
Comparado 
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Es precisamente aquella posición 
doctrinaria mayoritaria la que 
entiende y asume que estamos antes 
un delito pluriofensivo al tutelarse 
no solo la información general de los 
sujetos afectados, sino además de 
aquellos bienes jurídicos que se 
encuentran estrechamente ligados y 
vulnerados a consecuencia de las 
diversas modalidades en las que se 
puede perpetrar este delito 
(manipulación informática, sabotaje 
informático y acceso no autorizado a 
datos o sistemas computarizados). 
Es por tal razón que se abre las 
posibilidades de nuevas barreras 
punitivas en consideración de lo 
antes mencionado. 
Sobre la corriente doctrinaria, claro a 
que hacemos mayor énfasis al medio 
que utiliza el agente para cometer su 
hecho punible, esto es en caso de la 
utilización del instrumento de los 
medios informáticos, los ordenadores, 
o finalmente al bien jurídico, que en 
este caso es la intangibilidad, Podemos 
partir de eso que se le sancione en 
derecho penal la posición de bienes 
jurídicos hay que finalmente dar cuenta 
cual es el objeto  de tutela, sin dejar de 
lado  el medio que utiliza el agente para 
cometer el delito, consideramos que 
son estas descripciones criminológicas 
muy actuales las cuales estamos ante 
una fastuosa forma de utilización de las 
redes, de la informática y de la 
tecnología las que han inspirado dentro 
de un política de ámbito criminal   
internacional, la tipificación bajo el 
slogan o la catalogación de delitos 
informáticos estas descripciones 
típicas del artículo 5 de la ley 30096    
Es la correcta, porque 
criminaliza quien se 
contacta con un niño y 
adolescente a través de 
medios informáticos, 
con fines sexuales, en la 
sociedad informática 
que vivimos. 
Sobre cual no tengo 
referencias, por tanto, 
no me pronuncio al 
respecto. 
No existe ninguna 
posición doctrinaria 
sobre el Art. 5 de la 
ley 30096, es muy 
confundida por los 
magistrados con 
otros tipos penales. 
Respecto a la opinión de la doctrina 
sobre el delito contra la indemnidad 
sexual Carrión dice que la posición que 
tiene mayoría es que estamos ante un 
delito pluriofensivo. Peña Cabrera y 
Peña Labrin afirman que hacemos 
énfasis en el medio informático que 
utiliza el agente para cometer el hecho 
punible, y el bien jurídico es la 
intangibilidad por los fines sexuales del 
delincuente, las cuales son 
descripciones criminológicas muy 
actuales. Torres manifiesta que no tiene 
conocimiento y Valqui afirma que los 



























penal de los 
delincuentes 
procesados 
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Producto de la creación de la Ley N° 
30096 se fortaleció la lucha contra la 
criminalidad informática al 
establecerse nuevos mecanismos de 
protección de datos, igualmente se 
amplió el marco de funciones del 
Ministerio Público al momento de 
investigar tales delitos facultándole, 
en cooperación y coordinación con 
la Policía Nacional del Perú, la 
intervención, grabación o registro de 
comunicaciones telefónicas, el 
levantamiento del secreto bancario, 
así como la utilización de agentes 
encubiertos. 
Lo procesal es el tema investigativo 
indagatorio que se basa en la tecnología 
de la policía lastimosamente los del 
ministerio público poder judicial todas 
muy zanjados en juzgados 
especializados acá tienes que recoger 
las evidencias el acceso a la 
información puedes analizar los 
ordenadores, las redes sociales, correos 
y otros cuales se hayan utilizado, o sea 
el tratamiento procesal requiere de una 
depurada actuación investigativa de 
medios tecnológicos, del acceso de 
toda esa información entre que es el 
objeto de un procesamiento, ¿no? tiene 
que ver obviamente la incautación de 
todos aquellos instrumentos 
ordenadores y otros que han sido 
utilizado para la comisión de estos 
delitos así como los contenidos de los 
correos, las redes sociales u otros ver 
su grado de tipicidad, legitimidad y 
todo ello sometido a los rigores 
probatorios pericias respectivas y esto 
el fiscal tomarlo en cuenta para poder 
construir su teoría del caso, su 
acusación, y llevado a juicio poder 
acreditar cada uno de los elementos 
constitutivos del tipo penal, con 
suficiente rigor probatorio, que pueda 
destruir el principio de presunción de 
inocencia que irradia a todo imputado 
un estado constitucional de derecho. 
Aún hay una cifra 
oscura: delitos y 
conductas desviadas que 
están impunes a través 
de la cifra negra y la cifra 
oculta: las víctimas no 
saben que estas 
conductas están 
criminalizadas. 
El tratamiento al nivel 
jurídico conforme a 
las estadísticas que 
maneja la policial 
nacional se viene 
dando de manera 
efectiva pero no eficaz 
puesto que a nivel 
judicial los procesos 
tienen vacíos legales 
que minimizan las 
sanciones. 
El tratamiento a 
nivel jurídico es 
tratado como si 
fuera un delito 
común y corriente 
las diligencias 
preliminares 
dirigidas por los 
magistrados llevan 
a que se pierdas las 
evidencias digitales 
y los procesados 
salen absueltos en 
muchos casos. 
Sobre como es el tratamiento a nivel 
jurídico procesal, Carrión afirma que 
gracias a esta nueva ley se implementó 
y fortaleció la lucha contra la 
criminalidad, en cooperación y 
coordinación con la PNP, el ministerio 
público, leyes que permiten levantar el 
secreto de las comunicaciones. Peña 
cabrera explica que es importante el 
tema indagatorio, el nivel de tecnología 
con que cuente la PNP para recoger la 
evidencia el acceso a la información, la 
incautación correcta, pericias, que el 
fiscal analice esto para que arme su 
teoría del caso, para de esta manera al 
llevarlo a juicio acreditar el tipo penal 
para destruir el principio de presunción 
de inocencia. Para Peña Labrin dice 
que aún hay una cifra oscura de delitos 
que están impunes o porque las 
víctimas no saben que son conductas 
criminalizadas. Para Torres, el 
tratamiento a nivel jurídico se da de 
manera efectiva pero no es eficaz por 
los vacíos legales que minimizan las 
sanciones. Para Valqui los operadores 
jurídicos realizan el tratamiento 
jurídico como un delito común, lo que 
permite que se pierdan las evidencias 
digitales lo que finalmente los 
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Los factores criminógenos son 
aquellos elementos que, en suma, 
contribuyen a la realización de una 
conducta criminal. De esta forma, en 
cuanto a los agentes de la 
cibercriminalidad existen diversos 
factores que coadyuvan en su 
determinar delictivo, siendo los más 
genéricos por nombrar: la falta de 
jerarquía y control de la red 
informática, el creciente número de 
usuarios y la facilidad de acceso al 
medio tecnológico, la facilidad de 
encubrimiento de identidad o datos 
personales del sujeto activo y, por 
último, la facilidad de acceso a las 
bases de información. Sin embargo, 
hoy en día, cuando se trata de fijar el 
perfil del sujeto activo o 
ciberdelincuente se toma en cuenta 
otros factores que son más 
específicos: acceso a programas 
informáticos de hackeo o hacking, la 
difusión de malware o software 
maliciosos, etc. 
En esta descripción de como suceden 
estos hechos delictuosos, el perfil 
criminológico, son pedófilos de un 
grado de perversión de delictuosidad, 
de personas que sacian cierto grado de 
morbo de libido, a través de la 
transportación de transmisión de 
imágenes, sexuales con contenido de 
protagonistas a niños, y adolescentes, 
es un perfil muy definido, pueden ser 
también mujeres las que se involucran 
en estos hechos delictivos, entonces 
una descripción criminológica tiene 
que ver al autor no al hecho esto es una 
variada situación de circunstancias 
detrás de esto hay una industria de la 
pornografía infantil, muy fuerte y el 
aspecto lucrativo o sea hay varios 
propósitos y varias intenciones que 
pueden ir confluyéndose dentro de esta 
delictuosidad que tanto daño genera a 
nuestra sociedad hoy día, que se sirve 
de las redes sociales, de los 
ordenadores, para afectar lo más 





Social). Y factores 
Mixtos. 
Los factores 












de menores de edad 
a través de medios 
tecnológicos el 
factor principal es la 
desinformación de 
los menores de los 
riesgos que existe 
en el ciber espacio. 
Carrión indica que son aquellos 
elementos que unidos contribuyen a la 
realización de una conducta criminal y 
para el son la falta de jerarquía y 
control de la red informática, la 
cantidad creciente de usuarios y la 
facilidad de acceso al medio 
tecnológico, la facilidad de encubrir la 
identidad y los datos, la facilidad de 
tener acceso a las bases de 
información. Peña Cabrera y Torres 
indican que los factores criminológicos 
de los sujetos activos son pedófilos de 
un grado de perversión, 
desequilibrados mentales, que sacian 
cierto grado mórbido de libido tanto 
varones como mujeres. Peña 
manifiesta que son factores endógenos 
propios de la personalidad y factores 
exógenos pertenecientes al ámbito 
social y factores mixtos. Para Valqui 
que existan estos factores dependen de 
la desinformación de los menores de 
los riesgos que pululan en el ciber 
espacio. 
Los alcances de la 
aplicación del artículo 
5 de la ley 30096 en la 
sanción de los delitos 
informáticos contra la 
indemnidad sexual a 
nivel criminológico, 
podemos señalar son 
los siguientes 
factores: la falta de 
jerarquía y control de 
la red informática, el 
creciente número de 
usuarios, la facilidad 






datos personales del 
sujeto activo, y por 
último la facilidad de 
acceso a las bases de 
datos de la 
información.  La ley 
busca sancionar al 
protagonista del delito 
informático que puede 
ser niño, adolescente, 
mujer o varón. Es 
decir, a la persona, 
involucrada en el acto 
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La criminología aporta a la 
ciberseguridad procedimientos 
desde la base de la investigación y 
que puedan se aplicables a la 
seguridad en Internet. Así, con la 
ciberseguridad se aumenta el control 
a los criminales y ayudar a frenar los 
delitos, ya sea siguiéndole el rastro, 
impidiendo el intercambio de 
archivos ilícitos, inclusive cerrando 
webs donde se muestre información 
ilegal o se haga apología del delito. 
De esta manera la combinación de 
estas dos disciplinas, sin duda, 
aporta en la prevención y 
eliminación de conductas ilícitas que 
tiene como objetivo la proliferación 
de material pornográfico, difusión de 
información íntima, incluso hasta la 
posibilidad de un acercamiento 
directo con la víctima con fines de 
intimidad sexual. 
La política de la ciber seguridad es 
importantísimo, porque la 
ciberseguridad nos da todo un 
planteamiento de aseguramiento de las 
bases de datos, de la información de las 
personas que se ubican en los 
ordenadores, o sea la ciberdelincuencia 
son los criminales que utilizan las redes 
y medios sociales para cometer delitos 
como atentar contra la intangibilidad y 
libertad sexual, la ciber seguridad tiene 
que ser entendida cono los mecanismos 
de implementación que deben tenerse 
para evitar victimizaciones, yo creo 
que este es eficacia y eficiencia que 
tiene que tenderse el puente entre la 
criminología y la política criminal.   
Aún estamos muy lejos 
de la prevención, como 
finalidad de la 
criminología, hace falta 
promoción, información 
y difusión de este tipo 
delictivo/informático. 
Los delincuentes que 
realizan estos tipos de 
actos ilícitos siempre 
tienen el mismo 
modus operandis con 
distintas formas de 
captación entre ellas 
las de gromming que 
utilizan para seducir a 
las víctimas y poder 
obtener encuentros 
físicos con el fin de 
sustraer imágenes y 
videos de actos 
sexuales con su 
voluntad, hasta el 
punto de realizar actos 
en consecuencias 
mortales. 
No existen políticas 
criminológicas en la 
actualidad en 
relación al delito 
contra la 
indemnidad sexual 
de los menores de 
edad. 
La criminología de la ciberseguridad 
Carrión y Peña Cabrera coinciden en 
que la criminología aes muy 
importante y aporta a la ciberseguridad 
procedimientos aplicables a la 
seguridad en internet, rastreándolos, 
asegurando las bases de datos, 
impidiendo intercambio de archivos, 
cerrando webs, para evitar difusión de 
información intima e impedir el 
acercamiento a la víctima con fines de 
intimidad sexual. Peñas Cabrera 
concluye que la ciberseguridad son 
mecanismos de implementación para 
evitar victimizaciones, y que es 
necesario tender un puente entre la 
criminología y la política criminal. Por 
su parte Peña Labrin considera que aún 
estamos muy lejos de la prevención que 
es la finalidad de la criminología, pues 
hace falta promoción, información y 
difusión de este tipo delictivo 
informático. Torres manifiesta que los 
delincuentes que realizan estos ilícitos, 
tienen el mismo modus operandis con 
distintas formas de captar, entre ellas el 
grooming con la que seducen a las 
víctimas para obtener encuentros 
físicos, imágenes, videos sexuales 
contra su voluntad en muchos casos 
mortales. Valqui refiere que no existen 
políticas criminológicas en relación 
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Los factores endógenos que son 
aquellas causas que nacen del propio 
individuo produciendo un 
determinado resultado. Si hablamos 
de aquellos factores que interactúan 
con el uso del internet, podemos 
mencionar los cambios de humor del 
agente o trastornos de salud mental 
como la depresión. En cuanto a los 
factores exógenos que surgen del uso 
de la internet, tenemos la facilidad de 
acceso a material pornográfico, la 
diversas de medios sociales para 
interactuar, etc. 
Los endógenos las características 
particulares con las cuales las víctimas 
se sientan detrás del ordenador. Los 
endógenos son las propiamente 
circunstancias personales en las cuales 
realmente van germinándose y van 
generándose y propiciándose los 
factores de victimización, propiamente 
de la persona de víctima, los exógenos, 
son la falta de mecanismos de 
seguridad, la propia finalmente, falta 
de previsión, de los órganos de control 
de los órganos de persecución, la 
propia información que debe brindarse, 
a todas las personas, realmente que se 
sitúan  detrás de un ordenador o que 
utilizan las redes sociales. Entonces los 
endógenos dentro, las particularidades 
de las propias víctimas y los exógenos 
que rodean las diferentes 
circunstancias y que propician estos 
estados de victimización. 
Exógenos: Falta de 
atención de los padres y 
comunicación hacia sus 
hijos sobre tecnología 
(NTICS). Endógenos: 
Psicopatologías sexuales 
(parafilias: leves y 
graves). 
Lo primero que 
favorecen a la 
actividad de estos 
delincuentes es la 
facilidad que da la red 
para el ocultamiento 
de su identidad y a su 
vez poder estar en un 
mundo de libre 
información que 
pueden obtener de sus 
víctimas para lograr 
asediarlas hasta el 
punto de entablar 
comunicación para en 
consecuencia lograr 
su objetivo ilícito. 
Los factores más 
resaltantes son el 
mal uso de las 
plataformas 





infectan con virus 
informático sus 
ordenadores, 
celulares y son 
víctimas de 
sustracción de 
contraseñas de sus 
cuentas de redes 
sociales y datos 
personales sido 
utilizado con fines 
delincuenciales por 
los hackers. 
A propósito de los factores 
criminológicos endógenos y exógenos, 
Carrión, Peña Cabrera y Peña Labrin, 
concuerdan que los factores endógenos 
son las que nacen del propio individuo, 
circunstancias personales en las que se 
propician factores de victimización, 
trastornos de salud mental como 
depresión, falta de atención de los 
padres, y comunicación a sus hijos de 
tecnología, y los exógenos son los que 
surgen del uso del internet, o la 
facilidad de acceso a material 
pornográfico, las diferentes redes 
sociales, la falta de mecanismos de 
seguridad, la falta de previsión de los 
órganos de control, de persecución. 
Torres incide en los factores exógenos 
Valqui también, pero el aumenta la 
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Para lograr la prevención y 
disminución de los delitos 
informáticos que atentan contra la 
indemnidad sexual de las personas. 
El Estado Peruano debe crear 
programar de concientización 
dirigido a niños, niñas y 
adolescentes que les proporcionen 
información sobre el peligro del 
manejo de redes sociales, así como el 
uso de información privada en estas. 
Ya hay un perfil realmente de los 
pedófilos, de las personas que tiene 
cierto grado de propensión al querer 
tener acercamientos sexuales a los 
niños, pero eso es por un lado del 
atavismo de la psicología criminal 
como hablaba Kurt Scheneider. lo otro 
es generalmente que detrás de lo otro 
hay una industria hay un comercio de 
personas que se agrupan de sesiones 
para delinquir y así obtener finalmente 
frutos y o grandes dividendos o 
rentabilidades 
Información, promoción 
y difusión a través de los 
medios de comunicación 
estatales y la sociedad 
civil en su conjunto. 
La fundamental seria 
la política de 
información sobre los 
peligros que conlleva 
el mal uso de las redes 










charlas efectivas en 
los colegios. 
Todos concuerdan que, para lograr la 
prevención y disminución de este tipo 
de delito, el estado peruano debe crear 
programas de concientización que les 
proporcione, información, promoción, 
difusión, campañas para informar a los 
niños, niñas, adolescentes, sus padres, 
sobre el peligro que conlleva el mal uso 
de las redes, sobre todo en los colegios. 
Peña Labrin dijo que esos programas 
también deben ser dirigidos a la 
saciedad civil. Torres también está de 
acuerdo y aumento las campañas a 
universidades y comunidad en general. 
El rol de la política 
criminal en la sanción 
de los delitos 
informáticos contra la 
indemnidad sexual, 
está orientado a la 
prevención y 
disminución de los 
delitos informáticos 
que atentan contra la 
indemnidad sexual de 
las personas en 
menores de 14 años. 
Desde la psicología ya 
existe el perfil del 
pedófilo; pero desde la 
industria del comercio 
y la rentabilidad 
económica aún existe 
un vacío.  Aún como 
política de estado falta 
trabajar más en la 
información, 
promoción y difusión 
de la sanción a los 
abusos contra la 
integridad sexual 
generados a través del 
internet a menores de 
14 años.  Pero en 
cuanto a establecer 
como Estado una 
sanción al child 
grooming en el marco 
del Convenio de 
Budapest y la Ley 
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la ley de 
delitos 
informáticos 
en el Perú? 
Lamentablemente, en la actualidad 
no existe un informe específico 
sobre políticas públicas con relación 
a estos delitos. 
No existen políticas públicas para la 
prevención de este tipo de clase de 
delitos en cuanto al child grooming 
sexual lo que son proposiciones a niños 
y adolescentes para que se les 
promuevan algún tipo de imagen de 
contenido erótico sexual 
probablemente no es de gran magnitud 
en nuestra sociedad Para quienes 
promuevan esas imágenes de 
contenido erótico sexual, 
probablemente no es de gran magnitud 
en nuestra sociedad, no reprime por lo 
tanto una verdadera línea de 
prevención para ello al margen de la 
represión que pueda desprenderse, 
tanto del código penal, y el artículo 5 
de la ley de delitos informáticos. 
Cuando hablamos de barreras de 
prevención tenemos que situarnos más 
allá de lo que puede significar el uso 
del derecho penal, para hacer mano a 
todos los medios, de control social que 
cuenta el estado y la sociedad para 
hacer frente al delito una barrera de 
prevención que podamos tener menos 
niños y adolescentes involucrados 
como víctimas en estos actos luctuosos 
que generan graves secuelas 
desadaptativas de afectaciones 
psíquicas y psicológicas 
No he visto ninguna que 
se presente de manera 
clara y concreta en la 
individualización del 
delito del grooming 
En la actualidad 
existen intentos de 
programas de ayuda 
por parte ONGs pero 
no una política 
definida que pueda 
apoyar a la ciudadanía 
Políticas para los 
agresores la única 
es la cárcel, no 
existe otra política. 
Sobre si existen en la actualidad en 
nuestro país políticas de prevención 
para este ilícito, todos concuerdan que 
en la actualidad no existen políticas 
públicas y Peña Cabrera precisa que 
cuando hablamos de políticas públicas, 
esto va más allá del derecho penal, más 
aún si involucran niños y adolescentes. 
Torres asevero que solo existen 
intentos de programas de ayuda de 
ONG. Para Valqui la única política que 
debería existir, seria encerrar a estos 






















el Perú, que 
protegen a 
las víctimas 
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Lamentablemente, en la actualidad 
no existe un informe específico 
sobre políticas públicas con relación 
a estos delitos. 
No observamos por tanto políticas 
públicas definidas y concretas en líneas 
de prevención a efectos de que menos 
personas puedan verse afectados o 
víctimas de estos graves actos 
luctuosos delictuosos, máxime cuando 
estos son productos del marco de 
aparatos delictivos, en cuanto al crimen 
organizado, a tal efecto que uniendo y 
engarzando con la otra pregunta es que 
debe fijarse unas líneas concreta de 
protección a los niños y adolescentes 
en el marco de las escuelas, los 
colegios, medios de información, de 
los ministerios involucrados para que 
puedan impartir finalmente pedagogías  
información muy relevante a efecto de 
los peligros que significa para los niños 
y adolescentes situarse detrás de un 
ordenador del manejo de las redes 
sociales, la responsabilidad que 
asumen los padres, las escuelas, 
instituciones, el estado. 
Desconozco alguna que 
se halla implementado 
de manera sectorial y/o 
multisectorial. 
Si por parte del 
Ministerio de la Mujer 
y el adolescente que 
apoyan a las personas 
vulnerables y el 




perpetraron contra su 
integridad humana. 
La unidad de 
urgencia de apoyo a 
las victimas 
menores de edad lo 
brinda el Ministerio 
de la Mujer en cada 
caso donde se 
investiga estos 
delitos se comunica 
a la línea telefónica 
100 del Ministerio 
de la Mujer para 
que se apersone un 
abogado defensor 
gratuito para la 
representación del 
menor. 
Referente a si existen políticas públicas 
que protejan a las víctimas del delito 
contra la indemnidad sexual. Carrión, 
Peña Cabrera y Peña Labrin coinciden 
en que afirma que no existen políticas 











ANEXO 8:   Leyes y normas 
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