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Voor u ligt mijn Master scriptie van de Open Universiteit.  
Ik vond het een leuke uitdaging om een geschikt scriptie onderwerp te kiezen. 
Uiteindelijk heb ik gekozen voor de privacybescherming van de werknemer 
tijdens de uitvoering van de arbeidsovereenkomst. Dit onderwerp sprak mij aan 
omdat weinig mensen zich bewust lijken te zijn van de mogelijke inbreuk op hun 
privacy door een werkgever. Het huidige Internet tijdperk brengt veel kansen 
maar ook veel gevaren met zich mee. Hoe meer ik mij in de bescherming van 
de privacy van werknemers verdiepte hoe meer ik geïntrigeerd raakte en hoe 
meer ik erover wilde weten. 
Ik kan zeggen dat ik veel over mijn gekozen onderwerp geleerd heb in de 
afgelopen tijd en ik hoop dat u het resultaat van mijn bloed, zweet en tranen, 
met veel plezier zult lezen. 
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1. Inleiding  
 
1.1 Aanleiding onderzoek 
Nog niet zo lang geleden werd op de website van geenstijl.nl, onderdeel van 
GS Media B.V., een filmpje van een dronken rechtenstudente vertoont. Dit 
filmpje was gemaakt door studententv. en door geenstijl.nl opgemerkt. In dit 
filmpje vertelde een dronken studente, die ’s avonds laat op straat in een portiek 
zat, dat zij in haar hoedanigheid als praeses van een studentenvereniging 
aangesproken wenste te worden als majesteit. Ook vertelde zij intieme details 
over haar privé leven. Het filmpje werd door ongeveer 100.000 mensen gezien 
en werd van stevig commentaar voorzien door degenen die het gezien hadden.  
De studente hoorde dat het filmpje op de website van geenstijl was geplaatst. In 
een procedure tegen Studententv en GS Media B.V. vorderde zij toen de 
openbaarmaking van het filmpje en de bijbehorende commentaren met 
onmiddellijke ingang te staken en gestaakt te houden. Tevens vorderde zij een 
schadevergoeding en een verklaring voor recht dat het vervaardigen, het in 
bezit hebben en / of openbaar maken van het filmpje onrechtmatig was jegens 
haar.1 Zij stelde dat het filmpje heel schadelijk was voor haar en een obstakel 
vormde voor toekomstige relaties en carrièremogelijkheden. Haar eer en goede 
naam werden publiekelijk beschadigd en omdat zij herkenbaar in beeld was 
gebracht leverde openbaarmaking een schending van de Auteurswet2 op. Na 
een verzoek van de advocaat van de studente verwijderde geenstijl.nl het 
filmpje van de website om het daarna wederom te plaatsen, nadat een balkje 
over het gezicht van de rechtenstudente was geplaatst.  
In de kortgeding procedure die daarop volgde, vorderde de rechtenstudente 
wederom dat het filmpje en de commentaren van de website van geenstijl.nl en 
dumpert.nl verwijderd werden. De voorzieningenrechter veroordeelde GS Media 
B.V. om het filmpje, de commentaren en hyperlinks te verwijderen en verwijderd 
te houden en tot betaling van dwangsommen bij overtreding hiervan.3  
In de bodemprocedure werd G.S. Media eveneens veroordeeld tot het staken 
en gestaakt houden van openbaarmaking van het filmpje. De rechter verklaarde 
                                                 
1 Rb Amsterdam, 14 juli 2010, LJN BN4359 
2 Art. 21 Auteurswet 
3 Rb Amsterdam (vrz), 11 september 2009, LJN BK1859 
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voor recht dat G.S. Media B.V. onrechtmatig jegens de studente had gehandeld 
door het filmpje (tot twee maal toe) openbaar te maken en daarbij de 
commentaren te plaatsen. Tevens veroordeelde de rechter G.S. Media B.V. de, 
als gevolg van het hiervoor bedoelde onrechtmatig handelen, geleden schade 
te vergoeden, nader op te maken bij staat en de kosten van de procedure te 
betalen. De inbreuk op de persoonlijke levenssfeer van de studente 
rechtvaardigde de inperking van de vrijheid van meningsuiting in dit geval.  
 
Door deze casus werd mijn interesse gewekt voor de privacywetgeving. Met 
name de gevallen die betrekking hebben op de bescherming van de privacy van 
de werknemer. Ik wil de grenzen verkennen tussen het ‘controlerecht’ van de 
werkgever en de bescherming van de privacy van de werknemer. In de 
volgende paragraaf zal ik kort ingaan op het begrip arbeidsovereenkomst, de 
basis van de relatie tussen werkgever en werknemer. 
 
1.2 Arbeidsovereenkomst  
Een arbeidsovereenkomst is een overeenkomst die door wilsovereenstemming 
tussen een werkgever en een handelingsbekwame werknemer tot stand komt. 
De arbeidsovereenkomst geldt als een bijzondere overeenkomst en is wettelijk 
geregeld in Boek 7, titel 10 van het Burgerlijk Wetboek (BW).  
 
De arbeidsovereenkomst wordt in het BW als volgt gedefinieerd: 
De arbeidsovereenkomst is een overeenkomst waarbij de ene partij, de 
werknemer, zich verbindt in dienst van de andere partij, de werkgever, tegen 
loon gedurende zekere tijd arbeid te verrichten.4 
 
Uit deze definitie blijkt dat voldaan moet worden aan een aantal criteria om een 
overeenkomst aan te kunnen merken als een arbeidsovereenkomst. De criteria 
zal ik kort toelichten: 
 
 De verplichting van de werknemer om arbeid te verrichten. De arbeid 
wordt door de werknemer verricht voor de werkgever in ruil voor loon5. 
                                                 
4 Art. 7:610 BW 
5 Art. 7:616 BW 
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De verrichte arbeid moet een economische waarde hebben voor de 
werkgever, een stageovereenkomst6 valt dus buiten dit bestek. De 
werknemer verplicht zich om persoonlijk7 de bedongen arbeid te 
verrichten. Hij mag zich dus niet door iemand anders laten vervangen. 
 De verplichting van de werkgever om loon te betalen. Als de 
loonverplichting ontbreekt, is geen sprake van een arbeidsovereenkomst. 
Het loonbegrip, dat in het BW gehanteerd wordt, is de door de werkgever 
aan de werknemer verschuldigde vergoeding voor de verrichte arbeid. 
Ook loon in natura valt binnen dit bestek.8 Door derden betaalde fooien 
vallen buiten de definitie van loon.9  
 De gezagsverhouding. De arbeidsovereenkomst wordt gekenmerkt door 
een gezagsverhouding. De werknemer is ondergeschikt aan de 
werkgever. De gezagsverhouding is het moeilijkste criterium van de 
arbeidsovereenkomst. In de rechtspraak is het zogenoemde materiële en 
het formele gezagscriterium ontwikkeld.10  
 De arbeid moet gedurende een zekere tijd worden verricht.11  
 
Het arbeidsovereenkomstenrecht wordt ook beheerst door de eisen van de 
redelijkheid en de billijkheid. Een werkgever mag geen onredelijke eisen stellen 
aan zijn werknemer. Hij moet zich als een goed werkgever gedragen. Ook de 
werknemer moet zich als een goed werknemer gedragen.12 De eisen van de 
redelijkheid en billijkheid zijn open normen die de rechter grote vrijheid laten in 
de interpretatie hiervan bij geschillen. 13 
In het kader van de uitvoering van de arbeidsovereenkomst kan een werkgever 
regels opstellen om zijn bedrijfsbelang te beschermen. Hij moet, bij het 
opstellen van die regels, de aard van de arbeidsovereenkomst en de 
redelijkheid en de billijkheid in het oog houden. Toepassing van deze regels kan 
                                                 
6 HR 29 oktober 1982, NJ 1983, 230; HR 10 juni 1983, NJ 1984, 60 
7 Art. 7:659 BW 
8 HR 12 oktober 2001, JAR 2001/217 
9 HR 8 oktober 1993, NJ 1994, 188, JAR 1993/245 
10 HR 14 november 1997, NJ 1998/149 
11 Aan dit vereiste wordt gewoonlijk zelfstandige betekenis ontzegd. I.P. Asscher-Vonk, W.J.P.M. Fase, F.M. Noordam, 
‘Schets van het Nederlandse arbeidsrecht’, Deventer: Kluwer 2009, p.49 
12 Art. 7:611 BW 
13 I.P. Asscher-Vonk, W.J.P.M. Fase, F.M. Noordam, ‘Schets van het Nederlandse arbeidsrecht’, Deventer: Kluwer 
2009, p.1-53 
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een inbreuk opleveren op de persoonlijke levenssfeer c.q. privacy van de 
werknemer.  
Hoe verhoudt de bescherming van de persoonlijke levenssfeer van de 
werknemer zich tot het recht van de werkgever om regels op te stellen en toe te 
passen? In de navolgende paragraaf zal ik de hieruit voortvloeiende 
onderzoeksvragen, die in deze scriptie aan de orde komen, nader specificeren. 
 
1.3 Onderzoeksvragen 
De hoofdvraag van de scriptie luidt: 
Waar ligt de grens tussen de bescherming van de privacy van de werknemer en 
het controlerecht van de werkgever in het kader van het bedrijfsbelang? 
Deze vraag wil ik beantwoorden aan de hand van jurisprudentieonderzoek. Als 
de werkgever zijn controlemogelijkheden toepast, kan het belang van de 
bescherming van de privacy van de werknemer moeten wijken. Dit 
spanningsveld zal worden behandeld in het kader van drie specifieke gevallen, 
te weten: 
  (geheim) cameratoezicht; 
 gebruik van registratie- en volgsystemen; 
 het afluisteren en opnemen van telefoongesprekken en het lezen van 
(privé) e-mails. 
 
1.4 Opbouw van de scriptie  
In het tweede hoofdstuk zal ik het begrip privacy, de historie en het belang van 
privacybescherming in de context van de Nederlandse rechtsverhoudingen 
behandelen.  
In het derde hoofdstuk zal ik het grondrecht dat de persoonlijke levenssfeer14 
beschermt, behandelen. Dit grondrecht is onder andere uitgewerkt in de Wet 
bescherming persoonsgegevens (Wbp) en die zal ik dan tevens in vogelvlucht 
beschrijven.  
In het vierde hoofdstuk zal ik de grenzen van de bescherming van de 
persoonlijke levenssfeer van de werknemer verkennen in het kader van de 
                                                 
14 Art. 10 Grondwet 
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controlemogelijkheden van de werkgever. In dit hoofdstuk zal ik de hoofdvraag 
en subvragen behandelen aan de hand van jurisprudentieonderzoek.  
In het vijfde hoofdstuk zal ik een korte samenvatting geven, conclusies trekken 






2. Privacy als grondrecht 
 
2.1 Definitie privacy 
We komen verschillende definities van de term privacy tegen, waaronder15:  
 persoonlijke vrijheid, het ongehinderd alleen, in eigen kring of met een 
partner ergens kunnen vertoeven, gelegenheid om zich af te zonderen, 
om storende invloeden van de buitenwereld te ontgaan;  
 persoonlijke vrijheid en het recht om geen last te hebben van andere 
mensen;  
 
Privacy kan dus omschreven worden als het recht om met rust te worden 
gelaten. Het recht op privacy werd door de Amerikanen Warren & Brandeis16 in 
een artikel op 15 december 1890 in de Harvard Law Review geïntroduceerd. 
Het artikel was een respons op het toenemende aantal kranten en foto’s dat 
mogelijk gemaakt werd door nieuwe technologieën. Zij maakten zich zorgen dat 
in het geheim gemaakte foto’s gebruikt zouden kunnen worden door de 
sensatiepers.  
Hun definitie van het begrip privacy was het recht van individuen om 
gevrijwaard te zijn van ongewenste verspreiding van informatie, vooral via 
publicaties, over hun persoonlijke levenssfeer.  
Hun omschrijving van persoonlijke levenssfeer behelsde emoties, sensaties en 
gedachten alsook persoonlijke relaties, geschriften, uitspraken en 
handelingen.17 Deze omschrijvingen kunnen onderverdeeld worden in enkele 
categorieën. De verschillende categorieën privacy zal ik in paragraaf 2.4 gaan 
beschrijven. In de volgende paragraven zal ik eerst het grondrecht op 
bescherming van de persoonlijke levenssfeer behandelen. In paragraaf 2.3 zal 
ik de historie kort belichten. 
 
2.2 Grondrecht 
Het recht op privacy, ook wel het recht op persoonlijke levenssfeer genoemd, is 
een van de klassieke grondrechten18. Dit grondrecht is in 1983 opgenomen in 
                                                 
15 http://www.encyclo.nl/begrip/privacy 
16 http://groups.csail.mit.edu/mac/classes/6.805/articles/privacy/Privacy_brand_warr2.html 
17 J.E.J. Prins, J.M.A. Berkvens, ‘Privacyregulering in theorie en praktijk’, Deventer: Kluwer 2002, p. 13-14 
18 Art. 10 GW 
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de Grondwet. Ook in het Europees Verdrag ter bescherming van de Rechten 
van de Mens (EVRM)19 en het Internationale Verdrag voor Burgerlijke en 
Politieke Rechten (IVBPR)20 is het recht op privacy opgenomen.  
 
Artikel 10 van de Grondwet (GW) dat de privacy beschermt, luidt als volgt: 
 
1. Ieder heeft, behoudens bij of krachtens de wet te stellen beperkingen, 
recht op eerbiediging van zijn persoonlijke levenssfeer. 
2. De wet stelt regels ter bescherming van de persoonlijke levenssfeer in 
verband met het vastleggen en verstrekken van persoonsgegevens. 
3. De wet stelt regels inzake de aanspraken van personen op kennisneming 
van over hen vastgelegde gegevens en van het gebruik dat daarvan 
wordt gemaakt, alsmede op verbetering van zodanige gegevens. 
 
Het kenmerk van een klassiek grondrecht is dat overheidsbemoeienis op dit 
gebied uitblijft. Voor artikel 10, eerste lid GW betekent dit dat de overheid in 
beginsel geen inbreuk mag maken op het recht op privacy van de burger. 
Inbreuk op dit recht is slechts mogelijk bij een wet in formele zin, die 
noodzakelijk is ter bescherming van een gerechtvaardigd maatschappelijk 
belang.21 Daartoe is aan artikel 10 GW het tweede en derde lid toegevoegd. Het 
tweede lid ziet erop toe dat de inbreuk voor wat betreft het vastleggen en het 
verstrekken van persoonsgegevens geregeld wordt bij formele wet, te weten de 
Wet bescherming persoonsgegevens (Wbp). Het derde lid ziet erop toe dat 
degene wiens persoonsgegevens verwerkt zijn, inzage heeft en ook 
verbeteringen kan laten aanbrengen. Dit is tevens geregeld in de Wbp. 
 
Enkele klassieke grondrechten kennen ook de horizontale werking. Dit betekent 
dat burgers onderling een beroep kunnen doen op deze grondrechten. De 
wetgever achtte het wenselijk dat burgers zich ook kunnen beroepen op 
bepaalde grondrechten als ze te maken kregen met machtige particuliere 
                                                 
19 Art. 8 EVRM 
20 Art. 17 IVBPR 
21 J.H.J. Terstegge, ‘De nieuwe Wet bescherming persoonsgegevens’, Alphen aan den Rijn: Samson 2000, p.10-11  
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instellingen en heeft daarom aan enkele grondrechten, zoals het recht op 
privacy, de horizontale werking toegekend.22 
 
2.2.1 Wijziging grondwet 
Bij koninklijk besluit is op 3 juli 2009 de Staatscommissie Grondwet ingesteld, 
die adviseren moet over de vraag of de Grondwet op een aantal onderdelen 
zou moeten worden aangepast. In november 2010 heeft de Staatscommissie 
Grondwet een rapport uitgebracht. Hierin wordt voorgesteld om een aantal 
artikelen, te weten de artikelen 7, 10 en 13, van de Grondwet te herzien.23 Met 
de voorgestelde aanpassing van deze artikelen wordt beoogd om de Grondwet 
te moderniseren. Nieuwe technologieën kunnen inbreuk op grondrechten 
mogelijk maken. Daartegen is geen adequate rechtsbescherming mogelijk 
omdat bescherming hiertegen nog niet verankerd is in de Grondwet. 
De commissie stelt voor dat de bescherming van de persoonlijke levenssfeer 
zoals die nu is verwoord in artikel 10, eerste lid GW, een afzonderlijk grondrecht 
wordt. De bepalingen van artikel 10, tweede en derde lid GW zouden daarnaast 
een zelfstandig grondrecht moeten worden.24  
 
2.3 Historie 
In het verleden kwamen we het recht op privacy zeer verspreid tegen in wet- en 
regelgeving. Schending van het recht op privacy kon worden aangemerkt als 
onrechtmatige daad25, zoals bepaald in het Burgerlijk Wetboek (BW). Ook kon 
schending van het recht op privacy gevonden worden in strafbepalingen voor 
laster. Bepaalde beroepsgroepen kennen ook geheimhoudingsplichten die de 
schending van de privacy moeten voorkomen.  
Nieuwe technologieën, die het opslaan en verwerken van persoonsgegevens 
vergemakkelijkten, brachten het risico met zich mee dat misbruik zou kunnen 
worden gemaakt van die persoonsgegevens. De wetgever achtte dit niet 
wenselijk. Dit leidde ertoe dat bij de grondwetherziening van 1983 de 
bescherming van de persoonlijke levenssfeer onder de klassieke grondrechten 
is geschaard. Tegelijkertijd ontstond jurisprudentie van het Europees Hof voor 
                                                 
22 M.M. Koevoets, ‘Wangedrag van werknemers’, Den Haag: Boom Juridische Uitgevers 2006, p. 15 
23 Staatscommissie Grondwet, ‘Rapport Staatscommissie Grondwet’, Den Haag: Staatscommissie Grondwet 2010, p. 6-
13 
24 Idem, p. 80-85 
25 Art. 6:162 BW 
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de Rechten van de Mens (EHRM) in relatie tot het opslaan en gebruiken van 
persoonsgegevens.26 
 
Op 1 juli 1989 is de Wet Persoonsregistraties (WPR) in werking getreden. Uit 
een evaluatie in 1995 bleek dat de wet achterliep op de snelle opkomst van 
nieuwe technologieën en dat bescherming van persoonsgegevens nog steeds 
een hot item was.27  
Op 1 september 2001 is de WPR daarom vervangen door de Wet bescherming 
persoonsgegevens (Wbp). Deze wet bevat algemene regels voor de 
bescherming van de privacy van de burger met de nadruk op de verwerking van 
persoonsgegevens.28 Met de invoering van deze wet is de Europese Richtlijn29 
(Privacyrichtlijn) betreffende de bescherming van natuurlijke personen in 
verband met de verwerking van persoonsgegevens en betreffende het vrije 
verkeer van die gegevens, geïmplementeerd.30  
 
De Wbp is een organieke wet die gericht is op de vormgeving van een 
grondrecht en bevat een civielrechtelijke en een bestuursrechtelijke 
component.31 In de volgende paragraaf zal ik nader ingaan op dit grondrecht. 
 
2.4 Soorten privacy 
Het recht op privacy wordt onderverdeeld in vier categorieën32: 
 Het recht op ruimtelijke privacy omvat de onschendbaarheid van de 
eigen woning33. In het arbeidsrecht heeft het recht op ruimtelijke privacy 
betrekking op een eigen werkplek, lease auto etc. 
 Het recht op relationele privacy is het recht op vertrouwelijke 
communicatie.34 In het arbeidsrecht heeft dit betrekking op het 
                                                 
26 H.B. Winter, P.O. de Jong, A. Sibma, F.W. Visser, M. Herweijer, A.M. Klingenberg & H. Prakken, ‘Wat niet weet, wat 
niet deert : een evaluatieonderzoek naar de werking van de Wet bescherming persoonsgegevens in de praktijk’,  Den 
Haag: Boom Juridische uitgevers 2009, p. 31-33 
27 D. Rijkers, ‘De wet bescherming persoonsgegevens’, Alphen a/d Rijn: Adinformatie Groep 2002, p. 5 
28 H.B. Winter, P.O. de Jong, A. Sibma, F.W. Visser, M. Herweijer, A.M. Klingenberg & H. Prakken, ‘Wat niet weet, wat 
niet deert : een evaluatieonderzoek naar de werking van de Wet bescherming persoonsgegevens in de praktijk’,  Den 
Haag: Boom Juridische uitgevers 2009, p. 31-33  
29 Richtlijn 95/46/EG, (PbEG L281) 
30 Idem voetnoot 12 
31 Idem voetnoot 12, p. 34-35 
32 J.H.J. Terstegge, ‘De nieuwe Wet bescherming persoonsgegevens’, Alphen aan den Rijn: Samson 2000, p.14-15 
33 Art. 12 Grondwet 
34 Art. 13 GW 
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ongestoord voeren van (persoonlijke) telefoongesprekken of het 
schrijven en ontvangen van (persoonlijke) e-mails. 
 Het recht op lichamelijke integriteit35c.q. de onaantastbaarheid van het 
lichaam. In het arbeidsrecht kan dit spelen op het gebied van medische 
keuringen en alcohol- en drugstests. 
 Het recht op informationele privacy36: dit betreft de verwerking van 
persoonsgegevens. In het arbeidsrecht gaat het dan bijvoorbeeld om het 




In dit hoofdstuk heb ik het begrip “privacy” kort aangestipt en het recht op 
privacy onderverdeeld in vier categorieën. Bescherming van de persoonlijke 
levenssfeer is een van de klassieke grondrechten. De wetgever heeft de Wbp 
ingevoerd om algemene regels te geven voor de omgang met verwerking van 
persoonsgegevens in het kader van de privacybescherming. In het volgende 
hoofdstuk zal ik de Wbp dan ook in vogelvlucht beschrijven.  
 
                                                 
35 Art. 11 GW 
36 Art. 10, tweede en derde lid GW 
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3. Wet bescherming persoonsgegevens  
In het huidige tijdperk worden steeds meer persoongegevens verzameld en 
verwerkt door tal van overheidsinstanties en andere organisaties. Sommige 
organisaties en overheidsinstanties hebben persoonsgegevens van burgers 
nodig. Maar de burger heeft ook recht op privacy en bescherming van zijn 
gegevens. De Wet bescherming persoonsgegevens (Wbp) regelt, ter 
bescherming van de privacy, wat wel en wat niet toegestaan is tijdens het 
verzamelen, verwerken en bewaren van deze persoonsgegevens. De positie 
van de personen wier gegevens worden verwerkt, moet door de Wbp worden 
versterkt. Dit wordt bewerkstelligd door aan deze personen rechten toe te 
kennen (een inzagerecht, correctierecht, recht van verzet en afscherming van 
persoonsgegevens) en plichten op te leggen aan de verantwoordelijken die de 
gegevens verwerken (een meldings- en informatieplicht). Het College 
bescherming persoonsgegevens (Cbp) is aangewezen als onafhankelijke 
toezichthouder op de naleving van de Wbp.37  
De Wbp regelt niet in detail hoe moet worden omgegaan met 
persoonsgegevens, maar geeft aan waaraan de verwerking van deze gegevens 
moet voldoen. Bedrijven en organisaties (in het vervolg: de verantwoordelijke) 
moeten steeds zelf een belangenafweging maken tussen bijvoorbeeld het 
bedrijfsbelang en het belang van de privacybescherming van de werknemer. De 
Wbp geeft hen daarbij criteria als handreiking voor deze belangenafweging.38 Er 
moet een gerechtvaardigd belang bestaan voor de verwerking (artikel 8 Wbp).  
 
Voordat met het verzamelen en verwerken van gegevens begonnen mag 
worden, moet bepaald worden voor welk specifiek doel de gegevens worden 
verwerkt. Er moet aan één van de zes grondslagen van de Wbp (artikel 8 Wbp) 
worden voldaan, voordat met de verwerking begonnen mag worden. De 
grondslagen zijn: 
                                                 
37 H.B. Winter, P.O. de Jong, A. Sibma, F.W. Visser, M. Herweijer, A.M. Klingenberg & H. Prakken, ‘Wat niet weet, wat 
niet deert : een evaluatieonderzoek naar de werking van de Wet bescherming persoonsgegevens in de praktijk’,  Den 
Haag: Boom Juridische uitgevers 2009, p. 31-37 
38 J.H.J. Terstegge, ‘De nieuwe wet bescherming persoonsgegevens’, Alphen aan den Rijn: Samson 2000, p. 15-18 
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 de ondubbelzinnige toestemming van de betrokkene (artikel 8, lid a 
Wbp);  
 een gerechtvaardigd belang (artikel 8 lid f Wbp) voor de verwerking 
(bijvoorbeeld bedrijfsbelang); 
 de verwerking van gegevens is noodzakelijk voor de goede vervulling 
van een publiekrechtelijke taak (artikel 8 lid e Wbp); 
 de verwerking van persoonsgegevens is noodzakelijk ter vrijwaring van 
een vitaal belang van de betrokkene (artikel 8 lid d Wbp), bij voorkeur 
met toestemming van de betrokkene (bijvoorbeeld bij een dringende 
medische noodzaak); 
 de verwerking is noodzakelijk ter uitvoering van een wettelijke plicht 
(artikel 8 lid c Wbp) van de verantwoordelijke; 
 de verwerking is noodzakelijk voor de uitvoering van een 
(arbeids)overeenkomst (artikel 8 lid b Wbp).39 
 
De persoonsgegevens moeten in overeenstemming met de wet worden 
verkregen en op een behoorlijke en zorgvuldige wijze worden verwerkt (artikel 6 
Wbp). Als de persoonsgegevens niet zorgvuldig verwerkt worden, dan handelt 
men onrechtmatig. Er moet gezorgd worden voor een goede beveiliging (de 
artikelen 13 en 14 Wbp) en bewaring van de gegevens (de artikelen 10 Wbp). 
De gegevens mogen niet langer bewaard worden dan noodzakelijk is voor een 
goede verwerkelijking van de doeleinden waarvoor zij verzameld en verwerkt 
worden. De gegevens moeten beveiligd worden tegen misbruik. Hoe gevoeliger 
de gegevens zijn, hoe zwaarder de beveiliging dient te zijn. De kwaliteit en 
kwantiteit van de gegevens moet bewaakt worden en nevengebruik (de 
artikelen 9 en 11 Wbp) moet gespecificeerd worden (als gegevens voor 
meerdere doelen worden gebruikt). Als voldaan is aan het beginsel van 




                                                 
39 L.B. Sauerwein, J.J. Linnemann, ‘Handleiding voor verwerkers van persoonsgegevens’, Den Haag: Ministerie van 
Justitie 2002, p. 22-25 
40 J.H.J. Terstegge, ‘De nieuwe wet bescherming persoonsgegevens’, Alphen aan den Rijn: Samson 2000, p. 15-17 
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3.1 Bijzondere persoonsgegevens 
De Wbp bevat dus geen sluitend stelsel van concrete normen over wat wel en 
wat niet is toegestaan. Een uitzondering geldt voor bijzondere 
persoonsgegevens die alleen mogen worden verwerkt als dat door de wet is 
toegestaan. In de Memorie van Toelichting geeft de wetgever aan dat toetsing 
achteraf uit zal moeten wijzen of een aanvaardbare belangenafweging heeft 
plaatsgevonden.41 In de publieke sector zal getoetst worden aan de beginselen 
van behoorlijk bestuur. In de private sector zal getoetst worden of voldaan is 
aan de zorgvuldigheid die volgens het ongeschreven recht in het 
maatschappelijke verkeer betaamt.42  
Bijzondere gegevens zijn gegevens betreffende iemands godsdienst of 
levensovertuiging, ras, politieke gezindheid, gezondheid, seksuele leven, 
lidmaatschap van een vakvereniging en strafrechtelijke documentatie. 
Verwerking van deze gegevens is in beginsel dus verboden, maar de wet geeft 
uitzonderingen op dit verbod.43 
 
3.2  Zelfregulatie 
Omdat de Wbp open normen bevat, moet door middel van sectorale wetgeving 
of zelfregulering verdere invulling gegeven worden aan de normen. In het kader 
van zelfregulering (artikel 25 Wbp) wordt aan organisaties de mogelijkheid 
geboden om zelf gedragscodes vast te stellen om de algemene normen van die 
sector te concretiseren. Ook is het mogelijk om reglementen op te stellen 
waarin verwoord is hoe met de gegevensverwerking in de organisatie wordt 
omgegaan.44  
In het kader van het arbeidsrecht kan dit onder andere vorm krijgen door regels 
te stellen betreffende het afluisteren van telefoongesprekken, het gebruik van 
camera toezicht en het monitoren van e-mail en Internet gebruik. 
 
 
                                                 
41 Kamerstukken II 1997-1998, 25892, nr.3, p. 38 
42 H.B. Winter, P.O. de Jong, A. Sibma, F.W. Visser, M. Herweijer, A.M. Klingenberg & H. Prakken, ‘Wat niet weet, wat 
niet deert : een evaluatieonderzoek naar de werking van de Wet bescherming persoonsgegevens in de praktijk’,  Den 
Haag: Boom Juridische uitgevers 2009, p. 31-35 
43 J.H.J. Terstegge, ‘De nieuwe Wet bescherming persoonsgegevens’, Alphen aan den Rijn: Samson 2000, p.38 
44 H.B. Winter, P.O. de Jong, A. Sibma, F.W. Visser, M. Herweijer, A.M. Klingenberg & H. Prakken, ‘Wat niet weet, wat 
niet deert : een evaluatieonderzoek naar de werking van de Wet bescherming persoonsgegevens in de praktijk’,  Den 
Haag: Boom Juridische uitgevers 2009, p. 36-37 
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3.3 Vrijstelling van de meldingsplicht 
Bepaalde verwerkingen die de privacy van de betrokkene niet ernstig schaden, 
zijn vrijgesteld van de meldingsplicht.45 Het betreft standaard 
informatieprocessen waarvan iedereen globaal weet wat ermee gebeurt, zoals 
een personeels- en salarisadministratie, debiteurenadministratie, 
klantenadministratie etc. 46  
De vrijgestelde gegevensverwerkingen en de maximale bewaarperiode zijn 
opgesomd in het Vrijstellingsbesluit. 47 
Overschrijding van de grenzen van het vrijstellingsbesluit leidt tot verplichting 
om de verwerking te melden bij het Cbp. 
 
3.4 Toezicht en sancties 
Het is noodzakelijk om ook toezicht op naleving van de Wbp en sancties op 
overtreding van de Wbp te regelen. In de navolgende paraaf zal ik in het kort 
het College bescherming persoonsgegevens (Cbp), die als toezichthouder is 
ingesteld, bespreken. 
 
3.4.1 College bescherming persoonsgegevens 
Het Cbp (voorheen de Registratiekamer) is aangewezen als toezichthouder op 
de Wbp (Art. 51 Wbp). Het Cbp is een zelfstandig bestuursorgaan dat niet 
hiërarchisch ondergeschikt is aan een minister. De minister van veiligheid en 
justitie beschikt wel over enkele bevoegdheden. Deze bevoegdheden zijn:  
een algemeen inlichtingenrecht (artikel 59, eerste lid Wbp), goedkeuring van het 
bestuursreglement (artikel 56, vierde lid Wbp), het opstellen van beleidsregels 
met betrekking tot het opleggen van bestuurlijke boetes (artikel 74 Wbp), 
regeling van de rechtspositie van de leden van het Cbp bij Algemene maatregel 
van bestuur (artikel 55 Wbp) en benoeming van de leden van het Cbp (artikel 
53 en 54 Wbp).48 
 
                                                 
45 Vrijstellingsbesluit Wbp 
46 J.H.J. Terstegge, ‘De nieuwe wet bescherming persoonsgegevens’, Alphen aan den  Rijn: Samson 2000, p.46 
47 Stb. 2001, 250  
48 H.B. Winter, P.O. de Jong, A. Sibma, F.W. Visser, M. Herweijer, A.M. Klingenberg & H. Prakken, ‘Wat niet weet, wat 
niet deert : een evaluatieonderzoek naar de werking van de Wet bescherming persoonsgegevens in de praktijk’,  Den 
Haag: Boom Juridische uitgevers 2009, p. 37-39 
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De Wet openbaarheid van bestuur en de Wet nationale ombudsman zijn op het 
Cbp van toepassing evenals de algemene beginselen van behoorlijk bestuur.49 
 
Het Cbp is de rechtshandhavende instantie die beschikt over een aantal 
bevoegdheden, geregeld in hoofdstuk 10 van de Wbp (bestuursdwang en 
dwangsom). Het Cbp kan een rechtens afdwingbare beslissing opleggen (artikel 
70 Wbp) en de verantwoordelijke kan een beslissing van het Cbp in rechte 
aanvechten (artikel 71 Wbp). 
Onder bepaalde omstandigheden kan het Cbp goedkeuren dat gevoelige 
gegevens in aanvulling op het wettelijke regime worden verwerkt (artikel 23, 
eerste lid, onder e Wbp). Het Cbp kan een vergunning afgeven ( artikel 77, 
tweede lid Wbp) die doorgifte van persoonsgegevens aan een derde land, dat 
een passend beschermingsniveau biedt, mogelijk maakt. Ook kan het Cbp 
voorafgaand onderzoek doen bij bepaalde gegevensverwerking (artikel 31en 32 
Wbp) met bijzondere risico’s. Het beoordeelt dan gedragscodes (artikel 25 e.v. 
Wbp) en het houdt een openbaar register (artikel 30 Wbp) van binnengekomen 
meldingen bij. 
 
Ook andere wet- en regelgeving op grond waarvan persoonsgegevens worden 
verwerkt, vallen onder de toezichthoudende taak van het Cbp.50 
 
Het Cbp is tevens een adviesorgaan voor de regering. Deze laatste is verplicht 
om het Cbp om advies te vragen over voorstellen van wet en ontwerpen van 
algemene maatregelen van bestuur, die geheel of voor een belangrijk deel, 
betrekking hebben op de verwerking van persoonsgegevens.51 
Jaarlijks moet het Cbp een verslag opstellen van de werkzaamheden, het 
algemeen gevoerde beleid en de doelmatigheid en doeltreffendheid van zijn 
werkwijze in het bijzonder (artikel 58 Wbp). 
                                                 
49 Idem 
50 H.B. Winter, P.O. de Jong, A. Sibma, F.W. Visser, M. Herweijer, A.M. Klingenberg & H. Prakken, ‘Wat niet weet, wat 
niet deert : een evaluatieonderzoek naar de werking van de Wet bescherming persoonsgegevens in de praktijk’,  Den 
Haag: Boom Juridische uitgevers 2009, p. 37-40 
51 Idem 
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3.4.2 De functionaris voor de gegevensbescherming 
De Wbp biedt de verantwoordelijke de mogelijkheid om een onafhankelijke 
interne toezichthouder (artikel 62 Wbp) aan te stellen, de functionaris voor de 
gegevensbescherming (FG). Van het aanstellen van een FG moet melding 
worden gemaakt aan het Cbp, die een openbaar register (artikel 63, derde lid 
Wbp) bijhoudt van FG’s. De FG moet dezelfde bevoegdheden bezitten als het 
Cbp, volgens afdeling 5.2 van de Algemene wet bestuursrecht, zoals de 
bevoegdheden tot het vragen van inlichtingen en van inzage en tot het betreden 
van ruimtes (artikel 64 Wbp).  
De FG moet een register (artikel 30 Wbp) van de gegevensverwerkingen 
bijhouden en een jaarverslag opstellen (artikel 62 Wbp). Ook kan de FG 
aanbevelingen doen die tot een betere bescherming van de verwerkte 
gegevens moet leiden (artikel 64 Wbp) 
 
De FG moet over toereikende kennis beschikken over de organisatie, de 
gegevensverwerking, de belangen(afweging) van die gegevensverwerking en 
de privacywetgeving. Natuurlijk moet hij voldoende betrouwbaar en 
onafhankelijk worden geacht (artikel 63 Wbp).52 
Het Cbp blijft zijn toezichthoudende bevoegdheden houden, volgens artikel 62 
van de Wbp, ondanks de benoeming van een FG. De FG vervangt het Cbp 
slechts voor wat betreft de meldingen van de meldingsplichtige 
gegevensverwerkingen. Het Cbp geeft echter zelf aan terug te treden als 
toezichthouder bij de instelling van een FG.53 
 
3.5 Afsluitend 
In de vorige paragrafen heb ik, in vogelvlucht, geschetst hoe de bescherming 
van de persoonlijke levenssfeer van burgers in Nederland via de Wbp 
gereguleerd wordt. De voorwaarden voor gegevensverwerking, de rechten van 
de burger en de verplichtingen van de verantwoordelijke alsook het toezicht en 
de handhaving zijn de revue gepasseerd.  
 
                                                 
52 H.B. Winter, P.O. de Jong, A. Sibma, F.W. Visser, M. Herweijer, A.M. Klingenberg & H. Prakken, ‘Wat niet weet, wat 
niet deert : een evaluatieonderzoek naar de werking van de Wet bescherming persoonsgegevens in de praktijk’,  Den 
Haag: Boom Juridische uitgevers 2009, p. 37-40 
53 Idem 
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In het volgende hoofdstuk zal ik de regels voor de privacybescherming gaan 
toepassen binnen het arbeidsrecht. Eerst geef ik algemene regels voor de 
verwerking van persoonsgegevens. Vervolgens zal ik de vraag onderzoeken 
waar de grens ligt tussen de bescherming van de privacy van de werknemer en 
het controlerecht van de werkgever in het kader van het bedrijfsbelang. Als de 
werkgever zijn controlemogelijkheden toepast, kan het belang van de 
bescherming van de privacy van de werknemer moeten wijken. Dit 
spanningsveld zal worden behandeld in het kader van drie specifieke gevallen, 
te weten: 
  (geheim) cameratoezicht; 
 het gebruik van registratie- en volgsystemen; 








4. Privacy in het arbeidsrecht 
Zoals reeds uit het vorige hoofdstuk is gebleken, kan het voorkomen dat het 
recht op de bescherming van de persoonlijke levenssfeer moet wijken voor 
andere zwaarwegendere belangen.  
In het arbeidsrecht wordt steeds een belangenafweging gemaakt tussen het 
recht op privacy van de werknemer en de gerechtvaardigde bedrijfsbelangen 
van de werkgever die een inbreuk op dat recht kunnen maken. De 
arbeidsverhouding brengt beperkingen in de werking van het privacyrecht met 
zich mee.  
De werkgever kan immers aanwijzingen geven, de werkzaamheden van de 
werknemer controleren en regels opstellen waaraan de werknemer zich moet 
houden. Hoe ver de werkgever mag gaan om zijn belangen te beschermen 
hangt af van de concrete omstandigheden.54  
In het vorige hoofdstuk is al uitgebreid ingegaan op de algemene bepalingen 
van de Wbp. In de navolgende paragrafen zullen deze bepalingen worden 
toegepast in relatie tot het arbeidsrecht. 
In de volgende paragrafen zal worden besproken aan welke voorwaarden de 
werkgever moet voldoen in het kader van de gegevensverwerking van de 
werknemer. Eerst wordt echter de rol van de ondernemingsraad en de 
Collectieve arbeidsovereenkomst in het kader van de bescherming van de 
privacy van de werknemer kort belicht. 
 
4.1 Instemmingsrecht Ondernemingsraad 
De Ondernemingsraad (OR) heeft instemmingsrecht ten aanzien van twee 
soorten regelingen die de privacy van medewerkers raken:  
regelingen betreffende het verwerken, alsmede de bescherming van de 
persoonsgegevens van de werknemers (artikel 27 lid 1 onder k WOR). Ook ten 
aanzien van reglementen voor sollicitaties, klachtenprocedures etc. heeft de OR 
een instemmingsrecht.  
Regelingen inzake voorzieningen die gericht zijn op of geschikt zijn voor 
waarneming van of controle op aanwezigheid, gedrag of prestaties van de 
werknemers (artikel 27 lid 1 onder l WOR). Te denken valt hierbij aan 
cameratoezicht, kloksystemen om de aanwezigheid te registeren, registratie 
                                                 
54 L. van Almelo, ‘Ik heb toch niets te verbergen’, Den Haag: SDU 2001 
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van toetsaanslagen op de computer of het monitoren van het telefoongebruik 
etc. 
 
De ondernemingsraden zijn zo medeverantwoordelijk voor de verwerking en 
bescherming van persoonsgegevens en voor de wijze waarop medewerkers op 
de werkvloer (kunnen) worden gecontroleerd en / of geobserveerd.55 
 
4.2 Collectieve Arbeidsovereenkomsten 
In een Collectieve Arbeidsovereenkomst (CAO) kunnen bepalingen opgenomen 
zijn die de privacy van de werknemer moeten waarborgen. Als deze CAO aan 
de werknemer rechten toekent en tevens verbindend verklaard is, dan zijn deze 
bepalingen direct afdwingbaar tegenover de werkgever.56 Een voorbeeld van 
een dergelijke privacybepaling is te vinden in artikel 1.10.3 van de CAO 
Taxivervoer57, waarin bepaald is dat een werknemer bij indiensttreding melden 
moet als hij elders (on)betaalde werkzaamheden verricht. Tevens moet de 
werknemer om toestemming vragen om elders werkzaamheden te mogen 
verrichten tijdens het dienstverband. In de toelichting van dit artikel staat dat de 
werknemer omwille van de privacy niet aan hoeft te geven waar hij andere 
werkzaamheden verricht of wil gaan verrichten. Een ander voorbeeld is te 
vinden in de CAO voor het hoger beroepsonderwijs.58 In artikel U1 staat dat de 
werkgever een regeling op moet stellen terzake van seksuele intimidatie en 




Een werkgever moet persoonsgegevens van zijn werknemers verwerken. Dit 
geschiedt om een aantal redenen. Te denken hierbij valt aan de verplichting 
van de werkgever om de identiteit van zijn werknemer vast te stellen.59 Dit 
voorschrift strekt ertoe om te voorkomen dat illegale werknemers in dienst 
worden genomen. 60  De werkgever heeft ook gegevens nodig in het kader van 
                                                 
55 J.E.J. Prins, J.M.A. Berkvens, ‘Privacyregulering in theorie en praktijk’, Deventer: Kluwer 2002, p. 287-288 
56 J.E.J. Prins, J.M.A. Berkvens, ‘Privacyregulering in theorie en praktijk’, Deventer: Kluwer 2002, p. 289 
57http://www.knv.nl/knv/site.nsf/ea0f9d4d307e5f55c125733d002cde7c/e22f212619924c55c12575df002a1d0b/%24FILE/
CAO%20tekst%20Taxivervoer%202009%202013%20110609%20def.pdf 
58 HBO-Raad, ‘CAO voor het hoger beroepsonderwijs 2010-2012’, Rijswijk: Quantes 2010  
59 Wet op de identificatieplicht 
60 Wet arbeid vreemdelingen 
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loonbetaling en afdracht van loonheffingen61, sociale lasten en 
pensioenopbouw.  
Zoals reeds in hoofdstuk 3 is gebleken, heeft de werkgever de verplichting om 
de gegevens die hij verzamelt op een behoorlijke en zorgvuldige wijze62 en in 
overeenstemming met wet en regelgeving te verwerken en te beveiligen tegen 
verlies, diefstal of onbevoegd gebruik.63 De persoonsgegevens mogen alleen 
verzameld worden als de werkgever daarvoor één of meerdere doelen heeft die 
welbepaald, uitdrukkelijk omschreven en gerechtvaardigd zijn.64 De werkgever 
moet de voorgenomen gegevensverwerking bij het Cbp of de FG, als die 
ingesteld is, melden.65  
Zoals reeds uit paragraaf 3.3 is gebleken hoeven bepaalde 
gegevensverwerkingen, zoals salaris- en personeelsadministraties, niet gemeld 
te worden omdat zij in de Wbp van de meldingsplicht zijn vrijgesteld.66   
Hoelang de werkgever gegevens feitelijk mag bewaren, hangt af van het doel 
waarvoor hij de gegevens heeft verzameld en verder verwerkt. Dit kan per 
situatie verschillen. Er is niet een vaste bewaartermijn. De werkgever moet zich 
steeds afvragen of het voor zijn doel nog noodzakelijk is om de gegevens te 
bewaren.67  
Wat noodzakelijk is, kan in de publieke sector anders liggen dan in de private 
sector. Soms verplicht een wet om de gegevens gedurende een bepaalde 
periode te bewaren (denk bijvoorbeeld aan de bewaartermijn die de 
belastingdienst voorschrijft). Als het voor het doel niet meer noodzakelijk is de 
gegevens te bewaren, moet de werkgever de persoonsgegevens of alle 
identificerende kenmerken verwijderen.68 
                                                 
61 http://belastingdienst.nl/zakelijk/loonheffingen/lb22_gegevens_administreren/lb22_gegevens_administreren-
06.html#P62_7682  
62 Art. 6 Wbp 
63 Art. 13 Wbp 
64 Art. 7 Wbp; art. 8 Wbp 
65 Art. 27 Wbp 
66 L.B. Sauerwein, J.J. Linnemann, ‘Handleiding voor verwerkers van persoonsgegevens’, Den Haag: Ministerie van 
Justitie 2002, p. 31 
67 Art. 10 Wbp 
68 .B. Sauerwein, J.J. Linnemann, ‘Handleiding voor verwerkers van persoonsgegevens’, Den Haag: Ministerie van 
Justitie 2002, p. 40 
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4.3.1 Bijzondere persoonsgegevens 
In de Wbp is, zoals reeds is gebleken in paragraaf 3.1, een aparte regeling 
opgenomen voor verwerking van bijzondere gegevens.69 Voor de werknemer 
zijn de bepalingen van paragraaf 2 van de Wbp van belang: 
 godsdienst / levensovertuiging / politieke gezindheid – als de werkgever 
een van deze gegevens wil verwerken, moet hij kunnen aantonen dat dit 
noodzakelijk is om aan een van de zes grondslagen te voldoen.70 
 Seksueel leven – deze gegevens kunnen een rol spelen bij de 
vormgeving en invoering van een beleid inzake seksuele intimidatie. 
 Ras / etniciteit – gegevens hieromtrent mogen slechts worden verwerkt in 
verband met identificatie van de werknemer.71 
 Gezondheidsgegevens – deze gegevens mogen slechts met 
uitdrukkelijke toestemming van de werknemer verwerkt worden.72 De 
Arbo-dienst is voor deze verwerking de aangewezen instantie. 
 Vakbondslidmaatschap – het is verboden om gegevens hiervan te 
verwerken.73 
 Justitiële documentatie – het is verboden om deze gegevens te 
verwerken, tenzij het strafbare feit de belangen van de werkgever kan 
schaden. Bij interne onderzoeken naar diefstal of fraude mogen de 
uitkomsten wel in een intern dossier vastgelegd worden.74  
 
Er zijn enkele algemene uitzonderingen voor de verwerking van bijzondere 
gegevens. Verwerking mag geschieden als de werknemer uitdrukkelijk 
toestemming hiervoor heeft gegeven of als hij zelf de gegevens heeft openbaar 
gemaakt (bijvoorbeeld melding van strafrechtelijk verleden tijdens het 
sollicitatiegesprek). Verwerking mag ook plaats vinden als het noodzakelijk is 
voor de vaststelling, uitoefening of verdediging van een recht tijdens een 
procedure.75 
 
                                                 
69 Art. 16 Wbp 
70 Art. 17 Wbp en art. 19 Wbp 
71 Art. 18 Wbp 
72 Art. 21 Wbp 
73 Art. 20 Wbp 
74 J.H.J. Terstegge, ‘De nieuwe wet bescherming persoonsgegevens’, Alphen aan den Rijn: Samson 2000, p. 38-40; 
Art. 22 Wpb 
75 J.H.J. Terstegge, ‘De nieuwe wet bescherming persoonsgegevens’, Alphen aan den Rijn: Samson 2000, p. 41; art. 23 
Wbp 
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4.4 Privacy van de werknemer tijdens de uitvoering van de 
arbeidsovereenkomst 
In de vorige paragrafen heb ik summier aangegeven welke wet- en regelgeving 
een rol kan spelen c.q. speelt bij de privacybescherming van de werknemer in 
het arbeidsrecht. In de volgende paragrafen mij specifiek richten op de controle 
die de werkgever kan uitoefenen bij de uitvoering van de arbeidsovereenkomst 
door de werknemer. Ik zal onderzoeken waar de grens ligt tussen de 
bescherming van de privacy van de werknemer en het controlerecht van de 
werkgever, in het kader van het bedrijfsbelang, bij de uitvoering van de 
arbeidsovereenkomst.  
Ik zal mij specifiek richten op de controlebevoegdheid van de werkgever:  
door middel van cameratoezicht; 
door middel van het gebruik van registratie- en volgsystemen; 
door middel van het afluisteren / opnemen van telefoongesprekken en het lezen 
van e-mails. 
 
De werkgever heeft steeds meer methoden tot zijn beschikking om informatie 
over zijn werknemers te verkrijgen. Het gebruik van personeelsvolg- en 
informatiesystemen is tegenwoordig niet meer weg te denken uit een modern 
bedrijf of bij de overheid. Camera’s op de werkvloer, elektronische kassa’s, 
toegangsregistratiesystemen, ‘black boxes’ in bedrijfswagens, al deze systemen 
zijn in staat om de aanwezigheid, het gedrag en de productiviteit van de 
werknemer te observeren, te meten en te registreren.76   
We zullen zien hoe de rechtspraak met deze vraagstukken omgaat en of er een 
lijn in te ontdekken valt.  
 
4.4.1 Privacy op de eigen werkplek – cameratoezicht 
De eigen werkplek, met bureau en kast, lijken de werknemer een zekere privacy 
te bieden. De werkgever behoudt in beginsel de zeggenschap over de zaken 
waarover de werknemer bij de uitvoering van het werk de beschikking krijgt. Hij 
kan regels stellen aan het gebruik van het verstrekte materiaal en op voorhand 
bedingen dat hij (met enige regelmaat) het materiaal controleert.77 
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Dit recht om de werknemer te controleren gaat natuurlijk niet zo ver dat de 
werkgever alles mag zien wat de werknemer doet. Als een goed werkgever mag 
hij natuurlijk niet de spullen van de werknemer gaan doorzoeken. De 
werknemer heeft natuurlijk wel (enig) recht op privacy, ook op de werkplek.  
Gericht cameratoezicht kan een onderdeel vormen van de maatregelen die de 
werkgever neemt in het kader van zijn controlerecht, bijvoorbeeld ter 
bescherming van zijn eigendommen, de eigendommen van zijn werknemers en 
klanten. Ongelimiteerd gebruik dient echter geen gerechtvaardigd belang en 
vormt een ongerechtvaardigde aantasting van de privacy van de werknemer.  
 
In de Koma rechtszaak78 (Rechtbank Roermond, 12 september 1985, KG1985, 
nr. 299; hoger beroep: hof Den Bosch, 2 juli 1986, NJ 1987, nr. 451) kwam 
cameratoezicht al aan de orde. 
De casus: Een werkgever had camera’s laten monteren, via welke hij praktisch 
het hele bedrijf kon gadeslaan. De FNV vorderde dat de werkgever het 
cameracircuit verwijderde dat was aangelegd.  
De president van de rechtbank overwoog dat het recht op bescherming van de 
persoonlijke levenssfeer zich uitstrekt tot de werkplaats. Echter kan dit recht op 
andere belangen, als eisen van veiligheid, milieu en bedrijfseconomie, stuiten. 
Er moet dan een belangenafweging plaatsvinden. De president overwoog: 
‘Koma zal in strijd met haar verplichtingen als goed werkgever handelen 
wanneer zij het TV-circuit gebruikt zonder dat: 
a. een gewichtig te achten belang daartoe noopt; 
b. afspraken met het betrokken personeel zijn gemaakt over het gebruik 
van het TV-circuit en de controle daarop.  
De president van de rechtbank oordeelde dat de werkgever geen 
gerechtvaardigd belang had aangetoond om op deze wijze inbreuk te maken op 
de privacy van zijn werknemers. In hoger beroep oordeelde het hof dat de 
werkgever in strijd met het goed werkgeverschap handelde bij gebrek aan een 
duidelijke noodzaak om de werknemers te observeren.  
 
Een werkgever mag zijn controlerecht dus niet uitoefenen door overal camera’s 
op te hangen om zijn werknemers constant te observeren. Onder bepaalde 
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voorwaarden is gericht cameratoezicht echter toegestaan. Allereerst moet de 
werkgever vooraf een uitdrukkelijk omschreven en gerechtvaardigd doel 
omschrijven. Het cameratoezicht moet dienen om gerechtvaardigde 
bedrijfsbelangen van de werkgever te beschermen, bijvoorbeeld om objecten 
en/of personen te beveiligen.79 De werkgever moet een gedegen 
belangenafweging maken tussen zijn belang om werknemers (of anderen) te 
controleren door middel van cameratoezicht en de bescherming van de privacy 
van zijn werknemers. Deze belangenafweging zal een toets van het Cbp en 
(eventueel) de rechter moeten kunnen doorstaan.  
De werkgever zal het voorgenomen cameratoezicht moeten melden aan het 
Cbp, tenzij hij voldoet aan de bepalingen van artikel 38 van het 
Vrijstellingsbesluit. De camera’s moeten dan ter beveiliging / controle op het 
productieproces / het vastleggen van incidenten, zichtbaar opgehangen worden 
en de beelden mogen niet langer dan 24 uur bewaard worden. 
Vanwege het instemmingsrecht van de OR (artikel 27 lid 1 onder 1 WOR) moet 
de werkgever vooraf melden dat hij cameratoezicht wil gaan toepassen. Na 
instemming van de OR moet de werkgever zijn werknemers informeren over het 
voorgenomen cameratoezicht op grond van de informatieplicht80. Hij kan dit 
doen door flyers te distribueren, e-mails te sturen, borden of stickers op te 
hangen of door dit op te nemen in zijn personeelsgids etc.81  
 
Als de werkgever zijn werknemers niet informeert over het voorgenomen 
cameratoezicht, dan is hij strafbaar op grond van artikel 139f en 441b van het 
Wetboek van Strafrecht (WvSr).82  
In de Memorie van Toelichting (MvT) van de wijziging van de artikelen 139f en 
441b van het Wetboek van Strafrecht (uitbreiding strafbaarstelling heimelijk 
cameratoezicht) staat het volgende: ‘In kantoor- en bedrijfsruimten, die als niet 
voor het publiek toegankelijke plaatsen zijn aan te merken, mag onder 
omstandigheden gebruik worden gemaakt van cameratoezicht op de werkvloer. 
Ook hiervoor geldt de voorwaarde dat dit voor de werknemer kenbaar is’. 
Verder valt in de MvT te lezen: ‘Het heimelijk gebruik van camera’s ter 
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29 
opsporing van strafbare feiten (bijvoorbeeld diefstal of fraude) is in beginsel 
voorbehouden aan de politie’.  
Allereerst dient de werkgever voorafgaande aan het gebruik van 
cameratoezicht, een welbepaald en gerechtvaardigd doel vast te stellen, zoals 
bepaald in artikel 7 van de Wbp. Als de werkgever gebruik wenst te maken van 
geheim cameratoezicht dan dient hij dat vooraf aan het Cbp te melden.83 Het 
Cbp stelt dan een onderzoek in en kan tot een nader onderzoek besluiten. Het 
nader onderzoek leidt tot een verklaring over de rechtmatigheid van de 
gegevensverwerking.84 Het Cbp zal nagaan of de werkgever een 
gerechtvaardigd belang heeft bij het geheime cameratoezicht. Als er 
bijvoorbeeld veel gestolen wordt en er een concreet vermoeden bestaat dat één 
van de werknemers de dief is, dan mag gebruik worden gemaakt van geheim 
cameratoezicht. Dit mag echter alleen als het, ondanks allerlei inspanningen, 
niet lukt om een eind te maken aan de diefstallen. Het geheime cameratoezicht 
mag dan alleen tijdens een korte periode plaatsvinden zodat de schending van 
de privacy tot een minimum gereduceerd wordt.85 De werkgever moet echter 
wel aan het kenbaarheidvereiste voldoen, ondanks dat hij gebruik wil maken 
van geheim cameratoezicht.86 Dit kan hij doen door, met instemming van de 
OR87, regels op te stellen waarin aan de werknemers wordt medegedeeld in 
welke situaties van cameratoezicht gebruik zal worden gemaakt (bijvoorbeeld 
bij diefstal). Hij hoeft dan niet meer van te voren te melden dat hij op een 
bepaald moment ook daadwerkelijk camera’s inzet. Op deze manier kan een 
onrechtmatigheid van een werknemer opgespoord worden zonder dat dit tot 
een strafbaar feit en onrechtmatige bewijsvergaring aan de zijde van de 
werkgever leidt. De werkgever kan er natuurlijk ook altijd voor kiezen om de 
politie in te schakelen die dan geheim cameratoezicht kan toepassen met 
instemming van de Officier van Justitie. 
 
4.4.1.1 Rechtspraak terzake cameratoezicht 
Hoe in de praktijk met het gebruik van (geheim) cameratoezicht op de werkplek 
wordt omgegaan, zal ik aan de hand van een paar recente uitspraken belichten.  
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De Rechtbank Groningen, sector kanton (LJN BC8703), oordeelde op 18 maart 
2008 over het gebruik van geheime videobeelden door de werkgever in een 
ontbindingsprocedure.88  
De casus: in de kledingkasten van medewerkers van een WSW-bedrijf werden 
regelmatig briefjes gevonden met zeer beledigende en bedreigende teksten die 
voor grote onrust zorgden. In overleg met de politie werd toen een camera 
opgehangen in de ruimte waar de kledingkasten stonden. Daardoor werd een 
werkneemster betrapt en werd haar een werkplek aangeboden bij een ander 
WSW-bedrijf. Dit aanbod sloeg de werkneemster af en er volgde een 
ontbindingsprocedure.  
De rechter overwoog betreffende het gebruik van een verborgen camera: ‘Op 
basis van hetgeen ter zitting is besproken, kan worden aangenomen dat het 
gebruik van de verborgen camera niet kenbaar is gemaakt, zoals bedoeld in 
artikel 139f Wetboek van Strafrecht (Sr.).’  Het voorgaande betekent dat er in 
beginsel van kan worden uitgegaan dat in dit geval de videobeelden 
wederrechtelijk zijn verkregen in de zin van artikel 139f Sr.Het hiervoor 
overwogene betekent niet zonder meer dat videobeelden, ook als die een 
inbreuk zouden maken op de privacy van een werknemer, niet in een civiele 
procedure als bewijs kunnen worden gebruikt. In zijn arrest van 27 april 2001 
(JAR 2001, 95) heeft de Hoge Raad in deze zin beslist. In een civiele procedure 
heeft de rechter een grote vrijheid in de waardering van het bewijs. Materiële 
waarheidsvinding staat voorop. In dit kader zal een belangenafweging moeten 
worden gemaakt, waarbij enerzijds het belang van de werkgever speelt om 
onrechtmatigheden in de onderneming te kunnen opsporen, en anderzijds het 
belang van de werknemer om beschermd te zijn tegen inbreuken op zijn 
privacy, ook op de werkplek. In dit geval spelen de volgende omstandigheden 
bij deze belangenafwegingen een rol. De briefjes, welke in de stukken zijn 
geciteerd, hebben naar het oordeel van de kantonrechter een zeer kwetsende 
en bedreigende inhoud, zijn op de persoon gericht, en het is alleszins 
begrijpelijk dat deze briefjes, die langdurig en aan meerdere werknemers in de 
kledingkastjes zijn gestopt, een grote onrust hebben veroorzaakt onder de 
werknemers. Van Ability mag worden verwacht dat zij er alles aan doet de 
dader op te sporen. Uit de inspanningen en onderzoeken die Ability heeft 
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gedaan, zoals in de vaststaande feiten omschreven, blijkt wel hoe moeilijk het is 
geweest de dader op te sporen. Nu deze ingezette middelen geen resultaat 
hadden opgeleverd en het verspreiden van briefjes door is gegaan en daarmee 
de onrust binnen Ability groter werd, mocht Ability in deze situatie van 
bewijsnood concluderen dat het opsporen van de dader dringend nodig was en 
niet anders dan met gebruikmaking van een verborgen camera kon slagen. 
Daarbij overweegt de kantonrechter dat het gebruik van de verborgen camera 
beperkt is gebleven tot de ruimte van de kledingkasten en dus niet verder is 
gegaan dan strikt noodzakelijk. Daarmee heeft Ability gehandeld met 
inachtneming van de beginselen van proportionaliteit en subsidiariteit en acht 
de kantonrechter het verkregen bewijs bruikbaar in deze procedure.’ De 
kantonrechter ontbond de arbeidsovereenkomst op grond van dringende reden. 
 
Ook de rechtbank in Rotterdam, sector civiel recht (LJN BD9713), moest 
geheim cameragebruik beoordelen op 6 augustus 2008. 89 
De casus: een uitzendkracht was als medewerker transport werkzaam bij een 
geldcentrale. Het werk bestond onder andere uit het vervoeren van sealbags 
met vreemde valuta. Twee stortingen van vreemde valuta werden echter niet 
ingeleverd. Digitale videobeelden toonden onweerlegbaar aan dat de 
uitzendkracht de sealbags met vreemde valuta wegnam en in zijn broek 
verstopte.  
De rechtbank overwoog het volgende: ‘In het midden kan blijven of de 
beeldopnamen zijn verkregen in strijd met het gestelde in artikel 8 WBP. De 
WBP beoogt de privacy van personen te beschermen. Zelfs indien geoordeeld 
zou moeten worden dat verwerking van de beeldopnamen niet zou zijn 
toegestaan gelet op artikel 8 WBP, en daarmee dat de privacy van [gedaagde] 
zou zijn geschonden, dan nog betekent dat niet zonder meer dat de 
beeldopnamen niet in een civiele procedure als bewijs gebruikt kunnen worden. 
In een civiele procedure heeft de rechter een grote vrijheid in de waardering van 
het bewijs. Materiële waarheidsvinding staat voorop. In dit kader zal een 
belangenafweging moeten worden gemaakt, waarbij enerzijds het belang van 
de werkgever speelt om onrechtmatigheden in de onderneming te kunnen 
opsporen, en anderzijds het belang van de werknemer om beschermd te zijn 
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tegen inbreuken op zijn privacy, ook op de werkplek. In dit geval spelen de 
volgende omstandigheden bij deze belangenafweging een rol. Altajo exploiteert 
een geldcentrale waarin grote hoeveelheden geld omgaan, waarbij door veel 
verschillende personen handelingen met dat geld worden verricht. Het is een 
feit van algemene bekendheid dat op plaatsen waar grote hoeveelheden geld 
omgaan misbruik op de loer ligt. Gelet op die omstandigheden heeft Altajo er 
belang bij om voorzorgsmaatregelen te treffen teneinde misbruik te voorkomen. 
De rechtbank overweegt daarbij dat [gedaagde] blijkens zijn verklaring ter 
comparitie bekend was met het gebruik van cameratoezicht en dat de 
beeldopnamen zijn gemaakt in de verwerkingsruimte, en niet op een plaats 
waar een werknemer zich onbespied mocht wanen, zoals een toilet of 
kleedruimte. Daarmee heeft Altajo naar het oordeel van de rechtbank 
gehandeld met inachtneming van de beginselen van proportionaliteit en 
subsidiariteit en acht de rechtbank het bewijs, zelfs indien het zou zijn 
verkregen in strijd met het gestelde in artikel 8 WBP, bruikbaar in deze 
procedure.’ De rechtbank veroordeelde de uitzendkracht tot het betalen van de 
verduisterde geldbedragen, inclusief de wettelijke rente. 
 
De Hoge Raad wees een arrest betreffende geheim cameratoezicht op 27 april 
2001 (LJN AB1347). 90 
De casus: een verkoopster werd meerdere malen op videobeelden vastgelegd, 
terwijl zij geld verduisterde. Er volgde ontslag op staande voet. De verkoopster 
stelde zich in de navolgende procedure op het standpunt dat sprake was van 
schending van haar privacy en dat de videobeelden buiten beschouwing 
moesten blijven.  
De Hoge Raad overwoog: ‘In rov. 5.8 en 5.9 van haar tussenvonnis heeft de 
Rechtbank de vraag onder ogen gezien of de video-opname als bewijsmiddel 
mag worden gebruikt, welke vraag door [eiseres] ontkennend is beantwoord, 
omdat volgens haar voor deze inbreuk op haar privacy geen rechtvaardiging 
bestaat, zodat het bewijsmateriaal als onrechtmatig verkregen moet worden 
beschouwd. De Rechtbank heeft dit standpunt van [eiseres] verworpen. 
Hiertegen richten zich de onderdelen 5 en 6. Onderdeel 5 bestrijdt het oordeel 
van de Rechtbank met het betoog dat sprake is van een ongeoorloofde inbreuk 
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op het onder meer door art. 8 EVRM beschermde recht op bescherming van het 
privé leven. Dienaangaande is van belang dat een concreet vermoeden 
bestond dat een van de werknemers van [verweerster], T[..], zich schuldig 
maakte aan strafbare feiten, welk vermoeden, naar de in cassatie niet 
bestreden vaststelling van de Rechtbank, anders dan met gebruikmaking van 
een verborgen camera niet zou kunnen worden gestaafd. Nu enerzijds 
[verweerster] aldus een gerechtvaardigd belang had door middel van een 
videocamera opnamen te maken, zonder haar werknemers tevoren te 
waarschuwen, terwijl anderzijds de opnamen slechts de gedragingen van het 
personeel bij de kassa betroffen, moet worden aangenomen dat, ook indien 
[verweerster] aldus een inbreuk op het privé leven van [eiseres] zou hebben 
gemaakt, dit nog niet betekent dat dit bewijsmateriaal in een procedure als de 
onderhavige niet mag worden gebruikt. Anders dan onderdeel 6 aanvoert, is in 
dit verband niet van belang dat een verdenking alleen jegens T[..] en niet ook 
jegens [eiseres] bestond. De onderdelen zijn derhalve tevergeefs voorgesteld.’  
De Hoge Raad verwierp het beroep en veroordeelde de eiseres in de kosten 
van het geding in cassatie.  
 
Mij valt op dat slechts in de eerste rechtszaak, die speelde voor de 
kantonrechter in Groningen, de politie een rol heeft gespeeld in de opsporing 
van de strafbare feiten. In de procedures is niet aan het kenbaarheidvereiste 
voldaan en door de rechters van de rechtbanken wordt voorbij gegaan aan de 
MvT betreffende de uitbreiding van strafbaarheid bij het gebruik van geheime 
camera’s.91 Immers wordt niet of nauwelijks ingegaan op de strafbaarheid van 
de werkgever als hij geheime camera opnamen maakt. In elk geval worden er 
geen consequenties aan verbonden door de rechters. Men stelt 
waarheidsvinding voorop en laat de strafrechtelijke gedraging buiten 
beschouwing.  
 
Het arrest van de Hoge Raad (HR) is van 27 april 2001 en de MvT, betreffende 
de uitbreiding van strafbaarheid bij het gebruik van geheime camera’s, is van 17 
mei 2001. Wellicht dat de Hoge Raad nu een ander oordeel zou geven. De 
civiele rechter heeft dan wel grote vrijheid in het toelaten en beoordelen van 
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bewijsmateriaal maar ondanks dat de waarheidsvinding vaak voorop staat, acht 
ik het mogelijk dat de Hoge Raad in de toekomst geheim cameragebruik 
onrechtmatig zou kunnen achten. Geheim cameragebruik levert immers een 
strafbaar feit op, dus uit het oogpunt van een legitieme procesvoering zou 
bewijs dat verkregen is door middel van geheim cameragebruik niet toelaatbaar 
geacht moeten worden of het zou op een andere manier mee moeten wegen in 
de procedure. Men zou hierbij kunnen denken aan de hoogte van de 
ontbindingsvergoeding. 
 
Dat het ook anders kan laat de volgende uitspraak zien van de rechtbank 
Haarlem, sector civiel (LJN AR8052) van 22 december 2004.92  
De casus: bij Schiphol B.V. waren klachten binnengekomen dat enkele 
medewerkers tijden de nachtdienst sliepen. Er werd een onderzoek ingesteld en 
er werden heimelijk camera’s opgehangen. Naar aanleiding van de veranderde 
wetgeving zijnde uitbreiding strafbaarstelling bij het gebruik van heimelijke 
camera’s en de urgentie van dit onderzoek werd de voorzitter van de Centrale 
Ondernemingsraad van Schiphol BV in kennis gesteld. Het gebruik van een 
heimelijke camera tijdens dit onderzoek werd door hem goedgekeurd. Er 
werden over een periode van meerdere maanden heimelijk opnames van de 
werknemers gemaakt. De werknemers werden op staande voet ontslagen toen 
bleek dat ze in de nachtdienst geslapen hadden. Zij pikten dit niet en startten 
een kortgeding procedure en eisten wedertewerkstelling.  
De rechter overwoog: ‘De aanwezigheid van camera’s dient op duidelijke wijze 
kenbaar te zijn gemaakt. Er zijn gevallen waarbij de werkgever een verborgen 
camera kan inzetten, doch ook daarvoor geldt de voorwaarde dat de 
werknemers vooraf van deze mogelijkheid op duidelijke wijze in kennis zijn 
gesteld. Niet aannemelijk is geworden dat Schiphol op enig moment, laat staan 
voorafgaand aan het onderzoek, aan deze door de wetgever gestelde 
voorwaarde heeft voldaan. De goedkeuring van de voorzitter van Centrale 
Ondernemingsraad) en/of de instemming van de Centrale Ondernemings-raad 
maakt dit niet anders. Het vorenstaande brengt met zich dat voorshands het 
handelen van Schiphol als onrechtmatig jegens [eisers] zo niet als strafbaar feit 
kan worden aangemerkt. In het midden kan blijven of het door het 
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cameratoezicht verkregen (onrechtmatig) bewijs in de(ze) civiele procedure 
buiten beschouwing dient te blijven daar de stelling van [eisers] dat zij niet tijdig 
en niet deugdelijk zijn gewaarschuwd, reeds slaagt. Daartoe wordt overwogen 
dat - blijkens de door Schiphol overgelegde rapportages - de bedrijfsrecherche 
reeds in augustus 2004 heeft geconstateerd dat de vijf werknemers in diensttijd 
sliepen. Het had dan ook op de weg gelegen van Schiphol om [eisers] - mede 
gezien de lange dienstverbanden - op dat moment reeds van haar bevindingen 
op de hoogte te stellen, (ieder van) hen een officiële waarschuwing te geven en 
hen uitdrukkelijk op de verstrekkende gevolgen van een en ander te wijzen.’ 
De rechter oordeelde: ‘Op grond van het vorenstaande acht de 
voorzieningenrechter aannemelijk dat de kantonrechter, indien ter zake zijn 
oordeel wordt ingeroepen, zal oordelen dat de onderhavige ontslagen op 
staande voet niet rechtsgeldig zijn gegeven. Dit gezien de lange 
dienstverbanden van [eisers], hun leeftijd, de hiervoor geschetste handelwijze 
van Schiphol en de verdere ter zitting naar voren gebrachte omstandigheden. 
Dit betekent dat de vordering tot doorbetaling van het loon zal worden 
toegewezen. De vordering tot wedertewerkstelling zal eveneens worden 
toegewezen, nu door Schiphol geen onoverkomelijke bezwaren daartegen zijn 
aangevoerd. De door Schiphol gestelde onvoldoende vertrouwensbasis kan 
bovendien gezien het vorenstaande, niet uitsluitend aan [eisers] worden 
tegengeworpen.’ 
 
De Centrale Raad van Beroep (CRvB) achtte het gebruik van geheim 
cameratoezicht in een rechtszaak (LJN BD8045) op 10 juli 2008 
gerechtvaardigd93, terwijl de voorzieningenrechter van de rechtbank Rotterdam 
het gebruik onrechtmatig had bevonden. 
De casus: er waren verdenkingen gerezen tegen een of meerdere 
buschauffeurs die zou(den) frauderen. Er werden slechts in enkele bussen 
heimelijk camera’s opgehangen waarbij voornamelijk de buschauffeur in beeld 
kwam en er werd slechts gedurende een korte periode opnames gemaakt om 
de fraude op te sporen. Ook werd gebruik gemaakt van mobiele observatie.  
De voorzieningenrechter van de rechtbank Rotterdam was van oordeel dat de 
inzet van cameratoezicht in dit geval niet geoorloofd was omdat de klachten die 
                                                 
93 CRvB, 10 juli 2008, LJN BD8045 
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aanleiding vormden voor het onderzoek geen duidelijke, concrete aanwijzingen 
hadden opgeleverd van betrokkenheid van alle nachtbuschauffeurs bij 
onregelmatigheden. Ook was niet voldaan aan de criteria op grond waarvan het 
- in artikel 441b van het Wetboek van Strafrecht (hierna: Sr) in beginsel 
verboden - cameratoezicht alsnog rechtmatig kon worden geoordeeld. Volgens 
de rechtbank gold de uitzondering op de strafbaarheid voor de overheid in het 
kader van opsporing van strafbare feiten niet voor het vervoersbedrijf. De 
rechtbank overwoog dat de gekozen observatiemethoden prematuur waren 
ingezet, omdat het vervoersbedrijf andere, haar ten dienste staande, middelen 
had kunnen aanwenden om de veronderstelde onregelmatigheden op te 
sporen. 
Echter oordeelde de CRvB in hoger beroep dat het kenbaarheidvereiste94 
buiten toepassing mocht worden gelaten omdat het geheime cameratoezicht 
noodzakelijk was voor de voorkoming, opsporing en vervolging van strafbare 
feiten. De Raad overwoog: ‘…dat appellant op grond van de verschillende 
klachten het vermoeden mocht hebben dat meerdere nachtbuschauffeurs zich 
aan onrechtmatig dan wel strafbaar handelen schuldig maakten. Om die reden 
kan de Raad het billijken dat niet eerst een onderzoek is ingesteld naar de 
identiteit van de nachtbuschauffeurs op wie de klachten betrekking hadden. Dat 
ander minder ingrijpend onderzoek tot eenzelfde resultaat zou hebben kunnen 
leiden is de Raad niet gebleken. Vergelijking van de resultaten van het 
technisch onderzoek en het dynamisch onderzoek laat zien dat het technisch 
onderzoek meer en duidelijker gegevens vastlegt, onder meer met betrekking 
tot het verzamelen van gebruikte vervoersbewijzen nadat de passagiers de bus 
hebben verlaten. Voorts acht de Raad van belang dat het cameratoezicht 
slechts gedurende een korte periode is ingezet en dat het in die periode niet in 
alle bussen gedurende alle nachten is ingezet, maar slechts op vier (van de 
negen) bussen gedurende twee nachten per week. Verder is van belang dat de 
camera’s zodanig zijn ingesteld dat uitsluitend de positie van de betreffende 
nachtbuschauffeur achter het stuur werd geobserveerd, waarbij passagiers zo 
min mogelijk in beeld komen, en dat het gaat om cameratoezicht in een 
openbare ruimte, waarin de nachtbuschauffeurs op grond van dat feit al 
beperkingen in hun privacy ervaren. Concluderend stelt de Raad dat is voldaan 
                                                 
94 Op grond van art. 43 aanhef en onder b Wbp 
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aan artikel 8, aanhef en onder f, van de Wbp, dat cameratoezicht mogelijk 
maakt indien het noodzakelijk is voor de behartiging van het gerechtvaardigde 
belang van, in dit geval, appellant. Van een prevalerend belang of recht op 
bescherming van de persoonlijke levenssfeer van de betrokken 
nachtbuschauffeurs is geen sprake. Voorts voldoet de gekozen 
onderzoeksmethode en de wijze waarop dit is uitgevoerd aan de eisen van 
subsidiariteit en proportionaliteit. Artikel 6 van de Wbp eist dat 
persoonsgegevens in overeenstemming met de wet en op behoorlijke en 
zorgvuldige wijze worden verwerkt. Uitgangspunt van de Wbp is dat het 
verwerken van persoonsgegevens slechts zorgvuldig is als de betrokkene 
daarvan op de hoogte is. Dit beginsel is neergelegd in de artikelen 33 en 34 van 
de Wbp. Het houdt in dat de betrokkene vooraf wordt ingelicht dat er 
persoonsgegevens worden vastgelegd, door wie dat gebeurt en met welk doel. 
Artikel 43 van de Wbp geeft aan in welke situaties onder meer de artikelen 33 
en 34 van de Wbp buiten toepassing kunnen worden gelaten. Ingevolge artikel 
43, aanhef en onder b, van de Wbp kunnen de artikelen 33 en 34 van de Wbp 
buiten toepassing worden gelaten voor zover dat noodzakelijk is in het belang 
van de voorkoming, opsporing en vervolging van strafbare feiten. Met appellant 
is de Raad van oordeel dat voor het opsporen van de door de 
nachtbuschauffeurs vermoedelijk begane strafbare feiten geheim 
cameratoezicht noodzakelijk was. Appellant heeft niet slechts het vermoedelijk 
frauduleuze gedrag van een aantal van zijn buschauffeurs willen stoppen, maar 
ook willen achterhalen welke nachtbuschauffeurs zich schuldig maakten aan dat 
frauduleuze gedrag. Het vooraf kenbaar maken aan de betrokken 
nachtbuschauffeurs dat gedurende een bepaalde periode in de nachtbussen 
cameratoezicht plaatsvindt, had wellicht hun gedrag beïnvloed in die zin dat zij 
zich gedurende die periode conform de regels zouden zijn gaan gedragen, 
maar geeft geen enkele garantie dat zij na zo’n periode niet in hun oude gedrag 
terugvallen. Nu appellant met de inbreuk op de privacy van betrokkene in dit 
geval is gebleven binnen de grenzen van de Wbp en de toetsing van de 
toelaatbaarheid van die inbreuk op grond van artikel 8 van het EVRM 
inhoudelijk niet wezenlijk verschilt van de toetsing aan de Wbp, is naar het 
oordeel van de Raad evenmin sprake van strijd met artikel 8 van het EVRM. 
Volledigheidshalve zal de Raad nog ingaan op de vraag of ondanks het feit dat 
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geheim cameratoezicht in dit geval geoorloofd is op grond van de Wbp, 
appellant zich heeft schuldig gemaakt aan overtreding van artikel 441b Sr. 
Tijdens de behandeling van het wetsvoorstel in de Eerste Kamer is aandacht 
besteed aan heimelijk cameratoezicht door werkgevers in relatie tot de 
begrippen “kenbaarheid” en “wederrechtelijkheid”. Uit de verslagen van die 
behandeling zou kunnen worden opgemaakt dat de regering het doen van een 
mededeling aan de ondernemingsraad dat in het bedrijf heimelijk 
cameratoezicht plaatsvindt voldoende vindt om aan de eis van “kenbaarheid” te 
voldoen. Wat daarvan en van de in dit geval gedane mededeling van appellant 
aan het dagelijks bestuur van de ondernemingsraad verder zij, uit die verslagen 
blijkt tevens dat in situaties waarin cameratoezicht niet kenbaar is gemaakt, het 
aan de rechter is om te beoordelen of er al dan niet sprake is van 
wederrechtelijkheid. Naar het oordeel van de Raad is ook in deze situatie, 
waarin strikt genomen zich niet de in de MvT gegeven voorbeelden voordoen, 
ruimte om te beoordelen of appellant wederrechtelijk heeft gehandeld. Nu 
blijkens hetgeen hiervoor is overwogen in dit geval het heimelijk cameratoezicht 
past binnen de grenzen van de Wpb, heeft appellant niet wederrechtelijk 
gehandeld en zich naar het oordeel van de Raad niet schuldig gemaakt aan het 
wederrechtelijk vervaardigen van een afbeelding als bedoeld in artikel 441b Sr.’                       
De Raad concludeerde dat het hoger beroep van de werkgever slaagde en dat 
de aangevallen uitspraak niet in stand kon blijven. De Raad zag geen 
aanleiding het geding terug te wijzen naar de rechtbank en oordeelde dat de 
werknemer zich aan het hem verweten plichtsverzuim schuldig had gemaakt en 
dat de straf van ontslag niet onevenredig was in verhouding tot de ernst van het 
plichtsverzuim. 
 
De meest recente uitspraak dateert van 7 september 2010, van de rechtbank in 
Haarlem, sector kanton (LJN BO9131) in een voorlopige voorziening.95    De 
casus: een werknemer was op staande voet ontslagen vanwege het 
stelselmatig verrichten van frauduleuze handelingen, althans volgens de 
werkgever. De werkgever had aan de door de wet gestelde voorwaarden aan 
heimelijk toezicht met verborgen camera’s voldaan. Er was met de werknemer 
een kassiersovereenkomst gesloten, waarin expliciet de mogelijkheid van 
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controle met verborgen camera's was opgenomen. De werknemer had een 
aantal aankopen niet op de kassa geregistreerd maar had wel de door hem 
ontvangen aankoopbedragen in een andere kassa gedaan. Er werd niet 
geconstateerd dat de werknemer eventuele overschotten uit de kassa had 
weggenomen. De werknemer voerde aan dat het gros van de mensen geen 
kassabon wensen als ze een kop koffie hadden besteld en dat daarom niet elke 
verkoop aangeslagen was op de kassa.  
De kantonrechter overwoog: ‘HMS Host heeft met [eiser] een 
kassierovereenkomst gesloten waarin expliciet de mogelijkheid van controle 
met verborgen camera’s is opgenomen. Daarmee heeft HMS Host aan de door 
de wet gestelde voorwaarden aan heimelijk toezicht met verborgen camera’s 
voldaan. [eiser] is immers in de kassiersovereenkomst -en dus vooraf- op 
duidelijke wijze van deze mogelijkheid in kennis gesteld. Het 
kenbaarheidvereiste gaat niet zo ver dat een werknemer voorafgaand aan ieder 
gepland gebruik van een verborgen camera van dat gebruik op de hoogte moet 
worden gebracht. Dit zou een onderzoek als het onderhavige -waarbij HMS 
Host haar vermoeden dat door enkele van haar medewerkers frauduleuze 
handelingen worden verricht wenst te toetsen- illusoir maken. HMS Host verwijt 
[eiser] dat hij (1) in strijd met de kassiersovereenkomst heeft gehandeld en (2) 
fraude heeft gepleegd. In de ontslagbrief vat HMS Host de verwijten als volgt 
samen:  
(…) Gebleken is dat u verkopen heeft verricht buiten de kassa om, transacties 
niet op het kassasysteem heeft aangeslagen, aan de gasten geen bon heeft 
overhandigd en de opbrengst van de transacties niet aan ons heeft afgedragen. 
[eiser] heeft erkend dat hij -als gevolg van veel voorkomende drukte in [X]- niet 
altijd even nauwkeurig bestellingen op de kassa heeft kunnen registreren, of dat 
hij tussendoor aankopen op de kassa van een collega heeft geregistreerd, en 
niet altijd een kassabon aan de klant overhandigde (simpelweg omdat geen 
enkele klant die bon wil hebben). Achtergrond hiervan is volgens de verklaring 
van [eiser] dat strikte naleving van de kassiersovereenkomst in [X]concepten 
niet altijd even goed werkbaar is, en dat hij dit ook diverse malen aan de directe 
van HMS Host heeft kenbaar gemaakt. Hoewel HMS Host op grond van de 
kassiersovereenkomst gerechtigd is om een passende maatregel te nemen bij 
handelingen in strijd met in deze overeenkomst voorgeschreven werkwijze, 
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moet bij de keuze voor ontslag op staande voet ook rekening worden gehouden 
met de overige omstandigheden van het geval. Daarbij weegt in dit geval in de 
eerste plaats de zwaarte van de overtreding van de regels mee. Door niet in alle 
gevallen een kassabon aan de klant te overhandigen (zoals door Interseco is 
vastgesteld) heeft [eiser] de kassiersovereenkomst overtreden. Dit valt evenwel 
in de onbetwist gestelde omstandigheid dat geen enkele klant een bon voor een 
gekochte kop koffie wil, wel enigszins te begrijpen in een drukke werkomgeving. 
Ernstiger is het verwijt aan [eiser] dat hij aankopen niet op de kassa heeft 
aangeslagen (in strijd met de kassiersovereenkomst) en de opbrengst van die 
transacties niet aan HMS Host heeft afgedragen (fraude).  
Uit de rapportage van Interseco blijkt dat op 21 juni 2010 door een camera is 
geregistreerd dat een aantal aankopen bij [eiser] niet op zijn eigen kassa zijn 
terug te vinden. [eiser] heeft hiervoor een aantal verklaringen gegeven, zoals 
dat hij zo nu en dan noodgedwongen gebruik maakte van de kassa van een 
collega. De kantonrechter is van oordeel dat voor de juistheid van de stelling 
van HMS Host dat verkopen buiten de kassa om zijn verricht, tenminste vast 
moet zijn komen te staan dat er aan het einde van de dienst van [eiser] op 21 
juni 2010 een daarbij passend kasoverschot is geweest. Daarvan is niet 
gebleken. Dit betekent dat de enkele waarneming van Interseco dat een aantal 
aankopen op 21 juni 2010 niet op de kassa van [eiser] is geregistreerd, 
onvoldoende is om te concluderen dat hij “verkopen buiten de kassa om” heeft 
uitgevoerd. Het handelen in strijd met de regels van de kassiersovereenkomst is 
- mede gelet op hetgeen hiervoor is overwogen - onvoldoende zwaar om in de 
gegeven omstandigheden het ontslag op staande voet van 28 juni 2010 te 
dragen. Daarbij weegt mee dat [eiser] een onberispelijke staat van dienst bij 
HMS Host heeft, van 37 jaren, en dat hij vlak voor zijn prepensioen zit. Een 
dergelijk ontslag zou hem dan ook onevenredig hard (financieel) treffen. Het 
hierboven gegeven oordeel zou anders kunnen zijn als HMS Host daarnaast 
voldoende aannemelijk heeft gemaakt dat [eiser] gefraudeerd heeft. In dit 
verband wordt hem verweten dat hij de opbrengsten van transacties niet aan 
HMS Host heeft afgedragen.  
De bewijslast van de aanwezigheid van deze dringende reden rust op HMS 
Host. Uit de door Interseco geconstateerde handelingen van [eiser] valt niet 
zonder meer te concluderen dat sprake is van fraude. Voor fraude is immers 
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vereist een opzettelijk handelen van de pleger en het oogmerk om economisch 
voordeel te behalen. Nu blijkens het rapport van Interseco door de 
onderzoekers telkens werd gezien dat [eiser] de door hem ontvangen 
aankoopbedragen in de kassa heeft gedaan, en niet werd geconstateerd dat 
[eiser] eventuele overschotten uit de kassa heeft weggenomen, is HMS Host er 
naar het voorlopige oordeel van de kantonrechter niet in geslaagd om de 
gestelde fraude aannemelijk te maken. Vooralsnog lijkt het erop dat HMS Host 
haar stellingen baseert op een vermoeden. Aangezien op grond van het 
voorgaande niet voldoende aannemelijk kan worden geacht dat het ontslag op 
staande voet in een bodemprocedure stand zal houden, zullen de gevorderde 
wedertewerkstelling, loondoorbetaling en betaling van de wettelijke rente 
worden toegewezen.’ 
 
Na bestudering van de voorgaande uitspraken kan geconcludeerd worden dat 
het gebruik van geheime camerabeelden als bewijsmiddel in civiele en 
bestuursrechtelijke procedures over het algemeen wordt toegelaten. De civiele 
en de bestuursrechter hebben grote vrijheid in het toelaten en beoordelen van 
de bewijsmiddelen en stellen zich vaak op het standpunt dat waarheidsvinding 
voorop dient te staan. Dit ondanks het feit dat geheim cameratoezicht strafbaar 
is gesteld. Slechts een enkele keer heeft de rechter het gebruik van geheim 
cameratoezicht onrechtmatig geoordeeld.  
De rechter zou zich aan de bedoelingen van de wetgever moeten houden en 
zou geheim cameragebruik af moeten straffen, zoals dat in de Schiphol 
rechtszaak is gebeurd. Op grond van artikel 6 Wbp (gegevensverwerking mag 
niet in strijd zijn met de wet) in samenhang met artikel 139f en 441b van het 
Wetboek van Strafrecht zouden geheime camerabeelden niet toegelaten 
mogen worden als bewijsmiddel.  
Artikel 43, aanhef en onder b, van de Wbp biedt de mogelijkheid om het 
kenbaarheidvereiste buiten toepassing te laten als het noodzakelijk is ter 
voorkoming, opsporing en vervolging van strafbare feiten. Echter, die opsporing 
moet wel overgelaten worden aan de opsporingsinstanties en niet aan de 
werkgever. Dit is ook de bedoeling geweest van de wetgever toen hij de 
strafbaarstelling van geheim cameratoezicht heeft uitgebreid, zoals uit de MvT 
blijkt. De aanpassing van de strafbaarstelling geheim cameratoezicht is immers 
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van een latere datum dan de Wbp, en rechters zouden, mijns inziens, daarmee 
rekening moeten houden en niet klakkeloos een beroep op artikel 43 aanhef en 
onder b, moeten honoreren. 
Het is immers vrij eenvoudig voor de werkgever om aan de wettelijke 
verplichtingen te voldoen en toch onrechtmatigheden op te sporen. Als de 
werkgever het voorgenomen geheime cameratoezicht meldt bij de OR en het 
Cpb, vervolgens een regeling in het leven roept en tevens aan het 
kenbaarheidvereiste voldoet, is er geen reden om ‘geheim’ cameratoezicht als 
bewijsmiddel uit te sluiten.  
Het verweer van een werkgever dat hij, als hij aan het kenbaarheidvereiste 
voldoet, een werknemer niet meer kan betrappen, zou moeten falen. Als 
verduistering of diefstal stopt nadat de werknemers op de hoogte zijn gesteld 
van (mogelijk) cameratoezicht, is het doel van de werkgever, namelijk de 
bescherming van zijn bedrijfsbelang, bereikt. Het kan natuurlijk niet het doel van 
de werkgever zijn om als opsporingsinstantie te fungeren. Het oogluikend 
toestaan van geheim cameratoezicht werkt dit wel in de hand. Het geeft 
natuurlijk geen pas als de wetgever aan de ene kant geheim cameratoezicht als 
een misdrijf strafbaar stelt en de rechter vervolgens de werkgever toestaat 
geheim cameratoezicht toe passen om de beelden vervolgens als bewijsmiddel 
toe te laten tijdens een procedure. Op die manier loont een misdrijf, althans 
voor de werkgever, en dat kan natuurlijk niet de bedoeling zijn. 
 
4.4.2 Registratie- en volgsystemen 
Met het cameratoezicht is het arsenaal van mogelijkheden van de werkgever 
om zijn werknemer te controleren natuurlijk nog niet uitgeput. In deze paragraaf 
zal ik registratie- en volgsystemen onder de loep nemen. 
 
Tegenwoordig maken veel bedrijven en overheidsinstellingen gebruik van 
pasjessystemen die de toegang tot (gedeelten van) gebouwen (on)mogelijk 
maken. Dit geeft de werkgever de gelegenheid om onbevoegden buiten het 
gebouw te houden maar geeft ook inzicht in de handel en wandel van zijn 
werknemers. Iedere keer dat het pasje gebruikt wordt, wordt dit namelijk 
geregistreerd. Ook andere personeelsregistratiesystemen worden door 
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werkgevers gebruikt zoals registratie van werktijden (het zogenoemde klokken) 
en van ziekteverzuim.96  
 
Het gebruik van registratie- en volgsystemen is, net zoals cameratoezicht, 
onderworpen aan enkele voorwaarden. Er moet weer voldaan worden aan de 
bepalingen van de Wbp, te weten voorafgaande doelbepaling en het voldoen 
aan één van de zes grondslagen voor verwerking.97 De persoonsgegevens 
moeten in overeenstemming met de wet en op een behoorlijke en zorgvuldige 
wijze worden verwerkt.98 Natuurlijk moet de verantwoordelijke zorgen voor een 
goede beveiliging en bewaring van de gegevens, de kwaliteit en kwantiteit van 
de gegevens bewaken en nevengebruik specificeren (als gegevens voor 
meerdere doelen worden gebruikt). 99 Als voldaan is aan het beginsel van 
proportionaliteit en subsidiariteit bij de belangenafweging, is inbreuk op de 
privacy geoorloofd.  
Ook hier speelt het instemmingsrecht van de OR een rol. Het Cbp heeft een 
checklist ontworpen voor de OR zodat deze kan toetsen of de werkgever 
voldoet aan de bepalingen van de Wbp.100 De standaard informatieprocessen, 
hiertoe behoren ook de personeels- en salarisadministratie, vallen onder het 
vrijstellingsbesluit en hoeven dus niet gemeld te worden aan het Cbp, tenzij de 
grenzen van het vrijstellingsbesluit worden overschreden.101  
 
Een speciaal geval is de ziekteverzuimregistratie. Bij ziekmelding van de 
werknemer is het de werkgever niet toegestaan om te informeren naar de 
oorzaak en aard van de ziekte. Hij moet de bedrijfsarts en het UWV op de 
hoogte stellen van de ziekmelding. Hij kan de bedrijfsarts inschakelen om de 
zieke werknemer op te roepen en te controleren of er echt sprake is van een 
ziekte. De bedrijfsarts is de aangewezen persoon om de re-ïntegratie van de 
zieke werknemer in goede banen te leiden.  
De werkgever mag geen ziekteverzuimgegevens opnemen die herleidbaar zijn 
tot personen. Vrijwillig gegeven informatie betreffende de ziekte mag niet 
                                                 
96 L. van Almelo, ‘Ík heb toch niets te verbergen’, Den Haag: SDU 2001, p. 16-17 
97 Artt. 7 en 8 Wbp 
98 Art. 6 Wbp 
99 Artt. 10, 13 en 14 Wbp 
100 M.Th. van Munster-Frederiks, ‘Privacy: checklist voor de ondernemingsraad’, Den Haag: SDU 2002 
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geregistreerd worden, tenzij dit noodzakelijk is in het gezondheidsbelang van de 
werknemer (denk aan diabetici).  
Gegevens betreffende het verzuim mogen slechts aan personen verstrekt 
worden die zich bezig houden met het verzuimbeleid. Arbeidsongevallen 
moeten gemeld worden bij de Arbeidsinspectie, op grond van de Arbowet.  
De werkgever kan regels opstellen voor controle en verzuimregistratie. De OR 
heeft wederom een instemmingsrecht in deze. Het Cbp heeft enkele vuistregels 
opgesteld over hoe de werkgever behoort om te gaan met 
ziekteverzuimregistratie.102  
 
Het gebruik van registratie- en volgsystemen wordt inmiddels door iedereen als 
legitiem ervaren en er zijn dan ook weinig recente uitspraken waarin registratie- 
en volgsystemen een rol spelen.  
 
4.4.2.1 Rechtspraak terzake registratie en volgsystemen 
In een procedure die speelde voor de rechtbank Maastricht, sector 
bestuursrecht, (LJN BK5652)103 werd op 2 december 2009 een oordeel 
gegeven over het gebruik van een registratiesysteem. 
De casus: een ambtenaar had strafontslag gekregen omdat hij, volgens zijn 
werkgever, te weinig uren had gewerkt en teveel reiskosten had gedeclareerd. 
De werknemer voerde aan dat hij ook thuis en buitenshuis werkzaamheden had 
verricht (bezoek aan ketenpartners) en dat daarom de urenregistratie niet 
correct was. Dit gegeven kon hij ook bewijzen. Volgens de werkgever was thuis 
werken niet toegestaan en klopten de reisafstanden niet die de werknemer had 
opgegeven. Ook klopten de werktijden, die de werknemer op zijn 
reisdeclaratieformulieren had genoteerd, niet. Uit een vergelijking van de 
sleutelregistratie van het AZC Heerlen met de toegangsregistratie van DT&V te 
’s-Hertogenbosch, leidde de werkgever af dat de ambtenaar niet het vereiste 
aantal uren had gewerkt.  
De rechtbank overwoog dat het bestaan van een verbod op thuis werken op 
geen enkele wijze aannemelijk was gemaakt omdat dit niet bleek uit de 
gedingstukken. De rechtbank was van oordeel dat de ambtenaar op declaraties 
                                                 
102 Cpb, ‘De zieke werknemer: vuistregels’, Den Haag: SDU 2004, 
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103 Rb Maastricht, 2 december 2009, LJN BK5652 
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correcte gegevens diende aan te leveren en in een aantal gevallen was hiervan 
geen sprake. Op dit onderdeel was naar het oordeel van de rechtbank dan ook 
sprake van plichtsverzuim, dat toerekenbaar was maar niet als ernstig kon 
worden gekwalificeerd. De rechter oordeelde dat de ambtenaar teveel 
reiskosten had gedeclareerd (door een ruime afronding naar boven van de 
gereden kilometers) maar dat dit plichtverzuim niet als ernstig kon worden 
aangemerkt. De rechtbank overwoog dat uit de gedingstukken moest worden 
afgeleid dat de sleutelregistratie niet was opgezet en bedoeld als 
registratiesysteem van werktijden van de betrokken werknemers. Weliswaar 
kon aan de sleutelregistratie een aanwijzing worden ontleend betreffende de 
aanwezigheid van de werknemer op het AZC te Heerlen, maar de waarde 
daarvan werd mede bepaald door het antwoord op de vraag of de werknemer 
ook werkzaamheden buiten het AZC diende te verrichten. De werknemer stelde 
dat zijn werkzaamheden ook bestonden uit bezoeken aan ketenpartners. Op 
grond van bovenstaande overwegingen had de rechtbank op twee onderdelen, 
te weten voor wat betreft de op de reisdeclaraties ingevulde werktijden en de op 
de reisdeclaraties gedeclareerde bedragen, vastgesteld dat de werknemer de 
hem verweten gedragingen had verricht. Naar het oordeel van de rechtbank 
was op genoemde onderdelen sprake van toerekenbaar plichtsverzuim. De 
rechtbank stelde vast dat nimmer voordien is gecontroleerd of de werktijden en 
bedragen op de reisdeclaraties juist waren. De werknemer was thans voor de 
eerste maal op de onjuistheid hiervan aangesproken. Gevoegd bij het 
langdurige dienstverband van de werknemer en zijn staat van dienst, waarbij 
tweemaal een bijzondere beloning is toegekend, oordeelde de rechtbank dat 
het direct opleggen van de zwaarst mogelijke straf bij wijze van sanctie in dit 
geval een onevenredige bestraffing was. 
 
De volgende procedure speelde voor de rechtbank in Leeuwarden, sector 
kanton op 8 januari 2010 (LJN BK8755).104  
De casus: een storings- en onderhoudsmonteur kreeg ontslag op staande voet. 
De arbeidsverhoudingen waren niet al te best, de werknemer was uitgevallen 
vanwege een depressie (burn-out) en had een alcoholprobleem (hij nuttigde 
vooral veel alcohol in een bepaald hotel in Someren). Hij had al eerder 
                                                 
104 Rb Leeuwarden (ktr.), 8 januari 2010, LJN BK8755 
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waarschuwingen gekregen (voor het verkopen van vuurwerk en uitschakelen 
van de black-box tijdens ziekte) en was erop gewezen dat bij het volgende 
incident ontslag tot de mogelijkheden zou behoren.  
De werknemer had zijn dienstauto, die voorzien was van een tacking & trace 
systeem, in Geldrop achtergelaten omdat zijn werkgever een hotelkamer in 
Geldrop voor hem had geboekt. De werknemer ging echter met een collega 
naar Someren en deelde vervolgens met die collega een tweepersoonskamer. 
De werkgever ontving de rekening voor de tweepersoonskamer en per abuis 
een rekening voor consumpties. De werknemer betaalde zelf de rekening voor 
de consumpties. De werkgever spaarde geld uit doordat de twee werknemers 
een kamer gedeeld hadden maar vermoedde fraude door de werknemer met 
medewerking van het hotel en ontsloeg hem op staande voet. Maar dit was 
blijkbaar nog niet voldoende voor de werkgever want in de onderhavige 
procedure eiste hij tevens schadevergoeding van zijn ex-werknemer.  
De kantonrechter oordeelde dat de werknemer door dit eigenmachtige optreden 
en de niet onbegrijpelijke vermoedens van zelfverrijking die bij de werkgever 
daardoor zijn gerezen, een ernstige inbreuk had gemaakt op de toch al niet 
optimale verhoudingen tussen partijen. De kantonrechter kwam tot de 
vaststelling dat er voor de werkgever een dringende reden bestond de 
werknemer op staande voet ontslag te geven. Gezien het feit dat door zijn 
verwijtbaar handelen de werknemer aan zijn werkgever een dringende reden 
had gegeven de arbeidsovereenkomst onverwijld op te zeggen, was sprake van 
schuld bij  de werknemer en was hij deswege jegens zijn werkgever 
schadeplichtig. De werkgever vorderde de in artikel 7: 680 BW genoemde 
gefixeerde schadevergoeding en zijn eis werd toegekend. 
 
In de meest recente rechtszaak, voor de rechtbank Leeuwarden, sector kanton 
van 30 november 2010, ( LJN BO7532 en BO7541) werd wederom geoordeeld 
over het gebruik van een registratiesysteem.105 
De casus: een werkgever startte een algemeen onderzoek naar het rijgedrag 
van haar chauffeurs naar aanleiding van klachten. Er kwam tijdens dit 
onderzoek aan het licht dat een werknemer geregeld verkeersovertredingen 
beging en bij particulieren afval inzamelde zonder daartoe opdracht gekregen te 
                                                 
105 Rb Leeuwarden (ktr.), 30 november 2010, LJN BO7532 en BO7541 
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hebben. De werkgever stelde toen een nader onderzoek in naar de handel en 
wandel van die werknemer. Dit onderzoek werd gedaan door middel van het 
volgen en observeren gedurende een aantal dagen onder werktijd en het 
plaatsen van een zogenoemd tracking en tracing systeem op de vrachtauto van 
de werknemer. Uiteindelijk kwam aan het licht dat de werknemer geregeld te 
lange pauzes nam, regelmatig huis- en bouwafval ophaalde zonder opdracht 
daartoe gekregen te hebben en verkeersovertredingen bleef begaan. De 
werknemer genoot een grote vrijheid en er was vrijwel geen controle door de 
werkgever op de wijze waarop hij zijn werk uitoefende.  
De rechter overwoog dat de werknemer zijn functie in de openbare ruimte 
vervulde en daardoor zichtbaar was voor derden in zijn doen en laten. Zijn 
handelingen vormden daardoor het ´gezicht´ van de werkgever naar buiten toe. 
Dit alles brengt de nodige verantwoordelijkheid met zich mee, omdat de 
werkgever aldus op hem moest kunnen vertrouwen en zijn handelen in het 
openbaar ook direct terugslaat op de goede naam van de werkgever. De 
werknemer leek zich onvoldoende rekenschap te hebben gegeven van deze 
verantwoordelijkheid. De rechter oordeelde dat gelet op de ernst van de 
verwijten en de belangen van de werkgever dat de belangen van werknemer 
moesten wijken en de arbeidsovereenkomst werd ontbonden op basis van een 
gewichtige reden.  
 
Concluderend kan gezegd worden dat het gebruik van registratie- en 
volgsystemen weinig problemen oplevert. Een werknemer maakt pas bezwaar 
tegen het gebruik van registratie- of volgsystemen zodra dit speelt in een 
ontbindingsprocedure of bij ontslag op staande voet.  
 
Mijn eigen bevindingen omtrent het gebruik van registratie- en volgsystemen zal 
ik kort weergeven. Ik beperk mij tot de procedure bij de rechtbank in 
Leeuwarden waar de werkgever geen concreet bewijs geleverd had dat er 
daadwerkelijk sprake was van fraude van zijn werknemer in samenspanning 
met het hotel. De kantonrechter baseerde zijn uitspraak op het vermoeden van 
de werkgever. Er was geen concreet bewijs gevonden van fraude en de 
verklaringen van de werknemer werden door de rechter terzijde geschoven.  
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Mijns inziens is in die rechtszaak geen goede belangenafweging gemaakt. De 
werknemer wordt op basis van vermoedens “schuldig” verklaard en krijgt “straf” 
opgelegd. Door het ontslag op staande voet heeft hij immers zijn recht op een 
WW-uitkering verspild. In deze procedure speelt de onschuldpresumptie van 
artikel 6 EVRM een rol. Natuurlijk is de onschuldpresumptie van artikel 6, 
tweede lid EVRM106 van toepassing op strafrechtelijke procedures107 waar een 
verdachte vervolgd wordt door het Openbaar Ministerie. Dit artikel is niet direct 
van toepassing op civiele arbeidsrechtprocedures waar geen sprake is van 
vervolging van een verdachte, maar toch ben ik van mening dat het gehele 
artikel 6 EVRM van toepassing moet worden geacht in het arbeidsrecht. De 
werkgever is, gelijk de overheid, de sterkere partij in een procedure en de 
werknemer, gelijk de verdachte, is de zwakke partij wiens rechten beschermd 
zouden moeten worden. Ontslag op staande voet op basis van vermoedens 
druist, mijns inziens, in tegen een legitiem proces.  
 
Het EHRM heeft het begrip criminal charge op ruime en autonome wijze 
uitgelegd. In beginsel vallen daaronder ook bestuurlijke sancties, tenzij deze, 
zoals bestuursdwang, de last onder dwangsom en in bepaalde gevallende 
intrekking van een vergunning, een zuiver reparatoir karakter hebben en niet 
zijn gericht op afschrikking en leedtoevoeging.108 Ik zou dit naar analogie willen 
toepassen op arbeidsrechtelijke procedures waar ontslag op staande voet / 
strafontslag een rol speelt.  
De aard en zwaarte van de sanctie is, naast de aard van de overtreding, een 
van de criteria die het EHRM hanteert om te bepalen of er sprake is van een 
criminal charge in zaken waarin een sanctie naar nationaal recht niet als 
strafrechtelijk kan worden gekwalificeerd.109 Zo heeft het EHRM intrekking van 
een rijbewijs als een criminal charge beoordeeld, hoewel dit onder Zweeds 
recht als een bestuursrechtelijke sanctie was gekwalificeerd. Het hof liet zwaar 
meewegen dat de intrekking niet alleen als doel had om de verkeersveiligheid te 
beschermen maar ook leedtoevoegende elementen kende. De duur van 
                                                 
106 Een ieder tegen wie vervolging is ingesteld wordt voor onschuldig gehouden totdat zijn schuld in rechte is vast 
komen te staan. 
107 MvT bij wetsvoorstel BIBOB, kamerstukken II 1999/2000, 26883, nr. 3, paragraaf 5.6 
108 EHRM 7 juli 1989, Tre Traktörer Aktiebolag t. Zweden, par. 46 (intrekking drankvergunning i.c. geen ‘criminal 
charge’) 
109 T. Barkhuysen ‘Het EVRM als integraal onderdeel van het Nederlandse materiële bestuursrecht’ Universiteit Leiden 
2004, p. 61 
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intrekking en het grote tijdsverloop tussen het moment van overtreding en 
intrekking speelden daarin een grote rol.110  
 
Onder een charge wordt verstaan de officiële mededeling dat iemand wordt 
verdacht van een overtreding of een andere maatregel waaruit blijkt dat op de 
betrokkene een verdenking rust.111 Vanaf het moment dat er sprake is van een 
charge, is artikel 6 EVRM van toepassing. Artikel 6 EVRM verzet zich niet tegen 
het opleggen van sancties die een ‘criminal charge’ inhouden. Daartegen moet 
wel rechterlijk beroep openstaan conform artikel 6 eerste lid en ook dienen de 
eisen van artikel 6 tweede en derde lid in acht te worden genomen.112 
 
Het EHRM laat dus ook het effect van een maatregel meewegen bij het 
beoordelen of sprake is van een criminal charge. Ontslag op staande voet / 
strafontslag heeft natuurlijk grote consequenties voor de werknemer. Hij is 
verwijtbaar werkeloos en zal dus geen werkeloosheidsuitkering ontvangen. Op 
grond hiervan ben ik van mening dat de rechter de waarborgen van artikel 6 
EVRM in acht zou moeten nemen als sprake is van ontslag op staande voet / 
strafontslag en wederrechtelijke / onrechtmatige gedragingen van werkgevers af 
zou moeten straffen. 
 
4.4.3 Het lezen van privé e-mails door de werkgever 
In deze paragraaf zal ik aan de hand van jurisprudentieonderzoek nagaan 
hoever de controlebevoegdheden van de werkgever gaan als het telefoon- en 
e-mailverkeer van zijn werknemers betreft. 
 
In artikel 13 van de Grondwet (GW) ligt het brief-, telefoon- en telegraafgeheim 
vast, inhoudende dat het recht onschendbaar is, behalve in bepaalde gevallen, 
bij de wet bepaald, op last van de rechter. Deze bepaling ligt in het verlengde 
van het recht op eerbiediging van de persoonlijke levenssfeer.  
De komst van e-mail heeft geleid tot de vraag of deze ook onder het 
briefgeheim zou moeten vallen. Aanvankelijk beschouwde het kabinet een e-
mail als een soort ansichtkaart waarop het briefgeheim niet van toepassing is. 
                                                 
110 EHRM 13 december 2005, Nilsson t. Zweden 
111 EHRM 10 december 1982, Foti e.a. Italië, par. 52; EHRM 22 mei 1998, Hozee t. Nederland, par. 44 
112 Vgl. EHRM 21 februari 1984, Öztürk t. Duitsland, par. 49-53 
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Het kabinet veranderde echter van mening en diende in 1997 een voorstel tot 
wijziging van artikel 13 GW in.113 Het klassieke briefgeheim moest vervangen 
worden door een recht op vertrouwelijke communicatie. Na verder onderzoek 
van de Commissie Grondrechten in het digitale tijdperk, is het Kabinet in 2001 
met voorstellen gekomen om de grondrechten aan te passen.114 Het voorstel is 
het brief-, telefoon- en telegraafgeheim te vervangen door een recht op 
vertrouwelijke communicatie, waaronder ook vertrouwelijke communicatie via e-
mail, SMS en fax.115  Nu, anno 2011, blijkt dat de plannen van de regering voor 
grondwetswijziging nog steeds niet van de grond zijn gekomen. In haar rapport 
van november 2010, doet de staatscommissie Grondwet aanbevelingen over 
wijziging van onder andere artikel 13 GW.116 
 
Het gebruik van controlemiddelen voor computers wordt arbeidsrechtelijk 
uitsluitend expliciet genormeerd in het Besluit beeldschermwerk dat thans 
integraal is opgenomen in de artikelen 5.1 tot 5.3 van de 
Arbeidsomstandighedenregeling. De regeling bepaalt dat zonder medeweten 
van de werknemer geen gebruik mag worden gemaakt van een kwalitatief of 
kwantitatief controlemechanisme. Voorts moet het systeem de werknemer 
duidelijkheid verschaffen over de werking ervan.117 
 
Allereerst dient de werkgever voorafgaande aan de voorgenomen controle op 
internet- en e-mailverkeer, een welbepaald en gerechtvaardigd doel vast te 
stellen, zoals bepaald in artikel 7 van de Wbp. Er moet weer aan één van de 
zes grondslagen voor verwerking worden voldaan.118 De gegevens moeten in 
overeenstemming met de wet en op een behoorlijke en zorgvuldige wijze 
worden verwerkt.119 Natuurlijk moet de verantwoordelijke zorgen voor een 
goede beveiliging en bewaring van de gegevens, de kwaliteit en kwantiteit van 
de gegevens bewaken en nevengebruik specificeren (als gegevens voor 
                                                 
113 Kamerstukken II 1997/98, 25 443, nrs. 1-2 
114 Kamerstukken II 2000-2001, 27 460 
115 J.H.J. Terstegge, Goed werken in netwerken : regels voor controle op e-mail en internetgebruik van werknemers,  
Den Haag: SDU 2002, p. 19 
116 Staatscommissie Grondwet, ‘Rapport Staatscommissie Grondwet’, Den Haag: Staatscommissie Grondwet 2010, p. 
85-89 
117 Idem voetnoot 95, p. 21 
118 Artt. 7 en 8 Wbp 
119 Art. 6 Wbp 
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meerdere doelen worden gebruikt).120 Als voldaan is aan het beginsel van 
proportionaliteit en subsidiariteit bij de belangenafweging dan is inbreuk op de 
privacy geoorloofd.  Ook dient de werkgever in overleg met de 
ondernemingsraad vast te leggen welk gebruik is toegestaan en wat verboden 
is, alsmede hoe hierop toezicht wordt gehouden, dit op grond van artikel 27 lid 
een onder l WOR. Deze afspraken worden bekend gemaakt aan de betrokken 
medewerkers om te voldoen aan de informatieverplichting van artikel 33 Wbp. 
Partijen kunnen er bijvoorbeeld voor kiezen om steekproefsgewijs het volledige 
internetverkeer van een dag met speciale software te laten onderzoeken. Naar 
twijfelachtig gebruik kan dan een nader onderzoek worden ingesteld. Een 
andere regeling is ook mogelijk, zolang de werkgever maar niet zonder enig 
vermoeden van zijn werknemers privé-mailtjes gaat onderscheppen en 
bestuderen. De werkgever dient er op toe te zien dat gegevens over het e-mail- 
en internetverkeer van werknemers vertrouwelijk worden behandeld.121  
Het e-mailverkeer van OR-leden in functie valt geheel buiten het bereik van 
controlebevoegdheden en -mogelijkheden van de werkgever op grond van 
artikel 17 WOR.122 
Het Cbp heeft in haar handreiking ‘Goed werken in netwerken . Regels voor 
controle op e-mail en internetgebruik van werknemers’ enkele vuistregels 
opgesteld die betrekking hebben op controle van het gebruik van Internet en e-
mails van werknemers. 
 
4.4.3.1  Rechtspraak terzake het lezen van privé e-mails 
De Rechtbank Alkmaar, sector civiel, deed op 26 april 2007, (LJN BA3927) 
uitspraak over het lezen van privé e-mails van een werknemer.123  
De casus: een werknemer, die voor zichzelf wilde beginnen, stuurde e-mails 
naar zijn beoogde zakenpartner met prijsinformatie en adressenbestanden van 
zijn werkgever.  
Tijdens de rechtszitting, die betrekking had op verkorting van de periode van het 
concurrentiebeding, voerde de werknemer aan dat zijn privacy geschonden 
was. De werkgever betoogde dat het hier uitsluitend ging om e-mails afkomstig 
                                                 
120 Artt. 10, 13 en 14 Wbp 
121 http://www.arbeidsrechter.nl/privacy-werk-scheiding-werk-prive-prive-werknemer-werkgever  
122 J.H.J. Terstegge, Goed werken in netwerken : regels voor controle op e-mail en internetgebruik van werknemers,  
Den Haag: SDU 2002 
123 Rb Alkmaar, 26 april 2007, LJN BA3927 
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van zijn server en dat de e-mails een werkgerelateerde inhoud hadden. Dit werd 
door de werknemer op zichzelf onvoldoende gemotiveerd weersproken. Daarbij 
kwam dat de werknemer aan zijn werkgever te kennen had gegeven een 
onderneming te zullen starten die concurrerend was, zodat ervan uitgegaan kon 
worden dat de werknemer zich niet loyaal jegens zijn werkgever opstelde. 
Tijdens de zitting bleek niet dat de ex-werknemer daadwerkelijk klanten van zijn 
oud-werkgever benaderd had. De voorzieningenrechter overwoog: ‘Uit de wijze 
van formuleren volgt naar het oordeel van de voorzieningenrechter dat eiser 
alleen dan uit het concurrentiebeding ontslagen zou worden als hij zijn 
werkzaamheden ten behoeve van HC loyaal en naar behoren zou verrichten. 
Een onvoorwaardelijk ontslag uit dat beding per 1 februari 2007, zoals eiser 
betoogt, volgt daar niet uit. Met het verzenden van de adressenbestanden en 
de prijsinformatie van HC aan betrokkene 1 handelt eiser in strijd met het 
geheimhoudingsbeding. Op grond van het voorgaande is voldoende 
aannemelijk dat eiser zich niet loyaal jegens HC heeft gedragen, hetgeen tot de 
conclusie leidt dat eiser niet heeft voldaan aan de voorwaarde voor ontslag uit 
het concurrentiebeding.’  Daarna kwam de vraag aan de orde of het 
concurrentiebeding geografisch of in tijd beperkt zou moeten worden. Het 
beperken van het beding in geografische zin kwam de voorzieningenrechter 
weinig zinvol voor, omdat het internationale koffiehandel betrof. De 
voorzieningenrechter oordeelde: ‘Wel bestaat er voldoende aanleiding om het 
beding in tijd te beperken. Zoals hiervoor is overwogen, heeft HC er een 
wezenlijk belang bij om eiser te houden aan het concurrentiebeding. Daar staat 
echter tegenover dat eiser slechts ongeveer 2 jaar in dienst is geweest bij HC 
en dat hij reeds 18 jaar lang werkzaam is als handelaar in koffie. Verder heeft 
eiser gesteld dat hij voor het verwerven van inkomsten volledig afhankelijk is 
van zijn werkzaamheden als handelaar in koffie en dat het concurrentiebeding 
hem daarin belemmert. Het komt het de voorzieningenrechter voor dat de 
bodemrechter in het licht van het voorgaande waarschijnlijk tot matiging van het 
beding zal overgaan. Onder deze omstandigheden wordt vooralsnog een 
termijn van zes maanden na het einde van de arbeidsovereenkomst, 
waarbinnen eiser zich aan het concurrentiebeding dient te houden, gelet op de 
hiervoor weergegeven wederzijdse belangen, redelijk geacht. Na ommekomst 
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van die periode is schorsing van het beding aan de orde. Daarom wordt de 
gevorderde schorsing toegewezen.’ 
 
Het lezen van e-mails leverde ook in de volgende rechtszaak, die speelde voor 
de Rechtbank Arnhem, sector kanton, op 27 juni 2008 (LJN BD6312) geen 
problemen op.124  
De casus: een werkneemster e-mailde aan een vroegere collega standaard 
brieven en documenten. Zij schond daarmee het geheimhoudingsbeding.  
De rechtbank overwoog dat het ook niet van belang was dat zij geen protocol 
internet- en e-mailverkeer had ondertekend. Het geheimhoudingsbeding 
behoefde geen verdere concretisering in deze zin om tegen haar te kunnen 
worden ingeroepen. De werkneemster had nog betoogd dat de wijze waarop de 
werkgever aan feitenvergaring had gedaan in strijd was met Wbp. Dit verweer 
ging niet op.  
‘Gegevens betreffende een geïdentificeerde of identificeerbare natuurlijke 
persoon mogen worden verzameld, vastgelegd, geordend, bewaard, bijgewerkt, 
opgevraagd en geraadpleegd, indien dat noodzakelijk is voor de behartiging 
van het gerechtvaardigde belang van de verantwoordelijke (lees: werkgever), 
tenzij het belang of de fundamentele rechten en vrijheden van de betrokkene, in 
het bijzonder het recht op bescherming van de persoonlijke levenssfeer, 
prevaleert, aldus - voor zover hier van belang - artikel 8 aanhef en onder b en f 
Wbp gelezen in samenhang met artikel 1 onder a en b Wbp. Volgens vaste 
rechtspraak van het Europese Hof voor de Rechten van de Mens (EHRM) heeft 
een werkgever binnen zekere grenzen te aanvaarden, dat werknemers onder 
werktijd privé-contacten onderhouden en dat een werkgever de privacy van die 
contacten behoort te eerbiedigen en te waarborgen.  Uit het arrest van het 
EHRM van 12 mei 2000, NJ 2002, 180, valt echter af te leiden dat informatie die 
is verkregen door handelingen die op zichzelf een inbreuk op het recht op 
eerbiediging van de persoonlijke levenssfeer opleveren, niet reeds op die grond 
als bewijsmiddel uitgesloten behoeft te worden, tenzij het recht op een eerlijk 
proces daardoor zou worden aangetast’, aldus de rechtbank.  
De werkneemster had, zowel in als buiten rechte, alle gelegenheid gehad om 
de authenticiteit van de e-mails ter discussie te stellen. Omdat zij dat had 
                                                 
124 Rb Arnhem (ktr.), 27 juni 2008, LJN BD6312 
54 
nagelaten, werd het gebruik van de e-mailberichten niet in strijd geacht met het 
recht op een eerlijk proces. Het gegeven ontslag op staande voet bleef 
gehandhaafd. 
 
Maar het kan ook anders lopen, zoals uit de volgende rechtszaak, die speelde 
voor de rechtbank in Haarlem, sector kanton van 31 december 2008 ( LJN 
BG9007) blijkt.125  
De casus: het betrof een verzoek tot herroeping van de beschikking van de 
kantonrechter, waarbij de arbeidsovereenkomst tussen partijen eerder werd 
ontbonden onder toekenning van een vergoeding aan de werkneemster. 
Tijdens het opschonen van de computer van de ex-werkneemster, had de ex-
werkgever e-mails gevonden waaruit bleek dat de ex-werkneemster, enige 
maanden voor de ontbindingsprocedure, voorbereidingen aan het treffen was 
geweest om voor zichzelf te beginnen. De werkgever was van mening dat het 
verzwijgen van de ex-werkneemster dat ze zich als zelfstandige wilde vestigen, 
tijdens deze ontbindingsprocedure, van dien aard was dat dit tot een andere 
beslissing had moeten leiden (namelijk een lagere ontbindingsvergoeding). De 
ex-werkneemster stelde dat de werkgever op onrechtmatige wijze inzage had 
verkregen in de e-mails. De werkgever kende geen internetprotocol, de 
werkneemster was niet voorafgaand aan de controle op de hoogte gesteld, 
noch had zij toestemming daartoe verleend. Voor de werkgever bestond geen 
gerechtvaardigd belang voor deze heimelijke e-mail controle en het recht op 
bescherming van de persoonlijke levenssfeer van de werkneemster moet 
prevaleren boven het belang dat de werkgever had bij het inzien van die privé 
berichten. Duidelijk was dat de werkgever een flink aantal e-mails van de ex-
werkneemster met een privé karakter van de ex-werkneemster had geopend en 
gelezen nadat de ex-werkneemster niet meer werkzaam was en zonder dat de 
ex-werkneemster daarover op de hoogte was gesteld.  
De rechter oordeelde dat kon worden vastgesteld dat de werkgever niet had 
aangegeven met welk, vooraf vastgesteld, doel de e-mails zijn geopend en 
gelezen. Door vervolgens, kennelijk zonder enige beperking, kennis te nemen 
van de inhoud van de e-mails heeft de werkgever onnodig inbreuk gemaakt op 
de privacy van de ex-werkneemster. Het op deze manier vergaren van 
                                                 
125 Rb Haarlem (ktr.), 31 december 2008, LJN BG9007 
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informatie achtte de kantonrechter onrechtmatig. Dat betekent niet als vanzelf 
dat op die informatie geen acht kan worden geslagen maar deze moet met 
terughoudendheid worden bezien en er dient een afweging plaats te vinden 
tussen de belangen van betrokken partijen, aldus de kantonrechter. Die 
afweging viel uit in het voordeel van de ex-werkneemster. Er was niet gebleken 
dat er sprake was van een concrete verdenking of een andere goede reden op 
grond waarvan de werkgever belang had om de e-mails van de ex-
werkneemster te openen en van de inhoud daarvan kennis te nemen. De e-
mails, waarop de werkgever zich beriep, dienden dus buiten beschouwing te 
worden gelaten bij de beoordeling van het herroepingverzoek zodat het verzoek 
alleen al om die reden diende te worden afgewezen. 
 
In de navolgende rechtszaak, die speelde voor de rechtbank in Rotterdam, 
sector kanton op 17 februari 2006 (LJN AV2580), maakte een werknemer het 
wel erg bont.126  
De casus: tussen de werknemer in kwestie en een andere werkneemster van 
de werkgever, bestond aanvankelijk een collegiale en vriendschappelijke band. 
Daarin kwam verandering nadat de werknemer in de zomer van 2004 zijn liefde 
aan de werkneemster had verklaard en zij hem had afgewezen. De situatie 
verslechterde tussen de twee omdat de werknemer de afwijzing niet kon 
accepteren. De werkgever huurde tevergeefs twee psychologen in en stelde 
een gedragscode op om dit op te lossen. De werkneemster had aangifte 
gedaan bij de politie en de werknemer wilde niet meewerken tenzij hij het 
politiedossier zou ontvangen. De werkgever verzocht de kantonrechter om de 
arbeidsovereenkomst met de werknemer te ontbinden.  
De werknemer overlegde tijdens de zitting e-mailverkeer van de werkneemster 
met de directeur van de onderneming waaruit bleek dat zij een relatie hadden. 
Hij had deze e-mails via een derde bemachtigd. Volgens de werknemer was 
verslechtering van de relatie tussen hem en de werkneemster opgetreden nadat 
hij haar over de relatie had aangesproken en medegedeeld had dat een 
dergelijke relatie niet verstandig was en het de arbeidsverhoudingen zou 
verstoren. De werkneemster was van de bemoeienis niet gediend, waarna de 
problemen waren ontstaan, aldus de werknemer.  
                                                 
126 Rb Rotterdam (ktr.), 17 februari 2006, LJN AV2580  
56 
De kantonrechter concludeerde dat de werknemer het briefgeheim en de 
privacy van de werkneemster ernstig geschonden had. De werknemer had de 
werkneemster namelijk ook gedreigd om deze privé e-mails te versturen als de 
werkgever stappen zou ondernemen. ‘Door op een dergelijke wijze en met 
gebruikmaking van deze middelen “verweer te voeren” is zo 
grensoverschrijdend en ernstig dat de kantonrechter van oordeel was dat er 
sprake is van een dringende reden voor ontbinding van de 
arbeidsovereenkomst’.  
 
Voor het gerechtshof in Den Haag, sector civiel, op 3 februari 2009 
(LJN BI3608) speelde de navolgende procedure.127  
De casus: een tweetal werknemers zegden hun arbeidsovereenkomsten op, na 
een aantal maanden werkzaam te zijn geweest. Vervolgens sloten zij 
arbeidsovereenkomsten met de voormalige aandeelhouder (van hun ex-
werkgever) die een eigen onderneming was gestart. Het gevolg was dat een 
aantal klanten van hun voormalige werkgever overstapte, waardoor hun ex-
werkgever in financieel zwaar weer terecht kwam. De ex-werkgever las hun e-
mails en kwam erachter dat de twee ex-werknemers in dienst waren getreden 
bij de voormalige aandeelhouder. De ex-werknemers probeerden het 
boetebedrag van een relatiebeding te laten matigen en het relatiebeding, dat 
gold gedurende twee jaar, te laten vernietigen door de rechter. De werknemers 
voerden aan dat de ex-werkgever hun privacy geschonden had door hun e-
mails te lezen (waaruit bleek dat ze betrokken waren bij het opzetten van de 
concurrerende onderneming).  
Het hof liet dit gegeven buiten beschouwing en richtte zich slechts op de 
werking van het relatiebeding. Het hof oordeelde dat het relatiebeding slechts 
toezag op het bedienen van voormalige klanten van de werkgever en was niet 
overtuigd dat de werknemers het relatiebeding daadwerkelijk schonden. Het 
belang van de werkgever was echter zwaarwegend genoeg om het 
relatiebeding onverminderd te handhaven. 
 
                                                 
127 Gerechtshof ’s-Gravenhage, 03 februari 2009, LJN BI3608 
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In de meest recente procedure, die speelde voor de rechtbank Maastricht, 
sector kanton, op 7 juli 2010 (LJN BN9956 en LJN BN9957) hielp een beroep 
op schending van de privacy en verzoek tot bewijsuitsluiting niet.128  
De casus: onderzoek van de werkgever had uitgewezen dat een werknemer 
samen met zijn schoonvader bezig was geweest en voorbereidingen had 
getroffen om een vennootschap in Hong Kong op te richten die direct 
concurrerende activiteiten met de werkgever ontplooide. Daarop volgde ontslag 
op staande voet. De werknemer startte daarop een geding met als inzet herstel 
van de arbeidsverhoudingen. Hij voerde aan dat de  
e-mailberichten op onrechtmatige wijze verkregen waren en vorderde 
bewijsuitsluiting.  
De kantonrechter volgde deze redenering niet. Hij oordeelde dat onrechtmatig 
verkregen bewijs buiten beschouwing dient te blijven indien de met de inbreuk 
aangetaste belangen van de werknemer zwaarder wegen dan de met de 
inbreuk gediende belangen van de werkgever. De kantonrechter was van 
oordeel dat het hier aangetaste (privacy-)belang de houdster van de betrokken 
e-mailaccount beoogde te beschermen. 
De gebruikte e-mailaccount stond namelijk op naam van een derde, zodat het 
haar privacybelang was dat in geding was en mogelijk het afgeleide 
privacybelang van degenen waarmee zij door middel van deze e-mailaccount 
correspondeerde. Naar het oordeel van de kantonrechter strekte dit belang zich 
echter niet zover uit dat ook derden die onderling gebruik maakten van deze 
account een beroep op bewijsuitsluiting konden doen.  De belangenafweging 
viel dan ook in het nadeel van de werknemer uit. 
 
Dus ook e-mails die via een e-mailaccount van een derde verstuurd zijn en die 
in de handen van de werkgever geraken, kunnen de werknemer de das 
omdoen. 
 
Uit voorgaande uitspraken kan geconcludeerd worden dat het lezen van privé 
e-mails gedoogd wordt als het bedrijfsbelang van de werkgever geschaad kan 
worden en er voldoende redengevende aanwijzingen zijn dat er iets aan de 
                                                 
128 Rb Maastricht (ktr.), 7 juli 2010, LJN BN9956 en LJN BN9957 
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hand is wat nader onderzocht moet worden. Het lezen van privé e-mails zonder 
een verdenking van foul play wordt afgestraft. 
 
Mijn eigen bevindingen betreffende het lezen van privé e-mails zal ik hierna kort 
weergeven. In de rechtszaak die speelde voor de rechtbank in Rotterdam (17-
02-2006, LJN: AV 2580) stelde de rechter het e-mailverkeer op gelijke voet met 
het briefgeheim, vooruitlopend op de beoogde grondwetwijziging. Dit is, mijns 
inziens, de juiste wijze om met het lezen van privé e-mails om te gaan.  
In het huidige tijdperk kan een werkgever gemakkelijk “inbreken” in de e-mail 
account van zijn werknemer. Wie kan mij garanderen dat een werkgever niet uit 
naam van zijn werknemer e-mails gaat versturen die een grond voor ontslag op 
staande voet opleveren? Alleen al op grond hiervan ben ik van mening dat het 
toelaten van privé e-mails als bewijsmiddel aan banden gelegd zou moeten 
worden. 
 
4.4.4 Het afluisteren en opnemen van telefoongesprekken door de 
werkgever 
De werkgever heeft ook controlemiddelen tot zijn beschikking die het hem 
mogelijk maken om de telefoongesprekken van zijn werknemers af te luisteren 
en op te nemen.  
In een aantal gevallen is het afluisteren van telefoongesprekken van de 
werknemer door de werkgever geoorloofd. Zo kan het steekproefsgewijs 
afluisteren van zakelijke gesprekken van een telefonist(e) geoorloofd zijn, indien 
de resultaten hiervan dienen om hem of haar te sturen. In dat geval weet de 
telefonist(e) dat zij afgeluisterd kan worden, terwijl de uitkomsten met de 
telefonist(e) worden besproken en vervolgens direct worden vernietigd. Echter 
is het niet geoorloofd voor een werkgever om de privé telefoongesprekken van 
een werknemer af te luisteren. Dit levert immers schending op van het 
telefoongeheim zoals dat geregeld is in artikel 13 GW. 
 
Allereerst dient de werkgever voorafgaande aan de voorgenomen controle op 
telefoongesprekken, een welbepaald en gerechtvaardigd doel vast te stellen, 
zoals bepaald in artikel 7 van de Wbp. Er moet weer aan één van de zes 
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grondslagen voor verwerking worden voldaan.129 De gegevens moeten in 
overeenstemming met de wet en op een behoorlijke en zorgvuldige wijze 
worden verwerkt.130 Natuurlijk moet de verantwoordelijke zorgen voor een 
goede beveiliging en bewaring van de gegevens, en de kwaliteit en kwantiteit 
van de gegevens bewaken.131 Als voldaan is aan het beginsel van 
proportionaliteit en subsidiariteit bij de belangenafweging dan is inbreuk op de 
privacy geoorloofd. Ook dient de werkgever op grond van artikel 27 lid een 
onder l WOR weer de OR om instemming te vragen. De gemaakte afspraken 
moeten worden bekend gemaakt aan de betrokken medewerkers om te voldoen 
aan de informatieverplichting van artikel 33 Wbp. 
 
4.4.4.1 Rechtspraak terzake het afluisteren en opnemen van 
telefoongesprekken 
In de navolgende rechtszaak keurde de rechtbank in Breda, sector kanton, op 
15 februari 2007 (LJN AZ8381) het opnemen en afspelen van een geheime 
geluidsopname, gemaakt door de werkgever, goed.132  
De casus: de werkgever was niet tevreden over het werk van de werknemer en 
had hem daarop aangesproken. Nadat de werkgever de werknemer 
gedegradeerd had, was de werknemer, na zich ziek gemeld te hebben, thuis 
gebleven. De werknemer belde zijn manager en tijdens het gesprek kreeg hij te 
horen dat de loonbetaling stopgezet zou worden. De werknemer verloor zijn 
zelfbeheersing en bedreigde de manager. De manager had het gesprek 
heimelijk opgenomen en baseerde zijn ontbindingsverzoek hierop.  
Volgens de kantonrechter leverde het laten horen van de geluidsopname geen 
schending op van de persoonlijke levenssfeer, die door artikel 8 van het EVRM 
wordt beschermd. Het gesprek had betrekking op betaling van loon en had dus 
een zakelijk karakter, zodat het belang van de waarheidsvinding zwaarder woog 
dan het belang van bescherming van de privacy van de werknemer. De 
kantonrechter ontbond de arbeidsovereenkomst op grond van dringende 
redenen zonder toekenning van een vergoeding. 
 
                                                 
129 Artt. 7 en 8 Wbp 
130 Art. 6 Wbp 
131 Artt. 10, 13 en 14 Wbp 
132 Rb Breda (ktr.), 15 februari 2007, LJN AZ8381 
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Het kan ook voorkomen dat een werknemer de zaken omdraait en 
geluidsopnames maakt van gesprekken met zijn werkgever. 
Dit blijkt uit de meest recente rechtszaak, die speelde voor de rechtbank in 
Amsterdam, sector kanton, op 30 augustus 2010 (LJN BP1423).133  
De casus: aan een werknemer werden aangepaste werkzaamheden 
opgedragen die hij, vanwege zijn lichamelijke beperkingen, niet kon uitvoeren. 
Zijn loonbetaling was op dat moment al geschorst en de arbeidsverhoudingen 
waren slecht. Hij werd op staande voet ontslagen en werd door de politie 
verwijderd omdat hij agressief werd. Tijdens een onderhoud met, onder andere 
de directeur, maakte de werknemer geheime geluidsopnamen. Hieruit bleek dat 
de werkgever hem opdrachten had gegeven die niet in lijn waren met het advies 
van de Arbo arts. Uit de transcriptie van het gesprek bleek dat vernederende 
uitspraken werden gedaan zoals “Je bent een knecht, je bent niets, je bent stof 
“en “Je handelt zeker!”. Ten slotte bleek weliswaar dat de gemoederen opliepen 
maar van de door de werkgever gestelde bedreiging door de werknemer, 
nimmer sprake was geweest. De werknemer had uitgelegd dat hij om fysieke 
redenen de opgedragen werkzaamheden niet kon doen en dat hij voorstelde 
een en ander aan de bedrijfsarts voor te leggen. De directeur beriep zich op 
schending van de privacy en eiste bewijsuitsluiting. Hij had namelijk van te 
voren aan de werknemer gevraagd of hij het gesprek opnam en de werknemer 
ontkende dit.  
De kantonrechter overwoog hierover dat voor uitsluiting van dit bewijs sprake 
moet zijn van een rechtens ontoelaatbare inbreuk - zoals aangevoerd - op de 
privacy, zulks op basis van bijkomende omstandigheden die deze conclusie 
rechtvaardigen. Deze bijkomende omstandigheden waren naar het oordeel van 
de kantonrechter in onvoldoende mate aanwezig. Het enkele feit dat men er 
niet bedacht op hoefde te zijn dat de gesprekken zouden worden opgenomen - 
zeker niet nadat hij de werknemer daarnaar had gevraagd, en deze dit 
ontkende - leidde niet tot de conclusie dat sprake was van een rechtens 
ontoelaatbare inbreuk op de privacy. Wel achtte de kantonrechter dit een 
omstandigheid die bij de beoordeling van het goed werknemerschap in het 
kader van toepassing van de kantonrechtersformule aan de orde kon komen. 
                                                 
133 Rb Amsterdam (ktr.), 30 augustus 2010, LJN BP1423 
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De transcriptie had dan ook bewijskracht voor de stellingen van partijen in deze 
procedure.  
De rechter ontbond de arbeidsovereenkomst, omdat partijen geen grond zagen 
voor voortzetting van de arbeidsverhouding, en kende een 
ontbindingsvergoeding toe met factor 0,5. 
 
4.4.4.2 Internationale rechtspraak van het EHRM 
Het EHRM heeft in de rechtszaak Halford134 op 25 juni 1997 (NJ 1998, 506) 
bepaald dat een werknemer ‘a reasonable expectation of privacy’ heeft op de 
werkplek.  
De casus: een vrouwelijke politie inspecteur had haar werkgever aangeklaagd 
wegens discriminatie op grond van geslacht. Ze kreeg een speciale telefoon 
van haar werkgever die niet afgeluisterd zou worden. Tijdens de zitting bleek 
dat de telefoon wel degelijk door de werkgever afgeluisterd werd. De 
werkneemster stelde met succes dat haar privacy geschonden was. Het EHRM 
oordeelde dat inbreuk op privacy niet geoorloofd is als dat niet van tevoren 
kenbaar of voorzienbaar is voor de werknemer.135  
 
Het EHRM heeft zich ook over controle op e-mail, telefoon- en Internetgebruik 
op 3 april 2007 in de rechtszaak Copland (JAR 2007,233) uitgesproken.136  
De casus: tijdens een periode van enkele maanden werd het e-mail, telefoon- 
en Internetgebruik van een medewerkster van een College gecontroleerd. 
Tijdens deze incidenten bestond nog geen algemene privacy wetgeving in 
Groot-Brittannië. Copland ging naar het Hof omdat ze van mening was dat haar 
privacy geschonden was (art. 8 EVRM).  
Het Hof was van mening dat e-mails en Internetgebruik dezelfde bescherming 
toekwam als het gebruik van een telefoon, zoals het reeds in de rechtszaak 
Halford137 had beslist. Copland had geen waarschuwing vooraf gehad dat haar 
telefoon- e-mail, en Internetgebruik gecontroleerd zou worden en zij had dus ‘a 
reasonable expectation of privacy’.  
 
                                                 
134 EHRM 25 juni 1997, NJ 1998, 506 
135 J.H.J. Terstegge, ‘De nieuwe wet bescherming persoonsgegevens’, Alphen aan den Rijn: Samson 2000, p. 12-13 
136 EHRM 3 april 2007, JAR 2007,233 (Copland) 
137 EHRM 25 juni 1997, NJ1998, 506 (Halford) 
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Conclusie is dat in het geheim gemaakte geluidsopnamen van gesprekken 
tussen werkgever en werknemer op geen enkel probleem lijken te stuiten voor 
wat betreft toelating tot het bewijs in de Nederlandse procedure, zoals ook weer 
blijkt uit de meest recente uitspraak van de rechtbank Amsterdam. In de 
voornoemde zaken ging het natuurlijk om situaties waar de werkgever dan wel 
de werknemer zich min of meer bedreigd voelden.  
 
Mijn bevindingen zal ik kort weergeven. Ik zet mijn vraagtekens bij het toelaten 
van dit soort geheime opnames. Wie kan mij garanderen dat dit soort 
gesprekken niet met voorbedachten rade geënsceneerd zijn of worden? Als een 
werkgever weet dat een bepaalde werknemer een kort lontje heeft, zou hij 
natuurlijk de werknemer een tijd lang kunnen provoceren. Als de 
arbeidsverhoudingen dan zo verslechterd zijn dat een “normaal gesprek” bijna 
niet meer mogelijk is, kan hij een geheime geluidsopname maken. Een gesprek 
waar de werknemer te horen krijgt dat zijn loonuitbetaling wordt opgeschort zou 




Uit het voorgaande blijkt dat de bescherming van de privacy van de werknemer 
het nogal eens aflegt tegen het bedrijfsbelang van de werkgever in het kader 
van de belangenafweging. Privacyvraagstukken komen veelal voor in 
ontbindingsprocedures en procedures waar een geheimhoudings-, 
concurrentie- dan wel relatiebeding in het geding is. Het lijkt er sterk op dat de 
werkgever, die toch al de sterkere partij is, min of meer kan doen wat hij wil. Het 
doel heiligt schijnbaar de middelen in civiele procedures. Een rechter laat over 
het algemeen elk bewijsmiddel toe en verbindt zelden consequenties aan het 
feit dat de bewijsmiddelen onrechtmatig verkregen zijn of zelfs een strafbaar feit 
opleveren.  
De mogelijkheid dat geheime geluidsopnames geënsceneerd worden om dan 
als bewijsmiddel opgevoerd te worden in een ontbindingsprocedure is, mijns 
inziens, een niet te verwaarlozen mogelijkheid. Ook het feit dat het mogelijk is 
voor de werkgever om in de e-mailaccount van zijn werknemer in te breken om 
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uit naam van die werknemer belastende e-mails te versturen is met de huidige 
technologie geen toekomstmuziek. 
Menigeen zal van mening zijn dat deze scenario’s vergezocht zijn. Ik baseer mij 
echter op mijn eigen ervaring met bepaalde werkgevers die zich veelvuldig 
schuldig maken aan onrechtmatige gedragingen c.q. strafbare feiten. Ik ben dan 
ook de mening toegedaan dat toelating van zulk soort bewijsmiddelen met de 
grootste mogelijke voorzichtigheid zou moeten worden betracht. 
 
In het laatste hoofdstuk van mijn scriptie zal ik een korte samenvatting en mijn 
eindconclusies geven. Ook zal ik enkele aanbevelingen doen. 
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5. Samenvatting, conclusie en aanbevelingen 
Een werknemer heeft op grond van nationale en internationale regelgeving en 
jurisprudentie ook tijdens de uitvoering van de arbeidsovereenkomst recht op 
privacy. Echter, dit recht is niet onbeperkt. Een werkgever mag een 
controlebeleid voeren wat betreft e-mail- en Internetgebruik of, onder bepaalde 
voorwaarden, toezicht houden op zijn werknemers door middel van het plaatsen 
van (verborgen) camera- registratie of volgsystemen. Een goede werkgever 
behoort bepaalde grenzen in acht te nemen en moet een goede 
belangenafweging maken tussen de inbreuk op de privacy van de werknemer 
en zijn bedrijfsbelang. Het beginsel dat de werknemer op de werkplek recht 
heeft op privacy moet hierbij altijd in het oog gehouden worden en blijft dan ook 
de hoofdregel.  
Opvallend is dat door de werknemer relatief zelden een beroep wordt gedaan 
op ongeoorloofde inbreuk van zijn privacy door de werkgever. Vooral als het 
registratie- en volgsystemen betreft, lijkt een werknemer daar zelden een 
probleem van te maken. Voor wat betreft het gebruik van geheime 
camerabeelden of het afluisteren van telefoongesprekken of lezen van e-mails, 
liggen de zaken anders. Op dit vlak maakt een werknemer vaker en sneller 
bezwaar tegen ongeoorloofde inbreuk op zijn privacy. En terecht, naar mijn 
bescheiden mening.  
Mij is duidelijk geworden dat de rechter vaak de belangen van de werkgever 
zwaarder laat wegen dan de belangen van de werknemer in zaken waarin aan 
de orde is of diens privacy geschonden is. Wellicht houdt de rechter in zijn 
achterhoofd dat het bedrijfsbelang niet alleen het bestuur van een bedrijf raakt 
maar ook alle medewerkers die in dat bedrijf werkzaam zijn. Dit blijkt uit het feit 
dat vooral ‘oneerlijke’ concurrentiepraktijken door werknemers of andere 
handelingen die het voortbestaan van het bedrijf in gevaar kunnen brengen, 
worden afgestraft. De rechter laat wellicht het belang van velen prevaleren, 
boven het privacybelang van die ene werknemer. Op zich is dat wel begrijpelijk, 
maar er moet voor gewaakt worden dat de bepaling in de grondwet waarin het 
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recht op privacy geregeld is en dat zich uitstrekt tot de werkplek, niet slechts 
een dode letter wordt voor de werknemer.  
Geheime camerabeelden worden als bewijsmiddel over het algemeen 
toegelaten. Dit heeft tot gevolg dat dit grondrecht verder uitgehold wordt, om 
nog maar niet te spreken van het feit dat geheim cameratoezicht strafbaar is 
gesteld. Aangezien de aanpassing van de strafbaarstelling geheim 
cameratoezicht van latere datum is dan de Wbp, zouden rechters daarmee 
rekening moeten houden.  
Het is vrij eenvoudig voor de werkgever om aan de wettelijke verplichtingen te 
voldoen en toch onrechtmatigheden op te sporen. Als de werkgever het 
voorgenomen geheime cameratoezicht meldt bij het Cpb, een regeling, met 
instemming van de OR, in het leven roept en tevens aan het 
kenbaarheidvereiste voldoet, is er geen reden om ‘geheim’ cameratoezicht als 
bewijsmiddel uit te sluiten. De zaken liggen echter anders als aan 
bovengenoemde vereisten niet wordt voldaan. Ik ben van mening dat 
wederrechtelijke bewijsvergaring door de werkgever afgestraft zou moeten 
worden met bewijsuitsluiting. Een verweer van de werkgever dat hij, als hij aan 
het kenbaarheidvereiste voldoet, een werknemer niet meer kan ‘betrappen’, zou 
moeten falen. Als verduistering of diefstal stopt nadat de werknemers op de 
hoogte zijn gesteld van (mogelijk) cameratoezicht is het doel van de werkgever, 
namelijk de bescherming van zijn bedrijfsbelang, bereikt. Het kan natuurlijk niet 
het doel van de werkgever zijn om als opsporingsinstantie te fungeren, echter 
het toestaan van geheim cameratoezicht werkt dit wel in de hand. Het geeft 
natuurlijk geen pas als de wetgever aan de ene kant geheim cameratoezicht als 
een misdrijf strafbaar stelt en de rechter vervolgens de werkgever toestaat 
geheim cameratoezicht toe te passen en de beelden als bewijsmiddel toe te 
laten in het kader van een civiele procedure. Op die manier loont een misdrijf. 
De volgende stap zou eigenrichting kunnen zijn, want als je het ene misdrijf 
beloont, waarom dan het andere niet?  
Ook het feit dat heimelijk opgenomen telefoongesprekken zonder slag of stoot 
tot het bewijs worden toegelaten, rijmt niet met de bedoeling van de wetgever. 
Het telefoongeheim wordt immers beschermd in de Grondwet. Als een Officier 
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van Justitie (OvJ) een telefoon wil laten afluisteren door een 
opsporingsambtenaar, dan moet worden voldaan aan de criteria van artikel 
126m WvSv. Er moet sprake zijn van een verdenking van een misdrijf als 
omschreven in artikel 67, eerste lid en hij moet over een schriftelijke machtiging 
van de Rechter Commissaris beschikken.  Niet alleen de verdachte verdient 
een gedegen rechtsbescherming maar ook elke andere burger. Vooral ook 
omdat telefoongesprekken waarin een werknemer “over de rooie gaat” in scène 
gezet zouden kunnen worden door provocatie van de werkgever (opschorting 
van loon etc.) voordat het gewraakte telefoongesprek plaatsvindt.  
Tijdens mijn onderzoek is gebleken dat van privacy in het e-mailverkeer 
praktisch geen sprake is. Inbreuk op privacy wordt hier al snel goedgevonden, 
zolang er maar een bedrijfsbelang in het geding is en er aanwijzingen zijn dat 
onderzoek nodig was. Ook als de e-mails via een e-mailaccount van een derde 
zijn verzonden en in het bezit van de werkgever zijn geraakt, levert dat geen 
problemen op. Het wordt hoog tijd dat communicatie via e-mailverkeer dezelfde 
beschermde status krijgt als communicatie via brieven. Hoewel het nog maar de 
vraag is of dat ook echt bescherming zal bieden. Volgens artikel 13, tweede lid 
GW is immers het telefoongeheim onschendbaar, maar geheime opnames 
lijken dan toch weer geen problemen op te leveren in een procedure. Ik vind het 
verontrustend dat een opsporingsambtenaar eerst toestemming van een rechter 
nodig heeft alvorens een telefoongesprek te mogen aftappen maar dat een 
burger zonder consequenties wel een telefoongesprek in het geheim mag 
opnemen. Zo wordt het Grondrecht, dat het telefoongeheim moet beschermen, 
een holle frase. De vraag is dus maar of aanpassing van de formulering van 
artikel 13 GW, zoals voorgesteld door de staatscommissie Grondwet, zoden 
aan de dijk zal zet. Zolang bij rechters waarheidsvinding voorop staat en alles 
daarvoor moet wijken, zelfs een grondrecht, heeft het mijns inziens weinig nut 
om de Grondwet aan te passen. 
 
Het lijkt erop dat schending van een grondrecht, zij het schending van de 
privacy of schending van het telefoongeheim, gedoogd wordt. Een werkgever 
komt er vaak ongestraft mee weg. Ik ben van mening dat schending van 
grondrechten ook schending oplevert van het recht op een eerlijk proces, ook in 
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het civiele recht. Bewijsuitsluiting in het geval van grondrechtenschendingen 
door werkgevers zou een eerlijk(er) proces opleveren. Dat zou ook de 
legitimiteit en integriteit ten goede komen. Een procedure is, mijns inziens, 
alleen rechtmatig te noemen als de gevolgde weg van bewijsvergaring 
rechtmatig is. De werkgever is toch al veelal de sterkere partij in de 
arbeidsverhoudingen, en als hem ook nog wordt toegestaan grondrechten van 
werknemers “naar believen” te schenden, dan slaat de balans wel heel erg uit 
ten gunste van de werkgever. Ook het beginsel van goed werkgeverschap is 
een holle frase in deze, zolang het bedrijfsbelang prevaleert boven 
bescherming van de persoonlijke levenssfeer van de werknemer. 
 
Er zijn geen duidelijke regels omtrent het gebruik van onrechtmatig verkregen 
bewijs in het arbeidsrecht, zoals dat wel het geval is in het strafrecht138. 
Daardoor laat de ene rechter het bewijsmiddel toe, de volgende sluit het 
bewijsmiddel uit, een derde compenseert de onrechtmatigheid in de 
kantonrechtersformule en een vierde laat de onrechtmatigheid van de 
bewijsvergaring in het midden. Dit werkt rechtsonzekerheid en 
rechtsongelijkheid in de hand (Ik zou liever voor de kantonrechter in Haarlem 
staan als mijn werkgever geheim cameratoezicht heeft toegepast dan ergens 
anders).  
Ook het feit dat het EHRM zich heeft uitgesproken over onrechtmatig verkregen 
bewijs bij privacyvraagstukken in het arbeidsrecht, zoals in de rechtszaken 
Halford en Copland, schijnt weinig gewicht in de schaal te leggen in 
Nederlandse arbeidsrechtprocedures. 
Mijns inziens zou een rechter altijd acht moeten slaan op de (on)rechtmatigheid 
van de bewijsvergaring. Niet slechts de waarheidsvinding, maar ook het recht 
op een eerlijk proces moet door de rechter in acht worden genomen. 
Rechtsbescherming wordt anders een dode letter. De regels omtrent 
bewijsvergaring zijn tenslotte niet voor niets in de diverse wet- en regelgeving 
vastgelegd. Als overtreding van deze regels niet gesanctioneerd wordt dan is er 
geen sprake meer van rechtsbescherming of een eerlijk proces. Ik zou willen 
pleiten voor bewijsuitsluiting bij onrechtmatige bewijsvergaring. De werkgever 
kan immers, met inachtneming van wet- en regelgeving, zijn doel bereiken. 
                                                 
138 zie o.m. HR, 30 maart 2004, NJ2004, 376 (Afvoerpijp), HR, 18 april 1978, NJ1978, 365 (Erwtenpistool) 
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Daar het onrechtmatig verkregen bewijs tijdens de procedure wordt uitgesloten, 
zal een ontslag geen stand kunnen houden. Dit zou een signaal kunnen 
afgeven aan werkgevers die zelf voor opsporingsambtenaar willen spelen. Op 
deze manier zou ook bescherming van de persoonlijke levenssfeer van de 
werknemer weer recht worden aangedaan en de balans weer in evenwicht 
gebracht worden.  
 
In het Burgerlijk Wetboek in titel 10, Boek 7, zouden bepalingen opgenomen 
moeten worden die regelen hoe rechtmatige bewijsvergaring dient te 
geschieden. Ook bepalingen welke sancties mogelijk zijn bij welk soort 
overtredingen (zie bijvoorbeeld artikel 359a Wetboek van Strafvordering) zou in 
het arbeidsrecht geregeld moeten worden. Hoe groter de schending op de 
privacy en onrechtmatigheid, hoe groter de sanctie die daarop zou moeten 
staan, met bewijsuitsluiting als zwaarste sanctie. Natuurlijk moeten ook de 
belangen van de werkgever een rol hierin spelen. Daarom zou de rechter ook 
andere sancties, voor minder zware onrechtmatigheden bij bewijsvergaring, op 
moeten kunnen leggen zoals het toekennen van een schadevergoeding aan de 
werknemer of het aanpassen van de hoogte van de kantonrechtersformule.139  
 
Ik zou ervoor willen pleiten om beelden van geheim cameratoezicht altijd als 
bewijsmiddel uit te sluiten. De werkgever kan relatief gemakkelijk aan de 
wettelijke vereisten voldoen. Er is dus geen enkele reden om onrechtmatige 
bewijsvergaring door middel van geheim cameratoezicht te belonen door de 
beelden toe te laten als bewijsmiddel. Sterker, ik zou ervoor willen pleiten dat 
als een werkgever gebruik maakt van geheim cameratoezicht en hij die beelden 
in een arbeidsrechtprocedure wil gebruiken, hij of een hoge boete opgelegd 
krijgt door het Cbp of strafrechtelijk vervolgd wordt. Op deze wijze wordt een 
sterk signaal afgegeven dat een misdrijf niet loont. Ook niet voor een werkgever 
die zijn bedrijfsbelang met alle middelen wil beschermen of ze nu 
wederrechtelijk zijn of niet. 
 
Als artikel 13 GW inderdaad gewijzigd wordt zodat alle communicatie 
beschermd wordt, ook die per e-mail, dan zou bewijsuitsluiting ook hier voor de 
                                                 
139 M.M. Koevoets, ‘Wangedrag van werknemers’, Den Haag: Boom Juridische Uitgevers 2006, p. 336-339 
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hand liggen. Immers moet ook de OvJ als hij brieven in beslag wenst te nemen, 
voldoen aan hetgeen is gesteld in artikel 100 e.v. WvSv140. Ook hij mag niet 
zomaar het briefgeheim schenden, dus een werkgever zou hiervoor ook 
afgestraft moeten worden. Artikel 201 WvSr stelt het openen van brieven 
immers strafbaar. Gegevensverwerking (lezen van privé e-mails van de 
werknemer) door de werkgever zou dan ook hier in strijd zijn met de wet, net 
zoals geheim cameratoezicht dat is. Dezelfde sanctie zou dus van toepassing 
moeten zijn, te weten bewijsuitsluiting en boeteoplegging door het Cbp of 
strafrechtelijke vervolging. 
 
Bewijsuitsluiting zou ook plaats moeten vinden als de telefoongesprekken in het 
geheim afgeluisterd en/of opgenomen worden, vooral als het 
telefoongesprekken betreft tussen de werknemer en een derde, zoals in de 
zaak Copland.  
 
Feit is dat de werkgever door zich aan de wet- en regelgeving te houden, zijn 
doel wel degelijk kan bereiken. Het doel van de werkgever is immers om zijn 
bedrijfsbelang te beschermen en niet om bijvoorbeeld een frauderende 
medewerker door middel van geheim cameratoezicht te betrappen. Als de 
wetgever aan de werkgever vergaande opsporingsbevoegdheden toe wil 
kennen, zoals het lezen van e-mails of aftappen van telefoons, dan zal hij 
daarvoor wet- en regelgeving aan moeten passen. De Wbp geeft echter al 
enkele handvatten hoe de werkgever hiermee om zou moeten gaan, te weten 
voorafgaande instemming van de OR en melding aan het Cbp, zodat deze een 
nader onderzoek kan verrichten. Natuurlijk moet ook voldaan worden aan het 
kenbaarheidvereiste, zoals dat ook door het EHRM aan de orde is gesteld.  
 
Ik ben van mening dat ook in arbeidsrechtprocedures aan de vereisten van 
artikel 6 EVRM voldaan zouden moeten worden. De werkgever is, gelijk de 
overheid, de sterkere partij in een procedure en de werknemer is, gelijk de 
burger, de zwakke partij. Vooral in rechtszaken waar ontslag op staande voet 
speelt zou dit artikel in acht genomen moeten worden. De gevolgen voor de 
                                                 
140 art. 100 WvSv stelt dat sprake moet zijn van ontdekking op heterdaad van een strafbaar feit of verdenking van een 
misdrijf als omschreven in art. 67. 
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werknemer zijn immers niet te verwaarlozen omdat hij geen recht heeft op een 
WW-uitkering bij een gegrond ontslag op staande voet. Een rechter zou een 
ontslag op staande voet nooit op basis van vermoedens mogen goedkeuren. 
Als sprake is van wederrechtelijke bewijsvergaring zou dit ook consequenties 
moeten hebben voor de werkgever, namelijk bewijsuitsluiting. Ik ben van 
mening dat een rechter, ook als de werknemer geen beroep hierop doet, tijdens 
een procedure aandacht moet schenken aan schending van de Wbp of 
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