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Audit teknologi informasi pada PT XYZ dilakukan untuk mengetahui sejauh mana tingkat 
kapabilitas teknologi informasi perusahaan dan memberikan rekomendasi guna memperbaiki kinerja 
teknologi informasi untuk mencapai tujuan bisnis perusahaan. Standar kontrol yang digunakan dalam 
penelitian ini yaitu Committee of Sponsoring Organizations of the Treadway Commission (COSO) yang 
terdiri dari komponen Control Environment, Risk Assessment, Control Activities, Information and 
Communication, dan Monitoring. Tujuan penelitian ini adalah untuk mengevaluasi apakah sistem sudah 
dilengkapi dengan kontrol yang dijalankan dengan baik dan benar. Dari hasil penelitian, capability level 
pada PT XYZ dalam layanan teknologi informasi berada pada level 4 (Predictable Process) dengan nilai 
4,17. Hasil ini menunjukkan bahwa proses atau kegiatan teknologi informasi pada PT XYZ telah dilakukan 
dengan konsisten dan memiliki batasan yang ditentukan oleh perusahaan. Nilai expected level yang ingin 
dicapai berada pada level 5 (Optimizing Process). Perbedaan hasil level ini terjadi karena bagian IT PT 
XYZ belum melakukan pengawasan dan evaluasi lebih lanjut untuk menunjang kegiatan perusahaan. 
Kata Kunci: Audit Teknologi Informasi, COSO, Capability Level. 
 
1. PENDAHULUAN 
Teknologi informasi telah menjadi 
kebutuhan yang sangat penting dalam suatu 
perusahaan. Teknologi informasi dapat 
dijadikan peluang untuk mendukung proses 
bisnis dan menunjang kegiatan operasional 
perusahaan. Penggunaan teknologi 
informasi juga harus didukung dengan 
pengelolaan yang sesuai, dimulai dari 
perencanaan hingga implementasi terhadap 
penggunaan teknologi informasi. 
 
PT XYZ merupakan perusahaan yang 
bergerak di jaringan jasa penjualan, 
perawatan, perbaikan dan suku cadang 
sepeda motor Honda di Indonesia. PT XYZ 
mempunyai teknologi informasi yang sudah 
terintegrasi dan cukup besar dalam mengatur 
kinerja perusahaan dan memberikan layanan 
kepada konsumen. Dengan adanya teknologi 
informasi diharapkan mampu meningkatkan 
kinerja perusahaan dan mengembangkan 
produktifitas bisnis. PT XYZ menggunakan 
teknologi informasi untuk menjalankan 
kegiatan dalam bidang penjualan, service 
dan sistem kepegawaiannya. Sebagai salah 
satu perusahaan besar, maka perusahaan 
memerlukan audit terhadap teknologi 
informasi yang dimiliki. Audit digunakan 
untuk pemeriksaan yang dilakukan secara 
kritis dan sistematis oleh pihak yang 
independen berupa catatan-catatan 
pembukuan dan bukti-bukti pendukung 
lainnya [1]. Hal ini diperlukan untuk 
mengevaluasi apakah sistem sudah 
dilengkapi kontrol yang sudah dijalankan 
dengan baik dan benar [2]. 
 




Standar kontrol yang digunakan untuk 
melakukan audit teknologi informasi adalah 
Committee of Sponsoring Organizations of 
the Treadway Commission (COSO). COSO 
merupakan standar kontrol yang fleksibel 
yang diaplikasikan dalam audit teknologi 
perusahaan. COSO dapat membantu 
perusahaan mencapai tujuannya dan 
mengoptimalkan kinerja perusahaan dengan 
nilai kebijakan, proses serta sistem kontrol 
yang dianggap tepat untuk mempertahankan 
nilai perusahaan. 
2. METODOLOGI PENELITIAN 
Metodologi penelitian yang dilakukan pada 
audit teknologi informasi memiliki beberapa 
tahapan. Tahap awal penelitian audit ini 
adalah perumusan masalah, digunakan 
untuk mengetahui permasalahan-
permasalahan yang ada di suatu 
organisasi/perusahaan yang akan di teliti. 
Tahap selanjutnya adalah studi literatur, 
yang digunakan dalam penelitian ini berupa 
buku, jurnal, artikel, laporan penelitian, serta 
situs-situs di internet tentang audit 
menggunakan framework COSO. Lalu, 
tahap selanjutnya adalah pengumpulan data, 
teknik pengumpulan data yang digunakan 
pada penelitian ini adalah observasi, 
wawancara dan kuesioner. Setelah itu, tahap 
audit teknologi informasi pada PT XYZ 
menggunakan framework COSO, pada tahap 
ini data yang telah terkumpul diidentifikasi 
dan dianalisis sesuai dengan kebutuhannya. 
Selanjutnya, laporan hasil audit teknologi 
informasi dibuat untuk mengetahui 
bagaimana tingkat penggunaan teknologi 
informasi di PT XYZ. Alur metodologi 
penelitian ditunjukkan pada Gambar 1. 
 
Gambar 1  Alur penelitian menggunakan 
framework COSO 
Komponen dan Prinsip COSO 
Internal control terdiri dari lima komponen 
yang terintegrasi, yaitu [3]: 
a. Lingkungan kontrol (Control 
environment) 
Lingkungan kontrol adalah seperangkat 
standar, proses, dan struktur yang 
menyediakan dasar untuk 
melaksanakan internal control di 
seluruh organisasi. 
b. Penilaian risiko (Risk assessment)  
Setiap entitas menghadapi berbagai 
risiko dari sumber eksternal dan 
internal. Risiko didefinisikan sebagai 
kemungkinan bahwa suatu peristiwa 
akan terjadi dan mempengaruhi 
pencapaian tujuan organisasi. 
c. Aktivitas kontrol (Control activities) 
Aktivitas kontrol adalah tindakan yang 
dilakukan melalui kebijakan dan 
prosedur yang membantu memastikan 
bahwa arahan manajemen untuk 




meminimalisir risiko terhadap 
pencapaian tujuan yang dilakukan. 
d. Informasi dan komunikasi (Information 
and communication) 
Informasi diperlukan entitas dalam 
melaksanakan tanggung jawab internal 
control untuk mendukung pencapaian 
tujuannya. 
e. Pemantauan (Monitoring) 
Evaluasi digunakan untuk memastikan 
apakah masing-masing dari lima 
komponen internal control yang 
digunakan menerapkan prinsip-prinsip 
dalam setiap komponen tepat dan 
berfungsi. 
 
Kerangka kerja COSO mengatur bahan 
penjelasan dibawah 17 prinsip yang disusun 
berdasarkan lima komponen. Prinsip ini 
digunakan untuk membantu pengguna 
memahami dengan lebih baik bagaimana 
internal control yang efektif sehingga 
penerapan penilaian akan tepat dan 
diposisikan untuk mengevaluasi efektivitas. 
Ke 17 prinsip tersebut dikelompokkan 
sesuai dengan komponen COSO yang 
berlaku [4]. 
 



















Risk assessment  6. Specifies suitable 
objectives  
7. Identifies and 
analyzes risk  
8. Assesses fraud risk  





10. Selects and 
develops control 
activities  




















separate evaluations  




Process Capability Model 
Process Capability Model di adopsi dari 
ISO/IEC 15504-2 dan proses kontrol COSO 
yang dikelompokkan ke dalam 5 komponen. 
Indikator penilaian terdiri dari proses 
indikator kinerja dan proses kapabilitas. 
Didefinisikan untuk mendukung penilaian 
terhadap kinerja dan proses kapabilitas yang 
diimplementasikan [6]. 
 




Gambar 2 Process Capability Model [7] 
 
Process Capability Model terdiri dari 6 
tingkatan (level). Kemampuan proses ini 
didefinisikan pada skala ordinal 6 titik yang 
memungkinkan kemampuan untuk dinilai 
dan di ekspresikan pada rentang dari 
Incomplete Process (tingkat paling bawah) 
sampai Optimizing Process (tingkat paling 
atas). Berikut ini tingkatan process 
capability model, yaitu [8]: 
a. Level 0 : Incomplete Process 
Proses tidak diimplementasikan atau 
gagal untuk mencapai tujuan 
prosesnya. Pada level ini hanya ada 
sedikit atau tidak ada bukti pencapaian 
sistematis dari tujuan proses. 
b. Level 1 : Performed Process 
Tujuan dari proses umumnya tercapai, 
tetapi pencapaian mungkin tidak 
direncanakan dan dilacak secara ketat. 
Ada produk-produk kerja yang dapat 
diidentifikasi untuk proses, dan ini 
membuktikan pencapaian tujuan 
tersebut. 
c. Level 2 : Managed Process 
Proses ini diimplementasikan dengan 
cara yang terkelola (direncanakan, 
dimonitor, dan disesuaikan) dan 
produk-produk kerjanya ditetapkan 
secara tepat, dikontrol dan dipelihara. 
d. Level 3 : Established Process 
Proses diimplementasikan 
menggunakan proses yang ditentukan 
yang didasarkan pada proses standar 
dan mampu mencapai hasil prosesnya. 
e. Level 4 : Predictable Process 
Proses yang didefinisikan dilakukan 
secara konsisten dalam praktik dan 
batasan kontrol yang ditentukan untuk 
mencapai tujuan proses yang 
dibutuhkan. 
f. Level 5 : Optimizing Process 
Proses terus ditingkatkan untuk 
memenuhi sasaran bisnis yang relevan 
dan yang diproyeksikan. 
 














































Tabel 2 merupakan pemetaan rentang nilai 
kapabilitas (capability level) yang terdiri 
dari rentang nilai, tingkat kapabilitas, dan 
nilai kapabilitas. Semakin besar nilai rentang 
kapabilitas, maka semakin tinggi skala yang 
didapatkan untuk menentukan proses 
kapabilitas tersebut. 
3. HASIL DAN PEMBAHASAN 
Data penelitian ini diperoleh dari hasil 
observasi, wawancara dan kuesioner pada 
PT XYZ. Data kuesioner terdiri dari 7 orang 
responden pada Departemen IT yang 
digunakan sebagai alat pengumpulan data. 
Data kuesioner yang telah terkumpul 
selanjutnya dianalisis dan diidentifikasi 
menggunakan framework COSO untuk 
mengetahui tingkat kapabilitas perusahaan 
pada PT XYZ. Hasil audit teknologi 
informasi di PT XYZ menggunakan 
framework COSO sebagai berikut: 
 
3.1. Hasil Keseluruhan Capability Level 
Hasil perhitungan pada Tabel 3 
menggambarkan keseluruhan perolehan 
current capability level pada PT XYZ dalam 
layanan teknologi informasi berdasarkan 
komponen COSO. Daftar hasil capability 




level disusun berdasarkan komponen COSO, 
current capability level dan expected level. 
 


























5. Monitoring  4,69 5 
Rata - rata 4,65 5 
Berdasarkan hasil perhitungan capability 
level pada Tabel 3 nilai rata-rata capability 
level terbesar berada pada komponen 
Control Activities dengan nilai sebesar 4,80 
yang berada pada level 5 (Optimizing 
Process). Nilai rata-rata capability level 
terkecil berada pada komponen Control 
Environment dengan nilai sebesar 4,49 yang 
berada pada level 4 (Predictable Process). 
Rata-rata current capability level berada 
pada level 5 (Optimizing Process) dengan 
nilai 4,65. Hal ini menunjukkan bahwa 
melalui kuesioner yang telah dibagikan 
proses manajemen teknologi informasi PT 
XYZ telah melakukan inovasi dan perbaikan 
secara berkala dalam meningkatkan layanan 
perusahaan.  
3.2. Analisis Gap 
Setelah mendapatkan hasil perhitungan 
keseluruhan capability level, maka 
selanjutnya data yang diperoleh dianalisis 
untuk mengetahui nilai capability level yang 
didapatkan. Analisis gap dihitung dari 
keseluruhan komponen COSO. Tabel 4 
adalah hasil analisis gap yang dibedakan 
berdasarkan komponen, expected capability 
level, capability level hasil responden, dan 






























5 4,49 3,8 
2. Risk 
Assessment 
5 4,58 4,25 
3. Control 
Activities 






5 4,73 4 
5. Monitoring 5 4,69 4,5 
Rata-rata 5 4,65 4,17 
 
Hasil analisis gap pada Tabel 4 menjelaskan 
bahwa, rata-rata capability level hasil 
responden berada pada level 5 (Optimizing 
Process) dengan nilai 4,65 yang artinya 
kegiatan atau proses operasional teknologi 
informasi PT XYZ telah melakukan inovasi 
dan perbaikan dalam meningkatkan layanan 
perusahaan. Rata-rata capability level hasil 
temuan berada pada level 4 (Predictable 
Process) dengan nilai 4,17 yang artinya 
kegiatan atau proses dilakukan secara 
konsisten dengan batasan yang telah 
ditentukan oleh perusahaan. Dari data yang 
telah dihitung, dapat dilihat bahwa hasil 
responden dan hasil temuan memiliki 
perbedaan. Perbedaan tersebut terjadi karena 
PT XYZ belum melakukan kegiatan atau 
prosedur perusahaan secara tepat waktu dan 
konsisten. Pengawasan, pengembangan dan 
antisipasi belum ditanggapi dengan 
mempertimbangkan permasalahan yang 
terjadi. Masalah tentang sulitnya 
mendapatkan bantuan teknis, koneksi 
jaringan dan perangkat keras bermasalah 
menjadi salah satu permasalahan yang 
menjadikan PT XYZ harus lebih efisien 
dalam mengembangkan dan melakukan 




evaluasi terhadap kegiatan operasional 
perusahaan dengan bijak dan kompeten. 
 
3.3. Rekomendasi 
Berdasarkan analisis gap yang telah didapat 
pada Tabel 4, maka beberapa rekomendasi 
diberikan untuk meningkatkan layanan 
teknologi informasi bagian IT PT XYZ 
dapat dilihat pada Tabel 5, yaitu: 
 


























































































































































































































































































































































































































































































































































































































































Kesimpulan yang didapatkan dari hasil 
penelitian yang telah dilakukan, yaitu hasil 
tingkat kemampuan PT XYZ dalam layanan 
teknologi informasi pada lima komponen 
dari hasil temuan berada pada level 4 
(Predictable Process) dengan nilai 4,17. Hal 
ini diartikan proses atau kegiatan layanan TI 
di PT XYZ telah dilakukan secara konsisten 
dengan batasan yang telah ditentukan oleh 
perusahaan. Capability level hasil responden 
dan hasil temuan memiliki perbedaan karena 
bagian IT PT XYZ belum melakukan 
pengawasan, pengembangan dan evaluasi 
lebih lanjut dan perbaikan berkelanjutan 
untuk menunjang kegiatan perusahaan. 
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