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ABSTRAK 
Internet merupakan kebutuhan mutlak, terlebih lagi dalam dunia teknologi 
informasi, sehingga penyedia jasa internet tumbuh pesat untuk melayani 
kebutuhan konsumen akan internet. Keberadaan seorang system administrator 
sangat diperlukan setiap saat untuk melakukan pengawasan dan pengontrolan 
terhadap sistem yang sedang berjalan. terutama pada layanan internet seperti 
web server, mail server, cache server, dan sebagainya. Dengan memanfaatkan 
teknologi Instant Messaging (1M) sebagai media dalam melakukan manajemen 
server secara jarak jauh, batasan ruang dan waktu yang seringkali dihadapi oleh 
seorang system administrator diharapkan dapat diatasi. 1M saat ini mengalami 
perkembangan yang cukup pesat, karena kemampuannya mengirimkan pesan 
secara singkat dan cepat antar penggunanya. Pada tahun 1998 Jabber muncul 
sebagai protokol 1M yang bersifat open source. 
Protokol Jabber memiliki format instant message dalam bentuk eXtensible 
Markup Language (XML), dimana format dokumen XML merupakan bahasa 
generik yang digunakan pada berbagai aspek komunikasi, karena sifatnya yang 
berbasis teks dan mudah dibaca oleh manusia. Metode yang digunakan dalam 
membangun sistem ini adalah mengolah instant message yang dikirimkan oleh 
seorang system adminstrator kepada server remote control menjadi suatu 
perintah dalam melakukan manajemen server. 
Uji coba dengan melakukan manajemen server secara jarak jauh pada 
sistem operasi Linux telah membuktikan bahwa aplikasi yang dibangun untuk 
Tugas Akhir ini dapat memudahkan tugas seorang system administrator dalam 
melakukan manajemen server, terutama dalam melakukan manajemen terhadap 
service serta menjalankan command shell tertentu pada server. Sehingga system 
administrator dapat melakukan pengawasan dan pengontrolan server secara 
jarak jauh dengan efektif dan efisien. 
Kata kunci : remote administrator, system administrator, instant messaging, 
Instant Messenger, open source, Jabber, XMMP 
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Dalam bab ini akan akan dijelaskan mengenai latar belakang, 
permasalahan, serta tujuan dan manfaat dari pembuatan Tugas Akhir ini. Selain 
itu bab ini juga menjelaskan batasan masalah, metodologi pembuatan Tugas Alrnir 
dan sistematika pembahasan keseluruhan Tugas Alffiir. 
1.1 LA TAR BELAKANG 
Kebutuhan akan internet sekarang ini meningkat pesat di berbagai bidang, 
seperti industri, akadernis, pemerintahan, bahkan rumah tangga Terlebih lagi 
dalam dunia teknologi informasi, internet merupakan kebutuhan mutlak. 
Penyedia jasa internet tumbuh pesat untuk melayani kebutuhan konsumen akan 
internet. Di sinilah peran seorang system administrator sangat menentukan dalam 
menjaga kualitas layanan. Keberadaannya sangat diperlukan setiap saat untuk 
melakukan pengawasan dan pengontrolan terhadap sistem yang sedang berjalan, 
terutama pada layanan internet seperti DNS server, web server, mail server, cache 
server, dan sebagainya. 
Instant Messaging (IM) saat ini mengalami perkembangan yang cukup 
pesat pada jaringan user, karena kemampuannya mengirimkan pesan secara 
singkat dan cepat antara user telekomunikasi. IM menjadi perangkat yang sangat 
penting untuk industri di seluruh dunia. IM digunakan di dalam penjadwalan 
(scheduling meeting), pertukaran informasi bisnis dan informasi client dan lain-
lain. 1M telah dikembangkan pada sektor - sektor private atau antar provider 
1 
2 
seperti American Online Instant Messenger (AIM), MSN dan Yahoo. Pada tahun 
1998 muncul protokol IM yang bersifat open source yang terkenal dengan 
sebuatan protokol Jabber. Dalam tugas akhir ini, dengan memanfaatkan protokol 
Jabber dibangunlah suatu sistem aplikasi yang memungkinkan seorang system 
administrator melakukan pengawasan dan pengontrolan server secara jarak jauh 
dengan efektif dan efisien. 
1.2 TUJUAN DAN MANFAAT 
Tujuan pembuatan tugas akhir ini adalah membuat sebuah aplikasi 
perangkat lunak sistem monitoring dan administrasi aplikasi yang berjalan pada 
server Linux dengan memanfaatkan protokol Jabber sebagai media komunikasi 
antara client dan server, sehingga seorang system administrator dapat 
meningkatkan kualitas layanan tanpa terhambat oleh batasan ruang dan waktu. 
1.3 PERUMUSAN MASALAH 
Permasalahan yang diangkat dalam tugas akhir ini adalah : 
• Bagaimana mengimplementasikan sistem yang dapat menangani monitoring 
dan administrasi server secara remote yang memanfaatkan Jabber sebagai 
protokol komunikasi. 
• Bagaimana mendesain dan mengimplementasikan aplikasi remote control 
server yang mendukung user dalam menangani monitoring dan administrasi 
service pada komputer server yang dikontrol, sehingga mampu mengenali 
perintah khusus yang dikirim oleh remote administrator dan menjalankannya. 
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• Bagaimana mendesain dan mengimplementasikan aplikasi remote 
administrator yang memudahkan user dalam memanfaatkan fasilitas yang 
disediakan oleh remote control server. 
1.4 PEMBATASAN MASALAH 
Dari permasalahan-permasalahan diatas, maka batasan masalah dalam 
tugas akhir ini ialah: 
• Sistem operasi dari komputer yang digunakan oleh aplikasi remote control 
server adalah Linux. 
• Aplikasi pada sisi remote control server berjalan secara background atau 
daemon . 
• Administrasi server yang dapat dilakukan adalah melihat status service yang 
sedang berjalan, start, stop restart, serta perubahan setting konfigurasi dari 
service tersebut. 
1.5 METODOLOGI PEMBUATAN TUGAS AKmR 
Pembuatan tugas akhir ini dilakukan dengan mengikuti metodologi 
sebagai berikut: 
Studi literature dan software yang ada 
Pada tahap ini akan dipelajari sejumlah literatur mengenai konsep dan 
teknologi yang akan digunakan. Informasi yang dibutuhkan dapat 
diperoleh dari literatur yang berhubungan dengan sistem operasi 
Linux, instant messaging, dan protokol Jabber. Informasi ini dapat 
meliputi buku referensi, majalah dan dokumentasi internet. 
4 
Perancangan Sistem dan Aplikasi 
• Pemodelan dan perancangan sistem 
Pada tahap ini akan dibuat alur proses pengolahan instant message 
dari remote administrator menjadi suatu perintah manajemen 
server yang dikerjakan pada remote control server. 
• Perancangan Antarmuka (Interface) 
Aplikasi yang dibuat berupa Jabber client yang terhubung pada 
Jabber server, dirnana Jabber client yang berperan sebagai remote 
control server tersebut merupakan antarmuka dari remote 
administrator dalam melakukan manajemen server. 
Pembuatan Perangkat Lunak 
Pada tahap ini, model dan rancangan sistem yang telah dibuat akan 
diimplementasikan. Aplikasi remote control server dan remote 
administrator dibuat dengan menggunakan compiler Java 
Uji Coba dan Evaluasi 
Pada tahap ini, dilakukan uji coba berbagai skenario dalam melakukan 
administrasi dan monitoring sistem pada remote control server yang 
mencakup perubahan nilai parameter file konfigurasi service, 
menjalankan start I stop I restart service, mengetahui status service, 
serta menjalankan command shell pad a remote control server. 
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Penyusunan Buku Tugas Akhir 
Tahap ini merupakan tahap terakhir dari proses pengerjaan Tugas 
Akhir ini. Buku dokumentasi akan disusun sebagai laporan dari 
seluruh proses pengeijaan Tugas Akhir ini. 
1.6 SISTEMATIKA PEMBAHASAN 






Bab ini berisi latar belakang masalah, tujuan dan manfaat, 
perumusan masalah, batasan permasalahan, metodologi yang 
digunakan, dan sistematika penyusunan tugas akhir. 
DASAR TEORI 
Pada bab ini akan dibahas mengenai teori-teori penunjang dalam 
perancangan dan pembuatan perangkat lunak aplikasi remote 
control server. Diantaranya adalah penjelasan mengenai sistem 
operasi Linux, instant messenger, dan protokol Jabber. 
PERANCANGANPERANGKATLUNAK 
Bab ini menjelaskan tentang tahapan proses perancangan perangkat 
lunak mulai dari deskripsi secara umum sampai perancangan data , 
perancangan aplikasi dan perancangan antarmuka. 
IMPLEMENT ASI PERANGKA T LUNAK 
Bab ini membahas implementasi dari desain-desain sistem yang 
dilakukan pada tahap perancangan, dimana pseudo code yang 




UJI COBA DAN EV ALUASI 
Pada bah ini dibahas mengenai uji coba dari aplikasi yang dibuat 
dengan melihat output yang dihasilkan oleh aplikasi. Dari output 
tersebut dapat dilakukan evaluasi untuk mengetahui kemampuan 
dari aplikasi yang dibuat. 
KESIMPULAN DAN SARAN 
Bab ini berisi kesimpulan dari hasil uji coba yang dilakukan dan 
saran untuk pengembangan aplikasi selanjutnya. 
BABII 
DASAR TEORI 
Pada bab ini akan dibahas mengenru teori-teori penunjang dalam 
perancangan dan pembuatan aplikasi remote control server memanfaatkan 
protokol Jabber. Diantaranya adalah penjelasan mengenai Sistem Operasi Linux 
dan protokol Jabber. 
2.1 SISTEM OPERASI LINUX 
Sistem operasi didefinisikan secara rinci sebagai sebuah program yang 
mengatur perangkat keras komputer, dengan menyediakan landasan untuk aplikasi 
yang berada di atasnya, serta bertindak sebagai penghubung antara para pengguna 
dengan perangkat keras. Sistem operasi bertugas untuk mengendalikan (kontrol) 
serta mengkoordinasikan pengunaan perangkat keras untuk berbagai program 
aplikasi untuk bermacam-macam pengguna. 
Linux adalah sebuah sistem operasi yang sangat mirip dengan sistem-sistem 
UNIX, karena memang tujuan utama rancangan dari proyek Linux adalah UNIX 
compatible. Sistem operasi Linux adalah suatu sistem operasi yang bersifat multi 
user dan multi tasking, yang dapat berjalan di berbagai platform termasuk 
prosesor Intel 386 maupun yang lebih tinggi. Sistem operasi 1m 
mengimplementasikan standar POSIX. 
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2.1.1 Pengertian Secara Umum 
Nama Linux sendiri diturunkan dari pencipta awalnya Linus Torvalds, yang 
sebetulnya mengacu pada suatu kumpulan software lengkap yang bersama-sama 
dengan kernel menyusun suatu sistem operasi yang lengkap. Lingkungan sistem 
operasi ini mencakup ratusan program, termasuk compiler, interpreter, editor dan 
utility. 
Kelompok pengembang yang tersebar di seluruh dunia yang telah bekerja 
dan menjadikan Linux portabel ke suatu platform baru, begitu juga mendukung 
komunitas pengguna yang memiliki beragam kebutuhan dan juga pengguna dapat 
turut serta bertindak sebagai tim pengembang sendiri. 
Linux merupakan sistem operasi murah dan dapat diperbanyak serta 
didistribusikan kembali tanpa harus membayar fee atau royalti kepada seseorang. 
Tetapi ada hal lain yang lebih utama selain pertimbangan harga, yaitu mengenai 
kode sumber. Kode sumber Linux tersedia secara bebas. 




















Lapisan yang paling dalam adalah komputer dan piranti pendukungnya, 
seperti disk, cdrom, printer, dan lain-lain. Ini semua disebut perangkat keras 
sistem. 
Di seputar perangkat keras terdapat lapisan yang kita sebut kernel. Kernel 
adalah program yang dimuat pada saat proses booting yang berfungsi sebagai 
interface antara user level program dengan perangkat keras. Fungsinya seperti 
layaknya sistem operasi, menangani task switching dalam multitasking, 
menangani permintaan membaca atau menulis peralatan disk, melakukan tugas-
tugas jaringan serta mengatur penggunaan memori. 
Kernel menyediakan lapis dukungan, yaitu berupa program utilitas. Utilitas 
berfungsi untuk melakukan akses sistem bagi pengguna Lapis terluar dari sistem 
Linux adalah shell. Shell merupakan penghubung antara pengguna dan sistem. 
2.1.2 Fitur Sistem Operasi Linux 
Saat ini lisensi Linux dipegang oleh penyusun kernel-nya pertama kali, 
Linus Torvalds. Pada usia 23 tahun, ia mulai mengotak-atik kernel Minix dan 
menjalankannya di mesin Intel x86. Barn pada Oktober 1991 , Torvalds 
mempublikasikan kode sumbemya dan mengundang para developer lain untuk 
mengembangkannya bersama-sama. Sejak saat itulah Linux berkembang, dan 
mengubah wajah dunia komputasi hingga saat ini. 
Beberapa fitur Linux yang patut dicatat diantaranya : 
• Multitasking dan dukungan 32 bit; mampu menjalankan beberapa perintah 
secara bersamaan, dan dengan memanfaatkan model terlindung (protected 
-------
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mode) dari Intel 80386 ke atas, Linux merupakan sistem operasi 32 bit. 
Bahkan saat ini telah dikembangkan Linux yang berjalan pada dukungan 64 
bit. 
• Multiuser dan multisession Linux dapat melayani beberapa user yang 
melakukan login secara bersamaan. Sistem file-nya sendiri mempunyai 
keamanan yang ketat, dan dapat dimodifikasi secara optimal untuk melakukan 
akses file kepada user atau group tertentu s~a. Sebagian besar kode sumber 
Linux ditulis dalam bahasa C. 
• Dukungan Java; jika dikompilasi pada level kernel, Linux dapat menjalankan 
Java Applet sebagai aplikasi. 
• Virtual Memory; Linux menggunakan sebagian dari isi harddisk dan 
memperlakukannya sebagai memory, sehingga meningkatkan kemampuan 
memori fisik yang sebenarnya. 
• Linux menawarkan sistem file yang hierarkis, dengan beberapa folder utama 
yang sudah dibakukan (File System Standard I FSSTND). 
• Gratis antarmuka pengguna (Graphical User Interface I GUI) yang 
dipergunakan Linux adalah sistem X Window atau X dari MIT. 
Linux menawarkan kinerja optimal untuk berperan sebagai server. Beberapa 
aplikasi server yang selalu disertakan hampir di setiap distribusi Linux di 
antaranya : 
• Web Server (httpd) 
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• FTP Server (ftpd) 
• Mail Server (smtp, pop3, LDAP, IMAP) 
• Name Server 
• DHCP Server 
• Daemon standar (telnetd, fingerd, identd, syslogd, dan sebagainya) 
Selain itu, protokol-protokol standar sebagai platform dalam komunikasi 
jaringan, telah terintegrasi pada level kernel, di antaranya : 
• File Transfer Protocol (FTP) 
• Gopher Protocol 
• Hypertext Transfer Protocol (HTTP) 
• Post Office Protocol (POP) 
• Point to Point Protocol (PPP) 
• Serial Line Internet Protocol (PLIP) 
• Simple Mail Transfer Protocol (SMTP) 
• Telnet Protocol 
• Transmission Control Protocol I Internet Protocol (TCPIIP) 
2.2 INSTANT MESSENGER 
Messaging atau pengiriman pesan telah menjadi fitur dasar dalam dunia 
internet. Email adalah salah satu contoh media pengiriman pesan yang sampai 
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sekarang masih menjadi media komunikasi dalam dunia internet. Bagaimanapun 
juga, komunikasi dalam dunia internet dapat menjadi lebih menarik dan powerfUl 
daripada hanya sekedar sebuah plain old email. Pertukaran data yang hampir 
secara bersamaan (instantaneously) menjadi awal mula pernikiran akan suatu 
media instant messaging (IM) . 
1M addresses merupakan pengembangan dari email addresses, kelebihannya 
adalah, seseorang yang merniliki sebuah 1M address dapat menerima atau 
mengirim berbagai jenis pesan (message, chat, bahkan groupchat sekalipun). Hal 
ini tentunya sangat berbedajauh dengan email address yang hanya bisa digunakan 





Gam bar 2.2 Fungsional 1M Address 
Instant message dapat dianggap seperti memo atau email dan cenderung 
berfungsi sebagaimana halnya surat. Chat dan groupchat bekerja dengan cara 
melakukan pertukaran pesan pendek seperti halnya suatu percakapan. Setiap 
pesan yang terdapat di dalamnya dapat dianalogikan dengan setiap kalimat yang 
keluar dalam suatu percakapan telepon. Perbedaan keduanya, chat merupakan 
percakapan one-on-one sedangkan groupchat merupakan percakapan antara lebih 
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dari 2 orang. Chat dan groupchat mengharuskan seorang user untuk online di saat 
yang sama dengan user lain yang berkomunikasi dengannya Untuk memudahkan 
hal ini, 1M presence secara teratur dan terus-menerus akan menginformasikan 
kepada user lain, mengenai keberadaan user tersebut, apakah online dan bersedia 
untuk melakukan percakapan. 
PRESENCE : 
UNAVAILABLE 
USER USER USER 
Gam bar 2.3 Presence pada Instant Messenger 
Kemudahan dan integrasi pada IM akhimya masuk ke pasar konsumen. Saat 
ini banyak sekali penyedia layanan IM berlomba-lomba memberikan pelayanan 
yang terbaik pada member user yang dinaunginya, di antaranya American Online 
IM (AOL IM), MSN Messenger, Yahoo! Messenger, ICQ, dan Jabber. 
2.3 PROTOKOL JABBER 
Jabber adalah protokol open source berbasis eXtended Markup Language 
(XML) yang berfungsi sebagai pertukaran pesan (message) dan kehadiran 
(presence) yang real-time antara dua user dalam jaringan internet. Implementasi 
awal protokol Jabber adalah suatu sistem IM yang mempunyai fungsi yang sama 
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seperti IM yang sudah ada sebelumnya seperti ICQ, AOL IM, MSN Messenger 
dan Yahoo! Messenger. 
Sebagai usaha menjadikan Jabber sebagai protokol standar Instant 
Messaging, pada Juni 2000 komunitas Jabber telah mempublikasikan protokol 
tersebut sebagai Request for Comment (RFC} pada Internet Engineering Task 
Force (IETF) sebagai bagian dari standar Instant Messaging and Presence 
Protocol (IMPP), tetapi IMPP ini tidak berjalan sukses. 
Pada bulan Mei 2001 , Jabber community dan Jabber Inc. membuat Jabber 
Software Foundation untuk menyediakan asisten organisasi secara langsung 
(direct organizational assistance) dan asisten teknis secara tidak langsung 
terhadap komunitas Jabber. 
Pada tahun 2002, Internet Engineering Steering Group (IESG) menyetujui 
formasi eXtensible Messaging and Presence Protocol Working Group (XMPP) 
dengan Internet Engineering Task Force (IETF}. Ruang lingkup working group 
adalah untuk mengeksplorasi dan dimana protokol tersebut digunakan, 
memodifikasi protokol yang sudah ada agar dapat memenuhi RFC 2799 seperti 
persyaratan yang ditentukan dalam spesifikasi Common Presence and Instant 
Messaging (CPIM). Fokus utama working group adalah membuat XML stream 
termasuk stream pada level security dan otentikasi, elemen data dan namesJXlce 
yang dibutuhkan untuk mencapai dasar IM dan Presence. 
XMPP working group menerbitkan XMPP Core Internet-Draft sebagai 
dokumen yang menggambarkan fitur-fitur utama Extensible Messaging dan 
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protokol Presence. Makalah XMPP ini memuat protokol Jabber yang bekerja pada 
sistem keamanan client-server dan server-server. 
2.3.1 Teknologi Protokol Jabber 
Jabber memiliki arsitektur client-server, dimana client Jabber dapat 
berkomunikasi dengan server Jabber pada domain Jabber. Domain Jabber 
memiliki keuntungan yaitu kemampuannya dalam memisahkan zona komunikasi, 
yang ditangani oleh server Jabber yang berbeda, tidak seperti kebanyakan sistem 
IM lainnya yang menggunakan satu server terpusat untuk seluruh zona 












Gam bar 2.4 Stream Jabber client-server 
JABBER : SERVER 
JABBER : CLIENT 
XMPP (eXtensible Message and Presence Protocol) merupakan protokol 
hasil formalisasi IETF dari streaming protokol standar XML yang dikembangkan 
oleh Komunitas Jabber. Protokol ini menghadirkan fitur lengkap untuk Instant 
Messaging dan Presence di atas data transport layer yang bersifat dedicated. 
Protokol ini telah stabil sejak tahun 1999. Jabber I XMPP merupakan sebuah 
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protokol yang telah didokumentasikan dengan baik dari seluruh protokol yang ada 
sehingga mudah untuk dipahami. 
Teknologi dasar dari XMPP menyangkut proses negosiasi XML stream 
antara client dan server, dengan menggunakan Simple Autentication and Security 
Layer (SASL) dan Transport Layer Security (TLS) untuk mengamankan 
pengiriman datanya. Setelah melakukan otentikasi, selanjutnya user dapat 
mengirimkan fragmen-fragmen XML sebagai hasil dari menjalankan fungsi-
fungsi IM, seperti mengirimkan pesan, melakukan chat dengan pengguna lain, 
mengubah status presence, mengatur contact list, bergabung dengan chatroom, 
dan lain-lain. Server kemudian akan mengirirnkan message kepada server lain 
melalui XML stream yang telah melalui proses negosiasi, berhubungan dengan 
syarat-syarat security untuk kemudian mencapai lokasi responden user. XMPP 
kompatibel dengan teknologi Jabber yang sudah ada, sehingga menjamin 
interoperabilitas dengan jaringan yang ada saat ini. Aliran data pada protokol 
Jabber dapat dilihat pada Gambar 2.5. 
Cara Jabber I XMPP bekerja sering digambarkan seperti sebuah router 
XML, dalam artian pesan dikirim dalam bentuk paket XML dan route-nya (pesan 
tersebut akan dikirim ke lokasi yang berdasar content-nya). Jabber di desain 
serupa dengan HITP dan email, karena protokol ini relatif barn sampai saat ini, 
Jabber merniliki sistem keamanan yang lebih baik. 
Jabber merupakan sistem jaringan terdistribusi yang menggunakan 
konektivitas Domain Name Service (DNS), Jabber mempunyai sebuah fasilitas 
dial-back yang tidak sama dengan email untuk menempatkan alamat, artinya 
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seseorang yang melakukan spamming pada sebuah server dengan jumlah data 
yang besar secara cepat. Password dapat disimpan dan diotentikasi dengan 
berbagai cara termasuk menggunakan PGP(Private Good Privacy) I SSL (Secure 
Socket Layer). 
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Gambar 2.5 Aliran data pada protokol Jabber 
Jabber mendukung terhadap sejumlah skema otentikasi dalarn segt 
kearnanan dari algoritma Hashing plaintext dan standard SASL. Dengan 
menggunakan Jabber, komunikasi client ke server melalui SSL dan beberapa 
client menggunakan PGP berdasarkan perangkat lunak enkripsi. Sistem Jabber 
dapat juga terhubung ke sistem lainnya dengan sesuatu yang disebut transport 
yang berdasarkan client emulation dan dapat dijalankan pada server Jabber 
berdasarkan interoperabilitas antar protokol. 
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Ditinjau dari sistem keamanan, pada protokol Jabber terjadi client bugs 
semacam buffer overflow yang berpengaruh pada versi khusus dari aplikasi yang 
secara langsung tidak dipengaruhi oleh virus atau hacker. 
2.3.2 Arsitektur Client-Server 
Jabber menggunakan arsitektur client-server, bukan arsitektur langsung 
peer-to-peer seperti yang digunakan oleh sistem messaging lainnya Akibatnya, 
seluruh data Jabber dikirim dari satu client ke client lainnya harus melewati 
minimal satu server Jabber. 
Client Jabber terhubung pada sebuah server Jabber pada TCP melalui port 
5222. Koneksi ini selalu on untuk session client yang berjalan pada server, artinya 
client tidak dapat mengumpulkan pesan sebagai sebuah email client. Sebuah pesan 
diharapkan tersedia pada client dan dengan segera diharapkan client messenger 
sepanjang client masih terhubung. 
Server dapat menjajaki (tracking) apakah client masih online atau tidak, dan 
ketika client dalam kondisi offline, server akan menyimpan beberapa pesan yang 
nantinya akan dikirim kepada client ketika client tersebut terhubung lagi. 
Kekhasan yang dimiliki oleh protokol Jabber antara lain modular server dan 
simple client yang penjelasannya sebagai berikut : 
2.3.2.1 Modular Server 
Jabber server memiliki riga peranan utama yaitu : 
• Menangani koneksi client dan berkomunikasi secara langsung dengan Jabber 
client. 
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• Berkomunikasi dengan Jabber server yang lain 
• Mengkoordinasikan beragam komponen server yang diasosiasikan dengan 
server 
Jabber server di desain modular, dengan paket kode internal yang khusus 
sehingga dapat menangani fungsionalitasnya seperti registrasi, auntentikasi, 
present, contact list, penyimpanan pesan yang berstatus offline dan sebagainya. 
Selain itu server Jabber dapat dikembangkan dengan komponen ekstemal yang 
memungkinkan administrator server untuk mensuplemen server pusat dengan 
layanan tambahan semacam gerbang untuk sistem messaging lainnya 
2.3.2.2 Simple Client 
Satu kriteria desain sistem Jabber bahwa ia harus merniliki kemampuan 
untuk mendukung client yang sederhana rnisalnya koneksi telnet pada port yang 
benar. Dalam hal ini tentu saja arsitektur Jabber memberikan sedikit batasan pada 
client. 
Task-task pada Jabber client harus dapat mengenal dan melengkapi : 
• Komunikasi dengan server Jabber melalui soket TCP 
• Melakukan parsing dan interpretasi XML dengan format yang baik melalui 
XMLstream 
• Mengidentifikasi paket utama Jabber (message, presence dan iq) 
Keuntungan di dalam Jabber adalah dapat memindahkan kompleksitas dari 
client ke server. Secara praktis, banyak fungsi low-level pada client seperti proses 
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parsing XML dan memahami tipe data core Jabber yang ditangani oleh library-
library client Jabber, memungkinkan client developer untuk berfokus pada user 
interface. 
2.3.3 Fonnat Data XML 
Format data XML adalah bagian integral arsitektur Jabber karena 
sepenuhnya penting sehingga arsitektur secara fundamental dapat dikembangkan 
dan mampu diekspresikan dengan bentuk data yang terstruktur. 
Terdapat 4 elemen penting yang terlibat di dalam sistem pertukaran pesan 
Jabber, yakni paket XML yang berisi marked-up data, XML stream yang 
digunakan dalam jalur transportasi paket XML, dan Jabber client dan server yang 
saling bertukar paket XML melalui suatu XML stream. Gambar 2.6 menunjukkan 
proses kinerja keempat elemen dasar dalam protokol Jabber. 
Jabber Client Jabber Server Jabber Client 
Gambar 2.6 Elemen Dasar dalam Protokol Jabber 
I. Server, Jabber Server berperan langsung dalam mengatur semua komunikasi 
pada sistem Jabber. Tugas utamanya adalah menyediakan layanan Jabber 
kepada Jabber client, terutama dalam pengalamatan paket XML dan 
manajemen user account. 
21 
2. Client, Jabber Client secara umum bertindak sebagai user agent yang 
menampilkan informasi (dalam hal ini pesan) kepada seorang end user, dan 
memeberikan respon terhadap setiap masukkan dari user. 
3. Stream, koneksi jaringan antara client dan server digambarkan secara 
konseptual sebagai pasangan satu arah aliran data. Dari sudut pandang XML, 
Jabber stream adalah dokumen XML yang dibungkus oleh tag 
<stream:stream>. Sedangkan dari sudut pandang logika, stream tersebut 
membentuk suatu session dengan context yang berisi metainformasi tentang 
stream tersebut, seperti Jabber ID dari client, Jabber ID dari server, sebuah 
stream ID yang unik dan status stream tersebut. 
4. Paket, data XML yang dikirim melalui stream antara klien dan server disebut 
paket. Setiap paket merupakan suatu sub dokumen XML yang berdiri sendiri. 
Pengaturan spesifikasi format paket dan prosedur dalam pertukaran paket telah 
diatur dalam protokol Jabber. 
Dengan terhubungnya client kepada server, berarti membuka satu jalur 
XML stream dari client ke server, dan server merespon dengan satu jalur XML 
stream dari server ke client. Selanjutnya masing-masing session melibatkan dua 
XML stream. Seluruh komunikasi antara client dan server berupa stream 
semacam ini. Gambar 2. 7 merupakan contoh paket XML yang dikirimkan dari 
suatu Jabber client kepada Jabber client lainnya melalui perantaraan Jabber 
server. 
<message from='jol@jabber.org/home' to='dhw@jabber.org/work'> 
<body>Hello , I need to ask you a question !?<body> 
< /message > 
Gam bar 2. 7 Pengiriman Pes an dalam Bentuk Paket XML 
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Meskipun sangat sederhana, bentuk XML Jabber juga dapat dikembangkan 
melalui namespace XML yang telah diatur oleh Jabber Software Foundation dan 
disesuaikan untuk aplikasi yang lebih khusus. Hal inilah yang membuat Jabber 
menjadi suatu platform yang powerfUl dalarn mernilih struktur data yang 
digunakan, termasuk XML Remote Procedure Calls (XML-RPC), Resource 
Description Framework Site Summary (RSFSS) dan Scalable Vector Graphics 
(SVG). 
2.3.3.1 Jaringan Terdistribusi 
Jaringan terdistribusi dalarn hal ini merniliki pengertian bagaimana sebuah 
Jabber server dapat berkomunikasi dengan Jabber server lainnya dan dapat 
diakses melalui internet. Masing-masing pengguna terhubung pada home server, 
yang menerima informasi untuk mereka, selanjutnya server akan mentransfer data 
untuk kepernilikan pengguna. Maka suatu domain dapat beijalan pada Jabber 
server. Masing-masing fungsi server bebas terhadap yang lainnya, dan di-
maintain sendiri di dalarn daftar pengguna. Pengguna khusus diasosiasikan 
dengan server yang khusus pula, dan dan Jabber address merniliki bentuk yang 
sarna dengan alarnat email. 
Jaringan yang terdistribusi ini menghasilkan sesuatu yang fleksibel, jaringan 
yang marnpu terkontrol pada server yang merniliki skala yang lebih tinggi 
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dibandingkan monolitik, tetapi dengan syarat bahwa layanan yang terpusat hanya 
dapat jalan pada vendor IM yang resmi. 
2.3.3.2 Standar Berdasarkan Pengalamatan 
Ada beberapa perbedaan entitas pada Jabber untuk dapat berkomunikasi 
dengan yang lainnya. Entitas ini dapat direpresentasikan berupa transport, 
groupchat room atau single Jabber user. Jabber ID telah digunakan secara 
internal dan ekstemal untuk menyatakan kepemilikan atau routing informasi. 
Masing-masing Jabber ID memuat sekelompok elemen order. Jabber ID dibentuk 
dalam suatu domain, node dan resource dalamformat [node@domain[!resource] , 
contohnya : r onin@j abber. or. id/home . 
2.3.4 Komponen Utama Protokol Jabber 
Ada tiga komponen utama pada protokol Jabber yang diandalkan pada 
mekanisme pengiriman pesan (messaging), yakni Message , Presence dan 
Info/Query atau yang sering disebut dengan IQ. 
2.3.4.1 Message 
Protokol message pada kenyataannya adalah protokol yang paling sederhana 
dan yang paling sering digunakan di dalam jaringan Jabber. Karena sebagian 
besar trafic packet pada jaringan Jabber dikontrol oleh protokol message, maka 
kemudahan dalam penggunaannya dan kesederhanaannya sedikit banyak 
mempengaruhi kineija pengiriman pesan. Protokol ini digunakan dalam 
pengiriman pesan yang human-readable antar pengguna. Pesan-pesan ini dapat 
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berupa pesan full-scale email atau membentuk pesan line-by-line dalam chat 
session . 
Protokol ini menggunakan paket <message> yang terdiri dari 4 attribut, dan 
nol atau beberapa child element. Attribut dalam message adalah : 
• to : jenis yang diharapkan oleh pihak penerima pesan 
• from : jenis pesan yang dikirim 
• id : sebuah identifier unik ( opsional) dengan tujuan dapat menjejaki message 
• type : sebuah spesifikasi opsional dari konteks percakapan sebuah message 
Sedangkan atribut pada elemen anak antara lain : 
• body : isi tekstual dari message 
• subject : subjek dari message 
• thread : string acak yang di-generated oleh pengmm, digunakan untuk 
tracking sebuah thread conversation. 
• error : deskripsi pesan kesalahan 
Versi protokol Jabber I XMPP saat ini menggunakan standar yang 
merepresentasikan seluruh atribut dan elemen anak yang ada pada protokol 
message. Contoh paket message ditunjukkan pada Gambar 2.8. 
<message to='adi@jabber.org' from='ayu@jabber.org' type='chat'> 
<subject xml : lang='en'> Greeting ! </subject> 
<body xml : lang=' en'> Hello!! </body> 
<thread>e0f92794b9683a38</thread></message> 
Gambar 2.8 Contoh Paket Message 
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2.3.4.2 Presence 
Protokol ini bertanggung jawab terhadap subscription, persetujuan, dan 
update informasi keberadaan (presence) dalam komunitas Jabber. Protokol 
presence didesain sebagai suatu manajemen keberadaan yang sederhana dan 
efisien dalam jaringan Jabber. Atribut yang diasosiasikan dengan protokol ini 
sama halnya pada protokol message, presence memiliki merniliki tipe atribut yang 
merniliki 7 state khusus sebagai berikut ; 
• unavailable : client lama tidak tersedia untuk berkomunikasi 
• subscribe : pengirim mengirimkan request untuk subscribe terhadap presence 
penenma 
• subscribed : pengirim yang telah diizinkan terhadap recipient untuk menerima 
presence mereka 
• unsubscribe : subscription request yang telah ditolak atau subscription yang 
telah di cancel sebelumnya 
• probe : request dari client yang presence saat ini 
• error : pesan kesalahan yang berlangsung berdasarkan pernrosesan atau 
menyediakan paket presence yang telah dikirim sebelumnya 
Paket presence akan bemilai 0 atau 1 untuk masing-masing elemen anak 
berikut : 
• show : menggambarkan status yang tersedia dari entities atau resource yang 
spesifik. show merniliki empat nilai yang digunakan : 
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away : temporarily away 
chat : bebas untuk chat 
xa : extended away 
dnd : do not disturb 
• status : merupakan deskripsi bahasa natural yang bersifat opsional yang 
mendeskripsikan status yang tersedia 
• priority : bilangan integer bukan negatif yang menampilkan level prioritas 
pada resource yang terkoneksi, dengan 0 sebagai prioritas terendah. 
• error : deskripsi pesan kesalahan 
Contoh paket presence terdapat pada Gambar 2.9. 
<presence>frorn='adi@jabber.org' to='ayu@jabber.org' > 
<show> away </show> 
<status > be right back </status > 
<priority> 0 </priority> 
</presence> 
Gam bar 2.9 Contoh paket presence 
Paket presence dapat memuat namespace yang sesuai dengan elemen anak 
yang tidak menganggu struktur names pace dan tag yang tersedia 
2.3.4.3 Info I Query 
Jika suatu protokol Jabber tidak mengirimkan suatu pesan (message) dan 
tidak mengatur keberadaan (presence) maka dapat dipastikan hal itu akan diatur 
dalam protokol Info/Query (IQ). IQ adalah protokol request-response yang umum 
sehingga di desain secara mudah untuk dikembangkan seperti HITP yang 
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merupakan medium request-response. Content data dari request dan respon yang 
ditentukan dengan deklarasi namespace elemen anak secara langsung dari elemen 
IQ. 
Protokol IQ menggunakan paket <iq>, dimana atribut di dalarnnya memiliki 
atribut yang sama dengan protokol message dan presence kecuali jika protokol 
tersebut memiliki tipe atribut yang berbeda Tipe atribut pada protokol info/query 
memiliki 4 nilai yang dapat digunakan, yaitu : 
• get : informasi request 
• set : menyediakan data yang dibutuhkan 
• result : respon terhadap get dan set request yang sukses 
• error : kesalahan yang terjadi dalam pemrosesan dan layanan get dan set 
request 
Pada Gambar 2.10 berikut ini adalah contoh paket IQ yang melakukan 
pengeblokan incoming message dari JID tertentu. 
<iq type='s e t' id='msgl' > 
<query xmlns=' j abber:iq:priv acy' > 
<list name='message-jid-example' > 
<item t ype= 'j id' value= 'ty@jabber.org' action='deny' 






Gambar 2.10 Contoh paket IQ 
Protokol IQ ini sangat penting jika kita ingin membangun server 
berdasarkan kebijakan keamanan sistem yang harus dipenuhi oleh client. Jika 
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sistem keamanan client telah terpenuhi maka hams mendukung pula terhadap 
sistem keamanan pada sisi server. 
2.3.5 Aspek Keamanan Protokol Jabber 
Sistem keamanan Jabber saat ini dapat memproteksi data pesan yang secara 
umum tidak memenuhi untuk beberapa tahap deployment, sistem ini diterapkan 
pada lingkungan yang cukup luas, sebagai contoh perusahaan komersial atau 
perwakilan pemerintahan. Fitur sistem keamanan saat ini hams dapat menjawab 
masalah yang berhubungan dengan skalabilitas, penggunaan, dan fitur-fitur yang 
mendukung terhadap teknologi yang digunakan meskipun masih kurang pada 
beberapa standarisasi yang belum diterapkan. 
Tabel 2.1 menggambarkan fitur-fitur sistem keamanan sebelum 
ditambahkan library kriptografi pada pesan Jabber jika dibandingkan dengan 
properties yang ada pada sistem keamanan komputer saat ini. 
Ada beberapa pilihan sistem keamanan yang tersedia dan telah 
didokumentasikan di dalam komunitas Jabber, meskipun banyak informasi yang 
diajukan masih dalam tahap pengembangan karena sampai saat ini belum ada 
kebijakan final mengenai sistem keamanan untuk protokol Jabber. Diantara 
pilihan-pilihan sistem keamanan tersebut adalah Stream Encryption, dan 
Otentikasi Stream. 
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Tabel 2.1 Perbandingan Properties pada Teknologi Keamanan dengan Sistem Keamanan 
yang didukung Jabber Saat Ini 
Security Deskripsi Existing Jabber Support 
Property Technolo2y 
Otentikasi Memastikan sebuah JAASI,Kerebos, Jabber 
entitas siapa yang Microsoft Authentication 
telah mengklaim Passport Protocol 
Autorisasi Menentukan apakah JAAS,access Autorisasi biner. 
entitas telah control User yang tidak 
mendapat izin untuk list diotentikasi dan 
mengakses data atau dijamin benar, dan 
mengontrol sumber otentikasi oleh user 
daya yang lainnya 
Integrity Memastikan bahwa Message digest Tidak support 
data tidak dirusak 
Non- Memastikan bahwa Digital Tidak support 
repudiation author data akan signature 
selalu dapat 
diotentikasi 
Confidentiality Memastikan bahwa Enkripsi Dibatasi untuk 
data hanya dapat kerahasiaan client 
dibaca oeh entitas server menggunakan 
yang resmi SSL. 
2.3.5.1 Stream Encryption 
XMPP memiliki sebuah metode untuk mengamankan stream dari kerusakan 
atau pembicaraan yang didengar oleh pihak lain (eavesdropping). Metode enkripsi 
ini menggunakan protokol Transport Layer Security (TLS) yang merupakan 
kelanjutan dari STARTTLS. Identifier namespace STARTTLS XML tersedia 
akan dapat digunakan antara suatu entitas awal dan entitas penerima. Sebagai 
contohnya adalah stream dari client ke server atau dari satu server terhadap yang 
lainnya). Di bawah ini adalah implementasi dari stream encryption : 
• SSLffLS 
Sebelum menggunakan SSLffLS, client dapat mulai dengan membahas 
STARTTLS dan memantau respon server apakah mendukung TLS atau tidak. 
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Administrator a.kan memilih menggunakan TLS antara dua domain dengan tujuan 
mengamankan komunikasi server ke server. 
• OpenPGP 
XMPP working group outline menggunakan solusi OpenPGP yang 
digunakan saat ini dengan tidak ada modifikasi aktual di dalam draft internet 
mereka dengan judul End-To-End Object Encryption. XMPP working group 
menggambarkan enkripsi objek sebagai mekanisme key exchange yang dilakukan 
dengan mengunakan key server OpenPGP. 
2.3.5.2 Otentikasi Stream 
XMPP menggunakan dua macam metode untuk memperkuat otentikasi pada 
level XML stream. Ketika sebuah entitas telah siap dengan yang lainnya, maka 
hubungan antar entitas seolah-olah telah dibangun ketika user melakukan 
registrasi dengan server atau seorang administrator sebuah server terhadap server 
lainnya yang terpercaya, metode yang tersedia untuk otentikasi stream antara 2 
entitas menggunakan XMPP yang telah beradaptasi dengan algoritma Simple 
Authentication and Security Layer (SASL). 
Ketika tidak ada hubungan yang dapat dipercaya antara 2 server, beberapa 
level akan dibangun berdasarkan apa yang sudah ada pada Domain Name Server 
(DNS), metode otentikasi digunakan dalam kasus ini adalah pada server dipasang 
protokol XMPP. Jika SASL digunakan untuk otentikasi server ke server, server 
harus tidak digunakan dia/back. SASL dan metode otentikasi dialback 
digambarkan dalam sesi berikut ini 
31 
• Otentikasi SASL 
SASL menyediakan metode umum untuk menambahkan otentikasi yang 
mendukung koneksi berbasis protokol. XMPP menggunakan sebuah profil 
names pace XML yang umum dan names pace identifier untuk protokol ini. 
• Otentikasi Dialback 
Di dalam XMPP termasuk sebuah metode level protokol untuk 
membuktikan bahwa koneksi antara 2 server dapat dipercaya (minimal seperti 
DNS yang dapat dipercaya). Metode ini disebut dialback dan hanya dapat 
digunakan dengan XML stream yang dideklarasikan berdasarkan namespace 
jabber:server. Tujuan dari protokol dialback adalah membuat spoofing protokol 
menjadi lebih sulit, dan selanjutnya akan lebih sulit pula untuk memalsukan bait-
bait pada tag XML. Dialback tidak diharapkan sebagai mekanisme untuk 
mengamankan atau mengenkripsi stream antar server, tetapi hanya untuk 
membantu mencegah teijadinya spoofing pada server dan mengirim data-data 
yang salah yang ada pada server. Bagaimanapun, domain membutuhkan sistem 
kearnanan yang lebih kokoh (robust) yang seharusnya tidak diperhitungkan hanya 
pada pilihan otentikasi ini saja. 
BABITI 
PERANCANGANPERANGKATLUNAK 
Bah ini menjelaskan tentang tahapan proses perancangan perangkat lunak 
mulai dari deskripsi secara umum sampai perancangan data, dan perancangan 
aplikasi. 
3.1 DESKRIPSI UMUM 
Perangkat lunak yang dibuat pada tugas akhir ini adalah suatu sistem yang 
dapat berfungsi sebagai remote control server. Aplikasi ini merupakan instant 
messenger client, yang nantinya mampu berkomunikasi dengan instant messenger 
client lainnya yang digunakan oleh seorang remote administrator, kedua client ini 
berkomunikasi dengan memanfaatkan protokol Jabber. Seorang remote 
administrator dapat mengirirnkan instant message tertentu kepada Remote 
Control Server untuk kemudian diteijemahkan sebagai suatu perintah khusus 
dalam melakukan manajemen server, seperti monitoring service, melakukan start 
I stop I restart service, mengubah konfigurasi service, serta menjalankan 
command shell tertentu pada server. 
Aplikasi remote control server mengolah data input berupa instant message 
tertentu yang dikirimkan oleh seorang remote administrator, menjadi suatu 
perintah khusus dalam melakukan manajemen server. 
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3.1.1 Arsitektur Sistem 
Perangkat lunak yang dibuat dalam tugas akhir ini merupakan aplikasi 
remote control server berbasis console yang beijalan pada sistem operasi Linux, 
yang berperan sebagai antarmuka dari aplikasi remote administrator. Komunikasi 
antara remote control server dan remote administrator menggunakan protokol 
Jabber. Arsitektur sistem aplikasi ini dapat dilihat pad a Gambar 3 .1. 
,...--- JABBER CUEN r ---, 
'- ~- - - ... .. 
~-' ~ IN~~RNET 0 
JABBER ~ JABBER 
SERVER u SERVER }-·· 
JABBER 





.. ~I Service Task 
.,. __ I Command shell 
JABBER CliENT 
~------------ SERVER--------------~ 
Gambar 3.1 Monitoring dan Pengontrolan Server secara Jarak Jauh 
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3.1.2 Fasilitas yang dimiliki Aplikasi 
Aplikasi remote control server berperan sebagai antarmuka dari remote 
administrator dalam meneijemahkan pesan-instant message yang dikirirnkan oleh 
remote administrator dalam tugasnya melakukan manajemen server. 
Aplikasi ini memiliki fasilitas-fasilitas yang dapat digunakan oleh 
pengguna, dalam hal ini remote administrator, sebagai berikut: 
1. Mengetahui status service pada server, 
2. Melakukan start/stop/restart service pada server, 
3. Melihat dan/atau mengubah konfigurasi service pada server, dan 
4. Menjalankan command shell tertentu pada server. 
3.2 PERANCANGAN PROSES 
Perancangan proses dibagi menjadi 3 bagian utama, yakni perancangan pada 
aplikasi remote control server, perancangan pada aplikasi remote administrator, 
serta perancangan proses komunikasi protokol Jabber. 
3.2.2 Perancangan Proses pada Aplikasi Renwte Control Server 
Proses bisnis dari aplikasi Remote Control Server menggunakan pendekatan 
UML (Unified Model Language), yakni dengan menggambarkan sistem melalui 
Use Case Diagram dan Activity Diagram. 
Terdapat beberapa proses yang dapat dilakukan oleh actor dalam sistem ini, 
diantaranya adalah: 
1. Mengetahui status service yang terdapat pada server, 
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2. Melakukan start/stop/restart service pada server, 
3. Melihat dan mengubah konfigurasi service pada server. 
4. Menjalankan command shell pada sistem operasi server. 




' . ·--.... . ~~-
--~~ 
/• 
M~n{letahui Status Service pada 
Server 
Menjalankan Start/Stop/Restart 
Service pada Server 
. ····· ~--- ... 
. .. :;...,,/ 
Melakukan V1ew I Update 
· · ~onfigurasi Service pada Server 
Menjalankan Command Shell pada 
Server 
Gam bar 3.2 Use Case Diagram Aplikasi Remote Control Server 
3.2.1.1 Proses Mengetahui Status Service pada Server 
Pada use case Mengetahui Status Service pada Server, remote administrator 
akan mengirimkan instant message kepada remote control server yang bertujuan 
untuk mengetahui status service tertentu yang terdapat pada server, apakah service 
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yang dimaksud sedang berjalan atau tidak. Activity diagram dari use case 
Mengetahui Status Service padaServer digarnbarkan pada Gambar 3.3. 
Remolo Adm inlslrator 
.Start 
-·-·----~{ __________ _ 
.. ·- i<frim insiant message ke RCSuntuk \: 
mengetahui status seMce ·· ·-··!·-:-------








Kirim instant message 





tentang status service i 
Gambar 3.3 Activity Diagram Mengetahui Status Service pad a Server 
Remote control server menerima instant message tersebut dari sebuah 
proses yang dilakukan oleh suatu Instant Messages Listener. Proses yang 
dikerjakan berikutnya adalah melakukan parsing terhadap instant message yang 
masuk tersebut serta memeriksa validitas instant message apakah sesuai dengan 
syntax yang telah ditentukan oleh remote control server untuk mengetahui status 
service. 
Jika instant message tidak valid, maka remote control server akan 
mengirimkan instant message kepada remote administrator bahwa instant 
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message yang dikirimkan tidak sesuai dengan syntax yang ditentukan oleh remote 
control server. 
Remote Control Server 
• 
. -~ambTi ·ni·ia·i·lag van8be·1·<·fi1e;·· 
sebagai nama file PID 
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Gam bar 3.4 Sub Activity Diagram Proses Pengecekan Status Service 
Jika instant message valid, maka proses untuk memeriksa status service 
dapat dilanjutkan dengan melakukan proses pengecekan status service, yang 
digambarkan dalam suatu sub activity diagram pada Gambar 3.4, dimana hasil 
pengecekan status service tersebut akan dikirimkan kembali kepada remote 
administrator dalam bentuk instant message. 
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Proses pengecekan status service dimulai terlebih dahulu dengan mengambil 
nilai tag variabel <file> yang nantinya dianggap sebagai nama file PID. 
Kemudian, file PID tersebut akan dicek keberadaannya pada direktori lvarlrun 
untuk mengetahui apakah service yang bersangkutan sedang berjalan atau tidak. 
Jika file PID yang dimaksud ada pada direktori lvarlrun, maka hal ini 
menunjukkan bahwa service sedang berjalan, sebaliknya, jika file PID tidak 
ditemui pada direktori lvarlrun, maka hal ini menunjukkan bahwa service tidak 
berjalan. 
3.2.1.2 Proses Start I Stop I Restart Service pad a Server 
Pada use case Start I Stop I Restart Service pada Server, remote 
administrator akan mengirimkan instant message kepada remote control server 
untuk melakukan start I stop I restart service tertentu yang terdapat pada server. 
Activity diagram dari use case Start I Stop I Restart Service pada Server 
digambarkan pada Gambar 3.5. 
Remote control server menenma instant message tersebut dari sebuah 
proses yang dilakukan oleh suatu Instant Messages Listener. Proses yang 
dikerjakan berikutnya adalah melakukan parsing terhadap instant message yang 
masuk tersebut serta memeriksa validitas instant message apakah sesuai dengan 
syntax yang telah ditentukan oleh remote control server untuk menjalankan start I 
stop I restart service. 
Jika instant message tidak valid, maka remote control server akan 
mengirimkan instant message kepada remote administrator bahwa instant 
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Gam bar 3.5 Activity Diagram Start/Stop/Restart Service pada Server 
Jika instant message valid, maka proses untuk melakukan start I stop I 
restart service dapat dilanjutkan dengan melakukan proses menjalankan start I 
stop I restart service pada server yang digambarkan dalam suatu sub activity 
diagram pada Gambar 3.6, dimana status keberhasilan dalam menjalankan start I 
stop I restart service tersebut akan dikirirnkan kembali kepada remote 
administrator dalam bentuk instant message. 
Proses menjalankan start I stop I restart service pada server dimulai terlebih 
dahulu dengan mengambil nilai pada elemen tag variabel <shell> sebagai 
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command shell Linux. Command shell tersebut dijalankan pada sistem operasi 
server, sehingga didapatkan status keberhasilan remote control server dalam 
menjalankan command shell untuk start I stop I restart service. 
Remote Control Server 
• ' ' !: 
·····-···-···-······-···-·······:J'.-
ambil nilai tag variabel <shell> sebagai 
, command shell yang akan dieksekusi 
<~- -- ············-------
eksekusi command shell \ 
start/stop/restart sel'\1ce / 
"-·······················--·-·:·······-···-------------------' 
···-··--------·-·-···-----~:t~------ ·····-·········------
,.- dapatkan status hasil \ 





Gambar 3.6 Sub Activity Diagram Menjalankan start I stop I restart service 
3.2.1.3 Proses Melakukan View I Update Konfigurasi Service pada Server 
Pada use case Melakukan View I Update Konfigurasi Service pada Server, 
remote administrator akan mengirimkan instant message kepada remote control 
server untuk melihat atau mengubah nilai parameter konfigurasi service pada 
server. Activity diagram dari use case Melakukan View I Update Konfigurasi 
Service padaServer dapat dilihat pada Gambar 3.7. 
Remote control server menerima instant message tersebut dari sebuah 
proses yang dilakukan oleh suatu Instant Messages Listener. Proses yang 
dikerjakan berikutnya adalah melakukan parsing terhadap instant message yang 
masuk tersebut serta memeriksa validitas instant message apakah sesuai dengan 
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syntax yang telah ditentukan oleh remote control server untuk melihat atau 
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Gam bar 3. 7 Activity Diagram Mengubah Konfigurasi Service pada Server 
Jika instant message tidak valid, maka remote control server akan 
mengirimkan instant message kepada remote administrator bahwa pesan yang 
dikirimkan tidak sesuai dengan syntax yang ditentukan oleh remote control server. 
Jika instant message valid, maka proses untuk untuk melihat atau mengubah 
nilai parameter konfigurasi service pada server dapat dilanjutkan dengan 
melakukan proses view I update konfigurasi service yang digambarkan dalam 
suatu sub activity diagram pada Gambar 3.8, dimana nilai basil view atau status 
keberhasilan dalam menjalankan perubahan nilai parameter konfigurasi service 
akan dikirimkan kembali kepada remote administrator dalam bentuk instant 
message. 
Remote Control Server 
• 
\ 
ambit nilai lag varia bel <var> sebagai parame1Er 
dan <file> sebagai file konfigurasi service 
,;. 
_, ............ t .• - .. . 
cek mode \ 
mode= read 
\:: 
.•••. ··-· •. ·-·-·- . .>. .•.• 
'rmendapatkan nilai parameier -- \ 
pada file konfigurasi · 
imode=IMite 
\v 
. --Mer1Qutiafl nitai-parameter l"ida fite 
\ konfigurasi dengan nilai yang baru, 





Gambar 3.8 Sub Activity Diagram View I Update Parameter Konfigurasi Service 
Proses View I Update Parameter Konfigurasi Service dimulai terlebih 
dahulu dengan mengambil nilai pada elemen tag variabel <var> sebagai parameter 
dan tag variabel <file> sebagai file konfigurasi yang hendak dilihat I diubalt 
Proses yang dikerjakan selanjutnya adalah melakukan pengecekan mode, jika 
mode bemilai read, maka yang dikerjakan adalah proses melihat nilai dari suatu 
parameter pada konfigurasi service, yang nantinya didapatkan suatu nilai 
parameter yang dimaksud_ Jika mode bemilai write, maka yang dikerjakan adalah 
proses perubahan nilai parameter pada file konfigurasi service dengan nilai yang 
baru sesuai dengan yang dikehendaki oleh remote administrator, sehingga 
nantinya didapatkan status perubahan file konfigurasi, apakah berhasil melakukan 
perubahan konfigurasi atau tidak. 
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3.2.1.4 Proses Menjalankan Command Shell pada Server 
Pada use case Menjalankan Command Shell pada Server, remote 
administrator akan mengirimkan instant message kepada remote control server 
untuk menjalankan command shell tertentu pada sistem operasi server. Activity 
diagram dari use case Menjalankan Command Shell pada Server digambarkan 
pada Gambar 3.9. 
Remote Administrator APREKOS 
.Start 
<:~~J~;;~;;;;~;tr~~~~~~:-·)·······:···- --;·\ ... ~~~t;!~;;~_:_·_ 
i -~.: 
Piir5.iriQ-iiiSii!r1i" me55ag;;· · 
yarg ditenma 
isValid ............................•... 
....... .......• ;· Jalankan command · , 
yes • · . __ ~~!~fl'l~~-~r _ 
!. no 
•;; 
, KiiiiTiiilSiaiit;r;essa-gE; ·- •. 
; i:llhwa terjadi error syntax ' • 
'·-··· ... --· '"''t""' --·-·-· ···-----------' ........... '.t'. .................................... _ 
' ' i<iri"m.instant message tentarg status 
\ dalam mefialankan command shell ' 
·------------------········: .. ···-·······-············· ··-··········" 
Gambar 3.9 Menjalankan Command shell pada Server 
Remote control server menerima instant message tersebut dari sebuah 
proses yang dilakukan oleh suatu Instant Messages Listener. Proses yang 
dikerjakan berikutnya adalah melakukan parsing terhadap instant message yang 
masuk tersebut serta memeriksa validitas instant message apakah sesuai dengan 
syntax yang telah ditentukan oleh remote control server untuk menjalankan 
command shell pada server. 
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Jika instant message tidak valid, maka remote control server akan 
mengirimkan instant message kepada remote administrator bahwa instant 
message yang dikirimkan tidak sesuai dengan syntax yang ditentukan oleh remote 
control server. 
Jika instant message valid, maka proses di atas dapat dilanjutkan dengan 
melakukan menjalankan command shell pada server yang digambarkan dalam 
suatu sub activity diagram pada Gambar 3.10, dimana status keberhasilan dalam 
menjalankan command shell tersebut akan dikirirnkan kembali kepada remote 
administrator dalam bentuk instant message. 
Proses menjalankan command shell dimulai terlebih dahulu dengan 
mengambil nilai pada elemen tag variabel <shell> sebagai command shell yang 
nantinya akan dijalankan pada sistem operasi server, sehingga didapatkan status 
keberhasilan remote control server dalam menjalankan command shell. 
Remote Control Server 
• i ,, 
··--··-·-------------------·-·-·-·--------:r ____________________________ _ 
. ambil nilai tag variabel <shell> sebagai ' 
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Gambar 3.10 Sub Activity Diagram Menjalankan Comand Shell 
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3.2.1.5 Proses Pengolahan Instant Message 
Proses ini dilakukan untuk menerjemahkan instant message yang diterima 
oleh remote control server untuk diketjakan sesuai dengan fungsinya. Flowchart 
pengolahan instant message dapat dilihat lebih lanjut pada Gambar 3.11. 
( START ) 
AMBIL NILAI STRING 
I 
ELEMEN <BODY> PADA 
PAKET <message> 
PISAHKAN STRING Dl ATAS 
BERDASARKAN PEMISAH 
KARAKTER SPASI 
IF ~ <E IF (SUBSTRI~ No (SUBSTRING[ij No UBSTRING[ij No 
==list) ==login) == logout) 
Yes Yes Yes 
~~ 
TELUSURI SAMPAI TELUSURI SAM PAl 
PERINTAH TERAKHIR AUTENTIKASI KILL SESSION. PERINTAH 
UNTUK MENDAPATKAN USER, CREATE LOGOUT USER TERAKHIR UNTUK 
FILEXML NEW SESSION MENDAPATKAN 
NILAJ TAG <DEST> 
TAMPILKAN 
JALANKAN SELURUH LIST PERINTAH PERINTAHYANG 
ADA PADA FILE SESUAIDENGAN 
XML MODE YANG ADA 
?( STOP ) 
Gam bar 3.11 Flowchart Pengolahan Instant message 
3.2.1.6 Proses Otentikasi Remote Administrator 
Gambar 3.11 secara implisit juga menunjukkan proses untuk mencocokkan 
username dan login yang dikirimkan oleh remote administrator dalam membuka 
session untuk melakukan remote administration. Remote control server akan 
mengolah instant message yang dikirim oleh remote administrator yang memiliki 
format ' login usemame;password '. 
46 
Remote control server kemudian melakukan parsing pada instant message 
tersebut, dan mencocokkan dengan file XML yang berisi list Jabber ID beserta 
username dan password yang diperbolehkan untuk melakukan remote 
administration pada server. Jika username dan password cocok, maka session 
baru untuk Jabber ID tersebut akan dibuka 
Session akan ditutup jika Jabber ID tersebut mengirimkan instant message 
'logout' atau jika koneksi dari Jabber ID remote administrator terputus 
(disconnect) dari Jabber Server. 
3.2.3 Perancangan Proses pada Aplikasi Remote Adndnistrator 
Proses bisnis dari aplikasi Remote Administrator menggunakan pendekatan 
UML (Unified Model Language), yakni dengan menggambarkan sistem melalui 
Use Case Diagram, Activity Diagram dan Sequence Diagram. 
Pada Use Case Diagram untuk Remote Administrator yang digambarkan 
pad a Gambar 3 .12, dimana yang berperan sebagai actor adalah System 









Gambar 3.12 Use Case Diagram Aplikasi Renwte Administrator 
Dalam Use Case Remote Administration, actor melakukan pemeliharaan 
server dengan cara, melakukan monitoring status service yang berada pada server, 
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menjalankan service yang tidak berjalan, menghentikan service yang sedang 
berjalan, melakukan perubahan atau sekedar melihat parameter pada konfigurasi 
service, melakukan restart suatu service untuk melihat perubahan pada file 
konfigurasi, serta menjalankan perintah-perintah khusus terhadap server yang 
berupa command shell. 
Activity diagram pada Gambar 3.13 menggambarkan alur pada saat actor 
melakukan proses remote administration server, dimana actor telah terotentikasi 
dalam koneksi ke Jabber Server. Kemudian dilanjutkan dengan melakukan proses 
otentikasi pada remote control server, proses ini juga bertujuan untuk membuat 
sebuah remote administration session baru pada remote control server, hal ini 
berlaku untuk setiap actor yang melakukan remote administration. Bila berhasil, 
maka actor dapat dikatakan telah memiliki hak penuh dalam melakukan proses 
remote administration pada server. 
Terdapat 2 pilihan proses yang bisa dikerjakan oleh actor, yakni melakukan 
manajemen aplikasi service atau menjalankan command shell pada server. Untuk 
setiap pilihan tersebut, actor harus mernilih terlebih dahulu nama service atau 
command shell yang dipilih untuk dikerjakan., sehingga akan keluar sebuah.frame 
baru sesuai dengan nama yang dipilih, baik itu berupa Frame Manage Service, 
maupun Frame Execute Command Shell. 
Remote Administrator 
estut 
Execute Commahd Shell ' '-
Manage Service 
.. i'... --~\ 
Pilih Nama · \ / · ·· Pilih Nilma 
' Command Shell ! ', Service 
Berhasil 







Panel Otentikasi Remote : 
-.. i .. ------ --· 
·-·---------------------! Control Ser.er Gaga I 
Berhasil 
-. /.'- End 







......................... ;. .. ·········, r· .......... {· .......... . 
Update/View : · Status 
Service , . Configuration i !: ; 
Gambar 3.13 Activity Diagram Remote Administration 
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Gambar 3.14 menggambarkan sequence diagram dari remote administrator. 
Untuk melakukan proses remote administration, hal yang pertama kali dilakukan 
adalah melakukan koneksi ke Jabber Server, dengan mengisikan Jabber ID dan 
password-nya, pada Panel Jabber Login juga ditanyakan apakah menentukan 
server dan port secara manual atau tidak, secara manual berarti harus mengisi 
Jabber server dan port yang dibutuhkan untuk melakukan koneksi Jabber. 
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Gam bar 3.14 &quence Diagram Remote Administrator 
Jika telah terhubung dan mendapatkan otentikasi dari Jabber Server, maka 
akan keluar Panel Otentikasi Remote Control Server. Pada panel ini, system 
administrator harus mengisi username dan password untuk melakukan remote 
administration pada remote control server. 
System administrator dapat dikatakan telah memiliki hak penuh dalam 
melakukan remote adaministration pada remote control server, setelah 
mendapatkan otentikasi dari remote control server. Untuk menandai hal ini, Panel 
Utama yang berisi nama-nama service yang hendak dikontrol dan nama-nama 
command shell yang hendak dijalankan akan keluar. Selanjutnya, system 
administrator dapat menentukan apakah akan memilih nama service atau nama 
command shell. 
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Jika yang dipilih adalah nama service tertentu, maka sebuah frame baru 
yang berisi mengenai pengontrolan terhadap service tertentu akan keluar. 
Pengontrolan service berupa status service saat ini, melakukan start, stop, restart 
service, dan melihat atau mengubah nilai parameter tertentu pada file konfigurasi 
service. 
Jika yang dipilih adalah nama command shell tertentu, maka sebuah frame 
baru yang berisi mengenai hasil eksekusi command shell tersebut akan keluar. 
System administrator dapat keluar dari remote administration session saat 
ini, dengan cara menekan tombol logout pada Panel Utama, sehingga nantinya 
Panel Jabber Login akan keluar menggantikan Panel Utama. 
3.3 PERANCANGAN DATA 
Perancangan data dibuat untuk memenuhi kebutuhan aplikasi, yaitu: 
penyusunan data yang diterima oleh remote control server yang masih berupa 
bentuk instant message standar dari remote administrator, kemudian di-parsing 
sedernikian rupa, sehingga menjadi suatu perintah yang dijalankan pada server. 
Remote control server akan memproses isi pesan yang terdapat di dalam tag 
<body><lbody> pada protokol Message yang dikirirnkan melalui paket 
<message> sebagai suatu perintah dari remote administrator. lsi instant message 
yang dikirirnkan oleh remote administrator harus sesuai dengan syntax perintah 
pada remote control server. 
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3.3.1 Struktur XML Perintah 
Perintah yang digunakan sebagai syntax dalam memerintahkan remote 
control server untuk melakukan manajemen server dirancang dalam struktur tree 
yang disimpan dalam suatu dokumen file berformat xml. 
Secara umum, format syntax dalam bentuk tree mendukung adanya 
kemungkinan agar aplikasi ini bersifat modular, dimana pengguna dari aplikasi ini 
dapat menambah service yang dikehendaki, parameter konfigurasi service yang 
dikontrol, dan command shell yang ingin dieksekusi. Fasilitas penambahan jenis 
fitur ini dapat dengan mudah dilakukan dengan mengubah konfigurasi file XML. 
File XML yang pertama kali diakses sebagai tempat untuk mcnyimpan. 
parent dari semua syntax perintah disimpan di dalam file aprekos.xml. Dari 
pembacaan file aprekos.xml ini akan didapatkan nilai dari elemen tag <child> 
yang digunakan sebagai acuan untuk menuju sub perintah berikutnya. 
Ada 4 jenis tag dasar yang dibedakan dalam penanganan parsing perintah, 
yaitu: 
1. <parent>, digunakan untuk memproses parent dari child syntax perintah xml 
selanjutnya, memiliki tag atribut <info> berisi informasi tentang perintah, 
<child> berisi file xml yang akan dituju sebagai child, dan <mode> berisi 
mode yang digunakan dalam memproses parent. 
2. <config>, digunakan untuk memproses parameter file konfigurasi, memiliki 
tag atribut <info> berisi informasi tentang perintah, <var> berisi nama 
parameter file konfigurasi, <file> berisi nama file konfigurasi, dan <type> 
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berisi jenis tipe data parameter konfigurasi, apakah alnum (untuk alfanumerik) 
atau num (untuk numerik). 
3. <command>, digunakan untuk memproses command shell, merniliki tag 
atribut <info> berisi informasi tentang perintah, <shell> berisi command shell 
yang akan dijalankan, dan <time> berisi rnilisekon delay waktu yang 
dibutuhkan untuk mendapatkan return value dari hasil eksekusi command 
shell. 
4. <exist>, digunakan untuk memproses ada atau tidaknya suatu file yang 
dimaksud, yang bertujuan untuk mengetahui status service tertentu, merniliki 
tag atribut <info> berisi informasi tentang perintah, dan <file> berisi nama file 
yang akan dicek keberadaanya. 
Gambar 3.15 merupakan isi dari file aprekos.xrnl, yang dalam hal ini tidak 
boleh diubah isinya, karena berisi syntax option dasar, yakni svc dan run. File 
aprekos.xrnl merupakan parent dari setiap syntax child di bawahnya. Untuk 
melakukan administrasi service menggunakan syntax dasar 'svc' diikuti dengan 
syntax option di bawahnya, sedangkan untuk mengeksekusi command shell 
menggunakan syntax dasar 'run' yang diikuti oleh command shell key yang 
dikehendaki .. 
<?xml version="1.0" encoding="iso-8859-1"?> 











Gambar 3.15 lsi file aprekos.xml 
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Gambar 3.16 merupakan contoh isi dari file service.xml, yang dalam hal ini 
merupakan turunan dari syntax svc, yang berisi service apa saja yang bisa 
dikontrol, pada Gambar tersebut tampak bahwa service yang bisa dikontrol adalah 
apache, proftpd, dan samba. Jika pengguna ingin menambahkan service yang 
untuk dikontrol, pengguna dapat menambahkan tag <parent> yang diberi nama 
service beserta atributnya, yaitu informasi yang menyertai service tersebut dan file 
xml child yang dituju untuk memproses syntax berikutnya 















Gambar 3.16 Contoh lsi file service.xml 
lsi dari file apache. xml dapat dilihat contohnya pad a Gambar 3.17, yang 
dalam hal ini merupakan turunan dari syntax svc, yang berisi fitur-fitur yang bisa 
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dilakukan terhadap service apache. Pada Gambar tersebut tampak bahwa fitur 
yang ada adalah set, view, start, stop, restart, dan status. Secara umum, keenam 
fitur tersebut harus ada pada setiap service yang akan dikontrol, sehingga isi dari 
file proftpd.xrnl dan samba.xml memiliki tag xml yang sama., perbedaannya hanya 
pada atribut yang menyertainya., seperti file apa yang harus dicek untuk 
mengetahui apakah service tersebut sedang berjalan atau tidak, command shell apa 
yang harus dijalankan untuk melakukan start I stop I restart service. 
<?xml version="l.O" encoding="iso-8859- 1"?> 
<apache> 
<parent name="set"> 
<info>Set Apache Configuration</info> 
<mode>write</mode> 
<child>apacheconf .xml</chi ld> 
</parent> 
<parent name="view"> 










<info>Stop Apache Service</info> 




<info>Restart Apache Service</info> 
<shell>apachectl gracefully</shell> 
<time>SOOO</t ime > 
</command> 
<exist name="status"> 




Gambar 3.17 Contoh lsi File apache.xml 
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Contoh file apacheconf.xml dapat dilihat isinya pada Gambar 3.18, yang 
dalam hal ini merupakan turunan dari syntax apache, yang berisi parameter pada 
file konfigurasi pada service apache yang bisa dilihat dan diubah. Pada Gambar 
tersebut tampak bahwa parameter yang bisa diubah adalah ServerType, Timeout, 
KeepAlive, dan StartServers. Pengguna dapat menambahkan parameter yang 
dikehendaki untuk dilihat dan diubah, dengan menambahkan tag <config> dan 
atribut yang menyertainya, yaitu informasi mengenai parameter tersebut, string 
acuan pada file konfigurasi, tipe data yang diperbolehkan, dan file konfigurasi 
yang dituju. 
<?xml version="l.O" encoding="iso-8859-1"?> 
<apacheconf> 
<config name="servertype"> 
























Gam bar 3.18 Contoh isi file apacheconf.xml 
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3.3.2 Syntax Perintah Renwte Cotltrol Server 
Syntax instant message yang dikirimkan oleh remote administrator kepada 
remote control server dirancang dalam struktur tree yang disimpan dalam suatu 
file XML pada server. Seorang remote administrator harus mengirimkan instant 
message kepada remote control server sesuai dengan syntax yang telah ditentukan 
dalam file XML tersebut, jika tidak sesuai, maka instant message tidak akan 
dikenali sebagai suatu perintah yang harus dikeijakan terhadap server. 
Struktur syntax instant message pada remote control server dapat 
digambarkan sebagai suatu perintah dasar pada Gam bar 3.19, dimana remote 
administrator harus mematuhi aturan perintah yang telah ditetapkan ini dalam 
pengiriman instant message, sehingga nantinya instant message tersebut dapat 
diteijemahkan sebagai suatu perintah yang harus dikerjakan oleh remote control 
server. 
Syntax tersebut memiliki berbagai macam fungsi menurut kegunaannya 
yang akan dij elaskan sebagai berikut : 
1. login, merupakan Perintah otentikasi bahwa Jabber ID pengmm instant 
message tersebut merupakan seorang administrator yang memiliki hak untuk 
melakukan manajemen server. Perintah ini hanya dikirimkan pertama kali 
pada saat remote administrator membuka session untuk melakukan 
manajemen server. Jika remote control server menerima instant message dari 
remote administrator yang berisi "login radmin;pass234", maka remote 
control server akan memproses instant message ini sebagai perintah untuk 
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membuka session baru dalam melakukan manajemen server, dengan login 
radrnin dan password pass234. Proses otentikasi akan berhasil jika login dan 
password yang dikirirnkan sesuai dengan yang terdapat pada remote control 
server, sehingga remote control server memperbolehkan Jabber ID tersebut 
untuk melakukan manajemen server. 
[NAMA SERVICE I 
[NAMA PARAMETER ] [ N!LAJ PARAMETER I 
[NAMA PARAMETER I 
[NEXT SYNTAX I 
[NEXT SYNTAX l 
Gam bar 3.19 Struktur Syntax Instant message pada Remote Control Server 
2. logout, merupakan perintah untuk menutup session manajemen server.list, 
merupakan perintah untuk menampilkan syntax list yang merupakan child dari 
syntax tertentu. Jika remote control server menerima instant message dari 
remote administrator yag berisi "list svc apache", maka remote control server 
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akan memberikan jawaban berupa child dari syntax tree yang terdapat pada 
' svc apache', yakni "list: set view start stop restart" 
3. tag, merupakan perintah untuk mendapatkan nilai dari tag tertentu pada file 
xml, sesuai dengan hierarki dan jenis tag yang diinginkan. 
4. svc, merupakan perintah untuk mengontrol dan melakukan monitoring service 
yang terdapat pada server. 
5. run, merupakan perintah untuk mengeksekusi command shell pada sistem 
operas1 server. 
3.4 PERANCANGAN ANTAR MUKA 
Dalam sistem yang akan diimplementasikan, aplikasi yang berhubungan 
langsung dengan pengguna berada pada sisi remote administrator. Karenanya, 
diagram antarmuka pada aplikasi remote administrator perlu mempertirnbangkan , 
sedangkan aplikasi remote control server berjalan pada background proccess, 
sehingga remote control server merniliki diagram antarmuka yang sederhana, 
yang terdiri dari 3 bagian utama, yaitu, program utama, file konfigurasi dan 
pembuatan log file . 
3.4.1 Antarmuka Remote Control Server 
Aplikasi remote control server dirancang berjalan pada mode background 
procces, sehingga tidak diperlukan suatu rancangan Graphical User Interface. 
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Konfigurasi umum pada server, dapat dilakukan pada file config, yang 
bemama aprecos. con£ Penjelasan parameter di dalam file konfigurasi terdapat 
pad a Tabel 3 .1. 
Tabel 3.1 Tabel Deskripsi Parameter File Konfigurasi 
Parameter Deskripsi 
ServerUserName Usemame yang digunakan remote control server 
untuk terhubung ke Jabber Server. 
ServerPassword Password yang digunakan remote control server 
untuk terhubung ke Jabber Server. 
J abberHostServerConnected Jabber Server dimana remote control server 
terhubung. 
JabberPortServerConnected Port pada Jabber Server di atas yang terbuka 
untuk koneksi Jabber. 
SSLEnabled Apakah menggunakan koneksi via SSL. 
Proxy Enabled Apakah menggunakan koneksi melalui proxy. 
ProxyType Jenis proxy, SOCKSv5 atau HTTP. 
Proxy Host Host proxy server yang digunakan. 
Proxy Port Port proxy server yang digunakan. 
Log file digunakan oleh remote control server untuk mencatat request dari 
remote administrator terhadap setiap proses yang dikeijakan. Format isi log file 
dirancang seperti pada Gambar 3.20. 
20050706-11:39:43 INFO Request command list svc on service.xml 
20050706-11:40:37 INFO Request command list run on cmdshell.xml 
20050706-11:44:38 INFO Cek status apache 
20050706-11:46:59 INFO Request command list svc on service.xml 
20050706-11:48:03 INFO Cek status samba 
20050706-11:48:03 INFO Request command list view on srnbconf.xml 
20050708-09:14:35 INFO Cek status apache 
20050708-09:15:47 INFO Execute ls -1 
Gambar 3.20 Format lsi Logfde 
61 
Gambar 3.23 menunjukkan rancangan antarmuka dari Panel Utama remote 
administrator, yang berisi nama-nama service dan nama-nama command shell 
yang bisa dikontrol. Melalui panel ini, seorang system administrator dapat 
melakukan kegiatan remote administration dengan memilih salah satu dari nama-
nama yang tersedia pada Panel Utama, apakah itu berupa nama service, atau nama 
command shell. 
Service 
• !? Apache 
· j, Samba 
· .. ., Squid 
... ProFTPd 
Command Shell 
. ·, viewonline 
.. homedir 
· .. proccesslist 
(LOGOUT) 
Gambar 3. 23 Panel Utama Aplikasi Remote Administrator 
Gambar 3.24 menunjukkan rancangan antarmuka dari Frame Manage 
Service, dimana seorang system administrator dapat melakukan segala hal yang 
mengatur service pada server, seperti mengetahui status service, melakukan start I 
stop I restart service, serta melihat dan mengubah nilai parameter konfigurasi 
service. 
-----1 SERVICE I SERVICE IS UP I ( START )( STOP l {RESTART) 
~ CONAGURATION 
ARAMETER I 'VII VALUE j(SET ) j 
I PARAMETER INFORMATION I 
Gambar 3.24 Frame Manage Service 
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Gambar 3.25 menunjukkan rancangan antarmuka dari Frame Execute 
Command Shell, dimana seorang system administrator dapat melihat hasil dari 
eksekusi suatu command shell terhadap remote control server. 




Gambar 3.25 Frame Execute Command Shell 
Gambar 3.26 menunjukkan rancangan antarmuka dari Frame Pengaturan 
Proxy, dimana pengguna mengisikan proxy host dan port yang digunakan, serta 
proxy authentication seandainya aplikasi yang dijalankan berada di dalam 
proteksi firewall. 
o Use Proxy 
Host rj ----,1-:-0 .-:-126-:c-:. =-.1:-:c0--:.1-::-0--
Port L....f ~~~1_o_so~· ~--
o Use Proxy Authentication 
Username I umum ·I 
Password . **** . 
Gambar 3.26 Frame Pengaturan Proxy 
BABIV 
~PLEMENTASIPERANGKATLUNAK 
Pada bab III telah dilakukan perancangan Aplikasi Remote control server 
dengan menggunakan pendekatan UML. Dalam bab ini, perancangan tersebut 
diwujudkan menjadi aplikasi di sisi remote control server dan aplikasi di sisi 
remote administrator. 
Implementasi ini dilakukan pada lingkungan dengan spesifikasi seperti yang 
tertera pada tabel 4.1. 
Tabel 4.1 Lingkungan pembangunan aplikasi 
Proses or : AMD Athlon XP 2500+ 
Perangkat Keras Memory :512MB 
Sistem Operasi : Linux Debian Sarge (3 .1) 
Kemel2.6.8-2-k7 
Bahasa Pernrograman :Java 
Perangkat Lunak Compiler & Tools :Java Compiler menggunakan 
Sun JDK 1.5.0, dan JCreator 
v.3 .1 sebagai Developing Tools. 
4.1 IMPLEMENT AS! REMOTE CONTROL SERVER 
lmplementasi remote control server dibagi menj adi 6 kelas yang masing-
masing memiliki fungsi khusus. 
4.1.1 Kelas RCServer 
RCServer merupakan kelas utama pada remote control server. Kelas 
RCServer memiliki beberapa method yang memiliki tanggung jawab dalam 
63 
64 
membuka dan mengakhiri koneksi Jabber, melakukan otentikasi remote 
administrator, mengirimkan instant message, dan parsing instant message yang 
masuk. 
4.1.1.1 Membuka koneksi Jabber pada Jabber Server 
Method connect() digunakan dalam membuka koneksi Jabber pada Jabber 
Server. Pada method ini, remote control server akan membuka koneksi barn pada 
Jabber Server, dengan mengirirnkan JabberiD dan password-nya kepada Jabber 
Server yang dituju. Potongan pseudo code pada method connect() yang berfungsi 
untuk membuat koneksi barn pada Jabber Server dapat dilihat pada Gambar 4.1 . 
if(mode SSL diaktifkan pada file konfigurasi) { 
buat koneksi SSLXMPPConnection pada Jabber Server 
} else { 
buat koneksi XMPPConnection baru pada Jabber Server 
login pada jabber server dengan username dan password 
if(jika berhasil terautentikasi oleh jabber server) { 
aktifkan paket listener yang diperlukan 
Gam bar 4.1 Membuka koneksi Jabber pad a Jabber Server 
Proses selanjutnya adalah mengaktifkan presence dan message listener. 
Message listener digunakan oleh remote control server agar dapat menerima 
setiap instant message yang ditujukan kepadanya. Presence listener digunakan 
oleh remote control server agar dapat menerima setiap presence dari Jabber ID 
lainnya yang ditujukan kepadanya. Potongan pseudo code pada method connect() 
yang berfungsi untuk mengaktifkan presence dan message listener dapat dilihat 
masing- masing pada Gambar 4.2 dan Gambar 4.3. 
buat PacketFilter [only allow tipe:presence] 
if(paket presence masuk) { 
if(dari remote admin JID yang benar) 
if(type presence= available) { 
nyalakan status presence dari remoteadmin JID 
else if(type presence = unavailable) { 
matikan status presence dari remoteadmin JID 
matikan status session dari remoteadmin JID 
else { 
abaikan paket tersebut 
Gambar 4.2 Mengaktifkanpresence listener 
buat PacketFilter [only allow tipe:message] 
if(paket message masuk) { 
if(dari remote admin JID yang benar) 
strMsgin=message.getBody() 




Gam bar 4.3 Mengaktifkan message listener 
4.1.1.2 Menutup koneksi Jabber pada Jabber Server 
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Method disconnect() digunakan dalam mengakhiri koneksi Jabber pada 
Jabber Server. Pseudo code dari method disconnect() ditunjukkan Gambar 4.4. 
public void disconnect() { 
akhiri koneksi Jabber pada Jabber server dengan mengirimkan 
paket < /stream:stream> 
Gambar 4.4 Menutup koneksi Jabber pada Jabber Server 
4.1.1.3 Melakukan otentikasi renwte administrator 
Method isRAdrninAuthenticated(String strnD, String msgln) digunakan 
dalam melakukan otentikasi remote administrator. Method ini mencocokkan 
string JabberiD remote administrator, serta username dan password yang 
dikirirnkan oleh remote administrator dalam bentuk instant messenger. Pseudo 
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code dari method isRAdminAuthenticated(String strJID, String msgln} dapat 
dilihat pada Gambar 4.5. 
public Boolean isRAdminAuthenticated( 
String strJID,String msgin) { 
Hapus substring "login" pada msgin 
Split berdasarkan ";" 
Cocokkan username dan password dengan XMLReader users.xml 
if(cocok) { 
return true 
} else { 
return false 
Gam bar 4.5 Melakukan Otentikasi terhadap Remote Administrator 
4.1.1.4 Mengirimkan instant message 
Method sendMessage(String strJID, String msgSend) digunakan dalam 
mengirim instant message kepada remote administrator. Method m1 
memanfaatkan method Chat.sendMessage(String Message) dalam mengirimkan 
instant message. Pseudo code dari method sendMessage(String strJID, String 
msgSend) dapat dilihat pada Gambar 4.6. 
public void sendMessage(String strJID, String msgSend) 
try { 
kirim pesan IM yang body=msgSend dan to=strJID 
generateLog(strRCSUsername+"@"+strServer+" : "+msgSend) 
} catch (Exception e) { 
printError(e.toString()) 
} 
Gambar 4.6 Mengirimkan instant message 
4.1.1.5 Parsing instant message yang masuk 
Method stepMsgHandle(String strJID, String msglnput) digunakan dalam 
melakukan parsing setiap instant message yang masuk. Method ini berfungsi 
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untuk memproses setiap instant message dari remote administrator yang masuk, 
sesuai dengan nilai string Message. body -nya. 
Jika flag isAuthenticated dari remote administrator bernilai false, maka 
instant message tidak akan diproses ke langkah selanjutnya Perkecualian untuk 
instant message yang berisi "login usemame;password" dan "logout", maka 
string dari instant message tersebut akan dijadikan sebagai parameter dalam 
method isRAdrninAuthenticated(String strJID, String msgln). 
Jika flag isAuthenticated dari remote administrator bernilai true, maka 
instant message akan dijadikan sebagai parameter dalam kelas MessageAction. 
Pseudo code dari method stepMsgHandle() dapat dilihat pada Gambar 4. 7. 





















sendMessage(strJID,"You had been logout."); 
else { 
msgAction =new MessageAction(strLogPath); 
sendMessage(strJID,msgAction.handleMsg(strMsgin)); 
} } } } 
Gambar 4. 7 Method stepMsgHandle(String strJID, String msglnput) 
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4.1.2 Kelas XMLReader 
XMLReader merupakan kelas yang memiliki fungsi utama untuk 
melakukan parsing file XML. Dengan memanfaatkan kelas 
javax.xml.parsers.SAXParser, XMLReader membaca file XML dan mengolahnya 
menjadi suatu data yang dibutuhkan oleh remote control server. Terdapat 2 
konstruktor pada XMLReader, yang pertama adalah XMLReader(String fn), 
konstruktor ini digunakan hanya untuk membaca tag dari isi keseluruhan data 
XML, digunakan pada saat memproses perintah list. Gambar 4.8 menunjukkan 
Pseudo code konstruktor XMLReader(String fn) . 
XMLReader (String fn) 
throws SAXException,IOException,ParserConfigurationException{ 
Buat newSAXParser 
Buat LinkedHashMap baru 
Buat LinkedHashMap baru 
set nilai isFilter=false 
parsing XML file 
Gam bar 4.8 Method XMLReader(String fn) 
Sedangkan yang kedua adalah XMLReader(String fn, String value) yang 
berguna untuk mencari tag sesuai dengan atribut yang memiliki nilai sama dengan 
parameter value. Gambar 4.9 menunjukkan konstruktor XMLReader(String fn) . 
XMLReader (String fn, String value) 
throws SAXException,IOException,ParserConfigurationException{ 
Buat newSAXParser 
Buat LinkedHashMap baru 
set nilai isFilter=false 
this.attrVal=value; 
parsing XML file 
Gam bar 4.9 Method XMLReader(String fn, String value) 
69 
4.1.3 Kelas AccessFile 
AccessFile merupakan kelas yang memiliki fungsi untuk mengakses suatu 
file. Ada 3 macam sub fungsi yang tercakup dalam kelas AccessFile, yakni 
mengubah nilai parameter pada file konfigurasi, membaca nilai parameter pada 
file konfigurasi, serta mengecek keberadaan suatu file. 
4.1.3.1 Mengubah nilai parameter pada file konfigurasi 
Method WriteFile(String filename, String strKey, String strValue, String 
strDelimiter, String strComment) digunakan dalam mengubah nilai parameter 
pada file konfigurasi. Pseudo code dari method WriteFile(String filename, String 
strKey, String strV alue, String strDelimiter, String strComment) dapat dilihat 
pada Gambar 4.1 0. 
public boolean WriteFile(String fileName,String strKey, 
String strValue,String strDelimiter, 
String strcomment) { 
line = baca per line dari filename; 
while(line!=null) { 
if(line dimulai dengan strkey) { 
pisahkan substring dengan menggunakan strDelimiter; 
key = substring sebelum strDelimiter; 
line = key + strDelimiter + strValue; 
tulis line ke sebuah file baru; 
line = baca per line dari filename; 
rename nama file baru tadi dengan nama file yang lama 
jika semua proses di atas berjalan dengan baik, 
kembalikan nilai true, jika tidak, false 
Gambar 4.10 Method WriteFile untuk mengubah parameter konfigurasi service 
4.1.3.2 Membaca nilai parameter pada file konfigurasi 
Method ReadValueFromFile(String filename, String strKey, String 
strDelimiter, String strComment) digunakan dalam membaca nilai parameter 
pada file konfigurasi, sehingga mengembalikan nilai string sebagai return value -
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nya. Pseudo code dari method ReadValufFromFile(String filename, String strKey, 
String strDelirniter, String strCornrnent) dapat dilihat pada Garnbar 4.11 . 
public String ReadValueFromFile(String strFileName, 
String strKey, String strDelimiter, String strComment) 
line = baca per line dari filename; 
while(line!=null) { 
if(line dimulai dengan strkey) { 
pisahkan substring dengan menggunakan strDelimiter; 
value = substring sesudah strDelimiter; 
line = baca per line dari filename; 
jika semua proses di atas berjalan dengan baik, 
kembalikan nilai value 
Gam bar 4.11 Method ReadValueFromFile membaca nilai parameter file konfigurasi 
4.1.3.3 Mengecek keberadaan suatu file 
Method iffixist(String strFilenarne) digunakan dalarn mengecek keberadaan 
suatu file. Method ini digunakan dalarn melakukan pengecekan terhadap status 
suatu service, yang dilakukan dengan cara mencari keberadaan suatu file pada 
direktori /var/run. Pseudo code iffixist(String strFilenarne) dapat dilihat pada 
Garnbar 4.12. 
public boolean ifExist(String strFileName) 
File file= new File(strFileName); 
if(file.exists()) { 
return true; 
} else { 
return false; 
Gambar 4.12 Method itExist(String strFileName) 
4.1.4 Kelas ExecuteShell 
ExecuteShell merupakan kelas yang memiliki fungsi untuk menjalankan 
suatu command shell pada server. Method executeShell() merupakan method yang 
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mengerjakan tugas ini secara khusus. Pseudo code dari method ini dapat dilihat 
pada Garnbar 4.13. 
public String executeShell() 
jalankan command shell; 
if(error dalam menjalankan command shell) { 
salin stdErr di tmp2 
} else { 
salin hasil eksekusi command shell di tmpl 
cek mana yang ada isinya, apakah tmpl, atau tmp2 
baca isinya dan salin di string sebagai return value 
hapus kedua file tmp di atas 
Gambar 4.13 Method executeS hellO 
4.1.5 Kelas MessageAction 
MessageAction merupakan kelas yang memiliki fungsi untuk melakukan 
action sesuai dengan isi instant message yang masuk, di dalam kelas ini parsing 
suatu instant message dilakukan. Method handleMsg(String strlnput) merupakan 
method yang menangani setiap string message yang masuk untuk diolah menjadi 
suatu action yang harus dikerjakan oleh remote control server. Pseudo code dari 
method ini dapat dilihat pada Garnbar 4.14. 
public String handleMsg(String strinput) { 
tokSpasi = string dipisah berdasarkan whitespace; 
if(runFilter(strMainSyntax,tokSpasi[i])) { 
strTemp=strChild; 
if (tokSpasi [i] bernilai "help") { 
membaca help; 
}else if(tokSpasi[i] bernilai "svc") 
while(runFilter(strTemp,tokSpasi[i])) 
if(qname pada xml bernilai "command") 
menjalankan command shell start/stop/restart; break; 
} else if (qname pada xml bernilai "exist")) { 
mengecek status service; break; 
else { 
if(strMode bernilai "read" atau "write")) 
if(strMode bernilai "read") { 
if(runFilter(strTemp,tokSpasi[i])) { 
melihat nilai parameter dari file konfigurasi; 
} else if(strMode bernilai "write")) { 
if (runFilter (strTemp, tokSpasi [i])) { 
mengubah nilai parameter dari file konfigurasi; 
}}}}}}else (tokSpasi[i] bernilai "run") { 
if(runFilter(strTemp,tokSpasi[i])) { 
if(strQName bernilai "command")) { 
menjalankan command shell; 
} } } 
else if(tokSpasi[i] bernilai "list") 
melakukan operasi syntax list option; 
} else if(tokSpasi[i].equals("tag")) { 
mengembalikan nilai tag tertentu untuk setiap qname 
return strReturn; 
Gambar 4.14 Method handleMsg(String strlnput) 
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V ariabel yang dibutuhkan dalam kelas MessageAction beserta deskripsi 
untuk setiap variabel ditunjukkan pada Tabel4.2. 
Tabel4.2 Variabel pada kelas MessageAction 
Variabel Deskripsi 
strlnfo nilai dari tag <info> </info> 
strMode nilai dari tag <mode> </mode>, default( default), write or read 
strChild nilai dari tag <child></child> 
strShell nilai dari tag <shell></shell> 
strTime nilai dari tag <time></time>, default delay is 1000 ms 
strVar nilai dari tag <var> </var> 
strFile nilai dari tag <file></file> 
strType nilai dari tag <type></type>, alnum(default) or num 
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Variabel Deskripsi 
strDelimiter nilai dari tag <delimiter></delimiter>, default delimiter is"" 
strComment nilai dari tag <comment></comment>, default comment is 1# 1 
strValue nilai dari tag 
strlist nilai output perintah list 
strQName nilai strQName 
strTag nilai output perintah tag 
strMainSyntax path file untuk main syntax xml 
intMode mode yang menentukan mau diapakan strParse 
4.1.6 Kelas LogGenerator 
LogGenerator merupakan kelas yang memiliki fungsi untuk membuat suatu 
log file. Method LogGenerator (String strFile) menulis pada sebuah log file , 
dengan memanfaatkan kelas javautil.logging.Logger. Method ini dapat dilihat 
pada Gambar4.15. 
Lo gGenerator (String strFile) { 
try { 
buat FileHandler unt uk file dengan mode append 
buat formater baru dari FileHandler diatas sebagai berikut 
( "yyyyMMdd-HH: mm: ss" ) + ( 1 1 ) +level+ ( 1 1 ) +rec+ ( 1 \n 1 ) 
catch (IOException e ) { 
Gam bar 4.15 Method LogGenerator 
4.2 IMPLEMENT AS! REMOTE ADMINISTRATOR 
Implementasi remote administrator menggunakan framework MVC 
(Model-View-Controller), dimana implementasi secara umum dibagi menjadi 3 
bagian penting, yakni model yang melakukan berbagai fungsi penting dan 
menyimpan variabel global dalam aplikasi remote administrator, view menangani 
antarmuka dengan pengguna dan controller melakukan penanganan view event 
dalam mengeijakan fungsi pada model. 
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4.2.1 Remote Administrator Model 
RAdminModel merupakan kelas yang berperan sebagai model dalam 
aplikasi remote administrator. Method penting yang digunakan antara lain 
konstruktor kelas RAdminModel(), membuka dan menutup koneksi ke Jabber 
Server, serta mengirimkan instant message kepadaremote control server JID. 
Konstruktor RAdminModel() yang ditunjukkan pada Gambar 4.16 memiliki 
fungsi untuk mengatur nilai isAprekosOnline menjadi false, mengubah 





Gambar 4.16 Konstruktor RadminModel 
Untuk membuka koneksi Jabber pada Jabber Server digunakan method 
connect(String usmame, String pass, String server, String port, String apJID) 
ditunjukkan pada Gambar 4.17. Method ini membuat koneksi Jabber baru pada 
Jabber Server. 
Untuk menutup atau mengakhiri koneksi Jabber yang sudah ada pada 
Jabber Server digunakan method disconnect() yang ditunjukkan pada Gambar 
4.18. Method ini bertujuan untuk membuat koneksi Jabber baru pada Jabber 
Server. 
Untuk mengirim sebuah instant message Jabber kepada remote control 
server, digunakan method sendMessage(String strmsgSend) pada Gam bar 4.19. 
Method ini berfungsi untuk mengirimkan instant message kepada remote control 
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server. Gambar 4.19 menunjukkan secara nnct kode program method 
sendMessage( strMsgSend). 
public Boolean connect(String usrname, String pass, 
String server, String port, String apJID) { 
this. rcsUsername = usrname; 








isReadyToGenerateTree = false; 
try { 
XMPPConnection con = 









} } catch (XMPPException e) 
strError=e.toString(); 
return false; 
}} catch(NumberFormatException nfe) 
strError="Port must be number formatted"; 
return false; 
} 
Gambar 4.17 Method connect(usrname, pass, server, port, ap.JID) 
public void disconnect() 
tutup koneksi Jabber terhadap Jabber server 
status JabberRemoteAdmin = offline 
status precense res = offline 
Gambar 4.18 Method DisconnectO 
public Boolean sendMessage(String msgSend) 
try { 




catch (XMPPException xe) { 
Tampilkan error handler pacta pengiriman paket message 
return false 
Gambar 4.19 Method strMsgSend(strMsgSend) 
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RAdminModel juga menytmpan berbagai variabel yang memungkinkan 
untuk diakses dari kelas yang lain. Tabel 4.3 menunjukkan semua variabel 
tersebut beserta deskripsinya. 
Tabel4.3 Variabel pada kelas RadminModel 
Varia bel Oeskripsi 
FILECONFIG String penyimpan path file konfigurasi radmin; "radmin.ronf' 
strAprekos.JID String untuk menyimpan Jabber ID remote control server 
resUsername String untuk menyimpan username remote administrator 
res Password String untuk menyimpan password remote administrator 
resServer String untuk menyimpan Jabber server 
strMsgln String untuk menyimpan instant message yang masuk 
strMsgOut String untuk menyimpan instant message yang keluar 
strError String untuk menyimpan error resulltdari program 
res Port String untuk menyimpan poltdari Jabber Server 
intStep Integer untuk menyimpan step untuk proses handler 
connectionStatus Boolean bernilai 0 jika disconnected, dan 1 jika connected 
isAprekosOnline Boolean bernilai 0 jika res offline, dan 1 jika res online 
koneksiXMPP XMPPConnection untuk menyimpan koneksi Jabber 
chat Chat untuk menyimpan chat dengan remote control server 
lhMapSvc Linked Hash Map untuk menyimpan data service 
lhMapCmd Linked Hash Map untuk menyimpan data command shell 
alistSvc Arraylist untuk menyimpan nama service 
alistCmd Arraylist untuk menyimpan nama command shell 
isReadyToGenerateTree Boolean yang menunjukkan kesiapan dalam generate tree. 
booiAprekosStat Boolean yang menunjukkan status remote control server 
4.2.2 Remote Administrator View 
Terdapat 3 kelas yang menangani antarmuka pada aplikasi remote 
administrator, yakni RAdminView, ResultView dan PrefView. 
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4.2.2.1 RAdmin View 
RAdmin View merupakan kelas yang di dalamnya terdapat method untuk 
melakukan generate tampilan utama pada pengguna, mulai dari melakukan 
generate Panel Jabber Login, Panel Otentikasi Remote Control Server, dan Panel 
Utama. Panel Jabber Login ditunjukkan pada Gambar 4.20. Masukan dari 
pengguna adalah Jabber ID remote administrator, password, dan Remote control 
server JID. Sedangkan masukkan opsional berupa menentukan Jabber Server dan 
port secara manual serta penggunaan koneksi SSL pada Jabber Server. Panel 
Otentikasi Remote Control Server ditunjukkan pada Gambar 4.21. Pada panel 
Otentikasi Remote Control Server, remote administrator mengirimkan username 
dan password untuk melakukan otentikasi user pada remote control server. 
Qption QptiOn 
Jabber login Your SCR presence status is online 
Jabber 10 ic lassi::@iabber.org 
Password 
[" i Manually specify server host.lport 
Server Name 
Port 
!!-: :Use SSL encryption (to server) 
. ... -· 
RC-SeJVer JID rc:._~abber. o rg 
i Login 
Your presence Is offline. 
Gambar 4.20 Panel Jaber Login 
RCSAuthentication 
RCS Password ,......... 
r-·LogoutJ r AUU~nt~;.e·~ ·: 
• ~4--"':-..,;.-;;c- _ ,_,.,_,,j ! , ~--· ,,;......, ..... "' ,~ 
now online. 




ResultView merupak:an kelas yang di dalamnya terdapat method untuk 
melak:ukan generate tampilan untuk melak:ukan manajemen service dan tampilan 
untuk melihat hasil dari menjalankan command shell. 
Tampilan manajemen service terdapat pada Gambar 4.22. Melalui frame ini, 
seorang system administrator dapat melak:ukan manajemen service, mulai dari 
melihat status service, menghidupkan service, mematikan service, melak:ukan 
restart service, serta mengubah nilai parameter dari file konfigurasi suatu service 
tertentu. 
I 
le i sERVICE OOWN[~~~~:r~-~~i:J~-~~~~~~] 1 
1 Configuration 
Set 
Gambar 4.22 Frame Manajemen Service 
Tampilan hasil dari eksekusi command shell terdapat pada Gambar 4.23 . 
Melaluiframe ini, seorang system administrator dapat melihat hasil eksekusi dari 
command shell yang dijalankannya. 
' ·f:d ~~~.~~~~_s~,it tii~~-- - ~-~ 
;procs -----------memory--------- ---swap-- ----io---- -system-- ----cpu----
, r b swpd fre.e buff cache si so bi bo in cs us sy id wa 
· 1 0 0 259840 49724 119116 0 0 4 5 685 31 0 0 100 0 
I 
Gam bar 4.23 Frame Hasil Eksekusi command shell 
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4.2.2.3 PrefView 
PrefView merupakan kelas yang di dalamnya terdapat method untuk 
melakukan generate tampilan untuk melakukan pengaturan proxy yang digunakan 
oleh aplikasi remote administrator dalam komunikasi protokol Jabber. Gambar 
4.24 menunjukkan tampilan pengaturan proxy . 
. E:J RAdft!in pruxv Setting 




t.:J Use l\_uthentication 
Use rna me 
Password 
~----..,.~-·-~ -· -· · .. ·~-"·~·,..,·----~~~-~-~-····~----~ 
1 ... . save .· .......... ... i ··~~~-·---····.· -'·'=·~·~· .. -~~··,.-·· ·=-······· ~·=~· ·=J 
Gambar 4.24 Tampilan Pengaturan Proxy 
4.2.3 Remote Administrator Controller 
Kelas yang berfungsi sebagai Controller dalam aplikasi remote 
administrator adalah RAdrninController. RAdrninController merupakan kelas 
yang menangani event berdasarkan user action pada antarmuka serta event yang 
terjadi setiap paket Jabber yang masuk kepada remote administrator. 
Di dalam RAdrninController terdapat 3 method yang menangani event 
berdasarkan paket Jabber yang masuk yakni, createPresenceListener(), 
createMessageListener(), dan stepMsgHandle(). 
4.2.3.1 Method createPresenceListener 
Method createPresenceListener() digunakan dalam mengaktifkan listener 
untuk setiap paket Jabber yang masuk, dimana setiap paket yang masuk hanya 
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yang lolos dari filter dengan jenis presence dan pengirimnya adalah JID dari 
remote control server saja. Gambar 4.25 menunjukkan pseudo code dari method 
createPresenceListener(). 
private void createPresenceListener() ( 
buat PacketFilter [only allow tipe:presence dan from:RCS-JID] 
if(Radmin login, dan APREKOS belum ONLINE) { 
Remote Administrator JID tidak bisa melakukan remote 
administration pada res 
} 
if(Radmin online, dan RCS mengirimkan status offline) 
Remote Administrator JID akan logoff dari RCS 
Gambar 4.25 Method createPresenceListener 
4.2.3.2 Method createMessageListener 
Method createMessageListener() digunakan dalam mengaktifkan listener 
untuk setiap paket Jabber yang masuk, dimana setiap paket yang masuk hanya 
yang lolos dari filter dengan jenis message dan pengirimnya adalah JID dari 
remote control server saja. Gambar 4.26 menunjukkan pseudo code dari method 
createMessageListener(). 
private void createMessageListener() { 
buat PacketFilter [only allow tipe:message dan from:RCS-JID] 
jika ada pesan masuk, jalankan stepMsgHandle() 
Gambar 4.26 Method createMessageListener 
4.2.3.3 Method stepMsgHandle 
Method stepMsgHandle() merupakan method yang mengatur tindakan apa 
yang harus dilakukan ketika ada paket yang masuk, terutama paket message yang 
berasal dari JID remote control server. Gambar 4.27 menunjukkan pseudo code 
dari method stepMsgHandle(). 
private void stepMsgHandle() { 
if (step==l) { 
if(IM="Login Success. You're my Remote Administrator") { 
kirim IM "list svc" kepada RCS JID 
step=2 
else if (IM = "Login Failed.") { 
Error pada proses otentikasi Remote Control Server 
} } else if ( step==2) { 
if(IM startsWith("list: ")) 
kirim IM "list run" kepada RCS JID 
step=3 
})else if(step==3) { 
if(IM startsWith("list: ")) 
generate Panel Utama 
step=4 
}}else if(step==4) 
if(IM startsWith("status: ")) { 
if(IM endsWith("is up.") II (IM endsWith("is down.") { 
kirim IM "list "+nama service+"view" kepada RCS JID 
step=S 
}}}else if(step==S) 
if(m_model.strMsgin.startsWith("list: ")) { 
parsing ke configlist 
generate tampilan ResultView 
step=6 
}}else if(step==6) 
if(IM startsWith("start:") II ("stop:") II ("restart:")) 
tampilkan status eksekusi start/stop/restart 
step=? 
kirim IM resultModel. strMode+ " status" kepada RCS JID 
}} else if(IM startsWith ("view: ")) { 
tampilkan nilai parameter konfigurasi 
kirim IM "tag "+resultModel.strMode kepada RCS JID 
step=8 
else if(IM startsWith ("set:")) { 
tampilkan status perubahan parameter konfigurasi 
step=6 
}else if(step==7) 
if(IM startsWith("status: ")) 
if (IM endsWith("is up.") II (IM endsWith("is down.") 
kirim IM "list "+nama service+"view" kepada RCS JID 
step=6 
}}}else if(step==8) 
if(IM startsWith("tag: ")) 
parsing dan simpan tag 
step=6 
} } else if ( step==9) { 
if(IM startsWith("run: ")) 
} } } } 
tampilkan status eksekusi shell pada ResultView baru 
step=6 
Gambar 4.27 Pseudo Code Method stepMsgHandle 
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BABV 
UJI CODA DAN EVALUASI 
Dalam bah ini akan membahas uji coba sistem dan analisanya, yang 
dilakukan untuk mengetahui implementasi dari proses bisnis yang dirancang serta 
unjuk keJja dari sistem ini. 
5.1 UJICOBA 
Uji coba dilakukan dengan menjalankan siklus dari pengadministrasian 
server, mulai dari login, cek status service pada server, melakukan operasi start I 
stop I restart terhadap service, melakukan perubahan konfigurasi pada service, 
serta menjalankan command shell tertentu pada server. 
5.1.1 Lingkungan Uji Coba 
Lingkungan dari uji coba untuk aplikasi remote control server ditunjukkan 
pad a tabel 5 .1. 
Tabel 5.1 Lingkungan Uji Cob a Aplikasi Remote Control Server 
Proses or : AMD Athlon XP 2500+ 
Perangkat Keras Memory :512MB 
Sistem Operasi : Linux Deb ian Sarge (3 .1) 
Perangkat Lunak Kernel 2.6.8-2-k? 
Compiler & Tools : Java Virtual Machine JRE5 
Sedangkan Lingkungan dari uji coba untuk aplikasi remote administrator. 
ditunjukkan pada tabel5.2. 
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Tabel 5.2 Lingkungan Uji Coba Aplikasi Remote administrator 
Prosesor : Intel Pentium IV 2.80 GHz 
Perangkat Keras Memory : 1006MB 
Sistem Operasi : Microsoft Windows XP SP2 
Perangkat Lunak Compiler & Tools : Java Virtual Machine JRE5 
5.1.2 Skenario Uji Coba 
Adapun detail dari skenario uji coba adalah sebagai berikut : 
1. Menggunakan Aplikasi Jabber RemoteAdmin untuk melakukan koneksi 
intranet ke Jabber Server cakra, dengan menggunakan Jabber ID 
victor@cakra. Melakukan login pada remote control server, untuk 
melakukan adrninistrasi service MySQL, diantaranya menghidupkan service 
MySQL, mengubah nilai parameter port dan melakukan restart untuk 
melihat perubahan yang terjadi pada service MySQL. Menjalankan 
command shell arptable dan iptables. 
2. Menggunakan Jabber Client Psi untuk melakukan koneksi ke Jabber Server 
jabber.org dengan menggunakan Jabber ID jradmin@jabber.or.id. 
Melakukan login pada remote control server, sehingga dapat melakukan 
remote administration. Manajemen server yang dikerjakan adalah 
menghentikan service apache, mengubah nilai parameter TimeOut dan 
KeepAlive pada file konfigurasi service apache, serta menghidupkan 
kembali service apache untuk menerapkan perubahan nilai parameter pada 
file konfigurasi yang dilakukan sebelumnya. Menjalankan perintah 
command shell ' cfdisk'. 
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3. Menggunakan Aplikasi Jabber RemoteAdrnin untuk melakukan koneksi ke 
Jabber Server jabber.org, dengan menggunakan Jabber ID 
jradrnin@jabber.org. Melakukan login pada remote control server, untuk 
melakukan administrasi service ProFTPd, diantaranya mematikan service 
ProFTPd, mengubah nilai parameter ServerName dan melakukan restart 
untuk melihat perubahan yang teijadi pada service ProFTPd. Mengubah 
nilai parameter workgroup pada file konfigurasi Samba serta melakukan 
restart service untuk melihat perubahan yang teijadi. Menjalankan command 
shell smbstatus. 
4. Menggunakan Aplikasi Jabber RemoteAdrnin untuk melakukan koneksi 
SSL ke Jabber Server jabber.org, dengan menggunakan Jabber ID 
classix@jabber.org. Melakukan login pada remote control server, untuk 
melakukan administrasi service Squid, diantaranya mengubah nilai 
parameter http _port pada file konfigurasi Squid dan melakukan restart 
untuk melihat perubahan yang teijadi pada Squid. Menjalankan command 
shell mbmonitor, vrnstat dan ipcs. 
5.1.3 Pelaksanaan Uji Coba 
Adapun pelaksanaan dari skenario uji coba di atas adalah sebagai berikut : 
5.1.3.1 Uji Coba 1 
Aplikasi Jabber Client remote administrator digunakan untuk membuka 
koneksi Jabber ke Jabber Server cakra dengan Jabber ID victor@cakra Garnbar 
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5.1 menunjukkan tampilan konfigurasi awal dari aplikasi Remote administrator 
yang dibutuhkan untuk membuka koneksi Jabber padaJabber Server cakra. 














CJ Manually specify server hostiport 
SeNerName 
Port 
L1 USe SSL encl)llltion rto serwr) 
.--- --- ----'--" --. ......... - - .... 
RC-Server ~0 'rcs@cak':_• 
login 
1._,<;_;., 
Your presence is offline. 
Gambar 5.1 Tampilan konfigurasi awal 
Setelah proses otentikasi Jabber berhasil, selanjutnya adalah memberikan 
username dan password kepada Jabber ID remote control server. Gambar 5.2 
menunjukkan tampilan di mana seorang remote administrator melakukan 
otentikasi pada remote control server. Jika remote control server menyetujui 
username dan password yang dikirimkan oleh remote administrator, maka akan 
muncul panel utama yang berisi pilihan service dan command shell yang bisa 
dijalankan pada server. 
Pilih service mysql pada menu utama, sehingga muncul frame untuk 
melakukan manajemen service mysql. Setelah muncul.frame manajemen service 
mysql, melihat nilai parameter mysqlport pada combobox, sehingga akan muncul 
nilai parameter mysqlport seperti yang tampak pada gambar 5.3 
0 RemoteAdmln 
Qption 
Your SCR presetlcb status is online 
· RCSAuthentication 
RCS Usernatne victor 
RCS Password ~ 
r- ;_~;~.rt 
t"~-- -·· .. 
· El RlimoteAdmin 
Qption 












jt'iT":-.,:'7:· .:~·-""1!0''":"";~.')-o_-.~-'-- __ . ____ ...:....:_ :-·-·- __ :,_ ,..'---•';...;: • •·_,._ ~ 
t~. . ,.. 13306 Set ! · ·"'"-··~=''-"''"""'J --- ---- --- -="-~'' 
port used for mysql 
llictor cakra now online. 
Gambar 5.2 Panel Otentikasi Remote 
Control Server 
Gambar 5.3 Melihat nilai parameter mysqlport 
pada service mysql 
Mengubah nilai parameter mysqlport pada file konfigurasi mysql menjadi 
7878 seperti yang tampak pada gambar 5.4. yang kemudian dilakukan restart 
untuk menerapkan perubahan yang terjadi pada service mysql., hal ini ditunjukkan 
pada gambar 5 .5. 
ef,A;.:.-~1~9-;;;.-;J~~~e -- --------------------~~-~-i21 
· statm 
,., SERVICE UP 
Configuration 
~rt ~"J:Fs~s -- -- ~---~--~ -~--~~-.[ •.••.. ;~ . 
( . ,, " .... .Lc.J - -----' -~ --
' ~-~-· _,_-_. ---·-·. ·-·-""'-=·-· -····=·--=--=--' 
f ort used for mysql 
~- Result of se ttnlQ vartable ~ 
Change port to 71!78 success. 
Gambar 5.4 Mengubah nilai mysqlport menjadi 7878 
Restart serv1ce result El 
Stopping M)ISQl database seNI!r: mysqld. 
Starting MySQL database seNI!r: llll!lqld. 
Checking for crashed MYSQl tallies in the background. 
j oK I 
Gam bar 5.5 Melakukan restart mysql 
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Hasil perubahan nilai parameter mysqlport pada file konfigurasi mysql 
menjadi 7878 dapat dilihat dengan menggunakan command shell netstat -anp I 
grep mysql, hal ini terlihat pada gambar 5.6. Dimana nilai port yang dipergunakan 
dalam mysql service listening telah berubah menjadi 7878. 
M.ii+umn.yn.uua;;;.; 
coot8bagonq: ... # nets~at -anp 1 qrep my3ql 
tcp 0 0 12?.0.0.1:3306 0.0.0.0:• 
unix 2 [ ACC ] STREA!I LIST[NING 5300 
r:oot8bagonq: -# 
WM·f'.t.uuy,;,;,;;;;!IU! 
r"oot@beu;,ony: -# netstat -anp 1 gre:p ft~T-!!Ql 
tc::p 0 0 12'7.0.0.1:?878 0.0.0.0:• 






3 0 14/mysqld 




Gambar 5.6 Kondisi sebelum (atas) dan sesudah (bawah) perubahan mysqlport 
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Langkah uji coba selanjutnya adalah menjalankan beberapa command shell 
yang terdapat pada pilihan menu utama. Untuk skenario uji coba yang pertama, 
melakukan uji coba dengan menjalankan command shell iptables dan arptable 
pada remote control server. 
Menjalankan command shell iptables pada panel utama, maka akan muncul 
hasil dari eksekusi iptables, seperti tampak pada Gambar 5.7. Setelah menjalankan 
command shell tersebut, tutup jendela execute command shell .frame tersebut, dan 
mernilih pada menu utama arptable untuk dijalankan sebagai command shell. 
Menjalankan command shell arptable pada panel utama, maka akan muncul hasil 
dari eksekusi arptable, seperti tampak pada Gambar 5.8. 
'd Remot .. Admlnlstrate rcs@Ca~ ··-·. 
<>- C"J 50IVIC8 
~ C"l Command Shell 
[j lastlog1nuser 
0 proccessstatus 
xecutitln Result of iptabies y, ..... . 
. hain iNPUT (~olicy'i\ccEPT o pa~k,;ls,~~ 
~ pkts tr,tes target prot opt In out source 
lChaln FORWARD (policy ACCEPT 0 packets, 0 b)tes) 
destination 
; pkts bytes target prot opt in out source destinQtion 
' 
;Chain OUTPUT (policy i\CCEPT 0 pacKets, 0 bytes) 
· 
1 
pkts bytes target prot opt in out source des1ina1ion 
0 iptabl&s 
Gambar 5. 7 Hasil eksekusi command sheU 
iptables 
f18.lJCUiion fl2$ul of-arptable , . . . , . ..... ....... > r./ ~ ···~ maMbarata.ailut~·sby:~.;u ~-0~26. t3. 5Jat 00.1 1·~; t . 3s .mi[eih~rl 
on etltO 
gw ajk 1ts-sby edu (1 0 126 13 1) at 00 80 3E 81 FO ED (ether] on ethO 







·-.. ----- '-~=-7"''~,---,-,:-' 
LOQOUI 
Gambar 5.8 Hasil eksekusi conunand sheU 
arptable 
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5.1.3.2 Uji Coba 2 
Perangkat Lunak Jabber Client Psi digunakan untuk membuka koneksi 
Jabber ke Jabber Server jabber.or.id dengan Jabber ID jradrnin@jabber.or.id. 
Gambar 5.9 menunjukkan tampilan konfigurasi awal dari aplikasi Psi yang 
dibutuhkan untuk membuka koneksi Jabber padaJabber Server jabber.or.id. 
r ~- - :""-::. -~.~:· .. "': "'-; ·'~~ :~-;c • _.. ·:~-, _.I 
:I Hoot j21J2.155 Bol.m Poet·~ i 
~: :J. , . , '. -· c::: ·.:. . . ; ... t PJfri;_(J tj_L 
;f r u .. . ~ .. r-___. ___ _ 
tbte. J 1 $ow I 
Gambar 5.9 Tampilan konfigurasi awal pada Psi Jabber Client 
Setelah proses otentikasi Jabber berhasil, akan diketahui apakah roster atau 
presence status dari JID remote control server dalam status available atau tidak, 
dalam hal ini rcs@jabber.org. Jika JID remote control server dalam status 
available, maka yang dilakukan selanjutnya adalah mengirimkan login kepada 
Jabber ID remote control server, dimana instant message yang dikirim berisi 
' login jradmin;jradrnin'. Gambar 5.10 menunjukkan bahwa Remote control 
server melakukan validasi remote administrator dengan mengirimkan instant 
message yang berisi "Login Success. You're my administrator" kepada 
jradmin@jabber.org. 
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;·~- '! n '3 FM f !C ·:-~v.,bh~!. ::•19 e Cn;in~ 
(9:1 0:31 PM] <~admin> login ;admin;i'8dmin 
(9:1fr32 PM] <rcs@iabber.org> Login Suc:cess. You're my Remole Aaninistrator 
Gambar 5.10 Otentikasi remote administrator oleh remote control server 
Remote administrator mengetahui status service apache pada server dengan 
mengirimkan instant message "svc apache status" kepada rcs@jabber.org. Karena 
service apache sedang beijalan, maka rcs@jabber.org akan mengirimkan instant 
message yang berisi "status: apache service is up." kepadajradmin@jabber.or.id. 
Gambar 5.11 menunjukkan instant message yang dikirimkan oleh rcs@jabber.org 
terhadap request yang dikirimkan olehjradrnin@jabber.or.id 
' ' ~ ( n::;; F't.,H ;,:-::;;@h~b-':':"i •)lq t ~d,-,e 
(910:31 PM] <iradmin> login ;.rlro,;;admin 
.J!t~~¥:'W ..J.Ql;!.! 
-r;~;;;:ki 
19:1 fr32 PM] <rcs@iobber.org> Login Succos.. You're my Remole Administrator 
(913:25 PM] <~admln> svc <!paChe status 
19:1 3:27 PM] <rcs@iobber.org> status: <!paChe service is 14> 
Gambar 5.11 Melihat status apache 
91 
Gambar 5.12 menunjukkan isi dari log file yang mencatat instant messages 
yang masuk serta mencatat kegiatan remote control server terhadap instant 
messages yang masuk tersebut. 
...!.QJ..l!l 
v1ctoz:8bagong:-$ tall -t -/20050713/Aprekoa/claaees/ rcs.log ..::J 
20050713-Zlz07:"l3 INFO res nov connecced. co jabber.org v1thout 55L connection. 
Z0050713-Zl:09:34 INFO .lradlo1n9.lal:>ber.or.1c1/Ps1 : sd8d 
20050713-21:09 :34 INP'·O rcs8jabber.oro: You don ' t ha~ any right to chat. vith me 
20050713-2:1!09:44: INFO jradlrlin@jabber.or.td/Psl : login tes;e 
Z0050713 - Z1:09:H INFO rco@.laJ:>ber.orq : Loq1n Tailed. 
20050713-2 1: 10: 37 INFO jrllldlrlin@je.bber. or. id./Psi : l oq1n j racimin: jractm1n 
20050713 - 21: 10:37 INfO res@ jabber. oro : Login Succes!l. You're my Remote £dminist 
ret.tor 
20050713 - Zl: 13:32 INI"O .)rct.dlxl1niUabber.or.1c1/Ps1 : ~ apache. statU!' 
200507 13-2 1: 13:32 INFO Cek statu:~ apache 
Cl0050713 - 21: 13:32 INfO rcs@jeml:::ler. oro : sta.t.us: apac}U! ~erv1ce 1:~ up . 
Gambar 5.12 lsi File dari rcs.log 
Instant message yang dikirirnkan oleh remote administrator dalam bentuk 
'svc apache stop ' memerintahkan remote control server untuk mematikan service 
apache yang sedang beijalan padaserver. Gambar 5.13 menunjukkan hal ini. 
~ tcs@)abber.org , ~~~~~, ~~~ ~~{~~u~~:~~:~,~ 
['3 !t}(1':' F'H} ''"" r,:~~"li·9bb.;:'!.':'l9 1:. Ur-~ne 
[9:10:31 PM] <~adn'lin> logn ;odmin~ra<tnin 
r~;_·----~,, .. c_~--· 
jJ~-QI,id 
[9:10:32 PM] <rcs@iabter.org> LQ!li'l SLICCeS$. You're~ Remote Administrator 
[9:13:25 PM) <padmin> svc opache st~us 
[9:13:27 PM) <rcs@i<rbbe<.org> st~us: opache service is up. 
[9:17:55 PM] <,admrn> svc opacho stop 
[9:18:01 PM] <rcs@iabbef.org> stop: /U$1/sbhlapachectt stop: hltpd stOIJile(l 
Gambar 5.13 Mematikan service apache 
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Gam bar 5.14 menunjukkan dengan menggunakan perintah ps aux. I grep 
apache pada server, dapat diketahui kondisi sebelum dan sesudah service apache 
dimatikan oleh remote administrator. 
Hal berikutnya yang dilakukan sebagai UJI coba adalah melakukan 
perubahan nilai parameter pada file konfigurasi service apache, yakni parameter 
TimeOut dan KeepAlive. 
~roott~bagong: ~'home/v1ctor -e '~~~"' " 
rootBbagong:-# ps aux 1 grep apache 
root 3195 0.0 0.4 4636 2220 ? 
vvv-data 3197 0.0 0.4 4636 2212 ? 











4636 2212 7 
4636 2212 
4636 2240 ? 
root8bagong: - # pe aux 1 grep apache 
root 3502 0.0 0.1 1832 584 pte/2 
rootBbagong:-11 
s 20:31 0:00 /uer/ebin/apache 
s 20:31 0:00 /usr/ebin/apache 
s 20:31 0:00 /uer/ebin/apache 
s 20:31 0:00 /uer/ebin/apache 
s 20:31 0:00 /uer/ebin/apache 
s 20:31 0:00 /usr/sbin/apache 
5+ 21: 19 0:00 grep apache 
Gambar 5.14 Kondisi sebelum (atas) dan sesudab (bawab) service apache dimatikan 
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Untuk melihat nilai parameter TimeOut saat ini, remote administrator 
mengirimkan instant message 'svc apache view timeout', yang direspon oleh 
remote control server dengan instant message 'view: 600' yang berarti nilai 
parameter TimeOut pada file konfigurasi apache saat ini adalah 600. Gambar 5.15 
menunjukkan proses untuk mengetahui nilai parameter TimeOut. 
-~!J~;t;iij . ..J.gJJSJ 
'{;] j rcs@iabber.org.ISmack ... if:'''" ,..., -....... ~~'++ jil~et.or.id 
ll 
'1 1 0 OS PM j 1 c ·}(2i,,_=s..:_'···b('f ::~rq f.~ 0 nHn;;-· 
[910 31 PMJ <iradmin> IO!;in jraanit,adnin 
[9:10:32 PM] <rcs@jabbei.org> Los;jn Success. You're~ RemoteAdninistrator 
[9.13:25 PM] <iradmin> svc apache status 
[9: 13:27 PM I <rcs@iabber.org> status: apache service is 14J. 
[9·17.55 PM ] ..: jradrnin> svc apache stop 
[~19:01 PM) <rcs@jabbei.org> stop: /usr/Ulinlapachectl stop: httpd stopped 
[9:20:01 PM] qradm1n> svc apache view timeout 
[9:20:03 PM] <rcs@iabber.org> view: 600 
Gambar 5.15 Melihat nilai parameter TimeOut pada file konfigurasi apache 
Untuk mengubah nilai parameter TimeOut menjadi benilai 300, remote 
administrator mengirimkan instant message 'svc apache set timeout 300', yang 
direspon oleh remote control server dengan instant message 'set: Change 
TimeOut to 300 success' yang berarti nilai JXlrameter TimeOut pada file 
konfigurasi apache saat ini telah diubah menjadi 300. Gambar 5.16 menunjukkan 
proses untuk mengubah nilai parameter TimeOut. 
Untuk melihat nilai parameter KeepAlive saat ini, remote administrator 
mengirimkan instant message 'svc apache view keepalive', yang direspon oleh 
remote control server dengan instant message 'view: On' yang berarti nilai 
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parameter KeepAlive pada file konfigurasi apache saat ini adalah On. Gambar 
5.17 menunjukkan proses untuk mengetahui nilai parameter KeepAlive . 
0 l rcs®bber.org/Smack 
!311)')'1 PH ••• w~@:'l·ob,:,er cro "· ~ nl.,.,, 
[9:10:31 PM] <iradmin> login ircrlnin;jradmin 
...J.g)J9 
r;•;~,,t;i;;;.id 
[9:10:32 PM] <rcs@jabber.org> Login Success. You're my RemoleAdministr11tor 
[9: 13:25 PM] < 11 admin> svc apache status 
[9:13:27 PM] <rcs@jabber.org> sllltus: l!pi!Che service is 14J. 
[9:17:55 PM] <jradmin> svc 11pache slop 
[9:18:01 PM] <rcs@jabber.org> slop: /usr/sbinlapachectl stop: httpd slopped 
[9:20:01 PM] 'lradmin> svc l!pi!Che view timeout 
[9:20:03 PM] <rcs@jabber.org> view: 600 
[9:23: 44 PM] (!radmin> svc apache set timeout 300 
[9: 23: 46 PM] < rcs@jabber. org> set D111nge T ineout to 300 success. 
" 
" 
Gambar 5.16 Mengubah nilaiparameter TimeOut menjadi bernilai 300 
~ rcs@jabbet.org . ~':~~ 
0 jrcs@jllbber.org/Smack 
r'i 1 I :]~1 f'\·t J rc~(~~abb~r org , .. 01 •,ne 
[91 0:31 PM] <jradmin> login jredmin;iracinin 
~1$.1 . 
.}ir~.or.id 
[9:1 0:32PM] <rcs@jabber.org> Login Success. You're my Remote Administrator 
[913:25 PM] <jradmin> svc apache status 
[9:13:27 PM] <rcs@jabber org> status: apache service is up. 
[9.17.55 PM] <1radrnrn> svc apache stop 
[9:18:01 PM] <rcs@jabber.org> stop: /usr/sbinlapachectl stop: httpd stopped 
[9.20:01 PM] <1radmrn> svc l!PI!Che lliew timeout 
[9:20:03 PM] <rcs@jabber.org> view: 600 
[9.23:44 PM] <1radrnin> svc apache set tineout 300 
[9:23:46 PM] <rcs@j11bber.org> set: Change Tineout to 300 success. 
[9 24:37 PM] <1radmin> svc l!Pache view keepalive 
[9:24:38 PM] <rcs@jabber.org> view: On 
II 
Gam bar 5.17 Melihat nilai parameter KeepAiive pada file konfigurasi Apache 
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Untuk mengubah nilai parameter KeepAlive menjadi benilai Off, remote 
administrator mengirimkan instant message 'svc apache set keepalive off, yang 
direspon oleh remote control server dengan instant message ' set: Change 
KeepAlive to Off success ' yang berarti nilai parameter KeepALive pada file 
konfigurasi apache saat ini telah diubah menjadi Off Gambar 5.18 menunjukkan 
proses untuk mengubah nilai parameter KeepAlive. 
'(;J l rcs@jabbe;_ org/Smack 
, , :;::-.: ,, ;.3.Clt,~' .Jf.G L '-; J11e 
[9·1 0:31 PM] <iradmin> login raanin:radmi'l 
. ....J.g]~ 
f;~~.id 
[9:1 0:32 PM] <rcs@jabber.org> Login Success. You're~ Remote Aanin~tr~or 
[9:13.25 PM] <jradmin> svc apache st~us 
[9:13:27 PM] <rcs@jabber.org> ;t~ apache service is~­
[9:17:55 PM] <~adn-;n> svc apache stop 
[9: 18:01 PM] <rcs@jabber,org> ;top /usr/sbin/apachectl stop: httpd stopped 
[9:20:01 PM] <iradmrn> svc apache view timeout 
[9:20:03 PM] <rcs@jabber.org> view: 600 
[9:23:44 PM] <iradmin> svc apache set timeout 300 
[9:23:46 PM] <rc.@iabber.org> oet: Change Timeout to 300 ;uccen. 
[9:24:37 PM] <jradmin> svc apache view keep!liive 
[9:24:38 PM] <rcs@iabber.org> view: On 
[9 26:09 PM] <;admin> svc apache set keepalive Off 
[9:26:11 PM] <rcs@jabber.org> set Change KeepO.ive to Off success. 
" 
" 
Gambar 5.18 Mengubah nilaiparameter KeepAlive menjadi Off 
Gambar 5.19 memperlihatkan remote administrator mengirimkan instant 
message ' svc apache start' untuk menghidupkan kembali service apache, dan 
direspon oleh remote control server dengan instant message 'start: 
/usr/sbin/apachectl start: httpd started' yang berarti apache telah dihidupkan 
kern bali. 
File konfigurasi apache, yakni http d. conf menunjukkan hasil perubahan 
nilai parameter sebelumnya. Gambar 5.20 memperlihatkan isi dari httpd.conf 




[~. 13 25 PM I < ~ad!lllll) svc opache statU$ 
[9:13'27 PM] <rcs@iobbet.org> stohn· opache service;., up. 
[9:17 55 PM] <~adm!n> svc opache stop 
[9: 1~01 PM] <rcs@iabbel.ag> stop /wr/sllinlopachecll stop: l'ltpd stopped 
[9:20 01 PM] <iradnin> s'IC opache view tineout 
[9:20:03 PM] <rco@iabbor.org> Yiow. 600 
[9 23 44 PM) ,,odl,;ro ""'opache set tineout 300 
[9:23:46 PM] <rcs@iabbel.ag> set Ch<roge T~ to 300 success. 
[9.24 37 PM) <padm!n> '"" opache view keepalive 
[9:24.38 PM] <res@jebbeuxg> view. On 
[9:26 o:J PM) <1a<1mn> '"" opache ~ keepalive Oft 
[9:26:11 PM) <reo@iabborag> set CMlooKeep6.ive to Oft success. 
[9.2B 59 PM) <'adrm> '"" opache slert 
[9:29'07 PM] <rcs@jabber.ag> stort /u.,/sllinlepachecCI stort l'ltpd storied 
Gambar 5.19 Menghidupkan service apache 
# below are the bu i lt-in ~:fault~ . You can ha~ the ~erver i gnore 
# tbe~e tile~ altogether by u:!JinQ "/dev/null" (for Unix) or 
fl "nut• (tor V1n32) :tor the arguments to the directives. 
II 
*Resource:Cont ig I etc/ ape~.che/ srm. cent 
#A.cces~Cont iq I etc/ apache/ e.ccess. conf 
II 




# Keep.Llive: Whether or not eo allow persi:rtene connect.ions (more than 




# MaxXeep.l.liveRequescs: The maximum numt~er o:t requesc!l co allow 
# d.ur1nq a pl!r!l1!!1t:ent: connecc1on. Set to 0 to al l ow an unl1m1t.ed amount. 
# We: recoll'l'l'rnd you lea'V!!! this nurrtle:r high,. tor maximWD pe:rtorm!!nce. 
II 
"'' M now di:5tributed empty, as it i.:!l recont"DC:nded tho.t o.ll directive.:~ 
I# be k:e:pt in a :!lingle :tile tor .:simplicity. The corrroented-out value~ 
# bl!low are the built-in de:tault~. You can have the server ignore 
# the!le :tiles altogether by using "/ d.e:v/null" (:tor Unix) or 
# "nul" (tor Win32) tor thl! arg~..~me:ncs eo thre dirrectives. 
II 
#Re:sourceCont ig I etc/ e.po.che/ .:srm. cent 
#Acce.:s.:sConf1g /etc/o.pache/acce.:ss~conf 
II 




II Xeep.llive:: Whether or not to allow pe:rsiste·ne connect1ons (rDOre than 




# BaxXeepAllveRequests :- The maximum nwmer o:t requests to allow 
# during a persistent connect.ion. Set to o to a).low an unlimited amoune. 
96,.1 
Gambar 5.20 httpd.confsebelum (atas) dan sesudah (bawah) perubahan nilaiparameter 
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lsi dari log file rcs.log terakhir dapat dilihat pada gambar 5.21. 
20050713 - 21:13:32 INTO jradmin@jabtl~r.or.id/Psi : ~vc: 
20050713-21:13:32 INFO Ce:Jt stat.U8 apache 
20050713-21:13:32 INFO rc:~8jabbe:r . oro: :~tatW!I: apache service is up. 
20050713 - 21:18:02 INFO jradml.n@jabbe:r.or:.id/Pai : ~c apache stop 
20050713-Z 1: 18:02 INTO !xecut.e apachectl stop 
20050713-21:18:07 INTO rc:s8jabbe:r.or~: stop: /W!Ir/sbin/apacbect.l stop: btt.pd st 
opped 
20050713-21:20:08 INTO jradm1n8jabl:ler.or.1Cl1Ps1 : svc apache vtev timeout 
20050713-21:20:08 INTO View ve.z:ieWle ' Timeout ' in /etc/apache/httpd.-cont 
20050713-21:20:08 INFO rcs@jabber . org : view: 1500 
20050713-21:23 :51 INfO jradmin.@jsbber.ot:" .• id/Psl : svc apache set t.lmeout 300 
20050713-21:23:51 INFO Update l•tc/ap•che/httpd..con~ : Set 'Timeout' to '300' 
20050713-21:23:51 INFO rc~8j.obtu~:r.org : ~et: Cha.nge: Tibe:out to 300 ~ucce~~ • 
.20050713-21:21:11 INTO jro.ctm1n@j&bl:Jer. or. 1d/P~1 : :!IVc aps.che v1ev k:eepal1ve 
20050113-21:21:44 INFO View variable 'l<eepAlive:' in /etc/apache/httpd.con:t: 
20050713-21:24:44 INFO rc~8jabber.orq : vie•: On 
20050713 - 21:26:16 INTO jradm1n@jabber.cr.1d/P~1 : eve apache :!Jet ke~p~!~ilive Ot:t 
20050713-21:26:16 INFO Update /etc/a'pacbe:/httpd.con.f: Set 'Keep&live' to 'Ot:t' 
20050713-21:26:16 INFO rc~8jabl::u~:r.orQ": ~et: Che.noe Reil!p.l.live to Ott ~ucce~~. 
20050713 - 21c29:06 INFO jradml.n@jehl:ler.or.id/P:!!I1 : eve apache ~tart 
20050713-21:29:06 INrO Execute apachectl s~art 
20050713-21:29:11 INFO rc~8jebber.org : start~ /lWr/~bin/apachectl start: httpd 
:!Started 
Gambar 5.2llsi dari log file rcs.log 
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Berikutnya dilakukan uji coba dengan mengirimkan instant message ' run 
cfdisk' kepada remote control server. Request tersebut akan direspon dengan 
sebuah instant message berupa hasil eksekusi dari command shell cfdisk. Gambar 
5.22 memperlihatkan perintah ' run cfdisk' yang dijalankan. 
lll:31 :09 Pf1] <iadnm> Mcf<isk 
(9:31 :12 PM] <rct@!abbe<.OilJ> n.n Partition Table lor /dov/hda 
Ft-st L~:t 
#TJ'PO Sectoo Sect" Offset length Fiosy~emTJ'POOOJFlag 
1 ~ 0 5!11>1789 63 5!11>1790HPFSMTFS [07) Boot 
2~ 50861790 1~ 0 9S815815W95Exfd(lBA)[lF]Nono 
5~ 5!11>1790 13576531. 63 lll!m525HPF5/NTFS(U7) NOM 
Si..ogical 135765315 H8135364 63 12370050HPFSMTFS(07) Nono 
7l.ogical 1 08135365 WJi77IDI 63 1 S.rno L,.... s-/ So (B2) None 
3 ~ 1•9677E05 153581399 0 3903795 Ln.. [83) Nono 
4~ 153581400 156296384 0 2714985Ln.c(83) NOM 
Paolilion Table 1" /de-.lhda 
-St .. t'"sr- -E...,._ St..t N ....... ol 
# Flogo Head Sect Cyi 10 Head Sect CIA Secto< Secto<s 
1 IMIIl 1 1 o 0.07 2s. 631023 63 50861n7 
2 0.00 254 631 023!WF 254 63 1023 50861790 !0115815 
3 0.00 254 63 1 023 ~ 254 631023 149677E05 3903795 
• llxOO 254 631023 ~ 254 63 1023 1535814ffi 2n 491!; 
5 llxOO 254 631023 0.07 254 631023 63 84003462 
6 llxOO 254 631023 M7 254 631023 63 12369987 
7 llxOO 254 63 1 023 0.82 254 63 1 023 63 , s.2177 
Gambar 5.22 Perintah 'run cfdisk' 
'"" _,Jgj . J9 
1~.odd 
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Setelah melakukan administrasi service dan akan menghentikan session 
untuk remote administration , remote administrator mengirimkan instant message 
'logout'. Gambar 5.23 memperlihatkan hal ini. 
5.1.3.3 Uji Coba 3 
Sloai«>i 5006179J 1:JU653U 63 94003525 flPFSINTFS " 
(07} None 
Sloai«>i 1:JU65315 1481~ 63 12370050HPFSINTFS 
(07) None 
7Lc9cal 14£1135365 149677!;04 63 1542240Lru,..wap/So(82) 
None 
3Prim"''' 149677605 1535£113S'3 39J3795Linu><(83) None 
4 PrYnooy 153581400 15S296J8.4 2n4985 Linu>< (83) None 
Partim Table '"' /devlhda 
- ·Stating-- -£ndi1g- Start Nt.mbet ol 
U Flagt Head Sect Cyf 10 Head Sect Cyf Sect0< SectO<t 
1 o.ao 1 1 0 0.07 254 631 023 63 50061727 
2 0.00 254 631 023 o.or 254 63 1023 5006179) 988'15815 
3 0.00 254 63 1023 Oxe3 254 63 1023 149677605 39J3795 
4 0.00 254 63 1 02) il>c83 254 63 1023 1535£11400 2714985 
5 0.00 254 631023 0.07 254 631023 63 94S034S2 
6 0.00 254 63 1 023 0.07 254 63 1 023 63 12363987 
7 0.00 254 631 023 il>c82 254 63 1 023 63 1542177 
!9:32:26 PMI <<admr.> logout 
(9:3227 PM( <rct@jabber.org> YOY had been logout hom lel1lOIWg 1m 
c:ornp<iOI. 
Gambar 5.23 Logout 
Aplikasi Jabber Client remote administrator digunakan untuk membuka 
koneksi Jabber ke Jabber Server jabber.org dengan Jabber ID 
jradmin@jabber.org. Gambar 5.24 menunjukkan tampilan konfigurasi awal dari 
aplikasi Remote administrator yang dibutuhkan untuk membuka koneksi Jabber 
pad a Jabber Server jabber. org. 
Setelah proses otentikasi Jabber berhasil, selanjutnya adalah memberikan 
username dan password kepada Jabber ID remote control server. Gambar 5.25 
menunjukkan tampilan di mana seorang remote administrator melakukan 
otentikasi pada remote control server. 
r--~dmin Proxy Settin!J ~' · Use eroK)f o" f8i i EJ RemoteAdmin l rurtioh Proxy Type ISOCKS·V;; ;on sl-; j 
Proxy Host ' 2·o2 15584"17~~~~-:J 
Proxy Port i ·aao - - -- l 
Use Authentication 




[J Manually specifY server host/port 
ServerName 
Port 
[]Use SSL encryption (to server) 
RC-Server JID !rcs@iabber.org . 
f' -- . ,i 
LJ:?.~!~ J 
Gambar 5.24 Tampilan awal aplikasi remote control server 
99 
,,.,. _j 
Jika remote control server menyetujui usemame dan password yang 
dikirimkan oleh remote administrator, maka akan muncul panel utama seperti 
yang tampak pada gambar 5.26. 
Qption 
Your SCR presence status is online 
RCSAuthentiCation 
RCS Username jradmin_ 
RCS Password ......... 
logout 1 , Authenticate 
jradminrtiljabber.org now online. 
Gambar 5.25 Tampilan otentikasi kepada 
remote control server 
Remote Administrate rcs@jabber.org 

















Gambar 5.26 Panel Utama Aplikasi 
Remote ad1tUnistrator 
Pada panel utama di atas mernilih service proftpd, maka akan munculframe 
barn untuk melakukan manajemen service, ditunjukkan pada Gambar 5.27. 
status 
, EJ RernoteAdmin · 
Qption 
dR~;;·ote ~~~~~;;;;;;-~;~;@j'~'t;;;;:~;g "·"'· .... ,._ 









Gambar 5.27 Frame manajemen service proftpd 
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Pada.frame manajemen service proftpd menekan tombol stop proftpd untuk 
mematikan proftpd, remote control server akan merespon dengan mengirimkan 
status keberhasilan dalam menghentikan service seperti tampak pada gambar 528. 
Stopping ProFTPD ftp daemon: ptOftpd. 
[~B.J 
Gam bar 5.28 Menghentikan service proftpd 
Menggunakan perintah netstat -anp 1 grep 21 pada server, dapat diketahui 
kondisi sebelum dan sesudah service proftpd yang berjalan pada port 21 
dimatikan oleh remote administrator, ditunjukkan pada Gambar 5. 29. 
root@bagong:-11 netstat -anp I grep 
tcp 0 0 0.0.0.0:21 
182lproftpd: (acce 
unix 2 [ ACC 
tmpi.X11-unix/XO 
unix 3 [ J 
tmpi.X11-unixiXO 




unix 2 [ J.CC J 
tmpi.Xll-unix/XO 
unix 3 [ J 
tmpi.Xl1-unixiXO 











0.0.0.0:• LISTEN 3 
LISTENING 5782 3Z11/X 
COONECTED 5851 3211IX I 
COONECTED 58'11 3211IX 
21 
LISTENING 5762 3211IX 
COONECTED 5851 3211IX I 
COONECTED 5841 3211IX 
Gambar 5.29 Kondisi sebelum dan sesudah proftpd dimatikan 
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Service proftpd dijalankan kembali dengan menekan tombol start, hasilnya 
ditunjukkan pada Gambar 5. 30. 
Start serv1ce result '·: ,' , ' 
starting PrnFTPD ftp daemon: prottpd. 
Gambar 5.30 Menghidupkan service proftpd 
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Memilih combo box item servername pada configuration panel untuk 
melihat nilai parameter servemame pada file konfigurasi proftpd, hasilnya 
ditunjukkan pada Gambar 5. 31. 
· B M;;n~~~ p;~;;d-~~;:;;~'. . . 
Status 






"Debian' •: Set 
Gam bar 5.31 Melihat nllai parameter servername 
Gambar 5. 32 menunjukkan bahwa remote administrator mengubah nilai 
parameter servemame pada file konfigurasi proftpd menjadi "Bagong", dan 
menekan tombol set. 
EJ Managing proftpd servtce 
. Status 
ConfiouratiorJ 
I . ~ 
, ;servername . j• j'Bagong" 
: ' .,,-·.·~~.- '~'"""""''."'.""'•~~:: . .....:1-.v:.....:,;.:. 
;change the FTP server name. ex : "Debian" 
Result of settmg variable '\M , ·, 
-~, ... \, 1J Change ServerName 11J "Bagong" success. 
Gambar 5.32 Mengubah nilai parameter servername 
Restart service proftpd dengan menekan tombol restart, hasilnya 
ditunjukkan pada Gambar 5.33. 
Restart service result ·f ,' ~ 
Restarting ProFTPD ftp daemon.proftpd. 
_proftpd. 
done. 
Gam bar 5.33 Restart proftpd 
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Melakukan telnet l 0 .126. 13.20 dengan port 21, dapat diketahui kondisi 
sebelum dan sesudah nilai parameter servemame diubah, ditunjukkan pada 
Gambar 5.34. 
Gambar 5.34 Kondisi sebelum (atas) dan sesudah (bawah) perubahan servername 
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Keluar dari frame manajemen service proftpd dan kembali ke panel utama. 
Pilih tree service samba, dan melihat nilai parameter workgroup pada file 
konfigurasi samba saat ini, ditunjukkan pada gambar Gambar 5.35. 
e Malr.toirlg samba-senrice ' . 
Stlltus 
t Start : Stop 1 Restart j . ---I··--_. -_-_-_·- -_·_-c-_"_-- _--_-_··_-_ ----__ -_-_----_-_-_-. __ --,......_ -- --
.. -. "~"""'• ......... "-'' _.,._ , . . ,,.,_;;.;.-.;.-"";k'''•'•'" .J ... . . " - - -,~.-.;.....,.1 
; i Confll)uration 
1 ~-'~':'·:~~: ;:"" '' ~,~c·~,-r-,..._;,._.;.;.:.. .... .;..; • ........,,., -~·••••··•--'~~-~•'--=j-'--'•• 
' iworkgroup •-.'J • .I ajK. its-sbv· edu 
' ::. "''''""""""'I:.."J. 
!- ....,.;..:..;..'>,;;;_·--· - .. ~-;;,..,.,.~: ;,.;.;;.;~~--·-···---.c..;....;.; .,.. __ ,., ---··---~:.M.--·-----···------
Change this to the workgroup!NT-domain name your Samba server 
\;,·iii part of 
Gam bar 5. 35 Melihat nilai parameter workgroup pad a service samba 
Melakukan perubahan pada nilai parameter workgroup menjadi 
bagong.ajk.or.id. Gambar 5.36 menunjukkan remote control server mengirimkan 
status sukses dalam perubahan nilai parameter workgroup pada file konfigurasi 
samba 
Managirll) samba service 
stlltus 
lei SERVICE" UP 1 Start Stop •. . Restart 1 -_·----I_-_- _- --~·-_-_-_-__ -_ -. ----_1 
~-w.:.......-; ..... ------~- - - -- - - · ·'··;,~ 
Configuration 
- ·--~,- ! . ' ------· -·-----·--·. ~--- •. -, --. 
,workgroup 1-rt bagong@ajk.or.id ij Set ! 
' " c.c .c.L .. .J ---- -·-··--·--··-- A •• = . .c1 
Change workgroup to bagong@ajk.or.id success. 
Gam bar 5.36 Mengubah nilai parameter workgroup 
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Service samba akan di-restart dengan menekan tombol restart, hasilnya 
ditunjukkan pada Gambar 5.37. 
,...-"\ 
,· i . 1 Slopping samba daemons: nmbd smbd. \.~' starting Samba daemons: nmbd smbd. 
Gam bar 5.37 Restart proftpd 
Gambar 5.38 menunjukkan isi dari file smb.conf sebelum dan sesduah 
perubahan nilai parameter workgroup pada samba 
U Bs=owsinq/ Id~nt tttcuion #U 
' Chang-e thl:~ to the vorkqs=oup/NT-dollllllin n.eu:ne your Stml>a :server v1ll part o:s: 
work:Q'i'oup • ajk.ita-sby.edu 
'Server :~tr1ng 1.:1 the equ.ivaleut ot the NT Description :f ield 
:~~erver string - \h ses=ver (SWI'ba. \v) 
" Uindovs IntP!r~t Ntwe! Servinq Support Section; 
I VIle Support - Te.U~ the NKBD coawonent ot: ·!IMDs to eueble its I'INS Serve.:: 
vlns :support. • no 
# VINS Server - Tell~ t.he NJIBD compone:ou o:r 5amba to be a VIN3 Client 
I Note: SIIZiba co.n be either a VIN3 Server, or a WIN'S Cl1ent# tlut HOT both 
Rln:!l :~ervea:' • 1111.-x .y.~ 
I Thi:~ wUl prevent nDbC1 to search :tor NetBIOS n~~:Zne:~ tb.rouob tiNS. 
d~ PCOICY • IlO 
fl ~:hMi'.,i'!: t,te-tlt f'(.' '\.h~ ~-:;;ri\'rit:~~\.'I~/N'f-<t\.'ff'a.l1; n~~ yo-:.lt' ~~,~ ~1!t:V~t "A~lll J.-.,t~ ot 
"l.1e>t.kQ1.oulJ • ~-'JititonQ,.lt)r.. oe:-, 1,\:1 
ri .5~:-ver .:ttrtr;;~ ~~ th~ o!:!q;e;:vo-i.ent. ot. tt..c:- :;r t-te~cr:S'P lilT.. 11~:-d 
3e-!"vet· 'tr1r.J.Q • "th :!5e.r:v<:t ~S~:.·bft \V} 
rt Wl~VI CIY!! Ir-t,.t;!"o~~ N>\!rll"' S""t.: "'~t"'Q S~,PPC!l't 2t""e~J,.O~f! 
tt f.! HIS ~~~l l•P"~t, ... 1f"l :~"'! U~· !Jli!~t1 (;'(UfillOMM .. !.it SN.;i:t" til ;f""J~I'\:'l)ft" 'i~~ VHf?! ~~;~~to: 
vi.~i;J: "''~P~·{'ft "":t~t,'l 
fj \!lt~S $11!:rv~r - 7~Jls th-'!! m_,~{:l ~f)lf.>]:IOfl.t!lirl~ .,_f Za~rba 1:.1!2- t-~"" 'iiU4tl 1~1t~r.t 
if UOtll.l': ~.,...;'ll;!a ·fr~n b~ i!!!ith~r "'tHt•t. ~;er~""et:,. oc a \lft.tl). ~.l~--~nr;, bu_t, m:.'n· t".-:..th 




Gambar 5.38 smb.conf sebelum dan sesudah perubaban parameter workgroup 
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Uji coba selanjutnya menjalankan command shell statussamba pada panel 
utama, maka akan muncul hasil dari eksekusi smbstatus, seperti tampak pada 
Gambar 5.39. 
Shell result 
~t-~;e~~-~!-~~~~~:~,~ ~a~h;==-=-:- -~----1 
I ~ !~erv_ic~ pid machine ~?n '2e ~.~~~ _a_t _ .... ! 
,---,_..,.,· 
Gambar 5.39 Menjalankan statussamba 
5.1.3.4 Uji Coba 4 
Aplikasi Jabber Client remote administrator digunakan untuk membuka 
koneksi SSL Jabber ke Jabber Server jabber.org dengan Jabber ID classix 
@jabber.org. Gambar 5.40 menunjukkan tampilan konfigurasi awal dari aplikasi 
Remote administrator yang dibutuhkan untuk membuka koneksi SSL Jabber pada 
Jabber Server jabber.org. 
ra Mdm-;,;roxy~etting ;;1 Use ~mcy 
j ProxyT)Ille • SOCKS;,;;;~-;;;·;]~ 1 
' :""'"'"""'_ .. ·--·-···-· ~ ..... 
I Proxy Host '202.155.84.1 ~9,~ j Proxy Port 1 OBO __ •. J 







[1 M1111ually specifY server host/port 
ServerMame 
Port 
f?J Use SSL. encrwtion (to server) 
RC-Serwr JIO irc.~~a-~-~~r ~rg 
i.-..=Logi': 
Gambar 5.40 Konfigurasi awal untuk koneksi Jabber SSL 
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Setelah proses otentikasi Jabber berhasil, selanjutnya adalah memberikan 
username dan password kepada Jabber ID remote control server. Gambar 5.41 
menunjukkan tampilan di mana seorang remote administrator melakukan 
otentikasi pada remote control server. 
Ej fli!~;;Atl~~ 
[ QJJtion . 
Remote Control Server Authentication 
~----~-·· -·-· -------
RCS Username· c l assix"'"'c~.,-· __ ,_. 
RCS Password .............. 
: L~~~ :·"Aut~;;;~~ J 
Gambar 5.41 Tampilan otentikasi remote control server 
Jika remote control server menyetujui username dan password yang 
dikirimkan oleh remote administrator, maka akan muncul panel utama seperti 
yang tampak pada gambar 5.42. 
Memilih service squid pada panel utama, maka akan muncul frame baru 
untuk melakukan manajemen service squid. Pada frame manajemen service squid, 
memilih combo box item httpport pada configuration panel untuk melihat nilai 
httpport pada file konfigurasi squid, hasilnya ditunjukkan pada Gambar 5.43. 
Gambar 5. 44 menunjukkan bahwa remote administrator mengubah nilai 
parameter httpport pada file kon:figurasi squid menjadi 6536, dan menekan 
tombol set. 
EJ RamoteAdrnin . 
Qption 
Remote Administrate rcs@iabber.org 
<>- Cl Service 
,. Cj Command Shell 
Gambar 5.42 Tampilan panel utama 
El RemoteAdmin : 
Qption 
Remote Administrate rcs@iabber.org 











!~e ~p C~:~~~.-~L .~0;,,~.I:~~~~~] 
I r~~~~~~~~-- ~ .-1:.1 ~~·- ~~~=-~--::J.,c~;; J 
t- ·--
._-_ ---- --------- ----·~ 
Logout 
Gam bar 5.43 Melibat nilai parameter httpport 
pada squid 
Gam bar 5.44 Mengubah nilai parameter bttpport pad a squid 
Restart service squid untuk melihat hasil perubahan httpport dengan 
menekan tombol restart, hasilnya ditunjukkan pada Gambar 5. 45. 
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Restart service result .... . '
Restarting proxy server: squid. 
Gam bar 5.45 Restart squid 
Menggunakan perintah netstat -tnalp pada server, dapat diketahui kondisi 
sebelum dan sesudah service squid diubah nilai parameter http_port-nya 
ditunjukkan pada Gambar 5. 46. 
;,!!root·~bagong: home, vactor ~'f· ~:" --~~.;~,;: ,..J.gJ2SJ 
root8baqong:-# netstat -tnalp 
Act1ve Int~rnet connectlons (servers and establlshedl 
Proto Recv-Q Send-0 Local Addre~s Foreign Addxess 
t~p 0 0 0.0.0.0:3? 0.0.0.0:• 
t~p o o o.o.o.o:s222 o.o.o.o:• 
tcp 0 0 
t~p 0 0 
tcp 0 0 
tcp 0 0 
tcp 0 0 
tcp 0 0 
t~p 0 0 
<:cp 0 0 
tcp 0 0 
t~p 0 0 



























LISTEN 3 104/my~qld 
l.ISTEN 3669/~mbd 
LIS TIN 3045/inetd 
LISTEN :3514/apache 




LISTEN 3173/ (~quid! 
LISTEN 3669/smbd 
tcp6 0 0 :::22 :::• LISTEN 315?/~~hd 
tcp6 52 0 
tcp6 0 0 
tcp6 0 0 
<:cp6 0 0 
rootBb..,.ong: -11 
::ffff:10.126.13.20:Z2 
: :tttt: 10.126.13. :32785 
:: ffff: 10.126.13.20:22 
::ffff:10.126.13.20:22 
: :fftf: 10.126.13. 5:4739 ESTABLISHI:D3471/~~bd: vi~tor 
::ffff:ZOZ.155.Bi.:10BO EST~BLISHI:DJ62 1/java 
:: ffff: 10. 126.13.5:4011 ESTABLISHED3396/~~hd : victor 
::ffff:10.1Zti.13.5:4206 E5TABLISH!DJ46Z/~~hd: victor 
root8bagong:-# ne:tstat -tnalp 
Act1ve Internet connece1o~ {servers 








0 . 0.0.0:• 
o.o.o.o:• 
t~p 0 0 0.0.0.0:3? 


























o o.o.o.o:eo o.o.o.o:• 
0 0.0.0.0:21 0.0.0.0:• 
o o.o.o.o:5269 o.o.o.o:• 
o 10.126.13.20:53 o.o.o.o:• 
o 12?.o.o.t:53 o.o.o . o:• 
o o.o.o.O:i'IS o.o.o.o:• 
0 :: :22 :::. 
0 ::ftft:10.126.13.20:22 ::ttff:10.126.13.5:4739 
0 :: Urt: 10.126.13,:32765 : :tfff:20.2 .155.8•\.: lOBO 
























ESTABLISHED3 471/ s~hd: victo.r 
ESTABLISHED3621/java 
EST ABL.ISHEDJ 396/ ~~hd: victor 
tcp6 0 0 ::tftf:l0.126.13.20:22 ::fftf:10.126.13.5:4206 ESTABLISHlD3'16Z/~~hd: ViCtOr 
rooc@baqonq: - # 
Gambar 5.46 Kondisi squid sebelum (atas) dan sesudah (bawah) http _port diubah 
.!;] 
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Uji coba selanjutnya menjalankan command shell mbmonitor pada panel 
utama dengan memilib tree comand shell mbmonitor, maka akan muncul basil 
dari eksekusi mbmonitor, seperti tampak pada Gambar 5.47. 
(Temp= 73 o. 0.0, 0.0; Rot= 0, 0, 0 
['/core= 0 00, 0.00; Volt.= 0.00, 0 00, 0.00, 0 00, 0 00 
Gambar 5.47 Basil eksekusi mbmonitor 
Command shell yang akan dijalankan pada uji coba berikutnya adalah 
vmstat, dengan cara memilib vmstat pada panel utama, maka akan muncul basil 
dari eksekusi vmstat seperti tampak pada Gambar 5.48. 
0 Exec.rti~-~~~!!~i~l.,t·,... ~ ,j·.;.; ·:;;;i;· ;;[~ --:_ ~~-;;- ~ 
procs ........... memory-------.... -s....-ap ....... jo ...... system-- .... cpu .. .. 
r o swpd tree butr cache sl so bl bo In cs us ~ ld wa 
' 1 0 0 259840 49724119116 0 0 4 5 685 31 0 0100 0 
Gambar 5.48 Basil eksekusi vmstat 
Menjalankan command shell ipcs pada panel utama, maka akan muncul 
basil dari eksekusi ipcs seperti tampak pada Gambar 5.49 . 
..... Shared Memory Segments ........ 
•key shmld owner perms bytes nattch status 
!o.oooooooo 98304 root soo 737284 6 dest 
I 
,---- semaphore !\rrays ........ 
key semid o·wner perms nserns 
----- Message Queues -----· 
key msqrd owner perms used-bytes messages 
Gambar 5.49 Basil eksekusi ipcs 
lsi dari log file rcs.log terakhir dapat dilihat pada gambar 5.50. 
20050713-22:39:04 INFO Execuce mbmon -c1 
20050713-22:39:06 INFO rcs@jabber.org : run: 
Temp.• 27.0, 50.0, 38.0; Roc.• 5818, 0, o 
Vcore • 1.70, 2.59; Vole. • 3 .07, 4.25, 11.19, -5.29, -1.90 
20050713 - 22:39:59 INFO cla~~ix8jabber.or9/Smack: run ~eat 
20050713-22:39:59 INFO Execuce ~cac 
20050713-22:40:01 INFO rcs@jabber.org : run: procs -----------memory-----------
--~vap-- -----io---- --syse~- ----cpu----
r b svpd free buff c10che s 1 so 





20050713-22:40:40 INFO classix8jabber.orq/Smack run ipcs 
20050713-22 :'10:'10 INFO Execute i .pcs -a 
20050713-22:40:42 INFO rcs9jabber.orq : run: 
------ Sh10red Hemory Segmencs 
key ~hmid owner periM: byte~ natt·cb 
OxOOOOOOOO 65536 rooc 600 737284 6 
Semaphore Arrays 
--------
key semi d. owner perrn:s nsems 
Message Queues 
c~ U!5 ~y id va 
92 0 0 99 0 
stat~ 
dest 
key ,..,qid owner perms used-hyte!l tne!lse.ge!l 
Gambar 5.50 Log file pada remote control server 
5.2 Ev ALUASI HASIL UJI COBA 
Ill 
Proses UJl coba terhadap berbagai skenario dalam melakukan 
pengontrolan server secara jarak jauh dapat betjalan baik. Hal ini dapat 
dilihat dari apa yang diketjakan oleh remote control server dalam 
melakukan administrasi dan monitoring server sudah sesuai dengan yang 
dirninta oleh remote administrator, berdasarkan instant message yang 
dikirimkannya kepada remote control server. 
BABVI 
PENUTUP 
Bab ini menyimpulkan hasil uji coba yang telah dilakukan. Selanjutnya 
diberikan beberapa saran yang mungkin dapat dijadikan pertimbangan untuk 
mengembangkan hasil yang diperoleh pada tugas akhir ini. 
6.1 KESIMPULAN 
Setelah dilakukan serangkaian uji coba dan analisa terhadap perangkat 
lunak yang dibuat, maka dapat diambil kesimpulan sebagai berikut: 
1. Aplikasi yang dibuat pada Tugas Akhir ini telah dapat digunakan untuk 
mendukung sebuah sistem yang dapat melakukan monitoring dan 
administrasi suatu server secara jarak jauh, karena mampu menangani 
permintaan dan menampung informasi yang tersimpan dalam bentuk 
instant message dengan baik. Sehingga mempermudah pengguna sistem, 
dalam hal ini system administrator untuk melakukan tugasnya dalam 
manajemen server, tanpa harus berada di tempat yang sama dengan 
server berada. 
2. Berdasarkan uji coba yang telah dilakukan, aplikasi remote control 
server yang telah dibuat, dapat digunakan untuk melakukan manajemen 
server dengan mengenali setiap instant message yang dikirimkan oleh 
remote administrator dengan baik, di antaranya mengetahui status 
service, mengerjakan operasi start/stop/restart service, mengubah nilai 
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parameter pada konfigurasi service, serta menjalankan command shell 
pada server. 
3. Aplikasi remote administrator memudahkan pengguna dalam 
melakukan tugasnya sebagai seorang system administrator, di samping 
penggunaan Jabber Client yang tersedia pada umumnya 
6.2 SARAN 
Berdasarkan hasil evaluasi yang dilakukan terhadap aplikasi server 
remote control, ada beberapa saran yang perlu dipertimbangkan dalam 
pengembangan aplikasi ini, yaitu : 
1. Penggunaan enkripsi dengan pengenal digital signature pada setiap 
instant message yang keluar maupun masuk sangat dibutuhkan, 
sehingga pengirim instant message tersebut dapat dikenali dengan 
benar, dan melindungi sistem dari orang yang tidak memiliki hak 
untuk melakukan administrasi server. 
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