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СОВЕРШЕНСТВОВАНИЕ ФОРМ И МЕТОДОВ ПРОФИЛАКТИКИ ЭКСТРЕМИЗМА 
В ИНТЕРНЕТ-ПРОСТРАНСТВЕ: ПРОБЛЕМЫ И НАПРАВЛЕНИЯ
В статье исследуются научно-методические и аналитические направле-
ния совершенствования работы по профилактике экстремизма в Интерне-
те. Показываются возможности интернет-технологий и форм, формулиру-
ются рекомендации и предложения по совершенствованию деятельности 
органов власти и общественных институтов по профилактике экстре- 
мизма.
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IMPROVEMENT OF FORMS AND METHODS OF PREVENTION OF EXTREMISM  
IN THE INTERNET SPACE: PROBLEMS AND DIRECTIONS
The article investigates the scientific, methodological and analytical direc-
tions of improving the work on the prevention of extremism on the Internet. The 
possibilities of Internet technologies and forms are shown, recommendations 
and proposals for improving the activities of authorities and public institutions 
for the prevention of extremism are formulated.
Key words: extremism, Internet, prevention, youth.
Достижение целей профилактика экстремизма в молодежной сре-
де пользователей Интернета требует научно-методического и анали-
тического обоснования и поддержки.
Очевидна востребованность системы мониторинга и алгоритма ре-
агирования на экстремистские проявления в интернет-пространстве. 
Выделим следующие направления данной деятельности:
а) Осуществление мониторинга, направленного на детальное выяв-
ление причин распространения экстремистских идеологий сре-
ди молодых людей, изучение генезиса и форм девиантного по-
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ведения в подростково-молодежной среде, анализ проявлений 
и эволюции субкультур подростков и молодежи.
б) Регулярное инициирование и проведение научно-практических 
форумов и конференций по вопросам экстремизма в подрост-
ково-молодежной среде.
в) Разработка интернет-ресурсов и создание информационного 
банка сведений по вопросам теории и практики профилактики 
подростково-молодежного экстремизма.
г) Подготовка сотрудниками спецслужб реестра экстремистских 
группировок, изучение их особенностей, признаков и наиболее 
ярко проявляющих себя радикалов.
При реализации указанных направлений трудно переоценить зна-
чение Интернета.
Ряд ученых, в частности, краснодарский специалист в сфере изуче-
ния молодежного экстремизма в Интернете Е. С. Кубякин, отмечает, 
что «научно-техническая революция, появление новых средств и спо-
собов коммуникации, упрощение доступа к информационным ресур-
сам изменили «облик» молодежного экстремизма» [1].
Отдельно останавливаясь на противодействии угрозам и вызовам 
терроризма, отметим возможности Интернета, реализующиеся в нега-
тивном направлении. Е. И. Васина в своем исследовании указывает 
следующее:
а) Интернет-коммуникации используются в качестве технологии 
и инструмента информационных нападений на управленческие 
системы, хранилища данных и т. п.
б) Посредством Интернет-технологий осуществляется информа-
ционно-психологический прессинг целевых групп населения, 
ведутся информационные войны.
в) В социальных сетях осуществляются вербовка в террористиче-
ские группировки, идеологическая, техническая и финансовая 
помощь террористической деятельности [2].
В 2014 году Президентом Российской Федерации в целях уточнения 
положений вышеупомянутого Федерального закона от 25 июля 2002 года 
№ 114-ФЗ «О противодействии экстремистской деятельности» была ут-
верждена «Стратегия противодействия экстремизму в Российской Фе-
дерации до 2025 года» [3]. Данная стратегия «является основополага-
ющим документом для федеральных органов государственной власти, 
органов государственной власти субъектов Российской Федерации, 
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органов местного самоуправления…», который «направлен на объеди-
нение усилий указанных органов, институтов гражданского общества, 
организаций и физических лиц в целях пресечения экстремистской дея-
тельности…» [3]. В указанном документе говорится о различных задачах 
и направлениях государственной политики в сфере противодействия 
экстремизму. Государство рассматривает сеть Интернет не только как 
источник распространения экстремистских идей, но и как площадку 
для борьбы с ними. Действительно, практически каждый современный 
человек проводит большую часть своего свободного время в виртуаль-
ной реальности, особенно это касается молодых людей.
К тому же именно молодое поколение подвержено каким-либо ра-
дикальным идеям, молодежь легче склонить к совершению престу-
пления. На данный момент существует огромное количество интер-
нет-ресурсов, рассказывающих об экстремизме.
Таким образом, государство и общество используют все современ-
ные и доступные способы борьбы с проявлениями экстремизма. На се-
годняшний день сеть Интернет является одним из главных источни-
ков получения информации. Проанализировав различные источники, 
выявляется их несогласованность, прослеживаются некоторые недо-
работки, в частности, в деятельности правоохранительных органов 
в виртуальной среде.
Мы считаем, что на государственном уровне необходимо разрабо-
тать рекомендации по профилактике экстремизма, которые бы разме-
щались на всех официальных интернет-ресурсах правоохранительных 
органов и были бы доступны и понятны для всего населения. Обра-
зовательные организации, государственные органы, органы местно-
го самоуправления могли бы, опираясь на официальные рекоменда-
ции, разрабатывать свои памятки по противодействию экстремизму. 
Мы предлагаем включить в информацию, обязательную для опубли-
кования на официальных сайтах органов и учреждений, следующие 
пункты: нормативно-правовая база по противодействию экстремизму; 
разъяснение понятия экстремизма с точки зрения законодателя и на-
учного сообщества; ответственность за совершение противоправных 
экстремистских деяний. Наибольшее внимание нужно уделить реко-
мендациям по профилактике экстремизма в молодежной среде, осо-
бенно среди подростков [4].
Суммируя опыт иностранных коллег, сформулируем следующие 
предложения.
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а) Формирование специализированных наблюдательных советов 
и «горячих линий», которые обладали бы полномочиями опе-
ративно удалять интернет-материалы, содержащие экстремист-
ский контент, а также призывы к насильственным действиям. 
Создание подобных структур возможно при участии организа-
ций по оказанию услуг в сети Интернет.
б) Учреждение межведомственного банка информации о группах 
и лидерах экстремистской деятельности. Это будет способство-
вать профилактике их противоправного поведения.
в) Организация мониторинга распространения в молодежной сре-
де деструктивного контента и экстремистской идеологии.
г) Совершенствование межведомственного взаимодействия спец-
служб в контроле деятельности подростково-молодежных сооб-
ществ в виртуальном пространстве, правовой оценке послед-
ствий этой деятельности.
Подчеркнем важность международного сотрудничества, предпола-
гающего активное участие: в создании международно-правовой базы 
деятельности в мировой сети Интернет; создание посредством СМИ 
и интернет-технологий препятствий к экспорту идеологии экстре-
мизма из-за рубежа; взаимодействие спецслужб России и иностран-
ных государств при нейтрализации деструктивных источников ин-
формации.
В качестве вывода отметим следующее. Вариативность способов 
предупреждения распространения экстремистской идеологии в Ин-
тернете предполагает использование всего возможного спектра: от ис-
ключительно силового воздействия до комплекса воспитательных, 
политических и социально-экономических мер. Вмесите с тем, мы 
полагаем, что наиболее перспективным является сочетание методов 
государственного принуждения и лояльного воздействия, убеждения 
и воспитания.
Однако наиболее благоприятным, по нашему мнению, является 
необходимость комбинирования силовых и лояльных методов борь-
бы, в зависимости от контекста.
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