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Abstrak 
Seiring dengan perkembangan zaman dengan berbagai macam permasalahan salah 
satunya pencurian data dengan memanfaatkan teknologi informasi serta tindakan aksi 
pencurian mobil yang sering terjadi. Dalam hal ini, penulis menggunakan teknik kriptografi 
dengan metode vigenere cipher. Vigenere cipher adalah salah satu algoritma kriptografi klasik 
untuk menyandikan suatu plaintext. Data keamanan mobil yang akan dienkripsi pada penelitian 
ini adalah data gps yang dipasang pada mobil berupa titik koordinat longitude dan latitude. 
Pada penelitian ini juga merancang sistem keamanan yang terdiri dari ESP8266, Sensor 
magnetic door, SIM900, GPSNEO6M, Relay Module, dan DC-Converter. Tujuan penelitian ini 
adalah merancang perangkat keamanan mobil dan membuat rancangan antarmuka aplikasi 
android serta memberikan keamanan data pada mobil berbasis ESP8266. Tujuan dari aplikasi 
android adalah memberikan kemudahan pengguna dalam mengetahui posisi mobil secara 
langsung dan komunikasi melalui android pengguna dengan perangkat keamanan pada mobil. 
Hasil dari pengujian algoritma vigenere cipher dalam proses enkripsi maka didapat waktu 
rata-rata sebesar 282,3 milidetik untuk latitude dan waktu rata-rata sebesar 397,5 milidetik 
untuk longitude. Dengan menggunakan algoritma ini tentunya data dari longitude dan latitude 
akan menjadi lebih aman dan terjaga kerahasiannya.  
 
Kata kunci : Vigenere Cipher, ESP8266, Sistem Keamanan, Pencurian, Longitude dan Latitude 
 
 
Abstract 
 As the times with a various of problems one data theft by utilizing information 
technology as well as measures car theft often happens. In this case, writer used technique 
cryptography with the methods vigenere cipher. Vigenere cipher is one of the classic 
cryptography algorithm to encrypt plaintext. Car data security to be encrypted in this research 
is data global positioning system mounted on the car in the form of point coordinates of 
longitude and latitude. In this study has also designed safety system that consists of ESP8266, 
Magnetic Door Sensor, Sim900, GPS NEO6M, Relay Module, and DC-Converter. The research 
objective was to design car security devices and create android application interface design as 
well as providing data security based car ESP8266. The purpose of the android is to give users 
the ease in knowing the position of the car in person and communication via android user with 
safety devices in cars. The result of testing algorithm vigenere cipher in the process encryption 
so obtained the average time of 282,3milliseconds to latitude and time an average of 
397,5milliseconds. By the use of algorithm it is certainly data from longitude dan latitude will 
be safer and awake it confidential. 
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1. PENDAHULUAN 
 
erkembangan ilmu pengetahuan dan teknologi selalu mempengaruhi pembangunan pada 
suatu negara dan tidak lepas dari alat transportasi. Karena itu, alat transportasi merupakan 
kendaraan umum yang sangat penting dalam mempengaruhi aktivitas kehidupan bermasyarakat. 
Industri kendaraan juga berkembang seiring dengan berkembanganya kebutuhan 
masyarakat akan sarana transportasi terutama transportasi darat.Oleh karena itu, transportasi 
darat sudah menjadi pilihan utama bagi masyarakat Indonesia untuk berpergian. Sebagian besar 
masyarakat Indonesia lebih banyak memilih mobil sebagai transportasi darat yang populer di 
Indonesia. 
Dengan kemajuan ekonomi yang sangat pesat membuat pertumbuhan angka transportasi 
mobil di Indonesia pun semakin meningkat sehingga peminat konsumen untuk membeli mobil 
di Indonesia pun semakin bertambah. Mobil merupakan salah satu alat transportasi darat favorit 
di Indonesia. Memiliki mobil sebagian besar kalangan masyarakat pada saat ini bagaikan suatu 
hal yang pokok dimana dapat membantu mereka dalam beraktivitas khususnya dalam bekerja 
dan berpergian di dalam kota maupun ke luar kota. 
Beberapa tahun terakhir ini aktifitas aksi pencurian mobil begitu tinggi. Karena itu 
pemilik mobil dituntut untuk lebih berhati-hati serta memasang fitur keamanan ekstra selain 
kunci kontak, khususnya saat mobil diparkir dan saat akan ditinggal pergi oleh pemilik. Baik 
mobil maupun barang yang berharga yang terletak didalam mobil sering menjadi target incaran 
para pencuri yang menimbulkan keresahan juga kerugian materi yang tidak sedikit.  
Untuk mengantisipasi hal ini diperlukan teknologi  yang mendukung untuk melindungi 
kendaraan user saat diparkir dengan cara memasang fitur keamanan berupa sistem keamanan. 
Dengan pengembangan fasilitas kontrol dan penambahan sensor pada sistem keamanan ini 
diharapkan dapat membantu,memantau dan mengetahui apa yang sedang terjadi dengan 
kendaraan saat diparkir secara real time yang terkoneksi langsung dengan smartphone user 
dengan demikian bila terjadi pencurian dapat segera diambil tindakan preventif.[1] 
Dalam hal ini penulis menggunakan teknik vigenere cipher yang dimanfaatkan untuk 
menjamin keamanan transmisi data yang menggunakan wifi pada waktu pengaktifan dan 
menonaktifkan alarm yang menggunakan ESP8266. Salah satu yang dapat dimanfaatkan adalah 
enkripsi dan dekripsi data atau dengan kata lain menyandikan data sehingga hanya orang yang 
bersangkutan saja yang dapat mengetahui isi data tersebut. Vigenere Cipher merupakan salah 
satu algoritma yang cukup kuat dan sampai saat ini dinyatakan aman, karena setiap huruf 
ciphertext dapat memiliki kemungkinan banyak huruf plaintext.[3] 
 
2. METODE PENELITIAN 
 
Metodologi yang dipakai dalam pembuatan aplikasi ini yaitu metode prototyping. 
Prototyping adalah bagian dari produk yang mengekspresikan logika maupun fisik antarmuka 
eksternal yang ditampilkan. Konsumen potensial menggunakan prototyping dan menyediakan 
masukan untuk tim pengembang sebelum pengembangan skala besar dimulai.[2] 
 
2.1 Mengumpulkan dan menganalisis kebutuhan 
Dalam tahap ini penulis memulai melakukan pengumpulan informasi yang berupa 
jurnal terbaru dan teori mengenai sistem keamanan pada mobil sebagai referensi dalam 
menyelesaikan permasalahan penulis dalam skripsi ini. 
 
2.2 Melakukan perancangan cepat 
Pada tahap ini, penulis melakukan perancangan cepat prototipe sistem keamanan. 
Berikut ini perangkat yang akan digunakan terdiri dari ESP8266 E-12, AKI GS ASTRA, 
Sensor Magnetic Door, SIM 900, DC-Converter, Relay Module 2 Channel,GPS NEO6M, 
P 
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Smartphone android.Perangkat keras yang digunakan pada alat, dalam proses pembuatan 
sistem keamanan mobil berbasis ESP8266 adalah sebagai berikut: 
 
 
 
 
 
 
 
 
 
 
 
 
 
Gambar 1 Diagram Blok Sistem Keamanan 
 
2.3 Membangun sebuah prototipe 
Pada tahap ini, prototipe akan dibangun sesuai rancangan yang telah dibuat. Dalam 
tahap ini rancangan yang telah sesuai akan memasuki tahap perancangan untuk 
menghubungkan sensor dan perangkat keamanan lainnya dengan ESP8266 ESP-12. 
 
2.4 Pengkodean sistem 
Pada tahap ini, akan dilakukan pengkodean sistem yang berhubungan dengan alat 
dan aplikasi. Dalam tahap ini akan memasukkan koding dalam arduino, java dan php serta 
mendesain antarmuka tampilan di dalam android. 
 
2.5 Pengujian/Testing 
Pada tahap ini, penulis akan menguji alat dan aplikasi yang akan dibuat, apakah alat 
dan aplikasi yang dibuat sesuai yang diinginkan atau tidak. Pengujian-pengujian yang akan 
dilakukan dengan menggunakan alat ukur dan alat pendukung lainnya. 
 
3. HASIL DAN PEMBAHASAN 
 
Pada Gambar 2 merupakan rangkaian dari sistem keamanan yang terdiri dari ESP8266-
ESP-12, SIM900, Sensor Magnetic Door, Relay Module 2 Channel, DC-Converter 
8A/100w(3.3v), DC-Converter LM2596(5v), GPS NEO6M. 
 
 
 
 
 
 
 
Gambar 2 Rangkaian dari Sistem Keamanan 
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3.1 Pengujian Fungsi dari AKI GS ASTRA 
Dari hasil pengujian yang kami lakukan pada Gambar 3 AKI GS ASTRA tersebut 
Pengujian yang dilakukan menggunakan multitester setelah di uji AKI GS ASTRA tersebut 
dapat merespon  dengan baik dan hasil pengujian dapat dilihat pada Tabel 1 
 
 
 
 
 
 
Gambar 3 AKI GS ASTRA  
. 
   Tabel 1 Pengujian Tegangan pada AKI GS ASTRA 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Pengujian 
Tegangan (v) 
Mesin mobil  
sebelum  
menyala 
Tegangan (v) 
Mesin mobil 
sesudah 
menyala 
Tegangan (v) 
Mesin mobil 
menyala dan 
saat di gas 
1 12,84 14,33 14,36 
2 12,84 14,33 14,36 
3 12,83 14,33 14,35 
4 12,84 14,32 14,36 
5 12,83 14,33 14,35 
6 12,83 14,33 14,36 
7 12,84 14,32 14,36 
8 12,83 14,33 14,35 
9 12,84 14,33 14,35 
10 12,83 14,33 14,36 
11 12,84 14,32 14,36 
12 12,83 14,33 14,35 
13 12,84 14,33 14,36 
14 12,83 14,33 14,35 
15 12,83 14,32 14,35 
16 12,83 14,32 14,36 
17 12,84 14,33 14,36 
18 12,84 14,33 14,35 
19 12,83 14,32 14,36 
20 12,84 14,33 14,36 
𝑥 12,835 14,327 14,356 
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3.2 Pengujian Fungsi dari Sensor Magnetic Door 
Pengujian pada sensor magnetic door ketika kondisi pintu mobil dalam keadaan tertutup  
dan ketika posisi kondisi pintu mobil dalam keadaan terbuka sensor langsung merespon atau 
tidak dan juga langsung menelpon melalui SIM900 . 
 
 
 
 
 
 
 
 
 
 
 
 
Gambar 4 Kondisi Sensor Magnetic Door Tertutup dan Terbuka 
 
Jadi pada pengujian pada Gambar 4 sensor magnetic door dapat merespon sangat baik 
dengan persentase 100% berhasil menelpon. 
 
3.3 Pengujian Fungsi dari DC-Converter Buck Step Down 
Dari hasil pengujian yang kami lakukan  pada Gambar 5 DC-Converter Buck Step 
Down 8A/100W. Pengujian yang dilakukan menggunakan  multitester setelah di uji alat tersebut 
dapat berfungsi dengan baik dan hasil pengujian dapat dilihat pada Tabel 2. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
  Gambar 5 DC-Converter Buck Step Down 8A/100W 
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Tabel 2 Hasil Pengujian dari DC-Converter (3,3v) 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
3.4 Pengujian Fungsi dari DC-Converter LM2596 
Dari hasil pengujian yang kami lakukan pada Gambar 6 DC-Converter LM2596 
pengujian yang dilakukan menggunakan multitester setelah di uji alat merespon dan hasil 
pengujian dapat dilihat pada Tabel 3. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Gambar 6 DC-Converter Buck Step Down 8A/100W 
 
 
   Pengujian 
Tegangan (v) 
Mesin mobil  
sebelum 
 menyala 
Tegangan (v) 
Mesin mobil 
sesudah 
menyala 
1 3,32 3,32 
2 3,34 3,34 
3 3,34 3,34 
4 3,33 3,32 
5 3,32 3,33 
6 3,34 3,34 
7 3,35 3,33 
8 3,32 3,32 
9 3,34 3,34 
10 3,32 3,32 
11 3,32 3,34 
12 3,33 3,33 
13 3,31 3,34 
14 3,34 3,34 
15 3,34 3,32 
16 3,32 3,32 
17 3,31 3,31 
18 3,32 3,32 
19 3,34 3,34 
20 3,33 3,31 
𝑥 3,332 3,3275 
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Tabel 3 Pengujian dari DC-Converter (5v) 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
3.5 Pengujian Fungsi dari DC-Converter LM2596 
Dari hasil pengujian yang kami lakukan pada Gambar 7 GPS NEO6M tersebut dapat 
berfungsi dengan baik dan pengujian dilakukan menggunakan U-Center untuk melihat posisi 
GPS dan Radar pada GPS NEO6M dapat dilihat pada Gambar 8 dan Gambar 9. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Gambar 7 GPS NE06M 
 
         
 
Pengujian 
Tegangan (v) 
Mesin mobil  
sebelum 
menyala 
Tegangan (v) 
Mesin mobil 
sesudah 
menyala 
1 5,12 5,12 
2 5,13 5,13 
3 5,12 5,12 
4 5,11 5,12 
5 5,13 5,13 
6 5,13 5,13 
7 5,11 5,12 
8 5,13 5,13 
9 5,11 5,11 
10 5,11 5,13 
11 5,11 5,11 
12 5,12 5,12 
13 5,13 5,13 
14 5,12 5,12 
15 5,13 5,12 
16 5,11 5,13 
17 5,13 5,13 
18 5,12 5,12 
19 5,13 5,13 
20 5,12 5,12 
𝑥 5,121 5,1235 
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      Gambar 8 Tampilan U-Center 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
       Gambar 9 Tampilan Radar pada U-Center 
 
Pada Gambar 10 merupakan rata-rata dari pengujian GPS NEO6M dimana latitude nya 
-2,9842236625716 dan longitude nya 104,743218145577. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Gambar 10 Tampilan U-Center Rata-rata 
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3.6 Pengujian Fungsi dari ESP8266 Module Wifi 
Pada Tabel 4 menjelaskan dimana hasil pengujian dari percobaan 20 kali yang 
dilakukan pada ESP8266 Module Wifi dimana saat alat akan diaktifkan menggunakan aplikasi 
yang telah dipasang di smartphone android user terlihat perbedaan jumlah sinyal pada saat diuji 
coba dengan jarak yang berbeda dan semakin jauh jarak user untuk mengaktifkan semakin 
sedikit sinyal pada smartphone android  user. 
 
Tabel 4 Pengujian dari ESP8266 Module Wifi 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
3.7 Pengujian Fungsi dari SIM 900 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Gambar 11 SIM 900 
 
 
Pengujian Jarak antara alat 
dan smartphone 
Sinyal dalam RSSI 
(dBm) 
1 5Meter -75dBm 
2 10Meter -75dBm 
3 15Meter -75dBm 
4 25Meter -79dBm 
5 25Meter -79dBm 
6 30Meter -79dBm  
7 35Meter -79dBm  
8 40Meter -79dBm 
9 45Meter -97dBm 
10 50Meter -97dBm 
11 55Meter -97dBm 
12 60Meter -97dBm 
13 65Meter -97dBm 
14 70Meter -97dBm 
15 75Meter -97dBm  
16 80Meter -99dBm  
17 85Meter -99dBm 
18 90Meter -101dBm 
19 95Meter -101dBm 
20 100Meter -101dBm 
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Dari hasil pengujian yang dilakukan pada SIM 900 tersebut dapat berfungsi dengan baik 
dan pengujian dilakukan dengan memakai SIM Card  Telkomsel dengan adanya SIM 900 ini 
alat dapat berkomunikasi dengan baik dengan aplikasi di smartphone android atau mobile 
phone. Hasil Pengujian dapat dilihat pada SIM 900 dapat dilihat pada Tabel 6. 
 
           Tabel 5 Pengujian dari SIM 900 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Pada Tabel 5 diatas menjelaskan dimana hasil pengujian dari percobaan 20 kali yang 
dilakukan pada SIM900 ketika menerima panggilan masuk pada saat sensor magnetic terbuka 
dan terdeteksi maka saat itu juga SIM900 menelpon ke smartphone android berfungsi dengan 
baik dan merespon cukup baik dengan total percobaan 80%. 
 
3.8 Pengujian Kecepatan Deskipsi pada Latitude dan Longitude 
 
    Tabel 6 Pengujian Kecepatan Rata-rata dari Latitude dan Longitude 
 
Pengujian Kecepatan 
Latitude 
(Mikrodetik) 
Kecepatan 
Longitude 
(Mikrodetik) 
 
1 68 506 
2 64 403 
3 60 127 
4 86 353 
Pengujian Berhasil 
Menelpon 
Tidak 
Berhasil 
Menelpon 
1    
2    
3    
4    
5    
6    
7    
8    
9    
10    
11    
12    
13    
14    
15    
16    
17    
18    
19    
20    
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5 59 123 
6 46 133 
7 132 512 
8 500 655 
9 40 85 
10 453 640 
11 621 520 
12 694 418 
13 51 84 
14 819 552 
15 763 665 
16 507 625 
17 57 156 
18 62 598 
𝑥 282,3ms 397,5ms 
 
Pada Tabel 6 diatas menjelaskan dimana hasil pengujian dari percobaan 18 kali yang 
dilakukan pada  algoritma vigenere cipher  proses enkripsi akan diambil dari nilai longitude dan 
latitude di web server. Untuk itu, maka di dapatlah kecepatan rata-rata saat melakukan proses 
enkripsi dan deskripsi longitude dan latitude dari web server. Semakin lama aplikasi memproses 
data yang sedang berjalan maka semakin lama pula mendapatkan hasil proses deskripsi. Jadi, 
hasil kecepatan rata-rata dari proses enkripsi di dalam web server yaitu longitude 282.3ms dan 
latitude 397.5ms. 
 
3.9 Hasil Implementasi Vigenere Cipher 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
   Gambar 12 Hasil Implementasi Vigenere Cipher  
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Pada Gambar 12 diatas merupakan  hasil implementasi vigenere cipher yang didapat 
dari hasil longitude dan latitude pada GPSNEO6M dan tersimpan dalam database di Web 
Server.  
 
4. KESIMPULAN 
 
Berdasarkan hasil implementasi uji coba dan evaluasi dari pembuatan aplikasi ini, dapat 
diambil kesimpulan sebagai berikut: 
1. Sistem Keamanan dapat mengidentifikasi sensor magnetic door pada saat pintu terbuka. 
Sehingga dapat memberikan informasi kondisi mobil jika terjadi aksi pencurian mobil. 
2. Vigenere Cipher dapat menjaga keamanan data longitude dan latitude. 
3. Dengan menggunakan ESP8266 ESP-12 ini sangat mempermudah karena pada 
mikrokontroller ini memiliki kelebihan dengan fitur wifi. Dengan adanya  wifi user irit pulsa 
dan bisa mengontrol mengaktifkan dan menonaktifkan alat. 
4.  Hasil dari pengujian algoritma vigenere cipher dan hasil waktu rata-rata dari proses 
enkripsi di dalam web server yaitu longitude 282,3ms dan latitude 397,5ms. 
 
5. SARAN 
 
Dalam pembuatan alat pelacak kendaraan dan sistem keamanan berbasis ESP8266 
dengan menggunakan wifi dan sistem missed call kami menyadari masih banyak kekurangan 
pada alat maupun aplikasi ini, sehingga dapat menyarankan beberapa hal pada alat maupun 
aplikasi ini yaitu: 
1. Alat dan aplikasi dapat dibuat dan dipasang pada kendaraan beroda dua selain mobil juga 
bisa motor. 
2. Untuk penelitian lebih lanjut dapat menggunakan lebih banyak sensor untuk menjadi 
informasi bagi pengguna. 
3. Dapat menambahkan fitur fitur lainnya seperti melihat kecepatan kendaraan pada saat 
berjalan atau mematikan mesin mobil menggunakan android. 
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