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 Online social networking develops interactions and communication 
approaches. Online environment is the most beneficial approach for retention and 
inception of social relations. However, by developing facilities in online services the 
threats of privet security is increase. The information security vulnerability is an 
emerging problem in the online social networks social networks. The more users 
join, the more active they are, the more possible risk of personal information 
disclosure due to lack of self and social awareness on user behavior in the social 
networks. The main objective of the study is to investigate the components affecting 
information security behavior in enhancing awareness and design an information 
security behavior model in enhancing awareness. The quantitative research has been 
conducted on students studying at University Technology Malaysia. The study has 
found significant relationship between self-efficacy, security practice- care behavior, 
intention to practice privacy protection on information security awareness behavior. 






Rangkaian sosial dalam talian membangun interaksi dan pendekatan 
komunikasi. Persekitaran dalam talian adalah pendekatan yang paling bermanfaat 
untuk pengekalan dan permulaan hubungan sosial. Walau bagaimanapun, dengan 
membangunkan kemudahan perkhidmatan dalam talian ancaman keselamatan Privet 
peningkatan. Kegoyahan keselamatan maklumat adalah satu masalah yang muncul 
dalam rangkaian sosial dalam talian rangkaian sosial. Para pengguna lebih menyertai, 
lebih aktif mereka, risiko yang lebih kemungkinan pendedahan maklumat peribadi 
kerana kekurangan kesedaran diri dan sosial ke atas tingkah laku pengguna dalam 
rangkaian sosial. Objektif utama kajian ini adalah untuk menyiasat komponen yang 
mempengaruhi maklumat tingkah laku keselamatan dalam meningkatkan kesedaran 
dan reka bentuk keselamatan maklumat tingkah laku model dalam meningkatkan 
kesedaran. Penyelidikan kuantitatif telah dijalankan ke atas pelajar-pelajar yang 
belajar di Universiti Teknologi Malaysia. Kajian ini telah mendapati hubungan yang 
signifikan antara diri-keberkesanan, keselamatan amalan penjagaan tingkah laku, niat 
untuk mengamalkan perlindungan privasi atas tingkah laku kesedaran keselamatan 
maklumat. Pada akhir, cadangan untuk masa depan kajian dan batasan kajian telah 
terus ditubuhkan. 
