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Abstract  
This dissertation was written as a part of the MSc of E-Business & Digital Marketing 
department of Science & Technology School at the International Hellenic University. Its 
primary goal is to compare the National interoperability frameworks of several countries with 
the European ‘s interoperability frameworks.  
Interoperability frameworks are documents that clarify a set of elements such as Vocabularies, 
Principles, Policies, Standards, Recommendations, Guidelines and Practices for entities that 
are required to efficiently work together to deliver specific benefits to the public services. 
Governments are using frameworks as a boost to interoperability for their public services. 
During the past years, many countries and organizations both created and published their 
frames. To the best of our insight, there are just a few studies so far that can identify the 
differences between the National frameworks, Comparison and contrast to each other. 
Furthermore, we noticed that there are no studies so far that can locate a comprehensive list of 
countries with an interoperability framework. 
It is our firm belief, the existence of such research will be beneficial to build new versions of 
National and European frameworks, and it will also be beneficial and valuable for the research 
community. Hence, this study addresses the following questions: 
• How do the National interoperability frameworks change from country to country? 
• In which level has the European interoperability framework improved?  
To answer these questions, we investigated the two main European interoperability frameworks 
of 2010 and 2017, and we compared the latest versions of European interoperability framework 
EIF 2017 with the National interoperability frameworks NIFs for specific countries. 
This work aims at noting novel literature and public documents, along with comparing selected 
national frameworks for implementing a significant conclusion and analysis used for the 
complex structure of interoperability frameworks. 
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1 Introduction 
 
Nowadays, big data and data movement invades, more and more in our daily life. We became 
producers of data at an unimaginable rate. Thus, new problems and opportunities arise for 
research and development have all this data and technology in our hands. However, although 
we seem to have a seemingly un-limitless access to data, it does not mean that we can quickly 
take advantage of it.  
Public administrations and government are striving to leverage modern information and 
communication systems to improve the quality of their services to their citizens and businesses. 
Since the 90s, most developed countries have released their eGovernment strategy defining 
their milestones. However, it soon became clear that absence of common standards and 
guidelines yielded considerable leeway to governmental authorities and let them be focused on 
their requirements and define inflexible information systems according to their assumptions 
and interpretation (Hovy, 2008). The vision of creating world-class e-Government services, 
that will provide the promising services like single market freedom and enlargement, requires 
interoperability between the IT systems of the public administrations and their information 
holdings and administrative processes. 
E-Government services have a significant impact on economies, particularly if interoperable 
with the enterprise sector, could be the untapped driver of economic growth that could give a 
further much-needed boost to productivity. 
In order to have high quality provision innovation and costumer centric e-Government services. 
The ICT systems interoperability most share and reuse information and join up administrative 
processes within and between public sectors. (European Commssion 2017). 
During the last decades, we were dealing with a traditional way of transferring data and 
communicating between systems that accompany these studies, but complex multitype 
information and technologies are different and nw investigations should take place. We need 
an updated version of computational methods if we want to efficiently mine and get the 
advantage of this new kind of technology and networks. For example, e-health care systems 
are relatively new, fast developing and growing field which should deal with the ability to 
transfer and accessing databases and systems, using this ocean of information and data, making 
the use of statistical and mathematical methodologies an inseparable part of the procedure of 
interoperability.  
Another example is the communication between organizations and government where the 
necessity of establishing a better connection seems a crucial matter, to improve the quality of 
the public services to the community. Hence, by creating a new and easy way of connectivity 
with the government as well as the exchange of information with many lengthy data in a short 
period. 
Lately, numerous researchers, a vast number of communities, organizations and governments 
started to deal with evolving matters and studies of data management and computer science. 
Rapidly evolving literature is being presented daily, showing the high interest in finding new 
ways to handle this kind of data, which can be very useful for another field of sciences.  
To cope with these high standards, individuals in this fast-growing topic, need to have a good 
knowledge on different fields of computer science and management such as machine learning, 
information retrieval, big data management and network analysis.  
Interoperability is all about digital collaboration, whereby using the interoperability we can 
endure the ability of organizations to interact towards mutual goals, by sharing information 
between these agencies, through the business processes they support, using the exchange of 
data between their respective ICT systems. 
As of June 2017, 51% of the world's population is on the internet (internet world stats), and 
there are 244 million people lived and worked outside their countries (United nation). By 
implementing the interoperability framework, we would help on creating the single market 
which will help citizens and businesses on the cross-border move.  
Our Goal in this work is to be clear and into the point of understanding better the evolution of 
interoperability. Furthermore, to manage the technical and the collaboration of the states. This 
analysis may help the EU or other organizations to clarify and notice more recommendations 
and principles that have been not been mentioned in the previous version of the interoperability 
frameworks.    
 
  
 
 
2 Scope and Structure  
We can split this dissertation into (3) chapters, [Interoperability Background] chapter (1), 
[European interoperability frameworks 2010 - 2017, a comparison between the European 
interoperability frameworks and selected national interoperability frameworks] chapter (2) and 
[Results, Conclusion] chapter (3).  
Chapter (1), Interoperability Background outlines the necessary concepts and tasks regarding 
interoperability, research, implementations, levels, and techniques on this topic to provide 
understandable elements and issues of the complexity of interoperability.  
In chapter (2), we compare different versions of interoperability frameworks. We discuss 
interoperability and how it works and what is the purpose of implementing it for each country. 
We examine two frameworks that have been published by the European Commission, to gain 
brighter image on the framework, and to which extent they were improved. 
The comparison of the European interoperability framework and the National interoperability 
frameworks of (18) eighteen selected frameworks have been made in chapter 2, to define which 
other parts of e-Government we can use the framework and how we can get the maximum 
benefit out of implementing interoperability. 
Chapter (3), The results present the aim of this dissertation and the conclusions that we reach 
after completing the comparison and providing usable knowledge for future work, which was 
spotted during the previous months. As well as additional work that could expand this 
dissertation.  
The scope of the study is to indicate the differences and similarities between the National 
interoperability frameworks recommendations, principles along with other criteria’s, and to 
provide a set of guidelines for any Interested party wants to design or maintain their National 
Interoperability Framework. Also, to improve the uniformity of standards applied in the 
assessments of interoperability arrangements. 
 
 
 
 
 
 
 
2.1 Research Approach and Methodology  
In this section, we describe the process of data collection and the analysis in this study. As you 
can see in Figure 2, the study was organized in two phases: Web search and Comparison. In 
the figure, the rounded corner boxes represent activities that have been done, and the light grey 
boxes represent the results that we get out by those activities and actions. 
 
 
Figure 1 The two phases of the Research Approached 
Phase 1, involved an extensive and thorough web search. This web search was applied keeping 
in main three main objectives: (1.1) Define the worldwide list of countries that have or will 
have a strategy for implementing interoperability, to use in the work, (1.2) Find out and gather 
NIFs publicly available on the web, and (1.3) to checking the NIFs information and details that 
would be necessary to run the comparison.  
Three (3) main activities were handled during this phase. The first activity - Define the list of 
countries that we could work on. The first decision was to adopt the European commission's 
statistics for countries with National interoperability plan or framework, after that we thought 
of finding countries all over the world that have the potential of implementing their national 
interoperability framework or plan. This way we had the guarantee of using a complete and up 
to date list of countries. 
Having complete and updated list, the second activity performed was to search and find the 
NIFs. In this step, we realized the massive number of searches using the most known search 
services. The essential keywords that we used were including Interoperability framework; 
National interoperability; E-government standards; E-government strategy; Standards for 
interoperability; e-Government interoperability. A set of 46 NIFs were found as result of this 
activity.  
From the previous activity, we started with the last activity in the first phase, which is the 
checking of the information in the NIFs. So, we can decide which NIFs we will work. Out of 
the 46 NIFs that we found our conclusion was to choose sixteen (16) NIFs from different 
countries and two (2) EIFs. Moreover, discard the others either because the IF was not in 
understandable language for the research member, i.e., English or Arabic. Alternatively, the 
NIF was incomplete. As well, this research was very demanding task and in a small period.  
The second phase - Comparison of NIFs - also include of three (3) main activities. (2.1) The 
first one was to have a transparent infrastructure for the comparison and understand what we 
want to compare and why? In this point, we had to have a demand and information from each 
framework we found. We come up with the following questions to identify the correct 
framework and the proper way to compare them.  
o Does the NIF in an understandable language? 
o Does the NIF publicly available? 
o Does the Framework similar to the EIF 2017 from the instructor's point of view? 
o Does the Framework include an explicit contents and Scope? 
o What kind of recommendations the document had? 
o Are there any Underlying principles in the document? 
After creating the questions that we need to run the comparison. We started with activity 
number 2.2 in the second phase. Applying the comparison questions on the selected NIFs. We 
were checking the previous questions on each one of the selected NIFs. Moreover, keeping 
marks every time we had an answer from the NIFs. After that and in the same activity, we 
started comparing the EIF 2017 with other NIFs by applying the same questions and finding 
the similarity and the differences between each one of them. 
The last activity in the second phase (2.3) was to analyses the result that we got from the 
comparison and finding the most critical point that we can build our conclusion and future 
work. 
 
 
3 Background  
In this chapter we provide a review of the relevant literature, focusing on the most significant 
point of interest. It also provides introductory concepts on interoperability, including 
definitions and historical elements that are effective to help readers understand the general 
context of this work. 
 
3.1 Definitions of Interoperability 
 
For the last fifteen years, substantial research has been conducted on interoperability. It seems 
to be a straightforward concept, from the business point of view. Interoperability refers to the 
ability of different organizations or individuals to work and operate together and achieve a 
common goal. From the technical point of view, systems can connect and communicate 
together to share and exchange data and information. Also, the ability to use applications on 
other systems for sharing purposes, and allow them to operate efficiently.  
There are numerous definitions published in the last fifteen years regarding interoperability. 
We quote some of them based on specific Requirements like simplicity and understandability 
of the definition, the area of the business definition, technical or legal oriented. Also, the 
organization or the community that published the definition:  
1. “Interoperability is the ability of organizations to interact towards mutually beneficial 
goals, involving the sharing of information and knowledge between these 
organizations, through the business processes they support, using the exchange of data 
between their ICT systems” (European Commission, 2017). 
2. “The ability of two or more systems or components to exchange information and to use 
the information that has been exchanged” (IEEE). 
3. “The ability of different types of computers, networks, operating systems, and 
applications to work together effectively, without prior communication, to exchange 
information in a useful and meaningful manner. There are three aspects of 
interoperability: semantic, structural and syntactical” (Kosanke, Kurt). 
4. “The use of common standards by the government organization to share information 
and integrate information and business processes” (State Services Commission,2015). 
5. “interoperability is the ability of system or process to use information and/or 
functionality of another system or process by adhering to the common standard.” 
(EPAN 2005). 
 
We can refer to the interoperability definition as follows:  
• Organizational definition where the interoperability, in this case, consider all the aspect of 
management and how organizations can cooperate with each other.  
• The technical definition which identifies how can more than two systems collaborate using 
the same data to create information that both can understand. 
• Governmental definition, how governments can work with other parties either citizens or 
organizations to create benefits that will cover the needs of all of them.  
 
3.2 (EIF) Definition in European Commission  
The European interoperability framework (EIF), as the European Commission defined it, is a 
none-technical framework created by the European Commission to serve the purpose of 
creating a marketplace. Where all members of EU can communicate and connect with each 
other to exchange data and information to serve citizens, businesses, organizations and other 
governments. To inspire European public administration in their work to connect them with 
the European citizens and business by using digital channels. Furthermore, they guide the 
European Public Administrations to create their own National Interoperability Frameworks 
(NIFs), making sure that all systems inside the European Union contain the same quality and 
provide equal benefits for the users.  
 
The European Commission established two (2) strategies to implement interoperability in e-
Government service sector. Which they are as the following: 
 
• The Good-Practice Strategy: To inspire the MS to share information about the previous 
implementation of NIF for their countries, and their ability to reuse information. Also, 
create a competition between the European MS to find the leading state in using and 
implementing European interoperability framework recommendations. Without having a 
champion among the MS. Showing that some of the countries are developed in some areas 
and advanced, but also, they are in lack in other e-services (Kubicek,2011).  
• The framework strategy: in this step, the European Commission must create a set of 
recommendations and principles which the MS has to take them under consideration, just 
to make sure that all the NIF can cooperate with each other without any problems.  
 
3.3 European Interoperability Framework EIF  
The document has been published under the name European Interoperability Framework for 
European public services by the European Commission, consisting of three parts: the EIF 
recommendations, underlying principles, and the interoperability levels.  
The document underlines a set of rules, standards, and recommendations for describing the 
profile of application interoperability in the European Union, which will enable the Member 
states to integrate a set of application-implementation of their national interoperability 
frameworks NIF and sharing information in a united domain. The general rules and 
recommendations are providing for creating templates and common interest. It refers to the 
European public service as “a cross-border public sector service supplied by public 
administrations, either to one another or European business and citizens” (EIF 2010).  
As the European Commission claims, implementing the EIF is a necessary step to create a 
digital marketplace for the MS public administrations, to cooperate and exchange information 
in a secure legal and fully political commitments. Giving the ability to share and reusing 
information among them to improve the public service delivery to businesses and citizens, by 
decreasing the costs of the services due to the efficient delivery. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
3.4 Layers of Interoperability according to EIF  
Interoperability levels are the layers of the interoperability where all the NIF should work, to 
make sure that all the new NIF will cooperate with no problems at all. 
In both documents, the interoperability levels are containing four different levels:  
 
 
Figure 2 Interoperability Levels 
Legal interoperability: Data reusing and transferring are considered to be a very daunting 
process, but also it contains many risks and difficulties, mainly when they are united via 
global or continental data sharing. MS should give a clear integrated legal cover to ensure the 
success of the transfer and exchange data and information among the MS.  
The following principles are focusing in the legal interoperability due to there tends to be 
misunderstanding and lack of knowledge and guidance about legal issues concerning data 
exchange generally: 
• Facilitate the legitimate access to and reuse of information.  
• Determine the rights to and obligations regarding the information.  
• Balance the legitimate interests.  
• State the rights straightforwardly and obviously.  
• Promote the harmonization of rights in information.  
• Provide appropriate attribution and credit for information. (RDA-CODATA. 2016). 
These Legal interoperability principles were presented by the RDACODATA Interest Group 
(IG) on the Legal Interoperability, as recommendations to all the states, individuals and 
organizations who are interested in the interoperability and data exchange from the legal side.   
 
 
 
 
 
 
 
Table 1 Summary of Legal Mechanisms that Promote Open Data and Legal Interoperability 
Legal Mechanism Description 
Intergovernmental Agreements 
“Governments can enter into treaties or 
international agreements (multilateral or 
bilateral) that create binding obligations 
among governments to exclude 
jurisdiction generated or funded data 
from intellectual property rights 
protection and should be made publicly 
available if no other restrictions apply” 
Intergovernmental Policies 
“International or intergovernmental 
organizations can adopt policies to make 
sure types of publicly funded research 
data publicly available without restriction 
on use or reuse” 
 
In the European Union case, there are 28 different countries, including environment, language, 
mentality, and laws in force. Due to the lack of uniform rules and regulations. Implementing 
one single open market is very difficult in this case,  
As one of the four levels for interoperability, legal interoperability in EIF2010 has a small part 
and explanation, they mention only one recommendation “Public administrations should 
carefully consider all relevant legislation relating to data exchange, including data protection 
legislation, when seeking to establish a European public service.” 
The European Commission in EIF2017 has attempted to explain and clarify the legal level of 
interoperability more efficient, which can be applied to all MS that deal with data and 
information transmission in the digital world. To ensure that all the organizations can operate 
together under the different legal framework. 
The European Commission has put forward the primary points that must be followed by the 
organizations and the necessary components of the Union, which states the importance of 
performing implementations checks by screening existing legislation ti identify interoperability 
barriers (Fan, Zhengjie, and Sisi Zlatanova). 
They set their goals to promote interoperability framework between public service at the lower 
level (semantic and technical) as well, to identify the barriers to digital exchange and the assess 
of ICR impact on the stakeholders. Moreover, to ensure that the digital check is suiting the 
physical and the digital world in equal proportions. 
 
• Organizational interoperability: How the organizations, can cooperate with each other 
to achieve their goals. It aims to deliver the services to the users by assuring that the services 
are available and accessible at any time and by multiple channels. It concerned with 
Business process alignment, organizational relationship and the change of the management. 
“Before you make the data interoperable you have to make the people interoperable” (Ian 
Jackson. 2008). 
Ian Jackson, once says that the significant problems are not semantic or technical, but they are 
people problems. Which are jobs, employer, business models and matrices, national and 
languages. Meaning that any kind of interoperability, global or domestic proposal has to be 
simple, practical and inclusive. Organizational interoperability has four levels:  
a. Business Process Interoperability: Standardization aim at the improvement of 
businesses interoperability by clarifying a classification, cluster and 
specification of businesses processes. Which describes alternative processes 
and what each method does (Koehler, Hauser, Sendall, & Wahler, 2005). 
b. Knowledge Management Interoperability: Knowledge Management is a 
sensible strategy of capturing the right knowledge and give it to the right people 
at the right time, Also, helping people to share and use information in ways that 
aim to improve organizational performance (Toni Ruokolainen & Lea 
Kutvonen 2009). 
A well-known approach for data management interoperability is presented in 
figure 3.  
 
Figure 3 A Well-known architecture for global and federated database approach 
The component database systems schemas are transformed into the official information model 
and traded to the reconciliation site for creating worldwide schemas and view for querying. 
The schema transformation phase solves conflicts caused by the changing of the data type of 
component databases. (Naphtali D. Rishe, Rukshan I. Athauda. 2009). 
 
c. Validate for Interoperability: Validation of standards should be a part of 
standards measuring and creating process. It is impractical to prescribe a process 
for performing effectiveness yet validate economically, but there are some 
techniques available of which some, all or none may be necessary. These 
various approaches are well-described in the practical TC MTS guide on 
validation (ETSI, Testing, and interoperability EG 202 107). 
  
● Semantic interoperability How combined systems can receive data from other data 
resources to create a meaningful interface, to give understandable meaning to everyone. 
In other words, this is the layer where data become useful information and can be 
understood by any user who uses it. Ensuring that the meaning of exchanged data and 
information is understandable by any other application that was not developed or 
designed for this purpose. (European commission 2010) 
In EIF, the semantic interoperability level includes both of the following aspects: 
1. Semantic interoperability is about the information elements meaning and the 
relationship between the factors. It consists of the devolpment of vocabularies 
used to describe the information exchanges and to ensure that the information 
are indestood in the same way by communicating parties. 
2. Syntactic interoperability is about describe the same exact format of information 
to be exchanged via format and schemas. (European commission 2017)  
 
● Technical interoperability it is the compensation between the hardware and the 
software, to solve the problems of exchanging data, telecommunication interfaces, data 
transformation, authorization, and security. 
One of the most complex problems that are facing technical interoperability 
implementation among systems is the legacy interoperability problems between new 
and old systems. It may be tough to modify minimal IT to be capable of interfacing and 
connecting with new systems. For cost reasons.  
It covers the applications and infrastructures linking systems and services. Aspects of 
technical interoperability include interface specifications, interconnection services, 
data integration services, data presentation and exchange, and secure communication 
protocols. (European communities 2017). 
It si the associated between hardware/software components, systems, and platforms that 
enable the communications to take place. This kind of interoperability is often centered 
on (communication) protocols and the infrastructure needed for those protocols to 
operate. (ETSI 2006).  
 
 
 
 
 
 
 
 
 
 
4 Interoperability Comparison  
According to the European Commission, the interoperability framework should describe the 
way in which MS and organizations have agreed or should agree, to collaborate with each 
other, it provides recommendations and policies that show the right bath for the selection of 
standards according to the political, linguistic and geographical situation. Typically, every 
interoperability framework includes the context, the technical and semantic content and the 
management processes.  
In this chapter, we will compare the different versions of interoperability that have been created 
by the European Commission. Also, we will compare the last version of the EIF with other 
National frameworks to find the missing points. Moreover, to have a more transparent image 
regarding interoperability examining different points of view.  
 
4.1 European Interoperability Frameworks 2010-2017 
 
As we mentioned earlier, EIF has been created by the European Commission for connecting 
all the MS with each other, to Make the most of the digital opportunities in Europe, until the 
moment the European Commission published three (3) frameworks in 2004, 2010 and the last 
one in 2017.  
In this part we will compare the two (2) frameworks from 2010 and 2017, to find the main 
differences between both of them, In term of Principles, recommendations and any other parts. 
 
 
4.1.1 The conceptual model for public services - security, privacy & 
exchange  
Security and privacy matters in interoperability. It is a critical problem that needs to be 
addressed, citizens and businesses should feel safe while using the systems.  
Physical and cyber security are needed to accomplish the primary purpose of interoperability.  
For that reason, both EIFs identify three main characteristics for businesses and citizens to 
ensure the safety and the privacy of data exchange.  
o Both sender and receiver should be signed and certified through agreed mechanisms. 
o Encrypted, to ensure the confidentiality of exchange.  
o Logged, to archive the electronic records for a legal audit trail. 
 Both EIFs has introduced the idea of the Department of Security Communication management, 
which supports the existence of several layers of management, for ensuring communication 
between users, whether citizens or businesses. Which including:  
o Service management, to oversee all the discussions on identifications. 
o Service registration, to verify the users when they access the available services. 
o Service logging, to logged all data exchanges for future evidence when it needed. 
 
In the model of EIF2010, the European Commission has forgotten two of essential departments 
concerned with data and information security. Which are considered to be the basis of 
information exchange and administrative work, which consist of risk management and 
continuity of work, which have been mentioned in EIF2017 under what expectations should 
the public administration ensure?  
EIF 2 also promoted the idea of security and privacy in the cases of transport, exchange of data 
& information and also in the storage phase by presenting multibul processes for security:  
o Defining and applying security policies. 
o Defining security and awareness 
o Physical security (contril of access) 
o Development of security 
o Operation’s security ( monitoring, vulmerability management and incident handiling) 
o Security checks review (European communities 2017). 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
4.1.2 Underlying principle 
 
Generally speaking, in interoperability many principles should have been covered, but at the 
same time, it is costly to do so. For the European Commission, there are only twelve Underlying 
principles that the MS should consider them while implementing their National interoperability 
framework:  
1. Subsidiarity and Proportionality 
2. User Centricity  
3. Inclusion and Accessibility  
4. Security and Privacy  
5. Multilingualism  
6. Administrative Simplification  
7. Transparency 
8. Preservation of Information 
9. Openness  
10.  Reusability 
11.  Technological Neutrality and Adaptability 
12.  Effectiveness and Efficiency 
 
4.1.3 Underlying principle Openness. 
 
The underlying principle openness is vital for interoperability frameworks; it shows how the 
parties can benefit from sharing data and information between the systems, also benefit from 
the past experiences of other organizations. 
 
EIF 2010 focus in openness under the meaning of using open specifications to make sure that 
all stakeholders are contributing to the decision-making process, all the specifications available 
for everyone to study, and ensure all the intellectual property rights.  
It considers the open source software to be an official part in the implementation of NIF, to 
reduce the cost only if the open specifications exist and they can meet functional 
interoperability needs (European commession 2010). 
 
Likewise, European Interoperability framework 2017 focuses on this manner, but with different 
small behavior, wherein the last document the European Commission encourages the MS to 
work with the open data, to ensure all the benefits of sharing and reusing the data in between 
the member states. 
Also, in releasing machine-readable data for use by other MS to stimulate transparency.  
The European Commission recommends the MS to communicate in between them to ensure 
the right of reuse the data sets under legal regimes to facilitate the reuse of data (European 
commission 2017). 
 
4.1.4 The conceptual model for public services - Base registries  
 
Base registries are an essential resource for the master data which consist of necessary info on 
items as people, companies, licenses, etc. Both EIFs are giving this high stage priority to work. 
  
EIF 2010 introduces two recommendations for this problem which explain how public sectors 
administrations should ensure the availability of information sources to others to study but 
under secure and private lines. Also, they recommend the MS to establish public services to 
develop an interface that aligns them at semantic and technical level.  
 
EIF 2017 have the same image of the meaning on the Base registries and the master data, but 
more broadly and explained. They have developed four recommendations, two of which are 
similar to the previous ones from EIF1, and they have added two others, the first one 
recommend the public administrations to create and follow up the data quality and assurance 
plans on the main records and related master data.  
Also, they recommend to include all information that the other part may need, description of 
the content, service assurance and responsibility, the type of master data and relevant licenses.  
The EIF 2017 clarify two cases, in which the base registries may be centralized or distributed. 
In both cases, they recommend having a single organizational entity (information steward) that 
will be responsible and accountable for every part of the operation, under-regulated access to 
comply with privacy and other regulations.   
Furthermore, the European Commission has developed a plan to preserve its accuracy and data 
efficiency (data quality assurance plan), and they give the right to the citizen and business to 
check the information accuracy, correctness, and completeness.  
 4.1.5 Recommendations  
In this chapter, we collected all the recommendations that have been mentioned in the EIF 2010 
and EIF 2017. Comparing the two documents with each other to find out which 
recommendations are remaining in the new version by the same concept and word to word, 
which one has the same concept but using different words or combining more than one 
recommendation in one, or the other way around. Which are the excluded 
recommendations/proposals from the New EIF and which ones have been included? 
 
4.1.5.1 Similar recommendations in both frameworks 
Both EIF 2010 and EIF 2017 have similar recommendations. These recommendations are 
recommendations of general importance and comprehensive guidance. It showed and guided 
the European MS in the general form of creating their framework. For example, the first 
recommendation in the both EIFs says that public administrations of the MS should align their 
interoperability frameworks with the European interoperability framework ti ensure the 
European dimension of the national public services. This recommendation has been mentioned 
in both EIFs by the same way and meaning, that show us the importance of the 
recommendation. Also, we can find the same recommendations mentioned in both frameworks 
when we are talking about inclusion and interoperability, where both recommendations say 
that the public administrations should ensure the accessibility to all citizens, including elderly 
and people with special conditions.  
Another recommendation has been mentioned in both frameworks is the multilingualism 
underlying principle. Where both frameworks are encouraging the MS to use information 
systems that ensure and cater for multilingualism when establishing the national 
interoperability framework based on the need of the regular users. 
In total, we have fifteen (15) similar recommendations in both frameworks that say and did not 
change from EIF 2010 until EIF 2017. For more information look at the Table (10) in the 
Indexes. 
  
 
 
 
 4.1.5.2 Amended recommendations  
During our research, we found out that some of the recommendations have been presented in 
the same form and some of them they changed. At the same time, there are some 
recommendations have been represented in a new form but with the same meaning as in the 
last version of the framework. Either to give them more weight or importance or to elaborate 
more and to modernize them in proportion to the development in this area. 
We can see these amended recommendations in the next parts of the document: 
Privacy and security, wherein the EIF 2017 the European Commission comments on the 
national framework to define a collective security and privacy framework to ensure reliable 
data exchange between public parties and administrations and in interaction whith citizens and 
businiesses.  
Base registries, in EIF 2010 the European Commission has been recommending the MS to 
develop and create interfaces to authentic sources and align them at the sementic and the 
technical level. In EIF 2017 the European Commission starts to ask the MS to not only align 
but also to publish the semantic and technological data and means needed for other 
organizations and parties to connect and use the available information.  
 
4.1.5.3 Excluded Recommendations in EIF 2017 
 
In EIF 2017 we noticed that two recommendations have been excluded from the framework, 
and were mentioned in the previous version of the framework. These recommendations are in 
two main underlying principles, which they are Openness and privacy and data protection. We 
believe that the reason for excluding these two recommendations is that these recommendations 
are taken as granted at this time. For example, in the openness recommendation, the MS should 
not aim for openness anymore because it is already implemented in the previous framework. 
So, they have to improve the recommendations as the frameworks are developed by 
themselves. Table 2 presents the two recommendations that have been excluded from the New 
European interoperability framework.    
 
 
 
 
  
 
Table 2 recommendations have been excluded from the New EIF 
Recommendation Note 
“Public administrations should aim for openness when working 
together to establish European public services while taking into 
account their priorities and constraints” (EIF 2010) 
Openness 
“Public administrations, when working together to establish 
European public services, should use a common taxonomy of 
basic public services and agree on minimum service 
requirements for secure data exchange” (EIF 2010) 
Privacy and data 
protection 
 
  
4.1.5.4 Included Recommendation in EIF2017  
 
There are more than twenty recommendations have been added to the New EIF, these new 
recommendations are either the same recommendations but with more explanation or more 
elaboration on one of the old recommendations. Or new recommendations that have been 
added to ensure that the new document will be as updated as the area and follow the 
improvement of the technology.  
In this chapter, we will discuss the new recommendations that have been added to the EIF, 
and we will try to find out the purpose of adding them and in what extent they affect the 
improvement of the EIF. 
● The new EIF from the beginning recommends the MS to publish their data as open data 
as we can see it at Recommendation (2). 
● The EIF encourage the MS to use open source applications and software to insure a 
playing filed level for them to ensure cost reduction Recommendation (3). 
● Ensure the connectivity and visibility by providing external interfaces for the MS public 
services Recommendation (5). 
● Insisting on the reusing and sharing information and data unless they conflict with the 
internal laws of the MS Recommendation (7). 
● Emphasis on the ability to transfer data between systems and applications within the 
legal boundaries that grant the right to do. Recommendation (9). 
● EIF is Showing and clarifying the User-Centricity, by providing four recommendations 
on the topic. First to make sure that the users can choose the right channel that suite 
their need the best, Recommendation (10). Facilitate users access to the public services 
by providing a single point of contact Recommendation (11). Ensure the evolving of 
the users in the development of the European services Recommendation (12). Ensure 
data privacy and protection by asking the users only-once and relevant-only information 
Recommendation (13). 
● Get rid of the administrative burden on public administration, companies, and citizens. 
By simplifying the operations and the use of digital channels to respond to user requests 
with high quality. Recommendation (17). 
● Achieving a balance between cost and benefit. By evaluating the effectiveness and 
efficiency of different solutions and technology. Recommendation (19). 
● Identifying and selecting standards and specifications is a continuous operation. As 
long as, there is a space for the Interoperability to improve. For that reason, the 
European Commission introduced two new recommendations to make sure that 
Interoperability framework will be updated through the time. By putting a process to 
select relevant standards and specifications and evaluate them. Recommendation (21).  
Consulting relevant catalogs of standards and guidelines at the national and European 
level when procuring and developing ICT solutions. Recommendation (23). 
● Identifying information and data as public asset that should be handled, collected, 
managed and protected carefully. Recommendation (30). 
● Give the ability to all public administrations to use reusable services and information 
sources. Recommendation (36). 
● Include description of the content, services assurance and responsibilities information 
when matching each base registry with the appropriate metadata. Recommendation 
(39). 
● Ensure the quality assurance plans for base registries and their metadata. 
Recommendation (40). 
● Develop procedures and processes to ensure that Open Data is integrated into business 
processes. Recommendation (41). 
● Ensure that open data is published in commonly used, readable and non-proprietary 
formats. Moreover, ensuring the integration of descriptive data of high quality with 
open data. Recommendation (42). 
● Standardize the legal regimes for facilitating access and reuse of license to clarify the 
ability of accessing and reusing of open data. Recommendation (43). 
● Use of catalogs of public services, data, and interoperability. Recommendation (44). 
● Showing the importance of using external information source and services while 
developing European interoperability. Recommendation (45). 
● The European Commission started thinking of the risk management plane, by 
Considering special privacy and security requirements for the provision of public 
services. Recommendation (46). 
● Protect and ensure the exchange of data by the use of trust services by the regulations 
on eID. Recommendation (47). 
 
 
4.2 Comparing EIF2017 with Selected NIFs. 
 
Some countries have addressed the problem of implementation of interoperability by creating 
a National Interoperability Framework (NIF). These NIFs provide a set of recommendations, 
guidelines and technical structure by which the e-Government services are developed in order 
to ensure the flow of information among their systems. 
We are comparing and analyzing 16 countries NIFs: (Austria, Australia, Brazil, Bulgaria, 
China, Croatia, Cyprus, Estonia, Germany, Japan, Malta, Malaysia, New Zealand, Portugal, 
Spain and the United Kingdom as well as the European Interoperability Frameworks 2010 & 
2017. 
These comparisons would provide supplementary data for countries or parties interested in 
developing or updating existing NIF.   
4.2.1 comparison of national interoperability frameworks  
 
The eGovernment defines the development, dissemination and implementation of policies, 
laws and the creation of the infrastructure that will activate the information and communication 
technology to create a knowledge society in which electronic services are more secure, more 
efficient and suitable for different sectors of society so that these services can be completed in 
less time and cost. The eGovernment also uses information and communication technology to 
develop relations with citizens, businesses, and various government agencies. There is a 
substantial financial resource to develop multiple systems to solve the same problem, as well 
as on generating data from different resources.  
Many contries tried to solve this problem by creating National interoperability frameworks 
(NIF). 
These frameworks provide recommendations, policies, technical solutions and observations 
and sometimes impose them as mandatory laws that need to be implemented. 
This implementation compares and analyses the NIF of sixteen frameworks (Austria, Australia, 
Brazil, Bulgaria, China, Croatia, Cyprus, Estonia, Germany, Japan, Malta, Malaysia, New 
Zealand, Portugal, Spain and the United Kingdom) and the European Interoperability 
frameworks (EIF2010 and EIF2017). These comparisons hopefully will provide supplementary 
information to countries that are interesting in implementing their framework or creating a new 
one. 
This review shows how NIFs in different countries were developed, also comparing the 
European interoperability framework principles with the others, the technical standards they 
recommend or enforce, the interoperability layers, and the scope of the framework; Table 3 
shows the selected National Interoperability Frameworks and the version that have been used 
in this review. 
 
Table 3 Selected NIFs versions reviewed 
 NIF Version 
Austria “Austrian Interoperability Framework” (18) AIF-1.0.0 
Australia 
“Australian Government Technical Interoperability Framework” 
(AGTIF) (19) 
AGTIF-v2 
Brazil 
“Standards of Interoperability for Electronic Government” (e-
PING) (20) 
e-PING-v2.01 
Bulgaria 
BULGARIAN NATIONAL INTEROPERABILITY 
FRAMEWORK FOR GOVERNMENTAL INFORMATION 
SYSTEMS (21) 
 
Decision Nr. 482 
China The HKSARG Interoperability Framework (22) 
HKSARG-v 15.0-
2016 
Croatia e-CROATIA 2020 STRATEGY (23) e-CROATIA-2015 
Cyprus 
CYPRUS NATIONAL INTEROPERABILITY FRAMEWORK 
(eGIF) (24) 
eGIF-v1.1 
Estonia Interoperability of the State Information System (25) Version 3.0 2011 
Europe 
“New European Interoperability Framework Final Promoting 
seamless services and data flows for European public 
administrations” (2) 
EIF 2- 2017 
Germany 
“Standards and Architecture for e-Government Applications” 
(SAGA) (26) 
SAGA-v4 
japan Interoperability Framework for Information Systems (27) v1.0 2007 
Malta National ICT interoperability framework (28) Oct-14 
Malaysia 
“Standards, Policies, and Guidelines -Malaysian Government 
Interoperability Framework” (29) 
MyGIF -v1 
New 
Zealand 
“New Zealand E-government Interoperability Framework” (30) NZ e-GIF -v3.3 
Portugal NATIONAL INTEROPERABILITY FRAMEWORK (31) 2010 
Spain 
“SPANISH NATIONAL INTEROPERABILITY 
FRAMEWORK - ESQUEMA NACIONAL DE 
INTEROPERABILIDAD” (32) 
2010 
United 
Kingdom 
“United Kingdom e-Government Interoperability Framework” 
(UK e-GIF) (33) 
UK e-GIF -v6.1 
4.2.2 Content of the reviewed NIFs  
 
Figure 4 content of reviewed NIFs 
 
We can divide the content of the reviewed NIFs into seven sections. Wherein this point we can 
compare them based on the definition of the framework for the interoperability, the aim of the 
document, the four interoperability layers, principles that support the selection of standards, 
recommendations, implementations validity (mandatory/recommendation) and the technical 
aspects the NIFs covered. 
 
Typically, all the NIF that have been selected start with an introduction section that list the 
context that constructs the framework. The introduction section includes the definition of the 
national framework and the interoperability in general. The aim of the framework, the 
principles that guide the selection of the standards, the scope and the limitations, expectation 
of the relationship between the framework and other governmental documents. 
 
Another section, is the technical recommendations and content in the NIF. It contains the 
standards and the recommendations of the National framework regarding the implementation 
and the development of the ICT systems. Which have been categorized according to the layers 
of interoperability. 
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The next section of the NIF is the development process documentation of the NIF creation and 
revision. This section contains the actors and the organizations involved in the development of 
the NIF. Also, the process that these actors follow in updating the NIF. 
 
The comparison in Table 4 shows that all the NIFs that have been reviewed are based on the 
same infrastructure. Moreover, by potting the checkmark, we mean that the document supports 
the existence of the sections in the frameworks.  
 
4.2.3 Defining the interoperability according to the NIFs  
almost all the frameworks that have been reviewed define the interoperability as the ability to 
use and transfer information by using a set of standards and guidelines. 
 
Table 4 definition of interoperability in selected NIFs 
NIF Definition 
Austria 
“the ability of disparate and diverse organizations to interact towards 
mutually beneficial and agreed common goals, involving the sharing 
of information and knowledge between the organizations, through 
the business processes they support, using the exchange of data 
between their respective ICT systems” 
Australia 
“ability to transfer and use information in a uniform and efficient 
manner across multiple organizations and information technology 
systems. It underpins the level of benefits accruing to enterprises, 
government and the wider economy through e-commerce” 
Brazil 
“Interoperability is not only the integration of systems nor is it only 
the integration of networks. It does not only refer to the exchange of 
data among systems neither does it simply contemplate the choice of 
technology” 
Bulgaria 
“the ability of disparate and diverse public-sector organizations to 
interact towards mutually beneficial and agreed common goals, 
involving the sharing of information and knowledge between the 
organizations, through the business processes they support, using the 
exchange of data between their respective ICT systems” 
Estonia 
“Interoperability denotes the ability of information systems and of 
business processes they support to exchange data and share 
information and knowledge” 
China 
“The Interoperability Framework (IF) supports the Government’s 
strategy of providing client-centric joined-up 
services by facilitating the interoperability of technical systems 
between Government departments, as well as between Government 
systems and systems used by the public (including citizens and 
businesses)” 
Croatia 
“the ability of disparate and diverse organizations to interact towards 
mutually beneficial and agreed common goals, involving the sharing 
of information and knowledge between the organizations, through 
the business processes they support, using the exchange of data 
between their respective ICT systems” 
Cyprus No definition 
Germany 
“Warranting co-operation between various eGovernment 
applications to effectively exchange information between the 
Federal Government, citizens, businesses and partners of the Federal 
Government” 
japan 
“Interoperability means the ability to fulfill all the functions which 
require some information that is obtained by communication 
between components and utilized by each of the components. 
Interoperability between components descriptions means that 
components which meet all the requirements of each component 
description are exchangeable each other” 
Malta 
“the ability of disparate and diverse organizations to interact towards 
mutually beneficial and agreed common goals, involving the sharing 
of information and knowledge between the organizations, through 
the business processes they support, using the exchange of data 
between their respective ICT systems” 
Malaysia 
“The minimum set of ICT standards and technical specifications 
governing the communication of systems, flow of information, as 
well as the exchange of data and business processes that relate to 
government ministries, agencies, and departments” 
New Zealand 
“A set of policies, technical standards, and guidelines that cover 
ways to achieve interoperability of public sector data and 
information resources, ICT and electronic business processes” 
Portugal No definition 
Spain 
“the capability of the information systems and of the procedures 
they support, to share data and enable the exchange of information 
and knowledge among them” 
United 
Kingdom 
“The minimum set of technical policies and specifications governing 
information flows across government and the public sector” 
 
 
 
 
 
 
 
 
4.2.4 Scope  
 
 
Figure 5 scope of NIFs 
Almost all of the NIFs provide a clear and understandable scope, to whom they are addressing 
the framework, and what are the benefits are of the framework.  
82% of the NIFs that have been selected concern themselves with Government-to-Government 
(G2G) interaction, which is the e-sharing of data and information between government 
agencies or department. To improve communication, data access, and data sharing. For 
example, the BacenJud system developed by the Brazilian Central Bank and the Brazilian 
government to ensure effectiveness in the processing of legal demands.  (Wimmer, Maria A). 
76% of the NIFs concern themselves with (G2C) government-to-citizens interaction. Which is 
the clarifying of the digital relationship between the government and the citizens? Which will 
allow citizens to be more informed about government laws, regulations and policies? We can 
see this type of interaction in the online voting in the following countries are using Australia, 
Germany, and New Zealand. 
59% of the NIFs concern themselves with Government-to-business (G2B) interaction. It is the 
concept that businecess and governemt should use to exchange information and collaborate 
whith each other more efficintly than they usually can off the web.  Electronic data interchange 
“EDI” which is the one of the earliest technology for G2B interaction sharing a document in 
Japan. (Panayiotou, N). 
Also, we have noticed some other interactions that some of the NIFs have been taking them 
into account, the interaction with Government-to-other government (G2OG), which is the 
ability for the government to exchange information with other foreign government. In this 
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communication, we take the Brazilian NIF as an example. The e-PING architecture regulates 
the exchange of information between the federal government’s systems and their  
communications with Foreign Governments. However, with a small percentage of 18% of the 
total selected NIFs.  
 
4.2.5 Levels of interoperability  
 
 
 
Figure 6 interoperability levels in NIFs 
In this chapter, we found out any recommendations that consider any of the interoperability 
levels, and we are not talking about the scope. As we mentioned before in the Literature 
review, interoperability has four (4) levels. Legal, organizational, semantic and technical.   
All the selected frameworks are taking the technical interoperability level as the most critical 
level. Due to the advanced development in the world of technology and programming, and 
the existence of many global programs that are developing software to solve the technical 
interoperability problems. Due to that all the frameworks that have been selected for our 
work consider the technical interoperability in their frameworks and provide ether 
recommendations or mandatory solutions.  
According to HKSARG Interoperability Framework for China semantic interoperability is 
one part of the technical interoperability level, and it is a sublevel of the main level. All the 
other frameworks consider the semantic level as a separate level for interoperability, and they 
are delivering recommendations and mandatory solutions. 
Organizational interoperability level means the ability of organizations or entity to 
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communicate with each other in insecure and understandable forms. 
Legal interoperability level is the grey area of this region; there is no global legislation form 
for interoperability that can It can identify and resolve all related problems.  
 
4.2.6 Interoperability Principles  
 
 
Figure 7 interoperability underlying principles 
These principles, which are mentioned in the NIFs, illustrate the Important properties of the 
governments regarding electronic operation and ICT systems. These principles guide the 
process of developing the NIF and become the basis for the selection of the standards. Many 
of the NIFs are drawn from the principles of the European Commission, and they recognized 
several principles by their own. The next chart shows the frameworks and the key principles. 
 
● Security and privacy - ensuring reliable and guaranteeing the privacy of data that can 
be placed in conformity with an established security policy, regard to citizens, business 
and government organizations (EIF). 
● Openness - all the standards are based on open standards and don’t rely on the 
commercial & intellectual property (Australia). The interoperability project team 
should take into account the principles that open standards should be adopted where 
applicable, and they should be considered in favor of their alternative (China).  
● Inclusion and Accessibility - the government information system should be 
complying with the legislation, and be accessible to the citizens with special needs 
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(Brazil). Ensure that the e-Government services that are publicly available and 
accessible without discrimination (Japan). 
●  Reusability -  the reuse of existing functionality components shall be examined by 
priority when eGovernment information systems and services, to reduce time and cost 
when developing the eNIF (Cyprus). The reuse of process and data models, 
applications, solutions and components in various e-Government projects to generate 
synergism. 
● Preservation of information - guarantee Long-term preservation and accessibility of 
electronic records by selecting appropriate formats and including preservation of 
associated electronic signature (Bulgaria). 
● Market support - taking into consideration the ICT industry trends when drawing on 
establishing standards (Australia). “Standards and specifications should be supported 
by the dominant technology platforms, software, business applications” (Malaysia). 
● Transparency - NIFs documentation should be available to everyone and online 
including special mechanisms for dissemination and evaluation (EU). 
● Subsidiarity and proportionality - This principle means that all the information 
related political decisions inside the MS are made on a low, under the area of the user 
(user level). Interoperability decisions should be made on a state level only. National 
information related political decisions SHOULD be enforced only if they are more 
efficient than the ones made in public sector institutions (Estonia). 
● Administrative simplification - One of the duties of the public administrations is to 
gather information, which sometime it will be requested by the law. Not the direct 
objectives of a particular department. Such a process can raise the cost of public 
sector operation and cause administrative hindrances to citizens and businesses. To 
achieve administrative simplification, we must avoid the use of different databases to 
collect the same data, if permissible (Bulgaria).  
● Technological neutrality and data portability – “When establishing NIF, MSs 
should give more attention to the functional needs and decisions on technology as 
long as possible to avoid imposing specific technologies” (EIF 2010). 
● Multilingualism - When the government services targeted non-native speakers, Other 
languages must be provided to raise their adoption level and usability (Cyprus). 
By potting the tick mark, we mean that the framework covers the strategy or the 
implementation of the principle. Table 8 shows the implementation of the Underlying 
principles in the selected NIFs. 
4.2.7 Validity 
 
Figure 8 validity of NIFs 
Validity in government and management research often refers to “the use of document or other 
selection devices (e.g., simulations, background data) to make employment or promotion 
decisions implement or consider the document. In this chapter”, (Moore, Randall P). We refer 
to the way of forcing or the accuracy of the interface that the NIFs provide, to make the citizens, 
business, and the organizations consider the framework before creating or use any of the public 
services. For example, the government might force the citizens to use some specific technical 
channels for paying their taxes to ensure privacy and easy tax collection.  
 
There are three (3) major sets of principles that purport to describe best practice in the 
validation of government document. Provide professional or scientific standards for various 
applications by the government to ensure the best practice and high-quality services. Provide a 
legal prescription for what is required in real life. The guidelines have been forced by the use 
of the community (Moore, Randall P). 
 
In our research, we found out that the NIFs we selected present their frameworks and 
recommendations in three (3) ways. Mandatory for the more critical specifications, Guidelines, 
and recommendations  
 
The National interoperability frameworks are mandatory for Brazil, China, Croatia, Germany, 
Japan, Malaysia, New Zealand and the United Kingdom. While in each of the following 
countries is considered to be guideline Australia, China, Cyprus, Estonia, Germany, Japan, and 
Malta. Other countries are introducing the national interoperability as a set of recommendations 
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Austria, Bulgaria, European Commission, Portugal and Spain. Some countries created a 
framework that includes a mix of different validities. Examples: China, Germany, and Japan. 
 
4.2.8 EIF & NIFs Alignment   
 
Figure 9 average EIF-NIFs alignment 
 
All the frameworks offer some concrete recommendations to their governments to improve 
their interoperability activities, technical guideline, the preferable way of establishing the 
cross-organizational relationships and support of digital services to their citizens, organizations 
and other governments.  
In this chapter, we compare the recommendations that have been offered by the EU to the 
recommendations from other national frameworks, to have a clear image about what are the 
recommendations that the EU can include or elaborate more on for the next improvement of 
the interoperability frameworks.   
 
 
1. “Ensure that national interoperability frameworks and interoperability strategies are 
aligned with the EIF and, if needed, tailor and extend them to address the national 
context and needs”. For the European MS, this recommendation was the first one to be 
implemented based on the need of creating a general framework for the European 
Union, but also for other non-European countries; it was an important recommendation 
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to take it under consideration when they start creating their national interoperability 
framework. From the frameworks that we selected are New Zealand, and Malaysia 
which are trying to align with the international environment of interoperability policies 
standards and guidelines. (New Zealand) 
 
Austria Bulgaria Croatia Estonia Germany Malta Malaysia 
New 
Zealand 
Portugal Spain UK 
 
 
2. “Publish the data you own as open data unless certain restrictions apply. Open data is 
one of the most highlighted topics in this time, especially in interoperability and 
communications systems in general.” Because most of the frameworks are not updated 
for the last years. Most of them still not considering the open data as one crucial part of 
their National framework. 
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3. “Ensure a level playing field for open source software and demonstrate active and fair 
consideration of using open source software, taking into account the total cost of 
ownership of the solution”. 13 out of 18 frameworks are considering the cost and the 
use of open source software to reduce the cost and have more options to implement the 
framework and to find solutions. (This guide is designed to offer both 
strategic/economic and detailed technical decision-making aids for forthcoming or 
recently completed migration projects. The focus of this guide is the replacement of 
proprietary products both with open source software (OSS) and – where necessary – 
future generations of proprietary products. Agency-specific scenarios are developed, 
and different migration alternatives are discussed. (SAGA 2008)  
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4. “Give preference to open specifications, taking due account of the coverage of 
functional needs, maturity and market support, and innovation.” Almost all the 
frameworks agree on this recommendation; it will help in cutting the cost of the 
operations. 
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5. “Ensure internal visibility and provide external interfaces for European public 
services.” The term “interfaces independent from platforms” in the Japanese 
interoperability document means that formats and protocols can convey information 
among multiple platforms independently from hardware architectures, programming 
languages and does not include specific open standards like XML, HTTP, etc.  
 
Croatia Germany japan 
 
6. “Reuse and share solutions, and cooperate in the development of joint solutions when 
implementing European public services”. In the Maltese interoperability framework, 
the enterprise architecture has to incorporate the various public services, and their 
underlying ICT constituents also identifies common and shared solutions that can be 
used by the various public services, to create a plenty of opportunities for reuse beyond 
our borders. International best practice, data schemas, and even entire software 
solutions. 
Austria Bulgaria Croatia Cyprus Estonia Germany japan Malta Malaysia 
New 
Zealand 
Portugal Spain  
7. “Reuse and share information and data when implementing European public services, 
unless certain privacy or confidentiality restrictions apply”. In this recommendation, 
the Croatian framework applies the open data standard, where according to the Law on 
Freedom of Information, the reuse of public sector information and is related 
strengthening is allowed.  The private sector or civil society and citizens and to create 
additional social and economic values have the right to reuse and share information 
according to the obligation of publishing information of public character contained in 
the form of bases or registers.  
 
Brazil Croatia Cyprus Germany Malta 
New 
Zealand 
Portugal Spain UK 
 
8. “Do not impose any technological solutions on citizens, businesses and other 
administrations that are technology-specific or disproportionate to their real needs.” 
The Brazilian NIF strongly recommend that the adoption of the e-PING standards and 
policies cannot be imposed on the citizens and the other government instances within 
and outside the country. 
 
Austria Brazil Bulgaria Estonia 
 
9. “Ensure data portability, namely that data is easily transferable between systems and 
applications supporting the implementation and evolution of European public services 
without unjustified restrictions, if legally possible.” Data transformation when it is 
necessary, of the files among different systems and applications with preservation, by 
the established in the regulation about Archives, to be able to assure its preservation 
and portability in the same time (Spain).  
Brazil 
Hong 
Kong 
Croatia Cyprus Germany japan Malta 
New 
Zealand 
Portugal Spain  
10. “Use multiple channels to provide the European public service, to ensure that users can 
select the channel that best suits their needs”. Malaysian NIF proposes the use of 
Hypertext Web Content standards that are required in their framework to specify the 
development of hypertext documents for presentation on browsers via a range of 
delivery channels including Internet and Intranet. 
 
11. “Provide a single point of contact to hide internal administrative complexity and 
facilitate users’ access to European public services”. The e-Croatian strategy says, that 
to ensure end-to-end services in all stages of business development they need to create 
a single point of communication and integrated business operations for existing and 
future users.  
 
Brazil Hong Kong Croatia Germany japan UK 
Croatia Germany Malta Malaysia 
New 
Zealand 
Portugal Spain UK 
 12. “Put in place mechanisms to involve users in analysis, design, assessment and further 
development of European public services”. United Kingdom NIF encouraged to work 
with users of their services or data to identify those services that can usefully be made 
more widely available.  
 
Germany New Zealand UK 
 
13. “As far as possible under the legislation in force, ask users of European public services 
once-only and relevant-only information”. We noticed that none of the frameworks that 
we have selected follow this recommendation, we believe that this action will take 
much time to implement the frameworks. Because of the significant amount of 
information that the NIF will collect and manage in different types and shapes.  
 
NONE  
 
14. “Ensure that all European public services are accessible to all citizens, including 
persons with disabilities, the elderly and other disadvantaged groups. For digital public 
services, public administrations should comply with e-accessibility specifications that 
are widely recognized at European or international level.” The UK NIF is being 
designed so that the critical information of the services is accessible to the citizen via 
multiple delivery channels using personalization technologies such as transcoders. to 
suit the specific needs of the citizen  
 
Austria Brazil Bulgaria 
Hong 
Kong 
Croatia Estonia Germany japan 
New 
Zealand 
Portugal Spain UK 
 
15. “Define a common security and privacy framework and establish processes for public 
services to ensure secure and trustworthy data exchange between public administrations 
and in interactions with citizens and businesses”. We can say that the Austrian NIF is 
one of the detailed frameworks that elaborates on this recommendation, where they 
managed to give specifications to businesses and citizens that may involve access to 
the base registries which they are: Signed and certified, Encrypted and Logged. To have 
more control over the framework and the management of data exchange security. 
 Austria Australia Brazil Bulgaria 
Hong 
Kong 
Croatia Estonia Germany japan Malta Malaysia 
New 
Zealand 
Spain  
 
16. “Use information systems and technical architectures that cater for multilingualism 
when establishing a European public service. Decide on the level of multilingualism 
support based on the needs of the expected users.” Following the European Commission 
recommendation on the use of multi-languages systems and services, the Spanish and 
the Cyprus framework provide services in more than the original languages that they 
have in their countries. Note that both frameworks are adding languages based on the 
need of it only. In the case of e-Government services targeted to non-Greek speakers, 
the provision of the services in other languages shall be foreseen to raise their adoption 
level and usability (Cyprus).  
 
Austria Brazil Bulgaria Croatia Cyprus  Estonia Malta 
New 
Zealand 
Spain  
 
17. “Simplify processes and use digital channels whenever appropriate for the delivery of 
European public services, to respond promptly and with high quality to users’ requests 
and reduce the administrative burden on public administrations, businesses, and 
citizens”. The Malaysian NIF studies the use of using XHTML (eXtensible Hypertext 
Markup Language) to ensure the Quality of services and to make the way of responding 
to the business and citizens more official and efficient.   
 
Croatia Malaysia UK 
 
18. “Formulate a long-term preservation policy for information related to European public 
services and especially for information that is exchanged across borders”. The Japanese 
interoperability framework recommends to ensures long-term preservation, browse and 
access to the information stored as data to have the benefits of interoperability on the 
improvement of user convenience.  
 
Austria Bulgaria Croatia Estonia Germany japan Malaysia 
New 
Zealand 
Portugal Spain UK 
  
19. “Evaluate the effectiveness and efficiency of different interoperability solutions and 
technological options considering user needs, proportionality and balance between 
costs and benefits.” For this specific recommendation, the Hong Kong NIF created 
project teams that evaluate the features and costs of the e-form products according to 
their project requirements and choose a suitable e-form product.  
 
Hong Kong Croatia Germany japan Malta Spain  
 
20. “Ensure holistic governance of interoperability activities across administrative levels 
and sectors”. The Estonian interoperability framework is the most clarified framework 
on this point for ensuring holistic governance; they provide six (6) recommendations. 
To make it clear to the businesses and citizens and other government, what and how 
they can implement this recommendation and make it align with the European 
interoperability framework.    
 
Austria Bulgaria Croatia Estonia 
 
21. “Put in place processes to select relevant standards and specifications, evaluate them, 
monitor their implementation, check compliance and test their interoperability”. Within 
the selected NIFs the United Kingdom NIF is the most explicit document on the 
processes to select relevant standards and specifications. Where they mentioned all the 
links and services that they found, in understandable and categorized way:  
 
Brazil Hong Kong japan Malta Malaysia 
New 
Zealand 
Spain UK 
 
22. “Use a structured, transparent, objective and common approach to assessing and 
selecting standards and specifications, take into account relevant EU recommendations 
and seek to make the approach consistent across borders”  
 
Austria Bulgaria 
Hong 
Kong 
Croatia Estonia Germany japan Malta Malaysia 
New 
Zealand 
Spain  UK 
  
23. “Consult relevant catalogs of standards, specifications, and guidelines at national and 
EU level, in accordance with your NIF and relevant DIFs, when procuring and 
developing ICT solutions.” For the New Zealand NIF, they managed to collect and 
consult almost all of their ICT solutions with other European frameworks Like UK to 
have the best result that they can reach.  
Croatia japan Malta Malaysia New Zealand  
 
 
24. “Actively participate in standardization work relevant to your needs to ensure your 
requirements are met” not all the NIFs agree on this point or in another words they did 
not mention it as a basic recommendations, duo to the improvement of interoperability 
started to became a natural need.  
 
Austria Bulgaria Estonia UK 
 
 
25. “Ensure interoperability and coordination over time when operating and delivering 
integrated public services by putting in place the necessary governance structure.” By 
creating a Program for bringing the existing information systems in conformity with 
the NIF to be developed in coordination with the ministries (Bulgaria). 
 
Austria Bulgaria Croatia Estonia japan Malaysia 
New 
Zealand 
Portugal Spain  
 
 
 
26. “Establish interoperability agreements in all layers, complemented by operational 
agreements and change management procedures.” For the Brazilian NIF, it was a clear 
text that recommends the Establishment of agreements and definitions of government 
institutions that will be responsible for the policies and technical specifications of each 
component of the interoperability segments. 
 
Australia Brazil Bulgaria 
Hong 
Kong 
Croatia Cyprus Germany japan Malta Malaysia Portugal Spain UK 
 
 
27. “Ensure that legislation is screened using ‘interoperability checks,’ to identify any 
barriers to interoperability.” When drafting legislation to establish a European public 
service, seek to make it consistent with relevant legislation, perform a ‘digital check’ 
and consider data protection requirements. 
 
Austria Bulgaria Croatia Cyprus Estonia Malta Spain  
 
 
28. “Document your business processes using commonly accepted modeling techniques 
and agree on how these processes should be aligned to deliver a European public 
service.” 
 
Austria Bulgaria 
Hong 
Kong 
Cyprus Estonia Germany japan Malta Malaysia 
New 
Zealand 
Portugal Spain UK 
 
 
29. “Clarify and formalize your organizational relationships for establishing and operating 
European public services.” 
 
Austria Australia Brazil Bulgaria Estonia Germany japan Malta Spain UK 
 
30. “Perceive data and information as a public asset that should be appropriately generated, 
collected, managed, shared, protected and preserved”. 
 
Brazil Cyprus japan Malta UK 
 
 
31. “Put in place an information management strategy at the highest possible level to avoid 
fragmentation and duplication. Management of metadata, master data, and reference 
data should be prioritized” 
 
Australia Brazil Hong Kong Croatia Cyprus japan Malaysia UK 
 
32. “Support the establishment of sector-specific and cross-sectoral communities that aim 
to create open information specifications and encourage relevant communities to share 
their results on national and European platforms.” 
 
Austria Australia Bulgaria Estonia 
New 
Zealand 
Portugal UK 
 
33. “Use open specifications, where available, to ensure technical interoperability when 
establishing European public services.” Adopting open standard format, it can be 
preferable. The software which complies with open standards or the ones which 
specifications are based on open standards shall be procured as a general rule, in the all 
future procurement of government information systems (Japan). 
 
Austria Australia Brazil Bulgaria 
Hong 
Kong 
Croatia Estonia Germany japan Malta Malaysia 
New 
Zealand 
Portugal Spain UK 
 
 
34. “Use the conceptual model for European public services to design new services or re-
engineer existing ones and reuse, whenever possible, existing service and data 
components”. 
 
Austria Australia Brazil Bulgaria 
Hong 
Kong 
Croatia Cyprus Estonia Germany japan Portugal  
 
 
35. “Decide on a common scheme for interconnecting loosely coupled service components 
and put in place and maintain the necessary infrastructure for establishing and 
maintaining European public services”. 
 
Austria Brazil Bulgaria 
Hong 
Kong 
Estonia japan Malta UK 
 
 
36. “Develop a shared infrastructure of reusable services and information sources that can 
be used by all public administrations.” 
 
Croatia Cyprus Germany Malaysia  
 
 
37. “Make authoritative sources of information available to others while implementing 
access and control mechanisms to ensure security and privacy by the relevant 
legislation.” 
 
Austria Australia Brazil Bulgaria 
Hong 
Kong 
Croatia Estonia Germany Malta Malaysia Portugal UK 
 
38. “Develop interfaces with base registries and authoritative sources of information, 
publish the semantic and technical means and documentation needed for others to 
connect and reuse available information.” 
Austria Australia Brazil Bulgaria 
Hong 
Kong 
Croatia Cyprus Estonia Germany japan Malta Malaysia 
New 
Zealand 
Portugal Spain UK 
 
 
39. “Match each base registry with appropriate metadata including the description of its 
content, service assurance and responsibilities, the type of master data it keeps, 
conditions of access and the relevant licenses, terminology, a glossary, and information 
about any master data it uses from other base registries.” 
 
Australia Brazil Hong Kong Croatia Cyprus japan Malaysia UK 
 
 
40. “Create and follow data quality assurance plans for base registries and related master 
data”. 
 
NONE  
 
 
41. “Establish procedures and processes to integrate the opening of data into your common 
business processes, working routines, and in the development of new information 
systems”. 
 
Hong Kong Germany New Zealand  
 
 
42. “Publish open data in machine-readable, non-proprietary formats. Ensure that open data 
is accompanied by high quality, machine-readable metadata in non-proprietary formats, 
including a description of their content, the way data is collected and its level of quality 
and the license terms under which it is made available. The use of common vocabularies 
for expressing metadata is recommended.” 
 
Australia Brazil Hong Kong Croatia Germany Malaysia 
New 
Zealand 
UK 
 
 
43. “Communicate clearly the right to access and reuse open data. The legal regimes for 
facilitating access and reuse, such as licenses, should be standardized as much as 
possible.” 
 
Brazil Hong Kong Croatia Cyprus UK 
 
 
 
 
44. “Put in place catalogs of public services, public data, and interoperability solutions and 
use common models for describing them.” 
Malaysia  
 
45. “Where useful and feasible to do so, use external information sources and services 
while developing European public services.” 
 
Germany Japan Malta  
46. “Consider the specific security and privacy requirements and identify measures for the 
provision of each public service according to risk management plans.” 
 
Austria Australia Brazil Bulgaria 
Hong 
Kong 
Croatia Germany japan Malaysia 
New 
Zealand 
Portugal Spain UK 
 
 
47. “Use trust services according to the Regulation on eID and Trust Services as 
mechanisms that ensure secure and protected data exchange in public services.” 
Austria Australia Brazil Bulgaria Germany japan Malta 
New 
Zealand 
Portugal Spain UK 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
5 Guidelines 
After the analysis and the comparison of the EIF with the selected NIFs, we strongly believe 
that some recommendations/guidelines should be taken into considerations while building 
and/or maintaining the NIFs. Which are as the following: 
1. Standards and specification should be mandatory on all new systems. With the 
identification and management of risk management and threats associated with 
implementing or updating the National Interoperability Framework. 
2. Technical standards should be aligned with the internet standards, to ensure smooth 
creation and implementation. 
3. The use of open standards based on the frameworks are preferred, and not using unique 
vendor functions, unique data formats nor unique architecture.  
4. Defining and allocating responsibility for security and risk analysis. Moreover, creating a 
risk management plan. 
5. The use of multibule standards, different implemntation choices including different 
versions of standards could be usful under an interoperability area. 
6. Assessment of existing systems affinity and the continuity for the future. Whether the 
technology has functionalities or characteristics which enable the information 
the system is being used, enhanced and maintained continuously in future, such as 
scalability and platform independence. 
7. Existing Government Policies and Standards is essential for the creation of the NIF. The 
government should ensure the establishment of policies and standards before starting with 
the framework. 
8. Taking into account the widely support by the dominant technology platforms and software 
packages in the market. 
9. Ensure that standards and specifications are internationally recognized. 
10. Governments should focus on the legal interoperability framework, and make sure that it 
is properly adjusted to reflect the automation of business process. 
 
 
 
 
 
6 Results 
This chapter makes points regarding the interoperability implementation, difficulties that 
arose during the procedure and discuss the future work. 
6.1 General Discussion  
 
This study is an investigation about popular recommendations and principles within the NIFs 
that deal with creating and implementing interoperability frameworks. The research that has 
been done aims to diagnose and cover the key elements that can create the necessary 
infrastructure for future research on interoperability. We focused on handling, modeling 
underlying principles and recommendations that are widely used by governments, 
organizations and research community. 
The analysis of National interoperability frameworks reveals the existence of different 
approaches for interoperability with different perspectives, scope, and level of technical detail. 
Interoperability frameworks usually devoted to providing standards and guidelines addressing 
the levels of interoperability. During our research, we noticed that in the European Union, the 
NIFs are alignment with the recommendations and the principles of the European 
interoperability framework EIF. Common principles have been adopted such as Scalability, 
Reusability, Fixability, Open standards and Security. While the scope of the NIFs only extends 
cover Government to Government, Government to Businesses and Government to Citizens. 
Most NIFs are companied relevant specifications, for example, on security and privacy. Most 
of the frameworks appear to use technical and syntactic interoperability through: 
• Ask one and one time only for the user information.  
• The use of standard security and privacy frameworks to ensure secure and trustworthy data 
exchange. 
• Create relevant legislation in order to ensure security and privacy. 
Another example. most mature results appear related to reusability:  
• All the MS in the EU agrees on reuse and share solutions in between them when 
implementing European public services. 
• Share data and information under relevant legislation. 
• Reuse data and information that have been shared under relevant legislation. 
Regardless of the similarity among many countries, there are no identical NIFs even among 
the European Union. Different scope and approaches for interoperability that attempt to target 
similar problems that can be mainly attributed to specific needs of the national public 
administrations. 
Based on our research and analysis. We noticed that Most of the NIFs are addressed to the G2G 
as the primary purpose of the framework. Only UK and Malaysia are targeting other 
governments in their framework. The Chines interoperability framework is targeting only 
businesses and not the other groups.  
In the manner of interoperability levels. Technical & Semantic interoperability are the most 
levels that all the NIFs are focusing on. Most of the NIFs they do not deal with Legal 
interoperability level. 
We observed a difference in the process of imposing interoperability framework from one 
country to another. Where in certain cases, the adoption of NIF by public authorities is not 
mandatory, but they serve the NIF as guidelines that are recommended to be followed. In other 
cases, compliance with the NIF is mandatory for public organizations, and there are penalties 
for those who do not comply. However, in another case the NIF is a combination of mandatory 
recommendation and guidelines, this case was on two (2) frameworks from the selected 
countries, German National interoperability and Japanese National interoperability framework. 
Some NIFs define standards and recommendations that are updated now and then according to 
the life cycle transition. By this way, they can manage the recommendations life cycle 
excluding the recommendations that no longer useful or become obsolete and incorporation of 
new ones. This can be seen in the European interoperability framework EIF, the German 
national interoperability framework SAGA, and many others. 
The study shows that such a framework can be achieved by using open source tools and 
infrastructure, which, almost all the frameworks that we studied says it can be very effective.  
These findings concur with other studies showing that implementing interoperability 
frameworks can be challenging, during the recent years, this claim became valid by the 
numerous European and international novel implementations dedicated to this field of studies, 
to create the ultimate interoperability framework.  
Knowledge discovery was achieved through studying and comparing different frameworks all 
over the world. Taking into account the European interoperability framework as the main 
framework to compare with. Moreover, without taking into consideration the technical 
recommendations that all the frameworks have in their document. 
 
6.2 Future work  
We splatted this section into two parts. Within the process of writing the dissertation, extensive 
literature and government documents were studied but also, a comparison with different 
frameworks of interoperability. Thus, some area of the interoperability still not complete and 
needs more research like the Legal level of interoperability. Moreover, possible new frontiers 
have presented that need to be advertised by the research community about the interoperability 
&  eGovernment,  as well as possible improvements and future work associated with the 
national interoperability frameworks.   
 
6.2.1 Future work driving from the literature 
After considering research papers, official documents, and books that are talking about 
interoperability and e-Government. A list of relevant research opportunity can be our future 
work. 
 
➢ The use of interoperability technology in the healthcare system among the European 
Union. 
➢ Propose interoperability standards measurement framework. 
➢ Another emerging topic regarding the implementation of interoperability is the use of 
blockchain technology in the government. Smart contracts “agreements” in the 
blockchain for the interoperability. 
6.2.2 Future work arising from the comparison  
After implementing our comparisons and having the general desiccation for our results, another 
future work opportunity arises that can be linked to our finding. It is more like add-ons to the 
existing implementation (NIFs comparison) as the following topics:  
    
I. Implement the comparison for the selected NIFs at the technical level. To see to 
which extend the framework covers interoperability and how they solve the 
technical and semantic problems. 
II. Recommending and preparing file sheet for the Libyan government to improve their 
e-Government and the interoperability strategy. By studying the exciting 
framework and upgrading it. 
7 Conclusions  
During our study, we noticed that there are no similar NIFs. These NIFs vary from one country 
to another, according to some variables and the purpose of the government from implementing 
the framework. However, there are many similarities, such as the main purpose of the document 
and some suggestions and recommendations, also vary in the basic operation and construction 
method of the NIF depending on the requirements of the government. 
Also, we noticed, that the governments do not agree on the same scope and they target 
audience, where some of them target the citizens and businesses while others don't, and they 
consider the government as their main target. However, the most cover the government sector 
needs.  
Sometimes, the validity of the NIF can be strict. By forcing the document as a mandatory law, 
but all countries that have been covered in this study using the NIFs as guidelines, at the least, 
some common principles of NIFs, such as Security and privacy, Openness, Inclusion and 
Accessibility, Reusability and Preservation of information, are common across borders.  
Also, other principles have been presented in some of the frameworks, that we think they may 
be necessary for the New EIF, like the flexibility that has been mentioned in the Chinese and 
the Croatian NIFs, to ensure the possibility of adjusting and coordinating the NIFs for the near 
and long-term. Existing Government Policies and Standards which mean in the Maltese NIF to 
have standard laws and legislation that help the implementation phase to ensure harmony 
between the government and their target.  
The process of creating and formulating the national interoperability frameworks is critical as 
the NIF itself. For the governments to ensure appropriate support, they should bring together 
with officials from across the government agencies to discuss the framework for ensuring the 
participation of citizens and business.  
Open standards should have a special attention from the government's while preparing their 
NIF, to avoid the increase of process costs and have the opportunity of using the ICT solutions 
that other government has implemented and proved its worth and effectiveness in the past. 
While for those who already have the NIF, they may need to reinforce their posture. Thus, we 
believe that this is the best way to encourage producing applications with open standards.  
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Appendixes  
 
 
Table 5 Comparative content of selected NIFs 
 scope definition layers principles recommendations 
Austria ✓ ✓ ✓ ✓ ✓ 
Australia ✓ ✓ ✓ ✓ ✓ 
Brazil ✓ ✓ ✓ ✓ ✓ 
Bulgaria ✓ ✓ ✓ ✓ ✓ 
China ✓ ✓ ✓ ✓ ✓ 
Croatia ✓ ✓ ✓ ✓ ✓ 
Cyprus  ✓ ✓ ✓ ✓ 
Estonia ✓ ✓ ✓ ✓ ✓ 
Germany ✓ ✓ ✓ ✓ ✓ 
japan ✓ ✓ ✓ ✓ ✓ 
Malta ✓ ✓ ✓ ✓ ✓ 
Malaysia ✓ ✓ ✓ ✓ ✓ 
New Zealand ✓ ✓ ✓ ✓ ✓ 
Portugal  ✓ ✓ ✓ ✓ 
Spain ✓ ✓ ✓ ✓ ✓ 
United Kingdom ✓ ✓ ✓ ✓ ✓ 
 
 
 
 
 
 
 
 
 
 
 
Table 6 Scope of selected NIFs 
NIF G2G G2C G2B G2ORG 
Other 
Government 
Austria  ✓ ✓   
Australia ✓ ✓ ✓   
Brazil ✓ ✓   ✓ 
Bulgaria ✓ ✓ ✓   
China   ✓   
Croatia  ✓ ✓ ✓  
Cyprus ✓  ✓ ✓  
Estonia ✓ ✓  ✓  
Germany ✓ ✓ ✓   
japan ✓  ✓ ✓  
Malta ✓ ✓    
Malaysia ✓ ✓ ✓ ✓ ✓ 
New Zealand ✓ ✓    
Portugal ✓   ✓  
Spain ✓ ✓    
United Kingdom ✓ ✓ ✓ ✓ ✓ 
 
 
 
Table 7 interoperability levels of selected NIFs 
 Legal level 
Organizational 
level 
Semantic & syntactic 
level 
Technical level 
Austria ✓ ✓ ✓ ✓ 
Australia  ✓ ✓ ✓ 
Brazil  ✓ ✓ ✓ 
Bulgaria ✓ ✓ ✓ ✓ 
China  ✓  ✓ 
Croatia  ✓ ✓ ✓ 
Cyprus ✓ ✓ ✓ ✓ 
Estonia  ✓ ✓ ✓ 
Germany  ✓ ✓ ✓ 
japan  ✓ ✓ ✓ 
Malta ✓ ✓ ✓ ✓ 
Malaysia  ✓ ✓ ✓ 
New 
Zealand 
  
✓ ✓ 
Portugal  ✓ ✓ ✓ 
Spain  ✓ ✓ ✓ 
UK  ✓ ✓ ✓ 
 
 Table 8 Underlying principles of selected NIFs 
EIF 2017 Principles .as .au .br .bg .cn .hr .cy .ee .de .jp .my .mt .nz .pt .es .uk 
Subsidiarity and 
proportionality 
✓ 
  
✓ ✓ 
 
✓ ✓ ✓ 
       
Reusability ✓ ✓  ✓ ✓  ✓  ✓  ✓   ✓   
Transparency ✓  ✓ ✓  ✓ ✓    ✓      
Inclusion and 
Accessibility 
✓ 
 
✓ ✓ 
 
✓ ✓ 
  ✓  
✓ ✓ 
  ✓ 
Administrative 
simplification 
✓ 
  
✓ ✓ ✓ ✓ 
         
Openness ✓ ✓  ✓ ✓ ✓ ✓ ✓ ✓ ✓ ✓    ✓ ✓ 
Technological 
neutrality and data 
portability 
✓ ✓ ✓ ✓ 
✓     
✓ ✓ 
     
Security and privacy ✓ ✓ ✓ ✓ ✓ ✓ ✓ ✓ ✓ ✓  ✓ ✓ ✓ ✓  
Preservation of 
information 
✓ 
 
✓ ✓ 
  ✓   ✓   
✓ ✓ 
  
User-centricity ✓   ✓  ✓  ✓   ✓  ✓    
Multilingualism ✓   ✓  ✓ ✓          
Assessment of 
Effectiveness and 
Efficiency 
✓ 
  
✓ 
 
✓ 
      ✓   ✓ 
principles in other NIF                 
flexibility     
✓ ✓ 
          
Open standard 
technical specifications 
  ✓       ✓  
✓ 
   ✓ 
aligned with the 
Internet standards 
           
✓ 
    
Existing Government 
Policies and Standards 
           
✓ 
    
standardized services     ✓ ✓      ✓     
market support  
✓ ✓ 
     ✓   ✓     
 
 
 
Table 9 interoperability Validity of selected NIFs 
NIF Mandatory Guideline Recommendation 
Austria   ✓ 
Australia  ✓  
Brazil ✓   
Bulgaria   ✓ 
China 
✓ 
✓  
Croatia ✓   
Cyprus ✓  ✓ 
Estonia  ✓  
Germany ✓ ✓  
japan  ✓  
Malta  ✓  
Malaysia ✓   
New Zealand 
✓ 
  
Portugal ✓   
Spain   ✓ 
United Kingdom ✓   
 
 
 
Table 10 similar recommendations in both frameworks 
  EIF 2010 EIF 2017 
The align with the 
European framework  
#1 #1 
Inclusion and 
accessibility  
#2 #14 
Multilingualism  #4 #16 
Preservation of 
information  
#5 #18 
Reusability  #7 #6 
Technological neutrality 
and data portability  
#8 #8 
The key concepts of the 
conceptual model  
#9 #34 
The key concepts of the 
conceptual model  
#10 #35 
Base registries  #11 #37 
Business process 
alignment 
#15 #28 
Organizational 
relationship  
#16 #29 
Semantic interoperability #18 #32 
Open specifications 
preferring  
#22 #4 
Contribution to the 
standardization process 
#23 #24 
Ensuring the holistic 
governance of 
interoperability  
#25 #20 
 
 
 
Table 11 amended recommendations 
Recommendation  EIF 2010 EIF 2017 
Security and privacy  #3 #15 
Base registries  #12 #38 
Legal interoperability #14 #27 
Technical interoperability #19 #33 
Assessing formalized specifications #21 #22 
Ensuring the interoperability over time  #24 #25 
Change management #17 #31 
Interoperability agreements #20 #26 
 
 
 
 
 
 
 
 
 
 
 
 
Table 12 Interoperability Validity of selected NIFs 
NIF  
Austria 
“Guideline for the public administration in their work to provide 
services to businesses and citizens to complement and tie together 
the various Organizational Interoperability Frameworks (OIFs) at 
Austrian level”. (AIF) 
Australia 
“Guideline for the design of government projects. It is intended for 
authorities in IT project development, as well as suppliers and 
advisors involved in such endeavors”. (AGTIF) 
Brazil 
“Mandatory for the Executive Branch of the Brazilian Federal 
Government, including the units of Direct Administration: 
Ministries, Secretariats and others of the same legal nature, directly 
or indirectly linked to the Presidency of the Republic and the 
Anarchies and Foundations. Within the jurisdiction of the above-
mentioned entities, the e-PING specifications are mandatory for all 
new information systems that are implemented within the 
government and society interaction scope and the information 
systems that are the object of implementation involving the provision 
of e-government services or the interaction among systems.”          
(e-PING) 
Bulgaria 
“The guideline in drafting laws with regard to IT in the public sector, 
designing IT solutions and organization of IT public procurement. it 
is a guide for private sector managers and project managers involved 
in the delivery of administrative services in the public sector”. (BIG) 
China 
“Mandatory for all B/Ds, as appropriate, when exchanging 
information between, or interoperating with other B/Ds, citizens and 
businesses”  
“Guidelines on Dissemination of Information through Government 
Websites”. (HKSARG) 
Croatia 
“Mandatory for the electronic means of information and 
communication and information exchange in public procurement 
procedures”. (e-CROATIA) 
Cyprus 
“Mandatory for the technical standards when it fully conforms to the 
principles of the edge.” 
“Recommended in the technical standards when it has been used in 
numerous real-world information systems by the ICT sector”.  
(eGIF) 
Estonia 
“Guideline for preparing public sector IT legal acts, designing IT 
solutions and organizing IT-related public procurements”. (EICT) 
Germany 
“Standards are mandatory if they are tried-and-tested and represent 
the preferred solution. Such standards are binding and must hence be 
observed and applied with priority”. 
“The guideline that serves as an orientation aid when it comes to 
developing concepts for technical architectures and general technical 
concepts for individual IT applications. SAGA’s scope of validity 
covers the federal administration and software systems with 
interfaces between federal authorities and federal-state and/or 
municipal authorities”. (SAGA) 
japan 
“The interfaces, through which the component receives services from 
other components, includes what corresponding open standards do 
not specify them as mandatory requirements but as a guideline”. 
(JIFICT) 
Malta 
“Guideline for the public sector in maximizing the benefits and 
reducing the cost burden derived from all technology investments by 
introducing ICT resources that are flexible, reusable and 
interoperable”. (MNIF) 
Malaysia 
“Mandatory for all new systems established by the Malaysian 
Government. The Malaysian Government includes the government 
ministries and their agencies and departments, local authorities, 
statutory bodies and the public sector at large, such as the public 
higher learning institutes and national health services”. (MyGIF) 
New Zealand 
“Mandatory for: all public service departments, New Zealand Police, 
New Zealand Defence Force, Parliamentary Counsel Office, 
Parliamentary Service, Office of the Clerk, and New Zealand 
Security Intelligence Service. Cabinet has encouraged adoption by 
organizations in the wider State sector local authorities.” (NZ e-GIF) 
Portugal 
“Mandatory by the National regulation for digital interoperability as 
foreseen in the law about open standards (Lei n.o 36/2011 de 21 de 
Junho).” (PNIF) 
Spain 
“This royal decree only establishes the criteria and recommendations, 
together with specific necessary principles, that allow and favor the 
development of the interoperability in Public Administrations in a 
global and non-fragmentary perspective.” (SNIF) 
United Kingdom 
“Mandatory for all new systems that fall within the UK e-GIF scope. 
Public sector organizations, including government departments, their 
agencies, the Non-Departmental Public Bodies, the National Health 
Service, devolved administrations 
(Scotland, Northern Ireland, and Wales) and local authorities are 
bound by the recommendations and mandates of the UK e-GIF”. 
(UK e-GIF) 
 
   
 
 
 
 
 
 
 
Table 13 recommendations have been included in the New EIF 
Recommendation Note 
Data publication  
Recommendation #2 
Openness 
Ensuring a level play for open source software 
Recommendation #3 
Openness  
Internal visibility and external interfaces 
Recommendation #5 
Transparency 
Share & reuse data and information 
Recommendation #7 
Reusability 
Data portability  
Recommendation #9 
Technological 
neutrality and data 
portability 
Multiple channels to ensure that users can select the right channel 
that suits them  
Recommendation #10 
user -centricity 
Providing a single point of contact 
Recommendation #11 
user -centricity 
Involve users in analysis and design 
 Recommendation #12 
user -centricity 
Ask once-only as far as possible and relevant-only information  
Recommendation 13 
user -centricity 
Simple processes and ensure high quality to users 
Recommendation 17 
Administrative 
simplification 
Balance between cost and benefits 
Recommendation 19 
Assessment of 
effectiveness and 
efficiency 
Processes to select relevant standards  
Recommendation 21 
Identifying and 
selecting standards 
and specifications  
Consult relevant catalogs and standards  
Recommendation 23 
Identifying and 
selecting standards 
and specifications 
Data and information are public asset 
Recommendation 30 
Semantic 
interoperability 
Ensure shared infrastructure of reusability services 
Recommendation 36 
Basic components 
Match the base registry with appropriate metadata  
Recommendation 39 
Base registries 
Data quality assurance plans  
Recommendation 40 
Base registries 
Integrate the opening of data  
Recommendation 41 
Open data  
Include a description of open data content  
Recommendation 42 
Open data 
The legal regimes should be standardized as much as possible 
Recommendation 43 
Open data 
Ensure the accessibility of data catalogs  
Recommendation 44 
Catalogues 
Use external information sources and services when it is useful  
 Recommendation 45 
External information 
sources and services 
Identify measures for the provision of public services  
Recommendation 46 
Security and privacy 
Trust services according to the regulation on eID  
Recommendation 47 
Security and privacy 
 
 
 
Figure 10: European NIF-EIF Alignment Evolution 
 
 
Source: European commission report 2017 
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Figure 11: Average European NIF-EIF Alignment 2016 
 
Source: European commission report 2017 
 
 
 
 
 
 
Figure 12: European NIF Implementations Evolution 
 
Source: European commission report 2017 
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Figure 13: Average European NIF implementation 2016 
 
Source: European commission report 2017 
 
 
 
Figure 14: European NIF Monitoring Evolution 
 
Source: European commission report 2017 
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Figure 15: Average European NIF Monitoring 2016 
 
Source: European commission report 2017 
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Abbreviations  
A2A Administration to administration  
A2B Administration to business  
A2C Administration to citizens  
EC European commission  
EDI Electronic data interchange 
EIF European interoperability framework  
EIF 2010 
European interoperability framework for European public 
services  
EIF 2017 
New European interoperability framework promotion 
seamless services and data flow for European public 
administrations  
EIS European interoperability strategy  
EU European Union  
ETSI European telecommunication standards institute  
EPAN European public administration network  
G2B Government to business  
G2C Government to citizens  
G2G Government to government  
G2OG Government to other government   
G2ORG Government to organizations  
ICT Information and communication technology  
IDABC 
Interoperability delivery of European e-Government services 
to public administrations, businesses and citizens 
ISA Interoperability solution for European public administrations  
OIFs Organizational Interoperability Frameworks at Australia 
MS Member state  
NIF National interoperability framework  
NIFO National interoperability framework observatory  
RDA-CODATA RDA-CODATA Legal Interoperability Interest Group 
SEMIC.EU Semantic interoperability center Europe 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
