Introduction
The development of the network that is today known as the Internet was a very complex and technical process that spanned a period of close to 45 years. 1 It can be said that the Internet's evolution to its present form of sophistication and its consequent rise to prominence was not meticulously planned or even foreseen, but in reality happened by accident. No grand plan and certainly no appreciation of its future growth and international relevance existed when the United States government funded the initial projects that started it all.
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The United States government accordingly came to control the domain name system (DNS) with its massive appeal and critical strategic and economic importance purely by chance. However, the Green Paper was not received enthusiastically, encountering substantial criticism for the perceived attempt by the United States government to control the once self-governing Internet.
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In June 1998, only a few months after the release of the Green Paper, the United
States Department of Commerce released its non-binding statement of Policy on the "Management of Internet Names and Addresses", the so-called "White Paper".
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Learning from previous mistakes, the policy did not address substantive rule-making and took the road less travelled in the United States DNS administration history by conceding to the principle of privatisation. This entailed a call for the creation of a new, private, not-for-profit corporation to take over the coordination of specific DNS functions and spearhead reform for the benefit of the broad-based Internet community. The White Paper placed strong emphasis on the critical importance of representation in ensuring democratic legitimacy for the new body. It stated that the structures of the body must "reflect the functional and geographic diversity of the Internet and its users" and be "broadly representative of the global Internet community".
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A consultative process followed, the International Forum on the White Paper (IFWP), in which a whole spectrum of interested parties participated. The IFWP developed and presented various drafts of the articles of incorporation and the bylaws of the new governing organisation to the United States Department of Commerce. 12 These draft documents for the first time referred to the proposed corporation as the Internet Corporation for Assigned Names and Numbers (ICANN). 13 Duke L J 72. between the United States Department of Commerce and ICANN in November 1998. This placed a seal of approval on the official recognition of ICANN as the organization responsible for the domain name registration functions. 15 According to Article I section 1 of ICANN's Bylaws ICANN's mission is to:
... coordinate, at the overall level, the global Internet's systems of unique identifiers, and in particular to ensure the stable and secure operation of the Internet's unique identifier systems. In particular, ICANN:
1. Coordinates the allocation and assignment of the three sets of unique identifiers for the Internet, which are (a) Domain names (forming a system referred to as "DNS"); (b) Internet protocol ("IP") addresses and autonomous system ("AS") numbers; and (c) Protocol port and parameter numbers.
2. Coordinates the operation and evolution of the DNS root name server system. 3. Coordinates policy development reasonably and appropriately related to these technical functions. 16 As the Internet matured and exploded into prominence, especially with the realisation of its immense commercial value, vested interests in DNS policy and rule making led to many conflicts, the most relevant and contentious point of conflict being the question: who has control over the DNS? Since 1998 up until today the answer has very simply been, ICANN. Not surprisingly, therefore, the legitimacy of ICANN and ICANN's control over the DNS has been the subject of heated debate since the establishment of ICANN, and it persists today. [the] potential to promote competition in the provision of registry services, to add to consumer choice, market differentiation and geographical and service-provider diversity.
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The Report further recommended not only that the evaluation and selection procedure for new gTLD registries "should respect the principles of fairness, transparency and non-discrimination" 23 but also that new gTLDs "must not infringe 18
The ".arpa" top level domain is used for reverse IP look-ups. The administrative completeness check was followed by an initial evaluation of all complete applications. In the initial evaluation the gTLD string applied for was reviewed to ensure that the gTLD string would not cause security or stability problems in the DNS. The applicant was reviewed in order to determine if the applicant had the required technical, operational, and financial credentials to operate the applied for gTLD. 36 The application process also makes provision for third parties to file formal objections to any application during an objection filing period. Our primary objective and mission can therefore be summarised as follows: To establish a world class domain name registry operation for the dotAfrica Top Level Domain (TLD) by engaging and utilising African technology, know-how and funding; for the benefit and pride of Africans; in partnership with Africans governments and other ICT stakeholder groups. Our mission is to establish the dotAfrica TLD as a proud identifier of Africa's online identity, fairly reflecting the continent's rich cultural, social and economic diversity and potential. In essence we will strive to develop and position the dotAfrica TLD as the preferred option for individuals and businesses either based in Africa or with strong associations with the continent and its people.
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In answering the question of how the proposed gTLD will benefit registrants,
Internet users and others, the application in essence explains that the gTLD will be a gTLD "by Africa, for Africa" 53 which will benefit the African and Global Internet
Communities through reinvestment into Africa 54 by way of the development of African ccTLDs, the African registrar market, and African online content. 55 This will be coupled with support given to socio-economic development projects and initiatives and the building of a global brand with a focus on Africa. 56 In claiming that Africa also presents an economic opportunity the application states:
The economies of the fastest growing African nations experienced growth significantly above the global average rates. Congratulations! Based on the review of your application against the relevant criteria in the Applicant Guidebook (including related supplemental notes and advisories) your application has passed initial evaluation. 
The second 'unofficial' application
The application process for the new .africa gTLD was, however, not without controversy. It was not only the African Union approved applicant, UniforumSA/ZACR, that applied to ICANN for the delegation of the .africa gTLD.
Another organisation called DotConnectAfrica Trust also submitted an application. See Taylor 2013 http://domainnewsafrica.com/dotconnectafrica-writes-4th-letter-to-icann-onombudsmans-conclusion-was-convenient-and-no-braine where it is noted: "However it is clearly apparent when the records are examined, that the 2 board members have not participated in any decision-making about .africa, and indeed there has been little discussion other than at a higher level about the program in general. It is in my view premature to consider whether there can even be apparent bias, because it is too remote to link the suggested connections with the very generic discussions which have taken place, and in addition, where the actual decisions about the applications are still some distance from being made." 
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The RPMs may be categorised as mechanisms to assert rights and mechanisms to enforce rights. 74 The RPMs mechanisms to assert rights include a "Trademark Clearinghouse" to be used during the "sunrise periods" and "Trademark Claims 
Mechanisms to assert rights
The "Trademark Clearinghouse" is basically a centralised database of trademark 
Mechanisms to enforce rights
Two new procedures, the "Uniform Rapid Suspension System (URS)", and the "Post Delegation Dispute Resolution Procedure (PDDRP)" have joined the existing UDRP, which used to be the foundational and exclusive mechanism to address disputes between trademarks and domain names. 93 The URS is intended to be a swift dispute resolution mechanism that is lighter and quicker that the existing UDRP. The UDRP was developed by ICANN, allowing trademark owners to recover domain names that had been registered in bad faith. 94 The UDRP is an essential part of the contract between each domain name registrar involved in the registering of gTLDs and each domain name registrant. The UDRP proceedings are a purely administrative procedure conducted largely online, thus reducing the duration and costs of domain name disputes. Useful especially when the parties reside in different countries, the UDRP is an efficient alternative to court litigation.
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Like the UDRP, the URS is intended to address abusive domain name registrations.
The URS substantive criteria mirror those of the UDRP, but complainants have to satisfy a higher burden of proof and additional defences are available to registrants. 96 The only remedy which a panel may grant is the temporary suspension of a domain name for the duration of the registration period. Such a suspension may be extended by the prevailing complainant for one year.
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The PDDRP is an administrative (court alternative) option for trademark owners to file an objection against a registry whose "affirmative conduct" in its operation or
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Van Slyke, Fifield and Nardiello 2013 http://www.lockelord.com/files/Publication/4fbf1a9d-404f-41f4-a1b7-2224a53de3a3/Preview/PublicationAttachment/9815a09a-5583-4f1b-882f-294ef5fb33e5/tca_2013-04_23rd_BrandOwners_VanSlyke.pdf.
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Komaitis 2011 JIPLP 2.
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The UDRP was adopted on the basis of recommendations in the First WIPO Internet Domain Name Process (WIPO 1999 http://www.wipo.int/amc/en/processes/process1/report/). The discussion under 5 is substantially based on the policy documents published on the web site http://africainonespace.org and reproduction of the various policy statements in this article has been authorised by Domain Name Services (Pty) Ltd.
chance to populate a Reserved Names List (RNL). Names which are regarded as important, sensitive, offensive or otherwise in the general interest for the wellbeing of the gTLD will be reserved or blocked.
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During the Sunrise and Priority Rights phases the holders of pre-existing rights in word marks will get the opportunity to register corresponding domain names before the registration is opened to the general public. Landrush is aimed at the registration of premium and generic domain names for which applicants do not have pre-existing rights. During the land rush domain name registrations are opened to the public but contested names (ie where two or more parties apply to register the same domain name) will be resolved by auction. The last phase will be the Open Delegation phase or General Availability phase. During this phase the domain name registrations are open to the public on a first-come-first-served basis.
108
It is an ICANN requirement that ZACR should adopt certain policies as part of its operations. These policies include: Rights Protection Policies; Dispute Resolution Policies; a Sunrise Policy; and Landrush Policies, to name a few. 109 Unique features of the dotAfrica policy considerations are the sensitivity surrounding names, including names that should be reserved for governments; geographical terms; offensive names and generic names.
The Government Reserve Name List 110
According to the draft Government Reserve Name List Policy there are several categories of names that Governments could wish to reserve. The third category will contain names that are of substantial economic or public interest and uniquely linked to Governmental Authorities. These could include slogans used for the promotion of trade, tourism, cultural and linguistic heritage.
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In order for such a name to be included in the RNL, the applicant must be able to show that the government or other authority concerned has a compelling economic interest in the name. Although all marks or company names will be recognised, marks of African origin will take preference over marks recognised elsewhere. It is accordingly noted that if a brand owner has a trademark registered in several jurisdictions, it should use the trademark registered in an African country for dotAfrica. 120 The two innovative features are the explicit recognition of names of corporates and the preference given to names of African origin. Marks validated using the MVS will benefit from the Marks Claim Service indefinitely (subject to a periodic subscription fee).
Validation of priority rights
advantages to global companies wishing to apply for domain names in more than one of the new gTLDs.
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Once the mark has been validated, (either in the TMCH or MVS) the mark holder will receive an SMD (Signed Mark Data) token and she will be automatically notified of the commencement of the dotAfrica Sunrise Phase. The holder of a validated mark will be able to apply for a dotAfrica domain name corresponding to the validated mark or word. If more than one party applies for the same domain name during the Sunrise phase, 125 the matter will be decided by way of auction.
Disputes under dotAfrica
The established UDRP and the new URS are both available to complainants under the dotAfrica domain. In addition, dotAfrica will be subject to its own dispute resolution mechanisms to give effect to its status as a geographic gTLD.
ZACR 126 notes as follows:
These will not only allow mark holders to enforce traditional trade mark rights, but also a broader set of rights including commercial, cultural, linguistic, religious and personal rights. The dotAfrica DRM will moreover provide a remedy for so-called "offensive registrations", where the use of the domain name in question is likely to give offence to any class of persons, particularly when the use thereof advocates prejudice or hate on the basis of race, ethnicity, gender, religion, culture, sexuality, or incites causing harm on any of these grounds.
Summary remarks on the new .africa gTLD launch strategy
It is clear that the management of dotAfrica offers several unique features to rights holders of the African continent. As noted at the outset, the RNL policy embraces sensitivity for names that should be reserved for governments and it makes explicit reference to offensive names. envisaged will ensure that dotAfrica domain names take cognisance of a broader set of rights, including commercial, cultural, linguistic, religious and personal rights.
Conclusion
The new .africa gTLD presents Africa and its people with an exciting and futureshaping opportunity. dotAfrica is an opportunity to harness and exploit the immense power of the Internet. The dotAfrica policies instil a strong confidence in ZACR's ability to manage this resource, unlike the domain name "gold rush" registration frenzy that typified the domain name registrations in the initial gTLDs, especially the .com gTLD. African trade mark proprietors and other rights holders are protected, initially at least, by various innovative rights protection mechanisms that present these rights holders with the opportunity to ensure that their valuable names do not reside in the hands of opportunistic cybersquatters or cyberspeculators. Although many growing pains and challenges surely still lie on the horizon as the new .africa domain evolves from its infancy, many will share the hope that .africa will be an asset for Africa and its people which will in time meet or even exceed the high expectations formulated in its mandate. 
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