ABSTRACT How can we discover and estimate major events in complex social networks? Event detection and evaluation in social networks provide an effective solution, which has become the critical basis for many real applications, such as crisis management and decision making. However, the existing methods ignore the difference of the evolution fluctuations of nodes. In order to further improve the accuracy of event detection, this paper proposes an event detection method for social networks based on node evolution fluctuations (NodeED). It contains a node similarity index algorithm (SimJudge) and a microevolution fluctuation detection algorithm (MicroFluc). The main work is as follows: 1) based on particle swarm optimization algorithm, SimJudge is proposed to apply the values of different similarity indexes to quantify the evolution fluctuations of nodes, and the optimal similarity index is determined for each node and 2) microFluc is proposed to integrate the evolution fluctuations of different nodes and quantify the impacts of events in the evolutions of social networks. The results of comparisons with state-of-the-art methods using extensive experiments show that NodeED improves the event detection accuracy and has more advantages to detect events in social networks than other state-of-the-art methods.
I. INTRODUCTION
With the explosive increase of individual interactions across the world by social services such as Facebook, Email, and telephone, the social network has been extensively studied in a myriad of contexts, from uncovering criminal activity to finding friends and from detecting community to predicting the spread of epidemics. An attractive and challenging work in social networks is event detection and evaluation [1] , [2] . The events in social networks are usually caused by the abnormal evolution behaviors of some individuals, and they usually affect the normal evolution of social networks. Based on the analysis of social network evolutions, the work of event detection and evaluation is to detect the occurrences of events, and evaluate the effect of events.
The existing study has proved that the methods based on link prediction is effective to analyze social network evolution [3] , [4] . As a popular link mining method, and it aims to evaluate the existence probability of future links or unknown links between nodes [5] . The network evolution mechanism and link prediction has intrinsic consistency [4] . Link prediction offers an indirect way to describe the social network evolution. The common steps of the existing event detection methods based on link prediction are as follows. (1) The accuracy of the link prediction algorithms based on similarity indexes is evaluated by receiver operating characteristic curve (AUC) [6] , Precision [7] and Ranking Score [8] . (2) According to the accuracy of the link prediction algorithms based on similarity indexes, we quantify the evolution fluctuations of social network evolutions at different time periods, and the period with a significant fluctuation is seen as a period with a potential event. However, AUC [6] , Precision [7] and Ranking Score [8] need to assume that all the nodes follow the same evolutionary mechanism, and the similarity between different nodes is calculated with the same similarity calculation. This assumption leads to the result that the exiting methods focus on the macro fluctuations of the whole social networks, and ignores the differences of the evolution of individual nodes. In the real social network, different nodes usually follow different evolution mechanisms and the effects of events on the evolutions of different nodes are not same. It is difficult to use a link prediction algorithm based a single similarity index to reflect the evolutions of different nodes.
Considering the above problems, this paper wants to analyze the evolution of social networks from the different perspectives, and to improve the event detection performance. This paper attempts to solve the following two problems.
(1) The evolution fluctuation of a node can be constructed on different similarity indexes, and how to determine the optimal similarity calculation index? (2) The evolutions of different nodes with different similarity indexes have different measurement units. How to quantify the evolution of the whole social network based on the evolutions of different individual nodes?
In order to solve the above two problems, based on our previous work method LinkEvent [9] , [36] , this paper considers the evolution fluctuations of different nodes and presents a method NodeED for event detection in social networks. NodeED consists of the node similarity-computing algorithm SimJudge and the micro evolutionary fluctuation detection algorithm MicroFluc. The main work of this paper can be summarized as follows.
(1) To overcome the limitation of the link prediction algorithms based on single similarity indexes, SimJudge combines the particle swarm optimization algorithms, quantifies the evolution fluctuations of different nodes, and determines the optimal similarity index for each node to reflect its evolution fluctuation.
(2) In order to obtain the optimized node similarity index value, MicroFluc is proposed to calculate the weighted similarity of different nodes, and the weighted similarity of each node is used to quantify the evolution fluctuation of the entire network, and determine the evolution sequence of the social network.
(3) NodeED is proposed to improve the accuracy and sensitivity of event detection based on the combination of SimJudge and MicroFluc. It can effectively analyze the evolution mechanism of whole social network based on the perspectives of different micro nodes.
Section II introduces the related work. In Section III, we introduce the proposed NodeED method. Extensive comparison experiments are conducted to verify the performance of the NodeED method in Section IV. Section V provides the conclusion and the future research.
II. RELATED WORK
At present, the research of network evolution mechanism mainly concentrates on the network evolution, including density, degree distribution, clustering coefficient, community and so on [10] . The graph is used to describe the network snapshot of a given time, and the volatility of the network is represented by a sequence of graphs [12] . Common network evolution mechanism analysis method has the model analysis method based on direct establishment network evolution and link prediction based analysis method. The direct establishment of network evolution model has two widely accepted evolutionary mechanisms: the three-element closure [13] and the preferential link [14] . Common network evolution model is based on these mechanisms, including the E-R model [15] , W-S model [16] , B-A scale model [14] , Marsili-Vega-Slanina model [17] . However, these models are constructed based on one or more evolution mechanism, which can make the model simulation by adjusting the model parameters closer to the real network, and evaluate the advantages and disadvantages of statistical feature evaluation model by degree distribution and clustering coefficient. Because of too many comparison characteristics of network statistics, it is difficult to make objective and fair comparison between different network evolution models [4] . At the same time, it is difficult to establish a suitable evolution model to do correlation analysis under the premise of predicting its evolution mechanism for a real network. Wu and Pan [3] firstly proposed a link prediction method to analyze network evolution, and in the case of the evolution mechanism of China's urban aviation network, the results were obtained that were consistent with the direct analysis of the evolution of the network evolution model. Zhang et al. [18] introduced the likelihood analysis method to quantify the contribution of different evolutionary mechanisms. To observe the effects of real network popularity and clustering of these two mechanisms, it is found that the evolution of most networks is influenced by these two kinds of mechanisms at the same time, and the proportion of the two mechanisms will change with the passage of time. However, Zhang et al. [18] did not pay attentions to the differences of different similarity measure units, which would affect the quantitative analysis of the final evolution mechanism.
In terms of event detection, Noble and Cook [19] proposed a method to detect abnormal network structure by iterative comparison, using the sub structure conditional entropy to quantify the abnormal degree of graph structure. However, the proposed method focused on the theoretical research and the practical calculation was complex. Papadimitriou et al. [20] proposed a method to detect the abnormal network, to determine the larger scale of the server, reptiles, such as whether there is an abnormal occurrence. McCulloh et al. [21] proposed the method of social network change detection method to shield the interference of normal network fluctuation in the social network and separated the real change of the network. However, this method required that the network parameters should satisfy the normal distribution, and the application scope was limited. Wan et al. [22] analyzed the change detection of network parameters and the change of community structure to find out the abnormal event communications network mail. Priebe et al. [23] used the detection statistic method to detect the mail network, and found the ''shock'' area in the network. The calculation and statistics computing cost of Wan et al. [22] and Priebe et al. [23] was too much, resulting in a huge amount of computation. Wu et al. [24] proposed a social network evolution analysis framework based on events to find the event in the process of network evolution and analyze the impact of events on the evolution of the network. Hu et al. [9] , [36] inferred the internal evolution mechanism of the network by link prediction. Then, considering the degree to which each point and its neighbors were in line with the evolution mechanism, the network similarity computation algorithm was proposed, and then the event detection algorithm was constructed. The work of Hu et al. [9] , [36] and Priebe et al. [23] focused on the analysis of the macroevolution mechanism of the whole network, ignoring the difference of the microscopic evolution of the nodes.
In summary, the existing network evolution models often assume that all the nodes in the network are unified to follow one or more evolution mechanism. However, these models can only analyze the evolution of the global network from the macro level, ignoring the specificity of the microscopic evolution mechanism, which is not conducive to the in-depth analysis of the evolution of the network. At the same time, when the event occurs in the social network, the different nodes are affected by different events. We believe that the evolution of different nodes may provide the key to describe the network fluctuation and explore the event detection. So aimed at the above consideration and based on [9] and [36] , this paper proposes a social network event detection method based on NodeED, which is based on the difference of the evolution of different nodes.
III. EVENT DETECTION METHOD BASED ON NODE EVOLUTION FLUCTUATION
In the real social network, the different nodes following the mechanism evolution is not necessarily the same, the impacts of different nodes are not the same. Different existing event detection methods ignore the differences in the evolution of nodes, NodeED is proposed from the point of view of the microscopic evolution of nodes, and analyzes the impact of events on the different nodes to detect event. Section A explains the related concepts in [6] . Section B introduces the framework and implementation steps of the method NodeED. In section C and D, the algorithm SimJudge and algorithm MicroFluc of method NodeED are detailed.
A. RELATED CONCEPT DEFINITION
In the process of social network research, it describes a specific time of the network snapshot with the help of graph. The nodes in the graph represent the individuals in the network, and the edges in the graph represent the connections among individuals in the network (e.g., call, email, cooperation in the paper). The dynamics of network evolution are often characterized by graph sequences as follows.
(1) Node similarity computing index: The nodes similarity computing in the link prediction is used to measure the similarity degree between the two different nodes in the graph. The similarity of the two nodes depends on the topology information of their common neighbors and the degree of the nodes. The node i in G should be taken as different nodes can also be described by their topological information. In order to avoid the loss of the influence of the new and lost nodes on the network evolution, the virtual point V virtual is introduced to describe the evolution of the network completely (Virtual point V virtual and all nodes in the network have a virtual edge.). After the introduction of virtual node, eight node similarity computing indexes are shown in Table 1 .
(2) The basic similarity of graphs: The basic similarity between graph g t and g t+1 is the macroscopic manifestation of the similarity of each node in the graph, which is expressed by S(g t , g t+1 ) and defined as equation (2) .
where U t,t+1 = g t ∪g t+1 . S(g t , g t+1 ) reflects the degree of approximation between the two graphs. The greater the value of the network in the period of time [t, t +1] change declines, the smaller the degree of fluctuations in the network is. The network fluctuationsD(g t+1 ||g t ) in the period [t, t + 1] are defined as equation (3) .
The network evolution sequence GraphS is defined as a collection of various periods of time by equation (4) .
(3) The sensitivity of event detection: Assuming that k 1 and k 2 are the two event points (k 1 + 1 < k 2 ) in the immediate next to the network G, G in the time [k 2 , k 2 + 1] is a normal evolution, which is known as the stable period network. The event sensitivity performance index Per reflects the ratio of the average fluctuation of the network during the event period and the network stable period. Per can be used to measure whether the event detection method is good or bad. The greater the value indicates that the event detection method is better, the easier it is to detect the event. Per can be defined as equation (5). 
B. FRAMEWORK
The framework of method NodeED is shown in Figure 1 . The input information of method NodeED is a graph sequence of the target social network, which only depends on the edge of the social network and the information of the nodes, which also enhances the scope of application of the method NodeED. The method NodeED is concerned with the events that have an important impact on the evolution of the network. These events have a significant impact on the evolution of the network. If an event does not occur to any disturbance to the network evolution, then the method NodeED can not effectively detect the event. Method NodeED is composed of algorithm SimJudge and algorithm MicroFluc. Algorithm SimJudge is used to determine the best similarity of the different time periods to reflect the evolution of nodes. Algorithm MicroFluc is based on the algorithm A to quantify the evolution of different periods of network evolution, the network evolution sequence. The NodeED method through the comparison with the event detection threshold, determine the event occurrence period. Assuming that the EventS is used to represent the set of event time periods, the implementation steps of the method NodeED are shown in Table 2 .
C. ALGORITHM SIMJUDGE
On the basis of Particle Swarm Optimization Algorithm (PSO) [34] , this section presents the algorithm SimJudge, which quantitative analyzes the description degree of the nodes evolution in different similarity computing indicators, determines the best similarity of each node. Different from the existing methods using statistical network characteristics to analyze changes in different periods of similarity network, Algorithm SimJudge for the first time introduces the similarity of the link prediction to analyze the similarity of the whole network from the point of view of the node. The evolution mechanism of the node can be regarded as the regular of the node, which is shown as the change of the node and its surrounding topology. The evolution of nodes is referred to as the change of the evolution of the nodes. With the help of the node similarity calculation index in Table 2 , the change of the node and its neighboring topology can indirectly reflect the evolution of nodes. However, the similarity values calculated by different similarity indexes have different measurement units. The common neighbor index (CNS) and the priority link (PAS) are listed in Table 1 , which are from the social network according to the two basic rules of small world [13] and the rich get richer [14] . We can prove that there is always s(
The proof is as follows:
In order to quantitatively analyze the calculated values of different similarity indexes, we constructed a similarity weight array params to adjust the values of different similarity values. In this paper, we consider a set of similarity indexes 
In order to evaluate the degree of description of the node fluctuation with different similarity indexes, we extend the sensitivity performance Per to the event detection method, and propose the sensitivity performance of node vPer. Based on the similarity index index, the sensitivity performance vPer index [t,t+1] (i) of node i at period [t, t + 1] is as follows.
The greater the vPer index [t,t+1] (i), the better index can describe the network evolution anomaly of node i at the period [ Finally, how to determine the network similarity weight array in deferent periods, and then to determine the best similarity index of different nodes at different period by equation (6) and (7), which is the problem for algorithm SimJudge proposed in this section. Based on the equation (2), this paper proposes the extension similarity S (g t , g t+1 ) to quantify the similarity between g t and g t+1 , which is defined as the equation (8) .
S (g t , g t+1 ) is the weighted sum of the similarity values calculated by all similarity calculation method, considering the similarity evaluation of different similarity indexes to the same node. The event fitting value Per corresponding to period [t, t + 1] is calculated by equation (3), (4), and (5) based on S (g t , g t+1 ) of equation (8) Assuming that SimJudge has m particles, the initial state of each particle carries a randomly generated parameter params, which undergoes a total of g max times iteration. Per(params g k ) expresses event fitting value of particle k according to params g k at the end of the g times iteration. params kb expresses the optimal value of particle k at the current discovery. The whole particle swarm optimizing params is defined as params G . pv g k expresses the adjusting speed of params g−1 k
for particle k at g times iteration. c 1 and c 2 are learning factors. r 1 and r 2 is a random number between 1 and 0. params of each particle is adjusted to approach params G at the optimization iteration processes of each periods. Algorithm SimJudge in turn determines the corresponding params G of each period, and then determines the optimal similarity of different nodes in each period. Twodimensional array IndexList is used to save the corresponding relationship of the nodes at different network evolution periods and the best similarity of the nodes. IndexList [i] [t] is the optimal similarity index of node i at the period [t, t + 1]. The steps of algorithm SimJudge are described in Table 3 .
D. ALGORITHM MICROFLUC
Based on the network snapshot sequence G = {g 1 , g 2 , . . . , g t , ..g n }, The event detection aims to determine whether the evolution of each network is a major event occurs, that is, VOLUME 6, 2018 the period of the network is still a stable period or event period. The steps of our previous work of event detection method [9] , [36] LinkEvent are as follows. (1) Divide the edge of g 1 into training set and test set, based on a variety of indexes to link predict, and select the biggest similarity computing AUC value [6] of g 1 evaluation index as the network's best similarity index. (2) After select the equation for optimal network similarity computing index, compute the similarity of each node in the adjacent network snapshot, and obtain the network evolution sequence by equation (2), (3) and (4). (3) Set Ti as the event detection threshold, when the network fluctuation value of network evolution sequence is greater than Ti, that period is the time of event fluctuation, whereas the network is stable.
However, when the event occurs, the different nodes may follow different evolution mechanisms, which can describe the difference of nodes' best similarity computing indexes affected by the event. Different from the existing method LinkEvent, algorithm SimJudge in method NodeED considers the differences of different nodes impact events, determines each node corresponding to the optimal similarity index, and fully reflects the evolution of fluctuations of each node. Based on algorithm SimJudge, this section further proposes the algorithm MicroEvent, which is based on the evolution of nodes to quantify the evolution of the overall network fluctuations, and to construct the network evolution sequence.
Based on the similarity computing index in Table 1 , the weighted similarity of nodes is proposed, which is defined as the equation (9) .
When the weighted similarity s (v t+1 i ||v t i ) is computing, each node i selects Bindex (t,t+1) (i) (Bindex (t,t+1) (i) =
IndexList[i][t]) corresponding to period [t, t +1] according to
IndexList. By using params (t,t+1) [Bindex (t,t+1) (i)] to adjust the similarity value s [Bindex (t, t+1) 
i ), the weighted similarity value s (v t+1 i ||v t i ) is obtained. According to the weighted similarity, the evolution fluctuation for each node in each period is described based on different similarity computing indexes, which reflects the event caused by the nodes in different periods of evolution. At the same period, the weighted similarity of different nodes can be quantitatively compared. Based on weighted similarity, the weighted similarity of nodes in different periods is accumulated through the equation (2), and the final network evolution sequence is obtained by the equation (3) and (4) . Assuming that g t has N t particles, the representation of the algorithm MicroFluc is shown in Table 4 .
IV. EXPERIMENT ANALYSIS
This section verifies the performance of the method NodeED by experiments on real social network data sets. The A section introduces the real social network data sets used in the experiment. The B section uses algorithm SimJudge to determine 
A. DATASET DESCRIPTION
We select real social network data sets ENRON and VAST to experiment. VAST dataset is from IEEE VAST 2008 [32] , which involves 400 peoples' calling data of 10 days in the social network, and is known to have a high level changes event in this 10 days. ENRON dataset is from the ENRON Company's internal mail network [33] , which involves total 150 peoples' communication data in 111 weeks. This paper select the representative 20 weeks' period, which includes the issued company financial statements, submitted transactions and other events. The VAST dataset is characterized by that only independent events occur, and the time and cause of the event are determined. It is advantageous to analyze the evolution of nodes and network before and after the independent events. The feature of ENRON dataset is the occurrence of multiple events. It is helpful to analyze the influence of the interaction between multiple continuous events on the network evolution.
B. THE NECESSITY VERIFICATION TO ANALYZE THE EVOLUTION OF NODES
The eight kinds similarity computing indexes are considered in Table 1 
, EList = [CNS, JAS, PAS, SOS, AAS, HPIS, SAS, LNHS].
Referring to the common parameter setting of PSO in [34] and [35] , setting particle number of algorithm NodeEvo [36] is 100, the iteration number is set as 1000, w = 0.8, c1 = c2 = 2, r1 = 0.6, r2 = 0.3. Our previous work has shown that the best similarity computing indexes of VAST and ENRON in macro level are PAS and JAS [9] . The algorithm NodeEvo is used to determine the best similarity computing index of VAST and ENRON for different nodes in different process periods, and then statistic the whole computing value ratio of the different best similarity computing index according to the nodes at the network evolution process, which is shown in Table 5 .
(1) In the evolution process of real social networks VAST and ENRON, the nodes in the network will correspond to a variety of best similarity computing index, where use a single macro optimal similarity index cannot fully reflect the evolution of all nodes. The ratios of node best similarity computing indexes are scatter. The higher ratios of node best similarity computing indexes are PAS, AAS, JAS and LNHS, which are higher than 10%, the highest ratio of LNHS is 37.25%. The best similarity computing indexes are focus on PAS and LNHS in ENRON dataset; their ratios are 48.67% and 40.67%, respectively, which is much higher than the other optimal similarity computing indexes.
(2) The best similarity computing index in macro level does not always fully reflect the ratio node best similarity computing index. In VAST network, the node best similarity computing index ratio of PAS is 22%, which is consistent with the macro level to meet PAS. However, the largest ratio of LNHS cannot be reflected in the macro analysis, the node ratio of LNHS is up to 37.25%. For the ENRON network, the ratio of the best similarity index JAS is only 1.33%, and the ratio of PAS and LNHS is up to 89.34%.
C. THE ACCURACY AND SENSITIVITY VERIFICATION OF EVENT DETECTION
The method NodeED detects an event based on the network evolution sequence obtained by the algorithm MicroFluc. The event detection method based on macro level best similarity computing index [9] , [36] and the best performance event detection method based on policy 1 in LinkEvent are selected as comparison algorithms [9] , [36] .
The network evolution sequences of VAST and ENRON based on the three event detection methods are shown in Figure 2 and 3 respectively. The average event sensibility values Per in network evolution periods of the three event detection methods in VAST and ENRON are shown in Table 6 . The corresponding relationship between real events and the events reflected by the network evolution sequence in ENRON network is shown in Table 7 .
(1) In network VAST and ENRON, the method NodeED can accurately reflect the evolution of the network caused by events. The network fluctuation sequences obtained by the three event detection methods have a good matching relationship with real events. In the VAST network, after the seventh week of the company's high-level changes, the method NodeED can more significantly reflect the high-level chnges caused by the evolution of the network evolution. Different network events interfere with each other in ENRON. During the period of continuous event, the three event detection methods have relatively high network value, and the method A has the highest value of the whole network. The official investigation of the American stock exchange of the Event 3 is the biggest impact on the ENRON network, and it is the point of the whole Enron event. The network fluctuation value of the three methods can reach the maximum value at the same period.
(2) Method NodeED significantly improves the sensitivity of event detection, which is more conducive to the detection of events in social networks. The event sensitivity values of NodeED in VAST and ENRON are 31.52 and 6.5, respectively, which is the highest in the three comparison methods. The event detection method based on the macro optimal similarity computing index are 3.76 and 4.46, respectively, which is much lower than that of the method NodeED in the VAST and ENRON. The event sensitivity of method NodeED in the VAST enhances the performance by 100%, and enhances the performance by 50% in ENRON.
V. CONCLUSIONS
In order to improve the event detection performance in social networks, this paper proposes an event detection method NodeED based on the evolutions of different nodes in social networks. NodeED first implements the algorithm SimJudge to determine the optimal similarity index for each node at different time periods, and then use the algorithm MicroFluc to obtain the network evolution sequence. The periods with events is detected by comparing with event detection thresholds. In order to verify the performance of the method NodeED, this paper conducts the comparison experiment based on real social network VAST and ENRON, and draws the following conclusions. (1) In real social networks, the algorithm SimJudge can effectively determine the best similarity computing index of different nodes in different periods, and fully reflect the evolution of each node. (2) The network evolution sequence obtained by the algorithm MicroFluc has a very good matching relationship with the real events, and the consideration of the evolution differences of different nodes is helpful to quantify the evolution of the network. (3) In social networks with continuous events or independent event, the accuracy and sensitivity of NodeED are better than that of the other state-of-the-art methods, which shows that NodeED can quantify the evolution of network fluctuations and better detect events in social networks.
Further research is needed in the following two aspects: (1) Exploring the corresponding relation between similarity computing index and network evolution; (2) Analyzing network evolution from the point of view nodes to predict the future network topology. 
