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Abstract
We investigate absolutely maximally entangled (AME) states, which
are multipartite quantum states that are maximally entangled with re-
spect to any possible bipartition. These strong entanglement properties
make them a powerful resource for a variety of quantum information pro-
tocols. In this paper, we show the existence of AME states for any number
of parties, given that the dimension of the involved systems is chosen ap-
propriately. We prove the equivalence of AME states shared between an
even number of parties and pure state threshold quantum secret sharing
(QSS) schemes, and prove necessary and sufficient entanglement proper-
ties for a wider class of ramp QSS schemes. We further show how AME
states can be used as a valuable resource for open-destination teleporta-
tion protocols and to what extend entanglement swapping generalizes to
AME states.
1 Introduction
Entanglement has been a hot topic since the beginning of quantum mechanics
and fueled a lot of discussions, among them most notable the Einstein-Podolsky-
Rosen (EPR) paradox [1], which finally led Bell to come up with a method of
actually measuring entanglement [2]. It was not until the advent of quantum
information, however, that entanglement was recognized as a useful resource.
Almost all applications in quantum information make either explicit or implicit
use of entanglement, which makes it crucial to gain as much insight as possible.
[3]
While the entanglement of bipartite states is already very well understood
[4, 5, 6], the road to its generalization to more than two parties is paved with
many obstacles. Therefore we often have to restrict ourselves to special cases
when analyzing multipartite entanglement. A prominent choice are states that
extremize the entanglement for a certain measure of entanglement. In this
paper we want to do that by focusing on absolutely maximally entangled (AME)
states, which are defined as states that are maximally entangled for any possible
bipartition. [7, 8, 9]
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Definition 1. An absolutely maximally entangled state is a pure state, shared
among n parties P = {1, . . . , n}, each having a system of dimension d. Hence
|Φ〉 ∈ H1 ⊗ · · · ⊗ Hn, where Hi ∼= Cd, with the following equivalent properties:
(i) |Φ〉 is maximally entangled for any possible bipartition. This means that
for any bipartition of P into disjoint sets A and B with A ∪ B = P and,
without loss of generality, m = |B| ≤ |A| = n −m, the state |Φ〉 can be
written in the form
|Φ〉 = 1√
dm
∑
k∈Zmd
|k1〉B1 · · · |km〉Bm |φ(k)〉A , (1)
with 〈φ(k)|φ(k′)〉 = δkk′ .
(ii) The reduced density matrix of every subset of parties A ⊂ P with |A| = bn2 c
is totally mixed, ρA = d
−bn2 c1
db
n
2
c .
(iii) The reduced density matrix of every subset of parties A ⊂ P with |A| ≤ n2
is totally mixed.
(iv) The von Neumann entropy of every subset of parties A ⊂ P with |A| = bn2 c
is maximal, S(A) = bn2 c log d.
(v) The von Neumann entropy of every subset of parties A ⊂ P with |A| ≤ n2
is maximal, S(A) = |A| log d.
These are all necessary and sufficient condition for a state to be absolutely max-
imally entangled. We denote such a state as an AME(n, d) state.
The simplest examples of AME states occur for low dimensional systems
shared among few parties. Starting with qubits, the most obvious one is an
EPR pair, which is maximally entangled for its only possible bipartition. For
three qubits shared among three parties, we can recognize the GHZ state as
an AME state. It is maximally entangled, with 1 ebit of entanglement with
respect to every bipartition. For four qubits, there is no obvious candidate, and
in fact it has been shown that for four qubits no AME state exists [9]. We can
still find an absolutely maximally entangled states for four parties, however, by
increasing the dimensions of the involved systems. An AME(4, 3) state for four
qutrits shared among four parties exists, and it is given by [7]
|Φ〉 = 1√
9
2∑
i,j=0
|i〉 |j〉 |i+ j〉 |i+ 2j〉 . (2)
This is the first indicator that the search for AME states gets more promising
as we increase the dimensions of the systems.
Completing the characterization of AME states for qubits, it is known that
AME states exist for 5 and 6 qubits. Explicit forms for them are given in Ref. [7],
and it turns out that they are closely related to the five-qubit error correction
code. For 7 qubits, it is still not known if an AME state exists, whereas for ≥ 8
qubits, it has been shown that no AME states can exist [9, 10].
In Ref. [7], we showed how AME states can be used for parallel teleportation
protocols. In these protocols, the parties are divided into a sets of senders
2
and receivers, respectively. One of the two sets is given the ability to perform
joint quantum operations, while players in the other set can only perform local
quantum operations. Under these conditions, a parallel teleportation of multiple
quantum states is possible if the set that performs joint quantum operations is
larger than the other set. A closer look at these teleportation scenarios then
led to the observation that any AME state shared by an even number of parties
can be used to construct a threshold quantum secret sharing (QSS) scheme [11,
12, 13]. The opposite direction was also shown, with one additional condition
imposed on the QSS scheme, namely that the shared state that encodes the
secret is already an AME state.
In this paper, we will give an information-information theoretic proof of this
equivalence of AME states and threshold QSS scheme, which shows that the
additional condition is not required. We will rather see that it is satisfied for all
threshold QSS schemes. We will further give a recipe of how to construct AME
states from classical codes that satisfy the Singleton bound [14]. This construc-
tion can be used to produce AME states for a wide class of parameters, and it
even proves that AME states exist for any number of parties for appropriate
system dimension. A result that could also be deduced from the equivalence
of AME states and QSS schemes and a known construction for threshold QSS
schemes [11]. We will then show more applications for AME states. The first be-
ing the construction of a wider class of QSS schemes, the ramp QSS schemes, of
which threshold QSS schemes are a special case. The next one is the utilization
of AME states as resources for open-destination teleportation protocols [15].
Finally, we investigate to what extend entanglement can be swapped between
two AME states.
This paper is structured as follows. In Section 2, we show how AME states
can be constructed from classical codes, which also also shows the existence of
AME states for any number of parties. In Section 3, we establish an equiv-
alence between even party AME states and threshold QSS schemes, using an
information theoretic approach to QSS schemes. Section 4 shows how to share
multiple secrets using AME states. In Section 5, we show that AME states can
be used for open-destination teleportation. After that, swapping of AME states
is investigated in Section 6.
2 Constructing AME States from Classical MDS
Codes
There is a subclass of AME(n,d) states that can be constructed from optimal
classical error correction codes. A classical code C consists of M codewords
of length n over an alphabet Σ of size d. For our purposes, the alphabet is
going to be Σ = Zd and thus C ⊂ Znd . The Hamming distance between two
codewords is defined as the number of positions in which they differ, and the
minimal distance δ of the code C as the minimal Hamming distance between
any two codewords. For a given length n and minimal distance δ, the number
of codewords M in the code is bounded by the Singleton bound [14, 16]
M ≤ dn−δ+1. (3)
Codes that satisfy the Singleton bound are referred to as maximum-distance
separable (MDS) codes. They can be used to construct AME states:
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Theorem 2(a). From a classical MDS code C ⊂ Z2md of length 2m and minimal
distance δ = m+1 over an alphabet Zd, an AME(2m, d) state can be constructed
as
|AME〉 = 1√
dm
∑
c∈C
|c〉 (4)
=
1√
dm
∑
c∈C
|c1〉1 · · · |cm〉m |cm+1〉m+1 · · · |c2m〉2m . (5)
Proof. The code C satisfies the Singleton bound, which means the sum contains
a total of M = d2m−δ+1 = dm terms. Furthermore, any two of these terms
differ in at least one of the first m kets because the code has minimal distance
δ = m + 1. Hence the sum contains each possible combination of the first m
basis kets exactly once. Moreover, for any two different terms, the last m kets
must also differ in at least one ket and are thus orthogonal. This means the
state has the form of Equation (1) with respect to the bipartition into the first
m and last m parties. The same argument works for any other bipartition into
two sets of size m, hence the state is absolutely maximally entangled.
An analogous argument shows that a similar construction for an odd number
of parties results in an AME state.
Theorem 2(b). From a classical MDS code C ⊂ Z2m+1d of length 2m + 1 and
minimal distance δ = m+ 2 over an alphabet Zd, an AME(2m+ 1, d) state can
be constructed as
|AME〉 = 1√
dm
∑
c∈C
|c〉 (6)
=
1√
dm
∑
c∈C
|c1〉1 · · · |cm+1〉m+1 |cm+2〉m+2 · · · |c2m〉2m+1 . (7)
Proof. The code contains M = dm terms. Each of the terms differ in at least
one of the first m+1 and last m terms. Thus, with the same argument as above,
this is an AME state.
Trivial states of that form are d-dimensional EPR states, which are repre-
sented by the code with codewords 00, 11, . . . , (d−1)(d−1). This code has n = 2,
δ = 2, M = d1. For n = 3, we can find the GHZ states for arbitrary dimensions,
which can be constructed from the code 000, 111, . . . , (d−1)(d−1)(d−1), which
has δ = 3 and M = d1. As already mentioned in the introduction, for n = 4
no AME state exists for d = 2, however for d = 3 the AME(4, 3) state given in
Equation (2) can also be constructed from an MDS code, the [4, 2, 3]3 ternary
Hamming code.
A wide class of MDS codes is given by the Reed-Solomon codes and its
generalizations [17, 16, 18], which give MDS codes for n = d − 1, n = d, and
n = d + 1, for d = px being a positive power of a prime number p. From the
Reed-Solomon codes, MDS codes can also be constructed for n < d−1 [14]. This
shows that AME states exist for any number of parties if the system dimensions
are chosen right.
At this point we would like to mention that after posting a preliminary ver-
sion of our last paper on this subject [7], it has been brought to our attention by
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Gerardo Adesso that the results of this section have already been previously dis-
covered by Ashish Thapliyal and coworkers, and were presented at a conference
in 2003 [19], but remained unpublished.
3 Equivalence of AME states and QSS schemes
In Ref. [7], we showed that AME(2m, d) states, i.e., AME states shared between
an even number of parties, are equivalent to pure state threshold quantum secret
sharing (QSS) schemes that have AME states as basis states and share and secret
dimension equal to d. Here we will give an information-theoretic proof of this
equivalence, which shows that the requirement that the basis states of the QSS
scheme are AME states is redundant, as it follows from this proof that these
states are always absolutely maximally entangled. Before stating the theorem
and the proof, we give a short motivation why AME states and QSS schemes
are related.
Consider an AME(2m, d) state shared among an even number of parties. If
we take any bipartition into two sets of parties A and B, each of size m, a dm
dimensional state can be teleported from one set to the other due to the maximal
entanglement between A and B. Moreover, we have shown in Ref. [7], that the
teleportation can be performed in such a way that each party in the sending set
B performs a local teleportation operation on their qudit, while the parties in the
receiving set A perform a joint quantum operation to recover all m teleported
qudits. This is depicted in Figure 1 for the case of m = 4. This also works
if only one party in B, which we call the dealer D, performs the teleportation
operation, while the others do nothing. Then the teleported d-dimensional state
can still be recovered by the players in set A. Furthermore, this also works for
any other bipartition into sets A′ and B′ of size m, with D ∈ B′, without
changing the teleportation operation D has to perform, but now the parties in
A′ can recover the teleported state (see Figure 2). This means that any set with
m parties can recover the state. Moreover, the no-cloning theorem guarantees
that the complement of a set that can recover the state has no information about
the state. Hence all sets with less than m parties cannot gain any information
about the state. This, however, are exactly the requirements for a threshold QSS
scheme, therefore we have constructed a ((m, 2m − 1)) threshold QSS scheme
from the AME(2m, d) state. To formally show this, and moreover that it also
works in the opposite direction, meaning that a ((m, 2m − 1)) threshold QSS
scheme is always related to an AME(2m, d) state, we will use the information
theoretic description of QSS schemes as introduced in Ref. [13].
Let us quickly review the framework for a pure state ((m, 2m−1)) threshold
QSS scheme [11]. A secret S is distributed among the players P = {1, . . . , 2m−
1} such that any set A ⊆ P with |A| ≥ m can recover the secret, while any set
B ⊂ P with |B| < m cannot gain any information about the secret. We further
only consider the case where the dimension d of the secret is the same as the
dimension of each player’s share.
The secret is assumed to lie in the Hilbert space HS ∼= Cd, and the share of
party i in Hi ∼= Cd. The encoding is described by an isometry
US : HS → H1 ⊗ · · · ⊗ H2m−1. (8)
The secret S is chosen randomly and thus is described by ρS = 1/d
∑
i |i〉 〈i|. We
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A B
Figure 1: (Color online) Parties in B (green) perform local teleportation op-
erations, parties in A (red) can recover teleported states by performing a joint
quantum operation
A
B/D
D
A′
B′/D
D
A′′
B′′/D
D
Figure 2: (Color online) After D (blue) performs her teleportation operation,
any set of m parties (red), A, A′, A′′ etc., can recover the teleported state. Any
set of parties with m−1 or less parties (any set consisting only of green parties)
cannot gain any information about the teleported state.
consider its purification by introducing a reference system R such that |RS〉 =
1/
√
d
∑
i |i〉 |i〉 ∈ HR⊗HS . Let ρRA denote the combined state of the reference
system and a set of players A ⊆ P after US has been applied to the secret. Then
the players A can recover the secret, if there exists a completely positive map
TA : HA → HS such that [13, 20]
1R ⊗ TA(ρRA) = |RS〉 . (9)
This can be stated in terms of the mutual information
I(X : Y ) = S(X) + S(Y )− S(X,Y ) (10)
as follows:
Definition 3. An isometry US : HS → H1⊗· · ·⊗H2m−1 creates a ((m, 2m−1))
threshold QSS scheme if and only if, after applying to the system S of the pu-
rification |RS〉, the mutual information between R and an authorized (unautho-
rized) set of players A (B) satisfies
I(R : A) = I(R : S) = 2S(S) if |A| ≥ m (11)
I(R : B) = 0 if |B| < m. (12)
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Here S is the von Neumann entropy, and because of S(i) ≥ S(S) [13], we
have
S(S) = S(R) = S(i) = log d. (13)
From Equations (10) to (12) it immediately follows that
S(R,A) = S(A)− S(R) if |A| ≥ m (14)
S(R,B) = S(B) + S(R) if |B| < m. (15)
Theorem 4. For a state |Φ〉 the following two properties are equivalent:
(i) |Φ〉 is an AME(2m, d) state.
(ii) |Φ〉 is the purification of a ((m, 2m − 1)) threshold QSS scheme, whose
share and secret dimensions are d.
Proof. (i)→ (ii): We need to show that for an AME(2m, d) state Equations (11)
and (12) are satisfied, where R can be any of the 2m party. This follows directly
from the definition of the mutual information, Equation (10), and Defintion 1
(v).
(ii) → (i): Consider an unauthorized set of players B, with |B| = m − 1.
Then the set is B ∪ i is authorized for any additional player i /∈ B, and from
Equation (14) we have
S(B, i,R) = S(B, i)− S(R) (16)
On the other hand, using the Araki-Lieb inequality [21] S(X,Y ) ≥ S(X)−S(Y )
and Equation (15) gives
S(B, i,R) ≥ S(B,R)− S(i) = S(B) + S(R)− S(i). (17)
Combining the last two equations and using S(S) = S(R) = S(i) shows
S(B, i) ≥ S(B) + S(i), (18)
where equallity must hold due to the subadditivity of the entropy S(X,Y ) ≤
S(X) + S(Y ). This means that the entropy increases maximally when adding
one player’s share to m− 1 shares. The strong subadditivity of the entropy [21]
S(X,Y )− S(Y ) ≥ S(X,Y, Z)− S(Y, Z) (19)
states that adding one system X to a system Y increases the entropy at least
by as much as adding the system X to a larger system Y ∪ Z that contains Y .
So in our case, adding one share to less than m− 1 shares increases the entropy
by at least S(i), and since this is the maximum, it increases the entropy exactly
by S(i). Hence, starting out with a set of no shares, and repeatedly adding one
share to the set until the set contains any m shares and is authorized, shows
that any set of m shares has entropy mS(i). This shows that the entropy is
maximal for any subset of m parties and thus |Φ〉 is an AME(2m, d) state.
Corollary 5. The encoded state US |S〉 of a specific secret |S〉 with a ((m, 2m−
1)) threshold QSS protocol with share and secret dimension d is an AME(2m−
1, d) state.
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4 Sharing multiple secrets
In the previous section, we outlined how an AME state can be used to construct
a QSS scheme. The role of the dealer is assigned to one of the parties and he
performs a teleportation operation on his qudit, which encodes the teleported
qudit onto the qudits of the remaining parties such that the criteria for a QSS
scheme are met. While Theorem 4 shows the equivalence of AME states and
QSS schemes, the actual protocol for the encoding and decoding operations has
been presented in Ref. [7]. Note that in the described scenario, the role of the
dealer can be assigned to any player. Thus one may ask, what happens if more
than one of the players assumes the role of the dealer. The answer is that, given
an AME(2m, d) state, up to m players are able to independently encode one
qudit each onto the qudits of the remaining players in such a way that results
in a QSS scheme with a more general access structure.
For a secret sharing scheme with a general access structure, each set of
players falls into one of three categories [22, 23].
1. Authorized : A set of players is authorized, if it can recover the secret
2. Forbidden: A set of players is called a forbidden set, if the players cannot
gain any information about the encoded secret
3. Intermediate: A set of players is classified as an intermediate set, if they
cannot recover set secret, but may be able to gain part of the information.
This means that the reduced density matrix of that set of players depends
on the encoded secret, but not enough as to recover the secret.
A special kind of access structure is a (m,L, n) ramp secret sharing scheme
[24]. Here n is the total number of players, m is the number of players needed
to recover the secret, and L is the number of shares that have to be removed
from a minimal authorized set to destroy all information about the secret. In
terms of the above defined set categories that means that any set of m or more
players is authorized, any set of m− L or less players is forbidden, and any set
consisting of more than m− L, but less than m players is an intermediate set.
This is the access structure we get from an AME(2m, d) state if more than one
party assumes the role of the dealer.
Theorem 6. Given an AME(2m, d) state, a QSS scheme with secret dimension
dL and a (m,L, 2m − L) ramp access structure can be constructed for all 1 ≤
L ≤ m.
Proof. The encoding of the secret is done by assigning the role of dealer to L of
the 2m players. For simplicity we choose them to be the first L players. Each of
them performs a Bell measurement on their respective qudit of the AME state
and one qudit of the secret. The Bell measurement is described by the general
d-dim Bell states |Ψkl〉 and the unitaries Ukl that transform among them [25]
|Ψqp〉 = 1√
d
∑
j
e2piijq/d |j〉 |j + p〉 (20)
Uqp =
∑
j
e2piijq/d |j〉 〈j + p| , (21)
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where the kets are understood to be mod d. For a secret |s〉 and outcomes
(q1, p1) . . . (qL, pL) for the Bell measurement of the dealers, the initial AME(2m, d)
state is transformed to
|ΦS〉 = 1√
dm−L
∑
k∈Zmd
sqp,k1···kL |kL+1〉B1 · · · |km〉Bm−L |φ(k)〉A . (22)
Here
sqp,k1···kL = 〈k1 · · · kL|U†q1p1 ⊗ · · · ⊗ U†qLpL |s〉 , (23)
and the partition of the remaining 2m − L parties into two sets A and B of
size m and m−L, respectively, is arbitrary. After obtaining their measurement
outcomes, the dealers broadcast their results to all of the remaining players.
This concludes the encoding process.
To show that any set of m or more players is authorized, it suffices to show
that set A in Equation 22 can recover the secret. They can do so by applying
the unitary operation
U = (Uq1p1 ⊗ · · · ⊗ UqLpL ⊗ 1)V (24)
with
V =
∑
k∈Zmd
|k1〉 · · · |km〉 〈φ(k)| , (25)
to their system. This changes the state to
U |ΦS〉 = 1√
dm−L
∑
(kL+1,...,km)∈Zm−Ld
|kL+1〉B1 · · · |km〉Bm−L |s〉A′ |kL+1〉AL+1 · · · |km〉Am
(26)
where A′ = {A1, . . . , AL}. Thus the players in set A have the secret in their
possession. It immediately follows from the no-cloning theorem that B, and
thus any set of size m−L or less, cannot have any information about the secret
since all information is located in the complement set. Alternatively, this also
follows from the observation that the reduced density matrix of B is always
completely mixed, independent of the secret.
The last thing left to show is that all sets with more than m− L but fewer
than m players are indeed intermediate sets. To see that, consider the case
L = 1, where a set C of m − 1 players is not authorized to recover the secret.
If one more player in the complement of C assumes the role of the dealer, the
scheme is changes to L = 2. This operation does not change the fact that C
cannot recover the first secret, and thus it is still not authorized for L = 2. This
argument can be continued to any other 1 < L ≤ m by adding more dealers.
Hence a set of m − 1 (or fewer) players is not authorized to recover the secret
for all value of 1 ≤ L ≤ m. That a set of more than m − L players is not
forbidden follows from the fact that information cannot be lost and thus the
complement of a forbidden set has to be authorized. However, we just argued
that the complement of a set of more than m−L players is not authorized (since
it consists of less than m players). Hence any set with more than m − L and
fewer than m players is an intermediate set.
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A closer look at the proof shows us that it actually is not absolutely necessary
for the initial state to be maximally entangled with respect to any bipartition,
but only for bipartitions for which all dealers are in the same set. In fact, we
can generalize the proof of Theorem 4 to the case of ramp QSS to show that
this is a necessary and sufficient condition for the construction of (m,L, 2m−L)
ramp QSS schemes.
Theorem 7. For a state |Φ〉 ∈ HP ⊗ HR, shared between 2m − L players P ,
each holding a qudit, and L reference qudits, the following two properties are
equivalent:
(i) |Φ〉 is maximally entangled for any bipartition for which the L reference
qudits are in the same set.
(ii) |Φ〉 is the purification of a (m,L, 2m−L) ramp QSS schemes. The encoded
secret of the ramp QSS scheme has dimension dL, and each share has
dimension d.
The proof is a straightforward generalization of the proof of Theorem 4 and
is provided in Appendix A.
5 Open-destination teleportation
Given a state with such high amount of entanglement as the AME state has,
one cannot help thinking about ways of using these resources for teleportation
protocols. In Ref. [7] we already showed how AME states can be used for two
different teleportation scenarios that require either sending or receiving parties
to perform joint quantum operations, while the other end may only use local
quantum operations.
Another teleportation scenario that uses genuine multipartite entanglement,
and has already been demonstrated experimentally [15], is open-destination tele-
portation. In this scenario, a genuinely multipartite entangled state is shared
between n parties, each in the possession of one qudit. One of the parties, the
dealer, performs a teleportation operation on her qudit and an ancillary qudit
|Φ〉. After this teleportation operation, the final destination of |Φ〉 is still un-
decided, thus open-destination teleportation. The destination is decided upon
in the next step, where a subset A of the remaining parties P performs a joint
quantum operation on their qudits such that a player in P\A ends up with the
state |Φ〉 – up to local operations that depend on measurement outcomes of the
dealer and parties A. Here we want to show that open-destination teleportation
can also be performed with AME states.
Assume that an AME(n, d) state has been distributed among n parties.
One of the n parties is assigned the role of the dealer. She performs a Bell
measurement on her qudit and the secret |S〉 = ∑ ai |i〉. This transforms the
state to
|S〉 |Φ〉 → |ΦS〉 = 1√
dm
∑
(k,i)∈Zmd
apq,i |k1〉B1 · · · |km−1〉Bm−1 |φ(k, i)〉A , (27)
where pq labels the outcome of the Bell measurement and has to be made public.
The remaining n − 1 parties that share the resulting state have been divided
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into two sets A and B of size dn/2e and m − 1 = bn/2c − 1, respectively.
Now, after the teleportation operation has been completed, the parties in set A
may choose one party Bi ∈ B as the final destination for the state |S〉. Then,
after performing the joint unitary operation of Equation (25) followed by a Bell
measurement on qudits Ai and Am with outcome rs, the party Bi ends up with
the state |Φ〉Bi = U†rsU†pq |S〉, which can be easily transformed to |S〉 if the
measurement results pq and rs are known.
Note that with the parallel teleportation protocol introduced in Ref. [7], also
one of the parties in A can be chosen to receive the state |S〉. Thus, after the
dealer’s teleportation operation is completed, any set of size greater or equal
dn/2e can choose any of the remaining n− 1 parties as the final destination of
the teleportation.
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6 Swapping of AME states
Entanglement swapping [26] is a very useful tool for the application of entan-
glement in communication. By making a Bell measurement on Bob’s side, two
entangled states shared between Alice and Bob, and Bob and Charlie, respec-
tively, can be transformed into an entangled state shared by Alice and Charlie.
Employing this procedure in quantum repeaters [27] allows entangled states to
be used for long distance communications. In this section, we show to what ex-
tent a generalization of the entanglement swapping protocol can be constructed
to allow swapping of entanglement between absolutely maximally entangled
states shared between different parties.
Assume that parties {1, 2, . . . , 2n} share an AME(2n, d) state,
|Φ〉1,...,2n =
∑
|i1 · · · in〉1,...,n |φ(i1, . . . , in)〉n+1,...,2n (28)
=
∑
|i1 · · · in〉1,...,n U |i1 · · · in〉n+1,...,2n , (29)
where U is a unitary transformation with U |i1 · · · in〉 = |φ(i1, . . . , in)〉.
Suppose parties {n+ 1, . . . , 3n} also share an AME(2n, d) state
|Φ〉n+1,...,3n =
∑
|i1 · · · in〉n+1,...,2n U |i1 · · · in〉2n+1,...,3n . (30)
Now each of the parties {n + 1, . . . , 2n} performs a Bell measurement on their
qudits from both AME states. Without loss of generality, we can assume the
measurement result is (q, p) = (0, 0) (see Equation (20) for the notation), since
other measurement outcomes produce the same state up to local transforma-
tions. Then the state shared by the parties {1, . . . , n, 2n+ 1, . . . , 3n} becomes
|Φ〉1,...,n,2n+1,...,3n =
∑
|i1 · · · in〉1,...,n U2 |i1 · · · in〉2n+1,...,3n (31)
Consecutive applications of the above procedure gives the following lemma:
Lemma 8. Suppose each group of parties {1, . . . , 2n}, {n + 1, . . . , 3n}, · · · ,
{mn+ 1, . . . , (m+ 1)n} shares an AME(2n, d) state,
|Φ〉 =
∑
|i1 · · · in〉U |i1 · · · in〉 . (32)
Then, if each of the parties {n+ 1, n+ 2, . . . ,mn} performs a Bell measurement
on their two qudits, the resulting state shared by the parties {1, . . . , n,mn +
1, . . . , (m+ 1)n} is locally equivalent to
|Φ〉1,...,n,mn+1,...,(m+1)n =
∑
|i1 · · · in〉1,...,n Um |i1 · · · in〉mn+1,...,(m+1)n (33)
Proof by induction. The case for m = 2 is demonstrated in the above discussion
already. If the lemma holds for m, for m+ 1 the two remaining states, after the
parties {n+ 1, n+ 2, . . . ,mn} performed their Bell measurements, are
|Φ〉1,...,n,mn+1,...,(m+1)n =∑
|i1 · · · in〉1,...,n Um |i1 · · · in〉mn+1,...,(m+1)n (34)
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and
|Φ〉mn+1,...,(m+1)n,(m+1)n+1,...,(m+2)n =∑
|i1 · · · in〉mn+1,...,(m+1)n U |i1 · · · in〉(m+1)n+1,...,(m+2)n . (35)
After the parties {mn + 1, . . . , (m + 1)n} all perform a Bell measurement, the
state shared by {1, . . . , n, (m+ 1)n+ 1, . . . , (m+ 2)n} becomes
|Φ〉1,...,n,(m+1)n+1,...,(m+2)n =∑
|i1 · · · in〉1,...,n Um+1 |i1 · · · in〉(m+1)n+1,...,(m+2)n . (36)
The state in Equation (33) is generally not an AME state, however, depend-
ing on the exact form of the unitary U , the resulting state can be absolutely
maximally entangled again for certain m, as expressed in the following corollary.
Corollary 9 (Swapping of AME States). Suppose each set of parties {1, . . . , 2n},
{n+ 1, . . . , 3n}, · · · , {mn+ 1, . . . , (m+ 1)n} shares an AME(2n, d) state,
|Φ〉 =
∑
|i1 · · · in〉U |i1 · · · in〉 . (37)
If Um is locally unitary equivalent to U up to some permutation of parties, then,
by making a Bell measurement on each of the parties (n + 1, . . . ,mn), parties
(1, . . . , n,mn+ 1, . . . , (m+ 1)n) will share an AME(2n, d) state.
In the following we will show an example for AME swapping, the swapping
of an AME(4, 3) state. As an application we will show that different from the
EPR state, the AME(4, 3) state
|Φ〉 = |0000〉+ |0111〉+ |0222〉
+ |1012〉+ |1120〉+ |1201〉
+ |2021〉+ |2102〉+ |2210〉
(38)
needs two steps of Bell measurements for the swapping to reproduce an AME(4, 3)
state.
Example 10. Assume we have three AME(4, 3) states, shared by the players
{A,B,C,D}, {C,D,E, F}, and {E,F,G,H}, respectively. After C, D, E, and
F all perform a Bell measurement on their two qutrits, the parties {A,B,G,H}
will share an AME(4, 3) state. This is illustrated in Figure 3.
Calculation. From Equation (38) we can see that the unitary U of Lemma 8 is
given by
U |00〉 = |00〉 U |01〉 = |11〉 U |02〉 = |22〉
U |10〉 = |12〉 U |11〉 = |20〉 U |12〉 = |01〉
U |20〉 = |21〉 U |21〉 = |02〉 U |22〉 = |10〉
(39)
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Figure 3: Entanglement swapping between three AME(4, 3) states results in a
new AME(4, 3) state between previously unentangled parties. Dotted circles
indicate where Bell measurements have to be performed.
Applying this unitary twice gives
U2 |00〉 = |00〉 U2 |01〉 = |20〉 U2 |02〉 = |10〉
U2 |10〉 = |01〉 U2 |11〉 = |21〉 U2 |12〉 = |01〉
U2 |20〉 = |21〉 U2 |21〉 = |02〉 U2 |22〉 = |10〉
(40)
It can be easily seen that by permuting the two parties and exerting a unitary
transformation that exchange |1〉 and |2〉 in the second party, this unitary trans-
formation becomes the identity. Thus U3 is locally unitary equivalent to U up
to permutation of parties, and together with Corollary 9, it is easily to see that
after the Bell measurement, the resulting state would be locally unitary equiv-
alent with an AME(4, 3) state up to a permutation of party G and H. Since
the AME(4, 3) state satisfies permutation symmetry, which means by permuting
any two parties the resulting state is still an AME(4, 3) state, A,B,G,H really
share the same AME(4, 3) state that was swapped.
Remark 1. In the above example, we require that party C acts as the third
party of the first AME state and the first party of the second AME state. This
is actually not required. Since the AME(4, 3) state is permutationally invariant,
we only need C to posses any qudit of each AME state. The same requirement
applies for D. In fact, most of the AME states we found are permutational
invariant, and in these cases we do not need to have restriction on which specific
qudits the parties control.
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7 Conclusion
In this paper, we have shown the existence of AME states for a wide range
of parameters, in particular, the derivation of AME states from classical MDS
codes proves that AME states exist for any number of parties if the system di-
mension is chosen large enough. We have proven an equivalence between AME
states and threshold quantum secret sharing schemes. By extending the idea of
how threshold QSS schemes follow from the entanglement properties of AME
states, we have shown that a wider class, namely ramp QSS schemes can be con-
structed from AME states. The entanglement requirements to construct ramp
QSS schemes are over-satisfied by AME states, and we prove the necessary and
sufficient entanglement conditions for the construction of ramp QSS schemes.
Two more applications for AME states have been given in form of open-
destination teleportation and entanglement swapping of AME states. The quan-
tum secret sharing and teleportation scenarios that have been presented here
and in Ref. [7], indicate that AME states can be used for a wide variety of quan-
tum information protocols that involve the displacement of quantum states.
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A Entanglement in Ramp QSS Schemes
Here, we give a generalization of the methods used in Theorem 4 to prove
the equivalence of AME states and threshold QSS schemes to (m,L, 2m − L)
ramp QSS schemes for arbitrary L. The generalization is very straightforward,
the secret dimension is now dL instead of d, changing also the dimension of
the reference system to dL. We define an isometry US that encodes the d
L
dimensional secret S into a state shared by the 2m− L players, each holding a
d dimensional system,
US : HS → H1 ⊗ · · · ⊗ H2m−L, (41)
where Hi ∼= Cd and HS ∼= CdL .
We further introduce a reference system HR ∼= HS and consider the state
|Φ〉 that is generated by applying the encoding operation to HS for a maximally
entangled state |RS〉 = 1/√d∑i |i〉 |i〉 ∈ HR⊗HS , i.e., |Φ〉 = 1R⊗US |RS〉. A
set of players A ⊂ P shares the state ρRA = TrP\A |Φ〉 with the reference system.
A is authorized, if there exists a completely positive map TA : HA → HS such
that [13, 20]
1R ⊗ TA(ρRA) = |RS〉 . (42)
For the mutual information between an authorized set (i.e., |A| ≥ m) and the
reference system is
I(R : A) = I(R : S) = 2S(S) if |A| ≥ m, (43)
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and for a forbidden set, we must have
I(R : B) = 0 if |B| ≤ m− L. (44)
US defines a (m,L, 2m−L) ramp QSS scheme if and only if these two equations
are satisified.
Since any set of players C ⊂ P with |C| = L can change some forbidden set
into an authorized set, we have S(C) ≥ S(S) [13] for all sets with L players.
And because S(S) is maximal and equal to S(R),
S(S) = S(R) = S(C) = L log d. (45)
Equations (43) and (44) can be rewritten to give
S(R,A) = S(A)− S(R) if |A| ≥ m (46)
S(R,B) = S(B) + S(R) if |B| ≤ m− L. (47)
This sums up the changes in the lead-up to Theorem 4, whose version we may
now state and prove for ramp QSS schemes. For this we regard the reference
system of dimension dL as consisting of L systems, each of dimension d, so that
|Φ〉 is a state shared between 2m parties, 2m− L players that share the secret
and L in the reference system, each possessing a qudit.
Theorem 7. For a state |Φ〉 ∈ HP ⊗ HR, shared between 2m − L players P ,
each holding a qudit, and L reference qudits, the following two properties are
equivalent:
(i) |Φ〉 is maximally entangled for any bipartition for which the L reference
qudits are in the same set.
(ii) |Φ〉 is the purification of a (m,L, 2m−L) ramp QSS schemes. The encoded
secret of the ramp QSS scheme has dimension dL, and each share has
dimension d.
Proof. (i) → (ii): In the equations for the mutual information, all occurring
sets, A, B, R, A∪R and B ∪R, are maximally entangled with the rest because
for all of them all reference qudits are in the same set of the bipartition. Hence
we have S(A) = (2m − |A|) log d, S(B) = |B| log d, S(R) = S(S) = L log d,
S(A,R) = (2m − |A| − L) log d and S(A,B) = (|B| + L) log d. Plugging these
into Equations (43) and (44) while using the definition of the mutual information
(Equation 10), confirms that these are satisfied.
(ii) → (i): Consider an unauthorized set of players B, with |B| = m − L.
Then the set is B ∪ C is authorized for any additional set C with |C| = L and
C ∩B = ∅. From Equation (46) we have
S(B,C,R) = S(B,C)− S(R) (48)
On the other hand, using the Araki-Lieb inequality [21] S(X,Y ) ≥ S(X)−S(Y )
and Equation (47) gives
S(B,C,R) ≥ S(B,R)− S(C) = S(B) + S(R)− S(C). (49)
Combining the last two equations and using S(S) = S(R) = S(C) shows
S(B,C) ≥ S(B) + S(C), (50)
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where equality must hold due to the subadditivity of the entropy S(X,Y ) ≤
S(X) + S(Y ). This means that the entropy increases maximally when adding
L shares to m− L shares. The strong subadditivity of the entropy [21]
S(X,Y )− S(Y ) ≥ S(X,Y, Z)− S(Y,Z) (51)
states that adding system X to system Y increases the entropy at least by as
much as adding system X to a larger system Y ∪ Z that contains Y . So in our
case, adding L shares to less than m−L shares increases the entropy by at least
S(C), and since this is the maximum, it increases the entropy exactly by S(C).
Moving the shares over one by one from C to m−L or less shares must increase
the entropy maximally with each share for it to be maximally increased when
all shares are added. Hence adding one share to a set that contains less than
m shares increases the entropy maximally. Hence, starting out with a set of no
shares, and repeatedly adding one share to the set until the set contains any m
shares and is authorized, shows that any set of m shares has entropy m log d.
This shows that the entropy is maximal for any subset of m players, i.e., |Φ〉 is
maximally entangled for any bipartition into m players A and its complement
P\A∪R, which contains all L reference qudits, and thus is maximally entangled
for any bipartition where all reference qudits are in the same set.
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