THERE IS NO CORNER OF THE
The Chinese Internet of 2016 has more than just brakes -it is subject to a regime of ever-stricter control and supervision. A Chinese individual in 2016 has a better chance of anonymity offline than online, away from the thousand prying eyes of China's army of censors.
In the early days of the Internet, many people globally assumed that cyberspace would elude the state's effort to control it. US President Bill Clinton famously quipped in 2000 that controlling the Internet would be like 'nailing jello to a wall'. 'Liberty will spread by cell phone and phone modem', he proclaimed. 'Imagine how much it could change China.' 2 Chinese officials imagined just this -and then took steps to stop it.
In the mid-1990s, China's Ministry of Public Security 公安部 (MPS) kicked off its 'Golden Shield Project' 金盾工程 -a far-ranging attempt to harness emerging information technologies for policing.
3 Officials envisioned the integration of citizens' official files into a nationwide registry and the inception of data-driven surveillance. Yet they were also aware that developments in informational technology could outpace the speed at which the Party could control it. As the number of Internet users skyrocketed 
Freedom and Order: The Legacy of Lu Wei
On 29 The CAC normalised the practice of summoning leading tech executives to the CAC office for reprimand. In 2015, in a rare public censure, the CAC even threatened to close down Sina 新浪 -China's largest news portalif the company did not tighten censorship of its online news service.
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For the most part, however, officials have used the carrot rather than the stick to get Internet companies to work with the Party-state to achieve its vision for the Internet. The state leads the drive to increase popular access to the Internet, bringing millions of new Chinese users online each year -from the companies' perspective, customers. It pays to be on the process by publishing rafts of statistics on censored content and sites that have been shut down. During one 'clean up' 净网 operation in 2016 alone, the CAC claimed to have shut down over one million accounts and closed more than 2,000 sites for disseminating 'pornography, false rumours, and violent or other illegal content'. 16 If you want to report content directly to the CAC yourself? The site provides an easy to remember phone number and URL (12377.cn). There's even an app.
Spiritual Garden or Cultural Wasteland?
With its legions of censors and culture of self-censorship, the Chinese Internet has become, in Xi's words, 'clean and chipper' 晴朗 -at least as far as direct threats to Party rule are concerned. But the CCP aspires to a higher plane of control, in which China's Internet becomes nothing less than a 'spiritual garden' 精神家园 -an ennobling space where netizens complete their transformation into perfect citizens. 17 With over 700 million users, the Internet is increasingly the Party's most direct channel to its citizens, and it employs both online spectacle and its command over information to achieve this end.
In recent years, both Party publications and journals of theory have given expression to dreams of control and the potential of big data to en- In November, reports surfaced that Chinese officials and Huawei executives were in conversation with Russian officials about selling the data storage technologies needed to implement the Yarovaya Law, which requires companies to store data about Russian citizens within Russia and mirrors China's own data localisation drive. 28 Other governments, including Iran, Egypt, and Cambodia have expressed interest in similar Chinese
The Yarovaya Law refers to a pair of Russian federal bills passed in 2016 that tighten counter-terrorism and public safety measures in Russia. It is known to the public under the last name of one of its creators -Irina Yarovaya Image: en.kremlin.ru
