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Abstract. The advent of the Internet has significantly transformed the daily 
activities of millions of people, with one of them being the way people 
communicate where Instant Messaging (IM) and Voice over IP (VoIP) 
communications have become prevalent. Although IM applications are 
ubiquitous communication tools nowadays, it was observed that the relevant 
research on the topic of evidence collection from IM services was limited. The 
reason is an IM can serve as a very useful yet very dangerous platform for the 
victim and the suspect to communicate. Indeed, the increased use of Instant 
Messengers on smart phones has turned to be the goldmine for mobile and 
computer forensic experts. Traces and Evidence left by applications can be held 
on smart phones and retrieving those potential evidences with right forensic 
technique is strongly required. Recently, most research on IM forensics focus 
on applications such as WhatsApp, Viber and Skype. However, in the literature, 
there are very few forensic analysis and comparison related to IM applications 
such as WhatsApp, Viber and Skype and Tango on both iOS and Android 
platforms, even though the total users of this application already exceeded 1 
billion. Therefore, in this paper we present forensic acquisition and analysis of 
these four IMs and VoIPs for both iOS and Android platforms. We try to 
answer on how evidence can be collected when IM communications are used. 
We also define taxonomy of target artefacts in order to guide and structure the 
subsequent forensic analysis. Finally, a review of the information that can 
become available via the IM vendor was conducted. The achieved results of this 
research provided elaborative answers on the types of artifacts that can be 
identified by these IM and VoIP applications. We compare moreover the 
forensics analysis of these popular applications: WhatApp, Skype, Viber and 
Tango. 
Keywords: VoIP; forensic acquisition analysis and comparison; WhatsApp; 
Skype; Viber; Tango 
1 Introduction 
One of the daily activities that has seen significant changes due to service introduced 
via the Internet is the social networking and communication amongst people [1][2][4]. 
Various Internet based communication services have been introduced that offer di-
verse methods of communication such as instant messaging, audio, video, file ex-
change and image sharing. The term “Instant Messaging application” or “IM applica-
tions” will be used throughout this text in order to refer to this category of Internet 
based communication services. 
However, it was not only the legitimate activities that shifted to Internet based ser-
vices. Eventually, criminal activities started being facilitated or taking place over the 
Internet [5] and criminals started using IM applications to communicate, either with 
potential victims [6] or amongst themselves to avoid interception [7]. It becomes ob-
vious that, due to their popularity, IM applications have the potential of being a rich 
source of evidential value in criminal investigations. Moreover, for most of these 
applications, the type of information that can be collected in the context of an investi-
gation can span beyond text messages. Europol has identified the threat of misused 
IM communications by criminals to facilitate their illegal activities due to the fact that 
it is harder to monitor or regulate these services [8]. 
Despite the wide prevalence of IM applications, there has been limited published 
research towards the assessment of their evidential value in criminal investigations. 
Moreover, the existing published research has not addressed all the popular OS plat-
forms and IM applications, either due to the fact that they did not all exist at the time 
the research was conducted or the specific IM application was not that prevalent at 
that point to attract the attention of deep investigations. 
As a result, this acted as the main motivation in proceeding with this specific prob-
lem since any solution to it would address the gap in the existing published research 
and contribute to its further progress. In this paper, we present forensic acquisition 
and analysis of four VoIPs: WhatsApp, Skype, Viber and Tango for both iOS and 
Android platforms. They are the most popular IM apps as their total users already 
exceeded 1 billion [23][24][26]. Indeed, to the best of our knowledge, there is no 
published research regarding forensic artefacts of Tango as well as a comparison of 
forensics analysis of these four IMs. Indeed, most of the published research has been 
focusing on Android devices whereas iOS based devices have not been extensively 
examined. In this paper we aim to answer how evidence can be collected when these 
IMs’ communications are used. In order to provide answers to this problem, the idea 
is to select a number of IMs services and operating systems based on current populari-
ty and conduct test communications for further analysis. Furthermore, a taxonomy of 
target artefacts was defined in order to guide and structure subsequent forensic analy-
sis. Additionally to the forensic analysis, alternative sources of evidence were exam-
ined such as the possibility to clone IM session and perform communication intercep-
tion. Finally, a review of the information that can become available via the vendor 
was conducted. Based on this approach, experimental tests were also conducted in 
order to identify potential forensic artefacts for these IM applications. 
The rest of this paper is structured as follows: Section 2 looks at the literature sur-
vey and relevant work that has been conducted in the field. Section 3 describes the 
acquisition techniques in order to address the problem as identified in this section. 
Section 4 presents the evaluation and discussion of the outcomes of applying the 
adopted approach to solve the problem. Finally, Section 5 summarises some conclud-
ing remarks and discusses some future work. 
2 Background 
Although IM and VoIP applications were not very widespread in 2006, Simon & Slay 
[9] had already identified that the use of VoIP communications poses new challenges 
to law enforcement authorities. Specifically, they pointed out that new methods for 
collecting evidence were needed due to the fact the VoIP communications are based 
on a decentralised data network and can be easily encrypted. In the same paper, the 
authors described the challenges of performing call interception due to VoIP architec-
ture of non-carrier solutions with a special reference to Skype, which was one of the 
few VoIP applications at that time. They present a potential real life scenario where 
criminals could avoid the traditional PSTN network and communicate via Skype in 
order to avoid interceptions and achieve the necessary obscurity required to remain 
undetected [10]. Moreover, they referred to the immaturity of legislation regarding the 
regulation of non-carrier VoIP and the complexity of introducing relevant legislation 
at an international level. Finally, they proposed memory forensics as a potential direc-
tion in retrieving volatile evidence related to running VoIP software, although they do 
not present a concrete methodology since their research was still incomplete at that 
point. 
Kiley et al [11] conducted some research on IM forensic artefacts and they also 
pointed out that IM is being exploited by criminals due to its popularity and privacy 
features. However, their research focused on, what they named, volatile instant mes-
saging which described the IM services operating via a web interface, without requir-
ing a fat client. They analysed four popular web-based IM services on Windows desk-
top environments and concluded that it is possible to retrieve forensic artefacts via the 
browser cache files and the Windows page files. The identified forensic artefacts in-
cluded communication timelines, usernames, contact names and snippets of conversa-
tion. However, the entire conversation was never possible to be retrieved. The authors 
concluded their paper by presenting an investigative framework for addressing vola-
tile messaging, which consists of three phases: recognition, formulation and search. 
Simon & Slay [12] continued their work on investigative techniques for VoIP 
technologies by conducting experiments in order to identify traces left by Skype in the 
physical memory. They drew their inspiration from similar research on the operating 
system recovery level information from the physical memory and expanded the ap-
proach to application level information. To better structure the objectives of their 
proposed investigative approach, the authors defined a number of data type categories 
that could be identified in the context of an investigation: Communication Content, 
Contacts, Communication History, Passwords and Encryption Keys. In order to cap-
ture the memory of the system under investigation, they leveraged virtualisation and 
the inherent functionalities of memory extraction. They concluded that it is possible to 
retrieve useful information about the use of Skype via the physical memory and spe-
cifically: information about the existence of the Skype process, the password and the 
contact list of the Skype account that was used. However, it was not possible to re-
trieve any encryption keys although it is known that Skype uses encryption. 
Vidas et al [13] conducted work towards the definition of a general methodology 
for collecting data on Android devices. Although not directly relevant to the IM in-
vestigation issue, their work provides useful information that assisted in developing 
our approach. More precisely, the authors have provided a comprehensive overview 
of an Android device and proposed specific data collection objectives and processes 
that were taken into account in our experiments, which are described in Section 4. 
Alghafli et al [14] gave guidelines on the digital forensic capabilities in 
smartphones where they considered Skype as a source of evidence. They also referred 
to VoIP applications being used to communicate without leaving logs in the tradition-
al phone functions of the smartphones. 
Carpene [15] and Tso et al [16] approached the evidence extraction for iOS based 
devices from a different perspective, which does not require the actual seizure of the 
device. Their approach was to leverage the backup files created via the iTunes appli-
cation, the PC companion software for managing iOS devices. In [15] the author took 
a more generic approach in an attempt to create taxonomy for all potential evidence 
that can be extracted from the iTunes backup file. Skype is one of the applications 
that were included in this taxonomy and the potential evidence identified is limited 
call history and limited contact data. The same approach was followed in [16] to in-
vestigate the iTunes backup files. Nevertheless, their research focused in identified 
forensic artefacts of five popular IM devices: Facebook, Skype, Viber, Windows Live 
Messenger, and WhatsApp Messenger. They concluded that it is possible to retrieve 
the content of IM communications via the backup files. Since three of these IM appli-
cations are included in analysis, their outcome will be taken into consideration. 
Schrittwieser et al [17] conducted a security assessment of nine popular IM and 
VoIP applications, including Viber, WhatsApp and Tango. Although their approach is 
stemming from a vulnerability assessment perspective, the outcome could also be 
valuable in a law enforcement investigation context. For instance, their results about 
weak authentication mechanisms could be used in order to perform session cloning 
and intercept the communication, wherever the applicable legislation allows for such 
activities by law enforcement authorities. 
Chu et al [18] examined the possibility of retrieving Viber communication content 
via the Random Access Memory (RAM) in Android devices. They concluded that it is 
possible to retrieve partial evidence via the RAM and, furthermore, that the evidence 
is present even after resetting the device. 
Mahajan et al [19] conducted forensic analysis for both Viber and WhatsApp on 
Android devices, using forensic acquisition equipment to perform the file system 
extraction of the smartphones. Their research concluded that for both IM applications 
it is possible to retrieve useful information about the user’s activities such as commu-
nication content, communication history and the contact list. 
We also want to validate what has been concluded in [19] and go beyond by ex-
panding it to issues that they have not been addressed such as the recovery of deleted 
messages or factory reset phones. Moreover, we will expand further to more plat-
forms and more IM applications. As presented above, IM and VoIP applications are in 
the rise within the last few years and most likely will remain popular in the future. 
The shift from traditional communications (i.e. over PSTN or GSM networks) to IM 
and VoIP services calls requires new ways of collecting evidence.  
The existing literature has identified the issue of identifying and monitoring VoIP 
traffic [9][10][20] and some research has been conducted towards the retrieval of 
evidence from IM and VoIP services [11][12][15][16][19]. Nevertheless, there are 
gaps in the existing research and developments on this field, which have yet to be 
addressed. For instance, the investigating forensic artefact of Tango, which is popular 
amongst Android users or the desktop version of Viber which was only released in 
May 2013 is highly required. Moreover, very little is known about alternative investi-
gation techniques which is often used by law enforcement for Skype investigations. 
Indeed, there is no research that compares forensics analysis of four applications: 
WhatsApp, Skype, Viber and Tango. Finally, most of the published research has been 
focusing on Android devices whereas iOS based devices have not been extensively 
examined. 
These open issues formulate the problem statement of this work, which can be 
summarised in the following questions: 
 What types of forensic artefacts can be found in the most popular IM services? 
 How and where can evidence be collected from the most popular IM services? 
 What alternative sources exist in order to capture evidence from IM services? 
In order to address these questions we follow the approach that is described in the 
following Section. 
3 Acquisition Techniques 
The first step is to set-up an investigation environment for various mobile devices in 
with WhatsApp, Skype, Viber and Tango are installed. Following the environment 
setup and the definition of the list of target artefacts, the next steps are dedicated to 
the whole investigation itself; from the data collection to the extraction of evidence 
(artefacts in this case). We perform the forensic analysis on the data. This approach 
implies that a device has been seized and therefore we can conduct a forensic analysis 
on it in order to extract evidence in a post mortem fashion. 
 
3.1 Forensics Analysis 
The objective of this analysis is to identify the artefacts stored by each IM application 
in the file system of every seized device. The following questions are usually ex-
pected to be answered during this analysis. 
 What data is generated and stored on the device for each of the used IM func-
tionality? 
 Where is this data stored on the file system? 
 In what format is the data stored? 
 How can the data be retrieved, accessed and analysed? 
For the data extraction and analysis from the devices, we use specialised mobile fo-
rensic tools: 
 Cellebrite UFED Touch Ultimate  - data extraction / acquisition – with the fol-
lowing extraction modes: 
- Logical extraction:  Quick extraction of target data (e.g. sms, emails, IM 
chats) performed at the OS level. 
- File system extraction: In depth extraction of the entire file system of the de-
vice. 
 Cellebrite UFED Physical Analyzer  - data analysis 
Following the data extraction, we use SQLiteStudio as a main tool for opening and 
parsing the SQLite databases that are mainly used for storing data in IM applications. 
Further we use other software applications for opening image, audio and video files 
that have been identified. 
3.2 Taxonomy of target artefacts 
In this subsection, we describe taxonomy of target atefacts that we use in our fo-
rensics analysis. 
Table 1. Target artefacts  
Target Artefacts Definition 
Installation Data Data related to the installation of an IM client on a specific device. It can be very 
useful in the initial phase of an investigation, as it can lead to further queries 
related to IM data. 
Traffic data According to the European Data Protection Supervisor [27], traffic data are data 
processed for the purpose of the conveyance of a communication on an electronic 
communications network. According to the means of communication used, the data 
needed to convey the communication will vary, but may typically include contact 
details, time and location data. Therefore it is crucial for forensic analysis. 
Content data The actual content of a communication, which can be text, audio, video, or any 
other format of the data. In the context of this study, we do not categorise attach-
ments or exchanged files as content data but we establish category for them. 
User profile data Information related to the profile of the IM user such as name, surname, birthdate, 
gender, picture, address, phone number and email. 
User authentica-
tion data 
Data that is used to authenticate the user to a service or an application such as a 
password, session key, etc. 
Contact database The list of contacts associated to the IM user. 
Attachments/Files 
exchanged 
Data files that were exchanged via a file transfer functionality. 
Location Data According to the UK Information Commission Officer [28], location data means 
any data processed in an electronic communications network or by an electronic 
communications service that indicates the geographical position of the terminal 
equipment of a user of a public. 
 
3.3 Discussion 
The approach adopted in order to conduct this study is influenced by Simon & Slay 
[12] with regards to the definition of data categories of expected evidence. Moreover, 
the adopted approach for the data acquisition from the mobile devices is based on the 
same technique used in [19]. Nevertheless, the adopted approach differs from these 
previous studies in the following: 
 It covers both iOS and Android platforms. Previous work mainly focused either 
on Android devices [19] or the backup files of iOS devices [15][16], but not both 
at the same time. 
 It covers the four most popular IM applications; in total more than 1 billion users, 
on the two most popular mobile platforms, covering 63% of the market share as 
described earlier. Overall, the scope of the examined IM and mobile OS plat-
forms should cover the vast majority of IM based communications via mobile 
devices. 
 With the exception to the study presented in [19], none of the previous work was 
based on the file system forensic analysis of data images acquired by mobile de-
vices. 
 Although mostly focusing on the mobile file system forensic analysis, it address-
es the IM communications from file system forensic analysis. Previous work was 
focused only on the technical forensic analysis of the file system [19], backup 
files [15][16] or the physical memory [12][18]. 
4 Description of results and Analysis 
4.1 Test environment 
In order to examine the four IM applications and answer the questions posed in the 
problem statement, a testing environment is setup, based on two different mobile 
devices with all the four IM applications installed (Fig.1). The communications be-
tween the two devices was conducted for a week using all features of IM applications. 
We used the iOS version 6.1.3 and the Android version 2.3.5 (Gingerbread) during 
the testing. Although the Android operating system is characterised by considerable 
fragmentation in terms of versions, it can be assumed that the results of the tests can 
be extended to all current versions of Android as it was also concluded in [19]. It must 
be noted that both devices were neither jail-broken nor rooted. In the case of a jail-
broken or rooted device, the test would result in at least the same amount of evidence, 
if not more due to the more uncontrolled environment in a jail-broken or rooted de-
vice. Moreover, the devices used were not locked with a passcode, although the 
equipment we used was able to retrieve almost the same data when the devices were 
locked. Nevertheless, the passcode recovery or cracking of the devices is out of the 
scope of this study. 
4.2 iOS Forensic Analysis 
Logical Extraction Analysis. The Logical Extraction of information from the iPhone 
did not produce any IM related results. The analysed data from UFED Physical Ana-
lyser do not include any explicit information related to the four IM applications under 
investigation. 
Filesystem Extraction Analysis. On the other hand, when a File System Extraction 
was performed with UFED, the UFED Physical Analyzer was able to identify relevant 
information for Skype, Viber, Tango and WhatsApp (Table 2). 
Manual Filesystem Analysis. In order to further investigate for potential file system 
artefacts generated by facts, it was required to proceed with a manual analysis of the 
file system. The most valuable information in the Skype user folder is found at the 
following locations: main.db.EMBEDDED that contains the profile pictures of all the 
Skype contacts and main.db that contains information about the Skype account, list of 
contacts that participated in a call, list of Skype contacts, list of conversations, mes-
sages and SMS, list of transferred files from and to the user, list of voicemails sent to 
the user and list of video calls. 
Table 2. iOS Filesystem Extraction analysis  
Target artefacts Skype Viber Tango WhatsApp 
Installation Data Yes Yes Yes Yes 
Traffic data Call/Chat history Call/Chat history No Chat history 
Content data Chat/Image Chat/Image Image Chat/Image 
User profile data Yes No Yes No 
Contact database Yes No  No 
 
The most important file of Viber is Contacts.data that is at the core of the applica-
tion and comprises the main data repository where valuable information can be found 
such as a list of all contacts; list of all the attachments exchanged, including pictures, 
video, stickers and custom locations; list of unique conversation; list of phone num-
bers; list of recent calls and their duration; data related to the sticker icons and pack-
ages; the latitude and longitude of each message that was sent with the location ser-
vice enabled; list of messages exchanged. 
The first remark that was made when researching the Tango application in the iOS 
device was the fact that the application is registered with the name ‘sgiggle’ instead of 
tango in the file system. Secondly, it has to be noted that Tango’s application folder 
‘sgiggle’ was the only one of the IM applications in scope that was hidden in the file 
system. While analysing the files included in Tango’s application folder, it was ini-
tially noticed that mainly comprises of SQLite .db files like all the other examined 
applications. However, when attempting to parse the database files, it was noticed that 
the content of the databases are not in clear text. For instance, the database file tc.db 
appears to be the one storing the communication content in Tango. When examining 
the data of the table ‘messages’, the content of the fields ‘conv_id’ and ‘payload’ 
appear to be unintelligible which leads to the conclusion that they are stored in an 
encrypted form. The same kind of encryption was encountered with all other database 
files in the Tango application folder which made the further analysis of the data not 
feasible in the context of this research, as it would require extensive cryptanalysis 
attacks. 
The manual file system analysis identified that the WhatsApp application files re-
side in an iOS folder in the /var/mobile/Applications/ directory. The application files 
are contained in two subfolders ‘Documents’ and ‘Library’, with the first one storing 
all the database and iOS plist settings files while the latter contained media files such 
as images and videos. The subfolder Library/Media contained the following subfold-
ers: <contact_number>@s.whatsapp.net that contains all the media files exchanged in 
conversations with the specific contact; profile that contains thumbnail images of the 
profile pictures of all contacts. Nevertheless, the database files storing the activity and 
contact information for WhatsApp reside in the Documents folder. Specifically, the 
communication activity is stored in the database called ChatStorage.sqlite and the 
WhatsApp contact information is stored in the Contacts.sqlite database file. 
4.3 Android Forensic Analysis 
Logical Extraction Analysis. Contrary to the results retrieved for iOS via the UFED 
Logical Extraction analysis, the equivalent results for Android are much more exten-
sive with a considerable amount of IM related information been identified. However, 
the logical extraction analysis of the Android device did not produce any information 
regarding Viber. Besides, the only related information to Tango was a record in the 
‘User Accounts’ section of an account titled “Sync Tango friends”. Similarly to 
Skype, information related to WhatsApp includes all the chat history and its content. 
Moreover, the WhatsApp chat content also includes the attached files (Table 3). 
Table 3. Android Logical Extraction analysis  
Target artefacts Skype Viber Tango WhatsApp 
Traffic data Call/Chat history N/A N/A Chat history 
Content data Chat/Image/Video N/A N/A Chat/Image 
User profile data Yes N/A N/A No 
Contact database Yes N/A N/A No 
 
Filesystem Extraction Analysis of the Android device did not produce significantly 
different results compared to the Logical Extraction analysis described in section 4.2. 
For Skype, File System Extraction analysis provides more information contained in 
the chat content. Specifically, while the attachments were missing in the Logical Ex-
traction analysis, most of them were embedded in the conversations retrieved by the 
File System Extraction analysis. Nevertheless, this information can also be retrieved 
vie the Logical Extraction analysis under the Videos section.  
Similarly, the only possibility of retrieving Viber’s data was by searching for 
“viber” in the Images and Videos section which returned the image and video files. 
Nevertheless, it only provided an initial identification of related data without provid-
ing a lot of context.  
For Tango, additionally to the information retrieved by the Logical Extraction 
Analysis, the File System Extraction Analysis revealed an entry of the Tango applica-
tion in the ‘Installed Applications’ section of the UFED Physical Analyzer. Finally, 
for WhatsApp, this analysis does not produce significantly different results compared 
to the Logical Extraction analysis described above. The same data was identified with 
regards to WhatsApp as the ones described with the Logical Extraction analysis. 
Manual Filesystem Analysis. With the exception of the location in the file system, 
the Android folder structure of Skype application data is similar to the one described 
for iOS. As a result, the main bulk of the information is stored in the main.db SQLite 
database which is located in the Skype user folder. The Skype user folder in an An-
droid device is located at the following path /data/data/com.skype.raider/files/ 
<username>. Apart from the information contained in the main.db database and al-
ready analysed in the iOS section, the following folders can be of interest in the An-
droid filesystem: media that contains media files that have been exchanged via Skype 
and /mnt/sdcard/Android/data/com.skype.raider/cache that is located in the SD card of 
the device and contains cached media files that were sent by the Skype user.  
Since the analysis performed by the UFED Physical Analyzer did not yield any re-
sults related to Viber, the manual file system analysis is the only possible way of re-
trieving evidence coming from IM communications over Viber. Contrary to Skype 
where the databases between iOS and Android were almost identical, the situation 
with Viber was identified to be considerably different between the two operating sys-
tems. In the case of Android, the information is mainly stored in the following loca-
tions: 
 Folder /mnt/sdcard/viber that locates in the SD card of the device and contains the 
following subfolders which might be of interest in an investigation: User photos- 
profile photos of all the Viber contacts, Viber Images- Image files exchanged via 
Viber, Viber Video-Video files exchanged via Viber 
 Folder /data/data/com.viber.voip: Located in the device’s internal memory and 
containing the following database files 
When analysing the two database files, we notice that the viber_message is used 
for storing information related to text communications whereas the viber_data for the 
rest such as the call log and the phonebook. 
The manual file system analysis in the Android file system resulted in identical 
conclusions as the one described in the iOS section. All the Tango database files con-
tained encrypted content and TangoCache.db was the one in cleartext pointing to 
exchanged media files. The difference compared to the iOS analysis was the fact that 
the folder TCStorageManagerMediaCache and the contained media files were availa-
ble locally. 
Mahajan et al had identified the artefacts produced in WhatsApp in their research 
[19]. However, they do not include the exact structure of the WhatsApp data stored in 
the Android file system and neither did they provide the detailed table structure of the 
database files used by WhatsApp in Android. The folder ‘databases’ was identified as 
storing the most valuable information in order to reconstruct the communication his-
tory in WhatsApp, which were the two main database files: msgstore.db and wa.db  
that contain all the exchanged attachments, such as images, video and contact cards. 
Similarly to the iOS findings, the communication activity is stored in the database 
called msgstore.db and the WhatsApp contact information is stored in the wa.db data-
base file. However, compared to the WhatsApp database table structure in iOS, the 
Android ones contained far less tables. 
5 Conclusion and Future work 
This research was mainly motivated by the fact that despite the fact that IM applica-
tions are a ubiquitous communication tool nowadays, there was in-depth research on 
the topic of evidence collection from IM services. In this paper, we take into account 
the fact that criminal activities are taking place over IM communications in an in-
creased frequency, the problem statement was created around providing answers on 
how evidence can be collected when IM is used. To that end, this research has provid-
ed elaborate answers on the types of artefacts that can be identified by the four most 
prevalent IM applications. Specifically, the following should now be well known for 
each of the investigated IM applications such as (i) the types of artefacts that can be 
collected in both iOS and Android devices, (ii) the location of the artefacts in each of 
the aforementioned file systems, (iii) the format of the artefacts and how to analyse 
them, (iv) a comprehensive description of the internals of every important application 
database with an explanation of what is stored in each database table for every IM 
application in both operating systems. 
There are still a few remaining parts of the problem statement to be solved which 
could formulate future research work such as (i) the possibilities and limitations of 
using session cloning as an alternative investigation method in order to perform IM 
communication interception and (ii) the possibilities and limitations of retrieving 
information via the IM vendors. 
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