History of the EFT/ATM Industry
The origins of the electronic funds transfer (EFT) industry can be traced back to the introduction of the first automated teller machine (ATM) in the mid-1960s. The ATM was able to handle account transfers, accept deposits, and dispense cash using a standard magnetic stripe card and personal identification number (PIN). With the introduction and acceptance of ATMs, U.S. financial institutions entered the era of EFT systems.
The term EFT refers to the application of computer and telecommunication technology in making or processing payments. The term itself does not refer to a specific product. Rather, it is a descriptor that defines payment vehicles that use electronic networks instead of cash or checks to conduct a transaction. EFT networks are divided into two main types: wholesale and consumer. Wholesale EFT networks are typically used by financial institutions for large-dollar electronic transfers. Consumer EFT networks handle a variety of electronic payment services used by consumers and generally move small-dollar amounts Historically, the core of consumer EFT networks has been the ATM and associated access cards. ATM networks were first established as proprietary systems that were owned by a bank or payments processor and that served a limited geographic area.
In some cases, the proprietary systems were shared with other financial institutions to expand the network, but the proprietary bank provided the ATM processing. While sharing of ATM networks created economies of scale, its primary benefit was stimulating consumer demand. Financial institutions' customers discovered that their ATM/debit cards could be used to access their accounts at the financial institutions where they held accounts and at local financial institutions where they did not. Initially, these networks This sharing of ATMs represents a network externality, which occurs when the value of a network increases as new users join the network. As more customers join the network, the network becomes more valuable to each user. This network externality results in "increasing returns," that is, as the network continues to grow, it becomes easier to attract additional users. The larger number of users in the expanded network makes 
EFT at the Point of Sale
As consumers became comfortable using debit cards for cash withdrawals and other banking transactions, the next logical step in the expanding ATM networks was to introduce the usage of debit cards for purchase at the point of sale. Purchases made at merchant locations using such debit cards are processed through EFT networks just as transaction, were installed at supermarkets during the early 1980s. After the establishment of PIN-based debit cards at supermarkets, customers were able to use their ATM/debit cards not just to pay for their purchases but also to receive cash back. The cash back option became popular with supermarket retailers, since store owners recognized savings as a result of less cash to count at the end of the day, a chore that represented a carrying cost to the establishment. In addition, with ATM surcharging in the 1990s, consumers found it cheaper to receive cash back at the counter versus using an ATM terminal in the supermarket that may have charged a usage fee.
When a customer uses his or her PIN for authentication at an ATM or at a merchant location, he or she is participating in what is called an "on-line" debit transaction. These on-line debit transactions are settled by an immediate debit to the consumer's bank account. As financial institutions and their EFT networks worked to encourage use of debit cards at the point of sale, they met initial resistance from the merchant community. Some resistance was due to the cost incurred in purchasing and maintaining a unique terminal for POS debits. Another problem was related to the operation of the EFT networks themselves. The early EFT networks did not permit interoperability among EFT systems, requiring the merchant to maintain separate terminals for each competing brand.
Visa and MasterCard also introduced their own debit option, the Visa Check and MasterMoney cards, respectively. However, these cards differed from the regional ATM/debit cards in that transactions performed with these cards were considered "offline" debit transactions. In an off-line debit transaction, the consumer does not use a PIN, but rather signs a sales receipt to authenticate the transaction. As such, the transaction 7 flows over the bankcard association's credit card network. In addition, since no issuer electronically authenticates the consumer when performing this transaction, this type of transaction bears a higher risk to the merchant.
As a result, the 1990s saw these off-line and on- Part of the reason for more rapid recent growth in on-line transactions is that merchants prefer on-line debit. Financial institutions that issue on-line and off-line debit cards (issuers) charge acquirers (the merchant's bank) an interchange fee to recoup the cost of the network infrastructure, a situation similar to the credit card interchange structure. 6 Acquirers, in turn, pass these charges on to merchants as part of a "merchant discount." Interchange fees are substantially lower for on-line debit transactions than offline debit transactions. 
Internet Transactions and Payment Options
While financial institutions, EFT processors, and the bankcard associations were Some smart cards are considered as being safer for consumers to use because the chip on the card can have a PIN stored on it and can be used for a transaction only if the consumer uses the correct PIN. For merchants, accepting a transaction originated by a smart card provides greater assurance that the card is being used properly, since it provides two authentication forms, namely, the card number and that the consumer is in possession of the card. However, a hindrance to wider use of smart cards for Internet transactions is that consumers need to purchase and install specific hardware on their personal computers to allow them to use the card for transactions. To date, smart cards 11 are considered an emerging payment that has yet to become generally accepted by both merchants and consumers. However, if major retailers such as Target gain market acceptance with their smart card product, both consumers and merchants may increase their demand for the product.
Internet and PIN-Based Debit
Although consumers have quickly adapted to the use of debit cards at merchant locations, the next challenge seen by EFT networks is gaining the same level of acceptance for Internet-based purchases where credit cards are still the payment vehicle of choice. Despite their popular use, credit cards have two important limitations in the Internet or card-not-present environments. First, as noted earlier, the lack of authentication capability exposes merchants to greater risk of fraud and higher chargebacks for Internet-based credit card purchases. Second, credit card transactions, relative to those made with on-line debit cards, are assessed higher interchange fees.
There is anecdotal evidence as well that many consumers are concerned about the security of using credit cards on the Internet and, as a result, will not shop over this medium.
Among the several solutions under development in the payment card industry is NYCE's SafeDebit TM product. SafeDebit TM is a PIN-secured Internet debit payment product. Tomasofsky and Sussman explained that SafeDebit TM operates much the same way as a normal PIN-based debit transaction, allowing consumers to pay for purchases on the Internet with funds withdrawn directly from their checking accounts. The primary difference is that rather than entering a PIN at a merchant's terminal, consumers use a 12 CD-ROM "card" and a PIN to make secure Internet purchases from any personal computer, anywhere, at anytime. The transaction is routed from the consumer's computer, in encrypted form, through multiple processing points until an approval message is routed back to the consumer from his or her financial institution. Because of the routing, the consumer's account number and other sensitive data never reside on the merchant's system. A typical transaction takes about 10 seconds to complete.
SafeDebit TM addresses the two major challenges to using payment cards on the Internet: processing cost and security. SafeDebit TM carries a relatively lower interchange fee and employs a level of security using triple DES encryption in an already established transactional flow for authentication and authorization.
Conclusion
SafeDebit TM and other emerging applications demonstrate the continuing innovation taking place in the payment cards industry. As consumers' needs evolve and technology advances create new opportunities, the EFT industry continues to adapt and grow. From its rather straightforward beginning with ATMs to the application of secure payments on the Internet, the EFT industry has supported the continued development of payment cards. An important role of the Payment Cards Center is to monitor these new developments and provide insight into innovative and creative applications of payment cards designed to improve payment system efficiency and effectiveness.
