The recent rapid explosion of web based applications and information system have further increased the risk exposure of databases and thus, data protection is today more crucial than ever. It is more important to protect data not only from external intruders but also internal intruders. In this paper, different access control mechanisms and its models discussed to achieving the confidentiality, integrity and availability goals of the database security in the organization. The models are useful in classification systems to prevent theft of information and effect of data at higher classification levels.

