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Abstract
We consider entanglement swapping schemes for maximally entangled states, each of which is realized by
Bell measurements. The entangled states considered include bipartite maximally entangled states, d-level Bell
states and Greenberger-Horne-Zeilinger states. We also consider the entanglement swapping chains proposed
by Hardy et al. [Phys. Rev. A. 62(5) 052315] for maximally entangled states. Applications of the proposed
entanglement swapping schemes in quantum cryptography are described.
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1 Introduction
Entanglement is the core resource of quantum information processing, and plays an increasingly prominent
role in quantum information science. As an important means to produce entanglement, entanglement swapping
has attracted extensive attention since it was proposed by Z˙ukowski et al. [1–3]. Entanglement swapping has
become one of the core technologies in the construction of quantum Internet, and provides ideas for solving many
quantum information processing tasks such as quantum communication and quantum cryptography [3–8].
The original idea of entanglement swapping is that Alice and Bob share an entangled state beforehand, and Bob
shares another entangled state with Charlie; then Bob performs a Bell measurement on the two particles he holds,
which eventually enables Alice and Charlie to share a new entangled state [1, 2]. Later, entanglement swapping was
generalized to multipartite quantum systems by Bose et al. [9]. The generalizations of entanglement swapping for
multipartite and arbitrary dimensional quantum systems are presented in Refs. [10–12]. Entanglement swapping
schemes for discrete and continuous variable systems are proposed and demonstrated in Refs. [13–17].
In this paper, we first consider the swapping of two maximally bipartite entangled states by Bell measurements,
and then consider the multi-particle cases. We then consider entanglement swapping chains for bipartite maximally
entangled states. Finally, we describe several quantum cryptography protocols based on entanglement swapping,
such as quantum secure multi-party summation [23].
The structure of the rest of this paper is as follows. In Sec. 2, we derive the formulas for entanglement
swapping of maximally entangled states and generalized Bell states. In Sec. 3, we will consider entanglement
swapping chains consisting of more than two parties with generalized Bell measurements at all the intermediate
locations. we devote Sec. 4 to apply the proposed entanglement swapping schemes to quantum cryptography. We
summarize this paper in Sec. 5.
2 Entanglement swapping
Let us first derive the formulas for the entanglement swapping between two d-dimension maximally entangled
states, whose form is given by [19]
|ψmax〉 =
1√
d
d−1∑
j=0
| j〉 | j〉 . (1)
Suppose that there are two d-dimension maximally entangled states,
∣∣∣ψ1max〉 = 1√
d
d−1∑
j=0
| j〉 | j〉12 ,
∣∣∣ψ2max〉 = 1√
d
d−1∑
j=0
| j〉 | j〉34 , (2)
1
where the subscripts (1,2) and (3,4) denote two particles in the two states, respectively. The generalized d-
dimensional Bell states are given by [12, 20]
|ΨBell(u, v)〉 =
1√
d
d−1∑
j=0
ζ ju | j〉 | j ⊕ v〉 , (3)
where ζ = e2pii/d and the symbol ⊕ denotes addition modulo d throughout this paper. The Bell states are orthonor-
mal and complete, that is,
〈ΨBell(u, v)
∣∣∣ΨBell(u′, v′)〉 = δu,u′δv,v′ . (4)
Perform generalized Bell measurements on the particles 2 and 3, then the particles 1 and 4 are projected onto
∣∣∣φpro j〉 = 1√
P
1√
d
d−1∑
j=0
ζ− ju | j, j ⊕ v〉14 , (5)
where P can be obtained from normalization (similarly hereinafter). Let us then derive the formulas for the entan-
glement swapping between a d-dimension maximally entangled state and a d-dimensional Bell state. Let us mark
the two states by
|ψmax〉 =
1√
d
d−1∑
j=0
| j, j〉12 , |ΨBell(u, v)〉 =
1√
d
d−1∑
j=0
ζ ju | j, j ⊕ v〉34 , (6)
and denote the measurement result as |ΨBell(u′, v′)〉 = 1√
d
∑d−1
j=0 ζ
ju′ | j, j ⊕ v′〉23 with the generalized Bell measure-
ments performed on the particles 2 and 3, then the particles 1 and 4 are projected onto
∣∣∣φpro j〉 = 1√
P
1√
d
d−1∑
j=0
ζ j(u⊖u
′)
∣∣∣ j, j ⊕ v ⊕ v′〉
14
, (7)
where the symbol ⊖ denotes subtraction modulo d throughout this paper.
Let us now derive the formulas for the entanglement swapping between a d-dimension GHZ state and a d-
dimension maximally entangled state. The form of d-dimension n-particle GHZ states is given by [20]
|ψGHZ〉 =
1√
d
d−1∑
j=0
| j, j, . . . , j〉 . (8)
With generalized Bell-basis measurements performed on one of the particles in the GHZ state and the sec-
ond particle in the maximally entangled state, as before, we denote the measurement result as |ΨBell(u, v)〉 =
1√
d
∑d−1
j=0 ζ
ju′ | j, j ⊕ v′〉23. The remaining particles in |ψGHZ〉1,2,...,n ⊗ |ψmax〉n+1,n+2 are projected onto
∣∣∣φpro j〉 = 1√
P
1√
d
d−1∑
j=0
ζ− ju
′ ∣∣∣ j, j, . . . , j ⊕ v′, . . . , j〉
1,2,...,n+2,...,n
. (9)
Then, let us derive the formulas for the entanglement swapping between a d-dimension GHZ state and a d-
dimensional Bell state. Denote the measurement result as |ΨBell(u′, v′)〉 = 1√
d
∑d−1
j=0 ζ
ju′ | j, j ⊕ v′〉23. then |ψGHZ〉1,2,...,n⊗
|ΨBell(u, v)〉n+1,n+2 are projected onto
∣∣∣φpro j〉 = 1√
P
1√
d
d−1∑
j=0
ζ j(u⊖u
′)
∣∣∣ j, j, . . . , j ⊕ v ⊕ v′, . . . , j〉
1,2,...,n+2,...,n
. (10)
In what follows, we consider swapping each particle in the GHZ state with a maximally entangled state. Let
us denote in turn the measurement results as
∣∣∣ΨBell(u′1, v′1)〉 , ∣∣∣ΨBell(u′2, v′2)〉 , · · · , ∣∣∣ΨBell(u′n, v′n)〉 . (11)
From Eq. 9, we find that all the unmeasured particles are finally projected onto
∣∣∣φpro j〉 = 1√
P
1√
d
d−1∑
j=0
ζ− j(
∑n
k=1 u
′
k
mod d).
∣∣∣ j ⊕ v′1, j ⊕ v′2, . . . , j ⊕ v′n〉 (12)
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For swapping each particle in the GHZ state with a Bell state, let us denote in turn the initial Bell states as
|ΨBell(u1, v1)〉 , |ΨBell(u2, v2)〉 , · · · , |ΨBell(un, vn)〉 . (13)
From Eq. 10, we find that all the unmeasured particles are finally projected onto
∣∣∣φpro j〉 = 1√
P
1√
d
d−1∑
j=0
ζ j[
∑n
k=1(uk−u′k) mod d]
∣∣∣ j ⊕ v1 ⊕ v′1, j ⊕ v2 ⊕ v′2, . . . , j ⊕ vn ⊕ v′n〉 . (14)
We now consider entanglement swapping chains proposed by Hardy et al. [10] for maximally entangled states.
Suppose that there are n d-dimension maximally entangled states,
∣∣∣ψ1max〉 = 1√
d
d−1∑
j=0
| j〉 | j〉12 ,
∣∣∣ψ2max〉 = 1√
d
d−1∑
j=0
| j〉 | j〉34 , · · · ,
∣∣∣ψnmax〉 = 1√
d
d−1∑
j=0
| j〉 | j〉2n−1,2n , (15)
and that the measurement results as∣∣∣ΨBell(u′1, v′1)〉 , ∣∣∣ΨBell(u′2, v′2)〉 , · · · , ∣∣∣ΨBell(u′n, v′n)〉 . (16)
By performing intermediate Bell measurements, the unmeasured particles 1 and 2n are finally projected onto
∣∣∣φpro j〉 = 1√
P
1√
d
d−1∑
j=0
ζ− j(
∑n
k=1 u
′
k
mod d)
∣∣∣∣∣∣∣ j, j ⊕
n∑
k=1
v′k
〉
14
. (17)
3 Applications in quantum cryptography
We in this section describe several applications of the entanglement swapping considered above in quantum
cryptography, including quantum secure multi-party summation, and quantum secret sharing [12, 21].
3.1 Quantum secure multi-party summation
Quantum secure multi-party summation (QSMC) aims to compute the summation of a set of secret data, while
protecting data privacy. An important purpose of the summation is to obtain the average. Similar to the first QSMC
protocol in our recent work [23], the semi-honest third party (TP) prepares a d-dimension (n + 1)-particle GHZ
state, and distribute particles to n parties. Each party prepares a generalized d-dimensional Bell state, and sends
the coded particle to TP. Each party performs generalized Bell measurements on the particles in hands, and then
they cooperate together to compute
∑n
k=1 v
′
k
and announce the computation result to TP. TP performs single-particle
measurements on each particle in the GHZ state, and marks the measurement results by
i, i ⊕ v1 ⊕ v′1, i ⊕ v2 ⊕ v′2, . . . , i ⊕ vn ⊕ v′n. (18)
Finally, TP computes
∑n
k=1 i ⊕ vk ⊕ v′k −
∑n
k=1 v
′
k
− ni, such that he can obtain the summation of all the parties’ data.
In a similar way, we can calculate the success probability P of the protocol as follows
P =
n∏
k=1
(d − vk)(d − vk − v′k)
d2
. (19)
Referring to the second QSMC protocol in Ref. [23], we can design another summation protocol with slight
changes, which will not be repeated in this paper. In addition, the above QSMC protocols can be extended to
quantum anonymous ranking, quantum private comparison [22], and quantum anonymous voting, which has been
proved in Ref. [23].
3.2 Quantum secret sharing
Suppose that Alice wants to share a secret with Bob1, Bob2, . . . , Bobn, where the secret can only be deduced by
the collaboration of Bob1, Bob2, . . . , Bobn. Alice prepares a d-dimension (n+ 1)-particle GHZ state, and distribute
the last n particles to n parties, respectively. Each Bob prepares a maximally entangled state, and sends the second
particle to Alice. Each party performs generalized Bell measurements on the particles in hands. TP performs
single-particle measurements on each particle in the GHZ state, and marks the measurement results by i, i ⊕ v′
1
, i ⊕
v′
2
, . . . , i⊕ v′n. Finally, Alice computes i⊕ v′1 ⊕ i⊕ v′2 ⊕ · · · ⊕ i⊕ v′n ⊖ (ni⊕ d), and take computation result as a secret,
which can only be deduced by the collaboration of Bob1, Bob2, . . . , Bobn.
3
4 Conclusion
We have proposed several entanglement swapping schemes for maximally entangled states and derive formu-
las, where each scheme is realized by Bell measurements. We also consider the entanglement swapping chains for
maximally entangled states. The usefulness of the proposed entanglement swapping schemes in quantum cryptog-
raphy, including quantum secure multi-party summation and quantum secret sharing, are illustrated.
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