Abstract: Service providers have the ability to collect large amounts of user data. Sometimes, a set of providers may try to aggregate their data for specific data mining tasks. In this process, how to protect users' privacy is extremely critical. Number o f user write an own novel, own story and own dataset, every user want to keep this data safe on own site and with user internet facility user always search a digital publisher.
Introduction
In digital life every user are connected with internet and web related activity, Now very large user are want to deal with internet and internet data. Some thing now happen with the data writer they want to write data like novel,Story,etc and securely publish this data on Internet publishing site. Number of sites providing a data publishing feature, but now a day unethical activity are increase, so data privacy preserving is become a very important issue on every level. The data privacy is very big issue on publisher site because they want to create a trust model between writer and reader. In this trust some important point are consider that are data privacy, Data integrity, data security, SERVICE providers have the ability to collect large amounts of user data. Sometimes, a set of providers may try to aggregate their data for specific data mining tasks. For example, the hospitals nation-wide may outsource their medical records to a research group for mining the spreading patterns of influenza epidemics. In this process, how to protect users' privacy is extremely critical. This is the so-called privacypreserving collaborative data publishing problem. A lot of privacy models and corresponding anonymization mechanisms have been proposed in the literature such as kanonymity and differential privacy. k-anonymity and its variants protect privacy by generalizing the records such that they can not be distinguished from some other records. Differential privacy is a much more rigorous privacy model. It requires that the released data is insensitive to the addition or removal of a single record. To implement this model, the corresponding anonymization mechanisms usually have to add noise to the published data, or probabilistically generalize the raw data. Obviously, all these data anonymization mechanisms have serious side effects on the data utility. As a result, the users of the published data usually have a strong demand to verify the real utility of the anonymized data. In combination, both results form the basis for creating and analyzing programs by composing differentially private building blocks. While approaches relying on composing building blocks apply to an interesting range of examples, they fall short of covering the expanding frontiers of differentially private mechanisms and algorithms. 
Related Work

Proposed Work
Apriori Algorithm for Data Processing:-Apriori is an algorithm for frequent item set mining and association rule learning over transactional databases. It proceeds by identifying the frequent individual items in the database and extending them to larger and larger item sets as long as those item sets appear sufficiently often in the database. The frequent item sets determined by Apriori can be used to determine association rules which highlight general trends in the database: this has applications in domains such as market basket analysis.
RSA algorithm for two level Encryption and Decryption:-RSA is the algorithm used by modern computers to encrypt and decrypt messages. It is an asymmetric cryptographic algorithm. Asymmetric means that there are two different keys. This is also called public key cryptography, because one of them can be given to everyone. The other key must be kept private.
RSA involves a public key and private key. The public key can be known to everyone, it is used to encrypt messages. Messages encrypted using the public key can only be decrypted with the private key.
Encryption:
Sender A does the following:- 
Advantages:
 It works as a fast verification algorithm  Data is secure on publisher site.  Provide Integrity, Security, Privacy  Constraints remove all duplicate records information.  Compare to previous approach its gives the better utility and efficiency results.
Architectural View
The architecture diagram of the system shown below helps us to understand the system. 
Conclusion
We develop new strategic module for data privacy for data on non-publishing sites, this project provide a very secure. Communication trust between Reader, Publisher and writer.
We all know that is one prime level. This system provides a very reliable and easy way to protect data from unethical activity. Privacy maintains one prime level. With user this system user fully aware of data security, privacy and data redundancy. So this system are fully satisfied our objective.
In future work we want to implement same system on multimedia content and data. There is big scope for use same architecture on multimedia content.
