Abstract-A Vehicular Ad-Hoc NETwork (VANET) consists of a set of vehicles moving along roads, which can communicate with each other through ad hoc wireless devices. VANETs have attracted a great deal of attention in the research community in recent years, with the main focus being on their safety applications. One of the major challenges of vehicular networks is designing an efficient Medium Access Control (MAC) protocol which can cope with the hidden node problem, the high speed of the nodes, the frequent changes in topology, the lack of an infrastructure, and various QoS requirements. Motivated by this observation, we present a fully distributed and location-based TDMA scheduling scheme for VANETs, named DTMAC. The main goal of this work is to propose a MAC protocol that can provide a reliable broadcast service with bounded access delay, while reducing access collisions and merging collisions with various vehicle densities without having to use expensive and complex spectrum mechanisms such as CDMA or OFDMA. An analytical model of the average access collision probability has been derived, which can be used to evaluate the performance of DTMAC and validate the simulation results under different traffic conditions. The simulation results reveal that DTMAC significantly outperforms VeMAC in terms of transmission collisions and broadcast coverage.
I. INTRODUCTION
The continuing increase in road traffic accidents throughout the world has motivated the development of Intelligent Transportation Systems (ITS) and other applications to improve road safety and driving comfort. A communication network, called a Vehicular Ad-hoc NETwork (VANET), in which the vehicles are equipped with wireless devices has been developed to make these applications feasible. In a VANET, communications can either be Vehicle-to-Vehicle (V2V) or Vehicle-to-Infrastructure (V2I) [1] . Based on these two types of communications, a VANET can support a wide range of applications for safety (such as dangerous situation detection), for infotainment (such as Internet access and data exchange) and for traffic management (such as vehicle traffic optimization).
Since safety applications in VANETs have stringent QoS requirements, an efficient Medium Access Control (MAC) protocol that can provide a broadcast service with bounded access delays and minimum transmission collision is required. Recently, MAC protocols, notably those that are based on the TDMA technique, have been used to enable multiple vehicles to use the same frequency channel without interfering with other vehicles' transmissions [1] . The TDMA principle consists in allocating the bandwidth to the vehicles by dividing the time into different frames and each frame is divided into several time slots. Each vehicle can access the channel during its dedicated time slot to send data messages, while it can only receive during the time slots reserved for other vehicles. However, many issues arise due to the high vehicle mobility in VANETs which can affect the performance of these protocols. Therefore, the scheduling mechanisms in TDMA-based MAC protocols should take into consideration the mobility features of VANETs. In this paper, we propose a completely Distributed and infrastructure free TDMA-based MAC protocol (DTMAC) which exploits the linear feature of topologies in VANETs. DTMAC uses vehicular location information to help the vehicles access the channel in an efficient way solve the collision problem caused by the high mobility of nodes and reduce the access delay.
The rest of the paper is organized as follows. In Section 2, we review related work. Section 3 describes the system models and presents the TDMA problems that may occur in a fully distributed VANET due to the high mobility of nodes. Section 4 describes our TDMA-based MAC protocol, called DTMAC and how it solves the hidden node problem without having to use complex broadband mechanisms such as FDMA or CDMA. An analytical model for the average access collision probability is presented in Section 5. Section 6 presents the simulation results and the performance evaluation. Finally, conclusions and future work are reported in Section 7.
II. RELATED WORK MAC protocols generally fall into one of two broad categories: contention-based and contention-free [2] . In contentionbased protocols, each node can try to access the channel when it has data to transmit using the carrier sensing mechanism [3] . The IEEE 802.11p [4] , which is the emerging standard deployed to enable vehicular communication, is a Contentionbased MAC protocol, using a priority-based access scheme that employs both Enhanced Distributed Channel Access (EDCA) and Carrier Sense Multiple Access with Collision Avoidance (CSMA/CA) mechanisms [5] . Since the IEEE 802.11p standard is a Contention-based MAC, it cannot provide a reliable broadcast mechanism with bounded communication delay. This disadvantage is particularly detrimental in VANETs which are specifically designed to improve road safety.
In Contention-free MAC protocols, only one vehicle can access the channel at any given time and a given neighborhood. Therefore, these protocols provide collision-free transmission with bounded access delay for real-time applications. In [6] , the authors propose the Dedicated Multi-channel MAC (DM-MAC) protocol which is an alternative to the IEEE 802.11p standard. DMMAC has an adaptive broadcasting mechanism providing collision-free and delay-bounded transmissions for safety applications under various traffic conditions. The DM-MAC architecture is similar to IEEE 802.11p with the difference that, the CCH Interval is divided into an Adaptive Broadcast Frame (ABF) and a Contention-based Reservation Period (CRP). The ABF period consists of time slots, and each time slot is dynamically reserved by a vehicle as its Basic Channel (BCH) for collision-free delivery of safety messages or other control messages. DMMAC implements a dynamic TDMA mechanism for BCH reservation based on the distributed access technique R-ALOHA (Reliable-ALOHA [7] ). The length of the ABF is not uniform over the entire network. Each vehicle dynamically adjusts its ABF length according to its neighbors. In [8] , Omar et al. developed and evaluated a contention-free multi-channel MAC protocol proposed for VANETs. In contrast to DMMAC, VeMAC is completely contention-free. This protocol supports efficient one-hop and multi-hop broadcast services on the control channel without the hidden terminal problem caused by node mobility. These broadcast services are presented in [9] for ADHOC MAC. VeMAC reduces the merging collision rate by assigning disjoint sets of time slots to vehicles moving in opposite directions ( , ℎ ) and to Road Side Units (RSUs). An efficient MAC approach called, ATSA [10] which is an improvement of the previously proposed MAC protocol based on VeMAC is named the Decentralized Adaptive TDMA Scheduling Strategy DATS [11] . Like VeMAC, ATSA divides the frame into two sets of time slots, and ℎ . However in ATSA, when a vehicle accesses the network, it chooses a frame length and competes for one of the time slots available for its direction. Moreover, the frame length is dynamically doubled or shortened based on the binary tree algorithm, and the ratio of two slot sets is adjusted to decrease the probability of transmission collisions. Dang et al. [12] developed and evaluated a Hybrid Efficient and Reliable MAC for Vehicular Ad hoc Networks, called HER-MAC, which is similar to the DMMAC protocol. The goal of this research work is to develop a contention-free Multichannel MAC protocol with an adaptive broadcasting algorithm, which improves data transfer rates for non-safety applications while guaranteeing timely delivery for safety applications in highway scenarios. The architecture and the operation of HER-MAC are similar to DMMAC, differing in that the CRP period is used by a vehicle to reserve a time slot during the ABF period or to exchange a 3-way WSA/RFS (WAVE Service Announcement/Request For Service) handshake. In fact, if a vehicle wishes to exchange non-safety messages, it has to broadcast the WSA during the CRP period to reserve a time slot on a certain SCH. Then, when a vehicle decides to use the service, it sends the RFS to the service provider which will confirm it with an ACK message. On receiving the ACK packet, the vehicles can start exchanging non-safety messages without any risk of collisions with messages from their neighboring vehicles.
The design of distributed TDMA-based MAC protocols for VANETs should take into account mobility (i.e., the slot scheduling mechanism should be periodically aware of the neighbors' slot allocations), scalability (i.e., they should scale under different traffic load conditions), and fairness (i.e., all the vehicles should have equal access to the medium during a fixed time interval) [1] . In this paper, a distributed and infrastructure free TDMA based MAC protocol (DTMAC) is proposed to address the above problems. In DTMAC, the road is divided into small fixed areas in which the time slots will be reused between them in such a way any vehicles in different adjacent areas may access the channel at the same time without any interference occurring.
III. SYSTEM MODEL AND TDMA PROBLEM STATEMENT

A. System Model
A VANET in a highway scenario consists of a set of vehicles moving in opposite directions and under varying traffic conditions (speed, density). DTMAC is based on the assumption that each vehicle in a VANET is equipped with a GPS (Global Positioning System) or a GALLILEO receiver that also allows it to obtain an accurate real-time three-dimensional geographic position (latitude, longitude and altitude), speed and exact time. Moreover, synchronization between vehicles may be performed by using GPS timing information. Each road is divided into small fixed areas (see Figure 2 ). Note that the area size depends on the transmission range of the vehicles (around 300 m). Moreover, we assume that the vehicles are equipped with digital maps to determine which area they are in. In the following, we detail the slot scheduling mechanism in DTMAC and we show how this protocol can provide an efficient time slot utilization for the participating vehicles, while minimizing transmission collisions caused by the hidden node problem.
B. TDMA Problem Statement
When a distributed scheme is used to allocate a time slot, two types of collision can occur [13] : access collision between vehicles trying to access the same available time slots, and merging collisions between vehicles using the same time slots. When the traffic density is high, the rate of access and merging collisions will increase rapidly, which will lead to inefficient channel utilization and high access delay for safety applications. An access collision problem occurs when two or more vehicles within the same two-hop neighborhood set attempt to access the same available time slot. This problem is likely to happen when a distributed scheme is used. On the other hand, merging collisions occur when two vehicles in different two-hop sets accessing the same time slot become members of the same two-hop set due to changes in their position. Generally, in VANETs, merging collisions are likely to occur in the following cases:
• Vehicles moving at different speeds.
• Vehicles moving in opposite directions.
• There are RSUs installed along the road. Figure 1 shows an example of the second case of the merging collision problem, when vehicle B in the first twohop set moving in the opposite direction to vehicle E in the second two-hop set is using the same time slot as B. Since B and E become members of the same two-hop set at instant ( + ), a collision occurs at vehicle D.
IV. DISTRIBUTED AND INFRASTRUCTURE FREE TDMA-BASED MAC PROTOCOL
A. DTMAC Preliminaries
We propose a completely distributed and infrastructure free TDMA scheduling scheme which exploits the linear feature of VANET topologies. The vehicles movements in a highway environment are linear due to the fact that their movements are constrained by the road topology. Our scheduling mechanism is also based on the assumption that each road is divided into small fixed areas, denoted by , = 1, . . . , (see Figure 2 ). Area IDs can be easily derived using map and GPS Information. The time slots in each TDMA frame are partitioned into three sets 0 , 1 and 2 associated with vehicles in three contiguous areas: , +1 and +2 , respectively (see Figure 2) . Each frame consists of a constant number of time slots, denoted by and each time slot is of a fixed time duration, denoted by . Each vehicle can detect the start time of each frame as well as the start time of a time slot. In the VANET studied, all the vehicles are equipped with a Global Positioning System (GPS) and thus the one-Pulse-Per-Second (1PPS) signal that a GPS receiver gets from GPS satellites can be used for slot synchronization.
To prevent collisions on the transmission channel, our TDMA scheduling mechanism requires that every packet transmitted by any vehicle must contain additional information, called Frame Information (FI). The FI consists of a set of ID Fields (IDFs) of size equal to the number of time slots per frame, . Each IDF is dedicated to the corresponding time slot of a frame. The basic FI structure is shown in Figure 3 . Each time slot is dynamically reserved by an active vehicle (the vehicle whose communication device is transmitting) for collision-free delivery of safety messages or other control messages. The VC ID field contains the ID of the vehicle that is accessing this slot. Each vehicle is identified by its MAC address. The SLT STS field contains the status of each slot which indicates whether the slot is Idle, Busy or in Collision. Finally, the PKT TYP field indicates the type of packet transmitted by the vehicle, i.e. periodic information or event-driven safety messages.
B. TDMA slot scheduling mechanism
Our distributed TDMA scheduling mechanism uses vehicles location and slot reuse concept to ensure that vehicles in adjacent areas have collision-free schedule. The channel time is partitioned into frames and each frame is further partitioned into three sets of time slots 0 , 1 , and 2 of size equal to 1, 2 and 3, respectively. These sets are associated with vehicles moving in the areas , +1 , and +2 , respectively. As shown in Figure 2 , by dividing the time slots into three sets, vehicles 1 and 3 that are moving within the two areas 1 and 3 , respectively, can not transmit simultaneously to vehicle 2 because they are accessing disjoint sets of time slots. Therefore, our TDMA scheduling mechanism can decrease the collisions rate caused by the hidden node problem in VeMAC. In each area, the vehicles access the time slots associated to their locations with the same probability. In the rest of the paper, we adopt the following notations:
The set of time slots associated to the area in which the vehicle is traveling.
• ( ): The set of neighbors 1 of vehicle on the transmission channel.
Every active vehicle in the network should be allocated a fixed slot in the frame for safety messages or other control packet transmissions. It is obvious that a vehicle's slot cannot be used by any neighboring vehicles within the same area or in adjacent areas, otherwise collisions will occur. The goal of this work is to propose an efficient slot reuse algorithm without having to use expensive spectrum and complex broadband mechanisms such as FDMA or CDMA. In fact, the three subsets of time slots will be reused between neighboring areas in such a way no vehicle in different adjacent areas can access the channel at the same time, and thus no interference will occur.
Let us suppose that an active vehicle moving within the area needs to acquire a time slot on the transmission channel. Vehicle starts listening to the channel during the set ( ) of time slots reserved for the area in which it is traveling, where = ( + 2) 3.
• Each vehicle that hears exactly one node transmission in a time slot reserved for its location, will set the status of the slot to "busy" and record the ID of the vehicle accessing the channel in this time slot in the corresponding VC ID field.
• If a vehicle does not hear anything during a specific time slot, it will set its status to "free" in the FI.
• If a vehicle can not decode the data during a specific time slot, it will set its status to "collision" in the FI.
• When a vehicle A has sent data in a given slot, it looks in the field information of the next slots to discover whether its neighbors have correctly received its data. If a neighbor of A reports collision for this slot (in the FI) or even if this slot is reported to be "busy" but being sent by another node (say B in the VC ID), A considers that its transmission has led to a collision 2 .
At the end of the frame the vehicle can determine the set ( ) and the set of busy slots in ( ) used by each vehicle ∈ ( ), denoted by ( ). In order to avoid any collision problem, this set of time slots can not be used by any neighboring vehicles. Therefore, vehicle can determine the set of available time slots ( ) and then attempts to select one of them at random, say time slot .
Algorithm 1 outlines the details of how the frame information is built. In the algorithm, is the index of the area in which a vehicle is traveling. If no other vehicle moving in the 2 Actually a node A considers that its transmission is a success if and only if all its neighbors report a success in the FI of their slots specifying that the data was sent by node A. end if 12: end for same area as vehicle attempts to acquire a time slot , no access collision occurs. In this case, the attempt of vehicle is successful and all nodes ∈ ( ) add vehicle to their sets ( ) and record that vehicle is using time slot . However, if at least one node within the same area as vehicle accesses time slot , then all the transmissions fail and the time slot is not acquired by any of the contending vehicles. In this case, vehicle will discover that its attempt was unsuccessful as soon as it receives a packet from any node ∈ ( ) indicating that vehicle / ∈ ( ). Vehicle then attempts to access one of the time slots in ( ), and so on until all nodes ∈ ( ) indicate that node ∈ ( ) and announce that the time slot has been allocated to vehicle . However, when an access collision occurs among the vehicles that are moving in the same area, the probability of access collision in the next reservation is increased since the choice of available slots will be restrained in the new set ( ). In order to ensure channel access continuity, each vehicle should determine the expected available time slots on the set of time slots associated with the next area before leaving the area in which it is currently traveling. In fact, when a vehicle is using a given time slot in the set , it should acquire an available time slot in the set ( +1) 3 as its future time slot before leaving its current area. Algorithm 2 outlines the details of the slot reservation mechanism. It is executed by each vehicle which needs to reserve a time slot.
V. ACCESS COLLISION PROBABILITY
In this section, we present a model to compute the average access collision probability. In this work, we assume that the VANET scenario taken into account is a two-way highway of length equal to . We assume that every area of the road has a unique index number such as 1, 2, . . . , . The probability with which the vehicle in the − ℎ area decides to access the available − ℎ time slot reserved for its location is denoted by . For instance, the probability of the vehicle in the fourth area accessing the 7-th slot is denoted by 47 . First of all, we calculate the access collision probability when a vehicle tries to access an available time slot.
• : actual number of active vehicles in a given area . Release the time slot 12: Go back to 4 13: end if
•
: the access collision probability of the vehicle in area accessing the channel.
• , : the indexes of the first and the last time slots reserved for the area .
For DTMAC, the probability of accessing an available time slot by a contending vehicle in the area is =
( ) is the number of vehicles in the area which have successfully acquired a time slot as derived from the framing information received by vehicle . Therefore, the access collision probability of a vehicle in area 1 can be evaluated as:
where 1 denotes the access-collision probability in area 1 and in a given time slot, while 1 denotes the non accesscollision probability in area 1 and in a given time slot.
Based on the above derivation, the expression of the total access collision probability of the vehicles in all locations can be given by:
where, represents the total access-collision probability of the vehicle accessing the channel, represents the total non access-collision probability of the vehicle accessing the channel.
− represents the average access collision probability of the vehicle accessing the channel.
VI. SIMULATION RESULTS AND PERFORMANCE EVALUATION
A. Simulation Scenarios and Performance Metrics
In our work, we have used VanetMobiSim [14] to generate the mobility pattern of vehicles. We simulate different traffic conditions by varying the speed deviation and the vehicles density. As shown in the Figure 4 , we consider a VANET in a two-way highway scenario of size 2000 × 20 , where vehicles are moving along the highway in opposite directions. The parameters of VanetMobiSim consisted of the maximum number of vehicles, the starting and destination positions of each vehicle and the number of lanes per direction. During simulation time, each vehicle moves at a constant speed, and the number of vehicles on the highway remains constant. Then the traffic traces generated by VanetMobiSim were used in the ns2.34 simulations. The simulation parameters used in our experiments are summarized in Table I .
We have used a parameter, called the area occupancy (AO) [8] , equal to
in a highway scenario, where is the total number of active vehicles, is the communication range, ℎ is the length of the highway, is the number of slots reserved for each area. DTMAC is evaluated based on the following metrics:
1) The access collision rate: is defined as the average number of access collisions per slot per area. 2) The merging collision rate: is defined as the average number of merging collisions per slot per area.
3) The broadcast coverage ratio: is defined as the average of the total number of vehicles that successfully receive messages to the total number of vehicles within the communication range of the transmitter. 4) The packet loss rate: is defined as the average of the total number of vehicles that do not successfully receive messages to the total number of vehicles within the communication range of the transmitter.
B. DTMAC performance evaluations
The performance of DTMAC depends on the sizes of the three sets of time slots 1, 2 and 3 that determine its behavior. An optimal tuning of these parameters can improve the QoS of DTMAC. For this, we evaluated several configurations in different speed scenarios (by varying the speed deviation between 20, 30 and 50 km/h) with different area occupancy values to find the optimal values of these parameters. Figure  5 shows the average access collision probability under various traffic conditions. The experiments were carried out for different values of 1, 2 and 3. It is clear from these three figures that the first configuration when the three sets of time slots have the same size equal to /3, is the best configuration that minimizes the probability of access collision under different traffic conditions. Fig 6 shows the rate of merging collisions for DTMAC and VeMAC protocols when varying the Area Occupancy (AO). DTMAC 3 prevents more merging collisions than VeMAC even for a high AO since it assigns disjoint sets of time slots to vehicles moving in adjacent areas. However, in VeMAC, the vehicles that cannot access a time slot from the set of slots reserved for its direction, will attempt to access any available time slot reserved for vehicles moving in the opposite direction. Moreover, the available time slot sets are allocated by the contending vehicles without considering their speed deviations. Therefore merging-collisions occur frequently in VeMAC when traffic density is high as well as when vehicles driving toward each other and at high relative speeds. It should be notice that, in principle, the algorithm prevents any merging-collision for DTMAC. Figure 7 shows the access collision rates of the two TDMA based MAC protocols. As shown in this Figure, DTMAC 3 In principle, the DTMAC algorithm prevents any merging collision. However when errors at the physical layer lead to a reception error (the FI is not coherent with the transmission), a node may consider that its transmission is a collision even if it has been the sole transmitter within its zone in the slot. Thus, if this error is not on the first attempt of the node to acquire a slot, we consider that it is a merging collision. achieves a considerably smaller rate of access collisions than VeMAC, especially for a high AO (≥ 0.7). For instance, at a = 0.96, the DTMAC protocol achieves an access collision rate of 0.849%, in contrast to VEMAC which shows a rate of 1.598% (i.e. approximately 88.22% higher than DTMAC). These results can be explained by the fact that VeMAC has achieved a higher rate of merging collision compared to DTMAC. Indeed, upon detection of merging-collisions, the nodes in collision should release their time slots and request new ones, which can reproduce access-collisions. The packet loss rates of the two MAC protocols under consideration are shown in Figure 8 . For a ≤ 0.7, the DTMAC and VeMAC protocols have almost the same packet loss rate, while for a > 0.7, DTMAC starts to perform better than VeMAC. It can be seen that our MAC protocol has the lowest packet loss rate, especially for a high AO, due to its ability to handle the merging collision problem. For instance, at a = 0.96, the VeMAC protocol shows approximately 58.23% higher rate of packet loss than the DTMAC protocol. The broadcast coverage rate is shown in Figure 9 . It is clear that the two TDMA schemes achieved the same coverage ratio for low AO values. Note that for a high AO, DTMAC performs much better and the broadcast almost reached full 
VII. CONCLUSION
Designing an efficient TDMA-based MAC protocol is an important issue in VANETs due to the rapid changes in network topology and the lack of infrastructure. In this paper, we propose a completely distributed and infrastructure-free TDMA scheduling scheme, named DTMAC which exploits the linear topology of VANETs. The ways that slots are allocated and reused between vehicles are designed to avoid collisions caused by the hidden node problem. The analytical model of the average access-collision probability is proposed. The simulation results show that, compared to VeMAC, DTMAC provides a smaller rate of access and merging collisions, which results in a significantly improved broadcast coverage.
In future work, DTMAC will be extended to support multichannel operation and to provide reliable broadcast on both the control and service channels. Moreover, we will carry out extensive simulations to compare it with the IEEE 802.11p standard. In addition, the future version of DTMAC will allow each vehicle to acquire more than one time slot per frame on the transmission channel.
