INTRODUCTION
Network security consists of the provisions and policies adopted by a network administrator to Network security is involved in government organizations, enterprises, and other types of private institutions. By assigning a unique name and a corresponding password is the most common way of protecting a network resource.
In the past, hackers were a highly skilled and knowledgeable programmer who knows the details of computer networks and communications and how to utilize vulnerabilities. Now a day's hacking tools are easily available on internet so, anyone can download the tools to hack anything from the Internet.
Anomaly detection is the technique to find
where the behavior is different than normal However, much of this recent work has focused on finding "large patterns." By the phrase "large patterns", we mean characteristics of the input data that are exhibited by a significant portion of the data.
Partition Based:
Partition-based algorithm is to first partition the data space by using clustering algorithm, and then reduce partitions as soon as it can be determined that they cannot contain outliers. We briefly describe the steps performed by the partition based algorithm below, and defer the presentation of details to subsequent sections.
Anomaly Detection Using Proximity Graph and PageRank Algorithm
Anomaly detection techniques are widely used in a variety of applications, e.g., security systems, computer networks etc.
In this paper analyzes an approach anomaly detection using proximity graph and page rank
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SYSTEM ANALYSIS
 The user profile is stored for more processing.
Document Matrix
 For every fixed intermission of time, the userprofiles are processed for calculating the Document Matrix.
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 Those anomalous users are reported to the administrator.
Administration Interface
 This system monitors the anomalous activity.
 The anomalous behavior of any user is analyzed to administrator.
 Administrator allows login, view the anomalous activity.
SYSTEM ARCHITECTURE
A System Architecture is the conceptual model that defines the structure, behavior, and more views of a system, organized in a way that supports reasoning about the structures of the system. Administrator interface monitors the anomalous activity he anomalous behavior of any user is reported to administrator.
IMPLIMENTATION

HTTrack allows users to download World Wide
Web sites from the Internet to a local computer. By default, HTTrack groups the downloaded site by the original site's relative link-structure.
By using HTTRACK we are downloading web WWW sites from the Internet to our local system that we are going to attack.
Get All Request, we will get all requests of the users, it will get IP address, request and time of the user who accessed web sites and how many times Another direction is to make the framework online.
At this stage, our algorithm operates in a batch mode. Given a set of surveys, after announcing the potential anomalies once, the algorithm terminates.
However, in practice, it is quite common for successive measurements to come incrementally as time passes by. Once a new observation is available, we do not want to run the whole algorithm from start again. The time complexity of our framework has already been shown to be O(n2), which is not desirable in the online fashion.
We are aiming to adapt our approach to update the model in a much faster way. 
