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Abstract
A construction of explicit codes for the wiretap channel is proposed. Appropriate choices of the
construction parameters yield, within a unified design framework, the achievability of the secrecy capacity
of (i) Wyner’s wiretap channel, (ii) the wiretap channel of type II, (iii) the wiretap channel of type II
with noisy main channel, (iv) the hybrid Wyner’s/type II wiretap channel, and the best known single-
letter achievable secrecy rates for (v) the wiretap channel when uncertainties hold on the eavesdropper’s
channel statistics (compound model), (vi) the wiretap channel when the eavesdropper’s channel statistics
are arbitrarily varying. Results are obtained for strong secrecy, do not require any symmetry or degradation
assumptions on the channel, and do not require a pre-shared secret between the legitimate users. The
underlying construction idea is an efficient emulation of random binning via polar codes to obtain
reliability, coupled with universal hashing implemented via invertible extractors to ensure strong secrecy.
I. INTRODUCTION
Wiretap channel models [2] represent a fundamental primitive to model eavesdropping at the physical
layer [3], [4]. While many extensions and refinements of Wyner’s seminal work [2] have been successfully
developed, most results are concerned about existence results. Such results enable the understanding of
secure communication limits in the presence of an eavesdropper but need to be completed by explicit
coding scheme designs to bridge a gap between theory and practice.
Next, we describe three classes of wiretap channel models related to Wyner’s wiretap channel [2] as
well as known associated results regarding non-constructive and explicit coding schemes. Then, we state
our contribution in terms of explicit coding scheme designs for these three classes of models.
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2• In Wyner’s wiretap channel [2], a sender wishes to encode a message M and send the result X1:N
to a legitimate receiver by the N -time use of a degraded discrete memoryless channel described
by the distribution pY 1:NZ1:N |X1:N =
∏N
i=1 pY |XpZ|Y such that (i) M can be reconstructed from
the legitimate receiver channel output Y 1:N , and (ii) M is almost independent of the channel
output of the eavesdropper Z1:N , in the sense limN→∞ 1N I(M ;Z
1:N ) = 0. A refinement obtained
in [5] is the characterization of the secrecy capacity for an arbitrary discrete memoryless wiretap
channel described by the distribution pY 1:NZ1:N |X1:N =
∏N
i=1 pY Z|X . Another refinement of [2] is
a strengthening, called strong secrecy, of the security guarantee into limN→∞ I(M ;Z1:N ) = 0,
e.g., [6].
Explicit coding schemes based on low-density parity-check codes [7]–[9], polar codes [10]–[13],
and invertible extractors [14], [15] have been successfully developed for special cases of Wyner’s
model [2], in which the channels are at least assumed to be symmetric. Explicit and non-explicit
codes for arbitrary channels based on polar codes have also been proposed in [12], [16]–[18].
• The wiretap channel of type II, introduced in [19], is a model related to [2], where a sender encodes a
message M into a sequence of symbols X1:N , which is sent to a legitimate receiver over a noiseless
channel in the presence of an eavesdropper able to obtain µ symbols of its choice among the N -
symbol sequence X1:N . The secrecy capacity of the wiretap channel of type II is obtained in [19]
and subsequently obtained in [20] when the communication channel between the legitmate users is
noisy. The wiretap channel of type II and the original wiretap channel [2] can be unified in a hybrid
model [21], where the eavesdropper has now access to µ symbols of its choice among X1:N , as
in [19], and a noisy version of the remaining symbols of the encoded message X1:N , as in [2]. The
secrecy capacity for this model is also derived in [21].
To the best of our knowledge, explicit coding schemes have only been proposed for the original
wiretap channel of type II model [19], e.g., [6], [22].
• An assumption made by all the aforementionned models is that the eavesdropper’s channel statistics
are perfectly known by the legitimate users. While this greatly simplifies the analysis of the models,
this might not always be a relevant assumption if there exists uncertainty, from the point of view of
the legitimate users, about the physical location of the eavesdropper. To model such an uncertainty,
several models assume that the eavesdropper’s channel statistics are known to belong to a given set
of channel statistics without knowing to which specific element of the set they correspond. Such
3models include (i) the compound wiretap channel [23], where the eavesdropper’s channel statistics is
known to be fixed for all the channel uses, and (ii) the arbitrarily varying wiretap channel [24], [25],
where the eavesdropper’s channel statistics can change at each channel use. For general channels,
lower and upper bounds on the secrecy capacity have been derived in [23]–[25] but no capacity
result is known for these two models.
To the best of our knowledge, only the explicit coding schemes in [14], [15] can be used for
these models. These coding schemes, however, do not achieve the best known achievable rates [3],
[23]–[25] (obtained non-constructively), when the channels are asymmetric or non-degraded.
Our contribution is an explicit coding scheme that achieves, by appropriate choices of its parameters,
the secrecy capacity of (i) Wyner’s wiretap channel [2], (ii) the wiretap channel of type II [19], (iii)
the wiretap channel of type II with noisy main channel [20], (iv) the hybrid Wyner’s/type II wiretap
channel [21], and the best known single-letter achievable secrecy rates for (v) the wiretap channel when
uncertainties hold on the eavesdropper’s channel statistics (compound model) [3], (vi) the wiretap channel
when the eavesdropper’s channel statistics are arbitrarily varying [24], [25]. These achievability results
are obtained for strong secrecy, do not require any symmetry or degradation assumptions on the channel,
and do not require a pre-shared secret between the legitimate users.
The underlying idea of our construction is an efficient emulation of random binning via a block-
Markov encoding with polar codes to obtain reliability, coupled with universal hashing implemented via
invertible extractors to ensure secrecy. Our proposed construction improves upon known constructions
with polar codes, which do not support type II wiretap channel or uncertainties on the eavesdropper’s
channel, and improves upon known explicit codes relying on invertible extractors, which are not optimal
for asymmetric or non-degraded channels. Note that Block-Markov encoding in polar coding schemes
has first been used in [26], [27], for problems involving reliability constraints. Unlike problems that
only involve reliability constraints, an additional difficulty of block-Markov encoding in our setting is to
ensure a security constraint over all coding blocks jointly, despite potential inter-block dependencies.
The remainder of the paper is organized as follows. The problem statement, in Section III, provides a
unified model from which the six models (i)-(vi) described above can be recover as special cases. Our
proposed coding scheme can be found in Section IV, and a statement of our main results in Section V.
Proofs are presented in Sections VI, VII, VIII. Section IX provides concluding remarks.
4II. NOTATION
For a, b ∈ R+, define Ja, bK , [bac, dbe] ∩ N. The components of a vector X1:N of size N are
denoted with superscripts, i.e., X1:N , (X1, X2, . . . , XN ). For any set A ⊂ J1, NK, let X1:N [A] be the
components of X1:N whose indices are inA. For two distributions p and q defined over a finite alphabet X ,
define the variational distance V(p, q) ,
∑
x∈X |p(x)−q(x)|, and denote the Kullback-Leibler divergence
between p and q by D(p‖q), with the convention D(p‖q) = +∞ if there exists x ∈ X such that q(x) = 0
and p(x) > 0. For joint probability distributions pXY and qXY defined over X × Y , the conditional
Kullback-Leibler divergence is written as EpX [D(pY |X‖qY |X)] ,
∑
x∈X pX(x)D(pY |X=x‖qY |X=x).
Unless otherwise specified, capital letters denote random variables, whereas lowercase letters designate
realizations of associated random variables, e.g., x is a realization of the random variable X . Let 1{ω}
be the indicator function, which is equal to 1 if the predicate ω is true and 0 otherwise. For any x ∈ R,
define [x]+ , max(0, x). Finally, GF(2N ) denotes a finite field of order 2N .
III. MODEL AND REVIEW OF KNOWN RESULTS
Consider two finite alphabets X , {0, 1} and Y , and |S| finite alphabets (Zs)s∈S, where S is a
finite set. Consider also |S| transitions probability (pY Z(s)|X)s∈S. A wiretap channel is defined as a
discrete memoryless channel with transition probability for one channel use pY Z(s)|X(y, z(s)|x) where
x ∈ X is the channel input from the transmitter, y ∈ Y is the channel output observed by the legitimate
receiver, z(s) ∈ Zs is the channel output observed by the eavesdropper, s ∈ S is arbitrary, unknown to
the legitimate users, and can potentially change for each channel use. In the following, we omit the index
s ∈ S whenever |S|= 1. Moreover, when the channel input is a sequence of N symbols X1:N , then,
in addition to the channel output Z1:N (s), the eavesdropper, has access to X1:N [S] , (Xi)i∈S , where
S ⊆ J1, NK is chosen by the eavesdropper and such that |S|, αN for some α ∈ [0, 1].
Definition 1. For B ∈ N, define B , J1, BK. A (2NR, N,B) code operates over B encoding blocks and
consists for each encoding Block b ∈ B of
• A message set Mb , J1, 2NRbK;
• A stochastic encoding function fb :Mb → X 1:N , used by the transmitter to encode a message Mb,
uniformly distributed over Mb, into X1:Nb , fb(Mb);
• A deterministic decoding function used by the legitimate receiver gb : Y1:N →Mb, to form M̂b an
estimate of Mb given the channel outputs Y 1:Nb .
5The messages M1:B , (Mb)b∈B are assumed mutually independent. Moreover, define the rate of the code
as R ,
∑
b∈B Rb/B, M1:B , (Mb)b∈B, and M̂1:B , (M̂b)b∈B.
Definition 2. A rate R is achievable if there exists a sequence of (2NR, N,B) codes such that
lim
N→∞
P[M̂1:B 6= M1:B] = 0, (Reliability)
lim
N→∞
max
s∈SNB
max
A∈A
I
(
M1:B;Z
1:N
1:B (s), X
1:N
1:B [A]
)
= 0, (Strong secrecy)
where A , {(Ab)b∈B : Ab ⊆ J1, NK and |Ab|= αN, ∀b ∈ B}, (Mb, M̂b, Z1:Nb (sb), X1:Nb [Ab])
corresponds to the random variables in Block b ∈ B for A = (Ab)b∈B ∈ A and sb ∈ SN ,
X1:N1:B [A] , (X1:Nb [Ab])b∈B, and Z1:N1:B (s) , (Z1:Nb (sb))b∈B for s = (sb)b∈B ∈ SNB .
The supremum of such achievable rates is called secrecy capacity and denoted by Cs.
We now review known results for six special cases of the model.
Theorem 1 ( [2], [5]). Consider Wyner’s wiretap channel, i.e., |S|= 1 and α = 0. Then, the secrecy
capacity is
Cs = max
U−X−(Y,Z)
|U|6|X |
[I(U ;Y )− I(U ;Z)]+ . (1)
Theorem 2 ( [19]). Consider the wiretap channel of type II introduced in [19], i.e., |S|= 1, pZ|X = pZ ,
and for any x ∈ X , y ∈ Y , pY |X(y|x) = 1{y = x}. Then, the secrecy capacity is
Cs = 1− α. (2)
Theorem 3 ( [20]). Consider the wiretap channel of type II with noisy main channel, i.e., |S|= 1 and
pZ|X = pZ . Then, the secrecy capacity is
Cs = max
U−X−Y
|U|6|X |
[I(U ;Y )− αI(U ;X)]+ . (3)
Theorem 4 ( [21]). Consider the hybrid Wyner’s/type II wiretap channel, i.e., |S|= 1. Then, the secrecy
capacity is
Cs = max
U−X−(Y,Z)
|U|6|X |
[I(U ;Y )− αI(U ;X)− (1− α)I(U ;Z)]+ . (4)
Theorem 5 ( [23]). Consider the wiretap channel with compound eavesdropper channel, i.e., assume
that s = (sb)b∈B ∈ SNB is unknown to the legitimate users but all the components of sb, b ∈ B, are
identical. Assume also that α = 0. Then, the secrecy capacity is lower-bounded as
6Cs > max∀s∈S,U−X−(Y,Z(s))
|U|6|X |
min
s∈S
[I(U ;Y )− I(U ;Z(s))]+ . (5)
Moreover, for a degraded wiretap channel, i.e., when for all s ∈ S, X − Y − Z(s), we have
Cs = max
pX
min
s∈S
I(X;Y |Z(s)). (6)
Theorem 6 ( [24], [25]). Consider the wiretap channel with arbitrarily varying eavesdropper channel,
i.e., assume that s ∈ SNB is unknown to the legitimate users. Assume also that α = 0. We define S as the
set of all the convex combinations of elements of S. If there exists a best channel for the eavesdropper,
i.e., ∃s∗ ∈ S, ∀s ∈ S, X − Zs∗ − Zs, then the secrecy capacity is lower-bounded as
Cs > max∀s¯∈S,U−X−(Y,Z(s¯))
|U|6|X |
min
s¯∈S
[I(U ;Y )− I(U ;Z(s¯))]+ . (7)
Moreover, if there exists a best channel for the eavesdropper and for all s¯ ∈ S, X − Y − Z(s¯), then
Cs = max
pX
min
s¯∈S
I(X;Y |Z(s¯)). (8)
Our main result is a unified construction that yields, by appropriate choices of its parameters, explicit
coding schemes that achieve the rates in Theorems 1-6. To the best of our knowledge, explicit coding
schemes were previously known only for Theorem 1 provided that the legitimate users have access to a
pre-shared secret-key with negligible rate, and for Theorem 2.
IV. PROPOSED CODING SCHEME
In this section, we describe an explicit coding scheme that will be shown to achieve the rates described
in Theorems 1-6. The coding scheme consists of two parts, an initialization phase presented in IV-B, and
the actual secure communication in Section IV-C. The initialization phase allows the legitimate users to
share a secret key which is used in the second part of the coding scheme.
A. Notation
For s ∈ S, we consider an arbitrary joint distribution qUXY Z(s) , qUXpY Z(s)|X with |U|= |X |= 2
and such that U −X − (Y,Z(s)). Let K be a power of two, let (U1:K , X1:K) be distributed according
to qU1:KX1:K ,
∏K
i=1 qUX , and define A
1:K , GKU1:K , V 1:K , GKX1:K , where GK ,
[
1 0
1 1
]⊗ logK
7is the matrix defined in [28]. We also define for δK , 2−K
β
, β ∈]0, 1/2[, the sets
VU ,
{
i ∈ J1,KK : H(Ai|A1:i−1) > 1− δK} ,
HU ,
{
i ∈ J1,KK : H(Ai|A1:i−1) > δK} ,
VU |Y ,
{
i ∈ J1,KK : H(Ai|A1:i−1Y 1:K) > 1− δK} ,
HU |Y ,
{
i ∈ J1,KK : H(Ai|A1:i−1Y 1:K) > δK} ,
VX ,
{
i ∈ J1,KK : H(V i|V 1:i−1) > δK} ,
VX|U ,
{
i ∈ J1,KK : H(V i|V 1:i−1U1:K) > δK} .
Observe that VU |Y ⊂ VU ⊂ HU and VX|U ⊂ VX . We will use the following lemma, which also provides
an interpretation for the sets HU |Y and HU . For an interpretation of the sets VU , VU |Y , VX , VX|U in
terms of randomness extraction or privacy amplification, we refer to [18], [29]–[31].
Lemma 1 (Source coding with side information [28]). Consider a probability distribution pXY over
X × Y with |X |= 2 and Y a finite alphabet. Let N be a power of two and consider (X1:N , Y 1:N )
distributed according to
∏N
i=1 pXY . Define A
1:N , X1:NGN , and for δN , 2−N
β
with β ∈]0, 1/2[,
the set HX|Y ,
{
i ∈ J1, NK : H(Ai|A1:i−1Y 1:N ) > δN} . Given A1:N [HX|Y ] and Y 1:N , one can form
Â1:N by the successive cancellation decoder of [28] such that P[Â1:N 6= A1:N ] 6 NδN . Moreover,
limN→∞|HX|Y |/N = H(X|Y ).
B. Coding scheme: Part I - Initialization
The legitimate users perform the initialization phase described in Algorithms 1 and 2 to generate a
secret key with length lkey, which will be be specified later in Section VII-B.
The initialization phase operates over B0 blocks of length N , KL, where L,K ∈ N are both power
of two. We define B0 , J1, B0K and L , J1, LK. Encoding at the transmitter and decoding at the receiver
are described in Algorithms 1 and 2, respectively.
In each Block b ∈ B0, the encoder forms the key Keyb with length l′key , lkey/B0, as described in
Algorithm 1. The encoder uses the following randomization sequences: Rinit
′
b , (Rinit
′
b,l )l∈L, where Rb,l,
l ∈ L, is a sequence of uniformly distributed bits over {0, 1}|HU|Y |−|VU|Y |, and Rinitb , a sequence of
uniformly distributed bits over Rinit , {0, 1}N\{0}.
8Algorithm 1 Initialization at the transmitter
Require: Randomization sequences (Rinitb )b∈B0 and (R
init′
b )b∈B0
1: for Block b ∈ B0 do
2: for Sub-block l ∈ L do
3: Draw A˜1:Kb,l according to
p˜Ajb,l|A1:j−1b,l (a
j
b,l|a1:j−1b,l ) ,
{
1/2 if j ∈ VU
qAj |A1:j−1(a
j
b,l|a1:j−1b,l ) if j ∈ VcU
(9)
4: Define U˜1:Kb,l , A˜1:Kb,l GK
5: Perform channel prefixing by forming V˜ 1:Kb,l as follows
p˜V jb,l|V 1:j−1b,l U1:Kb,l (v
j
b,l|v1:j−1b,l u˜1:Kb,l ) ,
{
1/2 if j ∈ VX|U
qV j |V 1:j−1U1:K (v
j
b,l|v1:j−1b,l u˜1:Kb,l ) if j ∈ VcX|U
(10)
6: Define X˜1:Kb,l , V˜ 1:Kb,l GK
7: end for
8: Transmit X˜1:Nb , ‖
l∈L
X˜1:Kb,l over the channel. Denote the outputs by Y˜
1:N
b , ‖
l∈L
Y˜ 1:Kb,l , Z˜
1:N
b (sb) ,
‖
l∈L
Z˜1:Kb,l (sb,l)
9: Transmit with a channel code [32] Db , ‖l∈L
[(
A˜1:Kb,l [HU |Y \VU |Y ]⊕Rinit
′
b,l
)
‖ A˜1:Kb,l [VU |Y ]
]
10: Form Keyb , (Rinitb  U˜1:Nb )|1:l′key , where  denotes multiplication in GF(2
N ) and |1:l′key indicates
that only the leftmost l′key bits are kept
11: end for
Algorithm 2 Initialization phase at the receiver
Require: Randomization sequences (Rinitb )b∈B0 and (R
init′
b )b∈B0
1: for Block b ∈ B0 do
2: Form an estimate D̂b of Db
3: for Sub-block l ∈ L do
4: From (D̂b, Rb) form an estimate Â1:Kb,l [HU |Y ] of A˜1:Kb,l [HU |Y ]
5: From Y˜ 1:Kb,l and Â
1:K
b,l [HU |Y ], form Â1:Kb,l an estimate of A˜1:Kb,l with the successive cancellation
decoder for lossless source coding with side information [28]
6: From Â1:Kb,l form Û
1:K
b,l , Â1:Kb,l GK an estimate of U˜1:Kb,l
7: end for
8: Form Û1:Nb , ‖
l∈L
Û1:Kb,l an estimate of U˜
1:N
b
9: Form K̂eyb = (R
init
b  Û1:Nb )|1:l′key an estimate of Keyb
10: end for
9Remark 1. In line 7 of Algorithm 2, note that the channel code [32] requires a uniformly distributed
message. While ‖l∈L A˜1:Kb,l [HU |Y ] is not a sequence of uniformly distributed bits, Db is a sequence of
uniformly distributed bits over J1, 2L|HU|Y |K.
C. Coding scheme: Part II - Secure commnication
The encoding scheme operates over B blocks of length N , KL, where L,K ∈ N are both power of
two. We define B , J1, BK and L , J1, LK. Encoding at the transmitter and decoding at the receiver are
described in Algorithms 3 and 4, respectively.
In each block b ∈ B, the transmitter encodes, as described in Algorithm 3, a message Mb uniformly
distributed over J1, 2|Mb|K and represented by a binary sequence with length
|Mb|,

|M1| if b = 1
|M1|−L|VU |Y | otherwise
.
Algorithms 3 and 4 depend on the parameter
r , |M1|, (11)
which will be specified later with the constraint L|VU |Y |< r < L|VU |.
In each block b ∈ B, as described in Algorithm 3, the encoder uses R′b, a binary randomization sequence
only known at the encoder, uniformly distributed over J1, 2|R′b|K. The sequences R′1:B , (R′b)b∈B are
mutually independent. The length of the sequences (R′b)b∈B is defined for b ∈ B as |R′b|, L|VU |−r.
In each block b ∈ B, the encoder also uses, as described in Algorithm 3, Rb, a binary randomization
sequence with length L|VU |, uniformly distributed over R , {0, 1}L|VU |\{0}. The sequences R1:B ,
(Rb)b∈B are mutually independent. Moreover, it is assumed that M1:B , R1:B , and R
′
1:B are mutually
independent.
We depict in Figure 1 the dependencies between two consecutive encoding blocks. In a given block,
we also depict in Figure 2 a summary of the different phases in Algorithm 3 through wich the encoder
output is obtained.
Remark 2. In Algorithm 3, observe that T 1:|VU |Lb , b ∈ B, is uniformly distributed over {0, 1}|VU |L
because (Mb‖M ′b‖R′b) is uniformly distributed over {0, 1}|VU |L and independent of Rb. Hence, the L
random variables
(
T
1:|VU |
b,l
)
l∈L
are uniformly distributed over {0, 1}|VU | and independent. When the
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elements of sb are all equal to s, then, by construction, the conditional probability p˜Z1:Kb,l (s)|T 1:|VU |b,l is the
same for all l ∈ L, and the L pairs
(
(T
1:|VU |
b,l , Z˜
1:K
b,l (s))
)
l∈L
are independently and identically distributed
according to the joint distribution p˜
T
1:|VU |
b,1 Z
1:K
b,1 (s)
.
Remark 3. In Algorithm 3, consider X˜1:Kb,l [Ab,l], b ∈ B, l ∈ L, where for all l ∈ L, Ab,l ⊂ J1,KK
and
∑
l∈L|Ab,l|= αN such that X˜1:Nb [Ab] , ‖l∈LX˜1:Kb,l [Ab,l] corresponds to the αN symbols of the
codewords emitted at the transmitter that the eavesdropper has chosen to have access to. Similar to
Remark 2, the L triplets
(
(T
1:|VU |
b,l , X˜
1:K
b,l [Ab,l], Z˜1:Kb,l (sb))
)
l∈L
are independent, however, they are not
necessarily identically distributed because the components of sb are arbitrary, and because the sets
(Ab,l)l∈L are chosen by the eavesdropper.
Remark 4. Similar to [33], Equation (14) could be replaced by
p˜Ajb,l|A1:j−1b,l (a
j
b,l|a1:j−1b,l ) ,

qAj |A1:j−1(a
j
b,l|a1:j−1b,l ) if j ∈ VcU\HcU
1{ajb,l = arg max
a
qAj |A1:j−1(a|a1:j−1b,l )} if j ∈ HcU
. (12)
Block b of length N
<latexit sha1_base64="sjOMvLdX6c7tmkeFuKIpn/VBnvU="> AAAC3HicjVHLSsNAFD3Gd31VXbhwM9gKrkpai4+d6MaVVLAq+CIZpzV0kgnJRCjFnTtx6w+41e8R/0D/wjtjFEVEb0hy5tx77tyHH8 sg1a773Of0DwwODY+MFsbGJyanitMz+6nKEi6aXEmVHPpeKmQQiaYOtBSHcSK80JfiwO9sGf/BpUjSQEV7uhuLk9BrR0Er4J4m6qw4t ykV77CyX2aqxaSI2vqClXfKZ8WSW3GtsZ+gmoMScmuo4hOOcQ4FjgwhBCJowhIeUnqOUIWLmLgT9IhLCAXWL3CFAmkzihIU4RHboW+ bTkc5G9HZ5EytmtMtkt6ElAyLpFEUlxA2tzHrz2xmw/6Wu2dzmtq69PfzXCGxGhfE/qX7iPyvzvSi0cKa7SGgnmLLmO54niWzUzGVs y9dacoQE2fwOfkTwtwqP+bMrCa1vZvZetb/YiMNa848j83waqq0C143tvK5zp9gv1apLlfqu7XSRj1f9QjmsYAl2ucqNrCNBpq2/ns8 4NE5da6dG+f2PdTpyzWz+GbO3RsrxJc8</latexit>
Sb+1
<latexit sha1_base64="VbFZcni/pLm+U2NodsHquO/JuoM="> AAACzHicjVHLSsNAFD2Nr1pfVZdugq0gCCWtxceu4MaVVLQPqaUk02kNzYtkIpTQrT/gVr9L/AP9C++MqShF9IYkZ86958zcuVbg2J EwjNeMNje/sLiUXc6trK6tb+Q3t5qRH4eMN5jv+GHbMiPu2B5vCFs4vB2E3HQth7es0ZnMt+55GNm+dy3GAe+65tCzBzYzBVE3xateY h2UJ8VevmCUDBX6LCinoIA06n7+BbfowwdDDBccHgRhByYiejoow0BAXBcJcSEhW+U5JsiRNqYqThUmsSP6DmnVSVmP1tIzUmpGuzj 0hqTUsUcan+pCwnI3XeVj5SzZ37wT5SnPNqa/lXq5xArcEfuXblr5X53sRWCAE9WDTT0FipHdsdQlVrciT65/60qQQ0CcxH3Kh4SZU k7vWVeaSPUu79ZU+TdVKVm5ZmltjHd5SjXgUxlHX+OcBc1KqXxYql5WCrVqOuosdrCLfZrnMWo4Rx0N8nbxiCc8axea0BJt8lmqZVLN Nn6E9vAB/eCSLQ==</latexit>
Mb+1
<latexit sha1_base64="hrL0L7tcbHZRiaQjE7fUQq5QGWE="> AAACzHicjVHLSsNAFD2Nr1pfVZdugq0gCCWtxceu4MaNUsE+pJaSTKc1NC+SiVBCt/6AW/0u8Q/0L7wzpqIU0RuSnDn3njNz51qBY0 fCMF4z2tz8wuJSdjm3srq2vpHf3GpGfhwy3mC+44dty4y4Y3u8IWzh8HYQctO1HN6yRmcy37rnYWT73rUYB7zrmkPPHtjMFETdFC96i XVQnhR7+YJRMlTos6CcggLSqPv5F9yiDx8MMVxweBCEHZiI6OmgDAMBcV0kxIWEbJXnmCBH2piqOFWYxI7oO6RVJ2U9WkvPSKkZ7eL QG5JSxx5pfKoLCcvddJWPlbNkf/NOlKc825j+VurlEitwR+xfumnlf3WyF4EBTlQPNvUUKEZ2x1KXWN2KPLn+rStBDgFxEvcpHxJmS jm9Z11pItW7vFtT5d9UpWTlmqW1Md7lKdWAT2UcfY1zFjQrpfJhqXpVKdSq6aiz2MEu9mmex6jhHHU0yNvFI57wrF1qQku0yWeplkk1 2/gR2sMH73aSJw==</latexit>
Rb+1
<latexit sha1_base64="ZFRZSa2zV7jypjvgZFZJ0stxNF8="> AAACzHicjVHLSsNAFD2Nr1pfVZdugq0gCCWtxceu4MaVVLEPqaUk02kNzYtkIpTQrT/gVr9L/AP9C++MqShF9IYkZ86958zcuVbg2J EwjNeMNje/sLiUXc6trK6tb+Q3t5qRH4eMN5jv+GHbMiPu2B5vCFs4vB2E3HQth7es0ZnMt+55GNm+dy3GAe+65tCzBzYzBVE3xateY h2UJ8VevmCUDBX6LCinoIA06n7+BbfowwdDDBccHgRhByYiejoow0BAXBcJcSEhW+U5JsiRNqYqThUmsSP6DmnVSVmP1tIzUmpGuzj 0hqTUsUcan+pCwnI3XeVj5SzZ37wT5SnPNqa/lXq5xArcEfuXblr5X53sRWCAE9WDTT0FipHdsdQlVrciT65/60qQQ0CcxH3Kh4SZU k7vWVeaSPUu79ZU+TdVKVm5ZmltjHd5SjXgUxlHX+OcBc1KqXxYql5WCrVqOuosdrCLfZrnMWo4Rx0N8nbxiCc8axea0BJt8lmqZVLN Nn6E9vAB+3mSLA==</latexit>
T
1:|VU |L
b
<latexit sha1_base64="9kKionSiVBeXJQgHhAXAeTuOnDk="> AAAC4XicjVHLSsNAFD3GV31XXeoiWAVXJa3iayW4ceFCwT6grWUyHTU0L5KJIGk37tyJW3/Arf6M+Af6F94ZoygiekOSM+fec2buXD t0nVha1vOAMTg0PDKaGxufmJyansnPzlXjIIm4qPDADaK6zWLhOr6oSEe6oh5Ggnm2K2p2d0/laxciip3AP5aXoWh57Mx3Th3OJFHt/ OLycTu1+ydpaafX9Jg858xNq/12pXfQX27nC1bR0mH+BKUMFJDFYZB/QhMdBOBI4EHAhyTsgiGmp4ESLITEtZASFxFydF6gj3HSJlQ lqIIR26XvGa0aGevTWnnGWs1pF5feiJQmVkgTUF1EWO1m6nyinRX7m3eqPdXZLulvZ14esRLnxP6l+6j8r071InGKLd2DQz2FmlHd8 cwl0beiTm5+6UqSQ0icwh3KR4S5Vn7cs6k1se5d3S3T+RddqVi15lltgld1Sj3gbRUbn+P8CarlYmmtuH5ULuyuZ6POYQFLWKV5bmIX +zhEhbyvcI8HPBrcuDZujNv3UmMg08zjWxh3b52Vmv4=</latexit>
T
1:|VU |
b,1
<latexit sha1_base64="Mtq8GAnL8iCqEsudoYSWBfqdG8c="> AAAC4nicjVHJSsRAEH3GbRy3UY8iBEfBgwyJittpwItHhVkEl6HT02qYbCQdQeKcvHkTr/6AV/0Y8Q/0L6xuM6KIaIUkr1/Ve93V5U Sem0jLeukz+gcGh4YLI8XRsfGJydLUdCMJ05iLOg+9MD5wWCI8NxB16UpPHESxYL7jiabT2VH55oWIEzcMavIyEsc+OwvcU5czSVSrN LdQa2XOst09yeztqyOfyXPOvKzRbdWvugutUtmqWDrMn8DOQRl57IWlZxyhjRAcKXwIBJCEPTAk9BzChoWIuGNkxMWEXJ0X6KJI2pS qBFUwYjv0PaPVYc4GtFaeiVZz2sWjNyaliUXShFQXE1a7mTqfamfF/uadaU91tkv6O7mXT6zEObF/6XqV/9WpXiROsal7cKmnSDOqO 567pPpW1MnNL11JcoiIU7hN+Zgw18rePZtak+je1d0ynX/VlYpVa57XpnhTp9QD3lKx/jnOn6CxUrFXK2v7K+XqWj7qAmYxjyWa5waq 2MUe6uR9jQc84sloGzfGrXH3UWr05ZoZfAvj/h3tX5sZ</latexit>
T
1:|VU |
b,2
<latexit sha1_base64="UDBDc1GRRm/VBXEBg0fj3y/Lmeo="> AAAC4nicjVHLSsNAFD3G97vqUoRgFVxISav4WgluXCrYWmhrmUynbTAvkokgsSt37sStP+BWP0b8A/0L74xRlCJ6Q5Iz595zZu5cO3 SdWFrWy4AxODQ8Mjo2PjE5NT0zm5ubr8RBEnFR5oEbRFWbxcJ1fFGWjnRFNYwE82xXnNrnByp/eiGi2An8E3kZiobHOr7TdjiTRDVzS ysnzdReL/XO0uLeVd1jssuZm1Z6zfJVb6WZy1sFS4fZD4oZyCOLoyD3jDpaCMCRwIOAD0nYBUNMTw1FWAiJayAlLiLk6LxADxOkTah KUAUj9py+HVrVMtantfKMtZrTLi69ESlNrJImoLqIsNrN1PlEOyv2N+9Ue6qzXdLfzrw8YiW6xP6l+6z8r071ItHGju7BoZ5Czajue OaS6FtRJze/dSXJISRO4RblI8JcKz/v2dSaWPeu7pbp/KuuVKxa86w2wZs6pR7wroqtr3H2g0qpUNwobB6X8vub2ajHsIhlrNE8t7GP QxyhTN7XeMAjnoyWcWPcGncfpcZAplnAjzDu3wHv1Zsa</latexit>
T
1:|VU |
b,L
<latexit sha1_base64="KaSqSxbNkVGT9zpGSLZFJUkWBog="> AAAC4nicjVHLSsNAFD3G97vqUoRgFVxISVR8rQQ3Llwo2Cq0WibTaRuaF8lEkNiVO3fi1h9wqx8j/oH+hXfGKIqI3pDkzLn3nJk714 k8N5GW9dxj9Pb1DwwODY+Mjo1PTBampitJmMZclHnohfGJwxLhuYEoS1d64iSKBfMdTxw7nV2VPz4XceKGwZG8iMSpz1qB23Q5k0TVC 3MLR/XMWd7vnmX29mXNZ7LNmZdVuvXyZXehXihaJUuH+RPYOSgij4Ow8IQaGgjBkcKHQABJ2ANDQk8VNixExJ0iIy4m5Oq8QBcjpE2 pSlAFI7ZD3xatqjkb0Fp5JlrNaReP3piUJhZJE1JdTFjtZup8qp0V+5t3pj3V2S7o7+RePrESbWL/0n1U/lenepFoYlP34FJPkWZUd zx3SfWtqJObX7qS5BARp3CD8jFhrpUf92xqTaJ7V3fLdP5FVypWrXlem+JVnVIPeEvF+uc4f4LKSsleLa0drhR31vJRD2EW81iieW5g B3s4QJm8r3CPBzwaDePauDFu30uNnlwzg29h3L0BL+CbNA==</latexit>
eA1:Kb,1
<latexit sha1_base64="G300 +uwGjoywOdMyaR0OuLgtNCU=">AAAC4HicjVHLSsNAFD2N7/qqu nQTrIILKUktvlaKG8FNBdsKtZYkndahaRKSiSKhC3fuxK0/4Fa/R vwD/QvvjKkoInpDkjPn3nNm7lw7cHkkDOMlow0Nj4yOjU9kJ6em Z2Zzc/PVyI9Dh1Uc3/XDE9uKmMs9VhFcuOwkCJnVs11Ws7v7Ml+ 7YGHEfe9YXAWs0bM6Hm9zxxJENXOLy6eXvMUEd1ss2eufJebOYb +Z2Gtmf7mZyxsFQ4X+E5gpyCONsp97xila8OEgRg8MHgRhFxYie uowYSAgroGEuJAQV3mGPrKkjamKUYVFbJe+HVrVU9ajtfSMlNqhX Vx6Q1LqWCGNT3UhYbmbrvKxcpbsb96J8pRnu6K/nXr1iBU4J/Yv 3aDyvzrZi0AbW6oHTj0FipHdOalLrG5Fnlz/0pUgh4A4iVuUDwk 7Sjm4Z11pItW7vFtL5V9VpWTl2klrY7zJU6oBb8vY+BznT1AtFs z1QumomN8tpaMexyKWsErz3MQuDlBGhbyv8YBHPGm2dqPdancfpV om1SzgW2j3720fmhw=</latexit> eA1:Kb,2
<latexit sha1_base64="UIJo 0knuOfQcldreIQwIrg6uSD8=">AAAC4HicjVHLSsNAFD2Nr1pfV ZfdBKvgQkpai69VxY3gpoJVodaSpNM6NE1CMlFK6MKdO3HrD7jVr xH/QP/CO2MqiojekOTMufecmTvX8h0eCsN4SWkjo2PjE+nJzNT0 zOxcdn7hOPSiwGY123O84NQyQ+Zwl9UEFw479QNm9iyHnVjdPZk /uWRByD33SPR91uiZHZe3uW0KoprZ3PLZFW8xwZ0Wi3cH53Fx52 DQjK210mC5mc0bBUOF/hMUE5BHElUv+4wztODBRoQeGFwIwg5Mh PTUUYQBn7gGYuICQlzlGQbIkDaiKkYVJrFd+nZoVU9Yl9bSM1Rqm 3Zx6A1IqWOFNB7VBYTlbrrKR8pZsr95x8pTnq1Pfyvx6hErcEHs X7ph5X91sheBNrZUD5x68hUju7MTl0jdijy5/qUrQQ4+cRK3KB8 QtpVyeM+60oSqd3m3psq/qkrJyrWd1EZ4k6dUA96WsfE5zp/guF QorhfKh6V8pZyMOo0clrBK89xEBfuookbe13jAI540S7vRbrW7j1 ItlWgW8S20+3dvgZod</latexit>
eA1:Kb,L
<latexit sha1_base64="o8xQ xagTvLzIwAv65SndI1tnr30=">AAAC4HicjVHLSsNAFD2Nr1pfV ZfdBKvgQkpai69VxY2giwq2FaqWJB3r0DQJyUQpoQt37sStP+BWv 0b8A/0L74xRFBG9IcmZc+85M3eu5Ts8FIbxnNKGhkdGx9LjmYnJ qemZ7OxcPfSiwGY123O84MgyQ+Zwl9UEFw478gNm9iyHNazujsw 3LlgQcs89FH2fnfTMjsvPuG0KolrZ3OLxJW8zwZ02i7cHp3Fxa2 /Qiq2V/cFiK5s3CoYK/ScoJiCPJKpe9gnHaMODjQg9MLgQhB2YC OlpoggDPnEniIkLCHGVZxggQ9qIqhhVmMR26duhVTNhXVpLz1Cpb drFoTcgpY4l0nhUFxCWu+kqHylnyf7mHStPebY+/a3Eq0eswDmx f+k+Kv+rk70InGFD9cCpJ18xsjs7cYnUrciT61+6EuTgEydxm/I BYVspP+5ZV5pQ9S7v1lT5F1UpWbm2k9oIr/KUasCbMtY+x/kT1E uF4mqhfFDKV8rJqNPIYQHLNM91VLCLKmrkfYV7POBRs7Rr7Ua7fS /VUolmHt9Cu3sDrXWaNw==</latexit>
eX1:Kb,L
<latexit sha1_base64="HWgcu178WX8/bcSoJjrCr5fFL9A="> AAAC4HicjVHLSsNAFD2N7/qquuwmWAUXUtJafK0EN4IuKtha0FqSdNSheZFMlBK6cOdO3PoDbvVrxD/Qv/DOmIpSRG9Icubce87MnW sFDo+EYbxmtKHhkdGx8Yns5NT0zGxubr4e+XFos5rtO37YsMyIOdxjNcGFwxpByEzXctix1dmV+eMrFkbc945EN2BN17zw+Dm3TUFUK 5dfOr3mbSa402ZJo9dKrNWD3llS2t7vLbVyBaNoqNAHQSkFBaRR9XMvOEUbPmzEcMHgQRB2YCKi5wQlGAiIayIhLiTEVZ6hhyxpY6p iVGES26HvBa1OUtajtfSMlNqmXRx6Q1LqWCaNT3UhYbmbrvKxcpbsb96J8pRn69LfSr1cYgUuif1L16/8r072InCOTdUDp54Cxcju7 NQlVrciT65/60qQQ0CcxG3Kh4Rtpezfs640kepd3q2p8m+qUrJybae1Md7lKdWAt2Ssf41zENTLxdJasXJYLuxU0lGPI49FrNA8N7CD PVRRI+8bPOIJz5ql3Wp32v1nqZZJNQv4EdrDB+Y1mk4=</latexit>
eX1:Kb,1
<latexit sha1_base64="AbFPpd9ZVpNwU58RSNo/oPkpDQ0="> AAAC4HicjVHLSsNAFD2Nr1pfVZfdBKvgQkpSi69VwY3gpoKthVpLko46NE1CMlFK6MKdO3HrD7jVrxH/QP/CO2MURURvSHLm3HvOzJ 1rBy6PhGE8Z7SR0bHxiexkbmp6ZnYuP7/QiPw4dFjd8V0/bNpWxFzusbrgwmXNIGRW33bZkd3blfmjCxZG3PcOxSBg7b515vFT7liCq E6+sHx8ybtMcLfLkuawk9hr5vAkMXf2h8udfNEoGSr0n8BMQRFp1Pz8E47RhQ8HMfpg8CAIu7AQ0dOCCQMBcW0kxIWEuMozDJEjbUx VjCosYnv0PaNVK2U9WkvPSKkd2sWlNySljhXS+FQXEpa76SofK2fJ/uadKE95tgH97dSrT6zAObF/6T4q/6uTvQicYkv1wKmnQDGyO yd1idWtyJPrX7oS5BAQJ3GX8iFhRyk/7llXmkj1Lu/WUvkXVSlZuXbS2hiv8pRqwNsyNj7H+RM0yiVzvVQ5KBerlXTUWRSwhFWa5yaq 2EMNdfK+wj0e8KjZ2rV2o92+l2qZVLOIb6HdvQGlPZoz</latexit> eX1:Kb,2
<latexit sha1_base64="AycGOZ64/itLUyb7MLWhQSHQIRo="> AAAC4HicjVHLSsNAFD3GV62vqMtugq3gQkpaxdeq4EZwU8FqodaSpKMO5kUyUUrowp07cesPuNWvEf9A/8I7YxSliN6Q5My595yZO9 cOXR4L03wZ0oZHRsfGcxP5yanpmVl9bv4wDpLIYQ0ncIOoaVsxc7nPGoILlzXDiFme7bIj+2JH5o8uWRTzwD8QvZC1PevM56fcsQRRH b1QOr7iXSa422Vps99J7ZVq/yStbO/1Sx29aJZNFcYgqGSgiCzqgf6MY3QRwEECDww+BGEXFmJ6WqjAREhcGylxESGu8gx95EmbUBW jCovYC/qe0aqVsT6tpWes1A7t4tIbkdLAEmkCqosIy90MlU+Us2R/806Vpzxbj/525uURK3BO7F+6z8r/6mQvAqfYVD1w6ilUjOzOy VwSdSvy5Ma3rgQ5hMRJ3KV8RNhRys97NpQmVr3Lu7VU/lVVSlaunaw2wZs8pRrwloz1r3EOgsNqubJaXtuvFmtr2ahzKGARyzTPDdSw izoa5H2NBzziSbO1G+1Wu/so1YYyzQJ+hHb/DqelmjQ=</latexit>
,<latexit sha1_base64="gjZbUNbn0ihWYK6H5dUy1hShKv0="> AAACz3icjVHLTsJAFD3UF+ILdemmEUxckYLEx47EjUtI5JEAMW0ZcEJp63SqIUTj1h9wq39l/AP9C++MxWiI0du0PXPuPWfmznVCj0 fSsl5Txtz8wuJSejmzsrq2vpHd3GpEQSxcVncDLxAtx46Yx31Wl1x6rBUKZo8cjzWd4anKN6+ZiHjgn8txyLoje+DzPndtSVQn35GC2 /7AY1f5i2zOKlg6zFlQTEAOSVSD7As66CGAixgjMPiQhD3YiOhpowgLIXFdTIgThLjOM9wiQ9qYqhhV2MQO6TugVTthfVorz0irXdr Fo1eQ0sQeaQKqE4TVbqbOx9pZsb95T7SnOtuY/k7iNSJW4pLYv3TTyv/qVC8SfRzrHjj1FGpGdecmLrG+FXVy81tXkhxC4hTuUV4Qd rVyes+m1kS6d3W3ts6/6UrFqrWb1MZ4V6fUAz5Rcfg1zlnQKBWKB4VyrZSrlJNRp7GDXezTPI9QwRmqqJN3iEc84dmoGTfGnXH/WWqk Es02foTx8AGZAZQG</latexit>
eX1:Nb
<latexit sha1_base64="OrNOvSWCmDI01yJmwrFJsUSCZ0U="> AAAC3nicjVHLSsNAFD2Nr/quuhI3wVZwVdIqvlYFN65EwdZCrTWPUYemSUgmioTgzp249Qfc6ueIf6B/4Z0xilJEb0hy5tx7zsydaw Uuj4RhvOS0gcGh4ZH86Nj4xOTUdGFmthH5cWizuu27fti0zIi53GN1wYXLmkHIzJ7lskOruy3zhxcsjLjvHYirgLV75pnHT7ltCqI6h fnS0SV3mOCuw5Jm2kms9DipbO2mpU6haJQNFXo/qGSgiCz2/MIzjuDAh40YPTB4EIRdmIjoaaECAwFxbSTEhYS4yjOkGCNtTFWMKkx iu/Q9o1UrYz1aS89IqW3axaU3JKWOJdL4VBcSlrvpKh8rZ8n+5p0oT3m2K/pbmVePWIFzYv/SfVb+Vyd7ETjFhuqBU0+BYmR3duYSq 1uRJ9e/dSXIISBOYofyIWFbKT/vWVeaSPUu79ZU+VdVKVm5trPaGG/ylGrAmzLWvsbZDxrVcmWlvLpfLdZWs1HnsYBFLNM811HDDvZQ J+9rPOART9qJdqPdancfpVou08zhR2j373KymcU=</latexit>
k
l2L
eX1:Kb,l
<latexit sha1_base64="hCcft9Q+z8jshinx5oQWKilMkRI="> AAADBHicjVFNT9VAFD1UkU/1iUs2jQ8SFualDwkKG0nYkOACE9/jJRReptMBJkw/Mp1KSNOt/8SdO8KWP8AWQvwH+i+8MxYjIQRu0/ bOueecmTs3ypUsTBD8HPGePB19NjY+MTk1/fzFy9armX6RlZqLHs9UpgcRK4SSqegZaZQY5FqwJFJiOzpat/Xtr0IXMku/mJNc7CbsI JX7kjND0LD1cS4s05gIwlQqlKkfJswccqaqT3VdhaovtKn98FjGwkgVi2pQD6vorar3qu7qZj03bLWDTuDCv5t0m6SNJray1jVCxMj AUSKBQApDuQJDQc8OugiQE7aLijBNmXR1gRqTpC2JJYjBCD2i7wGtdho0pbX1LJya0y6KXk1KH/OkyYinKbe7+a5eOmeL3uddOU97t hP6R41XQqjBIaEP6W6Yj9XZXgz28cH1IKmn3CG2O964lO5W7Mn9/7oy5JATZvOY6ppy7pQ39+w7TeF6t3fLXP2XY1rUrnnDLfHbntIN eMXG8r9x3k36i53uu87S58X22lIz6nHM4g0WaJ7vsYYNbKFH3t9xgUtced+8H96pd/aX6o00mte4Fd75H2+Fqk4=</latexit>
k
l2L
eA1:Kb,l
<latexit sha1_base64="S7A02Fl+WcvR4V5+zv5x0i7GXhw=">AAADBHicjVHLTtwwFD2ktAz0NZRlNxFDpS6qUQZQeWxK1Q1SWYD UGZAIHTmOAQvnIccBjaJs+yfsukNs+QG2oIo/aP+CazdUrVDV3ijJ9bnnHPv6RrmShQmCmzHvwfjDRxOtyanHT54+e96efjEoslJz0eeZyvROxAqhZCr6RholdnItWBIpsR0dfbD17WOhC5mln8woF3sJO0jlvuTMEDRsv5sLyzQmgjCVCmXqhwkzh5ypaqOuq1ANhDa1H57I WBipYlG9r4dV9EbVn6ve6sd6btjuBN3AhX8/6TVJB01sZu1vCBEjA0eJBAIpDOUKDAU9u+ghQE7YHirCNGXS1QVqTJG2JJYgBiP0iL4HtNpt0JTW1rNwak67KHo1KX28Ik1GPE253c139dI5W/Rv3pXztGcb0T9qvBJCDQ4J/Zfujvm/OtuLwT6WXQ+SesodYrvjjUvpbsWe3 P+tK0MOOWE2j6muKedOeXfPvtMUrnd7t8zVvzumRe2aN9wSP+wp3YBXbLz9Nc77yWC+21voLm7Nd9YWm1G38BKzeE3zXMIa1rGJPnmf4hJXuPa+eF+9M+/8J9UbazQz+CO8i1s3o6o3</latexit>
k
l2L
eA1:Kb+1,l
<latexit sha1_base64="OSBX0xDJwhoHpPfCF35u8YPTni0=">AAADBnicjVFNS91AFD2mtrVq29e67Cb4FATLI7HSD1dKN4IuLPQ 9BWMfk8mog5MPJpMWCdn7T9x1V7r1D7hV/Af2X/TONBZFRG9Icufcc87MnRsXSpYmCC5GvEejj588HXs2PjH5/MXLzqvXgzKvNBd9nqtcb8WsFEpmom+kUWKr0IKlsRKb8cFnW9/8LnQp8+yrOSzETsr2MrkrOTMEDTsrM1GVJUQQplaRzPwoZWafM1WvN00dqYHQpvGjHzIR RqpE1CvNsI7nw7eq+VaHS2vNzLDTDXqBC/92ErZJF21s5J1zREiQg6NCCoEMhnIFhpKebYQIUBC2g5owTZl0dYEG46StiCWIwQg9oO8erbZbNKO19SydmtMuil5NSh+zpMmJpym3u/muXjlni97lXTtPe7ZD+setV0qowT6h9+mumA/V2V4MdvHR9SCpp8IhtjveulTuVuzJ/ WtdGXIoCLN5QnVNOXfKq3v2naZ0vdu7Za5+6ZgWtWveciv8sad0A/5k4/3/cd5OBgu98F1v8ctCd3mxHfUY3mAaczTPD1jGKjbQJ+9jnOIM596R99P75f3+R/VGWs0UboR38heM/aqn</latexit>
Line 3
<latexit sha1_base64="+1WoFqqTqjiVpnVDDfKc/rqE56M="> AAAC3HicjVHLSsNAFD3GV62vqAsXboJFcFVSW3zsCm5cuKhgreCLJJ3W0DQJk4lYSnfuxK0/4Fa/R/wD/QvvXFNRRPSGJGfOvefM3L luHPiJsu2XEWN0bHxiMjeVn56ZnZs3FxaPkiiVnqh7URDJY9dJROCHoq58FYjjWAqn6wai4XZ2db5xJWTiR+Gh6sXirOu0Q7/le44i6 sJcPlXiWrFPX4rmoL9PRlZ5cGEW7KLNYf0EpQwUkEUtMp9xiiYieEjRhUAIRTiAg4SeE5RgIybuDH3iJCGf8wID5EmbUpWgCofYDn3 btDrJ2JDW2jNhtUe7BPRKUlpYI01EdZKw3s3ifMrOmv3Nu8+e+mw9+ruZV5dYhUti/9INK/+r070otLDNPfjUU8yM7s7LXFK+FX1y6 0tXihxi4jRuUl4S9lg5vGeLNQn3ru/W4fwrV2pWr72sNsWbPiUPeEfH5uc4f4KjjWKpXKwcbBSqlWzUOaxgFes0zy1UsYca6nz+Bzzi yTg3boxb4+6j1BjJNEv4Fsb9O6hdmYA=</latexit>
Line 4
<latexit sha1_base64="TwwxK1XUEbbfY/X4n2YWIyDQpcQ="> AAAC3HicjVHLSsNAFD2Nr1pfVRcu3ASL4KqkWnzsCm5cuKhgH2C1JOmowTQJk4lYSnfuxK0/4Fa/R/wD/QvvXFNRiugNSc6ce8+ZuX OdyPdiZVmvGWNsfGJyKjudm5mdm1/ILy7V4zCRrqi5oR/KpmPHwvcCUVOe8kUzksLuOr5oOFf7Ot+4FjL2wuBY9SJx2rUvAu/cc21FV Du/0lLiRrFPX4rOoH9IRmZ50M4XrKLFYY6CUgoKSKMa5l/QQgchXCToQiCAIuzDRkzPCUqwEBF3ij5xkpDHeYEBcqRNqEpQhU3sFX0 vaHWSsgGttWfMapd28emVpDSxTpqQ6iRhvZvJ+YSdNfubd5899dl69HdSry6xCpfE/qUbVv5Xp3tROMcu9+BRTxEzujs3dUn4VvTJz W9dKXKIiNO4Q3lJ2GXl8J5N1sTcu75bm/NvXKlZvXbT2gTv+pQ84D0d21/jHAX1zWJpq1g+2ixUyumos1jFGjZonjuo4ABV1Pj8j3jC s3Fm3Bp3xv1nqZFJNcv4EcbDB6q+mYE=</latexit>
Line 6
<latexit sha1_base64="YzK+hlWm5edDfdZOP7BzCMSBWk0="> AAAC3HicjVHLSsNAFD3GV62vqAsXboJFcFVSLVV3BTcuXFSwVvBFkk5raJqEyUQspTt34tYfcKvfI/6B/oV3rqkoInpDkjPn3nNm7l w3DvxE2fbLiDE6Nj4xmZvKT8/Mzs2bC4tHSZRKT9S9KIjkseskIvBDUVe+CsRxLIXTdQPRcDu7Ot+4EjLxo/BQ9WJx1nXaod/yPUcRd WEunypxrdinL0Vz0N8nI6syuDALdtHmsH6CUgYKyKIWmc84RRMRPKToQiCEIhzAQULPCUqwERN3hj5xkpDPeYEB8qRNqUpQhUNsh75 tWp1kbEhr7Zmw2qNdAnolKS2skSaiOklY72ZxPmVnzf7m3WdPfbYe/d3Mq0uswiWxf+mGlf/V6V4UWtjmHnzqKWZGd+dlLinfij659 aUrRQ4xcRo3KS8Je6wc3rPFmoR713frcP6VKzWr115Wm+JNn5IHvKOj8jnOn+Boo1jaLJYPNgrVcjbqHFawinWa5xaq2EMNdT7/Ax7x ZJwbN8atcfdRaoxkmiV8C+P+Ha+AmYM=</latexit>
eV 1:Kb,1
<latexit sha1_base64="YiTgh0sC3Uqsgb1aV9S2TsknqfA="> AAAC4HicjVHLSsNAFD2Nr/quuuwmWAUXUpJafK0KbgQ3CrYKtpYknerQNAnJRCmhC3fuxK0/4Fa/RvwD/QvvjKkoRfSGJGfOvefM3L l24PJIGMZrRhsZHRufyE5OTc/Mzs3nFhZrkR+HDqs6vuuHp7YVMZd7rCq4cNlpEDKra7vsxO7syfzJFQsj7nvHohewRte68HibO5Ygq pnLr9SveYsJ7rZYUus3E3vd7J8n5u5Bf6WZKxhFQ4U+DMwUFJDGoZ97QR0t+HAQowsGD4KwCwsRPWcwYSAgroGEuJAQV3mGPqZIG1M VowqL2A59L2h1lrIeraVnpNQO7eLSG5JSxyppfKoLCcvddJWPlbNkf/NOlKc8W4/+durVJVbgkti/dIPK/+pkLwJtbKseOPUUKEZ25 6QusboVeXL9W1eCHALiJG5RPiTsKOXgnnWliVTv8m4tlX9TlZKVayetjfEuT6kGvCNj82ucw6BWKpobxfJRqVApp6POIo9lrNE8t1DB Pg5RJe8bPOIJz5qt3Wp32v1nqZZJNUv4EdrDB6BhmjE=</latexit>eV 1:Kb,2
<latexit sha1_base64="kwF8mUEW0ODP1vSq/P5UF4zQyqI="> AAAC4HicjVHLSsNAFD2Nr1pfVZdugq3gQkpai6+V4EZwU8E+oNWSpFMdmiYhmSgldOHOnbj1B9zq14h/oH/hnTEVRURvSHLm3HvOzJ 1r+Q4PhWG8pLSx8YnJqfR0ZmZ2bn4hu7hUC70osFnV9hwvaFhmyBzusqrgwmENP2Bm33JY3eodyHz9kgUh99wTMfDZad88d3mX26Ygq p1dybeueIcJ7nRYXBu2Y2ujNDyLi3tHw3w7mzMKhgr9JygmIIckKl72GS104MFGhD4YXAjCDkyE9DRRhAGfuFPExAWEuMozDJEhbUR VjCpMYnv0PadVM2FdWkvPUKlt2sWhNyCljjXSeFQXEJa76SofKWfJ/uYdK095tgH9rcSrT6zABbF/6UaV/9XJXgS62FE9cOrJV4zsz k5cInUr8uT6l64EOfjESdyhfEDYVsrRPetKE6re5d2aKv+qKiUr13ZSG+FNnlINeFfG1uc4f4JaqVDcLJSPS7n9cjLqNFawinWa5zb2 cYgKquR9jQc84kmztBvtVrv7KNVSiWYZ30K7fweiyZoy</latexit>
eV 1:Kb,L
<latexit sha1_base64="3wjAm4HDxX/o085sMJXLULclq4M="> AAAC4HicjVHLSsNAFD2Nr1pfVZfdBFvBhZRUi69VwY2giwq2FWotSTrqYJqEZKKU0IU7d+LWH3CrXyP+gf6Fd8ZUlCJ6Q5Iz595zZu 5cy3d4KAzjNaWNjI6NT6QnM1PTM7Nz2fmFeuhFgc1qtud4wbFlhszhLqsJLhx27AfM7FoOa1iXuzLfuGJByD33SPR81uqa5y4/47Ypi Gpnc4WTa95hgjsdFtf77dhaPeifxqWd/X6hnc0bRUOFPgxKCcgjiaqXfcEJOvBgI0IXDC4EYQcmQnqaKMGAT1wLMXEBIa7yDH1kSBt RFaMKk9hL+p7TqpmwLq2lZ6jUNu3i0BuQUscyaTyqCwjL3XSVj5SzZH/zjpWnPFuP/lbi1SVW4ILYv3SDyv/qZC8CZ9hSPXDqyVeM7 M5OXCJ1K/Lk+reuBDn4xEncoXxA2FbKwT3rShOq3uXdmir/piolK9d2UhvhXZ5SDXhbxsbXOIdBfa1YWi+WD9fylXIy6jRyWMIKzXMT Feyhihp53+ART3jWLO1Wu9PuP0u1VKJZxI/QHj4A4VmaTA==</latexit>
Line 6
<latexit sha1_base64="YzK+hlWm5edDfdZOP7BzCMSBWk0="> AAAC3HicjVHLSsNAFD3GV62vqAsXboJFcFVSLVV3BTcuXFSwVvBFkk5raJqEyUQspTt34tYfcKvfI/6B/oV3rqkoInpDkjPn3nNm7l w3DvxE2fbLiDE6Nj4xmZvKT8/Mzs2bC4tHSZRKT9S9KIjkseskIvBDUVe+CsRxLIXTdQPRcDu7Ot+4EjLxo/BQ9WJx1nXaod/yPUcRd WEunypxrdinL0Vz0N8nI6syuDALdtHmsH6CUgYKyKIWmc84RRMRPKToQiCEIhzAQULPCUqwERN3hj5xkpDPeYEB8qRNqUpQhUNsh75 tWp1kbEhr7Zmw2qNdAnolKS2skSaiOklY72ZxPmVnzf7m3WdPfbYe/d3Mq0uswiWxf+mGlf/V6V4UWtjmHnzqKWZGd+dlLinfij659 aUrRQ4xcRo3KS8Je6wc3rPFmoR713frcP6VKzWr115Wm+JNn5IHvKOj8jnOn+Boo1jaLJYPNgrVcjbqHFawinWa5xaq2EMNdT7/Ax7x ZJwbN8atcfdRaoxkmiV8C+P+Ha+AmYM=</latexit>
Line 6
<latexit sha1_base64="YzK+hlWm5edDfdZOP7BzCMSBWk0="> AAAC3HicjVHLSsNAFD3GV62vqAsXboJFcFVSLVV3BTcuXFSwVvBFkk5raJqEyUQspTt34tYfcKvfI/6B/oV3rqkoInpDkjPn3nNm7l w3DvxE2fbLiDE6Nj4xmZvKT8/Mzs2bC4tHSZRKT9S9KIjkseskIvBDUVe+CsRxLIXTdQPRcDu7Ot+4EjLxo/BQ9WJx1nXaod/yPUcRd WEunypxrdinL0Vz0N8nI6syuDALdtHmsH6CUgYKyKIWmc84RRMRPKToQiCEIhzAQULPCUqwERN3hj5xkpDPeYEB8qRNqUpQhUNsh75 tWp1kbEhr7Zmw2qNdAnolKS2skSaiOklY72ZxPmVnzf7m3WdPfbYe/d3Mq0uswiWxf+mGlf/V6V4UWtjmHnzqKWZGd+dlLinfij659 aUrRQ4xcRo3KS8Je6wc3rPFmoR713frcP6VKzWr115Wm+JNn5IHvKOj8jnOn+Boo1jaLJYPNgrVcjbqHFawinWa5xaq2EMNdT7/Ax7x ZJwbN8atcfdRaoxkmiV8C+P+Ha+AmYM=</latexit>
eA1:Kb,1
<latexit sha1_base64="G300+uwGjoywOdMyaR0OuLgtNCU="> AAAC4HicjVHLSsNAFD2N7/qqunQTrIILKUktvlaKG8FNBdsKtZYkndahaRKSiSKhC3fuxK0/4Fa/RvwD/QvvjKkoInpDkjPn3nNm7l w7cHkkDOMlow0Nj4yOjU9kJ6emZ2Zzc/PVyI9Dh1Uc3/XDE9uKmMs9VhFcuOwkCJnVs11Ws7v7Ml+7YGHEfe9YXAWs0bM6Hm9zxxJEN XOLy6eXvMUEd1ss2eufJebOYb+Z2Gtmf7mZyxsFQ4X+E5gpyCONsp97xila8OEgRg8MHgRhFxYieuowYSAgroGEuJAQV3mGPrKkjam KUYVFbJe+HVrVU9ajtfSMlNqhXVx6Q1LqWCGNT3UhYbmbrvKxcpbsb96J8pRnu6K/nXr1iBU4J/Yv3aDyvzrZi0AbW6oHTj0FipHdO alLrG5Fnlz/0pUgh4A4iVuUDwk7Sjm4Z11pItW7vFtL5V9VpWTl2klrY7zJU6oBb8vY+BznT1AtFsz1QumomN8tpaMexyKWsErz3MQu DlBGhbyv8YBHPGm2dqPdancfpVom1SzgW2j3720fmhw=</latexit> eA1:Kb,2
<latexit sha1_base64="UIJo0knuOfQcldreIQwIrg6uSD8="> AAAC4HicjVHLSsNAFD2Nr1pfVZfdBKvgQkpai69VxY3gpoJVodaSpNM6NE1CMlFK6MKdO3HrD7jVrxH/QP/CO2MqiojekOTMufecmT vX8h0eCsN4SWkjo2PjE+nJzNT0zOxcdn7hOPSiwGY123O84NQyQ+Zwl9UEFw479QNm9iyHnVjdPZk/uWRByD33SPR91uiZHZe3uW0Ko prZ3PLZFW8xwZ0Wi3cH53Fx52DQjK210mC5mc0bBUOF/hMUE5BHElUv+4wztODBRoQeGFwIwg5MhPTUUYQBn7gGYuICQlzlGQbIkDa iKkYVJrFd+nZoVU9Yl9bSM1Rqm3Zx6A1IqWOFNB7VBYTlbrrKR8pZsr95x8pTnq1Pfyvx6hErcEHsX7ph5X91sheBNrZUD5x68hUju 7MTl0jdijy5/qUrQQ4+cRK3KB8QtpVyeM+60oSqd3m3psq/qkrJyrWd1EZ4k6dUA96WsfE5zp/guFQorhfKh6V8pZyMOo0clrBK89xE Bfuookbe13jAI540S7vRbrW7j1ItlWgW8S20+3dvgZod</latexit>
eA1:Kb,L
<latexit sha1_base64="o8xQxagTvLzIwAv65SndI1tnr30="> AAAC4HicjVHLSsNAFD2Nr1pfVZfdBKvgQkpai69VxY2giwq2FaqWJB3r0DQJyUQpoQt37sStP+BWv0b8A/0L74xRFBG9IcmZc+85M3 eu5Ts8FIbxnNKGhkdGx9LjmYnJqemZ7OxcPfSiwGY123O84MgyQ+Zwl9UEFw478gNm9iyHNazujsw3LlgQcs89FH2fnfTMjsvPuG0Ko lrZ3OLxJW8zwZ02i7cHp3Fxa2/Qiq2V/cFiK5s3CoYK/ScoJiCPJKpe9gnHaMODjQg9MLgQhB2YCOlpoggDPnEniIkLCHGVZxggQ9q IqhhVmMR26duhVTNhXVpLz1CpbdrFoTcgpY4l0nhUFxCWu+kqHylnyf7mHStPebY+/a3Eq0eswDmxf+k+Kv+rk70InGFD9cCpJ18xs js7cYnUrciT61+6EuTgEydxm/IBYVspP+5ZV5pQ9S7v1lT5F1UpWbm2k9oIr/KUasCbMtY+x/kT1EuF4mqhfFDKV8rJqNPIYQHLNM91 VLCLKmrkfYV7POBRs7Rr7Ua7fS/VUolmHt9Cu3sDrXWaNw==</latexit>
eA1:Kb 1,1[VU |Y ]
<latexit sha1_base64="OCxE sGFiim3EINUW4vohjqJohks=">AAAC9nicjVHLTtwwFD2ER3kUm NIlm4gBqQsYJYD6WlGxQWIDEjNQzQwjx+MBC+ehxGmL0nxHd+wQW 36g2/IJVf8A/oJrE1ArhOiNkhyfe8+xr2+QKJlpz/sz5AyPjI69 GJ+YnHo5PTNbezXXyuI85aLJYxWnBwHLhJKRaGqplThIUsHCQIn 94GTT5Pe/iDSTcbSnTxPRDdlRJAeSM01Ur+Yvup2vsi+0VH1RfC p7RbDiL/vlYeF/3C7bnZDpY85U0aJM8/vnsrvYq9W9hmfDfQz8C tRRxU5c+40O+ojBkSOEQARNWIEho6cNHx4S4rooiEsJSZsXKDFJ2 pyqBFUwYk/oe0SrdsVGtDaemVVz2kXRm5LSxRJpYqpLCZvdXJvP rbNhn/IurKc52yn9g8orJFbjmNjndPeV/6szvWgM8N72IKmnxDK mO1655PZWzMndv7rS5JAQZ3Cf8ilhbpX39+xaTWZ7N3fLbP7aVh rWrHlVm+PGnNIO+IOJtw/jfAxaqw1/rbG+u1rfWK9GPY55LOANzf MdNrCFHTTJ+wd+4heunG/OmXPuXNyVOkOV5jX+CefyFmMXozM=< /latexit>
eA1:Kb 1,2[VU |Y ]
<latexit sha1_base64="PdQE NO0orGXrLWz+cSdJakjCD4U=">AAAC9nicjVHLTttAFD0xtDz6C nTJxiJU6qKN7BTx6ArEBolNkJqQKkmj8WSAEeOH7DEUuf4Odt1Vb PmBbssnIP6A/kXvTE3VKqraa9k+c+49Z+bODRIlM+15tzVnavrB w5nZuflHj588fVZfWOxmcZ5y0eGxitNewDKhZCQ6WmolekkqWBg ocRCc7Jj8walIMxlH7/R5IoYhO4rkoeRMEzWq+yvu4EyOhZZqLI rtclQEr/1XrfJD4b/dK/uDkOljzlTRpUzn0/tyuDKqN7ymZ8OdB H4FGqiiHddvMMAYMThyhBCIoAkrMGT09OHDQ0LcEAVxKSFp8wIl5 kmbU5WgCkbsCX2PaNWv2IjWxjOzak67KHpTUrp4QZqY6lLCZjfX 5nPrbNi/eRfW05ztnP5B5RUSq3FM7L9095X/qzO9aBxiw/Ygqaf EMqY7Xrnk9lbMyd3futLkkBBn8JjyKWFulff37FpNZns3d8ts/s 5WGtaseVWb47s5pR3wpom1X+OcBN1W03/TXN1vNbZWq1HPYgnLeE nzXMcWdtFGh7wv8BXfcO18dD47X5zLn6VOrdI8xx/hXP0AZZKjN A==</latexit>
eA1:Kb 1,L[VU |Y ]
<latexit sha1_base64="+wJ6 gh+1snTIGTShPH/gUG9KPfI=">AAAC9nicjVHLThRBFD3TAiIgj Lpk02HGxIVOupGAuoKwMcHFkDgDZmacVNcUUKH6ke5qgTT9He7cG bf8AFv8BMIf6F9wq+whEGL0drr71Ln3nKpbN0iUzLTnXdWcBxOT Uw+nH83Mzj2eX6g/edrN4jzlosNjFae7AcuEkpHoaKmV2E1SwcJ AiZ3gcNPkd76INJNx9FGfJGIQsv1I7knONFHDut90+0dyJLRUI1 FslMMieOW//FB+Lvx3W2WvHzJ9wJkqupTpnH4qB81hveG1PBvuf eBXoIEq2nH9En2MEIMjRwiBCJqwAkNGTw8+PCTEDVAQlxKSNi9QY oa0OVUJqmDEHtJ3n1a9io1obTwzq+a0i6I3JaWL56SJqS4lbHZz bT63zob9m3dhPc3ZTugfVF4hsRoHxP5LN678X53pRWMPb2wPknp KLGO645VLbm/FnNy91ZUmh4Q4g0eUTwlzqxzfs2s1me3d3C2z+V +20rBmzavaHL/NKe2A35pYvRnnfdBdbvmvWyvby431lWrU01jEEl 7QPNewjvdoo0PeX3GOC/x0jp1vznfnx59Sp1ZpnuFOOGfXphCjT g==</latexit>
eA1:Kb 1,l
<latexit sha1_base64="iVpb UgQAh3nAqgPlx9176MKBMok=">AAAC43icjVHLSsNAFD2Nr1pfV ZeCBKvgQkui4mtVcSO4qWBV8FGSdKqD0yQkE6WE7ty5E7f+gFv9F /EP9C+8M0ZRRPSGJGfOvefM3LluKHgsLes5Z3R19/T25fsLA4ND wyPF0bG9OEgij9W8QATRgevETHCf1SSXgh2EEXNarmD77vmmyu9 fsCjmgb8r2yE7bjmnPm9yz5FE1YuT0+bRJW8wyUWDpRudeurO23 Oic5La69ud6XqxZJUtHeZPYGeghCyqQfEJR2gggIcELTD4kIQFH MT0HMKGhZC4Y6TERYS4zjN0UCBtQlWMKhxiz+l7SqvDjPVprTxjr fZoF0FvREoTM6QJqC4irHYzdT7Rzor9zTvVnupsbfq7mVeLWIkz Yv/SfVT+V6d6kWhiVffAqadQM6o7L3NJ9K2ok5tfupLkEBKncIP yEWFPKz/u2dSaWPeu7tbR+RddqVi19rLaBK/qlHrAayqWP8f5E+ wtlO3F8tLOQqmylI06jwlMYZbmuYIKtlBFjbyvcI8HPBrMuDZujN v3UiOXacbxLYy7N63NmvM=</latexit>
eA1:Kb 1,2
<latexit sha1_base64="sYpK f/HwnBKB4F1EMusHnyenxpU=">AAAC43icjVHLSsNAFD2Nr/quu hQkWAUXWpJafK0qbgQ3CrYKWkuSTuvQNAnJRCmhO3fuxK0/4Fb/R fwD/QvvjFEUEb0hyZlz7zkzd64duDwShvGc0fr6BwaHssMjo2Pj E5O5qelq5MehwyqO7/rhsW1FzOUeqwguXHYchMzq2C47sts7Mn9 0wcKI+96h6Aas1rFaHm9yxxJE1XNzC/rpJW8wwd0GS7Z79cReMZ eLvbPE3NrrLdRzeaNgqNB/AjMFeaSx7+eecIoGfDiI0QGDB0HYh YWInhOYMBAQV0NCXEiIqzxDDyOkjamKUYVFbJu+LVqdpKxHa+kZK bVDu7j0hqTUsUgan+pCwnI3XeVj5SzZ37wT5SnP1qW/nXp1iBU4 J/Yv3Uflf3WyF4EmNlQPnHoKFCO7c1KXWN2KPLn+pStBDgFxEjc oHxJ2lPLjnnWliVTv8m4tlX9RlZKVayetjfEqT6kGvClj7XOcP0 G1WDBXC6WDYr5cSkedxSzmsUTzXEcZu9hHhbyvcI8HPGpMu9ZutN v3Ui2TambwLbS7NyI9mrk=</latexit>
eA1:Kb 1,L
<latexit sha1_base64="p7uu LAyPvuGEQb7tJy6KatwXmy8=">AAAC43icjVHLSsNAFD2N7/qqu hQkWAUXWpIqvlYVN4IuKlgVqpYkHXVomoRkopTQnTt34tYfcKv/I v6B/oV3xlSUInpDkjPn3nNm7lw7cHkkDOM1o/X09vUPDA5lh0dG x8ZzE5OHkR+HDqs4vuuHx7YVMZd7rCK4cNlxEDKrabvsyG5sy/z RFQsj7nsHohWw06Z14fFz7liCqFpuZk4/ueZ1JrhbZ8lWu5bYS+ biXvssMTd323O1XN4oGCr0bmCmII80yn7uBSeow4eDGE0weBCEX ViI6KnChIGAuFMkxIWEuMoztJElbUxVjCosYhv0vaBVNWU9WkvPS Kkd2sWlNySljnnS+FQXEpa76SofK2fJ/uadKE95thb97dSrSazA JbF/6TqV/9XJXgTOsa564NRToBjZnZO6xOpW5Mn1b10JcgiIk7h O+ZCwo5Sde9aVJlK9y7u1VP5NVUpWrp20Nsa7PKUa8IaM1a9xdo PDYsFcLqzsF/OllXTUg5jGLBZonmsoYQdlVMj7Bo94wrPGtFvtTr v/LNUyqWYKP0J7+ABgzZrT</latexit>
Block b  1 of length N
<latexit sha1_base64="EInZ AnT4d0JNcEp6k89QNaBO24s=">AAAC3nicjVHLSsNAFD2N7/qqu hI3g63gxpKq+NgV3biSClYFLTUZpzV0mgnJRBARd+7ErT/gVj9H/ AP9C++MURQRvSHJmXPvOTN3rh/JINGu+5xzenr7+gcGh/LDI6Nj 44WJyb1EpTEXda6kig98LxEyCEVdB1qKgygWXteXYt/vbJr8/pm Ik0CFu/o8Eo2u1w6DVsA9TVSzML0hFe+wkr9QKTHVYlKEbX3KSt ulZqHoll0b7CeoZKCILGqq8IQjnECBI0UXAiE0YQkPCT2HqMBFR FwDF8TFhAKbF7hEnrQpVQmq8Ijt0LdNq8OMDWltPBOr5rSLpDcmJ cMcaRTVxYTNbszmU+ts2N+8L6ynOds5/f3Mq0usximxf+k+Kv+r M71otLBmewiop8gypjueuaT2VszJ2ZeuNDlExBl8QvmYMLfKj3t mVpPY3s3dejb/YisNa9Y8q03xak5pB7xuYuVznD/B3mK5slRe3l ksVpezUQ9iBrOYp3muooot1FAn7yvc4wGPzrFz7dw4t++lTi7TTO FbOHdvYfyXrg==</latexit>
M 0b+1
<latexit sha1_base64="b7wPRgT57c+jj/XhDWqZwFCpQlg="> AAACzXicjVHLSsNAFD2Nr1pfVZduglUUhJLW4mNXcONGrGAfWEtJ0mkdmhfJRCi1bv0Bt/pb4h/oX3hnTEUpojckOXPuPWfmzrUCh0 fCMF5T2tT0zOxcej6zsLi0vJJdXatFfhzarGr7jh82LDNiDvdYVXDhsEYQMtO1HFa3+icyX79lYcR971IMAtZyzZ7Hu9w2BVFXW2c77 aG1VxhttbM5I2+o0CdBIQE5JFHxsy+4Rgc+bMRwweBBEHZgIqKniQIMBMS1MCQuJMRVnmGEDGljqmJUYRLbp2+PVs2E9WgtPSOltmk Xh96QlDq2SeNTXUhY7qarfKycJfub91B5yrMN6G8lXi6xAjfE/qUbV/5XJ3sR6OJI9cCpp0Axsjs7cYnVrciT69+6EuQQECdxh/IhY Vspx/esK02kepd3a6r8m6qUrFzbSW2Md3lKNeBjGQdf45wEtWK+sJ8vXRRz5VIy6jQ2sIldmuchyjhFBVXy9vCIJzxr51qs3Wn3n6Va KtGs40doDx9zd5JY</latexit>
eU1:Kb,1
<latexit sha1_base64="Urip2dIMryr8wxCmfhfJTX8GaAM="> AAAC4HicjVHLSsNAFD2Nr1pfVZfdBFvBhZREi69VwY3gpoJ9QNWSpKMOpklIJkoJXbhzJ279Abf6NeIf6F94Z0xFEdEbkpw5954zc+ fagcsjYRgvGW1kdGx8IjuZm5qemZ3Lzy80Ij8OHVZ3fNcPW7YVMZd7rC64cFkrCJnVs13WtC92Zb55ycKI+96h6AfsuGedefyUO5Ygq pMvlI6ueJcJ7nZZUh90EnvVHJwk5s7+oNTJF42yoUL/CcwUFJFGzc8/4whd+HAQowcGD4KwCwsRPW2YMBAQd4yEuJAQV3mGAXKkjam KUYVF7AV9z2jVTlmP1tIzUmqHdnHpDUmpY5k0PtWFhOVuusrHylmyv3knylOerU9/O/XqEStwTuxfumHlf3WyF4FTbKkeOPUUKEZ25 6QusboVeXL9S1eCHALiJO5SPiTsKOXwnnWliVTv8m4tlX9VlZKVayetjfEmT6kGvC1j43OcP0FjrWyulysHa8VqJR11FgUsYYXmuYkq 9lBDnbyv8YBHPGm2dqPdancfpVom1SziW2j3753zmjA=</latexit>eU1:Kb,2
<latexit sha1_base64="oVX2vIYAoYSj/uPyyo70TtS0Wxw="> AAAC4HicjVHLSsNAFD3GV31XXboJtoILKUktvlYFN4IbBdsKVkseUx2aJiGZKCV04c6duPUH3OrXiH+gf+GdMRVFRG9Icubce87MnW uHHo+FYbwMacMjo2PjuYnJqemZ2bn8/EI9DpLIYTUn8ILo2LZi5nGf1QQXHjsOI2Z1bY817M6uzDcuWRTzwD8SvZCddq1zn7e5YwmiW vmlYvOKu0xwz2Vprd9K7bVy/yw1d/b7xVa+YJQMFfpPYGaggCwOgvwzmnARwEGCLhh8CMIeLMT0nMCEgZC4U6TERYS4yjP0MUnahKo YVVjEduh7TquTjPVpLT1jpXZoF4/eiJQ6VkgTUF1EWO6mq3yinCX7m3eqPOXZevS3M68usQIXxP6lG1T+Vyd7EWhjS/XAqadQMbI7J 3NJ1K3Ik+tfuhLkEBInsUv5iLCjlIN71pUmVr3Lu7VU/lVVSlaunaw2wZs8pRrwtoyNz3H+BPVyyVwvVQ7LhWolG3UOS1jGKs1zE1Xs 4QA18r7GAx7xpNnajXar3X2UakOZZhHfQrt/B6BbmjE=</latexit>
eU1:Kb,L
<latexit sha1_base64="cJtMfSYS0n2tARBRHXmWdr5Nvmk="> AAAC4HicjVHLSsNAFD2Nr1pfVZfdBFvBhZS0Fl+rghtBFxWsCrWWJB11aJqEZKKU0IU7d+LWH3CrXyP+gf6Fd8ZUlCJ6Q5Iz595zZu 5cy3d4KAzjNaWNjI6NT6QnM1PTM7Nz2fmFo9CLApvVbc/xghPLDJnDXVYXXDjsxA+Y2bUcdmx1dmT++IoFIffcQ9HzWbNrXrj8nNumI KqVzRVOr3mbCe60WVzvt2Jrdb9/Fpe29/qFVjZvFA0V+jAoJSCPJGpe9gWnaMODjQhdMLgQhB2YCOlpoAQDPnFNxMQFhLjKM/SRIW1 EVYwqTGI79L2gVSNhXVpLz1CpbdrFoTcgpY5l0nhUFxCWu+kqHylnyf7mHStPebYe/a3Eq0uswCWxf+kGlf/VyV4EzrGpeuDUk68Y2 Z2duETqVuTJ9W9dCXLwiZO4TfmAsK2Ug3vWlSZUvcu7NVX+TVVKVq7tpDbCuzylGvCWjPWvcQ6Do3KxtFasHJTz1Uoy6jRyWMIKzXMD Veyihjp53+ART3jWLO1Wu9PuP0u1VKJZxI/QHj4A3uuaSw==</latexit>
T
1:|VU |L
b
<latexit sha1_base64="9kKi onSiVBeXJQgHhAXAeTuOnDk=">AAAC4XicjVHLSsNAFD3GV31XX eoiWAVXJa3iayW4ceFCwT6grWUyHTU0L5KJIGk37tyJW3/Arf6M+ Af6F94ZoygiekOSM+fec2buXDt0nVha1vOAMTg0PDKaGxufmJya nsnPzlXjIIm4qPDADaK6zWLhOr6oSEe6oh5Ggnm2K2p2d0/laxc iip3AP5aXoWh57Mx3Th3OJFHt/OLycTu1+ydpaafX9Jg858xNq/ 12pXfQX27nC1bR0mH+BKUMFJDFYZB/QhMdBOBI4EHAhyTsgiGmp 4ESLITEtZASFxFydF6gj3HSJlQlqIIR26XvGa0aGevTWnnGWs1pF 5feiJQmVkgTUF1EWO1m6nyinRX7m3eqPdXZLulvZ14esRLnxP6l +6j8r071InGKLd2DQz2FmlHd8cwl0beiTm5+6UqSQ0icwh3KR4S 5Vn7cs6k1se5d3S3T+RddqVi15lltgld1Sj3gbRUbn+P8CarlYm mtuH5ULuyuZ6POYQFLWKV5bmIX+zhEhbyvcI8HPBrcuDZujNv3Um Mg08zjWxh3b52Vmv4=</latexit>
T
1:|VU |
b,1
<latexit sha1_base64="Mtq8 GAnL8iCqEsudoYSWBfqdG8c=">AAAC4nicjVHJSsRAEH3GbRy3U Y8iBEfBgwyJittpwItHhVkEl6HT02qYbCQdQeKcvHkTr/6AV/0Y8 Q/0L6xuM6KIaIUkr1/Ve93V5USem0jLeukz+gcGh4YLI8XRsfGJ ydLUdCMJ05iLOg+9MD5wWCI8NxB16UpPHESxYL7jiabT2VH55oW IEzcMavIyEsc+OwvcU5czSVSrNLdQa2XOst09yeztqyOfyXPOvK zRbdWvugutUtmqWDrMn8DOQRl57IWlZxyhjRAcKXwIBJCEPTAk9 BzChoWIuGNkxMWEXJ0X6KJI2pSqBFUwYjv0PaPVYc4GtFaeiVZz2 sWjNyaliUXShFQXE1a7mTqfamfF/uadaU91tkv6O7mXT6zEObF/ 6XqV/9WpXiROsal7cKmnSDOqO567pPpW1MnNL11JcoiIU7hN+Zg w18rePZtak+je1d0ynX/VlYpVa57XpnhTp9QD3lKx/jnOn6CxUr FXK2v7K+XqWj7qAmYxjyWa5waq2MUe6uR9jQc84sloGzfGrXH3UW r05ZoZfAvj/h3tX5sZ</latexit>
T
1:|VU |
b,2
<latexit sha1_base64="UDBD c1GRRm/VBXEBg0fj3y/Lmeo=">AAAC4nicjVHLSsNAFD3G97vqU oRgFVxISav4WgluXCrYWmhrmUynbTAvkokgsSt37sStP+BWP0b8A /0L74xRlCJ6Q5Iz595zZu5cO3SdWFrWy4AxODQ8Mjo2PjE5NT0z m5ubr8RBEnFR5oEbRFWbxcJ1fFGWjnRFNYwE82xXnNrnByp/eiG i2An8E3kZiobHOr7TdjiTRDVzSysnzdReL/XO0uLeVd1jssuZm1 Z6zfJVb6WZy1sFS4fZD4oZyCOLoyD3jDpaCMCRwIOAD0nYBUNMT w1FWAiJayAlLiLk6LxADxOkTahKUAUj9py+HVrVMtantfKMtZrTL i69ESlNrJImoLqIsNrN1PlEOyv2N+9Ue6qzXdLfzrw8YiW6xP6l +6z8r071ItHGju7BoZ5CzajueOaS6FtRJze/dSXJISRO4RblI8J cKz/v2dSaWPeu7pbp/KuuVKxa86w2wZs6pR7wroqtr3H2g0qpUN wobB6X8vub2ajHsIhlrNE8t7GPQxyhTN7XeMAjnoyWcWPcGncfpc ZAplnAjzDu3wHv1Zsa</latexit>
T
1:|VU |
b,L
<latexit sha1_base64="KaSq SxbNkVGT9zpGSLZFJUkWBog=">AAAC4nicjVHLSsNAFD3G97vqU oRgFVxISVR8rQQ3Llwo2Cq0WibTaRuaF8lEkNiVO3fi1h9wqx8j/ oH+hXfGKIqI3pDkzLn3nJk714k8N5GW9dxj9Pb1DwwODY+Mjo1P TBampitJmMZclHnohfGJwxLhuYEoS1d64iSKBfMdTxw7nV2VPz4 XceKGwZG8iMSpz1qB23Q5k0TVC3MLR/XMWd7vnmX29mXNZ7LNmZ dVuvXyZXehXihaJUuH+RPYOSgij4Ow8IQaGgjBkcKHQABJ2ANDQ k8VNixExJ0iIy4m5Oq8QBcjpE2pSlAFI7ZD3xatqjkb0Fp5JlrNa ReP3piUJhZJE1JdTFjtZup8qp0V+5t3pj3V2S7o7+RePrESbWL/ 0n1U/lenepFoYlP34FJPkWZUdzx3SfWtqJObX7qS5BARp3CD8jF hrpUf92xqTaJ7V3fLdP5FVypWrXlem+JVnVIPeEvF+uc4f4LKSs leLa0drhR31vJRD2EW81iieW5gB3s4QJm8r3CPBzwaDePauDFu30 uNnlwzg29h3L0BL+CbNA==</latexit>
Line 7
<latexit sha1_base64="G4MgAhiO7bYbB/hu7EEjqAxDmuE="> AAAC3HicjVHLSsNAFD3GV62vqAsXboJFcFVSLVZ3BTcuXFSwVvBFkk5raJqEyUQspTt34tYfcKvfI/6B/oV3rqkoInpDkjPn3nNm7l w3DvxE2fbLiDE6Nj4xmZvKT8/Mzs2bC4tHSZRKT9S9KIjkseskIvBDUVe+CsRxLIXTdQPRcDu7Ot+4EjLxo/BQ9WJx1nXaod/yPUcRd WEunypxrdinL0Vz0N8nI6syuDALdtHmsH6CUgYKyKIWmc84RRMRPKToQiCEIhzAQULPCUqwERN3hj5xkpDPeYEB8qRNqUpQhUNsh75 tWp1kbEhr7Zmw2qNdAnolKS2skSaiOklY72ZxPmVnzf7m3WdPfbYe/d3Mq0uswiWxf+mGlf/V6V4UWtjmHnzqKWZGd+dlLinfij659 aUrRQ4xcRo3KS8Je6wc3rPFmoR713frcP6VKzWr115Wm+JNn5IHvKNj63OcP8HRRrG0WSwfbBSq5WzUOaxgFes0zwqq2EMNdT7/Ax7x ZJwbN8atcfdRaoxkmiV8C+P+HbHhmYQ=</latexit>
Line 7
<latexit sha1_base64="G4MgAhiO7bYbB/hu7EEjqAxDmuE="> AAAC3HicjVHLSsNAFD3GV62vqAsXboJFcFVSLVZ3BTcuXFSwVvBFkk5raJqEyUQspTt34tYfcKvfI/6B/oV3rqkoInpDkjPn3nNm7l w3DvxE2fbLiDE6Nj4xmZvKT8/Mzs2bC4tHSZRKT9S9KIjkseskIvBDUVe+CsRxLIXTdQPRcDu7Ot+4EjLxo/BQ9WJx1nXaod/yPUcRd WEunypxrdinL0Vz0N8nI6syuDALdtHmsH6CUgYKyKIWmc84RRMRPKToQiCEIhzAQULPCUqwERN3hj5xkpDPeYEB8qRNqUpQhUNsh75 tWp1kbEhr7Zmw2qNdAnolKS2skSaiOklY72ZxPmVnzf7m3WdPfbYe/d3Mq0uswiWxf+mGlf/V6V4UWtjmHnzqKWZGd+dlLinfij659 aUrRQ4xcRo3KS8Je6wc3rPFmoR713frcP6VKzWr115Wm+JNn5IHvKNj63OcP8HRRrG0WSwfbBSq5WzUOaxgFes0zwqq2EMNdT7/Ax7x ZJwbN8atcfdRaoxkmiV8C+P+HbHhmYQ=</latexit>
Line 7
<latexit sha1_base64="G4MgAhiO7bYbB/hu7EEjqAxDmuE="> AAAC3HicjVHLSsNAFD3GV62vqAsXboJFcFVSLVZ3BTcuXFSwVvBFkk5raJqEyUQspTt34tYfcKvfI/6B/oV3rqkoInpDkjPn3nNm7l w3DvxE2fbLiDE6Nj4xmZvKT8/Mzs2bC4tHSZRKT9S9KIjkseskIvBDUVe+CsRxLIXTdQPRcDu7Ot+4EjLxo/BQ9WJx1nXaod/yPUcRd WEunypxrdinL0Vz0N8nI6syuDALdtHmsH6CUgYKyKIWmc84RRMRPKToQiCEIhzAQULPCUqwERN3hj5xkpDPeYEB8qRNqUpQhUNsh75 tWp1kbEhr7Zmw2qNdAnolKS2skSaiOklY72ZxPmVnzf7m3WdPfbYe/d3Mq0uswiWxf+mGlf/V6V4UWtjmHnzqKWZGd+dlLinfij659 aUrRQ4xcRo3KS8Je6wc3rPFmoR713frcP6VKzWr115Wm+JNn5IHvKNj63OcP8HRRrG0WSwfbBSq5WzUOaxgFes0zwqq2EMNdT7/Ax7x ZJwbN8atcfdRaoxkmiV8C+P+HbHhmYQ=</latexit>
Line 8
<latexit sha1_base64="V9yJB6qz4DSqW5PcKmxA3CFSvtk="> AAAC3HicjVFNS8NAEH3Gr1q/oh48eAkWwVNJtWi9CV48eKhgrVC1JOm2hqZJ2GxEKb15E6/+Aa/6e8R/oP/C2TEVRUQnJHn7Zt7bnR 03DvxE2fbLiDE6Nj4xmZvKT8/Mzs2bC4vHSZRKT9S8KIjkieskIvBDUVO+CsRJLIXTcwNRd7t7Ol+/FDLxo/BIXcfirOd0Qr/te44iq mkunypxpdinL0Vr0D8gI6syaJoFu2hzWD9BKQMFZFGNzGecooUIHlL0IBBCEQ7gIKGngRJsxMSdoU+cJORzXmCAPGlTqhJU4RDbpW+ HVo2MDWmtPRNWe7RLQK8kpYU10kRUJwnr3SzOp+ys2d+8++ypz3ZNfzfz6hGrcEHsX7ph5X91uheFNircg089xczo7rzMJeVb0Se3v nSlyCEmTuMW5SVhj5XDe7ZYk3Dv+m4dzr9ypWb12stqU7zpU/KAd3RsfY7zJzjeKJY2i+XDjcJuORt1DitYxTrNcxu72EcVNT7/Ax7x ZJwbN8atcfdRaoxkmiV8C+P+HbRCmYU=</latexit>
Line 8
<latexit sha1_base64="V9yJB6qz4DSqW5PcKmxA3CFSvtk="> AAAC3HicjVFNS8NAEH3Gr1q/oh48eAkWwVNJtWi9CV48eKhgrVC1JOm2hqZJ2GxEKb15E6/+Aa/6e8R/oP/C2TEVRUQnJHn7Zt7bnR 03DvxE2fbLiDE6Nj4xmZvKT8/Mzs2bC4vHSZRKT9S8KIjkieskIvBDUVO+CsRJLIXTcwNRd7t7Ol+/FDLxo/BIXcfirOd0Qr/te44iq mkunypxpdinL0Vr0D8gI6syaJoFu2hzWD9BKQMFZFGNzGecooUIHlL0IBBCEQ7gIKGngRJsxMSdoU+cJORzXmCAPGlTqhJU4RDbpW+ HVo2MDWmtPRNWe7RLQK8kpYU10kRUJwnr3SzOp+ys2d+8++ypz3ZNfzfz6hGrcEHsX7ph5X91uheFNircg089xczo7rzMJeVb0Se3v nSlyCEmTuMW5SVhj5XDe7ZYk3Dv+m4dzr9ypWb12stqU7zpU/KAd3RsfY7zJzjeKJY2i+XDjcJuORt1DitYxTrNcxu72EcVNT7/Ax7x ZJwbN8atcfdRaoxkmiV8C+P+HbRCmYU=</latexit>
Line 8
<latexit sha1_base64="V9yJB6qz4DSqW5PcKmxA3CFSvtk="> AAAC3HicjVFNS8NAEH3Gr1q/oh48eAkWwVNJtWi9CV48eKhgrVC1JOm2hqZJ2GxEKb15E6/+Aa/6e8R/oP/C2TEVRUQnJHn7Zt7bnR 03DvxE2fbLiDE6Nj4xmZvKT8/Mzs2bC4vHSZRKT9S8KIjkieskIvBDUVO+CsRJLIXTcwNRd7t7Ol+/FDLxo/BIXcfirOd0Qr/te44iq mkunypxpdinL0Vr0D8gI6syaJoFu2hzWD9BKQMFZFGNzGecooUIHlL0IBBCEQ7gIKGngRJsxMSdoU+cJORzXmCAPGlTqhJU4RDbpW+ HVo2MDWmtPRNWe7RLQK8kpYU10kRUJwnr3SzOp+ys2d+8++ypz3ZNfzfz6hGrcEHsX7ph5X91uheFNircg089xczo7rzMJeVb0Se3v nSlyCEmTuMW5SVhj5XDe7ZYk3Dv+m4dzr9ypWb12stqU7zpU/KAd3RsfY7zJzjeKJY2i+XDjcJuORt1DitYxTrNcxu72EcVNT7/Ax7x ZJwbN8atcfdRaoxkmiV8C+P+HbRCmYU=</latexit>Line 6
<latexit sha1_base64="YzK+ hlWm5edDfdZOP7BzCMSBWk0=">AAAC3HicjVHLSsNAFD3GV62vq AsXboJFcFVSLVV3BTcuXFSwVvBFkk5raJqEyUQspTt34tYfcKvfI /6B/oV3rqkoInpDkjPn3nNm7lw3DvxE2fbLiDE6Nj4xmZvKT8/M zs2bC4tHSZRKT9S9KIjkseskIvBDUVe+CsRxLIXTdQPRcDu7Ot+ 4EjLxo/BQ9WJx1nXaod/yPUcRdWEunypxrdinL0Vz0N8nI6syuD ALdtHmsH6CUgYKyKIWmc84RRMRPKToQiCEIhzAQULPCUqwERN3h j5xkpDPeYEB8qRNqUpQhUNsh75tWp1kbEhr7Zmw2qNdAnolKS2sk SaiOklY72ZxPmVnzf7m3WdPfbYe/d3Mq0uswiWxf+mGlf/V6V4U WtjmHnzqKWZGd+dlLinfij659aUrRQ4xcRo3KS8Je6wc3rPFmoR 713frcP6VKzWr115Wm+JNn5IHvKOj8jnOn+Boo1jaLJYPNgrVcj bqHFawinWa5xaq2EMNdT7/Ax7xZJwbN8atcfdRaoxkmiV8C+P+Ha +AmYM=</latexit>
Line 6
<latexit sha1_base64="YzK+ hlWm5edDfdZOP7BzCMSBWk0=">AAAC3HicjVHLSsNAFD3GV62vq AsXboJFcFVSLVV3BTcuXFSwVvBFkk5raJqEyUQspTt34tYfcKvfI /6B/oV3rqkoInpDkjPn3nNm7lw3DvxE2fbLiDE6Nj4xmZvKT8/M zs2bC4tHSZRKT9S9KIjkseskIvBDUVe+CsRxLIXTdQPRcDu7Ot+ 4EjLxo/BQ9WJx1nXaod/yPUcRdWEunypxrdinL0Vz0N8nI6syuD ALdtHmsH6CUgYKyKIWmc84RRMRPKToQiCEIhzAQULPCUqwERN3h j5xkpDPeYEB8qRNqUpQhUNsh75tWp1kbEhr7Zmw2qNdAnolKS2sk SaiOklY72ZxPmVnzf7m3WdPfbYe/d3Mq0uswiWxf+mGlf/V6V4U WtjmHnzqKWZGd+dlLinfij659aUrRQ4xcRo3KS8Je6wc3rPFmoR 713frcP6VKzWr115Wm+JNn5IHvKOj8jnOn+Boo1jaLJYPNgrVcj bqHFawinWa5xaq2EMNdT7/Ax7xZJwbN8atcfdRaoxkmiV8C+P+Ha +AmYM=</latexit>
Line 6
<latexit sha1_base64="YzK+ hlWm5edDfdZOP7BzCMSBWk0=">AAAC3HicjVHLSsNAFD3GV62vq AsXboJFcFVSLVV3BTcuXFSwVvBFkk5raJqEyUQspTt34tYfcKvfI /6B/oV3rqkoInpDkjPn3nNm7lw3DvxE2fbLiDE6Nj4xmZvKT8/M zs2bC4tHSZRKT9S9KIjkseskIvBDUVe+CsRxLIXTdQPRcDu7Ot+ 4EjLxo/BQ9WJx1nXaod/yPUcRdWEunypxrdinL0Vz0N8nI6syuD ALdtHmsH6CUgYKyKIWmc84RRMRPKToQiCEIhzAQULPCUqwERN3h j5xkpDPeYEB8qRNqUpQhUNsh75tWp1kbEhr7Zmw2qNdAnolKS2sk SaiOklY72ZxPmVnzf7m3WdPfbYe/d3Mq0uswiWxf+mGlf/V6V4U WtjmHnzqKWZGd+dlLinfij659aUrRQ4xcRo3KS8Je6wc3rPFmoR 713frcP6VKzWr115Wm+JNn5IHvKOj8jnOn+Boo1jaLJYPNgrVcj bqHFawinWa5xaq2EMNdT7/Ax7xZJwbN8atcfdRaoxkmiV8C+P+Ha +AmYM=</latexit>
Line 9
<latexit sha1_base64="xHJyDVezFISjemnLM5b+06s4+i4="> AAAC3HicjVFNS8NAEH3Gr1q/oh48eAkWwVNJtai9CV48eKhgrVC1JOm2hqZJ2GxEKb15E6/+Aa/6e8R/oP/C2TEVRUQnJHn7Zt7bnR 03DvxE2fbLiDE6Nj4xmZvKT8/Mzs2bC4vHSZRKT9S8KIjkieskIvBDUVO+CsRJLIXTcwNRd7t7Ol+/FDLxo/BIXcfirOd0Qr/te44iq mkunypxpdinL0Vr0D8gI6syaJoFu2hzWD9BKQMFZFGNzGecooUIHlL0IBBCEQ7gIKGngRJsxMSdoU+cJORzXmCAPGlTqhJU4RDbpW+ HVo2MDWmtPRNWe7RLQK8kpYU10kRUJwnr3SzOp+ys2d+8++ypz3ZNfzfz6hGrcEHsX7ph5X91uheFNna4B596ipnR3XmZS8q3ok9uf elKkUNMnMYtykvCHiuH92yxJuHe9d06nH/lSs3qtZfVpnjTp+QBV3RsfY7zJzjeKJY2i+XDjcJuORt1DitYxTrNcxu72EcVNT7/Ax7x ZJwbN8atcfdRaoxkmiV8C+P+HbajmYY=</latexit>
Line 9
<latexit sha1_base64="xHJyDVezFISjemnLM5b+06s4+i4="> AAAC3HicjVFNS8NAEH3Gr1q/oh48eAkWwVNJtai9CV48eKhgrVC1JOm2hqZJ2GxEKb15E6/+Aa/6e8R/oP/C2TEVRUQnJHn7Zt7bnR 03DvxE2fbLiDE6Nj4xmZvKT8/Mzs2bC4vHSZRKT9S8KIjkieskIvBDUVO+CsRJLIXTcwNRd7t7Ol+/FDLxo/BIXcfirOd0Qr/te44iq mkunypxpdinL0Vr0D8gI6syaJoFu2hzWD9BKQMFZFGNzGecooUIHlL0IBBCEQ7gIKGngRJsxMSdoU+cJORzXmCAPGlTqhJU4RDbpW+ HVo2MDWmtPRNWe7RLQK8kpYU10kRUJwnr3SzOp+ys2d+8++ypz3ZNfzfz6hGrcEHsX7ph5X91uheFNna4B596ipnR3XmZS8q3ok9uf elKkUNMnMYtykvCHiuH92yxJuHe9d06nH/lSs3qtZfVpnjTp+QBV3RsfY7zJzjeKJY2i+XDjcJuORt1DitYxTrNcxu72EcVNT7/Ax7x ZJwbN8atcfdRaoxkmiV8C+P+HbajmYY=</latexit>
Line 9
<latexit sha1_base64="xHJyDVezFISjemnLM5b+06s4+i4="> AAAC3HicjVFNS8NAEH3Gr1q/oh48eAkWwVNJtai9CV48eKhgrVC1JOm2hqZJ2GxEKb15E6/+Aa/6e8R/oP/C2TEVRUQnJHn7Zt7bnR 03DvxE2fbLiDE6Nj4xmZvKT8/Mzs2bC4vHSZRKT9S8KIjkieskIvBDUVO+CsRJLIXTcwNRd7t7Ol+/FDLxo/BIXcfirOd0Qr/te44iq mkunypxpdinL0Vr0D8gI6syaJoFu2hzWD9BKQMFZFGNzGecooUIHlL0IBBCEQ7gIKGngRJsxMSdoU+cJORzXmCAPGlTqhJU4RDbpW+ HVo2MDWmtPRNWe7RLQK8kpYU10kRUJwnr3SzOp+ys2d+8++ypz3ZNfzfz6hGrcEHsX7ph5X91uheFNna4B596ipnR3XmZS8q3ok9uf elKkUNMnMYtykvCHiuH92yxJuHe9d06nH/lSs3qtZfVpnjTp+QBV3RsfY7zJzjeKJY2i+XDjcJuORt1DitYxTrNcxu72EcVNT7/Ax7x ZJwbN8atcfdRaoxkmiV8C+P+HbajmYY=</latexit>
Fig. 1. The construction of M ′b in Algorithm 3 creates a dependency between Block b ∈ J2, BK and Block b− 1.
Block b of length N
<latexit sha1_base64="sjOMvLdX6c7tmkeFuKIpn/VBnvU=">AA AC3HicjVHLSsNAFD3Gd31VXbhwM9gKrkpai4+d6MaVVLAq+CIZpzV0kgnJRCjFnTtx6w+41e8R/0D/wjtjFEVEb0hy5tx77tyHH8sg1a77 3Of0DwwODY+MFsbGJyanitMz+6nKEi6aXEmVHPpeKmQQiaYOtBSHcSK80JfiwO9sGf/BpUjSQEV7uhuLk9BrR0Er4J4m6qw4tykV77CyX2a qxaSI2vqClXfKZ8WSW3GtsZ+gmoMScmuo4hOOcQ4FjgwhBCJowhIeUnqOUIWLmLgT9IhLCAXWL3CFAmkzihIU4RHboW+bTkc5G9HZ5Eytm tMtkt6ElAyLpFEUlxA2tzHrz2xmw/6Wu2dzmtq69PfzXCGxGhfE/qX7iPyvzvSi0cKa7SGgnmLLmO54niWzUzGVsy9dacoQE2fwOfkTwtw qP+bMrCa1vZvZetb/YiMNa848j83waqq0C143tvK5zp9gv1apLlfqu7XSRj1f9QjmsYAl2ucqNrCNBpq2/ns84NE5da6dG+f2PdTpyzWz+G bO3RsrxJc8</latexit>
Sb+1
<latexit sha1_base64="VbFZcni/pLm+U2NodsHquO/JuoM=">AA ACzHicjVHLSsNAFD2Nr1pfVZdugq0gCCWtxceu4MaVVLQPqaUk02kNzYtkIpTQrT/gVr9L/AP9C++MqShF9IYkZ86958zcuVbg2JEwjNeM Nje/sLiUXc6trK6tb+Q3t5qRH4eMN5jv+GHbMiPu2B5vCFs4vB2E3HQth7es0ZnMt+55GNm+dy3GAe+65tCzBzYzBVE3xateYh2UJ8VevmC UDBX6LCinoIA06n7+BbfowwdDDBccHgRhByYiejoow0BAXBcJcSEhW+U5JsiRNqYqThUmsSP6DmnVSVmP1tIzUmpGuzj0hqTUsUcan+pCw nI3XeVj5SzZ37wT5SnPNqa/lXq5xArcEfuXblr5X53sRWCAE9WDTT0FipHdsdQlVrciT65/60qQQ0CcxH3Kh4SZUk7vWVeaSPUu79ZU+Td VKVm5ZmltjHd5SjXgUxlHX+OcBc1KqXxYql5WCrVqOuosdrCLfZrnMWo4Rx0N8nbxiCc8axea0BJt8lmqZVLNNn6E9vAB/eCSLQ==</late xit>
Mb+1
<latexit sha1_base64="hrL0L7tcbHZRiaQjE7fUQq5QGWE=">AA ACzHicjVHLSsNAFD2Nr1pfVZdugq0gCCWtxceu4MaNUsE+pJaSTKc1NC+SiVBCt/6AW/0u8Q/0L7wzpqIU0RuSnDn3njNz51qBY0fCMF4z 2tz8wuJSdjm3srq2vpHf3GpGfhwy3mC+44dty4y4Y3u8IWzh8HYQctO1HN6yRmcy37rnYWT73rUYB7zrmkPPHtjMFETdFC96iXVQnhR7+YJ RMlTos6CcggLSqPv5F9yiDx8MMVxweBCEHZiI6OmgDAMBcV0kxIWEbJXnmCBH2piqOFWYxI7oO6RVJ2U9WkvPSKkZ7eLQG5JSxx5pfKoLC cvddJWPlbNkf/NOlKc825j+VurlEitwR+xfumnlf3WyF4EBTlQPNvUUKEZ2x1KXWN2KPLn+rStBDgFxEvcpHxJmSjm9Z11pItW7vFtT5d9 UpWTlmqW1Md7lKdWAT2UcfY1zFjQrpfJhqXpVKdSq6aiz2MEu9mmex6jhHHU0yNvFI57wrF1qQku0yWeplkk12/gR2sMH73aSJw==</late xit>
Rb+1
<latexit sha1_base64="ZFRZSa2zV7jypjvgZFZJ0stxNF8=">AA ACzHicjVHLSsNAFD2Nr1pfVZdugq0gCCWtxceu4MaVVLEPqaUk02kNzYtkIpTQrT/gVr9L/AP9C++MqShF9IYkZ86958zcuVbg2JEwjNeM Nje/sLiUXc6trK6tb+Q3t5qRH4eMN5jv+GHbMiPu2B5vCFs4vB2E3HQth7es0ZnMt+55GNm+dy3GAe+65tCzBzYzBVE3xateYh2UJ8VevmC UDBX6LCinoIA06n7+BbfowwdDDBccHgRhByYiejoow0BAXBcJcSEhW+U5JsiRNqYqThUmsSP6DmnVSVmP1tIzUmpGuzj0hqTUsUcan+pCw nI3XeVj5SzZ37wT5SnPNqa/lXq5xArcEfuXblr5X53sRWCAE9WDTT0FipHdsdQlVrciT65/60qQQ0CcxH3Kh4SZUk7vWVeaSPUu79ZU+Td VKVm5ZmltjHd5SjXgUxlHX+OcBc1KqXxYql5WCrVqOuosdrCLfZrnMWo4Rx0N8nbxiCc8axea0BJt8lmqZVLNNn6E9vAB+3mSLA==</late xit>
T
1:|VU |L
b
<latexit sha1_base64="9kKionSiVBeXJQgHhAXAeTuOnDk=">AA AC4XicjVHLSsNAFD3GV31XXeoiWAVXJa3iayW4ceFCwT6grWUyHTU0L5KJIGk37tyJW3/Arf6M+Af6F94ZoygiekOSM+fec2buXDt0nVha 1vOAMTg0PDKaGxufmJyansnPzlXjIIm4qPDADaK6zWLhOr6oSEe6oh5Ggnm2K2p2d0/laxciip3AP5aXoWh57Mx3Th3OJFHt/OLycTu1+yd paafX9Jg858xNq/12pXfQX27nC1bR0mH+BKUMFJDFYZB/QhMdBOBI4EHAhyTsgiGmp4ESLITEtZASFxFydF6gj3HSJlQlqIIR26XvGa0aG evTWnnGWs1pF5feiJQmVkgTUF1EWO1m6nyinRX7m3eqPdXZLulvZ14esRLnxP6l+6j8r071InGKLd2DQz2FmlHd8cwl0beiTm5+6UqSQ0i cwh3KR4S5Vn7cs6k1se5d3S3T+RddqVi15lltgld1Sj3gbRUbn+P8CarlYmmtuH5ULuyuZ6POYQFLWKV5bmIX+zhEhbyvcI8HPBrcuDZujN v3UmMg08zjWxh3b52Vmv4=</latexit>
T
1:|VU |
b,1
<latexit sha1_base64="Mtq8GAnL8iCqEsudoYSWBfqdG8c=">AA AC4nicjVHJSsRAEH3GbRy3UY8iBEfBgwyJittpwItHhVkEl6HT02qYbCQdQeKcvHkTr/6AV/0Y8Q/0L6xuM6KIaIUkr1/Ve93V5USem0jL eukz+gcGh4YLI8XRsfGJydLUdCMJ05iLOg+9MD5wWCI8NxB16UpPHESxYL7jiabT2VH55oWIEzcMavIyEsc+OwvcU5czSVSrNLdQa2XOst0 9yeztqyOfyXPOvKzRbdWvugutUtmqWDrMn8DOQRl57IWlZxyhjRAcKXwIBJCEPTAk9BzChoWIuGNkxMWEXJ0X6KJI2pSqBFUwYjv0PaPVY c4GtFaeiVZz2sWjNyaliUXShFQXE1a7mTqfamfF/uadaU91tkv6O7mXT6zEObF/6XqV/9WpXiROsal7cKmnSDOqO567pPpW1MnNL11Jcoi IU7hN+Zgw18rePZtak+je1d0ynX/VlYpVa57XpnhTp9QD3lKx/jnOn6CxUrFXK2v7K+XqWj7qAmYxjyWa5waq2MUe6uR9jQc84sloGzfGrX H3UWr05ZoZfAvj/h3tX5sZ</latexit>
T
1:|VU |
b,2
<latexit sha1_base64="UDBDc1GRRm/VBXEBg0fj3y/Lmeo=">AA AC4nicjVHLSsNAFD3G97vqUoRgFVxISav4WgluXCrYWmhrmUynbTAvkokgsSt37sStP+BWP0b8A/0L74xRlCJ6Q5Iz595zZu5cO3SdWFrW y4AxODQ8Mjo2PjE5NT0zm5ubr8RBEnFR5oEbRFWbxcJ1fFGWjnRFNYwE82xXnNrnByp/eiGi2An8E3kZiobHOr7TdjiTRDVzSysnzdReL/X O0uLeVd1jssuZm1Z6zfJVb6WZy1sFS4fZD4oZyCOLoyD3jDpaCMCRwIOAD0nYBUNMTw1FWAiJayAlLiLk6LxADxOkTahKUAUj9py+HVrVM tantfKMtZrTLi69ESlNrJImoLqIsNrN1PlEOyv2N+9Ue6qzXdLfzrw8YiW6xP6l+6z8r071ItHGju7BoZ5CzajueOaS6FtRJze/dSXJISR O4RblI8JcKz/v2dSaWPeu7pbp/KuuVKxa86w2wZs6pR7wroqtr3H2g0qpUNwobB6X8vub2ajHsIhlrNE8t7GPQxyhTN7XeMAjnoyWcWPcGn cfpcZAplnAjzDu3wHv1Zsa</latexit>
T
1:|VU |
b,L
<latexit sha1_base64="KaSqSxbNkVGT9zpGSLZFJUkWBog=">AA AC4nicjVHLSsNAFD3G97vqUoRgFVxISVR8rQQ3Llwo2Cq0WibTaRuaF8lEkNiVO3fi1h9wqx8j/oH+hXfGKIqI3pDkzLn3nJk714k8N5GW 9dxj9Pb1DwwODY+Mjo1PTBampitJmMZclHnohfGJwxLhuYEoS1d64iSKBfMdTxw7nV2VPz4XceKGwZG8iMSpz1qB23Q5k0TVC3MLR/XMWd7 vnmX29mXNZ7LNmZdVuvXyZXehXihaJUuH+RPYOSgij4Ow8IQaGgjBkcKHQABJ2ANDQk8VNixExJ0iIy4m5Oq8QBcjpE2pSlAFI7ZD3xatq jkb0Fp5JlrNaReP3piUJhZJE1JdTFjtZup8qp0V+5t3pj3V2S7o7+RePrESbWL/0n1U/lenepFoYlP34FJPkWZUdzx3SfWtqJObX7qS5BA Rp3CD8jFhrpUf92xqTaJ7V3fLdP5FVypWrXlem+JVnVIPeEvF+uc4f4LKSsleLa0drhR31vJRD2EW81iieW5gB3s4QJm8r3CPBzwaDePauD Fu30uNnlwzg29h3L0BL+CbNA==</latexit>
eA1:Kb,1
<latexit sha1_base64="G300+ uwGjoywOdMyaR0OuLgtNCU=">AAAC4HicjVHLSsNAFD2N7/qqunQT rIILKUktvlaKG8FNBdsKtZYkndahaRKSiSKhC3fuxK0/4Fa/RvwD/Q vvjKkoInpDkjPn3nNm7lw7cHkkDOMlow0Nj4yOjU9kJ6emZ2Zzc/P VyI9Dh1Uc3/XDE9uKmMs9VhFcuOwkCJnVs11Ws7v7Ml+7YGHEfe9Y XAWs0bM6Hm9zxxJENXOLy6eXvMUEd1ss2eufJebOYb+Z2Gtmf7mZy xsFQ4X+E5gpyCONsp97xila8OEgRg8MHgRhFxYieuowYSAgroGEuJ AQV3mGPrKkjamKUYVFbJe+HVrVU9ajtfSMlNqhXVx6Q1LqWCGNT3Uh YbmbrvKxcpbsb96J8pRnu6K/nXr1iBU4J/Yv3aDyvzrZi0AbW6oHT j0FipHdOalLrG5Fnlz/0pUgh4A4iVuUDwk7Sjm4Z11pItW7vFtL5V 9VpWTl2klrY7zJU6oBb8vY+BznT1AtFsz1QumomN8tpaMexyKWsEr z3MQuDlBGhbyv8YBHPGm2dqPdancfpVom1SzgW2j3720fmhw=</la texit> eA1:Kb,2
<latexit sha1_base64="UIJo0 knuOfQcldreIQwIrg6uSD8=">AAAC4HicjVHLSsNAFD2Nr1pfVZfd BKvgQkpai69VxY3gpoJVodaSpNM6NE1CMlFK6MKdO3HrD7jVrxH/QP /CO2MqiojekOTMufecmTvX8h0eCsN4SWkjo2PjE+nJzNT0zOxcdn7 hOPSiwGY123O84NQyQ+Zwl9UEFw479QNm9iyHnVjdPZk/uWRByD33 SPR91uiZHZe3uW0KoprZ3PLZFW8xwZ0Wi3cH53Fx52DQjK210mC5m c0bBUOF/hMUE5BHElUv+4wztODBRoQeGFwIwg5MhPTUUYQBn7gGYu ICQlzlGQbIkDaiKkYVJrFd+nZoVU9Yl9bSM1Rqm3Zx6A1IqWOFNB7V BYTlbrrKR8pZsr95x8pTnq1Pfyvx6hErcEHsX7ph5X91sheBNrZUD 5x68hUju7MTl0jdijy5/qUrQQ4+cRK3KB8QtpVyeM+60oSqd3m3ps q/qkrJyrWd1EZ4k6dUA96WsfE5zp/guFQorhfKh6V8pZyMOo0clrB K89xEBfuookbe13jAI540S7vRbrW7j1ItlWgW8S20+3dvgZod</la texit>
eA1:Kb,L
<latexit sha1_base64="o8xQx agTvLzIwAv65SndI1tnr30=">AAAC4HicjVHLSsNAFD2Nr1pfVZfd BKvgQkpai69VxY2giwq2FaqWJB3r0DQJyUQpoQt37sStP+BWv0b8A/ 0L74xRFBG9IcmZc+85M3eu5Ts8FIbxnNKGhkdGx9LjmYnJqemZ7Ox cPfSiwGY123O84MgyQ+Zwl9UEFw478gNm9iyHNazujsw3LlgQcs89 FH2fnfTMjsvPuG0KolrZ3OLxJW8zwZ02i7cHp3Fxa2/Qiq2V/cFiK 5s3CoYK/ScoJiCPJKpe9gnHaMODjQg9MLgQhB2YCOlpoggDPnEniI kLCHGVZxggQ9qIqhhVmMR26duhVTNhXVpLz1CpbdrFoTcgpY4l0nhU FxCWu+kqHylnyf7mHStPebY+/a3Eq0eswDmxf+k+Kv+rk70InGFD9 cCpJ18xsjs7cYnUrciT61+6EuTgEydxm/IBYVspP+5ZV5pQ9S7v1l T5F1UpWbm2k9oIr/KUasCbMtY+x/kT1EuF4mqhfFDKV8rJqNPIYQH LNM91VLCLKmrkfYV7POBRs7Rr7Ua7fS/VUolmHt9Cu3sDrXWaNw== </latexit>
eX1:Kb,L
<latexit sha1_base64="HWgcu178WX8/bcSoJjrCr5fFL9A=">AA AC4HicjVHLSsNAFD2N7/qquuwmWAUXUtJafK0EN4IuKtha0FqSdNSheZFMlBK6cOdO3PoDbvVrxD/Qv/DOmIpSRG9Icubce87MnWsFDo+E YbxmtKHhkdGx8Yns5NT0zGxubr4e+XFos5rtO37YsMyIOdxjNcGFwxpByEzXctix1dmV+eMrFkbc945EN2BN17zw+Dm3TUFUK5dfOr3mbSa 402ZJo9dKrNWD3llS2t7vLbVyBaNoqNAHQSkFBaRR9XMvOEUbPmzEcMHgQRB2YCKi5wQlGAiIayIhLiTEVZ6hhyxpY6piVGES26HvBa1OU tajtfSMlNqmXRx6Q1LqWCaNT3UhYbmbrvKxcpbsb96J8pRn69LfSr1cYgUuif1L16/8r072InCOTdUDp54Cxcju7NQlVrciT65/60qQQ0C cxG3Kh4Rtpezfs640kepd3q2p8m+qUrJybae1Md7lKdWAt2Ssf41zENTLxdJasXJYLuxU0lGPI49FrNA8N7CDPVRRI+8bPOIJz5ql3Wp32v 1nqZZJNQv4EdrDB+Y1mk4=</latexit>
eX1:Kb,1
<latexit sha1_base64="AbFPpd9ZVpNwU58RSNo/oPkpDQ0=">AA AC4HicjVHLSsNAFD2Nr1pfVZfdBKvgQkpSi69VwY3gpoKthVpLko46NE1CMlFK6MKdO3HrD7jVrxH/QP/CO2MURURvSHLm3HvOzJ1rBy6P hGE8Z7SR0bHxiexkbmp6ZnYuP7/QiPw4dFjd8V0/bNpWxFzusbrgwmXNIGRW33bZkd3blfmjCxZG3PcOxSBg7b515vFT7liCqE6+sHx8ybt McLfLkuawk9hr5vAkMXf2h8udfNEoGSr0n8BMQRFp1Pz8E47RhQ8HMfpg8CAIu7AQ0dOCCQMBcW0kxIWEuMozDJEjbUxVjCosYnv0PaNVK 2U9WkvPSKkd2sWlNySljhXS+FQXEpa76SofK2fJ/uadKE95tgH97dSrT6zAObF/6T4q/6uTvQicYkv1wKmnQDGyOyd1idWtyJPrX7oS5BA QJ3GX8iFhRyk/7llXmkj1Lu/WUvkXVSlZuXbS2hiv8pRqwNsyNj7H+RM0yiVzvVQ5KBerlXTUWRSwhFWa5yaq2EMNdfK+wj0e8KjZ2rV2o9 2+l2qZVLOIb6HdvQGlPZoz</latexit> eX1:Kb,2
<latexit sha1_base64="AycGOZ64/itLUyb7MLWhQSHQIRo=">AA AC4HicjVHLSsNAFD3GV62vqMtugq3gQkpaxdeq4EZwU8FqodaSpKMO5kUyUUrowp07cesPuNWvEf9A/8I7YxSliN6Q5My595yZO9cOXR4L 03wZ0oZHRsfGcxP5yanpmVl9bv4wDpLIYQ0ncIOoaVsxc7nPGoILlzXDiFme7bIj+2JH5o8uWRTzwD8QvZC1PevM56fcsQRRHb1QOr7iXSa 422Vps99J7ZVq/yStbO/1Sx29aJZNFcYgqGSgiCzqgf6MY3QRwEECDww+BGEXFmJ6WqjAREhcGylxESGu8gx95EmbUBWjCovYC/qe0aqVs T6tpWes1A7t4tIbkdLAEmkCqosIy90MlU+Us2R/806Vpzxbj/525uURK3BO7F+6z8r/6mQvAqfYVD1w6ilUjOzOyVwSdSvy5Ma3rgQ5hMR J3KV8RNhRys97NpQmVr3Lu7VU/lVVSlaunaw2wZs8pRrwloz1r3EOgsNqubJaXtuvFmtr2ahzKGARyzTPDdSwizoa5H2NBzziSbO1G+1Wu/ so1YYyzQJ+hHb/DqelmjQ=</latexit>
,<latexit sha1_base64="gjZbUNbn0ihWYK6H5dUy1hShKv0=">AA ACz3icjVHLTsJAFD3UF+ILdemmEUxckYLEx47EjUtI5JEAMW0ZcEJp63SqIUTj1h9wq39l/AP9C++MxWiI0du0PXPuPWfmznVCj0fSsl5T xtz8wuJSejmzsrq2vpHd3GpEQSxcVncDLxAtx46Yx31Wl1x6rBUKZo8cjzWd4anKN6+ZiHjgn8txyLoje+DzPndtSVQn35GC2/7AY1f5i2z OKlg6zFlQTEAOSVSD7As66CGAixgjMPiQhD3YiOhpowgLIXFdTIgThLjOM9wiQ9qYqhhV2MQO6TugVTthfVorz0irXdrFo1eQ0sQeaQKqE 4TVbqbOx9pZsb95T7SnOtuY/k7iNSJW4pLYv3TTyv/qVC8SfRzrHjj1FGpGdecmLrG+FXVy81tXkhxC4hTuUV4QdrVyes+m1kS6d3W3ts6 /6UrFqrWb1MZ4V6fUAz5Rcfg1zlnQKBWKB4VyrZSrlJNRp7GDXezTPI9QwRmqqJN3iEc84dmoGTfGnXH/WWqkEs02foTx8AGZAZQG</late xit>
eX1:Nb
<latexit sha1_base64="OrNOvSWCmDI01yJmwrFJsUSCZ0U=">AA AC3nicjVHLSsNAFD2Nr/quuhI3wVZwVdIqvlYFN65EwdZCrTWPUYemSUgmioTgzp249Qfc6ueIf6B/4Z0xilJEb0hy5tx7zsydawUuj4Rh vOS0gcGh4ZH86Nj4xOTUdGFmthH5cWizuu27fti0zIi53GN1wYXLmkHIzJ7lskOruy3zhxcsjLjvHYirgLV75pnHT7ltCqI6hfnS0SV3mOC uw5Jm2kms9DipbO2mpU6haJQNFXo/qGSgiCz2/MIzjuDAh40YPTB4EIRdmIjoaaECAwFxbSTEhYS4yjOkGCNtTFWMKkxiu/Q9o1UrYz1aS 89IqW3axaU3JKWOJdL4VBcSlrvpKh8rZ8n+5p0oT3m2K/pbmVePWIFzYv/SfVb+Vyd7ETjFhuqBU0+BYmR3duYSq1uRJ9e/dSXIISBOYof yIWFbKT/vWVeaSPUu79ZU+VdVKVm5trPaGG/ylGrAmzLWvsbZDxrVcmWlvLpfLdZWs1HnsYBFLNM811HDDvZQJ+9rPOART9qJdqPdancfpV ou08zhR2j373KymcU=</latexit>
k
l2L
eX1:Kb,l
<latexit sha1_base64="hCcft9Q+z8jshinx5oQWKilMkRI=">AA ADBHicjVFNT9VAFD1UkU/1iUs2jQ8SFualDwkKG0nYkOACE9/jJRReptMBJkw/Mp1KSNOt/8SdO8KWP8AWQvwH+i+8MxYjIQRu0/bOueec mTs3ypUsTBD8HPGePB19NjY+MTk1/fzFy9armX6RlZqLHs9UpgcRK4SSqegZaZQY5FqwJFJiOzpat/Xtr0IXMku/mJNc7CbsIJX7kjND0LD 1cS4s05gIwlQqlKkfJswccqaqT3VdhaovtKn98FjGwkgVi2pQD6vorar3qu7qZj03bLWDTuDCv5t0m6SNJray1jVCxMjAUSKBQApDuQJDQ c8OugiQE7aLijBNmXR1gRqTpC2JJYjBCD2i7wGtdho0pbX1LJya0y6KXk1KH/OkyYinKbe7+a5eOmeL3uddOU97thP6R41XQqjBIaEP6W6 Yj9XZXgz28cH1IKmn3CG2O964lO5W7Mn9/7oy5JATZvOY6ppy7pQ39+w7TeF6t3fLXP2XY1rUrnnDLfHbntINeMXG8r9x3k36i53uu87S58 X22lIz6nHM4g0WaJ7vsYYNbKFH3t9xgUtced+8H96pd/aX6o00mte4Fd75H2+Fqk4=</latexit>
k
l2L
eA1:Kb,l
<latexit sha1_base64="S7A02Fl+WcvR4V5+zv5x0i7GXhw=">AAADBHicjVHLTtwwFD2ktAz0NZRlNxFDpS6qUQZQeWxK1Q1SWYDUGZA IHTmOAQvnIccBjaJs+yfsukNs+QG2oIo/aP+CazdUrVDV3ijJ9bnnHPv6RrmShQmCmzHvwfjDRxOtyanHT54+e96efjEoslJz0eeZyvROxAqhZCr6RholdnItWBIpsR0dfbD17WOhC5mln8woF3sJO0jlvuTMEDRsv5sLyzQmgjCVCmXqhwkzh5ypaqOuq1ANhDa1H57IWBipYlG9r4dV 9EbVn6ve6sd6btjuBN3AhX8/6TVJB01sZu1vCBEjA0eJBAIpDOUKDAU9u+ghQE7YHirCNGXS1QVqTJG2JJYgBiP0iL4HtNpt0JTW1rNwak67KHo1KX28Ik1GPE253c139dI5W/Rv3pXztGcb0T9qvBJCDQ4J/Zfujvm/OtuLwT6WXQ+SesodYrvjjUvpbsWe3P+tK0MOOWE2j6muKedOe XfPvtMUrnd7t8zVvzumRe2aN9wSP+wp3YBXbLz9Nc77yWC+21voLm7Nd9YWm1G38BKzeE3zXMIa1rGJPnmf4hJXuPa+eF+9M+/8J9UbazQz+CO8i1s3o6o3</latexit>
k
l2L
eA1:Kb+1,l
<latexit sha1_base64="OSBX0xDJwhoHpPfCF35u8YPTni0=">AAADBnicjVFNS91AFD2mtrVq29e67Cb4FATLI7HSD1dKN4IuLPQ9BWM fk8mog5MPJpMWCdn7T9x1V7r1D7hV/Af2X/TONBZFRG9Icufcc87MnRsXSpYmCC5GvEejj588HXs2PjH5/MXLzqvXgzKvNBd9nqtcb8WsFEpmom+kUWKr0IKlsRKb8cFnW9/8LnQp8+yrOSzETsr2MrkrOTMEDTsrM1GVJUQQplaRzPwoZWafM1WvN00dqYHQpvGjHzIRRqpE1CvNsI7n w7eq+VaHS2vNzLDTDXqBC/92ErZJF21s5J1zREiQg6NCCoEMhnIFhpKebYQIUBC2g5owTZl0dYEG46StiCWIwQg9oO8erbZbNKO19SydmtMuil5NSh+zpMmJpym3u/muXjlni97lXTtPe7ZD+setV0qowT6h9+mumA/V2V4MdvHR9SCpp8IhtjveulTuVuzJ/WtdGXIoCLN5QnVNOXfKq 3v2naZ0vdu7Za5+6ZgWtWveciv8sad0A/5k4/3/cd5OBgu98F1v8ctCd3mxHfUY3mAaczTPD1jGKjbQJ+9jnOIM596R99P75f3+R/VGWs0UboR38heM/aqn</latexit>
Line 3
<latexit sha1_base64="+1WoFqqTqjiVpnVDDfKc/rqE56M=">AA AC3HicjVHLSsNAFD3GV62vqAsXboJFcFVSW3zsCm5cuKhgreCLJJ3W0DQJk4lYSnfuxK0/4Fa/R/wD/QvvXFNRRPSGJGfOvefM3LluHPiJ su2XEWN0bHxiMjeVn56ZnZs3FxaPkiiVnqh7URDJY9dJROCHoq58FYjjWAqn6wai4XZ2db5xJWTiR+Gh6sXirOu0Q7/le44i6sJcPlXiWrF PX4rmoL9PRlZ5cGEW7KLNYf0EpQwUkEUtMp9xiiYieEjRhUAIRTiAg4SeE5RgIybuDH3iJCGf8wID5EmbUpWgCofYDn3btDrJ2JDW2jNht Ue7BPRKUlpYI01EdZKw3s3ifMrOmv3Nu8+e+mw9+ruZV5dYhUti/9INK/+r070otLDNPfjUU8yM7s7LXFK+FX1y60tXihxi4jRuUl4S9lg 5vGeLNQn3ru/W4fwrV2pWr72sNsWbPiUPeEfH5uc4f4KjjWKpXKwcbBSqlWzUOaxgFes0zy1UsYca6nz+BzziyTg3boxb4+6j1BjJNEv4Fs b9O6hdmYA=</latexit>
Line 4
<latexit sha1_base64="TwwxK1XUEbbfY/X4n2YWIyDQpcQ=">AA AC3HicjVHLSsNAFD2Nr1pfVRcu3ASL4KqkWnzsCm5cuKhgH2C1JOmowTQJk4lYSnfuxK0/4Fa/R/wD/QvvXFNRiugNSc6ce8+ZuXOdyPdi ZVmvGWNsfGJyKjudm5mdm1/ILy7V4zCRrqi5oR/KpmPHwvcCUVOe8kUzksLuOr5oOFf7Ot+4FjL2wuBY9SJx2rUvAu/cc21FVDu/0lLiRrF PX4rOoH9IRmZ50M4XrKLFYY6CUgoKSKMa5l/QQgchXCToQiCAIuzDRkzPCUqwEBF3ij5xkpDHeYEBcqRNqEpQhU3sFX0vaHWSsgGttWfMa pd28emVpDSxTpqQ6iRhvZvJ+YSdNfubd5899dl69HdSry6xCpfE/qUbVv5Xp3tROMcu9+BRTxEzujs3dUn4VvTJzW9dKXKIiNO4Q3lJ2GX l8J5N1sTcu75bm/NvXKlZvXbT2gTv+pQ84D0d21/jHAX1zWJpq1g+2ixUyumos1jFGjZonjuo4ABV1Pj8j3jCs3Fm3Bp3xv1nqZFJNcv4Ec bDB6q+mYE=</latexit>
Line 6
<latexit sha1_base64="YzK+hlWm5edDfdZOP7BzCMSBWk0=">AA AC3HicjVHLSsNAFD3GV62vqAsXboJFcFVSLVV3BTcuXFSwVvBFkk5raJqEyUQspTt34tYfcKvfI/6B/oV3rqkoInpDkjPn3nNm7lw3DvxE 2fbLiDE6Nj4xmZvKT8/Mzs2bC4tHSZRKT9S9KIjkseskIvBDUVe+CsRxLIXTdQPRcDu7Ot+4EjLxo/BQ9WJx1nXaod/yPUcRdWEunypxrdi nL0Vz0N8nI6syuDALdtHmsH6CUgYKyKIWmc84RRMRPKToQiCEIhzAQULPCUqwERN3hj5xkpDPeYEB8qRNqUpQhUNsh75tWp1kbEhr7Zmw2 qNdAnolKS2skSaiOklY72ZxPmVnzf7m3WdPfbYe/d3Mq0uswiWxf+mGlf/V6V4UWtjmHnzqKWZGd+dlLinfij659aUrRQ4xcRo3KS8Je6w c3rPFmoR713frcP6VKzWr115Wm+JNn5IHvKOj8jnOn+Boo1jaLJYPNgrVcjbqHFawinWa5xaq2EMNdT7/Ax7xZJwbN8atcfdRaoxkmiV8C+ P+Ha+AmYM=</latexit>
eV 1:Kb,1
<latexit sha1_base64="YiTgh0sC3Uqsgb1aV9S2TsknqfA=">AA AC4HicjVHLSsNAFD2Nr/quuuwmWAUXUpJafK0KbgQ3CrYKtpYknerQNAnJRCmhC3fuxK0/4Fa/RvwD/QvvjKkoRfSGJGfOvefM3Ll24PJI GMZrRhsZHRufyE5OTc/Mzs3nFhZrkR+HDqs6vuuHp7YVMZd7rCq4cNlpEDKra7vsxO7syfzJFQsj7nvHohewRte68HibO5YgqpnLr9SveYs J7rZYUus3E3vd7J8n5u5Bf6WZKxhFQ4U+DMwUFJDGoZ97QR0t+HAQowsGD4KwCwsRPWcwYSAgroGEuJAQV3mGPqZIG1MVowqL2A59L2h1l rIeraVnpNQO7eLSG5JSxyppfKoLCcvddJWPlbNkf/NOlKc8W4/+durVJVbgkti/dIPK/+pkLwJtbKseOPUUKEZ256QusboVeXL9W1eCHAL iJG5RPiTsKOXgnnWliVTv8m4tlX9TlZKVayetjfEuT6kGvCNj82ucw6BWKpobxfJRqVApp6POIo9lrNE8t1DBPg5RJe8bPOIJz5qt3Wp32v 1nqZZJNUv4EdrDB6BhmjE=</latexit>eV 1:Kb,2
<latexit sha1_base64="kwF8mUEW0ODP1vSq/P5UF4zQyqI=">AA AC4HicjVHLSsNAFD2Nr1pfVZdugq3gQkpai6+V4EZwU8E+oNWSpFMdmiYhmSgldOHOnbj1B9zq14h/oH/hnTEVRURvSHLm3HvOzJ1r+Q4P hWG8pLSx8YnJqfR0ZmZ2bn4hu7hUC70osFnV9hwvaFhmyBzusqrgwmENP2Bm33JY3eodyHz9kgUh99wTMfDZad88d3mX26Ygqp1dybeueIc J7nRYXBu2Y2ujNDyLi3tHw3w7mzMKhgr9JygmIIckKl72GS104MFGhD4YXAjCDkyE9DRRhAGfuFPExAWEuMozDJEhbURVjCpMYnv0PadVM 2FdWkvPUKlt2sWhNyCljjXSeFQXEJa76SofKWfJ/uYdK095tgH9rcSrT6zABbF/6UaV/9XJXgS62FE9cOrJV4zszk5cInUr8uT6l64EOfj ESdyhfEDYVsrRPetKE6re5d2aKv+qKiUr13ZSG+FNnlINeFfG1uc4f4JaqVDcLJSPS7n9cjLqNFawinWa5zb2cYgKquR9jQc84kmztBvtVr v7KNVSiWYZ30K7fweiyZoy</latexit>
eV 1:Kb,L
<latexit sha1_base64="3wjAm4HDxX/o085sMJXLULclq4M=">AA AC4HicjVHLSsNAFD2Nr1pfVZfdBFvBhZRUi69VwY2giwq2FWotSTrqYJqEZKKU0IU7d+LWH3CrXyP+gf6Fd8ZUlCJ6Q5Iz595zZu5cy3d4 KAzjNaWNjI6NT6QnM1PTM7Nz2fmFeuhFgc1qtud4wbFlhszhLqsJLhx27AfM7FoOa1iXuzLfuGJByD33SPR81uqa5y4/47YpiGpnc4WTa95 hgjsdFtf77dhaPeifxqWd/X6hnc0bRUOFPgxKCcgjiaqXfcEJOvBgI0IXDC4EYQcmQnqaKMGAT1wLMXEBIa7yDH1kSBtRFaMKk9hL+p7Tq pmwLq2lZ6jUNu3i0BuQUscyaTyqCwjL3XSVj5SzZH/zjpWnPFuP/lbi1SVW4ILYv3SDyv/qZC8CZ9hSPXDqyVeM7M5OXCJ1K/Lk+reuBDn 4xEncoXxA2FbKwT3rShOq3uXdmir/piolK9d2UhvhXZ5SDXhbxsbXOIdBfa1YWi+WD9fylXIy6jRyWMIKzXMTFeyhihp53+ART3jWLO1Wu9 PuP0u1VKJZxI/QHj4A4VmaTA==</latexit>
Line 6
<latexit sha1_base64="YzK+hlWm5edDfdZOP7BzCMSBWk0=">AA AC3HicjVHLSsNAFD3GV62vqAsXboJFcFVSLVV3BTcuXFSwVvBFkk5raJqEyUQspTt34tYfcKvfI/6B/oV3rqkoInpDkjPn3nNm7lw3DvxE 2fbLiDE6Nj4xmZvKT8/Mzs2bC4tHSZRKT9S9KIjkseskIvBDUVe+CsRxLIXTdQPRcDu7Ot+4EjLxo/BQ9WJx1nXaod/yPUcRdWEunypxrdi nL0Vz0N8nI6syuDALdtHmsH6CUgYKyKIWmc84RRMRPKToQiCEIhzAQULPCUqwERN3hj5xkpDPeYEB8qRNqUpQhUNsh75tWp1kbEhr7Zmw2 qNdAnolKS2skSaiOklY72ZxPmVnzf7m3WdPfbYe/d3Mq0uswiWxf+mGlf/V6V4UWtjmHnzqKWZGd+dlLinfij659aUrRQ4xcRo3KS8Je6w c3rPFmoR713frcP6VKzWr115Wm+JNn5IHvKOj8jnOn+Boo1jaLJYPNgrVcjbqHFawinWa5xaq2EMNdT7/Ax7xZJwbN8atcfdRaoxkmiV8C+ P+Ha+AmYM=</latexit>
Line 6
<latexit sha1_base64="YzK+hlWm5edDfdZOP7BzCMSBWk0=">AA AC3HicjVHLSsNAFD3GV62vqAsXboJFcFVSLVV3BTcuXFSwVvBFkk5raJqEyUQspTt34tYfcKvfI/6B/oV3rqkoInpDkjPn3nNm7lw3DvxE 2fbLiDE6Nj4xmZvKT8/Mzs2bC4tHSZRKT9S9KIjkseskIvBDUVe+CsRxLIXTdQPRcDu7Ot+4EjLxo/BQ9WJx1nXaod/yPUcRdWEunypxrdi nL0Vz0N8nI6syuDALdtHmsH6CUgYKyKIWmc84RRMRPKToQiCEIhzAQULPCUqwERN3hj5xkpDPeYEB8qRNqUpQhUNsh75tWp1kbEhr7Zmw2 qNdAnolKS2skSaiOklY72ZxPmVnzf7m3WdPfbYe/d3Mq0uswiWxf+mGlf/V6V4UWtjmHnzqKWZGd+dlLinfij659aUrRQ4xcRo3KS8Je6w c3rPFmoR713frcP6VKzWr115Wm+JNn5IHvKOj8jnOn+Boo1jaLJYPNgrVcjbqHFawinWa5xaq2EMNdT7/Ax7xZJwbN8atcfdRaoxkmiV8C+ P+Ha+AmYM=</latexit>
eA1:Kb,1
<latexit sha1_base64="G300+uwGjoywOdMyaR0OuLgtNCU=">AA AC4HicjVHLSsNAFD2N7/qqunQTrIILKUktvlaKG8FNBdsKtZYkndahaRKSiSKhC3fuxK0/4Fa/RvwD/QvvjKkoInpDkjPn3nNm7lw7cHkk DOMlow0Nj4yOjU9kJ6emZ2Zzc/PVyI9Dh1Uc3/XDE9uKmMs9VhFcuOwkCJnVs11Ws7v7Ml+7YGHEfe9YXAWs0bM6Hm9zxxJENXOLy6eXvMU Ed1ss2eufJebOYb+Z2Gtmf7mZyxsFQ4X+E5gpyCONsp97xila8OEgRg8MHgRhFxYieuowYSAgroGEuJAQV3mGPrKkjamKUYVFbJe+HVrVU 9ajtfSMlNqhXVx6Q1LqWCGNT3UhYbmbrvKxcpbsb96J8pRnu6K/nXr1iBU4J/Yv3aDyvzrZi0AbW6oHTj0FipHdOalLrG5Fnlz/0pUgh4A 4iVuUDwk7Sjm4Z11pItW7vFtL5V9VpWTl2klrY7zJU6oBb8vY+BznT1AtFsz1QumomN8tpaMexyKWsErz3MQuDlBGhbyv8YBHPGm2dqPdan cfpVom1SzgW2j3720fmhw=</latexit> eA1:Kb,2
<latexit sha1_base64="UIJo0knuOfQcldreIQwIrg6uSD8=">AA AC4HicjVHLSsNAFD2Nr1pfVZfdBKvgQkpai69VxY3gpoJVodaSpNM6NE1CMlFK6MKdO3HrD7jVrxH/QP/CO2MqiojekOTMufecmTvX8h0e CsN4SWkjo2PjE+nJzNT0zOxcdn7hOPSiwGY123O84NQyQ+Zwl9UEFw479QNm9iyHnVjdPZk/uWRByD33SPR91uiZHZe3uW0KoprZ3PLZFW8 xwZ0Wi3cH53Fx52DQjK210mC5mc0bBUOF/hMUE5BHElUv+4wztODBRoQeGFwIwg5MhPTUUYQBn7gGYuICQlzlGQbIkDaiKkYVJrFd+nZoV U9Yl9bSM1Rqm3Zx6A1IqWOFNB7VBYTlbrrKR8pZsr95x8pTnq1Pfyvx6hErcEHsX7ph5X91sheBNrZUD5x68hUju7MTl0jdijy5/qUrQQ4 +cRK3KB8QtpVyeM+60oSqd3m3psq/qkrJyrWd1EZ4k6dUA96WsfE5zp/guFQorhfKh6V8pZyMOo0clrBK89xEBfuookbe13jAI540S7vRbr W7j1ItlWgW8S20+3dvgZod</latexit>
eA1:Kb,L
<latexit sha1_base64="o8xQxagTvLzIwAv65SndI1tnr30=">AA AC4HicjVHLSsNAFD2Nr1pfVZfdBKvgQkpai69VxY2giwq2FaqWJB3r0DQJyUQpoQt37sStP+BWv0b8A/0L74xRFBG9IcmZc+85M3eu5Ts8 FIbxnNKGhkdGx9LjmYnJqemZ7OxcPfSiwGY123O84MgyQ+Zwl9UEFw478gNm9iyHNazujsw3LlgQcs89FH2fnfTMjsvPuG0KolrZ3OLxJW8 zwZ02i7cHp3Fxa2/Qiq2V/cFiK5s3CoYK/ScoJiCPJKpe9gnHaMODjQg9MLgQhB2YCOlpoggDPnEniIkLCHGVZxggQ9qIqhhVmMR26duhV TNhXVpLz1CpbdrFoTcgpY4l0nhUFxCWu+kqHylnyf7mHStPebY+/a3Eq0eswDmxf+k+Kv+rk70InGFD9cCpJ18xsjs7cYnUrciT61+6EuT gEydxm/IBYVspP+5ZV5pQ9S7v1lT5F1UpWbm2k9oIr/KUasCbMtY+x/kT1EuF4mqhfFDKV8rJqNPIYQHLNM91VLCLKmrkfYV7POBRs7Rr7U a7fS/VUolmHt9Cu3sDrXWaNw==</latexit>
eA :Kb 1,1[VU |Y ]
<latexit sha1_base64="OCxEs GFiim3EINUW4vohjqJohks=">AAAC9nicjVHLTtwwFD2ER3kUmNIl m4gBqQsYJYD6WlGxQWIDEjNQzQwjx+MBC+ehxGmL0nxHd+wQW36g2/ IJVf8A/oJrE1ArhOiNkhyfe8+xr2+QKJlpz/sz5AyPjI69GJ+YnHo 5PTNbezXXyuI85aLJYxWnBwHLhJKRaGqplThIUsHCQIn94GTT5Pe/ iDSTcbSnTxPRDdlRJAeSM01Ur+Yvup2vsi+0VH1RfCp7RbDiL/vlY eF/3C7bnZDpY85U0aJM8/vnsrvYq9W9hmfDfQz8CtRRxU5c+40O+o jBkSOEQARNWIEho6cNHx4S4rooiEsJSZsXKDFJ2pyqBFUwYk/oe0Sr dsVGtDaemVVz2kXRm5LSxRJpYqpLCZvdXJvPrbNhn/IurKc52yn9g 8orJFbjmNjndPeV/6szvWgM8N72IKmnxDKmO1655PZWzMndv7rS5J AQZ3Cf8ilhbpX39+xaTWZ7N3fLbP7aVhrWrHlVm+PGnNIO+IOJtw/ jfAxaqw1/rbG+u1rfWK9GPY55LOANzfMdNrCFHTTJ+wd+4heunG/O mXPuXNyVOkOV5jX+CefyFmMXozM=</latexit>
eA1:Kb 1,2[VU |Y ]
<latexit sha1_base64="PdQEN O0orGXrLWz+cSdJakjCD4U=">AAAC9nicjVHLTttAFD0xtDz6CnTJ xiJU6qKN7BTx6ArEBolNkJqQKkmj8WSAEeOH7DEUuf4Odt1VbPmBbs snIP6A/kXvTE3VKqraa9k+c+49Z+bODRIlM+15tzVnavrBw5nZufl Hj588fVZfWOxmcZ5y0eGxitNewDKhZCQ6WmolekkqWBgocRCc7Jj8 walIMxlH7/R5IoYhO4rkoeRMEzWq+yvu4EyOhZZqLIrtclQEr/1Xr fJD4b/dK/uDkOljzlTRpUzn0/tyuDKqN7ymZ8OdBH4FGqiiHddvMM AYMThyhBCIoAkrMGT09OHDQ0LcEAVxKSFp8wIl5kmbU5WgCkbsCX2P aNWv2IjWxjOzak67KHpTUrp4QZqY6lLCZjfX5nPrbNi/eRfW05ztn P5B5RUSq3FM7L9095X/qzO9aBxiw/YgqafEMqY7Xrnk9lbMyd3fut LkkBBn8JjyKWFulff37FpNZns3d8ts/s5WGtaseVWb47s5pR3wpom 1X+OcBN1W03/TXN1vNbZWq1HPYgnLeEnzXMcWdtFGh7wv8BXfcO18 dD47X5zLn6VOrdI8xx/hXP0AZZKjNA==</latexit>
eA1:Kb 1,L[VU |Y ]
<latexit sha1_base64="+wJ6g h+1snTIGTShPH/gUG9KPfI=">AAAC9nicjVHLThRBFD3TAiIgjLpk 02HGxIVOupGAuoKwMcHFkDgDZmacVNcUUKH6ke5qgTT9He7cGbf8AF v8BMIf6F9wq+whEGL0drr71Ln3nKpbN0iUzLTnXdWcBxOTUw+nH83 Mzj2eX6g/edrN4jzlosNjFae7AcuEkpHoaKmV2E1SwcJAiZ3gcNPk d76INJNx9FGfJGIQsv1I7knONFHDut90+0dyJLRUI1FslMMieOW// FB+Lvx3W2WvHzJ9wJkqupTpnH4qB81hveG1PBvufeBXoIEq2nH9En 2MEIMjRwiBCJqwAkNGTw8+PCTEDVAQlxKSNi9QYoa0OVUJqmDEHtJ3 n1a9io1obTwzq+a0i6I3JaWL56SJqS4lbHZzbT63zob9m3dhPc3ZT ugfVF4hsRoHxP5LN678X53pRWMPb2wPknpKLGO645VLbm/FnNy91Z Umh4Q4g0eUTwlzqxzfs2s1me3d3C2z+V+20rBmzavaHL/NKe2A35p YvRnnfdBdbvmvWyvby431lWrU01jEEl7QPNewjvdoo0PeX3GOC/x0 jp1vznfnx59Sp1ZpnuFOOGfXphCjTg==</latexit>
eA1:Kb 1,l
<latexit sha1_base64="iVpbU gQAh3nAqgPlx9176MKBMok=">AAAC43icjVHLSsNAFD2Nr1pfVZeC BKvgQkui4mtVcSO4qWBV8FGSdKqD0yQkE6WE7ty5E7f+gFv9F/EP9C +8M0ZRRPSGJGfOvefM3LluKHgsLes5Z3R19/T25fsLA4NDwyPF0bG 9OEgij9W8QATRgevETHCf1SSXgh2EEXNarmD77vmmyu9fsCjmgb8r 2yE7bjmnPm9yz5FE1YuT0+bRJW8wyUWDpRudeurO23Oic5La69ud6 XqxZJUtHeZPYGeghCyqQfEJR2gggIcELTD4kIQFHMT0HMKGhZC4Y6 TERYS4zjN0UCBtQlWMKhxiz+l7SqvDjPVprTxjrfZoF0FvREoTM6QJ qC4irHYzdT7Rzor9zTvVnupsbfq7mVeLWIkzYv/SfVT+V6d6kWhiV ffAqadQM6o7L3NJ9K2ok5tfupLkEBKncIPyEWFPKz/u2dSaWPeu7t bR+RddqVi19rLaBK/qlHrAayqWP8f5E+wtlO3F8tLOQqmylI06jwl MYZbmuYIKtlBFjbyvcI8HPBrMuDZujNv3UiOXacbxLYy7N63NmvM= </latexit>
eA1:Kb 1,2
<latexit sha1_base64="sYpKf /HwnBKB4F1EMusHnyenxpU=">AAAC43icjVHLSsNAFD2Nr/quuhQk WAUXWpJafK0qbgQ3CrYKWkuSTuvQNAnJRCmhO3fuxK0/4Fb/RfwD/Q vvjFEUEb0hyZlz7zkzd64duDwShvGc0fr6BwaHssMjo2PjE5O5qel q5MehwyqO7/rhsW1FzOUeqwguXHYchMzq2C47sts7Mn90wcKI+96h 6Aas1rFaHm9yxxJE1XNzC/rpJW8wwd0GS7Z79cReMZeLvbPE3NrrL dRzeaNgqNB/AjMFeaSx7+eecIoGfDiI0QGDB0HYhYWInhOYMBAQV0 NCXEiIqzxDDyOkjamKUYVFbJu+LVqdpKxHa+kZKbVDu7j0hqTUsUga n+pCwnI3XeVj5SzZ37wT5SnP1qW/nXp1iBU4J/Yv3Uflf3WyF4EmN lQPnHoKFCO7c1KXWN2KPLn+pStBDgFxEjcoHxJ2lPLjnnWliVTv8m 4tlX9RlZKVayetjfEqT6kGvClj7XOcP0G1WDBXC6WDYr5cSkedxSz msUTzXEcZu9hHhbyvcI8HPGpMu9ZutNv3Ui2TambwLbS7NyI9mrk= </latexit>
eA1:Kb 1,L
<latexit sha1_base64="p7uuL AyPvuGEQb7tJy6KatwXmy8=">AAAC43icjVHLSsNAFD2N7/qquhQk WAUXWpIqvlYVN4IuKlgVqpYkHXVomoRkopTQnTt34tYfcKv/Iv6B/o V3xlSUInpDkjPn3nNm7lw7cHkkDOM1o/X09vUPDA5lh0dGx8ZzE5O HkR+HDqs4vuuHx7YVMZd7rCK4cNlxEDKrabvsyG5sy/zRFQsj7nsH ohWw06Z14fFz7liCqFpuZk4/ueZ1JrhbZ8lWu5bYS+biXvssMTd32 3O1XN4oGCr0bmCmII80yn7uBSeow4eDGE0weBCEXViI6KnChIGAuF MkxIWEuMoztJElbUxVjCosYhv0vaBVNWU9WkvPSKkd2sWlNySljnnS +FQXEpa76SofK2fJ/uadKE95thb97dSrSazAJbF/6TqV/9XJXgTOs a564NRToBjZnZO6xOpW5Mn1b10JcgiIk7hO+ZCwo5Sde9aVJlK9y7 u1VP5NVUpWrp20Nsa7PKUa8IaM1a9xdoPDYsFcLqzsF/OllXTUg5j GLBZonmsoYQdlVMj7Bo94wrPGtFvtTrv/LNUyqWYKP0J7+ABgzZrT </latexit>
Block b  1 of length N
<latexit sha1_base64="EInZA nT4d0JNcEp6k89QNaBO24s=">AAAC3nicjVHLSsNAFD2N7/qquhI3 g63gxpKq+NgV3biSClYFLTUZpzV0mgnJRBARd+7ErT/gVj9H/AP9C+ +MURQRvSHJmXPvOTN3rh/JINGu+5xzenr7+gcGh/LDI6Nj44WJyb1 EpTEXda6kig98LxEyCEVdB1qKgygWXteXYt/vbJr8/pmIk0CFu/o8 Eo2u1w6DVsA9TVSzML0hFe+wkr9QKTHVYlKEbX3KStulZqHoll0b7 CeoZKCILGqq8IQjnECBI0UXAiE0YQkPCT2HqMBFRFwDF8TFhAKbF7 hEnrQpVQmq8Ijt0LdNq8OMDWltPBOr5rSLpDcmJcMcaRTVxYTNbszm U+ts2N+8L6ynOds5/f3Mq0usximxf+k+Kv+rM71otLBmewiop8gyp jueuaT2VszJ2ZeuNDlExBl8QvmYMLfKj3tmVpPY3s3dejb/YisNa9 Y8q03xak5pB7xuYuVznD/B3mK5slRe3lksVpezUQ9iBrOYp3muooo t1FAn7yvc4wGPzrFz7dw4t++lTi7TTOFbOHdvYfyXrg==</latexi t>
M 0b+1
<latexit sha1_base64="b7wPRgT57c+jj/XhDWqZwFCpQlg=">AA ACzXicjVHLSsNAFD2Nr1pfVZduglUUhJLW4mNXcONGrGAfWEtJ0mkdmhfJRCi1bv0Bt/pb4h/oX3hnTEUpojckOXPuPWfmzrUCh0fCMF5T 2tT0zOxcej6zsLi0vJJdXatFfhzarGr7jh82LDNiDvdYVXDhsEYQMtO1HFa3+icyX79lYcR971IMAtZyzZ7Hu9w2BVFXW2c77aG1VxhttbM 5I2+o0CdBIQE5JFHxsy+4Rgc+bMRwweBBEHZgIqKniQIMBMS1MCQuJMRVnmGEDGljqmJUYRLbp2+PVs2E9WgtPSOltmkXh96QlDq2SeNTX UhY7qarfKycJfub91B5yrMN6G8lXi6xAjfE/qUbV/5XJ3sR6OJI9cCpp0Axsjs7cYnVrciT69+6EuQQECdxh/IhYVspx/esK02kepd3a6r 8m6qUrFzbSW2Md3lKNeBjGQdf45wEtWK+sJ8vXRRz5VIy6jQ2sIldmuchyjhFBVXy9vCIJzxr51qs3Wn3n6VaKtGs40doDx9zd5JY</late xit>
eU1:Kb,1
<latexit sha1_base64="Urip2dIMryr8wxCmfhfJTX8GaAM=">AA AC4HicjVHLSsNAFD2Nr1pfVZfdBFvBhZREi69VwY3gpoJ9QNWSpKMOpklIJkoJXbhzJ279Abf6NeIf6F94Z0xFEdEbkpw5954zc+fagcsj YRgvGW1kdGx8IjuZm5qemZ3Lzy80Ij8OHVZ3fNcPW7YVMZd7rC64cFkrCJnVs13WtC92Zb55ycKI+96h6AfsuGedefyUO5YgqpMvlI6ueJc J7nZZUh90EnvVHJwk5s7+oNTJF42yoUL/CcwUFJFGzc8/4whd+HAQowcGD4KwCwsRPW2YMBAQd4yEuJAQV3mGAXKkjamKUYVF7AV9z2jVT lmP1tIzUmqHdnHpDUmpY5k0PtWFhOVuusrHylmyv3knylOerU9/O/XqEStwTuxfumHlf3WyF4FTbKkeOPUUKEZ256QusboVeXL9S1eCHAL iJO5SPiTsKOXwnnWliVTv8m4tlX9VlZKVayetjfEmT6kGvC1j43OcP0FjrWyulysHa8VqJR11FgUsYYXmuYkq9lBDnbyv8YBHPGm2dqPdan cfpVom1SziW2j3753zmjA=</latexit>eU1:Kb,2
<latexit sha1_base64="oVX2vIYAoYSj/uPyyo70TtS0Wxw=">AA AC4HicjVHLSsNAFD3GV31XXboJtoILKUktvlYFN4IbBdsKVkseUx2aJiGZKCV04c6duPUH3OrXiH+gf+GdMRVFRG9Icubce87MnWuHHo+F YbwMacMjo2PjuYnJqemZ2bn8/EI9DpLIYTUn8ILo2LZi5nGf1QQXHjsOI2Z1bY817M6uzDcuWRTzwD8SvZCddq1zn7e5YwmiWvmlYvOKu0x wz2Vprd9K7bVy/yw1d/b7xVa+YJQMFfpPYGaggCwOgvwzmnARwEGCLhh8CMIeLMT0nMCEgZC4U6TERYS4yjP0MUnahKoYVVjEduh7TquTj PVpLT1jpXZoF4/eiJQ6VkgTUF1EWO6mq3yinCX7m3eqPOXZevS3M68usQIXxP6lG1T+Vyd7EWhjS/XAqadQMbI7J3NJ1K3Ik+tfuhLkEBI nsUv5iLCjlIN71pUmVr3Lu7VU/lVVSlaunaw2wZs8pRrwtoyNz3H+BPVyyVwvVQ7LhWolG3UOS1jGKs1zE1Xs4QA18r7GAx7xpNnajXar3X 2UakOZZhHfQrt/B6BbmjE=</latexit>
eU1:Kb,L
<latexit sha1_base64="cJtMfSYS0n2tARBRHXmWdr5Nvmk=">AA AC4HicjVHLSsNAFD2Nr1pfVZfdBFvBhZS0Fl+rghtBFxWsCrWWJB11aJqEZKKU0IU7d+LWH3CrXyP+gf6Fd8ZUlCJ6Q5Iz595zZu5cy3d4 KAzjNaWNjI6NT6QnM1PTM7Nz2fmFo9CLApvVbc/xghPLDJnDXVYXXDjsxA+Y2bUcdmx1dmT++IoFIffcQ9HzWbNrXrj8nNumIKqVzRVOr3m bCe60WVzvt2Jrdb9/Fpe29/qFVjZvFA0V+jAoJSCPJGpe9gWnaMODjQhdMLgQhB2YCOlpoAQDPnFNxMQFhLjKM/SRIW1EVYwqTGI79L2gV SNhXVpLz1CpbdrFoTcgpY5l0nhUFxCWu+kqHylnyf7mHStPebYe/a3Eq0uswCWxf+kGlf/VyV4EzrGpeuDUk68Y2Z2duETqVuTJ9W9dCXL wiZO4TfmAsK2Ug3vWlSZUvcu7NVX+TVVKVq7tpDbCuzylGvCWjPWvcQ6Do3KxtFasHJTz1Uoy6jRyWMIKzXMDVeyihjp53+ART3jWLO1Wu9 PuP0u1VKJZxI/QHj4A3uuaSw==</latexit>
T
1:|VU |L
b
<latexit sha1_base64="9kKio nSiVBeXJQgHhAXAeTuOnDk=">AAAC4XicjVHLSsNAFD3GV31XXeoi WAVXJa3iayW4ceFCwT6grWUyHTU0L5KJIGk37tyJW3/Arf6M+Af6F9 4ZoygiekOSM+fec2buXDt0nVha1vOAMTg0PDKaGxufmJyansnPzlX jIIm4qPDADaK6zWLhOr6oSEe6oh5Ggnm2K2p2d0/laxciip3AP5aX oWh57Mx3Th3OJFHt/OLycTu1+ydpaafX9Jg858xNq/12pXfQX27nC 1bR0mH+BKUMFJDFYZB/QhMdBOBI4EHAhyTsgiGmp4ESLITEtZASFx FydF6gj3HSJlQlqIIR26XvGa0aGevTWnnGWs1pF5feiJQmVkgTUF1E WO1m6nyinRX7m3eqPdXZLulvZ14esRLnxP6l+6j8r071InGKLd2DQ z2FmlHd8cwl0beiTm5+6UqSQ0icwh3KR4S5Vn7cs6k1se5d3S3T+R ddqVi15lltgld1Sj3gbRUbn+P8CarlYmmtuH5ULuyuZ6POYQFLWKV 5bmIX+zhEhbyvcI8HPBrcuDZujNv3UmMg08zjWxh3b52Vmv4=</la texit>
T
1:|VU |
b,1
<latexit sha1_base64="Mtq8G AnL8iCqEsudoYSWBfqdG8c=">AAAC4nicjVHJSsRAEH3GbRy3UY8i BEfBgwyJittpwItHhVkEl6HT02qYbCQdQeKcvHkTr/6AV/0Y8Q/0L6 xuM6KIaIUkr1/Ve93V5USem0jLeukz+gcGh4YLI8XRsfGJydLUdCM J05iLOg+9MD5wWCI8NxB16UpPHESxYL7jiabT2VH55oWIEzcMavIy Esc+OwvcU5czSVSrNLdQa2XOst09yeztqyOfyXPOvKzRbdWvugutU tmqWDrMn8DOQRl57IWlZxyhjRAcKXwIBJCEPTAk9BzChoWIuGNkxM WEXJ0X6KJI2pSqBFUwYjv0PaPVYc4GtFaeiVZz2sWjNyaliUXShFQX E1a7mTqfamfF/uadaU91tkv6O7mXT6zEObF/6XqV/9WpXiROsal7c KmnSDOqO567pPpW1MnNL11JcoiIU7hN+Zgw18rePZtak+je1d0ynX /VlYpVa57XpnhTp9QD3lKx/jnOn6CxUrFXK2v7K+XqWj7qAmYxjyW a5waq2MUe6uR9jQc84sloGzfGrXH3UWr05ZoZfAvj/h3tX5sZ</la texit>
T
1:|VU |
b,2
<latexit sha1_base64="UDBDc 1GRRm/VBXEBg0fj3y/Lmeo=">AAAC4nicjVHLSsNAFD3G97vqUoRg FVxISav4WgluXCrYWmhrmUynbTAvkokgsSt37sStP+BWP0b8A/0L74 xRlCJ6Q5Iz595zZu5cO3SdWFrWy4AxODQ8Mjo2PjE5NT0zm5ubr8R BEnFR5oEbRFWbxcJ1fFGWjnRFNYwE82xXnNrnByp/eiGi2An8E3kZ iobHOr7TdjiTRDVzSysnzdReL/XO0uLeVd1jssuZm1Z6zfJVb6WZy 1sFS4fZD4oZyCOLoyD3jDpaCMCRwIOAD0nYBUNMTw1FWAiJayAlLi Lk6LxADxOkTahKUAUj9py+HVrVMtantfKMtZrTLi69ESlNrJImoLqI sNrN1PlEOyv2N+9Ue6qzXdLfzrw8YiW6xP6l+6z8r071ItHGju7Bo Z5CzajueOaS6FtRJze/dSXJISRO4RblI8JcKz/v2dSaWPeu7pbp/K uuVKxa86w2wZs6pR7wroqtr3H2g0qpUNwobB6X8vub2ajHsIhlrNE 8t7GPQxyhTN7XeMAjnoyWcWPcGncfpcZAplnAjzDu3wHv1Zsa</la texit>
T
1:|VU |
b,L
<latexit sha1_base64="KaSqS xbNkVGT9zpGSLZFJUkWBog=">AAAC4nicjVHLSsNAFD3G97vqUoRg FVxISVR8rQQ3Llwo2Cq0WibTaRuaF8lEkNiVO3fi1h9wqx8j/oH+hX fGKIqI3pDkzLn3nJk714k8N5GW9dxj9Pb1DwwODY+Mjo1PTBampit JmMZclHnohfGJwxLhuYEoS1d64iSKBfMdTxw7nV2VPz4XceKGwZG8 iMSpz1qB23Q5k0TVC3MLR/XMWd7vnmX29mXNZ7LNmZdVuvXyZXehX ihaJUuH+RPYOSgij4Ow8IQaGgjBkcKHQABJ2ANDQk8VNixExJ0iIy 4m5Oq8QBcjpE2pSlAFI7ZD3xatqjkb0Fp5JlrNaReP3piUJhZJE1Jd TFjtZup8qp0V+5t3pj3V2S7o7+RePrESbWL/0n1U/lenepFoYlP34 FJPkWZUdzx3SfWtqJObX7qS5BARp3CD8jFhrpUf92xqTaJ7V3fLdP 5FVypWrXlem+JVnVIPeEvF+uc4f4LKSsleLa0drhR31vJRD2EW81i ieW5gB3s4QJm8r3CPBzwaDePauDFu30uNnlwzg29h3L0BL+CbNA== </latexit>
Line 7
<latexit sha1_base64="G4MgAhiO7bYbB/hu7EEjqAxDmuE=">AA AC3HicjVHLSsNAFD3GV62vqAsXboJFcFVSLVZ3BTcuXFSwVvBFkk5raJqEyUQspTt34tYfcKvfI/6B/oV3rqkoInpDkjPn3nNm7lw3DvxE 2fbLiDE6Nj4xmZvKT8/Mzs2bC4tHSZRKT9S9KIjkseskIvBDUVe+CsRxLIXTdQPRcDu7Ot+4EjLxo/BQ9WJx1nXaod/yPUcRdWEunypxrdi nL0Vz0N8nI6syuDALdtHmsH6CUgYKyKIWmc84RRMRPKToQiCEIhzAQULPCUqwERN3hj5xkpDPeYEB8qRNqUpQhUNsh75tWp1kbEhr7Zmw2 qNdAnolKS2skSaiOklY72ZxPmVnzf7m3WdPfbYe/d3Mq0uswiWxf+mGlf/V6V4UWtjmHnzqKWZGd+dlLinfij659aUrRQ4xcRo3KS8Je6w c3rPFmoR713frcP6VKzWr115Wm+JNn5IHvKNj63OcP8HRRrG0WSwfbBSq5WzUOaxgFes0zwqq2EMNdT7/Ax7xZJwbN8atcfdRaoxkmiV8C+ P+HbHhmYQ=</latexit>
Line 7
<latexit sha1_base64="G4MgAhiO7bYbB/hu7EEjqAxDmuE=">AA AC3HicjVHLSsNAFD3GV62vqAsXboJFcFVSLVZ3BTcuXFSwVvBFkk5raJqEyUQspTt34tYfcKvfI/6B/oV3rqkoInpDkjPn3nNm7lw3DvxE 2fbLiDE6Nj4xmZvKT8/Mzs2bC4tHSZRKT9S9KIjkseskIvBDUVe+CsRxLIXTdQPRcDu7Ot+4EjLxo/BQ9WJx1nXaod/yPUcRdWEunypxrdi nL0Vz0N8nI6syuDALdtHmsH6CUgYKyKIWmc84RRMRPKToQiCEIhzAQULPCUqwERN3hj5xkpDPeYEB8qRNqUpQhUNsh75tWp1kbEhr7Zmw2 qNdAnolKS2skSaiOklY72ZxPmVnzf7m3WdPfbYe/d3Mq0uswiWxf+mGlf/V6V4UWtjmHnzqKWZGd+dlLinfij659aUrRQ4xcRo3KS8Je6w c3rPFmoR713frcP6VKzWr115Wm+JNn5IHvKNj63OcP8HRRrG0WSwfbBSq5WzUOaxgFes0zwqq2EMNdT7/Ax7xZJwbN8atcfdRaoxkmiV8C+ P+HbHhmYQ=</latexit>
Line 7
<latexit sha1_base64="G4MgAhiO7bYbB/hu7EEjqAxDmuE=">AA AC3HicjVHLSsNAFD3GV62vqAsXboJFcFVSLVZ3BTcuXFSwVvBFkk5raJqEyUQspTt34tYfcKvfI/6B/oV3rqkoInpDkjPn3nNm7lw3DvxE 2fbLiDE6Nj4xmZvKT8/Mzs2bC4tHSZRKT9S9KIjkseskIvBDUVe+CsRxLIXTdQPRcDu7Ot+4EjLxo/BQ9WJx1nXaod/yPUcRdWEunypxrdi nL0Vz0N8nI6syuDALdtHmsH6CUgYKyKIWmc84RRMRPKToQiCEIhzAQULPCUqwERN3hj5xkpDPeYEB8qRNqUpQhUNsh75tWp1kbEhr7Zmw2 qNdAnolKS2skSaiOklY72ZxPmVnzf7m3WdPfbYe/d3Mq0uswiWxf+mGlf/V6V4UWtjmHnzqKWZGd+dlLinfij659aUrRQ4xcRo3KS8Je6w c3rPFmoR713frcP6VKzWr115Wm+JNn5IHvKNj63OcP8HRRrG0WSwfbBSq5WzUOaxgFes0zwqq2EMNdT7/Ax7xZJwbN8atcfdRaoxkmiV8C+ P+HbHhmYQ=</latexit>
Line 8
<latexit sha1_base64="V9yJB6qz4DSqW5PcKmxA3CFSvtk=">AA AC3HicjVFNS8NAEH3Gr1q/oh48eAkWwVNJtWi9CV48eKhgrVC1JOm2hqZJ2GxEKb15E6/+Aa/6e8R/oP/C2TEVRUQnJHn7Zt7bnR03DvxE 2fbLiDE6Nj4xmZvKT8/Mzs2bC4vHSZRKT9S8KIjkieskIvBDUVO+CsRJLIXTcwNRd7t7Ol+/FDLxo/BIXcfirOd0Qr/te44iqmkunypxpdi nL0Vr0D8gI6syaJoFu2hzWD9BKQMFZFGNzGecooUIHlL0IBBCEQ7gIKGngRJsxMSdoU+cJORzXmCAPGlTqhJU4RDbpW+HVo2MDWmtPRNWe 7RLQK8kpYU10kRUJwnr3SzOp+ys2d+8++ypz3ZNfzfz6hGrcEHsX7ph5X91uheFNircg089xczo7rzMJeVb0Se3vnSlyCEmTuMW5SVhj5X De7ZYk3Dv+m4dzr9ypWb12stqU7zpU/KAd3RsfY7zJzjeKJY2i+XDjcJuORt1DitYxTrNcxu72EcVNT7/Ax7xZJwbN8atcfdRaoxkmiV8C+ P+HbRCmYU=</latexit>
Line 8
<latexit sha1_base64="V9yJB6qz4DSqW5PcKmxA3CFSvtk=">AA AC3HicjVFNS8NAEH3Gr1q/oh48eAkWwVNJtWi9CV48eKhgrVC1JOm2hqZJ2GxEKb15E6/+Aa/6e8R/oP/C2TEVRUQnJHn7Zt7bnR03DvxE 2fbLiDE6Nj4xmZvKT8/Mzs2bC4vHSZRKT9S8KIjkieskIvBDUVO+CsRJLIXTcwNRd7t7Ol+/FDLxo/BIXcfirOd0Qr/te44iqmkunypxpdi nL0Vr0D8gI6syaJoFu2hzWD9BKQMFZFGNzGecooUIHlL0IBBCEQ7gIKGngRJsxMSdoU+cJORzXmCAPGlTqhJU4RDbpW+HVo2MDWmtPRNWe 7RLQK8kpYU10kRUJwnr3SzOp+ys2d+8++ypz3ZNfzfz6hGrcEHsX7ph5X91uheFNircg089xczo7rzMJeVb0Se3vnSlyCEmTuMW5SVhj5X De7ZYk3Dv+m4dzr9ypWb12stqU7zpU/KAd3RsfY7zJzjeKJY2i+XDjcJuORt1DitYxTrNcxu72EcVNT7/Ax7xZJwbN8atcfdRaoxkmiV8C+ P+HbRCmYU=</latexit>
Line 8
<latexit sha1_base64="V9yJB6qz4DSqW5PcKmxA3CFSvtk=">AA AC3HicjVFNS8NAEH3Gr1q/oh48eAkWwVNJtWi9CV48eKhgrVC1JOm2hqZJ2GxEKb15E6/+Aa/6e8R/oP/C2TEVRUQnJHn7Zt7bnR03DvxE 2fbLiDE6Nj4xmZvKT8/Mzs2bC4vHSZRKT9S8KIjkieskIvBDUVO+CsRJLIXTcwNRd7t7Ol+/FDLxo/BIXcfirOd0Qr/te44iqmkunypxpdi nL0Vr0D8gI6syaJoFu2hzWD9BKQMFZFGNzGecooUIHlL0IBBCEQ7gIKGngRJsxMSdoU+cJORzXmCAPGlTqhJU4RDbpW+HVo2MDWmtPRNWe 7RLQK8kpYU10kRUJwnr3SzOp+ys2d+8++ypz3ZNfzfz6hGrcEHsX7ph5X91uheFNircg089xczo7rzMJeVb0Se3vnSlyCEmTuMW5SVhj5X De7ZYk3Dv+m4dzr9ypWb12stqU7zpU/KAd3RsfY7zJzjeKJY2i+XDjcJuORt1DitYxTrNcxu72EcVNT7/Ax7xZJwbN8atcfdRaoxkmiV8C+ P+HbRCmYU=</latexit>Line 6
<latexit sha1_base64="YzK+h lWm5edDfdZOP7BzCMSBWk0=">AAAC3HicjVHLSsNAFD3GV62vqAsX boJFcFVSLVV3BTcuXFSwVvBFkk5raJqEyUQspTt34tYfcKvfI/6B/o V3rqkoInpDkjPn3nNm7lw3DvxE2fbLiDE6Nj4xmZvKT8/Mzs2bC4t HSZRKT9S9KIjkseskIvBDUVe+CsRxLIXTdQPRcDu7Ot+4EjLxo/BQ 9WJx1nXaod/yPUcRdWEunypxrdinL0Vz0N8nI6syuDALdtHmsH6CU gYKyKIWmc84RRMRPKToQiCEIhzAQULPCUqwERN3hj5xkpDPeYEB8q RNqUpQhUNsh75tWp1kbEhr7Zmw2qNdAnolKS2skSaiOklY72ZxPmVn zf7m3WdPfbYe/d3Mq0uswiWxf+mGlf/V6V4UWtjmHnzqKWZGd+dlL infij659aUrRQ4xcRo3KS8Je6wc3rPFmoR713frcP6VKzWr115Wm+ JNn5IHvKOj8jnOn+Boo1jaLJYPNgrVcjbqHFawinWa5xaq2EMNdT7 /Ax7xZJwbN8atcfdRaoxkmiV8C+P+Ha+AmYM=</latexit>
Line 6
<latexit sha1_base64="YzK+h lWm5edDfdZOP7BzCMSBWk0=">AAAC3HicjVHLSsNAFD3GV62vqAsX boJFcFVSLVV3BTcuXFSwVvBFkk5raJqEyUQspTt34tYfcKvfI/6B/o V3rqkoInpDkjPn3nNm7lw3DvxE2fbLiDE6Nj4xmZvKT8/Mzs2bC4t HSZRKT9S9KIjkseskIvBDUVe+CsRxLIXTdQPRcDu7Ot+4EjLxo/BQ 9WJx1nXaod/yPUcRdWEunypxrdinL0Vz0N8nI6syuDALdtHmsH6CU gYKyKIWmc84RRMRPKToQiCEIhzAQULPCUqwERN3hj5xkpDPeYEB8q RNqUpQhUNsh75tWp1kbEhr7Zmw2qNdAnolKS2skSaiOklY72ZxPmVn zf7m3WdPfbYe/d3Mq0uswiWxf+mGlf/V6V4UWtjmHnzqKWZGd+dlL infij659aUrRQ4xcRo3KS8Je6wc3rPFmoR713frcP6VKzWr115Wm+ JNn5IHvKOj8jnOn+Boo1jaLJYPNgrVcjbqHFawinWa5xaq2EMNdT7 /Ax7xZJwbN8atcfdRaoxkmiV8C+P+Ha+AmYM=</latexit>
Line 6
<latexit sha1_base64="YzK+h lWm5edDfdZOP7BzCMSBWk0=">AAAC3HicjVHLSsNAFD3GV62vqAsX boJFcFVSLVV3BTcuXFSwVvBFkk5raJqEyUQspTt34tYfcKvfI/6B/o V3rqkoInpDkjPn3nNm7lw3DvxE2fbLiDE6Nj4xmZvKT8/Mzs2bC4t HSZRKT9S9KIjkseskIvBDUVe+CsRxLIXTdQPRcDu7Ot+4EjLxo/BQ 9WJx1nXaod/yPUcRdWEunypxrdinL0Vz0N8nI6syuDALdtHmsH6CU gYKyKIWmc84RRMRPKToQiCEIhzAQULPCUqwERN3hj5xkpDPeYEB8q RNqUpQhUNsh75tWp1kbEhr7Zmw2qNdAnolKS2skSaiOklY72ZxPmVn zf7m3WdPfbYe/d3Mq0uswiWxf+mGlf/V6V4UWtjmHnzqKWZGd+dlL infij659aUrRQ4xcRo3KS8Je6wc3rPFmoR713frcP6VKzWr115Wm+ JNn5IHvKOj8jnOn+Boo1jaLJYPNgrVcjbqHFawinWa5xaq2EMNdT7 /Ax7xZJwbN8atcfdRaoxkmiV8C+P+Ha+AmYM=</latexit>
Line 9
<latexit sha1_base64="xHJyDVezFISjemnLM5b+06s4+i4=">AA AC3HicjVFNS8NAEH3Gr1q/oh48eAkWwVNJtai9CV48eKhgrVC1JOm2hqZJ2GxEKb15E6/+Aa/6e8R/oP/C2TEVRUQnJHn7Zt7bnR03DvxE 2fbLiDE6Nj4xmZvKT8/Mzs2bC4vHSZRKT9S8KIjkieskIvBDUVO+CsRJLIXTcwNRd7t7Ol+/FDLxo/BIXcfirOd0Qr/te44iqmkunypxpdi nL0Vr0D8gI6syaJoFu2hzWD9BKQMFZFGNzGecooUIHlL0IBBCEQ7gIKGngRJsxMSdoU+cJORzXmCAPGlTqhJU4RDbpW+HVo2MDWmtPRNWe 7RLQK8kpYU10kRUJwnr3SzOp+ys2d+8++ypz3ZNfzfz6hGrcEHsX7ph5X91uheFNna4B596ipnR3XmZS8q3ok9ufelKkUNMnMYtykvCHiu H92yxJuHe9d06nH/lSs3qtZfVpnjTp+QBV3RsfY7zJzjeKJY2i+XDjcJuORt1DitYxTrNcxu72EcVNT7/Ax7xZJwbN8atcfdRaoxkmiV8C+ P+HbajmYY=</latexit>
Line 9
<latexit sha1_base64="xHJyDVezFISjemnLM5b+06s4+i4=">AA AC3HicjVFNS8NAEH3Gr1q/oh48eAkWwVNJtai9CV48eKhgrVC1JOm2hqZJ2GxEKb15E6/+Aa/6e8R/oP/C2TEVRUQnJHn7Zt7bnR03DvxE 2fbLiDE6Nj4xmZvKT8/Mzs2bC4vHSZRKT9S8KIjkieskIvBDUVO+CsRJLIXTcwNRd7t7Ol+/FDLxo/BIXcfirOd0Qr/te44iqmkunypxpdi nL0Vr0D8gI6syaJoFu2hzWD9BKQMFZFGNzGecooUIHlL0IBBCEQ7gIKGngRJsxMSdoU+cJORzXmCAPGlTqhJU4RDbpW+HVo2MDWmtPRNWe 7RLQK8kpYU10kRUJwnr3SzOp+ys2d+8++ypz3ZNfzfz6hGrcEHsX7ph5X91uheFNna4B596ipnR3XmZS8q3ok9ufelKkUNMnMYtykvCHiu H92yxJuHe9d06nH/lSs3qtZfVpnjTp+QBV3RsfY7zJzjeKJY2i+XDjcJuORt1DitYxTrNcxu72EcVNT7/Ax7xZJwbN8atcfdRaoxkmiV8C+ P+HbajmYY=</latexit>
Line 9
<latexit sha1_base64="xHJyDVezFISjemnLM5b+06s4+i4=">AA AC3HicjVFNS8NAEH3Gr1q/oh48eAkWwVNJtai9CV48eKhgrVC1JOm2hqZJ2GxEKb15E6/+Aa/6e8R/oP/C2TEVRUQnJHn7Zt7bnR03DvxE 2fbLiDE6Nj4xmZvKT8/Mzs2bC4vHSZRKT9S8KIjkieskIvBDUVO+CsRJLIXTcwNRd7t7Ol+/FDLxo/BIXcfirOd0Qr/te44iqmkunypxpdi nL0Vr0D8gI6syaJoFu2hzWD9BKQMFZFGNzGecooUIHlL0IBBCEQ7gIKGngRJsxMSdoU+cJORzXmCAPGlTqhJU4RDbpW+HVo2MDWmtPRNWe 7RLQK8kpYU10kRUJwnr3SzOp+ys2d+8++ypz3ZNfzfz6hGrcEHsX7ph5X91uheFNna4B596ipnR3XmZS8q3ok9ufelKkUNMnMYtykvCHiu H92yxJuHe9d06nH/lSs3qtZfVpnjTp+QBV3RsfY7zJzjeKJY2i+XDjcJuORt1DitYxTrNcxu72EcVNT7/Ax7xZJwbN8atcfdRaoxkmiV8C+ P+HbajmYY=</latexit>
Fig. 2. Summary of the steps in Algorithm 3 to obtain from T 1:|VU |Lb the encoder output X˜
1:N
b in Block b ∈ B.
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Algorithm 3 Encoding
Require: Randomization sequences (Rb)b∈B, (R′b)b∈B, and messages (Mb)b∈B
1: (A˜1:K0,l )l∈L ← ∅
2: for Block b ∈ B do
3: M ′b ← ‖
l∈L
A˜1:Kb−1,l[VU |Y ] (with the convention M ′1 = ∅)
4: T
1:|VU |L
b ← R−1b  (Mb‖M ′b‖R′b), where  denotes multiplication in GF(2|VU |L|)
5: for Sub-block l ∈ L do
6: Define A˜1:Kb,l as follows
A˜1:Kb,l [VU ]← T 1:|VU |b,l , T (l−1)|VU |+1:l|VU |b (13)
and the bits A˜1:Kb,l [VcU ] are drawn according to
p˜Ajb,l|A1:j−1b,l (a
j
b,l|a1:j−1b,l ) , qAj |A1:j−1(ajb,l|a1:j−1b,l ) if j ∈ VcU (14)
7: Define U˜1:Kb,l , A˜1:Kb,l GK
8: Perform channel prefixing by forming V˜ 1:Kb,l as follows
p˜V jb,l|V 1:j−1b,l U1:Kb,l (v
j
b,l|v1:j−1b,l u˜1:Kb,l ) ,
{
1/2 if j ∈ VX|U
qV j |V 1:j−1U1:K (v
j
b,l|v1:j−1b,l u˜1:Kb,l ) if j ∈ VcX|U
(15)
9: Define X˜1:Kb,l , V˜ 1:Kb,l GK
10: end for
11: Transmit X˜1:Nb , ‖
l∈L
X˜1:Kb,l over the channel. Denote the outputs by Y˜
1:N
b , ‖
l∈L
Y˜ 1:Kb,l , Z˜
1:N
b (sb) ,
‖
l∈L
Z˜1:Kb,l (sb,l)
12: end for
13: Transmit secretly (A˜1:Kb,l [HU |Y \VU |Y ])l∈L,b∈B, and (A˜1:KB,l [VU |Y ])l∈L by means of a one-time pad and
a pre-shared secret.
Algorithm 4 Decoding
Require: Randomization sequences (Rb)b∈B, (A˜1:Kb,l [HU |Y \VU |Y ])l∈L,b∈B, and (A˜1:KB,l [VU |Y ])l∈L
1: for Block b ∈ B from b = B to b = 1 do
2: for l ∈ L do
3: From Y˜ 1:Kb,l , Â
1:K
b,l [VU |Y ] (an estimate of A˜1:Kb,l [VU |Y ]), and A˜1:Kb,l [HU |Y \VU |Y ], form Â1:Kb,l an
estimate of A˜1:Kb,l with the successive cancellation decoder for lossless source coding with side
information [28]
4: end for
5: From ‖
l∈L
Â1:Kb,l and (13), determine an estimate T̂
1:|VU |L
b , ‖
l∈L
Â1:Kb,l [VU ] of T 1:|VU |Lb
6: From Rb  T̂ 1:|VU |Lb and Line 4 in Algorithm 3, determine an estimate M̂ ′b of M ′b and then, using
Line 3 in Algorithm 3, an estimate Â1:Kb−1,l[VU |Y ] of A˜1:Kb−1,l[VU |Y ] for all l ∈ L
7: From Rb  T̂ 1:|VU |Lb and Line 4 in Algorithm 3, determine M̂b an estimate of Mb
8: end for
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V. STATEMENT OF MAIN RESULTS
Our main result is the following theorem.
Theorem 7. Consider the coding scheme described in Algorithms 3, 4 combined with the initialization
phase described in Algorithms 1, 2.
1) If all the components of sb, b ∈ B, are identical, then the following secrecy rate is achieved[
I(U ;Y )− αI(U ;X)− (1− α) min
s∈S
I (U ;Z(s))
]+
.
2) Assume that the components of sb, b ∈ B, are arbitrary. If there exists a best channel for the
eavesdropper, then the following secrecy rate is achieved[
I(U ;Y )− αI(U ;X)− (1− α) min
s¯∈S¯
I (U ;Z(s¯))
]+
.
The proof of Theorem 7.1 is presented in two parts. First, in Section VI, the initialization phase, i.e.,
Algorithms 1, 2, is ignored and Theorem 7.1 is proved under the assumption that the legitimate users
have a pre-shared key whose rate is negligible. Next, in Section VII, Theorem 7.1 is proved without
this assumption by considering the initialization phase combined with Algorithms 3, 4. The proof of
Theorem 7.2 largely relies on the proof of Theorem 7.1 and is presented in Section VIII. Finally, from
Theorem 7, we immediately obtain the following result.
Corollary 1. The coding scheme described in Algorithms 3, 4 combined with the initialization phase
described in Algorithms 1, 2, achieves the secrecy rates described in Theorems 1-6 with an appropriate
choice of qUX .
VI. PROOF OF THEOREM 7.1 WHEN A PRE-SHARED SECRET KEY IS AVAILABLE
In this section, we prove Theorem 7.1 when the legitimate users have access to a pre-shared secret key
whose rate is negligible. Hence, we ignore in this section the initialization phase, i.e., Algorithms 1, 2.
We also assume in this section that all the components of sb, b ∈ B, are identical and equal to s. To
simplify notation, we write s instead of sb, b ∈ B.
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A. Characterization of the distribution induced by the encoder
Let p˜U1:Nb X1:Nb Y 1:Nb Z1:Nb (s) denote the distribution induced by the encoding scheme described in
Algorithm 3. Lemma 2 gives an approximation of p˜U1:Nb X1:Nb Y 1:Nb Z1:Nb (s) in terms of the distribution
qUXY Z(s) defined in Section IV-A. This result will be useful in our subsequent analysis.
Lemma 2. For b ∈ B, we have
D(qU1:NX1:NY 1:NZ1:N (s)‖p˜U1:Nb X1:Nb Y 1:Nb Z1:Nb (s)) 6 2LKδK , (16)
where we have defined qU1:NX1:NY 1:NZ1:N (s) ,
∏N
i=1 qUXY Z(s).
Proof. See Appendix A. 
B. Reliability
We now show that the receiver is able to recover the original message with a vanishing error probability.
Define M̂1:B , (M̂b)b∈B. Define for b ∈ B, Â1:Nb , ‖
l∈L
Â1:Kb,l , A˜
1:N
b , ‖
l∈L
A˜1:Kb,l , A
1:N
b , A1:LK ,
Eb−1 , {Â1:Nb 6= A˜1:Nb }, and EAb , {(Y˜ 1:Nb , A˜1:Nb ) 6= (Y 1:Nb , A1:Nb )}. For b ∈ B, consider a coupling [34,
Lemma 3.6] between p˜Y 1:Nb A1:Nb and qY 1:Nb A1:Nb such that P[EAb ] = V(p˜Y 1:Nb A1:Nb , qY 1:Nb A1:Nb ). For b ∈ B,
consider (A1:Nb , Y
1:N
b , A˜
1:N
b , Y˜
1:N
b ) distributed according to this coupling, then
P
[
M̂1:B 6= M1:B
]
6
∑
b∈B
P
[
M̂b 6= Mb
]
(a)
6
∑
b∈B
P
[
T̂
1:|VU |L
b 6= T 1:|VU |Lb
]
(b)
6
∑
b∈B
P
[
Â1:Nb 6= A˜1:Nb
]
=
∑
b∈B
[
P
[
Â1:Nb 6= A˜1:Nb |EcAb ∩ Ecb
]
P[EcAb ∩ Ecb ] + P
[
Â1:Nb 6= A˜1:Nb |EAb ∪ Eb
]
P[EAb ∪ Eb]
]
6
∑
b∈B
[
P
[
Â1:Nb 6= A˜1:Nb |EcAb ∩ Ecb
]
+ P[EAb ∪ Eb]
]
(c)
6
∑
b∈B
[∑
l∈L
P
[
Â1:Nb,l 6= A˜1:Nb,l |EcAb ∩ Ecb
]
+ P[EAb ] + P[Eb]
]
(d)
6
∑
b∈B
[
KLδK +
√
2 ln 2
√
2LKδK + P
[
Â1:Nb+1 6= A˜1:Nb+1
]]
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(e)
6
∑
b∈B
[
(KLδK +
√
2 ln 2
√
2LKδK)(B − b+ 1)
]
= (KLδK +
√
2 ln 2
√
2LKδK)B(B + 1)/2, (17)
where (a) holds by Line 7 in Algorithm 4, (b) holds by (13), (c) holds by the union bound, (d) holds
because P
[
Â1:Nb,l 6= A˜1:Nb,l |EcAb ∩ Ecb
]
6 KδK by the error probability for distributed source coding [28]
and because P[EAb ] = V(p˜Y 1:Nb A1:Nb , qY 1:Nb A1:Nb ) 6
√
2 ln 2
√
2LKδK by Lemma 2 and Pinsker’s inequality,
(e) holds by induction.
C. Pre-shared key rate
The coding scheme described in Algorithms 3 and 4 involves a one-time pad to securely transmit
(A˜1:Kb,l [HU |Y \VU |Y ])l∈L,b∈B, and (A˜1:KB,l [VU |Y ])l∈L. This operation requires a pre-shared key with length
lOTP , LB|HU |Y \VU |Y |+L|VU |Y | and rate
lOTP
NB
=
|HU |Y |−|VU |Y |
K
+
|VU |Y |
KB
6
|HU |Y |−|VU |Y |
K
+
1
B
= δ(K) + 1/B,
where δ(K) is such that limK→∞ δ(K) = 0 since limK→∞|HU |Y |/K = H(U |Y ) [28], and
limK→∞|VU |Y |/K = H(U |Y ) [29], [35].
D. Blockwise Security Analysis
We prove in this section that security holds in each block b ∈ B individually. We use a series of
lemmas to obtain this result and determine acceptable values for the parameter r defined in (11). For
(X,Z) distributed according to pXZ , defined over the finite alphabet X × Z , recall that the -smooth
min-entropy of X given Z is defined as [36]
H∞(pXZ |pZ) , max
rXZ∈B(pXZ)
min
z∈Supp(pZ)
min
x∈X
log
(
pZ(z)
rXZ(x, z)
)
,
where Supp(pZ) , {z ∈ Z : pZ(z) > 0} and B(pXZ) , {(rXZ : X ×Z → [0, 1]) : V(pXZ , rXZ) 6 }.
We will also need the following version of the leftover hash lemma.
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Lemma 3 ( [36]). Let T and Z be random variables distributed according to pTZ over T × Z . Let
F : R × {0, 1}k → {0, 1}r be a two-universal hash function. Let R be uniformly distributed over R.
Then, we have for any z ∈ Z , for any  ∈ [0, 1[
V(pF (R,T ),R,Z , pUKpUFpZ) 6 2+
√
2r−H∞(pTZ |pZ), (18)
where pUK and pUF are the uniform distribution over {0, 1}r and R, respectively.
Define the function F : R × {0, 1}|VU |L → {0, 1}r, (Rb, T 1:|VU |Lb ) 7→ (Rb  T 1:|VU |Lb )|1:r, where r is
defined in (11) and |1:r indicates that only the left-most r bits are kept. F is known to be a two-universal
hash function [15]. We now would like to use Lemma 3 with the goal of making (Mb‖M ′b) almost
independent from the eavesdropper channel observations. However, in the encoding scheme described
in Algorithm 3, (Mb‖M ′b) is not defined as the output of a two-universal hash function as required in
Lemma 3. To overcome this difficulty, we show in the following lemma that the distribution p˜ induced by
the encoder in Algorithm 3 also describes a process for which (Mb‖M ′b) would be defined as (Mb‖M ′b) ,
F (Rb, T
1:|VU |L
b ).
Lemma 4. Fix b ∈ B. To simplify notation we write Tb instead of T 1:|VU |Lb , Z˜b(s) instead of Z˜1:Nb (s),
X˜b instead of X˜1:Nb , and Zb(s) instead of Z
1:N
b (s). We also define M¯b , (Mb‖M ′b) such that Tb ,
R−1b  (M¯b‖R′b). Next, define
q˜M¯bTbXbZb(s)Rb , p˜XbZb(s)|Tb q˜Tb q˜Rb q˜M¯b|TbRb , (19)
with q˜Tb the uniform distribution over {0, 1}|VU |L, q˜Rb the uniform distribution over R, and ∀m¯b,∀tb,∀rb,
q˜M¯b|TbRb(m¯b|tb, rb) , 1{m¯b = F (rb, tb)}. We have
p˜M¯bTbXbZb(s)Rb = q˜M¯bTbXbZb(s)Rb .
Proof. See Appendix B. 
Let Ab ⊂ J1, NK such that |Ab|= αN and consider X˜1:Nb [Ab], the αN symbols that the eavesdropper
has chosen to have access to in Block b ∈ B. We study, by combining Lemmas 3, 4, the independence
between (Rb, Z˜1:Nb (s), X˜
1:N
b [Ab]), i.e., all the knowledge at the eavesdropper in Block b ∈ B, and
(Mb‖M ′b) as follows.
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Lemma 5. Fix b ∈ B. We adopt the same notation as in Lemma 4 and also write X˜b[Ab] instead of
X˜1:Nb [Ab] for convenience. We have for any γ ∈]0, 1[
V(p˜M¯bRbZb(s)Xb[Ab], p˜M¯b p˜RbZb(s)Xb[Ab]) 6 2
1−Lγ +
√
2r−H(Tb|Z˜b(s)X˜b[Ab])+Nδ(1)(K,L), (20)
where δ(1)(K,L) , (K−1 + 1)
√
2Lγ−1.
Proof. See Appendix C. 
Next, using Lemma 2, we lower bound the conditional entropy in (20) in the following lemma.
Lemma 6. Fix b ∈ B. We adopt the same notation as in Lemmas 4, 5. We have
H
(
Tb|Z˜b(s)X˜b[Ab]
)
> N [(1− α)H(U |Z(s)) + αH(U |X)− δ(2)(K,L)],
where we have defined
δ(2)(K,L) , (LK)−1Hb (LKδK) + LKδK + 2
√
2 ln 2
√
2LKδK log
|X |2maxs∈S|Zs|√
2 ln 2
√
2LKδK
+ o(1),
with Hb(·) the binary entropy.
Proof. See Appendix D. 
By combing Lemma 5 and Lemma 6 we obtain the following result.
Lemma 7. Fix b ∈ B. We adopt the same notation as in Lemma 6. We have for any γ ∈]0, 1[
V(p˜M¯bRbZb(s)Xb[Ab], p˜M¯b p˜RbZb(s)Xb[Ab]) 6 2
1−Lγ +
√
2r−N [(1−α)H(U |Z(s))+αH(U |X)−δ(3)(K,L)],
where δ(3)(K,L) , δ(1)(K,L) + δ(2)(K,L), with δ(1)(K,L) defined in Lemma 5 and δ(2)(L,K) defined
in Lemma 6.
Finally, we obtain security in a given block as follows.
Lemma 8. Fix b ∈ B. Choose
r , N
(
(1− α) min
s∈S
H (U |Z(s)) + αH(U |X)− δ(3)(K,L)− ξ
)
,
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with ξ > 0 and δ(3)(K,L) defined in Lemma 7. We have for L large enough
I
(
MbM
′
b; Z˜b(s)Xb[Ab]Rb
)
6 δ(4)(K,L, ξ),
where δ(4)(K,L, ξ) , (21−Lγ +
√
2−Nξ) log 2
N
21−Lγ+
√
2−Nξ
.
Proof. We adopt the same notation as in the previous lemmas. By definition of r and by Lemma 7, we
have
V(p˜M¯bRbZb(s)Xb[Ab], p˜M¯b p˜RbZb(s)Xb[Ab]) 6 2
1−Lγ +
√
2−Nξ. (21)
We thus have
I(MbM
′
b; Z˜b(s)Xb[Ab]Rb) = I(M¯b; Z˜b(s)Xb[Ab]Rb)
(a)
6 f(V(p˜M¯bRbZb(s)Xb[Ab], p˜M¯b p˜RbZb(s)Xb[Ab]))
(b)
6 f(21−Lγ +
√
2−Nξ), (22)
where (a) holds by [37] with f : x 7→ x log(2N/x), (b) holds for L large enough because f is increasing
for small enough values. 
E. Analysis of security over all blocks jointly
We obtain security over all blocks jointly from Lemma 8 as follows.
Lemma 9. For convenience, we define for i, j ∈ B, Z˜1:i(s) , (Z˜1:Nb (s))b∈J1,iK, X˜1:i[A] ,
(X˜1:Nb [Ab])b∈J1,iK, Ri:j , (Rb)b∈Ji,jK, and Mi:j , (Mb)b∈Ji,jK. We have
max
s∈S
max
A∈A
I(M1:B; Z˜1:B(s)X˜1:B[A]R1:B) 6 2Bδ(4)(L,K, ξ),
where δ(4)(L,K, ξ) is defined in Lemma 8.
Proof. For convenience, define for i ∈ B, Li , (Z˜i(s), X˜i[Ai], Ri) and L1:i , (Z˜1:i(s), X˜1:i[A], R1:i).
We have
I(M1:B;L1:B)
(a)
=
B−1∑
i=0
I(M1:B;Li+1|L1:i)
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(b)
=
B−1∑
i=0
I(M1:i+1;Li+1|L1:i)
6
B−1∑
i=0
I(M1:i+1L1:i;Li+1)
=
B−1∑
i=0
I(Mi+1;Li+1) + I(M1:iL1:i;Li+1|Mi+1)
(c)
6 Bδ(4)(K,L, ξ) +
B−1∑
i=0
I(M1:iM
′
i+1L1:i;Li+1Mi+1)
(d)
= Bδ(4)(K,L, ξ) +
B−1∑
i=0
I(M ′i+1;Li+1Mi+1)
(e)
= Bδ(4)(K,L, ξ) +
B−1∑
i=0
I(M ′i+1;Li+1|Mi+1)
6 Bδ(4)(K,L, ξ) +
B−1∑
i=0
I(Mi+1M
′
i+1;Li+1)
(f)
6 2Bδ(4)(K,L, ξ), (23)
where (a) holds by the chain rule, (b) holds by the chain rule and because I(Mi+2:B;Li+1|L1:iM1:i+1) 6
I(Mi+2:B;L1:i+1M1:i+1) = 0 (c) holds by Lemma 8, (d) holds by the chain rule and because
(M1:i, L1:i) −M ′i+1 − (Li+1,Mi+1) forms a Markov chain, (e) holds by independence between M ′i+1
and Mi+1, (f) holds by Lemma 8. Since (23) holds for any s ∈ S and any A ∈ A, we obtain the
lemma. 
F. Secrecy Rate
The rate of the transmitted messages is∑
b∈B|Mb|
BN
(a)
=
r + (B − 1)(r − L|VU |Y |)
BN
> r
N
− |VU |Y |
K
(b)
= (1− α) min
s∈S
H (U |Z(s)) + αH(U |X)− δ(3)(K,L)− ξ −H(U |Y )− o(1)
= I(U ;Y )− αI(U ;X)− (1− α) min
s∈S
I (U ;Z(s))− δ(3)(K,L)− ξ − o(1),
where (a) holds by (11), (b) holds by the choice of r in Lemma 8 and because limK→∞|VU |Y |/K =
H(U |Y ) by [29], [35], (c) holds by [29, Lemma 1], [35].
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G. Randomness amortization
The randomness (Rb)1:B in the coding scheme of Section IV-C needs to be shared between the
legitimate users. This can be done with negligible impact on the overall communication rate similar
to [15] using an hybrid argument by repeating the coding scheme of Section IV-C with the same
randomness (Rb)1:B .
VII. PROOF OF THEOREM 7.1 (WITHOUT PRE-SHARED KEY)
The coding scheme of Section IV-C requires a pre-shared secret key between the legitimate users.
We now consider the initialization phase, described in Algorithms 1, 2, to generate such a key with
negligible impact on the overall communication rate. We study the reliability and the secrecy of the
generated key in Sections VII-A and VII-B, respectively, the impact of the initialization phase on the
overall communication rate in Section VII-C, and the joint secrecy of the initialization phase and the
coding scheme of Section IV-C in Section VII-D. We adopt the same notation as in Section VI.
A. Key reliability
We have following lemma, whose proof is similar to the one of Lemma 2, and is thus omitted.
Lemma 10. For b ∈ B0, the distribution induced by the encoder of Algorithm 1 is approximated as
follows.
D(qU1:NX1:NY 1:NZ1:N (s)‖p˜U1:Nb X1:Nb Y 1:Nb Z1:Nb (s)) 6 2LKδK .
Then, we have
P
[
(K̂eyb)b∈B0 6= (Keyb)b∈B0
]
6 P[(Û1:Nb )b∈B0 6= (U˜1:Nb )b∈B0 ] 6 B0L(
√
2 ln 2
√
2KδK + 2KδK).
where the last inequality holds similar to (17).
B. Key secrecy
We first show secrecy in a given Block b ∈ B0. Let Ab ⊂ J1, NK such that |Ab|= αN and consider
X˜1:Nb [Ab], the αN symbols that the eavesdropper has chosen to have access to in Block b ∈ B0. Define
20
pUKey the uniform distribution over {0, 1}
l′key . We have
V(p˜KeybRinitb Zb(s)Xb[Ab]DbRinit′ , pUKey p˜Rinitb Zb(s)Xb[Ab]DbRinit
′
b
)
(a)
6 2+
√
2
l′key−H∞
(
p˜
UbZb(s)Xb[Ab]DbRinit
′
b
|p˜
Zb(s)Xb[Ab]DbRinit
′
b
)
(b)
6 2 · 2−Lγ +
√
2
l′key−H
(
U˜b|Z˜b(s)X˜b[Ab]DbRinit′b
)
+Nδ(1)(K,L)
, (24)
where (a) holds by Lemma 3, (b) holds by Lemma 15 with γ ∈]0, 1[ as in the proof of Lemma 5 with
δ(1)(K,L) defined in Lemma 5.
Lemma 11. For b ∈ B0, we have
H
(
U˜b|Z˜b(s)X˜b[Ab]DbRinit′b
)
> N [I(U ;Y )− αI(U ;X)− (1− α) min
s∈S
I (U ;Z(s))− δ(5)(K,L)],
where
δ(5)(K,L) , 2
√
2 ln 2
√
2LKδK log
|X |2maxs∈S|Zs|√
2 ln 2
√
2LKδK
+ o(1).
Proof. We have
H
(
U˜b|Z˜b(s)X˜b[Ab]DbRinit′b
)
= H
(
U˜b|Z˜b(s)X˜b[Ab]
)
− I
(
DbR
init′
b ; U˜b|Z˜b(s)X˜b[Ab]
)
> H
(
U˜b|Z˜b(s)X˜b[Ab]
)
− L(|HU |Y |+|HU |Y \VU |Y |)
(a)
> H
(
U˜b|Z˜b(s)X˜b[Ab]
)
−NH(U |Y )− o(KL)
(b)
> N(1− α)H(U |Z(s)) +NαH(U |X)−NH(U |Y )
− 2LK
√
2 ln 2
√
2LKδK log
|X |2maxs∈S|Zs|√
2 ln 2
√
2LKδK
− o(KL),
where (a) holds because limK→∞|HU |Y |/K = H(U |Y ) [28], and limK→∞|VU |Y |/K = H(U |Y ) [29],
[35], (b) holds similar to the proof of Lemma 6. 
Choose
l′key , N [I(U ;Y )− αI(U ;X)− (1− α) min
s∈S
I (U ;Z(s))− δ(1)(K,L)− δ(5)(K,L)− ξ],
with ξ > 0. By combining (24) and Lemma 11, we obtain for b ∈ B0,
V(p˜KeybRinitb Zb(s)Xb[Ab]DbRinit′ , pUKey p˜Rinitb Zb(s)Xb[Ab]DbRinit
′
b
) 6 2 · 2−Lγ +
√
2−Nξ. (25)
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Lemma 12. We have for L large enough
I
(
Keyb; Z˜b(s)X˜b[Ab]DbRinitb Rinit
′
b
)
6 2δ(4)(K,L, ξ),
log|Kb|−H(Keyb) 6 δ(4)(K,L, ξ),
where Kb , {0, 1}l
′
key , and δ(4)(K,L, ξ) is defined in Lemma 8.
Proof. The first inequality holds similar to the proof of Lemma 8 by using (25) in place of (21). The
second inequality holds by [37, Lemma 2.7] and (25). 
By mutual independence of all the B0 blocks of the initialization phase, we obtain from Lemma 12
the following result.
Lemma 13. Define Key , (Keyb)b∈B0 and K , KB0b . Let Z˜ init(s) denote all the knowledge of the
eavesdropper related to the initialization phase, i.e., Z˜ init(s) , (Z˜b(s), X˜b[Ab], Db, Rinitb , Rinit
′
b )b∈B0 . We
have for K large enough
max
s∈S
max
A∈A
I
(
Key; Z˜ init(s)
)
6 2B0δ(4)(K,L, ξ),
log|K|−H(Key) 6 B0δ(4)(K,L, ξ).
C. Impact of the initialization phase on the overall communication rate
The initialization phase requires ρNB0 channel uses, for some fixed ρ ∈ N, to generate the secret key
and transmit (Db, Rinitb , R
init′
b )b∈B0 . We choose B0 such that
B0 =
⌈
lOTP
l′key
⌉
,
where lOTP = o(NB) represents the key length necessary to perform the one-time pad that appears in
Algorithms 1, 2. Hence, the impact of the initialization phase on the overall communication is
ρNB0 < ρN
(
1 +
lOTP
l′key
)
= ρ
o(NB)
l′key/N
= o(NB). (26)
We deduce from (26) that the communication rate of the coding scheme of Section IV-C and the
initialization phase (considered jointly) is the same as the communication rate of the coding scheme of
Section IV-C alone.
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D. Security of Algorithms 3, 4 and the initialization phase when considered jointly
Let MOTP be the sequence that needs to be secretly transmitted with a one-time pad in Algorithm 3. Let
C ,MOTP ⊕ Key be the encrypted version of MOTP using Key, obtained in the initialization phase. Let
Z˜B(s) , (Z˜1:B(s), X˜1:B[A], R1:B) denote all the observations of the eavesdropper related to the coding
scheme of Section IV-C, excluding C. Let Z init(s), defined as in Lemma 13, denote all the observations
of the eavesdropper related to the initialization phase. The following lemma shows that strong secrecy
holds for the coding scheme of Section IV-C and the initialization phase considered jointly.
Lemma 14. We have
max
s∈S
max
A∈A
I(M1:B;CZ˜B(s)Z˜ init(s)) 6 (2B + 3B0)δ(4)(K,L, ξ),
where δ(4)(K,L, ξ) is defined in Lemma 8.
Proof. We have
I(M1:B;CZ˜B(s)Z˜ init(s)) = I(M1:B; Z˜B(s)Z˜ init(s)) + I(M1:B;C|Z˜B(s)Z˜ init(s))
(a)
= I(M1:B; Z˜B(s)) + I(M1:B;C|Z˜B(s)Z˜ init(s))
6 I(M1:B; Z˜B(s)) + I(M1:BZ˜B(s)Z˜ init(s);C)
= I(M1:B; Z˜B(s)) + I(C;M1:BZ˜B(s)) + I(C; Z˜ init(s)|M1:BZ˜B(s)), (27)
where (a) holds by the chain rule and because I(M1:B; Z˜ init(s)|Z˜B(s)) 6 I(M1:BZ˜B(s); Z˜ init(s)) = 0.
Next, we have
I(C;M1:BZ˜B(s)|) 6 log|K|−H(C|M1:BZ˜B(s))
6 log|K|−H(Key⊕MOTP|MOTPM1:BZ˜B(s))
= log|K|−H(Key|MOTPM1:BZ˜B(s))
= log|K|−H(Key). (28)
We also have
I(C; Z˜ init(s)|M1:BZ˜B(s)) 6 I(CMOTP; Z˜ init(s)|M1:BZ˜B(s))
= I(KeyMOTP; Z˜ init(s)|M1:BZ˜B(s))
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(b)
= I(Key; Z˜ init(s)|MOTPM1:BZ˜B(s))
6 I(KeyMOTPM1:BZ˜B(s); Z˜ init(s))
(c)
= I(Key; Z˜ init(s)), (29)
where (b) holds by the chain rule and because I(MOTP; Z˜ init(s)|M1:BZ˜B(s)) 6
I(MOTPM1:BZ˜B(s); Z˜ init(s)) = 0, (c) holds by the chain rule and because
I(MOTPM1:BZ˜B(s); Z˜ init(s)|Key) 6 I(MOTPM1:BZ˜B(s); Z˜ init(s)Key) = 0.
By combining (27), (28), and (29), we obtain
I(M1:B;CZ˜B(s)Z˜ init(s)) 6 I(M1:B; Z˜B(s)) + I(Key; Z˜ init(s)) + log|K|−H(Key).
Finally, we obtain the lemma with Lemmas 9 and 13. 
VIII. PROOF OF THEOREM 7.2
We assume in the following that there exists a best channel for the eavesdropper [24], i.e., ∃s∗ ∈
S,∀s ∈ S, X−Zs∗ −Zs. Similar to the proof of Theorem 7.1, we proceed in two steps. We first ignore
the initialization phase and assume that the legitimate users have access to a secret key to perform the
one-time pad in Algorithms 3, 4. We only show blockwise security as the remainder of the proof is similar
to the proof in Section VI. We also omit the second step that consists in analyzing the initialization phase
jointly with Algorithms 3, 4, as it is similar to the analysis in Section VII.
A. Blockwise security analysis
We adopt the same notation as in Section VI. We have the following inequality, whose proof is identical
to the proof of Lemma 2. For b ∈ B, we have
D(qU1:NX1:NY 1:NZ1:N (sb)‖p˜U1:Nb X1:Nb Y 1:Nb Z1:Nb (sb)) 6 2LKδK , (30)
where we have defined qU1:NX1:NY 1:NZ1:N (sb) ,
∏N
i=1 qUXY Z(sb,i). Next, similar to Lemma 5 using (30)
in place of Lemma 2, we have for any γ ∈]0, 1[
V(p˜M¯bRbZb(sb)Xb[Ab], p˜M¯b p˜RbZb(sb)Xb[Ab]) 6 2
1−Lγ + 2
√
2r−H(Tb|Z˜b(sb))X˜b[Ab])+Nδ(1)(K,L), (31)
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where δ(1)(K,L) is defined in Lemma 5. We then have
H
(
Tb|Z˜b(sb))X˜b[Ab]
) (a)
> H (Ub|Zb(sb)Xb[Ab])−Nδ(2)(K,L)
> H (Ub|Zb(s∗)Zb(sb)Xb[Ab])−Nδ(2)(K,L)
(b)
> H (Ub|Zb(s∗)Xb[Ab])−Nδ(2)(K,L)
(c)
= N(1− α)H(U |Z(s∗)) +NαH(U |X)−Nδ(2)(K,L), (32)
where (a) holds as in the proof of Lemma 6 with δ(2)(K,L) defined in Lemma 6, (b) holds because
(Ub, Xb)−Zb(s∗)−Zb(sb) forms a Markov chain, (c) holds as in the proof of Lemma 6. Finally, from (31)
and (32), we can conclude as in Section VI-D.
IX. CONCLUDING REMARKS
We developed an explicit coding scheme for the wiretap channel. We proved that within a unified
coding scheme and with appropriate parameter choices, our coding scheme achieves the secrecy capacity
of (i) Wyner’s wiretap channel, (ii) the wiretap channel of type II, (iii) the wiretap channel of type II
with noisy main channel, (iv) the hybrid Wyner’s/type II wiretap channel, and the best known single-
letter achievable secrecy rates for (v) the wiretap channel when uncertainties hold on the eavesdropper’s
channel statistics (compound model), (vi) the wiretap channel when the eavesdropper’s channel statistics
are arbitrarily varying.
Our coding scheme can also be applied to the problem of secret sharing, first introduced in [38] for
channel models, and then extended in [39] to source models. Specifically, our construction can be applied
to the case of a single dealer when the access structure is the set of all participants, i.e., when all the
participants need to pool their share together to recover the secret.
While much remains to be done to reduce the overall blocklength of the coding scheme, our result
provides the first explicit coding scheme for some wiretap channel models and improves previous
constructions by achieving larger secrecy rates or relaxing assumptions such as symmetry/degradation of
the channels and the necessity of a pre-shared secret key at the legitimate users.
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APPENDIX A
PROOF OF LEMMA 2
Let b ∈ B and l ∈ L. We have
D(qA1:K‖p˜A1:Kb,l )
(a)
=
K∑
j=1
EqA1:j−1D(qAj |A1:j−1‖p˜Ajb,l|A1:j−1b,l )
(b)
=
∑
j∈VU
EqA1:j−1D(qAj |A1:j−1‖p˜Ajb,l|A1:j−1b,l )
(c)
=
∑
j∈VU
(1−H(Aj |A1:j−1))
(d)
6
∑
j∈VU
δK
6 KδK , (33)
where (a) holds by the chain rule for relative entropy [40], (b) holds by (14), (c) holds because the bits
A˜1:Kb,l [VU ] are uniformly distributed, which is a consequence of the definition of A˜1:Kb,l [VU ] in (13) and the
fact that the bits T 1:|VU |Lb = R
−1
b  (Mb‖M ′b‖R′b) are uniformly distributed since the bits (Mb‖M ′b‖R′b)
are uniformly distributed, (d) holds by definition of VU . Next, we have
D(qU1:KV 1:K‖p˜U1:Kb,l V 1:Kb,l )
(a)
= EqU1:KD(qV 1:K |U1:K‖p˜V 1:Kb,l |U1:Kb,l ) + D(qU1:K‖p˜U1:Kb,l )
(b)
6 EqU1:KD(qV 1:K |U1:K‖p˜V 1:Kb,l |U1:Kb,l ) +KδK
(c)
=
K∑
j=1
EqU1:KV 1:j−1D(qV j |V 1:j−1U1:K‖p˜V jb,l|V 1:j−1b,l U1:Kb,l ) +KδK
(d)
=
∑
j∈VX|U
EqU1:KV 1:j−1D(qV j |V 1:j−1U1:K‖p˜V jb,l|V 1:j−1b,l U1:Kb,l ) +KδK
(e)
=
∑
j∈VX|U
(1−H(V j |V 1:j−1U1:K)) +KδK
(f)
6
∑
j∈VX|U
δK +KδK
6 2KδK , (34)
where (a) and (c) hold by the chain rule for relative entropy [40], (b) holds by (33) and because
D(qU1:K‖p˜U1:Kb,l ) = D(qA1:K‖p˜A1:Kb,l ) by invertibility of GK , (d) holds by (15), (e) holds by uniformity of
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the bits V˜ 1:Kb,l [VX|U ] by (15), (f) holds by definition of VX|U . Finally, we obtain
D(qU1:NX1:NY 1:NZ1:N (s)‖p˜U1:Nb X1:Nb Y 1:Nb Z1:Nb (s))
(a)
=
∑
l∈L
D(qU1:KX1:KY 1:KZ1:K(s)‖p˜U1:Kb,l X1:Kb,l Y 1:Kb,l Z1:Kb,l (s))
(b)
=
∑
l∈L
[
D(qU1:KX1:K‖p˜U1:Kb,l X1:Kb,l ) + EqU1:KX1:KD(qY 1:KZ1:K(s)|U1:KX1:K‖p˜Y 1:Kb,l Z1:Kb,l (s)|U1:Kb,l X1:Kb,l )
]
(c)
=
∑
l∈L
D(qU1:KX1:K‖p˜U1:Kb,l X1:Kb,l )
(d)
6
∑
l∈L
2KδK
= 2LKδK , (35)
where (a) holds because the random variables (U˜1:Kb,l , X˜
1:K
b,l , Y˜
1:K
b,l , Z˜
1:K
b,l (s)) across the different sub-
blocks l ∈ L are independent by construction (see Algorithm 3 and Remark 2), (b) holds by the
chain rule for relative entropy [40], (c) holds because p˜Y 1:Kb,l Z1:Kb,l (s)|U1:Kb,l X1:Kb,l = p˜Y 1:Kb,l Z1:Kb,l (s)|X1:Kb,l =
qY 1:KZ1:K(s)|X1:K = qY 1:KZ1:K(s)|U1:KX1:K , (d) holds by (34) because D(qU1:KX1:K‖p˜U1:Kb,l X1:Kb,l ) =
D(qU1:KV 1:K‖p˜U1:Kb,l V 1:Kb,l ) by invertibility of GK .
APPENDIX B
PROOF OF LEMMA 4
For any (m¯b, tb, xb, zb(s), rb), we have
p˜M¯bTbXbZb(s)Rb(m¯b, tb, xb, zb(s), rb)
(a)
= p˜XbZb(s)|Tb(xb, zb(s)|tb)p˜M¯b(m¯b)p˜RB(rb)
∑
r′b
p˜R′b(r
′
b)p˜Tb|R′bM¯bRb(tb|r′b, m¯b, rb)
(b)
= p˜XbZb(s)|Tb(xb, zb(s)|tb)2−r|R|−1
∑
r′b
1{tb = r−1b  (m¯b‖r′b)}
2−r+|VU |L
= p˜XbZb(s)|Tb(xb, zb(s)|tb)2−|VU |L|R|−1
∑
r′b
1{rb  tb = (m¯b‖r′b)}
(c)
= p˜XbZb(s)|Tb(xb, zb(s)|tb)2−|VU |L|R|−11{F (rb, tb) = m¯b}
= p˜XbZb(s)|Tb(xb, zb(s)|tb)q˜Tb(tb)q˜Rb(rb)q˜M¯b|TbRb(m¯b|tb, rb)
(d)
= q˜M¯bTbXbZb(s)Rb(m¯b, tb, xb, zb(s), rb),
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where (a) holds because p˜M¯bTbXbZbRb = p˜XbZb|Tb p˜M¯b p˜Rb p˜Tb|M¯bRb and R
′
b is independent of (M¯b, Rb),
(b) holds by uniformity of M¯b, Rb, R′b, and by definition of Tb, (c) holds because (F (rb, tb) = m¯b) =⇒
(
∑
r′b
1{rb  tb = (m¯b, r′b)} = 1) (because ∃r′b ∈ {0, 1}|VU |L−r such that rb  tb = (m¯b‖r′b)) and
(F (rb, tb) 6= m¯b) =⇒ (
∑
r′b
1{rb  tb = (m¯b, r′b)} = 0), (d) holds by definition of q˜.
APPENDIX C
PROOF OF LEMMA 5
We will use the following lemma.
Lemma 15 ( [41] ). Let pXLZL ,
∏L
i=1 pXiZi be a probability distribution over XL × ZL. For any
δ > 0, H∞(pXLZL |pZL) > H(XL|ZL)− Lδ , where  , 2−
Lδ2
2 log2(|X|+3) .
We have
V(p˜M¯bRbZb(s)Xb[Ab], p˜M¯b p˜RbZb(s)Xb[Ab])
(a)
= V(q˜F (Rb,Tb)RbZb(s)Xb[Ab], q˜M¯b q˜Rb q˜Zb(s)Xb[Ab])
(b)
6 2+
√
2r−H∞(p˜TbZb(s)Xb[Ab]|p˜Zb(s)Xb[Ab])
(c)
6 2 · 2−Lγ +
√
2r−H(Tb|Z˜b(s)X˜b[Ab])+Lδ(0)(K,L)
(d)
6 2 · 2−Lγ +
√
2r−H(Tb|Z˜b(s)X˜b[Ab])+Nδ(1)(K,L),
where (a) holds by Lemma 4 and the definition of q˜, (b) holds by Lemma 3, (c) holds by Lemma 15,
which can indeed be applied by Remark 3, with  , 2−Lγ , δ(0)(K,L) ,
√
2Lγ−1 log(2|VU | + 3), (d)
holds by choosing δ(1)(K,L) , (K−1 + 1)
√
2Lγ−1 > δ(0)(K,L)/K.
Remark 5. An argument similar to the one in [6] to lower bound the min-entropy does not seem easily
applicable in our case and would complexify the coding scheme with an extra round of reconciliation as
in [42]. Lemma 15 appears to be a simpler alternative here.
APPENDIX D
PROOF OF LEMMA 6
We first introduce some notation for convenience. Define for any I ⊆ J1,KK, A˜b[I] , (A˜1:Kb,l [I])l∈L
and A˜b , (A˜1:Kb,l )l∈L. For b ∈ B, consider (U1:Kb,l , X1:Kb,l , Z1:Kb,l (s))l∈L distributed according to
qU1:NX1:NZ1:N (s) ,
∏N
i=1 qUXZ(s) and define for l ∈ L, A1:Kb,l , GKU1:Kb,l . Next, define for any
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I ⊆ J1,KK, Ab[I] , (A1:Kb,l [I])l∈L and Ab , (A1:Kb,l )l∈L. Define Ub[Ab] , (U1:Kb,l [Ab,l])l∈L, Ub[Acb] ,
(U1:Kb,l [Acb,l])l∈L, Ub , (U1:Kb,l )l∈L, Xb[Ab] , (X1:Kb,l [Ab,l])l∈L, Xb[Acb] , (X1:Kb,l [Acb,l])l∈L, Xb ,
(X1:Kb,l )l∈L, Zb(s)[Ab] , (Z1:Kb,l (s)[Ab,l])l∈L, Zb(s)[Acb] , (Z1:Kb,l (s)[Acb,l])l∈L, Zb(s) , (Z1:Kb,l (s))l∈L.
We have
H
(
A˜b[VU ]|Z˜b(s)X˜b[Ab]
)
−H (Ab[VU ]|Zb(s)Xb[Ab])
= H
(
A˜b[VU ]Z˜b(s)X˜b[Ab]
)
−H (Ab[VU ]Zb(s)Xb[Ab]) +H (Zb(s)Xb[Ab])−H
(
Z˜b(s)X˜b[Ab]
)
> −2LK
√
2 ln 2
√
2LKδK log
|X |2|Zs|√
2 ln 2
√
2LKδK
> −2LK
√
2 ln 2
√
2LKδK log
|X |2maxs∈S|Zs|√
2 ln 2
√
2LKδK
, −δ∗, (36)
where the first inequality holds by [37, Lemma 2.7] applied twice because for N large
enough, V(qAb[VU ]Zb(s)Xb[Ab], p˜Ab[VU ]Zb(s)Xb[Ab]) 6
√
2 ln 2
√
D(qAb[VU ]Zb(s)Xb[Ab]‖p˜Ab[VU ]Zb(s)Xb[Ab]) 6√
2 ln 2
√
D(qU1:NX1:NY 1:NZ1:N (s)‖p˜U1:Nb X1:Nb Y 1:Nb Z1:Nb (s)) 6
√
2 ln 2
√
2LKδK where we have used
Pinsker’s inequality, the chain rule for divergence, positivity of the divergence, and Lemma 2.
Then, we have
H
(
Tb|Z˜b(s)X˜b[Ab]
)
(a)
= H
(
A˜b[VU ]|Z˜b(s)X˜b[Ab]
)
(b)
> H (Ab[VU ]|Zb(s)Xb[Ab])− δ∗
= H (Ab[HU ]|Zb(s)Xb[Ab])−H (Ab[HU\VU ]|Ab[VU ]Zb(s)Xb[Ab])− δ∗
> H (Ab[HU ]|Zb(s)Xb[Ab])− L|HU\VU |−δ∗
(c)
= H (Ab[HU ]|Zb(s)Xb[Ab])− o(LK)− δ∗
= H (Ab[HU ]Ub|Zb(s)Xb[Ab])−H (Ub|Ab[HU ]Zb(s)Xb[Ab])− o(LK)− δ∗
(d)
> H (Ab[HU ]Ub|Zb(s)Xb[Ab])−Hb (LKδK)− (LK)2δK − o(LK)− δ∗
> H (Ub|Zb(s)Xb[Ab])−Hb (LKδK)− (LK)2δK − o(LK)− δ∗
(e)
= H (Ub|Zb(s)[Acb]Xb[Ab])−Hb (LKδK)− (LK)2δK − o(LK)− δ∗, (37)
where (a) holds by definition of A˜b[VU ], (b) holds by (36), (c) holds because limK→∞|HU |/K = H(U)
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by [28], and limK→∞|VU |/K = H(U) by [29], [35], (d) holds by Fano’s inequality since the error
probability in the reconstruction of Ub from Ab[HU ] is upper-bounded by LKδK by Lemma 1 and the
union bound, (e) holds because Ub − (Zb(s)[Acb], Xb[Ab])− Zb(s)[Ab] forms a Markov chain.
Next, we have
H (Ub|Zb(s)[Acb]Xb[Ab])
= H (Ub[Acb]|Zb(s)[Acb]Xb[Ab]) +H (Ub[Ab]|Ub[Acb]Zb(s)[Acb]Xb[Ab])
(a)
= H (Ub[Acb]|Zb(s)[Acb]) +H (Ub[Ab]Xb[Ab]|Ub[Acb]Zb(s)[Acb])−H (Xb[Ab]|Ub[Acb]Zb(s)[Acb])
(b)
= H (Ub[Acb]|Zb(s)[Acb]) +H (Ub[Ab]Xb[Ab])−H (Xb[Ab])
= H (Ub[Acb]|Zb(s)[Acb]) +H (Ub[Ab]|Xb[Ab])
(c)
= N(1− α)H(U |Z(s)) +NαH(U |X), (38)
where (a) holds because Xb[Ab] is independent of (Ub[Acb], Zb(s)[Acb]), (b) holds because
(Ub[Ab], Xb[Ab]) is independent of (Ub[Acb], Zb(s)[Acb]) and Xb[Ab] is independent of(Ub[Acb], Zb(s)[Acb]),
(c) holds because qU1:NX1:NZ1:N (s) =
∏N
i=1 qUXZ(s). We obtain the lemma by combining (37) and (38).
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