SUMMARY This paper presents a real-time decision support system (RDSS) based on artificial intelligence (AI) for voltage collapse avoidance (VCA) in power supply networks. The RDSS scheme employs a fuzzy hyperrectangular composite neural network (FHRCNN) to carry out voltage risk identification (VRI). In the event that a threat to the security of the power supply network is detected, an evolutionary programming (EP)-based algorithm is triggered to determine the operational settings required to restore the power supply network to a secure condition. The effectiveness of the RDSS methodology is demonstrated through its application to the American Electric Power Provider System (AEP, 30-bus system) under various heavy load conditions and contingency scenarios. In general, the numerical results confirm the ability of the RDSS scheme to minimize the risk of voltage collapse in power supply networks. In other words, RDSS provides Power Provider Enterprises (PPEs) with a viable tool for performing on-line voltage risk assessment and power system security enhancement functions.
Introduction
In recent years, voltage collapse has led to power outages in several major international Power Provider Enterprises (PPEs) [1] , [2] . Typically, voltage collapse occurs not as a result of major contingency events such as the loss of a critical transmission line or generator, for example, but because of a sudden unexpected increase in the load level [3] . In response to the threat posed by voltage collapse, PPEs around the world have turned increasingly to the use of risk assessment techniques in an attempt to guarantee the security of the power supply [4] . Although the behavior of power systems is essentially probabilistic, and system risk cannot be entirely eliminated, such techniques nevertheless provide PPEs with the means to conduct their operating and planning activities in such a way that the risk of power outage events can be reduced to an acceptable level.
Many previous studies have applied artificial intelligence (AI) techniques to voltage security assessment as a means of enhancing the security of power supply systems [5]- [11] . In general, these studies have systematically examined the knowledge applied by human experts when identifying and ranking the factors affecting voltage collapse, making decisions regarding how best to respond to security threats, choosing appropriate models to simulate voltage collapse and detection, and so forth. Typically these studies have applied their findings to construct artificial neural networks (ANNs) as the basis of knowledge-based support systems for voltage collapse detection and prevention purposes. The aim of ANN-based voltage security assessment is to obtain the maximum load of the power system, while the goal of ANN-based voltage security enhancement is to accommodate reactive power sources by using switchable shuntcompensators (Q). The buses in the power supply network most sensitive to reactive compensation are generally identified by conducting a model analysis and are then regarded as candidate buses for reactive compensation when such compensation is required to restore the system to a secure condition. ANN-based support systems generally take the physical parameters contributing toward voltage collapse such as the reactive power compensation at base load as input variables, and then respond by indicating the enhanced maximum demand at collapse and the reactive power compensation required to improve the security margin.
This paper proposes a rapid and efficient real-time decision support system (RDSS) for the on-line monitoring of voltage risk and the execution of voltage collapse avoidance (VCA) routines. Figure 1 presents the overall framework of the proposed RDSS scheme. As shown, RDSS integrates a fuzzy hyperrectangular composite neural network (FHRCNN) designed to perform voltage risk identification (VRI) and an evolutionary programming (EP)-based decision support system [12]-[17] designed to restore the system to a safe operating condition. The functionality and operating principles of the FHRCNN are fully documented in [18] , and hence the current study focuses upon the role of the EP-based DSS in performing reactive power dispatch in response to a trigger from the FHRCNN scheme indicating that the security of the power supply network is at risk.
EP is a mutation-based evolutionary algorithm designed to solve real-parameter optimization problems by performing an iterative search for the optimal solution within a discrete search space [13]-[15] .
In the RDSS system proposed in this study, an EP algorithm is used to obtain the optimal (or near-optimal) dispatch decision of reactive power sources which restores the power supply system to a secure condition. EP-based optimization schemes are based on the same basic genetic mechanisms as those involved in the reproduction of biological species. These mechanisms are essentially stochastic in nature, and 
and
where Ng is the total set of generator buses in the power supply network; qck and qlk are the additional capacitive and inductive compensations at bus k, respectively; and QL is the set of all candidate buses available for reactive power source (Q) support.
Operating constraints
The system operating constraints include the available ranges of the active and reactive generated powers, the voltage magnitude bounds, the phase angle difference limits, and so forth.
Generation of CD by EP-Based DSS
This section of the paper describes the procedures involved in solving Eqs. (1)-(3) using the EP-based DSS scheme. EP differs from conventional optimization methods in that it has no need to differentiate cost functions and constraints, but rather applies probability transition rules to select suitable solutions for successive generations. In other words, each individual competes with some other individual within a population created by combining the populations of the old generation and a mutated version of the old generation, respectively. The competition results are then evaluated using a probabilistic rule and the winners of the same number as the individuals in the old generation are carried forward into the next generation.
Representation of CD Vector
Figure 2 presents a schematic representation of the CD vector generated by the EP-based DSS scheme. Basically, each vector (i.e. chromosome) generated by the EP algorithm represents a possible solution of the VCA stage, and each element (i.e. gene) within the vector represents an individual control system variable. In other words, the length of the chromosome is equal to the total number of CD variables. 
(3) Mutation: Each individual pi is mutated and redesignated as pim in accordance with the following equation: Fig. 3 Flow chart of basic processing steps in EP algorithm. (10) where snc is the fitness of a randomly selected individual pc, sni is the fitness of pi, and u is randomly selected from the uniformly distributed set U (0,1). When all of the individuals (2m) have been assigned a competition weight, they are ranked in descending weight order and the first m individuals are then transcribed along with their corresponding fitnesses sni into the next generation. Table 2 Most representative rule extracted for each risk level. Table 3 Initial controller settings.
•E Q source settings in p.u. on a 100MVA base i.e. sn. Specifically, the higher the value of sn, the slower the rate at which the mutation parameter is reduced. Figure 4 illustrates the variation of the fitness of the generated solutions for different load levels in the AEP 30-bus system. Meanwhile, Table 5 presents the results obtained from the RDSS scheme for the generator bus voltage, the capacitor/reactor setting and the VaR for the three case studies considered in the present numerical trials. Note that Table 5 presents the best three CDs obtained by the EP-based DSS for each case study. For showing the effectiveness of EP-based DSS, the objective function (VaR) in each generation was calculated. For example, the searching process for case 2 is shown in Fig. 5 . In the figure, it is seen that the VaR of these generations clearly decreased rapidly, and that the oscillatory phenomenon occurred because the fitness (sn) had a large jump (refer to Fig. 4) at the alert level. Case 1: In this case study, the system is under a heavy load and the FHRCNN scheme indicates an alert security level. The load demand and power supply are specified as Pload+Qload=308.57MW+137.94MVAR and Pg+Qg= 324.10MW+163.70MVAR. Table 5 summarizes the corresponding values of the CD variables computed by the EP-based DSS scheme. As shown, CD 1 improves the objective function (i.e. the VaR index) from an initial value of 4.651 (an alert security level) to 2.625 (a secure security level). Similarly CDs 2 and 3 improve the VaR to 2.639 and 2.642, respectively, both of which correspond to secure security levels. Case 2:
In this case study, the system is under a heavy load, generator #13 is in an outage contingency condition, and the FHRCNN scheme indicates a danger security level. The load demand and power supply are specified as Pload+Qload=325.07MW+138.53MVAR and Pg+Qg=356.90MW+158.45MVAR. Table 5 summarizes the three corresponding CDs generated by the EP-based DSS scheme. As shown, in CD 1, Table 5 Control variable decisions obtained from EP-based DSS schemes for three test cases . the original value of the VaR, i.e. 5.376 (i.e. a danger security level) is improved to 2.717 (i.e. a secure security level). Similarly, in CDs 2 and 3, the VaR is reduced to 2.786 and 2.801, respectively, both of which correspond to secure security levels. Case 3: In this case study, the test system is under a peak load, generators #11 and #13 are both in outage contingency conditions, and the FHRCNN scheme indicates a critical danger security level, i.e. the system is on the verge of collapse. The load demand and power supply, are specified as Pload+Qload=337.65MW+152.70MVAR and Pg+Qg=348.30MW+157.75MVAR. Table 5 summarizes the three corresponding CDs computed by the EP-based DSS scheme. As shown, in CD 1, the original value of the VaR is reduced from 10.989 (i.e. a critical danger security level) to 4.854 (i.e. an alert security level). Similarly, in CDs 2 tnd 3, the VaR is reduced to 4.902 and 4.975, respectively, both of which correspond to alert security levels.
Based upon the numerical results presented above, the following observations can be made:
1. From Table 5 , it is apparent that the control variable values specified in CDs 1, 2 and 3 are very similar for each case study, and hence it can be concluded that the solutions obtained using the EP-based DSS scheme are globally (or near globally) optimal solutions. 2. The EP-based DSS scheme provides an efficient, flexible and straightforward method for generating optimal control variable decisions in power supply networks. 3. The proposed RDSS scheme incorporating an FHRCNN mechanism for VRI purposes and an EP-based DSS scheme for restoring the network security provides a viable means of implementing an effective knowledge-based system for on-line voltage security assessment and voltage security enhancement in power system networks.
Conclusion
This paper has presented a real-time decision support system (RDSS) for minimizing the risk of voltage collapse in power supply networks. The RDSS scheme comprises two stages. In the first stage, a hyperrectangular composite neural network (HRCNN) is used to extract crisp classification rules based on the dynamic system data acquired by synchronized phasor measurement units (PMUs). These crisp rules are then converted into their fuzzy equivalents and used as the basis of a fuzzy HRCNN designed to carry out voltage risk identification (VRI), i.e. to classify the voltage security of the power system based upon its current operating conditions. The FHRCNN scheme expresses the current risk to the system security in terms of five distinct security levels, i.e. very secure, secure, alert, danger and critical danger, respectively. In the event that the FHRCNN scheme determines that the power system is in an alert, danger or critical danger condition, it triggers the second stage of the RDSS, i.e. an evolutionary programming (EP)-based algorithm designed to identify the operational settings required to restore the system to a secure condition. The effectiveness of the proposed RDSS scheme has been demonstrated via its application to the American Electric Power Provider System (AEP, 30-bus system) under three heavy load conditions. In general, the numerical results have shown that RDSS 
