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Abstract—This paper prototypes a new model for resolving 
link failure problem in Ad hoc network based on AODV 
protocol. Link failure is the major issue of the current Ad hoc 
network due to the nodes mobility, which can be avoided if the 
routing protocol responses quickly to the network topology 
change. In this research, we studied the Ad hoc on demand 
Distance Vector (AODV) routing protocol, especially link failure 
features with profound analysis. We have proposed a Divert 
Failure Route Protocol scheme (DFRP) as a solution to link 
failure. DFRP tries to avoid a link failure in advance. DFRP 
monitors the link to next hop and predict the link status through 
the signal strength. DFRP consists of two models; “DETECTION–
MODEL and NEW-PATH CONSTRUCTOR-MODEL”. Main 
functions of these Models are to predict the signal strength, and 
to find a new route to divert the data to the new path, 
respectively. The main benefit of this new protocol is reducing 
the delay resulting from sending link failure information back to 
the sender.   
I. INTRODUCTION 
Over the last decade, the extensive growth of the Internet 
has led to an increasing demand for high-speed Internet 
access. The choice of broadband Internet access is normally 
constrained to DSL and cable-modem based connections. 
Bluetooth- IEEE 802.15.1(Wireless Personal Area Networks), 
Wi-Fi IEEE 802.11 (Wireless Local Area Networks), and 
WiMAX-IEEE 802.16 (Wireless Metropolitan Area 
Networks) are increasingly gaining the useful of global 
deployment for both internet access and Voice utilities [1]. 
These cordless technologies can help to bridge the digital wise 
in both education and research mode. In addition, developing 
and implementing broadband wireless technologies can lead to 
overcome the challenges of both ground-infrastructure and 
finance issues. Especially, developing countries and rural 
areas which not installed optical fiber or copper wire 
infrastructures for broadband services and same time the 
investors unwilling to install the necessary equipment for the 
areas with little profit [2]. Nonetheless, there is no argument 
that these wireless technologies can be considerably less 
expensive and time consuming to deploy than wired 
infrastructures as well as wireless infrastructure (with Access 
Point/Base Station ). This paper focuses on Link Failure 
phenomenon in mobile Ad hoc network in the use of AODV 
protocol. Many Ad hoc routing protocols have been developed 
and implemented and categorized into different classes. The 
common routing protocols used in Mobile Ad hoc Networks 
(MANETs) are AODV and Dynamic Source Routing (DSR). 
These two protocols are the most widely studied on demand 
Ad hoc network routing protocols. Subsequently numerous 
other protocols are being developed or modified both 
proactive and reactive routing protocols like Dynamic 
Destination-Sequenced Distance-Vector routing’ (DSDV), 
Optimized Link State Routing (OLSR), Topology Broadcast 
Based on Reverse Path Forwarding (TBRPF), Signal Stability 
based Adaptive routing (SSA), and mixed routing protocols 
such as the Zone Routing Protocol (ZRP) and many others [3].  
AODV [4] is a popular route protocol for Ad hoc network. 
This protocol is a reactive protocol. In other words, it uses an 
on-demand mechanism which means that it discovers routes 
only when a source node needs them. It has ability to maintain 
routes even when the topology of the network is dynamic. 
Reactive protocol like AODV is suited for MANET as it has 
low processing and memory overhead and again it minimizes 
the overall network utilization. Moreover, this protocol uses 
loop freedom mechanism through the use of sequence number 
for all routes. The way AODV route request proceed in order 
to communicate throughout the network or desired destination 
is as follows: Firstly, the source node initiates route discovery 
through broadcasting Route Request (RREQ) packet then 
adjacent nodes will forward RREQ until the packet either is 
reached at the destination or RREQ arrives at the node that has 
a new fresh route to the destination. Secondly, a Route Reply 
(RREP) is sent by receiver to the source (originated route). 
Once the sender-node receives a RREP, it can begin using this 
path for data packet transmission. Upon link failure, Route 
Error (RERR) is sent back to the source node. This important 
message is generated by the node that the link failure is 
occurred at.  
DSR [5] has a similar route discovery process to AODV. 
The main difference between DSR-protocol and AODV 
protocol is that the addresses of the intermediate node are 
accumulated on the DSR RREQ and RREP control packets. 
To simplify more the way that DSR network exchanges the 
information, in the network each node uses the information in 
the RREQ/RREP packets to know about routes to other nodes 
in the network and store the routes information in their route 
caches. One drawback of AODV protocol, and many other Ad 
hoc network protocols, is the single route concept that requires 
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a source node to establish a new route discovery process 
whenever a link failure is come across in the current route. 
Even though numerous models for the link failure have been 
developed to solve this particular phenomenon, but still it 
shows there is a gap on it. Particularly, this research focuses 
on this phenomenon, namely the link failure on an active 
route. In this paper, we develop a very useful scheme to 
enhance the current link failure on AODV protocol.  In this 
respect, a mechanism that predicts the future status of the 
current active route is developed based on the signal strength 
technique. The main concept of this mechanism is to avoid the 
link breakdown before the current route becomes complete 
unavailable, then it will construct a new route.   
II.  AODV STANDARD LINK FAILURE HANDLING 
Figure 1 illustrates how AODV standard handles the link 
failure matter.  As Figure 1 describes, after the link is broken 
Current Node (C-N) sends an Error message to the sender. 
Then the sender will rebroadcast again a new route request 
throughout network. Results in congestion, delay, overhead 
and so on. In the standard AODV protocol, upon a link failure, 
the node that detects the link failure sends an error message 
packet back to the source, the source then will initiate a new 
route discovery [6]. As shown in Figure1, the distance, where 
the link failure is happen, is far from the source. Whatsoever, 
to re-establish a new global route discovery from the source, it 
clearly causes a significant overhead, network congestion as 
well as high bandwidth utilization.   
        
           
 Figure 1. AODV standard link failure  
III. RELATED LINK FAILURE MODELS 
[7] Proposed Long-lived Route Protocol to measure the 
probability that wireless link between two nodes at time t, t0, 
given that a link exists between them at time t0.  The model is 
based on a route selection, choosing the route with the biggest 
minimum link probability which selecting the longest-lived 
route rather than the normal shortest hop route. In [8], link 
state prediction is proposed. The Model aims to predict the 
link state and maintain the route in advance before the link 
becomes actually broken. This model will predict the link 
status and if one of the intermediate node notices that the link 
will soon be broken then it will inform the source node to  find  
a  new  available  route  before  that  link  finally  becomes  
broken.  
However, these models take less consideration about both 
RREP back along the reverse route constructed upon link 
failure and link propagation delay during the RREQ 
propagation. Again, it results in congestion; delay, overhead, 
and Bandwidth miss utilization as well. Nonetheless, since 
they did not think about any avoidance of a reverse route 
propagation back to the source node upon a link failure, the 
approach will not different much from the standard AODV 
link failure mechanism. This is the subject matter of interest in 
this research. The proposed protocol is expected to outperform 
both Long-lived Route Protocol and link state prediction 
methods in terms of link failure handling matter.  
IV.  DFRP SOLUTIONS FOR LINK FAILURE  
The main objective of this paper is to enhance a link failure 
of AODV Protocol by developing DFRP mechanism to avoid 
a complete link breakdown due to the node mobility. This new 
protocol handles link failure problem differently from the 
existing method. This protocol is supposed to eliminate the 
route regenerating by the source upon link failure on the way 
to the Destination.  Figure 2 demonstrates the mechanism 
topology and presents how the network behave when the link 
to be broken soon.  As the topology of the Figure 2 illustrates, 
the link between C-N and Moving Node is going to be broken 
due to the movement of the intermediate node (Moving Node) 
most likely it is going to be out of the current transmission 
range. 
As mentioned, the study come up with a new method for 
link failure handling and it will be obtained through prediction 
of signal strength of an active route and divert the date by the 
current Node into a new path, more details refer Models 
Architecture and flowchart diagram as well in the next section. 
Thus, with the help of signal strength detection, C-N noticed 
that the link forwarding data to the next hop will be broken 
soon. Then the C-N node is constructed a new path and divert 
the data into the new path smoothly without loss. This method 
is totally will avoid sending a Route Error message upon link 
failure back to the source as AODV standard do. Thus, it 
eliminates the route discovery process initiated by the source 
after the link is broken. It results in minimizing congestion, 
delay, and overhead in addition to enhancing the overall 
network health. Nonetheless, the DFRP-AODV protocol could 
function as an alternative solution for Ad hoc mobile network, 
especially reactive protocols such as AODV and DSR as well, 
and indeed it will be an acceptable mechanism for the overall 
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wireless route discovery enhancement. Details and how the 





Figure 2. DFRP solutions for link failure 
 
V. MODELS ARCHITECTURE  
The main goal of this research is to improve the reliability 
of routes after an existing link is going to be down due to 
nodes mobility. To achieve this objective, the paper is going to 
develop a very useful mechanism in order to avoid a link 
failure in advance and construct a new direction in locally 
(where the incident takes place). In this respect, we developed 
two models; “Detection –Model and New-Path-constructor-
Model (DM-NPM)” and the main functions of these Models 
are to predict the signal strength to determine a link status 
before it becomes invisible and find out a new direction to the 
destination to divert the current link into a route with a strong 
transmission, respectively. In addition, an Analyzer Algorithm 
to interconnect the Models, Figures 4 and 3 are shown Models 
architecture and flowchart diagram as well. 
 
 
Figure 3. Models architecture 
A. DETECTION MODEL  
The detection model contains two functions. 
• Detection signal function 
• Computing signal strength  
Detection Signal Function: This study utilizes the link 
state prediction method through the signal strength. Thus, the 
main task of this function is to collect the current link signal 
status which will be used the prediction of the link failure. 
The Computing Signal Strength: As Figure 4 (flowchart 
diagram) shows the signal status put in a table by Detection 
Signal function. Thus, the Computing Signal Strength picks up 
the signals from that table and measures the status of the 
signal power and this status will be used to determine the 
circumstance of the current connection whether it will be 
broken soon or not. 
B. ANALYZER ALGORITHM  
The Analyzer Algorithm is a decision maker of the Models. 
As the flowchart diagram is illustrated, the Analyzer 
Algorithm compares the current signal to the signal power 
threshold (  to T ) and tests the condition (  T  
) as well. It gives an order to all actions on the Models to be 
interconnected and interlinked each other and interrelate them 
in order to unify the functions of the models.   
C.   NEW PATH-MODEL 
The new path model contains three functions. 
• Find strong link function 
• Create new path function 
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• Forward data  
Find Strong Link Function: This study utilizes IEEE 
802.11 of wireless standards for beacon frames which sends 
every 100 ms and through the beacon mechanism, we will be 
able to get the nodes information for every 100 ms and this 
respect we are only interesting the signal status.  However, 
this action will be taken if the current link signal status is less 
than the signal power threshold. If this requirement is fulfilled, 
the current node monitors all available signals among 
neighbor nodes of the current node (the node that noticed the 
link failure) to find the node that has a stronger signal 
according to the current connection signal strength. Create-
New-Path Function: When the above conditions are fulfilled 
the Create-new-path function will construct a new path (new 
direction) and diverts the data into the new path (Figure 2).   
Forward Data: Finally, when the new path is finalized, the 
Forward Data function will transfer the data through the new 
path. In Figure 4, flowchart diagram shows more details about 
how the models and their algorithms are both hieratically and 
interconnected each other. 
 
 
 Figure 4. Flowchart diagram 
VI. MODELS VALIDATION 
In this research we are going (future work) to perform 
experiments through NS-2 simulator to validate the proposed 
protocol as well as to evaluate Models performance. In 
addition, it can be validated through mathematic models by 
measuring the received signal strength that was proposed in 
[9]. It uses computation of relative movements between two 
mobile nodes and assumes that the nodes move with constant 
speeds and directions. The parameters speeds, directions 
position (location) are important to calculate and predict the 
signal power. Normally, these parameters provided by the 
Global Positioning System (GPS) [10]; so if the GPS is not 
available, the distance of nodes can be obtained by measuring 
the received signal powers. Many radio propagation and link 
prediction models have been proposed to calculate the 
received signal strength. The mathematic Equations that will be 
used this paper are as follows. The model of link prediction 
assumes that the speed and direction of the mobile nodes are 
known, thus the speeds (vA vB), and directions (θ, l, and m) 
for A and as illustrated in Figure 5 
 
 
 Figure 5. Prediction Model 
So the distance between A and B is: dl vAt m vBt 2 cos θ l vAt m vBt  √at bt c  ,      Where:  a vA vB 2vAvB cos θ,  b  
2lvA 2mvB 2lvB cos θ 2mvV cos θ,    c  lm 2lm cos θ.                                                                               1                      
IF these two parameters are unknown (e.g. speed and 
direction) but known the values of d ,d , and   d  at time t , t , and t  then it can predict the distance   d  at time  t : 
       , Where: a  , 
b   , c . 
As proposed in [11], it can be calculated the remaining time 
that the link will stay connected with known transmission 
range r. Say A  and  B  are within  the  transmission  range  r   
at  (xA, yA ) and ( xB , yB ) moves with speed vA, vB   at 
direction  θA , θB.  (θA and  θB are  in  the  range  of  0   to  2π 
), respectively.  So the remaining time of link connection is: 
 ,                                          
Where:  a  vAcos vBcos , b  ,  vA sin θA vB sin , d  .                        (2)                     
Finally, free space model is considered a single line-of-sight 
path and it is the most popular model of radio propagation to 
compute the received signal powers [14] and its equation is as 
follows.  
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, Where   is transmitted signal 
power,  is the antenna gain of the transmitter,   is the 
antenna gain of the receiver,  is system loss and λ  is the 
wavelength. 
VII. CONCLUSION AND FUTURE WORK 
In this paper, we propose an extension to the Ad-hoc On-
demand Distance Vector (AODV), namely Divert Failure 
Route Protocol (DFRP). The DFRP-AODV protocol will be a 
reliable solution to a number of current mobile ad hoc network 
shortcomings. In fact, the DFRP-AODV protocol could 
function as an alternative solution and indeed a acceptable 
mechanism for the overall wireless link failure enhancement.  
This protocol is supposed to improve the overall network 
health. Future work, we are going to implement the proposed 
protocol to validate the models by an experiment tests using 
NS-2 simulator and evaluate the Models performance as well. 
Also, we are going to test suitability of the DFRP Protocol to 
analyze the outcome of the result with different matrix and 
finally compare with it the AODV standard.  
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