. We also comparatively evaluated the proposed method with four other methods (LSB, DSS, ECHO, and PPM). The results revealed that subjects could not detect the embedded data in any of the watermarked sounds we used, and that the proposed approach could precisely and robustly detect the embedded data from the watermarked sounds.
1. Introduction. Almost all music content is now available in the form of digital-audio data that can be downloaded from the Internet due to the popularity of PCs and the copious number of high-speed large-capacity networks. This content may be treated with various methods including the use of digital-audio composers/editors and musicdistribution services. It is very useful and convenient for users to be able to manipulate digital content on their PCs and this is one of the main advantages of digital-audio content. However, there are serious social issues involved in protecting the copyright of all digital content by preventing it from being illegally copied and distributed over the Internet. Since demands to protect the copyright of digital-audio content have greatly increased in recent years, complete copyright protection is currently a very important topic in this research field.
The most straightforward and commonly used techniques of protecting the copyright of digital content have been based on encryption [1] . Although these have been effective, encryption makes the original sounds inaudible and the severe restrictions that are imposed on legal users are extremely inconvenient. Another frequently used method has been inserting the copyright information in the header of the musical content. Although this allows users to enjoy listening to the content, the embedded copyright information
