Florida International University

FIU Digital Commons
Beacon Magazine

Special Collections and University Archives

10-20-2016

The Beacon Magazine, October 20, 2016
Florida International University

Follow this and additional works at: https://digitalcommons.fiu.edu/student_magazine
Recommended Citation
Florida International University, "The Beacon Magazine, October 20, 2016" (2016). Beacon Magazine. 9.
https://digitalcommons.fiu.edu/student_magazine/9

This work is brought to you for free and open access by the Special Collections and University Archives at FIU Digital Commons. It has been accepted
for inclusion in Beacon Magazine by an authorized administrator of FIU Digital Commons. For more information, please contact dcc@fiu.edu.

Vol. 1 Issue 9

One copy per person. Additional copies are 25 cents.

MAGAZINE

THINK BEFORE YOU CLICK


Phishing: a kind of identity theft
where hackers send you emails that
imitate sites you trust, like your
bank, favorite social network, or
your university.

FIU showcases cyber
security awareness
CHLOE B. GONZALEZ
Asst. Entertainment Director

T

chloe.gonzalez@fiusm.com

he University and the
Information
Technology
Department is celebrating
Cybersecurity
Awareness
Month by hosting events and
discussions to teach Panthers about how to
stay safe while surfing the web.
In
2003,
government
agencies
established
Cybersecurity
Awareness
Month as a campaign to provide users with
information about cybersecurity and help
them understand its implications.
“It’s important for us to make sure that
the students, faculty, and staff … understand
that there’s risks involved and there’s
precautions we could take to mitigate the

risks,” Helvetiella Longoria, IT associate
director for the University, said to Student
Media.
For students, some of these include
information sessions in the Graham
Center pit, such as the one to be held on
Oct. 26 where panelists will speak about
cybersecurity. Faculty and staff can attend
“Lunch and Learn” sessions where they
come in for an hour to receive information
and ask questions, explained Longoria.
Each event teaches faculty, staff and
students the importance of cybersecurity
and management methods to utilise in both
their work life and private life. They also
learn how to identify and prevent cyber
attacks such as identity theft, phishing and
ransomware.

SEE SECURITY, PAGE 3

Nia Young/The Beacon
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STOP. THINK. CONNECT.

On
Oct.
14,
FIU
Division of Information
Technology
kicked
off Cyber Awareness
Month with giveaways,
information about online
security
and
pizza.
Top:
Tania
Arana,
sophomore, international
business shows off prize
Bottom
left:
Natalie
Graham,
senior,
psychology, prepares to
spin the wheel.
Nicole Stone/The Beacon

EDITOR’S NOTE

Protect yourselves,
Panthers

With reports of hacking
cloud accounts, emails and
major corporations’ data
files, understanding how to
be safe on the internet is an
important topic to those who
use it most: students.
Because
it’s
Cyber
EDITOR IN CHIEF
Security Awareness Month,
the ways in which information can be protected
- be it when attending sporting events or banks.
The University’s Information Technology
Department has aimed to educate students
on how to protect themselves with a series of
events taking place throughout the month.
Students can take introductory programming
classes to learn the basics of computer languages.
Clubs and organizations dedicate themselves to
computers, and cyber warfare is the topic of one
of our columns this week.
CAYLA BUSH

CORRECTIONS
In Vol. 28, issue 12, the image titled “Kodak
Moment” stated that the photo had taken place during
the Black Student Union’s Blackout, though it was
taken after the event.
The Beacon will gladly change any errors. Call
our MMC office at 305-348-2709 or BBC at 305919-4722.

Cyber security awareness
important for sports fans
JASMINE CASIMIR
Asst. Sports Director

W

jasmine.casimir@fiusm.com

hen sports fans attend games, they may see
security on every end of the venue, ensuring
that operations run smoothly throughout
the game. But safety isn’t the only thing
that needs to be enforced at sporting events.
Monitoring the scoreboard and lighting, to make sure the
equipment and technology used aren’t being tampered with, is just
as important.
On Oct. 12, 2015, the San Diego Chargers and Pittsburgh
Steelers went head to head for a Monday night football game. It
came down to the last drive to determine the game, but the NFL
admitted that there was a malfunction with the game clock on the
final drive, costing the Steelers 18 seconds. If the Steelers had not
scored, the game clock error could have handed the victory to the
Chargers.
In situations like this, you wonder how many times this has
occurred, and is there a backup plan for it. One proposed solution
is having referees keep official time on the field but it may not be
the best option.
“Too many things can go wrong with normal people working
the game clock,” said Darryl Singleton, a junior majoring in
meteorology. “The person can have favoritism and want to cheat
one team to help the other.”
Referees are human and can jeopardize a game, especially if
the outcome would result in an upset for a rivalry game. However,
being a referee requires objectivity and precision, they should be
entrusted with that role and this additional responsibility.
For a sports fan, hacked sporting events is the least of their
worry. In addition to the security issue that may arise on the football
field, sports betting also has some risks.
Sports betting is a very popular activity, as it makes watching the
game more exciting. According to gambleonline.co, people wager
over $250 billion a year on sports, with $100 million bet on the

Super Bowl alone.
The dangerous part of betting online is that the site can be
hacked, and the possibility of winning back money can disappear in
an instant. There are also instances where people give their money
to illegitimate sites, and it disappears
It’s very risky to bet online, but there are ways to prevent online
scamming you or hacking.

Always do your research on a site. You
can google the site to see if anyone has
had problems in the past to fraudulent
activity due to the site.
Darryl Singleton
Junior
Meterology
“Always do your research on a site,” said Singleton. “You can
google the site to see if anyone has had problems in the past to
fraudulent activity due to the site.”
In addition to verifying the legitimacy of a website and how
it operates, it’s important to pay attention to the contracts on the
site. If there is one, read through it thoroughly. Fine prints are also
important because they list the small but bidding rules created by
the website.
For some, betting online doesn’t seem safe or they have second
thoughts, so they use the option of betting in person. Through this
avenue, participants know exactly who they’re interacting with and
giving their money over to.
Whether it’s online or in person, there are vulnerable areas
in cybersecurity all around us. By staying aware and taking the
necessary precautions, you can prevent falling victim to this
growing problem.

fiusm.com
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Students respond to Wells Fargo scandal
PATRICIA KATRI AND CAYLA BUSH
FIUSM Staff

F

news@fiusm.com

ollowing confirmed reports that Wells
Fargo Bank had created over 2 million fake,
unauthorized bank and credit card accounts
on behalf of customers since 2011, senior
Alexander Durant is thankful he’s never
opened an account with the bank.
“It’s unfortunate how poor executive decisions can
impact the credibility of the institution and the reputation
of the employees who were not involved,” Durant told
Student Media.
As part of the organization’s intense sales culture, retail
bankers and managers are required to fulfill sales quotas
every fiscal period.
Every time a customer “purchases” a bank product —
by opening checking, savings or credit card accounts— the
bank records a sale that goes toward fulfilling its quota.
According to The New York Times, Wells Fargo retail
bankers and managers worked their way around their quota
by opening fake accounts on behalf of customers in the
Los Angeles area — a large market where such accounts

would easily be buried in the bank’s ledgers.
“Employees went so far as to create phony PIN numbers
and fake addresses to enroll customers in online banking
services,” the Consumer Financial Protection Bureau told
CNN Money.
According to The Los Angeles Times, Wells Fargo was
fined $100 million by the CFPB for fraudulently opening
accounts, the largest fine ever imposed by the federal
agency, though it remains unclear how affected customers
will benefit from the reparations.
“I think it is safe to say that with any sales job, there is
a certain spirit of competitiveness. However, this should
not be taken as a negative,” said senior philosophy major
Brian Trujillo, who used to work at a Wells Fargo off
campus. “I enjoyed my time at Wells Fargo a great deal.
I did not feel excessive pressure for meeting sales goals,
which I met 100 percent of the time. While I was at my
branch, I certainly did not see anything that would put
me on notice that this was happening in other parts of the
country.”
Trujillo said that while he would’ve preferred a less
competitive environment, he enjoyed his time working at
the bank.
Though the scandal primarily occurred in the Los

Social media
restrictions
affect athletes
PETER HOLLAND, JR.
Asst. Sports Director

S

peter.holland@fiusm.com

ocial media has
made its way into
the lives of many
people,
including
young athletes.
According to Pew Research
Center in 2015, 92 percent of teens
used social media on a daily basis
and 90 percent had at least one
social media platform.
Social media can be beneficial
but it can also destroy a career
because of what is posted, tweeted
or even shared.
When college coaches are
recruiting players, the first thing
on their minds, other than how
can that athlete contribute to their
school, is how active are they on
social media. For coaches and
scouts, it’s a simple way of doing a
background check on the prospect
before they officially offer a
scholarship to play.
Each university has its own
rules and regulations when
handling social media. Earlier this
year, University of Miami recruited
five star wide receiver Sam Bruce
from St.Thomas Aquinas High
School in Fort Lauderdale.
He withdrew from his high
school after a photo was found of
him holding a gun, according to the
Miami Herald. When he enrolled
in Miami, he was suspended from
the team, before injuring himself
playing basketball, and was
eventually dismissed from the team
for violating team rules. Think what
would’ve happened if the photo of
Bruce didn’t come out? Would he
still be on the Hurricanes’ team?
In University of Arkansas,
football head coach Bret Biliema
made it clear how strict he is when

it comes to social media in last
year’s SEC media day, according
to ESPN.
“We have a social media
background screening that you’ve
got to go through,” said Bielema
to ESPN. And if you have a social
media nickname or something on
your Twitter account that makes
me sick, I’m not going to recruit
you. I’ve turned down players
based on their Twitter handles.
I’ve turned down players based on
Twitter pictures. It’s just that’s how
I choose to run our program.”
Some coaches are not that strict,
but it does show that when you’re
an athlete, social media has the
ability to expose your character,
whether good or bad.
On NFL Draft Day in April, the
Miami Dolphins picked Laremy
Tunsil in the first round. Before he
was picked, a picture was leaked
of Tunsil wearing a gas mask
while smoking out of a bong. An
offensive tackle, who was rated
high from every scout’s evaluation
and could’ve been a top five pick,
fell all the way to number 13.
Ever since then, the NFL has
hired a cybersecurity firm called
K2 Intelligence to teach NFL
players how to handle their social
media accounts and to make sure
that something that happened to
Tunsil never happens again.
So far FIU athletics does not
have a problem with social media
controversy involving any of their
athletes.
Even if there was, all athletes
should be taught how to manage
their social media account. Or,
the athletes could simply do what
former NFL coach, now ESPN
analyst, Herm Edwards would say
when the subject is brought up to
him, and that is “Don’t press send.”

Angeles area, it also affected Wells Fargo’s reputation
nationwide, including at the University, where the bank
operates a branch.
“If I was fresh out of high school or starting my first
job and heard this news, I would probably not open an
account at Wells Fargo,” said senior Corey Amador to
Student Media. “I know someone who switched to Chase
after finding out about this scandal.”
Trujillo feels a damaged reputation is expected
following an event like this, but that a false reputation
is unwarranted. He advises against drawing conclusions
about an entire organization based on the actions of a
subset.
“Should the people who did this be reprimanded?
Absolutely,” said Trujillo. “Even if the CEO did this, I
feel that he should definitely be reprimanded and this is
morally-reprehensible behavior. But what people need to
realize is that we cannot draw a conclusion from the small
subset to the larger whole.”
Students are offered the opportunity to open accounts
on-campus, and connect them with their FIU One Card,
the primary source of identification on campus.

SEE FARGO, PAGE 8

On-campus events educate
students about cyber safety
SECURITY, PAGE 1
“We try to help our students
be more educated, become
aware about how to protect their
identity … and just make sure
that the students understand the
risks … I’ve heard from a lot of
students that they’ve already had
their identity stolen,” Longoria
said.
At these events, FIU’s
IT officials teach Panthers
several methods of protecting
themselves from those attacks,
one being anti-virus software.
They also explain the importance
of keeping electronic devices
patched and updated. If attendees
have their laptops with them,
IT officials can run a system
security analysis to ensure that
their device is secure.
IT officials also remind
students to be wary of the
websites and free applications
they use. Those free apps collect
information about the user and
can track them as well, explains
Longoria.
In addition, officials stress
the importance of long, unique
passwords on all devices. To
avoid phishing attacks, they
warn students against giving out
their passwords and credentials
on seemingly-credible sites, until

they’ve verified the legitimacy of
the websites. The same goes for
email addresses -- no information
should be given until it has been
verified.
“It’s really an opportunity for
us [to] inform the students, and
we also do it for faculty and staff
as well, to think before you click,
and more importantly, know that
the internet unfortunately is
not a very safe place,” Robert
Grillo, vice president of IT and
chief information officer, said to
Student Media.
Cybersecurity
Awareness
Month also strives to help
users understand the risks of
over sharing. Students should
to be vigilant, responsible and
cautious about how much they
post on social media, say the
University’s IT officials.
Besides hosting Cybersecurity
Awareness
Month
events
every October, the University
offers help and information
on cybersecurity year round.
Students can receive free antivirus software such as LiveSafe
at the PantherTech store. They
are also available to answer
any questions or concerns
students may have, whether it’s
with installing the software or
otherwise.
Also, over the summer,
FIU implemented two-factor

authentication on my.fiu.edu
to secure accounts and further
verify their identities. Now,
after
providing
username
and
passwords
a
second
authentication method is required
when logging into their accounts.
By receiving a phone call,
entering a passcode or approving
the push notification through the
DuoMobile phone application,
access is granted into accounts.
“You look at all the threats
and breaches that have happened
… It’s more and more important
that people know how to protect
themselves on the internet …
Students [should] try to use the
two-factor on their ‘my accounts’
… but not just on myFIU, protect
yourself on bank, Gmail,” said
Vincent Perez, a graduate student
of information technology on the
security track.
“It’s very important to get
the message out, to make sure
that our younger generation
understands because this is the
future. Technology is not going
away … Protect yourself, protect
your information,” Longoria
said. For more information
about upcoming cybersecurity
events and how to be a secure
Panther, visit security.fiu.edu. To
subscribe for McAfee LiveSafe
for free as a Panther, visit tech.
fiu.edu/livesafe.
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LIFE AS A HACKER

Senior believes computer science can be for everyone
DELANIE GARCIA
Contributing Writer
life@fiusm.com

In a world
dependent
on
computers and
t e c h n o l o g y,
programming
is
everything.
It
dictates
the
ALASTAIR
websites
we
PARAGAS
use, the apps on
our phones and even the way we
use some of our digital watches.
Programming is all around us, it
is definitely the newest frontier in
technology and computer sciences.
For senior Alastair Paragas,
programming is his whole life. “I
read a lot of programming. I started
programming in high school by
building simple desktop apps, and
then I started making web apps,
mobile apps and more,” he said.
Paragas interns with Dr.
Nagarajan Prabakar at the
University, researching natural
language processing and machine
learning.
“Programming opens your
problem solving skills, because
it can encompass a variety of
fields, from human resources to

insurance,” Paragas noted.
As the president of the
Association
for
Computing
Machinery, he has been able to join
a society where individuals publish
research in computer science and

Google Go.
“Over the weekends, I go to
hackathons with my friends and we
program there. It’s what I breathe,”
he added.
Hackathons are events where

campus in collaboration with ACM.
While the word “hack” is
prominent, Paragas assures it’s
all in good fun. The word is
used to denote the exploratory
programming that occurs at these

Programming opens your problem solving skills, because it can encompass a variety of
fields, from Human Resources to Insurance.

Alastair Paragas
Senior
Computer Science
software. He owes his devout
membership in the organization to
his intense love for programming.
Over the course of his college
career, Paragas has been able to
develop over 10 applications,
including a Google Chrome
extension that analyzes the text on
the screen and makes appropriate
suggestions for the user, similar to

programmers and computer science
specialists come together to develop
software and can last anywhere
from a day to a week. Paragas and
25 FIU students recently travelled
to Georgia Tech for a Hack-A-Thon,
HackGT, where they developed an
application called WordMerge.
MangoHack is another hackathon,
open to all students, hosted on

events, and not the criminalized
definition it has taken on in
recent years.
Paragas’ official
résumé
began early on in his college
career. “Before my research, I
started working as a software
engineer at the Honors College
in my freshman year.”
He went on to build a course

registration for honors students,
as well as helping to develop
the MyHonors website. He also
interned at Apple as a software
engineer and currently still
works for them.
Paragas owes his success and
experience to his mentor and
former boss, Juan Lopez, in the
Honors College.
“I truly believe he was the
best boss ever because he trusted
me to pick any technology and
go from there,” he said. Paragas
added that his work with the
Honors College helped frame his
future success.
While computer science and
programming may seem like
an exclusive society, Paragas
stresses that anyone can do it.
“I have friends that are
psych[ology] majors and are
still really good programmers. It
doesn’t matter what your major
is. Once you learn one language
of coding, it’s easy to learn
the rest and bounce off of that
information,” he said.
“If people are interested, I try
to push them in the right direction
for programming,” said Paragas.
“It’s definitely for everyone.”

Cayla Bush/The Beacon
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Course teaches basic ideas of computing
STEPHANIE ESPAILLAT
Entertainment Director

W

stephanie.espaillat@fiusm.com

ith a new
c o u r s e
c a l l e d
“Computer
Science for
Everyone,” students will be able
to learn coding, create apps and
develop skills in computing to
build their skillset for any field.
IDC 1000 is where students
can learn the seven “big ideas”
of computing. Professor Christy
Charters is the instructor for this
fully online class and she sharesd
that the purpose for the course is
to introduce students to the field
of computing.
The syllabus states that
the class was created as an
introductory
undergraduatelevel course that covers the
many aspects of computing. It
evaluates the social context of
computing, various concepts and
its relevance to other disciplines.
It’s designed to cater to students
with little to no background
knowledge in computer science.
“The goal of the course

is to get students to realize
how important it is to learn
computational thinking skills,
including coding, since so
many fields use computing on a
daily basis to provide valuable
information and services,” said
Charters.
The course covers readings

computing.
“Students are also presented
with lessons on how to write
a computer program,” said
Charters. “Students are first
taught how to think about solving
a problem by breaking it down
into smaller pieces and writing
what is called ‘pseudo code’ to

By the time the course is over,
students will learn how to create
simple apps for the Android
phones or tablets.
The second half of the course
introduces students to the world
of programming. They go
through five tutorials to learn
how to design basic apps and

The knowledge and skills they acquire in this course can be applied to other courses, as
they realize how technology can be applied to solve problems in so many fields of study.

Christy Charters
Professor
Computing and Information Sciences
from the free online eBook titled
“Blown to Bits.” Students are
then asked to post discussions
on various topics from the book
such as how the Internet works,
privacy and data on the Internet
and innovations in the field of

develop the steps needed for a
solution.”
The students are then required
to learn how to use the same
pseudo code to write the actual
code in Python or MIT App
Inventor, explains Charters.

then create an app of their own
design.
They are then able to
incorporate one of their favorite
chapters in the “Blown to Bits”
book while designing the app.
This is used to integrate what

students have learned in the first
half of the course into the second.
“Any student, at any time,
can take this course. However,
students will benefit most from
this course when they take it as
soon as they enter FIU,” said
Charters. “The knowledge and
skills they acquire in this course
can be applied to other courses,
as they realize how technology
can be applied to solve problems
in so many fields of study.”
Charters
hopes
students
might also discover that they
enjoy computing, and want to
take more classes in the School
of Computing and Information
Sciences, as the University offers
minor and master’s programs in
Computer Science.
“This course is a general
elective for any major. It is
not required, but it is highly
recommended for any student that
has never taken a computing class
at FIU, or in high school,” said
Charters. “This course is offered
in the spring and fall semesters, as
well as the winter mini-term.”
For more information about
this course, please visit http://
www.cis.fiu.edu/idc1000/.

Learn how to stay protected online at
cybersecurity event
KATHERINA DEL RIO
Contributing Writer

O

life@fiusm.com

n Wednesday Oct. 26,
the University will host
a forum for students to
learn about the security
threats they face every

day online.
“Don’t Burst Your Bubble” is a
cybersecurity event led by industry
professionals to inform students of
different ways to protect their information
and safely communicate online.
“Its focus is for our students to make
sure they could have a forum from
professionals to hear how they can protect
themselves,” said Helvetiella Longoria,
IT associate director of Network

Engineering and Telecommunications at
the University.

Additionally, there will be a
demonstration of actual computer

Its focus is for our students to make sure they could have a
forum from professionals to hear how they can protect themselves.
Helvetiella Longoria
Associate director
Network Security and Systems Engineering
Guest speakers will discuss basic
computer security information such as
password and identity protection during
the two-hour event.

hacking to show students how susceptible
they are to hacking if proper security
measures are not taken.
“We’re hoping students get how easy

their information can be compromised
and find new ways to prevent that from
happening,” said Barbara Peres-Furones,
senior account manager of the Division
of Information and Technology.
The event is hosted by the University’s
Division of Information and Technology
but aimed at all students, regardless of
their computer skills.
“It’s a good thing for people who
aren’t aware of the threats that they
could face online,” said Emily Afre, a
junior studying psychology who works at
Student Media.
“Don’t Burst Your Bubble” will be
from 3 p.m. to 5 p.m. inside the Graham
Center at the University’s Modesto
Maidique Campus. For any questions
about the event, contact the school’s
Division of IT Department.

CYBERSECURITY

Samuel Pritchard-Torres/The Beacon
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WELCOME TO HACKVILLE

WikiLeaks has become America’s new whistleblower
WikiLeaks has done
it again, doing what
American journalism
has failed to do this
election
season:
uncovering
secrets
that could sway the
people’s vote, despite
MICHELLE MARCH- its
questionable
ANTE
operator.
This time around,
WikiLeaks has leaked emails from
Democratic nominee Hillary Clinton’s
campaign chairman, John Podesta. The
new emails show Podesta, Clinton’s
communication
campaign
director,
Jennifer Palmieri and other officials not
only mocking Catholics and Evangelicals
but also questioning the authenticity of
their faith.
According to the leaked emails,
some Clinton officials believe people
are apparently open about their Catholic
faith for two reasons: one, it’s socially
intolerable to be an Evangelical and two,
it’s because they have “severely backward”
gender relations.
“It’s an amazing bastardization of
the faith,” John Halpin, senior fellow at
the Center for American Progress —a
progressive public policy research and
advocacy organization Podesta founded—
said in an email to Palmieri. “They must
be attracted to the systematic thought
and severely backwards gender relations
and must be totally unaware of Christian
democracy.”
“I imagine they think it is the most
socially acceptable politically conservative
religion,” Palmieri responded. “Their rich
friends wouldn’t understand if they became
Evangelicals.”
Other recent leaked emails, as The
Washington Times reports, show Clinton’s
closest officials mocking Southerners,
calling supporters of Sen. Bernie Sanders
M TALK

as “self-righteous whiners” and referring to
Hispanic party leaders like Bill Richardson
as “needy latinos.” One of the most
important leaked emails showed Clinton
“selling” meetings with her while she was
Secretary of State to foreign governments
in return for large donations to her private
Clinton Foundation.
Yet, the mainstream media kept this leak
as low-key as possible, instead preferring
to discuss the newest buzz surrounding
Republican nominee Donald Trump: the
audio tape and his “shark stalking” of
Clinton during the second presidential
debate.
The way Trump brazenly and
disgustingly spoke about women in the tape
and the new sexual assault allegations that
have begun to surface on him are important
and should be covered by the media but not
his stage walking.
The content of the debate and what it
means for the U.S. should have been the
focus point, not how Trump walked or the
fly that consistently landed on Clinton.
In fact, most mainstream media actually
wasted time investigating the guy with the
red sweater, Kenneth Bone, who spoke at
the debate.
On the other hand, the information
WikiLeaks has provided to the public on
Clinton is something that has not been
adequately focused on, by any media
outlet, whether it’s left-leaning CNN or
right-winged Fox News, at any point in
time. The same goes for print media.
So is it really surprising that people
are turning to WikiLeaks, a source that is
a strange mixture between foreign hacking
and whistleblowing, for their investigative
news coverage? No, it isn’t.
Journalism has always been biased,
in some way, shape or form but it’s never
been so blatantly obvious, as it’s been
during this particular election. Or perhaps
we, the American people, have never been

attuned enough to the presidential election
to notice.
According to a Gallup poll conducted
earlier this year in September, the trust
Americans have for the media has sunk to
an all new low. According to the poll, only
32 percent of Americans say they have
a great deal or fair amount of trust in the
media, eight percentage points down from
last year.
Back in 1976, on the other hand, when
investigative journalism had taken off

Journalism has always been
biased, in some way, shape
or form but it’s never been so
blatantly obvious, as it’s been
during this particular election.

with Vietnam and the Watergate scandal,
Gallup’s poll showed that 72 percent of
Americans trusted the media, but this trust
slowly decreased through the years and by
2007, it had fallen below the majority level.
This is why WikiLeaks has somehow
been able to become a reputable
investigative whistleblowing network that
Americans, from any side of the political
spectrum, turn to.
It appears as if we no longer have
investigative mainstream journalism and
the little that still exists seems more focused
on finding out what Trump tweeted at 3
a.m., instead of arguably more important
stories.
Our media, for example, should have
discovered that the Democratic National
Committee was working against Sanders
during the primaries like he suspected prior

to his lost, not wait for WikiLeaks to release
it. Our media should have discovered the
questionable Clinton Foundation donations,
not WikiLeaks.
Then again, it’s not surprising
considering WikiLeaks did reveal that
some news outlets sold their integrity to
the Clinton network, letting them approve
articles before they were published to make
sure the Clinton brand stayed immaculate.
The FBI believes a foreign government
—rumoured to be Russia— is the one who
has been hacking the DNC emails and
providing WikiLeaks with this damaging
content.
The fact that a person, organization
or administration, whether it be local or
foreign has been able to access, hack and
steal information from a U.S. entity is
deeply concerning. We don’t fully know
the targets, the type of information stolen
or even the date it happened.
We shouldn’t be celebrating and
wanting WikiLeaks to continue their leaked
releases because frankly, it’s terrifying
that our government’s cyber-security is so
easily bypassed not once but multiple times
by hackers; yet we will continue to watch
and praise them for their discoveries.
If our mainstream news outlets are not
willing to uncover and report investigative
journalistic pieces on both candidates, be
it because of special interest, corruption or
political interest, then we will continue to
give WikiLeaks attention because in some
twisted way, they have become the trusted
whistleblower.
Michelle Marchante is the Opinion
Director for FIU Student Media. Her
column, M Talk, focuses on new and
innovative events and ideas. For suggestions
or comments, please email Michelle at
michelle.marchante@fiusm.com.

A follow for a follow in our cyberworld
In
today’s
day and age,
technology
is
never far from
reach. People fall
asleep with their
faces swathed
in the light of
SOPHIA SANCHEZ their computer
screen, they wake
up to the sound of
their smartphone serenading them
and they immediately feel a ball of
apprehension unfurling in the pit of
their stomach if a Wi-Fi signal is
lost.
Technology offers an escape
from reality, it allows you to
reinvent yourself on the internet
through social media, and it acts as
a security blanket for people with
social anxiety. We, the millennial
generation, are the first generation
to really grow up with social media
and this immense acceleration of
technology.
It’s been integrated into our
lives so much that finding someone
without an online profile lurking
somewhere in the vast inner
workings of the world wide web
has become a rarity.
Social media can be a pleasant
tool for keeping in touch with
MILLENNIAL
TIMES

friends and family, but it can also be
a way for people to target you.
You’ve heard about the
dangers of putting too much of
yourself online in countless school
assemblies; how a 40-year-old man
in his mother’s basement can pose
as a 13-year-old girl who likes One
Direction or a group of “popular”
kids gathering around a computer to
type nasty messages on the profile
of one of their classmates.
Unfortunately, we hear about
these accounts often, and we take
preventative measures to guard
yourself against them; either by
placing the account on private,
being careful about the information
we choose to release and blocking
people who send hurtful messages.
What we don’t do, though is
think to protect ourselves from
“followers,” the people who like
our pictures or comment heart-eye
emojis on our profile.
Those people send your selfconfidence soaring through the
roof and make you feel good when
they grace you with that “like” or
comment.
In this day and age, with social
media being such a prevalent part
of our lives, it can be hard not
to fall for that feeling of instant

gratification we get after seeing
how many people like our pictures
on Instagram or laugh at the jokes
we make on Twitter.
Flattering as it may be, it must be
noted that many of these people are
strangers to us. Friends of friends,
former classmates from elementary
school we haven’t spoken to since
the third grade or maybe our
cousin’s boyfriend’s sister’s best
friend’s brother.
Kids are placing higher and
higher value on the amount of
followers they have, the likes they
get per minute on Instagram and the

comments left under their posts.
It can affect our mood both
positively and negatively and can
be extremely dangerous to associate
self-worth with the like button.
Everyday, more and more
people seek out the approval online
they feel they don’t get in reality.
They come up with clever captions,
go out to exciting places just to snap
a shot “for the ‘gram,” but all the
while, real life is passing them by.
When we validate ourselves and
our experiences through our social
media accounts, we miss out on
living real moments.

In true cyber-security form,
protect yourself from this
detrimental behavior by putting
down your phone, talking face to
face with a friend and experiencing
life firsthand instead of from behind
a screen.
Sofia Sanchez is a contributing
writer for FIU Student Media.
Her column, Millennial Times,
is a commentary on social issues
specifically pertaining to millennial
readers. For suggestions or
comments, please contact Sofia at
opinion@fiusm.com

HACK A CELL
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MyFIU two-step verification policy a hassle
The two-step policy needed to
access MyFIU is inconvenient and
unnecessary.
The policy was implemented
over the summer and requires
students to answer an automated
call once they have entered their
student username and password.
By receiving a phone call,
entering a passcode or approving
the push notification through the
DuoMobile phone application,
access is granted into accounts.

“The 2 factor authentication
deployment is FIU’s proactive
measure to keep our IT resources
and users secure while accessing
university information. Many
students, faculty and staff are
utilizing this method to authenticate
and it’s been received very well,”
Robert Grillo, vice president of IT
and chief information officer, said
to student media.
While it’s understandable as to
why there is additional security

to protect sensitive information,
this policy poses as a problem for
students living in a digital divide.
Some students cannot afford
cell phones, or frequently have
their service cut off due to their
inability to pay. This is especially
true for students attending FIU
who live below the poverty line,
but are responsible for paying for
their tuition, housing, and class
expenses.
Having this policy often

restricts these students from
accessing important information
such as class schedules, academic
standing and financial aid.
The
inconvenience
also
extends to students who spend the
majority of time at the Biscayne
Bay Campus. Wifi signal at
the Wolfe University Center is
shaky at best, making it almost
impossible for students to make
or take calls. Members of our
editorial board have struggled with

this as we have an office located
in WUC. In order for a member
of eboard to check their MyFIU
account, said student would have
to stop what they’re doing and
walk towards the BBC library
before they have enough signal
to answer the automated call that
grants them access. We at Student
Media believe that cybersecurity
is important, however it shouldn’t
come at the expense of students
living in a digital divide.

America and Russia shouldn’t escalate cyber-warfare
T h e
United
States and
Russia have
proved
utterly
incapable
of getting
CHRISTIAN GONalong ever
ZALEZ
since the
defeat of Hitler’s Germany.
Tensions between the two
arose almost immediately
following World War II,
when disagreements about
distribution of Marshall Plan
aid to Eastern Bloc countries
turned sour. By 1950, America
and the Soviet Union were
engaged in a sanguinary
conflict over the future of the
Korean Peninsula.
Today, Russo-American
disputes are not limited to
war zones in Syria or Crimea.
Diplomatic spats are becoming
more common. On Sept. 25,
the U.S. denounced Russian’s
“barbarism” over its bombing
of Aleppo.
Another trend is also
becoming
increasingly
worrisome and pronounced,
especially in recent weeks —
the war over cyber-space.
On Oct. 7, the Obama
administration
officially
accused Russia of using its
hackers to intrude on the
presidential election by leaking
emails from the Democratic
RIGHT TURN

National Committee. The
President issued a thinly
veiled threat to Vladimir Putin,
warning him that “frankly,
we’ve got more [cyber-space]
capacity than anybody both
offensively and defensively,”
according
to
Massimo
Calabresi’s Oct. 10 cover story
for Time Magazine.
In that article, Calabresi
accused Putin of interfering in
the election with the purpose
of undermining the trust
Americans place on their
democracy. Other writers, like
Frida Ghitis of CNN, speculate
that Russia is attempting
to derail Hillary Clinton’s
campaign because Donald
Trump would approach
sources of disagreement with
Russia in a more conciliatory
manner.
Naturally, the Russian
president disagreed. Putin
responded to Obama’s cyber
threats by commenting, “[t]
he only novelty is that for the
first time, on the highest level,
the United States has admitted
involvement in these activities,
and to some extent threatened
[us] – which of course does
not meet the standards of
international communication.”
He then added that it’s
actually the U.S. government
looking for a fight, and that
his country “would like, on
the contrary, to seek common

ground and work together to
solve global problems faced
by both Russia and the United
States, along with the whole
world,” as an RT article on Oct.
16 reported.
This is about as perfect
an example as one could
find of what is in social
science jargon referred to
as fundamental attribution
theory — the propensity to
ascribe the actions of others
(and of rivals especially)
to inherent problems as
opposed to external factors.
Americans accuse Russia of
tampering with its democracy;
Russians charge America
with intransigent behavior
on matters of diplomatic
cooperation.
To some extent, they are
both right.
Russia is undeniably
meddling in the internal affairs
of the United States. Although
Calabresi says there is no
evidence Putin is doing so to
derail the Clinton campaign,
it’s clear that a Trump victory
is in the Kremlin’s interests.
Trump has eulogized
controversial heads of state
before, including Saddam
Hussein, “who kept the
terrorists in check,” Bashar
al-Assad, who gets “an A
for leadership” and finally
Vladimir Putin, with whom
he would “get along just fine.”

What, then, would be better
for Russia than a pro-Assad,
pro-Putin politician in the
White House?
While it’s true the United
States has maintained an
inflexible posture on Assad’s
presidency and on Crimea,
these matters deserve the full
force of American obstinacy.
The Obama administration
is correct to insist on Assad’s
departure. It’s obscene for
the Kremlin to expect a
president who indiscriminately
bombs centers of civilian
life to nevertheless receive
international
diplomatic
support and recognition. To
negotiate over Syria’s future is
one thing; to become complicit
in the continuation of the
existing regime is another.
Moreover, America and its
European allies are justified in
denouncing the annexation of
Crimea.
Kremlin apologists like to
blame Western encroachment
on Russia’s periphery for
the invasion of the Ukraine.
If NATO and the European
Union were not bent on
expanding into Russia’s
doorstep, they argue, then
Russia would not have felt
pressured to intervene in
Crimea.
For sake of argument,
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for example. Ordering CIA
counter-attacks against Russia
needlessly puts American
infrastructure at risk.
In 2015, the U.S. and China
reached an agreement stating
that they would not “conduct
or knowingly support cyberenabled thefts of intellectual
theft.”
They also agreed to set
up a hotline should a cyberspace
emergency
arise,
and to cooperate further in
conducting joint-investigations
when needed, as reported by
Adam Segal of the Council on
Foreign Relations.
Policies like these should
be pursued with Russia.
Mutually eliminating threats in
cyber-space will enhance the
prospects for long term peace,
stability and cooperation.
Cooler heads must prevail
for the search for tranquility
to be successful. Let us hope
that they do, in the battles
over cyber-space as well as
elsewhere.
Christian Gonzalez is a staff
writer for FIU Student Media.
His column, Right Turn, is a
commentary on foreign affairs,
culture, and social sciences.
For suggestions or comments,
please contact Christian at
opinion@fiusm.com.
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let’s admit this might be true.
Does that imply the West
must therefore acquiesce in
the annexation of Crimea?
The likes of such a shameless
act have not been seen in
Europe since the hordes of
national socialism engulfed
Czechoslovakia’s Germanspeaking regions. If Putin
wanted to reach a security
settlement with the Ukraine,
that wasn’t the way to achieve
it.
With all this in mind,
handling the issue of cybersecurity will be excruciatingly
difficult; nonetheless it’s in
neither Russia nor America’s
interest to escalate hostilities in
cyber-space.
As Haley Edwards’ Time
article makes clear, the means
by which votes are counted in
America are decentralized and
therefore nearly impossible
to hack. Russia doesn’t have
much to gain from meddling
in an election that is nearly
decided anyways, but it does
have the potential to lose what
little goodwill it still possesses
in Washington.
Similarly, President Obama
should refrain from provoking
the Kremlin. Calabresi pointed
out that in certain areas
America is vulnerable to cyberattacks — on its electrical grid,
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Wells Fargo ‘best option’ for some students
FARGO, PAGE 2
With the accounts linked, the
One Card serves as an ATM card
off campus, allowing students to
use it to make withdrawals.
During orientation, incoming
students are heavily urged to
sign up for accounts. Britney
Drayton, a freshman studying
English was one of those
students.
“I thought it was more
convenient to have a bank on
campus, because I live like two
hours away and the bank there
would not work out for me so I
just decided to sign up for it,”
said Drayton.
Cameron Dayson, a freshman
international business major
feels that the convenience
leaves little choice for students
on campus.
“Since it’s like the best
option on campus so far, I guess
I have no other choice really but
to continue using,” Dayson said.
CNN Money reported in early
September that Wells Fargo
fired 5,300 employees over the
course of two years in relation to
opening phony accounts.
Wells Fargo has also agreed
to pay $50 million to the City of
Los Angeles, and $35 million to
the Office of the Comptroller of
the Currency.

One
affected
customer,
Latina singing star Ana Barbara,
told Slate Magazine about her
experience with Wells Fargo.
She was told by Wells Fargo
that the bank would only make

Wells Fargo.
“One reason that not many
knew about [the ongoing
fraud], at least in part, was
that [Wells Fargo] —under
the leadership of [CEO John

Wells Fargo, headquartered
in San Francisco, is the nation’s
second largest in deposits, home
mortgage servicing and debit
cards. Its history and reputation
span more than 150 years.

I thought it was more convenient to have a bank on campus, because I live like two hours
away and the bank there would not work out for me so I just decided to sign up for it,

Britney Drayton
Freshman
English
good on the $250,000 of the
$400,000 that disappeared from
her account.
After the amount reappeared
in a shadow account, the bank
could thus confirm that a
fraudulent account in her name
had been opened.
However, customers only
knew the fake accounts were
created once funds disappeared
from legitimate accounts. When
the funds re-emerged, it was
clear fraud had occurred and that
this was an ongoing problem at

Stumpf]— attempted more than
once to stick customers with the
consequences of the bank fraud
while keeping the disputes out
of the public record,” reported
Slate magazine in an October
article.
It is unclear whether the
$185 million fine from the
CFPB will be accompanied
by criminal prosecution, but
Stumpf has since retired from
the organization with a $133
million payday after 34 years
with the bank and nine as CEO.

According to an October
Forbes Magazine article, though
Stumpf initially placed blame on
the 5,300 branch workers who
were fired for opening the fake
accounts, others countered that
claim by stating the ultimate
responsibility for the scandal
rests with the bank’s leadership.
“The focus on Wells Fargo’s
executive team is … unlikely to
abate with Stumpf’s departure,”
Forbes magazine opined. “His
successor, Tim Sloan, former
Chief Operating Officer, has

been an executive throughout
the time Wells Fargo was
creating phony accounts.”
According to Forbes, Wells
Fargo’s largest shareholder,
Berkshire
Hathaway,
is
considering
replacing
the
company with JP Morgan Chase.
Additionally, the bank’s
third-quarter earnings dropped
three percent.
To restore the bank’s
reputation, Wells Fargo will
eliminate retail sales’ quotas
by January. The question of
whether the bank’s reputation
can be repaired, however,
remains.
“[Eliminating
quotas]
does little to appease former
employees who were fired for
not meeting them in the past,”
theguardian.com said, referring
to retail bankers who refused to
participate in the fraud. “Wells
Fargo … does not have a number
for how many employees were
fired for not meeting their
quotas.”
The on-campus Wells Fargo
declined to comment for this
article. Requests for statements
from FIU Business Services
were not returned prior to print
deadline.
Additional
reporting
by
Nicole Stone.

