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Purpose and Scope
This Software Verification and Validation procedure provides the action steps for the Tank Waste Information Network System (TWINS) testing process. The primary objective of the testing process is to provide assurance that the software functions as intended, and meets the requirements specified by the client. Verification and validation establish the primary basis for TWINS software product acceptance.
The TWINS project conforms to the requirements of the Pacific Northwest National Laboratory (PNNL) Information Sciences and Engineering Software Systems Engineering Process (SSEP). The SSEP has the testing process (verification and validation) integrated into its defined software lifecycle. The SSEP review and test process is defined at http://ssep.pnl.gov/VVT. The methods defined in this procedure are derived by applying a graded approach, adapting the SSEP Reviews and testing processes to the specific risks associated with the TWINS project.
This Software Verification and Validation procedure covers all software changes relating to the TWINS system. This includes web pages, scripts (server-side and client-side), code, and MS Access files (tables, reports, queries, modules).
Implementation
This procedure is effective on the Effective Date shown in the header above.
Responsibilities
Project Manager: The project manager of the TWINS project is responsible for ensuring that all aspects of this Plan are implemented. Other responsibilities are contained within Section 4.0. 
Procedures

Procedure Description
Procedure Flow Diagram
Definitions
Acceptance Testing Testing to ensure that the given requirements for a software change are met and that the overall system is not adversely affected by the change. Acceptance testing is performed by a person other than the developer. This type of testing is conducted at a higher conceptual level than Unit Testing and is focused on inputs and generated results at the user level. The scope of this type of testing includes:
1. Test cases to cover the range of possible input data, including valid and invalid values.
2. Ensuring that the system handles invalid input data appropriately to minimize the risk of generating inaccurate results.
3. Verifying the accuracy of results generated from valid input data against another trusted/verified source.
It is the judgment of the Independent Reviewer and ultimately the Project Manager that determine the scope and depth of coverage for Acceptance Testing.
If the independent testing is performed by CH2MHill subject matter expert(s), then the developer assigned to the change request or bug is responsible for documenting the test cases and results. This data will most likely be in the form of email correspondence and data dumps collected in Excel.
Software Verification and Validation
(from IEEE Std 610.12-1990, IEEE Standard Glossary of Software Engineering Terminology)
The process of determining whether the requirements for a system or component are complete and correct, the products of each development phase fulfill the requirements or conditions imposed by the previous phase, and the final system or component complies with specified requirements.
Unit Testing
Testing of individual software components (stored procedures, triggers, batch executables, queries/reports, functions, subroutines, modules, and other individual classes). This testing is carried out by the developer using their knowledge of the code details. This type of testing focuses on verifying the operation of each component separately. The items generally included in this type of testing include:
1. For each variable in the component: a. A condition inside the variable's acceptable boundaries.
