Mutual query data sharing protocol for public key encryption through chosen-ciphertext attack in cloud environment by Lakum, Tarasvi & Rao, Barige Thirumala
International Journal of Electrical and Computer Engineering (IJECE) 
Vol. 12, No. 1, February 2022, pp. 853~858 
ISSN: 2088-8708, DOI: 10.11591/ijece.v12i1.pp853-858      853 
 
Journal homepage: http://ijece.iaescore.com 
Mutual query data sharing protocol for public key encryption 
through chosen-ciphertext attack in cloud environment 
 
 
Tarasvi Lakum1, Barige Thirumala Rao2 
1Department of Computer Science and Engineering, Koneru Lakshmaiah Education Foundation, Vaddeswaram, India 
2Department of Computer Science and Engineering, Lakireddy Bali Reddy College of Engineering, Mylavaram, India 
 
 
Article Info  ABSTRACT 
Article history: 
Received Jan 31, 2021 
Revised Jun 17, 2021 
Accepted Jun 29, 2021 
 
 In this paper, we are proposing a mutual query data sharing protocol 
(MQDS) to overcome the encryption or decryption time limitations of 
exiting protocols like Boneh, rivest shamir adleman (RSA), Multi-bit 
transposed ring learning parity with noise (TRLPN), ring learning parity 
with noise (Ring-LPN) cryptosystem, key-Ordered decisional learning parity 
with noise (kO-DLPN), and KD_CS protocol’s. Titled scheme is to provide 
the security for the authenticated user data among the distributed physical 
users and devices. The proposed data sharing protocol is designed to resist 
the chosen-ciphertext attack (CCA) under the hardness solution for the query 
shared-strong diffie-hellman (SDH) problem. The evaluation of proposed 
work with the existing data sharing protocols in computational and 
communication overhead through their response time is evaluated. 
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Cyber-physical cloud systems [1]-[5] are applicable in healthcare, in smart electricity grids, in 
advanced smart cities and so on. In these application [6]-[10], the resource constraint client devices are used 
to access the user data to analyze and store in the cloud from the cloud. The client device data stored in the 
client devices, have less computing capabilities and with inadequate security measures compare with the base 
stations. Among them is an example of cloud-assisted cyber-physical architecture, where the client device is 
a mobile device, which is connected to the mobile network through base stations like a base transceiver 
station. The user mobile device information including identity and location is shared with the central 
processors, in turn are connected to data servers for user data processing. As the home agent (HA) [11] and 
mobile subscriber data stored in the central processor data servers, mobile network operators perform the 
access request function to accept or decline for a particular service ie., in the form of Authentication of user, 
The requests made provides the data server services, the security challenges in the cyber-physical 
environments are: Mutual authentication, anonymous user, password protection, confidentiality and data 
integrity. The research is on privacy protection of multimedia file data in cloud through proxy re-encryption. 
Aiming to ensure the privacy and security for the shared cloud multimedia file data owner (CDO) and within 
the time to reduce the bandwidth of the multimedia files. The contributions are summarized: i) a chosen-
ciphertext attack (CCA)-secure public key encryption (PEK) scheme in which the mutual cloud user pairing 
is removed for the improvement for the efficiency use; ii) to improve the security of cloud shared multimedia 
files in cloud service platforms, the research work in this paper, through a mutual sharing protocol, a new 
CCA secure PEK scheme is proposed to result a CDO secured one. 
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Section 2 introduces the related works of the proposed work. In section 3, the proposed work is 
illustrated, and in section 4, the security proof and efficiency comparison are provided. Sections 5 and 6 gives 
the conclusion and future scope of the proposed work. 
 
 
2. RELATED WORKS 
Security against CCA [12] gives the exact security representation for a cryptosystem. The literature 
works [13]-[17] have come up with the schemes to make a secure cryptosystem through the semantic security 
systems. In a weaker security system called lunch-time attack is proposed, the decryption of ciphertexts were 
considered before user receives the required ciphertext. They presented a conversion method for chosen-
ciphertext attacks through non-interactive zero-knowledge proof systems, they lack to provide a ciphertext 
necessity during decryption. In the non-interactive zero-knowledge proofs is constructed, during the 
encryption of messages, a zero-knowledge proof of the plaintext is appended, leading to the adaptive chosen-
ciphertext secure cryptosystems. A plaintext-awareness is proposed, by building a valid ciphertext, by 
providing the known corresponding plaintext. 
 Security for public-key encryption schemes is formally defined, through semantic security of a 
message encryption keeping the attacker from computing the message without the encryption key and 
message. They provided this by: two plaintexts; a ciphertext C that encrypts the plaintexts in a feasible way, 
and mounting a chosen-plaintext attack security system called 'CPA-security' but this semantic security could 
not provide decryption device security against an attacker. In the settings of decryption is made in-distinguish 
ability through the appropriate non-adaptive case. The semantic security models provide the extensions of the 
chosen-ciphertext attacks, with in-distinguish ability. 
 Semantic security of encryption schemes [18], [19], are extended to public-key cryptosystem (PKC) 
with a system of having and decryption servers to hold the private decryption scheme, called t-secure, which 
reconstructs the cleartext from the distinction between the ciphertexts of different messages. Security against 
CCA were defined, to provide additional security when using these CCA systems in general security 
applications. There are numerous applications [20]-[25] of the above said decryption service, to distribute 
security service [26], [27] in a key recovery mechanism, by allowing decryption of specified messages. Here, 
the process of decryption is done by authenticated user, but if a specified party is capable to decrypt the 
ciphertext, then the decryption services are to be organized. In this paper, the process of decryption based on 
mutual query data sharing protocol, the security provision is through the mutual authentication by an identity-
based protocol, by demonstrating session key authentication and user key attack computations. 
The cloud multimedia CDO, wants to share a message in the form of file F1, among the group of 
users. To perform this activity, the CDO is registered with the public-key generator through cloud enabled 
service and with appropriate CDO credentials. After the registration and login procedures, the following tasks 
are performed by CDO. The CDO containing public and private keys ie., key-pair with a cloud management 
software is enabled through the CDO credentials. In CDO cloud folder, the CDO files are stored in cloud 
folder as user. The stored files are encrypted and accessed by executing the cloud software. The key-pair is 
made available in public folder of CDO, which makes the CDO to have the copy of key-pair in public and 
private domain. The sharing of key-pair among the cloud owners through client software, among the two 
different authorized cloud owners, Alice and Bob, by using the key sharing Alice have an access to Bob key-
pair and vice versa. 
 In the proposed mutual query PKE-based solution, the authentication is not transparent as key-pair. 
The file encryption and sharing are performed through a randomly generated number to perform symmetric 
encryption of the CDO credentials based. The CDO experience in using the encryption process is enhanced 




3. PROPOSED RESEARCH WORK 
 In this section, the proposed scheme is presented in the form of protocol and authentication process 
with an implementation algorithm for data sharing. The proposed protocol contains three phases, namely: 
initiation, encryption and sharing and accessing and decryption. The processes in these phases are file 
initialization, process to create, file encryption, and file sharing in cloud, keyword based file accessing and 
symmetric key decryption: i) initiation: the CDO owner generates a multimedia file to share in the cloud, for 
that CDO owner need a public-key generator (PKG) to run setup file based algorithm with security 
parameters and authentication credentials k, in order to produce parameters and master private key (MSK), 
here CDO owner holds MSK in private and parameters as public; ii) encryption and sharing: now CDO 
owner (called as primary) wants to share to another CDO owner (called as secondary).  
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To perform this, the secondary CDO owner has to register in cloud server to PKG using any cloud 
service provider platform like mobile or PC. After, secondary CDO owner need to login to the cloud service 
where primary CDO owner multimedia message file is shared, with proper login procedures and credentials 
to the cloud center (CC). The primary CDO performs many tasks in order share the multimedia message file 
to secondary CDO owner, they are: 
 For a set of groups U and set of individual users V in cloud CC, the multimedia message file M is created. 
 For the number of U and V variables, the encryption process is initiated by Encrypt (U, V, M, parameters) 
keyword passing the cloud software platform.  
 With the usage of keywords in cloud service provider, the primary CDO owner have a symmetric 
encryption key, which is a randomly generated number assigned to each CDO. Through this, the 
encrypted M is sent to public network along with the CDO identifier keywords.  
 The randomly generated number of primary CDO owner is known to cloud server, causes the cloud server 
to check the M result which is in the decryption form. The decrypted M file is stored in the cloud server 
center, and can be decrypted by CC with keywords shared by primary CDO owner. 
 Now, the primary CDO owner, multicasts the decrypted keywords through CC to the U and V through a 
client device such as mobile or PC. 
 Through the credentials and authentication process, the secondary CDO owner gets in to the CC to access 
the cloud shared files. 
 With the received keywords, the secondary CDO owner searches for the M file based on the query of the 
keywords. The M file based through keywords are analyzed multiple times, until the M file is found. As 
the M file is found, the secondary CDO owner data center (DC) is to be determined by the primary CDO 
owner CC, whether secondary CDO owner is authorized to receive the M file. As the CC founds the 
presence of access grant for secondary CDO owner, the symmetric encryption process if initiated with the 
use of randomly generated number along with the encryption ID of cloud service is shared with the DC 
over a public cloud network. After receiving the encryption ID, the DC at the secondary CDO owner 
performs the symmetric key decryption algorithm.  
 After the decryption process through public key, the secondary CDO owner need to encrypt the message 
M file into ciphertext (CT). For this, secondary CDO owner asks private key to PKG of DC cloud service 
provider. Through the private key, the Extract() algorithm is performed. 
 The key-pair is being used in the above steps, based on private and public keys, after Extract() algorithm, 
the Decrypt (MSK, ID, CT, params)=M algorithm is executed and received at the secondary CDO owner 
cloud software platform. The above steps completes the proposed protocol phases of message creation, 
file initialization, process to create, file encryption, file sharing in cloud, keyword based file accessing, 
decryption of message and symmetric key decryption. 
 
3.1.  Proposed MQ-PKE based authentication process 
Here, the identification and registration of CDO is performed through PKE authentication process. 
In four phases, the PKE authentication process to check whether the cloud owner from CC and data center 





Figure 1. Proposed MQ-PKE based cloud network model for cloud security 
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4. RESULTS AND DISCUSSION 
4.1.  Simulation of the MQDS protocol through cyber-physical cloud environment 
In the proposed work, the process of authentication technique is discussed to check the authorization 
of cloud user client for the CDO logging into the cloud server. In the demonstration of the proposed protocol, 
the security vulnerabilities such as password guessing attack, impersonation attack and session key discloser 
attack are well protected. The simulation of the proposed authentication protocol through cyber-physical 
cloud environment is made in this paper, to ensure the protection of data sharing security attacks against the 
key-pair CDO.  
 
4.2.  Computational analysis 
The computational analysis is made with the proposed authentication technique and mutual query 
encryption (MQE) scheme for CDO multimedia message file for encryption and decryption. To reduce the 
computational complexity overhead, the CDO and cloud share the authentication by hash function level of 
security. The level of security is given in two ways: firstly, for a single cloud server (CS) and CDO, there are 
three computational exponentials for each CS. Secondly, for a separate cloud user group, CS need these three 
computational exponentials. Completely, there are six computational exponentials needed by CS to perform 
for each CDO, which is an exponential term based on the number of individual cloud user, who might be in 
the same cloud user group or in the different with different number of cloud user, making the CS to perform 
(3c+6g+2) exponential operations, where c is the number of individual cloud user in the group, g is the 
number of different cloud user group with the same or different cloud user in that group. Table shows the 
computational analysis of each stage of the proposed data sharing and encryption schemes.  
 
4.3.  Protocol implementation analysis 
In the proposed data encryption scheme, CDO generates a ciphertext, with the variable size 
depending on the cloud users and groups. For c number of individual cloud user and g number of cloud user 
groups in each cloud group, with a total of 2c+2g*4u, where u is the number of cloud users in the cloud 
group, with the size of ciphertext is (c+g)|G1|+|G2|+|Zp*|. 
 
4.4.  Implementation  
The execution process of the proposed protocol operations is made on a HP with Intel (R) Core 
(TM) i5-3230M CPU @ 2.60 GHz with 8 GB RAM running on Windows 8. The markings of mutual query 
data sharing (MQDS) with the execution time requirements for encryption and decryption by MQE scheme 
with 128-bit key is listed in Table 1. Similarly, the execution time of MQDS operation is computed through 
10 successful runs among two CDO users, with a random input by MQDS software library.  
Table 2 shows the benchmark times of MQDS protocol operations through the cloud group user by 
comparing with the exponential operations which were computed in the proposed work implementation, by 
pre-processing requirements. To have fastest key-pair process, Type-A security of cloud user group size of 
512-bit with embedding degree of 2 is made for 1024 bit rivest–shamir–adleman (RSA) security level. The 
Type-A is a super-singular curve of y2+x3+x of Solinas prime ordered group, where G1=G2. For the sake of 
comparison, |G1|=|G2|=|Zp*|, G=G1, GT=G2. And there are 10 cloud users from different data customers, 
belonging to same groups are allowed and accessed to perform the common information sharing. Table 3 
shows the execution times by different algorithms in MQDS protocol. Table 4 shows the execution time 




Table 1. Practical benchmark of AES symmetric key encryption 
Algorithm Keysize Encryption Decryption 
Proposed MQDS PKE 128-bit 105.635 x 128 bits/s 129.532  bits/s 
 
 
Table 2. Benchmark execution time ms of different cryptographic operations 
Curve 
(Type) 








 Normal PreComp In G In GT   
Type-A 2.621 1.345 0.564 0.091 0.012 0.412 
 
 
Table 3. Minimum cost (ms) required by data owner and consumer during encryption and decryption 
Protocol Setup Extract Data Owner Data Consumer 
Proposed MQDS PKE 1.396 0.614 4.014 1.105 
Int J Elec & Comp Eng  ISSN: 2088-8708  
 
Mutual query data sharing protocol for public key… (Tarasvi Lakum) 
857 
Table 5 shows the efficiency comparison for CCA-secure encryption schemes. The proposed MQDS 
PKE is compared with kurosawa-desmedt variant of cramer-shoup encryption (KD-CS), here exp stands for 
exponentiation; “f-exp” refers to exponentiation relative to a fixed base and one multi-exponentiation is 
counted as 1.5 exponentiations. Ciphertext overhead (in bits) is the difference between the lengths of the 
ciphertext and the message. LBG is the bit-length of an element in a group, LDDH is the bit-length of an element 
in a group suitable for the KD-CS scheme and LMQDS is the bit-length of an element in a group suitable for the 
proposed MQDS PKE scheme. Table 6 gives the encryption/decryption times for comparison. The proposed 
MQDS PKE is compared with the performance of the RSA, multi-bit transposed ring learning parity with 
noise (TRLPN) and ring-learning parity with noise (RLPN) cryptosystems, and key-Ordered-decisional 
learning parity with noise (kO-DLPN) for various security levels. As a benchmark, the proposed scheme is 




Table 4. Time (ms) required by surveyed algorithms 
Scheme 
Computational Cost 
Setup Extract To Upload To Download 
Cheng et al. 0.311 0.645 10.88 1.422 
Han et al. 1.866 6.995 20.64 2.798 
Yang et al. 1.245 0.311 1.244 7.773 
Zhou-Huang 3.108 6.842 15.296 4.972 
Karati 1.458 0.640 4.340 1.156 
Proposed MQDS PKE 1.394 0.612 4.012 1.098 
 
 
Table 5. Efficiency comparison for CCA-secure encryption schemes 
Scheme Encryption Decryption Key Generation Ciphertext Overhead 
Boneh 3.5 f-exps 1.5 exp+1 pairing 4 f-exps 2. LBG+704 
KD_CS 3.5 f-exps 1.5 exps 3 f-exps 2. LDDH+128 
Proposed MQDS PKE 3.5 f-exps 1.5 exps+2 pairing 5 f-exps 2. LMQDS +1024 
 
 
Table 6. Encryption/decryption times for comparison 
 Time Per Encryption (ms) Time Per Decryption (ms) 
Security Level (bits) 80 112 128 80 112 128 
RSA 0.010 0.030 0.060 0.140 0.940 2.890 
Multi-bit TRLPN 1.400 3.100 4.400 0.052 0.098 0.128 
Ring-LPN Cryptosystem 13.20 29.90 42.20 3.10 6.90 9.70 
kO-DLPN 20.12 62.11 99.85 0.061 0.089 0.119 




In this paper, a new MQDS protocol is proposed and designed for cyber-physical cloud security and 
privacy systems based on the CDO pairing through chosen-ciphertext attack in the cloud environment for 
public key encryption scheme. In this MQDS, firstly a new CDO is registered to the cloud server and cloud 
service software. Secondly, the CDO sends the encrypted multimedia message in the form of file, to the 
registered CDO user. If this registered CDO user is untrusted, the cloud controller commands this 
information to client devices as the registered CDO user becomes trusted. The design and implementation of 




6. FUTURE SCOPE 
In future research, through this proposed work, to prevent unauthorized cloud data usage, an access 
control system through a secret key search system with key-pair generation and decrypting of malicious user 
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