Figure.1Classification of Cryptography technique
Encryption protects secret digital data from unauthorized users. Data encryption improves database security and achieve confidentiality security goal. Integrity can achieve by different hashing techniques and authentication by digital signature.
III. Proposed System Architecture
The encryption and decryption of a data is done by combination of AES and Blowfish algorithms. Key management and authentication is done by using the concept of Elliptic Curve Cryptography. For key management and key exchange, Key is generated by the ECC key generator and then Key agreement can be done by Diffie-Hellman. Combining the concept of ECC and DH is called Elliptic Curve Diffie-Hellman (ECDH) key exchange. Authentication should be done by Using ECDSA.-
3.1Hybrid Symmetric and Symmetric Algorithm
First we use two symmetric encryption algorithms AES and Blowfish. Combining these two algorithms, will increases the run time for encryption/decryption. The total time required for hybrid algorithms will be the addition of both the algorithm's run time (processing time). Blowfish requires less time as compared to others algorithms, Blowfish algorithm adds the additional time for processing but it will enhance the overall security. The combination of enhanced AES and Blowfish is as shown in Fig. 2 
Sender's System Steps are as follows
In sender system we are encrypting the data with AES and Blowfish with the seed value key (Initial vector) entered by the sender at the time of encryption. The encryption key is again encrypted by the ECC concept and finally tis key send to the channel using key management algorithm that is ECDHA. 1. Take plain text or any file as input. 2. Applying MD 5hashing function plain text and gives128bit of Message Digest value. 3. Generate private and public key by ECC generator [13] . 4. Apply Blowfish with AES on plain text by using key to generate cipher text. 5. Apply Digital Signature to Hashed Result by using private key. 6.
Step 5 will generate a Signature Block. 7. Apply ECC encryption to AES key using public key (key) that will result AES key block. 8. Apply digital signature on encrypted file. 9. Now, Send encrypted file along with encrypted AES key to destination. Sender's system sends the three file 1) Encrypted data, 2) Encrypted key, and 3) Digital signature. The Sender's System Architecture is shown in Fig. 3 . 
Enhanced Security Algorithm using Hybrid Encryption and ECC

Receiver's System Steps are as follows
The receiver system decrypts the received encrypted data by two decryption algorithms AES and Blowfish. Key to encrypt the data gets from the applying decryption of ECC algorithm (ECDH). That is private key of sender and public key receiver. Result gives the plain text. Apply the message digest algorithm on this plaintext data. The message digest that we get from plain text at receiver and received message digest of size 128 bit are compare with each other to validate. If both the message digest are same the data get accepted else if the both are differ then the received data get discarded. Receiver system receives three files 1) Encrypted Key, 2) Encrypted data, and Digital signature. Digital signature authenticates the sender and gives the message digest. 1. Receive encrypted file along with key and perform cryptanalysis on it. 2. Then we will be having 3 blocks. a. Cipher text block b. AES key block c. Signature block 3. Apply Private Key of receiver on AES key block it will provide AES key. 4. Apply public key on Signature block for authentication which will generate Abstract result. 5. Apply AES key on cipher text block which will give plain text and then abstract result. 
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IV. Evaluation Method
All the algorithms are important of network information security. The performance evaluation of proposed algorithms done based on following parameters: 1 Encryption and Decryption Time (Run Time)
Encryption speed is a runtime of algorithm. The runtime is important for evaluating algorithm performance. Runtime is the algorithm lifecycle phase during which the algorithm executing.
Throughputs
The throughput of algorithm is sum of data rate that are delivered to all network. 
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4.1.2Performance Evaluation in terms of Runtime
Runtime measured in milliseconds. The comparative execution time in CBC mode is shown in Table 2 . Graphical representation of encryption runtime is shown in Fig. 5 and decryption runtime show in Fig. 6 . Figure 5 Graphical representation of encryption runtime Figure 6 Graphical representation of decryption runtime
Result shows the runtime for blowfish algorithm is less than the runtime for AES algorithm. The runtime for the combined AES and BF algorithm is much higher than the runtime for BF and AES algorithm separately.
Performance Evaluation in terms of Throughput
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The average throughput for Blowfish algorithm is very high than the average throughput for AES and combined AES and BF algorithm and average throughput for AES algorithm is more than the average throughput for combined AES and BF algorithm. The throughput results in AMD eight core, CPU 3.1 GHz:
 The average throughput of AES encryption is 4330781 bps (528.66KBps& 0.5MBps) and decryption is 4159406 bps (507.74KBps& 0.49 MB).  The average throughput of BF encryption is 19395867 bps (2285.07KBps&2.31MBps) and decryption is 13703009 (1672.73KBps& 1.6MBps).  The average throughput of combinational AES and BF is 3288905 bps (401.47KBps& 0.39MBps) and decryption is 2969938 bps (362.54KBps& 0.35MBps).
V. Conclusion
Result shows AES is the best algorithm of symmetric encryption technology. AES algorithm is more secure than the Blowfish algorithm, and Blowfish is secured than the other algorithms. Blowfish gives high throughput as compared to AES and other algorithms.
The hybrid of AES and Blowfish algorithm has characteristics of both the algorithms and it makes the algorithm strong against vulnerabilities. This hybrid structure of enhanced AES and Blowfish provides more security by increasing the complexity.
ECC is the best algorithm of asymmetric encryption technology. The ECC is an emerging alternative for traditional Public-Key Cryptosystem like RSA, DSA and DH.
ECC provides the highest strength-per-bit of any cryptosystem known today with smaller key sizes like RSA, resulting in faster computations, lower power consumption and memory. It also provides a methodology for obtaining high-speed, efficient and scalable implementation of protocols for authentication and key agreement.
ECC concept using with DH to solve the problem of key Exchange the algorithm is called ECDHA. ECC is also use for the digital signature is called as an ECDSA algorithm.
Limitation of this system is to decrease the throughput and thus data rate obtained is just compatibly with LTE. But the complexity of the system is increased that of combination of two algorithms.
