Abstract-We design a linear precoder based on the principles of the generalized regularized channel inversion (RCI) precoder that achieves confidential broadcasting in a two-cell network. In each cell of the network, an N -antenna base station (BS) communicates with K single-antenna users. We consider coordinated beamforming where the BSs in the two cells do not share messages but the users in the two cells feed back their channel state information to both BSs. In the precoder design, we determine the optimal regularization parameter that maximizes the secrecy sum rate. To this end, we derive new channel-independent expressions for the secrecy sum rate in the large-system regime, where K and N approach infinity with a fixed ratio µ = K/N . Moreover, we propose a power-reduction strategy that significantly improves the secrecy sum rate at high transmit signal-to-noise ratios when µ is higher than 0.5.
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I. INTRODUCTION
Wireless technologies have been deeply embedded in the modern life to bring great convenience for everyone. Along with the unchangeable open nature of wireless medium, security has become a critical issue for wireless data transmissions. As a complement to the traditional cryptographic technique, physical (PHY) layer security has been extensively investigated [1, 2] to provide secure wireless communications by exploiting the characteristics of wireless channels. In Wyner's pioneering study [3] , the wiretap channel was introduced as a fundamental framework for PHY layer security. In this study, Wyner defined the secrecy capacity as the maximum rate at which confidential messages can be reliably decoded by the legitimate receiver, while the eavesdropper obtains zero information. This result was subsequently extended to the broadcast channel with confidential messages and the Gaussian wiretap channel in [4] and [5] , respectively. Recently, PHY layer security in multi-antenna wiretap channels has attracted a significant amount of attention, where the transmitter, the receiver and/or the eavesdropper are equipped with multiple antennas. This is triggered by the rapid development in multi-input multi-output (MIMO) techniques that provide high-rate data transmissions. From the information-theoretical perspective, the secrecy capacity in the multi-antenna wiretap channel was analyzed in, e.g., [6] [7] [8] . From a signal processing perspective, various PHY layer security techniques have been proposed to improve the secrecy performance of the multiantenna wiretap channel, e.g., [9] [10] [11] [12] [13] . Apart from the multi-antenna wiretap channel, PHY layer security in multi-antenna broadcast networks has also drawn considerable attention. The research in this direction is based on the concept of confidential broadcasting [4] , where confidential messages are broadcasted to intended users in multiuser networks and the unintended users should be kept in full ignorance. The secrecy capacity of confidential broadcasting in the two-user network was evaluated in [14, 15] . In [16] [17] [18] [19] , confidential broadcasting was investigated in the single-cell network with one base station (BS) and arbitrary number of users. Among these studies, [16] designed a linear precoder based on the principles of regularized channel inversion (RCI) in order to achieve confidential broadcasting for single-antenna users. Considering the same precoder, the achievable secrecy sum rate was evaluated in [17] . The impact of channel correlation at the BS on the secrecy sum rate was examined in [18] . Taking multi-antenna users into consideration, [19] designed a linear RCI precoder and addressed unequal path loss from the BS to users. While [16] [17] [18] [19] have thoroughly studied confidential broadcasting in the single-cell network, the precoder for confidential broadcasting in the multi-cell network has yet been explored in the literature. In the multi-cell network, the primary challenge in performing confidential broadcasting is to conduct the inter-cell secrecy control apart from the intra-cell secrecy control. Therefore, the results from [16] [17] [18] [19] cannot be used in multi-cell confidential broadcasting.
In this paper, we propose an effective solution to tackle the challenge of performing confidential broadcasting in multi-cell networks. Specifically, we designed a linear precoder based on the rules of generalized RCI [20] under the consideration of coordinated beamforming. In coordinated beamforming, the BSs in different cells do not share messages but the users in different cells are allowed to feed back the channel state information (CSI) to all BSs [21] . As such, coordinated beamforming applies to the practical scenario where the high-capacity backhaul links between BSs are not available. Motivated by this, the benefits of coordinated beamforming on multi-cell network without secrecy consideration have been studied in, e.g., [22] . With secrecy considerations, we study confidential broadcasting in a symmetric two-cell network with coordinated beamforming in this work. Each cell in the network consists of K single-antenna users and one N -antenna BS. The two BSs coordinate at the beamforming level to broadcast confidential messages to intended users, while unintended users in the same cell and the cross cell are regarded as potential eavesdroppers.
Certainly, the investigation of the two-cell network in this work can be extended to general multi-cell networks.
The primary contributions of this paper are summarized as follows:
1) We design a linear precoder that achieves confidential broadcasting in two-cell networks with coordinated beamforming. In the design of the precoder matrix, we strike a balance between the received signal at the intended user and the crosstalk at the unintended users in both cells through a regularization parameter. 2) We derive new channel-independent expressions for the secrecy sum rate achieved by the linear precoder in the large-system regime, where K, N → ∞ with a fixed ratio µ = K/N . The newly derived expressions allow us to examine the secrecy performance without timeconsuming simulations. 3) We propose an algorithm to determine the optimal regularization parameter that maximizes the secrecy sum rate in the large-system regime. Using the optimal regularization parameter, the secrecy sum rate always increases with the transmit signal-to-noise ratio (SNR) for µ ≤ 0.5. 4) We propose a power-reduction strategy that significantly increases the secrecy sum rate at high transmit SNRs for µ > 0.5. Based on the generalized RCI and the power reduction strategy, we further design a power-reduction precoder, named generalized RCI-PR precoder.
Notations: (·)
H and (·) T denote the conjugate transpose and the transpose, respectively; Tr(·) denotes the trace of a matrix;
· denotes the Euclidean norm of a vector; E{·} denotes the expectation operation; 
II. CONFIDENTIAL BROADCASTING IN TWO-CELL BROADCAST NETWORKS

A. Network Model
We consider a symmetric two-cell broadcast network, as depicted in Figure 1 , where each cell consists of K singleantenna users and one N -antenna BS. In this network, we assume that each BS transmits confidential messages to the users in the same cell. We also assume that the users in both cells feed back their CSI to the same-cell BS and the cross-cell BS. The two BSs cooperate to control the inter-cell information leakage and the inter-cell interference. We denote BS (i) and user (k, j) as the BS in cell i and the user k in cell j, respectively, where i ∈ {1, 2}, j ∈ {1, 2}, and k ∈ {1, 2, · · · , K}. We also denote the row vector h k,j,i as the channel vector from BS (i) to user (k, j). We further denote the 2K × N matrix
H as the channel matrix from BS (i) to all the users in both cells.
We assume that all links between the transmit and receive antennas are uncorrelated, as the antennas are all sufficiently spaced apart. We also assume that the data transmission is performed over block fading channels, where the symbol interval is much smaller than the coherence time of channel. We further assume that channels between the BS and the same-cell users are modeled as independent and identically distributed (i.i.d.) complex Gaussian variables with zero mean and unit variance, i.e., h k,j,j ∼ CN (0, I N ), and the channels between the BS and the cross-cell users are modeled as i.i.d. complex Gaussian variables with zero mean and variance δ,
Here, 0 < δ ≤ 1 denotes the cross-cell interference level between the two cells. We assume that each user obtains perfect knowledge of its own channel, and then feeds back h k,j,j to the same-cell BS and h k,j,j to the cross-cell BS through corresponding uplink channels. Finally, we assume that each BS (i) obtains perfect knowledge of H i from the feedback information.
In the two-cell broadcast network, the received signal at user (k, j) is given by
where
, denotes the transmitted data from BS (i) and n k,j ∼ CN (0, σ 2 d ) denotes the additive white Gaussian noise (AWGN) at user (k, j). Based on (1), the received signals at all users can be expressed as
As required by confidential broadcasting, the message needs to be securely transmitted to the intend user while the unintended users obtain zero information. In this work, we consider a worst-case scenario where all the other 2K − 1 users act as potential eavesdroppers for the message to the intend user, since BSs cannot fully control the behavior of the users. In this scenario, we assume that the 2K −1 eavesdroppers collaborate to jointly eavesdrop on the message to the intend user. Under this assumption, they decode their own signals and share them with each other, leaving only the signal for the intended user. The alliance of 2K −1 cooperating eavesdroppers is equivalent to a single eavesdropper with 2K − 1 receive antennas. For the message to user (k, j), we denote eavesdropper (k,j) as the eavesdropper with 2K − 1 antennas. We note that the consideration of the worst-case scenario is widely adopted in designing confidential broadcasting networks; see, e.g., [16] [17] [18] [19] . The performance of confidential broadcasting in the network is measured by the secrecy sum rate. Mathematically the secrecy sum rate is formulated as
where R kj is the secrecy rate for the message to user (k, j).
B. Secrecy Sum Rate with Generalized RCI Precoder
In this work, we adopt the generalized RCI precoder [20] at BSs to perform confidential broadcasting in the two-cell broadcast network. Using this precoder, each BS controls the information leakage and interference amongst the users in both the same cell and the cross cell. Under the requirement of confidential broadcasting, the generalized RCI precoding vector for the message to user (k, j) is given by
where c j denotes the scaling factor that adjusts the transmit power at BS (j) and α denotes the real non-negative regularization parameter that trades off the received signal power at the intended receiver and the amount of information leakage as well as interference amongst users. Based on (4), the transmitted data at BS (j) is given by
where s k,j denotes the message to user (k, j). We assume that the messages are independent with a unit average power constraint, such that E ss
T . In addition, we consider that there is a long-term power constraint at each BS, such that E x j 2 = P j . Hence, the scaling factor c j in (4) is determined by
Without loss of generality, we assume that the long-term power constraints at the two BSs are the same with P 1 = P 2 = P . From (4), (5) and (6), we find that each BS (j) only needs h k,i,j to construct the precoding matrix, while h k,i,j is not required. Based on the precoding vector, the received signal at the intended user (k, j) is given by
and the received signal vector at the eavesdropper (k,j) is given by yk ,j = Hk ,j,j w k,j s k,j + nk ,j ,
where Hk ,j,j denotes the matrix obtained from H j by removing the row corresponding to user (k, j) and nk ,j denotes vector obtained from n by removing the row corresponding to user (k, j). Based on (7) and (8), the signal-to-interferenceplus-noise ratios (SINRs) for the message s k,j at the intended user (k, j) and the eavesdropper (k,j) are given by
and
respectively. Accordingly, the secrecy sum rate achieved by the generalized RCI precoder is given by
Substituting (9) and (10) into (11), we obtain the secrecy sum rate depending on the realization of each channel, h k,j,i . As such, we have to use the time-consuming Monte Carlo simulations for evaluating the secrecy performance based on (11) . This motivates us to seek channel-independent expressions that eliminate the computation burden of performance evaluation via Monte Carlo simulations.
III. SECRECY SUM RATE IN LARGE-SYSTEM REGIME In this section, we derive channel-independent expressions for R s of the two-cell broadcast network by the large-system analysis. In the large-system regime, the number of users in each cell, K, and the number of antennas at each BS, N , approach infinity with a fixed ratio, µ = K/N . Besides, we denote γ = P/σ 2 d as the transmit SNR at each BS.
A. Large-System Secrecy Sum Rate
As K, N → ∞, all secrecy rates R kj for all messages s k,j converge to the same non-random function, which does not depend on the realization of h k,j,i . Then, the secrecy sum rate is analytically approximated as
where R ∞ k,j is the large-system secrecy rate for each user, SINR ∞ k,j is the large-system approximation of the SINR at the intended user, and SINR
is the large-system approximation of the SINR at the eavesdropper. Throughout this paper, we refer to R ∞ s as the large-system secrecy sum rate. As will be shown in Section III-B, the large-system secrecy sum rate can accurately approximate the secrecy sum rate of the network even with finite K and N . 
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B. Numerical Results
We now verify the accuracy of our large-system analysis by numerical results. Specifically, we compare the large-system secrecy sum rate, R ∞ s given by (13) , and the average secrecy sum rate of the network with finite K and N obtained via Monte Carlo simulations, denoted by E {R s }. To facilitate this comparison, we define the normalized rate difference to quantify the rate difference between R ∞ s and E {R s }, which is given by
We demonstrate the accuracy of the large-system approximations for different sizes of networks over the entire range of δ. Figure 2 plots ∆R s versus δ for N = 20, 30, and 40.
1 As shown in the figure, ∆R s decreases as N increases for any given δ. This indicates that the large-system approximation becomes more accurate as the size of network increases. 1 In this paper, we often present the numerical results by considering some particular network parameters. For instance, we adopt α = 0.2, µ = 0.5 and γ = 10 dB in Figure 2 . However, this does not restrict the generality of our results for arbitrary network parameters.
For the entire range of δ, we find that the highest ∆R s for the network with N = 20 is approximately 4%, the highest ∆R s for the network with N = 30 is approximately 2%, and the highest ∆R s for the network with N = 40 is approximately 1.4%. These observations confirm that the large-system approximations provide high accuracy across the entire range of δ, even for the finite network.
IV. PERFORMANCE OPTIMIZATION
In this section, we optimize the network performance by maximizing the large-system secrecy sum rate. We first determine the optimal regularization parameter that maximizes the large-system secrecy sum rate. Second, we propose a powerreduction strategy that maintains the maximum large-system secrecy sum rate when increasing transmit power cannot sustain a growing large-system secrecy sum rate.
A. Optimal Regularization Parameter
In the precoder design, the regularization parameter, α, trades off the received signal power at the intended receiver and the amount of information leakage as well as interference amongst users. Thus, the value of α in the precoding matrix directly determines the performance of confidential broadcasting in the two-cell network. In this subsection, we determine the optimal regularization parameter, denoted by α * , that maximizes the large-system secrecy sum rate.
1) Determination of α
Observing R ∞ s in (13), we find that the closed-form expression for α * is mathematically intractable, due to the complexity of the expression involved. As such, we propose Algorithm 1 to efficiently determine α * numerically. In this algorithm, we first decide the searching range of α * by the one-side-search technique [23] . We then adopt the bisection-search technique to find α * within the searching range. The optimality of α * obtained from Algorithm 1 will be verified by the following numerical results.
2) Numerical Results
: First, we demonstrate the optimality of α * over the entire range of δ. Figure 3 plots the large-system secrecy rate per transmit antenna, denoted by R return α * = α p ; {The value of α * is obtained.} 6: end if
Initialize the lower bound of α * by α l = α p ; 9: while f (α l + 2 c ) > 0 do 10: Update the lower bound by α l = α l + 2 c ;
11:
Exponentially increase the one-side search step 2 c by c = c + 1; Initialize the upper bound of α * by α u = α p ; 16: while f (α u × 10 −1 ) < 0 do α m = (α l + α u )/2; 35: end while 36: return α * = α m ; {The value of α * is obtained.} chosen α, i.e., α = 0.2 and 3) the optimal α that maximizes the large-system sum rate without secrecy considerations, which is obtained from [24] and denoted byα * . As depicted in the figure, the secrecy rate achieved by α * is always higher than the secrecy rates achieved by the other two values of α. This observation confirms the optimality of α * over the entire range of δ. Note that the optimal value of α without secrecy considerations,α * , is no longer optimal in the secrecy network. Besides, we find that the secrecy rate always decreases as δ increases. This observation can be explained as follows. Since each BS transmit messages to the users only in the same cell, the increase in δ does not increase the received signal power at the intended receiver. However, the increase in δ leads to the increasing interference power at the intended user and the increasing received signal power at the eavesdropper. Thus, the secrecy rate decreases as δ increases. Now we verify the optimality of α * against the transmit SNR at each BS, γ, and examine the impact of γ on the secrecy rate. Figure 4 plots R ∞ s /(2N ) versus γ. As the figure shows, the secrecy rate achieved by α = α * is always higher than that achieved by α = 0.2. This confirms the optimality of the obtained α * . Notably, the secrecy rate achieved by α = 0.2 always reduces to zero when γ grows large. This can be explained from (13) Differently, the secrecy rate achieved by α = α * may not reduce to zero when γ is high. Specifically, we observe that the secrecy rate achieved by α = α * monotonically increases with γ if µ ≤ 0.5. This observation reveals that the increase in the transmit power always benefits the secrecy performance achieved by the optimal regularization parameter when the network load is low. We also observe that if µ > 0.5, the secrecy rate achieved by α = α * increases with γ at low and medium transmit SNRs, but goes to zero at high transmit SNRs. This observation reveals that the increase in the transmit power is first beneficial and then detrimental to the secrecy performance when the network load is high. These observations can be explained as follows. From the analytical results, we note that α * goes to zero as γ increases. When α → 0, we find that lim α→0 R ∞ s in (13) 
B. Power-Reduction Strategy
In this subsection, we propose a power-reduction strategy to compensate the secrecy rate loss at high transmit SNRs when µ > 0.5. Based on this strategy, we design a new linear precoder named the generalized RCI-PR precoder.
1) Generalized RCI-PR Precoder:
We first obtain the optimal transmit SNR that maximizes the large-system secrecy sum rate achieved by the RCI precoder with α = α * , denoted by R ∞ * s , for µ > 0.5. This optimal transmit SNR is formulated as γ * = arg max γ R ∞ * s . Although the closed-form expression for γ
* cannot be derived, we are able to obtain γ * through numerical search.
Based on γ * , we now propose the power-reduction strategy for µ > 0.5. In this strategy, the actual transmit power is reduced when γ > γ * such that the maximum large-system secrecy sum rate is maintained. The precoding vector with the power-reduction strategy is designed as
where w is the generalized RCI precoding vector given in (4) with α = α * and w * is the vector obtained from the generalized RCI precoding vector with α = α * at γ = γ * . We refer to the linear precoder using w PR in (16) as the generalized RCI-PR precoder. In (16), we highlight that γ * /γ is the power-reduction coefficient, which is adopted when µ > 0.5 and γ > γ * . Notably, the reduced transmit SNR by adopting the generalized RCI-PR precoder becomes
2) Numerical Results: We now demonstrate the performance improvement offered by the proposed power-reduction strategy. as indicated by (17) . It is evident that the decrease in the secrecy rate at high transmit SNRs, caused by the generalized RCI precoder, is effectively prevented by the proposed powerreduction strategy. Notably, the power-reduction strategy maintains the maximum secrecy rate achieved at γ * when γ grows large. In addition, we highlight that such an improvement is achieved by using a lower transmit power, compared with the generalized RCI precoder without power reduction.
V. CONCLUSIONS
In this paper, we designed a linear precoder based on the principles of generalized RCI in order to perform confidential broadcasting in the two-cell network with coordinated beamforming. We derived accurate and channel-independent largesystem expressions for the secrecy sum rate achieved by the proposed precoder. To optimize the network performance, we proposed an algorithm to determine the optimal regularization parameter in the precoding matrix that maximizes the largesystem secrecy sum rate. Furthermore, we proposed the powerreduction strategy, based on which the generalized RCI-PR precoder was designed. The generalized RCI-PR precoder significantly increases the secrecy sum rate at high transmit SNRs when the network load is high.
APPENDIX A PROOF OF THEOREM 1 We first derive the large-system approximations of the SINRs for the message s k,j to the intended receiver and the eavesdropper. To commence our analysis, we define 
where ρ = α/N . Under the consideration of P 1 = P 2 = P , we have c j = c j ′ = c in (9) and (10) . We rewrite (9) and (10) as
respectively, where
Aided by [24] , we obtain 1 N h k,j,j A kj h H k,j,j a.s
1
Moreover, we find
Tr(A 
where Θ is the solution of x to
Therefore, we obtain the approximations as follows: 
Finally, by substituting (32) and (33) into (12), we obtain R 
