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Background
In the dynamic and highly competitive business environment, manufacturing industries are under tremendous pressure due to the free market economy, rapid technological development, and continuous changes in customer demands (Islam et al. 2006) . To cope with the current business trends, the demands on modern manufacturing systems have required increased flexibility, higher quality standards, and higher innovative capacities (Monica and John 1999) . 'These demands emphasize the need for high levels of overall system reliability that include the reliability of all human elements, machines, equipment, material handling systems and other value added processes and management functions throughout the manufacturing system' (Islam et al. 2006) . Whatever the resources they possess, the manufacturing organizations encounter undesirable events and unwanted setbacks such as machine breakdowns, material shortages, accidents, and absenteeism that make the system unreliable and inconsistent (Monica and John 1999; Mitala and Pennathurb 2004; Monostori et al. 1998; Toulouse 2002) . In fact, undesirable events and unwanted setbacks (internal and external) in day-to-day operations are common in small and medium-sized manufacturing enterprises (SMEs; . The authors of this paper chose the word 'disturbance' to represent any of these undesirable events and setbacks. They define the disturbance as 'an undesirable or unplanned event that causes the deviation of system performance in such a way that it incurs a loss, ' and the definition is published by the authors elsewhere (Islam et al. 2006; . This research adopts the definition of disturbance. As a disturbance creates undesirable consequences that are obviously detrimental to a business performance, we finally refer to a disturbance as a 'risk determinant' on the basis of its significant presence in the system and its consequential negative impact on business and operational performance. Disturbances are linked to undesirable consequences which may originate from different circumstances (Monostori et al. 1998) . 'Whatever the sources of disturbances, the consequences resulting from them could be; difficulties to continue work, decreased productivity, reduced production rate, increased defective products, unplanned rework, delayed delivery to market, unexpected downtime, human loss, etc.' (Islam et al. 2006; . In practice, there is a financial loss due to any consequential effects of disturbances. The combined effect of different disturbances could effectively cripple an SME's business performance which may ultimately put it at risk of complete failure (Islam et al. 2006) . The risks can, in general, be categorized into three groups: operational, occupational, or economic. The first category of risks involves the loss of production and the loss of production capability that includes productivity losses, qualityrelated losses, interrelated activity losses, and asset losses. The second category comprises the risks associated with employees' health, safety, and well-being, while the third category encompasses business risks associated with the financial penalties resulting from either of the first two categories as well as compensation claims and damage to reputation. While dealing with risks, the term 'hazard' automatically comes into the scenario; thus, the definition of a hazard can play an important role when dealing with risks in the industrial context. A hazard is a condition that can cause harm, injury, death, damage, or loss of equipment or personnel (Bahr 1997) and can exist without anything actually failing within the enterprise. There are four types of hazards, namely catastrophic (death or serious personnel injury or loss of a complete system), critical (severe injury or loss of valuable equipment), minor (minor injury or minor system damage), and negligible (no resulting significant injury or system damage). While examining the definitions of a hazard, it can be noticed that a hazard ultimately represents a situation or condition that has the potential to harm people, property, or the environment. However, a question now presents itself, that if there is no chance to harm any of these three elements (people, property, environment), can we classify the situation as a hazard? For an example, the absence of a key machine operator may have no impact on any of these three elements, but it has the potential to develop financial risk to the organization in terms of loss of production; however, the impact might be severe for a small business if the absence is prolonged. There might be some debate as to whether absenteeism should be included in the hazard category or not, but most people would agree to recognize it as a potential operational disturbance which could have serious consequences for an SME. Operational disturbances can be seen from different perspectives and can also be described with various words such as disruptions, failures, errors, defects, losses, and waste . However, all potential disturbances and their consequential losses should be considered in the risk management of SMEs because they can be both time-consuming and costly. We believe that this type of disturbance should be studied under the umbrella of risk management. Consequently, while studying risk management in SMEs, we prefer to use the term 'disturbance' instead of hazard. According to our definition, therefore, a disturbance represents all types of hazards as well any other unwanted setback that can produce uncertainty or a loss for an organization.
The focus of our research was to identify typical risk determinants of SMEs that need to be considered in developing an integrated risk management approach which should include strategic, operational, occupational, financial, and technology-oriented risks. The research is, therefore, built in a specific research question -what are the typical risk determinants of manufacturing SMEs?
Based on the findings related to the question, we have identified a set of key internal and external operational disturbances, which are eventually highlighted as 'risk determinants' based on their occurrence and consequential effects on the business performance of SMEs. This paper presents the identified risk determinants and describes a methodology to identify them.
SMEs are viewed as a source of flexibility and innovation, and they make significant contributions to the economies of many countries, both in terms of the number of SMEs and the proportion of the labor force employed by them (Hoffman et al. 1998; Ministry of Economic Development 2004) . However, SMEs are perceived as high-risk ventures, and the entry and exit rates support this perception (Zacharakis et al. 1999) . Previous research has indicated that there is little difference between small business failure rates in developed and developing economies, and it is estimated that 50% of all start-ups fail in their first year, while 75% to 80% fail within the first 3 to 5 years in the USA (Anderson and Dunkelberg 1990) . It has also been shown that up to 50% of the small businesses started in South Africa eventually failed (Watson and Vuuren 2002) . In New Zealand, 40% to 50% of small businesses failed within the first 10 years, and a negative correlation was found between a firm's total full-time employment and its failure rate (Ministry of Economic Development 2004). Business failure is often caused by a lack of knowledge, misplaced overconfidence, lack of financial performance strategies, or a lack of internal management planning (Gibson and Cassar 2005; Hartcher et al. 2003) . In spite of high failure rates, however, small businesses continue to be an essential component of the economy of many countries as they account for a significant percentage of all entities and collectively employ large numbers of the workforce. Generally, SMEs depend on financial factors such as profit or sales when considering business risks (Waring and Glendon 1998). However, monetary factors alone may ignore many issues affecting the long-term reputation of the SME and its staff. A recent research study has suggested that risk management is less well developed within SMEs where the strong enterprise culture sometimes mitigates against managing risks in a professional structured way (Virdi 2005) . According to the study, the SMEs are reluctant to adopt a formal risk management strategy despite having the evidence that businesses that adopt risk management strategies are more likely to survive and grow. Zacharakis et al. (1999) identify some reasons for failures of small businesses that include both internal and external causes. The internal causes of failure include poor management, lack of risk management planning, and failure to adopt a risk limit threshold. The external causes included government policies, the vulnerability resulting from small size, competition from larger businesses, civil strife, natural disasters, and general economic downturns. It was also found that 'overconfidence' could often drive small business operators to devalue the importance of fundamental risk assessment that ultimately caused their failure. Although there are some other causes for failure that are highlighted in this section, our research is not intended to investigate the reasons behind the absolute failures of SMEs. Rather, it deals with identifying the potential risks existing when operating SMEs within their current infrastructures so that they can avoid potential failures by implementing a strategic risk management approach. Because manufacturing involves a complicated mix of people, systems, processes, and equipment, an effective research strategy needs to be multidisciplinary in its approach to establishing a risk management framework . Because of some infrastructural, technological, financial, and human resource-related limitations, SMEs may keep themselves away from adopting a positive approach towards strategic risk management (Islam et al. 2006; Hartcher et al. 2003; Martie-Louise 2006) . Islam et al. (2006) state:
It is noteworthy to mention that major accidents and emergencies rarely occur in SMEs although small losses, near misses, unsafe acts and unsafe conditions are common occurrences. But, problems, failures and mistakes as well as incorrect or ineffective actions, are very likely occurrences in the daily business of SMEs and for this reason, in practice, minor incidents and near misses are worth analyzing since in slightly different circumstances the consequences could have been quite serious. By monitoring even small problems and analyzing their underlying causes, it might be possible to discover causes for more serious problems and the existence of hazards. Therefore, no disturbance should be overlooked or should be allowed to happen again.
In the authors' knowledge, research works done on risk management have generally focused on particular industries such as nuclear, aviation, space exploration, chemical processing, and other areas where the consequence of a system breakdown is considered severe or catastrophic for human beings or the environment, and/ or where the potential financial loss is significant (Islam et al. 2006; Andrews and Moss 2002; Khan and Abbasi 1998; Milan 2000; Seastroma et al. 2004; Strupczewski 2003) . In addition, research works on risk management in other areas, including financial sectors, medical science, transportation, and construction engineering, have also significantly expanded with time (Islam et al. 2006) . In contrast to this, lower priority has been noticed in the literature concerning risk management in the SME sector. Most of the studies relevant to risk management in this sector indeed concentrate solely on the risks associated with safety and occupational health (Islam et al. 2006; . Protective practices such as occupational safety and health and other safety-related programs should, if properly implemented and practiced, ensure better health and working environments inside organizations. They do not, however, ensure the smooth running of the organization or minimize its risks operationally, technically, and/or financially.
Hazard identification within a system is the starting point of any risk identification or assessment process that emphasizes the critical components or factors that produce or could produce failure or harmful consequences for humans, assets, or the environment (Islam et al. 2006; . In this context, different techniques such as Hazard and Operability Analysis studies, Failure Mode and Effect Analysis, Failure Mode and Effect Critical Analysis, Hazard Analysis with Critical Control Points, Fault Tree Analysis, Event Tree Analysis, 'What if' analysis, and Checklists are widely used in practice (Islam et al. 2006; Khan and Abbasi 1998; Mushtaq and Chung 2000; Pearson and Dutson 1995; Tixier et al. 2002) . All these techniques focus on the main hazard sources systematically, but none of them can produce a thorough list of important system failures, causes, consequences, and controls and can lend themselves to rigorous risk acceptability analysis (Islam et al. 2006 ). Furthermore, none of the techniques are necessarily effective in identifying and prioritizing the risks associated with multifaceted criteria. None of the abovementioned methods alone can readily be applicable for dealing with risks associated with operational disturbances, because of their complex nature. 'For example, a disturbance such as 'tool shortage' could be rooted in; erroneous planning of stock, misuse by the operator, unexpected breakage, or incorrect selection of tool for the particular task. Thus, the origin of the disturbance could either be strategic, operational or technical. This means that a detailed analysis of a particular disturbance is required to establish a suitable risk handling procedure' (Islam et al. 2006) . In this connection, we have developed a strategic risk management model for SMEs and have published the model elsewhere (Islam et al. 2006; ). However, we conducted further study on the identification of specific risk determinants of SMEs and have discussed the identified determinates in this paper.
Case description

Research methodology
We choose an empirical investigation as it puts special emphasis on the affiliated research leading to the development of a strategic risk management framework in terms of operational and organizational aspects Glaser and Strauss 1980; Luis et al. 1999; Mills et al. 1995; Pettigrew et al. 1989 ). The empirical investigation was carried out by applying a multi-method approach (combination of case study and survey methods), called triangulation, which provided a relatively potent means of assessing the degree of convergence, as well as identifying divergences, between the results obtained Brewer and Hunter 2006; Jick 1979) . In the triangulation method, the survey results improved the authors' understanding of the particular phenomenon (relationship between potential disturbances and their associated risks in this case). On the other hand, the case studies added to a more holistic and richer contextual understanding of the survey results. Thus, the multimethod approach is believed to be enhancing the credibility of the research results while reducing the risk of observations reflecting some unique artifact (Brewer and Hunter 2006; Denzin 1989) .
Data collection methods and sample
For the empirical investigation, standard questionnaires were developed and verified by a panel of academic experts and subsequently by an industry focus group in a pilot study. The questionnaires were designed to explore the risk determinants (potential disturbances) and risk indicators (detrimental parameters to business performance) relating to existing practices in the studied organizations. The focal points of the questionnaire were (1) production-related activities associated with risks;
(2) quality, reliability, and health-and safety-related issues of both assets and personnel; (3) major activities in the supply chain networks; and finally, (4) strategic issues relating to the current practices in risk management.
There were two phases in the data collection process. In the first phase, questionnaires were sent to 55 manufacturing SMEs (to 165 individual management personnel, to three tiers of management of each organization), and in the second, to 157 SMEs (to 417 management personnel). The respondents were given 1 month to return the completed questionnaires while an additional 3 weeks were allocated for telephoning and personal interviewing to acquire missing data in incomplete questionnaires. Out of 212 SMEs, 11 SMEs declined to participate in the questionnaire survey due to their organizational restructuring, busy scheduling of the management, absorption in other business sectors, or some other undisclosed reasons, though they mentioned their keen interest (in the response letters) to the research subject. Four sets of questionnaires were sent back to the researchers not finding the addressee. Five participating organizations provided partially completed questionnaires, which have been excluded in the analysis. Altogether, 96 usable responses from management personnel (top, middle, and front-line management), from 32 responding SMEs, were returned and have been analyzed, and presented in this paper. It is noted that the organization which returned three sets of completed questionnaire is only considered as responding SME. In this connection, the useful response rate of 18.27% from companies was considered satisfactory and representative of SMEs in New Zealand. The overall response rate of 23.08% from the selected SMEs indicates the substantial importance of the research topic, while past experience suggests that mail survey response rates are often low and appear to be declining among small business populations (Dennis 2003). However, before making any conclusive remarks on the survey findings, further verification was carried out by subsequent in-depth case studies involving five SMEs from among the participants in the mail survey. We choose the follow-up case study approach as '. . .an empirical inquiry that investigates a contemporary phenomenon within some real-life context and a methodology involving multiple sources of data which provides the fullest understanding of the phenomenon and improves the validity of research implications through triangulation' (Scudder and Hill 1998; Yin 1994) . The case studies were conducted longitudinally over an 8-month period. The findings from the mail survey enabled us to develop a deeper understanding of the existing strategies and underlying practices in typical SMEs in New Zealand. During the case studies, ten elements of the operation, namely premises, product, purchasing, people, procedures, protection, processes, performance, planning, and policy, that represent the main risk areas to the success of a business were considered (Jeynes 2002 ). An ethnographic approach, which involves the sustained participation in, and observation of, the practical business settings which cover the day-to-day incidents and practical phenomena occurring within the organization, was applied in the case studies (Yin 1994; Bowman and Ambrosini 1997; Charmaz 2006) . Apart from direct observation, relevant documents and diagrams from the studied organizations were reviewed and verified. Supplementary data were collected through formal interviews (with key senior executives who shape the firms' operations strategy) and informal discussions (with frontline managers, production supervisors, and some key employees on the shop-floor).
Validation of questionnaire
The mailed survey was carried out by the developed questionnaires. One questionnaire was designed for top management (senior executives), and the other was designed for middle and front-line management of each organization. The purpose of two separate questionnaires was to collect disturbance information from different areas of concerns of each management level. In total, 26 questions were formulated for the questionnaire of the top management and 34 questions were in the questionnaire for middle management. However, in the context of this paper, the questions that were directly related to the disturbances are presented in Additional file 1 for the clarity of the investigation. Most of these questions were of the 'multiple choice' kind. The answers of the questions comprised four-point rating scales for response. The four-point rating scale was chosen to prevent the occurrence of central tendency error.
A typical example of the questions related to an internal disturbance is, Over the last 12 months, how often did you notice 'absenteeism' in your organization? (4 = often, 3 = sometimes, 2 = rarely, and 1 = never). A typical example of the questions related to an external disturbance is, To what extent does 'skilled labor shortage' impede your business performance (profit/growth)? (4 = to great extent, 3 = to some extent, 2 = a little amount, and 1 = not at all). A typical example of the questions related to a risk indicator is, Over the last 12 months, how often did you notice 'lower than expected productivity'? (4 = often, 3 = sometimes, 2 = rarely, and 1 = never).
The questionnaires were designed in such a way that they were easy to understand and answer. They were pretested and carried out in two sequential stages. The first stage consisted of a review by a panel of academic experts and survey specialists who ensured that all necessary questions were included and ambiguous questions eliminated, and the categorization of the questions was set up properly to ensure that subsequent data analysis would provide the desired information. The second stage was a pilot study with ten participating SMEs. The responses from the pilot study allowed the authors to verify whether respondents were biased towards certain categories of questions or leaving questions unanswered. The study found that all respondents answered all questions and the responses on the ordinal scales were reasonably dispersed. Finally, the measuring scales were tested to verify the reliability of instrument with the help of Cronbach's alpha (α) (Hinton 2004; Black 1999) . The values of α were 0.701 and 0.716, and 0.721 for the questions of internal and external disturbances, and risk indicators (consequential effect), respectively, that ensured the reliability and internal consistency of the measuring scales.
Characteristics of studied SMEs
The significance of the SME sector in New Zealand has been increasing, with further opportunities presented by globalization and technological development (Ministry of Economic Development 2004). New Zealand is a small nation state of 4.3 million people, ethnically diverse, with a strong culture of self-help and independence underpinning business development (Ministry of Economic Development 2004). New Zealand's size means that by international standards, its small businesses are very small but are the dominant sector in terms of employment, organizational structure, and social and economic cohesion. A recent report on SMEs states that in the context of policy consideration, the characteristics of small-sized businesses should typically include personal ownership and management, few specialist managerial staff, and not being part of a larger business enterprise (Ministry of Economic Development 2003) . SMEs in New Zealand typically exhibit these characteristics, and it is in this context that our research has been designed to deal with companies with employment in the range of 10 to 100 employees .
The list of SMEs selected for the mail survey and case studies was compiled from a variety of business databases; these were randomly chosen to represent a range of manufacturing groups. These groups covered the four sectors of (1) metal-based product and equipment manufacturers, (2) wood and wood-based product manufacturers, (3) paper-and plastic-based product manufacturers, and (4) textile and garment manufacturers. These groups were selected because of their economic importance to New Zealand. The characteristics of the participating SMEs in the mail survey are presented in Table 1 .
Key findings and analysis
The key findings are categorized and presented in the following sections:
Risk indicators
Two principal measures of corporate performance are profit rate and growth rate (Freel 2000; Geroski and Machin 1992; Wynarczyk and Thwaites 1996) . Needless to say, there are a number of ways to measure growth rate and profitability which are substantially linked to several variables of operational activities. Several studies have overwhelmingly indicated that effective employee management, along with other strategic measures, can lead to a competitive advantage in the form of a motivated workforce, improved operational and business performance, reduced employee turnover, and improved productivity, which in turn improve the net profit of a firm (Batt 2002; Macduffie 1995; Virdi 2005) . Moreover, growth of a business would appear to play an important role in its sustainability in a dynamic business (Barbara et al. 2000) . We could, therefore, interpret that dissatisfaction with net profit and in business growth (assuming that the business plan is realistic), as well as significant employee turnover rates, could be the results of inappropriate or inadequate strategic allocation and utilization of resources and that these should be treated as primary indicators of potential problems for an organization. Our research approach, however, was not to verify the measures of these categories. Rather, it tried to identify whether there is any correlation between business growth rate and net profit, and the potential disturbances. The research finds that approximately 32% of the SMEs are dissatisfied with their existing 'net profit' (of which 10% are very dissatisfied) and about 40% are dissatisfied with 'business growth' (of which 10% are very dissatisfied). On the other hand, 9% of the organizations are very satisfied with both net profit and business growth. The study also finds that 30% of SMEs consider the existing 'employee turnover rate' as a substantial impediment to effective business operation, while 43% indicate the impediment from this factor to be small, and 26% indicate it to be negligible. These are apparently linked to operational risks of direct or indirect losses due to failures in systems, processes, and people or from external factors. Thus, dissatisfaction level with net profit and in business growth and employee turnover rate is considered as 'risk indicators' for our research. In addition to these three, 11 risk indicators which are linked to operational, occupational, and economic losses are identified from the study. Figure 1 shows the relative position of these risk indicators in terms of their emergence in the systems of the studied SMEs.
Operational disturbances
The risk indicators have potential linkages with day-today operational disturbances, which degrade business performance and the business environment. In consequence, the disturbances ultimately play a vital role in putting an organization at risk in terms of production, safety, and financial, resulting from both internal and external customer dissatisfaction . These can lead to a loss of market share and eventually put the Between 5% and 10% of total employees 2 6.25
More than 10% of total employees 2 6.25
Total number of selected organizations 32 100.00
organization out of business, if they are not carefully treated. For this, a thorough investigation was conducted to identify key operational disturbances (in essence, driving risk factors) and their linkage to some risk indicators discussed in the previous section. We have identified a number of notable internal and external operational disturbances, which are summarized in Figures 2 and 3 . Among the internal disturbances, absenteeism, machine malfunction, machine breakdown, and material handling disruption were found to be the most significant disturbances, and unexpected major hazards, unexpected accidents/injuries, and tool shortage were found to be the least significant ones, while the other disturbances were found to fall between these extremes. Among the external disturbances, competition, delayed supply by the regular supplier, and skilled labor shortage were found to be the most significant ones, while financial obstacle was found to be the least significant in terms of their influence on the operational system. However, despite the minimal influence of some disturbances, they were still considered for further analysis to find out their consequential effects. 
Risk determinants
All disturbances presented in Figures 2 and 3 were considered for further analysis to determine whether they should be treated as risk determinants. The analysis included some statistical methods of parametric and non-parametric testing such as t test, the Friedman test, and the Spearman correlation coefficient tests (Hinton 2004) at two significant levels: α = 0.01 (99% confidence level) and α = 0.05 (95% confidence level). The results of the t test are presented in Table 2 .
On the basis of their comparative occurrence in practice, the disturbances are assigned with relative scores. The disturbance which occurs most frequently is assigned with the highest score, while the disturbance which occurs least frequently is assigned with the lowest score. Thus, among the internal disturbances, 'absenteeism' scores the highest number of points, and 'tool shortage' and 'unexpected major hazard' jointly score the lowest.
The relative positions of the internal disturbances, based on their scores, are shown in the second column of Table 3 . The final test results (based on Spearman's correlation coefficient, r s ) confirm the positive correlation between internal disturbances and risk indicators; the results are presented in Table 4 . Based on the positive correlation of disturbances with a number of risk indicators, scoring is performed. The highest scorer is correlated with a maximum number of risk indicators, while the lowest one is correlated with a minimum number of risk indicators. Thus, all disturbances are assigned with scores and are presented in the third column of Table 3 . Finally, on the basis of the product of two scores (one for appearance or occurrence and the other for correlation), final ranking is performed for the risk determinants. The determinant which scores the maximum value is assigned with the highest rank (1), and the determinant which scores the minimum value is assigned with the lowest rank (14). Accordingly, the Absenteeism ( relative ranking for all risk determinants is established and is shown in the fifth column of Table 3 . According to the final ranking, 'absenteeism' becomes the most important (number 1) risk determinant among the internal disturbances, while 'malfunctions of measuring equipment' becomes the least important one. Similar tests were conducted and relative measures were performed on the external disturbances, the results of which are summarized in the second and third columns of Table 5 .
Discussion and evaluation
The findings from the mail survey have been presented in the previous section. Most of the findings have strongly been supported by the findings from case studies. Both investigations confirm that there are some Machine breakdown 9 6.5 58.5 6
Spare parts shortage 7 3 21 10
Unexpected work-in-progress 5.5 2 11 12
Unexpected system failure 5.5 8 44 7.5
Unexpected accidents or injuries 4 10 40 9
Malfunctions of measuring equipment 3 1 3 14
Unexpected major hazard 1.5 6.5 9.75 13
Tool shortage 1.5 13 19.5 11 Figure 4 shows that both investigations identify 'absenteeism' as the most frequently occurring internal disturbance and 'tool shortage' as the least frequently occurring in the SMEs studied, while the others fall between these two extremes. Figure 5 shows that 'delayed supply by regular suppliers' (very closely followed by 'demand fluctuation' and 'competition') is the most detrimental external disturbance, and 'financial obstacles' is the least detrimental to the SMEs. Both investigations further confirmed a set of risk indicators, which can be used as the consequential effects resulting from the disturbances ( Figure 6 ). These risk indicators are linked to operational, occupational, and economic losses. The findings of both investigations again converge on the same conclusions, in terms of the overall ranking of the disturbances, even though there are slight, statistically insignificant variations in some cases.
The research study reveals that SMEs have, in general, inadequate measures and planned strategies in place to deal with such risk determinants. Thus, the identified set of internal and external risk determinants found from this study will play a vital role in ensuring that SMEs realize the strengths and weaknesses in their ability to cope with the identified internal factors, as well as the threats and opportunities arising from the identified external factors, while assisting them in formulating and implementing strategic measures to deal with the resulting operational risks. It is obvious that some disturbances are more detrimental than others. Moreover, the nature of the disturbance is found to be dynamic and idiosyncratic in nature. The dynamic behavior of a disturbance in different organizational settings and in different time frame leads us to a common understanding that the appearance of a particular disturbance varies from organization to organization and time to time. Moreover, the same disturbance produces different Figure 4 Comparative images between the survey and case study results on internal disturbances. consequential effects to different organizations based on its time of occurrence and the duration of its existence in the system. An organization, therefore, needs to identify the characteristics of the various disturbances and their consequential effects over time, to develop a proactive strategy for managing operational risks.
Conclusions
An organization is basically a giant network of interconnected nodes. Changes in one part of an organization can affect other parts of the organization with surprising and often negative consequences. The minimization of delays in the system generally becomes an important issue in lean manufacturing. In this context, the optimization of response time to changes in the external environment becomes vital. At the same time, smooth and consistent operational performance in the internal environment is necessary to continue the business in this dynamic business world. Internal and external disturbances to its day-to-day operation put an SME at risk in terms of production, safety, and the business itself. The risks associated with disturbances can be detected by analyzing the negative or detrimental consequential effects, which are identified as risk indicators in the research. We have identified some typical internal and external operational disturbances that need to be considered as risk determinants for SMEs. It is found that some disturbances are positively correlated with a greater number of risk indicators and some with a lesser number of indicators. It is also found that every disturbance is significantly correlated with at least one of the risk indicators. This means that in terms of operational risks, an SME needs to consider all the identified disturbances (risk determinants) in its strategic decisions for managing operational risks successfully. We find that the majority of the studied SMEs do not have systematic risk management strategies in place. It is discovered that the majority of SMEs used standard hazard identification forms, which comply with the requirements of the Health and Safety in Employment Act in New Zealand (Avery 1993) . The current practices in SMEs regarding risk identification relies, almost exclusively, on the documented records of industrial injuries which these forms produce. Near misses are not generally recorded even though this is a requirement of the legislation. Moreover, the identification of root 
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Case study Scores Figure 5 Comparative images between the survey and case study results on external disturbances. Figure 6 Comparative images between the survey and case study results on risk indicators.
causes of the risk determinants and their related origins is not practiced in the studied SMEs, and in SMEs where it is practiced to some extent, the flow of information tends to miss many of the relevant personnel. In addition, the disturbance handling systems in these organizations, in terms of data collection, information processing, information sharing, and decision making, are found to be relatively weak and very informal. With regard to the identification of external disturbances, most SMEs do not have assessment criteria in place to measure the consequences, nor have enough information available to help them determine their root causes. The identified set of internal and external risk determinants should provide a quick reference or benchmark for SMEs. The struggle with the identification of operational risk determinants should be minimized by the identified set of determinants, obtained from a representative sample of SMEs in New Zealand. It is, however, relevant to note that the relative rankings of the identified risk determinants could vary from organization to organization based on their likelihood of occurrence and their impact on business performance. The individual business setting, including current strategic measures, practices, and vulnerability, would play a vital role in developing appropriate strategic plans and actions in each case. While it may be necessary for organizations to add or delete determinants to those identified in this research, depending on their particular situation, they should be able to apply the described methodology to assist them in identifying the risk determinants appropriate to them. In this way, they should be able to identify the extent of the risks associated with the determinants by incorporating the metrics of time, money, and asset loss due to these. In conclusion, the research findings presented in this paper will, hopefully, add to the body of knowledge on good practices in risk management resulting from operational disturbances which can affect SMEs and that may also be useful to both management professionals and researchers in the field of risk management.
