Technological Advances in microelectronic and telecommunication fields enable the existence of tiny computing units, very small and more efficient. In the context of these new technologies, Wireless Sensor Networks (WSN) have emerged. The main research objective in WSN domain is the development of algorithms and protocols ensuring minimal energy consumption. Most proposed solutions are based on one-layer stack model approach. Recently, other works tend to exploit together many layers in order to optimize energy consumption. In this paper, we propose a Cross-Layer Medium Access Control (CL-MAC) protocol using two adjacent layers (MAC and Network) to economize energy for WSN. The basic idea behind our protocol is to wake-up only nodes belonging to a routing path from the source to the base station (Sink) by exploiting routing information while other nodes leave maintained as long time as possible in a sleep mode. The protocol is modeled using a time Petri net and validated by TiNA tool. The simulation results demonstrate the effectiveness of our proposal in terms of energy consumption and latency.
INTRODUCTION
Wireless Sensor Networks (WSN) are composed by tiny sensors called sensor nodes. A sensor node ensures main functions like acquisition of environmental physical measures, local processing of collected data and their transmission to the Sink. These functions are performed by an electronically modules composing the node's hardware architecture. Other components can be added to ensure mobility function and energy self-recharging. A node is alimented by a limited quantity of energy (battery) and communicates wirelessly using a radio signal. Generally, communication between nodes consumes more energy than local processing or collecting data operation. The geographical nature of the deployment space of nodes makes quasi impossible the replacement or the recharging operations of batteries. The challenge is to economize energy inside every node in order to maintain as long as possible the network functionality. Many research works are developed for energy efficiency at each layer of protocol stack by proposing new algorithms and protocols. In particular, MAC layer was of great interest for many researchers because it is considered as an important source of energy wastage that we summarize as follows [1, 2] :
• Overhearing: a sensor node receives packets that are transmitted for other nodes. This is due essentially to the radio transmission nature (omni-directional) forcing every node of the neighbourhood to waste energy when receiving this radio.
• Collision: since radio channel is shared by many nodes, a collision take place every time when two nodes try to send in the same time their packets. Collisions increase energy consumption and latency in case of packets deliverance mechanism due to retransmissions.
• Control packets (overhead): packet headers and control packets (RTS/CTS/ACK) used by a MAC protocol do not contain application data, thus they are considered as supplementary data (overhead). Control packets can be of importance since most applications use data packets with reduced size.
• Idle listening: when a node is not active, leaves listening the signal carrier to knowing if it is the receiver of an eventually traffic. In this situation, the amount of energy waste is equal to the energy dissipated by a normal reception.
• Over emitting: This case arrives when a sensor node receives a packet while is in a sleep mode. This situation forces the sender to perform new retransmissions that are strongly linked to non-synchronisation problem and therefore consume more energy.
In order to decrease or if possible to eliminate these various sources of energy wastage, several protocols has been proposed these last years and which are divided into two main classes:
1. TDMA-based protocols: these protocols known as deterministic are employed to avoid collisions by associating a slot time for each sensor node in a given cluster, and to mitigate the effects of overhearing problem, because in this situation each node knows his corresponding slot time to transmit data packet [3] . However, these protocols require the presence of a management authority (for example a dedicated access point) to orchestrate the various activities inside a cluster. This makes the use of these protocols more complex in the WSN where the nodes in general have a same priority and very limited resources.
2. Contention-based protocols: these protocols known as CSMA-based are usually used in the multi-hop wireless networking due to their simplicity and their adequacy to be implemented in a decentralized environment like WSN. When these protocols are used, collisions can be occur in case of a receiver is located in the radio range of at least two sensor nodes transmitting simultaneously data packets to it. In this situation, this node will not succeed in receiving any data packet. These collisions generate useless retransmissions which cause energy consumption wastage and time consuming in data transmission. To decrease these collisions and to reduce considerably other sources of energy wastage, the Wake-up/Sleep mechanisms and/or the control messages RTS/CTS/ACK defined in 802.11x standard, are used to design energy efficient MAC protocols for WSN like S-MAC, T-MAC, B-MAC and Z-MAC.
Recently, a new generation of MAC protocols (Cross-layer MAC protocols) using several layers in order to optimize energy consumption has been emerged. These layers can be exploited into two modes: interaction or unification. In the interaction mode, the MAC protocol is built by exploiting the data generated by other adjacent layers. MAC-CROSS Protocol [4] is an example of Cross-layer approach which allow the routing information of the network layer to be exploited by MAC layer (interaction between MAC and network layers) by leaving only the communicating nodes in activity and by putting into Sleep mode the other neighbour nodes (not concerned by this communication). In order to avoid collisions, MAC-CROSS uses the control messages RTS/CTS/ACK. On the other hand, a Cross-layer design mode by unification requires the development of only one layer including at the same time functionalities of considered layers.
In this paper, we propose a Cross-layer protocol named CL-MAC, based on the same ideas used by MAC-CROSS. The fundamental difference between our proposal and MAC-CROSS is at the level of the number of consecutive nodes that are implied in MAC functioning at each frame. Indeed, MAC-CROSS acts on three consecutive nodes while CL-MAC uses all the nodes included in a given routing path from the source to the Sink in one frame, thus making it possible to take place simultaneously with two main operations: data packets transmission between communicating nodes (a process relatively slow) which advances progressively, and control packets transmission which advances quickly towards the Sink, by preparing a path in which only nodes belonging the routing path remain in activity and all other nodes enter into Sleep mode for a given time interval.
Temporal Petri nets are introduced in order to model the proposed protocol and TiNA tool is carried out for validation purpose. A comparative study between CL-MAC and S-MAC in term of energy efficiency and latency has been performed for evaluation purpose.
The rest of the paper is organized as follow: In next section, we introduce main works in literature related to energy saving at MAC layer level. Some OSI-based protocols and others based on Cross-layering approach are given in this section. In section 3, we give more details about the proposed protocol CL-MAC. In Section 4, we present a formal representation of CL-MAC protocol using time Petri nets modeling approach. Analyse and performance evaluation of CL-MAC protocol are presented in section 5. Finally, we conclude our work and discuss some future perspectives.
RELATED WORK
In this section, we present some MAC layer protocols developed some years ago enabling energy conservation in WSN. Firstly, compatible OSI protocols are presented and followed by two important cross-layer protocols: MAC-CROSS and XLM. Especially, MAC-CROSS protocol is considered as a basis of the development of our proposal.
Compatible OSI protocols
Many Studies in WSN showed that energy consumption during a communication is four greater than the energy consumed in processing and sensing operations together. This fact leads communication protocols designers to take a particular interest to WSN-MAC layer and to propose some original ideas to manage efficiently this layer. The medium access must take into account all sources of energy wastage considerations.
S-MAC or Sensor-MAC is a very popular protocol developed at California University [5, 6, 1] and is considered as a MAC protocol referenced by the WSN-scientific community. The principle of S-MAC protocol is based on a number of frame delays entering in a communication. Each frame is divided into two equal periods: wake-up and sleep periods. Synchronization of nodes takes place in a neighbourhood' node and exchange their calendars. A wake-up period enables for two neighbour nodes in a wake-up state to remain active during all the duration of the communication. In the sleep period, when a communication ends, communicating nodes enter in sleep mode by switching off their transceivers. This mechanism makes it possible to prolong network lifetime.
Several energy efficient protocols in the literature are based on Wake-up/Sleep mechanism: T-MAC [6] , Z-MAC [2] , X-MAC and B-MAC [7] . T-MAC and B-MAC are considered like S-MAC protocol with adaptive Wake-up/Sleep periods. In these protocols, as early as a node detects that a medium is occupied, enter immediately in sleep mode so as to preserve more energy and reduce a collision risks in his neighbourhood.
Cross-layer protocols
Other protocols based on OSI layer models try to reduce problems encountered in WSN. Network layer protocols tend to optimize paths between network' nodes and the Sink while application layer protocols try to obtain correct, accurate and compressed and/or aggregated information [8, 9] so as to reduce the amount of packets in the network. OSI-based protocols are not flexible, not optimal and consequently reduce network performances. To mitigate these drawbacks, a new MAC approach based on interaction or unification of two or more adjacent layers, called Cross-layer MAC optimization, is emerged [10, 4, 11] . Some protocols using a Cross-layer technique in medium access control layer can be found in literature such as MAC-CROSS [4] and XLM [11] .
MAC-CROSS protocol
In MAC-CROSS protocol, only a few nodes concerned of the actual data transmission are asked to wake-up, while other nodes that are not included on a routing path and hence not involved in the actual transmission at all. In exchanging RTS and CTS packets, a field corresponding to a final destination address is added. The neighbourhood nodes belonging to the path extend their wake-up time while other nodes prolong their sleep time. Destination address is given by a routing table in the network layer. A similar mechanism to ARP protocol of IP network has been proposed if different addressing mechanisms are used in MAC and routing layers separately (see Figure 1 ).
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Address conversion module (Similar to ARP) Cross-layering functionalities of XLM protocol are represented by the constraints defined in the initiative I of a node enabling it to carry out a local congestion control, hop by hop reliability and distributed operation.
The component of local congestion control of XLM ensures energy efficiency and a reliable communication.
Results of performance evaluation revealed that XLM is better than one-layer protocols in terms of communication processing and implementation complexity considerations.
CL-MAC PROTOCOL PRESENTATION
CL-MAC (Cross-Layer MAC) can be added to MAC protocols class exploiting interactions between adjacent layers in order to minimize all energy wastage sources. The MAC layer enables access to the medium with an adaptive Wake-up/Sleep calendar. Nodes are locally and periodically synchronised like in Z-MAC protocol. The network is randomly deployed and nodes take a geometrical form (grid or linear) followed by a synchronisation phase.
The neighbourhood list established by each node contains information about neighbouring nodes (identifier, position, and calendar) and the routing table maintained by a routing agent in adjacent network layer. CL-MAC operates at MAC layer level by exploiting routing information using a similar mechanism adopted by MAC-CROSS protocol. For this reason, weak modifications are made in RTS and CTS message structures without violate the IEEE 802.11 standard. The modified message structures of RTS and CTS illustrated by figure 2 are proposed. The Sink node address is supposed to be known at the level of each node of the network in case of a mono-Sink WSN. However, it is important to note that CTS and RTS messages have identical structure but the difference is in their interpretation by the receiver node. Thus, if the receiver is:
RTS
• next node: the message acts as an RTS sent by the sender.
• previous node: the message acts as a CTS coming from a transmitter as a response to an RTS.
• any other node: the message controls the behaviour of the node and forces it to put into sleep mode.
In a wake-up period, a node continues to listen the medium for a short period. Two cases can be considered if the medium is not allocated:
The node has data to transmit towards the sink, then take possession of the medium immediately and informs its neighbour nodes of this decision. Case 2. Node does not have data to transmit. In this situation, it runs out its transceiver in order to avoid energy dissipation in idle listening and overhearing situations. In this way, the node takes more time in sleep mode than in S-MAC protocol (½ frame + communication time). If in this period the medium is allocated, this means that a communication is occurring or another node trying to obtain the medium control. In this case two situations can occur again:
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• Situation 1. Another node tries to transmit packets. Then, Backoff algorithm [12] is used to resolve this contention problem and make possible only one node (elected node) to obtain the control access right. All other nodes are putting into sleep mode except the receiver of the packet which remains awake so to communicate with the elected node.
• Situation 2. The node has no data to send. Then, if it is concerned by the communication it remains in wake-up mode, otherwise it is putting into sleep mode until the next communication.
A receiver node is identified by the sender by referring to its routing table. This table contains all information related to the path between the sender and the Sink (distance, hops number of each alternative path, previous node identifier). In our case, the short path approach is implemented in network layer by applying Dijkstra-Moore algorithm.
Our protocol forces all nodes that are not selected for routing paths to put into sleep mode. In the network, the routing path appears as a lighted path from the source node to the Sink. This idea on which our protocol CL-MAC is based enables to eliminate all sources of energy wastage described in section 1.
The Figures 3 and 4 below illustrate the main advantage of CL-MAC protocol comparing to others MAC-protocols like S-MAC and MAC-CROSS.
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FIGURE 3: Main functionalities of S-MAC (a) MAC-CROSS (b) and CL-MAC (c)
As explained above, in S-MAC protocol, a frame is divided into two fixed periods: one for a listening who causes a useless loss of energy consumption and another for sleeping. In listening period, the control messages CTS/RTS are exchanged. The CSMA/CA mechanism is used for packet transmission in order to announce to a source node the next data transmission, for example, source node A in figure 3 . It is clear that a node like B', not concerned by the communication (between nodes A and B), must enter into sleep mode during all communication time or after, according to the listening period fixed by the protocol. Just after the end of communication, node B can starts another communication without waiting the expiration of sleep period, e.g waiting the next frame. This was adopted for designing adaptive S-MAC protocol. In each frame, MAC-CROSS protocol enables the exchange of RTS/CTS/ACK messages between three consecutive nodes using routing information obtained from the routing agent in network layer, while CL-MAC does the exchange of the same messages but only at the beginning of each frame, then the third node transmits however directly the received CTS to the next node in the path. This CTS message is interpreted in case of CL-MAC by a receiver node as a RTS of normally the next frame in MAC-CROSS protocol, for each routing node to another in the path until arriving to the Sink during the same frame. This allows all nodes belonging to routing path to remain active (or mobilized) until each node transmits successfully data packets to the next node. Just after transmitting these data packets, the node either enters into a sleep mode or prepares to begin a new transmission frame as a new source if it has data to send. Therefore, the frame duration in case of CL-MAC protocol is equal to time taken by a transmission from the source until the Sink.
MODELING CL-MAC PROTOCOL
In order to validate formally our protocol, it is important to model it in a convenient mathematical model according to CL-MAC specifications. The introduction of time Petri nets [13, 14] is motivated by their ability to model easily temporal constraints and the existence of a TiNA analyser tool for properties verification.
FIGURE4: Main advantages of CL-MAC protocol
Time Petri nets or TPN for short are a convenient model for real time systems and communication protocols [15] . TPN extend Petri nets by associating two values (min, max) of time (temporal interval) to each transition. The value min (min ≥ 0), is the minimal time that must elapse, starting from the time at which transition t is enabled until this transition can fire and max (0 ≤ max ≤ ∞ ), denotes the maximum time during which transition t can be enabled without being fired. Times min and max, for transition t, are relative to the moment at which t is enabled. If transition t has been enabled at time α, then t cannot fire before α + min and must fire before or at time α + max, unless it is disabled before its firing by the firing of another transition [15] . The meanings of the transitions are given by Table 1 .
CL-MAC PROTOCOL EVALUATION
To evaluate CL-MAC, we have performed some experimentations using TiNA tool for verification of its formal properties and using C++ software for studying its energy efficiency and latency. Transmission of RTS packet in unicast mode but the nature of the medium acts as broadcast t2
Formal properties verification of CL-MAC
Transmission of DATA packet in unicast mode t3
Sender node enters into sleep mode t4
Awakening of the sender to start a new frame t5
Transmission of CTS packet in multicast mode by the receiver t6
Transmission of ACK packet in unicast mode after receiving DATA packet t7
Entering into sleep mode of the receiver after achieving his communication (frame) t8
Entering into sleep mode of neighbour node not concerned by the actual communication t9
Awakening of neighbour node not concerned by the actual communication after the last one ends t10
Transmission of CTS packet by the next node t11
Transmission of DATA packet by the receiver to the next node t12
Entering into sleep mode of the next node 
Performance evaluation of CL-MAC protocol
Performance evaluation of our protocol includes some metrics such as energy, delay and scalability. Because of the lack in practice of simulation tools dedicated for the Cross-layer protocols class, we have developed our simulation software using C++ Builder programming language. In this software, we have implemented at the same time our protocol CL-MAC and S-MAC. The kernel of the simulator is event oriented and based mainly on object oriented paradigm. In the future, we hope to adapt the NS2 (Network Simulator) software in order to support simulation of this class of protocols.
Simulation Environment
An example of deployed WSN network generated by our simulator and used for CL-MAC evaluation is illustrated by the Figure 7 and simulation parameters are summarized in Table 2 . Latency (µ second) used in our experimentations is defined as an elapsed time between the time of message sending by a source node and the time of arrival of this message to the final destination (Sink). For the calculus of energy consumption, we have used a first order energy model introduced by [17] . 
Performances analysis
The aim of simulation is to analyze the effect of variation of some parameters such as number of data sources, density and hop number on CL-MAC and S-MAC behaviour in terms of dissipated total energy and latency in the network. Figure 8 shows that if the number of data sources increases in the network, the total energy consumed by S-MAC increases more quickly than that consumed by CL-MAC. But, more than 46 active data sources simultaneously make our protocol more consuming energy. This can be explained by the fact that each time a data source is added to the network, more nodes will be mobilized to remain in active state (thus their duty cycle increases) in order to participate in routing paths as intermediate nodes. Thus, there will be fewer nodes in Sleep state (but the effectiveness of our protocol is based on its ability to put into Sleep mode any node not concerned by the routing operation). On the other hand, S-MAC has the capability to put into Sleep mode each sensor node for a half cycle independently of source nodes number. Therefore, no changes will be made in node duty cycle. In the experimentation producing the results of Figure 9 , we have varied the density of the network in a fixed deployment space and we have chosen a data source located at 10 hops far from the Sink. The data source sends data packets to the Sink on the routing path. As the number of neighbours of each node belonging to the path changes randomly according to the density, we have chosen the average number of these neighbours in numerical evaluation of total energy consumed by the network. In Figure 9 , CL-MAC always maintains its best performance as a protocol with a minimum energy consumption compared to S-MAC. This last one consumes more energy if the network density increases. Figure 10 shows well that latency quickly increases in the case of CL-MAC when a new source node is added to the number of nodes already in communication. On the other hand we note, for a given number of sources lower than 4, CL-MAC records latency better than S-MAC. This can be explained by the nature of the progressively generated paths. Indeed, in the presence of not disjoint paths (paths having at least one intermediate node in common), CL-MAC protocol leaves in active mode only one node included in a routing path and puts the remainder of neighbour nodes into Sleep mode. However, if this active node is included in several routing paths, then the only path, which will be operational, is that will have possession of this active node. The other paths will be delayed until the current routing step at this active node is finished. More precisely, the neighbour nodes of the active node, that have been included in other routing paths, will be found in Sleep mode at the moment when the nodes, which precede them in their corresponding paths, want to transmit a message to them. It is consequently clear that in the case of disjoint paths, CL-MAC maintains its performances although the insurance of a presence of disjoint paths in the network from many sources is in practice a very challenging issue.
The results of Figure 11 are obtained by carrying out 5 transmissions of data packets for each hop where the resulting average value is considered. We note in this figure that each time a sensor node moves away from the Sink, CL-MAC protocol records a better latency compared to S-MAC. Indeed, while moving away from the Sink, the routing path will contain more sensor nodes to participate in routing operation. Therefore, according to the strategy adopted in CL-MAC, there will be more potential sensor nodes to put into Sleep mode. This explains the gain in term of latency in presence obviously of only one routing path at a given time. 
Scalability
Protocol CL-MAC enables to a network composed of a number of nodes, which can reach 1000 sensors nodes, to normally operate in different experiments that we have performed, especially in energy saving study, without degradation of its performances.
CONCLUSION AND FUTURE WORK
In this paper, we have proposed a novel energy efficient MAC protocol using a Cross layer optimization approach, named CL-MAC. This protocol has been modeled using time Petri nets and validated using TiNA tool. The simulation experiments undertaken on several network topologies of wireless sensor networks showed the effectiveness of CL-MAC protocol in terms of energy consumption and latency. Other interesting characteristics of this protocol, that we can found in the majority of MAC protocols to energy saving, allow to mitigate some problems such as collision and idle listening which has been proved to be potential sources of energy wastage; and in addition support the scalability. The comparison carried out with S-MAC protocol is justified by the fact that S-MAC is regarded as a reference chosen by the community of researchers for studying MAC layer behaviour for WSN.
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Various experiments that we have performed show that CL-MAC is largely better than S-MAC in term of energy consumption and latency in the following cases:
• when the data source is far from the Sink,
• when, at a given time, the number of data sources is low with no limit for network size.
These two cases characterize, in our opinion, the class of wireless video sensor network applications for surveillance of intruders, where a deployment field is in general far from the collection and decision-making station.
Because of the reactive mode of this type of applications when an intruder detection event occurs, a video sensor node in general, or sometimes a restricted number of nodes carrying out the surveillance tasks in cooperation fashion, covering the corresponding area will become a video data source to transmit data stream without significant delay towards the collection center. The energy and the latency can be considered in this case as metrics of quality of service which can be guaranteed at the MAC level by employing Cross-layer approach. For this reason, these results encourage us to investigate the applicability aspect of CL-MAC protocol for this real applications category.
