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U ovom radu opisana je raspodjela opterećenja na više poslužitelja. Izvedena je konfiguracija 
raspoređivača opterećenja kroz tri scenarija. U prvom scenariju, korišten je protokol HTTP s 
obje strane raspoređivača opterećenja (klijentska i poslužiteljska strana). U drugom scenariju 
korišten je protokol HTTPS s obje strane raspoređivača opterećenja dok je u trećem scenariju 
korišteno SSL rasterećenje, odnosno na klijentskoj strani koristi se protokol HTTPS dok se na 
poslužiteljskoj strani koristi protokol HTTP. Testiranja pokazuju da je brzina obrade klijentskih 
zahtjeva najbrža kod prvog scenarija, ali uz nizak stupanj sigurnosti dok je brzina obrade 
klijentskih zahtjeva najsporija kod drugog scenarija, ali uz visok stupanj sigurnosti. Raspodjelom 
opterećenja postignuta je visoka dostupnost Internet poslužitelja. 
 


























This thesis describes the load balancing across multiple servers. Configuration of load balancing 
have been derived through three scenarios. In the first scenario, the protocol HTTP was used on 
both sides of the load balancer (frontend and backend). In the second scenario, protocol  HTTPS 
was used on both sides of the load balancer while in the third scenario SSL offloading was used, 
where frontend using the HTTPS protocol while backend using the HTTP protocol. Tests show 
that the speed of processing client's request is the fastest in the first scenario, but with a low level 
of security while in second scenario spee of processing client's requests is the slowest but level 
of security is high. With Load balancing it is achived high availability of web servers. 
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