events such as the Edward Snowden disclosures about NSA domestic electronic surveillance and the FCC's reconsideration of net neutrality rules, among others, has directed public attention on the future of computing and the dangers of our reliance on an increasingly centralized corporate computing infrastructure. As more and more personal data are stored, shared, and transported via cloud-based services, the need to understand and critically evaluate these interconnected systems has become acute. Vincent Mosco's latest book, To the Cloud, offers a much needed and insightful window into this brave new computing world. As in his earlier work, Mosco adopts a political economic approach to new information technologies. His recent effort, along with his previous book The Digital Sublime (Mosco, 2004) , looks critically at the legal, economic, and discursive structures surrounding new technologies.
While there has been a good deal of recent attention paid to the scientific and democratic possibilities of networked computing (see, for example Benkler, 2006; Mayer-Schönberger & Cukier, 2013; Shirky, 2008) , these efforts often serve to reinforce the hyperbolic marketing claims of big technology corporations. Mosco's orientation to technology is more in line with scholars such as McChesney (2013), Suarez-Villa (2012), Andrejevic (2007) , Hindman (2009), and Schiller (2007) Mosco meticulously outlines and analyzes some of those "banal" consequences of cloud computing, which represents one of the strongest parts of the book. For example, even though "the cloud" connotes ideas of weightlessness, magic, and the myth of boundless space, Mosco argues that the physical requirements of cloud computing are real and potentially dangerous. For instance, the energy required to power vast server farms in sometimes remote areas results in serious environmental consequences. This was the case in Quincy, Washington, when Microsoft located a giant server farm on the outskirts of this small town, only to begin significantly polluting the air when it ran its 10-foot-tall diesel-powered backup generators for more than 3,000 hours in 2010.
The dramatic rise in "e-pollution" is not the only tangible negative side effect of a cloud computing infrastructure. To the Cloud also tackles the inherent privacy and security pitfalls that accompany our race to the cloud. Cloud computing raises numerous privacy concerns because "it entails moving all data from relatively well-known settings where the home computer hard drive is under personal control or the computer at work stores data behind an employee's firewall at an on-site data center" (p. 141). The storage of vast quantities of personal data on off-site servers makes them ripe for attacks by malicious hackers or vulnerable to failure due to the complexity of the systems created to manage and protect all the data. These issues aside, the central privacy threat posed by cloud computing arises from the revenue streams that flow from users' own personal data, argues Mosco. Services like Google Maps, Facebook's "likes," and Amazon's purchase history database are all heavily utilized by corporations to target advertising to consumers, generating billions in revenue in the process. Finally, Mosco illuminates another "dark cloud" by noting the shifts in IT labor thanks to cloud computing. The cloud essentially "deepens and extends opportunities to eliminate jobs and restructure the workforce" (p. 166). Specifically, in-house tech support jobs are being increasingly outsourced to cloud computing companies as a cost-saving measure, leaving important IT-infrastructure decisions in the hands of a dwindling number of corporate cloud providers. Even more alarmingly, the federal government has also begun outsourcing its data storage needs to the corporate cloud. Perhaps the most startling example of this trend occurred in 2013, when several online sources discovered that the CIA had awarded a $600 million contract to Amazon Web Services (AWS) to build a cloud infrastructure for its sensitive data (Konkel, 2013) .
In the final chapter, Mosco departs from his analysis of the cloud computing industry to address the cultural consequences of the shift toward cloud computing. Not only does cloud computing entail changes in our use of data, he argues, it promotes a specific "culture of knowing" that has "significant implications across social life" (p. 176). He first tackles the concept of "big data," the "movement to analyze the increasingly vast amounts of information stored in multiple locations, but mainly online and primarily in the cloud" (p. 177). The analysis of these enormous data sets using sophisticated computer algorithms has helped solve real-life problems, such as tracking and containing the outbreaks of certain diseases, but it has also enabled the widespread, indiscriminate surveillance of the public by the NSA, CIA, and other government agencies. Here Mosco applies his framework of the digital sublime to critique these texts point to the limits of the day-to-day ephemera that potentially impedes the search for enlightenment and knowledge, the connection between these cultural artifacts and cloud computing seems forced. This adventurous foray into historical cultural criticism, appearing so late in the book, comes across more as an afterthought in a work ostensibly devoted to computing technology.
Nevertheless, Mosco's book provides an excellent, highly readable overview of cloud computing, and his critical analysis of its implementation is a much-needed counterbalance to inflated industry rhetoric about the benefits of "the cloud" for our collective computing future. Given the clarity of the writing style and minimal theoretical foregrounding, To the Cloud is appropriate for a wide audience,
