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CCNP: (Cisco Certified Network Professional) certificación intermedia de los 
diferentes cursos entregados por CISCO, tanto Enrutamiento (ROUTE) como en 
Conmutación (SWITCH). 
 
Networking: Es la integración de dos o más redes con la finalidad de compartir o 
vincular dos o más dispositivos informáticos con el propósito de compartir datos. 
Las redes están construidas con una mezcla de hardware y software incluyendo el 
cableado necesario para conectar los equipos. 
 
DTP: (Dynamic Trunking Protocol) es un protocolo propietario creado por Cisco 
Systems que opera entre switches Cisco, el cual automatiza la configuración de 
trunking (etiquetado de tramas de diferentes VLAN's con ISL o 802.1Q) en enlaces 
Ethernet. 
 
Protocolos de Enrutamiento: Son el conjunto de reglas utilizadas por el Router 
cuando se comunica con otro Router con el fin de compartir información y tablas de 
enrutamiento. Un protocolo de enrutamiento es la aplicación de un algoritmo de 
enrutamiento en el software o hardware. 
 
Vlan: Es un método para crear redes lógicas independientes dentro de una misma 
red física, su acrónimo de virtual LAN (red de área local virtual). Varias Vlan pueden 

















El Diplomado de profundización Cisco CCNP entrega a los aprendices los 
conocimientos necesarios para las configuraciones de Conmutación basadas en 
switches, mediante el uso de  diferentes  protocolos y evaluando el desempeño de 
Enrutamiento mediante el uso de comandos de administración en escenarios de red 
corporativos para desarrollar competencias en la solución de problemas que se 
puedan encontrar en el mundo laboral. 
 
Es de esta forma que el desarrollo de los siguientes laboratorios ponen en práctica 
los conocimientos adquiridos durante el desarrollo del diplomado y prueba el nivel 
que se tiene en la solución de problemas relacionados en Redes y Electrónica en el 
mundo del Networking. 
 







The Cisco CCNP Deepening Diploma provides trainees with the knowledge needed 
for Switch-Based commutation configurations, using different protocols and 
evaluating routing performance using management commands in corporate network 
environments to develop competencies in solving problems you may encounter in 
the world of work. 
It is in this way that the development of the following laboratories will put into practice 
the knowledge acquired during the development of the diploma and test the level 
that one has in solving problems related to networks and electronics in the world of 
Networking. 
 











La administración de redes abarca diferentes disciplinas como lo es la gestión 
adecuada de los recursos disponibles, implementación de la topología necesaria, la 
seguridad, entre otros. 
 
En el presente informe se evidencia en resumen los conocimientos adquiridos en el 
diplomado de profundización CCNP, con la elaboración de dos escenarios en los 
cuales se detalla el paso a paso para la respectiva configuración de BGP, VTP y 
DTP. 
 
Particularmente se usó dos herramientas GNS3 y Packet Tracer para la simulación 
de los escenarios, demostrando que los comandos utilizados son iguales y los 






1. ESCENARIO 1 
 
Figura 1. Escenario 1
 
 












Tabla 1. Información para configuración de los Routers 
 
R1 
Interfaz Dirección IP Máscara 
Loopback 0 1.1.1.1 255.0.0.0 
Loopback 1 11.1.0.1 255.255.0.0 
S 0/0 192.1.12.1 255.255.255.0 
 
R2 
Interfaz Dirección IP Máscara 
Loopback 0 2.2.2.2 255.0.0.0 
Loopback 1 12.1.0.1 255.255.0.0 
S 0/0 192.1.12.2 255.255.255.0 
E 0/0 192.1.23.2 255.255.255.0 
 
R3 
Interfaz Dirección IP Máscara 
Loopback 0 3.3.3.3 255.0.0.0 
Loopback 1 13.1.0.1 255.255.0.0 
E 0/0 192.1.23.3 255.255.255.0 
S 0/0 192.1.34.3 255.255.255.0 
   
 
R4 
Interfaz Dirección IP Máscara 
Loopback 0 4.4.4.4 255.0.0.0 
Loopback 1 14.1.0.1 255.255.0.0 
S 0/0 192.1.34.4 255.255.255.0 
 
1. Configure una relación de vecino BGP entre R1 y R2. R1 debe estar en AS1 y 
R2 debe estar en AS2. Anuncie las direcciones de Loopback en BGP. 
Codifique los ID para los routers BGP como 22.22.22.22 para R1 y como 
33.33.33.33 para R2.  Presente el paso a con los comandos utilizados y la 
salida del comando show ip route. 
R1(config)#router bgp 1 
R1(config-router)#neighbor 192.1.12.2 remote-as 2 
R1(config-router)#network 1.1.1.1 mask 255.0.0.0 
R1(config-router)#network 11.1.0.1 mask 255.255.0.0 
R1(config-router)#bgp router-id 22.22.22.22 
R2(config)#router bgp 2 
R2(config-router)#neighbor 192.1.12.1 remote-as 1 
R2(config-router)#network 2.2.2.2 mask 255.0.0.0 
R2(config-router)#network 12.1.0.1 mask 255.255.0.0 







Figura 3. Salida del comando show ip route 
 
2. Configure una relación de vecino BGP entre R2 y R3. R2 ya debería estar 
configurado en AS2 y R3 debería estar en AS3. Anuncie las direcciones de 
Loopback de R3 en BGP. Codifique el ID del router R3 como 44.44.44.44. 
Presente el paso a con los comandos utilizados y la salida del comando show 
ip route. 
R2(config)#router bgp 2 
R2(config-router)#neighbor 192.1.23.3 remote-as 3 
R3(config)#router bgp 3 
R3(config-router)#neighbor 192.1.23.2 remote-as 2 
R3(config-router)#network 3.3.3.3 mask 255.0.0.0 
R3(config-router)#network 13.1.0.1 mask 255.255.0.0 

















Figura 4. Relación de vecinos BGP entre R2 y R3. Comando Show ip route 
 
 
3. Configure una relación de vecino BGP entre R3 y R4. R3 ya debería estar 
configurado en AS3 y R4 debería estar en AS4. Anuncie las direcciones de 
Loopback de R4 en BGP. Codifique el ID del router R4 como 66.66.66.66. 
Establezca las relaciones de vecino con base en las direcciones de Loopback 
0. Cree rutas estáticas para alcanzar la Loopback 0 del otro router. No anuncie 
la Loopback 0 en BGP.  Anuncie la red Loopback de R4 en BGP. Presente el 
paso a con los comandos utilizados y la salida del comando show ip route. 
R3(config)#router bgp 3 
R3(config-router)# neighbor 4.4.4.4 remote-as 4 
R3(config)#ip route 4.0.0.0 255.0.0.0 192.1.34.4 
R4(config)#router bgp 4 
R4(config-router)#neighbor 3.3.3.3 remote-as 3 
R4(config-router)#network 14.1.0.1 mask 255.255.0.0 
R4(config-router)#bgp router-id 66.66.66.66 




















2. ESCENARIO 2 
 




















A. Configurar VTP 
1. Todos los switches se configurarán para usar VTP para las actualizaciones de 
VLAN. El switch SW-BB se configurará como el servidor. Los switches SW-AA y 
SW-CC se configurarán como clientes. Los switches estarán en el dominio VPT 
llamado CCNP y usando la contraseña cisco.  
 
Switch1(config)#hostname SW-AA 
SW-AA (config)#vtp mode client 
SW-AA (config)#vtp domain CCNP 
SW-AA (config)# vtp password cisco 
Switch2(config) hostname SW-BB 
SW-BB (config)#vtp domain CCNP 
SW-BB (config)#vtp mode server 
SW-BB (config)#vtp password cisco 
Switch3(config)#hostname SW-CC 
SW-CC (config)#vtp mode client 
SW-CC (config)#vtp domain CCNP 




2. Verifique las configuraciones mediante el comando show vtp status. 
 




B.  Configurar DTP (Dynamic Trunking Protocol) 
3. Configure un enlace troncal ("trunk") dinámico entre SW-AA y SW-BBT. Debido 
a que el modo por defecto es dynamic auto, solo un lado del enlace debe 
configurarse como dynamic desirable. 
 
SW-BB (config)#interface fastEthernet 0/1 
SW-BB (config-if)#switchport mode dynamic desirable 
 




Figura 9. Configuración DTP entre SW-AA y SW-BB 
 
 
5. Entre SW-AA y SW-BB debe ser SW-CC configure un enlace "trunk" estático 
utilizando el comando  switchport mode trunk en la interfaz F0/3 de SW-AA 
SW-AA (config)#interface fastEthernet 0/3 
SW-AA (config-if)#switchport mode trunk 
6. Verifique el enlace "trunk" el comando show interfaces trunk en SW-AA. 










7. Configure un enlace "trunk" permanente entre SW-BB y SW-CC. 
SW-BB (config)#interface fastEthernet 0/3 
SW-BB (config-if)#switchport mode trunk 
SW-CC (config)#interface fastEthernet 0/1 
SW-CC (config-if)#switchport mode trunk 
 
C. Agregar VLANs y asignar puertos. 
 
8. En SW-AA agregue la VLAN 10. En SW-BB agregue las VLANS Compras (10), 
Mercadeo (20), Planta (30) y Admon (99) 
 
SW-BB (config)#vlan 10 
SW-BB (config-vlan)#name Compras 
SW-BB (config-vlan)#vlan 20 
SW-BB (config-vlan)#name Mercadeo 
SW-BB (config-vlan)#vlan 30 
SW-BB (config-vlan)#name Planta 
SW-BB (config-vlan)#vlan 99 
SW-BB (config-vlan)#name Admon 
 
9. Verifique que las VLANs han sido agregadas correctamente. 








10. Asocie los puertos a las VLAN y configure las direcciones IP de acuerdo con la 
siguiente tabla. 
 
Tabla 2. Información para asociar los puertos a las VLAN 
 
Interfaz  VLAN  Direcciones IP de los PCs  
F0/10  VLAN 10  190.108.10.X / 24  
F0/15  VLAN 20  190.108.20.X /24  
F0/20  VLAN 30  190.108.30.X /24  
X = número de cada PC particular 
11. Configure el puerto F0/10 en modo de acceso para SW-AA, SW-BB y SW-CC y 
asígnelo a la VLAN 10. 
SW-AA (config)#interface fastEthernet 0/10  
SW-AA (config-if)#switchport mode access  
SW-AA (config-if)#switchport access vlan 10 
SW-BB (config)#interface fastEthernet 0/10 
SW-BB (config-if)#switchport mode access  
SW-BB (config-if)#switchport access vlan 10 
SW-CC (config-if)#interface fastEthernet 0/10 
SW-CC (config-if)#switchport mode access  
SW-CC (config-if)#switchport access vlan 10 
12. Repita el procedimiento para los puertos F0/15 y F0/20 en SW-AA, SW-BB y 
SW-CC. Asigne las VLANs y las direcciones IP de los PCs de acuerdo con la 
tabla de arriba.  
SW-AA (config-if)#interface fastEthernet 0/15 
SW-AA (config-if)#switchport mode access  
SW-AA (config-if)#switchport access vlan 20 
SW-AA (config-if)#interface fastEthernet 0/20 
SW-AA (config-if)#switchport mode access  
SW-AA (config-if)#switchport access vlan 30 
SW-BB (config-if)#interface fastEthernet 0/15 
SW-BB (config-if)#switchport mode access  
SW-BB (config-if)#switchport access vlan 20 
SW-BB (config-if)#interface fastEthernet 0/20 
SW-BB (config-if)#switchport mode access  
SW-BB (config-if)#switchport access vlan 30 
SW-CC (config-if)#interface fastEthernet 0/15 
SW-CC (config-if)#switchport mode access  
SW-CC (config-if)#switchport access vlan 20 
21 
 
SW-CC (config-if)#interface fastEthernet 0/20 
SW-CC (config-if)#switchport mode access  
SW-CC (config-if)#switchport access vlan 30 
 
D. Configurar las direcciones IP en los Switches. 
 
13. En cada uno de los Switches asigne una dirección IP al SVI (Switch Virtual 
Interface) para VLAN 99 de acuerdo con la siguiente tabla de direccionamiento 
y active la interfaz. 
Tabla 3. Información direccionamiento VLAN 99 
 
Equipo  Interfaz  Dirección IP  Máscara 
SW-AA  VLAN 99  190.108.99.1  255.255.255.0  
SW-BB VLAN 99  190.108.99.2  255.255.255.0  
SW-CC VLAN 99  190.108.99.3  255.255.255.0  
 
SW-AA (config)#interface vlan 99 
SW-AA (config-if)#ip address 190.108.99.1 255.255.255.0 
SW-AA (config)#no shutdown 
SW-BB (config)#interface VLAN 99 
SW-BB (config-if)#ip address 190.108.99.2 255.255.255.0 
SW-BB (config)# no shutdown 
SW-CC (config)#interface vlan 99 
SW-CC (config-if)#ip address 190.108.99.3 255.255.255.0 
SW-CC (config)# no shutdown 
 
E. Verificar la conectividad Extremo a Extremo 










El ping no fue exitoso entre  equipos que se encuentran en otras VLAN. 
Figura 12. Ping entre equipos de otras VLAN 
 
El ping fue exitoso cuando se hizo ping a los equipos de la misma vlan. 







15. Ejecute un Ping desde cada Switch a los demás. Explique por qué el ping tuvo 
o no tuvo éxito. 
El ping es exitoso porque se encuentran dentro de la misma VLAN y red. 
Figura 14. Ping entre cada switch 
 
 
16. Ejecute un Ping desde cada Switch a cada PC. Explique por qué el ping tuvo o 
no tuvo éxito. 
El ping no es exitoso porque no se encuentran en la misma VLAN ni la misma red. 





 El uso de herramientas como Packet tracer, GNS3 o SMARTLAB fortalecen las 
habilidades en las configuraciones de switches y routers, permitiendo que se 
entienda la lógica en la ejecución de cada comando. 
 
 Simular topologías de red afianza y complementan los conocimientos en 
configuraciones como BGP, VTP, DTP, VLANs entre otros, porque de la misma 
forma se realiza en topologías reales. 
 
 Los inconvenientes que se presentaron durante la ejecución de los laboratorios 
ponen a prueba los niveles de comprensión y solución de problemas 
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