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Домінування акціонерних форм підприємництва в будівництві обумовлює 
необхідність формування обґрунтованої системи розкриття та захисту 
інформації про діяльність корпоративних підприємств будівельної галузі та 
впровадження в практичну діяльність сучасного інструментарію стратегічного 
управління фінансово-економічною безпекою підприємств. 
Значення і актуальність даних питань для вітчизняних корпоративних 
підприємств будівельної галузі обумовили вибір теми та постановку мети 
дослідження. 
Стратегічне управління системою забезпечення фінансово-економічної 
безпеки корпоративних підприємств базується на обґрунтованому виборі 
ключових параметрів та їх інтеграції в єдину систему. 
Модель базується на побудові агрегованого рейтингу оцінки рівня 
забезпечення фінансово-економічної безпеки корпоративних підприємств 
будівельної галузі за сферами загроз. 
Розроблено алгоритм розрахунку агрегованого рейтингового показника 
оцінки рівня забезпечення фінансово-економічної безпеки корпоративних 
підприємств будівельної галузі із використанням матричного моделювання. 
 Розрахунок KFESI (ключових індикаторів забезпечення фінансово-
економічної безпеки) корпоративних підприємств здійснено за кожною 
компонентою. 
Особливу увагу приділено формуванню сукупності неформалізованих 
параметрів, що визначають рівень інформаційної захищеності та забезпечення 
безпеки інформаційних ресурсів в системі корпоративного управління 
підприємств будівельної галузі за такими компонентами: інформаційна 
політика та забезпечення безпеки інформаційних ресурсів; рівень обов’язкового 
(необхідного та достатнього) розкриття інформації; рівень розкриття додаткової 
інформації про діяльність корпоративного підприємства, рівень достовірності 
інформації, що розкривається; своєчасність розкриття інформації; рівень 
зручності поширення інформації; рівень захисту внутрішньої інформації. 
Інтерпретація отриманих результатів дозволила визначити вплив 
результуючих компонент на рівень забезпечення фінансово-економічної 
безпеки корпоративних підприємств будівельної галузі.  
На базі проведених розрахунків сформовано матрицю стратегічного 
розриву (прогалини), що дорівнює різниці елементів матриці преференцій і 
матриці фактично досягнутих результатів. При цьому, стратегічний розрив 
(прогалина) визначається як інтервал між можливостями, зумовленими 
наявними тенденціями зростання корпоративного підприємства, та бажаними 
орієнтирами (преференціями), необхідними для розв’язання нагальних проблем 
збільшення рівня забезпечення фінансово-економічної безпеки корпоративного 
підприємства в довгостроковій перспективі. 
Апробацію запропонованого алгоритму здійснено на прикладі 
корпоративних підприємств будівельної галузі.  Для отримання кількісних 
характеристик рівня  інформаційної захищеності було задіяно процедуру  
оцінювання компонент за методом Дельфі. У дослідженні брали участь 18 
експертів. На першому етапі групою було оброблено 7 складових загальної 
компоненти рейтингу безпеки, а саме: «Інформаційна політика та забезпечення 
безпеки інформаційних ресурсів корпоративного підприємства», «Рівень 
обов’язкового (необхідного та достатнього) розкриття інформації», «Рівень 
розкриття додаткової інформації про діяльність АТ», «Рівень достовірності 
інформації, що розкривається», «Своєчасність розкриття інформації», «Рівень 
зручності поширення інформації», «Рівень захисту внутрішньої інформації». 
Впродовж подальшого дослідження кожна з вказаних компонент була 
деталізована й представлена групами від 5 до 18 параметрів. Етапи оцінювання 
вважались як завершені, коли рівень конкордації рішення сягав 95 %. За даними 
експертних досліджень було виявлено, що найбільш впливовими складовими 
загальної компоненти є: «Інформаційна політика та забезпечення безпеки 
інформаційних ресурсів корпоративного підприємства», «Рівень захисту 
внутрішньої інформації» та «Рівень обов’язкового (необхідного та достатнього) 
розкриття інформації».  Серед компонент нижчого рівня було отримано такі 
результати. Найбільш вагомими в компоненті «Інформаційна політика та 
забезпечення безпеки інформаційних ресурсів корпоративного підприємства» є 
складові «Створення системи забезпечення інформаційної безпеки АТ, у т.ч. 
нормативне врегулювання її діяльності, організаційне формування, кадрове, 
матеріально-технічне тощо забезпечення її функціонування»,  «Покладання 
завдань забезпечення інформаційної безпеки на відповідні підрозділи АТ згідно 
з їх компетенцією: службу безпеки АТ, кадровий підрозділ, ІТ-підрозділ,  
режимно-секретний орган тощо та результати їх діяльності  з зазначеного 
напрямку».  У компоненті «Рівень захисту внутрішньої інформації» найбільш 
значущими є «Функціонування системи контролю захисту інформації» та 
«Наявність положення «Про інформацію в акціонерному товаристві».  У 
компоненті «Рівень обов’язкового (необхідного та достатнього) розкриття 
інформації» головними чинниками, що впливають на показник безпеки є 
«Розкриття річної фінансової звітності, у тому числі балансу, звіту про 
фінансові результати» та «Розкриття річного звіту товариства про його 
діяльність, мету, стратегію» та «Розкриття пропозицій наглядової ради щодо 
розподілу прибутку товариства, у тому числі з виплати дивідендів». 
 
 
 
 
 
