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Dalam simulasi protokol Fiat Shamir ini, akan melibatkan tiga entitas, yaitu Denis sebagai pihak prover, Erlang sebagai 
pihak verifier, dan Ruft sebagai pihak Trusted Center. Simulasi ini membutuhkan input dari Trusted Center, prover, dan 
verifier, dimana nilai-nilai tersebut akan dibuktikan oleh pihak verifier, bahwa nilai yang diberikan oleh pihak prover 
adalah nilai yang benar atau valid. 
 
5. Kesimpulan 
Di era perkembangan ilmu pengetahuan dan teknologi, penggunaan password dalam teknik otentikasi merupakan 
teknik yang bersifat tidak aman dan lemah, karena memiliki beberapa serangan dan kelemahan yang dapat dimanfaatkan 
oleh pihak-pihak yang tidak berwenang. Salah satu solusi yang dapat digunakan untuk mengatasi kelemahan-kelemahan 
yang terdapat pada penggunaan password adalah dengan menggunakan protokol Zero Knowledge, dalam hal ini adalah 
protokol Fiat Shamir yang memanfaatkan challenge and response sebagai bentuk otentikasinya, sehingga diharapkan 
tidak terdapat lagi kelemahan dan serangan yang dapat dimanfaatkan oleh pihak yang tidak berwenang untuk merugikan 
kita. 
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