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With the popularization of computer network and the rapid development of the 
Internet technology, computer network has already become an essential part of our 
work and lives, which brings us a lot convenience. Campus network, as a branch of 
computer network, is the vital modern infrastructure for colleges. It provides an 
advanced, reliable, secure and convenient network for teacher training, teaching and 
scientific research and advanced modernized management. It is an essential part of 
colleges education.  
However, we are now confronted with a constantly increasing number of such 
practical problems of the computer network, such as intrusion detections, viruses, 
worms, and Trojan horses. The troubles and difficulties brought by the network 
security questions are gradually increasing. Campus network is faced with some 
problems as well and those problems have changed the good conditions of daily 
routines in colleges. Therefore, the network security becomes increasingly important. 
This paper analyzes the underlying reasons for the current situation of Campus 
network, and puts forward some suggestions and precaution measures. This paper 
finally comes up with an efficient and effective EM-AP network defense system in 
order to maintain normal school teaching and provide guarantee for the safe and 
reliable network operation. 
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