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RESUMEN 
 
El presente proyecto de titulación consiste en el desarrollo de un prototipo de sistema de 
localización y seguridad vehicular, el sistema puede ser instalado en cualquier vehículo 
automotor, éste posee un número celular propio almacenado en una tarjeta SIM, , brinda la 
oportunidad al usuario propietario registrado previamente, contar con un sistema el cual 
permite conocer la localización GPS y además tener el control de varios de los recursos del 
vehículo, los cuales pueden ser controlados de manera local o remota. 
La localización del vehículo se logra gracias al módulo receptor GPS, el cual permite al 
usuario mediante solicitud previa al prototipo en base a una aplicación Android, conocer la 
ubicación, altitud a nivel del mar y velocidad de viaje del vehículo, gracias a la recepción de 
un mensaje de texto enviado por parte del prototipo al solicitante con dicha información. 
El control de encendido del vehículo está basado en la autenticación del usuario mediante 
la lectura de un llavero de identificación a través de un lector con tecnología NFC, además del 
envío de un mensaje de texto SMS de confirmación de dicha acción hacia el usuario. 
Por otro lado, mediante una aplicación Android el usuario puede controlar los diferentes 
recursos del vehículo de manera remota mediante un Smartphone y un número celular 
registrado previamente al sistema; además el botón de pánico instalado estratégicamente, al ser 
presionado, realiza una llamada de emergencia a un número pre-configurado, permitiendo 
escuchar la conversación que se desarrolla en el interior del vehículo. 
Con la implementación de este sistema se intenta disminuir los secuestros exprés, brindando 
al usuario del vehículo un nivel de seguridad superior, además de poseer una fácil interfaz de 
instalación, por otro lado, ofrece una cobertura de servicio a nivel nacional dependiendo de la 
operadora de telefonía seleccionada, por último, el hardware y software es altamente escalable 
para futuros estudios o mejoras. 
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ABSTRACT 
 
The following project degree consists of the development of a prototype tracking system 
and vehicle safety, the system can be installed in any vehicle, this has its own phone number 
stored in a SIM card, provides an opportunity to the owner previously registered have a system 
which allows to know the GPS location and also have control of the various resources of the 
vehicle, which can be controlled locally or remotely. 
The location of the vehicle is achieved by the GPS receiver, which allows the user request 
to the prototype based on an Android application know the location, altitude at sea level and 
speed of the vehicle, through to the reception of a text message sent by the prototype to the 
applicant with this information. 
The start control is based on user authentication through the reading of an identification 
keychain, throughout a technology reader with NFC (Near Field Communication), in addition 
by a confirmation SMS message of that action to the user. 
On the other hand, through an Android application the user can control different vehicle 
resources remotely using a Smartphone and in addition a cell phone number previously 
registered to the system; also the panic button strategically installed, when the user pressed, it 
makes an emergency call to a pre-configured number, allowing listen to the conversation inside 
the vehicle. 
With the implementation of this system attempts are made to reduce kidnappings, providing 
to the owner of the vehicle with a higher level of security, besides having an easy installation 
interface, on the other hand, it offers national service coverage depending on the telephonic 
source selected, finally, the hardware and software are highly scalable for future studies or 
improvements. 
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CAPÍTULO I 
1.1. TEMA 
Diseño e implementación de un prototipo de sistema de localización y seguridad vehicular 
con comunicación GPS y GSM, basado en hardware y software libre. 
 
1.2. PROBLEMA 
Con el pasar del tiempo, la seguridad vehicular se ha tornado un punto cada vez más 
importante a tomar en cuenta por los propietarios de los vehículos, ya que en el país la 
delincuencia resulta cada vez más evidente por todos y se ha convertido en un grave problema 
a solucionar, volviéndose hoy en día obsoletos los sistemas de alarma comunes y viéndose 
necesario implementar nuevos sistemas de última tecnología, que permitan aumentar la 
seguridad en los vehículos y además tener un control de varios parámetros del mismo. 
Actualmente el servicio de localización y seguridad vehicular es adquirido únicamente por 
personas que cuentan con una buena capacidad adquisitiva, es por esta razón, que los 
propietarios de los vehículos prefieren optar por sistemas económicos de alarma común; los 
cuales proporcionan un mínimo grado de seguridad y además no ofrecen un control del 
vehículo, lo cual no es suficiente para un país con un alto grado de delincuencia y robo de 
vehículos. 
 
Por otra parte, el estudio de los sistemas de localización y seguridad vehicular con tecnología 
GSM en base a mensajes de texto (SMS) es relativamente nuevo en Ecuador. Actualmente, en 
el país no existe un sistema basado en hardware y software libre con estas características y que, 
además, brinde la posibilidad de soportar aplicaciones móviles con internet de última 
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generación en base a la amplia y actualizada base de datos de mapas en formato vector para el 
Ecuador. 
 
1.3. OBJETIVOS 
1.3.1.  OBJETIVO GENERAL 
Diseñar e implementar un prototipo de sistema de localización y seguridad vehicular con 
comunicación GPS y GSM basado en hardware y software libre, que permita reducir los 
secuestros exprés y mejorar la protección en vehículos automotrices. 
           
1.3.2. OBJETIVOS ESPECÍFICOS 
 Analizar los sistemas de seguridad vehicular que ofrece el mercado ecuatoriano y de 
esta manera establecer criterios de mejora al sistema a desarrollar, esto permitirá ver los 
beneficios que ofrece este diseño respecto a otros similares. 
 
 Comparar técnicamente las diferentes tecnologías open-source para desarrollo 
electrónico Raspberry Pi, BeagleBone y Arduino, permitiendo con esto elegir la mejor 
plataforma acorde a los requerimientos del proyecto. 
 
 Estudiar las tecnologías GPS (Global Positioning System, GPS), GSM (Global System 
for Mobile Communications) y NFC (Near field communication) con su respectivo 
hardware utilizado para el desarrollo del proyecto. 
 
 Diseñar el circuito electrónico de localización y seguridad vehicular, a través de la placa 
de desarrollo open-source y lenguaje de programación con software libre que permitirá 
al usuario tener un sistema con tecnología de punta. 
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 Realizar las respectivas pruebas del sistema electrónico en conjunto con la aplicación 
Android que garanticen el correcto funcionamiento. 
 
 Elaborar manuales de usuario y de instalador que permita el uso e instalación correctos 
del sistema. 
 
1.4. ALCANCE 
Para el desarrollo de este proyecto se optará por realizar el diseño e implementación de un 
prototipo de un sistema de localización y seguridad vehicular, mediante un circuito electrónico 
open-source y la combinación de las tecnologías GPS, GSM y NFC que permitirán obtener un 
sistema de localización y seguridad vehicular económico, eficiente y con tecnología de punta, 
además de un sistema de autorización de encendido del vehículo, usando llaveros o tarjetas de 
identificación entregadas al dueño del vehículo basadas en la tecnología NFC que deberá ser 
leída a través de un lector que será instalado en el interior del vehículo para su posterior 
autorización de encendido, añadiendo también un botón de pánico para que al momento de ser 
presionado el sistema del vehículo realice una llamada a un número de emergencia elegido por 
el usuario previamente configurado y que permita escuchar la conversación que ocurre en el 
interior del vehículo mediante un micrófono instalado estratégicamente, todo esto operable 
adicionalmente también a través de una aplicación Android. 
En el desarrollo se analizará primeramente los diferentes sistemas de localización y 
seguridad vehicular que se ofrece en el mercado Ecuatoriano, características, modos de 
operación del sistema, procedimiento de funcionamiento, y de esta manera permitir mediante 
este análisis establecer varios criterios de mejora respecto al prototipo que va a ser desarrollado 
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y que va a ser instalado en un vehículo automotriz, esto servirá para ver cuáles son los 
beneficios que ofrece este diseño a comparación con otros de similares características. 
Se realizará una comparativa técnica de las plataformas de desarrollo electrónico open-
source existentes en el mercado Raspberry Pi, BeagleBone y Arduino, permitiendo así 
determinar la mejor en función a su costo y a su funcionalidad respecto a los requerimientos 
del diseño; además se estudiará las diferentes tecnologías que se usarán en el desarrollo de este 
proyecto como son Global System for Mobile Communications (GSM), la cual servirá para la 
comunicación entre el sistema del vehículo y el usuario con su aplicación Android vía 
operadora de telefonía; también se estudiará la tecnología Global Positioning System (GPS), 
que servirá para conocer la ubicación del vehículo mediante coordenadas de latitud y longitud; 
y por último la tecnología Near field communication (NFC) que permitirá la autorización de 
encendido del vehículo; todas estas tecnologías servirán de base teórica para el desarrollo de 
este proyecto en conjunto con su hardware respectivo. 
En la siguiente etapa se procederá al diseño del sistema de localización en el que se 
implementará a bordo un módulo GPS en conjunto con su hardware y software 
complementario, que permitirá conocer la ubicación del vehículo en el territorio Ecuatoriano 
por medio de una previa petición a través de una solicitud vía mensaje de texto SMS mediante 
una aplicación Android con la operadora de telefonía hacia el módulo instalado en el vehículo, 
el cuál responderá de igual manera vía SMS hacia el solicitante que es previamente registrado 
al sistema del vehículo, enviando un link con información que puede ser abierto en un 
smartphone de manera on-line vía Internet mediante un navegador Web o de manera off-line a 
través de una aplicación de mapas gratuita como OpenStreetMap, mostrando además datos 
adicionales como la altitud a nivel del mar y la velocidad de viaje del vehículo. 
De igual manera se procederá a realizar el diseño del sistema de control de encendido del 
vehículo, usando tecnología NFC la cual ofrece mayores garantías de seguridad como son el 
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de proporcionar la comunicación a campo cercano permitiendo con esto que el usuario debe 
estar en el interior del vehículo para autorizar el encendido, así como también el de incomunicar 
el módulo NFC con el sistema del vehículo si este entra en estado de bloqueo mediante la 
aplicación Android, no permitiendo la lectura del llavero o tarjeta de identificación impidiendo 
por completo el encendido del vehículo; por otro lado el módulo instalado en el interior del 
vehículo permitirá que solo el dueño o usuario autorizado cuenten con su llavero o tarjeta de 
identificación personal, los cuales para la acción de encendido deberán ser leídos por el módulo 
lector NFC instalado en el interior del vehículo, y en conjunto con la acción de contacto con 
las llaves de encendido, autorizar el encendido del vehículo si la lectura es correcta y 
autorizada, añadiendo a esto también el envío de una alerta vía SMS al usuario registrado al 
sistema informando de la acción de encendido, permitiendo así tener un sistema con garantías 
de mayor seguridad para el usuario. 
Por otro lado, se diseñará una aplicación Android que será instalada y funcionará 
únicamente en el smartphone de las personas registradas al sistema del vehículo mediante su 
número de celular, quienes serán los que tendrán el control total de los diferentes recursos en 
forma remota. Una de las opciones es la de tener la posibilidad de autorizar el encendido del 
vehículo en caso de que se haya extraviado u olvidado el llavero o tarjeta de identificación 
personal NFC; así como también el de poder apagar el vehículo si en alguna situación fuese 
necesario; otra función importante que el usuario puede controlar es la de abrir o cerrar los 
seguros de las puertas a través del módulo de bloqueo central del vehículo que será instalado 
en su interior. Un servicio más es que el usuario pueda enviar una solicitud de llamada haciendo 
que el sistema del vehículo devuelva una llamada de emergencia de tal manera que pueda ser 
contestada, permitiendo a este escuchar la conversación que se desarrolla en el interior del 
vehículo, además con la posibilidad de grabar la conversación a través del mismo smartphone. 
Por otro lado, se tendrá la función de bloquear el vehículo, apagándolo y bajando los seguros 
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de las puertas, desactivando también las funciones tanto del botón de pánico como de las 
lecturas que realiza el módulo NFC, imposibilitando el encendido del vehículo. La utilidad que 
se integra también es la de desbloquear el vehículo regresándolo al estado de funcionamiento 
normal sin restricción alguna para el usuario. Por último, la opción de conocer el estado del 
vehículo a través de una petición previa al sistema mediante sensores instalados en el interior 
del mismo. Por otro lado, para el ingreso a la aplicación Android existirá una previa 
configuración y petición de ingreso con una clave de seguridad configurable por el usuario 
previniendo la manipulación de funciones por personas no autorizadas; todas las funciones de 
la aplicación se restringen en base al área de cobertura de la operadora de telefonía y a 
smartphones con sistema operativo Android 4.0 Ice Cream Sandwich o superiores. 
Se instalará un botón de pánico en un lugar estratégico donde solamente el usuario sepa su 
ubicación, este servirá para que el sistema del vehículo realice una llamada de emergencia a un 
número de teléfono previamente configurado al presionar el botón por dos segundos, 
permitiendo al usuario con el número registrado como de emergencia contestar y escuchar la 
conversación que se desarrolla en el interior del vehículo por medio de un micrófono instalado 
internamente, siendo de gran ayuda y permitiendo ser una evidencia, con la posibilidad de que 
el usuario pueda grabar la conversación a través de su smartphone al contestar la llamada o si 
no fuese posible contestar también será grabada a través del buzón de voz de la operadora de 
telefonía, esto servirá en caso de que ocurriese alguna situación de emergencia no prevista. 
Se realizará las respectivas pruebas de los sistemas para comprobar su correcto 
funcionamiento, para el sistema de localización se comprobará que dé respuesta dentro del 
territorio Ecuatoriano a la solicitud por parte del solicitante registrado al sistema mediante la 
aplicación Android y la operadora de telefonía; para el sistema de encendido se verificará que 
solamente permita el encendido del vehículo luego de haber autorizado al usuario mediante el 
llavero o tarjeta de identificación NFC a través del lector instalado en el interior del vehículo, 
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enviando también una alerta SMS al smartphone del usuario registrado al sistema para informar 
de la acción de encendido; además de la aplicación Android se constatará que al momento de 
hacer una solicitud de acción por medio del smartphone registrado al sistema este efectúe de 
manera correcta las diferentes funciones que ofrece la aplicación; y por último el botón de 
pánico que al momento de ser presionado por dos segundos realice una llamada al número de 
teléfono de emergencia previamente configurado.  
La comunicación que se realizará entre el sistema del vehículo y el usuario para el envío y 
respuesta de acciones se lo realizará únicamente desde el o los smartphones registrados al 
sistema del vehículo mediante el número de teléfono, el cual será verificado cada vez que se 
haga una petición de acción, así como también el área de cobertura de comunicación dependerá 
de la operadora de telefonía móvil. 
Una vez terminado el diseño del circuito electrónico y la aplicación Android se procederá a 
elaborar manuales de usuario y de instalación, en el cual constarán los distintos diagramas, 
tanto de bloques y eléctricos, así como también una guía con pasos a seguir para su correcto 
uso y administración, permitiendo una operación y administración eficiente del sistema. 
 
1.5.  JUSTIFICACIÓN 
Es pertinente destacar la gran importancia de estos sistemas en aspectos de seguridad 
vehicular, si se toma en cuenta el último estudio de opinión realizado por la empresa 
CEDATOS en 2011, en donde se manifiesta un incremento de la delincuencia en el Ecuador e 
indica que el 65% de la población ha sido víctima o tiene un familiar que ha sido víctima de un 
hecho delictivo (CEDATOS, 2011); de esta manera se evidencia la gran cantidad de robos y 
secuestros exprés relacionados con vehículos. Si en alguna situación inesperada se presentara 
un percance y se deseara conocer la ubicación exacta del vehículo o tener un control del 
encendido o de los seguros de las puertas del mismo, el sistema de seguridad vehicular debería 
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permitir conocer y controlar varios parámetros del vehículo remotamente, para ello se podría 
utilizar tecnologías como GPS, GSM y NFC, para así obtener un sistema de localización y de 
seguridad vehicular altamente tecnológico y con el beneficio de ser económico respecto a otros 
sistemas similares. 
Además, el desarrollo de este proyecto permitirá aplicar los conocimientos adquiridos en el 
transcurso de la carrera universitaria, permitiendo ponerlos en práctica de manera correcta al 
desarrollar todos los sistemas que están involucrados en el prototipo, para así obtener un 
correcto funcionamiento del mismo. 
Por otro lado el presente proyecto pretende ser una contribución en temas de seguridad 
vehicular hacia la sociedad y permitir a través de la realización de un circuito electrónico que 
será instalado en el interior del vehículo, minimizar el robo de vehículos y secuestros exprés 
que se puedan presentar, quitándole la posibilidad a los delincuentes de cometer dichos 
crímenes y el beneficio que de este pudieran obtener; sabiendo también que existen 
delincuentes que se dedican específicamente al robo de vehículos o secuestros exprés, 
permitiendo con esto que los usuarios que opten por instalar este sistema se sientan seguros de 
dejar su vehículo en cualquier lugar sin preocupación alguna. 
 
Desde otro punto de vista, la estandarización de los sistema de localización y de seguridad 
en los vehículos en el país no se da aún, por lo que es conveniente y necesario realizar una 
investigación relacionada a la aplicación de la tecnología de posicionamiento global GPS y la 
tecnología GSM basado en mensajes cortos de texto SMS enfocada a la localización y 
seguridad vehicular; además respetando el Decreto Ejecutivo 1014 expedido por la Presidencia 
de la Republica el cuál promueve el uso de software libre en el Ecuador, se plantea que 
mediante el desarrollo de este proyecto se obtendrá un sistema de localización y seguridad 
vehicular económico, eficiente y con tecnología de punta; a comparación de sistemas similares 
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que rondan los $800, este sistema tendrá la capacidad de realizar todas las funciones propuestas 
de manera oportuna y sin fallas utilizando módulos con tecnologías como GSM, GPS y NFC 
las cuales son las que están en auge hoy en día, permitiendo brindar seguridad vehicular y 
además tener un control de varios parámetros del mismo. 
La selección de una plataforma electrónica open-source como base para el desarrollo del 
proyecto se fomenta en que tanto su hardware (circuito electrónico) como su software son de 
código abierto, esto conlleva que para la elaboración de este proyecto no se tendrá que adquirir 
ningún tipo de licencia, con lo cual se obtiene una optimización de recursos económicos, 
además de brindarnos muchas ventajas como es el de ser de fácil accesibilidad en el mercado, 
con un coste relativamente bajo a comparación de otras tecnologías, y el de poseer un software 
de programación multi-plataforma; con lo que facilitará futuras ampliaciones garantizando así 
escalabilidad en el tiempo, además posibilitando a los desarrolladores la elaboración de 
módulos y otros dispositivos electrónicos que pueden ser añadidos al proyecto. 
Además al ser un proyecto de emprendimiento propio, este será desarrollado en base a la 
necesidad de tener un sistema que permita afrontar los problemas que aquejan a todos los 
Ecuatorianos en materia de seguridad vehicular, siendo así beneficiarios directos todos aquellos 
que deseen optar por este sistema, como también los estudiantes de la Facultad de Ingeniería 
en Ciencias Aplicadas al promover la innovación tecnológica y el desarrollo científico 
permitiendo que la Universidad Técnica del Norte sea un ente de innovación tecnológico en el 
país. 
 
 
 
 
 
 
 10 
 
CAPÍTULO II 
2. MARCO TEÓRICO 
2.1. SISTEMAS DE SEGURIDAD DEL AUTOMÓVIL 
Según (Bedoya & Salazar, 2013), en el mercado existen un sinfín de sistemas de seguridad 
para los automóviles como alarmas con sonido, dispositivos antirrobos, mecanismos 
inmovilizadores con corte de combustible, alarmas corta corriente, sistemas de 
posicionamiento global, entre otros. Lo importante a la hora de decidir por uno u otro sistema 
de seguridad vehicular, es estar bien informado acerca de las opciones que el sistema ofrece, 
ya sea que se decida por uno en específico, o pueda alternar entre dos o más dispositivos. 
Los sistemas de seguridad vehicular que cuentan con sistema de rastreo y comunicación 
bidireccional entre el usuario y el vehículo son los que actualmente están en auge ya que 
ofrecen características superiores a los sistemas tradicionales, como el de permitir controlar 
varios parámetros y también el de brindar un servicio adicional de localización, brindándole 
así comodidad y tranquilidad al usuario en donde exista cobertura de telefonía celular. 
2.1.1. SISTEMA DE LOCALIZACIÓN 
Es un sistema creado para tener la capacidad de ofrecer servicios de monitoreo ya sea a 
personas o vehículos, siempre y cuando tengan incorporado un GPS a bordo y con conexión a 
una red de telefonía o de transferencia de datos (internet), por medio de un enlace inalámbrico 
para poder enviar y recibir información desde y hacia un servidor de datos. (Oña & Viteri, 
2013) 
2.1.1.1. Descripción general 
Un sistema de localización tiene por finalidad localizar en segundos, vehículos en 
emergencia. Una vez recibido el evento desde un móvil, por medio de dispositivos automáticos, 
a través del titular o persona autorizada, los operadores de la base de monitoreo, en pocos 
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segundos podrán observar mediante mapas digitales, la posición geográfica, sentido de 
circulación y velocidad de desplazamiento del vehículo. Una vez localizado, se actuará en 
consecuencia, de acuerdo a lo solicitado por el usuario, pudiendo cortar combustible, cerrar 
puertas, activar sirenas habladas y dar aviso a la empresa de seguridad física asociada al cliente 
o bien a la Policía más cercana. (Dominguez, 2016). 
2.1.1.2. Tipos de sistemas de localización vehicular 
Según (Oña & Viteri, 2013), existen dos tipos de sistemas de monitoreo o localización 
vehicular, los cuales se describen a continuación: 
2.1.1.2.1. Localización mediante GPS 
El vehículo que se desea localizar, deberá contar con un receptor GPS incorporado, el 
modem inalámbrico será el encargado de transmitir la información de la ubicación del vehículo 
a un servidor cada cierto tiempo, donde será almacenada la información y posteriormente darle 
tratamiento según sea requerido por el administrador. 
2.1.1.2.2. Localización mediante GPS-GSM/ GPRS 
El sistema está conformado por un módulo de micro-control GPS-GSM/GPRS que es 
instalado de forma estratégica en el vehículo para no poder ser encontrado con facilidad, este 
módulo es a su vez la fusión de dos tecnologías que están en auge, una unidad de localización 
que hace uso de la red de satélites GPS y el dispositivo GSM/GPRS que permite enviar y recibir 
datos a través de la red de telefonía celular; el módulo se encarga de recibir y decodificar las 
señales provenientes de la constelación de Satélites GPS, proporcionando así datos GPS de 
posicionamiento, para posteriormente mediante el mismo módulo enviarlos a un Módulo 
Servidor de Monitoreo mediante la tecnología GSM o GPRS según sea necesario a través de 
la red de telefonía celular, donde será almacenada en una base de datos. 
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2.1.2. SISTEMA DE SEGURIDAD VEHICULAR 
El sistema de seguridad vehicular, también conocido como alarma vehicular es un 
dispositivo que tiene por objetivo disminuir los robos de vehículos mediante la salida de una 
señal audible y el parpadeo de luces en el caso del ingreso al interior de un vehículo de personas 
no autorizadas. (Mora, 2012) 
 
FIGURA 1. ALARMA MARCA NEMESIS. 
FUENTE: NEMESISLA (2014). NEMESIS. RECUPERADO DE: HTTP://WWW.NEMESISLA.COM/IMAGES/CONT_MAX_G.JPG 
Por lo general estos sistemas cuenta con dispositivos adicionales que sirven de complemento 
para reaccionar ante cualquier situación no prevista, por ejemplo: sensores de impacto, sensores 
ultrasónicos, pulsadores de las puertas, pulsadores del capó, entre otros., el número de 
dispositivos adicionales dependen de las funcionalidades que ofrezca el sistema, en la Figura 
1 se muestra los dispositivos descritos anteriormente. 
2.1.2.1. Elementos del sistema de seguridad vehicular 
Según la investigación desarrollada por (Mora, 2012), al adquirir uno u otro sistema de 
seguridad vehicular, la cantidad de dispositivos que forman parte del sistema, varían según las 
prestaciones que éste tenga, pero en la mayoría de sistemas de seguridad vehicular, los 
dispositivos más comunes se listan a continuación: 
 Cerebro del sistema: Es una unidad que se encarga de procesar señales, las cuales 
pueden ser las provenientes de sensores y además de permitir realizar un control 
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sobre algunos dispositivos instalados dentro del vehículo como pueden ser los 
seguros eléctricos de las puertas, sirenas, inmovilizadores, etc. 
 Pulsadores: Su principal función es la de detectar si una puerta, capó o baúl se 
encuentran abiertos o cerrados, para ello, envían al cerebro del sistema el estado en 
que se encuentra cada uno de ellos, produciendo un sonido a través de la sirena, si 
la alarma se encuentra activada. La activación del sensor de las puertas puede 
generar un estado alto o bajo a la entrada del cerebro del sistema, dependiendo de la 
marca de la alarma. 
 Sensor de Impacto Es un sensor instalado dentro del vehículo y su función es 
detectar las vibraciones que pudieran producirse en el vehículo producto de un 
movimiento o golpe del vehículo. 
 Control Remoto: Es un dispositivo inalámbrico que funciona mediante radio 
frecuencia cuya función es la de armado o desarmado de la alarma del vehículo, 
también permite la apertura de los seguros de las puertas del vehículo. 
 Sirena: La función de este dispositivo es la de notificar mediante un sonido, el 
disparo de la alarma del vehículo. 
 Cables Conectores: La función de los cables conectores es la de interconectar 
todos los dispositivos que están involucrados en la alarma vehicular, son 
generalmente de material de cobre. 
2.1.3. SISTEMAS DE LOCALIZACIÓN Y SEGURIDAD VEHICULAR EN EL 
ECUADOR 
2.1.3.1. Traigo GPS rastreo satelital 
TRAIGO GPS RASTREO SATELITAL es una empresa ecuatoriana que ofrece servicios 
de geolocalización tanto de vehículos como de personas. Ofrece el control de flotas y rastreo 
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satelital de vehículos. Permitiendo revisar y gestionar el estado de sus vehículos, en cualquier 
momento y lugar con acceso a Internet o a telefonía celular. (TraigoGPS, 2016) 
Ofrece servicios de monitoreo y control del vehículo, así como el servicio de apertura de 
puertas mediante un software online o un teléfono celular, inmovilización del vehículo si fuese 
necesario, un sistema de alarmas que pueden ser recibidas por email o teléfono celular en caso 
de existir exceso de velocidad, botón SOS, geocercas, etc. Permite visualizar un historial de 
posiciones del vehículo mediante un mapa, también da la oportunidad de definir zonas de 
circulación alertando si el vehículo abandona esa zona de recorrido, y por último la oportunidad 
de instalar un micrófono oculto permitiendo escuchar lo que sucede en el interior del vehículo. 
2.1.3.2. Manper GPS rastreo satelital 
MANPER GPS RASTREO SATELITAL es una empresa ecuatoriana dedicada a brindar 
servicios de localización automática de vehículos, dando además, control, seguridad y logística 
satelital para el manejo efectivo de flotas de automóviles, camiones, 
camionetas, etc. (ManperGPS, 2016) 
Entre sus servicios ofrecidos destacan: localización vehicular (permitiendo saber la posición 
exacta del vehículo), paralización del vehículo (apagándolo en caso de robo), botón de pánico 
(permitiendo el contacto con el propietario del vehículo o personas autorizadas en caso de ser 
presionado), control de geocercas y control de rutas, apertura de seguros de las puertas en caso 
de que las llaves hayas sido olvidadas en el interior del vehículo, alertas al celular de cualquier 
evento que exista en el vehículo, reporte de recorridos vía web, aviso de desconexión de batería 
y bloqueo preventivo del motor del vehículo para evitar el uso de personas no autorizadas. 
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2.1.3.3. Tracklink control 
TRACKLINK CONTROL es una empresa dedicada a la comercialización de sistemas de 
audio, video y alarmas para vehículos. Enfocados en la venta de sistemas de monitoreo, control 
y recuperación vehicular. (TracklinkEcuador, 2016) 
Los servicios que la empresa ofrece son:  Localización del vehículo en tiempo real, apertura 
de los seguros de las puertas enviando un SMS con usuario y contraseña, bloqueo preventivo 
del vehículo (en este caso nadie podrá encender el vehículo ni siquiera con la llave), ofrece 
alertas a través de mensaje de texto o correo electrónico en caso de existir un exceso de 
velocidad, encendido o parada prolongada, uso fuera de horario o cercas virtuales, por último 
un reporte del recorrido del vehículo a través de la página web mediante usuario y contraseña. 
2.2. TECNOLOGÍAS DE DESARROLLO ELECTRÓNICO OPEN 
SOURCE 
En este apartado se procede a realizar una descripción de las diferentes tecnologías de 
desarrollo electrónico que pueden ser utilizadas en el proyecto, en donde se hace una mención 
especial a la tecnología Arduino. 
2.2.1. ARDUINO 
Según lo señalado por (Arduino, 2016) en su sitio oficial, Arduino es una plataforma de 
creación de prototipos de código abierto que se basa en hardware y software de fácil uso, utiliza 
el lenguaje de programación de Arduino (basado en Wiring), y el software de Arduino (IDE), 
basadas en Processing. Arduino nace en el Instituto de Diseño de Interacción Ivrea como una 
herramienta fácil para estudiantes con o sin experiencia en electrónica y programación que 
deseen desarrollar prototipos de manera rápida. La gama completa de placas Arduino fueron 
desarrolladas con código abierto, permitiendo de esta manera a los usuarios crear 
independientemente y finalmente adaptarlos a sus propias necesidades. El software también es 
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de código abierto, y crece exponencialmente gracias a las contribuciones de otros usuarios a 
nivel mundial.  
(Arduino, 2016) señala que, la plataforma Arduino permite al usuario simplificar el trabajo 
con microcontroladores, dado que la placa ya cuenta con todo lo necesario para trabajar de 
manera directa sin necesidad de usar elementos adicionales, entre las ventajas que ofrece 
Arduino podemos nombrar las más importantes: 
 Barato: Las placas Arduino tienen un coste mucho menor a otras plataformas 
similares basadas en microcontroladores, inclusive la versión más barata puede ser 
ensamblada a mano debido a que su hardware es de código abierto. 
Multiplataforma: El software de Arduino (IDE) es multiplataforma y puede ser 
ejecutado en Windows, MAC o Linux, en comparación a otras plataformas que están 
limitadas solamente a Windows. 
 Software de código abierto y extensible: En su sitio web el Software Arduino se 
publica para su descarga en formato de código abierto, además el lenguaje es 
ampliable mediante bibliotecas de C ++, por otro lado, es posible agregar 
directamente código AVR-C directamente si fuese necesario. 
 El código abierto y hardware ampliable: Los planes de las placas Arduino 
son publicadas de acuerdo a una licencia de Creative Commons, por lo cual, quien 
desee puede hacer uso de los mismos y poder desarrollar su propia versión del 
módulo, ampliándolo si fuese ese el caso o mejorarlo en lo posible. 
2.2.1.1. Tipos de Arduino 
Se han desarrollado varios modelos de placas Arduino, entre las principales se puede 
mencionar: Arduino Uno, Arduino Mega 2560, Arduino YUN, Arduino Leonardo y Arduino 
DUE, como se describen a continuación. 
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2.2.1.1.1. Arduino UNO 
El Arduino UNO, como se puede observar en la Figura 2, es una placa electrónica basada 
en el microcontrolador ATmega328P. Cuenta con 14 pines digitales de entrada / salida (de los 
cuales 6 se podrán utilizar como salidas PWM), 6 entradas analógicas, un cristal de cuarzo de 
16 MHz, una conexión USB, un conector de alimentación, una cabecera ICSP y un botón de 
reinicio. Contiene todo lo necesario para apoyar el microcontrolador; basta con conectarlo a un 
ordenador con un cable USB o la corriente con un adaptador de AC a DC o una batería para 
empezar. (Arduino, 2016) 
 
FIGURA 2. ARDUINO UNO. 
FUENTE: ARDUINO (2016). ARDUINO UNO. RECUPERADO DE: HTTPS://WWW.ARDUINO.CC/EN/MAIN/ARDUINOBOARDUNO#. 
En la Tabla 1 se muestra las principales características que tiene la placa de desarrollo 
electrónico Arduino UNO. 
TABLA 1. ESPECIFICACIONES TÉCNICAS ARDUINO UNO. 
Microcontrolador ATmega328P 
Voltaje de Operación 5V 
Voltaje de entrada (recomendado) 7-12V 
Pines Digitales E/S 14 (de los cuales 6 proveen salidas PWM) 
Pines PWM Digitales E/S 6 
Pines Analógicos de entrada 6 
Corriente DC por pin E/S 20 mA 
Corriente DC para pin 3.3V 50 mA 
Memoria Flash 32 KB (ATmega328P), de estos 0.5KB 
usados por el bootloader 
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SRAM 2 KB (ATmega328P) 
EEPROM 1 KB (ATmega328P) 
Reloj 16 MHz 
Largo 68.6 mm 
Ancho 53.4 mm 
FUENTE: ARDUINO (2016). ARDUINO UNO. RECUPERADO DE: HTTPS://WWW.ARDUINO.CC/EN/MAIN/ARDUINOBOARDUNO#. 
2.2.1.1.2. Arduino Mega 2560 
El Arduino Mega 2560 es una placa electrónica basada en el microcontrolador Atmega2560. 
Cuenta con 54 pines digitales de entrada / salida (de estos 15 pueden ser usados como salidas 
PWM), 4 UARTs (puertos serie de hardware), un oscilador de 16MHz, 16 entradas analógicas, 
una conexión USB, un conector de alimentación, una cabecera ICSP, y un botón de reinicio. 
La placa Arduino Mega 2560 es compatible con la mayoría de los shield diseñados para el 
Arduino UNO y los antiguos Arduinos Duemilanove o Diecimila. (Arduino, 2016). En la 
Figura 3 se muestra un ejemplo de la Placa Arduino Mega 2560. 
 
FIGURA 3. ARDUINO MEGA 2560. 
FUENTE: ARDUINO (2016). ARDUINO MEGA. RECUPERADO DE: 
HTTPS://WWW.ARDUINO.CC/EN/MAIN/ARDUINOBOARDMEGA2560. 
La Tabla 2 presenta las especificaciones técnicas que ofrece la placa Arduino Mega 2560. 
 
TABLA 2. ESPECIFICACIONES TÉCNICAS ARDUINO MEGA 2560. 
Microcontrolador ATmega2560 
Voltaje de Operación 5V 
Voltaje de entrada (recomendado) 7-12V 
Pines Digitales E/S 54 (de los cuales 15 proveen salidas PWM) 
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Pines Analógicos de entrada 16 
Corriente DC por pin E/S 20 mA 
Corriente DC para pin 3.3V 50 mA 
Memoria Flash 256 KB, de estos 8 KB usados por el bootloader 
SRAM 8 KB 
EEPROM 4 KB 
Reloj 16 MHz 
Largo 101.52 mm 
Ancho 53.3 mm 
FUENTE: ARDUINO (2016). ARDUINO MEGA. RECUPERADO DE: 
HTTPS://WWW.ARDUINO.CC/EN/MAIN/ARDUINOBOARDMEGA2560. 
2.2.1.1.3. Arduino YUN 
De acuerdo al sitio oficial de Arduino (Arduino, 2016), Arduino Yun es una placa de 
desarrollo electrónico basado en el microcontrolador ATmega32u4 y el Chip Atheros AR9331. 
El procesador Atheros tiene compatibilidad con una distribución Linux basada en OpenWrt 
llamado OpenWrt-Yun. La placa en su interior tiene incorporado puertos Ethernet y soporte 
para WiFi, un puerto USB-A, una ranura para tarjeta micro-SD, 20 entradas digitales / pines 
de salida (en donde 7 se pueden utilizar como salidas PWM y 12 como entradas analógicas), 
un cristal oscilador de 16 MHz, una conexión micro USB, una cabecera ICSP y 3 botones de 
reinicio. 
 
FIGURA 4. ARDUINO YUN. 
FUENTE: ARDUINO (2016). ARDUINO YUN. RECUPERADO DE: HTTPS://WWW.ARDUINO.CC/EN/MAIN/ARDUINOBOARDYUN. 
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La placa Arduino Yun se muestra en la Figura 4, se diferencia de las demás placas Arduino 
ya que permite la comunicación con la distribución Linux que tiene implementada de manera 
nativa, esta brinda las características de tener un ordenador potente en red y con la facilidad de 
trabajar con Arduino. El Arduino Yun es similar al Arduino Leonardo en que para la 
comunicación USB se ha hecho uso del microcontrolador ATmega32u4, eliminando de esta 
manera el uso de un procesador secundario. 
 
FIGURA 5. DIAGRAMA DE BLOQUES ARUINO YUN. 
FUENTE: ARDUINO (2016). ARDUINO YUN. RECUPERADO DE: HTTPS://WWW.ARDUINO.CC/EN/MAIN/ARDUINOBOARDYUN. 
La Figura 5 muestra el diagrama de bloques que conforma la estructura del Arduino Yun, 
en donde se observa que existe una biblioteca puente (BIRDGE), la cual facilita la 
comunicación entre los procesadores ATmega32u4 y AR9331; dando la posibilidad de 
ejecución de Shell scripts a los códigos sketches Arduino, comunicarse con las interfaces de 
red, y recibir información desde el procesador AR9331. El host USB, interfaces de red y la 
tarjeta SD no están conectados a la 32U4, pero el AR9331, y la biblioteca Bridge también 
permiten que el Arduino haga una interfaz con dichos periféricos. 
Dado que la placa Arduino Yun posee dos procesadores, se presenta las características de 
cada uno de ellos en tablas separadas. En la Tabla 3 se detalla las características más 
importantes del microcontrolador AVR del Arduino Yun, mientras que en la Tabla 4 se 
describe las características principales del microprocesador Linux Atheros AR9331. 
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TABLA 3. CARACTERÍSTICAS DEL MICROCONTROLADOR ARV DEL ARDUINO YUN. 
Microcontrolador ATmega32U4 
Voltaje de Operación 5V 
Pines Digitales E/S 20 
Canales PWM 7 
Pines Analógicos de entrada 12 
Corriente DC por pin E/S 40 mA 
Corriente DC para pin 3.3V 50 mA 
Memoria Flash 32 KB (de los cuales 4 KB son usados por el 
bootloader) 
SRAM 2.5 KB 
EEPROM 1 KB 
Reloj 16 MHz 
FUENTE: ARDUINO (2016). ARDUINO YUN.  RECUPERADO DE: HTTPS://WWW.ARDUINO.CC/EN/MAIN/ARDUINOBOARDYUN. 
 
TABLA 4. CARACTERÍSTICAS DEL MICROPROCESADOR LINUX DEL ARDUINO YUN. 
Procesador Atheros AR9331 
Arquitectura MIPS @400MHz 
Voltaje de Operación 3.3V 
Ethernet IEEE 802.3 10/100Mbit/s 
WiFi IEEE 802.11b/g/n 
USB Tipo-A 2.0 Host 
Lector de memoria Micro-SD 
RAM 64 MB DDR2 
Memoria Flash 16 MB 
SRAM 2.5 KB 
EEPROM 1 KB 
Reloj 16 MHz 
FUENTE: ARDUINO (2016). ARDUINO YUN. RECUPERADO DE: HTTPS://WWW.ARDUINO.CC/EN/MAIN/ARDUINOBOARDYUN. 
2.2.1.1.4. Arduino Leonardo 
El modelo Arduino Leonardo mostrado en la Figura 6, es una placa electrónica basada en el 
microcontrolador ATmega32u4. Cuenta con 20 pines digitales de entrada / salida (de los cuales 
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7 se pueden utilizar como salidas PWM y 12 entradas como analógicos), un oscilador de cristal 
de 16 MHz, una conexión micro USB, un conector de alimentación, una cabecera ICSP, y un 
botón de reinicio. (Arduino, 2016) 
 
FIGURA 6. ARDUINO LEONARNO. 
FUENTE: ARDUINO (2016). ARDUINO LEONARDO. RECUPERADO DE: 
HTTPS://WWW.ARDUINO.CC/EN/MAIN/ARDUINOBOARDLEONARDO. 
En la Tabla 5 se presenta las especificaciones técnicas de la placa Arduino Leonardo. 
TABLA 5. ESPECIFICACIONES TÉCNICAS DEL ARDUINO LEONARDO. 
Microcontrolador ATmega32u4 
Voltaje de Operación 5V 
Voltaje de entrada (recomendado) 7-12V 
Pines Digitales E/S 20 
Canales PWM 7 
Canales de entrada analógicos 12 
Corriente DC por pin E/S 40 mA 
Corriente DC para pin 3.3V 50 mA 
Flash Memory 32 KB (ATmega32u4), de estos 4 KB usados 
por el bootloader 
SRAM 2.5 KB (ATmega32u4) 
EEPROM 1 KB (ATmega32u4) 
Reloj 16 MHz 
Largo 68.6 mm 
Ancho 53.3 mm 
Peso 20g 
FUENTE: ARDUINO (2016). ARDUINO LEONARDO. RECUPERADO DE: 
HTTPS://WWW.ARDUINO.CC/EN/MAIN/ARDUINOBOARDLEONARDO. 
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2.2.1.1.5. Arduino DUE 
De acuerdo sitio oficial de Arduino (Arduino, 2016), la placa Arduino DUE, la cual se puede 
observar en la Figura 7, es una placa electrónica basada en la CPU Atmel SAM3X8E ARM 
Cortex-M3. Es la primera placa Arduino basada en un microcontrolador núcleo ARM de 32 
bits. Cuenta con 54 pines digitales de entrada / salida (de los cuales 12 se pueden utilizar como 
salidas PWM), 12 entradas analógicas, 4 UARTs (puertos serie de hardware), un reloj de 84 
MHz, una conexión capaz USB OTG, 2 DAC (digital a analógico), 2 TWI, un conector de 
alimentación, una cabecera de SPI, un encabezado JTAG, un botón de reinicio y un botón de 
borrado. El Arduino DUE es compatible con todos los Shield de Arduino que funcionan a 3,3 
V y cumplan con el estándar pinout 1.0 de Arduino. 
 
FIGURA 7. ARDUINO DUE. 
FUENTE: ARDUINO (2016). ARDUINO DUE. RECUPERADO DE: HTTPS://WWW.ARDUINO.CC/EN/MAIN/ARDUINOBOARDDUE. 
La Tabla 6 indica las especificaciones técnicas de la placa de desarrollo electrónico Arduino 
DUE, la cual se muestra a continuación: 
TABLA 6. ESPECIFICACIONES TÉCNICAS DEL ARDUINO DUE. 
Microcontrolador AT91SAM3X8E 
Voltaje de Operación 3.3V 
Voltaje de entrada (recomendado) 7-12V 
Pines Digitales E/S 54 (de los cuales 12 proveen salidas PWM) 
Pines Analógicos de entrada 12 
Pines Analógicos de salida 2 (DAC) 
Corriente DC Total en todas las líneas E/S 130 mA 
Corriente DC para pin 3.3V y 5V 800 mA 
Memoria Flash 512 KB 
SRAM 96 KB (dos bancos: 64KB y 32KB) 
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Reloj 84 MHz 
Largo 101.52 mm 
Ancho 53.3 mm 
FUENTE: ARDUINO (2016). ARDUINO DUE. RECUPERADO DE: HTTPS://WWW.ARDUINO.CC/EN/MAIN/ARDUINOBOARDDUE. 
2.2.2. RASPBERRY PI 
De acuerdo al sitio web oficial (RASPBERRY PI, 2016), esta microcomputadora se describe 
como un sistema de bajo costo, con una tarjeta cuya implementación permite conectarse a un 
monitor de computadora o a una televisión, además permite usar un teclado y un mouse 
estándar. Es un dispositivo pequeño que permite a las personas de cualquier edad explorar la 
computación, para aprender a programar en lenguajes como Python, C y Java. Es capaz de 
hacer todo lo que se espera de una computadora, desde navegar por Internet hasta reproducir 
vídeo de alta definición. Una ventaja que tiene radica en que la distribución de software es de 
código abierto, con un sistema operativo basado en Linux. Raspberry PI es perfecta para la 
configuración de servidores, lo que significa que puede utilizarse para aplicaciones locales en 
donde involucre este tipo de equipo, por ejemplo, una Raspberry Pi funcionando como servidor 
de base de datos en una pequeña empresa. 
2.2.2.1. Características generales de la placa 
La placa Raspberry Pi 2 modelo B se muestra en la Figura 8, ésta posee unas dimensiones 
de 8.5 cm por 5.3 cm, además tiene integrado un chip Broadcom BCM2836, el cual contiene 
un procesador ARM11 permitiendo variar la frecuencia de funcionamiento y con la posibilidad 
de subirla hasta 1GHz (haciendo overclocking), además tiene un procesador gráfico VideoCore 
IV, contando además con 1GB de memoria RAM. La placa cuenta con una salida de vídeo y 
audio a través de un conector HDMI. En cuanto a vídeo se refiere, también cuenta con una 
salida de vídeo compuesto y una salida de audio a través de un minijack. Además, posee una 
conexión Ethernet 10/100Mbps y gracias a los cuatro puertos USB incluidos se podrá conectar 
un adaptador WIFI si fuese necesario. En la parte inferior, la placa Raspberry Pi cuenta con un 
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lector de tarjetas SD, lo cual abarata enormemente su precio y da la posibilidad de instalar un 
sistema operativo en una tarjeta de memoria de 4 GB o más (clase 4 o clase 10). 
(Raspberryshop, 2016) 
 
FIGURA 8. RASPBERRY PI MODEL B. 
FUENTE: RASPBERRY PI EN ESPAÑOL (2016). RASPBERRY PI. RECUPERADO DE: HTTP://WWW.RASPBERRYSHOP.ES 
En la Tabla 7, se muestra los diferentes modelos de placas Raspberri Pi con sus principales 
características de cada una de ella. 
TABLA 7. ESPECIFICACIONES TÉCNICAS DE LAS DIFERENTES PLACAS RASPBERRY PI. 
 
RPI 
Model A 
RPI 
Model A+ 
RPI 
Model B 
RPI 
Model B+ 
RPI 2 
Model B 
SoC Broadcom 
BCM2835 
Broadcom 
BCM2835 
Broadcom 
BCM2835 
Broadcom 
BCM2835 
Broadcom 
BCM2836 
Cpu Arm11 
armv6 
700 Mhz 
Arm11 
armv6 
700 Mhz 
Arm11 
armv6 
700 Mhz 
Arm11 
armv6 
700 Mhz 
Arm11 
armv7 arm 
Cortex-a7 
4 núcleos 900 
mhz. 
Gpu Broadcom 
videocore iv 
250 mhz. 
Opengl es 2.0 
Broadcom 
videocore iv 
250 mhz. 
Opengl es 2.0 
Broadcom 
videocore iv 
250 mhz. 
Opengl es 2.0 
Broadcom 
videocore iv 
250 mhz. 
Opengl es 2.0 
Broadcom 
videocore iv 
250 mhz. 
Opengl es 2.0 
Memoria 
RAM 
256 MB 
LPDDR 
256 MB 
LPDDR 
512 MB 
LPDDR 
512 MB 
LPDDR 
1 GB 
LPDDR2 
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SDRAM 
400 MHZ. 
SDRAM 
400 MHZ. 
SDRAM 
400 MHZ. 
SDRAM 
400 MHZ. 
SDRAM 
450 MHZ. 
Puertos 
USB 
1 1 2 4 4 
Gpio 26 pines 40 pines 26 pines 40 pines 40 pines 
Vídeo HDMI 1.4 
1920X1200 
HDMI 1.4 
1920X1200 
HDMI 1.4 
1920X1200 
HDMI 1.4 
1920X1200 
HDMI 1.4 
1920X1200 
Almacena
miento 
SD Card Micro SD SD Card Micro SD Micro SD 
Ethernet 
10/100MBPS 
No No Si Si Si 
Tamaño 85,60X56,
5 MM 
65X56,5 
MM. 
85,60X56,
5 MM 
85,60X56,
5 MM 
85,60X56,
5 MM 
Peso en g. 45 23 45 45 45 
Precio 29,95$ 29,95$ 34,95$ 34,95$ 39,95$ 
FUENTE: RASPBERRY PI EN ESPAÑOL (2016). HARDWARE RASPBERRY PI. RECUPERADO DE:  
HTTP://WWW.RASPBERRYSHOP.ES/HARDWARE-RASPBERRY-PI.PHP 
2.2.2.2. Aplicaciones 
Según (Núñez, 2014), las aplicaciones que se le pueden dar a la placa son casi ilimitadas, 
solamente dependen del alcance del proyecto. Obviamente tomando en cuenta las limitaciones 
que tiene la placa, es posible usarla en diversas aplicaciones como las que se describen a 
continuación: 
 Educación: La aplicación principal según los desarrolladores de la placa se da en el 
campo de la educación y el desarrollo tecnológico, permitiendo a estudiantes de 
escuelas o colegios tener estos dispositivos como una herramienta computacional y que 
a su vez se interesen en el campo de la computación. 
 Matemáticas e Ingeniería: Se la puede usar como herramienta para cálculos y 
operaciones matemáticas gracias al software pre instalado en el sistema operativo 
nativo de la placa, adicionalmente se puede utilizar la paquetería Mathematica para 
realizar cálculos y visualizar gráficas. 
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 Seguridad informática: Gracias a que el sistema operativo se basa en Linux se pueden 
adicionar al paquete original de software herramientas de monitoreo y seguridad en la 
red. 
 Servidor: Puede funcionar como un servidor, puede ser web, de base de datos, DNS o 
cualquier otro, solamente se debe instalar los paquetes necesarios y dar de alta los 
servicios adecuados para que esta realice las funciones precisas. 
2.2.3. BEAGLEBONE 
En la Figura 9, se muestra la placa electrónica Beaglebone construida por el fabricante Texas 
Instruments, la cual tiene la funcionalidad de un ordenador. Posee un sistema operativo Linux 
embebido, aunque también puede funcionar con Android como sistema operativo. Posee un 
procesador ARM Cortex-A8, con una completa funcionalidad de puertas de entradas/salidas 
completamente configurables y de aplicación general o particular a cada una de sus “capas” de 
expansión diseñadas para ella. El procesador ARM Cortex™-M3 es un procesador de 32 bits 
desarrollado específicamente para permitir a los desarrolladores construir plataformas de bajo 
costo y alto rendimiento para una amplia gama de dispositivos, incluyendo microcontroladores, 
sistemas de carrocería de automóviles, sistemas de control industrial, redes inalámbricas y 
sensores, entre otras. El procesador ofrece un excelente rendimiento computacional y la 
respuesta del sistema es excepcional a las necesidades, mientras que satisfacen las restricciones 
de potencia. El procesador es altamente configurable y permite una amplia gama de 
implementaciones. (Acosta J. , 2013) 
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FIGURA 9. BEAGLEBONE. 
FUENTE: BEAGLEBOARD (2016). BEAGLEBONE. RECUPERADO DE: 
HTTPS://BEAGLEBOARD.ORG/STATIC/BONESCRIPT/BONE101/#(4) 
A continuación, en la Tabla 8 se describe las características generales de la placa de 
desarrollo electrónico open-source Beaglebone. 
TABLA 8. ESPECIFICACIONES TÉCNICAS DE LA PLACA BEAGLEBONE. 
Microcontrolador ARM Cortex-A8 
Tamaño 3.4” x 2.1” 
Reloj 700Mhz 
RAM 256MB DDR2 RAM 
 
Memoria Flash 4GB (Micro SD) 
Voltaje de entrada 5V 
Voltaje mínimo 170mA 
Entradas GPIO 66 
Entradas analógicas 7 de 12 bits 
PWM 8 
TWI/I2C  2 
SPI 1 
UART 5 
IDE Phyton, Scratch, Squeak, Cloud9/Linux 
Ethernet 10/100 Mbps 
USB Master 1 – USB 2.0 
Salida de Audio Analógica 
Precio $56 
FUENTE: BEAGLEBOARD (2016). BEAGLEBONE. RECUPERADO DE: HTTP://BEAGLEBOARD.ORG/BONE-ORIGINAL 
 29 
 
2.3. GLOBAL POSITION SYSTEM (GPS) 
La investigación realizada por (Instituto de Automática Industrial, 2016) manifiesta que, el 
Sistema de Posicionamiento Global (GPS) es un sistema de localización, el cual fue diseñado 
para fines estrictamente militares en su momento por el Departamento de Defensa de los 
Estados Unidos para facilitar datos importantes y precios de posición, velocidad y tiempo; se 
encuentra operativo desde el año 1995, utiliza de manera simultánea una red de ordenadores y 
además una constelación de 24 satélites operativos para determinar en base a triangulación, la 
altitud, longitud y latitud de cualquier objeto en la superficie terrestre. 
En ámbitos civiles y citando razones de seguridad solo es posible el uso de un pequeño 
subconjunto de señales GPS. A pesar de esto, la comunidad civil ha encontrado otras opciones 
para mediante esto, poder determinar con una excelente precisión en lo que a la localización se 
refiere, esto mediante las denominadas técnicas diferenciales. Gracias a esto las aplicaciones 
civiles experimentan un positivo crecimiento y se evidencia que en la actualidad cada vez 
existen más fabricantes de receptores GPS. (Instituto de Automática Industrial, 2016, pág. 2) 
2.3.1. FUNCIONAMIENTO DEL SISTEMA GPS 
El sistema GPS funciona a través de una red de 27 satélites (24 operativos y 3 de respaldo) 
que se encuentran en órbita sobre el planeta tierra, a una distancia de 20200 km, con trayectorias 
sincronizadas que permitan cubrir toda la superficie terrestre. Cuando el usuario desea 
determinar una posición, el receptor es el encargado de determinar de manera automática un 
mínimo de tres satélites de la red como se muestra en la Figura 10; de ellos recoge las señales 
e indica la posición y el reloj de cada uno de ellos. Basándose en las señales recibidas, el 
receptor hace la sincronización del reloj del GPS calculando así el retraso de las señales y 
permitiendo determinar la distancia del satélite, en base a la triangulación de satélites se puede 
determinar la posición en que se encuentra un objeto. En el caso de GPS, la técnica de 
triangulación está basada en determinar la distancia de cada satélite respecto al punto en que 
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se está haciendo la medición, ya conocidas estas distancias es fácil determinar la posición 
relativa respecto a los satélites que intervinieron para la medición. Ya conociendo las 
coordenadas de cada uno de ellos, gracias a las señales que ellos emiten, se consigue determinar 
las coordenadas reales del punto de medición. (Cerda & Pazmiño, 2011, pág. 7) 
 
FIGURA 10. ESQUEMA GENERAL DE LA CONSTITUCIÓN DEL GPS. 
FUENTE: MONOGRAFÍAS (2016). CONSTITUCIÓN DEL SISTEMA GPS. RECUPERADO DE: HTTPS://GOO.GL/QTUORJ. 
Por otro lado, se encuentra el denominado segmento de control, esto es, una estación maestra 
situada en Colorado Springs (EE. UU) enlazada con una serie de estaciones monitoreadas, cada 
una de las cuales sigue a los satélites que se encuentran a su vista, transmitiendo la información 
entre estos satélites y la estación maestra. El propósito de este intercambio de información no 
es otro que el de permitir al satélite transmitir una señal que es cuidadosamente cronometrada.  
Finalmente se encuentra el segmento de usuarios, donde un observador mediante un receptor 
GPS puede determinar su posición y tiempo resolviendo un sistema de cuatro ecuaciones con 
cuatro incógnitas; observando las señales de cuatro satélites. La transmisión de la información 
se realiza mediante la técnica de Spread Spectrum, todos los satélites transmiten en la misma 
frecuencia, pero cada uno utiliza un código particular que lo identifica. Un receptor extrae la 
señal de uno en particular. De esta manera, la posición se determina en base a la medición de 
las distancias desde el observador a los satélites, considerando el tiempo de propagación de la 
señal. (Cerda & Pazmiño, 2011, pág. 8) 
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2.3.2. INTRODUCCIÓN A LOS RECEPTORES GPS 
El receptor GPS es un sistema microprocesado, el cual consta de una etapa que procesa y 
extrae las señales de los satélites, y una etapa procesadora de alto desempeño. Cada canal 
permite extraer la señal de un satélite, y mediante el procesamiento adecuado se puede utilizar 
la información que este provee en la resolución del sistema de ecuaciones, el cual está basado 
en cálculos de distancias y tiempos de propagación es un sistema no lineal, por lo que la 
resolución es en realidad una aproximación. (Cerda & Pazmiño, 2011, pág. 8) 
Explicado de otra manera, cuando se ejecuta una solicitud al receptor GPS para conocer la 
ubicación, se ejecuta una comparación entre la hora de envío y de recepción de la solicitud, 
permitiendo determinar gracias a la diferencia de tiempo de los dos mensajes que tan lejos se 
encuentra el satélite, añadiendo además las mediciones que se ejecutan a otros satélites, de tal 
manera que su posición queda triangulada. Por otro lado, si el GPS se conserva actualizado de 
una manera periódica, este nos permitirá conocer datos importantes como son la velocidad de 
viaje y la dirección de navegación. 
2.3.3. FUENTES DE ERROR GPS 
El  (Instituto de Automática Industrial, 2016, pág. 4) da a conocer las principales fuentes de 
error que actualmente afectan significativamente a las medidas que se realizan con el GPS, las 
cuales se describen a continuación: 
 Perturbación ionosférica: La ionósfera es la parte de la atmósfera terrestre 
permanentemente debido a la fotoionización que provoca la radiación solar, lo cual 
repercute en modificar la velocidad de las señales de radio que viajan por este medio. 
 Fenómenos meteorológicos: La tropósfera, que es en ella en donde se desarrollan 
todos los procesos meteorológicos y climáticos, la velocidad de las señales 
electromagnéticas disminuyen debido al vapor de agua que en este medio se genera, los 
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errores que se generan son casi similares a los que se produce en la ionosfera, pero con 
la diferencia que las correcciones de estos errores son imposibles. 
 Imprecisión en los relojes: En el interior de cada satélite hay instalados relojes 
atómicos, los cuales a pesar de su minucioso control y ajuste presentan pequeñas 
desviaciones, lo que ocurre de igual manera en los relojes de los receptores. 
 Interferencias eléctricas imprevistas: Las interferencias eléctricas ocasionadas de 
manera imprevista pueden causar un redondeo inadecuado en el cálculo de una órbita. 
Si el error que este ocasiona es grande, entonces será fácil detectarlo, pero si la 
desviación es pequeña entonces se volverá difícil detectarlo, ya que pueden causar 
errores de hasta un metro. 
 Error multisenda: Al momento de un satélite transmitir una señal hacia la Tierra, 
dicha señal puede sufrir una reflexión antes de llegar al receptor, para esto los receptores 
modernos hacen uso de técnicas avanzadas de procesamiento de señal y antenas con un 
diseño especial que permitan minimizar al máximo este error. 
 Interferencia "Disponibilidad Selectiva S/A": Este tipo crea la mayor fuente de error 
y es incrustada de manera deliberada por el estamento militar. 
 Topología receptor-satélites: Se debe considerar para el cálculo de distancias la 
geometría receptor-satélite visibles, esto debido a que una determinada configuración 
espacial puede dar como resultado un aumento o disminución de la precisión de las 
medidas, para esto los receptores más avanzados utilizan un factor multiplicativo que 
modifica el error de medición de la distancia. 
2.3.4. TIPOS DE RECEPTORES GPS 
Los tipos de receptores GPS disponible son dos: Los secuenciales y los multicanal (o 
continuos). Los secuenciales son aquellos que se forman de un único canal, los cuales se 
identifican como más lentos y no dan tanta precisión como los multicanales, los cuales están 
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conformados de un mínimo de 4 canales. En la actualidad los GPS que se encuentran 
comercializándose son los multicanales, debido a que cuenta con mejores características. 
(Cerda & Pazmiño, 2011, pág. 8) 
2.4. SISTEMA GLOBAL PARA LAS COMUNICACIONES 
MOVILES (GSM) 
Se define la Red del Sistema Global de Telefonía GSM como aquel servicio portador 
constituido por todos los medios de transmisión y conmutación necesarios que permiten enlazar 
a voluntad dos equipos terminales móviles mediante un canal digital que se establece 
específicamente para la comunicación y que desaparece una vez que se ha completado la 
misma. (Rodríguez, 2006, pág. 20) 
El Sistema Global para Comunicaciones Móviles, originalmente desarrollado como 
estándar europeo para la telefonía móvil digital, se ha convertido en el sistema móvil de uso 
más difundido en el mundo. Opera en las frecuencias de 900 y 1800 MHz en Europa, Asia y 
Australia y en la frecuencia de 1900 MHz en Norteamérica y Latinoamérica. (Rodríguez, 2006, 
pág. 21) 
2.4.1. FRECUENCIAS USADAS POR GSM 
Se ha implementado diferentes bandas de frecuencia para el interfaz de radio GSM, como 
se describe en la Tabla 9. 
TABLA 9. BANDAS DE FRECUENCIAS USADAS POR GSM. 
Banda Nombre Canales 
Uplink 
(MHz) 
Downlink 
(MHz) 
Notas 
GSM 850 GSM 850 128 - 251 
824,0 - 
849,0 
869,0 - 
894,0 
Usada en 
USA, 
Sudamérica y 
Asia 
 
 
 
GSM 900 
P-GSM 
900 
1 - 124 
890,0 - 
915,0 
935,0 - 
960,0 
Banda con 
que nació 
GSM en 
Europa 
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E-GSM 
900 
975 - 1023 
880,0 - 
890,0 
925,0 – 
935,0 
E-GSM 
extensión de 
GSM 900 
R-GSM 
900 
n/a 
876,0- 
880,0 
921,0 – 
925,0 
GSM 
ferroviario 
GSM 1800 
GSM 
1800 
512 - 885 
1710,0 - 
1785,0 
1805,0 – 
1880,0 
 
GSM 1900 
GSM 
1900 
512 - 810 
1850,0 - 
1910,0 
1930,0 – 
1990,0 
Usada en 
Norteamérica, 
incompatible 
con 1800 
FUENTE: (CERDA & PAZMIÑO, 2011, PÁG. 10). 
2.4.2. ARQUITECTURA DE LA RED GSM 
A continuación se hace una descripción de manera resumida de la arquitectura de red GSM, 
esta red en sí es más compleja y dispone de más elementos que los mostrados en la Figura 11. 
 
FIGURA 11. ESQUEMA DE LA ARQUITECTURA DE RED GSM. 
FUENTE: (VELASCO, 2005, PÁG. 71). 
La Arquitectura GSM, de acuerdo a lo señalado por (Velasco, 2005), está compuesta por los 
siguientes bloques principales:  
 Subsistema Radio (RSS, Radio SubSystem): Es el encargado de cubrir la 
comunicación que ocurre entre las estaciones móviles (MS) y las estaciones base (BTS). 
El interfaz radio entre ellas se denomina Um. 
 Subsistema de estaciones base (BSS): Este se encuentra contenido dentro de la parte 
Radio, y está formado por los elementos que se muestran a continuación:  
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o BTS (Base Transceiver Station): emisor, receptor y antena. Este se encarga de 
procesar los canales radio (Interfaz Um). 
o BSC (Base Station Controller): Handover, control de las BTS, mapeo de canales 
radio sobre los canales terrestres. Por un lado, se comunica con las BTS a través 
de un interfaz con canales de 16kbps (Abis) y por otro lado se comunica con los 
MSC a través del interfaz A, con canales de 64kbps.  
Este subsistema hace de interfaz entre la parte radio y la parte de red. 
 Subsistema de red y conmutación (NSS, Network and Switching Subsystem): Este 
subsistema se encarga de la conmutación, gestión de la movilidad, interconexión con 
otras redes y control del sistema. Esta es la parte más compleja, sus principales 
elementos son los siguientes:  
o MSC (Mobile Services Switching Center): Centro de conmutación entre otras 
muchas funciones.  
o GMSC (Gateway Mobile Services Switching Center): Conexión con otras 
redes.  
o Bases de datos:  
 HLR (Home Location Register).  
 VLR (Visitor Location Register).  
 EIR (Equipment Identity Register). 
2.4.2.1. Tabla comparativa entre generaciones de telefonía móvil 
El estándar de telefonía móvil GSM ofrece varias ventajas como tener un amplio rango de 
cobertura a comparación de los demás estándares existentes, dado que cualquier teléfono 
celular lo puede adoptar, además que es la más usada a nivel mundial; por otro lado, el costo 
de los servicios GSM a comparación de las demás generaciones son relativamente más 
económicas, razón principal para optar por dicho estándar; además al conocer que el prototipo 
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se basa en mensajes de texto SMS, y sabiendo que cada SMS se encuentra conformado con una 
totalidad de 160 caracteres, cada carácter pesa 7 bits de información, lo que finalmente da 1120 
bits, dado este cálculo y basándose en la Tabla 10 en donde se puede observar la velocidad que 
ofrece GSM es de 9,6 kbps, por último también presta servicios de voz que son esenciales para 
el correcto funcionamiento del prototipo, por lo tanto, de acuerdo a lo mencionado 
anteriormente, el servicio GSM cumple con las características suficientes para ser usado en el 
desarrollo del presente proyecto. 
La Tabla 10 permite observar una comparativa de las diferentes generaciones que son usadas 
para las comunicaciones móviles, describiendo además las principales características que tiene 
cada una de ellas. 
TABLA 10. TABLA DE GENERACIONES DE TELEFONÍA MÓVIL 
Primera 
Generación 
1G 
 Empleaban tecnología analógica y 
orientados hacia la telefonía. 
 Diversidad de los sistemas adoptados en los 
distintos países. 
 Impedía el uso del servicio con el mismo 
terminal al trasladarse de un país a otro. 
 Sistema NMT, el TACS y TMA- 900 
(Telefonía Móvil Automática 900 Mhz). 
Segunda 
Generación 
2G 
 Redes Digitales, de mayor éxito. 
 GSM (Global System for Mobile 
Communications) fue inicialmente 
desplegado en la banda de 900 MHz. 
 Tasa de bits = 9,6kbps 
 En la actualidad se emplea en prácticamente 
todo el mundo. 
 Sistemas TDMA IS-136 y CDMA IS-95, 
utilizados en América y Asia. 
Segunda 
Generación y media 
2.5G 
 Incrementan los regímenes binarios 
disponibles en los sistemas 2G. 
 Tecnologías: 
- GPRS (General Packet Radio Service), tasa 
de bits 53,6kbps. 
- EDGE (Enhanced Data rates for GSM 
Evolution), tasa de bits 256kbps. 
Tercera Generación 3G 
 Utilización de una misma banda de 
frecuencias en todo el mundo. 
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 Incremento de la eficiencia espectral en la 
interfaz radio. 
 Uso de un pequeño terminal de bolsillo con 
itinerancia (roaming) mundial. 
 Soporte de servicios simétricos y 
asimétricos. 
 Tecnologías: 
- UMTS (Universal Mobile 
Telecommunications System) a 384kbps. 
- HSPA (High Speed Packet Access), a 
7,2Mbps. 
- HSPA+(HSPA Evolucionado), a 42Mbps. 
Cuarta Generación 4G 
 Velocidad superior a las de 301 Mbit/s con 
un radio de 8 MHz. 
 Técnicas MIMO y OFDM. 
 Perfecciona el acceso radio usando SDR 
(Software Defined Radios). 
 Se espera alcanzar a la red completa IP. 
 Tasas de bits = 300Mbps. 
 Ancho de banda = 20 MHz en ambas 
direcciones. 
FUENTE: (ACOSTA J. , 2015, PÁG. 15) 
2.4.3. SMS  
El servicio SMS permite transferir un mensaje de texto entre una estación móvil (MS) y otra 
entidad (SME) a través de un centro de servicio (SC). El servicio final ofrecido es una 
comunicación extremo-extremo entre la estación móvil (MS) y la entidad (SME), tal como se 
muestra en la Figura 12. La entidad puede ser otra estación móvil o puede estar situado en una 
red fija. En el caso de envío de un mensaje entre dos móviles, ambas partes son estaciones 
móviles. Cuando se envía un mensaje para solicitar algún tipo de servicio, un extremo es una 
estación móvil y la otra es un servidor que atiende las peticiones. (Bedoya & Salazar, 2013, 
pág. 55) 
 38 
 
 
FIGURA 12. CENTRO DE SERVICIO SMS. 
FUENTE: (BEDOYA & SALAZAR, 2013, PÁG. 56) 
El servicio SMS se divide en dos servicios Básicos: 
1. SM MT (Short Message Mobile Terminated Point-to-Point): Servicio de entrega de 
un mensaje desde el SC hasta una MS, obteniéndose un informe sobre lo ocurrido. 
2. SM MO (Short Message Mobile Originated Point-to-Point): Servicio de envío de un 
mensaje desde una MS hasta un SC, obteniéndose un informe sobre lo ocurrido. 
El intercambio de mensajes que llevan a cabo los servicio básicos SM MT y SM MO se 
muestra en la Figura 13. 
 
FIGURA 13. SERVICIOS BÁSICOS SM MT Y SM MO. 
FUENTE: (BEDOYA & SALAZAR, 2013, PÁG. 57) 
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2.4.4. TARJETA SIM 
La red GSM posee una característica importante la cual es la del módulo de identidad del 
suscriptor, llamada también tarjeta SIM. Esta tarjeta es desmontable, contiene información de 
suscripción de usuario como es el directorio telefónico y los parámetros de red, permitiendo de 
esta manera al usuario mantener la información en caso de cambiar de teléfono celular. (Cerda 
& Pazmiño, 2011, pág. 20). Un ejemplo de tarjeta SIM se presenta en la Figura 14. 
 
FIGURA 14. TARJETA SIM CLARO. 
FUENTE: CLARO VENEZUELA (2016). RECURSOS CONTENIDOS. RECUPERADO DE: HTTP://GOO.GL/GUUABP. 
Por otra parte, el usuario tiene la posibilidad de cambiar de operadora de telefonía celular 
manteniendo el mismo equipo, simplemente cambiando la tarjeta SIM. Algunas operadoras de 
telefonía móvil celular añaden un candado para que cada teléfono únicamente funcione en 
dicha operadora, esta práctica es llamada bloqueo de SIM. 
2.5. NEAR FIELD COMMUNICATION (NFC) 
La tecnología inalámbrica NFC (Por sus siglas en inglés Near Field Communication), da 
sus inicios como una evolución en la convergencia de aplicaciones dentro del teléfono móvil, 
al brindar los servicios de las tarjetas inteligentes y las bondades de las tecnologías 
inalámbricas de corto alcance. La tecnología NFC ofrece compatibilidad con las demás 
tecnologías inalámbricas ya existentes como Bluetooth y RFID, con lo que su uso vuelve a esta 
tecnología aún más interesante. La posibilidad de dotar nuevos servicios, el amplio rango de 
aplicaciones, la velocidad, seguridad, confidencialidad y la robustez son las características más 
sobresalientes de la tecnología NFC a comparación del resto de propuestas inalámbricas. El 
amplio uso del smartphone unido a las bondades de esta tecnología, permite ver un gran futuro 
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para NFC que de manera no muy lejana estará disponible para diversas aplicaciones como 
controles de asistencia, pagos electrónicos, identificación para acceso a lugares públicos y 
privados, etc. (Arriagada, 2014, pág. 7) 
2.5.1. FUNDAMENTOS DE LA TECNOLOGÍA NFC 
NFC es un sistema de transmisión de datos similar al bluetooth y que utiliza los principios 
de la tecnología RFID (Radio Frequency IDentification). Sin embargo, brinda mejores 
prestaciones que RFID, ya que aprovecha la tecnología celular con su amplio uso y sus altas 
capacidades de cómputo. Se trata de un estándar ISO, ECMA y ETSI que opera en la banda de 
frecuencia AF (13,56 MHz) y por tal razón tiene un rango de cobertura pequeño (<10 cm). 
Actualmente ofrece velocidades de transmisión de datos de 106 kbps, 212 kbps y 424 kbps, no 
está pensado para transmitir grandes volúmenes de datos, sino más bien para intercambiar 
información de forma rápida, eficiente y segura. Al igual que la tecnología RFID, el protocolo 
NFC cubre los modos de operación activo y pasivo. (Arriagada, 2014, pág. 8).  
Existen cuatro tipos diferentes de etiquetas que todo dispositivo NFC debe 
soportar, (Alberca, 2013, pág. 28) refiere a estas etiquetas como: 
 Tipo 1: Basadas en ISO14443A, tienen una capacidad de memoria de 96 bytes 
ampliables hasta 2 Kbytes, velocidad de transmisión de 106 kbps; su costo es bajo. 
 Tipo 2: Basadas en ISO14443A (MIFARE Ultralight), memoria de 48 bytes ampliables 
hasta 2 Kbytes, velocidad de transmisión de 106 kbps, su costo es bajo. 
 Tipo 3: Basadas en FeliCa (Derivadas de ISO18092), memoria de hasta 2 kbytes y 
velocidades de 212 kbps; su costo es mayor, útiles para aplicaciones complejas. 
 Tipo 4: Basadas en ISO 14443 A/B, poseen capacidades de memoria de hasta 32 
Kbytes y velocidades comprendidas entre 106 kbps y 424 kbps. 
La Tabla 11 resumen éstas etiquetas, las cuales varían en función de la memoria, su tasa de 
transmisión de datos y los modos de interacción. 
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TABLA 11. TIPOS Y CARACTERÍSTICAS DE LOS TAGS NFC. 
Tipo Estándar Modos Memoria Velocidad 
Tipo 1 ISO14443 Tipo 
A 
Solo Lectura 
Lectura/Escritura 
96 bytes 
Ampliable a 2 
Kbytes 
106 kbps 
Tipo 2 ISO14443 Tipo 
A 
Solo Lectura 
Lectura/Escritura 
48 bytes 
Ampliable a 2 
Kbytes 
106 kbps 
Tipo 3 Sony FeliCa Solo Lectura 2 Kbytes 212 kbps 
Tipo 4 ISO14443 Tipo 
A y B 
Solo Lectura 
Lectura/Escritura 
32 Kbytes 106 kbps 
424 kbps 
FUENTE: (ALBERCA, 2013, PÁG28). 
Por otro lado, (Arriagada, 2014, pág. 10) indica que los dispositivos que cuenten con la 
tecnología NFC permiten la comunicación con cualquier tarjeta inteligente y lector existentes 
dentro del estándar ISO/IEC 14443, también es posible comunicarse con otros dispositivos 
NFC. Dependiendo de la función que realice, el dispositivo NFC toma una de las siguientes 
funciones: 
 Iniciador (initiator): Como su nombre lo indica es quien inicia y controla el 
intercambio de información. 
 Objetivo (target): Es el dispositivo que responde a los requerimientos del iniciador. 
Cualquier dispositivo electrónico con NFC (excepto una etiqueta NFC) puede operar 
de las dos formas: como Iniciador o como Objetivo. 
2.5.1.1. Fases de comunicación 
(Arriagada, 2014, pág. 11) señala: “Las fases de comunicación de la tecnología NFC son 
cinco, las cuales son de vital importancia debido a que cada una de ellas tiene una función 
específica y siempre están presentes en el establecimiento de la comunicación”, las cuales se 
presentan a continuación: 
 42 
 
 Descubrimiento: Esta fase permite la inicialización de los dispositivos, rastreándose 
el uno al otro para su posterior reconocimiento. 
 Autenticación: En esta parte los dispositivos verifican si el otro dispositivo está 
autorizado o si deben establecer algún tipo de cifrado para la comunicación. 
 Negociación: En la fase de negociación, los dispositivos definen parámetros como la 
velocidad de transmisión, la identificación del dispositivo, el tipo de aplicación, 
tamaño, y si es el caso también definen la acción a ser solicitada. 
 Transferencia: Una vez negociados los parámetros para la comunicación, se puede 
decir que ya está realizada exitosamente la comunicación y ya se puede realizar el 
intercambio de datos. 
 Confirmación: El dispositivo receptor confirma el establecimiento de la comunicación 
y la transferencia de datos. 
2.5.1.2. Modos de operación 
Los dispositivos NFC son dispositivos únicos, en el sentido de que pueden funcionar en tres 
configuraciones distintas (Arriagada, 2014, pág. 11): 
 Modo lector/grabador: Teniendo la capacidad de leer y escribir etiquetas, en esta 
configuración el dispositivo NFC es capaz de leer los cuatro tipos de etiquetas. Así 
mismo, el nivel de acceso físico RF es compatible con el estándar ISO-14443 y FeliCa. 
En esta configuración, cuando el usuario toca con su dispositivo con tecnología NFC 
una etiqueta, se transfiere una pequeña cantidad de información al dispositivo NFC. 
Esta información puede ser un texto en claro, una dirección de una página web o un 
número de teléfono. La Figura 15 permite evidenciar con un ejemplo el modo 
lector/grabador. 
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FIGURA 15. EJEMPLO MODO LECTOR/GRABADOR NFC. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
 Modo “Peer to Peer‟: Usada para el intercambio de datos o establecimiento de las 
comunicaciones entre dispositivos NFC. Cuando la cantidad de datos intercambiada no 
supera los pocos kilobytes, se usa el mismo protocolo NFC. Para la transmisión de 
mayores cantidades de datos, NFC se usa para establecer los parámetros de una 
conexión inalámbrica más avanzada como pueden ser Bluetooth o Wi-Fi. La Figura 16 
permite observar un ejemplo del modo peer to peer. 
 
FIGURA 16. EJEMPLO MODO PEER TO PEER NFC. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
 Modo emulación de tarjeta inteligente: En este modo el dispositivo NFC se comporta 
como una etiqueta NFC o una tarjeta inteligente, apareciendo ante un lector externo 
como si se tratase de una tarjeta sin contactos, como se puede visualizar en la Figura 
17. En esta configuración es posible utilizar las características de seguridad avanzada 
del elemento seguro incorporado como medio de pago y para el almacenamiento y 
gestión de todo tipo de entradas y recibos. Un teléfono móvil con capacidad NFC es 
mucho más barato y fácil de usar y pueden ser usados en esta configuración. 
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FIGURA 17. EJEMPLO MODO EMULACIÓN DE TARJETA INTELIGENTE NFC. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
2.5.1.3. Modos de funcionamiento 
Según (Arriagada, 2014), un dispositivo NFC con suministro interno de energía es 
denominado activo y el que carece de éste, es considerado pasivo. La habilidad de funcionar 
en los dos modos hace que los dispositivos NFC sean únicos dentro de otras tecnologías de 
comunicación sin contacto. Esto posibilita a los dispositivos a actuar como tarjetas sin contacto 
o como lectores. El funcionamiento de los dos modos se describe a continuación: 
 Pasivo: Solo un dispositivo genera el campo electromagnético y el otro se aprovecha 
de la modulación de la carga para poder transferir los datos. El iniciador de la 
comunicación es el encargado de generar el campo electromagnético, como se observa 
en la Figura 18. 
 
FIGURA 18. MODO DE FUNCIONAMIENTO PASIVO EN NFC. 
FUENTE: (ARRIAGADA, 2014, PÁG. 15). 
 Activo: Como se puede verificar en la Figura 19, ambos dispositivos generan su propio 
campo electromagnético, que utilizarán para transmitir sus datos. Ambos dispositivos 
necesitan energía para funcionar. 
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FIGURA 19. MODO DE FUNCIONAMIENTO ACTIVO EN NFC. 
FUENTE: (ARRIAGADA, 2014, PÁG. 15). 
2.5.2. EL FORMATO NDEF 
El formato NDEF, es un formato común registrado por el NFC Forum para poder compartir 
datos entre los dispositivos NFC y/o entre los dispositivos NFC y las etiquetas. Por lo tanto, 
las etiquetas que son leídas y/o escritas utilizando este formato, se les conoce como etiquetas 
NDEF o NFC. NDEF propone una forma de organizar el contenido almacenado en bytes en la 
etiqueta o que viaja de un dispositivo a otro. Se caracteriza por poseer una cabecera de datos, 
denominada cabecera NDEF a partir de la cual se encuentran los bloques de información, como 
se puede verificar en la Figura 20. (Broseta, 2012, pág. 30) 
 
FIGURA 20. FORMATO DEL MENSAJE NDEF. 
FUENTE: BADRINATH KULKARNI (2012). NFC DATA EXCHANGE FORMAT. RECUPERADO DE:  
HTTP://IBADRINATH.BLOGSPOT.COM/2012/07/NFC-DATA-EXCHANGE-FORMAT-NDEF.HTML 
Todos los bloques de información son accesibles, esto se debe a que existe una clave por 
defecto (en hexadecimal: FF FF FF FF FF FF) empleada para el acceso a cada uno de ellos, 
esto supone una desventaja dado que los datos que anteriormente fueron escritos en un tag por 
un dispositivo NFC y que se encuentran almacenados en estos bloques puedan ser modificados 
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o borrados por cualquier dispositivo. Para resolver este problema se hace uso de las ventajas 
que ofrece los formatos NDEF y MIFARE, en el que se pone de manifiesto el uso de claves de 
acceso para cada bloque de información. NDEF tiene soportado por todos los dispositivos NFC 
y constituye un estándar para el intercambio y almacenamiento de información. 
2.5.3. TAGS DE IDENTIFICACIÓN MIFARE 
La tecnología MIFARE es un estándar tecnológico (ISO 14443A y 14443B), para las 
comunicaciones contactless (“de no contacto”), a una frecuencia de 13.56Mhz fabricada por 
Philips Electronics. Las tarjetas MIFARE y los lectores/escritores de tarjetas MIFARE 
inicialmente se desarrollaron para realizar transacciones de pago en sistemas de transporte 
público. Debido a su corto alcance esta tecnología resultaba apropiada para dicha aplicación. 
Un típico enlace de un lector de etiquetas MIFARE sin contacto, para la función de 
lectura/escritura es de 2 a 10cm de distancia. Existiendo etiquetas MIFARE con capacidades 
de 1KB de memoria EEPROM, siendo la máxima de 4KB. 
2.5.3.1. Tarjeta MIFARE S50 1KB 
La memoria de la etiqueta Mifare S50 1 KB está organizado en sectores compuestos por 4 
bloques cada uno, como se visualiza en la Figura 21. En cada sector, los datos se almacenan en 
los 3 primeros bloques, pero el último bloque se conoce como el sector trailer que tiene dos 
claves de autenticación (clave A y B) y un conjunto de bits de acceso. Estos bits de acceso 
definen los permisos para lectura / escritura para los tres primeros bloques en el sector, así 
como el propio sector trailer. En otras palabras, los bits de acceso se pueden utilizar para 
protegerse a sí mismos, permitiendo que los datos, las llaves, y los bits de acceso queden 
bloqueados e inalterables. 
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FIGURA 21. ESTRUCTURA DE MEMORIA DE LA TARJETA MIFARE S50 1KB. 
FUENTE: GEEKYTHEORY (2016). NFC + ARDUINO – PARTE 2. RECUPERADO DE: HTTPS://GEEKYTHEORY.COM/NFC-ARDUINO-
PARTE-2 
Se pueden encontrar tags MIFARE de 1KB o 4KB de memoria EEPROM como el mostrado 
en la Figura 22, estos tags vienen en presentaciones en forma de llaveros o tarjetas. El tag 
básicamente se compone de dos componentes electrónicos, uno es el microcontrolador y otro 
la antena para la transmisión/recepción de información, trabajando a una frecuencia de 
13.56Mhz. En el microcontrolador es en donde se almacena toda la información de la tarjeta, 
ya que contiene una memoria tipo EEPROM de lectura/escritura. Todos los tags tienen un 
número de serie, conocido como NUID (Non Unique Identification Number) de 4 bytes que es 
pregrabado de fábrica, otros tags de fabricación más reciente cuentan con un número de serie 
de 7 bytes, llamado UID (Unique Identification Number). 
 
FIGURA 22. EJEMPLO DE TAG MIFARE 1K TIPO TARJETA. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
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2.5.3.2. Organización de la memoria ERPROM 
La memoria EEPROM de la tarjeta MIFARE de 1 KB está organizada en 16 sectores de 4 
bloques cada uno, teniendo un total de 64 bloques. En donde cada bloque se constituye por 16 
bytes. La Figura 23 resume la organización de la memoria como se puede ver a continuación: 
 
FIGURA 23. ORGANIZACIÓN DE MEMORIA MIFARE. 
FUENTE: GORFERAY (2012). MIFARE 1K CARD. RECUPERADO DE: HTTP://WWW.GORFERAY.COM 
 En el sector 0, bloque 0, los primeros 4 bytes almacenan el número de serie del tag 
(NUID) y los datos del fabricante. Este bloque está protegido y solamente puede leerse.  
 El cuarto bloque se conoce como “Sector Trailer” y tiene como función la configuración 
de permisos y códigos de acceso para la lectura/escritura de los datos de ese sector. En 
este bloque se incluye el almacenamiento de 2 códigos de seguridad llamados Key A y 
Key B, así como de 4 bytes (Access bits) para la configuración del manejo que se dará 
a los datos contenidos en dicho sector. La clave Key A puede escribirse, pero no leerse. 
En este proyecto se hará uso del Key A dado que este permite la escritura, pero no la lectura, 
brindando de esta manera seguridad al sistema, puesto que para una lectura deberán coincidir 
las claves entre el lector y la tarjeta de identificación, también en el caso de que alguien quiera 
clonar alguna tarjeta, este método no permitirá que esto ocurra, ayudando así a proteger la 
información almacenada en todo el sector de información que se vaya a hacer uso dentro de 
cada tarjeta MIFARE. 
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2.5.4. TABLA COMPARATIVA DE TECNOLOGÍAS INALÁMBRICAS 
La Tabla 12 permite ver las diferencias que existen entre la tecnología NFC, Bluetooth 4.0 
y RFID; en donde es posible observar las ventajas que la tecnología NFC ofrece a comparación 
de sus competidores. 
La tecnología NFC ofrece un nivel superior de seguridad, dado que es una tecnología de 
campo cercano y es necesario que la persona se encuentre a corta distancia para poder realizar 
cualquier acción, trabaja con dos modos de funcionamiento para los tags activo y pasivo, brinda 
además un reducido consumo de corriente, funciona en la frecuencia de 13.56Mhz, siendo esta 
una banda para uso no comercial y sin licencia, brindando por último un ancho de banda 
suficiente para los diferentes procesos de lectura/escritura que el prototipo necesita. 
TABLA 12. COMPARACIÓN DE LAS TECNOLOGÍAS INALÁMBRICAS NFC, BLUETOOTH 4.0 Y RFID. 
 NFC Bluetooth 4.0 RFID 
Seguridad Alta Buena Media 
Organismo de 
normalización 
ISO/IEC Bluetooth SIG ISO/EPC 
Distancia ~ 10cm ~ 50m ~ 3m 
Modos Activo / Pasivo Activo Activo / Pasivo 
Consumo < 15mA < 15mA < 30mA 
Ancho de banda 424 kbps ~ 200 kbps Varios kbps 
Frecuencia 13.56 Mhz 2.4 – 2.5 Ghz (LF 9-125 Khz) 
(HF 13.56 Mhz) 
(UHF 860-960 Mhz) 
(Microondas > 3 GHz) 
Conexión Punto a punto Red de área 
personal 
Punto a punto 
Tiempo de 
preparación 
< 0.1seg < 3ms < 0.1seg 
FUENTE: DOCPLAYER (2013). DELITOS RELATIVOS A LAS TARJETAS DE CRÉDITO, ALTERNATIVA TECNOLÓGICA DE PAGO. 
RECUPERADO DE: HTTP://DOCPLAYER.ES/5582421-UNIVERSIDAD-DE-GUAYAQUIL.HTML 
 50 
 
2.6. DISPOSITIVOS ELECTRÓNICOS 
2.6.1. RESISTENCIA ELÉCTRICA 
La resistencia eléctrica es la mayor o menor oposición que presenta un cuerpo al paso de la 
corriente eléctrica. Es decir, la dificultad que opone un conductor al paso de la corriente 
eléctrica. La unidad que se utiliza para medir la resistencia eléctrica es el ohmio y se representa 
por la letra griega omega (Ω). La Figura 24 indica la simbología que se usa para la resistencia 
eléctrica. 
 
FIGURA 24. SÍMBOLOS DE LA RESISTENCIA ELÉCTRICA. 
FUENTE: MAILXMAIL (2012). RESISTENCIAS. RECUPERADO DE: HTTP://WWW.MAILXMAIL.COM/CURSO-ELECTRICIDAD-
PC/RESISTENCIAS 
El valor de una resistencia se determina en base a una tabla de código de colores, en donde 
la primera y segunda banda de color representa las dos primeras cifras, siendo la tercera la 
banda multiplicadora, por último, la cuarta banda representa la tolerancia, la cual indica el 
porcentaje de error que puede presentar el valor de resistencia. En la Figura 25, se presenta la 
tabla de código de colores utilizado para obtener el valor de una resistencia: 
 
FIGURA 25. TABLA DE CÓDIGO DE COLORES DE LAS RESISTENCIAS. 
FUENTE: INTEF (2016). CÓDIGO DE COLORES. RECUPERADO DE: 
HTTP://RECURSOSTIC.EDUCACION.ES/SECUNDARIA/EDAD/4ESOTECNOLOGIA/QUINCENA4/PAGINAS/CODIGO_COLOR.HTM 
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2.6.2. CONDENSADOR 
Básicamente, un condensador, está formado por dos placas metálicas (conductoras de la 
electricidad), enfrentadas y separadas entre sí por una mínima distancia, y un dieléctrico, que 
se define como el material no conductor de la electricidad (aire, mica, papel, aceite, cerámica, 
etc.), que se encuentra entre dichas placas. 
Son usados en circuitos eléctricos con relativa alta corriente y baja frecuencia. Este es 
especialmente el caso en los filtros de alimentadores de corriente, donde se usan para almacenar 
la carga, y moderar la tensión eléctrica de salida y las fluctuaciones de corriente en la salida 
rectificada. También son muy usados en los circuitos que deben conducir corriente 
continua pero no corriente alterna. Los condensadores electrolíticos pueden tener 
mucha capacitancia, permitiendo la construcción de filtros de muy baja frecuencia. La Figura 
26 muestra la simbología usada para los condensadores electrolíticos. 
 
FIGURA 26. SÍMBOLO DEL CONDENSADOR FIJO Y ELECTROLÍTICO RESPECTIVAMENTE. 
FUENTE: INTEF (2016). ELECTRÓNICA ANALÓGICA. RECUPERADO DE: HTTPS://GOO.GL/WLVNTZ 
La magnitud del valor de capacidad de un condensador es directamente proporcional al área 
de sus placas e inversamente proporcional a la distancia que las separa. Es decir, cuanto mayor 
sea el área de las placas, mayor será el valor de capacidad, expresado en micro faradios (µF), 
y cuanto mayor sea la distancia entre las placas, mayor será la aislación o tensión de trabajo 
del condensador, expresadas en unidades de Voltios (V), aunque el valor de capacidad 
disminuye proporcionalmente cuanto más las placas se separan. 
2.6.3. DIODO RECTIFICADOR 
Los diodos de la serie 1N400x son diodos rectificadores de propósito general de silicón, 
soporta hasta 1A (Ver ANEXO 02.) de intensidad con polarización directa, esto es, 1A es el 
nivel de corriente con polarización directa para el cual el diodo se quema debido a una 
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disipación excesiva de potencia. Se utiliza principalmente para convertir la corriente alterna en 
directa, su encapsulado es de tipo DO-41. La Figura 27 muestra la simbología usada para los 
diodos rectificadores. 
 
FIGURA 27. PARTES DE UN DIODO RECTIFICADOR. 
FUENTE: PANAMA HITEK (2016). CONCEPTOS BÁSICOS DE ELECTRÓNICA: EL DIODO. RECUPERADO DE: 
HTTP://PANAMAHITEK.COM/CONCEPTOS-BASICOS-DE-ELECTRONICA-EL-DIODO/ 
2.6.4. DIODO LED 
El diodo led es un dispositivo electrónico, cuya principal función es convertir la energía 
eléctrica suministrada a éste, en una fuente luminosa al momento de ser polarizado 
directamente. El voltaje de operación es normalmente de 2V, este voltaje varía dependiendo 
del material de fabricación y del color de luz a emitir, por otro lado, la corriente de consumo 
es de alrededor de 15mA y de igual manera este valor también depende del color. La Figura 28 
muestra el símbolo usado para los diodos led. 
 
FIGURA 28. SÍMBOLO DEL DIODO LED. 
FUENTE: ELT (2016). ILUMINACIÓN LED. RECUPERADO DE: HTTP://WWW.ELT-BLOG.COM/ILUMINACION-LED-LO-QUE-NECESITAS-
SABER/ 
Presentan muchas ventajas en relación de otro tipo de fuentes luminosas, como su bajo 
consumo de energía, su larga vida útil y su mantenimiento casi nulo. Los usos más comunes 
son los circuitos de señalización, semáforos, indicadores de estado, bombillas, entre otras. 
2.6.5. RELÉ 
El relé o relevador es un dispositivo electromagnético, que tiene la función de actuar como 
un interruptor abriendo y cerrando uno o varios contactos, por medio de una bobina y un 
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electroimán, activado por una pequeña corriente de entrada, permitiendo así controlar grandes 
consumos de corriente a la salida. 
Internamente el relé tiene una bobina de muy bajo consumo, que cuando atraviesa una 
corriente eléctrica, el electroimán hace girar la armadura verticalmente, cerrando así de esta 
manera los contactos, dependiendo si es del tipo Normalmente cerrado (N.C), o Normalmente 
abierto (N.A). Estos contactos se los puede considerar como el interruptor, que es aquel que 
permite que la corriente fluya entre los dos puntos que cerraron el circuito. La Figura 29 
muestra la simbología usada para el relé. 
 
FIGURA 29. SÍMBOLO DEL RELÉ NORMALMENTE CERRADO. 
FUENTE: ARRIZEN (2013). EL RELÉ ELECTROMECÁNICO. RECUPERADO DE: HTTP://WWW.ELT-BLOG.COM/ILUMINACION-LED-LO-
QUE-NECESITAS-SABER/ 
2.6.6. TRANSISTOR 2N3904 
El transistor NPN 2N3904 es un transistor bipolar negativo-positivo–negativo (NPN) de 
mediana potencia, destinado para propósito general en amplificación y conmutación, 
construido con semiconductor silicio, (Ver ANEXO 06.). Puede amplificar pequeñas corrientes 
a tensiones pequeñas o medias y trabajar a frecuencias medianamente altas. Este transistor tiene 
tres terminales llamados emisor, base y colector.  
El emisor y el colector son las terminales principales de este transistor. Dependiendo de la 
configuración del circuito, la masa o el equivalente de masa puede conectarse ya sea al emisor 
o al colector. El símbolo se presenta en la Figura 30. 
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FIGURA 30. PARTES DE UN TRANSISTOR BJT 2N3904. 
FUENTE: WIKIPEDIA (2016). TRANSISTOR DE UNIÓN BIPOLAR. RECUPERADO DE: 
HTTPS://ES.WIKIPEDIA.ORG/WIKI/TRANSISTOR_DE_UNI%C3%B3N_BIPOLAR 
2.6.7. REGULADOR DE VOLTAJE 7805 
El regulador de voltaje 7805 es un dispositivo electrónico que brinda la propiedad de regular 
el voltaje positivo a 5V fijo y con una corriente de carga máxima de 1A, la tensión de 
alimentación de entrada debe superar un poco más de 2V a la tensión de salida y ser menor a 
35V (Ver ANEXO 05.), El dispositivo posee como protección un limitador de corriente por 
cortocircuito, y además, otro limitador por temperatura que puede reducir el nivel de corriente.  
 
FIGURA 31. DISTRIBUCIÓN DE PINES DEL REGULADOR DE VOLTAJE LM7805. 
FUENTE: ETOOLS (2016). CÓMO FUNCIONA EL REGULADOR DE VOLTAJE 7805. RECUPERADO DE: 
HTTP://WWW.ELECTRONTOOLS.COM/HOME/WP/2016/03/09/REGULADOR-DE-VOLTAJE-7805/ 
La serie de reguladores de tensión positiva 78xx se complementa con la 79xx, que entrega 
tensiones negativas, en sistemas donde se necesiten tanto tensiones positivas como negativas, 
ya que la serie 78xx no puede ser usada para regular tensiones negativas. 
El ejemplar más conocido de esta serie de reguladores es el 7805 mostrado en la Figura 31, 
que provee 5V, lo que lo hace sumamente útil para alimentar dispositivos TTL. 
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2.6.8. REGULADOR DE VOLTAJE LM317T 
El circuito integrado LM317t está diseñado para ser utilizado como regulador de voltaje 
ajustable en valores positivos, puede soportar cargas de hasta 1,5A con una tensión de salida 
ajustable variable de entre 1,2V a 37V (Ver ANEXO 04.), el voltaje de salida nominal se lo 
realiza a través de un divisor resistivo. Sus patillas son tres: Ajuste (ADJ), voltaje de 
entrada (Vin) y voltaje de salida (Vout), como se puede ver en la Figura 32: 
 
FIGURA 32. DISTRIBUCIÓN DE PINES DEL CIRCUITO INTEGRADO LM317T. 
FUENTE: MERLBERNI (2016). TUTORIALES DE ELECTRICIDAD Y ELECTRÓNICA. RECUPERADO DE: HTTPS://GOO.GL/OZUTY0 
El circuito integrado ofrece una protección por limitación de corriente y exceso de 
temperatura, siendo funcional la protección por sobrecarga. Para el diseño básico de regulación 
de voltaje se requiere dos resistencias para lograr conseguir el valor voltaje de salida deseado. 
2.6.9. TRANSISTOR NPN TIP31C 
El TIP31C, es un transistor NPN de mediana potencia, ofreciendo una corriente máxima de 
colector (Ic) de 3A (Ver ANEXO 01.), con una disipación de potencia máxima de 40W, 
permitiendo trabajar en un gran rango de temperaturas que oscila de entre -65 a 150 °C, 
elaborado en un empaquetado plástico del tipo TO-220, ofrece un excelente rendimiento a altas 
velocidad de conmutación, usado en múltiples aplicaciones de las cuales destacan aplicaciones 
de conmutación industrial y lineal, dispositivos de audio, entre otros. La Figura 33 permite 
visualizar la forma física del transistor TIP31C, en conjunto con la simbología empleada. 
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FIGURA 33. PARTES DE UN TRANSISTOR NPN TIP31C. 
FUENTE: HOBBYTRONICS (2016). TIP31C HIGH POWER NPN TRANSISTORS. RECUPERADO DE: 
HTTP://WWW.HOBBYTRONICS.CO.UK/TIP31C 
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CAPÍTULO III 
3. DISEÑO, IMPLEMENTACIÓN Y PRUEBAS DE 
FUNCIONAMIENTO 
 
El prototipo se encuentra enfocado a erradicar la gran cantidad de robo de vehículos y 
pérdida de vidas causadas por los secuestros exprés, ayudando a informar al usuario del 
vehículo de alguna situación inesperada en donde se requiera la atención oportuna, mediante 
alertas y llamadas telefónicas a un número de emergencia; por otro lado, incorpora un sistema 
de control de encendido que evitará que el delincuente robe el vehículo, bloqueando las 
funciones de arranque del motor; por último, posee un moderno sistema de localización 
vehicular que ayudará a informar la ubicación exacta del vehículo dentro del territorio 
ecuatoriano. 
En este capítulo se describirá el proceso de selección de los elementos electrónicos 
utilizados para el diseño de la parte electrónica del prototipo de sistema de localización y 
seguridad vehicular, mostrando además de una manera detallada, el diseño de todos los bloques 
que están involucrados en el proyecto; también se considera el diseño de una aplicación 
Android, la cual permitirá tener el control de los diferentes recursos del sistema de manera 
remota, para finalmente presentar la implementación y las diferentes pruebas de 
funcionamiento, garantizando de esta manera una correcta operatividad del sistema. 
3.1. DESCRIPCIÓN GENERAL DEL PROTOTIPO 
El presente prototipo de sistema de localización y seguridad vehicular permite conocer la 
ubicación del vehículo, mediante una petición realizada por el usuario registrado en el  sistema, 
indicando a través de un mensaje de texto SMS la altitud a nivel del mar, la velocidad de viaje 
y la posición del vehículo; ésta última pudiendo ser visualizada en un mapa a través de un 
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navegador web o mediante una aplicación offline de mapas (OsmAnd+); contando además con 
un botón de pánico el cual permite realizar una llamada de emergencia a un número 
previamente configurado y escuchar la conversación que se desarrolla en el interior del 
vehículo,. Por otra parte, gracias al lector con tecnología NFC, el sistema permite autorizar el 
encendido del vehículo sólo al usuario que cuente con la tarjeta o llavero de identificación 
MIFARE, evitando de esta manera el uso no autorizado del vehículo. 
Además, con la aplicación Android que únicamente funcionará en él o los números celulares 
registrados en el sistema, el usuario tendrá las funciones de control total de los diferentes 
recursos de manera remota, en donde exista cobertura de telefonía celular de acuerdo a la 
operadora previamente seleccionada. 
3.2. DIAGRAMA GENERAL DE BLOQUES PROTOTIPO 
En la Figura 34, se muestra un diagrama de bloques general del funcionamiento del prototipo 
de sistema de localización y seguridad vehicular. 
 
FIGURA 34.DIAGRAMA DE BLOQUES GENERAL DEL PROTOTIPO DE SISTEMA DE LOCALIZACIÓN Y SEGURIDAD VEHICULAR. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
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Cada elemento mostrado en la Figura 34, indica una parte del proyecto, el cual se distribuye 
en bloques representando cada uno de estos una función específica en el prototipo a desarrollar, 
como se muestra a continuación: 
1. La Aplicación Android que va a ser instalada en el Smartphone del usuario registrado 
en el sistema, mediante la cual se podrá controlar los diferentes recursos del sistema de 
forma remota. 
2. El Sistema de Comunicación GSM es el encargado de transportar las solitudes y 
respuestas que serán enviadas y receptadas por parte del usuario mediante la aplicación 
Android hacia el Sistema de Control que será instalado en el interior del vehículo. 
3. El Sistema de Control es el encargado de procesar todas las solicitudes y respuestas por 
parte del usuario del sistema a través de la aplicación Android mediante el Sistema de 
Comunicación GSM, se encarga además de procesar las señales provenientes del 
Sistema GPS, por último, controla las acciones que desarrollará el Sistema de 
Seguridad. 
4. El Sistema de Localización es el encargado de receptar las señales provenientes de los 
satélites y trasladarlas al Sistema de Control, para luego ser procesadas dentro del 
mismo y posteriormente ser enviadas al usuario del sistema cuando este lo requiera. 
5. El Sistema de Seguridad es el que permite ejecutar las diferentes acciones hacia el 
vehículo que son enviadas por parte del Sistema de Control, las cuales son, la 
autorización de encendido del vehículo a través de la tecnología NFC y el sensado del 
botón de pánico que será presionado en alguna situación de emergencia. 
6. El Sistema de Alimentación permite suministrar el voltaje y corriente necesarios para 
que el prototipo entre en funcionamiento normal; además, en el caso de que la batería 
principal del vehículo fuese retirada, el sistema cuenta con una etapa de alimentación 
de respaldo. 
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3.3. BLOQUE DEL SISTEMA DE CONTROL 
El Sistema de Control es el encargado de gobernar todo el prototipo, enviando las órdenes 
que tiene que realizar cada uno de los bloques, además en éste se encuentran interconectados 
todos los módulos usados para el desarrollo del proyecto, tanto para controlar el encendido del 
vehículo, localización GPS, como para enviar / receptar solicitudes y respuestas; en resumen, 
el bloque del Sistema de Control toma las decisiones que serán ejecutadas por los demás 
bloques. 
En la Figura 35, se muestra el diagrama de bloques del Sistema de Control propuesto, en 
donde se observa que se conforma principalmente por la placa Arduino Mega 2560, además a 
este sistema se encuentran interconectados todos los demás sistemas que posteriormente se irán 
diseñando. 
 
FIGURA 35. DIAGRAMA DE BLOQUES DEL SISTEMA DE CONTROL. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
Existe una gran variedad de placas de desarrollo electrónico Arduino de dónde se puede 
escoger, lo importante para realizar la elección de una placa u otra es comparar las 
características que tiene cada una y sobre todo elegirla con el criterio de una correcta adaptación 
de esta a todos los requerimientos que el proyecto requiera. En la Tabla 13 se presenta una 
comparación entre diferentes modelos de placas Arduino. 
 61 
 
 
FIGURA 36. ARDUINO MEGA 2560. 
FUENTE: SEEEDSTUDIO (2016). ARDUINO MEGA2560 REV3. RECUPERADO DE:  
HTTPS://WWW.SEEEDSTUDIO.COM/ARDUINO-MEGA2560-REV3-P-695.HTML 
Las ventajas que posee la placa Arduino Mega 2560 (ver Figura 36) para el desarrollo del 
prototipo propuesto respecto a otras placas similares, son numerosas, de las cuales se destacan: 
 Dispone de cuatro puertos UART que sirven como protocolo de comunicación de los 
módulos GPS y GSM. 
 Dispone además de 54 E/S digitales, las cuales permiten conectar los diferentes 
dispositivos que se utilizarán en el prototipo propuesto, como son: el botón de pánico, 
salidas de conexión de relés para la bomba de gasolina, seguros eléctricos, entre otros; 
brindando así escalabilidad al poder conectar más dispositivos si fuese necesario sin 
problema alguno. 
 Posee comunicación SPI, la cual admite la conexión del módulo NFC que es el que 
permite leer las tarjetas o llaveros de identificación con tecnología Mifare para autorizar 
el encendido del vehículo. 
 La placa Arduino Due tiene similares características al Arduino Mega 2560 como la 
velocidad de reloj y la corriente por pin que esta entrega, pero no es conveniente usar 
esta placa, debido a que no posee memoria EEPROM, la cual es imprescindible en el 
desarrollo de este proyecto, dado que en esta memoria se guardarán datos importantes 
del estado del vehículo. 
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 Una razón más para elegir esta placa es la disponibilidad en el mercado ecuatoriano y 
además su precio es inferior a las demás placas estudiadas en el CAPÍTULO II. 
Por todas las razones analizadas anteriormente, es por lo tanto conveniente usar la placa 
Arduino Mega 2560 para el desarrollo del prototipo propuesto. 
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TABLA 13. TABLA COMPARATIVA DE LAS PLACAS DE DESARROLLO ELECTRÓNICO ARDUINO. 
Característica Arduino Uno Arduino Mega 
2560 
Arduino Yun Arduino 
Leonardo 
Arduino Due 
Microcontrolador ATmega328P ATmega2560 ATmega32U4 ATmega32u4 AT91SAM3X8E 
Voltaje de 
operación 
5V 5V 5V 5V 3.3V 
Pines E/S 14 54 20 20 54 
Pines PWM 6 15 7 7 12 
Pines analógicos 6 16 12 12 12 
UART 1 4 1 1 4 
Memoria flash 32 KB, 0.5 KB 
(bootloader) 
256 KB, 8 KB 
(bootloader) 
32 KB, 4 KB 
(bootloader) 
32 KB, 4 KB 
(bootloader) 
512 KB 
Corriente DC por 
pin E/S 
20mA 20mA 40mA 40mA 130mA (Total) 
Corriente DC pin 
3.3V 
50mA 50mA 50mA 50mA 800mA 
EEPROM 1 KB 4 KB 1 KB 1 KB NO 
SRAM 2 KB 8 KB 2.5 KB 2.5 KB 96 KB (dos bancos: 
64KB y 32KB) 
Reloj 16 MHz 16 MHz 16 MHz 16 MHz 84 MHz 
Precio $15 $25 $90 $17 $65 
FUENTE: ARDUINO (2016). COMPARE BOARD SPECS. RECUPERADO DE: HTTPS://WWW.ARDUINO.CC/EN/PRODUCTS.COMPARE.
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Por otra parte, la distribución de pines que ofrece la placa Arduino Mega 2560 permite la 
adaptación correcta de cada uno de los elementos que forman parte del prototipo, la Tabla 14 
indica dicha distribución. 
TABLA 14. DISTRIBUCIÓN DE PINES DE LA PLACA ELECTRÓNICA ARDUINO MEGA 2560. 
Pines Conexión 
D2 Botón de Pánico 
D3 Contacto del vehículo 
D4 Relé Corta Gasolina 
D5 Relé Abrir Puertas 
D6 Relé Cerrar Puertas 
D9 Encendido por software Módulo GSM 
D10 Buzzer 
D16 Pin Transmisión Módulo GSM 
D17 Pin Recepción Módulo GSM 
D18 Pin Transmisión Módulo GPS 
D19 Pin Recepción Módulo GPS 
D50 Pin MISO Módulo NFC 
D51 Pin MOSI Módulo NFC 
D52 Pin SCK Módulo NFC 
D53 Pin SS Módulo NFC 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
3.3.1. DIAGRAMA ELECTRÓNICO DEL SISTEMA DE CONTROL 
El Sistema de Control se conforma por la placa de desarrollo electrónico Arduino Mega 
2560, la cual brinda los pines de comunicación y protocolos de comunicación adecuados para 
el desarrollo del prototipo, en la Figura 37 se muestra el diagrama electrónico que conforma el 
Sistema de Control. 
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FIGURA 37. DIAGRAMA ELECTRÓNICO DEL SISTEMA DE CONTROL 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
El Sistema de Control es el cerebro del prototipo y aquel que controla las acciones que van 
a tomar los módulos que están interconectados a él; mediante las decisiones que se tome, 
dependiendo el caso, estos módulos son el GSM, GPS, NFC, y la placa Shield Interfaz. 
3.4. BLOQUE DEL SISTEMA DE SEGURIDAD 
El Sistema de Seguridad tiene como objetivo el cumplimiento de las acciones que en el 
Sistema de Control se determinan, dichas acciones son las siguientes: 
 Realizar las lecturas mediante el módulo lector NFC de las tarjetas o llaveros de 
identificación MIFARE; entregadas al usuario del vehículo. 
 Sensar constantemente el botón de pánico; éste será accionado por el usuario del 
vehículo cuando exista una situación de emergencia. 
 Ejecutar acciones de bloqueo o desbloqueo de la bomba de gasolina; para autorizar 
o no el encendido del vehículo. 
 Activar o desactivar los seguros eléctricos de las puertas. 
 Emitir en base al buzzer, los sonidos informativos del estado del vehículo. 
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 Realizar el control del sistema de contacto del vehículo, para posteriormente poder 
ser controlado por el Sistema de Control del prototipo. 
En la Figura 38 se muestra el diagrama de bloques del Sistema de Seguridad, en donde se 
evidencia que existen varias etapas, las cuales posteriormente se procederán a diseñar; cada 
etapa cumple una función específica para el correcto funcionamiento del prototipo. 
 
FIGURA 38. DIAGRAMA DE BLOQUES DEL SISTEMA DE SEGURIDAD. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
Cabe recalcar además que a este Sistema de Seguridad se conectan de manera directa el 
Sistema de Alimentación y el Sistema de Control conformado por la placa de desarrollo 
electrónico Arduino Mega 2560. 
El módulo NFC es el que se encarga de la lectura de las tarjetas o llaveros de identificación 
tipo MIFARE entregadas al usuario, para posteriormente autorizar o no el encendido del 
vehículo. Para este proyecto, teniendo como referencia  la Tabla 12, se elige el módulo de 
lectura/escritura NFC PN532 debido a que es un módulo pequeño, de fácil integración a 
cualquier tipo de proyecto electrónico dado a sus características de funcionamiento, además 
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cuenta con una tecnología que ofrece un nivel de seguridad superior toda vez que su 
comunicación se realiza a campo cercano, permitiendo además realizar lecturas y escrituras de 
llaveros o tarjetas con tecnología MIFARE; que en este proyecto, dicha función es primordial, 
admitiendo la facultad de leer y encriptar las tarjetas con una clave de seguridad, brindando de 
esta manera al usuario final un sistema mucho más seguro. La Figura 39 permite observar de 
manera gráfica el módulo NFC PN532. 
La conexión y configuración del módulo son fáciles, posee varios modos de comunicación 
como son: UART, I2C y SPI; dando así flexibilidad al momento de su configuración. Su 
tamaño reducido, en donde incluye además una antena que soporta una distancia de 
comunicación de alrededor de 5 a 7cm, lo vuelven la opción más viable al momento de elegir 
un módulo de comunicación NFC. 
 
FIGURA 39. MÓDULO NFC/RFID ELECHOUSE PN532. 
FUENTE: ELECHOUSE (2016). PN532 NFC RFID MODULE KITS. RECUPERADO DE: HTTPS://GOO.GL/WSNK6K 
Las características principales del módulo NFC PN532 se muestran en la Tabla 15: 
TABLA 15. PRINCIPALES CARACTERÍSTICAS DEL MÓDULO PN532. 
Características Descripción 
Comunicación I2C, SPI y HSU (High Speed UART) 
Voltaje de alimentación 
3,3v – SPI 
5V – I2C y UART 
Modos RFID 
Lectura/escritura 
Mifare 1k, 4k, Ultralight, y tarjetas DesFire 
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Antena 
PCB incorporada, 5-7cm de distancia de 
comunicación 
Consumo de corriente 
Standby: 100mA 
Lectura/Escritura: 120mA 
Soporte teléfonos NFC Android 
Tamaño 43mm*41mm*4mm 
FUENTE: ELECHOUSE (2013). PN532 NFC RFID MODULE USER GUIDE. RECUPERADO DE: 
HTTP://WWW.ELECHOUSE.COM/ELECHOUSE/IMAGES/PRODUCT/PN532_MODULE_V3/PN532_%20MANUAL_V3.PDF 
Para el presente proyecto se hace uso de la comunicación SPI; la cual conforma los pines 
MOSI, MISO, SCK, SS. En la Tabla 16 se muestran los pines usados para la conexión del 
módulo de comunicación PN532, así como la descripción de cada uno de ellos, y en la Figura 
54 se evidencia el diagrama de conexión del módulo. 
TABLA 16. DISTRIBUCIÓN DE PINES DEL MÓDULO PN532. 
Pines Conexión Descripción 
VCC Salida 3,3V de la Placa Shield Interfaz 
Alimentación del módulo 
3.3V – SPI 
GND Masa de la Placa Shield Interfaz Tierra del módulo 
SS Pin 53 Arduino Mega Slave Select 
MOSI Pin 51 Arduino Mega Master Output Slave Input 
MISO Pin 50 Arduino Mega Master Input Slave Output 
SCK Pin 52 Arduino Mega Clock 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
En la Figura 40 se muestra el esquema de conexión del módulo NFC PN532 hacia el Sistema 
de Control conformado por la placa de desarrollo electrónico Arduino Mega 2560. El siguiente 
esquema da fe a la información mostrada en la Tabla 16, la cual muestra la distribución de 
pines del módulo en conjunto con la conexión de pines y la descripción de cada uno de ellos. 
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FIGURA 40. ESQUEMA DE CONEXIÓN DEL MÓDULO NFC PN532 A LA PLACA ARDUINO MEGA 2560. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
3.4.1. DISEÑO DE LA PLACA SHIELD INTERFAZ 
El diseño de la placa Shield Interfaz es una de las etapas más importantes en el desarrollo 
de este proyecto, debido a que ésta es la encargada de permitir la comunicación y alimentación 
de los diferentes módulos que están involucrados en el proyecto; que en este caso son: el botón 
de pánico, bomba de gasolina, módulo de bloqueo central de puertas del vehículo, señal de 
contacto del vehículo, buzzer, y la alimentación del módulo NFC. 
Al ser ésta una placa Shield, lo quiere decir que va a ir empotrada una encima de otra, en 
este caso la Shield GSM SIM900 irá empotrada en la Arduino Mega 2560 como se muestra en 
la Figura 41, permitiendo de esta manera ahorrar espacio y unificar la mayoría de los módulos 
en una sola infraestructura. 
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FIGURA 41. EJEMPLO DE ESQUEMA DE CONEXIÓN DE PLACAS SHIELD. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
La placa Shield está conformada por varias etapas, las cuales se describen a continuación: 
 Circuito regulador de voltaje a 3,3V 
 Circuito Control de Relé para Seguros de Puertas 
 Circuito Control de Relé para la Bomba de Gasolina 
 Control de contacto a 12V 
 Botón de pánico 
 Buzzer 
3.4.1.1. Circuito regulador de voltaje a 3,3V 
El circuito regulador de voltaje a 3,3V permite suministrar el voltaje y corriente necesarios 
a los módulos NFC y GPS para su correcto funcionamiento, por lo cual el diseño se vuelve 
primordial dado que la corriente que proporciona la placa Arduino Mega 2560 en su pin de 
salida a 3,3V es de solamente de 50mA como se puede observar en la Tabla 2. 
3.4.1.1.1. Diseño del circuito regulador de voltaje a 3,3V 
Para el diseño del circuito regulador de voltaje se hace uso del circuito integrado LM317t, 
el cual provee voltajes de salida de entre 1,2 y 37V, además permite soportar una corriente de 
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carga máxima de 1.5A, evidenciando esto, hace un elemento ideal para el diseño del circuito 
regulador de voltaje. 
La Figura 42 muestra el diagrama de aplicación típica de circuito regulador de voltaje, el 
cual se hará uso en este proyecto como se describe a continuación: 
 
FIGURA 42. DIAGRAMA DE APLICACIÓN TÍPICA DEL CIRCUITO INTEGRADO LM317T. 
FUENTE: TEXAS INSTRUMENTS (2015). DATASHEET LM117, LM317-N. RECUPERADO DE: 
HTTP://WWW.TI.COM/LIT/DS/SYMLINK/LM117.PDF 
Para el cálculo de las resistencias que se usarán para un valor de voltaje de salida específico, 
se considera un valor de voltaje de entrada entre 1,2V y 1,25V mayor que el voltaje de salida. 
Esto es debido a que el voltaje de entrada se compara internamente con un voltaje de referencia 
(Vref) que siempre tiene el valor de 1,25V. El voltaje de referencia siempre existe en los 
extremos de la resistencia R1, esta resistencia junto a la resistencia R2 determinan la corriente 
que va a pasar por el terminal ADJ, que es el terminal de ajuste de voltaje del circuito integrado. 
El valor del voltaje de salida está determinado por la Ecuación (1), (Ver ANEXO 04.): 
𝑽𝒐𝒖𝒕 = 𝑽𝒓𝒆𝒇 [1 + (
𝑹𝟐
𝑹𝟏
)] + (𝒊𝑨𝑫𝑱)(𝑹𝟐) 
 
(1) 
Luego considerando que iADJ toma siempre un valor muy bajo (100µA máximo) se tiene: 
𝑽𝒐𝒖𝒕 = 𝑽𝒓𝒆𝒇 [1 + (
𝑹𝟐
𝑹𝟏
)] 
 
 
Despejando la variable R2, la cual es la que se desea encontrar, se obtiene la Ecuación 2:  
𝑹𝟐 =  (
𝑹𝟏
𝑽𝒓𝒆𝒇
) (𝑽𝒐𝒖𝒕 −  𝑽𝒓𝒆𝒇) 
(2) 
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Para el diseño del circuito se toma como referencia que R1 va a tener el valor de 220 ohmios, 
debido a que este valor de resistencia es un valor que se puede encontrar con facilidad en 
cualquier tienda electrónica y es un valor aproximado al que propone el fabricante en su 
diagrama de diseño como se evidencia en la Figura 42. 
De esta manera se procede a encontrar el valor que deberá tener R2, haciendo uso de la 
Ecuación (2), en donde los valores de 𝑹𝟏 = 220Ω y 𝑽𝒐𝒖𝒕 = 3,3𝑉, reemplazando términos 
queda: 
𝑹𝟐 =  (
𝑹𝟏
1,25
) (𝑽𝒐𝒖𝒕 −  1,25) 
𝑹𝟐 =  (
220
1,25
) (3,3𝑉 −  1,25) 
 
𝑹𝟐 =  360,8Ω ≈ 𝟑𝟗𝟎Ω 
Finalmente, el valor de R2 es de 360,8 ohmios, para fines de diseño se usará dicho valor, 
pero para fines prácticos se usará el valor de resistencia de 390 ohmios, debido a que ese valor 
es el que se encuentra comercialmente. 
Ahora, el cálculo de potencias permite la elección correcta de las resistencias en cuanto a 
potencia disipada, ya que, si no es así, la resistencia podría dañarse por una disipación excesiva 
de calor debido a la corriente que por ésta atraviesa; a continuación se realizará el cálculo de 
potencias para R1 y R2 usando la Ecuación (3) y (4) respectivamente. 
Para R1, se tiene: 
𝑷(𝑹𝟏) =  
(𝑽𝑹𝟏)
𝟐
𝑹𝟏
 
 
(3) 
𝑷(𝑹𝟏) =  
1,252
220
 
 
 
𝑷(𝑹𝟏) =  7𝑚𝑊 
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El voltaje que atraviesa la resistencia es 𝑽𝒓𝒆𝒇 =  𝑽𝑹𝟏 = 1,25𝑉, y el valor de la resistencia 
es 𝑹𝟏 =  220Ω, después de hacer el cálculo respectivo se obtiene una potencia disipada en la 
resistencia 𝑷(𝑹𝟏) =  7𝑚𝑊; entonces se puede usar sin problemas una resistencia con una 
potencia de 1/4W. 
Para R2, se tiene: 
𝑷(𝑹𝟐) =  
(𝑽𝑹𝟐)
𝟐
𝑹𝟐
 
 
(4) 
𝑷(𝑹𝟐) =  
(3,3 − 1,25)2
360
 
 
 
𝑷(𝑹𝟐) =  11,67𝑚𝑊 
 
 
De manera similar, el voltaje que atraviesa la resistencia en este caso es 𝑽𝒐𝒖𝒕 − 𝑽𝒓𝒆𝒇 =
3,3 − 1,25 = 2,05𝑉, y el valor de la resistencia es 𝑹𝟐 =  360Ω, después de hacer el cálculo 
respectivo se obtiene una potencia disipada en la resistencia 𝑷(𝑹𝟐) =  11,67𝑚𝑊; entonces se 
puede usar sin problemas una resistencia con una potencia de 1/4W. 
Por otro lado, el circuito de regulación de voltaje conformado por el circuito LM317t y sus 
elementos complementarios, tanto resistencia como condensadores, tendrán la función de 
alimentar con 3,3V tanto al módulo GPS, así como también al módulo NFC de una manera 
continua y estable. 
De esta manera se verifica que el circuito integrado LM317t puede soportar cargas totales 
de hasta 1,5A, y que el consumo máximo de corriente para el módulo GPS es de 45mA (ver 
Tabla 21), y además; para el módulo NFC, el consumo máximo de corriente será de 120mA 
(ver Tabla 15). Por lo tanto, el diseño de éste circuito de alimentación se adapta de manera 
correcta a los requisitos del proyecto, ofreciendo escalabilidad ya que permite conectar más 
módulos que funcionen para este valor de voltaje específico y no sobrepasen la corriente 
soportada por el circuito integrado regulador de voltaje. 
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Adicionalmente se calcula el coeficiente térmico 𝜃  del circuito regulador de voltaje 
LM317t, para verificar si es necesario o no adicionar un disipador de calor; para lo cual se parte 
de la ecuación que permite calcular el aumento de temperatura máximo permisible (Ver 
ANEXO 04.). En donde 𝑇𝐽(𝑀𝐴𝑋) = 125℃ y 𝑇𝐴(𝑀𝐴𝑋) = 25℃, luego reemplazando los datos en 
la Ecuación (5) se tiene: 
𝑻𝐑𝐦𝐚𝐱 = 𝑻𝑱(𝑴𝑨𝑿) − 𝑻𝑨(𝑴𝑨𝑿) (5) 
 
𝑻𝐑𝐦𝐚𝐱 = 125℃ − 25℃ 
 
𝑻𝐑𝐦𝐚𝐱 = 100℃ 
 
 
Considerando la Ecuación (5), ahora la potencia disipada se expresa en la Ecuación (6): 
𝑷𝑫 (𝑾𝒂𝒕𝒕𝒔) = (𝑽𝒊𝒏 − 𝑽𝒐𝒖𝒕) ∗ 𝑰𝑳 (6) 
En dónde 𝑽𝒊𝒏 = 7,3𝑉, 𝑽𝒐𝒖𝒕 = 3,3𝑉, e 𝑰𝑳 es la suma de las cargas que al circuito regulador 
de voltaje se conectan; ahora reemplazando valores en la Ecuación (6) se obtiene: 
𝑷𝑫 (𝑾𝒂𝒕𝒕𝒔) = (7,3𝑉 − 3,3𝑉) ∗ (45𝑚𝐴 + 120𝑚𝐴)  
𝑷𝑫(𝑾𝒂𝒕𝒕𝒔) = 660𝑚𝑊  
Con los valores de 𝑻𝐑𝐦𝐚𝐱 y PD calculados anteriormente, se obtiene el coeficiente térmico 
𝜃𝐽𝐴 , el cual representa el valor máximo permisible para la unión a la resistencia térmica 
ambiente mediante la Ecuación (7), así: 
𝜽𝑱𝑨 =
𝑻𝐑𝐦𝐚𝐱 (℃)
𝑷𝑫 (𝑾𝒂𝒕𝒕𝒔)
 
(7) 
𝜽𝑱𝑨 =
100℃
0,66𝑊
 
 
𝜽𝑱𝑨 = 151,51
℃
𝑊⁄  
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Cabe señalar que si la resistencia térmica máxima permitida calculada 𝜽𝑱𝑨, es más alta que 
el valor presentado en el datasheet del fabricante, entonces no se necesita un disipador de calor; 
por el contrario, si la resistencia térmica máxima calculada es inferior a la capacidad real del 
dispositivo, es necesario reducir la disipación de potencia 𝑷𝑫, ya sea añadiendo un disipador 
de calor o alguna combinación de estos. 
Para el presente proyecto, el valor calculado es 𝜽𝑱𝑨 = 151,51
℃
𝑊⁄ , y el valor de referencia 
del datasheet es 𝜽𝑱𝑨 = 23,3
℃
𝑊⁄ , por lo tanto el valor calculado es mucho mayor al que 
presenta el fabricante, se puede concluir entonces, que no es necesario incluir un disipador de 
calor.
 
FIGURA 43. DIAGRAMA ELÉCTRICO DEL CIRCUITO REGULADOR DE VOLTAJE A 3,3V. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
Por último, la Figura 43 muestra el diagrama eléctrico del circuito regulador de voltaje 
diseñado a 3,3V, en donde se puede observar que tiene como entrada un voltaje de 7,3V el cual 
proviene del módulo regulador de voltaje LM2596s y obteniendo finalmente tres salidas, una 
para la conexión del módulo GPS, otra para el módulo NFC y finalmente una salida auxiliar. 
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3.4.1.2. Circuito control de relé para seguros de puertas 
Para el diseño del circuito control de relé que servirá para abrir o cerrar los seguros de las 
puertas del vehículo, se hace uso de dos circuitos similares de control de relé, uno servirá 
específicamente para subir los seguros de las puertas y otro para bajar. 
3.4.1.2.1. Diseño del circuito control de relé para seguros de puertas 
Para el diseño del circuito control de relé para seguros de puertas se utiliza el transistor 
2N3904, su uso se debe a que éste tiene como característica principal la amplificación de 
corriente y conmutación, por lo que; el transistor se vuelve un dispositivo ideal para diseñar el 
circuito control de relé, además que actúa como un switch electrónico, permitiendo la correcta 
activación o desactivación del relé sea cual sea el caso. 
Por otro lado, la corriente máxima de salida de un pin digital de la placa de desarrollo 
electrónico Arduino Mega 2560 es de 20mA (ver Tabla 2), y; si se llegara a conectar el relé de 
manera directa, su activación podría dañar la placa electrónica. 
 
FIGURA 44. CIRCUITO DE CONTROL DE RELÉ PARA SEGUROS DE LAS PUERTAS DEL VEHÍCULO. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
En este sentido, el uso de un transistor NPN es la manera más sencilla para activar un relé 
con un circuito electrónico de control. El transistor, conectado de la forma como se muestra en 
la Figura 44, cierra el circuito poniendo a masa el terminal de la bobina del relé, mientras que 
el otro terminal se encuentra conectado al terminal positivo. Esta forma de conexión del 
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transistor permite tener voltajes de trabajo diferentes tanto para la parte de control (entrada de 
señal de control), como para la parte de tensión de alimentación del relé. 
Para controlar el funcionamiento de un relé, se debe tener en cuenta que el voltaje de la Base 
del transistor debe superar los 0,6V para que éste entre en estado de saturación, actuando de 
esta manera como un switch electrónico; dejando circular la corriente entre Base y masa, 
llevando así al transistor al estado de conducción entre Colector y Emisor, cerrando el circuito 
de la bobina del relé y por lo tanto activándolo. 
Los diodos rectificadores 1N4007 cumplen la función de absorber los picos de tensión de 
polaridad opuesta, dicho fenómeno ocurre cuando a través del transistor se desactiva el relé, lo 
cual interrumpe la corriente que pasa por la bobina y hace que el campo magnético presente en 
ella, induzca en la misma bobina; provocando que por un breve momento exista una tensión 
muy elevada de polaridad opuesta en los terminales, pudiendo de esta manera, llegar a dañar 
el transistor de control de relé. Para evitar este problema se hace uso de los diodos 
rectificadores, para el presente diseño se usa específicamente el diodo rectificador 1N4007, 
debido a que este ofrece un voltaje pico inverso de 700V, asegurando así un correcto 
funcionamiento del circuito. 
Por otro lado, se debe calcular la resistencia de base del transistor, para este proceso se parte 
de la siguiente premisa: 
𝑽𝒄𝒄 = 𝑉𝑏𝑒 + 𝐼𝑏 ∗ 𝑅  
Luego, despejando términos; se obtiene la Ecuación (8) para calcular la resistencia de base: 
𝑹𝒃 =  
𝑽𝒄𝒄 − 𝑽𝒃𝒆
𝑰𝒃
 
 (8) 
Tomando en cuenta que la corriente de colector viene expresada por:  
𝑰𝒄 = 𝛽 ∗ 𝐼  
A continuación, despejando la corriente de base y considerando que 𝛽 es igual a la ganancia 
del transistor 𝐻𝑓𝑒, se obtiene: 
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𝑰𝒃 =
𝐼𝑐
𝛽
 
 
 
𝑰𝒃 =
𝐼𝑐
𝐻𝑓𝑒
 
 
 
Por lo que, reemplazando 𝐼𝑏  en la Ecuación (8), se tiene finalmente la expresión para 
calcular la resistencia de base: 
𝑹𝒃 =  
𝑉𝑐𝑐 − 𝑉𝑏𝑒
𝐼𝑏
 
 
𝑹𝒃 =  
(𝑽𝒄𝒄 − 𝑽𝒃𝒆) ∗ 𝑯𝒇𝒆
𝑰𝒄
 
(9) 
Donde: 
 𝑹𝒃: Resistencia de base 
 𝑽𝒄𝒄: Voltaje de control (5V de la salida del pin Arduino) 
 𝑽𝒃𝒆: Voltaje entre base-emisor (0,7v) 
 𝑯𝒇𝒆: Ganancia en continua del transistor 
 𝑰𝒄: Corriente de colector, que es igual a la corriente del relé 
Considerando el valor más bajo de ganancia de corriente continua del transistor 2N3904, el 
mismo que tiene un valor de 30 (Ver ANEXO 06.), así como un valor de consumo de corriente 
del relé de 70mA (para relés pequeños varían entre 50mA y 70mA, valores medidos de manera 
práctica), se asegura el correcto funcionamiento del circuito para cualquier tipo de relé de este 
tipo. 
Por lo que, reemplazando valores en la Ecuación (9) sabiendo que el voltaje de control 
𝑽𝒄𝒄 = 5𝑉 , voltaje base-emisor 𝑽𝒃𝒆 = 0,7𝑉 , la ganancia del transistor 𝑯𝒇𝒆 = 30 , y la 
corriente de colector 𝑰𝒄 = 70𝑚𝐴, se obtiene una resistencia de base de: 
𝑹𝒃 =  
(5𝑉 −  0,7) ∗ 30
70𝑚𝐴
 
𝑹𝒃 =  1842 Ω ≈ 𝟐, 𝟐𝒌Ω 
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El valor de 1842Ω, es un valor teórico considerado para fines de diseño, por lo que se toma 
el valor comercial más próximo, en este caso es de 2.2𝑘Ω. 
Para el cálculo de la potencia que atraviesa por la resistencia, se procede primero a calcular 
la corriente que atraviesa por la misma, así: 
𝑰𝒄 =  𝛽. 𝐼𝑏 
Despejando 𝑰𝒃, queda la ecuación de la corriente de base. 
𝑰𝒃 =  
𝐼𝑐
𝛽
 
En donde β es la ganancia del transistor, representado por 𝐻𝑓𝑒, entonces reemplazando este 
valor, queda la ecuación de la corriente de base de la siguiente forma: 
𝑰𝒃 =  
𝑰𝒄
𝑯𝒇𝒆
 
(10) 
La corriente de base Ib descrita en la Ecuación (10), se obtiene de dividir la corriente de 
colector (que ahora es la corriente de la carga) cuyo valor  es de 70𝑚𝐴, para la ganancia del 
transistor (con un valor de 30), por lo que Ib es igual a 2,333mA. 
El voltaje de la resistencia de base, se obtiene mediante la siguiente Ecuación (11): 
𝑽𝑹𝒃 =  𝑽𝒄𝒄 − 𝑽𝒃𝒆 (11) 
Donde se tiene que el voltaje de control 𝑽𝒄𝒄 = 5𝑉 y el voltaje entre base y emisor 𝑽𝒃𝒆 =
0,7𝑉, reemplazando los datos en la Ecuación (11), finalmente se tiene: 
𝑽𝑹𝒃 =  5𝑉 − 0,7𝑉 
𝑽𝑹𝒃 =  4,3𝑉 
Una vez obtenido estos dos datos (𝑽𝑹𝒃 y Ib), se calcula la potencia de la resistencia de base, 
haciendo uso de la ley de ohm, expresada en la Ecuación (12): 
𝑷(𝑹𝒃) =  𝑽𝑹𝒃 ∗ 𝑰𝒃 (12) 
𝑷(𝑹𝒃) =  4,3𝑉 ∗ 2,333𝑚𝐴  
𝑷(𝑹𝒃) =  10,03𝑚𝑊  
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Después de haber realizado los cálculos respectivos y por razones comerciales, se debe usar 
una resistencia de base de 2,2𝐾Ω con una potencia de 1/4𝑊. 
Adicionalmente, se debe incluir por razones de seguridad una resistencia de masa, ésta sirve 
para evitar que el transistor pueda activar en modo errático el relé, si la entrada de control se 
encuentra en un estado indefinido. Con una resistencia de masa se garantiza que la base del 
transistor se encuentre siempre con un nivel de tensión bien definido. El valor de la resistencia 
no es crítico, pero conviene que sea bastante grande para no alterar el cálculo de la resistencia 
de base. Por ejemplo, se puede usar valores de 47𝐾Ω o 100𝐾Ω.. 
La potencia de la resistencia de masa se calcula primeramente verificando el voltaje que 
atraviesa por este, el cual es igual al voltaje base – emisor 𝑽𝒃𝒆 = 0,7𝑉. 
Con un valor de resistencia de 47kΩ y haciendo uso de la Ecuación (13), se puede encontrar 
la potencia: 
𝑷(𝒎𝒂𝒔𝒂) =  
𝑽𝒃𝒆
𝑹𝒎𝒂𝒔𝒂
 
(13) 
𝑷(𝒎𝒂𝒔𝒂) =  
0,7𝑉
47𝐾Ω
 
 
𝑷(𝒎𝒂𝒔𝒂)  =  14,893µ𝐴  
Dado este cálculo se puede concluir que la resistencia de masa tendrá un valor de 47kΩ con 
una potencia de 1/4W para garantizar el correcto funcionamiento. 
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FIGURA 45. ESQUEMA DE CONEXIÓN DEL CIRCUITO DE CONTROL DE RELÉ DE PUERTAS AL MÓDULO DE BLOQUEO CENTRAL DEL 
VEHÍCULO. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
En la Figura 45, se muestra el esquema propuesto para la conexión de los dos circuitos de 
control de relé hacia el módulo de bloqueo central de puertas del vehículo, teniendo en cuenta 
que este es un sistema pre instalado en la mayoría de los vehículos, entonces; el modo de 
conexión se lo realiza en paralelo para cada una de las señales de control provenientes de la 
placa Shield interfaz; una señal que se refiere a la acción de abrir puertas y la otra a la acción 
de cerrar puertas. 
3.4.1.3. Circuito control de relé para la bomba de gasolina 
En este apartado se procede a realizar el diseño del circuito control de relé, el cual permite 
controlar la activación o desactivación de la bomba de gasolina, para esto se hace uso del 
transistor TIP31C como elemento principal, el procedimiento de diseño es similar al expuesto 
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en la Figura 44, pero con la diferencia que el circuito control de relé para la bomba de gasolina 
permite el control de relés más grandes, como es en el caso de los automotrices, los cuales 
necesitan una mayor corriente para su activación. 
3.4.1.3.1. Diagrama de flujo de la función llave en contacto 
La Figura 46 muestra el diagrama de flujo correspondiente a la función llave en contacto, la 
cual permite autorizar el encendido del vehículo si se encuentra en estado de contacto, además 
si la lectura de la tarjeta o llavero MIFARE mediante el lector NFC son correctos y por último 
si el vehículo no se encuentra en estado de bloqueo. 
 
FIGURA 46. DIAGRAMA DE FLUJO DE LA FUNCIÓN LLAVE EN CONTACTO. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
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3.4.1.3.2. Diseño del circuito control de relé para la bomba de gasolina 
En la Figura 47 se muestra el diagrama del circuito control de relé para la bomba de gasolina 
propuesto. 
 
FIGURA 47. CIRCUITO DE CONTROL DE RELÉ UTILIZANDO UN TRANSISTOR NPN TIP31C. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
El cálculo de la resistencia de base del circuito control de relé para la bomba de gasolina se 
realiza de manera similar al procedimiento empleado en el apartado 3.4.1.2.1, en base a la 
Ecuación (9). De esta manera, ahora la corriente de colector o lo que es lo mismo la corriente 
que consume el relé para su activación, que en este caso es de 135𝑚𝐴 (Valor medido de 
manera práctica), adicionalmente se tiene como dato que la ganancia mínima del transistor 
TIP31C es 𝑯𝒇𝒆 = 25, (Ver ANEXO 01.), el voltaje de control es 𝑽𝒄𝒄 = 5𝑉 (el cual proviene 
de la placa de desarrollo electrónico Arduino Mega 2560), y por último el voltaje entre base-
emisor 𝑽𝒃𝒆 = 0,7𝑉, luego reemplazando estos datos en la Ecuación (9), finalmente se obtiene: 
𝑹𝒃 =  
(5𝑉 −  0,7) ∗ 25
135𝑚𝐴
 
𝑹𝒃 =  769,29Ω ≈ 𝟏𝒌Ω 
El voltaje de la resistencia de base se calcula con la Ecuación (11), y reemplazando los datos 
se tiene: 
𝑽𝑹𝒃 =  5𝑉 − 0,7𝑉 
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𝑽𝑹𝒃 =  4,3𝑉 
Una vez con estos dos datos, se calcula la potencia, haciendo uso de la ley de ohm con la 
Ecuación (14): 
𝑷(𝑹𝒃) =  
𝑽𝑹𝒃
𝟐
𝑹𝒃
 
(14) 
𝑷(𝑹𝒃) =  
4,3𝑉2
769,29Ω
 
 
𝑷(𝑹𝒃) =  24𝑚𝑊  
Después de realizar los cálculos respectivos y por razones comerciales, se determina utilizar 
una resistencia de base de 1𝐾Ω con una potencia de 1/4𝑊. 
Para obtener el valor de la resistencia de masa se calcula de manera similar al procedimiento 
anterior, por lo que la resistencia de masa tendrá un valor de 47kΩ con una potencia de 1/4W, 
con esto se garantiza un correcto funcionamiento del circuito. 
Como entrada se tiene la señal de control, la cual proviene de la placa de desarrollo 
electrónico Arduino Mega 2560 y como salida se tiene un slot que permite la conexión del relé 
automotriz, este tiene la función de activar o desactivar la alimentación que hace funcionar la 
bomba de gasolina para autorizar o no el encendido del vehículo. 
 
FIGURA 48. ESQUEMA DE CONEXIÓN DEL CIRCUITO CONTROL DE RELÉ A LA BOMBA DE GASOLINA. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
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En la Figura 48 se muestra el esquema utilizado para la conexión del relé automotriz a la 
bomba de gasolina, en donde se puede observar que existe una sola salida del circuito control 
de relé para la bomba de gasolina, siendo conectada al pin 86 del relé y tomando para el pin 85 
un voltaje directo de 12V providente de la batería principal del vehículo; por otro lado se tiene 
como salida el pin 87 que es conectado a la alimentación de la bomba de gasolina, previamente 
conectado a un fusible de 5A para la protección de la misma. 
3.4.1.4. Control de contacto a 12V 
La etapa de Control de Contacto a 12V es la que se encarga de hacer uso del voltaje 
proporcionado por el sistema de encendido del vehículo, formado principalmente por el circuito 
de la llave de contacto, el cual permite el paso o no del voltaje para alimentar al motor de 
arranque. Dado esto, se hace uso de ese voltaje trasladándolo directamente a la placa Shield 
Interfaz, para luego ser regulado a un voltaje de 5V y poder ser usado por el Sistema de Control. 
El diseño del circuito control de contacto formado principalmente por el regulador de voltaje 
LM7805 se lo puede observar en Figura 51. 
 
FIGURA 49. ESQUEMA DE CONEXIÓN DEL CIRCUITO DE ENCENDIDO DEL VEHÍCULO HACIA LA PLACA SHIELD INTERFAZ. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
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La Figura 49 permite observar el esquema de conexión de la salida de voltaje proporcionado 
por el circuito de la llave de contacto hacia la placa Shield Interfaz, en donde se puede observar 
que se hace una conexión en paralelo desde el cable que alimenta al motor de arranque del 
vehículo proveniente del circuito de la llave de encendido, para luego ser llevada al pin de 
contacto de la placa Shield Interfaz para su posterior regulación de voltaje a 5V. 
3.4.1.5. Botón de pánico 
El botón de pánico es un elemento fundamental en el diseño del prototipo, dado que este se 
usa para situaciones de emergencia en el caso que el tripulante del vehículo lo requiera. 
3.4.1.5.1. Diagrama de flujo de la función pulsador pánico 
La Figura 50 permite observar el diagrama de flujo correspondiente a la función pulsador 
pánico, esta permite primeramente enviar un SMS de alerta en conjunto con una llamada a un 
número de emergencia previamente configurado, siempre y cuando el botón de pánico haya 
sido presionado por dos segundos. 
 
FIGURA 50. DIAGRAMA DE FLUJO DE LA FUNCIÓN PULSADOR PÁNICO. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
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El botón se encontrará instalado en el interior del vehículo de manera oculta, de esta forma 
solamente el usuario autorizado a usar el vehículo sabrá su ubicación, para con esto evitar 
posibles activaciones de manera errónea por parte de cualquier otro tripulante; por otro lado, 
el número configurado como de emergencia es elegido por parte del usuario y programado por 
el desarrollador del prototipo. 
En la Figura 54 se puede observar el diagrama de conexión del botón de pánico, cabe 
recalcar que este forma parte de la placa Shield Interfaz, debido a que este interactúa 
directamente con el usuario. 
3.4.1.6. Buzzer 
El buzzer o zumbador en si es un transductor electro acústico que produce un zumbido o 
sonido continuo o intermitente según sea necesario, para el prototipo es un dispositivo 
importante, dado que este ayuda al usuario a informar mediante la emisión de sonidos el estado 
de varios parámetros del vehículo, el diagrama de conexión del buzzer se puede observar en la 
Figura 54, además la Tabla 17 permite observar los diferentes sonidos que produce el buzzer 
con su respectiva descripción. 
TABLA 17. EMISIÓN DE DIFERENTES TONOS MEDIANTE EL BUZZER. 
N° pitidos Duración total Descripción 
2 400ms Alimentación correcta del prototipo 
2 1100ms 
Correcta inicialización de todos los 
módulos 
3 300ms 
Recepción correcta de los primeros datos 
GPS 
3 600ms 
- Autorización de encendido y 
desbloqueo del vehículo, mediante 
aplicación Android 
- Lectura correcta de tarjeta o llavero 
de identificación 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
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3.4.1.7. Elaboración del diagrama eléctrico 
Para el diseño del diagrama eléctrico se hizo uso del software Eagle (Easily Applicable 
Graphical Layout Editor) en la versión 7.2, debido a que es un software potente que permite 
tanto a estudiantes como profesionales diseñar circuitos impresos en conjunto con el diagrama 
eléctrico. La Figura 51 muestra el diagrama eléctrico de la placa Shield Interfaz. 
 
FIGURA 51. DIAGRAMA ELÉCTRICO DE LA PLACA SHIELD INTERFAZ. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
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3.4.1.8. Elementos utilizados en la placa interfaz 
Para la elaboración de la placa Shield interfaz se utilizaron los diferentes elementos que se 
presentan en la Tabla 18: 
TABLA 18. ELEMENTOS USADOS PARA LA ELABORACIÓN DE LA PLACA SHIELD INTERFAZ. 
Cantidad Componente Características 
2 Transistor NPN 2N3904 
3 Diodos rectificadores 1N4007 
1 Condensador electrolítico 10uF – 16V 
1 Condensador cerámico 0,1uF 
2 Relés 12V 
1 Regulador de voltaje LM317t 
1 Transistor de potencia TIP31C 
1 Regulador de voltaje LM7805 
1 Resistencias 1KΩ - 1/4W 
3 Resistencias 47KΩ - 1/4W 
2 Resistencias 2.2 KΩ - 1/4W 
1 Resistencias 220Ω - 1/4W 
1 Resistencias 390Ω - 1/4W 
1 Buzzer 5V 
2 Juegos de espadines Macho 
2 Juegos de espadines Hembra 
1 Bornera 2 pines 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
3.4.1.9. Circuito impreso de la placa Shield Interfaz 
Después de haber diseñado el diagrama eléctrico y de haber descrito los diferentes circuitos 
que este conforma, se procede a continuación a elaborar el circuito impreso que, a través de la 
interconexión de elementos por medio de pistas dibujadas de manera manual mediante el 
software Eagle, se obtiene al final el diseño que servirá para posteriormente usarlo en la 
elaboración de la baquelita. La Figura 52 muestra el circuito impreso final con pistas ruteadas: 
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FIGURA 52. DISEÑO DEL CIRCUITO IMPRESO DE LA PLACA SHIELD INTERFAZ. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
En la Figura 53 se muestra la disposición de elementos en la baquelita, permitiendo de esta 
manera soldar los elementos de manera correcta. 
 
FIGURA 53. ESQUEMA DE ELEMENTOS DE LA PLACA SHIELD INTERFAZ. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
3.4.1. DIAGRAMA ELECTRÓNICO DEL SISTEMA DE SEGURIDAD 
El Sistema de Seguridad está conformado por dos sistemas, cada uno de los cuales cumple 
una función específica, en donde el Sistema de Control es el que se encarga de enviar las 
acciones para que el Sistema de Seguridad las ejecute, la Figura 54 permite observar el 
diagrama electrónico del Sistema de Seguridad. 
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FIGURA 54. DIAGRAMA ELECTRÓNICO DEL SISTEMA DE SEGURIDAD. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
El Sistema de Seguridad es una de las etapas más importantes para el desarrollo del 
proyecto, dado que en este se interconectan la mayoría de dispositivos que conforman la 
totalidad del prototipo, este cumple funciones importantes que permiten la interacción entre los 
dispositivos propios del vehículo, los cuales son, el módulo de bloqueo central de puertas, así 
como también la bomba de gasolina; por otro lado permite regular y suministrar del voltaje y 
corriente necesarios a los módulos NFC y GPS, también realiza la regulación de voltaje del 
control de contacto del vehículo que es de 12V a 5V para poder ser controlado por la placa 
Arduino Mega 2560, también aquí se conecta el botón de pánico que sirve para situaciones de 
emergencia por parte del usuario, y por último permite hacer la conexión del buzzer, el cual 
permite emitir sonidos informando el estado del vehículo. 
3.5. BLOQUE DEL SISTEMA DE COMUNICACIÓN GSM 
El Sistema de Comunicación GSM para el prototipo tiene como objetivo transportar las 
solicitudes y respuestas que se generan tanto por parte del usuario mediante la aplicación 
Android instalada en el teléfono celular, así como también por el Sistema de Control que está 
formado fundamentalmente por la placa de desarrollo electrónico Arduino Mega 2560. 
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El Sistema de Comunicación GSM está diseñado para reconocer al o los usuarios registrados 
previamente en base al número celular, esto quiere decir que, si la aplicación Android fuese 
instalada en otro Smartphone que no estuviese registrado en el sistema del vehículo, tratando 
este de hacer un uso indebido de las funciones que el prototipo ofrece, entonces las solicitudes 
enviadas por parte del infiltrado, serían rechazadas automáticamente. 
El Sistema de Comunicación GSM está conformado por el Módulo de Comunicación GSM 
Shield SIM900, el cual posee un número de telefonía móvil propio, debido a que el módulo en 
su interior tiene la posibilidad de insertar una tarjeta SIM. 
En la Figura 55 se observa el diagrama de bloques del Sistema de Comunicación GSM, en 
donde se evidencia que existe la etapa del Módulo GSM Shield SIM900 que posteriormente se 
realizará la explicación correspondiente. 
 
FIGURA 55. DIAGRAMA DE BLOQUES DEL SISTEMA DE COMUNICACIÓN GSM. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
Es necesario mencionar que este bloque se encuentra directamente conectado al Sistema de 
Alimentación y al Sistema de Control conformado principalmente por la placa de desarrollo 
electrónico Arduino Mega 2560. 
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3.5.1. DIAGRAMA DE FLUJO DE LA FUNCIÓN RECEPCIÓN SMS 
La Figura 56 permite observar el diagrama de flujo correspondiente a la función de 
recepción de mensajes SMS, estos mensajes permiten realizar las diferentes acciones 
correspondientes a cada uno de los mensajes que son receptados por el prototipo. 
 
FIGURA 56. DIAGRAMA DE FLUJO DE LA FUNCIÓN RECEPCIÓN SMS. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
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Dada las condiciones detalladas anteriormente y haciendo énfasis a la Tabla 10, se ha 
elegido el Módulo de Comunicación GSM Shield SIM900, debido a que los servicios GSM 
que ofrece son más económicos a comparación de los demás estándares, además se lo puede 
encontrar en el mercado local sin dificultad alguna, también porque posee total compatibilidad 
con la placa de desarrollo electrónico Arduino Mega 2560, evidenciando que los pines de 
conexión se adaptan de manera fácil al diseño del prototipo, contando además con una fácil 
configuración ya que se lo realiza a través de comandos AT o mediante librerías diseñadas 
específicamente para este módulo. 
 
FIGURA 57. MÓDULO GPRS/GSM SHIELD V2 SIM900. 
FUENTE: GEEETECH (2015). GPRS SHIELD V2.0. RECUPERADO DE: 
HTTP://WWW.GEEETECH.COM/WIKI/INDEX.PHP/GPRS_SHIELD_V2.0 
El bajo de consumo energético, tamaño reducido, soporte cuatribanda y el Jack 2 en 1 de 
auriculares lo hacen la mejor elección como módulo de comunicación GSM para usarlo en el 
prototipo a desarrollar, la Figura 57 muestra de manera gráfica el módulo de comunicación 
GSM Shield SIM900. 
En la Tabla 19 se muestran las principales características del Módulo de Comunicación 
GSM Shield SIM900 con su respectiva descripción: 
TABLA 19. PRINCIPALES CARACTERÍSTICAS DEL MÓDULO DE COMUNICACIONES GSM/GPRS SIM900. 
Características Descripción 
Bandas de operación 850/900/1800/1900MHz 
Voltaje de alimentación 5V 
Consumo de energía Modo Sleep: 1,5mA 
Continuo: 500mA 
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Máximo: 2A 
Antena Externa tipo PCB 
Potencia de transito 30dBm (1W) 
Protocolos soportados TCP/UDP 
Comunicación serial Variable, por defecto 9600 baudios 
Set de comandos Control total con comandos AT 
Auriculares/micrófono Jack 3.5mm 2 en 1 
SIM Bandeja externa 
FUENTE: GEEETECH (2015). GPRS SHIELD V2.0. RECUPERADO DE: 
HTTP://WWW.GEEETECH.COM/WIKI/INDEX.PHP/GPRS_SHIELD_V2.0 
3.5.1. DIAGRAMA ELECTRÓNICO DEL SISTEMA DE COMUNICACIÓN GSM 
La conexión del módulo se lo realiza mediante la comunicación serial UART, a través de 
los pines de transmisión y recepción, en la Tabla 20 se muestra la distribución de pines usados 
para la conexión del módulo de comunicación GSM, así como la descripción de cada uno de 
ellos: 
TABLA 20. DISTRIBUCIÓN DE PINES DEL MÓDULO GPRS/GSM SHIELD V2 SIM900. 
Pines Conexión Descripción 
D7 
Pin 19  de la placa 
Arduino Mega 2560 (Rx1) 
Pin de recepción de la 
comunicación por software 
serial del módulo 
D8 
Pin 18  de la placa 
Arduino Mega 2560 (Tx1) 
Pin de transmisión de la 
comunicación por software 
serial del módulo 
VCC 
Salida 5V de la Placa 
Arduino Mega 2560 
Alimentación del módulo 
a 5V a través del propio 
Arduino 
GND 
Masa de la Placa Arduino 
Mega 2560 
Tierra del módulo a 
través del propio Arduino 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
Los pines de conexión usados en la placa Arduino Mega 2560 no coinciden exactamente 
con el Módulo de Comunicación GSM Shield SIM900 al montarlo de manera vertical uno 
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sobre otro, por lo cual es necesario hacer un puente de conexión, los pines usados son 18 para 
transmisión y 19 para recepción en la placa Arduino, y los pines 7 para recepción y 8 para 
transmisión en el módulo GSM. 
 
FIGURA 58. ESQUEMA DE CONEXIÓN DEL MÓDULO DE COMUNICACIÓN GSM AL ARDUINO MEGA 2560. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
La Figura 58, muestra el esquema de conexión usado en la conexión física del Sistema de 
Comunicación GSM y el Sistema de Control conformado por la placa de desarrollo electrónico 
Arduino Mega 2560. 
 
FIGURA 59. DIAGRAMA ELECTRÓNICO DEL SISTEMA DE COMUNICACIÓN GSM. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
La Figura 59 muestra el diagrama electrónico de interconexión del módulo GSM hacia la 
placa de desarrollo electrónico Arduino Mega 2560, entonces el Sistema de comunicación 
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GSM permite realizar el transporte de las solicitudes por parte del usuario y ser receptadas por 
parte del módulo GSM, o si fuese el caso de manera viceversa, hacer el envío por parte del 
módulo GSM y receptarlas por parte del usuario, sea cual sea el caso. 
3.6. BLOQUE DEL SISTEMA DE LOCALIZACIÓN 
El Sistema de Localización es el encargado de receptar las señales enviadas por los satélites 
GPS en órbita, este bloque recibe dicha información de manera periódica de tal manera que 
esté siempre disponible para cuando sea necesario conocer la ubicación del vehículo, dicha 
información recibida es enviada al Sistema de Control el cuál la procesa y la convierte en un 
formato predefinido, para de esta manera poder ser enviada al usuario cuando este lo solicite, 
la solicitud de localización por parte del usuario se lo realiza a través de la aplicación Android 
instalada en el Smartphone del usuario registrado al sistema, una vez realizada la solicitud, el 
Sistema de Control mediante el Sistema de Comunicación GSM enviará la respuesta al usuario 
en formato SMS, mostrando un link con la ubicación GPS, mostrando además la velocidad de 
viaje y altura a nivel del mar del vehículo. La Figura 60 permite observar el diagrama de 
bloques del Sistema de Localización, en donde se evidencia que existe la etapa del Módulo 
Receptor GPS NEO-6, este módulo posteriormente se explicará como en el caso de los sistemas 
anteriores. 
 
FIGURA 60. DIAGRAMA DE BLOQUES DEL SISTEMA DE LOCALIZACIÓN. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
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Es meritorio decir que este bloque se encuentra directamente conectado al Sistema de 
Alimentación y al Sistema de Control conformado principalmente por la placa de desarrollo 
electrónico Arduino Mega 2560, como en el caso del Sistema de Comunicación GSM. 
Para el desarrollo del presento proyecto se hizo uso del módulo GPS NEO-6M, se eligió 
especialmente este módulo GPS debido a la disponibilidad en el mercado ecuatoriano, en donde 
es de fácil adquisición y su costo moderadamente bajo, además el módulo NEO-6M 
proporciona un alto rendimiento gracias a su alta sensibilidad y temperatura de operación, 
permite obtener datos de altitud, longitud, velocidad, altitud, entre otros, datos imprescindibles 
para el desarrollo del proyecto, por otro lado, ha sido diseñado para trabajar con un bajo 
consumo energético, además de ser de tamaño pequeño como permite observar la Figura 61, 
lo que lo vuelve apto para ser adaptado a este prototipo. 
El módulo se adapta perfectamente al hardware del prototipo, debido a la comunicación 
serial UART que este proporciona, además el voltaje de alimentación que este necesita para su 
funcionamiento es flexible y varía de entre 3,3V a 6V (VER Tabla 21). 
 
FIGURA 61. MÓDULO GPS NEO-6M. 
FUENTE: MAKE NATION (2014). UBLOX NEO-6M GPS MODULE AND 25MM ANTENNA. RECUPERADO DE: 
HTTPS://WWW.MAKENATION.CO.UK/SHOP/UBLOX-NEO-6M-GPS-MODULE-AND-25MM-ANTENNA/ 
Las características principales del Módulo de Localización GPS NEO-6M se muestran en la 
Tabla 21 a continuación: 
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TABLA 21. PRINCIPALES CARACTERÍSTICAS DEL MÓDULO RECEPTOR GPS NEO-6M. 
Características Descripción 
Comunicación Serial (UART) 
Voltaje de alimentación 3,3 – 6V 
Consumo de energía Rastreo: 30mA 
Adquisición: 45mA 
Antena Cerámica activa incluida 
Indicador de estado LED 
Tamaño 22x22mm (antena) 23x30mm (módulo) 
Frecuencia de actualización de datos 1Hz 
Límites de operación Altitud (18000m) 
Velocidad (515 m/s) 
Sensibilidad Captura (-148dBm) 
Rastreo (-161dBm) 
Frecuencia de recepción L1 (1575,42 Mhz) 
Temperatura de operación -40 °C a 85 °C 
FUENTE: ADDICORE (2016). NEO-6M GPS MODULE WITH EEPROM. RECUPERADO DE:  
HTTP://WWW.ADDICORE.COM/NEO-6M-GPS-P/231.HTM 
3.6.1. DIAGRAMA ELECTRÓNICO DEL SISTEMA DE LOCALIZACIÓN 
La conexión del Módulo de Localización GPS NEO-6M se lo realizó mediante la 
comunicación serial UART con los pines de transmisión y recepción, la Tabla 22 ilustra la 
distribución de pines para la interconexión respectiva con el Sistema de Control que está 
conformado por la placa de desarrollo electrónico Arduino Mega 2560. 
TABLA 22. DISTRIBUCIÓN DE PINES DEL MÓDULO NEO-6M. 
Pines Conexión Descripción 
VCC Salida 3,3V de la Placa 
Shield Interfaz 
Alimentación del módulo 
GND Masa de la Placa Shield 
Interfaz 
Tierra del módulo 
RX Pin 16 Arduino Mega Recepción de datos 
TX Pin 17 Arduino Mega Transmisión de datos 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
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Los pines usados en la placa Arduino Mega 2560 son, el pin 16 para la recepción de 
información y el pin 17 para la transmisión de los datos correspondientes del módulo GPS 
NEO-6M. 
 
FIGURA 62. ESQUEMA DE CONEXIÓN DEL MÓDULO GPS NEO-6M AL ARDUINO MEGA 2560. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
La Figura 62, muestra el esquema de conexión usado en la conexión física del Sistema de 
Localización GPS y el Sistema de Control conformado por la placa de desarrollo electrónico 
Arduino Mega 2560. 
 
FIGURA 63. DIAGRAMA ELECTRÓNICO DEL SISTEMA DE LOCALIZACIÓN. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
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El Sistema de Localización se conforma por el módulo de localización GPS NEO-6M, el 
cual permite obtener de manera rápida y fácil las coordenadas GPS, además datos adicionales 
como velocidad de viaje y altura a nivel del mar, la Figura 63 muestra el diagrama electrónico 
que conforma el Sistema de Localización. 
3.7. BLOQUE DEL SISTEMA DE ALIMENTACIÓN 
El Sistema de Alimentación es el encargado de suministrar el voltaje necesario a cada uno 
de los dispositivos y módulos que conforman la totalidad del prototipo, se encuentra distribuido 
en varias etapas, las cuales cumplen una funcionalidad específica. Una característica especial 
es aquella que permite al prototipo continuar el funcionamiento normal para la función de GPS 
y el servicio de llamadas en un tiempo determinado por la capacidad de la batería de backup, 
en el caso de que la batería del vehículo fuese desconectada. 
El Sistema de Alimentación se conforma por dos etapas, la Figura 64 permite observar el 
diagrama del sistema de alimentación con cada uno de los bloques que lo conforman. 
 
FIGURA 64. DIAGRAMA DE BLOQUES DEL SISTEMA DE ALIMENTACIÓN. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
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Existen dos etapas que conforman la totalidad del sistema de alimentación, como se describe 
a continuación: 
 La fuente de alimentación principal a 7,3V, el cual está formado por el módulo 
regulador de voltaje LM2596s, este alimenta al Sistema de Control a través del Jack 
conector para luego ser regulado a 5V de manera interna por la placa Arduino Mega 
2560; además alimenta a la placa Shield Interfaz para realizar la regulación a 3,3V y 
posterior suministro de voltaje a los módulos GPS y NFC, y por último alimenta a la 
batería de backup para su constante carga. 
 El backup de alimentación conformado por una batería de litio a 7,4V que está 
conectada directamente al Sistema de Control y a la placa Shield Interfaz. 
3.7.1. FUENTE DE ALIMENTACIÓN 
La fuente de alimentación es una etapa muy importante, debido a que esta recibe el voltaje 
que proporciona la batería del vehículo que es de 12V, donde luego lo reduce y regula al voltaje 
necesario para el funcionamiento del prototipo. 
3.7.1.1. Análisis de consumo de energía 
En este apartado se realiza un análisis de consumo de energía de los diferentes dispositivos 
que conforman la totalidad del prototipo. Por una parte, se analizará el caso extremo, en el cual 
todos los dispositivos estén en pleno funcionamiento; por otro lado, el caso cuando la batería 
principal del vehículo es desconectada, entonces solamente quedarían en funcionamiento los 
dispositivos que trabajen a voltajes de 3,3V y 5V, alimentados por el backup de alimentación. 
3.7.1.1.1. Consumo de energía de la placa Arduino Mega 2560 
Las especificaciones técnicas de la placa Arduino Mega 2560 mostradas en la Tabla 2 
indican que cada pin de entrada/salida puede suministrar una corriente máxima de 20mA. 
Entonces para el caso en que la batería principal del vehículo de 12V se encuentra conectada, 
el análisis es el siguiente: 
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 Para la comunicación de los módulos GSM, GPS y NFC es necesario ocho pines 
como se puede ver en la Figura 68, en donde la suma de corrientes daría como 
resultado 160mA en total; por otro lado la comunicación de la placa Shield Interfaz 
necesita seis pines de comunicación, dando como resultado una suma de corrientes 
de 120mA; por último la alimentación del módulo GSM es en base a la placa 
Arduino, entonces a esto se le suma 500mA (Tabla 19), para finalmente dar como 
resultado un valor de 780mA en el caso de que todos los dispositivos se encontraran 
el pleno funcionamiento. 
Ahora, para el caso de que la batería principal del vehículo fuese desconectada, el consumo 
de energía se reduce como se describe a continuación: 
 La comunicación de los módulos GSM, GPS y NFC siguen de igual manera, pero 
los pines que se conectan a la placa Shield Interfaz no entrarían en funcionamiento, 
para con esto finalmente tener un consumo de corriente de 660mA. 
3.7.1.1.2. Consumo de energía de la placa Shield Interfaz 
La placa Shield Interfaz tiene conectado varios dispositivos, algunos de los cuales se 
relacionan directamente con los circuitos de control del vehículo, entonces es necesario analizar 
los dos casos de funcionamiento. 
Para el caso en que la batería principal del vehículo se encuentra conectada, el análisis es el 
siguiente: 
 Para el accionamiento de los relés tanto para abrir o cerrar puertas, el consumo de 
energía es de 70mA para cada uno, dando una suma de 140mA; por otro lado, el relé 
automotriz que sirve para el accionamiento de la bomba de gasolina tiene un 
consumo de energía de 135mA; por último, el módulo GPS y NFC para su 
alimentación consumen una energía de 45mA y 120mA respectivamente, sumando 
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estos dos 165mA. Dando finalmente una suma de consumo de corriente para la placa 
Shield Interfaz de 440mA. 
Ahora, para el caso de que la batería principal del vehículo fuese desconectada, el consumo 
de energía es el que se describe a continuación: 
 Los relés tanto para abrir y cerrar puertas, así como también para el accionamiento 
de la bomba de gasolina quedan inactivos, dado que estos funcionan a un voltaje de 
12V, solamente quedan en funcionamiento la alimentación para los módulos GPS y 
NFC, dando finalmente una suma de consumo de corriente para la placa Shield 
Interfaz de 165mA. 
3.7.1.1.3. Consumo de energía total del prototipo 
Para el caso en que la batería principal del vehículo se encuentra colocada, se tiene el 
siguiente consumo: 
𝑪𝒐𝒏𝒔𝒖𝒎𝒐 𝒆𝒏𝒆𝒓𝒈í𝒂 𝒕𝒐𝒕𝒂𝒍(𝒃𝒂𝒕_𝟏𝟐𝒗) = 𝐴𝑟𝑑𝑢𝑖𝑛𝑜 𝑀𝑒𝑔𝑎 2560 + 𝑃𝑙𝑎𝑐𝑎 𝑆ℎ𝑖𝑒𝑙 𝐼𝑛𝑡𝑒𝑟𝑓𝑎𝑧 
𝑪𝒐𝒏𝒔𝒖𝒎𝒐 𝒆𝒏𝒆𝒓𝒈í𝒂 𝒕𝒐𝒕𝒂𝒍(𝒃𝒂𝒕_𝟏𝟐𝒗) = 780𝑚𝐴 + 440𝑚𝐴 
𝑪𝒐𝒏𝒔𝒖𝒎𝒐 𝒆𝒏𝒆𝒓𝒈í𝒂 𝒕𝒐𝒕𝒂𝒍(𝒃𝒂𝒕_𝟏𝟐𝒗) = 1,220𝐴 
Po otro lado, en el caso de que la batería principal del vehículo fuese desconectada y entrase 
en funcionamiento el backup de alimentación se tiene: 
𝑪𝒐𝒏𝒔𝒖𝒎𝒐 𝒆𝒏𝒆𝒓𝒈í𝒂 𝒕𝒐𝒕𝒂𝒍(𝒃𝒂𝒕_𝒍𝒊𝒑𝒐) = 𝐴𝑟𝑑𝑢𝑖𝑛𝑜 𝑀𝑒𝑔𝑎 2560 + 𝑃𝑙𝑎𝑐𝑎 𝑆ℎ𝑖𝑒𝑙 𝐼𝑛𝑡𝑒𝑟𝑓𝑎𝑧 
𝑪𝒐𝒏𝒔𝒖𝒎𝒐 𝒆𝒏𝒆𝒓𝒈í𝒂 𝒕𝒐𝒕𝒂𝒍(𝒃𝒂𝒕_𝒍𝒊𝒑𝒐) = 660𝑚𝐴 + 165𝑚𝐴 
𝑪𝒐𝒏𝒔𝒖𝒎𝒐 𝒆𝒏𝒆𝒓𝒈í𝒂 𝒕𝒐𝒕𝒂𝒍(𝒃𝒂𝒕_𝒍𝒊𝒑𝒐) = 825𝑚𝐴 
3.7.1.1.4. Consumo de energía total del prototipo en modo stand by 
El consumo de energía total del prototipo en modo stand by, esto quiere decir, en el caso de 
que el prototipo se encuentre en espera de alguna acción por parte del usuario se describe a 
continuación: 
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 La alimentación de los módulos GSM, GPS y NFC presentan un consumo de energía 
de 1,5mA, 45mA y 100mA respectivamente en modo espera, dando un consumo de 
energía total de 146,5mA. 
 En placa Arduino Mega 2560 se encuentran de manera constante funcionales los 
pines de comunicación del módulo GPS ya que este envía de manera periódica datos 
a la placa, entonces el consumo de energía sería de 40mA, dado que cada pin 
consume 20mA. 
𝑪𝒐𝒏𝒔𝒖𝒎𝒐 𝒆𝒏𝒆𝒓𝒈í𝒂 𝒕𝒐𝒕𝒂𝒍 𝒔𝒕𝒂𝒏𝒅 𝒃𝒚 = 146,5𝑚𝐴 + 40𝑚𝐴 
𝑪𝒐𝒏𝒔𝒖𝒎𝒐 𝒆𝒏𝒆𝒓𝒈í𝒂 𝒕𝒐𝒕𝒂𝒍 𝒔𝒕𝒂𝒏𝒅 𝒃𝒚 = 186,5𝑚𝐴 
3.7.1.2. Módulo regulador de voltaje LM2596s 
El módulo está encargado de suministrar el voltaje y corriente necesarios para hacer 
funcionar la mayoría de dispositivos que intervienen en el prototipo como se puede observar 
en la Figura 68, por lo tanto, se hace imprescindible que el módulo suministre la corriente 
necesaria para el conjunto de dispositivos que conforman la totalidad del prototipo, evitando 
de esta manera que se produzca un sobrecalentamiento y con esto cualquier posible daño. 
El voltaje de salida del módulo es 7,3V, este alimenta al Sistema de Control conformado 
por la placa de desarrollo electrónico Arduino Mega 2560, para luego ser regulado 
internamente a un voltaje de 5V, alimenta además a la placa Shield Interfaz en donde se 
realizará la regulación de voltaje a 3,3V para la hacer funcionar los módulos GPS y NFC, por 
ultimo permite la alimentación para la constante carga de la batería de backup. 
Sabiendo que este módulo puede proporcionar voltajes de entre 1,2 a 37V, este se vuelve 
ideal para usarlo dado que puede proporcionar el voltaje necesario y viendo además la 
necesidad de consumo de corriente de los dispositivos que intervienen en el prototipo, este 
puede ser usado sin problemas, dado que el módulo es capaz de soportar cargas de hasta 3,0A, 
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evidenciado todo lo anteriormente expuesto este módulo se vuelve la mejor opción en 
prestaciones. 
3.7.1.3. Análisis del diagrama eléctrico de aplicación del módulo LM2596 
La Figura 65 permite observar el diagrama de aplicación tipo buck (o reductor) que usa el 
módulo regulador de voltaje LM2596s, el principio de funcionamiento consiste en obtener a la 
salida un voltaje continuo menor que la entrada, usa elementos de conmutación e inductores 
que permiten ofrecer una elevada eficiencia a comparación de los reguladores lineales. 
 
FIGURA 65. DIAGRAMA ELÉCTRICO DE APLICACIÓN DEL MÓDULO REGULADOR DE VOLTAJE LM2596S. 
FUENTE: ON SEMICONDUCTOR (2015). DATASHEET LM2596. RECUPERADO DE: 
HTTP://WWW.ONSEMI.COM/PUB_LINK/COLLATERAL/LM2596-D.PDF 
Se tiene como entrada el pin 1 (+𝑉𝑖𝑛), que puede tomar un valor máximo de voltaje de 40V 
y adicional se agrega un condensador electrolítico de 100𝜇𝐹  usado para minimizar los 
transitorios de voltaje y generar un funcionamiento estable del regulador, los pines 3 (𝐺𝑁𝐷) y 
5 (𝑂𝑁/𝑂𝐹𝐹) se conectan directamente a tierra para la configuración de regulador con voltaje 
variable, el pin 4 (𝐹𝑒𝑒𝑑𝑏𝑎𝑐𝑘), tiene la función de regular el voltaje que tendrá a la salida el 
módulo, para lo cual se hace uso de dos resistencias, siendo 𝑅1 una resistencia fija con valor 
de 1,21𝑘Ω y 𝑅2 una resistencia variable con valor de 50𝑘Ω, por último, el pin 2 (𝑂𝑢𝑡𝑝𝑢𝑡) 
proporciona el voltaje de salida del módulo, al cual se le añade varios elementos, uno de ellos 
es un condensador electrolítico 𝐶𝑜𝑢𝑡 con un valor de 220𝜇𝐹, usado para filtrar la salida de 
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voltaje y proporcionar estabilidad al bucle de salida del regulador, otro elemento es el diodo 
𝐷1 que de preferencia debe ser Schottky, dado que este proporciona el mejor rendimiento en 
velocidad de conmutación, el diodo es usado cuando la alimentación al módulo es apagada, 
entonces se requiere un camino de retorno de la corriente que la bobina genera, además es 
usado para evitar posibles daños por sobrecarga o cortocircuito, por tal razón el fabricante 
recomienda que la intensidad nominal del diodo debe ser 1,3 veces mayor que la corriente 
máxima de carga, por último, por último, la bobina es la que permite almacenar la suficiente 
energía y después, a otro tiempo se cambie la polaridad o la disposición de dicho elemento para 
descargar esa misma energía acumulada en la salida, esto se hace de forma continua y 
periódica, por tal razón que son llamados circuitos de conmutación. 
Como se evidencia en el diagrama de la Figura 65, para el diseño del módulo se hace uso 
de componentes electrónicos básicos, de los cuales la mayoría son posibles encontrar en el 
mercado de forma individual, pero existen otros elementos que no son fáciles de encontrar, 
dado esto y también debido al precio de construcción comparado con el precio de venta 
comercial del módulo que no supera los $5 americanos es demasiado relevante, entonces se 
prefiere usar un módulo pre ensamblado. Además, su reducido tamaño de aproximadamente 
4,5cm de largo y 2cm de ancho hacen que este módulo se adapte a cualquier diseño electrónico, 
el módulo se puede observar en la Figura 66. 
 
FIGURA 66. MÓDULO REGULADOR DE VOLTAJE LM2596S. 
FUENTE: ELECTRONILAB (2016). MÓDULO LM2596 CONVERTIDOR DE VOLTAJE DC-DC BUCK 1.25V-35V. RECUPERADO DE: 
HTTP://ELECTRONILAB.CO/TIENDA/MODULO-LM2596-CONVERTIDOR-DE-VOLTAJE-DC-DC-BUCK-1-25V-35V/ 
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La distribución de pines del módulo regulador de voltaje LM2596s se muestran a 
continuación en la Tabla 23: 
TABLA 23. DISTRIBUCIÓN DE PINES DEL MÓDULO REGULADOR DE VOLTAJE LM2596S. 
Pines Descripción 
IN + Entrada voltaje 12V DC (batería del 
vehículo) 
IN - Entrada masa del vehículo 
OUT + Salida de voltaje DC regulado 
OUT - Tierra del módulo 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
Las principales características del módulo regulador de voltaje LM2596s se muestran a 
continuación en la Tabla 24: 
TABLA 24. PRINCIPALES CARACTERÍSTICAS DEL MÓDULO REGULADOR DE VOLTAJE LM2596S. 
Características Descripción 
Rango de voltajes de salida 1,2V a 37V 
Voltaje máximo de entrada 40V 
Carga de corriente de salida 3.0A 
Voltaje de entrada Hasta 40V 
Consumo de corriente en stand-by Típicamente 80µA 
Tipos de empaquetados TO-220, TO-223 
Protecciones Límite de corriente y apagado térmico 
Tamaño 45 (Largo) x 20 (Ancho) x 14 (Alto) mm 
Precio $5 
FUENTE: TEXAS INSTRUMENTS (2016). DATASHEET LM2596 SIMPLE SWITCHER. RECUPERADO DE: 
HTTP://WWW.TI.COM/LIT/DS/SYMLINK/LM2596.PDF 
3.7.2. BACKUP DE ALIMENTACIÓN 
La etapa de backup de alimentación es la encargada de proporcionar el voltaje necesario a 
los dispositivos y módulos que conforman el prototipo, y que funcionan a un voltaje de 5V y 
3,3V, no siendo útil para los componentes que funcionan a un voltaje de 12V como son los 
relés para abrir o cerrar las puertas y el relé para la bomba de gasolina. En la Figura 64 se puede 
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observar el diagrama de conexión del sistema de backup a la placa Arduino Mega 2560 y a la 
placa Shield Interfaz. 
La batería tiene la capacidad de entrar en funcionamiento en el caso de que la batería 
principal del vehículo haya sido desconectada, suministrando el voltaje necesario, previniendo 
de esta manera que el sistema detenga su funcionamiento normal en las funciones GPS y el 
servicio de llamadas telefónicas, obteniendo así un sistema de backup eficiente. 
3.7.2.1. Batería LiPo 
Para la correcta elección de las características de la batería que se va a utilizar como etapa 
de backup se debe tomar en cuenta los siguientes puntos: 
 Voltaje de la batería: El voltaje que va a tener la batería es de 7,4V, valor 
determinado por el voltaje de entrada correspondiente al Jack de alimentación de la 
placa de desarrollo electrónico Arduino Mega 2560 el cual es de entre 7 a 12V (Ver 
Tabla 2), todo esto dado que esta placa conforma el Sistema de Control y además 
alimenta al módulo GSM de manera directa; por otro lado la batería suministra 
también el voltaje necesario a la placa Shield Interfaz, concretamente al circuito 
regulador de voltaje a 3,3V, el cual suministra la alimentación al módulo GPS y 
NFC, esto se puede evidenciar en la Figura 51. 
 Capacidad de la batería: La capacidad de la batería es determinada después de 
haber realizado el previo análisis de consumo de corriente de los diferentes 
dispositivos que serán alimentados a la etapa de backup. Para el presente proyecto 
se hizo la elección de una batería con una capacidad de 2000mAh, todo esto dado 
que ese valor cumple los requerimientos de consumo de corriente analizado 
previamente y además cuenta con un margen considerable de seguridad ante posibles 
sobrecargas. 
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La Tabla 25 permite observar una comparativa entre los diferentes tipos de baterías 
recargables en conjunto con las características que presentan cada una de ellas. 
TABLA 25. COMPARATIVA DE BATERÍAS RECARGABLES. 
Tipo 
Níquel-Cadmio 
(Ni-Cd) 
Ion de litio(Li-
ion) 
Polímero de litio 
(LiPo) 
Voltaje por 
célula 
1,2V 3,7V 3,7V 
Amperaje Hora 0,5 – 1A Varios tipos Varios tipos 
Memoria Muy alto Inexistente Inexistente 
Sobrecarga Soportado Soportado Soportado 
Número de 
recargas (aprox.) 
500 4000 5000 
Tiempo de 
descarga (mes) 
30% 6% 6% 
Tiempo de carga 10 – 14h 2 – 4h 1 – 1,5h 
FUENTE: (CARTAGENA, 2016, PÁG. 83). 
Para la etapa de backup del prototipo de sistema de localización y seguridad vehicular 
teniendo como referencia la Tabla 25, se hizo uso de una batería recargable de polímero de litio 
(LiPo), dado que esta presenta algunas ventajas respecto a los demás tipos, las cuales se 
enuncias a continuación: 
 Son ligeras y se pueden hacer de casi cualquier forma y tamaño, esto las vuelve ideales 
para proyectos electrónicos en donde se requiera baterías de tamaño pequeño. 
 Tienen gran capacidad lo que significa que tienen un montón de energía en un tamaño 
reducido, característica ideal para proyectos electrónicos medianamente grandes. 
 Tiene una tasa de descarga alta para alimentar los sistemas eléctricos más exigentes. 
 Permiten una carga más rápida respecto a los otros tipos de baterías recargables. 
 Ofrecen un elevado número de recargas de la batería. 
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FIGURA 67. BATERÍA LIPO 7,4V. 
FUENTE: LELONG (2016). RC PART 7.4V 2000MAH 25C LIPO BATTERY. RECUPERADO DE: HTTPS://GOO.GL/0GO3CR 
La batería de backup utilizada para el presente proyecto se muestra en la Figura 67, además 
en la Tabla 26 se puede observar las características de la misma presentadas por el fabricante. 
TABLA 26. CARACTERÍSTICAS DE LA BATERÍA LIPO. 
Descripción Valor 
Voltaje 7,4V 
Capacidad de la batería 2000mAh 
Velocidad de descarga 25C 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
Por otro lado, el esquema usado en la conexión física de la batería LiPo como sistema de 
backup de alimentación se puede observar de manera detallada en la Figura 64. 
3.7.2.2. Tiempo de duración de la batería de backup 
El fabricante provee datos indispensables acerca de la batería de backup, los cuales son de 
utilidad para proceder a calcular el tiempo de duración que esta tendrá. 
Existe una ecuación general que permite el cálculo del tiempo de duración de la batería, la 
cual se muestra a continuación: 
𝑻𝒊𝒆𝒎𝒑𝒐 𝒅𝒖𝒓𝒂𝒄𝒊ó𝒏(𝒎𝒊𝒏) =
𝑪𝒂𝒑𝒂𝒄𝒊𝒅𝒂𝒅 𝒅𝒆 𝒍𝒂 𝒃𝒂𝒕𝒆𝒓í𝒂(𝑨𝒎𝒑 ∗ 𝒎𝒊𝒏)
𝑽𝒆𝒍𝒐𝒄𝒊𝒅𝒂𝒅 𝒅𝒆 𝒅𝒆𝒔𝒄𝒂𝒓𝒈𝒂(𝑨𝒎𝒑)
 
(15) 
 
La capacidad de la batería indica cuanta energía puede almacenar la batería y la unidad de 
medida es (mAh). Esta es una manera de indicar la cantidad de carga medida en miliamperios 
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que se pueden poner en la batería durante 1 hora para que la batería se descargue 
completamente. Ahora con los datos presentados por el fabricante mostrados en la Tabla 26, se 
sabe que la capacidad de la batería usada para el presente proyecto tiene un valor de 2000mAh, 
entonces este dicha capacidad debe ser convertida a Amperios por minuto, ya que la Ecuación 
(15) se basa a esa unidad de medida. Entonces se tiene: 
𝑪𝒂𝒑𝒂𝒄𝒊𝒅𝒂𝒅 𝒅𝒆 𝒍𝒂 𝒃𝒂𝒕𝒆𝒓í𝒂 = 2𝐴 ∗ 60𝑚𝑖𝑛 
𝑪𝒂𝒑𝒂𝒄𝒊𝒅𝒂𝒅 𝒅𝒆 𝒍𝒂 𝒃𝒂𝒕𝒆𝒓í𝒂 = 120 (𝐴𝑚𝑝 ∗ 𝑚𝑖𝑛) 
Por otra parte, la velocidad de descarga de la batería en unidades de amperios viene dado 
por la Ecuación (16) mostrada a continuación: 
𝑽𝒆𝒍𝒐𝒄𝒊𝒅𝒂𝒅 𝒅𝒆 𝒅𝒆𝒔𝒄𝒂𝒓𝒈𝒂 (𝑨) = 𝐕𝐞𝐥𝐨𝐜𝐢𝐝𝐚𝐝 𝐝𝐞 𝐝𝐞𝐬𝐜𝐚𝐫𝐠𝐚 ∗ 𝐂𝐚𝐩𝐚𝐜𝐢𝐝𝐚𝐝 (𝑨) (16) 
Ahora reemplazando los datos mostrados en la Tabla 26 en la Ecuación (16), se obtiene 
finalmente: 
𝑽𝒆𝒍𝒐𝒄𝒊𝒅𝒂𝒅 𝒅𝒆 𝒅𝒆𝒔𝒄𝒂𝒓𝒈𝒂 (𝑨) = 25 ∗ 2A 
𝑽𝒆𝒍𝒐𝒄𝒊𝒅𝒂𝒅 𝒅𝒆 𝒅𝒆𝒔𝒄𝒂𝒓𝒈𝒂 (𝑨) = 50A 
Luego el tiempo que va a durar la batería suministrando la corriente de consumo máxima se 
obtiene reemplazando los datos calculados anteriormente en la Ecuación (15): 
𝑻𝒊𝒆𝒎𝒑𝒐 𝒅𝒖𝒓𝒂𝒄𝒊ó𝒏(𝒎𝒊𝒏) =
120 (𝐴𝑚𝑝 ∗ 𝑚𝑖𝑛)
50 (𝐴𝑚𝑝)
 
𝑻𝒊𝒆𝒎𝒑𝒐 𝒅𝒖𝒓𝒂𝒄𝒊ó𝒏(𝒎𝒊𝒏) = 2,4 𝑚𝑖𝑛 
Como resultado se obtiene un valor de 2,4 minutos de funcionamiento de forma continua 
suministrando la corriente de consumo máxima, pero está claro que es una corriente máxima 
teórica que la batería es capaz de suministrar; por otro lado está la corriente real que la batería 
va a suministrar en cada momento y va a ser la que el circuito solicite en cada acción que se 
realice, todo esto con el concepto de que el consumo no es constante todo el tiempo y que 
además sería completamente inviable que la batería entregara de forma continua su corriente 
máxima en todo momento. 
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Como conclusión al valor obtenido se puede decir que el tiempo calculado es mucho menor 
a lo que realmente suele durar, dado que el resultado no toma en cuenta varios factores como 
perdida de potencia eléctrica debido a diferentes elementos del sistema y que además la batería 
no debe descargarse completamente por razones de seguridad; entonces para realizar una 
correcta elección de la batería de backup se debe tomar en cuenta la carga total que se va a 
conectar a esta y con esto conocer que corriente va a necesitar la batería durante su normal 
funcionamiento, entonces el consumo máximo de la carga tiene que ser menor a la corriente 
máxima continua que la batería es capaz de suministrar, respetando además un cierto margen 
de seguridad. 
Por último, después de haber realizado el análisis de consumo de energía de los dispositivos 
que serán conectados al sistema backup en el caso de que la batería principal del vehículo fuese 
desconectada, se puede el valor aproximado de consumo de energía total del prototipo, el cual 
es de 825mA (3.7.1.1.3), en el caso de pleno funcionamiento normal; por otro lado, en modo 
stand by, el cual quiere decir que el sistema está en espera de alguna acción por parte del 
usuario, el consumo de energía reduce considerablemente a un valor de 186,5mA (3.7.1.1.4); 
dados estos valores y conociendo la capacidad de la batería de backup la cual es de 2000mAh 
(Tabla 26). Se puede obtener un tiempo de duración de la batería para el modo de 
funcionamiento normal de 2,42 horas aproximadamente, como se indica a continuación: 
𝑻𝒊𝒆𝒎𝒑𝒐 𝒅𝒖𝒓𝒂𝒄𝒊ó𝒏(𝒏𝒐𝒓𝒎𝒂𝒍) =
2000mAh
825mA
 
𝑻𝒊𝒆𝒎𝒑𝒐 𝒅𝒖𝒓𝒂𝒄𝒊ó𝒏(𝒏𝒐𝒓𝒎𝒂𝒍) = 2,42 ℎ𝑜𝑟𝑎𝑠 
Por último, para el modo de stand by, el tiempo de duración de la batería es de alrededor de 
10,72 horas, como se describe a continuación: 
𝑻𝒊𝒆𝒎𝒑𝒐 𝒅𝒖𝒓𝒂𝒄𝒊ó𝒏(𝒔𝒕𝒂𝒏𝒅 𝒃𝒚) =
2000mAh
186,5mA
 
𝑻𝒊𝒆𝒎𝒑𝒐 𝒅𝒖𝒓𝒂𝒄𝒊ó𝒏(𝒔𝒕𝒂𝒏𝒅 𝒃𝒚) = 10,72 ℎ𝑜𝑟𝑎𝑠 
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3.8. DIAGRAMA GENERAL DEL PROTOTIPO 
Después de haber realizado el diseño de cada una de las etapas que conforman el prototipo 
de sistema de localización y seguridad vehicular, se procede a presentar el diagrama eléctrico 
total mostrado en la Figura 68, en donde se encuentra detallada cada los dispositivos usados y 
la interconexión de los mismos; por otro lado, cabe recalcar que los números en color azul 
encerrados en un cuadrado representan los pines de conexión presentados en el diagrama de 
cableado presentado en el manual de instalador mostrado en el ANEXO 09.
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FIGURA 68. DIAGRAMA ELÉCTRICO GENERAL DEL PROTOTIPO DEL SISTEMA DE LOCALIZACIÓN Y SEGURIDAD VEHICULAR. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO.
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3.9. APLICACIÓN ANDROID 
El desarrollo de la aplicación Android permite al usuario registrado al sistema con el número 
celular, luego de instalar la aplicación en el Smartphone, tener la oportunidad de poseer el 
control de los diferentes recursos que el prototipo ofrece, la comunicación que ocurre entre el 
usuario con la aplicación, y el prototipo instalado dentro del vehículo se da mediante la 
tecnología GSM. 
Para realizar el diseño de la aplicación se hizo uso del entorno de desarrollo para 
aplicaciones Android, el cual tiene como nombre App Inventor 2 Beta, para el uso de la 
herramienta es estrictamente necesario crear una cuenta en Google y así poder hacer uso de los 
beneficios que la plataforma de desarrollo de aplicaciones Android ofrece. 
3.9.1. DIAGRAMA DE FLUJO DE LA APLICACIÓN ANDROID 
La Figura 69 permite observar el diagrama de flujo usado para el diseño de la aplicación 
Android, este diagrama permite evidenciar la secuencia lógica que servirá para la posterior 
programación de la misma. 
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FIGURA 69. DIAGRAMA DE FLUJO DE LA APLICACIÓN ANDROID. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
3.9.2. DISEÑO DE LA APLICACIÓN EN APP INVENTOR 2 BETA 
Lo primero antes de empezar el desarrollo de la aplicación es ingresar al sitio oficial de App 
Inventor (http://ai2.appinventor.mit.edu/) e ingresar con la cuenta de Google como se puede 
observar en la Figura 70. 
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FIGURA 70. INGRESO A CUENTA GMAIL. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: HTTP://AI2.APPINVENTOR.MIT.EDU/ 
Después de ingresar con la cuenta de Gmail que en este caso es hdgmutn@gmail.com, App 
Inventor 2 Beta solicita la autorización para acceder a la cuenta de Google, en donde solo será 
compartida la dirección de correo electrónico mas no contraseña ni datos personales como se 
observa en la Figura 71. 
 
FIGURA 71. SOLICITUD DE AUTORIZACIÓN A CUENTA DE GOOGLE. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: HTTP://AI2.APPINVENTOR.MIT.EDU/ 
Luego de autoriza el acceso a los servicios de Google, aceptando los términos del servicio 
se procedió a crear un nuevo proyecto con el nombre de NeoTrack, la Figura 72 permite 
evidenciar este proceso. 
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FIGURA 72. CREACIÓN DE NUEVO PROYECTO NEOTRACK. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: 
HTTP://AI2.APPINVENTOR.MIT.EDU/?LOCALE=ES_ES#4898379748605952 
El entorno de desarrollo que ofrece App Inventor está distribuido en tres sectores: 
 Gestor de Proyectos 
 Diseñador 
 Editor de bloques 
Al momento de crear un nuevo proyecto, la plataforma re direcciona al usuario al sector de 
Diseñador, en la Figura 73 se puede observar las partes que la conforman: 
 
FIGURA 73. SECTOR DISEÑADOR APP INVENTOR 2 BETA. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: 
HTTP://AI2.APPINVENTOR.MIT.EDU/?LOCALE=ES_ES#4898379748605952 
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1. La paleta es el lugar en donde se puede seleccionar los diferentes elementos que será 
agregados a la aplicación. 
2. El visor que ayuda al diseñador a distribuir los elementos dentro de la pantalla, 
permitiendo establecer el aspecto estético de la aplicación. 
3. La lista de los componentes es aquella que permite seleccionar los diferentes 
elementos que se han agregado anteriormente de la paleta. 
4. El panel de propiedades, es en donde se pueden cambiar las propiedades de los 
elementos seleccionándolos de la lista de componentes. 
3.9.3. FASE DE DISEÑADOR DE PANTALLAS 
La aplicación se encuentra distribuida en tres pantallas, cada una de las cuales cumple una 
función específica dentro de la aplicación, la Figura 74 permite comprender de una mejor 
manera lo anteriormente expuesto. 
 
FIGURA 74. PANTALLAS DE LA APLICACIÓN ANDROID. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: 
HTTP://AI2.APPINVENTOR.MIT.EDU/?LOCALE=ES_ES#4898379748605952 
 La Pantalla de Login permite al usuario loguearse con una contraseña de seguridad 
para poder ingresar a la aplicación. 
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 La Pantalla de Acciones es donde el usuario interactúa con las funciones que ofrece 
el prototipo. 
 La Pantalla de Configuración permite cambiar la clave de seguridad que viene por 
defecto a una que el usuario desee. 
A continuación, se procederá a describir el proceso de diseño de cada una de las pantallas 
con su correspondiente programación en bloques. 
3.9.3.1. Pantalla de login 
Después de crear el proyecto se procede a seleccionar los elementos de la paleta de 
componentes y situarlos en el visor para distribuirlos gráficamente de manera ordenada y 
estética. En la Figura 75 se puede observar la lista de componentes usados en la Pantalla de 
Login. 
 
FIGURA 75. PANTALLA DE LOGIN Y SUS COMPONENTES. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: 
HTTP://AI2.APPINVENTOR.MIT.EDU/?LOCALE=ES_ES#4898379748605952 
A continuación, se detallan los pasos seguidos para la creación de la Pantalla de Login: 
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 Como primer paso se insertó una imagen llamada Imagen_logotipo, la cual permitirá 
subir al servidor de App Inventor una imagen que en este caso será el logotipo usado 
para el prototipo, otra imagen llamada Imagen_acerca, es la que da información del 
desarrollador, como se observa en la Figura 76. 
 
FIGURA 76. INSERCIÓN DE FIGURAS EN LA SCREEN1. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: 
HTTP://AI2.APPINVENTOR.MIT.EDU/?LOCALE=ES_ES#4898379748605952 
 Luego en la Figura 77 se evidencia que se procedió a insertar un botón llamado 
Login, el cual al hacer click permite loguearse al usuario con su clave de seguridad 
respectiva. 
 
FIGURA 77. INSERCIÓN BOTÓN LOGIN EN LA SCREEN1. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: 
HTTP://AI2.APPINVENTOR.MIT.EDU/?LOCALE=ES_ES#4898379748605952 
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 El siguiente botón que se insertó es el botón llamado Salir, este sirve para que el 
usuario pueda salir de la aplicación directamente, el proceso de inserción se 
evidencia en la Figura 78. 
 
FIGURA 78. INSERCIÓN DEL BOTÓN SALIR EN LA SCREEN1. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: 
HTTP://AI2.APPINVENTOR.MIT.EDU/?LOCALE=ES_ES#4898379748605952 
 La Figura 79 permite observar que se insertó luego el campo de contraseña que tiene 
de nombre Contraseña, este permite al usuario ingresar mediante teclado la clave de 
seguridad, la cuál será proporcionada por el desarrollador que inicialmente tendrá 
una clave por defecto, que posteriormente puede ser cambiada. 
 
FIGURA 79. INSERCIÓN DEL CAMPO DE CONTRASEÑA EN LA SCREE1. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: 
HTTP://AI2.APPINVENTOR.MIT.EDU/?LOCALE=ES_ES#4898379748605952 
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 Las diferentes etiquetas que se han insertado son las que permiten dar información 
al usuario y que también sirven como espacios en blanco entre componentes. La 
Figura 80 permite observar la Etiqueta_contraseña en conjunto con sus propiedades. 
 
FIGURA 80. INSERCIÓN DE ETIQUETAS EN LA SCREEN1. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: 
HTTP://AI2.APPINVENTOR.MIT.EDU/?LOCALE=ES_ES#4898379748605952 
 La base de datos TinyDB1 se agrega también a la lista de componentes, aunque no 
es posible visualizarla en pantalla, esta permite guardad datos dentro de la 
aplicación, para este caso servirá para almacenar la clave de seguridad para el 
proceso de autenticación de la Pantalla de Login. 
 El componente Notificador1 permite mostrar cuadros con alertas, mensajes y alertas 
temporales en pantalla, se usará para mostrar al usuario un cuadro de dialogo 
permitiendo elegir si desea salir realmente de la aplicación o no. 
 Después de colocar todos los componentes necesarios en el Visor, se procede a 
colocar cada uno de ellos de manera ordenada; una herramienta indispensable para 
esto es el uso de Layout la cual se visualiza en la Figura 81, los cuales permiten 
ordenar elementos de manera vertical, horizontal o tipo tabla, de esta manera los 
elementos pueden ser colocados de diferentes formas y obtener finalmente un diseño 
ordenado y estéticamente correcto. 
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FIGURA 81. INSERCIÓN DE LAYOUT PARA DISTRIBUCIÓN DE COMPONENTES EN LA SCREEN1. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: 
HTTP://AI2.APPINVENTOR.MIT.EDU/?LOCALE=ES_ES#4898379748605952 
3.9.3.2. Pantalla de acciones 
La Pantalla de Acciones permite al usuario hacer uso de las funciones que ofrece el prototipo 
mediante el envío de SMS mediante la aplicación, las diferentes acciones son elegidas de la 
lista que se muestra en pantalla, cabe recalcar que solamente se puede elegir y confirmar una 
acción a la vez, la Figura 82 ilustra la lista de componentes usados para la creación de la 
pantalla de acciones. 
 
FIGURA 82. PANTALLA DE ACCIONES Y LOS RESPECTIVOS COMPONENTES. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: 
HTTP://AI2.APPINVENTOR.MIT.EDU/?LOCALE=ES_ES#4898379748605952 
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A continuación, se detallan los pasos seguidos para la creación de la Pantalla de Acciones: 
 Como primer paso se insertó una imagen llamada Imagen_portada, la cual 
representa una imagen de portada, otra imagen llamada Imagen_acerca, es la que da 
información del desarrollador, las imágenes se suben al servidor de App Inventor en 
las opciones de cada imagen y subir al servidor, como se visualiza en la Figura 83. 
 
FIGURA 83. INSERCIÓN DE IMAGEN DE PORTADA DE LA SCREEN2. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: 
HTTP://AI2.APPINVENTOR.MIT.EDU/?LOCALE=ES_ES#4898379748605952 
 Luego se integró a la aplicación las diferentes etiquetas que son usadas para mostrar 
información de forma estática al usuario y también que se utilizó como espacios en 
blanco para la separación de elementos, la Figura 84 muestra un ejemplo de inserción 
de etiquetas. 
 
FIGURA 84. INSERCIÓN DE ETIQUETAS EN LA SCREEN2. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: 
HTTP://AI2.APPINVENTOR.MIT.EDU/?LOCALE=ES_ES#4898379748605952 
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 Luego en la Figura 85 se observa cómo se insertó un botón llamado 
Confirmar_accion, el cual sirve para que después que el usuario haya elegido la 
acción correspondiente, la aplicación en conjunto con la red de telefonía, envié un 
SMS al sistema del vehículo informando de la acción y realizando de esta manera 
las acciones pertinentes dentro del mismo; otro botón insertado también es el 
llamado Configuración, el cual permite ingresar a la Pantalla de Configuración y 
poder hacer un cambio de contraseña; el ultimo botón que se insertó fue el de Salir, 
este permite salir de la aplicación de manera directa. 
 
FIGURA 85. INSERCIÓN DEL BOTÓN CONFIRMAR ACCIÓN EN LA SCREEN2. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: 
HTTP://AI2.APPINVENTOR.MIT.EDU/?LOCALE=ES_ES#4898379748605952 
 Seguido a esto se procedió a insertar las diferentes casillas de verificación, las cuales 
sirven para que el usuario pueda elegir alguna de las opciones, todas las casillas de 
verificación tienes las mismas propiedades, salvo que cada una posee un nombre 
diferente, en la Figura 86 se observa las distintas casillas de verificación que fueron 
usadas en la aplicación. 
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FIGURA 86. INSERCIÓN DE CASILLAS DE VERIFICACIÓN EN LA SCREEN2. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: 
HTTP://AI2.APPINVENTOR.MIT.EDU/?LOCALE=ES_ES#4898379748605952 
 Algo importante es la inserción de los componentes Enviar Texto, estos en la 
aplicación sirven para enviar los diferentes mensajes de texto correspondientes a 
cada una de las acciones que se pueden ejecutar en el prototipo, en la Figura 87 se 
muestran la lista cada una de las acciones, cabe recalcar que es necesario ingresar en 
la paleta de propiedades el mensaje a enviar y el número de teléfono correspondiente 
al del sistema del vehículo. 
 
FIGURA 87. INSERCIÓN DE COMPONENTE ENVIAR TEXTO EN LA SCREEN2. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: 
HTTP://AI2.APPINVENTOR.MIT.EDU/?LOCALE=ES_ES#4898379748605952 
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 Por último, de igual manera como en la Pantalla de Login se insertó el componente 
Notificador1, el cual permite mostrar alertas en pantalla alertas, que para este caso 
serán cuando se haya elegido y confirmado alguna de las acciones, o cuando se haya 
elegido más de una acción, informando al usuario lo que está ocurriendo dentro de 
la aplicación. 
 De similar manera como en la Pantalla de Login, en este caso también, para colocar 
de manera ordenada los diferentes componentes dentro de la pantalla se hizo uso de 
Layout para ordenarlos de manera vertical. 
3.9.3.3. Pantalla de configuración 
La Pantalla de Configuración permite al usuario realizar un cambio de contraseña, la cual 
es usada para ingresar a la aplicación a través de la Pantalla de Login, para lo cual es necesario 
ingresar como datos la contraseña anterior, que inicialmente el administrador proporcionó al 
usuario una por defecto, otro dato a ingresar es la nueva contraseña que necesita ser validada 
ingresándola dos veces de manera correcta como se observa en la Figura 88. 
 
FIGURA 88. PANTALLA DE CONFIGURACIÓN Y SUS COMPONENTES. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: 
HTTP://AI2.APPINVENTOR.MIT.EDU/?LOCALE=ES_ES#4898379748605952 
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A continuación, se detallan los pasos seguidos para la creación de la Pantalla de 
Configuración: 
 Primeramente como se observa en la Figura 89, se insertó una imagen llamada 
Imagen_portada la cual sirve como portada de la pantalla, esta debe ser subida al 
servidor, otra imagen llamada Imagen_acerca sirve para brindar al usuario 
información del desarrollador, esta imagen no será necesario subirla nuevamente 
sino solamente hacer uso, debido a que anteriormente ya se subió al servidor de App 
Inventor. 
 
FIGURA 89. INSERCIÓN DE IMAGEN DE PORTADA DE LA SCREEN3. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: 
HTTP://AI2.APPINVENTOR.MIT.EDU/?LOCALE=ES_ES#4898379748605952 
 En la Figura 90 se visualiza como se procedió a colocar cada uno de los botones, el 
primero es el botón Guardar_contraseña, este permite almacenar en la base de datos 
la nueva contraseña, reemplazando la anterior siempre y cuando cada uno de los 
campos estén correctamente validados; el otro botón es Volver, este sirve si en algún 
caso el usuario ya no deseara cambiar de contraseña o hubiese ingresado a la Pantalla 
de Configuración de manera accidental, esta opción es ideal para regresar a la 
Pantalla de Acciones. 
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FIGURA 90. INSERCIÓN DE BOTÓN DE GUARDAR CONTRASEÑA. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: 
HTTP://AI2.APPINVENTOR.MIT.EDU/?LOCALE=ES_ES#4898379748605952 
 A paso siguiente como se ve en la Figura 91, se insertó los diferentes campos de 
contraseña los cuales son Contraseña_antigua, Contraseña_nueva y 
Contraseña_nueva_repetir, estos son colocados para ingresar mediante teclado tanto 
la contraseña antigua como la nueva contraseña que va a ser almacenada en la base 
de datos, reemplazando a la anterior. 
 
FIGURA 91. INSERCIÓN DE BOTÓN DE CAMPOS DE CONTRASEÑA. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: 
HTTP://AI2.APPINVENTOR.MIT.EDU/?LOCALE=ES_ES#4898379748605952 
 Luego, las diferentes etiquetas insertadas como en las pantallas anteriores, sirven 
para mostrar información de forma estática al usuario. 
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 La base de datos llamada TinyDB1 agregada de igual manera y no visible en pantalla 
es la que permite almacenar la contraseña. 
 El componente Notificador1 permite mostrar en pantalla alertas informando si 
algunas de las contraseñas fueron ingresadas de manera incorrecta, o si todo fue 
validado de manera correcta al final mostrar un mensaje en pantalla, confirmando lo 
ocurrido. 
Después de haber realizado el diseño de todas las pantallas de manera gráfica, se procedió 
a realizar la emulación de la aplicación para comprobar su correcto funcionamiento previo a la 
programación, para esto existen varias alternativas, pero la que aconseja App Inventor es la 
emulación de la aplicación mediante MIT AI2 COMPANION que es una aplicación que puede 
ser descargada de manera gratuita de la tienda Google Play de Android, como se puede ver en 
la Figura 92, se precedió a instalarla y a abrirla en el Smartphone. 
 
FIGURA 92. INSTALACIÓN DE LA APLICACIÓN MIT AI2 COMPANION. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
Luego en el navegador con App Inventor procedemos a ir a la pestaña Conectar y luego 
elegimos AI Companion, acto seguido procedemos a escanear el código QR con la aplicación 
Android previamente descargada e instalada para poder realizar la conexión entre el 
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Smartphone y el navegador web con App Inventor, se puede observar lo anterior expuesto en 
la Figura 93. 
 
FIGURA 93. PROCESO DE CONEXIÓN ENTRE MIT AI2 COMPANION Y APP INVENTOR. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
3.9.4. FASE DE EDITOR DE BLOQUES 
Después de haber diseñado la parte gráfica de cada una de las pantallas que están 
involucradas en la aplicación, paso siguiente es la programación de cada una de ellas, para esto 
App Inventor basa su programación en bloques, en la Figura 94 se puede observar la manera 
de ingresar a la herramienta de programación que se basa en bloques. 
 
FIGURA 94. INGRESO A LA HERRAMIENTA DISEÑADOR. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: 
HTTP://AI2.APPINVENTOR.MIT.EDU/?LOCALE=ES_ES#4898379748605952 
El diseño se lo realiza en el sector de Bloques, en la Figura 95 se puede observar las partes 
que lo conforman. 
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FIGURA 95. SECTOR BLOQUES APP INVENTOR 2 BETA. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: 
HTTP://AI2.APPINVENTOR.MIT.EDU/?LOCALE=ES_ES#4898379748605952 
1. La paleta de bloques es aquella que permite al usuario seleccionar los diferentes bloques 
que será utilizados para la programación de cada elemento, insertado anteriormente en 
la fase de diseño de pantallas. 
2. El visor es el lugar en donde el programador puede manipular y mover cada uno de los 
bloques, acomodándolos y ordenados de tal manera que cumpla la función que se le 
quiera dar a cada elemento. 
3.9.4.1. Programación pantalla de login 
La programación en App Inventor se basa en bloques como se indicó anteriormente, 
entonces ahora se procede a hacer una descripción de los bloques de programación utilizados 
para cada caso como se puede ver a continuación: 
 Primeramente como se evidencia en la Figura 96, se realizó la programación de 
inicialización del Screen1 correspondiente a la Pantalla de Login, entonces cuando 
la pantalla es inicializada primero se oculta el teclado en pantalla, paso seguido se 
procede a hacer una lectura de la base de datos TinyBD1 verificando que se encuentra 
 135 
 
vacío el tag Contraseña, si es correcto entonces se almacena una clave por defecto 
que servirá si en alguna ocasión se decidiera reinstalar la aplicación o se instalara en 
un Smartphone diferente pero conservando el mismo número celular el cuál es 
registrado al sistema del prototipo. 
 
FIGURA 96. PROGRAMACIÓN EN BLOQUES DEL SCREEN1.INITIALIZE. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: 
HTTP://AI2.APPINVENTOR.MIT.EDU/?LOCALE=ES_ES#4898379748605952 
 Luego se procedió a programar el botón Login como se observa en la Figura 97, que 
al momento de hacer click el programa compara tanto la contraseña que se ingresó 
en el campo Contraseña y lo que se encuentra almacenado en la base de datos, 
exactamente en el tag Contraseña, si la comparación de contraseñas es correcta, 
entonces, primero se limpia el campo de texto, luego se oculta el teclado en pantalla 
y finalmente se abre el Screen2 que corresponde a la Pantalla de Acciones, por otro 
lado si fuese incorrecta la comparación entonces se mostraría en pantalla una alerta 
con el mensaje Contraseña incorrecta. 
 
FIGURA 97. PROGRAMACIÓN EN BLOQUES DEL BOTÓN LOGIN. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: 
HTTP://AI2.APPINVENTOR.MIT.EDU/?LOCALE=ES_ES#4898379748605952 
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 Un paso importante también es el de la programación del botón físico atrás, entonces 
como se observa en la Figura 98, al momento de presionar el botón atrás se hace un 
llamado al Notificador1, el cual permite mostrar en pantalla un diálogo con dos 
opciones seleccionables por el usuario unido a un mensaje en forma de pregunta, 
entonces si el usuario elije la opción Salir, la aplicación sale directamente, pero si se 
elige Cancelar, entonces se regresa al Screen1 que corresponde a la Pantalla de 
Login. 
 
FIGURA 98. PROGRAMACIÓN EN BLOQUES DEL BOTÓN FÍSICO ATRÁS DE LA SCREEN1. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: 
HTTP://AI2.APPINVENTOR.MIT.EDU/?LOCALE=ES_ES#4898379748605952 
 El último paso en la programación de la Pantalla de Login es la del botón Salir, que 
al momento de presionarlo saldrá de la aplicación de manera directa, este proceso se 
evidencia en la Figura 99. 
 
FIGURA 99. PROGRAMACIÓN EN BLOQUES DEL BOTÓN SALIR DE LA SCREEN1. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: 
HTTP://AI2.APPINVENTOR.MIT.EDU/?LOCALE=ES_ES#4898379748605952 
3.9.4.2. Programación pantalla de acciones 
De igual manera como en la programación de la Pantalla de Login, en la Pantalla de 
Acciones también se procede a programar de manera ordenada eligiendo cada uno de los 
bloques correspondientes a cada acción que se desee que cumpla la aplicación, como se 
describe a continuación: 
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 Cuando se inicializa la Pantalla de Acciones la única acción que se realiza es la de 
ocultar el teclado, esto se hace debido a que anteriormente se ingresó una contraseña 
en pantalla con ayuda del teclado virtual, entonces es primordial realizar esta acción 
para que este no se muestre de nuevo en la Pantalla de Acciones, el proceso se 
visualiza en la Figura 100. 
 
FIGURA 100. PROGRAMACIÓN EN BLOQUES DEL SCREEN2.INITIALIZE. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: 
HTTP://AI2.APPINVENTOR.MIT.EDU/?LOCALE=ES_ES#4898379748605952 
 Ahora como paso siguiente se procedió a programar el botón Confirmar_accion 
como se puede observar en la Figura 101, el cual al momento de hacer click hace 
una comparación entre todas las casillas de verificación correspondientes a cada una 
de las acciones que ofrece el prototipo, entonces al momento de elegir una acción en 
particular, la aplicación muestra una alerta en pantalla confirmando la acción 
seleccionada y a continuación envía un mensaje de texto de acuerdo al nombre de la 
acción y el número de teléfono del destinatario, como se puede ver en la Figura 87. 
 
FIGURA 101. PROGRAMACIÓN EN BLOQUES DEL BOTÓN CONFIRMAR ACCIÓN. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: 
HTTP://AI2.APPINVENTOR.MIT.EDU/?LOCALE=ES_ES#4898379748605952 
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 La Figura 102 permite observar la programación del botón Configuracion, que al 
momento de que el usuario haga click, este será redirigido a la Screen3 
correspondiente a la Pantalla de Configuración. 
 
FIGURA 102. PROGRAMACIÓN EN BLOQUES DEL BOTÓN CONFIGURACIÓN. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: 
HTTP://AI2.APPINVENTOR.MIT.EDU/?LOCALE=ES_ES#4898379748605952 
 El botón físico de atrás también forma parte de la Pantalla de Acciones, en donde al 
momento de hacer click, la aplicación cerrará la pantalla actual y redirigirá 
automáticamente al usuario a la anterior, la cual corresponde a la Pantalla de Login, 
la programación del botón físico atrás se observa en la Figura 103. 
 
FIGURA 103. PROGRAMACIÓN EN BLOQUES DEL BOTÓN FÍSICO ATRÁS DE LA SCREEN2. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: 
HTTP://AI2.APPINVENTOR.MIT.EDU/?LOCALE=ES_ES#4898379748605952 
 Como en el caso de la Pantalla de Login, como se puede ver en la Figura 104, al 
momento de hacer click en el botón Salir, este hará que la aplicación salga de manera 
directa sin mostrar ningún cuadro de diálogo de confirmación. 
 
FIGURA 104. PROGRAMACIÓN EN BLOQUES DEL BOTÓN SALIR DE LA SCREEN2. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: 
HTTP://AI2.APPINVENTOR.MIT.EDU/?LOCALE=ES_ES#4898379748605952 
3.9.4.3. Programación pantalla de configuración 
La Pantalla de Configuración hace uso de la misma base de datos TinyBD1, la cual permite 
almacenar datos correspondientes a las etiquetas que el programador le dé, a continuación, se 
muestra los pasos usados para la programación de esta pantalla: 
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 De similar manera como en las anteriores pantallas, al momento de iniciar la Screen3 
que corresponde a la Pantalla de Configuración lo primero que se hace es ocultar en 
teclado virtual, este proceso de programación se evidencia en la Figura 105. 
 
FIGURA 105. PROGRAMACIÓN EN BLOQUES DEL SCREEN3.INITIALIZE. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: 
HTTP://AI2.APPINVENTOR.MIT.EDU/?LOCALE=ES_ES#4898379748605952 
 La Figura 106 permite observar la programación de la parte más importante de esta 
pantalla, la cuál es el botón Guardar_contraseña, este permite reemplazar la 
contraseña antigua a una nueva ingresada por teclado por parte del usuario, entonces 
lo primero es comparar la contraseña almacenada en la base de datos con tag 
Contraseña y la ingresada en el campo de contraseña llamado Contraseña_antigua, 
además es necesario hacer una validación de la nueva contraseña, comparando la 
nueva contraseña en los dos campos de contraseña llamados Contraseña_Nueva y 
Contraseña_nueva_repetir, entonces si tanto la contraseña antigua como la nueva 
contraseña son validadas de manera correcta se procederá a almacenar la nueva 
contraseña en la base de datos con el tag Contraseña, cabe recalcar que la contraseña 
antigua será reemplazada con la nueva, mostrando finalmente una alerta en pantalla 
confirmando la acción, ocultado el teclado y redirigiendo al usuario a la Pantalla de 
Login; por otro lado, si la contraseña antigua fuese ingresada de manera errónea se 
mostrará una alerta en pantalla como Contraseña antigua incorrecta, o también si 
no fuese validada la nueva contraseña también se mostrará una alerta en pantalla 
indicando Contraseñas desiguales. 
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FIGURA 106. PROGRAMACIÓN EN BLOQUES DEL BOTÓN GUARDAR CONTRASEÑA. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: 
HTTP://AI2.APPINVENTOR.MIT.EDU/?LOCALE=ES_ES#4898379748605952 
 Similar a la Screen2 y como se observa en la Figura 107, la programación del botón 
físico atrás de la Pantalla de Configuración cerrará la pantalla actual y redirigirá al 
usuario a la anterior, que en este caso es la Pantalla de Acciones. 
 
FIGURA 107. PROGRAMACIÓN EN BLOQUES DEL BOTÓN FÍSICO ATRÁS DE LA SCREEN3. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: 
HTTP://AI2.APPINVENTOR.MIT.EDU/?LOCALE=ES_ES#4898379748605952 
 Como último paso es la programación del botón Volver, que hará la misma función 
que el botón físico atrás, redirigiendo al usuario a la Pantalla de Acciones, el proceso 
de programación se observa en la Figura 108. 
 
FIGURA 108. PROGRAMACIÓN EN BLOQUES DEL BOTÓN VOLVER DE LA SCREEN3. 
FUENTE: MIT APP INVENTOR (2016). MIT APP INVENTOR 2 BETA. RECUPERADO DE: 
HTTP://AI2.APPINVENTOR.MIT.EDU/?LOCALE=ES_ES#4898379748605952 
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Después de haber terminado tanto el diseño de cada una de las pantallas, así como también 
la programación en bloques de cada una de ellas, en la Figura 109 se puede observar la 
aplicación Android culminada e instalada en un Smartphone. 
 
FIGURA 109. APLICACIÓN ANDROID NEOTRACK. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
 
3.10. IMPLEMENTACIÓN Y PRUEBAS DE FUNCIONAMIENTO 
En este apartado se procede a hacer una descripción del proceso de implementación y 
pruebas de funcionamiento del prototipo de localización y seguridad vehicular, esto se lo 
realiza con la finalidad de evidenciar los resultados obtenidos durante el desarrollo del 
proyecto, para mediante este proceso verificar el cumplimiento de cada uno de los objetivos, 
así como también del alcance planteado. 
3.10.1. IMPLEMENTACIÓN DEL PROTOTIPO 
Para la implementación del prototipo se hizo usó de un automóvil Renault Sandero 2012 
como se puede observar en la Figura 110, este tiene de fábrica instalado un sistema de bloqueo 
central de puertas, el cual el prototipo va a controlar, además en la parte interna del vehículo 
posee el espacio suficiente, lo cual facilita la labor de implementación. 
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FIGURA 110. RENAULT SANDERO 2012. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
A continuación, se describen los pasos usados para el proceso de implementación: 
 Como primer paso se procedió a realizar el cableado de la alimentación principal del 
prototipo, esto se lo realizó haciendo una toma directa desde la batería del vehículo 
hacia el interior del vehículo, exactamente debajo del volante del conductor, 
retirando previamente el panel de protección, para esto se implementó un par de 
borneras para facilitar la unión de cables, la Figura 111 permite evidenciar el proceso 
de conexión realizado. 
 
FIGURA 111. TOMA DE ALIMENTACIÓN PRINCIPAL DEL PROTOTIPO. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
 Luego se procedió a instalar cada uno de los dispositivos que irán en el interior del 
vehículo, los cuales serán conectados al prototipo, estos son, micrófono, lector NFC, 
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botón de pánico y el cable USB, este último servirá para tareas de servicio técnico. 
La Figura 112 permite observar la instalación del micrófono en el interior del 
vehículo, este fue colocado en la parte superior del lado del conductor. 
 
FIGURA 112. MICRÓFONO INSTALADO EN EL INTERIOR DEL VEHÍCULO. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
 Después se procedió a instalar el lector NFC en un lugar que sea de fácil 
accesibilidad para el usuario, pero a la vez que se encuentre de manera oculta, la 
Figura 113 permite observar el lugar donde se colocó de manera oculta el lector 
NFC. 
 
FIGURA 113. LECTOR NFC INSTALADO EN EL INTERIOR DEL VEHÍCULO. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
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 Posteriormente se procedió a la instalación del botón de pánico, el cual fue colocado 
en un lugar oculto en donde solamente el usuario sepa la ubicación, esto se lo hace 
para evitar manipulaciones por personas no autorizadas, en este caso fue colocado 
debajo del volante del conductor, la Figura 114 permite observar el lugar donde se 
instaló el botón de pánico. 
 
FIGURA 114. INSTALACIÓN DEL BOTÓN DE PÁNICO EN EL INTERIOR DEL VEHÍCULO. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
 Por último, en la instalación de dispositivos que van a ir en el interior del vehículo, 
se procedió a instalar una extensión de cable USB que va desde la caja de fusibles 
del vehículo que se encuentra en la parte izquierda del volante del conductor cubierta 
por una tapa plástica de protección, hasta el puerto USB la placa Arduino Mega 
2560; el mismo que tiene la utilidad de brindar servicio técnico al usuario en el caso 
de que exista alguna falla del sistema, también en el caso de que se requiera hacer 
algún tipo de actualización del IDE de Arduino, la Figura 115 permite observar el 
lugar de instalación de la extensión del cable USB. 
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FIGURA 115. INSTALACIÓN DEL CABLE USB EN EL INTERIOR DEL VEHÍCULO. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
 A paso seguido se procedió a instalar la caja metálica (Figura 116) que contiene el 
prototipo en un lugar de difícil acceso, asegurando de esta manera la no 
manipulación por parte de personas no autorizadas, esta caja consta internamente de 
todos los módulos y placas electrónicas necesarias para el funcionamiento del 
prototipo (Figura 117), además en el (ANEXO 09.), se puede observar el diagrama 
de conexión de manera detallada. 
 
FIGURA 116. CAJA METÁLICA DEL PROTOTIPO. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
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FIGURA 117. PARTE INTERNA DE COMPONENTES DEL PROTOTIPO. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
 Luego se precedió a realizar la interconexión de los cables que transportan las 
diferentes señales de control del bloqueo central del vehículo, esto se lo realizó 
haciendo una unión en paralelo desde las salidas de abrir y cerrar puertas desde el 
prototipo hacia los cables correspondientes de subir y bajar del sistema de bloqueo 
central del vehículo, la correspondiente conexión se muestra en la Figura 118. 
 
FIGURA 118. CONEXIÓN DE LAS SEÑALES DE BLOQUEO CENTRAL. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
 Después se realizó la interconexión de los diferentes cables que transportan las 
señales que controlan el funcionamiento de la bomba de gasolina, esta proviene de 
la caja del prototipo y va hacia el relé de la bomba de gasolina del vehículo 
concretamente al terminal blanco del relé, este se conforma además por un fusible 
de 5A utilizado para prevenir posibles daños por sobrecargas. Además, se realizó la 
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conexión del cable que transporta la señal de contacto proveniente de igual manera 
de la caja del prototipo y que fue conectado al terminal beige del relé, 
correspondiente a la señal de contacto principal del vehículo, el diagrama de 
conexión se puede observar en el (ANEXO 09.), además las conexiones físicas 
realizadas se puede observar en la Figura 119. 
 
FIGURA 119. CONEXIÓN DE LAS SEÑALES DE LA BOMBA DE GASOLINA Y CONTACTO DEL VEHÍCULO. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
 Como último pasó después de verificar que las todas las conexiones se hayan 
realizado de manera correcta haciendo referencia al diagrama de conexión mostrado 
en el (ANEXO 09.), se procedió a realizar la conexión de la alimentación principal 
del prototipo proveniente de la batería del vehículo, para luego realizar las diferentes 
pruebas de funcionamiento. 
3.10.2. PRUEBAS DE FUNCIONAMIENTO DEL PROTOTIPO 
Con el objetivo de mostrar de una mejor manera los resultados obtenidos después del 
proceso de implementación del prototipo de sistema de localización y seguridad vehicular, se 
efectúan las diferentes pruebas de funcionamiento, las cuales permiten confirmar el 
cumplimiento de los objetivos planteados al inicio del proyecto. 
Para las diferentes pruebas de funcionamiento, cabe recalcar que la manera más práctica de 
observar el correcto funcionamiento es en base a un video, el cual se encuentra adjunto en el 
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documento, entonces en esta sección se procede a realizar las diferentes pruebas de 
funcionamiento de manera que sea lo más comprensible posible, en base a fotografías y la 
respectiva explicación de cada una, todo este proceso se lo realiza basado en cada una de las 
funciones que ofrece el prototipo. 
A continuación, se detallan cada una de las pruebas de funcionamiento realizadas sobre el 
prototipo de sistema de localización y seguridad vehicular. 
3.10.2.1. Pruebas de funcionamiento de cada una de las acciones del sistema en base 
a la aplicación Android 
Para la realización de las siguientes pruebas se hace uso de la aplicación Android que lleva 
el nombre NeoTrack, la aplicación está basada en el envío y recepción de mensajes de texto 
SMS entre el prototipo instalado en el vehículo y el smartphone del usuario registrado al 
sistema. 
3.10.2.1.1. Autorizar encendido 
La siguiente acción puede ser usada en el caso de que se haya extraviado o no se tenga a la 
mano la tarjeta o llavero de identificación usado para la acción de autorización de encendido 
del vehículo. 
Entonces para esto, se debe tener colocada la llaves de encendido y posicionarla en estado 
de contacto, acto seguido se procede a entrar a la aplicación mediante el proceso de Login con 
la contraseña de seguridad, y por último se procede a elegir la acción “Autorizar encendido” y 
luego realizar la confirmación de la misma, como se puede observar en la Figura 120. 
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FIGURA 120. ELECCIÓN DE LA ACCIÓN AUTORIZAR ENCENDIDO. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
Teniendo como resultado que los seguros eléctricos de las puertas se bajen, además de emitir 
un doble pitido, indicando de esta manera que se ejecutó de manera correcta la acción, para 
posterior a esto poder encender el vehículo de manera normal con la llave de encendido. 
3.10.2.1.2. Apagar vehículo 
Esta acción puede ser usada en el caso que el usuario desee apagar el vehículo en el caso 
que esta se requiera. 
Para esto el vehículo debe estar encendido, entonces luego de haber ingresado a la aplicación 
con la clave de seguridad correspondiente, se debe seleccionar la acción que lleva como nombre 
“Apagar vehículo” y realizar la confirmación de la misma, la selección y confirmación de la 
acción se puede observar en la Figura 121. 
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FIGURA 121. ELECCIÓN DE LA ACCIÓN APAGAR VEHÍCULO. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
 
Teniendo finalmente como resultado que el motor del vehículo se apague y además los 
seguros eléctricos de las puertas se suban, indicando así que se realizó de manera correcta la 
acción. 
3.10.2.1.3. Bloquear vehículo 
La siguiente acción puede ser usada en el caso de que algún maleante haya sustraído la llave 
del vehículo en conjunto con la tarjeta o el llavero de identificación, entonces es necesario 
hacer un bloqueo de las funciones físicas del vehículo para impedir que pueda ser encendido a 
pesar de que el delincuente cuente con la llave de encendido y la tarjeta o el llavero de 
identificación; cabe recalcar que esta es una de las funciones más importantes del proyecto. 
Para esto entonces, el vehículo debe encontrarse en estado de desbloqueo, pudiendo o no 
estar el vehículo encendido, entonces como en los casos anteriores se debe ingresar a la 
aplicación NeoTrack y seleccionar la acción correspondiente que lleva como nombre 
“Bloquear vehículo” realizando la confirmación de la misma, la selección y confirmación de 
la acción se puede observar en la Figura 122. 
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FIGURA 122. ELECCIÓN DE LA ACCIÓN BLOQUEAR VEHÍCULO. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
Como resultado de esto el prototipo impide las lecturas de la tarjeta o el llavero de 
identificación, por otro lado, apaga el motor del vehículo si previamente ha sido encendido, 
bajando además los seguros eléctricos de las puertas, esta acción sigue en funcionamiento 
inclusive si la batería principal del vehículo fuese desconectada y conectada nuevamente. 
3.10.2.1.4. Desbloquear vehículo 
Esta acción puede ser usada en el caso que el usuario del vehículo decida volver el vehículo 
al estado normal de funcionamiento. 
Para esto después de haber accedido a la aplicación con la contraseña respectiva, se debe 
seleccionar la acción correspondiente que lleva como nombre “Desbloquear vehículo” y 
realizar la confirmación de la misma, la selección y confirmación de la acción se puede 
observar en la Figura 123. 
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FIGURA 123. ELECCIÓN DE LA ACCIÓN DESBLOQUEAR VEHÍCULO. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
Como resultado de esta acción se tiene un doble pitido indicando que el sistema ha sido 
desbloqueado correctamente por el usuario, esta acción desbloquea al vehículo para que vuelva 
al estado normal de funcionamiento y pueda se encendido sin restricción alguna con la llave de 
encendido y la tarjeta o el llavero de identificación usadas para dicho proceso. 
3.10.2.1.5. Ubicación GPS 
Esta acción permite ubicar al vehículo en cualquier parte del territorio ecuatoriano en donde 
exista cobertura de telefonía celular. 
Para esto después de haber ingresado a la aplicación con la clave de seguridad, se procede 
a realizar la selección de la acción que lleva como nombre “Ubicación GPS” y realizar la 
confirmación de la misma, la selección y confirmación de la acción se puede observar en la 
Figura 124. 
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FIGURA 124. ELECCIÓN DE LA ACCIÓN UBICACIÓN GPS. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
Como resultado de esto el sistema del vehículo devolverá al usuario que haya realizado la 
acción, un SMS con la información similar a la mostrada en la Figura 125. 
 
FIGURA 125. INFORMACIÓN GPS ENVIADA AL USUARIO POR PARTE DEL SISTEMA DEL VEHÍCULO. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
 Enlace WEB de la ubicación GPS del vehículo que puede ser visualizada mediante 
un navegador WEB o a través de la aplicación gratuita de mapas “OsmAnd+” como 
se puede observar en la Figura 126, la aplicación gratuita de mapas puede ser 
descargada de la tienda Android Google Play. 
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FIGURA 126. VISUALIZACIÓN GPS MEDIANTE UN NAVEGADOR WEB Y APLICACIÓN OSMAND+ RESPECTIVAMENTE. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
 Altitud a nivel del mar del vehículo en unidades de metros (m) 
 Velocidad de viaje del vehículo en unidades de kilómetros por hora (km/h). 
3.10.2.1.6. Devolver llamada 
La siguiente acción es usada en el caso de que el usuario desee escuchar la conversación 
que se realiza en el interior del vehículo, sin que los pasajeros sepan de dicha actividad. 
Entonces para esto después de haber ingresado a la aplicación y pasar de manera correcta el 
proceso de Login, se debe seleccionar la acción correspondiente que lleva como nombre 
“Devolver llamada” y realizar la confirmación de la misma, la selección y confirmación de la 
acción se puede observar en la Figura 127. 
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FIGURA 127. ELECCIÓN DE LA ACCIÓN DEVOLVER LLAMADA. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
Como resultado de esto el sistema del vehículo devuelve una llamada al usuario que ha 
realizado dicha acción, la cual puede ser además grabada de manera automática con la 
aplicación gratuita llamada “Grabación de llamada - ACR”, esta puede ser descargada de la 
tienda Android Google Play. 
La Figura 128 permite ilustrar de mejor manera la acción de devolución de llamada hacia el 
usuario del sistema. 
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FIGURA 128. EJEMPLO DE LLAMADA ENTRANTE DESDE EL SISTEMA DEL VEHÍCULO HACIA EL USUARIO. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
3.10.2.1.7. Estado del vehículo 
Esta acción tiene como objetivo permitir conocer varios parámetros que son sensados en el 
vehículo y visualizarlos en el smartphone del usuario que realizó la solicitud en formato de 
mensaje de texto SMS. 
Para esto como siempre el usuario debe haber ingresado a la aplicación NeoTrack 
autenticándose con la clave de seguridad, luego de esto se debe seleccionar la acción que lleva 
como nombre “Estado del vehículo” y realizar la confirmación de la misma, la selección y 
confirmación de la acción se puede observar en la Figura 129. 
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FIGURA 129. ELECCIÓN DE LA ACCIÓN ESTADO DEL VEHÍCULO. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
Como resultado de esto el sistema del vehículo devolverá al usuario que ha realizado la 
acción, un SMS con la información similar a la mostrada en la Figura 130. 
 
FIGURA 130. INFORMACIÓN DE ESTADO DEL VEHÍCULO ENVIADA AL USUARIO POR PARTE DEL SISTEMA DEL VEHÍCULO. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
Los datos recibidos en formato SMS contienen la siguiente información: 
 No en contacto: Este punto indica si el vehículo se encuentra o no en estado de 
contacto con la llave de encendido. 
 No autorizado a Encender: Indica si el vehículo se autorizó o no a encender con el 
llavero de identificación o mediante la aplicación Android con la acción 
correspondiente. 
 Vehículo DESBLOQUEADO: Muestra si el vehículo se encuentra en estado de 
bloqueo o desbloqueo. 
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Cabe recalcar que la información mostrada en este ejemplo puede variar dependiendo del 
estado actual del vehículo en el momento en que se haya realizado la acción correspondiente. 
3.10.2.1.8. Abrir puertas 
La siguiente acción tiene como objetivo subir los seguros eléctricos de las puertas del 
vehículo, en el caso de que el usuario lo requiera remotamente. 
Para esto luego de haber ingresado a la aplicación después del proceso de autenticación, se 
debe seleccionar la acción correspondiente que lleva como nombre “Abrir puertas” y realizar 
la confirmación de la misma, la selección y confirmación de la acción se puede observar en la 
Figura 131. 
 
FIGURA 131. ELECCIÓN DE LA ACCIÓN ABRIR PUERTAS. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
Como resultado de esto los seguros eléctricos de las puertas se accionarán de manera 
automática, permitiendo al usuario tener la posibilidad de abrir las puertas manualmente sin la 
necesidad de usar la llave del vehículo para desbloquearlas. 
3.10.2.1.9. Cerrar puertas 
La siguiente acción tiene como objetivo bajar los seguros eléctricos de las puertas del 
vehículo, en el caso de que el usuario lo requiera de manera remota. 
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Para esto luego de haber ingresado a la aplicación después del proceso de autenticación,  se 
debe seleccionar la acción correspondiente que lleva como nombre “Cerrar puertas” y realizar 
la confirmación de la misma, la selección y confirmación de la acción se puede observar en la 
Figura 132. 
 
FIGURA 132. ELECCIÓN DE LA ACCIÓN CERRAR PUERTAS. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
Como resultado de esto los seguros eléctricos de las puertas se accionarán de manera 
automática, bloqueando las puertas y no dando la oportunidad de abrirlas manualmente, salvo 
el caso de que se tenga la llave del vehículo. 
3.10.2.2. Prueba de funcionamiento del sistema de encendido del vehículo 
La siguiente prueba de funcionamiento tiene como objetivo describir el proceso de 
encendido normal del vehículo en base a la llave de contacto del vehículo en conjunto con la 
tarjeta o llavero de identificación usados para dicho proceso. 
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FIGURA 133. LLAVERO Y TARJETA DE IDENTIFICACIÓN MIFARE. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
La Figura 133 permite observar la tarjeta o el llavero de identificación usados para el proceso 
de encendido del vehículo, dicho proceso se describe a continuación: 
 Como primer paso se debe constatar que el vehículo se encuentre en estado de 
desbloqueo, esto se lo puede comprobar mediante la aplicación Android con la 
acción correspondiente de “Estado del vehículo”. 
 Ahora se debe contar con la llave del vehículo y ubicarla en estado de contacto. 
 Luego se debe realizar la lectura de la tarjeta o el llavero de identificación mediante 
el lector NFC ubicado de manera estratégica y oculta. 
 Comprobar que se emite un doble pitido y que los seguros eléctricos de las puertas 
se bajar de manera correcta asegurando el vehículo. 
Si se cumplieron de manera correcta los pasos anteriores, entonces se puede encender el 
vehículo de manera normal sin restricción alguna. 
3.10.2.3. Prueba de funcionamiento del botón de pánico 
La siguiente prueba de funcionamiento tiene como objetivo describir el proceso que ocurre 
al momento de presionar el botón de pánico por dos segundos en alguna situación de 
emergencia, como se describe a continuación: 
 El prototipo recibe la orden de la situación de emergencia luego de haber presionado 
el botón de pánico por dos segundos. 
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 Se envía un SMS informando de la situación de emergencia al número de teléfono 
registrado previamente para dicha acción. 
 Por último, realiza una llamada telefónica al mismo número, permitiendo escucharse 
la conversación que se desarrolla en el interior del vehículo, si la llamada es 
contestada la conversación queda grabada de manera automática por medio de la 
aplicación previamente descargada la cual lleva el nombre “Grabación de llamada - 
ACR”; por otra parte, si no fuese contestada, la llamada en curso entra al buzón de 
voz en donde de igual manera la conversación queda grabada. 
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CAPÍTULO IV 
4. ANÁLISIS ECONÓMICO 
 
En este capítulo se procede a realizar el análisis económico de los materiales que fueron 
usados para el desarrollo del prototipo pasando tanto por los elementos electrónicos, así como 
también por el software utilizado, además esto permitirá determinar el costo beneficio que tiene 
el presente proyecto. 
4.1. PRESUPUESTO DEL HARDWARE UTILIZADO 
Para el prototipo de sistema de localización y seguridad vehicular, la Tabla 27 permite 
observar los costos de los materiales que fueron utilizados para la realización del diseño. 
TABLA 27. PRESUPUESTO DE LOS COMPONENTES UTILIZADOS EN EL PROTOTIPO. 
CANTIDAD MATERIAL 
COSTO 
UNITARIO 
COSTO 
TOTAL 
1 Arduino Mega 2560 $25 $25 
1 Módulo GPS NEO-6M $50 $50 
1 Módulo GSM/GPRS SIM900 $46 $46 
1 Módulo NFC PN532 $35 $35 
1 Módulo regulador LM2596s $5 $5 
2 Transistor NPN 2N3904 $0,25 $0,50 
3 Diodos rectificadores 1N4007 $0,10 $0,30 
1 Condensador electrolítico 
10uF – 16V 
$0,15 $0,15 
1 Condensador cerámico 0,1uF $0,10 $0,10 
2 Relés 12V $1,50 $3,00 
1 Transistor regulador LM317t $1,50 $1.50 
1 Transistor de potencia TIP31C $1,50 $1.50 
1 Regulador de voltaje LM7805 $1,50 $1,50 
1 Resistencias 1KΩ - 1/4W $0,07 $0.07 
3 Resistencias 47KΩ - 1/4W $0,07 $0.21 
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2 Resistencias 2,2 KΩ - 1/4W $0,07 $0.14 
1 Resistencias 220Ω - 1/4W $0,07 $0.07 
1 Resistencias 390Ω - 1/4W $0,07 $0.07 
1 Pulsador $0,50 $0.50 
2 Juegos de espadines macho $1 $2 
2 Juegos de espadines hembra $1 $2 
1 Bornera de 2 pines $0,30 $0.30 
1 Impresión Plotter $2 $2 
1 Buzzer $1 $1 
1 Estaño (3m) $0,30 $0.90 
1 Cautín $3 $3 
1 Cloruro Férrico $1,50 $1.50 
1 Baquelita $2 $2 
1 Caja metálica $5 $5 
1 Cables, tornillos, extras $7 $7 
 TOTAL  $191 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
4.2. PRESUPUESTO DEL SOFTWARE UTILIZADO 
Dado que el proyecto es basado en el concepto open-source, entonces tanto el software de 
programación de la placa de desarrollo electrónico Arduino Mega 2560 como la plataforma 
para el desarrollo de la aplicación Android son de libre uso, detallados en la Tabla 28. 
TABLA 28. PRESUPUESTO DEL SOFTWARE UTILIZADO EN EL PROTOTIPO. 
CANTIDAD DESCRIPCIÓN VALOR 
1 Arduino IDE $0 
1 App Inventor 2 Beta $0 
1 MIT AI2 Companion $0 
1 Eagle 7.2.0 $0 
 TOTAL $0 
 FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
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4.3. ANÁLISIS COSTO BENEFICIO 
El análisis del costo beneficio tiene como objetivo medir la rentabilidad de un proyecto, esto 
gracias a la comparación de los costos previstos con los beneficios que se espera en la 
realización del proyecto. 
Se debe para esto enlistar todos los materiales utilizados para el diseño e implementación 
del prototipo (Tabla 29), tomando en cuenta que los costos deben ser medibles respecto a una 
unidad monetaria. 
TABLA 29. COSTO TOTAL DEL PROYECTO. 
DESCRIPCIÓN VALOR 
Costos del hardware utilizado $191 
Costos del software utilizado $0 
TOTAL COSTOS $191 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
La Figura 134 permite observar el análisis realizado del TIR y VAN, todo esto respecto a 
los gastos realizados para el desarrollo del prototipo, los cuales contienen los costos de los 
materiales utilizados para la parte física y también del software usado para la programación del 
mismo. 
 
FIGURA 134. ANÁLISIS DEL TIR Y VAN DEL PROTOTIPO. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
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Ya determinados los resultados del TIR y VAN mostrados en la Figura 134, se puede 
concluir que el proyecto de sistema de localización y seguridad vehicular resulta factible dado 
que: 
 Se ha realizado una proyección del 5% de crecimiento anual, solamente para ajustar 
los ingresos y gastos a la inflación promedio de los últimos años. 
 Se ha supuesto una tasa de descuento del 15%, debido a que se invertiría el dinero 
en el negocio. De la información obtenida de otros pequeños negocios, la tasa 
promedio mínima de rentabilidad esperada es 10%. 
 Luego del análisis se verifica que es viable debido a los siguientes indicadores 
financieros (TIR=775,95%; VAN=US$17.160,91), en los 5 años proyectados, 
evidenciando un escenario de rentabilidad del mismo. 
 
FIGURA 135. ANÁLISIS DE LA RECUPERACIÓN DE LA INVERSIÓN DEL PROTOTIPO. 
FUENTE: CRITERIOS DE DISEÑO DEL PROYECTO. 
También se puede concluir que además de resultar rentable en proyecto, la recuperación de 
la inversión se logrará en un año, todo esto dado los cálculos que se encuentran presentados en 
la Figura 135. 
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5. CONCLUSIONES Y RECOMENDACIONES 
Una vez culminado el prototipo de sistema de localización y seguridad vehicular con 
comunicación GPS y GSM, basado en hardware y software libre, se presentan las siguientes 
conclusiones y recomendaciones. 
CONCLUSIONES 
 El prototipo desarrollado permitirá al propietario de un vehículo tener un sistema 
inteligente dado que usa dispositivos con tecnología de punta que permite ofrecer 
servicios remotos, brindando además características avanzadas de seguridad ya que está 
basado en la tecnología NFC, ofreciendo encriptación de las tarjetas o llaveros de 
identificación para que no puedan ser clonadas, brindando así al usuario comodidad y 
tranquilidad. 
 Se realizó el prototipo de sistema localización y seguridad vehicular tomando las 
mejores características de diseño de los sistemas de seguridad que ofrece el mercado 
ecuatoriano, todo esto después de haber elaborado un análisis previo como se estableció 
en el CAPÍTULO II, permitiendo de esta manera tener un prototipo con tecnología de 
punta. 
 Se elaboró un análisis de las tecnologías open-source disponibles en el mercado 
ecuatoriano (Tabla 13), permitiendo en base a esto hacer la correcta elección de la placa 
de desarrollo electrónico Arduino Mega 2560 como se puede evidenciar en el apartado 
3.3. 
 Se realizó el estudio (CAPÍTULO II) de las tecnologías en comunicaciones GPS, GSM, 
NFC involucradas en el desarrollo del prototipo, para que gracias a esto se pueda 
desarrollar un sistema eficiente, cumpliendo con los protocolos de comunicación que 
usan los diferentes módulos electrónicos estudiados en el CAPÍTULO III. 
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 Se diseñó la placa Shield Interfaz, la cual es una tarjeta que permite obtener una 
comunicación más confiable entre el Sistema de Control y los diferentes sistemas que 
se controlan dentro del vehículo (Figura 41), generando de esta manera un ahorro de 
espacio considerable, volviendo a la circuitería mucho más compacta. 
 La aplicación Android que lleva como nombre “NeoTrack”, se desarrolló en la 
plataforma “App Inventor”, la cual se basa en un entorno gráfico y la programación es 
basada en bloques como se observó en el apartado 3.9, facilitando así el diseño al 
programador de manera considerable, la aplicación cumple tanto con parámetros de 
seguridad al momento de ingresar a ella, contando con un sistema de autenticación, así 
como también dispone de todas las características que el prototipo ofrece, mostrándose 
en forma de lista, facilitando la operatividad al usuario del vehículo. 
 El manual de usuario del sistema de localización y seguridad vehicular mostrado en el 
ANEXO 08., brinda al propietario del vehículo una facilidad de uso y comprensión de 
las características que este ofrece, generando así el uso correcto del prototipo; por otro 
lado se elaboró un manual de instalador mostrado en el ANEXO 09., permitiendo 
instalar el prototipo de manera efectiva y correcta gracias a que cuenta con diagramas 
eléctricos y de bloques de fácil comprensión, garantizando así un eficiente 
funcionamiento del mismo. 
 En el diseño de las fuentes de alimentación es primordial el cálculo del coeficiente 
térmico 𝜃𝐽𝐴, para el prototipo se obtuvo un valor de 𝜽𝑱𝑨 = 151,51
℃
𝑊⁄ , entonces el 
fabricante indica que si el valor calculado es mayor al presentado en el datasheet, no es 
necesario el uso de un disipador de calor externo. 
 El prototipo desarrollado ofrece una característica importante de seguridad vehicular, 
la cual es, si el usuario ha realizado un bloqueo del prototipo por alguna situación en 
base a la aplicación Android, el vehículo permanece en ese estado de manera 
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incondicional hasta que el usuario haga la acción de desbloqueo, así la batería del 
vehículo haya sido desconectada y conectada nuevamente. 
 
RECOMENDACIONES 
 El presente proyecto de prototipo de sistema de localización y seguridad vehicular es 
un inicio para futuras mejoras del mismo, entonces la principal recomendación es 
continuar con la investigación, innovando con la posibilidad de mejorar las prestaciones 
de actualmente este ofrece, todo esto es posible gracias a que el proyecto desarrollado 
está basado en la plataforma open-source tanto en hardware como en software. 
 Para futuros diseños en los cuales este prototipo sirva de base de ejecución, se 
recomienda migrar a la tecnología GPRS para poder hacer uso de un plan de datos y 
ejecutar todas las acciones que ofrece el prototipo en base a Internet, todo esto dado 
que la infraestructura se presta para realizar dicho proceso. 
 La implementación del sistema dentro del vehículo debe ser en un lugar de difícil 
acceso para cualquier persona, para así evitar cualquier tipo de manipulación. Sin 
embargo, el botón de pánico debe estar en un lugar no visible pero que sea accesible 
para el usuario. 
 Capacitar a los usuarios del sistema con el objetivo de que ellos conozcan cada una de 
las características que este ofrece, para que de esta manera puedan hacer uso correcto 
del prototipo. 
 Al momento de realizar la implementación del prototipo, realizar las conexiones de 
manera correcta y ordenada, evitando además tener cables pelados ya que podrían llegar 
a provocar cortocircuitos. 
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 Seguir los pasos expuestos en el manual de instalador mostrado en el ANEXO 09., 
respetando los procedimientos expuestos, para obtener finalmente un correcto 
funcionamiento del prototipo y evitar daños por mala manipulación. 
 Para las funciones de localización GPS y llamadas de emergencia, independientemente 
de la operadora de telefonía celular elegida, se recomienda verificar y mantener 
constantemente al prototipo con saldo y paquete de mensajes SMS, dado que estas dos 
características son indispensables para brindar un sistema de localización y seguridad 
vehicular óptimo pare el usuario. 
 Configurar un patrón o contraseña de bloqueo para el smartphone, ya que esto dará una 
mayor garantía de seguridad al sistema, previniendo de esta forma que cualquier 
persona intente manipular la aplicación Android y pueda llegar a hacer uso de las 
funciones que esta ofrece. 
 Registrar un segundo número celular al sistema del vehículo en conjunto con la 
instalación de la aplicación Android, esto dado el caso en que el smartphone que lleva 
el número del usuario principal del vehículo se extravíe, entonces el nuevo usuario 
conservará las mismas prioridades que el usuario principal y podrá realizar de igual 
manera todas las acciones que ofrece el prototipo. 
 Para el registro del número de emergencia que será configurado por parte del 
desarrollador, se recomienda que el smartphone asignado a este número sea uno que 
cuente con una línea siempre activa, todo esto dado que es de vital importancia dado 
que este grabará el audio de manera automática cuando se presente alguna situación de 
emergencia. 
 Para el uso del sistema en zonas cálidas, se recomienda el uso de un ventilador a 12V 
interno, conectado al sistema de contacto del vehículo, dado que ahí es en donde el 
prototipo hace funcionar la mayoría de dispositivos y por ende genera más calor. 
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GLOSARIO DE TÉRMINOS 
 
AVR: Familia de microcontroladores RISC del fabricante estadounidense Atmel 
CA: Corriente Alterna 
CC: Corriente Continua 
CEDATOS: Centro de Estudios y Datos 
CPU: Central Processing Unit 
DAC: Digital to Analogue Converter 
DNS: Domain Name System 
EEPROM: Electrically Erasable Programmable Read Only Memory 
ETSI: European Telecommunications Standards Institute 
GND: Ground 
GPIO: General Purpose Input/Output 
GPRS: General Packet Radio Service 
GPS: Global Positioning System 
GPU: Graphics Processor Unit 
GSM: Global System for Mobile communications 
HDMI: High-Definition Multimedia Interface 
HFE: Ganancia de Corriente 
HSU: High Speed UART 
I2C: Inter-Integrated Circuit 
ICSP: In Circuit Serial Programming 
IDE: Integrated Development Environment 
ISO: International Organization for Standardization 
JTAG: Joint Test Action Group 
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LED: Light Emitting Diode 
MIFARE: tecnología de tarjetas inteligentes sin contacto 
MISO: Master Input Slave Output 
MIT: Massachusetts Institute of Technology 
MOSI: Master Output Slave Input 
NDEF: NFC Data Exchange Format 
NFC: Near field communication 
OTG: On The Go 
OVERCLOCKING: Aumentar la velocidad del reloj de componentes como el CPU y GPU 
PCB: Printed Circuit Board 
PWM: Pulse Width Modulation 
RAM: Random Access Memory 
RFID: Radio Frequency IDentification 
SCK: Clock 
SIM: subscriber identity module 
SMS: Short Message Service 
SOS: Petición de Auxilio o Socorro 
SPI: Serial Peripheral Interface 
SRAM: Static Random Access Memory 
SS: Slave 
TAG: Etiquetas inteligentes 
TCP: Transmission Control Protocol 
TIR: Tasa Interna de Retorno 
TWI: Two Wire Interface 
UART: Universal Asynchronous Receiver-Transmitter 
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UDP: User Datagram Protocol 
UID: Unique Permanent Identification 
USB: Universal Serial Bus 
VAN: Valor Actual Neto 
VCC: Voltaje en Corriente Continua 
WIFI: Mecanismo de conexión de dispositivos electrónicos de forma inalámbrica 
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ANEXO 01.  
DATASHEET DEL TRANSISTOR TIP31C 
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ANEXO 02. 
DATASHEET DEL DIODO RECTIFICADOR 1N4007 
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ANEXO 03. 
DATASHEET DEL CIRCUITO INTEGRADO LM2596 
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ANEXO 04. 
DATASHEET DEL REGULADOR DE VOLTAJE LM317 
 
 186 
 
 
 
 187 
 
 
 
 188 
 
 
 
 189 
 
 
 
 190 
 
ANEXO 05. 
DATASHEET DEL REGULADOR DE VOLTAJE LM7805 
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ANEXO 06. 
DATASHEET DEL TRANSISTOR 2N3904 
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ANEXO 07. 
CÓDIGO DE PROGRAMACIÓN 
El código de programación desarrollado en el IDE Arduino usado para el prototipo de 
sistema de localización y seguridad vehicular se muestra a continuación: 
 
////////////////////////////////// INICIO DEL PROGRAMA /////////////////////////////////// 
/////////////////////////////----- DEFINICION LIBRERIAS -----/////////////////////////////// 
 
#include "SIM900.h"                       //Libreria SIM900 
#include <SoftwareSerial.h>           //Libreria Comunicacion Serial 
#include "sms.h"                             //Libreria SMS 
SMSGSM sms;                               //Objeto SMS 
#include "call.h"                             //Libreria LLAMADAS 
CallGSM call;                                 //Objeto CALL 
#include <TinyGPS++.h>              //Libreria GPS 
TinyGPSPlus gps;                           //Objeto libreria gps 
#include <EEPROM.h>                 //Libreria EEPROM 
 
char number[]="0939970740";                             //Numero del usuario 
char number_emergencia[]="0939672231";      //Numero de emergencia 
 
/////////////////////////////----- DEFINICION VARIABLES -----/////////////////////////////// 
 
#define pulsador_panico         2             //Definicion pin 2 con nombre pulsador_panico 
#define switch_en_contacto      3          //Definicion pin 3 con nombre switch_en_contacto 
#define rele_corta_gasolina     4           //Definicion pin 4 con nombre rele_corta_corriente 
#define rele_abrir_puertas      5            //Definicion pin 5 con nombre rele_abrir_puertas  
#define rele_cerrar_puertas     6           //Definicion pin 6 con nombre rele_cerrar_puertas 
const int buzzer =              45;              //Definicion pin 45 con nombre buzzer 
 
int valor_bloqueo_vehiculo_eeprom=1;                   //Valor EEPROM para bloqueo del sistema                  
int valor_desbloqueo_vehiculo_eeprom=2;            //Valor EEPROM para desbloqueo del sistema                  
byte valor_lectura;                                             //Almacena el valor de la lectura EEPROM  
 
long ultimo_tiempo_rebote = 0;            // la ultima vez que el pin de salida cambio 
long delay_rebote = 50;     //delay rebote 
int estado_puerta = HIGH;                     // el estado actual del pin de salida 
int estado_llavero;                                  // la lectura actual del pin de entrada 
int ultimo_estado_seguros = LOW;      // lectura previa del pin de entrada 
 
/////////////// OTRAS VARIABLES ////////////////// 
 
int vehiculo_encendido=0;                    // Variable almacena si el vehiculo encendio (0-NO  1-SI)                               
int estado_switch_en_contacto=0;     // Estado del switch de contacto 
int contador_switch=0;                         // Contador del estado de switch de contacto 
int contador_sonido_gps=0;                // Contador Sonido GPS 
int contador_bloqueo_puertas=0;     // Contador del estado de bloqueo de puertas 
int contador_sonido=0;                       // Contador del estado de sonido 
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int valor_boton_panico;                   // Variable para lectura del estado del pin  
int buzzerState = LOW;                    // Se usará para establecer el estado del buzzer 
 
 
/////////////// VARIABLES GPS ////////////////// 
 
float flat, flon,faltitude,fspeed;      //Almacena las lecturas de lat,lon,altitud,speed 
String string_dg_electronics, string1, string2, string3, string4, string5, string6, string7, string8, 
string9, string10, string11, string12, string13, string14, string15, stringfinal;     //Strings usados para 
armar el links de la ubicacion GPS 
char char_sms_gps[158];                //ALMACENA el SMS a enviar 
 
 
String string_dg_electronics_a, string2a,string5a, string6a, string7a, string8a, string9a, string10a, 
stringfinal_estado_del_carro;      //Strings usados para armar el links de la ubicacion GPS 
 
String valor_contacto; 
String valor_autorizado_a_encender; 
String valor_vehiculo_bloqueado_o_desbloqueado;   //Almacena el string 
final...antes de ser transformado a CHAR 
String valor_vehiculo_supebloqueado_o_superdesbloqueado; //Almacena el string 
final...antes de ser transformado a CHAR 
char char_estado_del_vehiculo[158];                           //Almacena el sms a enviar  
 
boolean valid_location;                        //Almacena la validez o no de location (lat,lon) 
boolean valid_altitude;                        //Almacena la validez o no de altitude 
boolean valid_speed;                           //Almacena la validez o no de speed 
 
static char char_lat[11];                      //Almacena el string de latitud 
static char char_lon[12];                     //Almacena el string de longitud 
static char char_altitud[7];                  //Almacena el string de altitud 
static char char_speed[6];                   //Almacena el string de velocidad 
 
/////////////// NFC ////////////////// 
 
#include <PN532.h> 
 
#define MISO  50 
#define MOSI  51 
#define SCK   52 
#define SS    53 
 
PN532 nfc(SCK, MISO, MOSI, SS); 
 
uint32_t id;                       //variable donde almacena el ID original   
uint32_t id2;                     //variable donde almacena el ID original   
 
int usuario_correcto=0;                    //1 usuario autorizado         - 0 usuario no autorizado 
int usuario_correcto_puertas=0;            //1 usuario autorizado puertas - 0 usuario no autorizado 
/////////////// ENVIO SMS ////////////////// 
 
char position; 
char *ch1; // ALMACENA EL SMS ENTRANTE "AUTORIZAR ENCENDIDO"  
char *ch2; // ALMACENA EL SMS ENTRANTE "DESAUTORIZAR ENCENDIDO" 
char *ch3; // ALMACENA EL SMS ENTRANTE "BLOQUEAR VEHICULO" 
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char *ch4; // ALMACENA EL SMS ENTRANTE "DESBLOQUEAR VEHICULO"  
char *ch5; // ALMACENA EL SMS ENTRANTE "DATOS GPS"  
char *ch6; // ALMACENA EL SMS ENTRANTE "LLAMADA DE EMERGENCIA"  
char *ch7; // ALMACENA EL SMS ENTRANTE "ESTADO DE PUERTAS" 
char *ch8; // ALMACENA EL SMS ENTRANTE "ABRIR PUERTAS" 
char *ch9; // ALMACENA EL SMS ENTRANTE "CERRAR PUERTAS" 
 
int numdata; 
boolean started=false; 
char smsbuffer[160]; 
char n[20]; 
 
char sms_position; 
char phone_number[20]; // array for the phone number string 
char sms_text[100]; 
int i; 
 
char sms_position_2; 
char phone_number_2[20]; // array for the phone number string 
char sms_text_2[100]; 
 
 
////////////////////////////////////----- INICIO SETUP -----////////////////////////////////////// 
 
void setup() { 
  Serial.begin(115200);                               //Comunicacion Serial a 9600 baudios - (ARDUINO)  
  Serial1.begin(115200);                              //Comunicacion Serial (1) a 9600 baudios - (SIM900)   
  Serial2.begin(9600);                              //Comunicacion Serial (2) a 9600 baudios - (GPS)  
  Serial.println("SISTEMA DE LOCALIZACION Y SEGURIDAD VEHICULAR");    //Mensaje 
de bienvenida     
 
  inicio_led_buzzer_rele();                   //Inicializacion para los led, buzzer, rele 
  sonido_inicio();    //Sonido de inicio del sistema 
  iniciar_nfc();                                      //Funcion de inicio modulo RFID    
  iniciar_gsm();                                     //Funcion de inicio modulo GSM 
                          
  valor_lectura = EEPROM.read(0); //Lee el estado de bloqueo 
    
   if(valor_lectura==1)     //valor_lectura=1(BLOQUEADO)-valor_lectura=2 (DESBLOQUEADO) 
       reles_vehiculo_bloqueado();  //Acciones RELE de inicio del sistema                                   
   sonido_sistema_ok();                                   //Funcion de sonido de inicio del sistema 
   
}////////////////////////////////////----- FIN SETUP -----//////////////////////////////////////// 
 
 
/////////////////FUNCIONES ARRANQUE///////////////// 
 
void inicio_led_buzzer_rele(){ 
  pinMode(rele_abrir_puertas , OUTPUT);          //Pin 5 - rele_abrir_puertas somo salida  
  pinMode(rele_cerrar_puertas , OUTPUT);        //Pin 6 - rele_cerrar_puertas somo salida  
  pinMode(rele_corta_gasolina , OUTPUT);       //Pin 4 - rele_corta_corriente somo salida  
  pinMode(buzzer, OUTPUT);                           //Pin 45 - buzzer como salida    
  pinMode(switch_en_contacto, OUTPUT);       //Pin 3 - switch_en_contacto como salida  
  pinMode(pulsador_panico, INPUT_PULLUP); //Pin 2 - pulsador_panico como entrada      
  } 
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void reles_vehiculo_desbloqueado(){ 
 
  digitalWrite(rele_corta_gasolina, LOW);        //Iniciar apagado rele_corta_rele_corta_gasolina      
  subir_seguros();    //Subir seguros de puertas 
   
} 
 
void reles_vehiculo_bloqueado(){ 
 
  digitalWrite(rele_corta_gasolina, LOW);        //Iniciar apagado rele_corta_rele_corta_gasolina      
  bajar_seguros();    //Bajar seguros de puertas 
 
} 
 
void iniciar_nfc(){ 
 
    nfc.begin();                            //Inicializa el modulo NFC 
 
    uint32_t versiondata = nfc.getFirmwareVersion();   //Obtiene la versión del modulo NFC 
    if (! versiondata) { 
        while (1); // halt 
    }     
    nfc.SAMConfig();                          // Configura el modulo para lectura de tarjetas RFID 
    Serial.println("MODULO NFC LISTO \n"); //Mensaje de bienvenida                                              
} 
 
void encender_gms(){ 
   
     pinMode(9, OUTPUT);  
     digitalWrite(9,LOW); 
     delay(1000); 
     digitalWrite(9,HIGH); 
     delay(2000); 
     digitalWrite(9,LOW); 
     delay(3000); 
  
} 
 
void iniciar_gsm(){    //Funcion iniciar modulo GSM 
    encender_gms();    //Llama a funcion iniciar modulo GSM 
     
    if (gsm.begin(9600))                                         //Inicia modulo GSM a 9600 baudios  
    { 
        delay(500);                                                 //retardo 500ms        
        started=true;                                           //Asignamos true si inicia correctamente el modulo 
GSM 
        gsm.SimpleWriteln("AT+CMGD=1,4");  //Envia comando (BORRA TODOS LOS SMS) 
             
    }  
    else                                                           //SI EL MODULO NO INICIA CORRECTAMENTE  
        { 
          Serial.println("\nEstado=PERDIDO");                      //Imprimir en serial 
        } 
} 
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//FUNCION SONIDO ARRANQUE DEL SISTEMA// 
 
void sonido_inicio(){                       
   
    digitalWrite(buzzer, HIGH);  
    delay(100); 
    digitalWrite(buzzer, LOW);  
    delay(100); 
    digitalWrite(buzzer, HIGH);  
    delay(200); 
    digitalWrite(buzzer, LOW);  
 
} 
void sonido_sistema_ok(){                       
   
    digitalWrite(buzzer, HIGH);  
    delay(300); 
    digitalWrite(buzzer, LOW);  
    delay(300); 
    digitalWrite(buzzer, HIGH);  
    delay(500); 
    digitalWrite(buzzer, LOW);  
 
} 
 
void sonido_contacto(){                       
   
    digitalWrite(buzzer, HIGH);  
    delay(150); 
    digitalWrite(buzzer, LOW);  
    delay(150); 
    digitalWrite(buzzer, HIGH);  
    delay(150); 
    digitalWrite(buzzer, LOW);  
} 
//FUNCION SONIDO USUARIO RFID AUTORIZADO// 
 
void sonido_autorizado(){ 
   
    digitalWrite(buzzer, HIGH);  
    delay(100); 
    digitalWrite(buzzer, LOW);  
    delay(100); 
    digitalWrite(buzzer, HIGH);  
    delay(100); 
    digitalWrite(buzzer, LOW);  
    delay(100); 
    digitalWrite(buzzer, HIGH);  
    delay(100); 
    digitalWrite(buzzer, LOW);  
    delay(100); 
} 
 
/////////////////FIN FUNCIONES ARRANQUE///////////////// 
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////////////////////////////////////----- INICIO LOOP -----////////////////////////////////////// 
 
void loop() { 
     
funcion_captura_datos_gps(); ///FUNCION CAPTURA DE DATOS GPS    
funcion_pulsador_panico();            /// FUNCION BOTON DE PANICO  
     funcion_recepcion_sms();                /// FUNCION que comprueba la recepcion de un nuevo SMS 
     funcion_switch_en_contacto();  /// FUNCION LEER SWITCH CONTACTO 
     usuario_correcto_puertas=0;              ///VARIABLE DE USUARIO CORRECTO = 0 
     subir_bajar_seguros_llavero(); //FUNCION SUBE Y BAJA LOS SEGUROS DE PUERTAS 
 
}////////////////////////////////////----- FIN LOOP -----//////////////////////////////////////// 
 
 
/// FUNCION DATOS GPS /// 
 
void funcion_captura_datos_gps(){ 
 
 /// CAPTURA LATITUD, LONGITUD GPS /// 
 
  valid_location =gps.location.isValid();            //True si la locacion es valida 
   
    if(valid_location==1){                        //Condicion de validez 
        flat=gps.location.lat();                  //Almacena en flat la lectura de la latitud GPS        
        flon=gps.location.lng();                  //Almacena en flon la lectura de la longitud GPS 
    } 
    else 
        Serial.println("FALSE LAT, LON");         //Condicion de invalidez 
         
    /// CAPTURA ALTITUD GPS /// 
valid_altitude =gps.altitude.isValid();          //True si la altitud es valida 
   
    if(valid_altitude==1)                       //Condicion de validez 
      faltitude=gps.altitude.meters();         //Almacena en faltitude la lectura de la altitud GPS         
 
    else 
        Serial.println("FALSE ALTITUDE");         //Condicion de invalidez 
         
    /// CAPTURA VELOCIDAD GPS /// 
 
  valid_speed=gps.speed.isValid();                //True si la altitud es valida 
   
    if(valid_speed==1)                           //Condicion de validez 
       fspeed=gps.speed.kmph();                  //Almacena en fspeed la lectura de la velocidad GPS 
     
    else 
        Serial.println("FALSE SPEED");            //Condicion de invalidez 
         
  smartDelay(200); 
 
  if (millis() > 5000 && gps.charsProcessed() < 10) 
    Serial.println(F("No GPS data received: check wiring")); 
 
 
    if((valid_location==1)&&(valid_altitude==1)&&(valid_speed==1)){     //Condicion de validez 
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        contador_sonido_gps++;       
          if(contador_sonido_gps==1){ 
 
                      digitalWrite(buzzer, HIGH);  
                      delay(50); 
                      digitalWrite(buzzer, LOW);  
                      delay(50); 
                      digitalWrite(buzzer, HIGH);  
                      delay(50); 
                      digitalWrite(buzzer, LOW);  
                      delay(50); 
                      digitalWrite(buzzer, HIGH);  
                      delay(50); 
                      digitalWrite(buzzer, LOW);  
                      delay(50);                
          } 
    } 
} 
 
/// FORMATO ENVIO SMS UBICACION GPS /// 
 
void imprimir_datos_gps(){ 
 
 string_dg_electronics= String("*DG-ELECTRONICS*"); 
 string1 = String("UBICACION GPS:"); 
 string2 = String ('\n');  
 string3 = String("www.openstreetmap.org/?mlat="); 
 string4 = String (flat,6); 
 string5 = String("&mlon="); 
 string6 = String (flon,6); 
 string7 = String ("#map=18/");  
 string8 = String ("/");  
 string9 = String ('\n');  
 string10 = String ('\n');  
 string11 = String ("Altitud(m): ");  
 string12 = String (faltitude,2);  
 string13 = String ('\n');  
 string14 = String ("Velocidad(km/h): ");   
 string15= String (fspeed,2);  
   
 stringfinal = 
string_dg_electronics+string2+string1+string2+string3+string4+string5+string6+string7+string4+strin
g8+string6+string9+string10+string11+string12+string13+string14+string15;        //JUNTA todos los 
strings 
stringfinal.toCharArray(char_sms_gps, 158);                  //Transforma a CHAR para poder enviar 
SMS 
 
} 
 
/// SMART DELAY /// 
 
static void smartDelay(unsigned long ms) 
{ 
  unsigned long start = millis(); 
  do  
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  { 
    while (Serial2.available()) 
      gps.encode(Serial2.read()); 
  } while (millis() - start < ms); 
} 
 
 
/// FUNCION BOTON DE PANICO /// 
 
void funcion_pulsador_panico(){                 
  valor_boton_panico = digitalRead(pulsador_panico);  // lee el del (PIN 26) 
  delay(10); 
 
    if(valor_boton_panico == 0)  // sistema anti-rebote para interrupciones 
  { 
       if (sms.SendSMS(number_emergencia, "Vehiculo en emergencia.."))  //ENVIA SMS       
        call.HangUp(); 
        delay(2000);   
      if(call.CallStatus()!= CALL_ACTIVE_VOICE){                               
       call.Call(number_emergencia);                                   //LLAMA a un numero de emergencia  
      }  //fin call.CallStatus 
       
   }  //fin val==1 
       valor_boton_panico=1; 
     
}  //fin funcion 
 
 
//FUNCION RECEPCION SMS CON NUMERO AUTORIZADO// 
 
void funcion_recepcion_sms(){ 
 
if(started)  
    { 
        sms_position=sms.IsSMSPresent(SMS_UNREAD);               
        if (sms_position>0)  
        { 
            // read new SMS 
            Serial.print("POSICION MENSAJE SMS:"); 
            Serial.println(sms_position,DEC); 
 
if(GETSMS_AUTH_SMS == sms.GetAuthorizedSMS(sms_position, phone_number, 
sms_text,100,6,8)){     
                 
                ch1 = strstr(sms_text, "AUTORIZAR");                         // TEXTO SMS CORRECTO               
                ch2 = strstr(sms_text, "APAGAR");                               // TEXTO SMS CORRECTO 
                ch3 = strstr(sms_text, "BLOQUEAR");                          // TEXTO SMS CORRECTO     
                ch4 = strstr(sms_text, "QUITAR BLOQUEO");            // TEXTO SMS CORRECTO 
                ch5 = strstr(sms_text, "DATOS GPS");                         // TEXTO SMS CORRECTO                 
                ch6 = strstr(sms_text, "LLAMADA DE EMERGENCIA");// TEXTO SMS CORRECTO                 
                ch7 = strstr(sms_text, "VER ESTADO");                            // TEXTO SMS CORRECTO 
                ch8 = strstr(sms_text, "ABRIR PUERTAS");                     // TEXTO SMS CORRECTO 
                ch9 = strstr(sms_text, "CERRAR PUERTAS");                 // TEXTO SMS CORRECTO 
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              ////////////// ACCION "AUTORIZAR ENCENDIDO" ////////////// 
               
if (ch1 != NULL) {                                
                     
if(estado_switch_en_contacto==1){       
digitalWrite(rele_corta_gasolina, HIGH);           //Apagado rele_corta_rele_corta_gasolina 
bajar_seguros(); 
sonido_autorizado(); 
vehiculo_encendido=1; 
contador_bloqueo_puertas=0; 
valor_autorizado_a_encender="Autorizado a Encender";                      
                      } 
                    sms.DeleteSMS(sms_position);                   
                }// fin ch1 != NULL 
               
              ////////////// ACCION "APAGAR VEHICULO" ////////////// 
 
if (ch2 != NULL) {                                
 
if(vehiculo_encendido==1){ 
                       
digitalWrite(rele_corta_gasolina, LOW);           //Apagado rele_corta_rele_corta_gasolina 
subir_seguros(); 
vehiculo_encendido=0; 
valor_autorizado_a_encender="No Autorizado a Encender";  
                     
                    } 
                    sms.DeleteSMS(sms_position); 
 
                }// fin ch2 != NULL 
                 
              ////////////// ACCION "BLOQUEAR VEHICULO" ////////////// 
 
if (ch3 != NULL) {                                        
                       
digitalWrite(rele_corta_gasolina, LOW);           //Apagado rele_corta_rele_corta_gasolina 
bajar_seguros();                       
contador_bloqueo_puertas=0;                          //Variable indica q las puertas estan cerradas    
         valor_autorizado_a_encender="No Autorizado a Encender"; 
         sms.DeleteSMS(sms_position); 
 
                }// fin ch3 != NULL 
                 
              ////////////// ACCION "DESBLOQUEAR VEHICULO" ////////////// 
 
if (ch4 != NULL) {                                
 
EEPROM.write(0, valor_desbloqueo_vehiculo_eeprom);   //Pone 2 en la direccion 0 de la EEPROM              
                       
contador_bloqueo_puertas=2;                          //Variable indica q las puertas estan abiertas   
                    sonido_autorizado(); 
                    sms.DeleteSMS(sms_position); 
 
                }// fin ch4 != NULL 
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              ////////////// ACCION "DATOS GPS" ////////////// 
  
if (ch5 != NULL) {                                
 
imprimir_datos_gps(); 
if(sms.SendSMS(number, char_sms_gps))                    //Envia el SMS de la ubicacion GPS 
        sms.DeleteSMS(sms_position); 
 
                }// fin ch5 != NULL 
 
               ////////////// ACCION "LLAMADA DE EMERGENCIA" //////////////                   
 
if (ch6 != NULL) {                                
 
funcion_sms_enviar_llamada_de_emergencia(); 
sms.DeleteSMS(sms_position); 
                }// fin ch6 != NULL 
 
              ////////////// ACCION "ESTADO DEL VEHICULO" ////////////// 
               
if (ch7 != NULL) {                                
 
imprimir_estado_del_carro();                                //Funcion imprimir_estado_del_carro 
if (sms.SendSMS(number, char_estado_del_vehiculo))     //Envia el SMS del estado del carro  
        sms.DeleteSMS(sms_position); 
 
                }// fin ch7 != NULL                 
 
              ////////////// ACCION "ABRIR PUERTAS" ////////////// 
               
if (ch8 != NULL) {                                
   
subir_seguros();                             
sms.DeleteSMS(sms_position); 
 
                }// fin ch8 != NULL 
 
              ////////////// ACCION "CERRAR PUERTAS" ////////////// 
               
if (ch9 != NULL) {                                
 
bajar_seguros();                    
sms.DeleteSMS(sms_position); 
 
                }// fin ch9 != NULL 
 
                 
               ////////////// ACCION "SMS INCORRECTO" //////////////    
                 
if ((ch1 == NULL)||(ch2 == NULL)||(ch3 == NULL)||(ch4 == NULL)||(ch5 == NULL)||(ch6 == 
NULL)||(ch7 == NULL)||(ch8 == NULL)||(ch9 == NULL)) { 
 
                    sms.DeleteSMS(sms_position); 
 
                }// fin ch != NULL 
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     }//fin GETSMS_AUTH_SMS - USUARIO NORMAL 
   }// fin sms_position>0                    
        delay(15); 
 }// fin started                 
                ////////////////////////////////////////////////////////////////////                               
                //////////////// FIN USUARIO NORMAL ////////////////////////// 
                //////////////////////////////////////////////////////////////////// 
 
}  //FIN FUNCION RECEPCION SMS 
 
 
/// FUNCION SWITCH EN CONTACTO /// 
 
void funcion_switch_en_contacto(){ 
   
   estado_switch_en_contacto = digitalRead(switch_en_contacto);        //lee si la llave de encendido 
esta en CONTACTO 
   delay(15);                                                          // delay(15ms) 
 
  if(estado_switch_en_contacto==1){                                    //Condicón si esta en CONTACTO 
      usuario_correcto=0;                             //Resetea la variable usuario_correcto a 0 
      funcion_autorizacion_nfc();                   //Funcion que comprueba si existe un usuario autorizado  
      valor_lectura = EEPROM.read(0);                                  //LEE el estado de bloqueo o desbloqueo  
      valor_contacto="En Contacto";              //Almacena en la variable string el valor "En Contacto" 
     
 
      while((contador_switch==1)&&(usuario_correcto==1)&&(valor_lectura==2)){  
       
         digitalWrite(rele_corta_gasolina, HIGH);                      // Activa rele de encendido 
         bajar_seguros();                                              // Llama a la función bajar_seguros() 
         sonido_contacto();                                            // SONIDO DE USUARIO AUTORIZADO                         
         contador_switch++;             // CONTADOR para que solo se ejecute una vez toda esta ACCION 
         contador_bloqueo_puertas=0;                                   // Variable dice q vehiculo esta bloqueado       
         vehiculo_encendido=1;               // Variable que indica que el vehiculo se aurotizó a ENCENDER                                                  
         usuario_correcto=0;                                           //Resetea la variable usuario_correcto a 0      
                 
if (sms.SendSMS(number, "SU VEHICULO SE AUTORIZO A ENCENDER"))                 
valor_autorizado_a_encender="Autorizado a Encender";                 
           
     }//fin while 
    delay(10); 
  } //FIN estado_switch_en_contacto==1 
   
  ////////// SI NO ESTA EN CONTACTO ///////////  
 
  else{ 
     
digitalWrite(rele_corta_gasolina, LOW);         //Iniciar apagado rele_corta_rele_corta_gasolina                       
       vehiculo_encendido=0; 
       contador_bloqueo_puertas++;                              // Contador 
       contador_switch=1; 
       valor_contacto="No en Contacto"; 
       valor_autorizado_a_encender="No Autorizado a Encender"; 
     
    //// PARA QUE SOLO UNA VEZ SUBA LOS SEGUROS DE LAS PUERTAS //// 
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     valor_lectura = EEPROM.read(0);                                  //LEE el estado de bloqueo o desbloqueo  
 
     if((contador_bloqueo_puertas==1)&&(valor_lectura==2)){      
        
         subir_seguros();                                                  /// Llama a funcion subir seguros    
        }     //// FIN PARA QUE SOLO UNA VEZ SUBA LOS SEGUROS DE LAS PUERTAS //// 
  }  //fin else NO ESTA EN CONTACTO 
}  //fin funcion_switch_en_contacto 
 
//FUNCION USUARIOS RFID// 
 
void funcion_autorizacion_nfc(){ 
 
 // ******* INICIO ID TARJETA ******* // 
  id2 = nfc.readPassiveTargetID(PN532_MIFARE_ISO14443A);             //Lee el ID del tag 
  delay(10); 
    if (id2 != 0)                                                    // Si se ha leido el ID 
    { 
// ******* FIN ID TARJETA ******* // 
// ******* INICIO AUTENTICACION TARJETA ******* // 
 
        uint8_t keys2[]= {0x60,0x96,0x96,0x61,0xB4,0x72};          // CLAVE MODIFICADA         
        if(nfc.authenticateBlock(1, id ,12,KEY_A,keys2)) //AUTENTICACION BLOQUE: 1 
            { 
              usuario_correcto=1;                                  //VARIABLE DE USUARIO CORRECTO = 1 
    
            } // fin nfc.authenticateBlock 
       
          else                                                   //SI EL USUARIO ES INCORRECTO 
            {  
              usuario_correcto=0;                                  //VARIABLE DE USUARIO CORRECTO = 0  
            }      
       delay(10);     
    }  // fin id != 0  
   
} 
 
/// FUNCION SMS LLAMADA DE EMERGENCIA /// 
 
void funcion_sms_enviar_llamada_de_emergencia(){ 
        call.HangUp(); 
        delay(2000); 
      if(call.CallStatus()!= CALL_ACTIVE_VOICE){ 
        call.Call(number); 
      }  //fin call.CallStatus 
       
}  //fin funcion 
 
/// FUNCION FORMATO ENVIO SMS ESTADO DEL CARRO /// 
 
void imprimir_estado_del_carro(){ 
 
  // LEE VALOR DE BLOQUEO NORMAL // 
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   valor_lectura = EEPROM.read(0); 
    if(valor_lectura==1){ 
    valor_vehiculo_bloqueado_o_desbloqueado="Vehiculo BLOQUEADO"; 
    } 
     
    if(valor_lectura==2){ 
    valor_vehiculo_bloqueado_o_desbloqueado="Vehiculo DESBLOQUEADO"; 
    }     
 
 string_dg_electronics_a= String("*DG-ELECTRONICS*"); 
 string2a = String ('\n');  
 string5a = String("- "); 
 string6a = valor_contacto; 
 string7a = String("- "); 
 string8a = valor_autorizado_a_encender;  
 string9a = String("- ");   
 string10a = valor_vehiculo_bloqueado_o_desbloqueado; 
  
 stringfinal_estado_del_carro = 
string_dg_electronics_a+string2a+string2a+string5a+string6a+string2a+string7a+string8a+string2a+s
tring9a+string10a+string2a;           //JUNTA todos los strings 
stringfinal_estado_del_carro.toCharArray(char_estado_del_vehiculo, 159);                                  
//Transforma a CHAR para poder enviar SMS 
 
} 
 
/// FUNCION BAJAR SEGUROS DE PUERTAS /// 
 
void bajar_seguros(){ 
 
  digitalWrite(rele_abrir_puertas, HIGH);            //Iniciar encendido rele_abrir_puertas    
  digitalWrite(rele_cerrar_puertas, LOW);          //Iniciar apagado rele_abrir_puertas    
  delay(250);   
  digitalWrite(rele_abrir_puertas, LOW);            //Iniciar apagado rele_abrir_puertas    
  digitalWrite(rele_cerrar_puertas, HIGH);         //Iniciar encendido rele_abrir_puertas     
  delay(250);  
  digitalWrite(rele_cerrar_puertas, LOW);          //Iniciar apagado rele_cerrar_puertas 
 
} 
 
/// FUNCION SUBIR SEGUROS DE PUERTAS /// 
 
void subir_seguros(){ 
 
  digitalWrite(rele_cerrar_puertas, HIGH);         //Iniciar encendido rele_abrir_puertas   
  digitalWrite(rele_abrir_puertas, LOW);            //Iniciar apagado rele_abrir_puertas    
  delay(250);   
  digitalWrite(rele_cerrar_puertas, LOW);          //Iniciar apagado rele_cerrar_puertas 
  digitalWrite(rele_abrir_puertas, HIGH);           //Iniciar encendido rele_abrir_puertas   
  delay(250);  
  digitalWrite(rele_abrir_puertas, LOW);           //Iniciar apagado rele_abrir_puertas    
 
} 
/// FUNCION LLAVERO SUBIR - BAJAR SEGUROS DE PUERTAS /// 
 
 207 
 
void subir_bajar_seguros_llavero(){ 
 
  valor_lectura = EEPROM.read(0); 
   
  if(usuario_correcto_puertas!= ultimo_estado_seguros) 
 
             if (usuario_correcto_puertas != estado_llavero) { 
                         estado_llavero = usuario_correcto_puertas; 
 
                       if (estado_llavero == HIGH) { 
                              estado_puerta = !estado_puerta; 
                               
                            if ((estado_puerta == HIGH)&&(valor_lectura==2)) { 
                             
                              subir_seguros(); 
                              valor_lectura = EEPROM.read(0); 
                              delay(10); 
                             
                            } 
                             
                            if ((estado_puerta == LOW)&&(valor_lectura==2)) { 
                             
                              bajar_seguros(); 
                              valor_lectura = EEPROM.read(0); 
                              delay(10); 
                            }     
                        } 
                } 
            
     ultimo_estado_seguros = usuario_correcto_puertas;  
 
}//FIN FUNCION 
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ANEXO 08. 
MANUAL DE USUARIO PARA EL MANEJO CORRECTO DEL PROTOTIPO DE 
SISTEMA DE LOCALIZACIÓN Y SEGURIDAD VEHICULAR 
Introducción 
El prototipo de sistema de localización y seguridad vehicular es un sistema altamente 
tecnológico que permite al usuario tener el control de varias funciones del vehículo, además se 
integra una aplicación Android que será instalada en el Smartphone del usuario, esta permite 
el control total de todas las funciones que ofrece el sistema. 
Para realizar las siguientes acciones, es necesario que el prototipo se haya instalado de 
manera correcta de acuerdo al diagrama de cableado mostrado en el ANEXO 09. y además 
haber comprobado que los detalles de arranque del sistema se hayan cumplido correctamente. 
ACCIONES MANUALES DEL SISTEMA 
a) AUTORIZAR A ENCENDER 
Esta función permite al usuario autorizar el encendido del vehículo mediante la lectura del 
llavero de identificación por medio del lector NFC instalado en el interior del mismo, este 
llavero consta de un código único para cada vehículo, como se puede observar en la Figura A. 
Para realizar esta acción el requisito necesario es que el vehículo se encuentre en estado de 
desbloqueo. 
 
FIGURA A. LLAVE DE ENCENDIDO Y LLAVERO DE IDENTIFICACIÓN. 
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Pasos: 
 Colocar la llave del vehículo en posición de contacto 
 Realizar la lectura del llavero o tarjeta de identificación por el lector NFC 
 Escuchar que se haya emitido un doble pitido 
Si los pasos anteriores se cumplieron de manera correcta, el usuario podrá encender el 
vehículo de manera normal sin restricción alguna. 
b) BOTÓN DE PÁNICO 
Esta función permite que después de haber presionado el botón de pánico por dos segundos, 
el prototipo realice primeramente el envío de un mensaje de texto SMS informando de una 
situación de emergencia, para posterior a esto realizar una llamada telefónica al número 
previamente configurado, esto con el objetivo de grabar de manera automática la conversación 
que se desarrolla en el interior del vehículo. 
 
FIGURA B. BOTÓN DE PÁNICO. 
La Figura B permite ver de forma gráfica el botón de pánico que se encuentra instalado en 
el interior del vehículo, cabe mencionar que la posición del botón puede variar de ubicación 
entre vehículos. 
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USO DEL SMARTPHONE CON LA APLICACIÓN NEOTRACK 
Para proceder a hacer uso de las acciones que ofrece la aplicación NeoTrack, la aplicación 
Android debe estar previamente instalada en el smartphone del usuario registrado al sistema, 
en conjunto con el chip que contiene el número telefónico. 
Luego, se procede a ingresar a la aplicación haciendo click en el icono que lleva de nombre 
NeoTrack como se puede observar en la Figura C. 
 
FIGURA C. APLICACIÓN NEOTRACK INSTALADA EN EL SMARTPHONE. 
La Figura D permite visualizar la interfaz de inicio de la aplicación, en donde para ingresar 
se tendrá que teclear una contraseña por defecto, la cual es proporcionada por el desarrollador 
y que será diferente para cada usuario como medida de seguridad. 
 
FIGURA D. INTERFAZ DE INGRESO A LA APLICACIÓN ANDROID. 
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En la Figura E se puede observar la interfaz de la Pantalla de Acciones de la aplicación 
NeoTrack, cabe recalcar que solo se puede elegir y confirmar una acción a la vez, presionando 
el botón “CONFIRMAR ACCIÓN”. 
 
FIGURA E. INTERFAZ DE LA PANTALLA DE ACCIONES DE LA APLICACIÓN ANDROID. 
Adicional a esto, la contraseña por defecto de manera opcional puede posteriormente ser 
cambiada a una que el usuario elija, esto se lo realiza después de haber ingresado a la 
aplicación, específicamente haciendo click en el botón “Configuración” para luego ingresar a 
la Pantalla de Configuración mostrada en la Figura F, en donde es necesario escribir mediante 
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teclado la contraseña antigua e ingresar dos veces la nueva contraseña, posterior a esto se debe 
hacer click en el botón “Guardar contraseña” para confirmar la acción. 
 
FIGURA F. INTERFAZ DE LA PANTALLA DE CONFIGURACIÓN DE LA APLICACIÓN ANDROID. 
Las diferentes acciones que ofrece el prototipo de sistema de localización y seguridad 
vehicular, en conjunto con la aplicación Android que lleva como nombre NeoTrack se detallan 
a continuación: 
1. AUTORIZAR ENCENDIDO 
Autoriza el encendido del vehículo, baja los seguros de las puertas y emite un sonido de 
confirmación, útil para autorizar el encendido de forma remota, en caso de que se haya 
extraviado u olvidado el llavero o tarjeta de identificación. 
Pasos: 
 Colocar la llave del vehículo en posición de contacto 
 Seleccionar y confirmar la acción de “Autorizar encendido” dentro de la aplicación 
NeoTrack. 
2. APAGAR VEHÍCULO 
Apaga el motor del vehículo y sube los seguros de las puertas, útil para apagar el vehículo 
de forma remota, verificar primeramente que el vehículo se encuentre encendido. 
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Pasos: 
 Seleccionar y confirmar la acción de “Apagar vehículo” dentro de la aplicación 
NeoTrack. 
3. BLOQUEAR VEHÍCULO 
Bloquea el sistema para las funciones físicas del vehículo, como es el encendido del vehículo 
con la llave en conjunto con el llavero o tarjeta de identificación, además apaga el vehículo si 
anteriormente este se encontraba encendido, por ultimo baja los seguros eléctricos asegurando 
las puertas; esta acción después de ser ejecutada sigue en funcionamiento inclusive si la batería 
del vehículo fuese retirara y colocada de nuevo (reinicio del sistema). 
El vehículo no puede ser autorizado a encender de “manera física”, hasta que el usuario 
envíe una solicitud de desbloqueo del sistema mediante la aplicación NeoTrack, útil en caso de 
que haya sido sustraída la llave de encendido en conjunto con el llavero de identificación, y 
alguna persona no autorizada desee encender el vehículo. 
Pasos: 
 Seleccionar y confirmar la acción de “Bloquear vehículo” dentro de la aplicación 
NeoTrack. 
4. DESBLOQUEAR VEHÍCULO 
Desbloquea el sistema por completo para poder ser usado de nuevo con normalidad, cabe 
aclarar que el prototipo emitirá un doble pitido informando que la acción se realizó de manera 
correcta. 
Pasos: 
 Seleccionar y confirmar la acción de “Desbloquear vehículo” dentro de la aplicación 
NeoTrack. 
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5. UBICACIÓN GPS 
Permite conocer la ubicación, altitud a nivel del mar y velocidad de viaje del vehículo dentro 
del territorio ecuatoriano, mediante la recepción de un mensaje SMS al smartphone del usuario 
solicitante, enviado desde sistema del vehículo, mostrando la información que se puede 
observar en la Figura G. 
 
FIGURA G. SMS DE UBICACIÓN GPS ENVIADO DESDE EL SISTEMA DEL VEHÍCULO. 
La información que se muestra en el mensaje SMS receptado es la siguiente: 
 Ubicación GPS: Un enlace web, este puede ser abierto mediante un navegador Web 
(necesita Internet), o mediante una aplicación gratuita de mapas (OsmAnd+), que puede 
ser instalada en el Smartphone del usuario (no necesita Internet). 
 Altitud (m): Muestra la altitud del vehículo a nivel del mar. 
 Velocidad (km/h): Muestra la velocidad de viaje del vehículo. 
La Figura H muestra un ejemplo de visualización de la ubicación GPS, mediante un 
navegador Web y también a través de la aplicación de mapas OsmAnd+ respectivamente. 
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FIGURA H. EJEMPLO ENLACE WEB ABIERTO CON UN NAVEGADOR WEB (IZQUIERDA), O LA APLICACIÓN OSMAND+ (DERECHA). 
Pasos: 
 Seleccionar y confirmar la acción de “Ubicación GPS” dentro de la aplicación 
NeoTrack. 
6. DEVOLVER LLAMADA 
Permite que el sistema del vehículo devuelva una llamada telefónica al usuario solicitante 
sin que los pasajeros se den cuenta de que esto pasa, para de esta manera tener la posibilidad 
de escuchar y grabar de manera automática la conversación que se desarrolla en el interior, esta 
función es útil cuando se desee escuchar la conversación que ocurre en el interior del vehículo. 
Pasos: 
 Seleccionar y confirmar la acción de “Devolver llamada” dentro de la aplicación 
NeoTrack. 
7. ESTADO DEL VEHÍCULO 
Permite conocer el estado de varios parámetros sensados en el vehículo, mediante la 
recepción de un mensaje SMS al smartphone del usuario solicitante, enviado desde sistema del 
vehículo, mostrando la información que se puede observar en la Figura I. 
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FIGURA I. SMS DE ESTADO DEL VEHÍCULO ENVIADO DESDE EL SISTEMA DEL VEHÍCULO. 
 No en Contacto: Indica si la llave del vehículo se encuentra o no en estado de 
contacto. 
 No Autorizado a Encender: Indica si el vehículo se ha autorizado o no a encender 
mediante el llavero o tarjeta de identificación. 
 Vehículo DESBLOQUEADO: Indica si el vehículo se encuentra o no en estado de 
bloqueo. 
Pasos: 
 Seleccionar y confirmar la acción de “Estado del vehículo” dentro de la aplicación 
NeoTrack. 
8. ABRIR PUERTAS 
Permite que el sistema abra los seguros eléctricos de las puertas, útil para abrir remotamente 
las puertas sin necesidad de la llave del vehículo. 
Pasos: 
 Seleccionar y confirmar la acción de “Abrir puertas” dentro de la aplicación 
NeoTrack. 
9. CERRAR PUERTAS 
Permite que el sistema cierre los seguros eléctricos de las puertas, útil para cerrar 
remotamente las puertas sin necesidad de la llave del vehículo. 
Pasos: 
 Seleccionar y confirmar la acción de “Cerrar puertas” dentro de la aplicación 
NeoTrack. 
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ANEXO 09. 
MANUAL DE INSTALADOR PARA LA CORRECTA IMPLEMENTACIÓN DEL 
PROTOTIPO DE SISTEMA DE LOCALIZACIÓN Y SEGURIDAD VEHICULAR 
Requisitos del sistema 
 Batería principal del vehículo de 12V 
 Espacio físico de 20x20cm aproximadamente 
 Módulo de bloqueo central de puertas preinstalado 
 Smartphone con un chip instalado de cualquier operadora 
DIAGRAMA DE CABLEADO 
La mala operación de instalación como conexiones incorrectas pueden llegar a ocasionar 
daños irreparables, así como también una incorrecta operación del prototipo. 
Antes de aplicar la energía al sistema, primero inspeccionar el cableado y asegurar que todas 
las conexiones se encuentren realizadas de manera correcta. 
 
FIGURA A. DIAGRAMA DE CABLEADO. 
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La Figura A, permite visualizar el diagrama de cableado en donde se detalla de manera 
gráfica la instalación de cada uno de los componentes que conforman el sistema, a 
continuación, se detalla la instalación de cada uno de ellos: 
 Pin 1 y 2: Entrada de alimentación principal de voltaje proveniente de la batería del 
vehículo, importante instalar un fusible de 15A para proteger al sistema. 
 Pines 3 y 4: En estos pines se conectarán el botón de pánico, cabe recalcar que no tiene 
polaridad y además la posición final en donde será colocado el botón deberá ser elegida 
por parte del usuario del vehículo. 
 Pin 5 y 6: En estos dos pines sin polaridad, se instalará un relé automotriz de 12V a 
30/40A como se describe en el diagrama de cableado, adicionalmente se tendrá que 
agregar un fusible de 5A para proteger al sistema sobre posibles daños. 
 Pin 7 y 8: Estos pines se conectarán de manera paralela al sistema de bloqueo central 
pre-instalado en el vehículo. 
 Pin 9: Entrada de ignición proveniente del sistema de ignición del vehículo, tomado 
del circuito de encendido del vehículo que está conformado por la llave de encendido. 
 Pin 10,11,12, 13, 14, 15: Aquí se instalará el lector NFC de manera estratégica, existe 
pines de comunicación preestablecidos que deben ser respetados como se muestra en el 
diagrama de cableado, la instalación del lector se debe realizar procurando que no 
obstaculice la operación normal al usuario del vehículo y que de preferencia esté oculto. 
 Jack 3.5mm hembra: En estos pines se instalará el micrófono con un Jack macho de 
3.5mm hacia un lugar estratégico oculto visualmente. 
Por último, cabe recalcar que la numeración de los pines se detallan de mejor manera en 
diagrama general del prototipo mostrado en la Figura 68. 
 
 
 219 
 
DETALLES DEL CORRECTO ARRANQUE DEL SISTEMA 
A continuación, se indicará el proceso de inicio del sistema, estos pasos servirán para 
verificar que el sistema se encuentre en correcto funcionamiento, si algunos de estos pasos 
fallaren se deberían tomar otras medidas. 
Los pasos de arranque del sistema se describen a continuación: 
a) Como primer paso después de haber realizado las todas las conexiones de cableado de 
manera correcta, es suministrar con energía al sistema con la alimentación principal 
proveniente de la batería del vehículo. 
b) Al conectar la batería principal, verificar que de manera instantánea el buzzer dé un 
doble pitido, esto indica que el sistema arrancó de manera correcta. 
c) Esperar aproximadamente 40 segundos y verificar que se haya dado un doble pitido 
nuevamente, el cual es el tiempo que el sistema demora en arrancar. 
d) Después de que el circuito ha arrancado de manera correcta, todas las funciones del 
sistema pueden ser ejecutadas, salvo la función GPS, la cual se deberá comprobar su 
correcto arranque, esto se lo hace luego de que el sistema haya dado un triple pitido 
breve y continuo. 
e) Finalmente, después de haber comprobado todos los pasos, el sistema se encuentra 
instalado correctamente y operable de completamente. 
