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Hiteles és megbízható adatok 
a nemzeti adatvagyon 
szolgálatában
Összefoglaló: Az elemzés fókuszában az állt, hogy a nemzeti adatvagyonnal való hatékony gazdálkodást mennyiben tá-
mogatja a közadatok felhasználását érintő hazai szabályozási keretrendszer, valamint a nemzeti adatvagyon részét képező 
közadatok egyáltalán hitelesnek és megbízhatónak tekinthetők-e, ezáltal stabil támaszául szolgálnak, avagy sem, a köz-
szféra digitalizációs és mesterségesintelligencia-alapú fejlesztéseit szolgáló törekvésekhez. Az elemzés bemutatja, hogy a 
nemzeti adatvagyon vonatkozásában miért bír kiemelt jelentőséggel a hiteles és megbízható adatok rendelkezésre állása. 
Ennek alátámasztásául ismerteti az adatvagyon felhasználásának különböző szintjeit, a mesterséges intelligencia alkalma-
zásának közszférabeli szerepét, valamint a közadatok hitelességének, illetve megbízhatóságának jelentőségét, kockázatait 
és kihívásait mind adatvédelmi, mind közpénzügyi szempontból. A bemeneti adatok pontatlansága, megbízhatatlansága 
ugyanis a megfelelő algoritmus alkalmazása esetén is predesztinálja a hibás eredménytermékek (következtetés, döntés) 
létrehozását, amely akár közvetlen anyagi kárt is okozhat, mind az állampolgárok, mind az állam számára. Az elemzés szer-
zői ezért felvetik, hogy paradigmaváltásra van szükség a közszféra adatainak hatékony felhasználását célzó stratégiákban, 
azon alapvető előfeltétel rögzítésének szükségességével, hogy a nemzeti adatvagyonnak megbízható és hiteles adatokon 
kell alapulnia. 
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Jelen elemzés bemutatja, hogy a nemzeti adat-
vagyon vonatkozásában, valamint a közszfé-
ra digitalizációja és mesterségesintelligencia-
alapú fejlesztési törekvéseit szolgáló stratégiai 
célrendszerének végrehajtása érdekében miért 
bír kiemelt jelentőséggel a hiteles és megbízha-
tó adatok rendelkezésre állása. Ennek érdeké-
ben ismerteti az adatvagyon felhasználásának 
különböző szintjeit, a mesterséges intelligen-
cia alkalmazásának közszférában betöltött sze-
repét, valamint a közadatok hitelességének, 
illetve megbízhatóságának jelentőségét, koc-
kázatait és kihívásait mind adatvédelmi, mind 
közpénzügyi szempontból. a szerzők a téma 
feldolgozásához az empirikus vizsgálati eszkö-
zök közül az elemzés módszerét választották.Levelezési e-cím: szabigvezeto@asz.hu
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AZ AdAtvAgyonnAl vAló 
gAZdálkodáS éS A köZAdAtok 
fElhASZnáláSánAk SZintjEi  
éS AZonoSított kockáZAtAi 
Mind a magán-, mind a közszférabeli szerveze-
tek a hozzájuk érkező, a náluk keletkező, vagy 
onnan továbbításra kerülő adatok összességé-
vel, azaz a rendelkezésükre álló „adatvagyon-
nal” a jogszabályi keretek szerint, tevékeny-
ségüktől és feladatkörüktől függően egyfajta 
„jószággal” való gazdálkodást folytatnak (Pé-
terfalvi, 2017, 263–264. oldal). a közfelada-
tot ellátó szervezetek – függetlenül attól, hogy 
elektronikus vagy papíralapú iratokban tárolt 
adatokról van-e szó – rendkívül sokféle adat-
fajtát, adatkörbe eső adatot jogosultak, illetve 
kötelesek kezelni. Ennek megfelelően a közfel-
adatot ellátó szervek adatkezelésének tárgyát 
a minősített adatok, a személyes adatok, vala-
mint a közadatok, így a közérdekű adatok és a 
közérdekből nyilvános adatok képezhetik.
az alaptörvény Vi. cikke szerint minden-
kinek joga van személyes adatai védelméhez, 
valamint a közérdekű adatok megismeréséhez 
és terjesztéséhez. az alaptörvény 39. cikkében 
foglaltak szerint a közpénzekre és a nemzeti va-
gyonra vonatkozó adatok közérdekű adatok. a 
közinformációkhoz való hozzáférés a jogálla-
mi működés egyfajta zálogának, alappillérének 
tekinthető, amellyel összefüggésben informá-
ciószabadságról akkor beszélhetünk, ha „min-
denki szabadon hozzáférhet a közszféra informá-
cióihoz, és ezt a jogát csak szűk körben, törvény 
korlátozhatja” (székely, 2015, 40. oldal).
a közérdekű adatok nyilvánossága az adat-
biztonság követelményével is ellentmondásba 
kerülhet. ugyan a közszféra egyes intézménye-
inek az adatbiztonságra vonatkozó jogszabá-
lyi előírások alapján rendkívül magas infor-
mációbiztonsági követelményeknek szükséges 
megfelelniük, a közérdekű adatok széleskörű 
nyilvánosságának biztosításával ellentétben áll 
– csupán formai jelentőséggel bír – a magas 
szintű információbiztonsági feltételeknek tör-
ténő megfelelés követelménye.
a látszólagos ellentmondás az alaptörvény-
ben foglalt „konkuráló” alapjogok – az adat-
vagyon-biztonság és adatvédelem versus köz-
érdekű adatok átláthatósága – természetéből 
adódik. az alaptörvényben rögzített alapve-
tő jog korlátozása alkotmányos keretek között 
ugyanis kizárólag az alaptörvény i. cikk (3) 
bekezdésében foglalt feltételeknek megfelelő-
en lehetséges: azaz törvényi szabályozás útján, 
más alapvető jog érvényesülése vagy valami-
lyen alkotmányos érdek védelme érdekében, a 
feltétlenül szükséges mértékben, az elérni kí-
vánt céllal arányosan, az alapvető jog lénye-
ges tartalmának tiszteletben tartása mellett. a 
közérdekű adatok megismeréséhez és terjesz-
téséhez fűződő jog az alaptörvény Vi. cikké-
ben rögzített alapvető jog, erre tekintettel a 
közérdekű adatok megismerhetőségének kor-
látozása a hatályos törvényi keretek és joggya-
korlat alapján csak kifejezetten szigorú fel-
tételek mellett lehetséges. a közérdekű adat 
megismerésére irányuló igény a közfeladatot 
ellátó szerv általi elutasítására kizárólag tör-
vényben meghatározott okból, szűk körben 
van lehetőség.
a hatályos információs törvény alapján köz-
érdekű adatigénylés bárki által, érdekeltség, 
érintettség nélkül kezdeményezhető, a köz-
érdekű adat megismerése iránt bárki igényt 
nyújthat be. a közérdekű adat megismerése 
iránti igény szabályozása kapcsán az informá-
ciós törvény nem követeli meg az igénylés cél-
jának megjelölését, a közérdekű adatok megis-
merhetőségét a törvény szabályai szerint attól 
függetlenül biztosítani kell, hogy azt az igény-
lő milyen célból kéri. az információs törvény 
indokolása alapján a jogalkotó célja ezzel az, 
hogy az információs monopóliummal rendel-
kező adatkezelővel szemben biztosítsa a köz-
érdekű adatok nyilvánosságát. az adatvédel-
mi hatóság vonatkozó joggyakorlata alapján 
„a közérdekű adatigénylések esetében irreleváns 
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az a körülmény, hogy a közérdekű adatokat az 
adatigénylő milyen céllal kéri (az adatigénylés 
motivációja) […] a Hatóság álláspontja szerint 
az adatigénylés teljesítése során nem vizsgálható, 
hogy az adatigénylő rendeltetésszerűen gyakorol-
ja-e az alapjogát, illetve, hogy az adatigényléssel 
milyen célt kíván elérni, joggal való visszaélésre 
hivatkozva nem lehet elutasítani az adatigény-
lést” (Péterfalvi, 2014).
Mindez azt is eredményezheti, hogy a gya-
korlatban a tömegesen előforduló egyedi adat-
igénylések visszaélésszerű joggyakorláshoz is 
vezethetnek, továbbá jelentős többletadmi-
nisztrációs kihívások elé állíthatják a közérde-
kű adatigénylést teljesítő szervezeteket. 
a kúria 16/2013. számú polgári elvi ha-
tározatában megállapította, hogy a közérde-
kű adatigényléssel kapcsolatos alanyi jog gya-
korlásának rendeltetésszerűnek kell lennie, a 
joggal való visszaélést megvalósító joggyakor-
lás esetén az adatigénylés teljesítése jogszerű-
en megtagadható (EbH2013. P16. számú íté-
let). az adatvédelmi hatóság – a hivatkozott 
ítélettel kapcsolatos – jogértelmezése szerint 
„a joggal való visszaélés fennállását minden egyes 
adatigénylés esetében önállóan kell vizsgálniuk és 
mérlegelniük az elutasításhoz fűződő közérdek (a 
Ptk. alapelvébe ütköző törvénysértő joggyakorlás 
kiküszöbölésének) elsőbbségét. Ellenkező esetben 
egy meghatározott adatigénylőt a közfeladatot 
ellátó szervezet hosszabb-rövidebb időre meg-
foszthatna az alapvető joga gyakorlásának lehe-
tőségétől, ha eleve feltételezné, hogy tartalmától, 
tárgyától függetlenül a tőle származó adatigény-
lés joggal való visszaélést valósít meg” (Péterfal-
vi, 2020).
az előzőek is érzékeltetik azt a szűk határ-
mezsgyét, amely mentén a közérdekű adatok 
nyilvánossága az adatbiztonság követelmé-
nyével is ellentmondásba kerülhet. ugyan-
is a közérdekű adatok nyilvánosságán túl az 
alaptörvényből levezethető a nemzeti adatva-
gyon védelméhez fűződő alkotmányos érdek 
is. a közszféra intézményei, azaz a közfelada-
tot ellátó szervek által kezelt adatokat – ide-
értve a közérdekű adatok, személyes adatok és 
közérdekből nyilvános adatok összességét – a 
törvény kiemelt védelemben részesíti, azok az 
úgynevezett nemzeti adatvagyon részét képe-
zik. a nemzeti adatvagyon pedig törvény alap-
ján nemzeti vagyonnak, a nemzeti vagyonba 
tartozó vagyonelemnek minősül, s mint ilyen, 
az alaptörvényben foglaltak szerint kiemelt 
alkotmányos védelemben részesül, ideértve a 
nemzeti vagyon védelmének és a nemzeti va-
gyonnal való felelős gazdálkodásnak követel-
ményeit [alaptörvény 38. cikk, nvtv. 1. § (2) 
bekezdés i) pontja]. az adatigénylés útján e vé-
dett körből kikerülő adatokat birtokló szemé-
lyekre azonban már az adatok védelmét biz-
tosító előírások nem vonatkoznak. Mindez 
hátrányosan hat a közszféra szervezeteinek in-
formációbiztonsági erőfeszítéseire az adatok 
bizalmassága és sértetlensége tekintetében.
az adatvagyonnal való gazdálkodásnak szá-
mos szintje, dimenziója ismert, ezek közé 
tartozik az adatok szervezeten belüli belső 
felhasználása, az adatok külső, más szerveze-
teknek való továbbítása, megosztása, valamint 
a szervezet tágabb dimenzióban történő nem-
zeti, illetve nemzetközi felhasználása. az adat-
vagyonnal való gazdálkodásnak létezik közgaz-
dasági aspektusa, azaz az adatvagyonnal, mint 
jószággal való hatékony gazdálkodás kérdése. 
információs jogi szempontból az „adatvagyon-
nal való megfelelő gazdálkodás kulcsa a jogszerű, 
tervezett és biztonságos adatkezelés” (Péterfalvi, 
2017, 264. oldal).
az állami adatvagyon felhasználásának tehát 
számos dimenziója létezik, ugyanakkor az álla-
mi adatvagyon hosszú távú adatvagyon-straté-
giai dokumentumrendszer hiányában „csiszo-
latlan gyémántnak” tekinthető, hiszen annak 
ellenére, hogy a legnagyobb adatgazdának az 
állam tekinthető, az „állami adatvagyon jelentős 
része ma még kihasználatlanul, parlagon hever” 
(schopp, 2020). Ez részben összefügg a kap-
csolódó szabályozási környezet azon hiányos-
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ságával, hogy az „adatvagyon” fogalmát a hatá-
lyos jogszabályok nem definiálják.1
az adatvagyon elemi részét képező adatokat 
a gyakorlat jellemzően az adatok védelmi, illet-
ve személyes adatok fogalmi relációján keresz-
tül közelíti meg (személyes adatot tartalmaz, 
avagy sem). az adatvagyon fogalmát pedig 
egyesek a szerzői jog eszközeivel próbálják de-
finiálni, avagy az üzleti titok fogalmából pró-
bálják levezetni. Valószínűbb azonban, hogy az 
adatvagyon majdani jogszabályi fogalma telje-
sen új, önálló jogintézményként kerül majd 
szabályozásra, amelyet követően az adatvagyon 
fogalmi rendszere is kialakítható.
további problémát jelent az adatvagyonnal 
kapcsolatos feladat- és hatáskörök széttagoltsá-
ga, valamint az, hogy a közigazgatási nyilván-
tartások pontos száma nem ismert, a bennük 
szereplő adatkörök feldolgozottsága csekély. 
az állami adatvagyon felhasználásának át-
láthatóságát, illetve hasznosítását tovább-
ra is hátráltatja, hogy Magyarországon mind 
a mai napig nem létezik nyilvánosan elérhető 
nyilvántartás az állami adatvagyonról. Mind-
ez annak ellenére van így, hogy Magyarország 
Digitális Jólét Programjáról szóló kormányha-
tározat 2017. március 31-i határidővel írta elő 
a közadatvagyon teljes körű felmérésének, il-
letve a közadatkataszter elkészítésének köte-
lezettségét [2012/2015. (Xii. 29.) korm. ha-
tározat 7./g) pontjában rögzítettek szerint]. 
a közadatkataszter kialakításának stratégiai 
szükségességét egyébként már a 2015-ben 
megjelent Digitális Jólét Program is rögzítet-
te (DJP, 2015).
az állami adatvagyonról nyilvánosan el-
érhető nyilvántartás hiánya jelentősen hát-
ráltatja a közszféra adatinak újrahasznosítá-
sát, illetve gyakori, hogy a közszféra szereplői 
párhuzamosan gyűjtenek és állítanak elő ada-
tokat. állami adatvagyon-kataszter nélkül az 
újrahasznosításban potenciálisan érdekelt vál-
lalkozásokon túl a közszféra szervei sem ismer-
hetik kellő alapossággal, hogy milyen közada-
tokat tudnának hasznosítani más szervek által 
előállított vagy gyűjtött adatokból (börcsök et 
al., 2019, 67. oldal).
további problémát jelent az adatok alul-
értékeltsége azzal, hogy nincs pontos számí-
tási módszer arra vonatkozóan, hogy miként 
számítható az adatvagyon értéke, milyen mó-
don kell azzal a felhasználás során elszámolni 
(schopp, 2020). 
Pozitívan értékelhető ugyanakkor a kor-
mányzati szándék arra vonatkozóan, hogy az 
adatvagyon részletes jogszabályi háttere – az 
adatvagyon kerettörvény megalkotásával2 – 
a közeljövőben kialakításra kerüljön. továb-
bi pozitív fejlemény, hogy a 2020 szeptembe-
rében kormányhatározattal elfogadásra került 
Mesterséges intelligencia stratégiának az adat-
vagyonra vonatkozó stratégiai célok is részét 
képezik (Mi stratégia, 2020).
a közadatokkal való gazdálkodás tágabb di-
menziója kapcsán jelentős relevanciával bír a 
közszféra információinak további felhasználá-
sáról szóló Psi-irányelv és a hazai jogszabályi 
környezetbe ezt átültető közadatok újrahasz-
nosításáról szóló törvény (közadattörvény), 
amely a közérdekű adatok további felhasználá-
sának, újrahasznosításának kereteit fektette le.
köZAdAtok hASZnoSítáSA, 
nyílt AdAtként vAló 
„újrAhASZnoSítáSA”
az államigazgatás adataiban rejlő potenciált 
az Európai unió is felismerte, hiszen a haté-
konysági szempontok érvényesülése érdekében 
meghirdetett nyíltadat-stratégiájának egyik 
célja, hogy a közigazgatási szervek ezidáig ki-
használatlan közadat állományai másodlagos, 
akár piaci alapú felhasználhatóságát lehető-
vé tegye. Ezzel összhangban, az Európai unió 
adatgazdaság-kiépítési stratégiája, valamint 
mesterségesintelligencia-stratégiája is többek 
között a közadatok, illetve nyílt adatok minél 
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szélesebb körű hozzáférésének elősegítését és 
hatékony felhasználását célozzák.
a Psi-irányelv és azt a hazai jogrendszer-
be 2012-ben átültető közadattörvény célrend-
szerét tekintve nem a közszféra átláthatóságát, 
vagy a közszféra által előállított információk 
szabad megismerhetőségének erősítését céloz-
za, hanem közösségi egységes szabályozási ke-
retek alapján biztosítani kívánja a közérdekű 
adatok további – elsősorban piaci vagy üzle-
ti célú – felhasználását, és ezen keresztül a 
közadatvagyon minél szélesebb körű és haté-
konyabb felhasználását. 
a Psi-irányelv hazai jogszabályi rendszerbe 
történő átültetését megelőzően történeti előz-
ményként említést érdemel az Európai unió 
2011-ben kiadott, úgynevezett nyíltadat-stra-
tégiája. az Eu nyíltadat-stratégiája az Európa 
2020 stratégia központi célkitűzésének meg-
valósítását szolgálta, amelynek célja az euró-
pai gazdaság erős és fenntartható növekedési 
pályára állítása volt. a stratégia szerint e „cél 
eléréséhez az európai innovációs potenciál nö-
velésére, valamint a rendelkezésre álló források 
minél hatékonyabb kiaknázására van szükség”, 
az említett kiaknázást igénylő források cso-
portjai közül elsődlegesen a közadatokat ne-
vezte meg. a közadatokat olyan információk 
alkotják, amelyeket az Európai unió terüle-
tén található közszervek hoznak létre, gyűjte-
nek össze vagy vásárolnak meg. az Eu nyíl-
tadat-stratégiája szerint „e források nyilvános 
– új termékek, szolgáltatások, vagy közigazgatá-
si szervek hatékonyságnövelésének érdekében tör-
ténő – hozzáférhetővé tétele akár évi 40 milliárd 
euró értékű gazdasági hasznot is eredményezhet 
az Európai Unióban” (Eu nyíltadat-stratégia, 
2011). Jelen elemzés tárgyi vizsgálódási kere-
tein kívül esik, hogy ebből a tervezett gazdasá-
gi növekedésből 2020-ra ténylegesen mennyi 
valósult meg, mindenesetre a számszaki terv-
adat feltétlenül rávilágít a nyílt adatok haszno-
sításával elérhető potenciális gazdasági előnyök 
súlyára és jelentőségére. a következő évtized-
re ennél szerényebb nagyságrendű, körülbe-
lül évi 12 milliárd euró értékű gazdasági prog-
nózist vizionált az Európai bizottság egységes 
digitális piacért felelős európai biztosa a nyílt 
adatok hasznosításával összefüggésben, mely 
szerint „a közszféra információinak és a közvál-
lalkozásoktól származó adatoknak a teljes köz-
vetlen gazdasági értéke a 2018. évi 52 milliárd 
euróról 2030-ra várhatóan 194 milliárd euróra 
fog emelkedni.” (ansip, 2019).
az Európai unió 2017-ben meghirde-
tett adatgazdaság-kiépítési stratégiája az Eu 
adatgazdasága növekedésének gátló tényező-
jeként azonosította a tagállamokban a köz-
igazgatási szervek kapcsán előírt úgynevezett 
adatlokalizációs követelményeket, amelyek 
az adatok Eu-n belüli szabad áramlását kor-
látozhatják. ilyen adatlokalizációs követelmé-
nyekre példaként említi a közszférában előállí-
tott archivált adatok helyi tárolását általánosan 
előíró szabályokat (Eu-adatstratégia, 2017). 
Ennek kapcsán megjegyzést érdemel, hogy a 
hazai közszférabeli elektronikus informáci-
ós rendszerekre vonatkozó szabályozás is elő-
ír ilyen adatlokalizációs követelményeket, 
amely az adatok fokozott adatbiztonságának 
érvényesítése céljából főszabály szerint kor-
látozza a nemzeti adatvagyonelemek, illetve 
elektronikus információs rendszerek Magyar-
ország területén kívüli tárolását, üzemelteté-
sét [az állami és önkormányzati szervek elekt-
ronikus információbiztonságáról szóló 2013. 
évi l. törvény (a továbbiakban: információ-
biztonsági törvény) 3. § (1) bekezdés szerint]. 
a potenciális gátló tényezők ellenére, a 2017-
es adatgazdaság-kiépítési stratégia jelentős nö-
vekedést vetített elő az uniós adatgazdaság ér-
tékében, amelynek 2014-es becsült értéke az 
Eu gDP-jének 1,85 százalékát tette ki, ezzel 
szemben 2020-ra annak várható értékét az Eu 
gDP-jének 3,17 százalékára becsülték (Eu-
adatstratégia, 2017).
a köz- és magánadatok mind jobb haszno-
sítása érdekében az Európai unió 2020-ban 
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közzétett új európai adatstratégiája is hasonló 
adatgazdasági fejlesztési potenciált vizionált. 
az új európai adatstratégia ambiciózus cél-
ként rögzítette, hogy a bizottság, a tagálla-
mok és a vállalkozások megfelelő szakpolitikái 
és beruházásai révén összesen 4–6 milliárd eu-
rót ruháznak be a közös európai adatterekbe, 
valamint a felhőalapú infrastruktúrák és szol-
gáltatások európai integrálásába (Eu-adatstra-
tégia, 2020).
a közadatok nyílt adatként való újrahasz-
nosításán túl a digitális transzformációt támo-
gató új technológiák, így a mesterséges intelli-
gencia (Mi) alkalmazása is jelentős gazdasági 
és társadalmi hasznossággal kecsegtet. a Mi-
technológia gazdasági jelentőségére tekintettel, 
az Európai unió a következő évtizedre mester-
ségesintelligencia-technológiával kapcsolato-
san 20 milliárd euró éves beruházási célkitű-
zést irányzott elő (Mi összehangolt terv, 2018).
Mi – A köZAdAtok világábAn
a mesterséges intelligencia – mint fogalom – 
meghatározásának nehézségét az is mutatja, 
hogy számos irodalom kínál erre megoldást. 
Jelen elemzés keretében a 2020 májusában ki-
adott Magyarország Mesterséges intelligencia 
stratégiájában szereplő következő meghatáro-
zást tekintjük irányadónak: „A mesterséges in-
telligencia az emberi intelligencia valamely ré-
szének leképezésére alkalmas szoftver, amely képes 
támogatni vagy autonóm módon ellátni észlelé-
si, értelmezési, döntési vagy cselekvési folyamato-
kat.” (Mi stratégia, 2020, 9. oldal)
a digitális adatforradalom és az ezt támoga-
tó új technológiák – többek között az Mi al-
kalmazása – vitathatatlanul egyre jelentősebb 
befolyással bírnak mindennapjainkra, amely 
alól a közszféra szervezetei és a közszolgáltatá-
sok sem jelentenek kivételt. 
korunk adatvezérelt digitális gazdaságá-
ban a közadatok világát szokatlan hirtelen-
séggel „meghódító” Mi alkalmazása kapcsán a 
kérdés már nem az, hogy van-e létjogosultsá-
ga a közszférában az Mi használatának, hanem 
az, hogy hogyan lehet a közszférát is érintően 
az adatok felhasználását Mi-technológiákkal 
mind hatékonyabb módon támogatni. 
a Mi adta lehetőségek kihasználása és a be-
lőle fakadó kihívások kezelése érdekében az 
Európai unió sajátos „európai megközelítés” 
szükségességét hirdette meg a 2018-as Mi-
stratégiájában (Mi-stratégia, 2018), valamint 
2020-ban a mesterséges intelligenciáról szóló 
fehér könyvében. Ezen európai megközelítés 
közé tartozik többek között a Mi „emberköz-
pontúsága”, a technológiába vetett „bizalom” 
kiépítésének szükségessége, valamint hogy az 
európai Mi-ágazat olyan értékeken és alapvető 
jogokon alapuljon, mint az emberi méltóság és 
a magánélet védelme (Mi fehér könyv, 2020).
Érzékelhető, hogy a Mi felhasználásának 
jogi és technológiai szabályozási keretei még 
nem kiforrottak sem hazánkban, sem az Eu-
rópai unió szintjén. az Mi etikai és jogi sza-
bályozási kereteinek kialakítása érdekében, az 
Európai Parlament 2020 októberében a tag-
államokra kötelező jogi erővel nem bíró aján-
lást tett közzé a Mi fejlesztésének „etikai és 
jogi vetületeiről”, amelyben hangsúlyt helyez 
arra, hogy technológia nem fejlődhet az em-
beriség biztonságának rovására, valamint a 
szellemitulajdon-jogok és szabadalmak, vala-
mint a magánszemélyek és vállalkozások pol-
gári jogi felelősségvállalással történő védelmé-
re (Mi-ajánlás, 2020). 
Magyarországon jogszabályi keretrendszer 
ezidáig nem született a Mi alkalmazására vo-
natkozóan, ugyanakkor kapcsolódó stratégi-
ai dokumentumrendszer rendelkezésre áll. az 
Mi hazai alkalmazása vonatkozásában jelentős 
előrelépés, hogy 2020 szeptemberében kor-
mányhatározattal elfogadásra került Magyar-
ország Mesterséges intelligencia stratégiája. 
a hazai Mi-stratégia azzal a céllal került elfo-
gadásra, hogy „Magyarország állampolgárai, a 
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magyar vállalkozások és a magyar közigazgatás 
ágazatai felkészüljenek a mesterséges intelligencia 
jelentette változásokra, és használhassák annak 
előnyeit” [1573/2020. (iX. 9.) korm. határo-
zatban foglaltak szerint]. a Mi alkalmazásának 
nemzeti stratégiai keretrendszerbe foglalásával 
újabb mérföldkőhöz érkezett a magyar köz-
szférában a nemzeti adatvagyon adatait érintő 
digitális transzformáció.
Magyarország Mi-stratégiáját elfogadó kor-
mányhatározat létrehozta a stratégiai célrend-
szer végrehajtását támogató intézményi rend-
szert, intézkedve többek között a Mesterséges 
intelligencia innovációs központ, a Mestersé-
ges intelligencia nemzeti laboratórium, vala-
mint a nemzeti adatvagyon Ügynökség meg-
alapításáról.
felmerül a kérdés, hogy milyen feltéte-
lek szükségesek a Mi közszférában törté-
nő hatékony alkalmazásához. a Digitális Jó-
lét Program szakmai vezetője szerint „akkor 
hasznosítják jól a mesterséges intelligenciát Ma-
gyarországon, ha kialakítják az adatgazdaságot, 
ehhez pedig megfogalmazzák az adatvagyon tár-
gyi és alanyi kereteit” (gál, 2020). Eszerint a 
Mi hasznosításához elengedhetetlen az adat-
gazdaság kiépítése, amelyhez szükséges a vo-
natkozó jogi keretek, így az adatvagyon fogal-
mának újragondolása.
az Mi céljainak betöltésének és ehhez szük-
ségképpen a gépi tanulásnak az alapját az ada-
tok teremtik meg. a Digitális Jólét Program 
szakmai vezetője szerint „a mesterséges intelli-
gencia az adat nélkül nem tud tanulni, ezért a 
működéséhez tiszta információra van szükség” 
(gál, 2020).
Véleményünk szerint a kívánt működés el-
éréséhez a tiszta információkon túl minőségi és 
megbízható adatokra is szükség van, hiszen a 
gépi tanulás folyamatában egy nem megfelelő 
adathalmaz alkalmazása nem kívánt célokhoz 
vezethet, illetve komoly károkat okozhat. Ezt 
az informatika egyik alaptörvénye, az úgyneve-
zett gigo („Garbage in, garbage out”) -törvény 
is rögzíti, amely kimondja, hogy rossz adatból 
csak rossz eredményhez lehet jutni. 
Ezt támasztja alá, hogy több Eu-tagország 
stratégiai fontosságúnak tartja a megbízható 
adatok meglétét a Mi széles körű és biztonsá-
gos alkalmazásához. a dán Mi-stratégia a kö-
vetkezőképpen fogalmaz: „Az adatok minősé-
gén és mennyiségén múlik, hogy mire juthatunk a 
mesterséges intelligenciával.” (Dán Mi-stratégia, 
2019). németország Mi kapcsán készített stra-
tégiai dokumentuma a következők szerint véle-
kedik: „Az MI és a gépi tanulás módszereit illetően 
az adatok rendelkezésre állása és minősége az ered-
mények minőségének központi feltételei és megha-
tározó tényezői.” (német Mi-stratégia, 2018).
adódik a kérdés, hogy mikor tekinthetünk 
egy adatot megbízhatónak? Ennek megvála-
szolására mind az adatbiztonsági, mind a köz-
pénzügyi nézőpontból történő megközelítést 
érdemes áttekinteni.
MEgbíZhAtó AdAtok AZ 
AdAtbiZtonSág SZEMPontjából
a közszférában a digitalizáció alapját képező 
„adatok” a privátszféra adataihoz képest is ki-
emelt törvényi védelemben részesülnek, mivel 
az adatkezelőnek a közszférában érvényesülő 
adatvédelmi törvényi előírásokon túl rendkí-
vül szigorú adatbiztonsági törvényi követelmé-
nyeknek kell megfelelniük.
a közszférát érintően az információbizton-
ságról az információbiztonsági törvény, va-
lamint annak végrehajtási rendeletei rendel-
keznek. a közszféra szervezeteivel szembeni 
rendkívül magas adatvédelmi és adatbizton-
sági követelmények alapja az a társadalmi el-
várás, amely szerint az állampolgár és állam 
viszonylatában az adatok – benne az állampol-
gárok személyes adatai is (!) – biztonságának és 
védelmének az állam intézményvédelmi köte-
lezettségére is visszavezethetően kiemelt priori-
tást kell élveznie. 
 fókuszban a Digitalizáció 
Pénzügyi szemle  különszám 2021/1 59
Ezzel összefüggésben a közszféra szervezete-
ivel szemben szigorú törvényi követelmény az 
információs rendszerek és azokban tárolt ada-
tok kapcsán az információk zárt, teljes körű, 
folytonos és a kockázatokkal arányos védelmé-
nek biztosítása. a személyes adatok védelme 
így nem valósulhat meg az információbizton-
sági követelmények teljesítése nélkül.
adatbiztonság szempontjából az adatok 
„megbízhatóságának” alapját az információ-
biztonság követelményeinek érvényesítése 
biztosítja. az állami, önkormányzati szervek 
informatikai rendszerei, alkalmazásai esetében 
az elektronikus információbiztonságra tekin-
tettel kiemelten fontos az információbizton-
sági törvényben foglalt hármas alapelv érvé-
nyesülése. 
a törvény az isO/iEc 2700.1 számú, a ver-
senyszférában az információbiztonság alapját 
jelentő sztenderd szellemiségét vette át. En-
nek megfelelően az adatok védelmét garantáló 
intézkedéseket három alapvető kategória köré 
építi fel. Ezek a következők (lásd 1. ábra): 
•	bizalmasság (confidentiality),  
•	sértetlenség (integrity),
•	rendelkezésre állás (availability).
a bizalmasság alatt az adatnak azt a tulaj-
donságát értjük, hogy azt csak arra jogosul-
tak és csak a jogosultságuk szintjének megfe-
lelő mértékben ismerhetik meg, használhatják 
fel, illetve rendelkezhetnek a felhasználásáról.
a sértetlenség azt jelenti, hogy az adat tar-
talma és tulajdonságai az elvárttal megegyez-
nek, ideértve a bizonyosságot abban, hogy az 
1. ábra
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az elvárt forrásból származik (hitelesség), vala-
mint a származás ellenőrizhetőségét, bizonyos-
ságát (letagadhatatlanságát).
a rendelkezésre állás alatt azt értjük, hogy 
az arra jogosultak a meghatározott időben és 
időtartamban hozzáférnek a kívánt adathoz.
az információbiztonsági törvény a nemzet-
közi sztenderdekkel és jó gyakorlatokkal össz-
hangban az adatok védelme – így azok sértet-
lensége esetében is – a kialakítandó védelmi 
intézkedéseket az adatok biztonsági osztályba, 
illetve a szervezetek biztonsági szintbe történő 
besorolásához köti. a törvény mind a bizton-
sági szint, mind a biztonsági osztály tekinte-
tében egy 1-től 5-ig terjedő skála használatát 
követeli meg, amelybe történő besorolást koc-
kázatelemzés alapján szükséges elvégezni. Ezzel 
biztosítható ugyanis, hogy a törvényben rög-
zített célnak megfelelően kockázatokkal ará-
nyos védelmi intézkedések kerüljenek kialakí-
tásra. Ezen alapvető cselekmény elvégzésének 
hiányában az adott szervezet csak „vaktában 
lövöldözik”, hiszen nem tudja beazonosítani a 
jogszabály által szükségesnek ítélt követelmé-
nyeket, így azok megfelelő kialakításáról sem 
tud gondoskodni. 
Mindezek alapján a közszférában keletke-
zett és kezelt adatok megbízhatóságának meg-
ítélését illetően alapvető az információbizton-
sági törvénynek való megfelelőség, amelynek 
felelőssége az adatok adatgazdáit terheli. Ezért 
kiemelt jelentőséggel bír az adott szervezeten 
belül az adatgazdai szerepkörök egyértelmű 
meghatározása, amely – ahogy korábban em-
lítettük – a Mi közszférában való hatékony al-
kalmazásának is fontos feltétele.
adatbiztonsági szempontból tehát „megbíz-
ható” adatokról akkor beszélhetünk, ha az ada-
tok integritása (bizalmassága, sértetlensége és 
rendelkezésre állása) egy szervezeten belül biz-
tosított, így az információk zárt, teljes körű, 
folytonos és a kockázatokkal arányos védelme 
miatt az adatok sérülékenységi kockázata elha-
nyagolható mértékű. 
az Mi működéséhez szükséges adatok biz-
tosításának, az adatok megbízhatóságának 
egyik legnagyobb kihívását jelenti, hogy ho-
gyan lehet biztosítani az adatok megbízható-
ságát, ha azok kikerülnek az adatgazdai fele-
lősség alól. 
az adatvédelem hazai keretrendszerének 
gyakorlati működésére vonatkozóan számve-
vőszéki ellenőrzési tapasztalat is rendelkezés-
re áll. az ász már a hazai adatvédelem ke-
retrendszerének és egyes kiemelt adatbázisok 
2017. évi ellenőrzése során megállapította, 
hogy az adatok védettsége szempontjából sé-
rülékenységi kockázatot jelentett, miszerint az 
ellenőrzött szervezetek az adatkezeléshez hasz-
nált elektronikus rendszereik és a szervezet 
egészének biztonsági osztály, illetve biztonsági 
szint szerinti besorolását nem minden esetben 
a jogszabályi előírásoknak megfelelően végez-
ték el (ász-jelentés, 2017). az ász a 2020. 
évben utóellenőrzés keretében ellenőrizte a hi-
vatkozott jelentésében tett megállapítások kap-
csán az ellenőrzött szervek intézkedési tervé-
ben meghatározott feladatok megvalósulását. 
az utóellenőrzés az ellenőrzötteket érintően az 
adatkezelés biztonsága terén összességében ja-
vulást tapasztalt, ugyanakkor az adatvédelmi és 
adatbiztonsági felügyeleti feladatok ellátásával 
kapcsolatos kockázatok egy része továbbra is 
fennmaradt (ász-jelentés, 2020).
Mindez arra enged következtetni, hogy van 
még fejlődésre lehetőség az állami informá ciós 
rendszerek és az állami adatvagyon adatinteg-
ritásának fokozása érdekében, hogy az adat-
vagyon-elemek kapcsán „megbízható” adatok 
rendelkezésre állásáról beszélhessünk.
az állami, önkormányzati elektronikus in-
formációs rendszerek információbiztonsága 
szempontjából összességében megállapítható, 
hogy a hivatkozott alapelvnek történő meg-
felelés hiányában nem biztosított az adott in-
formatikai rendszerben kezelt és tárolt adatok 
integritása, vagyis azok megbízhatósága és hi-
telessége. Ez pedig megkérdőjelezi a rendszer-
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rel szemben támasztott alapvető elvárások tel-
jesítését. 
hitElES, MEgbíZhAtó AdAtok 
köZPénZügyi ASPEktuSAiról
az alaptörvény 39. cikkében rögzíti, hogy a 
közpénzekkel gazdálkodó minden szervezet 
köteles a nyilvánosság előtt elszámolni a köz-
pénzekre vonatkozó gazdálkodásával, a köz-
pénzeket és a nemzeti vagyont az átláthatóság 
és a közélet tisztaságának elve szerint kell ke-
zelni. a covid–19-világjárvány alatt megta-
pasztalt rendkívüli körülmények idején még 
inkább felértékelődött a szerepe a közpénz-
ügyi elszámoltathatóság és átláthatóság alap-
elvei fokozott érvényesíthetőségének, azok az 
információszabadság szempontjából való ki-
kényszeríthetősége és garanciális biztosítása 
szükségességének.
Vannak olyan közszférabeli adatok, ahol a 
törvény kvázi vélelmezi az adatok „megbízha-
tóságát” és „hitelességét”. ilyenek az úgyne-
vezett „közhiteles hatósági nyilvántartások”, 
amely nyilvántartás vezetésének célja a benne 
foglalt adatok közhitelű igazolására, bizonyítá-
sára szolgál [ákr. 97. § (1) bekezdés b) pont 
szerint]. Ezen nyilvántartások kapcsán a benne 
foglalt adatok hitelessége utólag hatósági, illet-
ve bírósági eljárás alapján megdönthető, azaz 
megdönthető törvényi vélelem áll fenn, hogy a 
benne foglalt adatok közhitelesek. a vonatko-
zó törvényi rendelkezés alapján az ellenkező bi-
zonyításáig a hatósági nyilvántartásba bejegy-
zett adatról vélelmezni kell, hogy az fennáll, és 
a hatósági nyilvántartásból törölt adatról vélel-
mezni kell, hogy nem áll fenn [ákr. 97 § (2) 
bekezdése szerint].
Ezen hatósági nyilvántartásokban foglalt 
adatok közhitelessége törvény erejénél fogva 
elismert, főszabály szerint ellenkező bizonyítá-
sáig vélelmezni kell annak jóhiszeműségét, aki 
a hatósági nyilvántartásban szereplő adatok-
ban bízva szerez jogot [ákr. 97. § (2) bekez-
dés szerint].
a nyilvántartások közhitelességének köve-
telményei kapcsán a jogi személyek nyilván-
tartásának alapelveit a Ptk. 3:13. §-a rögzíti. 
Ezen § (1) bekezdése értelmében a nyilvántar-
tásba jogot, tényt vagy adatot bejegyezni jog-
szabályban meghatározott okirat vagy bírósági, 
hatósági határozat alapján lehet. a nyilvántar-
tás közhitelességének definícióját a (2) bekez-
dés tartalmazza, amely alapján vélelmezni kell, 
hogy a nyilvántartott jogok, tények és adatok 
fennállnak és valósak.
az állami adatvagyon vagyonelemei kap-
csán a törvény alapján közhitelességgel nem 
bíró nyilvántartások adattartalma „hitelességé-
nek” és „megbízhatóságának” kérdése különös 
figyelmet érdemel. az ász ellenőrzései során 
több esetben tapasztalta az ellenőrzött adatok 
hitelességének, illetve megbízhatóságának hiá-
nyát. számos számvevőszéki ellenőrzési meg-
állapítás rögzíti, hogy az ellenőrzött szerveze-
tek nem, vagy nem megfelelően tesznek eleget 
a jogszabályban megkövetelt, az éves beszámo-
ló közzétételével kapcsolatos kötelezettségük-
nek. az ász több esetben azt is megállapítot-
ta, hogy a beszámoló jóváhagyására jogosult 
szerv jogi aktusa hiányában került sor az ellen-
őrzött szervezet beszámolóinak közzétételére. 
az ász ellenőrzései során rendszeresen felme-
rülő hiányosság, hogy az ellenőrzött szervezet 
beszámolókészítési kötelezettségét nem az álta-
la aláírt, hiteles beszámolóval, hanem a cégin-
formációs szolgálatban rögzített, aláírást nem 
tartalmazó beszámolóval igyekszik igazolni, 
amelynek hitelessége a jelenlegi szabályozási 
környezetben nem biztosított.
a vonatkozó jogszabályok, így a számvite-
li törvény, valamint a számviteli beszámoló ké-
szítésére vonatkozó külön jogszabályok ugyan-
is előírják, hogy a számviteli beszámolót a 
jogszabályban arra jogosult személynek alá kell 
írnia, illetve az arra jogosult szervnek jóvá kell 
hagynia.
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a beszámolók közzétételével kapcsolatos 
feladatokat ellátó szervezetek – függetlenül 
attól, hogy a nyilvántartás közhiteles-e vagy 
sem – a hatályos jogszabályi előírások alapján 
nem rendelkeznek arra vonatkozó kifejezett 
feladat- és hatáskörrel, hogy hivatalból ellen-
őrizzék a beszámolók adattartalma valóságnak 
való megfelelőségét. Ezért a közzétételre meg-
küldött beszámolók vizsgálata sem biztosított 
abban a tekintetben, hogy az abban feltünte-
tett adatok megbízhatók-e.
az alaptörvényben foglalt közpénz-
ügyi átláthatóság és elszámoltathatóság elvé-
re, valamint a törvényben megfogalmazott 
tisztességes gazdasági verseny feltételeinek ér-
vényesülésére, a gazdasági forgalom biztonsá-
gára és a hitelezői érdekek védelmére felmerül 
olyan szabályozási környezet megteremtésének 
az igénye, hogy a szervezetek közzétételre meg-
küldött számviteli beszámolói az arra jogosult 
által aláírt, illetve jóváhagyott beszámolónak 
minősülnek-e, mely biztosítja az abban fog-
lalt adatokért való helytállást. fokozottan igaz 
ez azokban az esetekben, ahol a nyilvántartás 
közhiteles adatbázisnak minősül törvényi ren-
delkezés alapján.
az előzőekben hivatkozott beszámolók köz-
zétételével kapcsolatos számvevőszéki tapasz-
talatok rávilágítanak az állami adatvagyon 
nyilvántartása kapcsán az adatvagyon-elemek 
megbízhatóságának és hitelességének kiemelt 
jelentőségére. 
a hiteles és megbízható adatok rendelke-
zésre állásának hiánya a nemzeti adatvagyon 
nyilvántartása szempontjából azzal a következ-
ménnyel is járhat, hogy egyes közhiteles ható-
sági nyilvántartásokba nem megbízható, nem 
hiteles adatok kerülnek. Ebben az esetben pe-
dig a közhiteles hatósági nyilvántartás adatai-
nak alapvető hitelessége kérdőjeleződhet meg, 
ellentmondásba kerülve azzal a törvényi vé-
lelemmel, mely szerint a közhiteles hatósági 
nyilvántartások ellenkező bizonyításig törvény 
erejénél fogva hitelesen tanúsítják a benne fel-
tüntetett adatok, továbbá a bejegyzett jogok és 
tények fennállását, illetve azok változásait. 
Ha egy ilyen – valódi adatokat tartalmazó 
adatbázis látszatát keltő – adatbázisban lévő 
adatokat Mi-technológiával felhasználunk, 
annak minden bizonnyal káros hatásai lesz-
nek, hiszen, ahogyan korábban is említettük, 
„a mesterséges intelligencia az adat nélkül nem 
tud tanulni, ezért a működéséhez tiszta informá-
cióra van szükség” (gál, 2020).
a hiteles és megbízható adatok rendelke-
zésre állása szempontjából kihívást jelent to-
vábbá, hogy az államháztartás központi és 
önkormányzati alrendszerében gazdálkodó 
szervezeteknek rendkívül szigorú, kettős szak-
ági (adatbiztonsági, adatvédelmi, valamint 
számviteli, szakmai és államháztartási gazdál-
kodási) szabályozásból eredő „compliance” kö-
vetelményeknek kell megfelelniük.
az ász ellenőrzései során több esetben ta-
pasztalta, hogy az ellenőrzött szervezet in-
formatikai rendszere nem volt alkalmas a 
számviteli szakmai és az államháztartási gaz-
dálkodással kapcsolatos ágazati követelmé-
nyeknek megfelelő, az éves költségvetési be-
számoló megbízható és valós összképet mutató 
elkészítésének biztosítására.
Ennek kapcsán jó gyakorlatként azonosít-
ható az a hatályos szabályozás, mely szerint a 
közfeladatokat ellátó szervezeteknél alkalmaz-
ható iratkezelési szoftverek megfelelőségének 
igazolását jogszabály alapján hatósági jogosít-
ványokkal nem rendelkező, úgynevezett tanú-
sító szervezetek végzik. a tanúsító szervezet a 
megfelelőségi vizsgálatáról tanúsítványt állít 
ki, amelyben igazolja, hogy egy konkrét iratke-
zelési szoftver rendelkezik a külön jogszabály-
ban előírt alkalmazási feltételekkel.
a hiteles és megbízható adatok rendelke-
zésre állását támogató informatikai rendszerek 
kapcsán felmerül, hogy a közfeladatokat ellátó 
szervezetnél alkalmazható iratkezelési szoftve-
rek alkalmazási feltételeinek tanúsításához ha-
sonlóan, az állami informatikai rendszereknek 
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a közpénzügyi „compliance” követelmények-
nek való megfelelése is tanúsítvánnyal kerül-
jön igazolásra.
az állami, önkormányzati informatikai 
rendszerek közpénzügyi „compliance” köve-
telményeire vonatkozó tanúsítási eljárás jog-
szabályi előírása, illetve bevezetése jelentősen 
támogatná az alaptörvény 38. cikk (1) bekez-
dése szerinti nemzeti vagyonnal való felelős 
gazdálkodás követelményének gyakorlati érvé-
nyesíthetőségét.
a bemutatott kockázatok és kihívások alap-
ján tehát paradigmaváltásra van szükség a köz-
szféra adatainak kezelésében, az erre irányuló 
stratégiák előkészítésében, azon alapvetés rög-
zítésével, hogy a nemzeti adatvagyon megbíz-
ható és hitelesnek tekinthető adatokon kell, 
hogy alapuljon. a közadatok, illetve nyílt ada-
tok mind hatékonyabb felhasználása, illetve 
mesterségesintelligencia-fejlesztésekkel való tá-
mogatása kizárólag hiteles és megbízható adat-
vagyon-elemekre épülhet.
addig, ameddig az állami adatvagyon-nyil-
vántartások vagyonelemei kapcsán – a sza-
bályozási környezet és szükséges folyamatba 
épített kontrollok kialakításának hiányossá-
gaira visszavezethetően – teljes körűen nem 
biztosított, hogy a nyilvántartások megbízha-
tó és hiteles adatokat tartalmazzanak, addig 
az adatvagyonnal, mint jószággal való haté-
kony gazdálkodásról sem beszélhetünk. Ezért 
jelentenek fokozott kockázatot az Mi szem-
pontjából az ilyen típusú adatok, melyek vég-
eredményképpen ismételten a gigo-effektust 
idézhetik elő.
öSSZEgZéS, kövEtkEZtEtéS
a közszférában kezelt adatok mesterségesin-
telligencia-technológiával történő felhasználá-
sának támogatása középpontjában a nemzeti 
adatvagyon adatainak mind hatékonyabb fel-
használása áll. a közszféra adataiban rejlő po-
tenciált az Európai unió is felismerte, hiszen 
a hatékonysági szempontok érvényesülése ér-
dekében meghirdetett nyíltadat-stratégiájá-
nak egyik célja, hogy a közigazgatási szervek 
ezidáig kihasználatlan közadat állományai má-
sodlagos, akár piaci alapú felhasználhatóságát 
lehetővé tegye. Ezzel összhangban, az unió 
adatgazdaság-kiépítési stratégiája, valamint 
mesterségesintelligencia-stratégiája is többek 
között a mesterséges intelligencia alkalmazása 
számára nélkülözhetetlen adatok minél széle-
sebb körű hozzáférésének elősegítését és haté-
kony felhasználását célozzák.
Mindezek ellenére kevesebb szó esik arról, 
hogy bármilyen hatékonysági kérdést meg-
előzően a mesterséges intelligencia alkalma-
zását érintő stratégiai célok eléréséhez elsőd-
legesen megbízható és hiteles adatokra van 
szükség. a közszférában kezelt adatok integri-
tása, a digitális gazdaság fejlődése és a mester-
ségesintelligencia-fejlesztések szempontjából is 
elengedhetetlen, hogy a nemzeti adatvagyon 
biztos alapokon, megbízható és hiteles adatok-
ra épüljön. 
az ász ellenőrzései során több esetben ta-
pasztalta az ellenőrzött adatok hitelességének, 
illetve megbízhatóságának hiányát. az ász a 
hazai adatvédelem keretrendszerének és egyes 
kiemelt adatbázisok számvevőszéki ellenőrzése 
során megállapította, hogy az adatok védett-
sége szempontjából sérülékenységi kockáza-
tot jelentett, hogy az ellenőrzött szervezetek az 
adatkezeléshez használt elektronikus rendsze-
reik és a szervezet egészének biztonsági osztály, 
illetve biztonsági szint szerinti besorolását nem 
megfelelően végezték el. 
az állami, önkormányzati szervek infor-
matikai rendszerei, alkalmazásai esetében az 
elektronikus információ biztonságára tekintet-
tel kiemelten fontos az információbiztonságról 
szóló törvényben foglalt hármas alapelv – sér-
tetlenség, bizalmasság és rendelkezésre állás – 
érvényesülése. Ennek hiányában nem biztosí-
tott az adott informatikai rendszerben kezelt 
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és tárolt adatok integritása, vagyis azok meg-
bízhatósága és hitelessége. Ez pedig megkérdő-
jelezi a rendszerrel szemben támasztott alapve-
tő elvárások teljesítését.  
Ezen túlmenően az ász ellenőrzései so-
rán azt is tapasztalta, hogy egyes elektronikus 
adatbázisok – így a gazdasági társaságok, egyéb 
szervezetek beszámolóit kezelő adatbázisok 
– nem megbízható és hiteles adatokat tartal-
maztak. Ennek oka, hogy ezek az adatbázisok 
a számviteli-szakmai jogszabályi előírásokra te-
kintet nélkül szerveződnek, amely a megbíz-
hatóság és hitelesség szempontjából lényeges 
kockázatot jelent.
a hiteles és megbízható adatok rendelke-
zésre állásának hiánya a nemzeti adatvagyon 
nyilvántartása szempontjából azzal a következ-
ménnyel is járhat, hogy egyes közhiteles ha-
tósági nyilvántartásokba nem érvényes, nem 
hiteles adatok kerülnek. Ebben az esetben pe-
dig a közhiteles hatósági nyilvántartás adata-
inak alapvető hitelessége is megkérdőjeleződ-
het, ellentmondásba kerülve azzal a törvényi 
vélelemmel, mely szerint a közhiteles hatósági 
nyilvántartások ellenkező bizonyításig törvény 
erejénél fogva hitelesen tanúsítják a benne fel-
tüntetett adatok, továbbá a bejegyzett jogok és 
tények fennállását, illetve azok változásait.
Összességében tehát paradigmaváltásra van 
szükség a közszféra adatainak hatékony fel-
használását célzó stratégiákban, azon alapvető 
előfeltétel rögzítésének szükségességével, hogy 
a nemzeti adatvagyon megbízható és hiteles 
adatokon kell alapuljon. 
a közadatok, illetve nyílt adatok mind ha-
tékonyabb felhasználása, illetve mesterséges-
intelligencia-fejlesztésekkel való támogatása 
kizárólag hiteles és megbízható adatvagyon-
elemekre épülhet. az informatika és a mate-
matika világában alkalmazott alapelv, amely 
szerint rossz adatból csak rossz eredményhez 
lehet jutni, a mesterséges intelligenciára törté-
nő kivetésével jól szemléltethető, hogy a beme-
neti adatok pontatlansága, megbízhatatlansá-
ga a megfelelő algoritmus alkalmazása esetén is 
predesztinálja a hibás eredménytermékek (kö-
vetkeztetés, döntés) létrehozását. Ez – például 
egy kérelem elbírálása esetén – akár közvetlen 
anyagi kárt is tud okozni, mind az állampolgá-
rok, mind az állam számára.
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