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Ringkasan 
Untuk mengetahui kuliatas suara dalam komunikasi VoIP dapat dilakukan dengan pendekatan 
E-Model. Pada pendekatan E-model ada beberapa parameter yang mempengaruhi kualitas suara, 
diantaranya : delay, jitter dan packet loss. Dari ketiga parameter tersebut, delay merupakan 
parameter yang sulit untuk diukur. Kesulitan pengukuran delay dikarenakan masalah waktu yang 
tidak sinkron antara pengirim dan penerima sehingga jika dilakukan pengukuran dapat menghasilkan 
nilai negatif. Penelitian ini bertujuan untuk mencari beberapa alternatif metode yang dapat digunakan 
untuk mengukur delay end to end yang akan digunakan dalam pengukuran kualitas suara 
menggunakan E-model. Metodologi penelitian yang dilakukan yaitu dengan melakukan pengukuran 
delay end to end menggunakan berbagai alternatif cara sesuai studi pustaka yang dilakukan. 
Beberapa alternatif yang dapat digunakan untuk pengukuran delay yaitu: menggunakan sinkronisasi 
waktu, menggunakan dua NIC dan menggunakan RTCP. Berdasarkan hasil penelitan, menunjukkan 
bahwa metode penggunaan sinkronisasi waktu merupakan metode yang paling tidak efektif. 
Walaupun waktu kedua client sudah dilakukan sinkronisasi tetapi tetap masih ada perbedaan per 
sekian mili detik yang juga berpengaruh dalam perhitungan delay. Metode efektif yang dapat 
digunakan yaitu dengan mengukur melalui protocol RTCP, dimana dengan menggunakan RTCP 
maka nilai negatif tidak akan terjadi. Kekurangan dari metode pengukuran delay end to end 
menggunakan RTCP yaitu metode ini hanya dapat dilakukan untuk komunikasi VoIP tertentu, dimana 
tidak semua komunikasi VoIP yang menggunakan protokol RTCP dalam proses komunikasinya. 
Alternatif lain yang ditemukan untuk pengukuran VoIP yaitu dengan menggunakan dua NIC, dimana 
metode ini cukup efektif untuk semua komunikasi VoIP. Kelemahan penggunaan metode ini yaitu 
harus memiliki hak akses ke server VoIP untuk melakukan konfigurasi tambahan. 
 
Kata Kunci : VoIP, Delay, E-Model 
 
1. PENDAHULUAN 
Saat ini komunikasi suara serta video 
secara langsung melalui jaringan IP (internet) 
merupakan kebutuhan yang sangat penting. 
Semakin berkembangnya teknologi smartphone 
serta aplikasi yang ada didalamnya yang 
mendukung komunikasi suara membuat 
kebutuhan akan teknologi VoIP semakin 
meningkat. Komunikasi VoIP bukan berarti tidak 
ada kendala, beberapa kendala yang sering 
terjadi yaitu adanya delay, jitter dan packet loss 
yang besar sehingga mempengaruhi kualitas 
suara yang dikirim. Beberapa penelitian 
melakukan pengujian terhadap kualitas suara 
dari VoIP. 
Penelitian yang sering dilakukan yaitu 
dengan mengukur kualitas suara menggunakan 
E-Model. Untuk melakukan pengukuran dengan 
menggunakan E-Model perlu diketahui delay 
end to end dari setiap paket suara yang 
dikirimkan. Delay end to end merupakan delay 
searah yang dihasilkan karena adanya proses 
propagasi setiap paket dari paket tersebut 
dikirim oleh pengirim hingga diterima oleh 
penerima. Pengukuran delay end to end 
merupakan suatu yang paling sulit dilakukan 
dibandingkan parameter lainnya seperti jitter 
atau packet loss. 
Beberapa penelitian salah menafsirkan 
nilai delta sebagai delay. Pada pengukuran 
menggunakan wireshark terdapat nilai delta 
yang sering diartikan sebagai delay. Delta dan 
delay merupakan parameter yang sangat 
berbeda dimana delay yang digunakan 
pengukuran untuk mendapatkan kualitas 
layanan VoIP merupakan waktu yang 
diperlukan dari suatu paket mulai dari dikirim 
hingga diterima ditujuan, sedangkan delta 
merupakan interval kedatangan antar packet 
dimana ketika setiap paket datang dengan 
konstan maka nilai delta menjadi 0. 
Pengukuran delay menjadi sulit dilakukan 
karena untuk mengukur perjalanan suatu paket 
maka perlu diketahui waktu keberangkatan dan 
waktu kedatangan paket tersebut di tujuan. Hal 
ini akan mudah dilakukan jika waktu di kedua 
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komputer yang melakukan pengamatan 
tersebut sinkron, tetapi jika waktu di kedua 
komputer yang melakukan pengamatan 
(komputer yang mengirim dan komputer yang 
menerima) tidak sinkron maka nilai yang 
didapat menjadi tidak valid. 
Penelitian ini bertujuan untuk mencari 
beberapa alternatif metode yang dapat 
digunakan untuk mengukur delay end to end 
sehingga bisa melakukan perhitungan kualitas 
layanan menggunakan E-Model. 
. 
 
2. TINJAUAN PUSTAKA 
VoIP (Voice over IP) 
VoIP atau Voice over IP merupakan 
teknologi yang memungkinkan melewatkan 
suara pada insfrastruktur jaringan yang 
berbasis protocol IP (Internet Protocol) (Rochim 
dkk., 2011). Jaringan yang digunakan dapat 
berupa jaringan internet ataupun intranet 
dengan berbagai media transmisi. Sebelum 
melewati jaringan berbasis IP, suara terlebih 
dahulu diubah kedalam format digital dengan 
menggunakan codec tertentu dan kemudian 
disisi penerima akan diubah lagi menjadi 
gelombang suara. 
Umumnya trafik VoIP dibagi menjadi dua 
bagian transmisi pada jaringan yaitu signaling, 
yang bertugas dalam pembangunan dan 
pemutusan hubungan, dan transmisi paket 
suara yang dibungkus dengan header RTP 
(Real Time Protocol) (Ardilestian, 2010). Untuk 
protokol transportnya RTP menggunakan 
protokol UDP (User Datagram Protocol) yang 
unreliable, hal ini didasari oleh kebutuhan 
komunikasi VoIP yang lebih mementingkan 
waktu sampai ketujuan dibandingkan 
keakuratan data. Pada komunikasi VoIP 
kehilangan beberapa paket masih dapat 
ditoleransi, hal ini berbeda dengan transfer data 
atau file yang mengharuskan data diterima 
dengan benar. Pada komunikasi VoIP tidak 
diperlukan adanya notifikasi penerimaan atau 
permintaan pengiriman ulang data seperti pada 
proses komunikasi menggunakan TCP 
(Transmission Control Protocol), sehingga 
hanya diperlukan protokol transport layer yang 
minimal yaitu UDP. Untuk informasi sequence 
number dan timestamps ditangani oleh protokol 
diatasnya yaitu RTP. 
 
Quality of Service (QOS) 
QoS atau Quality of Service merupakan 
terminologi yang digunakan untuk mengetahui 
seberapa baik kualitas dari suatu layanan 
telekomunikasi. Menurut International 
Telecommunication Union / ITU (2008), QoS 
didefinisikan sebagai pengaruh kolektif atas 
kinerja layanan yang menentukan tingkat 
kepuasan pemakai layanan. Pada komunikasi 
VoIP QoS dipengaruhi oleh beberapa faktor, 
diantaranya yaitu delay, jitter dan packet loss.  
 
a) Delay 
Delay didefinisikan sebagai waktu yang 
dibutuhkan untuk mengirimkan data dari 
pengirim ke penerima atau sering juga 
disebut dengan one-way-delay. 
Besarnya delay akan mempengaruhi 
kualitas suara yang dihasilkan. ITU-T 
merekomendasikan besar delay 
maksimum sebesar 150 ms. Tabel 1 
menunjukkan besarnya delay 
berdasarkan rekomendasi ITU-T G.114 
(Setiawan, 2012). 
Tabel 1. Batasan Delay 
 
b) Jitter 
Jitter merupakan variasi delay atau 
perbedaan dari delay setiap paket. Jitter 
terjadi akibat nilai delay yang tidak 
konstan setiap paket sehingga selisih 
waktu kedatangan antar paket tidak 
konstan. Semakin besar jitter akan 
membuat kualitas suara yang dihasilkan 
semakin buruk. Perhitungan untuk 
mendapatkan jitter sesuai dengan RFC 
3550 (Schulzrinne dkk. , 2003) dapat 
dilihat pada persamaan 1. Tabel 2 
menunjukkan besarnya delay 





J(i) : jitter paket ke i 
Ri  : waktu kedatangan paket ke i 
Si  : RTP timestamp paket ke i 
 
Tabel 2. Batasan Jitter 
 
 
c) Packet Loss 
Packet loss yaitu hilangnya paket data 
selama proses pengiriman. Pada 
komunikasi VoIP menggunakan 
protokol transport UDP dimana paket 
yang hilang atau rusak tidak dikirimkan 
ulang, sehingga semakin banyak paket 
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yang hilang atau rusak akan 
menyebabkan semakin buruk kualitas 
suara yang dihasilkan. Tabel 3 
menunjukkan besarnya nilai paket loss 
yang dapat diterima (Setiawan , 2012). 
 
Tabel 3. Batasan Packet Loss 
 
  
MOS dan E-Model 
MOS atau (Mean Opinion Score) 
merupakan standart penilaian yang dikeluarkan 
oleh ITU-T yang merepresentasikan kualitas 
suara yang ditransmisikan pada suatu layanan 
telekomunikasi. MOS memberikan penilaian 
dalam skala 1 sampai 5 dimana nilai 1 
merepresentasikan kualitas suara paling buruk 
dan nilai 5 merepresentasikan kualitas suara 
terbaik. Penilaian MOS ini bersifat subjektif 
karena berdasarkan pendapat dari masing-
masing orang, dimana pendengaran masing-
masing orang dapat berbeda-beda. Nilai 
kualitas suara berdasarkan MOS ditunjukkan 
pada Tabel 4. 
 
Tabel 4. Nilai MOS 
 
E-Model merupakan ukuran objektif dari 
jaringan telekomunikasi yang di perkenalkan 
oleh ETSI dan distandarkan oleh ITU-T melalui 
rekomendasi G.107. E-Model merupakan 
perhitungan berdasarkan parameter-parameter 
QoS yang memiliki hasil akhir berupa nilai R 
faktor yang dapat dikonversi menjadi nilai MOS 
untuk menentukan kualitas suara. Persamaan 
matematis untuk komunikasi VoIP dari PC ke 
PC berdasarkan rekomendasi ITU-T G.107 
dapat dilihat pada persamaan 2  (Kwitt, Fichtel 
dan Pfeiffenberger , 2006; Cole dan Rosenbluth 




R : faktor kualitas transmisi 
Id  : faktor penurunan kualitas yang 
disebabkan oleh delay satu arah 
Ief : faktor penurunan kualitas yang 
disebabkan oleh teknik kompresi dan 
paket loss 
 
Nilai Id dapat dicari dengan 





d= delay satu arah (ms) 
H = fungsi tangga dengan ketentuan: 
H(x) = 0 jika x < 0, lainnya 
H(x) = 1 untuk x >= 0 
 






Ie = Impairment Factor (GSM=26, 
G.711=0) 
bpl = Packet-loss Robustness Factor 
(GSM=43, G.711=10) 
ppl = Packet loss 
 
Nilai R yang didapat selanjutnya dapat 
dikonversi menjadi estimasi MOS. Untuk 
mengubah nilai R menjadi MOS digunakan 
ketentuan sebagai berikut : 
1. untuk R < 0 maka MOS = 1 
2. untuk R > 100 maka MOS = 4; 5 
3. untuk 0 < R < 100 maka MOS = 1 + 0:035R 
+ 7x10�6R(R � 60)(100 � R) 
Hubungan antara MOS dan R faktor 
dapat dilihat pada Gambar 1. 
 
Gambar 1. Korelasi antar E-Model (ITU-T 
G.107) dengan MOS (ITU-T P.800) (Nugroho, 
2011) 
 
Session Initiation Protocol (SIP) 
Session Initiation Protocol merupakan 
protokol yang dibuat oleh IETF (Internet 
Engineering Task Force) untuk layanan 
multimedia. SIP pertama kali diperkenalkan oleh 
IETF pada Februari 1996 melalui draft awal 
"draft-ietf-mmusic-sip-00". Draft awal ini tidak 
terlihat seperti SIP yang dikenal sekarang dan 
hanya mempunyai satu tipe request yaitu call 
setup request. Pada Maret 1999 setelah 11 kali 
revisi dari drat awalnya, muncullah SIP RFC 
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2543 seperti yang dikenal sekarang (Meggelen 
dkk., 2007). Pada tahun 2002, IETF 
menerbitkan RFC 3261 sebagai dokumen 
standar SIP. SIP merupakan protokol pada 
layer aplikasi yang mendefinisikan proses 
pembangunan, perubahan, dan pemutusan sesi 
multimedia seperti panggilan internet telephony 
(Rosenberg dkk., 2002). SIP menggunakan 
transport TCP atau UDP dengan nomor port 
5060 atau 5061. Beberapa protokol yang 
mendukung kerja SIP yaitu : 
a. Real-time Transport Protocol (RTP) 
RTP mendefinisikan standar format paket 
untuk pengiriman audio dan video melalui 
jaringan IP. Aplikasi streaming multimedia 
secara real time memerlukan pengiriman 
yang tepat pada waktunya dan dapat 
mentoleransi beberapa packet loss 
sehingga diperlukan sebuah protocol 
real-time yang berada diatas transport 
UDP. Informasi RTP berisi timestamps 
(waktu pengiriman), sequence number 
(untuk mengetahui packet loss dan 
pengurutan kembali) dan payload format 
yang berisi informasi format data yang 
dibawa. 
b. RTP Control Protocol (RTCP) 
RTCP menyediakan statistik dan kontrol 
informasi dari RTP. Fungsi utama dari 
RTCP yaitu menyediakan feedback dari 
quality of service (QoS) dari sesi 
komunikasi dengan mengirimkan secara 
periodik informasi mengenai paket media 
yang dikirimkan dan diterima (Rochim 
dkk., 2011). Melalui paket RTCP dapat 
dihitung besarnya round-trip delay dari 
jaringan yang digunakan. Berdasarkan 
RFC 3550 (Schulzrinne dkk. , 2003), 
round-trip delay dapat diukur dengan 





A : Waktu paket RTCP diterima 
LSR: Last SR timestamp 
DLSR: Delay since last SR 
 
c. Session Description Protocol (SDP) 
SDP memberikan deskripsi tentang sesi 
multimedia yang dikehendaki, meliputi informasi 
kontak, serta jenis codec audio dan video 
(Wastuwibowo, 2004). Protokol ini yang 
membantu pemilihan codec yang digunakan 
pada saat pembangunan hubungan agar kedua 
belah pihak yang berkomunikasi dapat 
menggunakan codec yang sesuai. 
 
Asterisk Server 
Asterisk dibuat pada tahun 1999 oleh 
Mark Spencer dari perusahaan Digium. Asterisk 
merupakan software yang dapat membuat PBX 
(Private Branch Exchange) secara gratis 
menggunakan perangkat komputer. Dengan 
adanya dukungan perangkat keras dari Digium 
yang berupa card FXO, FXS dan E1 dengan 
interface PCI membuat Asterisk dapat 
terhubung ke telepon analog sehingga dapat 
menggantikan fungsi PBX secara penuh. Saat 
ini Asterisk merupakan perangkat lunak yang 
paling banyak digunakan untuk membangun 
jaringan VoIP. Beberapa perusahaan bahkan 
membuat box PBX yang didalamnya terdapat 
software Asterisk. 
Asterisk merupakan open source 
software sehingga pengguna dapat dengan 
mudah memodifikasi dan menggunakan 
software ini tanpa ada biaya. Selain itu Asterisk 
juga merupakan software modular sehingga 
pengguna dapat menambah atau mengurangi 
modul sesuai dengan kebutuhan (Ardilestian, 
2010). Hal ini banyak dimanfaatkan oleh 
pengembang untuk membuat suatu perangkat 
PBX dengan harga yang cukup murah 
menggantikan PBX yang bersifat proprietary 
dengan fitur yang sama, salah satu contohnya 
yaitu Brikerbox yang dibuat oleh Anton Raharja. 
Walaupun Asterisk mendukung protokol 
SIP dengan baik, tetapi arsitektur didalamnya 
tidak menggambarkan filosofi dari SIP (Ingo, 
2007). Pada Asterisk semua trafik suara (RTP) 
juga akan dilewatkan melalui server, dimana hal 
ini berlawanan dengan mekanisme komunikasi 
dari protokol SIP dimana seharusnya trafik 
suara (RTP) tidak melalui server, melainkan 
langsung ditransfer antar klien. Dengan 
melewatkan trafik melalui server dapat 
dimanfaatkan oleh Asterisk sebagai media 
gateway untuk menerjemahkan dari codec yang 
satu ke codec lainnya. 
Dalam penanganan media, Asterisk 
memiliki tiga metode yaitu (Bryant, 2009): 
a. Generic Bridging : merupakan metode 
yang melewatkan semua trafik suara dan 
pensinyalan melalui core Asterisk. Dengan 
metode ini memungkinkan Asterisk 
melakukan transcoding ketika dua klien 
tidak mendukung codec yang sama.  
b. Packet2Packet Bridging : merupakan 
metode penanganan media yang tidak 
melewatkan trafik suara melalui core 
Asterisk. Jika kedua klien menggunakan 
codec yang sama, maka trafik suara tidak 
perlu dilewatkan melalui core Asterisk. 
Paket suara hanya masuk ke RTP stack 
dan selanjutnya diteruskan. 
c. SIP Native Bridging : Native Bridging atau 
biasa disebut juga bypass yaitu metode 
penanganan media dimana paket suara 
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tidak melalui server melainkan langsung 
ditransfer antar klien. Pada metode ini 
Asterisk akan mengirimkan ulang sinyal 
SIP INVITE (reinvite) dengan informasi 
SDP dari masing-masing klien. 
 
3. METODE PENELITIAN 
Penelitian ini bertujuan untuk mencari 
cara untuk mengukur delay end to end dari 
setiap paket RTP yang dikirimkan. Tujuan untuk 
mengukur delay end to end ini yaitu untuk 
menghitung QoS dengan menggunakan E-
Model. Pada penelitian ini dilakukan dengan 
menggunakan jaringan LAN skala laboratorium 
tanpa melewati jaringan Internet (WAN). 
Penelitian ini akan melakukan beberapa 
alternatif pengukuran delay serta membahas 
mengenai kekurangan dan kelebihan dari cara 
pengukuran tersebut. Untuk mengukur delay 
end to end suatu paket maka perlu diketahui 
waktu paket tersebut dikirim dan waktu paket 
tersebut diterima. Delay end to end merupakan 
pengurangan dari waktu paket diterima dengan 
waktu paket tersebut dikirim. Untuk 
mendapatkan waktu paket tersebut dikirim atau 
diterima menggunakan software wireshark atau 
TCP Dump. Gambar 2 menunjukkan cara 
pengukuran delay yang dilakukan. 
 
Gambar 2. Mekanisme pengukuran delay 
 
Client 1 dan client 2 merupakan komputer 
yang berkomunikasi menggunakan VoIP. 
Selanjutnya dari komunikasi kedua client 
tersebut akan diukur delay end to end. 
Pengukuran delay dilakukan dengan 
mencapture semua paket yang keluar masuk 
pada interface client 1 dan semua paket yang 
keluar masuk pada interface client 2. Dari 
semua paket yang dicapture selanjutnya di filter 
hanya file RTP saja (file komunikasi VoIP). 
Setelah dilakukan filter, hasil capture tersebut 
dikonversi ke format CSV dan kemudian 
dilakukan analisa menggunakan software 
spreadsheet. Setelah didapat dua file CSV dari 
masing-masing client, kedua file tersebut 
diseleksi berdasarkan sequence number. 
Sequence number merupakan atribut pada 
protokol RTP yang menandakan nomor paket 
tersebut. Dari dua sequence number yang 
sama kemudian diambil waktu paket tersebut 
dikirim (dari client 1) dan waktu paket tersebut 
diterima (dari client 2). Hasil pengurangan dua 














terima dan kirim 
setiap paket
Hitung delay dengan 
rumus: 
Tterima N – Tkirim N




Gambar 3. Langkah pengukuran delay 
 
Masalah utama dalam teknik pengukuran 
ini yaitu adanya kemungkinan didapat hasil 
negatif dari delay. Hal ini dikarenakan waktu 
yang ada pada kedua komputer tidak sinkron. 
Metode yang dapat dilakukan untuk 
menanggulangi masalah tersebut diantaranya: 
 
Menggunakan Sinkronisasi Waktu (NTP) 
NTP (Network Time Protocol) merupakan 
protokol yang digunakan untuk melakukan 
sinkronisasi waktu. Untuk menggunakan NTP, 
terdapat satu komputer yang bertugas untuk 
menyamakan waktu dari kedua komputer yang 
terlibat dalam komunikasi VoIP. Dengan 
menggunakan cara ini diharapkan setiap client 
memiliki waktu yang sama persis sehingga tidak 
lagi ditemukan nilai negatif dari delay. Gambar 
4 menunjukkan penggunakan NTP untuk 
sinkronisasi waktu. 
Client 1 Client 2Switch
Server NTP
Gambar 4. Pengukuran delay menggunakan NTP 
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Menggunakan dua NIC 
Permasalahan yang terjadi dalam 
mengukur delay adalah adanya perbedaan 
waktu dari kedua client. Permasalahan ini akan 
selesai jika kedua client tersebut berada pada 
perangkat komputer yang sama. Untuk 
menggunakan perangkat yang sama, maka 
perlu menggunakan dua software softphone 
dengan dua interface jaringan yang berbeda 
pula. Gambar 5 menunjukkan metode 
pengukuran delay dengan menggunakan dua 
NIC pada satu komputer yang sama. 
 
Gambar 5. Pengukuran Delay menggunakan 
dua NIC (Najihi dkk., 2016) 
 
Menggunakan RTCP 
End to end delay dapat diperoleh dengan 
menganalisa paket RTCP yang dikirimkan dan 
menghitungnya menggunakan persamaan 5. 
Dari perhitungan didapat round-trip delay atau 
delay perjalanan bolak-balik dari suatu paket 
dan kemudian dapat diketahui besarnya delay 
propagasi satu arah dari paket tersebut. Pada 
software wireshark, round-trip delay sudah 
dapat langsung diketahui tanpa melakukan 
perhitungan manual, seperti yang ditunjukkan 
pada Gambar 6. 
 
Gambar 6. Pengukuran delay menggunakan 
RTCP pada wireshark 
 
Gambar 7. Teknik pengukuran RTD (roundtrip 
delay) menggunakan RTCP (Matousek dkk., 
2014) 
 
4. HASIL DAN PEMBAHASAN 
Ada tiga metode yang dapat digunakan 
untuk melakukan pengukuran delay. Setiap 
metode mempunyai keuntungan serta 
kekurangan. 
 
Menggunakan Sinkronisasi Waktu (NTP) 
Pada penelitian ini dilakukan pengujian 
dengan menggunakan NTP server dengan 
beberapa kasus berbeda. Kasus pertama yaitu 
menggunakan NTP server di internet, yang 
kedua yaitu menggunakan PC yang terinstall 
NTP server pada jaringan lokal, dan yang ketiga 
yaitu menginstall NTP server pada salah satu 
client. 
a. Menggunakan NTP server dari Internet. 
Metode ini digunakan untuk menyamakan 
waktu dari dua PC client yang akan 
digunakan untuk melakukan capture paket 
RTP. Pada pengukuran dengan skenario ini, 
hasil sinkronisasi waktu tidak presisi, masih 
ada perbedaan dalam satuan mili detik 
bahkan hingga detik. Sedangkan 
pengukuran delay yang dilakukan diantara 
dua komputer tersebut dalam satuan yang 
sangat kecil (mili detik) sehingga jika 
terdapat perbedaan waktu diantara dua PC 
tersebut walaupun dalam satuan mili detik 
akan sangat mempengaruhi hasil. 
Hasil pengukuran delay dengan 
menggunakan metode ini masih banyak 
didapat delay yang nilainya negatif. Hal ini 
dikarenakan tidak presisi nya sinkronisasi 
waktu. 
b. Menggunakan PC NTP server pada jaringan 
lokal. 
Penelitian beralih dengan menggunakan PC 
NTP server yang terinstall pada satu 
komputer yang berbeda dengan dua 
komputer client lainnya. Semua PC 
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terhubung pada satu switch seperti yang 
terlihat pada Gambar 4. 
Hasil pengukuran delay dengna 
menggunakan metode ini juga masih 
terdapat nilai negatif yang menunjukkan 
adanya perbedaan waktu di kedua PC client. 
Walaupun menggunakan jaringan lokal, 
tetapi dikarenakan delay yang diukur dalam 
satuan mili detik sehingga kedua client harus 
memiliki waktu yang sinkron dalam satuan 
paling kecil. Hal ini yang masih belum bisa 
dilakukan dengan NTP server walaupun 
sudah terinstall di jaringan lokal. 
c. Menggunakan NTP server yang terinstall di 
salah satu client. 
Metode ini dilakukan untuk menghindari 
dapatnya nilai negatif pada perhitungan 
delay. Dengan terinstall di salah satu client 
diharapkan client yang lain memiliki waktu 
yang lebih lambat dibandingkan client yang 
terinstall NTP. Dengan menggunakan 
metode ini, maka delay end to end tidak 
menghasilkan nilai negatif. 
Hasil dari pengukuran delay menggunakan 
metode ini, jika NTP terinstall pada client 1 
maka perhitungan delay dengan paket RTP 
kearah tujuan client 2 tidak didapat nilai 
negatif. Tetapi sebaliknya jika delay yang 
diukur merupakan paket yang dikirim dari 
client 2 ke client 1 maka didapat nilai negatif. 
 
Untuk pengukuran dengan metode 
menggunakan NTP tidak disarankan untuk 
mengukur delay dalam satuan mili detik. Proses 
NTP hanya melakukan sinkronisasi waktu 
dalam satuan terkecil detik sehingga jika 
pengukuran delay untuk jaringan lokal dengan 
satuan mili detik tidak bisa menggunakan 
metode ini. 
 
Menggunakan dua NIC 
Dengan menggunakan dua NIC pada 
satu PC maka paket masuk dan paket datang 
diukur menggunakan waktu yang sama. 
Dengan menggunakan cara ini maka 
perhitungan delay menjadi lebih mudah. Jika 
perhitungan delay dilakukan dengan tahapan 
seperti Gambar 3 maka tidak akan didapat nilai 
negatif. Pengukuran dengan menggunakan 
metode ini juga efektif untuk ketiga metode 
penanganan media oleh server (Generic, Native 
dan Bypass). Untuk menggunakan cara ini 
maka perlu dikonfigurasi khusus di server untuk 
akun VoIP nya dimana kedua client langsung 
dikonfigurasi menggunakan IP address pada 
servernya. Hal ini dikarenakan pada komputer 
client dipasang dua buah softphone dengan 
akun yang berbeda, dimana masing-masing 
akun menggunakan NIC yang berbeda pula 
untuk koneksi ke luar komputer (server VoIP) 
 
 




Dengan menggunakan RTCP, maka tidak 
perlu dilakukan pengukuran delay dengan 
menggunakan langkah pada Gambar 3. Nilai 
Round-Trip delay didapat langsung dari 
wireshark. Round-trip delay merupakan delay 
bolak-balik yang berarti dua kali delay searah. 
Hasil pengukuran delay dengan cara ini 
hanya efektif untuk metode penanganan media 
secara bypass (SIP Native Bridging). Tetapi jika 
menggunakan metode Generic Bridging 
ataupun Packet2packet Bridging dimana setiap 
paket RTP selalu melewati server, maka perlu 
dilakukan pengukuran delay proses di server 
untuk mendapatkan delay end to end. 
Pengukuran waktu proses di server dapat 
dilakukan dengan mengcapture packet RTP 
yang masuk dan keluar melalui server dan 
kemudian dilakukan analisa seperti pada 
Gambar 3. Pengukuran delay end to end 
dengan menggunakan RTCP dapat dilihat pada 
Gambar 9. 
 
Gambar 9. Pengukuran Delay end to end 




1. Ada 3 metode yang dapat dilakukan untuk 
mendapatkan delay end to end yaitu: 
menggunakan sinkronisasi waktu (NTP), 
menggunakan dua NIC (Network Interface 
Card) dan menggunakan RTCP. 
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2. Penggunaan NTP sangat sulit dilakukan 
karena masih kurang presisinya waktu 
yang didapat diantara kedua client. 
3. Penggunaan dua NIC sangat efektif 
untuk mengukur delay untuk semua 
metode penanganan media oleh server, 
tetapi perlu adanya pengaturan 
tambahan di server untuk dapat 
“memaksa” setiap akun VoIP untuk 
menggunakan NIC yang berbeda. Hal 
ini akan sulit dilakukan jika tidak 
memiliki akses untuk konfigurasi server 
VoIP. 
4. Penggunaan RTCP paling mudah 
dilakukan dan mendapatkan hasil yang 
cukup efektif. Tetapi jika menggunakan 
metode Generic Bridging dan 
Packet2packet bridging maka perlu 
dilakukan analisa yang lebih mendalam 
terkait waktu proses dari setiap paket 
RTP yang melewati server. 
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