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De ambtsberichten van de Algemene Inlichtingen- en Veiligheidsdienst (AIVD) vormen vaak 
het startpunt voor de strafrechtelijke aanpak van jihadisme.2 Recente berichten in de media 
over opsporingsonderzoeken gericht op de naar Syrië en Irak afreizende jihadisten tonen dat 
aan.3 De ambtsberichten hebben tot gevolg dat strafrechtelijke onderzoeken naar onder meer 
de in art. 140a Sr strafbaar gestelde deelname aan een terroristische organisatie worden gestart 
en dat in dat kader dwangmiddelen worden toegepast. De wet biedt zelfs de mogelijkheid dat 
deze ambtsberichten voor het bewijs in een dergelijke strafzaak worden gebruikt.4 De in een 
ambtsbericht vervatte informatie van de AIVD vormt dus een belangrijke schakel in de 
strafrechtelijke aanpak van jihadisme.5 Het gebruik van deze informatie in het strafproces is 
echter ook risicovol. De in het ambtsbericht van de AIVD vervatte informatie kan 
onbetrouwbaar zijn en/of onrechtmatig zijn verkregen, terwijl het in de strafrechtelijke 
procedure verre van gemakkelijk is om hier helderheid over te verkrijgen. Strafvorderlijke 
actoren zoals de politie, de officier van justitie en de strafrechter, maar ook de verdachte en 
zijn advocaat tasten namelijk in het duister over de achtergrond van het ambtsbericht. De 
AIVD verstrekt zijn ambtsberichten immers op een geanonimiseerde wijze, dat wil zeggen 
zonder dat inzicht wordt gegeven in toegepaste onderzoeksmethoden of geraadpleegde 
menselijke bronnen. Het belang van de staatveiligheid en bronbescherming wordt hieraan ten 
grondslag gelegd. In dit artikel ga ik in op de wijze waarop ambtsberichten van de AIVD tot 
stand komen en bespreek ik enkele problemen rondom de betrouwbaarheid en de 
rechtmatigheid van de verkrijging van dat soort informatie. Het doel van dit artikel is om 
inzicht te geven in de informatievergaring door de AIVD en om bij te dragen aan het in het 
                                                 
1 mr. S. Brinkhoff is als universitair docent straf(proces)recht verbonden aan de Radboud Universiteit Nijmegen. 
Op 14 november 2014 promoveert hij op zijn onderzoek naar de controle op en de toetsing van startinformatie in 
het strafproces.     
2 Jihadisme wordt door de AIVD gedefinieerd als de extremistische ideologie waarin de verheerlijking van de 
gewelddadige jihad centraal staat. Zie www.aivd.nl.  
3 Zie hiervoor meerdere nieuwsberichten op www.om.nl en www.nos.nl. 
4 De in 2006 in werking getreden en in het Wetboek van Strafvordering geïncorporeerde Wet afgeschermde 
getuige voorziet onder meer in een aanpassing van het strafrechtelijk bewijsrecht in die zin dat onder de 
schriftelijke bescheiden van sub 3 van het eerste lid van art. 344 Sv nu ook een ambtsbericht van de AIVD wordt 
geschaard. Uit de rechtspraktijk blijkt dat de ambtsberichten van de AIVD niet voor het bewijs worden gebruikt. 
De beperkte (of zelfs afwezige) mogelijkheid van toetsing van dergelijke informatie wordt hieraan door de 
rechter ten grondslag gelegd. Een en ander blijkt onder andere uit het arrest van het Hof Amsterdam van 17 
december 2010 in de Hofstadgroep-zaak, Hof Amsterdam 17 december 2010, ECLI:NL:GHAMS:2010:BO7690. 
Uit de jurisprudentie volgt dat ander door de AIVD verstrekt materiaal wel voor het bewijs wordt gebruikt. 
Kennelijk wordt dat materiaal dan als een soort bijlage bij het ambtsbericht meegezonden. Het gaat dan 
bijvoorbeeld om de uitwerkingen van een door de AIVD getapt telefoongesprek of de opnamen van in de 
beslotenheid gevoerde gesprekken. Zie hiervoor bijvoorbeeld Hof Amsterdam 25 maart 2014, 
ECLI:NL:GHAMS:2014:915 (Piranha-zaak). 
5 Een schakel die ook noodzakelijk lijkt nu de AIVD in zijn in juni 2014 uitgebrachte rapport getiteld 
‘Transformatie van het jihadisme in Nederland’ concludeert dat het jihadisme in Nederland sinds 2013 aan het 
opvlammen is en dat hier in de zienswijze van de AIVD passende preventieve en repressieve 
overheidsmaatregelen (lees: onder meer strafrechtelijke interventies) tegenover moeten worden gezet. Zie voor 
dit rapport www.aivd.nl.  




2. Informatieverzameling door de AIVD  
 
Ter vergaring van informatie staat de AIVD een aantal onderzoeksmethoden, zoals de 
observatie en het doorzoeken van besloten plaatsen, ter beschikking die worden uitgewerkt in 
art. 17 tot en met 33 Wet op de inlichtingen- en veiligheidsdiensten (Wiv).6 Uit art. 19 Wiv 
blijkt dat voorafgaand aan de inzet van deze methoden toestemming van de Minister van 
Binnenlandse Zaken, of in sommige gevallen toestemming van het hoofd van de AIVD, is 
benodigd en ingevolge art. 31 en 32 Wiv moet bij de inzet hiervan zijn voldaan aan de 
beginselen van proportionaliteit en subsidiariteit. Relevant is bovendien dat de rechtmatigheid 
van het toepassen van deze methoden achteraf (periodiek) wordt getoetst door de Commissie 
van Toezicht betreffende de Inlichtingen- en Veiligheidsdiensten (CTIVD).7 
Het in art. 25 Wiv geregelde tappen van telecommunicatie kan tot op heden alleen gericht 
plaatsvinden, in die zin dat deze bevoegdheid alleen tegen een (vooraf) bepaald individu of 
tegen een concreet aangeduide groepering mag worden ingezet. In het eind 2013 uitgebrachte 
evaluatierapport van de Wiv worden voorstellen gedaan voor het uitbreiden van deze 
bevoegdheid. Geopperd wordt dat het mogelijk moeten worden ook kabelgebonden informatie 
ongericht te tappen.8 Deze verruiming van onderzoeksmogelijkheden moet gepaard gaan met 
het versterken van het externe toezicht. De CTIVD zou direct na het ongericht tappen van 
telecommunicatie een bindend rechtmatigheidsoordeel moeten uitspreken over het gebruik 
van de binnengehaalde informatie. Een bijzondere bevoegdheid is voorts te vinden in art. 26 
en 27 Wiv. Deze artikelen legitimeren het ongericht verkennen en de interceptie van niet-
kabelgebonden telecommunicatie. Hierbij kan worden gedacht aan het ongericht opvangen en 
opslaan van satellietsignalen en mobiel telefoonverkeer.9 Op dat moment wordt er nog geen 
kennis genomen van de inhoud van deze communicatie. Wordt de noodzaak gevoeld een 
                                                 
6 Op grond van art. 6 Wiv doet de AIVD onderzoek naar organisaties en personen die een gevaar vormen voor de 
staatsveiligheid (de a-taak), verricht hij veiligheidsonderzoeken (de b-taak), geeft hij beveiligingsadviezen aan 
overheid en bedrijfsleven (de c-taak), verricht hij onderzoek naar andere landen (de d-taak) en stelt hij dreigings- 
en risicoanalyses op ten behoeve van de beveiliging van personen, en de bewaking en beveiliging van bepaalde 
objecten en diensten (de e-taak). Deze taakstelling maakt dat de AIVD onder meer onderzoek doet naar 
terrorisme, radicalisering, extremisme en de verspreiding (de proliferatie) van massavernietigingswapens. De in 
deze bijdrage genoemde onderzoeksmethoden worden ingezet in het kader van de a-taak en de d-taak. De 
observatie, het doorzoeken van besloten plaatsen en het tappen van telecommunicatie kunnen als voorbeelden 
van toegestane onderzoeksmethoden worden genoemd. Zie in verband met de bevoegdheden van de AIVD ook 
E.R. Muller, ‘De geheime dienst gecontroleerd’, AA 2009, p. 223 - 232.  
7 De CTIVD kan uit eigen beweging of op aangeven van de Eerste en/of Tweede Kamer een onderzoek instellen 
naar de rechtmatigheid van het handelen van de AIVD, zo volgt uit het eerste en tweede lid van art. 78 Wiv. Met 
het onderzoek naar de rechtmatigheid wordt in dit verband gedoeld op het handelen in overstemming met de 
bepalingen van de Wiv. De leden van de CTIVD hebben hiertoe op grond van het eerste lid van art. 73 van de 
genoemde wet toegang tot alle gegevens die ten grondslag liggen aan het inlichtingenmatige onderzoek. In de 
context van het onderzoek van de CTIVD kunnen op basis van art. 74 Wiv getuigen en deskundigen worden 
gehoord. De bevindingen van de CTIVD worden neergelegd in een toezichtsrapport. Dit rapport kan gepaard 
gaan met het doen van aanbevelingen aan de minister omtrent eventueel te treffen maatregelen. De minister is 
gehouden te reageren op het toezichtsverslag en daarmee ook op de gedane aanbevelingen. Het voorgaande volgt 
uit art. 79 Wiv. 
8 Bijlage bij Kamerstukken II 2013-2014, 33820, nr. 1 (Evaluatie Wiv. Naar een nieuwe Balans tussen 
bevoegdheden en waarborgen). 
9 Zie de brochure over de Militaire Inlichtingen- en Veiligheidsdienst (MIVD), te raadplegen via 
www.defensie.nl/mivd.  
selectie te maken van deze gegevens en hiervan ook kennis te nemen, dan is op grond van het 
derde lid van art. 27 Wiv toestemming van de eerdergenoemde minister vereist.  
De AIVD verkrijgt ook informatie door menselijke bronnen in te zetten, ook wel aangeduid 
als human intelligence. Dit wordt als een essentieel onderdeel van het inlichtingenwerk 
beschouwd. Kennis verkregen via menselijke bronnen stelt de AIVD in staat vergaarde 
informatie beter te duiden en contextueel te plaatsen.10 Human intelligence wordt verkregen 
door gebruik te maken van informanten en agenten. Een informant is een persoon die kennis 
heeft van voor de AIVD relevante informatie en daarover wordt bevraagd. Zijn inzet wordt 
gelegitimeerd door de algemene informatievergarende bevoegdheid van art. 17 lid 1 onder a 
Wiv. Op grond van art. 21 Wiv kunnen ook agenten worden ingezet. Dit kan een medewerker 
van de inlichtingendienst zijn of een burger. Een agent is een natuurlijke persoon die 
doelbewust door de AIVD wordt ingezet om gericht gegevens te verzamelen die voor deze 
inlichtingendienst van belang kan zijn.11 Deze omschrijving neigt naar de strafvorderlijke 
infiltrant van art. 126h Sv. De agent is gehouden een informatiepositie te verwerven en te 
behouden ten aanzien van een target (individu of groepering waarnaar onderzoek wordt 
verricht).12 De inzet van de agent vindt plaats onder verantwoordelijkheid en (schriftelijke) 
instructie van de AIVD. Die instructie kan zelfs de toestemming tot het plegen van strafbare 
feiten behelzen. Hieromtrent vindt afstemming plaats met de landelijk officier van justitie 
terrorismebestrijding (de landelijk officier).13 De landelijk officier vervult een schakelfunctie 
tussen politie en Openbaar Ministerie (OM) enerzijds en AIVD anderzijds, waarover later 
meer. Een belangrijke beperking van het werk van de agent is in het vierde lid van art. 21 Wiv 
te vinden. Hierin wordt bepaald dat de agent zijn target niet mag uitlokken. De minister dient 
op grond van art. 19 Wiv voorafgaand toestemming te geven tot de inzet van een agent. De 
omgang met menselijke bronnen wordt beheerst door art. 15 Wiv. Uit dit artikel volgt dat de 
AIVD verplicht is tot geheimhouding van bronnen en tot het waarborgen van hun veiligheid. 
De identiteit van een menselijke bron wordt dan ook nooit door de AIVD prijsgegeven. Deze 
situatie is vergelijkbaar met het afschermen van de identiteit van een informant door het Team 
Criminele Inlichtingen (TCI) of door de in het kader van de openbare orde-taak opererende 
Regionale Inlichtingendienst (RID).14 
 
 
3. Het aan het OM gerichte ambtsbericht 
 
Met gebruikmaking van de hierboven geschetste onderzoeksmethoden verricht de AIVD zijn 
onderzoek. De aldus verkregen informatie kan, in de vorm van een ambtsbericht, op eigen 
                                                 
10 Y. Buruma, ‘De AIVD en de grenzen van de democratische rechtsstaat’, lezing uitgesproken op het op 1 
september 2005 georganiseerde symposium Vrijheid versus Veiligheid: 60 jaar AIVD. In dit verband kan aan het 
volgende voorbeeld worden gedacht. Stel dat de AIVD een onderzoek verricht naar een groep linkse extremisten. 
In deze groep runt de AIVD een informant. Uit een getapt telefoongesprek wordt opgevangen dat ‘er volgende 
week muziek zal worden gemaakt in Den Haag’. Naar deze opmerking bevraagd, geeft de informant aan dat 
hiermee wordt bedoeld dat een aanslag wordt beraamd op het gebouw van de Tweede Kamer in Den Haag. 
11 De definitie van informanten en agenten volgt uit de memorie van toelichting bij de Wiv, Kamerstukken II 
1997-1998, 25 877, nr. 3 (MvT).   
12 D. van der Bel, A.M. van Hoorn en J.J.T.M. Pieters, Informatie en Opsporing. Handboek 
informatieverwerving, -verwerking en -verstrekking ten behoeve van de opsporingspraktijk, Zeist: Uitgeverij 
Kerckebosch 2013. 
13 Zie het Toezichtsrapport nr. 7 van de CTIVD, te raadplegen via www.ctivd.nl. 
14 Zie hierover twee artikelen van mijn hand getiteld ‘De controle op de criminele inlichtingeneenheden’, D&D 
2009, p. 112-139 en ‘De Regionale Inlichtingendienst: ongecontroleerd balanceren op en over de grens van 
rechtmatigheid’, NJB 2012, p. 2122-2127.  
initiatief worden gedeeld met externe partijen, zoals het OM.15 Het soort gegevens dat aan het 
OM wordt uitgegeven, laat zich in twee typen opsplitsen. Het eerste type omvat de informatie 
die valt binnen de taak van de dienst, zoals de over jihadisme vergaarde gegevens. Het tweede 
type ziet op de zogenaamde bijvangst. Denk hierbij aan de partij wapens of drugs waarop een 
inlichtingendienst stuit gedurende zijn inlichtingenmatige onderzoek. De art. 36 en 38 Wiv 
legitimeren de informatieverstrekking aan politie en OM.16 De Handleiding 
informatieverstrekking van en door AIVD en MIVD regelt de procedure van 
informatieoverdracht tussen deze inlichtingendiensten en politie en OM.17 Het aantal 
ambtsberichten dat de AIVD uitgeeft, is overigens de laatste jaren afgenomen. In de periode 
2004-2005 werden nog enkele honderden ambtsberichten per jaar uitgegeven. De laatste jaren 
is dat aantal geslonken tot enkele tientallen per jaar.18 Verwacht kan worden dat het aantal 
ambtsberichten gaat stijgen nu de AIVD in het kader van het jihadisme frequent informatie 
aan het OM verstrekt.  
Voordat de AIVD een ambtsbericht aan het OM verstrekt, wordt een uitgebreide interne 
procedure binnen de AIVD doorlopen. Hierin wordt de aan het ambtsbericht ten grondslag 
liggende informatie getoetst op betrouwbaarheid.19 Deze beoordeling verschilt al naar gelang 
de wijze waarop de gegevens zijn verkregen. Zo wordt verondersteld dat de informatie 
afkomstig uit een technische bron, zoals de gegevens verkregen door een telefoontap of het 
door signaalinterceptie verkregen materiaal, betrouwbaar is. Dit ligt anders in het geval het 
om gegevens gaat die door gebruikmaking van human intelligence zijn verkregen. Bij deze 
laatste categorie vindt een afweging plaats of het daadwerkelijk betrouwbare informatie 
betreft. Op grond van het vierde lid van art. 12 Wiv moet het te verstrekken ambtsbericht, 
onder geheimhouding van bronnen en toegepaste werkwijze, zijn voorzien van een oordeel 
over de mate van betrouwbaarheid van de uit te geven informatie. De interne procedure 
binnen de AIVD valt voor een deel samen met externe controle door de landelijk officier. 
Deze officier toetst de uit te geven informatie door de hieraan ten grondslag liggende 
gegevens in te zien en te vergelijken met de inhoud van het ambtsbericht. De wettelijke 
grondslag voor dit inzagerecht is te vinden in het derde lid van art. 38 Wiv. Na de toetsing 
door de landelijk officier wordt een definitieve versie van het ambtsbericht opgesteld. De 
landelijk officier stuurt dit ambtsbericht vervolgens door naar de lokale (recherche)officier 
van justitie. Op basis van deze informatie kan worden besloten tot de start van een 
opsporingsonderzoek. 
Belangrijke is dat gerealiseerd wordt dat, vanwege zijn wettelijk geregelde inzagerecht, de 
landelijk officier als enige functionaris in de strafrechtelijke keten in staat is om te verifiëren 
of het ambtsbericht een juiste weergave vormt van de door de AIVD verzamelde informatie. 
Van belang is ook dat dit inzagerecht een geheimhoudingsplicht met zich brengt, zo volgt uit 
                                                 
15 De AIVD deelt de door hem verkregen gegevens met anderen, nu het doen van onderzoek door deze dienst in 
de kern tot doel heeft de verantwoordelijke instanties tijdig te waarschuwen voor mogelijke bedreigingen van in 
het bijzonder de staatsveiligheid. Deze inlichtingdienst is dus hoofdzakelijk erop gericht om informatie te 
verzamelen, deze informatie te analyseren om ten slotte andere instanties in staat te stellen om op basis van de 
geanalyseerde informatie passende maatregelen te nemen. Een passende maatregel kan een strafrechtelijke 
interventie zijn. 
16 Zie het Toezichtsrapport nr. 9a van de CTIVD, te raadplegen via www.ctivd.nl. Rapport 9b ziet op de door de 
AIVD verstrekte ambtsberichten in de periode januari 2004 tot oktober 2005, te raadplegen via www.ctivd.nl. 
17 Zie D. van der Bel, A.M. van Hoorn en J.J.T.M. Pieters, Informatie en Opsporing. Handboek 
informatieverwerving, -verwerking en -verstrekking ten behoeve van de opsporingspraktijk, Zeist: Uitgeverij 
Kerckebosch 2013. 
18 Zie in dit verband Toezichtsrapporten nr. 9a en 29 van de CTIVD, te raadplegen via www.ctivd.nl.  
19 Zie Toezichtsrapporten nr. 9a en 9b van de CTIVD, te raadplegen via www.ctivd.nl. Een en ander wordt 
bevestigd in Toezichtsrapporten nr. 29 van de CTIVD. In dit laatste rapport is onderzocht of de door de AIVD 
verstrekte ambtsberichten in de periode oktober 2005 tot en met mei 2010 voldoen aan de wettelijke vereisten 
van verwerking en externe verstrekking van (persoons)gegevens. 
art. 38 lid 3 jo 85 en 86 Wiv. Deze geheimhoudingsplicht kan slechts worden doorbroken op 
het moment dat de Minister van Binnenlandse Zaken en de Minister van Veiligheid en Justitie 
gezamenlijk de landelijk officier van deze verplichting ontheffen. De geheimhoudingsplicht 
leidt ertoe dat de landelijk officier andere strafvorderlijke actoren, waaronder de politie, niet 
kan inlichten over de achtergrond van het ambtsbericht. Hij kan slechts aangeven dat hij de 
inhoud van de informatie heeft getoetst aan de onderliggende gegevens en dat hij achter de 
inhoud van het uitgegeven ambtsbericht staat. De wetenschap over de achtergrond van het 
ambtsbericht van de officier van justitie die leiding geeft aan het opsporingsonderzoek (de 
zaaksofficier) en de politie die dit onderzoek uitvoert, is dus per definitie (zeer) onvolledig. In 
die zin verkeren zij wat betreft hun informatiepositie in een vergelijkbare positie als de 
verdachte, zijn advocaat en de strafrechter. 
 
 
4. Het ambtsbericht van de AIVD: betrouwbare informatie? 
 
Ondanks de interne en externe controlemechanismen die bestaan ten aanzien van (de 
totstandkoming van) het ambtsbericht, te weten de interne betrouwbaarheidstoets binnen de 
AIVD en de externe toetsing door de landelijk officier, bestaat het risico dat een ambtsbericht 
onjuiste informatie bevat. Bij het gebruik van dit soort onware informatie in het strafproces 
kan dit tot gevolg hebben dat een onschuldige burger wordt geconfronteerd met ingrijpend 
strafvorderlijk overheidsoptreden. Ziet die informatie immers op jihadisme, dan kan worden 
verwacht dat de politie en de officier van justitie zonder veel nader onderzoek snel tot 
strafrechtelijk ingrijpen overgaan, waardoor de privacy of de vrijheid van een onschuldige 
burger wordt aangetast.  
Het risico dat de AIVD via het ambtsbericht onbedoeld onjuiste informatie verstrekt, kan zich 
in het bijzonder voordoen als het ambtsbericht is gebaseerd op human intelligence, maar is 
natuurlijk ook denkbaar als een buitenlandse zusterdienst onjuiste informatie verstrekt. Dat dit 
risico niet denkbeeldig is, lijkt de zaak van de Rotterdamse belwinkel aan te tonen. In deze 
zaak wordt enige jaren geleden op basis van een ambtsbericht van de AIVD een groep 
Somaliërs in een belwinkel aangehouden. Zij zouden betrokken zijn bij terrorisme. Van 9 van 
hen blijkt in de dagen na hun aanhouding dat zij hier niet bij betrokken zijn.20 In een artikel in 
de Volkskrant van 31 december 2010 wordt zelfs geponeerd dat de informatie waarop de 
AIVD zich in zijn ambtsbericht baseert onder meer afkomstig is van een persoon die dreigde 
aan meerdere overheidsinstanties door te geven dat de Somaliërs banden zouden hebben met 
terreurorganisaties als zij hem geen geld zouden betalen, afpersing dus.21 Deze zaak biedt 
steun aan de gedachte dat bij het gebruikmaken van human intelligence het risico op onware 
informatie aanwezig is.  
In de strafrechtelijke jurisprudentie is er tenminste één sprekende zaak waarin ook sprake lijkt 
van een ambtsbericht van de AIVD waarin onware human intelligence is opgenomen.22 Ik 
doel op het arrest van de Hoge Raad van 11 maart 2008.23 In casu start het strafrechtelijk 
onderzoek met een ambtsbericht waarin wordt gemeld dat een onbekend gebleven persoon op 
                                                 
20 Zie hiervoor diverse nieuwsberichten op www.om.nl 
21 Zie hiervoor www.volkskrant.nl. 
22 De betrouwbaarheid van de ambtsberichten van de AIVD levert vaker discussie op in het strafproces. Zie 
hiervoor bijvoorbeeld Rb. Rotterdam 18 december 2002, ECLI:NL:RBROT:2002:AF2141 (Eik-zaak), Rb. 
Rotterdam 31 december 2002, ECLI:NL:RBROT:2002:AF2581, Hof Den Haag 17 januari 2003, 
ECLI:GHSGR:2003:AF3039, Hoge Raad 5 september 2006, NJ 2007, 336, m.nt. Sch (Eik-zaak). Zie voor een 
overzicht van jurisprudentie ook M. Hirsch Ballin, ‘Een vreemde eend in de bijt van de opsporing’, DD 2009, p. 
281-302 en M. Hirsch Ballin, Anticipative criminal investigation. Theory and counterterrorism practice in the 
Netherlands and the United States, Den Haag: TMC Asser press. 
23 Hoge Raad 11 maart 2008, NJ 2008, 329 m.nt. Borgers. 
3 december 2005 de AIVD belt en doorgeeft dat er op een adres in Utrecht explosieven en 
wapens aanwezig zijn om een aanslag te plegen op winkelcentrum Hoog Catharijne op 1 
januari 2006. De AIVD geeft aan geen inschatting te kunnen maken van de betrouwbaarheid 
van de beller of de door hem geleverde informatie. De landelijk officier stuurt het 
ambtsbericht door naar het lokale parket van het OM. De rechercheofficier en de afdeling 
terreur van de districtsrecherche onderzoeken vervolgens of er regionaal aanleiding is om op 
te treden uit het oogpunt van een mogelijke terreurdreiging. Op 22 december 2005 blijkt daar 
niet van. De informatie wordt vervolgens overgedragen aan de afdeling zware criminaliteit 
van de districtsrecherche. Het aanvullende opsporingsonderzoek van deze afdeling levert ook 
geen informatie op die het ambtsbericht ondersteunt. Niettemin vindt op 28 december 2005 op 
grond van art. 49 Wet Wapens en Munitie (WWM) een doorzoeking in de woning van de 
verdachte plaats waarbij een pistool, een namaakpistool en pepperspray wordt aangetroffen. 
Het hof oordeelt hierop dat in casu geen redelijk vermoeden in de zin van art. 49 WWM 
bestaat. Hiertoe overweegt het dat de anonieme tip aan de AIVD door meerdere instanties is 
onderzocht zonder dat van enige aanvullende belastende informatie over het adres of de 
bewoner is gebleken. De doorzoeking wordt dan ook onrechtmatig geacht en leidt tot 
bewijsuitsluiting van het materiaal dat tijdens de doorzoeking is gevonden. Deze 
bewijsuitsluiting resulteert in een vrijspraak van de verdachte. In cassatie start de Hoge Raad 
met de overweging dat het redelijk vermoeden van art. 49 WWM kan worden aangenomen op 
basis van een anonieme melding. Toegespitst op de concrete zaak overweegt de Hoge Raad 
dat het hof echter geen blijk heeft gegeven van een verkeerde rechtsopvatting door te oordelen 
dat de anonieme tip in casu onvoldoende was voor dit redelijk vermoeden. Temeer nu het 
daarbij betrekt dat de informatie door verschillende instanties is geverifieerd en onbevestigd is 
gebleven. In een bijzin hecht de Hoge Raad er waarde aan te vermelden dat er in casu ook tijd 
was dit aanvullende onderzoek te verrichten. De vermeende aanslag zou immers pas op 1 
januari 2006 plaatsvinden. Dit laatste punt lijkt voor de Hoge Raad cruciaal te zijn. Het is 
aannemelijk te veronderstellen dat hij een zelfde oordeel van het hof niet begrijpelijk zou 
hebben geoordeeld in het geval de aan de AIVD gemelde informatie tot direct strafvorderlijk 
ingrijpen noopte.24  
De geschetste voorbeelden lijken aan te tonen dat een ambtsbericht van de AIVD, ondanks de 
bestaande controlemechanismen, onbedoeld onware informatie kan bevatten. Met dit in het 
achterhoofd verdient het aanbeveling dat strafvorderlijke actoren zoals de politie, de officier 
van justitie en de strafrechter een kritische houding aannemen ten aanzien van de inhoud van 
het ambtsbericht. Een kritische houding die in de eerste plaats concreet vorm krijgt door 
tenminste een aantoonbare inspanning te leveren om door middel van het verrichten van 
aanvullend politieel onderzoek de in het ambtsbericht vervatte informatie te verifiëren 
alvorens op basis hiervan een dwangmiddel toe te passen. Deze hoofdregel zou onverkort van 
toepassing moeten zijn als het ambtsbericht ziet op jihadisme. Gelet op het afschermen van 
bronnen en methodieken door de AIVD is het verrichten van aanvullend politieel onderzoek 
immers de enige manier om binnen het strafvorderlijk kader de betrouwbaarheid van het 
ambtsbericht te toetsen. Natuurlijk kan van dit onderzoek worden afgezien als er een 
onmiddellijk dreigend gevaar op een terroristische aanslag bestaat. Het is vervolgens in de 
tweede plaats de taak van de strafrechter om, mits hier door de verdediging een punt van 
wordt gemaakt, richting te geven als het gaat om de vraag in welke gevallen de in een 
ambtsbericht vervatte informatie rechtvaardiging biedt voor het toepassen van een 
dwangmiddel.  
 
                                                 
24 In zijn preadvies gaat Krips ook in op de factor tijd die in dit verband een rol kan spelen. Zie F. Krips, ‘Over 
de bruikbaarheid van AIVD-informatie in strafzaken’, in: Preadviezen 2009 (Vereniging voor de vergelijkende 
studie van het recht van België en Nederland), Den Haag: Boom juridische uitgevers 2009. 
 
5. Het ambtsbericht van de AIVD: rechtmatig verkregen informatie? 
 
Het gebruik van het ambtsbericht in het strafproces kan ook risico’s met zich brengen die van 
doen hebben met de rechtmatigheid van de informatieverzameling. (iets over privacyschend 
handelen diensten + rapport CTIVD) Ik bespreek er één die in relatie staat tot het gebruik van 
informatie van buitenlandse inlichtingendiensten door de AIVD.25 De AIVD kan zich in zijn 
ambtsbericht immers baseren op informatie van buitenlandse zusterdiensten. Sommige van 
deze diensten zullen gemakkelijker overgaan tot onorthodoxe methoden zoals het in strijd met 
art. 6 EVRM instigeren (uitlokken) van burgers of tot het toepassen van methoden die zich in 
de sfeer van het folterverbod van art. 3 EVRM afspelen. Dat de samenwerking van de AIVD 
met dergelijke inlichtingendiensten geen hypothetisch voorbeeld is, volgt uit het 
toezichtsrapport van de CTIVD van 12 augustus 2009.26 In dit rapport wordt geconstateerd 
dat de AIVD sinds de aanslagen in 2001 in New York en die in Madrid in 2004 in 
toenemende mate is gaan samenwerken met zusterdiensten waarvan het twijfelachtig is of die 
de mensenrechten respecteren. Dat soort buitenlandse inlichtingendiensten kunnen het 
verrichten van dergelijke handelingen ook uitbesteden aan private organisaties. In dit verband 
kan op meerdere affaires rondom het Amerikaanse bedrijf Blackwater worden gewezen.27 De 
internationale inlichtingenmatige samenwerking brengt dus het gevaar mee dat ook de AIVD 
gebruik maakt van onrechtmatig verkregen informatie. Informatie die via het ambtsbericht 
zijn weg naar een strafrechtelijke procedure vindt. Een voorbeeld van een strafzaak waarin in 
ieder geval dit punt door de verdediging wordt aangevoerd, is te vinden in de uitspraak van de 
Rechtbank Den Haag van 21 oktober 2011.28 Het betreft een strafzaak tegen een 
hooggeplaatste functionaris van de zogenaamde Tamiltijgers. De verdediging voert aan dat de 
AIVD heeft samengewerkt met de inlichtingendienst uit Sri Lanka die zich waarschijnlijk 
schuldig maakt aan foltering. Hoewel de rechtbank niet echt inhoudelijk op dit verweer 
                                                 
25 Enigszins in samenhang hiermee kan de informatieverzameling door inlichtingendiensten en de internationale 
samenwerking tussen dergelijke diensten ook bezwaren met zich brengen die zien op aspecten van privacy. De 
door voormalig medewerker Snowden van de Amerikaanse National Security Agency (NSA) geïnitieerde 
PRISM-affaire heeft bijvoorbeeld duidelijk gemaakt dat de verzameling van informatie door de in het geheim 
opererende inlichtingendiensten de privacy van grote groepen burgers kan aantasten. Zie over deze affaire 
meerdere artikelen in The New York Times op www.nytimes.com. In de nasleep van deze affaire is begin van dit 
jaar zelfs het handelen van de Nederlandse inlichtingendiensten en de voor hen verantwoordelijke ministers, 
Plasterk ten aanzien van de AIVD en Hennis in relatie tot de MIVD, ter discussie komen te staan. Zie in dit 
verband de brief van deze ministers van 10 februari 2014 waarin antwoord wordt gegeven op een groot aantal 
Kamervragen, Kamerstukken II 2013-2014, 30 977, nr. 80. De commotie in Nederland zag er in de kern op dat 
de Nederlandse inlichtingendiensten 1,8 miljoen metadata (dat zijn de gegevens die samenhangen met 
telecommunicatie, zoals een telefoonnummer, een IP-nummer, een e-mailadres of locatiegegevens) van 
telefoonverkeer verzamelde en verstrekte aan de NSA. Hoewel deze verstrekking van informatie op grond van 
art. 59 Wiv mogelijk is, toont deze affaire aan dat het op grote schaal doorlichten van gegevens van burgers door 
de AIVD op politieke en maatschappelijke weerstand kan stuiten. Wellicht verzwakt deze weerstand onder 
invloed van het opvlammende jihadisme. 
26 Zie het Toezichtsrapport nr. 22a van de CTIVD, te raadplegen via www.ctivd.nl. 
27 Blackwater is een Amerikaans particulier beveiligingsbedrijf, een particuliere militaire uitvoerder die onder 
andere beveiligingstaken voor het Amerikaanse leger overnam in Irak en Afghanistan. Huurlingen dus. Het 
bedrijf komt onder andere in opspraak als in 2007 een aantal vluchtende Irakese burgers worden gedood door 
medewerkers van Blackwater. Voor deze bijdrage is echter een andere affaire van belang. In 2009 brengt The 
New York Times namelijk naar buiten dat de Amerikaanse inlichtingendienst CIA het bedrijf inhuurt om 
terroristen te liquideren. De CIA besteedt hiermee dergelijk dirty work uit aan een private organisatie. Een 
organisatie waarbij het respecteren van mensenrechten naar alle waarschijnlijkheid een marginale rol speelt. 
Kijkend naar dit voorbeeld is het denkbaar dat een Nederlandse inlichtingendienst indirect gebruik maakt van 
informatie die een organisatie als Blackwater vergaart. Zie over de affaires rondom dit bedrijf meerdere artikelen 
in de The New York Times op de website www.nytimes.com. 
28 Zie in dit verband Rb. Den Haag 21 oktober 2011, ECLI:NL:RBSGR:2011:BT8829.  
ingaat, wordt wel overwogen dat het niet aannemelijk is geworden dat de inhoud van dit 
materiaal door marteling of foltering is verkregen.  
Het voorgaande biedt ruimte aan de gedachte dat het ambtsbericht van de AIVD gebaseerd 
kan zijn op onrechtmatig verkregen informatie. Met het oog hierop verdient het wederom 
aanbeveling dat de strafvorderlijke actoren zoals de officier van justitie en de strafrechter een 
kritische houding aannemen ten aanzien van de inhoud van het ambtsbericht. Als  
tegenargument kan worden aangevoerd dat een dergelijke houding niet nodig is nu de 
rechtmatigheid van het handelen van de AIVD al strikt wordt gecontroleerd door onder meer 
de CTIVD.29 Hiertegen kan echter weer worden ingebracht dat uit de jurisprudentie 
voortvloeit dat in ieder geval de strafrechter, in weerwil van bestaande controlemechanismen, 
een eigen verantwoordelijkheid bezit om bij een vermeende schending van art. 3 en/of art. 6 
EVRM hiernaar een onderzoek te verrichten.30 Deze verplichting hangt samen met de 
verplichting van de Nederlandse staat om (ook in een strafrechtelijke procedure) geen gebruik 
te maken van informatie die is verkregen in strijd met de zojuist genoemde artikelen uit het 
EVRM.31 Kort gezegd is de lijn van redeneren dan dat een staat zich in een dergelijk geval 
schuldig kan maken aan een schending van art. 6 EVRM, ook al heeft het de gewraakte 
handelingen niet zelf begaan. Gelet op ongewenste fishing expeditions blijft het in het 
strafproces natuurlijk wel een voorwaarde dat de verdachte en/of diens advocaat aannemelijk 
maken dat een onrechtmatigheid is begaan die art. 3 en/of art. 6 EVRM raakt. Complicerende 
factor in dit geheel is het belang van de staatsveiligheid dat in de context van de 
informatievergaring door de AIVD speelt, de hiermee verband houdende afgeschermde wijze 
waarop door deze dienst wordt geopereerd en informatie wordt verstrekt en de 
geheimhoudingsplicht die hieruit ten slotte voortkomt. Het toepassen van de afgeschermde 
getuigenregeling van art. 226m tot en met 226s Sv, een regeling die de mogelijkheden van de 
rechterlijke toetsing van informatie van de AIVD beoogt te verruimen, zou hierin evenwel een 
uitkomst kunnen bieden. Ik merk wel op dat deze regeling tot op heden niet is toegepast en 
dat in de Piranha-zaak waarin hierop wel werd aangestuurd, de AIVD heeft geweigerd mee te 
werken aan een afgeschermd getuigenverhoor.32  
 
 
5. Hoe nu verder? 
 
Het is evident dat ambtsberichten van de AIVD een belangrijke schakel vormen in de 
strafrechtelijk aanpak van jihadisme. Het is een kerntaak van de AIVD om onderzoek te 
verrichten naar jihadisme en hiervan melding van te doen aan het OM. In dit artikel heb ik 
                                                 
29 De Hoge Raad verwoordt dit ook nagenoeg letterlijk zo in zijn standaardarrest in de Eik-zaak. Zie Hoge Raad 
5 september 2006, NJ 2007, 336, m.nt. Sch. 
30 Zie in deze context EHRM 27 juni 2001, NJ 2002, 102 m.nt. Sch (Rodriguez v. Nederland), Hoge Raad 5 
september 2006, NJ 2007, 336, m.nt. Sch (Eik-zaak), EHRM 5 februari 2008, NJ 2008, 499, m.nt. Sch 
(Ramanauskas v. Litouwen) en Hoge Raad 5 oktober 2010, NJ 2011, 169 m.nt Sch en EHRM 4 november 2010, 
nr.18757/06 (Bannikova v. Rusland). 
31 Zie hiervoor EHRM 7 juli 1989, NJ 1990, 158 m.nt. EAA (Soering v. Verenigd Koninkrijk), EHRM 26 juni 
1992, NJ 1995, 258 m.nt. Kn (Drozd v. Frankrijk en Spanje), Hoge Raad 5 oktober 2010, NJ 2011, 169 m.nt Sch 
en een soortgelijke overweging zit ingeblikt in Hoge Raad 5 september 2006, NJ 2007, 336, m.nt. Sch (Eik-
zaak).  
32 Tot eind 2012 is de afgeschermde getuigenregeling niet toegepast. Zie hiervoor het rapport van het WODC uit 
het jaar 2012 getiteld ‘De Wet afgeschermde getuigen in de praktijk’, bijlage bij Kamerstukken II 29754, nr. 213. 
Het Amsterdamse hof dat na verwijzing door de Hoge Raad heeft geoordeeld over de Piranha-zaak komt in het 
tussenarrest van 21 december 2012 wel tot het oordeel dat meerdere afgeschermde getuigen moeten worden 
gehoord door de Rotterdamse r-c. Zie Hof Amsterdam 21 december 2012, ECLI:NL:GHAMS:2012:BY9310.  
De AIVD verleent hieraan echter geen medewerking. Zie Hof Amsterdam 25 maart 2014, 
ECLI:NL:GHAMS:2014:915.  
duidelijk gemaakt dat er, ondanks het bestaan van interne en externe controlemechanismen, 
risico’s zijn verbonden aan het gebruikmaken van ambtsberichten in het strafproces. Dit 
betekent niet dat ambtsberichten van de AIVD niet meer zouden mogen worden gebruikt in 
het strafproces. De bestaande risico’s moeten naar mijn smaak tot gevolg hebben dat 
strafvorderlijke actoren zoals de politie, de officier van justitie, de strafadvocaat en de 
strafrechter zich kritisch opstellen ten aanzien van de inhoud van het ambtsbericht. Op de 
schouders van deze actoren, en dan richt ik mij in eerste instantie tot de politie en de officier 
van justitie, rust een eigen verantwoordelijkheid om de betrouwbaarheid van deze informatie 
te verifiëren alvorens tot het toepassen van een strafvorderlijk dwangmiddel wordt 
overgegaan. Uitzonderingen daargelaten natuurlijk. De strafrechter heeft de belangrijke taak, 
mits daartoe uitgenodigd door de verdediging, om achteraf een oordeel uit te spreken over de 
rechtmatigheid van de inzet van dit dwangmiddel. Ten slotte kan er een noodzaak bestaan om 
in het strafproces de rechtmatigheid van de verkrijging van de in het ambtsberichten vervatte 
informatie te toetsen. Hiervoor zal wel een aanleiding moeten bestaan en bovendien bestaat 
hiertoe vrijwel uitsluitend een noodzaak als deze informatie mogelijk is verkregen in strijd 
met art. 3 en/of art. 6 EVRM.  
 
 
 
