

































TÍTOL DEL TFC: Simulacions de xarxes IEEE 802.11 amb NS-3 
 
TITULACIÓ: Enginyeria Tècnica de Telecomunicacions, especialitat 
Telemàtica 
 
AUTOR: Lluís Salvador Falumí 
 
DIRECTOR: Eduard Garcia Villegas 
 





Títol: Simulacions de xarxes IEEE 802.11 amb NS-3 
 
Autor: Lluís Salvador Falumí 
 
Director: Eduard Garcia Villegas 
 








Els simuladors de xarxa són actualment eines que permeten crear de manera 
virtual escenaris per a poder obtenir resultats estadístics intentant ajustar-se a 
la realitat. L’existència d’aquestes eines permet avaluar escenaris sense la 
necessitat de crear la configuració d’una xarxa real, evitant despeses de 
recursos, i de temps, entre d’altres. Aquest projecte pretén avaluar el 
funcionament del nou simulador Network Simulator 3 en entorns sense fils 
IEEE 802.11.  
 
Així doncs, aquest projecte s’ha desenvolupat per a obtenir els següents tres 
objectius. En primer lloc es pretén una familiarització amb el funcionament del 
simulador NS-3 donant com a resultat la realització d’un manual que permeti 
construir un escenari bàsic, incloent-hi les eines per a obtenir resultats 
estadístics. També és pretén avaluar el simulador en entorns sense fils per a 
poder establir la fiabilitat de noves funcions 802.11, massa simplificades en la 
versió anterior NS-2. Per últim, es volen comparar diversos escenaris simulats 
sobre les xarxes sense fils amb mesures en escenaris reals per tal de 
comprovar com de representatius són els resultats obtinguts amb la simulació.  
 
Per a l’avaluació del nou simulador s’han seguit els següents passos, reflectits 
en l’estructura d’aquest document. Primer, introducció a les xarxes IEEE 
802.11, a continuació estudi dels prerequisits i instal·lació del simulador; 
creació d’un escenari bàsic amb la documentació necessària per la simulació, 
incloent detall de les classes i funcions utilitzades; un cop familiaritzats amb 
l’entorn es procedeix a l’avaluació dels models de propagació en entorns 
oberts i tancats, a l’efecte de les interferències, accés al medi. Finalment, 
concloure el resultat de totes les simulacions en comparació a l’avaluació real. 
 
Els resultats del projecte han estat satisfactoris en certs entorns com l’accés al 
medi o implementació i modificació de noves funcions de forma senzilla. Però 
caldrà esperar a noves actualitzacions del simulador que millorin els models 
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The network simulators are actually tools that allow the creation of scenarios in 
a virtual manner in order to obtain statistics that mirror the reality. These tools 
can evaluate the scenarios without the need to deploy a real network and 
therefore they are used to save time and resources. This project aims to 
evaluate the functionality of the new simulator Network Simulator 3 in a IEEE 
802.11 wireless enviroment.  
 
This project will face the following objectives. The first aim consists in getting 
acquainted with the functionality of the new NS-3 simulator. This task is 
intended to prepare a tutorial explaining how to build a basic Wi-Fi scenario, 
including the tools to obtain the statistics results. Second, we evaluate the 
simulator in a wireless environment to establish the feasibility of the new 
802.11 functions, which were too simplified in the previous version (NS-2). 
Lastly, we will compare the various simulated scenarios in the wireless 
environment with the real measurements to establish how representative the 
results are in comparison. 
 
The evaluation of the simulator is performed according to the following steps, 
as shown in the structure of this document. Firstly, an introduction to the IEEE 
802.11 networks is required; following, we study the requirements and the 
installation procedures of the simulator. Secondly, the creation of a basic 
scenario with the necessary documentation for the simulation that includes 
details of the classes and functions used. Thirdly, the evaluation of the 
propagation models in open and close environments, the effects of 
interference, and channel access. Finally, the conclusion of the simulated 
results are compared to the measurements. 
 
The results of the comparison has been satisfactory in several aspects, such 
as modeling channel, or ease of adding or modifying new functions. However, 
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Un simulador és un programa on es permet crear de manera virtual entorns 
reals per permetre estudiar-ne els paràmetres que es desitgin. El principal 
avantatge dels simuladors és que permeten avaluar entorns reals mitjançant la 
informàtica sense necessitar la configuració i obtenir uns resultats el més 
fiables possibles. Existeixen diferents tipus de simuladors segons el que es vol 
estudiar, però en aquest projecte es treballa amb els simuladors de xarxa. 
 
Existeixen diversos simuladors de xarxes que permeten avaluar el rendiment, la 
cobertura, etc. de topologies  de xarxa complexes, constituïdes per diferents 
dispositius. Tanmateix, tots tenen com a objectiu el poder aproximar els 
resultats simulats als valors reals. L’objectiu principal del simulador és permetre 
estudiar aquests paràmetres d’una xarxa concreta sense incorre en la despesa 
de recursos que suposa la configuració d’una xarxa real. Existeixen molts 
simuladors amb suport per a diferents sistemes operatius, com Windows i 
Linux, però només alguns permeten  la modificació de la programació i canvis 
en els paràmetres de la simulació, anomenats simuladors de codi obert. 
 
Aquest projecte avalua el nou simulador Network Simulator 3 (NS-3) en un 
entorn basat en el sistema operatiu Linux. 
 
La primera versió de Network Simulator començà l’any 1989 com a variant d’un 
altre simulador, però no va ser fins a finals de 1995 on es va compilar la 
primera versió anomenada v1.0a1. Seguidament van treure diverses versions 
bàsicament per a millorar errors i implementar noves funcions. Això va portar a 
la creació de la segona versió (NS-2) a finals de l’any 1996. Aquesta versió ha 
estat la més utilitzada i coneguda en la recerca i docència per estudis de xarxes 
amb més de 34 actualitzacions fins l’any 2008. A partir d’aquell any apareix el 
nou simulador NS-3 que implementa classes i funcions completament noves 
que s’expliquen en aquest projecte. 
 
L’objectiu d’aquest projecte és realitzar un estudi del simulador de xarxes NS-3 
per a avaluar el seu comportament i realitzar una comparativa mitjançant 
escenaris reals. El simulador permet crear diferents estudis de tecnologies, per 
a obtenir resultats estadístics o valors, evitant la complexitat de la creació dels 
casos reals. A diferència de NS-2, aquesta última versió incorpora la 
implementació de les xarxes sense fils i es pretén poder concloure quina 
eficiència té el simulador en comparació a l’entorn real. 
  
Aquest projecte pretén avaluar diferents aspectes del simulador: el seu 
funcionament, l’avaluació de la simulació en entorns sense fils, més 
concretament amb dispositius IEEE 802.11, i la comparació amb els escenaris 
reals. En aquesta comparació també es desitja avaluar els enllaços de ràdio 
com models de propagació en el medi, transmissió del senyal, interferències en 
les xarxes sense fils,etc. ja que aquest és el punt feble de molts simuladors. 
Amb tots els resultats es pretén avaluar la fiabilitat del simulador per a poder 
concloure si serà tant utilitzat com el seu predecessor (NS-2). 
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Inicialment es crea un escenari bàsic amb dos estacions (una d’elles sense fils) 
connectades mitjançant un Access Point (AP) que permet conèixer les 
possibilitats que ofereix el simulador. S’estudien també eines d’avaluació com 
tcptrace, tcpdump, trpr, etc. que permeten interpretar les simulacions i poder 
obtenir resultats detallats i estadístics de tràfics, gràfics, cobertures, etc. Un cop 
assolits els coneixements bàsics que han permès l’estudi d’un escenari senzill 
a continuació s’avaluen altres escenaris més complexos per a veure fins on és 
capaç d’arribar el simulador donada una xarxa sense fils en presència 
d’interferències, estacions 802.11 fent servir diferents modulacions. Els 
resultats d’aquestes simulacions es comparen amb mesures obtingudes en 
entorns reals. 
 
Al tractar-se d’un simulador completament nou, ja es pot avançar que NS-3 
resulta molt més robust que el seu antecessor i permet implementar noves 
funcions de forma senzilla, ja que tota la programació del codi és orientada a 
objectes. S’ha pogut comprovar que el simulador es comporta de manera fiable 
en alguns escenaris amb estacions IEEE 802.11, però caldrà esperar a noves 
actualitzacions per poder gaudir de millores en els models relatius a la capa 
física. La implantació de un nou simulador comporta un temps d’aprenentatge 
entre els usuaris, que es veu afectat per contínues actualitzacions d’errors i 
millores, sobretot durant el seu primer any de vida. 
 
L’estructura del projecte està basat en cinc capítols.  
 
El primer capítol es basa en les especificacions tècniques de les tecnologies 
utilitzades. S’explica el estàndard IEEE 802.11 i els diferents modes de treball. 
 
El segon capítol explica la utilització del nou simulador NS-3. S’explica el 
funcionament del simulador amb les seves versions, compatibilitat i també els 
prerequisits i passos ha seguir durant la instal·lació del simulador. 
 
El tercer capítol explica la creació d’un escenari model bàsic, format per dues 
estacions, una d’elles sense fils. Es detallen tots els passos a seguir per a la 
creació d’un escenari i les funcions utilitzades per aquest. 
 
El quart capítol avalua totes les eines necessàries per a poder treure dades a 
partir del simulador i obtenir estadístiques. També s’avaluen diferents 
programes depenent de les dades i tipus de tràfic que es desitja estudiar. 
 
En l’últim capítol, es realitza la comparativa de diversos escenaris simulats amb 
escenaris reals. S’avaluen diferents paràmetres de models de propagació, 
throughput i cobertura del senyal, entre d’altres. 
 
Finalment, en l’apartat de conclusions s’avaluen tots els resultats obtinguts en 
els escenaris simulats i l’avaluació real per a determinar l’eficiència del 
simulador en els diferents àmbits estudiats. 
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CAPÍTOL 1. INTRODUCCIÓ A LES XARXES IEEE 802.11 
 
En aquest primer capítol es defineixen els conceptes que s’utilitzen en el 
projecte. Aquest capítol està centrat en el funcionament de les xarxes sense fils 




El protocol 802.11 és un estàndard internacional creat al 1997 per                     
l’Institut d’Enginyers Elèctrics i Electrònics (IEEE) que defineix les 
característiques d’una xarxa d’àrea local sense fils (WLAN). Wi-Fi (Fidelitat 
sense fils), és el nom de la certificació assignada per Wi-Fi Alliance, grup que 
garanteix la compatibilitat entre dispositius que utilitzen l’estàndard 802.11. [1] 
 
L’estàndard 802.11 estableix els nivells inferiors de la capa OSI (capa física i 
capa d’enllaç de dades) per les connexions sense fils que utilitzen ones 
electromagnètiques.  
 
La tecnologia sense fils, incorpora diversos avantatges respecte a la xarxa 
cablejada que permeten: 
 
 Mobilitat. Al tractar-se d’una tecnologia sense fils, els usuaris tenen la 
llibertat de moure’s en el radi on hi ha cobertura dels elements que 
proporcionen l’accés a la xarxa.  
 
 Instal·lació simple. Al no haver de fer instal·lació de cablejat per a tots 
els llocs de treball, només és necessari instal·lar els elements per a 
donar cobertura. 
 
 Preu. Al tenir una instal·lació més simplificada, el preu global de la xarxa 
és més baix. 
  
1.1.1. Topologies de xarxa 
 
La topologia o forma lògica d’una xarxa es defineix com la forma de fer l’enllaç 
entre els nodes d’una xarxa. Existeixen molts factors a considerar per a decidir 
quina topologia és més adequada per a una situació en concret.  
 
La topologia en una xarxa és la configuració adoptada per a les estacions de 
treball per connectar-se entre si. [2] 
 
1.1.1.1 Topologia en estrella 
 
Les estacions es connecten a un concentrador central, equip per on les dades 
de l’origen han de passar abans d’arribar al destí. Un avantatge que presenta 
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aquesta topologia és que, a més de ser fàcilment ampliable, la fallida d’un node 
no afecta a la comunicació entre els altres. En canvi, en el cas de fallar el 












Fig. 1.1 Topologia en estrella 
 
 
1.1.1.2 Topologia mallada 
 
En la topologia mallada (Fig. 1.2), cada node està connectat a un o més nodes, 
de manera que els missatges poden arribar d’un node a un altre per diferents 
camins. 
 
També existeix la topologia mallada completa (Fig. 1.3) on cada node està 
connectat amb tots els altres.  
 
 
                                         
 
Fig. 1.2 Mallada parcial               Fig. 1.3 Mallada completa 
 
 
1.1.2. Modes d’operació 
 
El mode d’operació en una xarxa es refereix al mètode de comunicació que 
utilitzen dos estacions en una xarxa. 
 
El estàndard 802.11 ofereix dos possibles modes d’operació en les xarxes 
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1.1.2.1 Mode ad-hoc 
 
El mode ad-hoc (Fig. 1.4) és el mode d’operació més simple d’una xarxa sense 
fils, actuant com una xarxa punt a punt entre un conjunt d’equips amb 
adaptadors sense fils. No existeix cap punt d’accés per a fer la comunicació, ni 
tampoc cap equip que doni suport a la xarxa. En aquest mode d’operació, la 
informació es transmet directament entre l’emissor i el receptor sense passar 
per cap altre equip. 
 
Aquest és el mode més fàcil, ràpid i barat d’establir una comunicació sense fils, 
però presenta un desavantatge ja que els equips han d’estar dintre de l’àrea de 
cobertura dels altres per comunicar-se. Només seria possible en una xarxa de 
pocs equips i pròxims entre ells, encara que a nivell de xarxa (capa 3 de la OSI) 
es poden implementar protocols d’encaminament ad-hoc que permeten 
comunicacions multi-salt i en un futur IEEE 802.11 es permetrà nativament a 
nivell d’enllaç. També el rendiment és menor a mesura que el número de 
clients augmenta i cada client ha de configurar el seu adaptador en mode ad-
hoc, utilitzar el mateix SSID (Service Set IDentifier) i número de canal. 
 
En les xarxes IEEE 802.11, el mode ad-hoc s’anomena com un Conjunt de 





Fig. 1.4 Mode d’operació ad-hoc   
 
 
1.1.2.2 Mode infraestructura 
 
En el mode infraestructura (Fig. 1.5) cada client sense fils envia la seva 
informació a un Punt d’Accés (AP) que la fa arribar al destinatari adequat. Cada 
estació s’ha d’haver associat prèviament al node central per a comunicar-se 
amb els altres nodes. 
 
Els Punts d’Accés permeten augmentar la cobertura de la xarxa sense fils ja 
que les estacions no s’han de connectar entre si, si no que ho fan directament 
de l’AP. S’utilitza un sistema de distribució sense fils (WDS) permetent que una 
xarxa pugui ser ampliada mitjançant múltiples APs sense la necessitat d’un 
cablejat troncal que els connecti. L’avantatge d’aquesta solució respecte a 
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altres, és conservar les direccions MAC dels paquets que ha enviat el client a 
través dels diferents APs. 
 
En les xarxes IEEE 802.11 el mode infraestructura és conegut com Conjunt de 





Fig. 1.5 Mode d’operació infraestructura   
 
 
1.1.3. Capa física 
 
El estàndard IEEE 802.11 permet tres tècniques de modulació de freqüències 
desenvolupades per a la transmissió de dades. Aquestes tècniques, 
anomenades eixamplat de l’espectre, consisteixen en utilitzar la banda de 
freqüència ample per a transmetre dades de baixa potència. A continuació, 
s’expliquen les tres tecnologies. [4] 
 
1.1.3.1 Modulació per salts de freqüència (FHSS) 
 
La tècnica de l’espectre eixamplat per salts de freqüència consisteix en dividir 
l’ample de banda en almenys 75 canals diferents, amb salts de 1 MHz entre sí, 
i després transmetre a partir d’una combinació de canals que totes les 
estacions coneixen. La transmissió es va alternant entre canals i l’ús de 
cadascun és durant un període de temps molt curt (aproximadament 40 
mil·lèsimes de segon), el que permet que un senyal més fàcil de reconèixer es 
transmeti en un determinat moment i en una determinada freqüència.  
 
Actualment, les xarxes locals que utilitzen aquesta tecnologia són estàndards. 
Degut a que es coneix la seqüència de freqüències que s’utilitza, ja no és una 
manera segura de transmetre dades. No obstant, s’utilitza a l’estàndard 802.11 
per a reduir interferències entre les diverses estacions en una cel·la. 
 
1.1.3.2 Modulació per seqüència directa (DSSS) 
 
La tècnica de l’espectre eixamplat per seqüència directa consisteix en 
transmetre, per cada bit enviat, una seqüència de Barker de bits. En aquesta 
operació, cada bit amb valor ‘1’ és reemplaçat per una seqüència de bits i cada 
seqüència de valor ‘0’ és reemplaçada pel seu complement. 
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La capa física de l’estàndard 802.11 defineix una seqüència de 11 bits 
(10110111000) per a representar un ‘1’ i per a codificar el ‘0’ s’utilitza el 
complement (01001000111).  Així la informació que s’envia és redundant i es 
permet verificar errors i corregir-los durant la transmissió. 
 
En 802.11b s’utilitza aquesta modulació d’eixamplament de l’espectre però 
també introdueix CCK (Complementary Code keying) per arribar a velocitats de 
5,5 i 11 Mbps. 
 
La banda de freqüència que s’utilitza en l’estàndard 802.11 és des de 2,400 a 
2,4835 GHz (83,5 MHz d’ample de banda) i està dividida en 14 canals de 5 
MHz cadascun.  
 
La taula 1.1 mostra la relació entre els identificadors dels canals i les 
freqüències corresponents en el subestàndard 802.11g. 
 
 




















No obstant, encara que es disposi de 14 canals no es poden fer servir tots ja 
que per a transmetre 11 Mbps és necessari un ample de banda de 22 MHz, 
d’acord amb el teorema de Shannon. Per això, com hi ha canals que es 
superposen i causen interferències entre ells, s’ha de deixar una separació de 5 
canals de distància que corresponen a 25 MHz. Es podrien utilitzar, per 
exemple, els canals 1, 6 i 11. 
 
En el cas de connectar dos o més APs, s’hauran d’utilitzar 3 canals 
suficientment separats tal i com es mostra en la figura 1.6. 
 




Fig. 1.6 Distribució dels canals 
 
 
1.1.3.3 Multiplexació per divisió de freqüències octogonals (OFDM) 
 
La modulació utilitzada en la tecnologia 802.11a i 802.11g consisteix en enviar 
un conjunt de portadores de diferents freqüències on cadascuna transporta 
informació modulada en QAM o QPSK. 
 
La transmissió d’un usuari es codifica sobre múltiples subportadores on 
s’aprofiten els zeros de les altres per a centrar-la al màxim. Els subcanals que 
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1.1.4. Diversos estàndards Wi-Fi 
 
802.11 és el primer estàndard permetent un ample de banda de 1 a 2 Mbps. El 
estàndard original s’ha modificat per optimitzar l’ample de banda i per a 
especificar components de millora amb la finalitat de garantir més seguretat i 
compatibilitat. En aquest apartat s’explica breument les característiques de 




L’estàndard 802.11a opera a la banda ISM de 5 GHz i utilitza 52 subportadores 
a una velocitat màxima de 54 Mbps (30 Mbps a la pràctica), cinc vegades 
superior a 802.11b. El estàndard està basat en la tecnologia OFDM i transmet 
en un rang de freqüències de 5 GHz, utilitzant 12 canals no superposats, 8 per 
la xarxa sense fils i 4 per les connexions punt a punt. Per tot això, és 




L’estàndard 802.11b permet un màxim de transferència de 11 Mbps (6 Mbps a 
la pràctica) en un rang de 100 metres aproximadament i 200 metres al aire 





L’estàndard 802.11g fa servir la banda ISM de 2,4 GHz i apareix l’any 2003 
com a millora de 802.11b. Permet una velocitat màxima de transmissió de 54 
Mbps (30 Mbps a la pràctica) en rangs comparables als estàndards 802.11b. 
Degut a que utilitza el rang de freqüències 2,4 GHz amb codificació OFDM, és 




L’estàndard 802.11n és un sistema basat en la tecnologia MIMO (Multiple Input 
Multiple Output) que permet utilitzar diversos canals a la vegada per a enviar i 
rebre, degut a la incorporació de varies antenes. La velocitat pot arribar a ser 
de 600 Mb/s però actualment la capa física suporta 300 Mbps i, depenent del 




L’estàndard 802.11e permet aplicacions en temps real per les garanties de 
Qualitat i Servei (QoS). L’objectiu és introduir nous mecanismes a nivell de la 
capa MAC per a suportar els serveis que requereixen les garanties de QoS. 









L’estàndard 802.11i incrementa la seguretat WLAN utilitzant algoritmes 
d’encriptació i tècniques basades en claus més avançades PMK (Pairwise 
Master Key). Està destinat a millorar la seguretat en la transferència de dades 
(administrar i distribuir claus, implementar xifrat i autentificació). Aquest 
estàndard es basa en el AES (estàndard de xifrat avançat) i pot xifrar 




Defineix la interoperabilitat de fabricants en protocols Mesh (aquelles xarxes en 
les que existeixen les dos topologies de xarxes sense fils, Ad-hoc e 
infraestructura). 802.11s defineix la capa física i enllaç de dades per a xarxes 
mallades.  
 
1.1.5. Capa MAC (Medium Access Control) 
 
El estàndard 802.11 defineix, en la seva capa de control d’accés al medi 
(MAC), una sèrie de funcions per a realitzar les operacions pròpies de les 
xarxes sense fils. Aquesta capa s’encarrega, en general, de gestionar i 
mantenir les comunicacions entre les estacions 802.11.  
 
Un adaptador de xarxa ha d’obtenir el permís d’accés al medi compartit abans 
de poder transmetre trames. El estàndard 802.11 defineix dos maneres d’accés 





DCF és obligatòria en totes les estacions sense fils i es basa en el protocol 
CSMA/CA (Carrier Sense Multiple Access/Collision Avoidance). Quan una 
estació vol transmetre ha de seguir els següents passos: 
 
 Si té el NAV (Network Allocation Vector) en valor 0, escolta el canal. Si 
no, s’espera a tenir-lo en valor 0. 
 Si el canal està lliure envia la trama. 
 Si el canal està ocupat, espera un temps aleatori (temps de backoff) i 
s’espera al NAV=0. 
 Si quan s’envia la trama, es rep un ACK, s’acaba la transmissió. 
 Si no es rep l’ACK, s’espera un temps aleatori (backoff) i s’espera a que 
el NAV tingui valor 0. 
 
En canvi, CSMA/CA presenta una serie de problemes en l’entorn sense fils. Els 
dos principals problemes que es poden detectar són: 
 
 Nodes ocults. Una estació creu que el canal està lliure, però en realitat 
està ocupat per un altre node al que no escolta. 
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 Nodes exposats. Una estació creu que el canal està ocupat, però en 
realitat està lliure ja que el node al que escolta no crearia interferència 
per transmetre a un altre destí. 
 
La solució que proposa IEEE 802.11 és MACA (MultiAccess Collision 
Avoidance). Segons aquest protocol, abans de transmetre l’emissor envia una 
trama RTS (Request to Send), indicant la longitud de dades que vol enviar. El 
receptor li contesta amb una trama CTS (Clear to Send), repetint la longitud. 
L’emissor, al rebre el CTS, envia les seves dades. Igualment s’ha que tenir en 
compte: 
 
 Al escoltar el RTS, s’ha d’esperar un temps per enviar el CTS. 
 Al escoltar el CTS, s’ha d’esperar segons la longitud. 
 
La solució final de 802.11 utilitza MACA amb CSMA/CA per enviar RTS i CTS. 
 
1.1.5.2 Autentificació i Associació 
 
L’autentificació és el procés necessari per a que l’estació es pugui connectar a 
la xarxa sense fils i consisteix en la identificació de la estació abans d’associar-
se. 
 
L’associació és el servei necessari per a que una estació pugui adherir-se al 
mode infraestructura i utilitzar els seus serveis. Per a poder establir aquesta 
connexió, s’utilitza un algoritme on l’estació utilitzarà trames de proves per 
mantenir-se associada a un punt d’accés que pugui variar si té la condició de 
mòbil. El algoritme consisteix en els següents passos: 
 
 El node envia una trama de prova (Probe). 
 Els punts d’accés que reben la trama de prova, responen amb una trama 
de resposta (Response). 
 El node seleccionarà, segons el nivell de senyal rebut del punt d’accés al 
que vol associar-se, enviant una trama de requeriment de l’associació. 
 El punt d’accés respon amb una resposta d’associació afirmativa o 
negativa. 
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CAPÍTOL 2. NETWORK SIMULATOR 3 
 
En aquest segon capítol s’explica el simulador Network Simulator 3. Inicialment 
s’explica el funcionament del nou simulador i també tot el procediment per la 
instal·lació amb les comprovacions necessàries. 
 
2.1. Network Simulator 3 
 
Network Simulator 3, NS-3, és un simulador de xarxes d’Internet pensat 
principalment per a investigació, recerca i ensenyament. [7] [8] 
 
NS-3 és un software lliure amb llicència GNU GPLv2, que permet fer estudis de 
diferents escenaris de xarxa i poder fer simulacions a partir dels requisits. Està 
creat en el llenguatge de programació orientat a objectes C++ i opcionalment 
amb seqüències de comandes Python. Està disponible amb els sistemes 
operatius: Linux i Unix (i les seves variants), OS X i Windows (a partir de 
Cygwin o MinGW). 
 
NS-3 no és una extensió de la versió anterior, NS-2, sinó que és un nou 
simulador. Els dos simuladors, estan escrits amb el llenguatge de programació 
C++ però la nova versió no suporta l’antiga API (Application Programming 
Interface) que treballava amb OTcl. Per això, NS-2 continuarà mantenint-se fins 
que NS-3 no estigui construït i s’estudiarà mecanismes d’integració i transició 
per acabar treballant només amb l’última versió ja que incorpora canvis 
importants de prestacions respecte l’anterior. Durant l’any 2009, es preveuen 
noves actualitzacions que incorporaran el  suport IPv6, entre d’altres. 
 
L’objectiu del simulador és l’estudi de les xarxes IP a través del 
desenvolupament de diferents escenaris, amb els paràmetres que es desitgin. 
També un simulador d’investigació modern amb llenguatge obert per a la seva 
modificació. NS-3 respon a les tendències en la investigació de Internet:  
 
1. Software extensible del nucli. La documentació és utilitzada per Doxygen, 
utilitzat per la documentació API i la organitza en mòduls diferents. Actualment 
encara s’estan desenvolupant nous models en l’arquitectura ja que es vol evitar 
problemes de la versió anterior, NS-2, com la incompatibilitat entre models, 
carència de les direccions de memòria o errors ens els mòduls del llenguatge. 
 
2. El realisme. Utilització de nodes més semblants en un ordinador real i el 
suport de interfícies com sockets API. Un node són les aplicacions que es 
poden configurar en el simulador per la creació de diversos escenaris. 
 
3. Integració software. NS-3 s’ajusta als formats estàndards d’entrada i sortida 
per altres eines que també ho puguin utilitzar. Per exemple, es poden fer 
captures dels paquets transmesos i veure els paràmetres. 
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4. Suport a la visualització i test de proves. Per a la simulació en temps real es 
fa mitjançant dos mètodes d’integració amb sistemes reals: màquina virtual i 
piles. NS-3 interconnecta màquines virtuals i test de proves sobre piles NS-3. 
 
5. Rutes i estadístiques. Les rutes estan estructurades des de la sortida de 
dades del simulador. Les diferents fonts de les quals es reben dades, són 
tractades pel nucli del sistema. 
 
6. Atributs del sistema NS-3. Cada objecte té uns atributs específics com: un 
nom, tipus i valor inicial. És més fàcil de comprovar errors en la simulació amb 
qualsevol analitzador com Ethereal, Wireshark, etc. 
 
7. Models NS-3. La nova versió incorpora, a part de la versió anterior, nous 
models per les diferents capes OSI com físiques, d’enllaç, MAC,etc. com es pot 





Fig. 2.1 Diferències dels models en NS-2 i NS-3 
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2.1.1. Compatibilitat NS-2 
 
La diferència més important entre les dos versions, és el canvi de llenguatge. 
Amb NS-2 s’utilitza un llenguatge OTcl (extensió de Tool Command Language) 
i els resultats de simulació poden ser utilitzats Network Animator (Nam). No és  
possible executar una simulació en NS-2 purament desde C++, encara que 
alguns components si s’utilitzin amb C++ i amb OTcl. 
 
NS-3, el simulador és escrit completament en C++ o Python. El resultat sobre 
algunes simulacions poder ser visualitzades des de Nam, però amb la nova 
versió s’està intentant buscar un nou simulador.  
 
La versió que s’utilitza dependrà de les necessitats que vulguem analitzar de la 
xarxa. NS-3 té noves capacitats com múltiples interfícies sobre nodes, 
assignació IP’s i més protocols d’Internet a part de noves tecnologies de Wi-Fi.  
 
Actualment es creu que la última versió ja està preparada per tots els usuaris, i 




Network Simulator 3 va començar al juny de 2006, però a partir de la primera 
versió ns-3.0.1 (març 2007), fins la versió ns-3.3 (abril 2009) ha passat més de 
dos anys. És un simulador molt recent i actualment encara s’està implementant 




La primera versió que es va publicar, va ser el març de 2007 amb la versió ns-
3.0.1 on es presentaven les noves millores respecte NS-2 però sense tenir cap 
efecte ja que es recomanava seguint utilitzant la versió anterior amb els 
simuladors. 
 
Quasi bé, mensualment es treuen noves actualitzacions fins arribar a la versió 
ns-3.4 creada al mes d’abril de 2009. Amb aquesta versió es recomana suplir a 
la versió NS-2. 
 
2.2. Instal·lació NS-3 
 
Per a fer la instal·lació del software NS-3 s’han de seguir els següents passos 
per assegurar-se que el programa funcionarà correctament: prerequisits, 
instal·lació i comprovació. 
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2.2.1. Plataforma suportada 
 
Abans de fer la instal·lació del programa, inicialment cal tenir clar sobre quin 
sistema operatiu es fa la instal·lació ja que hi ha opcions que no es permeten 
instal·lar. [9] 
 
NS-3 està desenvolupat inicialment per a plataformes GNU/Linux, encara que 
com s’ha dit anteriorment, NS-3 està suportat en Linux, OSX i Windows. Més 
concretament, NS-3 està suportat per: 
1. Linux x86/x86-64 gcc-4.x  
2. Linux x86/x86-64 gcc-3.4 
3. Mac OS X, x86/ppc, gcc-4.x 
4. Cygwin o MinGW (suportat per Windows). 
 




Taula 2.1 Opcions permeses pels diferents sistemes operatius 
 
Opcions Linux gcc-4.x Linux gcc-3.4 OS X Cygwin 
MinGW 
Build Optim Suportat (menys gcc-4.3.2) 
Suportat (només 
gcc-3.4.6) Suportat Suportat 
Unió Python Suportat Suportat Suportat No suportat 
Threading Suportat Suportat Suportat No suportat 
Temps Real 




3.4, gcc-4.2 o 
superior 




El nucli de NS-3, necessita els requisits mínims per executar simulacions: gcc  
en versions gcc-3.4/g++ o superior, i Python 2.4 o superior. Hi ha versions en 
Linux que ja les incorporen per defecte. Tanmateix, a continuació es detallen 
els passos a seguir necessaris per a les diferents opcions de NS-3: 
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0. L’estació ha de tenir connexió a Internet per descarregar-se els paquets 
corresponents. 
 
1. Requeriments mínims per C++. Conjunt mínim de paquets necessaris per 
executar NS-3. 
 
linux:/ns-3.2# sudo apt-get install gcc g++ python 
 
2. Requeriments mínims per Python. És el conjunt mínim de paquets 
necessaris per treballar amb Python.  
 
linux/ns-3.2# sudo apt-get install gcc g++ python python-
dev 
 
Pot ser que demani que s’actualitzi la versió de la distribució Linux per instal·lar 
correctament el Python: 
 
linux:/ns-3.2# apt-get update 
 
A continuació s’hauria de tornar executar la comanda per a instal·lar Python. 
 
3. Per a executar proves de regressió, es requereix el paquet mercurial. També 
és necessari per a treballar en general amb NS-3 i obtenir traces d’arxius. 
 
linux:/ns-3.2# sudo apt-get install mercurial 
 
4. Per compilar Python des de NS-3 és necessari instal·lar bazaar: 
 
linux:/ns-3.2# sudo apt-get install bzr 
 
5. Configuració del sistema basat en GTK: 
 
linux:/ns-3.2# sudo apt-get install libgtk2.0 libgtk2.0-dev 
 
6. Per a debugar: 
 
linux:/ns-3.2# sudo apt-get install gdb valgrind 
 
7. Documentació de Doxygen (per les classes API): 
 
linux:/ns-3.2# sudo apt-get install doxygen graphviz imagemagick 
 
linux:/ns-3.2# sudo apt-get install texlive-pdf texlive-latex-extra 
 
8. Manual i tutorial de NS-3 escrits en texinfo (doc/manual i doc/tutorial): 
 
linux:/ns-3.2# sudo apt-get install texinfo dia 
 
9. Per a la simulació de xarxes exigeix la instal·lació d’analitzadors sintàctics i 
generadors com flex bison: 
 
linux:/ns-3.2# sudo apt-get install flex bison 
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10. Algunes visualitzacions bàsiques de mobilitat requereixen goocanvas: 
 
linux:/ns-3.2# sudo apt-get install libgoocanvas-dev 
 
11. Per la compilació del codi C++ i per realitzar simulacions de xarxes es 
requereix el gcc:  
 
linux:/ns-3.2# sudo apt-get install g++-3.4 gcc-3.4 
 
12. Per llegir arxius *.pcap que permeten emmagatzemar els resultats de la 
simulació com si es tractés d’una captura de tràfic real: 
 
linux:/ns-3.2# sudo apt-get install tcpdump 
 
13. Base de dades per a el suport de estadístiques: 
 
linux:/ns-3.2# sudo apt-get install sqlite sqlite3 libsqlite3-dev 
 
2.2.3. Instal·lació NS-3 
 
En aquest punt, s’explica com fer la instal·lació del programa Network Simulator 
3. El programa NS-3 està disponible en l’apartat Download (veure [10]), on es 
poden descarregar totes les versions des de la primera i també documentació 
sobre el programa. Es pot consultar l’annex A per a ampliar les captures 
mostrades en aquest apartat sobre la instal·lació. 
En aquest projecte, s’utilitza inicialment la versió ns-3.2, del 30 d’octubre de 
2008, que es pot descarregar de la pàgina web (veure [11]). A part d’aquesta 
versió es pot trobar totes les versions anteriors i les últimes actualitzacions. Es 
descarrega i després es descomprimeix amb la comanda: 
debian:/home/lluis# bunzip2 ns-3.2.tar.bz2 
debian:/home/lluis# tar xvf ns-3.2.tar 
 
També es pot descarregar des del propi terminal (ha de ser terminal super-
usuari) amb les comandes següents: 
debian:/home# wget www.nsnam.org/releases/ns-3.2.tar.bz2 
Una vegada descomprimit l’arxiu .tar, s’entra a la carpeta creada ns-3.2. El 
primer que s’ha de fer és configurar la compilació, utilitzant waf amb la següent 
comanda: 
debian:/home/lluis/ns-3.2# ./waf –d debug configure 
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A continuació la compilació comprova el correcte funcionament de totes les 
instal·lacions prèvies per NS-3. Ha de sortir tot en estat ‘ok’ amb el següent 
missatge: 
‘Configuration finished successfully: project is now ready to 
build’. 
Algunes de les opcions de NS-3 no estan habilitades per defecte o requereixen 
alguna instal·lació addicional però no són necessàries per a aquest projecte.  
Ara, el programa està configurat correctament i es pot compilar el paquet NS-3 
amb la comanda: 
debian:/home/lluis/ns-3.2# ./waf 
 
El missatge següent indica que la compilació ha estat correcte. Només resta fer 
unes comprovacions per tal de veure que tot funcioni correctament: 
 
‘Compilation finished successfully’ 
 
En cas de tenir més d’un processador (dual core), es pot fer que la compilació 
sigui més ràpida amb la següent comanda: 
debian:/home/ns-3.2# ./waf –j JOBS (on JOBS és el número de nuclis). 
 
2.2.4. Comprovació NS-3 
 
A continuació es mostren les comandes necessàries per comprovar el correcte 
funcionament de la instal·lació. Es pot consultar l’annex A per ampliar les 
captures mostrades en aquest apartat sobre la instal·lació. 
 
Inicialment, s’ha d’executar el test de la distribució NS-3 amb la comanda 
‘check’: 
debian:/home/lluis/ns-3.2# ./waf check 
A continuació es mostra un informe verificant cada unitat. Al final de la 
comprovació apareix el següent missatge: 
 
Ran 7 test in 0,010 s 
OK 
 
Aquest test són utilitzats per a fer una verificació ràpida de que la distribució 
NS-3 té totes les compilacions correctes. A continuació, s’executa també la 
següent comanda: 
debian:/home/lluis/ns-3.2# ./waf –regression 
Al final ha de sortir l’última comprovació: 
 
PASS test-udp-echo i PASS test-wifi-wired-bridging 
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CAPÍTOL 3. PRIMER ESCENARI NS-3 
 
En aquest tercer capítol, s’explica com es crea un escenari amb el simulador 
NS-3. S’explica el codi de programació C++ per a la creació de tots els passos 
necessaris en la simulació i les funcions utilitzades. Aquest capítol té la vocació 
de ser un tutorial que permet al lector prendre un primer contacte amb el nou 
simulador. 
 
3.1. Descripció del escenari 
 
En el primer escenari amb el programa NS-3, es vol fer una connexió d’una 
estació fixa amb una altre mòbil mitjançant un AP IEEE 802.11g. Inicialment, es 
vol aconseguir fer la programació d’aquest escenari i les simulacions mitjançant 
NS-3 per finalment llegir i interpretar els resultats. 
 
L’escenari està basat en una estació fixa que genera tràfic constant cap a 
l’estació sense fils. Aquest tràfic serà TCP o UDP per tal de veure les 
diferències i poder avaluar amb més detall els resultats. Amb aquests resultats 
s’obtenen estadístiques de throughput, paquets perduts, retards, etc. 
 




Fig. 3.1 Esquema del primer escenari 
 
 
3.2. Escenari amb NS-3 
 
A continuació s’explica el codi que s’utilitza en NS-3 per a crear aquest 
escenari amb tràfic TCP. L’escenari amb tràfic UDP es pot consultar a l’apartat 
B de l’annex. 
 
Les funcions principals del codi, necessari per la creació d’un escenari amb  
NS-3, s’inclouen en el subapartat 3.2.1. 
 
Inicialment, s’inclouen les llibreries dels mòduls que es fan servir en l’escenari. 
Cadascuna d’elles permet la creació de les classes corresponents de cada 
mòdul. 

















En la següent línia es declara el namespace. 
 
using namespace ns3; 
 
Es declara un component de registre anomenat Escenari1 que permet activar i 




Com qualsevol programa de C++, és necessària una funció principal que serà 
la primera en executar-se. 
 
int main (int argc, char *argv[ ]) 
{ 
 
Es crea una variable del tipus uint (nCsma i nWifi) amb el valor del número de 
nodes CSMA (Etherent) i Wifi que tindrà l’escenari. Aquesta declaració no és 
necessària ja que només serveix per a passar paràmetres a funcions, però és 
útil per a definir l’escenari i modificar-lo fàcilment. 
 
uint32_t nCsma = 1; //Número d’estacions CSMA 
uint32_t nWifi = 1; //Número d’estacions Wifi 
 
Es creen els dos nodes que estaran connectats punt a punt. En la primera línia 
es crea un objecte p2pNodes de la classe NodeContainer. En la segona, amb 




pP2p Nodes.Create (2); 
 
El següent pas és construir la topologia per a connectar els nodes creats a la 
xarxa. Amb la classe PointToPointHelper es crea un enllaç punt a punt. En la 
primera línia, es crea l’objecte PointToPoint de la classe PointToPointHelper. A 
continuació, s’assignen els atributs de DataRate (velocitat de l’enllaç) i Delay 
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pointToPoint.SetChannelAttribute ("Delay", StringValue ("2ms")); 
També, si es vol, cal afegir les següents línies de codi per si es volen crear 
paquets més grans de 1500 bytes ja que per defecte els fragmenta. 
 
NetDeviceContainer p2pInterfaces = pointToPoint.Install (p2pNodes); 
p2pInterfaces.Get(0) -> SetMtu(1500); 
p2pInterfaces.Get(1) -> SetMtu(1500);  
 
A continuació, és necessari tenir una llista de tots els objectes NodeDevice que 
s’han creat. En la primera línia, es declara l’objecte p2pDevices de la classe 
NetDeviceContainer. En la segona, s’utilitza el mètode Install de la classe 
PointToPointHelper sobre l’objecte NodeContainer com a paràmetre. Serveix 
per a instal·lar els dispositius als nodes i el canal de transmissió entre ells 
(veure apartat 3.2.1.4). 
 
NetDeviceContainer p2pDevices; 
p2pDevices = pointToPoint.Install (p2pNodes); 
 
Es crea un altre NodeContainer per a que els nodes creats formin part del bus 
de la xarxa CSMA. La funció Get agafa el primer node del p2pNodes i l’afegeix 
al contenidor csmaNodes. El node en qüestió acabarà tenint un dispositiu punt 
a punt i un altre CSMA. Amb la funció Create es crea la resta de nodes que 
composen la xarxa CSMA. 
 
NodeContainer csmaNodes; 
csmaNodes.Add (p2pNodes.Get (1)); 
csmaNodes.Create (nCsma); 
 
S’utitlitza NetDeviceContainer i CsmaHelper per mantenir la comunicació amb 





csmaDevices = csma.Install (csmaNodes); 
 
Un cop creats els nodes CSMA, s’han de crear els nodes Wifi. Es crea un 





A continuació, es crea un node de la classe NodeContainer. Amb la funció Get 
s’agafa el segon node del p2pNodes i s’afegeix al contenidor wifiApNode.  
 
NodeContainer wifiApNode = p2pNodes.Get (0); 
 
Ara es crea un canal Wifi amb la classe WifiChannel. Aquest model requereix la 
creació i addició d’altres models que descriuen diferents comportaments. Això 
proporciona a l’usuari l’oportunitat de canviar la manera d’actuar de la xarxa 
sense haver de canviar el codi. 
 
Ptr<WifiChannel> channel = CreateObject<WifiChannel> (); 
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Les següents línies creen i assignen un model de pèrdues de propagació per el 
canal en espais tancats. (veure apartat 3.1.2) 
 







Es crea un objecte wifi de la classe WifiHelper i s’assignen dos atributs per 
defecte que utilitzarà quan es creïn els dispositius. El mètode SetPhy li 
especifica el tipus de classe de capa física quan es creen els dispositius Wifi. El 







En el següent codi es configuren els atributs de la capa MAC. La primera línia 
crea l’objecte de l’identificador Service Set Identifier (SSID). Amb el mètode 
SetMac s’especifica el tipus de capa MAC ns3::NqstaWifiMac, que indica una 
estació sense qualitat de servei. També s’especifica que l’estació no utilitzarà  
AcitveProbing (comprovar capa MAC) per a evitar tràfic ‘Probe requests’. 
 
Ssid ssid = Ssid ("ns-3-ssid"); 
wifi.SetMac ("ns3::NqstaWifiMac", "Ssid", SsidValue 
(ssid),"ActiveProbing", BooleanValue (false)); 
 
A continuació, es crea un objecte staDevices de la classe NetDeviceContainer.  
A la segona línia, amb el mètode Install s’atribueixen els dispositius i el canal 
creat en els nodes. 
 
NetDeviceContainer staDevices; 
staDevices = wifi.Install (wifiStaNodes, channel); 
 
Un cop configurats els nodes Wifi, es configura el node AP. En primer lloc es 
canvien els atributs per defecte de la classe WifiHelper. Amb el mètode SetMac 
s’indica el tipus de capa MAC ns3::NqapWifiMac (AP sense qualitat de servei). 
També es fixa l’atribut BeaconGeneration (generació de paquets Beacon dels 
APs) a valor true i s’especifica el interval en segons entre Beacons. 
 
wifi.SetMac ("ns3::NqapWifiMac", 
"Ssid", SsidValue (ssid), 
"BeaconGeneration", BooleanValue (true), 
"BeaconInterval", TimeValue (Seconds (2.5))); 
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Es crea un objecte apDevices de la classe NetDeviceContainer.  A la segona 
línia, amb el mètode Install s’atribueixen els dispositius i el canal creat en els 
nodes. 
NetDeviceContainer apDevices; 
apDevices = wifi.Install (wifiApNode, channel); 
 
Es crea un objecte de la classe MobilityHelper per a instal·lar el model de 
mobilitat en els nodes STA i AP. En aquest escenari no es crearà cap funció de 






S’utilitza el objecte stack de la classe InternetStackHelper per a crear piles de 
protocols. El mètode Install instal·la una pila TCP, UDP, IP a cadascun dels 







Per a la configuració de les IP’s, s’utilitza la classe Ipv4AddressHelper a cada 
interfície dels dispositius. Es crea un objecte address i amb el mètode SetBase 
indica que ha de començar a assignar IPs de la xarxa especificada amb la 
màscara corresponent. A continuació es crea un objecte de la classe 
Ipv4InterfaceContainer que amb l’atribut Assign permet assignar les adreces 
als dispositius p2pDevices, csmaDevices, staDevices i apDevices. 
 
Es configuren les adreces IP de la xarxa 192.168.1.0 pels dispositius de l’enllaç 
punt a punt. El rang de les adreces IP 192.168.2.0 serveix per assignar les 




address.SetBase ("192.168.1.0", "255.255.255.0"); 
Ipv4InterfaceContainer p2pInterfaces; 
p2pInterfaces = address.Assign (p2pDevices); 
address.SetBase ("192.168.2.0", "255.255.255.0"); 
Ipv4InterfaceContainer csmaInterfaces; 
csmaInterfaces = address.Assign (csmaDevices); 
address.SetBase ("192.168.3.0", "255.255.255.0"); 
address.Assign (staDevices); 
address.Assign (apDevices);  
 
A continuació es crea l’establiment de la connexió inicial entre els nodes 
indicant el protocol de transport, l’adreça IP i el port destí. Amb la classe 
ApplicationContainer es crea un objecte que defineix l’instant d’inici i de final de 
la connexió per cadascun dels nodes wifiStaNodes. 
 
PacketSinkHelper sinkHelper ("ns3::TcpSocketFactory", 
InetSocketAddress ("192.168.3.1",1025));       
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ApplicationContainer sinkApp = sinkHelper.Install (wifiStaNodes); 
sinkApp.Start (Seconds (0.0)); 
sinkApp.Stop (Seconds (20.0)); 
 
S’especifica l’adreça destí i el port utilitzat per a rebre el tràfic. També el tipus 
de protocol de transport per a la transmissió de les dades. Aquestes 
declaracions no són obligatòries però són útils per modificar l’adreça destí i el 
tipus de transport. La última línia de codi és necessària per a no fragmentar els 
paquets fins a 1024 bytes ja que per defecte els fragmenta a un mida de 536 
bytes (només amb TCP).  
 
Address dest = InetSocketAddress("192.168.3.1",1025); 
std::string protocol = "ns3::TcpSocketFactory"; 
Config::SetDefault  
(“ns3::TcpSocket::SegmentSize”, UintegerValue (1024)); 
  
Es crea la font On-Off que serà l’encarregada de generar el tràfic. S’utilitza un 
objecte de la classe OnOffHelper on s’assignen els atributs creats en el codi 
anterior. Amb el mètode SetAttribute es configura la probabilitat de que la font 
On-Off estigui enviant (OnTime), la velocitat a la qual transmet, el tamany de 
paquet (bytes) i per últim la probabilitat de que la font no transmeti (OffTime). 
 
OnOffHelper onoff = OnOffHelper (protocol, dest); 
onoff.SetAttribute  
("OnTime",RandomVariableValue(ConstantVariable(1))); 
onoff.SetAttribute ("DataRate", StringValue("30Mbps")); 
onoff.SetAttribute ("PacketSize", UintegerValue(1024)); 
onoff.SetAttribute  
("OffTime",RandomVariableValue (ConstantVariable(0)));   
 
Es crea un objecte de la classe ApplicationContainer on s’especifica el temps 
inicial i final de la font On-Off.  
 
ApplicationContainer apps = onoff.Install (csmaNodes.Get(1)); 
apps.Start (Seconds (0.5)); 
apps.Stop (Seconds (20.0)); 
 
S’indica que tots els nodes tinguin connexió entre ells. És necessari per tenir 
connectivitat entre tota la xarx.a 
 
GlobalRouteManager::PopulateRoutingTables (); 
   
També s’ha d’assignar el temps que durarà tot l’escenari. Aquest temps ha de 
ser superior a tots els anteriors per a poder assegurar que es reben tots els 
paquets de dades. 
 
Simulator::Stop (Seconds (30.0)); 
 
Les següents línies de codi creen els arxius *.pcap per a poder veure els 
missatges que s’intercanvien per a cada tipus de node: CSMA i Wi-Fi. En 
l’execució d’aquest programa es creen aquests arxius amb dos extensions 
numèriques indicant el node i dispositiu respectivament. 
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WifiHelper::EnablePcap 




Finalment s’executa la simulació sobreescrivint els arxius de simulacions 
anteriors. 
Simulator::Run (); 
Simulator::Destroy ();  
   
} 
 
3.2.1. Funcions utilitzades 
 
En el punt anterior es comenta la funció de cada línia de codi necessària per a 
poder crear l’escenari però a continuació s’explica amb més detall certes 
funcions i atributs que es poden variar. 
 
Es pot trobar més informació de cada funció, amb el nom corresponent, en la 
documentació API del Doxygen (veure [12]).  
 
3.2.1.1 Funció OnOffApplication 
 
La classe OnOffApplication és una classe que genera un tràfic a una destinació 
de forma permanent. 
 
Abans de fer servir la funció amb els atributs, s’ha de crear l’objecte 
OnOffHelper on s’indica el protocol i destí: 
 
OnOffHelper onoff = OnOffHelper (protocol, destí); 
 
OnOff permet modificar els següents valors d’atributs: 
 
 DataRate: permet ajustar el valor de velocitat a la qual  es vol generar el 
tràfic. Per defecte és 500 kbps. 
 PacketSize: aquest valor ajusta la mida dels paquets que es generen. 
Per defecte és 512 bytes. 
 Remote: indica l’adreça destí IP a la que es vol dirigir el tràfic. Per 
defecte és 00-00-00 (totes les direccions). 
 OnTime: variable aleatòria que permet indicar la probabilitat de quan 
estarà en estat ‘On’. 
 OffTime: variable aleatòria que permet indicar la probabilitat de quan 
estarà en estat ‘Off’. 
 MaxBytes: número màxim de bytes que es vol enviar. El valor 0 marca 
que no hi ha limitació. 
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Per a executar la comanda amb atributs corresponent: 
 
Onoff.SetAttribute (“nom_atribut”, tipus_variable (valor)); 
 
Això pot variar segons el tipus de variable, ja que si és StringValue caldrà posar 
el valor entre comentes i les unitats (Mbps, bytes, etc.). També en el cas de 
OnTime i OffTime caldrà indicar que és una variable constant. 
 
3.2.1.2 UdpEchoClientHelper i UdpEchoServerHelper 
 
Per a generar tràfic s’utilitza la classe OnOffApplication però a vegades no té 
sentit ja que només es vol enviar uns paquets de dades concrets o no crear un 
flux de dades continu. 
 
UdpEchoHelper permet la creació de tràfic UDP mitjançant un client, que 
general el tràfic, i un servidor, que respon aquest mateix. 
 
Inicialment es crea una objecte de la classe UdpEchoServerHelper amb els 
següents atributs: 
 
 Port: s’indica el port que es vol escoltar dels paquets que arriben. Per 
defecte el valor es el port número 9. 
 
A continuació, es crea un objecte de la classe UdpEchoClientHelper amb els 
següents atributs: 
 
 MaxPackets: indica el número màxim de paquets que l’aplicació vol 
enviar. Valor inicial = 100. 
 Interval: es el temps d’espera entre dos paquets. Valor inicial = 
1000000000ns. 
 RemoteAddress: indica la direcció IPv4 sobre la que es volen enviar els 
paquets. 
 RemotePort : port del destí pel qual rep els paquets. Valor inicial = 9. 




Aquesta classe serveix per a crear els nodes que es connectaran amb l’enllaç 
punt a punt entre els nodes. Permet utilitzar funcions de:  
 
 Create: aquesta funció indica els números de nodes a crear. 





Aquesta classe serveix per a mantenir l’enllaç creat amb NodeContainer entre 
els nodes. 
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Aquesta classe permet configurar l’enllaç punt a punt entre els nodes. Ajusta 
paràmetres de la classe PointToPointChannel i PointToPointNetDevice. 
 
Atributs de PointToPointNetDevice: 
 
 Address: adreça MAC del dispositiu. Valor inicial = ff:ff:ff:ff:ff:ff. 
 FrameSize: màxima mida del paquet que es vol enviar. Valor inicial de 
1502 bytes. 
 DataRate: velocitat de la transmissió de les dades punt a punt. Valor 
incial de 32,768 Kbps. 
 ReceiveErrorModel: model d’error utilitzat per paquets perduts. 
 TxQueue: cua que s’utilitza en la transmissió. 
 InterframeGap: temps entre enviaments de paquets. 
 Mtu: màxima unitat de transmissió. 
 
Atributs del PointToPointChannel: 
 




Aquesta classe serveix per a crear objectes WifiNetDevice i configurar els 
atributs corresponents per cada node. Els atributs que es poden modificar son: 
 
 SetPhy: mètode on especifica sobre la capa física que es vol quan es 
constitueix el dispositiu Wifi. 
 SetRemoteStationManager: mètode del tipus d’algoritme sobre el control 
de velocitat que es vol utilitzar.  
 SetMac: serveix per a poder afegir atributs a la capa MAC com el nom 
de l’identificador Ssid. 
 Install: serveix per a instal·lar el node com STA i poder-lo configurar com 
WifiChannel.  
 




Aquesta classe ens permet assignar adreces IP a les diferents interfícies dels 
dispositius creats. Es pot configurar dos atributs: 
 
 SetBase: permet assignar una adreça de xarxa i una màscara. 
 NewAddress: permet assignar una adreça concreta i a partir d’aquell 
valor incrementa les següents adreces corresponents. 
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Per a instal·lar les adreces a les interfícies, s’utilitza Ipv4InterfaceContainer per 
assignar als dispositius que s’han creat, tantes adreces com interfícies. 
 
3.2.2. Models de propagació 
 
NS-3 utilitza diferents models de propagació segons al medi on es vulgui crear 
l’escenari. Aquest models estan definits amb uns valors per defecte que són 
modificables en cadascuna de les classes (consultar l’annex B.2). 
 
En els següents subapartats, s’expliquen els diferents models de propagació 
que permet NS-3 en les dues versions utilitzades en aquest projecte (NS-3.2 i 







Aquest model de propagació s’utilitza en espais oberts. Està definit en la classe 
FriisPropagationLossModel. 
 
Friis permet canviar els següents paràmetres: 
 
 Lambda: permet canviar la relació entre la freqüència utilitzada amb la 
velocitat del so. Per defecte aquest valors són 5,15 GHz i 300.000 km/s 
respectivament, amb un valor inicial de 0, 0582524. 
 SystemLoss: permet canviar el sistema de pèrdues en la propagació del 
medi. El valor per defecte és de 1. 
 MinDistance: és la distància mínima per a donar resultats. Amb un valor 
inicial de 0,5 (metres). 
 
També es poden canviar aquest valors anant a la classe concreta de la ruta 




LogDistance és utilitzat en espais tancats. A diferència de l’anterior, aquesta 
classe és utilitzada per distàncies curtes. 
 
Permet canviar els següents paràmetres: 
 
 Exponent: l’exponent permet modificar les pèrdues en el model de 
propagació. El valor inicial és de 2. 
 ReferenceDistance: cal indicar la distància on és la referència de 
pèrdues del model. Valor inicial de 1 (metres). 
 ReferenceLoss: cal indicar la referència per les pèrdues (en dB). Per 
defecte, utilitza Friis a 1 metre amb una freqüència de 5,15 GHz que 
correspon a un valor inicial de 46,6667 dB. 
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Cal remarcar que aquesta classe utilitza el model Friis des dels 0 metres fins la 
distància de referència indicada. També és interessant canviar el paràmetre de 




Aquesta classe del model està només disponible en la versió NS-3.4. Permet 
establir el model de propagació amb tres camps de distàncies amb diferents 
paràmetres per a cada tram. 
 
Permet canviar els següents paràmetres: 
 
 Distance0: la distància més propera. Valor inicial és 1. 
 Distance1: la segona distància amb un valor inicial de 200 m. 
 Distance2: la distància més allunyada amb un valor inicial de 500 m. 
 Exponent0: exponent en el segment més proper. Valor inicial de 1.9. 
 Exponent1: exponent en el segon segment amb un valor de 3.8. 
 Exponent2: exponent en el més lluny amb un valor de 3.8. 
 ReferenceLoss: cal escollir un model de referència per a calcular les 
pèrdues. Valor per defecte: 46,67 dB per cada metre. 
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CAPÍTOL 4. EINES D’AVALUACIÓ 
 
En aquest quart capítol s’expliquen les eines utilitzades per a poder treure 
estadístiques de l’escenari simulat amb NS-3. S’avaluen diferents programes 
depenent les diferents estadístiques que es volen obtenir i també del tipus de 
tràfic que s’avalua. Com a exemple, s’utilitza l’escenari creat en el capítol 
anterior per a analitzar la informació proporcionada en la simulació. 
 
4.1. Generar arxius estadístics 
 
NS-3 permet crear un arxiu de sortida amb dades estadístiques. Aquest arxiu té 
extensió *.pcap i és molt útil per a poder treballar amb altres aplicacions 
existents que el permeten llegir e interpretar. Es poden obtenir resultats 
estadístics com: throughput, temps d’enviament, paquets perduts, bytes totals 
enviats i rebuts, etc. a partir de comandes molt bàsiques d’aplicacions com 
‘tcpdump’, ‘tcptrace’, Wireshark (Ethereal). 
Els arxius amb extensió pcap es generen al l’executar l’escenari amb la 
següent comanda: 
linux:/home/ns-3.2# ./waf --run scratch/escenari1 (sense extensió) 
 
En el directori on s’executa la comanda anterior, apareixen tants arxius pcap 
per a les interfícies dels node especificades al codi de l’escenari dispositiu 
corresponent. En el primer escenari (apartat 3.1), per exemple,  apareixeran: 
escenarictcp-2-0.pcap i escenariwtcp-3-0.pcap. El primer número indica el 
node, i el segon el dispositiu. Cada arxiu correspon a cadascun dels enllaços 
de l’estació fixa i l’enllaç sense fils. En canvi, si es vol generar els arxius pcap 




A continuació s’expliquen cadascun dels programes necessaris per a 





Tcpdump és una eina molt útil per a examinar els arxius pcap amb enllaços 
punt a punt. Permet analitzar i capturar tràfic TCP/UDP.[13]  
Amb la següent comanda apareixen els missatges que s’intercanvien entre dos 
nodes. A continuació es mostren aquest missatges en mode text: 
 
linux:/home/ns-3.2# tcpdump –r escenari1ctcp-2-0.pcap –nn –tt 
... 
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1.484181 IP 192.168.3.1.1025 > 192.168.2.2.49153:. 
ack 1762305 win 65535 
1.484181 IP 192.168.2.2.49153 > 192.168.3.1.1025:. 
1824769:1825793(1024) win 65535 
1.484181 IP 192.168.2.2.49153 > 192.168.3.1.1025:. 
1825793:1826817(1024) win 65535 
1.485016 IP 192.168.3.1.1025 > 192.168.2.2.49153:.  
ack 1764353 win 65535 
... 
 
Es pot comprovar que els paquets s’envien amb els següents camps: temps 
d’enviament, tipus de paquet de transport, la direcció origen, el port origen, la 
direcció IP destí, port destí, tipus de missatge, mida del paquet, etc. 
 
L’avantatge de tcpdump és que també permet capturar de les interfícies i també 
permet  llegir el seu contingut. Com es pot observar a continuació, també 
permet mostrar l’enllaç sense fils i poder interpretar els missatges entre 
l’estació i l’AP. [14] 
 
7.720320 Acknowledgment RA:00:00:00:00:00:06 
7.720398 IP 192.168.3.1.1025 > 192.168.2.2.49153:.  
ack 16874497 win 65535 
7.920396 Acknowledgment RA:00:00:00:00:00:05 
10.000108 Beacon () [6.0* 9.0 12.0 18.0 24.0 36.0 48.0 54.0 Mbit] 
IBSS 
 
L’inconvenient és que no permet treure estadístiques de paràmetres com 




TcpTrace és una eina que permet analitzar el tràfic TCP/IP i obtenir 
estadístiques. També permet treure una simplificació estadística de tràfic UDP.  
[15] 
 
4.3.1. Tràfic TCP 
 
Permet treure diferents sortides de text depenent dels paràmetres amb les 
següents comandes: 
 
-l : permet treure estadístiques detallades. 
-r : permet treure estadístiques amb temps de retard RTT (temps 
d’anada i tornada). 
-w : permet treure estadístiques amb el temps estimat de  congestió de 
la finestra TCP. 
-n : permet filtrar per algun tipus de tràfic o criteri. 
-u : permet treure estadístiques de tràfic UDP 
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Amb la següent comanda es mostren part de les estadístiques detallades 
(informe complert en l’annex C.1): 
 
linux:/home/ns-3.2# tcptrace -l escenarictcp-2-0.pcap 
... 
24724 packets seen, 24724 TCP packets traced 
elapsed wallclock time: 0:00:10.308262, 2398 pkts/sec analyzed 
… 
TCP connection info: 
        host a:        192.168.2.2:49153 
        host b:        192.168.3.1:1025 
 … 
a->b:                            b->a: 
total packets: 16481       total packets:    8243 
 ack pkts sent:   1  ack pkts sent:   8243 
pure acks sent:  1          pure acks sent:  8243 
      … 
max segm size:  1024 bytes max segm size:    0 bytes 
max win adv:     65535 bytes   max win adv:     65535  
initial window:  1024 bytes    initial window:   0 b 
initial window:  1 pkts       initial window:   0 pkts 
missed data:     0 bytes      missed data:     NA 
 throughput:      2272474 Bps throughput:       0 Bps 
 
Tcptrace també permet avaluar l’enllaç sense fils entre una estació fixa i 
aquesta. Les dades mostrades amb els mateixos paràmetres anteriors. 
 
4.3.2. Tràfic UDP 
 
Tcptrace també permet avaluar el tràfic UDP, encara que en menys dades 
estadístiques, com es pot veure a continuació (informe complert en annex C.1). 
Els paràmetres només es pot posar la opció –nul indicant que és tràfic UDP: 
 
linux:/home/ns-3.2# tcptrace -nul escenaricudp-2-0.pcap 
... 
16479 packets seen, 0 TCP packets traced, 16479 UDP packets traced 
... 
elapsed wallclock time: 0:00:00.245496, 67125 pkts/sec analyzed 
        total packets: 16479 
 
   a->b:                          b->a: 
 total packets:  16479 total packets:   0 
      data bytes sent: 17006328      data bytes sent:  0 
     throughput:      3779537 Bps   throughput:    0 Bps 
 
 
4.3.3. Gràfics estadístics 
 
Per a poder treure estadístiques com gràfics, tcptrace permet generar sis 
diferents tipus de gràfics per només tràfic TCP. Aquest gràfics es poden veure 
amb el programa xplot () o jplot amb els arxius creats amb extensió *.xpl. [16] 
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Depenent del paràmetre al executar tcptrace, mostra els següents tipus de 
gràfics (es poden consultar tots els gràfics en l’apartat  C.1 de l’annex): 
 
 Time Sequence Graph: mostra l’activitat general i events que succeeixen 
durant la connexió (Fig. 4.1a).  
 
linux:/home/ns-3.2# tcptrace –S escenarictcp-2-0.pcap 
linux:/home/ns-3.2# xplot a2b_tsg.xpl 
 
 Throughtput Graph: mostra bytes enviats en unitat de temps (Fig. 4.1b). 
 
linux:/home/ns-3.2# tcptrace –T escenarictcp-2-0.pcap 
linux:/home/ns-3.2# xplot a2b_tput.xpl 
 
 













Fig. 4.1a. Números de seqüència per unitat de temps; Fig. 4.1b. Bytes enviats 




Trpr (TRace Plot Real Time) és un programa que permet analitzar arxius 
tcpdump i crear una sortida per a mostrar en gràfics. També pot treure gràfics 
en ‘temps real’ quan tcpdump captura al mateix temps però en aquest projecte 
no serà necessari. A diferència de tcptrace també analitza tràfic UDP. [17] 
El primer pas, és passar l’arxiu capturat (*.pcap) a hexadecimal ja que només 
és interpretable amb aquest format. Amb tcpdump s’ha de filtrar per a paquets 
IP ja que trpr no interpreta altres formats. La comanda és la següent: 
linux:/home/TRPR#  tcpdump –r captura.pcap –x ip > captura.hex 
Amb la comanda anterior, s’ha creat un arxiu hexadecimal (captura.hex) amb 
només paquets IP que pot interpretar trpr. Amb la següent comanda, es genera 
el fitxer de gràfics. 
linux:/home/TRPR#  trpr input captura.hex auto X output captura.gpl 
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Per a obrir l’arxiu amb extensió *.gpl s’utilitza l’eina gplot (versió 4.2.4) que 
permet visualitzar gràfics (veure [18]). Per a poder mostrar l’arxiu gràfic 
s’executa la següent comanda: 
linux:/home/TRPR#  gnuplot –persist captura.gpl 
 
La figura 4.2a correspon a l’escenari creat amb UDP entre una font CSMA. 
 
L’inconvenient és que en un enllaç sense fils es produeix un error al crear 
l’arxiu hexadecimal. Trpr no interpreta correctament la capçalera MAC de 
l’enllaç sense fils. Per això, s’ha de modificar l’arxiu hexadecimal abans de 
poder crear l’arxiu gràfic i poder-lo interpretar. Els passos ha seguir són els 
següents: 
linux:/home/TRPR#  tcpdump –r captura.pcap –x ip > captura.hex 
S’ha de modificar l’arxiu hexadecimal (captura.hex) amb qualsevol editor de 
text: 
linux:/home/TRPR#  gedit  captura.hex 






Fig. 4.3. Mostra la captura.hex amb els bits a substituir 
 
 
S’ha comprovat que els bytes indicats no són interpretables i s’han de substituir 
per a poder crear l’arxiu gràfic. Per a fer-ho, es pot fer simplement un 
‘reemplazar’ per a poder substituir aquest per espais en blanc tal i com mostra 





Fig. 4.4. Mostra la captura.hex amb els bits substituïts 
 
 
També hi ha una comanda que permet fer la substitució sense cap editor de 
text d’una forma més ràpida. La comanda és la següent: 
linux:/home/TRPR#  sed –e  's/aaaa 0300 0000 0800 //g' captura.hex 
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En aquest moment, ja es pot executar la comanda per a crear el fitxer gràfic 
amb extensió *.gpl. 
linux://TRPR#  trpr input capt_nova.hex auto X output captura.gpl 
Ara ja es pot obrir amb el programa gnuplot (Fig. 4.2b) : 




Fig. 4.2a. Mostra el throughput de l’enllaç (kbits/segon); Fig. 4.2b. Mostra el 
throughput de l’enllaç wifi (kbits/segon) 
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CAPÍTOL 5. AVALUACIÓ DEL SIMULADOR 
 
El cinquè capítol explica l’avaluació del simulador en diferents escenaris amb 
NS-3. Després d’obtenir resultats de throughput mitjançant la simulació, es fa 
una comparativa amb les proves reals en diversos escenaris per tal de veure la 
seva fiabilitat. Cal comentar, que totes les simulacions creades amb NS-3 en 
aquest capítol, corresponen a la versió de NS-3.4 ja que és la versió més 
actualitzada actualment dels diferents models de propagació i funcions 
utilitzades. 
 
5.1. Escenari 2: Models de propagació 
 
En aquest escenari es vol realitzar l’aproximació del simulador amb el cas real 
dels diferents models de propagació que es poden utilitzar a diferents 
distàncies en diferents entorns.  
 
5.1.1. Descripció del escenari 
 
El segon escenari programat amb NS-3, consisteix en la connexió d’una estació 
fixa amb una altra de mòbil, mitjançant un AP a una certa distància.  
 
L’escenari està basat en una estació fixa que genera un tràfic constant cap a 
l’estació sense fils començant a una distància inicial fins on la recepció del 
senyal sigui nul·la. Aquest tràfic és UDP per avaluar el throughput en cada 
distància utilitzant dos modes de propagació en el canal: model Friis i 
LogDistance (veure apartat 3.2.2), i veure així el comportament de les 
modulacions a l’augmentar la distància. 
 
La font On-Off emissora genera paquets constants de 1024 bytes cap a 
l’estació sense fils.  El codi d’aquest escenari està detallat en l’annex D.2.1. 
 




Fig. 5.1 Esquema del segon escenari 
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5.1.2. Estudi previ 
 
En aquest apartat sobre els diferents modes de propagació, inicialment 
s’avaluen els valors que s’esperen obtenir després d’haver explicat els atributs 
que contenien les classes en l’apartat 3.2.2. S’estudien els dos modes de 
propagació per separat per a calcular la distància màxima a la que es pot 
transmetre. 
 
5.1.2.1 Capacitat màxima teòrica 
 
Abans de realitzar el càlcul teòric sobre els models de propagació, cal estudiar 
quina és la capacitat màxima teòrica que permet un enllaç sense fils, quan 
s’envien paquets de 1024 bytes.  Mitjançant l’estudi sobre el model teòric per a 
calcular la capacitat màxima d’una xarxa IEEE 802.11g de l’autor G.Bianchi 
(veure [19]), s’estima aquesta velocitat de 23 Mbps. Aquest és el valor que 
s’obté amb un únic transmissor i sense pèrdues (canal ideal). 
 
També cal comentar l’adaptació automàtica de la modulació present a molts 
dispositius. A mesura que augmenta la distància entre transmissor i receptor, la 
potència rebuda disminueix i en conseqüència el SNR, sent necessari reduir la 
velocitat de la modulació per a ser més robusta. S’espera comprovar aquest 




El model de propagació de Friis està pensat per a entorns oberts (a l’aire lliure). 
En aquest model, les pèrdues es calculen a partir dels atributs: lambda, 
pèrdues del sistema i distància de referència mínima. També cal dir que 
afecten els paràmetres de la classe yans-wifi-phy.cc on s’indica la potència de 
transmissió, entre d’altres (veure annex B.2). 
 
En aquest model, la relació entre la potència rebuda i la transmesa s’obtenen a 
partir de la següent expressió: 
 
 






 Gt: és el guany de transmissió (sense unitats). 
 Gr: és el guany de recepció (sense unitats). 
 Lambda = velocitat del so / freqüència (metres). 
 d: distància (m). 
 L: pèrdues del sistema (dB). 
 Pt: potència de transmissió (W). 
 P: potència de recepció (W). 
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Aquest seria el càlcul teòric, però NS-3.3 no té en compte per defecte alguns 
d’aquest paràmetres, com els guanys en recepció i transmissió, encara que es 
poden modificar en la programació de la classe. En aquest cas, si es calcula la 
distància màxima, a partir de les especificacions de diferents dispositius reals 
(consultar l’annex D.1), s’obtenen els següents resultats: 
 
 Rx: sensibilitat del receptor = -87 dBm. 
 Tx: potència del emissor = 18 dBm. 
 Lambda = 0,125 m (3·108 / 2,4·109) 
















Com es pot observar, el resultat de la distància màxima és 1768,89 m. En 
canvi, en les especificacions d’un AP comercial, aquesta distància és només de 
400 m en espais oberts, aproximadament. Això ja ens indica que el càlcul de 
cobertura és un model optimista però caldrà comprovar-ho amb les proves del 




El model de propagació LogDistance és un model per espais tancats o semi-
oberts. En aquest model, intervenen altres atributs com: exponent, distància de 
referència i les pèrdues d’aquest (veure annex B.2). A diferència de l’altra, 
LogDistance només afecta les potències de recepció i transmissió, l’exponent i 
les distàncies. 
 
A continuació es mostren els càlculs teòrics a partir de les següents dades: 
 
 Rx: sensibilitat del receptor = -87 dBm. 
 Tx: potència del emissor = 18 dBm. 
 d0: distància de referència = 1 m 
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Notar que si es realitzen els càlculs anteriors amb els paràmetres per defecte 
del simulador, cap model de propagació s’ajusta a la realitat (segons les 
especificacions dels dispositius reals). Amb els valors per defecte:  
 
 Rx: sensibilitat del receptor = -140 dBm. 
 Tx: potència del emissor = 16,0206 dBm. 
 Exponent n = 3. 
 
El càlcul de la distància per a espais oberts és de 629,115 km i 1,33 km en 
espais tancats. Aquest és un cas ideal ja que la potència de recepció 
(sensibilitat) és molt baixa. En l’apartat 5.1.3 es poden observar les diferències. 
 
5.1.3. Simulació amb NS-3 
 
Per a avaluar aquest escenari amb NS-3, s’han utilitzat les eines explicades en 
el capítol 3.2.2. Partint d’una distància inicial de 0 metres s’han realitzat les 
proves amb els dos models de propagació. 
 
Les figures 5.2 i 5.3 corresponen als gràfics amb els paràmetres per defecte del 
simulador. En l’apartat 5.1.5 es poden comparar els resultats per a avaluar 
quina simulació s’ajusta més als valors reals obtinguts. 
 
Avaluació del simulador    43 
 
A continuació es mostren els models de propagació Friis i LogDistance 
realitzats per a calcular el throughput en funció de la distància. Les dades 












      Fig. 5.2 Throughput/distància en Friiss    Fig. 5.3 Throughput/distància en LogDistance 
 
 
En les figures 5.2 i 5.3 es pot observar que els dos models de propagació no 
s’ajusten a la realitat comparant-los amb les especificacions del material que 
s’utilitza per a l’avaluació real en l’apartat 5.1.4. Igualment, també s’estudia com 
modificar els paràmetres per aconseguir un resultat òptim. 
 
També es pot observar, tal i com s’ha explicat en l’estudi previ, com s’ajusta la 
modulació a partir de l’increment de la distància entre l’AP i l’estació sense fils. 
A l’augmentar aquesta distància, es redueix la potència de recepció, i per tant, 
la relació SNR empitjora sent necessari canviar la modulació a velocitat inferior 
per a ser més robusta. 
 
5.1.4. Avaluació real 
 
El material que s’utilitza en aquest escenari per a l’avaluació real és el següent 
(veure les especificacions a l’annex D.1): 
 
 Access Point: D-Link DWL-G650. Pot treballar en model 802.11b/g en el 
rang de freqüències de 2,4 GHz.  
 Access Point: Linksys WRT54GS-EU Wireless b/g. Pot treballar en mode 
802.11b/g en el rang de freqüències de 2,4 GHz. 
 Targeta sense fils 3com USB 54 Mbps. Pot treballar en mode 802.11b/g 
en el rang de freqüències de 2,4 GHz. 
 Dos ordinadors portàtils amb l’eina iperf instal·lada per a generar el 
tràfic. [20] 
 
En l’avaluació real d’aquest escenari, les proves es realitzen en el passadís del 
subterrani de la planta -1 de la Universitat EPSC, un entorn que per les seves 
característiques, s’estudia segons un model de propagació per a interiors. Per 
tal d’estudiar el comportament real en un espai obert, també s’han realitzat 
mesures al Canal Olímpic de Castelldefels. 
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En l’avaluació real en espais tancats, per tal de cometre el mínim error 
possible, es realitzen els càlculs de throughput amb dos AP’s, de manera 
independent, i així calcular la mitjana aritmètica dels throughputs en cada 
distància. 
 
Els portàtils es mantenen a una distància de 80 cm, respecte al terra, i es 
genera el tràfic entre un client i servidor amb l’eina iperf (veure [20]). Les 
comandes necessàries en cada portàtil són les següents: 
 
Client: c: \iperf –c 192.168.1.10 –u –i 3 –t 60 –l 1024 –b 35 M 
 
Servidor: c:\iperf –s –u –i 3 
 
Les opcions que permet aquesta eina s’expliquen a continuació: 
 
-c: indica que és el client.  
-s: indica que és el servidor. 
-u: indica que és tràfic UDP. 
-i: indica el temps que es vol treure cada mostra. 
-t: indica el temps total que es volen treure mostres. 
-l: indica el tamany del paquet a enviar. 
-b: indica la velocitat del flux de dades a enviar. 
-p: indica el port per on es vol transmetre/rebre. 
 
Per espais tancats (Fig. 5.4), es realitzen més de 350 mostres de tràfic amb 
diferents distàncies tal i com es pot veure a la figura 5.4. (veure l’annex D.2.3). 
En canvi per espai obert (Fig. 5.4), les proves realitzades en el Canal Olímpic 













Fig. 5.4 Throughput/distància en espai obert.     Fig. 5.5 Throughput/distància en espai tancat. 
 
 
En les figures 5.4 i 5.5 es pot observar que el throughput decreix 
significativament a partir d’una distància concreta, diferent en cada model. En 
l’apartat 5.1.5 s’intenta ajustar aquest valors en el simulador. 
 
 




En aquest apartat, s’intenta ajustar els paràmetres necessaris del simulador 
NS-3 per a aproximar la simulació als resultats obtinguts en l’apartat anterior. 
Es vol avaluar quina és la diferència entre els valors calculats, els simulats i els 
mesurats, per a obtenir una conclusió de com utilitzar cadascun dels models de 
propagació. 
 
Per a realitzar l’estudi, s’estableixen uns criteris comuns en la simulació i en 
l’avaluació real, per tal d’ajustar el màxim possible els paràmetres del simulador 
amb la realitat. Aquest atributs són els següents: 
 
 Temps de simulació per mostra = 10 segons. 
 Potència de transmissió = 18 dBm. 
 Potència mínima en recepció (sensibilitat) = -87 dBm. 
 Lambda = 0,125 m (encara que no es té en compte en el càlcul). 
 
Els tres primers paràmetres estan configurats en el codi de l’escenari creat per 
la simulació. Les potències, s’ajusten a la classe yans-wifi-phy.cc i els 
paràmetres de propagació a la classe propagation-loss-model.cc. 
 
5.1.5.1 Model de propagació en espais oberts 
 
Amb el model Friis del simulador ja es pot comprovar que és un model 
optimista i no permet ajustar-se a un cas real. Per això, la comparativa entre el 
model en espai oberts s’haurà d’adaptar al model LogDistance modificant el 
valor de l’exponent per tal de cometre un error menor. 
 
A continuació (Fig. 5.6) es mostren les mesures reals obtingudes i també la 
simulació sobreposada per tal d’avaluar quin és el valor de l’exponent que 




Fig. 5.6 Comparativa throughput/distància en espai obert. 
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En el les proves en espai obert avaluades amb el model de propagació 
LogDistance, es pot calcular l’error quadràtic de cada gràfica respecte 
l’avaluació real per a comprovar quin és l’exponent que més s’aproxima 
(apartat D.2.3 de l’annex). En aquest cas, la millor aproximació s’obté amb un 
valor de n = 2,8. 
 
Amb aquest resultats, es pot concloure que el model de propagació Friis no és 
eficaç pel càlcul de pèrdues en el medi en espais oberts. Per això, és més 
òptim aproximar-lo amb el model LogDistance amb un exponent de 2,8. 
 
5.1.5.2 Model de propagació en espais tancats 
 
En l’estudi del model de propagació LogDistance també s’observa que amb els 
valors per defecte, és un model optimista, però a diferència de Friis, permet 
modificar els atributs per tal d’ajustar-lo a un cas real. 
 
Per això, s’ha realitzat un estudi amb diferents valors d’exponent per tal 
d’ajustar aquest al més proper a les proves realitzades en espais tancats. A 





Fig. 5.7 Comparativa throughput/distància en espai tancat. 
 
 
Per a poder concloure amb exactitud quin és el paràmetre que s’adequa més a 
l’avaluació real, es calcula l’error quadràtic de cada simulació per a saber en 
mitjana de tots quin és el millor exponent (apartat D.2.3 de l’annex). El valor 
d’exponent 3,5 és el que més s’adapta al cas real i es conclou que és el millor 
per a entorns interiors com el nostre, tot i que es podria millorar encara més si 
es canvia el valor de l’exponent segons la distància. Com es veu a la figura 5.7, 
per a distàncies grans, un valor menor de l’exponent s’aproxima més als valors 
mesurats. Aquesta opció estarà disponible en properes versions de NS-3 per 
mitjà del model de propagació ThreeLogDistance. 
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Escenari 3: Interferències  
 
Aquest escenari es basa en estudiar el repartiment de tràfic de la xarxa sense 
fils entre dues estacions compartint el mateix medi físic. Es vol estudiar el 
comportament quan una de les estacions va incrementant el flux de dades 
mentre que l’altra sempre està enviant a la màxima capacitat i també com 
model el simulador les interferències. 
  
5.2.1. Descripció del escenari 
 
En el tercer escenari amb el programa NS-3, es volen connectar dues 
estacions fixes a dues mòbils, mitjançant dos AP’s situats a una certa distància, 
tal i com es pot veure a la figura 5.8.  
Les dues estacions fixes generen simultàniament un tràfic constant cap a les 
estacions sense fils corresponents. amb l’objectiu d’observar com afecta la 
interferència dels senyals. Aquest tràfic és UDP per a avaluar el throughput. El 
model de propagació utilitzat en la simulació és LogDistance. 
  
Les fonts On-Off emissores generen paquets constants de 1024 bytes cap a les 
estacions sense fils corresponents. Una d’elles comença amb un flux de dades 
màxim i l’altra mínim, i s’estudia què passa quan aquest últim augmenta fins 
igualar-se el flux de les dos fonts.   
 
El codi de la simulació de l’escenari es pot consultar a l’apartat D.3 de l’annex. 
 





Fig. 5.8 Esquema del tercer escenari 
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5.2.2. Estudi previ 
 
Abans de simular l’escenari amb NS-3, s’estudia quins resultats s’esperen 
obtenir. 
 
El model de propagació per a espais tancats, LogDistance, no afectarà als 
resultats ja que les distàncies no són significatives. Per això només s’estudia el 
comportament de la xarxa quan una de les fonts que genera el tràfic, va 
augmentant el seu flux de transmissió. 
 
En 802.11 existeixen dos tipus de interferències: co-canal (dos transmissors fan 
servir el mateix canal) i per canal adjacent (fan servir canals solapats o 
adjacents). En el segon cas, un receptor rep el senyal desitjat, però també 
senyals enviades en canals molt propers. Aquests són filtrats en recepció, però 
no desapareixen del tot, de manera que aquesta interferència se suma al soroll 
i provoca que augmentin els paquets erronis. [21] 
 
El primer cas (co-canal) és diferent. En fer servir el mateix canal, un 
transmissor escolta perfectament els paquets de l'altre, al fer servir CSMA/CA, 
la presència d'interferència co-canal no provocarà errors, sinó que impedirà 
transmissions simultànies. El medi serà compartit de manera justa per tots els 
transmissors que fan servir el mateix canal. 
 
Per tot això, s’espera observar un decreixement lineal del throughput fins 
equiparar-se entre les dues estacions. 
  
 
5.2.3. Simulació amb NS-3 
 
La simulació del tercer escenari ha estat més complexa que les anteriors ja que 
s’han creat més arxius *.pcap. Al treballar amb més nodes, s’han creat més 
arxius estadístics. 
 
Per a realitzar l’estudi, s’estableixen uns criteris comuns en la simulació i en 
l’avaluació real per ajustar el màxim possible el simulador amb la realitat. 
Aquest valors no són els valors per defecte del simulador, ja que com s’ha 
comprovat en l’escenari anterior, es coneixen quins paràmetres són els més 
realistes. Aquest atributs són els següents: 
 
 Temps de simulació per mostra = 10 segons. 
 Potència de transmissió = 18 dBm. 
 Potència en recepció (sensibilitat) = -87 dBm. 
 Lambda = 0,125 m (treballar a la mateix freqüència els dos APs). 
 Exponent n = 3,5. 
 
A continuació (Fig. 5.10), es pot observar com afecta el tràfic entre els dos AP’s 
quan augmenta el flux de dades en un d’ells. El throughput decreix 
progressivament fins equiparar-se entre els dos AP’s quan transmeten la 
mateixa quantitat de paquets amb el mateix flux (dades del gràfic a l’annex 
D.3.2). També es mostra una altra figura (Fig. 5.9) on es pot observar el 
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repartiment d’accés al medi entre els dos AP’s per a transmetre a les estacions 
sense fils. Cal comentar que en la següent figura, ha estat necessari augmentar 





Fig. 5.9. Repartiment del medi entre els APs. 
 
5.2.4. Avaluació real 
 
Per a realitzar l’avaluació real, es crea l’escenari en un laboratori de la 
universitat EPSC amb les mateixes distàncies entre els dispositius que les 
comentades en l’esquema inicial. 
 
El material utilitzat és el mateix que en l’escenari anterior però canviant els 
models dels AP. Els models utilitzats són: 
 
 Access Point: Linksys WRT54GS-EU Wireless b/g. Pot treballar en 
model 802.11b/g en el rang de freqüències de 2,4 GHz. 
 Estacions fixes del laboratori amb suport Windows XP. 
 
També s’utilitza l’aplicació iperf per a generar el tràfic entre les dues estacions 
fixes i els APs corresponents. Aquests es configuren per a treballar només amb 
la tecnologia 802.11g, velocitats màximes, i amb el mateix número de canal de 
freqüència per a veure com interfereix al generar tràfic cap a les estacions 
sense fils.  
 
Es realitzen cinc mostres independents per a cada flux que s’avalua. De cada 
mostra, es realitzen 10 mesures i es calcula la mitjana aritmètica d’aquestes, 
obtenint un total de 50 mostres per cada flux. A continuació (Fig. 5.10), es pot 
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++ =  =  ∆-∆ =  -2 −  -12 −  -1 
 =  ∆-∆ =  24,37 − 12,0813 − 1 = 1,024 
 =  ∆-∆ =  30 − 18,4213 − 1 = 0,965 
5.2.5. Comparativa 
 
En aquest apartat s’estudia la diferència entre els resultats obtinguts entre el 
simulador i l’avaluació real. El que es realitza inicialment és sobreposar (Fig 





Fig. 5.10. Comparativa dels tràfics simulats i avaluats. 
 
 
Es pot observar que els resultats obtinguts en el simulador presenten un 
comportament molt semblant a l’avaluació real, tot i que és evident que hi ha 
una diferència en el caudal màxim, ja observat en l’escenari anterior. A 
continuació, es vol obtenir el pendent (expressió 5.12) de les dues gràfiques 
per a veure analíticament aquest resultats de semblança. 
 
        
            (5.12) 
 
 












            (5.14) 
 
 
Com es pot comprovar, la diferència de pendents no és significativa i per tant, 
els resultats obtinguts són correctes, malgrat la diferència en el throughput 
màxim. Aquest cop, però podem concloure que són els dispositius reals els que 
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no s’ajusten a l’esperat. Recordem que teòricament el throughput màxim és de 
poc més de 23 Mbps, molt similar a l’obtingut a la simulació. En les mesures 
reals s’obtenen valors al voltant dels 30 Mbps, segurament degut a que el 
fabricant no implementa correctament els mecanismes de l’estàndard IEEE 
802.11. 
 
També cal comentar que NS-3, igual que NS-2, només pot simular les 
interferències co-canal però s’espera que en futures implementacions es pugui 
afegir les interferències per canal adjacent. 
 
5.2. Escenari 4: Accés al medi 
 
En aquest últim escenari s’estudia el repartiment en el medi de dues estacions 
sense fils quan transmeten a velocitat màxima i una d’elles s’allunya. Es vol 
estudiar com afecta l’accés al medi de les dues estacions i quan tràfic rep 
l’estació fixa de cadascuna de les estacions sense fils. 
 
5.3.1. Descripció del escenari 
 
Aquest escenari es basa en la comunicació entre dos estacions sense fils i una 
fixa mitjançant un AP. 
 
L’estació fixa està directament connectada a l’AP. Una de les estacions sense 
fils se situa a 1 m de l’AP mentre que l’altra s’allunya d’aquest . Aquest tràfic, 
generat a les estacions sense fils és UDP per a avaluar el throughput en 
l’estació fixa i comprovar el repartiment en el medi. El model de propagació triat 
és LogDistance. 
  
Les fonts On-Off emissores generen paquets constants de 1024 bytes cap a 
l’estació fixa. Les dos fonts generen tràfic constant a la màxima velocitat de 
transmissió però s’estudia com afecta quan una de les estacions s’allunya.  
 
El codi de la simulació es pot trobar a l’apartat D.4 de l’annex. A la figura 5.11 





Fig. 5.11. Esquema del quart escenari. 
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5.3.2. Estudi Previ 
 
En aquest escenari es pretén determinar com afecta el tràfic quan les dues 
estacions transmeten al màxim. Teòricament, el repartiment del tràfic en el 
medi es fa de forma equitativa (repartiment just), on cada estació pot accedir al 
medi amb la mateixa probabilitat, però les estacions lentes el faran servir durant 
més temps que les ràpides i això fa baixar la capacitat disponible. Tot i això, 
independentment de la modulació utilitzada, totes les estacions obtindran el 
mateix throughput. Per exemple, amb una estació a 54 Mbps i una a 6 Mbps 
que envien constantment paquets de 1024 Bytes, el throughput per a 
cadascuna és teòricament de 4,4 Mbps. [22] [23] 
 
En la pràctica, també es produirà l’anomena’t efecte captura, on l’estació més 
propera a l’AP al rebre en millors condicions que l’altra estació a una certa 
distància, rebrà un rendiment superior. 
 
El que sí es pot avançar és que els dos tràfics decreixeran a mesura que una 
de les estacions s’allunya de  l’AP. Això és degut a que l’estació, a una certa 
distància, necessitarà més temps per a transmetre el mateix paquet i això 
també afectarà a l’altra estació perquè veurà més  temps ocupat el medi per a 
transmetre. Aquest decreixement serà progressiu fins que l’estació que 
s’allunya arribi a un límit on l’AP ja no detectarà aquest tràfic i l’altra estació 
tindrà tot el medi per a poder transmetre a la màxima velocitat. 
 
També és interessant poder estudiar com afecten els dos tràfics quan els rep 
l’AP. Al ser tràfic UDP, no hi haurà retransmissions quan es produeixin 
col·lisions dels dos tràfics. En teoria, una estació que detecta el medi ocupat, 
s’ha d’esperar un temps aleatori per a tornar a transmetre, però el problema pot 
estar quan una estació estigui a un certa distància i no pugui detectar que l’altra 
està transmetent. En principi no s’espera veure cap repartiment prioritari de cap 
tràfic en l’AP però caldrà veure com afecta en el simulador. 
 
5.3.3. Simulació amb NS-3 
 
Per a realitzar la simulació del quart escenari, s’avalua el tràfic que és rebut per 
l’estació fixa connectada directament a l’AP. En el mateix arxiu pcap es poden 
avaluar els dos tràfics de les estacions sense fils i poder obtenir els gràfics 
corresponents. 
 
S’estableixen uns criteris comuns en la simulació i en l’avaluació real per 
ajustar el màxim possible el simulador amb la realitat. Al no diposar dels valors 
proporcionats pel fabricant en el cas de la potència de recepció s’asigna el 
valor per defecte del simulador. Aquest atributs són els següents: 
 
 Temps de simulació per mostra = 10 segons. 
 Potència de transmissió = 15 dBm. 
 Potència en recepció (sensibilitat) = -140 dBm (valor per defecte). 
 Lambda = 0,125 m. 
 Exponent n = 3,5. 
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A continuació (Fig. 5.12), es pot observar com decreix el throughput de les 
dues estacions a mesura que augmenta la distància d’una d’elles. Es pot 
observar que a partir dels 72,5 metres, ja no rep més senyal de l’estació que 





Fig. 5.12. Simulació amb NS-3 del quart escenari. 
 
 
5.3.4. Avaluació real 
 
Per a realitzar l’avaluació real, es crea l’escenari en un passadís del soterrani 
de la universitat EPSC. 
 
El material utilitzat és el següent: 
  
 Access Point: Linksys WRT54GS-EU Wireless b/g. Pot treballar en 
model 802.11b/g en el rang de freqüències de 2,4 GHz (annex D.1). 
 2 estacions sense fils per a generar tràfic i una altre per rebre. 
 Targeta sense fils D-Link DWL-G650. Pot treballar en model 802.11b/g 
en el rang de freqüències de 2,4 GHz. Estació receptora del tràfic. 
 Targeta sense fils 3com USB 54 Mbps. Pot treballar en mode 802.11b/g 
en el rang de freqüències de 2,4 GHz. Estació emissora de tràfic. 
 Targeta sense fils Intel PRO/Wireless 2200BG. Pot treballar en mode 
802.11b/g en el rang de freqüències de 2,4 GHz. Estació emissora de 
tràfic. 
 
També s’utilitza l’aplicació iperf per a generar el tràfic en les dues estacions 
sense fils i el receptor mitjançant l’AP. Aquests es configuren per a treballar 
només amb la tecnologia 802.11g, amb velocitats màximes, i amb el mateix 
número de canal de freqüència.  
 
S’han realitzat cinc mostres independents per a cada flux que s’avalua. De 
cada mostra, s’han realitzat 10 mesures i es calcula la mitjana aritmètica 
d’aquesta, obtenint un total de 50 mostres per cada distància. A continuació 
(Fig. 5.13), es pot observar els resultats obtinguts (taula en l’annex D.4.3). 










En aquest apartat s’estudia la diferència entre els resultats obtinguts entre el 
simulador i l’avaluació real. Inicialment és sobreposen (Fig 5.14) les dues 





Fig. 5.14. Comparativa del resultats simulats/avaluats. 
 
 
Com es pot comprovar en la figura 5.14, la simulació no acaba d’ajustar-se a la 
realitat mesurada.  
 
Inicialment, quan les dues estacions estan a la mateixa distància, es pot 
observar que no tenen el mateix throughput en l’avaluació real,. Això es degut a 
la diferència de fabricants de les targetes sense fils que s’han utilitzat. Després 
també s’observa que, en realitat, no hi ha diferència entre els dos valors de 
throughput, encara que una estació s’allunyi de l’AP. Com ja s’avançava en 
l’estudi previ de l’escenari, s’observa que sí es produeix un repartiment 
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equitatiu del tràfic i no hi ha valors desmesurats que puguin afavorir un dels dos 
tràfics. 
En la part final, es pot concloure que es produeix un error en la simulació que 
no s’adequa en la realitat. El simulador, deixa de rebre tràfic de l’estació que 
s’allunya, sobre els 72,5 metres, mentre que en la realitat, no hi ha cap moment 
que aquest sigui nul. Igualment, durant les proves reals, quan l’estació estava 
situada al límit del passadís, a 85 metres, es van fer proves de com afectava el 
tràfic quan aquesta deixava de transmetre. Es va comprovar que l’estació 
situada a 1 metre de l’AP, ocupava tot el canal disponible i arribava a un valor 
de 23 Mbps, el màxim de l’ample de banda. 
 
El simulador presenta un comportament molt similar al mesurat, i es fa evident 
que implementa l’efecte captura (afavoreix a l’estació més propera). A les 
mesures reals aquest fenomen es veu només per a distàncies grans. També 
cal comentar que no es disposava d’algun paràmetre de les especificacions del 
fabricant i caldria ajustar-lo en la simulació   
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CAPÍTOL 6. CONCLUSIONS 
 
Un cop finalitzat el projecte, es pot concloure que NS-3 és un simulador de 
xarxes molt complert però encara massa nou per a implementar funcions 
concretes. En aquest projecte s’ha avaluat el simulador en xarxes IEEE 802.11 
i es conclou que implementa grans canvis en relació a la versió anterior, NS-2 
però encara s’haurà d’esperar a futures actualitzacions durant aquest primer 
any per a poder fer simulacions més complexes de manera realista en xarxes 
sense fils. 
 
Per a la creació dels diferents escenaris durant el projecte, s’ha utilitzat un 
model bàsic explicat en el capítol 3. La gran quantitat d’escenaris en NS-3 
segueix la mateixa estructura al tractar-se d’una programació orientada a 
objectes com és C++. Això ajuda a poder interpretar el codi i poder ser 
modificat fàcilment, però la creació d’un escenari inicial resulta molt complexa 
degut a la falta d’experiència i adaptació al nou simulador. 
 
En aquest projecte també s’han avaluat les eines bàsiques que permeten 
obtenir estadístiques a partir dels arxius de sortida del simulador amb extensió 
pcap. Aquest tipus d’arxius són un gran avantatge per a obtenir estadístiques 
mitjançant eines conegudes com Wireshark o Ethereal, entre d’altres. 
 
El problema de la implantació de les xarxes sense fils en NS-3 és que només 
està implementat l’estàndard IEEE 802.11a. A partir de la modificació del codi, 
s’ha pogut configurar per a poder treballar com si fos l’estàndard 802.11g, 
variant la freqüència de treball. Però s’espera que amb les noves versions ja 
s’incorporin els diferents subestàndards implementats. 
 
En l’estudi sobre els models de propagació s’esperava que el simulador NS-3 
incorporés una aproximació més realista. Després d’avaluar diferents models 
en exteriors, es pot afirmar que caldrà esperar una nova actualització que 
incorpori una millora de la funció, ja que com s’ha pogut comprovar, els models 
de propagació per exteriors no s’assemblen a les mesures realitzades. En 
canvi, en espais semi-tancats, els resultats són més aproximats. En definitiva, 
els models de propagació no són prou acurats en NS-3, però a diferència 
d’altres, aquest simulador permet l’accés al codi i pot ser modificable per a 
qualsevol usuari. Finalment, s’han realitzat els canvis necessaris sobre els 
paràmetres dels diferents models per tal d‘obtenir els resultats més propers a la 
realitat. 
 
En el segon escenari, on s’avaluava el throughput, s’ha pogut comprovar que 
els resultats obtinguts mitjançant la simulació han estat els que més s’han 
ajustat a la realitat. S’han obtingut els resultats desitjats on el throughput de les 
dues estacions s’igualaven a mesura que s’augmentava el flux d’una d’elles. Es 
pot concloure que NS-3 s’adapta bé entre dues estacions sense fils que estan 
compartint el medi.  
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En l’últim estudi s’ha avaluat satisfactòriament l’accés al medi de dos estacions 
sense fils transmetent simultàniament a mesura que una s’allunyava. S’ha 
pogut comprovar que el simulador realitza un repartiment equitatiu entre dos 
estacions sense fils i no prioritza cap tràfic. 
 
Es pot concloure que NS-3 necessita la implantació de noves actualitzacions 
per tal de poder treballar en les necessitats tecnològiques actuals de les xarxes 
sense fils. També s’ha detectat una carència de documentació, segurament 
degut a la seva curta trajectòria, de com modificar paràmetres de la xarxa ja 
que els valors per defecte en la simulació no s’ajusten a la realitat al ser 
mètodes molt optimistes. Es disposa de llistes de correu comuns per a usuaris, 
fòrums, etc. on es pot trobar més informació de dubtes concrets en la 
simulació, encara que no sempre es pot aconseguir una solució. 
 
S’espera que NS-3 incorpori noves millores de les funcions actuals a partir del 
mes de setembre de 2009, coincidint un any després de la primera versió 
compilada. En aquesta versió s’espera també la implementació de noves 
funcions dels models de propagació on els diferents paràmetres s’ajusten a la 
distància que es vol avaluar.  
 
Un cop detectades les carències del nou simulador caldria establir les possibles 
millores que es poden implementar en nous estudis. Caldria adequar el model 
de propagació en espais oberts modificant la funció utilitzada on el càlcul de la 
potència no s’ajusta a la realitat. També és necessari implementar l’estàndard 
IEEE 802.11b a partir de la classe on s’incorpora 802.11a, encara que 
segurament caldrà esperar a una actualització ja que la implementació de les 
modulacions pot resultar molt complex. Un altre punt a reforçar, seria l’anàlisi 
més profund sobre altres paràmetres de rendiment a nivell d’enllaç, avaluant 
probabilitats de col·lisió, retard d’accés al medi, entre d’altres. També seria 
interessant estudiar la simulació d’escenaris ad-hoc, amb xarxes mallades per 
a avaluar el repartiment del tràfic entre les estacions. Per a finalitzar, es creu 
conveninet l’estudi dels efectes de la movilitat en un entorn on disposa de 
diversos punts d’accés. 
 
En el futur, es voldria que NS-3 implementés funcions dels subestàndars de les 
tecnologies sense fils, incloent WiMAX o 802.11n, ja que s’espera que 
substitueixi a 802.11g. També es desitja que s’incorpori algun paràmetre pels 
models de propagació en espais tancats en les pèrdues, en paral·lel amb el 
valor d’exponent, per poder establir unes condicions físiques més reals com les 
pèrdues per quantitats d’obstacles com parets, entre d’altres. Per últim, 
s’espera un reajustament de totes les funcions a nivell físic on els paràmetres 
per defecte s’ajustin segons les especificacions dels dispositius reals.  
 
Així doncs, s’espera que NS-3 sigui un simulador de referència per a la 
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ANNEX A. INSTAL·LACIÓ DE NS-3 
 
En aquest apartat es mostren les f igures corresponents a la 
instal· lació del simulador Network Simulator 3. Aquestes captures 
permeten conèixer el correcte funcionament del simulador. 
 
La primera comprovació que es real itza per comprovar les 
correctes instal· lacions dels prerequisits: 





Fig. A.1. Mostra la primera comprovació de la instal·lació 
 
 
Com es pot comprovar, les opcions correctes estan en estat ‘ok’ però pot ser 
que algunes opcions instal·lades no apareguin en aquest estat. En aquest cas, 
s’hauran de reinstal·lar els paquets corresponents per certes funcions. L’últim 
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missatge que apareix, indica que les funcions bàsiques per NS-3 estan 
instal·lades correctament: 
‘Configuration finished successfully: project is now ready to 
build’. 
 
Amb la següent comanda, es comprova que després de la compilació, funcioni 
tots els requeriments mínims per simular. Aquesta comanda es pot realitzar en 
qualsevol moment per comprovar el correcte funcionament de les compilacions 
del simulador. Mostrarà un informe verificant cada unitat.  















Fig. A.2. Comprovació dels requeriments mínims 
 
 
L’estat ‘OK’ del final, indica el correcte funcionament del simulador. 
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Una altre comprovació necessària dels paquets instal·lats, és la següent: 




Fig. A.3. Indicació de la correcte instal·lació de tots els paquets 
 
 
Aquesta última comprovació indica que el simulador està preparat per compilar 
i simular qualsevol escenari creat. 
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ANNEX B. PRIMER ESCENARI NS-3 
 
B.1. Primer escenari amb tràfic UDP 
 
A continuació es mostra el primer escenari amb tràfic UDP. Es pot comprovar 





















int main (int argc, char *argv[ ]) 
{ 
 
uint32_t nCsma = 1;  //Número d’estacions CSMA 
uint32_t nWifi = 1; //Número d’estacions Wifi 
 
//Creació de dos nodes per l’enllaç entre el PC i l’estació Wifi 
NodeContainer p2pNodes; 
pP2p Nodes.Create (2); 
 
//Assignació d’atributs de l’enllaç 
PointToPointHelper pointToPoint; 
pointToPoint.SetDeviceAttribute ("DataRate", StringValue 
("100Mbps")); 
pointToPoint.SetChannelAttribute ("Delay", StringValue ("2ms")); 
 
NetDeviceContainer p2pDevices; 
p2pDevices = pointToPoint.Install (p2pNodes); 
 
//Creació de l’estació fixe 
NodeContainer csmaNodes; 





csmaDevices = csma.Install (csmaNodes); 
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NodeContainer wifiApNode = p2pNodes.Get (0); 
 
//Creació del model de propagació  
















Ssid ssid = Ssid ("ns-3-ssid"); 
wifi.SetMac ("ns3::NqstaWifiMac", "Ssid", SsidValue 
(ssid),"ActiveProbing", BooleanValue (false)); 
 
NetDeviceContainer staDevices; 
staDevices = wifi.Install (wifiStaNodes, channel); 
 
//Atributs del AP i s’atribueix al canal creat 
wifi.SetMac ("ns3::NqapWifiMac", 
"Ssid", SsidValue (ssid), 
"BeaconGeneration", BooleanValue (true), 
"BeaconInterval", TimeValue (Seconds (2.5))); 
 
NetDeviceContainer apDevices; 
apDevices = wifi.Install (wifiApNode, channel); 
 
//Es crea objecte de mobilitat encara que no assignarem valors ja 
que no s’utilitzarà. 
 MobilityHelper mobility; 
 mobility.Install (wifiStaNodes); 
 mobility.Install (wifiApNode); 
 






//S’assigna l’adreçament IP de les interficies 
Ipv4AddressHelper address; 
 
address.SetBase ("192.168.1.0", "255.255.255.0"); 
Ipv4InterfaceContainer p2pInterfaces; 
p2pInterfaces = address.Assign (p2pDevices); 
address.SetBase ("192.168.2.0", "255.255.255.0"); 




csmaInterfaces = address.Assign (csmaDevices); 
 
address.SetBase ("192.168.3.0", "255.255.255.0"); 
address.Assign (staDevices); 
address.Assign (apDevices);  
 
//Es crea l’establiment de la connexió UDP (per no mostrar ICMP) 
PacketSinkHelper sinkHelper  
("ns3::UdpSocketFactory", InetSocketAddress ("192.168.3.1",1025));       
ApplicationContainer sinkApp = sinkHelper.Install (wifiStaNodes); 
sinkApp.Start (Seconds (0.0)); 
sinkApp.Stop (Seconds (20.0)); 
 
//Es configura l’estació destí i el tipus de protocol 
 Address dest = InetSocketAddress("192.168.3.1",1025); 
std::string protocol = "ns3::UdpSocketFactory"; 
 
//Atributs de la font OnOff que genera el tràfic 
OnOffHelper onoff = OnOffHelper (protocol, dest); 
onoff.SetAttribute  
("OnTime",RandomVariableValue (ConstantVariable(1))); 
onoff.SetAttribute ("DataRate", StringValue("30Mbps")); 
onoff.SetAttribute ("PacketSize", UintegerValue(1024)); 
onoff.SetAttribute  
("OffTime",RandomVariableValue (ConstantVariable(0)));   
 
ApplicationContainer apps = onoff.Install (csmaNodes.Get(1)); 
apps.Start (Seconds (0.5)); 
apps.Stop (Seconds (20.0)); 
 
GlobalRouteManager::PopulateRoutingTables (); 
   
//Temps de la simulació 
 Simulator::Stop (Seconds (30.0)); 
 
//Creació dels arxius pcap i finalitzem el simulador 
WifiHelper::EnablePcap  
("escenaricudp",wifiStaNodes.Get (nWifi - 1)->GetId (), 0); 
CsmaHelper::EnablePcap  
("escenariwudp",csmaNodes.Get (nCsma)->GetId (), 0);  
 
Simulator::Run (); 
Simulator::Destroy ();  
} 
 
B.2.  Funcions utilitzades NS-3 
 
A continuació, s’adjunten les classes utilitzades en les funcions de propagació 
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B.2.1.  Models de propagació 
 
La classe propagation-loss-model.cc incorpora tots els modes de propagació 
que es poden utilitzar en NS-3.  
 
B.2.1.1.  FriisPropagationLossModel 
 
En el model Friis permet canviar els diferents paràmetres explicats en l’apartat 








const double FriisPropagationLossModel::PI = 3.1415; 
 
TypeId FriisPropagationLossModel::GetTypeId (void) 
{ 
  static TypeId tid = TypeId ("ns3::FriisPropagationLossModel") 
    .SetParent<PropagationLossModel> () 
    .AddConstructor<FriisPropagationLossModel> () 
    .AddAttribute ("Lambda",  
                   "The wavelength   
(default is 5.15 GHz at 300 000 km/s).", 
                   DoubleValue (300000000.0 / 2.4e9), 
            MakeDoubleAccessor 
(&FriisPropagationLossModel::m_lambda), 
                   MakeDoubleChecker<double> ()) 
    .AddAttribute ("SystemLoss", "The system loss", 
                   DoubleValue (1.0), 
                   MakeDoubleAccessor                
  (&FriisPropagationLossModel::m_systemLoss), 
                   MakeDoubleChecker<double> ()) 
    .AddAttribute ("MinDistance",  
                   "The distance under which the propagation model 
    refuses to give results (m)", 
                   DoubleValue (0.5), 
                   MakeDoubleAccessor 
    (&FriisPropagationLossModel::SetMinDistance, 
                       &FriisPropagationLossModel::GetMinDistance), 
                   MakeDoubleChecker<double> ()); 




Com es pot observar, es permet canviar el valor de la Lambda, i per tant, variar 
el valor de freqüència del model de propagació.  
 
B.2.1.2.  LogDistancePropagationLossModel 
 
En el model LogDistance permet canviar l’exponent de propagació per calcular 
les pèrdues, la distància de referència i les pèrdues pe aquesta. 
 





TypeId LogDistancePropagationLossModel::GetTypeId (void) 
{ 
  static TypeId tid = TypeId 
("ns3::LogDistancePropagationLossModel") 
    .SetParent<PropagationLossModel> () 
    .AddConstructor<LogDistancePropagationLossModel> () 
    .AddAttribute ("Exponent", 
             "The exponent of the Path Loss propagation 
model", 
                   DoubleValue (3.5), 
                   MakeDoubleAccessor 
 (&LogDistancePropagationLossModel::m_exponent), 
                   MakeDoubleChecker<double> ()) 
    .AddAttribute ("ReferenceDistance", 
                   "The distance at which the reference loss is  
calculated (m)", 
                   DoubleValue (1.0), 
           MakeDoubleAccessor  
(&LogDistancePropagationLossModel::m_referenceDistance), 
                MakeDoubleChecker<double> ()) 
    .AddAttribute ("ReferenceLoss", 
  "The reference loss at reference distance (dB).                                               
(Default is Friis at 1m with 5.15 GHz)", 
                   DoubleValue (46.6777), 
           MakeDoubleAccessor  
         (&LogDistancePropagationLossModel::m_referenceLoss), 
                   MakeDoubleChecker<double> ()); 
 
  return tid; 




B.2.2.  Capa física 
 
La classe yans-wifi-phy,cc permet canviar molts paràmetres relacionats a nivell 
físic. A continuació detallem aquests paràmetres i els seus valors per defecte: 
 
 EnergyDetectionThreshold: indica l’energia que ha de rebre el receptor 
com a mínim. Valor per defecte = -140 dBm. 
 CcaMode1Threshold: indica l’energia que ha de rebre el receptor com a 
mínim. Valor per defecte = -140 dBm. 
 TxGain: guanys de transmissió (dB). Valor per defecte = 1 dB. 
 RxGain: guanys de recepció (dB). Valor per defecte = 1 dB. 
 TxPowerStart: màxima transmissió disponible (dBm). Defecte = 16 dBm. 
 TxPowerEnd: mínima transmissió disponible (dBm). Defecte = 16 dBm. 
 RxNoise: Energia perduda pel receptor (dB). Defecte = 7 dB. 
 
En aquest projecte, s’han modificat els atributs de potència de transmissió 
(TxPowerStart i TxPowerEnd) a partir del AP utilitzat. 
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ANNEX C. EINES ESTADÍSTIQUES 
 
C.1.  Tcptrace 
 
Quan compilem el codi TCP, amb l’eina tcptrace permet treure estadístiques 
com les següents amb la comanda: 
 
linux:/home/ns-3.2# tcptrace -l escenarictcp-2-0.pcap 
... 
1 arg remaining, starting with 'Escenari11ctcp-2-0.pcap' 
Ostermann's tcptrace -- version 6.6.1 -- Wed Nov 19, 2003 
 
24724 packets seen, 24724 TCP packets traced 
elapsed wallclock time: 0:00:10.308262, 2398 pkts/sec analyzed 
trace file elapsed time: 0:00:07.422337 
TCP connection info: 
1 TCP connection traced: 
TCP connection 1: 
        host a:        192.168.2.2:49153 
        host b:        192.168.3.1:1025 
        complete conn: no       (SYNs: 2)  (FINs: 1) 
        first packet:  Thu Jan  1 01:00:00.500001 1970 
        last packet:   Thu Jan  1 01:00:07.922339 1970 
        elapsed time:  0:00:07.422337 
        total packets: 24724 
        filename:      Escenari11ctcp-2-0.pcap 
a->b:                              b->a: 
      total packets: 16481       total packets:        8243 
      ack pkts sent:     1 ack pkts sent:        8243 
      pure acks sent:    1          pure acks sent:       8243 
      sack pkts sent:    0           sack pkts sent:       0 
      dsack pkts sent:   0           dsack pkts sent:      0 
     max sack blks/ack: 0           max sack blks/ack: 0 
      unique bytes sent:  16874496    unique bytes sent:    0 
      actual data pkts:  16479       actual data pkts:    0 
     actual data bytes: 16874496    actual data bytes:   0 
      rexmt data pkts:   0           rexmt data pkts:     0 
      rexmt data bytes:  0           rexmt data bytes:    0 
      zwnd probe pkts:    0           zwnd probe pkts:      0 
      zwnd probe bytes:  0           zwnd probe bytes:     0 
      outoforder pkts:   0           outoforder pkts:      0 
      pushed data pkts:   0       pushed data pkts:     0 
      SYN/FIN pkts sent: 1/1        SYN/FIN pkts sent:    1/0 
      urgent data pkts:   0 pkts     urgent data pkts:     0 pkts 
      urgent data bytes: 0 bytes     urgent data bytes:   0 bytes 
      mss requested:     0 bytes    mss requested:        0 bytes 
      max segm size: 1024 bytes max segm size:        0 bytes 
      min segm size:     1024 bytes  min segm size:       0 bytes 
      avg segm size:      1023 bytes  avg segm size:        0 bytes 
      max win adv:       65535 by    max win adv:        65535 by 
      min win adv:       65535 by    min win adv:          65535 by 
      zero win adv:     0 times    zero win adv: 0 times 
xii                                                                                                                Simulacions de xarxes IEEE 802.11 amb NS-3 
 
      avg win adv:       7 bytes avg win adv:          65535 by 
      initial window:    1452 bytes initial window:       0 bytes 
      initial window:    1 pkts   initial window:      0 pkts 
      ttl stream length: 16874496 b  ttl stream length:   NA 
      missed data:       0 bytes    missed data:         NA 
      truncated data:    0 bytes     truncated data:      0 bytes 
      truncated packets:  0 pkts      truncated packets:   0 pkts 
      data xmit time:    7.191 secs data xmit time:      0.000 secs 
      idletime max:      225.9 ms  idletime max:        205.9 ms 
      throughput: 2273474Bps throughput:          0 Bps 
 
 
En canvi, en tràfic UDP, només es poden obtenir els següents resultats: 
 
linux:/home//Desktop/ns-3.2# tcptrace -nul escenaricudp-2-0.pcap 
 
1 arg remaining, starting with 'Escenari11cudp-2-0.pcap' 
Ostermann's tcptrace -- version 6.6.1 -- Wed Nov 19, 2003 
 
16479 packets seen, 0 TCP packets traced, 16479 UDP packets traced 
elapsed wallclock time: 0:00:00.245496, 67125 pkts/sec analyzed 
trace file elapsed time: 0:00:04.499580 
no traced TCP packets 
UDP connection info: 
1 UDP connection traced: 
UDP connection 1:  
        host a:        192.168.2.2:49153 
        host b:        192.168.3.1:1025 
        first packet:  Thu Jan  1 01:00:00.500274 1970 
        last packet:   Thu Jan  1 01:00:04.999854 1970 
        elapsed time:  0:00:04.499580 
        total packets: 16479 
        filename:      Escenari11cudp-2-0.pcap 
 
   a->b:               b->a: 
      total packets:     16479       totalpackets:     0 
      data bytes sent:   17006328    data bytes sent:  0 
      throughput:        3779537Bps  throughput:       0 Bps 
 
 
A continuació tcptrace també permet mostrar altres gràfics interessants: 
 
 RTT Graph: mostra els retards de temps entre l’enviament i la recepció. 
 
linux:/home/ns-3.2# tcptrace –R escenarictcp-2-0.pcap 
linux:/home/ns-3.2# xplot a2b_rtt.xpl 
 
 





Fig. C.1. Mostra el retard de temps entre emissor/receptor 
 
 
 Outstanding Data Graph: consisteix en fer una estimació de la finestra de 
congestió que s’ha enviat. 
 
linux:/home/ns-3.2# tcptrace –N escenarictcp-2-0.pcap 





Fig. C.2. Estimació de la finestra de congestió 
 
 
 Segment Size Graph: representa la mida del segment per unitat de 
temps. 
 
linux:/home/ns-3.2# tcptrace –F escenarictcp-2-0.pcap 
linux:/home/ns-3.2# xplot a2b_ssize.xpl 
 
 




Fig. C.3. Mostra la mida del paquet enviat 
 
 
• Time-Line Graph: mostra els missatges que s’intercanvien entre les dues 
estacions. 
 
linux:/home/ns-3.2# tcptrace –L escenarictcp-2-0.pcap 





Fig. C.4. Mostra els missatges que s’intercanvien entre nodes 
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ANNEX D. AVALUACIÓ REAL I COMPARACIÓ 
 
D.1.  Material 
 
A continuació es poden trobar totes les especificacions del dispositius que 
s’han utilitzat per a l’avaluació real. 
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D.2.  Escenari 2: Models de propagació 
 
D.2.1.  Codi de l’escenari 
 





















int main (int argc, char *argv[]) 




  uint32_t nCsma = 1; 
  uint32_t nWifi = 1; 
 
  NodeContainer p2pNodes; 
  p2pNodes.Create (2); 
 
  PointToPointHelper pointToPoint; 
  pointToPoint.SetDeviceAttribute ("DataRate",StringValue("100Mbps")); 
  pointToPoint.SetChannelAttribute ("Delay", StringValue ("2ms")); 
 
    NetDeviceContainer p2pDevices; 
  p2pDevices = pointToPoint.Install (p2pNodes); 
 
  NodeContainer csmaNodes; 
  csmaNodes.Add (p2pNodes.Get (1)); 
  csmaNodes.Create (nCsma); 
 
  CsmaHelper csma; 
 
  NetDeviceContainer csmaDevices; 
  csmaDevices = csma.Install (csmaNodes); 
 
  NodeContainer wifiStaNodes; 
  wifiStaNodes.Create (nWifi); 
  NodeContainer wifiApNode = p2pNodes.Get (0); 
 
  Ptr<YansWifiChannel> channel = CreateObject<YansWifiChannel> (); 
  channel->SetPropagationDelayModel ( 
    CreateObject<ConstantSpeedPropagationDelayModel> ()); 
 
//Si volem fer servir LogDistance 
  Ptr<LogDistancePropagationLossModel> log =  
    CreateObject<LogDistancePropagationLossModel> (); 
 
//Si volem fer servir Friis 
  Ptr<FriisPropagationLossModel> log =  
    CreateObject< FriisPropagationLossModel > (); 
 
  channel->SetPropagationLossModel (log); 
 
  YansWifiPhyHelper phy = YansWifiPhyHelper::Default (); 
  phy.SetChannel (channel); 
 
  WifiHelper wifi = WifiHelper::Default (); 
  wifi.SetRemoteStationManager ("ns3::ArfWifiManager"); 
 
  Ssid ssid = Ssid ("ns-3-ssid"); 
  wifi.SetMac ("ns3::NqstaWifiMac",  
    "Ssid", SsidValue (ssid), 
    "ActiveProbing", BooleanValue (false)); 
 
  NetDeviceContainer staDevices; 
  staDevices = wifi.Install (phy, wifiStaNodes); 
 
  wifi.SetMac ("ns3::NqapWifiMac",  
    "Ssid", SsidValue (ssid), 
    "BeaconGeneration", BooleanValue (true), 
    "BeaconInterval", TimeValue (Seconds (2.5))); 
 
  NetDeviceContainer apDevices; 
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  apDevices = wifi.Install (phy, wifiApNode); 
  MobilityHelper mobility; 
 
  Ptr<ListPositionAllocator> positionAllocAP = 
CreateObject<ListPositionAllocator>(); 
  positionAllocAP->Add (Vector (1.0, 1.0, 0.0)); 
  mobility.SetPositionAllocator (positionAllocAP); 
  mobility.Install (wifiApNode); 
 
  Ptr<ListPositionAllocator> positionAlloc = 
CreateObject<ListPositionAllocator>(); 
  positionAlloc->Add (Vector (1.0, 50.0, 0.0)); 
  mobility.SetPositionAllocator (positionAlloc); 
  mobility.Install (wifiStaNodes); 
   
  InternetStackHelper stack; 
  stack.Install (csmaNodes); 
  stack.Install (wifiApNode); 
  stack.Install (wifiStaNodes); 
 
  Ipv4AddressHelper address; 
  address.SetBase ("192.168.1.0", "255.255.255.0"); 
  Ipv4InterfaceContainer p2pInterfaces; 
  p2pInterfaces = address.Assign (p2pDevices);   
  address.SetBase ("192.168.2.0", "255.255.255.0"); 
  Ipv4InterfaceContainer csmaInterfaces;   
  csmaInterfaces = address.Assign (csmaDevices); 
  
  address.SetBase ("192.168.3.0", "255.255.255.0"); 
 
  address.Assign (staDevices); 
  address.Assign (apDevices); 
 
PacketSinkHelper sinkHelper ("ns3::UdpSocketFactory", 
 InetSocketAddress ("192.168.3.1",1025));   
  ApplicationContainer sinkApp = sinkHelper.Install (wifiStaNodes); 
  sinkApp.Start (Seconds (0.0)); 
  sinkApp.Stop (Seconds (10.0)); 
 
  Address dest = InetSocketAddress("192.168.3.1",1025); 
  std::string protocol = "ns3::UdpSocketFactory"; 
   
  OnOffHelper onoff = OnOffHelper (protocol, dest); 
  onoff.SetAttribute ("OnTime",RandomVariableValue 
     (ConstantVariable(1))); 
  onoff.SetAttribute ("DataRate", StringValue("30Mbps")); 
  onoff.SetAttribute ("PacketSize", UintegerValue(1024)); 
  onoff.SetAttribute ("OffTime",RandomVariableValue 
 (ConstantVariable(0)));   
 
  ApplicationContainer apps = onoff.Install (csmaNodes.Get(1)); 
  apps.Start (Seconds (0.5)); 
  apps.Stop (Seconds (5.0)); 
   
  GlobalRouteManager::PopulateRoutingTables (); 
 
  Simulator::Stop (Seconds (10.0)); 
 
  YansWifiPhyHelper::EnablePcap ("escenari2wudp",wifiStaNodes.Get 
 (nWifi - 1)->GetId(),0); 
  CsmaHelper::EnablePcap ("escenari2cudp",csmaDevices.Get (0), true);  
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  Simulator::Run (); 
  Simulator::Destroy ();  




D.2.2.  Dades de la simulació 
 
A continuació es mostren les taules corresponents als valors obtinguts de la 
simulació. 
 
Taula D.1. Simulació de l’escenari 2 amb el model de propagació Friis. 
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Taula D.2. Simulació de l’escenari 2 amb el model de propagació LogDistance. 
 



















D.2.3.  Dades de l’avaluació real 
 
A continuació es mostres les dades obtingudes en l’entorn tancat. En totes les 
avaluacions reals s’han mesurat 10 mostres i s’ha realitzat la mitjana aritmètica, 
sent només fiable el primer decimal de cada valor. 
 
Taula D.3. Dades de les mesures en el passadís de la universitat. 
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A continuació es mostres les dades obtingudes en l’entorn obert.  
 
Taula D.4. Dades de les mesures obtingudes en el Canal Olímpic. 
 

















A continuació (Fig. D.1) es pot observar una comparativa entre els dos modes 




Fig. D.1. Comparativa dels dos modes de propagació. 
 
 
A continuació es mostra el càlcul de l’error quadràtic pel model en espais 
tancats i oberts. També es mostra les dades de cada simulació pels diferents 
exponents. 
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Taula D.5. Error quadràtic per cada exponent de la simulació en espais tancats. 
 
NS-3 Exp.3 NS-3 Exp.3.5 NS-3 Exp.4 Error 3 Error 3.5 Error 4
24,38 24,38 24,38 25,96 25,96 25,96
24,38 24,38 24,38 22,20 22,20 22,20
24,38 24,38 24,38 15,17 15,17 15,17
24,38 24,38 24,38 15,43 15,43 15,43
24,38 24,38 24,37 17,25 17,25 17,33
24,38 24,38 24,36 1,08 1,08 1,04
24,38 24,36 24,36 2,31 2,37 2,37
24,38 24,37 18,90 0,52 0,50 22,66
24,38 24,36 17,66 7,95 8,06 90,99
24,38 24,33 17,73 18,99 18,56 5,25
24,36 19,81 14,00 70,56 14,82 3,84
24,36 17,51 13,01 159,95 33,61 1,68
24,36 17,73 11,44 178,28 45,19 0,19
24,35 17,93 11,45 168,55 43,07 0,01
24,33 17,40 0,00 167,60 36,19 129,60
24,28 13,55 0,00 109,28 0,08 191,16
22,95 14,08 0,00 139,91 8,75 123,69
19,10 13,61 0,00 86,57 14,55 95,95
18,84 11,19 0,00 76,75 1,23 101,59
17,03 11,38 0,00 66,49 6,27 78,78
17,31 11,52 0,00 40,11 0,30 120,48
17,82 11,45 0,00 65,37 2,94 94,76
17,93 0,00 0,00 62,90 99,98 99,98
17,90 0,00 0,00 76,23 84,08 84,08
17,79 0,00 0,00 14,70 194,76 194,76
17,22 0,00 0,00 64,71 84,19 84,19
15,12 0,00 0,00 23,06 106,46 106,46
13,54 0,00 0,00 16,13 90,71 90,71
13,93 0,00 0,00 44,35 52,86 52,86
14,08 0,00 0,00 37,06 63,88 63,88
14,00 0,00 0,00 31,11 70,94 70,94
13,72 0,00 0,00 38,16 56,89 56,89
13,03 0,00 0,00 29,59 57,61 57,61
11,76 0,00 0,00 18,91 54,93 54,93




Taula D.6. Error quadràtic per cada exponent de la simulació en espais oberts. 
NS-3 Exp.2,5 NS-3 Exp.2,8 NS-3 Exp.3 Error 2,5 Error 2,8 Error 3
24,38 24,38 24,38 49,28 49,28 49,28
24,36 24,38 24,36 31,81 31,58 31,81
24,36 24,08 17,31 21,53 24,21 136,66
24,29 17,88 14,00 65,45 2,82 4,84
17,33 14,05 11,46 94,28 41,34 14,75
17,88 11,47 0,00 109,83 16,56 54,76
14,31 0,00 0,00 45,02 57,76 57,76
14,09 0,00 0,00 48,86 50,41 50,41
11,48 0,00 0,00 25,81 40,96 40,96
11,47 0,00 0,00 99,40 2,25 2,25
11,44 0,00 0,00 130,87 0,00 0,00
0,00 0,00 0,00 0,00 0,00 0,00
0,00 0,00 0,00 0,00 0,00 0,00
55,55 24,40 34,11
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D.3.  Escenari 3: Interferències 
 
D.3.1.  Codi de l’escenari 
 






















int main (int argc, char *argv[]) 
{ 
  uint32_t nCsma = 1; 
  uint32_t nWifi = 1; 
  uint32_t bnCsma = 1; 
  uint32_t bnWifi = 1; 
 
//Primera cel·la: nodes p2p (AP <--> PC) 
  NodeContainer p2pNodes; 
  p2pNodes.Create (2); 
 
  PointToPointHelper pointToPoint; 
  pointToPoint.SetDeviceAttribute ("DataRate",StringValue("100Mbps")); 
  pointToPoint.SetChannelAttribute ("Delay", StringValue ("2ms")); 
 
  NetDeviceContainer p2pDevices; 
  p2pDevices = pointToPoint.Install (p2pNodes); 
 
 
//Segona cel·la: nodes p2p 
  NodeContainer p2pNodesb; 
  p2pNodesb.Create (2); 
 
  PointToPointHelper pointToPointb; 
  pointToPointb.SetDeviceAttribute("DataRate",StringValue("100Mbps")); 
  pointToPointb.SetChannelAttribute ("Delay", StringValue ("2ms")); 
 
  NetDeviceContainer p2pDevicesb; 
  p2pDevicesb = pointToPointb.Install (p2pNodesb); 
 
//Primera cel·la: nodes ethernet 
  NodeContainer csmaNodes; 
  csmaNodes.Add (p2pNodes.Get (1)); 
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  csmaNodes.Create (nCsma); 
   
  CsmaHelper csma; 
 
  NetDeviceContainer csmaDevices; 
  csmaDevices = csma.Install (csmaNodes); 
 
//Segona cel·la: nodes ethernet 
  NodeContainer csmaNodesb; 
  csmaNodesb.Add (p2pNodesb.Get (1)); 
  csmaNodesb.Create (bnCsma); 
 
  CsmaHelper csmab; 
 
  NetDeviceContainer csmaDevicesb; 
  csmaDevicesb = csmab.Install (csmaNodesb); 
 
//Primera cel·la: nodes wifi 
  NodeContainer wifiStaNodes; 
  wifiStaNodes.Create (nWifi); 
  NodeContainer wifiApNode = p2pNodes.Get (0); 
 
//Segona cel·la: nodes wifi 
  NodeContainer wifiStaNodesb; 
  wifiStaNodesb.Create (bnWifi); 
  NodeContainer wifiApNodeb = p2pNodesb.Get (0); 
 
 
/*--------Model Propagació 1r AP-------------*/ 
 
  Ptr<YansWifiChannel> channel = CreateObject<YansWifiChannel> (); 
 
  channel->SetPropagationDelayModel ( 
    CreateObject<ConstantSpeedPropagationDelayModel> ()); 
 
  Ptr<LogDistancePropagationLossModel> log =  
    CreateObject<LogDistancePropagationLossModel> (); 
   
  channel->SetPropagationLossModel (log); 
 
 
/*--------Model PropagaciÃ³ 2n AP------------- 
 
  Ptr<YansWifiChannel> channelb = CreateObject<YansWifiChannel> (); 
 
  channelb->SetPropagationDelayModel ( 
    CreateObject<ConstantSpeedPropagationDelayModel> ()); 
 
  Ptr<FriisPropagationLossModel> logb =  
  CreateObject<FriisPropagationLossModel> (); 
 
  channelb->SetPropagationLossModel (logb); 
 
 
  YansWifiPhyHelper phy = YansWifiPhyHelper::Default(); 
  phy.SetChannel(channel); 
 
//Conf. 1r AP 
  WifiHelper wifi = WifiHelper::Default (); 
  Ssid ssid = Ssid ("ns-3-ssid"); 
  wifi.SetMac ("ns3::NqstaWifiMac",  
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    "Ssid", SsidValue (ssid), 
    "ActiveProbing", BooleanValue (false)); 
  NetDeviceContainer staDevices; 
  staDevices = wifi.Install (phy, wifiStaNodes); 
 
  wifi.SetMac ("ns3::NqapWifiMac",  
    "Ssid", SsidValue (ssid), 
    "BeaconGeneration", BooleanValue (true), 
    "BeaconInterval", TimeValue (Seconds (2.5))); 
  NetDeviceContainer apDevices; 
  apDevices = wifi.Install (phy, wifiApNode); 
 
 
//Conf. 2n AP 
  WifiHelper wifib = WifiHelper::Default (); 
  Ssid ssidb = Ssid ("ns-3-ssidb"); 
  wifib.SetMac ("ns3::NqstaWifiMac",  
    "Ssid", SsidValue (ssidb), 
    "ActiveProbing", BooleanValue (false)); 
  NetDeviceContainer staDevicesb; 
  staDevicesb = wifib.Install (phy, wifiStaNodesb); 
 
  wifib.SetMac ("ns3::NqapWifiMac",  
    "Ssid", SsidValue (ssidb), 
    "BeaconGeneration", BooleanValue (true), 
    "BeaconInterval", TimeValue (Seconds (2.5))); 
  NetDeviceContainer apDevicesb; 
  apDevicesb = wifib.Install (phy, wifiApNodeb); 
 
/**********************************/ 
  MobilityHelper mobility; 
 
  Ptr<ListPositionAllocator> positionAllocAP = 
CreateObject<ListPositionAllocator>(); 
  positionAllocAP->Add (Vector (0.0, 0.0, 0.0)); 
  mobility.SetPositionAllocator (positionAllocAP); 
  mobility.Install (wifiApNode); 
 
  Ptr<ListPositionAllocator> positionAlloc = 
CreateObject<ListPositionAllocator>(); 
  positionAlloc->Add (Vector (0.0, 2.0, 0.0)); 
  mobility.SetPositionAllocator (positionAlloc); 
  mobility.Install (wifiStaNodes); 
 
  Ptr<ListPositionAllocator> positionAllocAPb = 
CreateObject<ListPositionAllocator>(); 
  positionAllocAPb->Add (Vector (2.0, 0.0, 0.0)); 
  mobility.SetPositionAllocator (positionAllocAPb); 
  mobility.Install (wifiApNodeb); 
   
  Ptr<ListPositionAllocator> positionAllocb = 
CreateObject<ListPositionAllocator>(); 
  positionAllocb->Add (Vector (2.0, 2.0, 0.0));   
  mobility.SetPositionAllocator (positionAllocb); 
  mobility.Install (wifiStaNodesb);   
 
  InternetStackHelper stack; 
  stack.Install (csmaNodes); 
  stack.Install (wifiApNode); 
  stack.Install (wifiStaNodes); 
  stack.Install (csmaNodesb); 
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  stack.Install (wifiApNodeb); 
  stack.Install (wifiStaNodesb); 
 
  Ipv4AddressHelper address; 
 
  address.SetBase ("192.168.1.0", "255.255.255.0"); 
  Ipv4InterfaceContainer p2pInterfaces; 
  p2pInterfaces = address.Assign (p2pDevices);   
 
  Ipv4InterfaceContainer p2pInterfacesb; 
  p2pInterfacesb = address.Assign (p2pDevicesb);   
 
  address.SetBase ("192.168.2.0", "255.255.255.0"); 
  Ipv4InterfaceContainer csmaInterfaces;   
  csmaInterfaces = address.Assign (csmaDevices); 
 
  Ipv4InterfaceContainer csmaInterfacesb;   
  csmaInterfacesb = address.Assign (csmaDevicesb); 
  
  address.SetBase ("192.168.3.0", "255.255.255.0"); 
  address.Assign (staDevices); 
  address.Assign (apDevices); 
  address.Assign (staDevicesb); 
  address.Assign (apDevicesb); 
 
//Receptor UDP 
  PacketSinkHelper sinkHelper ("ns3::UdpSocketFactory", 
InetSocketAddress ("192.168.3.1",1025));   
  ApplicationContainer sinkApp = sinkHelper.Install (wifiStaNodes); 
  sinkApp.Start (Seconds (0.0)); 
  sinkApp.Stop (Seconds (6.0)); 
 
  PacketSinkHelper sinkHelperb ("ns3::UdpSocketFactory",  
     InetSocketAddress ("192.168.3.3",1024));   
  ApplicationContainer sinkAppb = sinkHelperb.Install (wifiStaNodesb);   
  sinkAppb.Start (Seconds (0.0)); 
  sinkAppb.Stop (Seconds (6.0)); 
 
  Address dest = InetSocketAddress("192.168.3.1", 1025); 
  Address destb = InetSocketAddress("192.168.3.3", 1024); 
  std::string protocol = "ns3::UdpSocketFactory"; 
   
  OnOffHelper onoff = OnOffHelper (protocol, dest); 
  onoff.SetAttribute ("OnTime",RandomVariableValue  
     (ConstantVariable(1))); 
  onoff.SetAttribute ("DataRate", StringValue("35Mbps")); 
  onoff.SetAttribute ("PacketSize", UintegerValue(1024)); 
  onoff.SetAttribute ("OffTime",RandomVariableValue  
     (ConstantVariable(0)));   
  ApplicationContainer apps = onoff.Install (csmaNodes.Get(1)); 
 
  apps.Start (Seconds (0.5)); 
  apps.Stop (Seconds (5.0)); 
 
  OnOffHelper onoff2 = OnOffHelper (protocol, destb); 
  onoff2.SetAttribute ("OnTime",RandomVariableValue  
     (ConstantVariable(1))); 
  onoff2.SetAttribute ("DataRate", StringValue("2Mbps")); 
  onoff2.SetAttribute ("PacketSize", UintegerValue(1024)); 
  onoff2.SetAttribute ("OffTime",RandomVariableValue  
     (ConstantVariable(0)));   
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  ApplicationContainer appsb = onoff2.Install (csmaNodesb.Get(1)); 
   
  appsb.Start (Seconds (0.5)); 
  appsb.Stop (Seconds (5.0)); 
 
  GlobalRouteManager::PopulateRoutingTables (); 
 
  Simulator::Stop (Seconds (7.0));  
 
  YansWifiPhyHelper::EnablePcap ("escenari3wudp",wifiStaNodes.Get  
     (nWifi - 1)->GetId (), 0); 
  CsmaHelper::EnablePcap ("escenari3cudp",csmaDevices.Get(0), true);  
 
  YansWifiPhyHelper::EnablePcap ("escenari3bwudp",wifiStaNodesb.Get  
     (bnWifi - 1)->GetId (), 0); 
  CsmaHelper::EnablePcap ("escenari3bcudp",csmaDevicesb.Get(0), true);  
 
  Simulator::Run (); 




D.3.2.  Dades de la simulació 
 
A continuació es mostren les taules corresponents als valors obtinguts de la 
simulació.  
 
Taula D.7. Dades de la simulació de l’escenari 3. 
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D.3.3.  Dades de l’avaluació real 
 
A continuació es mostren les dades de les mostres realitzades en el laboratori 
de la universitat. En aquest entorn s’han mesurat 10 mostres i s’ha realitzat la 
mitjana aritmètica, sent només fiable el primer decimal de cada valor. 
 
Taula D.8. Dades de l’avaluació real de l’escenari 3. 
 























D.4.  Escenari 4: Accés al medi 
 
D.4.1.  Codi de l’escenari 
 
























int main (int argc, char *argv[]) 
{ 
  uint32_t nCsma = 1; 
  uint32_t nWifi = 2; 
   
  NodeContainer p2pNodes; 
  p2pNodes.Create (2); 
 
  PointToPointHelper pointToPoint; 
  pointToPoint.SetDeviceAttribute ("DataRate",StringValue("100Mbps")); 
  pointToPoint.SetChannelAttribute ("Delay", StringValue ("2ms")); 
 
  NetDeviceContainer p2pDevices; 
  p2pDevices = pointToPoint.Install (p2pNodes); 
 
  NodeContainer csmaNodes; 
  csmaNodes.Add (p2pNodes.Get (1)); 
  csmaNodes.Create (nCsma); 
 
  CsmaHelper csma; 
 
  NetDeviceContainer csmaDevices; 
  csmaDevices = csma.Install (csmaNodes); 
 
  NodeContainer wifiStaNodes; 
  wifiStaNodes.Create (nWifi); 
 
  NodeContainer wifiApNode = p2pNodes.Get (0); 
 
/*--------Model Propagació AP-------------*/ 
 
  Ptr<YansWifiChannel> channel = CreateObject<YansWifiChannel> (); 
 
  channel->SetPropagationDelayModel ( 
    CreateObject<ConstantSpeedPropagationDelayModel> ()); 
 
  Ptr<LogDistancePropagationLossModel> log =  
    CreateObject<LogDistancePropagationLossModel> ();  
/* 
  Ptr<FriisPropagationLossModel> log =  
    CreateObject<FriisPropagationLossModel> (); 
*/   
  channel->SetPropagationLossModel (log); 
 
  YansWifiPhyHelper phy = YansWifiPhyHelper::Default (); 
  phy.SetChannel (channel); 
 
  WifiHelper wifi = WifiHelper::Default (); 
  wifi.SetRemoteStationManager ("ns3::ArfWifiManager"); 
 
  Ssid ssid = Ssid ("ns-3-ssid"); 
  wifi.SetMac ("ns3::NqstaWifiMac",  
    "Ssid", SsidValue (ssid), 
    "ActiveProbing", BooleanValue (false)); 
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  NetDeviceContainer staDevices; 
  staDevices = wifi.Install (phy, wifiStaNodes); 
 
  wifi.SetMac ("ns3::NqapWifiMac",  
    "Ssid", SsidValue (ssid), 
    "BeaconGeneration", BooleanValue (true), 
    "BeaconInterval", TimeValue (Seconds (2.5))); 
 
  NetDeviceContainer apDevices; 
  apDevices = wifi.Install (phy, wifiApNode); 
 
  MobilityHelper mobility; 
 
  Ptr<ListPositionAllocator> positionAllocAP = 
CreateObject<ListPositionAllocator>(); 
  positionAllocAP->Add (Vector (0.0, 0.0, 0.0)); 
  mobility.SetPositionAllocator (positionAllocAP); 
  mobility.Install (wifiApNode); 
 
  Ptr<ListPositionAllocator> positionAllocSTA1 = 
CreateObject<ListPositionAllocator>(); 
  positionAllocSTA1->Add (Vector (0.0, 1.0, 0.0)); 
  mobility.SetPositionAllocator (positionAllocSTA1); 
  mobility.Install (wifiStaNodes.Get(1)); 
  
  Ptr<ListPositionAllocator> positionAlloc = 
CreateObject<ListPositionAllocator>(); 
  positionAlloc->Add (Vector (0.0, 85.0, 0.0)); 
  mobility.SetPositionAllocator (positionAlloc); 
  mobility.Install (wifiStaNodes.Get(0)); 
 
  InternetStackHelper stack; 
  stack.Install (csmaNodes); 
  stack.Install (wifiApNode); 
  stack.Install (wifiStaNodes); 
 
  Ipv4AddressHelper address; 
 
  address.SetBase ("192.168.1.0", "255.255.255.0"); 
  Ipv4InterfaceContainer p2pInterfaces; 
  p2pInterfaces = address.Assign (p2pDevices);   
 
  address.SetBase ("192.168.2.0", "255.255.255.0"); 
  Ipv4InterfaceContainer csmaInterfaces;   
  csmaInterfaces = address.Assign (csmaDevices); 
  
  address.SetBase ("192.168.3.0", "255.255.255.0"); 
  address.Assign (staDevices); 
  address.Assign (apDevices); 
 
  PacketSinkHelper sinkHelper ("ns3::UdpSocketFactory",  
     InetSocketAddress ("192.168.2.2",1025));   
  ApplicationContainer sinkApp = sinkHelper.Install (csmaNodes); 
  sinkApp.Start (Seconds (0.0)); 
  sinkApp.Stop (Seconds (7.0)); 
 
  Address dest = InetSocketAddress("192.168.2.2",1025); 
  std::string protocol = "ns3::UdpSocketFactory"; 
  
  OnOffHelper onoff = OnOffHelper (protocol, dest); 
 
Annex D. Avaluació real i comparació  xxxiii 
 
 
  onoff.SetAttribute ("OnTime",RandomVariableValue 
(ConstantVariable(1))); 
  onoff.SetAttribute ("DataRate", StringValue("30Mbps")); 
  onoff.SetAttribute ("PacketSize", UintegerValue(1024)); 
  onoff.SetAttribute ("OffTime",RandomVariableValue  
     (ConstantVariable(0)));   
 
  ApplicationContainer apps = onoff.Install (wifiStaNodes); 
   
  apps.Start (Seconds (0.5)); 
  apps.Stop (Seconds (5.0)); 
   
  GlobalRouteManager::PopulateRoutingTables (); 
 
  Simulator::Stop (Seconds (7.0)); 
 
  CsmaHelper::EnablePcap ("escenari4cudp",csmaDevices.Get (0), true);  
 
  Simulator::Run (); 
  Simulator::Destroy ();  




D.4.2.  Dades de la simulació 
 
A continuació es mostren les taules corresponents als valors obtinguts de la 
simulació. 
 
Taula D.9. Dades de la simulació de l’escenari 4. 
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D.4.3.  Dades de l’avaluació real 
 
A continuació es mostren les taules corresponents als valors obtinguts de 
l’avaluació real. En aquest entorn s’han mesurat 10 mostres i s’ha realitzat la 
mitjana aritmètica, sent només fiable el primer decimal de cada valor. 
 
Taula D.10. Dades de l’avaluació real de l’escenari 4. 
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Distància (m) Throughtput 1m (Mbps) Throughtput Xm (Mbps)
45 8,29 5,86
47,5 9,25 5,41
50 8,53 6,19
52,5 6,04 5,73
55 7,55 5,52
57,5 8,29 5,01
60 5,20 4,08
62,5 7,32 4,55
65 3,52 3,08
67,5 4,58 3,81
70 4,34 4,33
72,5 4,53 4,51
75 3,31 3,44
77,5 5,78 3,30
80 3,85 3,10
82,5 3,65 2,43
85 3,12 2,06
 
 
