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ABSTRAK 
Layanan internet pada saat sekarang menjadi suatu kebutuhan bagi semua 
orang dari berbagai kalangan. Beberapa fungsi internet dimanfaatkan oleh 
perusahaan-perusahaan swasta seperti perusahaan yang bergerak di bidang jasa, 
telekomunikasi, perbankan. Salah satunya yang ada di Surakarta yaitu IT 
Laweyan yang berada di Kampoeng Batik Laweyan. Topologi ring berbasis 
MPLS yang kini diterapkan pada backbone jaringan IT Laweyan Surakarta dapat 
menunjang komunikasi, transmisi data, manajemen bandwith dan memperkecil 
terjadinya disconnect antar jaringan. Salah satu fitur MPLS adalah kemampuan 
membentuk tunnel atau virtual circuit yang melintasi networknya. Kemampuan 
ini membuat MPLS berfungsi sebagai platform alami untuk membangun VPN, 
VPN memberikan solusi untuk permasalahan infrastruktur tersebut dengan 
melewati jaringan public 
 
Tujuan penelitian ini yaitu untuk mengetahui penerapan dan analisis 
pengujian performansi penyediaan layanan VPN dalam lingkungan jaringan 
MPLS IT Center Laweyan Solo. 
Lokasi yang digunakan dalam penelitian ini  di IT Center Laweyan, 
observasi penelitian dilakukan pada kegiatan digunakan teknologi wireless. 
Metode wawancara merupakan metode tanya jawab antara peneliti dengan sumber 
informasi. Dalam penelitian ini sumber informasi diperoleh dari karyawan yang 
bekerja di IT Center Laweyan. Peralatan pada sistem dan spesifikasi hardware 






Kesimpulan dalam penelitian ini yaitu: (1) Jaringan MPLS dapat 
diterapkan sebagai backbone jaringan tanpa harus mengubah secara besar-besaran 
jaringan yang sudah ada sebelumnya. (2) Dari hasil simulasi MPLS telah berhasil. 
(3) Manajemen bandwith yang teratur mampu diatasi dengan MPLS, sehingga 
penambahan bandwith secara tiba-tiba tidak perlu terjadi lagi. (4) Penggabungan 
yang terjadi antara kelebihan ATM & IP dalam MPLS mampu meningkatkan 
kualitas transmisi data menjadi lebih baik. (5) Dengan topology ring berbasis 
MPLS, disconect yang terjadi pada saat transmisi data mampu diatasi karena 
paket data dapat melalui jalur atau hop router yang lainnya untuk mengirimkan 
paket data ke router tujuan 
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PENDAHULUAN 
Layanan internet pada saat 
sekarang menjadi suatu kebutuhan 
bagi semua orang dari berbagai 
kalangan.. Beberapa fungsi internet 
dimanfaatkan oleh perusahaan-
perusahaan swasta seperti 
perusahaan yang bergerak di bidang 
jasa, telekomunikasi, perbankan. 
Selain itu di instansi-instansi 
pemerintahan, internet juga sudah 
menjadi sebuah kebutuhan untuk hal 
marketing, edukasi, dan multimedia. 
Salah satunya yang ada di Surakarta 
yaitu IT Laweyan yang berada di 
Kampoeng Batik Laweyan. 
Kampoeng Batik Laweyan 
memanfaatkan teknologi internet, 
pemasaran terhadap produk batik dan 
pelayanan dapat menjadi proses yang 
interaktif. Situs Web perusahaan 
bukan hanya sekedar menyajikan 
katalog produk dan media promosi, 
melainkan digunakan untuk 
berdialog, berdiskusi, dan 
berkonsultasi dengan konsumen 
secara On-line, pemesanan produk 
secara elektronik, mailing lists, dan 
pengiriman surat elektronik. 
IT Laweyan Surakarta yang 
mencakupi wilayah Solo, 
Yogyakarta, Pekalongan, Semarang 
menggunakan topologi star dengan 
media FO (Fiber Optic) sebagai 
backbone jaringannya untuk 
mengontrol koneksi jaringan tiap 
daerah, banyak mengalami 
keterbarasan seperti jaringan 
disconnect, hal ini menjadi 
penghambat jalannya transmisi data. 
Oleh sebab itu, dalam penelitian 
diajukan topologi ring berbasis 
MPLS yang kini diterapkan pada 
backbone jaringan IT Laweyan 
Surakarta dapat menunjang 
komunikasi, transmisi data, 
manajemen bandwith dan 
memperkecil terjadinya disconnect 
antar jaringan. 
MPLS merupakan teknologi 
terbaru untuk mem-forward paket 
pada jaringan backbone kecepatan 
tinggi tanpa mengubah struktur 
jaringan yang telah ada sebelumnya. 
Kinerja jaringan MPLS yang 
diterapkan di IT Laweyan Surakarta 
untuk meningkatkan kualitas 
jaringannya mampu memberi 
keuntungan bagi IT Laweyan 
Surakarta. Teknologi Multi Protocol 
Label Switching (MPLS) digunakan 
untuk meningkatkan performansi 
jaringan dengan mempersingkat 
waktu forwarding, MPLS bekerja 
dengan cara menambahkan 
header/label pada paket sebagai 
identifikasi yang akan digunakan 
pada proses switching. 
Teknologi Multiprotocol 
Label Switching MPLS). MPLS 
adalah teknik untuk nengintegrasikan 
Internet Protocol (IP) dengan 
synchronous Transfer Mode (ATM) 
dalam jaringan lackbone yang sama. 
Dengan MPLS maka dapat diperoleh 
keuntungan diantaranya: (1) 
Mengurangi banyaknya proses 
pengolahan di IP routers, serta 
memperbaiki proses pengiriman 
suatu paket data. (2) Menyediakan 
Quality of Service (QoS) dalam 
jaringan backbone, sehingga setiap 
layanan paket yang dikirimkan akan 
mendapat perlakuan sesuai dengan 
skala prioritas. 
Salah satu fitur MPLS adalah 
kemampuan membentuk tunnel atau 
virtual circuit yang melintasi 
networknya. Kemampuan ini 
membuat MPLS berfungsi sebagai 
platform alami untuk membangun 
VPN. VPN yang dibangun dengan 
MPLS sangat berbeda dengan VPN 
yang hanya dibangun berdasarkan 
teknologi IP, yang memanfaatkan 
enkripsi data. VPN pada MPLS lebih 
mirip dengan virtual circuit dari FR 
atau ATM, yang dibangun dengan 
membentuk isolasi trafik.   
Kebutuhan perusahaan dalam 
membangun jaringan internal antara 
kantor pusat dengan kantor 
cabangnya dan antara kantor cabang 
lainnya membutuhkan infrastruktur 
yang sangat mahal, VPN 
memberikan solusi untuk 
permasalahan infrastruktur tersebut 
dengan melewati jaringan publik. 
VPN adalah layanan yang 
mungkinkan untuk mengakses 
jaringan internal kantor melalu 
jaringan yang bisa di akses dengan 
mudah seperti internet.  
  
TINJAUAN PUSTAKA 
Penelitian dikembangkan dari 
beberapa referensi yang telah didapat 
yang berhubungan dengan objek 
permasalahan. Telaah penelitian 
tersebut diantaranya :  
 Beberapa kajian pada 
jaringan MPLS VPN, seperti yang 
telah dilakukan  oleh peneliti 
sebelumnya, antara lain  
Abror, et al. (2009) 
menganalisis QoS audio dan video 
streaming, Arshad mengusulkan 
skema desain baru MPLS/BGP-VPN 
menggunakan Dynagen simulator, 
Pudjianto melakukan pengujian VoIP 
pada jaringan MPLS-VPN 
pendidikan non formal, Basalamah 
melakukan penelitian Kajian metode 
Load Balancing Routing dengan 
Bandwith Delay Guarantee untuk 
Layanan VPN pada Jaringan MPLS 
yang dilakukan pada Universitas 
Muslim Indonesia. 
Henni Purwaningsih 
(07.11.1759) dari STMIK AMIKOM 
Yogyakarta dalam penelitiannya 
yang berjudul Analisa dan 
Perancangan Jaringan MPLS 
PT.Telkom Yogyakarta membahas 
tentang implementasi jaringan MPLS 
di PT. Telkom Yogyakarta. Skripsi 
Henni Purwaningsih tidak membahas 
tentang penerapan IPv6 ke dalam 
jaringan MPLS. Implementasi yang 
dilakukan hanya sebatas jaringan 
MPLS tersebut terpasang dengan 
baik tanpa melihat parameter yang 
mengindikasikan bahwa jaringan 
tersebut berkerja dengan baik, seperti 
rute dan prioritas. Skripsi Henni 
Purwaningsih menjadi pedoman 
utama bagi penulis dilihat dari 
topologi jaringan yang real. 
METODE PENELITIAN 
Penelitian ini menggunakan 
metode pengumpulan data. Pada 
metode ini penulis melakukan 
beberapa tahap yaitu wawancara, 
observasi, desain dan perancangan 
sistem pada jaringan komputer, 
implementasi pada sistem yang 
dibuat serta melakukan pengujian 
terhadap sistem yang telah terpasang.  
 
Gambar 1  Flowchart Alur 





Diagram alir pembangunan 
jaringan MPLS-VPN 
Proses penyaluran 
performansi jaringan MPLSVPN ini 
ditunjukkan diagram alir untuk 
pembuatan jaringan testbed MPLS-
VPN. Sebelum dilakukan pengujian, 
dilakukan instalasi dan konfigurasi, 
jaringan MPLS dan MPLS-VPN. 
Dari hasil pengujian akan 
dibandingkan performansi antara 















                                                                   







































 Instalasi Mikrotik, VPN, dan 
MPLS 
Paket standar Mikrotik yang 
sudah kita install minimal akan berisi 
paket sistem (system package). 
Termasuk dasar Routing IP dan 
Administrasi Router. Untuk 
menambah paket lainnya seperti 
wireless, OSPF, IP Telephony. 
Mikrotik yang didownload dan di 
install adalah versi  shareware. 
 
HASIL PENELITIAN 
Penelitian ini termasuk dalam 
penelitian pengumpulan data 
observasi dan wawancara yang 
dilakukan untuk pengujian 
performansi penyedian layanan vpn 
dalam lingkungan jaringan mpls (IT 
Center Laweyan). 
1.Pengujian Topologi Jaringan 
MPLS 
Sebelum melakukan penelitian, 
peneliti harus merancang sistem 
jaringan terlebih dahulu kemudian 
memasang dan mengkonfigurasi vpn 
agar berjalan dengan baik. 
Perancangan sistem yang pertama 













Gambar 3 Perancangan Topologi 
Jaringan MPLS 
2. Hasil Simulasi 
Simulasi MPLS telah 
berhasil, hal ini dapat dilihat dari 
adanya protocol LDP saling bertukar 
MPLS label tabel.  
 Gambar 4 Cara kerja MPLS 
Gambar di atas menunjukkan MPLS 
sedang bekerja, hal ini terlihat dari 
adanya ip core2 sebagai ldp neigh di 
core1, seperti yang terlihat didalam 
kotak.  
Lakukan pengecekan MPLS dengan 
perintah seperti berikut :  




Gambar 5 Hasil MPLS pada Core1 
 
Gambar di atas memperlihatkan 
adanya ip 125.160.0.2 dan 
125.160.0.1 yang teridentifikasi 
sebagai MPLS, hal ini terjadi karena 
sebelumnya kedua ip pada masing-
masing router tersebut telah 
terdaftarkan mpls ip pada konfigurasi 
ip sebelumnya. IP 125.160.0.2 pada 
router PE1 teridentifikasi sebagai ldp 
neigh di router core1 ini. 
KESIMPULAN 
1. Jaringan MPLS dapat diterapkan 
sebagai backbone jaringan tanpa 
harus mengubah secara besar-
besaran jaringan yang sudah ada 
sebelumnya  
2. Dari hasil simulasi MPLS telah 
berhasil.  
3. Manajemen bandwith yang 
teratur mampu diatasi dengan 
MPLS, sehingga penambahan 
bandwith secara tiba-tiba tidak 
perlu terjadi lagi  
4. Penggabungan yang terjadi 
antara kelebihan ATM & IP 
dalam MPLS mampu 
meningkatkan kualitas transmisi 
data menjadi lebih baik. 
5. Dengan topology ring berbasis 
MPLS, disconect yang terjadi 
pada saat transmisi data mampu 
diatasi karena paket data dapat 
melalui jalur atau hop router 
yang lainnya untuk mengirimkan 
paket data ke router tujuan
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