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Περίληψη 
 Κανείς σήμερα δεν μπορεί να αμφισβητήσει την ραγδαία εξέλιξη της 
τεχνολογίας και την συμμετοχή της στην καθημερινότητα όλο και μεγαλύτερου μέρους 
του πληθυσμού. Ο καθένας από εμάς το πιθανότερο είναι πως έχει ένα ηλεκτρονικό 
προφίλ τουλάχιστο σε μία πλατφόρμα κοινωνικής δικτύωσης και με αυτό τον τρόπο 
αφήνει το ηλεκτρονικό του αποτύπωμα. Ανεξάρτητα όμως από τα ηλεκτρονικά προφίλ 
μια ακόμα πραγματικότητα είναι η ηλεκτρονική διακυβέρνηση. Η σταδιακή 
διεκπεραίωση των υποχρεώσεων των πολιτών απέναντι στην πολιτεία με 
ελαχιστοποίηση χρήσης επικυρωμένων εντύπων. Η προστασία των προσωπικών 
δεδομένων στην σύγχρονη εποχή που από κάποιους αντιμετωπίζεται ως πρόκληση ενώ 
για άλλους ως ένα δυναμικό εργαλείο ρυθμίζεται από έναν νέο κανονισμό που έχει 
τεθεί σε εφαρμογή από τις 25 Μαίου 2018 και προασπίζει θεμελιώδη δικαιώματα όλων 
μας. Ειδικότερα η παρούσα μελέτη ασχολείται με τα προσωπικά δεδομένα των 
φοιτητών που συμμετέχουν στο πρόγραμμα Erasmus+. Στο πλαίσιο προάσπισης των 
θεμελιωδών δικαιωμάτων έχει ιδιαίτερη σημασία να αντιληφθεί κάποιος ο γενικός 
κανονισμός ενισχύει την δημοκρατία μας.  
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Abstract 
No one today can overlook the rapid evolution of technology and the fact that it’s 
growing as a part of every day life for the majority of the population.  It’s also highly 
likely that each one of us manages at least one profile on a social network and by doing 
so we all leave our digital fingerprint online. The new regulation for the personal data 
protection is valid since 25
th
 of May 2018 and is regarded by some as a challenge and 
by some others as a dynamic tool. Either or the new regulation defends constitutional 
rights of all the European citizens, including the Erasmus+ students which is the subject 
of this thesis. In that context defends our democracy. 
 
Key words: Personal data, access, processing, legislation, regulations, Erasmus+, 
record keeping, public records. 
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1 
Πρόλογος 
 Ο νέος Γενικός Κανονισμός Προστασίας Δεδομένων αλλάζει τον τρόπο 
λειτουργίας όλων των επιχειρήσεων και τον οργανισμών και θέτει νέες απαιτήσεις τόσο 
κατά την επεξεργασία των προσωπικών δεδομένων όσο και με την ρητή απαρίθμηση 
των νόμιμων βάσεων που απαιτούνται για την επεξεργασία των προσωπικών 
δεδομένων αλλά κυρίως με την ικανοποίηση των δικαιωμάτων των υποκειμένων των 
δεδομένων και τις διαδικασίες με τις οποίες αυτά ικανοποιούνται. Η θέσπιση του 
Κανονισμού επιφέρει την θέσπιση νέων διοικητικών και οργανωτικών απαιτήσεων από 
πλευράς του υπευθύνου επεξεργασίας και συμπληρώνεται με ένα νέο αυστηρότατο 
πλαίσιο κυρώσεων για τις παραβιάσεις του Κανονισμού.  
 Η μεθοδολογία που χρησιμοποιήθηκε είναι η εκτενής βιβλιογραφική 
επισκόπηση πάνω σε ελληνικές και ξενόγλωσσες πηγές, καθώς και σε πρωτογενείς 
πηγές (νομοθετικό πλαίσιο, Προεδρικά Διατάγματα, Κανονισμοί, νομολογίες και 
αποφάσεις φορέων). Η ανάλυση του θέματος που ακολουθεί διαρθρώνεται ως εξής: 
 Στο πρώτο κεφάλαιο γίνεται προσπάθεια να αποσαφηνιστούν κάποιες βασικές 
έννοιες και ορισμοί προκειμένου να είναι ευκολότερη η κατανόηση της νομοθεσίας 
καθώς και όσα περιέχονται στα κεφάλαια που έπονται. Στο δεύτερο κεφάλαιο 
παρουσιάζεται ο πλήρης κατάλογος των ευρωπαϊκών και εθνικών αποφάσεων, οδηγιών, 
νομοσχεδίων και συνθηκών που πλαισιώνουν νομικά τον χώρο προστασίας 
προσωπικών δεδομένων. Στο κεφάλαιο 3 γίνεται μια εκτενής παρουσίαση του 
Προγράμματος Erasmus+, τι προβλέπει για την κινητικότητα φοιτητών και σπουδές και 
πρακτική άσκηση στις χώρες μέλη του Προγράμματος, ποια είναι τα δικαιώματα και οι 
υποχρεώσεις των φοιτητών. Ακολουθεί η αναφορά στα δεδομένα που συλλέγονται, με 
ποιον τρόπο γίνεται η επεξεργασία τους και ποια είναι τα μέτρα που λαμβάνονται για 
την προστασία των προσωπικών δεδομένων των φοιτητών που κάνουν αίτηση και 
εκείνων που τελικά θα επιλεγούν για να μετακινηθούν. Στο τέταρτο κεφάλαιο και 
τελευταίο πριν τα συμπεράσματα γίνεται μια παρουσίαση του Κανονισμού 679/2016 ή 
αλλιώς Γενικό Κανονισμό για την Προστασία Προσωπικών Δεδομένων GDPR 
(General Data Protection Regulation) σε σχέση με τους ΕΛΚΕ (Ειδικούς Λογαριασμούς 
Κονδυλίων Έρευνας). 
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Κεφάλαιο 1 Προσωπικά δεδομένα – βασικές έννοιες και διακρίσεις 
1.1 Η Έννοια των προσωπικών δεδομένων 
 
Νόμος για την Προστασία 
Δεδομένων Προσωπικού Χαρακτήρα  
Θέσπιση νομοθετικών μέτρων για την 
εφαρμογή του Κανονισμού (ΕΕ) 2016/679 του 
Ευρωπαικού Κοινοβουλίου και του Συμβουλίου 
της 27ης Απριλίου 2016 «για την προστασία 
των φυσικών προσώπων έναντι της 
επεξεργασίας των δεδομένων προσωπικού 
χαρακτήρα και για την ελεύθερη κυκλοφορία 
των δεδομένων αυτών και την κατάργηση της 
Οδηγίας 95/46/ΕΚ (Γενικός Κανονισμός για την 
Προστασία Δεδομένων)» και ενσωμάτωση στην 
εθνική έννομη τάξη της Οδηγίας 2016/680/ΕΕ 
του Ευρωπαικού Κοινοβουλίου και του 
Συμβουλίου της 27ης Απριλίου 2016 «για την 
προστασία των φυσικών προσώπων έναντι της 
επεξεργασίας δεδομένων προσωπικού 
χαρακτήρα από αρμόδιες αρχές για τους 
σκοπούς της πρόληψης, διερεύνησης, 
ανύχνευσης ή δίωξης ποινικών αδικημάτων ή 
της εκτέλεσης ποινικών κυρώσεων και για την 
ελεύθερη κυκλοφορία των δεδομένων αυτών 
και την κατάργηση της απόφασης-πλαίσιο 
2008/977/ΔΕΤ του Συμβουλίου και 
συμπληρωματικές διατάξεις». 
1 
Σε αυτό το σημείο κρίνεται ορθότερο να ακολουθήσει μια αναφορά στους βασικούς 
όρους που χρησιμοποιεί ο νομός παρά μια γενική θεώρηση του νομοθετικού πλαισίου 
έτσι ώστε να είναι πιο εύληπτο το περιεχόμενο του. Στο κείμενο του νόμου συναντά 
κάποιος καθημερινούς όρους που όμως εδώ χρησιμοποιούνται για να περιγράψουν 
διαφορετικές έννοιες και με στόχο να προστατέψουν τα προσωπικά δεδομένα των 
πολιτών με όσο την δυνατόν μεγαλύτερη σαφήνεια.  
Επιχειρώντας μια πρώτη κατανόηση των βασικών όρων και ανατρέχοντας το λεξικό της 
νέας Ελληνικής γλώσσας του Γ. Μπαμπινιώτη, ως δεδομένο ορίζεται η πεπερασμένη 
ακολουθία χαρακτήρων που παριστά κάποια πληροφορία και μπορεί να αξιοποιηθεί από 
Η/Υ: συλλογή / επεξεργασία δεδομένων. 
ως προσωπικό αυτό που σχετίζεται με συγκεκριμένο άτομο, με πρόσωπο ως ξεχωριστή 
οντότητα  
ενώ ως προσωπικό δεδομένο το σύνολο των πληροφοριών που αναφέρονται σε κάποιον 
ως πρόσωπο (π.χ. όνομα επάγγελμα, ηλικία, καταγωγή, θρησκεία)2 
 
                                                          
1 .  
http://www.opengov.gr/ministryofjustice/wp-
content/uploads/downloads/2018/02/sxedio_nomou_prostasia_pd.pdf , σελ. 1 
2
 Μπαμπινιώτης, Γ., Λεξικό της Νέας Ελληνικής Γλώσσας, Κέντρο Λεξικολογίας, Οκτώβριος 2004, 
Αθήνα 
 
 
2 
Στον Γενικό κανονισμό αναφέρεται πως: «το ταυτοποιήσιμο φυσικό πρόσωπο είναι 
εκείνο του οποίου η ταυτότητα μπορεί να εξακριβωθεί, άμεσα ή έμμεσα, ιδίως μέσω 
αναφοράς σε αναγνωριστιστικό στοιχείο ταυτότητας, όπως όνομα, σε αριθμό 
ταυτότητας, σε δεδομένα θέσης, σε επιγραμμικό αναγνωριστικό ταυτότητας ή σε έναν ή 
περισσότερους παράγοντες που προσδιορίζουν στην σωματική, φυσιολογική, γενετική, 
ψυχολογική, οικονομική, πολιτιστική ή κοινωνική ταυτότητα του εν λόγω φυσικού 
προσώπου». 
 Από τα παραπάνω και από όσα προβλέπει το Σχέδιο Νόμου3 μπορεί να 
συνοψίσει κάποιος πως: 
 τα προσωπικά δεδομένα είναι οι απλές, βασικές πληροφορίες όπως το 
ονοματεπώνυμο έως και πιο ιδιαίτερες όπως τα πολιτικά φρονήματα τα οποία 
από την ώρα που συνδέονται με ένα πρόσωπο μπορούν να το ταυτοποήσουν. 
Από την στιγμή χάνουν την σύνδεση με το άτομο παύουν να ερμηνεύονται ως 
προσωπικά δεδομένα. 
 τα προσωπικά δεδομένα αφορούν πρόσωπα που είτε έχουν ταυτοποιηθεί είτε 
δύναται να ταυτοποιηθούν, σε κάθε περίπτωση εν ζωή (τα δεδομένα νεκρών 
προσώπων είναι στοιχεία που αφορούν την στατιστική.) 
 προσωπικό μπορεί να είναι κάθε δεδομένο που χαρακτηρίζει ένα άτομο είτε 
αφορά κάτι βιομετρικό όπως το ύψος ή των χρώμα ματιών είτε κάτι 
υποκειμενικό όπως προσωπικές πεποιθήσεις. 
 δεδομένου ότι τα προσωπικά δεδομένα αφορούν πρόσωπα, άτομα που 
ταυτοποιούνται να είναι σαφές ότι ο ορισμός δεν περιλαμβάνει και νομικά 
πρόσωπά (εταιρείες, σωματεία, σύλλογοι, κ.λπ.). 
 Οι αξιολογικές κρίσεις ή οι επιστημονικές αξιολογήσεις δε θεωρούνται 
προσωπικά δεδομένα, καθώς δεν έχουν "επίσημο" χαρακτήρα. 4 
1.2 Απλά και ευαίσθητα προσωπικά δεδομένα 
«Τα προσωπικά δεδομένα διακρίνονται σε απλά (ή μη ευαίσθητα) και σε 
ευαίσθητα, με κριτήριο την πληροφοριακή βαρύτητα τους σε σχέση με την 
ιδιωτικότητα. Από ορολογική άποψη, η διάκριση των προσωπικών δεδομένων σε απλά 
                                                          
3
 http://www.opengov.gr/ministryofjustice/wp-
content/uploads/downloads/2018/02/sxedio_nomou_prostasia_pd.pdf , 
4
 Αλεξανδροπούλου-Αιγυπτιάδου, Ε. (2016), Προσωπικά δεδομένα. Νομική Βιβλιοθήκη, Αθήνα, σσ.43-
45 
 
 
3 
και σε ευαίσθητα είναι δημιούργημα της θεωρία, καθόσον ο νόμος χρησιμοποιεί μόνο 
τον όρο «ευαίσθητα» προσωπικά δεδομένα, ως ειδική κατηγορία της ευρύτερης έννοιας 
των προσωπικών δεδομένων. Η νομοτεχνική αυτή επιλογή πρέπει να συνεκτιμάται κατά 
την ερμηνεία του νόμου, έτσι ώστε οι ρυθμίσεις για τα ευαίσθητα δεδομένα να 
λειτουργούν προσθετικά σε σχέση με τα ισχύοντα για τα απλά δεδομένα».5 Η διάκριση 
των προσωπικών δεδομένων σε απλά και σε ευαίσθητα έχει μια πρακτική και 
ουσιαστική σημασία και αυτή είναι πως η προστασία των ευαίσθητων απολαμβάνουν 
μια ενισχυμένη νομική προστασία. Ακολούθως, για την επεξεργασία των απλών 
προσωπικών δεδομένων αρκεί η προφορική συγκατάθεση του υποκειμένου ενώ για την 
επεξεργασία των ευαίσθητων προσωπικών δεδομένων απαιτείται η γραπτή 
συγκατάθεση του. 6 
1.2.1 Απλά προσωπικά δεδομένα  
Στην κατηγορία αυτή εντάσσονται τα δεδομένα που δεν απαριθμώνται στον 
εξαντλητικό κατάλογο του νόμου  όπου αναφέρονται τα ευαίσθητα προσωπικά 
δεδομένα. «Για παράδειγμα απλά προσωπικά δεδομένα είναι το όνομα, το επώνυμο, η 
κατοικία, το επάγγελμα, το μορφωτικό επίπεδο, οι καταναλωτικές συνήθειες, η 
ταξιδιωτική δραστηριότητα, η οικογενειακή και περιουσιακή  κατάσταση, ο μισθός, οι 
τραπεζικοί λογαριασμοί, η IP (Internet Protocol) διεύθυνση.7 
  
1.2.2 Ευαίσθητα προσωπικά δεδομένα 
Ως ευαίσθητα προσωπικά νοούνται οι πληροφορίες εκείνες που συνδέονται 
άμεσα με την πλέον ιδιωτική ζωή του ατόμου (πληροφορίες που αναφέρονται στο 
παρελθόν, το παρόν και το μέλλον) και αφορούν: 
 τη φυλετική ή εθνική προέλευση. Πρόκειται για τη φυλή (π.χ. λευκοί, αθίγγανοι) 
ή για την εθνότητα π.χ. εθνικές μειονότητες και όχι για την υποκοότητα 
(ιθαγένεια), της οποίας φορείς είναι οι πολίτες του αντίστοιχου κράτους, π.χ 
ελληνική υπηκοότητα. Η υπηκοότητα ή ιθαγένεια δεν αποτελεί ευαίσθητο 
προσωπικό δεδομένο. 
 Τα πολιτικά φρονήματα. Στον χώρο των πολιτικών φρονημάτων μπορούν να 
ενταχθούν τα προσωπικά δεδομένα που περιλαμβάνονται στις δηλώσεις και στα 
στοιχεία της αίτησης του αιτούντος πολιτικό άσυλο. 
 τις θρησκευτικές ή φιλοσοφικές πεποιθήσεις. 
                                                          
5
 ό.π., σελ. 45 
6
 ό.π., σελ. 52 
7
 ό.π., σελ. 46 
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 τη συμμετοχή σε συνδικαλιστικές οργάνωση, π.χ. μέλος σε σωματείο 
εργαζομένων. 
  την υγεία, όπως πληροφορίες για τη φυσική, ψυχική ή πνευματικής κατάσταση 
(παρούσα, παρελθούσα ή μελλοντική), για χρήση ναρκωτικών ή κατάχρηση  
οινοπνεύματος, για ανικανότητες  ή αναπηρίες,  για λήψη φαρμάκων. Ο όρος 
«προσωπικά δεδομένα υγείας» είναι ευρύτερος από τον όρο «ιατρικά 
δεδομένα», αφού τα πρώτα τηρούνται και από πρόσωπα που δεν έχουν την 
ιατρική ιδιότητα (π.χ φυσικοθεραπευτές, λογοθεραπευτές ψυχολόγοι). 
 την κοινωνική πρόνοια. 
 την ερωτική ζωή. 
 τα σχετικά με ποινικές διώξεις ή καταδίκες π.χ. το ποινικό μητρώο. 
 τη συμμετοχή σε συναφείς με τα ανωτέρω ενώσεις προσώπων  π.χ. σε σωματείο 
ομοφυλοφίλων ή νεφροπαθών. 
 τα γενετικά δεδομένα, δηλ. Όλα τα δεδομένα, οποιουδήποτε τύπου, τα οποία 
αφορούν τα κληρονομικά χαρακτηριστικά ή τα πρότυπα κληρονομικότητας  
αυτών των χαρακτηριστικών σε μια ομάδα ατόμων. Τα γενετικά δεδομένα 
θεωρούνται ευαίσθητα και η συλλογή και επεξεργασία τους υπόκεινται στις 
ιδιαίτερες προϋποθέσεις και εγγυήσεις του νόμου, επειδή η χρήση τους ενέχει 
σοβαρότατους κινδύνους για τους πολίτες που προκύπτουν από τις γενετικές 
εξετάσεις μπορεί να οδηγήσουν σε κατηγοριοποίηση των ανθρώπων και σε 
τελευταία ανάλυση στον στιγματισμό και τον κοινωνικό αποκλεισμό τους.8 
Ο παραπάνω κατάλογος είναι εξαντλητικός και όπως προκύπτει δεν 
εντάσσονται σε αυτόν τα δεδομένα οικονομικής συμπεριφοράς (δυσμενή οικονομικά 
στοιχεία, τραπεζικοί λογαριασμοί) ή η ηλικία και το βάρος του ατόμου. Αντιθέτως, 
εκφράζονται επιφυλάξεις για το σαφή χαρακτηρισμό τους ως ευαίσθητων δεδομένων οι 
πολιτικές πεποιθήσεις ή η συμμετοχή σε συνδικαλιστικές οργανώσεις. 9 
1.3 Επεξεργασία προσωπικών δεδομένων 
Σύμφωνα με τον Ν. 2472/1997, Άρθρο 2 παρ. δ, επεξεργασία προσωπικών 
δεδομένων είναι "κάθε εργασία ή σειρά εργασιών που πραγματοποιείται, από το Δημόσιο 
ή από νομικό πρόσωπο δημοσίου δικαίου ή ιδιωτικού δικαίου ή ένωση προσώπων ή 
φυσικό πρόσωπο με ή χωρίς τη βοήθεια αυτοματοποιημένων μεθόδων".10 
                                                          
8
 ό.π. σσ. 47-51 
9
 ό.π. σσ. 51-52 
10
 ό.π. σελ. 53 
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Στις εργασίες αυτές περιλαμβάνονται τα ακόλουθα:  
 συλλογή, δηλ. αναζήτηση, εύρεση και συγκέντρωση των δεδομένων. 
 καταχώρηση, δηλ. τοποθέτηση σε βάση δεδομένων. 
 Οργάνωση, δηλ. κατηγοριοποίηση δεδομένων με βάση συγκεκριμένα κριτήρια - 
αυτοματοποιημένη οργάνωση με χρήση λογισμικού. 
 διατήρηση ή αποθήκευση σε οποιοδήποτε μέσο. 
 Τροποποίηση, δηλ. κρυπτογράφηση, ανωνυμοποίηση, ψευδωνυμοποίηση. 
 Εξαγωγή, δηλ. ανάκτησης πληροφοριών από μη δομημένα ή ημιδομημένα 
δεδομένα. 
 χρήση των καταγεγραμμένων πληροφοριών. 
 διαβίβαση, δηλ. μετάδοση των πληροφοριών προς τρίτα πρόσωπα. 
 διάδοση ή κάθε άλλης μορφής διάθεση, δηλ. μετάδοση των προσωπικών 
δεδομένων προς μεγαλύτερο αριθμό αποδεκτών. 
 συσχέτιση ή συνδυασμός, δηλ. καθορισμός σχέσεων, συγκρίσεις και παράθεση 
δεδομένων μεταξύ δύο ή περισσοτέρων πηγών προς εξαγωγή συμπερασμάτων. 
 διασύνδεση, δηλ. σύνδεση των δεδομένων ενός αρχείου με δεδομένα άλλου ή 
άλλων αρχείων, τα οποία τηρούνται από διαφορετικό υπεύθυνο επεξεργασίας ή 
από τον ίδιο αλλά για άλλο σκοπό. 
 δέσμευση (κλείδωμα), δηλ. αποκλεισμός περαιτέρω επεξεργασίας 
 διαγραφή – καταστροφή, δηλ. για δεδομένα που δεν είναι αντιληπτά από κάποια 
ανθρώπινη αίσθηση.11 
1.4. Υπεύθυνος επεξεργασίας, εκτελών την επεξεργασία, τρίτοι και 
αποδέκτες 
Υπεύθυνος επεξεργασίας είναι «Το φυσικό ή νομικό πρόσωπο, η δημόσια αρχή, 
η υπηρεσία ή άλλος φορέας που, μόνα ή από κοινού με άλλα, καθορίζουν τους σκοπούς 
και τον τρόπο της επεξεργασίας δεδομένων προσωπικού χαρακτήρα όταν οι σκοποί και 
ο τρόπος της επεξεργασίας αυτής καθορίζονται από το δίκαιο της Ένωσης ή το δίκαιο 
κράτους μέλους, ο υπεύθυνος επεξεργασίας ή τα ειδικά κριτήρια για τον διορισμό του 
μπορούν να προβλέπονται από το δίκαιο της Ένωσης ή το δίκαιο κράτους»12 
                                                          
11
 ό.π. σελ. 53-54 
12
 Σωτηρόπουλος, Β. (2017), Υπεύθυνος Προστασίας Δεδομένων // Εργαλειοθήκη για  τον νέο θεσμό σε 
δημόσιο και ιδιωτικό τομέα, Εκδόσεις Σάκουλα, Αθήνα-Θεσσαλονίκη, σελ. 11 
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 Ο εκτελών την επεξεργασία είναι «Το φυσικό ή νομικό πρόσωπο, η δημόσια 
αρχή, η υπηρεσία ή άλλος φορέας που επεξεργάζεται δεδομένα προσωπικού χαρακτήρα 
για λογαριασμό του υπευθύνου της επεξεργασίας».13 
Τρίτος είναι «Οποιοδήποτε φυσικό ή νομικό πρόσωπο, δημόσια αρχή, υπηρεσία 
ή φορέας, με εξαίρεση το υποκείμενο των δεδομένων, τον υπεύθυνο επεξεργασίας, τον 
εκτελούντα την επεξεργασία  και τα πρόσωπα τα οποία, υπό την άμεση εποπτεία του 
υπευθύνου επεξεργασίας ή του εκτελούντος την επεξεργασία, είναι εξουσιοδοτημένα να 
επεξεργάζονται τα δεδομένα προσωπικού χαρακτήρα».14 
Αποδέκτης είναι το φυσικό ή νομικό πρόσωπο, η δημόσια αρχή η υπηρεσία ή 
οποιοσδήποτε άλλος οργανισμός, στον οποίο ανακοινώνονται ή μεταδίδονται τα 
δεδομένα, ανεξαρτήτως αν πρόκειται για τρίτος ή όχι.15 
1.5. Συγκατάθεση 
Ο Κανονισμός αναγνωρίζει ιδιαίτερη σημασία την συγκατάθεση του ατόμου το 
οποίο αφορούν τα δεδομένα καθώς επιτάσσει η επεξεργασία των προσωπικών 
δεδομένων να γίνεται «νομίμως, ... και με βάση τη συγκατάθεση του ενδιαφερόμενου ή 
για άλλους θεμιτούς λόγους που προβλέπονται από το νόμο». 16 
Αναγνωρίζοντας πως για την προστασία των προσωπικών δεδομένων η 
συγκατάθεση του υποκείμενου είναι ένα απαραίτητο εργαλείο, ο κανονισμός 
διασφαλίζει την συμμετοχή του ατόμου που αφορούν την συλλογή και την επεξεργασία 
των δεδομένων του. «Η συγκατάθεση εγγυάται –καταρχήν και υπό την αίρεση της 
ενημέρωσης και της ελευθερίας- το δικαίωμα του προσώπου να διαμορφώνει και να 
διατυπώνει τις επιλογές του και να συμπροσδιορίζει, εάν και υπό ποιες προϋποθέσεις οι 
«άλλοι» θα γνωρίζουν και θα επεξεργάζονται πληροφορίες που το αφορούν. Η 
συγκατάθεση του προσώπου νομιμοποιεί την επεξεργασία των δεδομένων του αλλά δεν 
σημαίνει παραίτηση από το δικαίωμα προστασίας των προσωπικών δεδομένων και, 
όπως ήδη επισημάνθηκε, δεν ακυρώνει τις υποχρεώσεις του υπευθύνου επεξεργασίας 
να συμμορφώνεται με τις επιταγές της νομοθεσίας[...]»17 
                                                          
13
 ό.π., σελ. 12 
14
 ό.π., σελ. 12 
15
 Αλεξανδροπούλου-Αιγυπτιάδου, Ε. (2016), Προσωπικά δεδομένα. Νομική Βιβλιοθήκη, Αθήνα, σσ.66-
67 
16 Μήτρου, Λ. (2017), Ο γενικός κανονισμός προστασίας προσωπικών δεδομένων, νέο δίκαιο - νέες 
υποχρεώσεις – νέα δικαιώματα, Εκδόσεις Σάκουλα, Αθήνα-Θεσσαλονίκη, σελ. 70-71 
17
 ό.π., σελ. 71-72 
 
 
7 
Από την πλευρά του υποκειμένου η συγκατάθεση του, που μπορεί να είναι 
ελεύθερη συγκατάθεση18, ρητή19 ή ειδική συγκατάθεση20, αποτελεί προϋπόθεση της 
νομιμότητας της επεξεργασίας και από την πλευρά του υπεύθυνου επεξεργασίας 
αποτελεί βασική υποχρέωση. «Παρότι ο νόμος χρησιμοποιεί τον γενικό όρο 
συγκατάθεση, που περιλαμβάνει τόσο την συναίνεση (εκ των προτέρων συγκατάθεση) 
όσο και την έγκριση (εκ των υστέρων συγκατάθεση), είναι φανερό ότι απαιτεί 
συναίνεση, δηλ. συγκατάθεση πριν την επεξεργασία και δεν αρκείται στην έγκριση 
(συγκατάθεση μετά την επεξεργασία).»21 
Κεφάλαιο 2 Νομοθετική αναδρομή κατοχύρωσης των προσωπικών 
δεδομένων 
2.1 Συνθήκες και νομοθετήματα 
Ακολουθεί χρονολογικός κατάλογος των Συνθηκών και Βασικών νομοθετημάτων όπως 
μπορεί να τους αντλήσει κάποιος από την ιστοσελίδα της Αρχής Προστασίας 
Προσωπικού Χαρακτήρα. 
 Γενικός Κανονισμός Προστασίας Δεδομένων (ΕΕ) 2016/679 
Για την προστασία των φυσικών προσώπων έναντι της επεξεργασίας των 
δεδομένων προσωπικού χαρακτήρα και για την ελεύθερη κυκλοφορία των 
δεδομένων αυτών και την κατάργηση της Οδηγίας 95/46/ΕΚ (με 
ενσωματωμένες μεταγενέστερες διορθώσεις) 
Αναμένεται ο εθνικός εφαρμοστικός νόμος του ΓΚΠΔ. 
 Γενικός Κανονισμός Προστασίας Δεδομένων (ΕΕ) 2016/679 
 Διορθωτικό στον Γενικό Κανονισμό Προστασίας Δεδομένων (ΕΕ) 2016/679 
 Νόμος 2472/1997 
Προστασία του ατόμου από την επεξεργασία δεδομένων προσωπικού 
χαρακτήρα 
Ο ν. 2472/1997 ενσωματώνει στο εθνικό δίκαιο την Οδηγία 95/46/ΕΚ, για την 
προστασία των φυσικών προσώπων έναντι της επεξεργασίας δεδομένων 
προσωπικού χαρακτήρα και για την ελεύθερη κυκλοφορία των δεδομένων αυτών. 
                                                          
18
 Αλεξανδροπούλου-Αιγυπτιάδου, Ε. (2016), Προσωπικά δεδομένα. Νομική Βιβλιοθήκη, Αθήνα, σ. 89 
19
 ό.π., σελ. 91 
20
 ό.π., σελ. 92 
21
 ό.π., σσ.87-88 
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 Νόμος 3471/2006 
Προστασία δεδομένων προσωπικού χαρακτήρα και της ιδιωτικής ζωής στον 
τομέα των ηλεκτρονικών επικοινωνιών και τροποποίηση του ν. 2472/97 
Ο ν. 3471/2006 ενσωματώνει στο εθνικό δίκαιο την Οδηγία 2002/58/ΕΚ όπως 
ισχύει μετά την τροποποίησή της από την Οδηγία 2009/136/ΕΚ. 
 Οδηγία 2016/680 
Για την προστασία των φυσικών προσώπων έναντι της επεξεργασίας δεδομένων 
προσωπικού χαρακτήρα από αρμόδιες αρχές για τους σκοπούς της πρόληψης, 
διερεύνησης, ανίχνευσης ή δίωξης ποινικών αδικημάτων ή της εκτέλεσης 
ποινικών κυρώσεων και για την ελεύθερη κυκλοφορία των δεδομένων αυτών 
και την κατάργηση της απόφασης-πλαίσιο 2008/977/ΔΕΥ του Συμβουλίου 
 Οδηγία 2016/681 
Σχετικά με τη χρήση των δεδομένων που περιέχονται στις καταστάσεις 
ονομάτων επιβατών (PNR) για την πρόληψη, ανίχνευση, διερεύνηση και δίωξη 
τρομοκρατικών και σοβαρών εγκλημάτων 
 Νόμος 3783/2009 
Ταυτοποίηση των κατόχων και χρηστών εξοπλισμού και υπηρεσιών κινητής 
τηλεφωνίας και άλλες διατάξεις 
 Νόμος 3917/2011 
Διατήρηση δεδομένων που παράγονται ή υποβάλλονται σε επεξεργασία σε 
συνάρτηση με την παροχή διαθέσιμων στο κοινό υπηρεσιών ηλεκτρονικών 
επικοινωνιών ή δημόσιων δικτύων επικοινωνιών, χρήση συστημάτων 
επιτήρησης με τη λήψη ή καταγραφή ήχου ή εικόνας σε δημόσιους χώρους και 
συναφείς διατάξει 
Ο ν. 3917/2011 ενσωματώνει στο εθνικό δίκαιο την (ακυρωθείσα από το ΔΕΕ) 
Οδηγία 2006/24/ΕΚ. 
 Νόμος 4070/2012 
Ρυθμίσεις Ηλεκτρονικών Επικοινωνιών, Μεταφορών, Δημοσίων Έργων και 
άλλες διατάξεις 
 Συνθήκη για την Ευρωπαϊκή Ένωση (άρθρο ΣΤ) 
 Ευρωπαϊκή Σύμβαση των Δικαιωμάτων του Ανθρώπου (Άρθρο 8) 
Περί σεβασμού του δικαιώματος της ιδιωτικής και οικογενειακής ζωής 
 Χάρτης των Θεμελιωδών Δικαιωμάτων της Ευρωπαϊκής Ένωσης (Άρθρο 
8) 
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Περί προστασίας των δεδομένων προσωπικού χακτήρα 
 Σύμβαση 108 του Συμβουλίου της Ευρώπης 
Για την προστασία του ατόμου από την αυτοματοποιημένη επεξεργασία 
προσωπικών δεδομένων, Στρασβούργο 28-1-1981 
 Επικαιροποίηση της Σύμβασης 108 του Συμβουλίου της Ευρώπης 
Για την προστασία των φυσικών προσώπων από την επεξεργασία δεδομένων 
προσωπικού χαρακτήρα, Έλσινορ, 18-5-2018 
Κανονιστικές πράξεις της ΑΠΔΠΧ 
 408/1998 
Ενημέρωση υποκειμένων επεξεργασίας δεδομένων προσωπικού χαρακτήρα δια 
του Τύπου 
 1/1999 
Ενημέρωση υποκειμένου των δεδομένων κατ΄ άρθρο 11 ν. 2472/1997 
 121/2001 
Καθορισμός των παραβόλων (σε ευρώ) για τις χορηγούμενες από την Αρχή 
άδειες συλλογής και επεξεργασιας ευαίσθητων δεδομένων και διασύνδεσης 
αρχείων (Σημ: η χορήγηση αδειών ευαίσθητων δεδομένων καταργήθηκε μετά τη 
θέση σε ισχύ του ΓΚΠΔ - βλ. απόφαση 46/2018) 
 24/2004 (ΦΕΚ Β’ 684/11.5.2004) 
Προϋποθέσεις τήρησης αρχείου από την ΤΕΙΡΕΣΙΑΣ ΑΕ (πρώην υπ΄αριθμ. 
109/31.3.1999) 
 25/2004 (ΦΕΚ Β’ 684/11.5.2004) 
Κανόνες κατηγοριοποίησης της ΤΕΙΡΕΣΙΑΣ ΑΕ (βλ. και άρθρο 40 ν. 
3259/2004 για τα αρχεία δεδομένων οικονομικής συμπεριφοράς, με 
ενσωματωμένες τις τροποποιήσεις βάσει του άρθρου 70 ν. 3746/2009 και του 
άρθρου 4 ν. 3816/2010) 
 26/2004 (ΦΕΚ Β’ 684/11.5.2004) 
Όροι για τη νόμιμη επεξεργασία δεδομένων προσωπικού χαρακτήρα για 
σκοπούς της άμεσης εμπορίας ή διαφήμισης και της διαπίστωσης πιστοληπτικής 
ικανότητας (πρώην υπ΄αριθμ. 050/20.1.2000) 
 Γ/ΕΞ/6220 - 13/7/2018 
Ενημέρωση για τον χειρισμό και την αρχειοθέτηση παλαιότερων υποθέσεων 
Κοινές πράξεις της ΑΠΔΠΧ με άλλες Αρχές 
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 ΦΕΚ Β' 3433/31.12.2013 
Κοινή Πράξη της ΑΠΔΠΧ και της ΑΔΑΕ ως προς τις υποχρεώσεις των 
παροχών για την προστασία και ασφάλεια των δεδομένων σύμφωνα με τις 
διατάξεις του άρθρου 7 του ν. 3917/2011 22 
2.2 Σχετικά με τον Γενικό Κανονισμό Προστασίας Δεδομένων (ΕΕ) 2016/679 
 
 
Εικόνα 1: Χρονοδιάγραμμα του Κανονισμού.
23
 
«Τον Ιανουάριο του 2012 η Ευρωπαική Επιτροπή υπέβαλε την πρόταση της για μια 
ριζική αναθεώρηση της Οδηγίας, προκειμένου να ενισχυθούν η προστασία των 
δεδομένων στο διαδίκτυο και οι ηλεκτρονικές συναλλαγές. Ο Ευρωπαίος Επόπτης 
Προσωπικών δεδομένων και η Ομάδα Εργασίας στην συνέχεια σχολίασαν την πρόταση 
αυτή, προχώρησαν σε προτάσεις και αλλαγές και τροποποιήσεις και μόλις στις 12-03-
2014 το Ευρωπαϊκό Κοινοβούλιο υιοθέτησε κατά συντριπτική πλειοψηφία την πρόταση 
του Κανονισμού. Έπειτα από ενάμιση χρόνο διαβουλεύσεων και συστάσεων από όλες 
τις αρμόδιες αρχές, το Ευρωπαϊκό Κοινοβούλιο, η Επιτροπή και το Συμβούλιο της ΕΕ 
κατέληξαν στο τελικό κείμενο του Κανονισμού. Τελικά ο Κανονισμός τέθηκε σε ισχύ 
στις 24-05-2016, όρισε όμως ότι η υποχρέωση συμμόρφωσης με τις διατάξεις του 
ξεκινά στις 25-5-2018, παρέχοντας μία προθεσμία δύο ετών στους οργανισμούς του 
πεδίου εφαρμογής του να προσαρμοστούν στη νέα πραγματικότητα.  
                                                          
22
 www.dpa.gr 
23 Πλατής, Ε. (2018), Προσωπικά δεδομένα, Προστασία GDPR, Εκδόσεις Παπαδόπουλος, Αθήνα, σελ. 
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Τα κράτη-μέλη οφείλουν να λάβουν τα απαραίτητα νομοθετικά μέτρα για την 
υιοθέτηση του Κανονισμού, όπως είναι η σύσταση της εποπτικής αρχής και η 
ενεργοποίηση του μηχανισμού συνεκτικότητας. Επίσης ο Κανονισμός υποχρεώνει τα 
κράτη-μέλη να λάβουν ειδικά μέτρα για τον προσδιορισμό και την εξειδίκευση της 
εφαρμογής συγκεκριμένων διατάξεων. Ειδικότερα, για την επεξεργασία δεδομένων που 
γίνεται προς συμμόρφωση με νομική υποχρέωση, για την εκπλήρωση καθήκοντος που 
εκτελείται προς το δημόσιο συμφέρον ή κατά την άσκηση δημόσιας εξουσίας που έχει 
ανατεθεί στον υπεύθυνο επεξεργασίας, τα κράτη-μέλη πρέπει να θεσπίσουν εθνικές 
διατάξεις για τον περαιτέρω προσδιορισμό της εφαρμογής των κανόνων του 
Κανονισμού. Ο Κανονισμός παρέχει επίσης περιθώρια χειρισμού στα κράτη-μέλη ώστε 
να εξειδικεύσουν τους κανόνες του, συμπεριλαμβανομένων αυτών που αφορούν την 
επεξεργασία ευαίσθητων δεδομένων.»24 
 
2.3 Οι κύριες αλλαγές του Κανονισμού 
Στο πεδίο εφαρμογής-ορισμών 
 Ένα (σχεδόν) εναρμονισμένο θεσμικό πλαίσιο στην ΕΕ 
 Ευρύς ορισμός των “προσωπικών δεδομένων” 
 Εκτεταμένο εδαφικό πεδίο εφαρμογής 
 Γνωστοποιήση 
 Υπεύθυνος προστασίας δεδομένων  
 Υπηρεσία μίας στάσης 
 Διασυνοριακές μεταφορές δεδομένων 
Νέες αρχές, Επαρκείς εγγυήσεις 
 Ελαχιστοποίηση δεδομένων 
 Λογοδοσία 
 Εκτίμηση αντικτύπου 
 Προστασία των δεδομένων από το σχεδιασμό και εξ ορισμού 
Δικαιώματα υποκειμένων, Νομική βάση επεξεργασίας 
 Νομική βάση/σύννομη επεξεργασία 
 Ρητή συναίνεση 
                                                          
24
 ό.π., σελ. 32-33 
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 Δικαιώματα υποκειμένων  
 Φορητότητα των δεδομένων 
 Κατάρτιση Προφίλ 
 Ανήλικοι 
 Σύστημα “opt-in” 
 Διαφάνεια 
Επιβολή/κυρώσεις, Παραβίαση ασφάλειας 
 Πρόστιμα-κυρώσεις-Ευθύνη Υπευθύνου Προστασίας Δεδομένων 
 Ασφάλεια και παραβίαση προσωπικών δεδομένων 
 Ευθύνη του εκτελούντος την επεξεργασία25 
 
 
Κεφάλαιο 3 Προσωπικά δεδομένα φοιτητών Erasmus+/KA103 
3.1 Τι είναι το Πρόγραμμα Erasmus+ 
Το Πρόγραμμα Erasmus ξεκίνησε τον Ιούνιο του 1987 σαν ένα αυτόνομο πρόγραμμα 
της Ευρωπαϊκής Επιτροπής με στόχο να στηρίξει την κινητικότητα των φοιτητών 
μεταξύ συνεργαζόμενων Πανεπιστημίων. Τον 1ο χρόνο δράσης του Προγράμματος 
συμμετείχαν σε αυτό 11 χώρες και 3.244 φοιτητές. Από τότε το Πρόγραμμα έχει δεχτεί 
αρκετές αλλαγές και έχει ενταχθεί σε άλλα ευρωπαϊκά προγράμματα. Το 1995 το 
Πρόγραμμα εντάχθηκε στο Πρόγραμμα Socrates με στόχο να συμπεριλάβει την 
κινητικότητα καθηγητών και να διευρύνει την συνεργασία μεταξύ των Πανεπιστημίων. 
Ωστόσο, μέχρι και σήμερα η κινητικότητα των φοιτητών παραμένει στην καρδιά του 
Προγράμματος και είναι το πιο δημοφιλές και αναγνωρίσιμο από τα εκπαιδευτικά 
ευρωπαϊκά προγράμματα. Το 2007 το Erasmus πέρασε σε επόμενο στάδιο και 
συμπεριλήφθηκε στο Πρόγραμμα Life Long Learning (LLP/Erasmus). To LLP/Erasmus 
έγινε γνωστό ως το Πρόγραμμα δράσης της Ευρωπαϊκής Ένωσης στον τομέα της 
εκπαίδευσης, το οποίο συνέβαλε στην επίτευξη ενός βασικού στόχου της Ευρωπαϊκής 
Ένωσης, την ανάπτυξη μιας κοινωνίας που θα βασίζεται στην γνώση, παρέχοντας στους 
πολίτες της Ευρώπης εκπαίδευση υψηλής ποιότητας και ευκαιρίες ανανέωσης αυτής 
της γνώσης καθ’ όλη την διάρκεια του βίου της. Σήμερα στο πρόγραμμα Erasmus+ 
συμμετέχουν 33 ευρωπαϊκές χώρες και το 90% των Ευρωπαϊκών Πανεπιστημίων και 
από τις απολογιστικές εκθέσεις αυτών προκύπτει ότι περισσότεροι από 200.000 
                                                          
25
 ό.π. σελ. 39 
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φοιτητές μετακινούνται με το Πρόγραμμα κάθε χρόνο ενώ από το 1987 το Erasmus έχει 
μετακινήσει πάνω από 3.000.000 φοιτητές. Το 2013 η Ευρωπαϊκή Επιτροπή σχεδίασε 
ένα νέο, μεγάλο Πρόγραμμα το Erasmus+ το οποίο συμπεριέλαβε 6 μεγάλα έργα 
μεταξύ αυτών και το γνωστό πρόγραμμα κινητικότητας φοιτητών Erasmus από το 
οποίο δανείστηκαν και το όνομα. Το Erasmus+ έχει εγκριθεί για να τρέξει την περίοδο 
2014-2020 και αναμένεται να συμμετέχουν στις δράσεις του περισσότεροι από 
5.000.000 φοιτητές στο διάστημα των 7 ετών. 
Βασικοί στόχοι του προγράμματος είναι: 
 Μείωση της ανεργίας, κυρίως των νέων 
 Προώθηση της εκπαίδευσης ενηλίκων, κυρίως σε νέες δεξιότητες που 
απαιτούνται από την αγορά εργασίας 
 Ενθάρρυνση των νέων να συμμετέχουν στην ευρωπαϊκή δημοκρατία 
 Στήριξη της καινοτομίας, της συνεργασίας και των μεταρρυθμίσεων 
 Μείωση της πρόωρης εγκατάλειψης σπουδών 
 Προώθηση της συνεργασίας και της κινητικότητας με χώρες εταίρους της Ε.Ε. 
Το Πρόγραμμα Erasmus+/ΚΑ103 είναι η δράση που καλύπτει την κινητικότητα 
μεταξύ των χωρών που συμμετέχουν στο Πρόγραμμα, δηλαδή οι χώρες Δανία, 
Φινλανδία, Ιρλανδία, Ισλανδία, Λιχτενστάιν, Νορβηγία, Σουηδία, Ηνωμένο Βασίλειο, 
Λουξεμβούργο, Αυστρία, Βέλγιο, Γερμανία, Γαλλία, Ιταλία, Ισπανία, Κύπρος, 
Ολλανδία, Μάλτα, Πορτογαλία, Βουλγαρία, Κροατία, Δημοκρατία της Τσεχίας, 
Εσθονία, Λετονία, Λιθουανία, Ουγγαρία, Πολωνία, Ρουμανία, Σλοβακία, Σλοβενία, 
ΠΓΔΜ, Τουρκία. Οι υπόλοιπες χώρες ανήκουν στην δράση Erasmus+/KA107 που 
ονομάζεται Διεθνής Κινητικότητα και δεν αποτελεί αντικείμενο μελέτης της παρούσας 
έρευνας.  
3.2 Δικαιώματα και υποχρεώσεις των φοιτητών που συμμετέχουν στο 
Πρόγραμμα 
Σύμφωνα με τον οδηγό του προγράμματος που ανανεώνεται ετησίως και εκδίδεται από  
την Ευρωπαϊκή Επιτροπή, κάθε φοιτητής που είναι εγγεγραμμένος σε Πρόγραμμα 
Σπουδών τριτοβάθμιας εκπαίδευση στο οποίο να έχει απονεμηθεί Χάρτης Erasmus έχει 
δικαιώματα και υποχρεώσεις τα οποία περιγράφονται στον Χάρτη Φοιτητή Erasmus+.  
Πριν από την μετακίνηση: 
 καθοδήγηση σχετικά με πανεπιστήμια εταίρους καθώς και επιχειρήσεις όπου 
εγκρίνεται μετακίνηση για σπουδές ή πρακτική άσκηση αντίστοιχα 
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 επίσημη ενημέρωση σχετικά με το σύστημα βαθμολόγησης που εφαρμόζεται 
στο Πανεπιστήμιο υποδοχής και στην συνέχεια για την αναγνώριση των 
σπουδών του 
 έγκυρες πληροφορίες σχετικά με την ασφάλεια (ιατροφαρμακευτική για 
μετακίνηση για σπουδές και για προσωπικό ατύχημα και αστική ευθύνη όταν η 
μετακίνηση είναι για πρακτική άσκηση) 
 υπογραφή σύμβασης ανεξάρτητα από το αν θα μετακινηθούν λαμβάνοντας 
υποτροφία ή όχι στην οποία συνυπογράφουν και το άρθρο 3 περί προστασίας 
δεδομένων προσωπικού χαρακτήρα 
 υπογραφή συμφωνίας μάθησης είτε για σπουδές είτε για πρακτική στην οποία 
αναφέρονται με κάθε λεπτομέρεια όσα προβλέπεται να πραγματοποιηθούν κατά 
την περίοδο στο εξωτερικό 
 υποχρεωτική συμμετοχή σε ηλεκτρονική γλωσσική αξιολόγηση και προαιρετική 
συμμετοχή σε ηλεκτρονικά γλωσσικά μαθήματα δίνοντας την ευκαιρία είτε για 
βελτίωση γλωσσικών δεξιοτήτων είτε για εκμάθηση νέας ξένης γλώσσας. 
Κατά την περίοδο κινητικότητας στο εξωτερικό: 
 δίνονται ευκαιρίες μάθησης μέσα από την υποχρέωση τήρησης των κανόνων και 
των κανονισμών όπως ισχύουν στα ιδρύματα υποδοχής 
 ίση μεταχείριση με τους τοπικούς φοιτητές 
 ίσα δικαιώματα και υποχρεώσεις με τους τοπικούς φοιτητές 
 καμία καταβολή διδάκτρων για την εγγραφή, την παρακολούθηση μαθημάτων, 
την συμμετοχή στις εξετάσεις ή την πρόσβαση στα εργαστήρια ή την 
βιβλιοθήκη εκτός και εάν κάτι ορίζεται ρητώς διαφορετικά στην δια-ιδρυματική 
συμφωνία (bilateral agreement) 
 κατά την διάρκεια παραμονής στο εξωτερικό οι υποχρεώσεις των φοιτητών στο 
Ίδρυμα αποστολής είναι σε ισχύ  
 τυχόν αλλαγές στην συμφωνία μάθησης είναι δυνατόν να γίνουν μόνο σε 
εξαιρετικές περιπτώσεις και εντός προθεσμίας ενός μήνα μετά την έναρξη της 
περιόδου μετακίνησης 
Μετά την ολοκλήρωση της κινητικότητας: 
 πλήρη ακαδημαική αναγνωρίση όσων είχαν συμφωνηθεί στην συμφωνία 
μάθησης πριν την αναχώριση και με την προυπόθεση ότι οι φοιτητές 
ολολήρωσαν επιτυχώς την περιόδο κινητικότητας 
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 εκ νέου συμμετοχή σε αξιολόγηση γλωσσικών δεξιοτήτων ώστε να διαπιστωθεί 
η γλωσσική πρόοδος κατά την διάρκεια παραμονής στο εξωτερικό και 
συμμετοχής σε μαθήματα σε ξένη γλώσσα 
 πιστοποιητικά βεβαίωσης συμμετοχής σε πρόγραμμα κινητικότητας είτε για 
σπουδές είτε για πρακτική και καταγραφή της περιόδου κινητικότητας στο 
παράρτημα διπλώματος κατά την ολοκλήρωση των σπουδών 
3.3 H διαδικασία συμμετοχής στο Πρόγραμμα και τι προβλέπεται για την 
στήριξη κινητικότητας του φοιτητή 
Για την εύρυθμη λειτουργία του Προγράμματος και την διατήρηση του ενιαίου 
χαρακτήρα του σε όλα τα Τριτοβάθμια Ιδρύματα που συμμετέχουν, όλων των χωρών 
που συμμετέχουν στο Πρόγραμμα, η Ευρωπαϊκή Επιτροπή έχει συντάξει τον Οδηγό του 
Προγράμματος όπου παρά το πλήθος των σελίδων του, δίνει σε πολλά σημεία αδρές 
περιγραφές σε ότι αφορά την διαδικασία συμμετοχής των φοιτητών. Για αυτό τον 
σκοπό η Εθνική Μονάδα ενθαρρύνει τα Ιδρύματα της επικράτειας να συντάσσουν 
εσωτερικούς κανονισμούς που να θέτουν συγκεκριμένες διαδικασίες και κριτήρια 
επιλογής των αιτούντων. Τα κριτήρια είναι ακαδημαϊκά και σκοπός είναι να 
κατατάσσουν τους φοιτητές δεδομένου ότι το πρόγραμμα είναι ανταγωνιστικό και το 
ενδιαφέρον για συμμετοχή σε αυτό αυξανόμενο, αντίθετα με τα κονδύλια που 
κατανέμονται στα κριτήρια. Τα Πανεπιστήμια στοχεύοντας στην διαφάνεια και την ίση 
μεταχείριση θεσπίζουν κανονισμού οι οποίοι πρέπει να είναι εκ των προτέρων γνωστοί 
στους ενδιαφερόμενους και γι’αυτό είναι αίτημα της Ευρωπαικής Επιτροπής να είναι σε 
εμφανή θέση στις ιστοσελίδες των Γραφείων που χειρίζονται το πρόγραμμα.  
Στην συνέχεια, βγαίνει μια προκήρυξη, ανακοινώνεται δηλαδή μια περίοδος 
αιτήσεων, η οποία αναρτάται σε εμφανή σημεία στους χώρους του Πανεπιστημίου 
καθώς και στο διαδίκτυο και τα μέσα κοινωνικής δικτύωσης ώστε να φτάσει η 
πληροφόρηση σε όσο το δυνατόν περισσότερους ενδιαφερόμενους. Οι φοιτητές στο 
Πανεπιστήμιο Μακεδονίας καλούνται να συμπληρώσουν το έντυπο της αίτησης και 
μαζί να προσκομίσουν φωτοτυπία της ταυτότητας του, αναλυτική βαθμολογία και 
αντίγραφα πτυχίων ξένων γλωσσών.  
Μετά την λήξη της περιόδου αιτήσεων και την κατάταξη των φοιτητών, 
λαμβάνοντας υπόψη τα διαθέσιμα κονδύλια γίνεται γνωστό πόσοι και ποιοι φοιτητές 
πρόκειται να λάβουν χρηματοδότηση. Τα αποτελέσματα ανακοινώνονται στους 
φοιτητές χρησιμοποιώντας ως στοιχείο ταυτοποίησης την προσωπική τους διεύθυνση 
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email που τους δίνεται από το Πανεπιστήμιο. Οι φοιτητές που δικαιούνται την 
υποτροφία γνωρίζουν από πριν το ύψος της ανά κατηγορία χωρών (βλ. Εικόνα) και το 
διάστημα για το οποίο θα χρηματοδοτηθούν. Επιπλέον, από την ώρα που θα 
γνωστοποιήσει η Εθνική Μονάδα για τις ειδικές κατηγορίες που δικαιούνται επιπλέον 
ποσό υποτροφίας, ανακοινώνονται τα κριτήρια και όλες οι σχετικές πληροφορίες και οι 
φοιτητές καλούνται να προσκομίσουν δικαιολογητικά που να πιστοποιούν ότι ανήκουν 
σε ειδική κατηγορία. Το συνηθέστερο από τα δικαιολογητικά είναι το εκκαθαριστικό 
σημείωμα, οικογενειακό και ατομικό, εφόσον δεν υπάρχει ζητείται Υπεύθυνη Δήλωση 
που να δηλώνει κάποιος αν δεν είχε καταθέσει φορολογική δήλωση κατά το πρόσφατο 
έτος. Στην συνέχεια και κατά περίπτωση που μπορεί να προκύψει, ζητείται από τους 
φοιτητές να προσκομίσουν Ε1, πιστοποιητικό οικογενειακής κατάστασης, 
πιστοποιητικό αναπηρίας, πιστοποιητικό επιμέλειας τέκνων, πιστοποιητικών 
πολυτέκνων και ανάλογα δικαιούνται επιπλέον ποσά. Ενδεικτική είναι η παρακάτω 
ανακοίνωση 
Ύψος υποτροφίας ανά χώρα για το ακαδ. Έτος 2018-2019 
Ποσό μηνιαίας επιχορήγησης (€/μήνα) 
Ομάδα 1 
Χώρες με υψηλό κόστος 
διαβίωσης 
Δανία, Φινλανδία, 
Ιρλανδία, Ισλανδία, 
Λιχτενστάιν,Νορβηγία, 
Σουηδία, Ηνωμένο 
Βασίλειο, Λουξεμβούργο 
620 
Ομάδα 2 
Χώρες με μεσαίο κόστος 
διαβίωσης 
  
Αυστρία, Βέλγιο, 
Γερμανία, Γαλλία, 
Ιταλία, Ισπανία, Κύπρος, 
Ολλανδία, Μάλτα, 
Πορτογαλία 
570 
Ομάδα 3 
Χώρες με χαμηλό κόστος 
διαβίωσης 
Βουλγαρία, Κροατία, 
Δημοκρατία της Τσεχίας, 
Εσθονία, Λετονία, 
Λιθουανία, Ουγγαρία, 
Πολωνία, Ρουμανία, 
Σλοβακία, Σλοβενία, 
ΠΓΔΜ, Τουρκία 
520 
Πίνακας 1: Ποσά υποτροφιών για τις σπουδές Erasmus+/KA103 για το ακ. έτος 2018-2019. 
Το ύψος της υποτροφίας ορίζεται κάθε χρόνο από τον Εθνικό Φορέα Συντονισμού -το ΙΚΥ- και 
διαφοροποιείται από χώρα σε χώρα ως ακολούθως: 
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ΓΙΑ ΤΟ ΑΚΑΔΗΜΑΙΚΌ ΈΤΟΣ 2018-2019 
Φοιτητές που προέρχονται από κοινωνικά ευπαθείς ομάδες: 
Για τους φοιτητές που ΔΕΝ έχουν συμπληρώσει το 25ο έτος της ηλικίας τους ζητείται η ατομική 
και η οικογενειακή φορολογική δήλωση του πρόσφατου οικονομικού έτους και : 
 Λαμβάνεται υπόψη η φορολογική δήλωση με το υψηλότερο εισόδημα 
 ελέγχεται στο εκκαθαριστικό της φορολογικής δήλωσης το ΕΙΣΟΔΗΜΑ ΕΠΙΒΟΛΗΣ ΕΙΣΦΟΡΑΣ 
 τα εξαρτώμενα τέκνα 
 Διαιρείται το ΕΙΣΟΔΗΜΑ ΕΠΙΒΟΛΗΣ ΕΙΣΦΟΡΑΣ με τον αριθμό των ατόμων όπως δηλώνονται 
στην φορολογική δήλωση (τέκνα και γονείς), προκειμένου να προκύψει το κατά κεφαλήν εισόδημα 
 Αν το κατά κεφαλήν εισόδημα που προκύπτει είναι έως 7.500 ευρώ, τότε οι φοιτητές που  μετακινούνται 
για Σπουδές θα δικαιούνται την πρόσθετη επιχορήγηση των 200 ευρώ το μήνα, ενώ οι φοιτητές που 
μετακινούνται για Πρακτική Άσκηση θα δικαιούνται πρόσθετη επιχορήγηση των 100 ευρώ το μήνα. 
Για τους φοιτητές που ΕΧΟΥΝ συμπληρώσει το 25ο έτος της ηλικίας τους, ζητείται μόνο η ατομική 
φορολογική δήλωση του πρόσφατου οικονομικού έτους και: 
 Διαιρείται το ΕΙΣΟΔΗΜΑ ΕΠΙΒΟΛΗΣ ΕΙΣΦΟΡΑΣ με τον αριθμό των ατόμων όπως δηλώνονται 
στην φορολογική δήλωση (τέκνα και σύζυγος εάν υπάρχουν), προκειμένου να προκύψει το κατά κεφαλήν 
εισόδημα 
 Αν το κατά κεφαλήν εισόδημα που προκύπτει  είναι έως 7.500 ευρώ, τότε οι φοιτητές που 
 μετακινούνται για Σπουδές θα δικαιούνται την πρόσθετη επιχορήγηση των 200 ευρώ το μήνα, ενώ οι 
φοιτητές που μετακινούνται για Πρακτική Άσκηση θα δικαιούνται πρόσθετη επιχορήγηση των 100 ευρώ 
το μήνα.26 
 
3.4 Τι προβλέπει το πρόγραμμα και η Σύμβαση Erasmus+ για τα προσωπικά 
δεδομένα     
Η Ευρωπαϊκή Επιτροπή σε ανακοινώσεις της επανειλημμένα αναφέρει πως το 
Πρόγραμμα  Erasmus είναι το πιο επιτυχημένο ευρωπαϊκό πρόγραμμα σε βάθος 
χρόνων, είναι το πρόγραμμα που έχει βοηθήσει να καλλιεργηθεί η έννοια του 
Ευρωπαίου πολίτη και δεν θα ήταν δυνατό η προστασία των προσωπικών δεδομένων 
των πρεσβευτών του προγράμματος να παραληφθούν. Στον Οδηγό του Προγράμματος 
(2018_Version 2) που εκδίδεται από την Ευρωπαϊκή Επιτροπή αρχικά στην αγγλική 
γλώσσα και στην συνέχεια μεταφράζεται από τις Εθνικές Μονάδες διαχείρισης του 
Προγράμματος στις υπόλοιπες γλώσσες της Ευρωπαϊκής Ένωσης αναφέρεται σαφώς 
πως οποιαδήποτε δεδομένα προσωπικού χαρακτήρα της Σύμβασης Χρηματοδότησης 
που υπογράφουν οι φοιτητές θα επεξεργαστεί και πάλι από τις κατά τόπους εθνικές 
μονάδες καθώς και την Ευρωπαϊκή Επιτροπή σύμφωνα με  
                                                          
26
 http://afroditi.uom.gr/erasmus/?q=el/node/367 
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 την οδηγία Νο45/2001 του Ευρωπαϊκού Κοινοβουλίου για την προστασία των 
ατόμων σε ότι αφορά την διαχείριση των προσωπικών τους δεδομένων από τα 
όργανα της Ευρωπαϊκής Επιτροπής σε στήριξη της ελεύθερης μετακίνησης των 
ατόμων και ότι δεδομένα προσωπικού χαρακτήρα απορρέουν από αυτήν. 
 όπου μπορεί να έχει θεσπιστεί Εθνική Νομοθεσία σχετικά με τα προστασία 
δεδομένων προσωπικού χαρακτήρα από την χώρα που έχει εγκριθεί η 
μετακίνηση θα υπάρξει πλήρη συμμόρφωση 
Τα προσωπικά δεδομένα που συμπληρώνουν οι φοιτητές αρχικά στην αίτηση τους και 
στην συνέχεια στην Σύμβαση Χρηματοδότησης, εκτός και υπάρχει το πεδίο για να 
προσδιοριστεί ως προαιρετική επιλογή, θα αξιολογηθούν και θα επεξεργαστούν 
υποχρεωτικά ακολουθώντας τις κατευθύνσεις του Οδηγού Διαχείρισης του 
Προγράμματος. Στην συνέχεια αναφέρεται σαφώς πως τα προσωπικά δεδομένα θα 
επεξεργαστούν αποκλειστικά από εκείνο το τμήμα που είναι υπεύθυνο να εκτελέσει την 
Σύμβαση Κινητικότητας, αποδίδοντας του τον ρόλο του υπεύθυνου επεξεργασίας. Τα 
προσωπικά δεδομένα μπορούν να μεταφερθούν με βάση την ανάγκη γνώσης σε τρίτους 
που εμπλέκονται στην αξιολόγηση των αιτήσεων ή στη διαδικασία διαχείρισης των 
επιδοτήσεων, με την επιφύλαξη της διαβίβασης στους φορείς που είναι επιφορτισμένοι 
με την παρακολούθηση και την παρακολούθηση καθήκοντα επιθεώρησης σύμφωνα με 
το δίκαιο της Ευρωπαϊκής Ένωσης ή στους φορείς που είναι επιφορτισμένοι με την 
αξιολόγηση του προγράμματος ή οποιαδήποτε από τις Δράσεις της. Ειδικότερα, για 
λόγους διαφύλαξης των οικονομικών συμφερόντων της Ένωσης, τα δεδομένα 
προσωπικού χαρακτήρα μπορούν να μεταβιβαστούν στις υπηρεσίες εσωτερικού 
λογιστικού ελέγχου, στο Ελεγκτικό Συνέδριο, στην ομάδα δημοσιονομικών παρατυπιών 
ή στο Ελεγκτικό Συνέδριο Της Ευρωπαϊκής Υπηρεσίας Καταπολέμησης της Απάτης 
και μεταξύ των εκτελεστικών οργάνων της Επιτροπής και των εκτελεστικών 
οργανισμών, όπου αυτά είναι ορίζονται ως διαφορετικά. Ο αιτών, εν προκειμένω ο 
φοιτητής, θα διατηρεί το δικαίωμα πρόσβασης στα προσωπικά του δεδομένα και με την 
δυνατότητα να τα τροποποιήσει. Εφόσον κάποιος από τους φοιτητές που έχει επιλεγεί 
για μετακίνηση έχει απορίες σχετικά με την επεξεργασία των προσωπικών του 
δεδομένων, θα πρέπει να τις απευθύνει στην Μονάδα που επιβλέπει την δράση του 
Προγράμματος. Σε περίπτωση διαφωνίας, o φοιτητής έχει το δικαίωμα να απευθυνθεί 
για την διαλεύκανση του ζητήματος του στον Ευρωπαίο Επόπτη Προσωπικών 
Δεδομένων. Πιο συγκεκριμένα για την επεξεργασία προσωπικών δεδομένων στο 
πλαίσιο μετακίνησης με το πρόγραμμα Erasmus+, μια λεπτομερής δήλωση προστασίας 
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προσωπικών δεδομένων μαζί με στοιχεία επικοινωνίας υπάρχουν αναρτημένα στην 
ιστοσελίδα της Ευρωπαϊκής Επιτροπής. 
 Μέσα το πλαίσιο των κεντρικών δράσεων που είναι στην διαχείριση της 
Επιτροπής, οι αιτούντες και εφόσον υπάρχουν οι νόμιμοι εκπρόσωποι τους, άτομα που 
είναι μέλη της διοίκησης, που μπορεί να έχουν διαχειριστικό ρόλο ή να όργανο που 
επιβλέπει τις δράσεις του αιτούντος ή ακόμα να είχε την αρμοδιότητα να τον 
εκπροσωπήσει, να λάβει αποφάσεις ή να λάβει ρόλο διαχειριστή της αίτησης του 
ενδιαφερόμενου προσώπου, είτε νομικού είτε φυσικού προσώπου, είναι ενήμεροι πως 
τα προσωπικά τους δεδομένα (όνομα, επώνυμο, διεύθυνση, νομική μορφή και όνομα 
αυτής εφόσον το άτομο εκπροσωπείται) να μπορούν να καταχωρηθούν στο σύστημα 
έγκαιρης ανίχνευσης και αποκλεισμού (EDES) από τον διατάκτή του, να ευρίσκονται 
σε μία από τις καταστάσεις που αναφέρονται στον κανονισμό (EU, Euratom) αριθ. 
966/2012 του Ευρωπαϊκού Κοινοβουλίου και του Συμβουλίου, της 25ης Οκτωβρίου 
2012, για τους δημοσιονομικούς κανόνες που εφαρμόζονται στον γενικό 
προϋπολογισμό της Ένωσης και για την κατάργηση του Συμβουλίου Κανονισμός (EC, 
Euratom) αριθ. 1605/2002 (OJ L 298 της 26.10.2012, σ. 1) όπως τροποποιήθηκε από 
τον κανονισμό (EU, Euratom) 2015/1929 του Ευρωπαϊκού Κοινοβουλίου και του 
Συμβουλίου, της 28ης Οκτωβρίου 2015 (OJ L 286 της 30.10.2015, σ. 1). 
Παρακάτω παρατίθεται μέρος του παραρτήματος της Σύμβασης, έτους 2018, 
που συνυπογράφουν οι Έλληνες φοιτητές που έχουν επιλεγεί να μετακινηθούν για 
σπουδές και πρακτική  
 
 
 
20 
  
Εικόνα 2: Παράρτημα της Σύμβασης Χρηματοδότησης. 
3.5 Επεξεργασία των δεδομένων των φοιτητών στις βάσεις δεδομένων για 
την καταβολή της υποτροφίας και την παρακολούθηση της λειτουργίας 
του Προγράμματος από την Εθνική Μονάδα (ΙΚΥ) 
Μετά την αξιολόγηση των αιτήσεων και κατάταξη του συνόλου των αιτούντων, βγαίνει 
επίσημη ανακοίνωση που ενημερώνει ποιοι φοιτητές θα λάβουν την υποτροφία και 
εφόσον τα εγκεκριμένα κονδύλια δεν επαρκούν για το σύνολο των αιτούντων, 
δημιουργείται λίστα επιλαχόντων που δύναται να μετακινηθούν χωρίς υποτροφία, 
διατηρώντας όλα τα δικαιώματα και τις υποχρεώσεις του φοιτητή Erasmus+. Σε κάθε 
περίπτωση, είτε λάβει υποτροφία ο φοιτητής είτε όχι, οφείλει να προσκομίσει μία σειρά 
από έγγραφα ώστε τα στοιχεία του να επεξεργαστούν και να καταχωρηθούν στις βάσεις 
δεδομένων που χειρίζεται το κάθε ίδρυμα τριτοβάθμιας εκπαίδευσης.  
Συγκεκριμένα, στο Πανεπιστήμιο Μακεδονίας, η ηλεκτρονική επεξεργασία των 
δεδομένων προσωπικού χαρακτήρα ακολουθεί την παρακάτω διαδρομή. Τα στοιχεία 
των στοιχείων καταχωρούνται αρχικά στο πρόγραμμα του Ειδικού Λογαριασμού 
Κονδυλίων Έρευνας στον οποίο κατατίθενται τα χρήματα από το ΙΚΥ και είναι 
υπεύθυνος για την οικονομική διαχείριση και τις πληρωμές των συμμετεχόντων στο 
Πρόγραμμα, την βάση δεδομένων RESCOM. Σε αυτή την βάση δεδομένων εκτός από  
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Εικόνα 3: Πληροφοριακό σύστημα Rescom, πρώτη μάσκα καταχώρισης προσωπικών 
στοιχείων/ είσοδος στο σύστημα με προσωπικούς κωδικούς. 
 
Εικόνα 4: Πληροφοριακό σύστημα Rescom, δεύτερη μάσκα καταχώρισης προσωπικών 
στοιχείων. 
το ονοματεπώνυμο των φοιτητών, καταχωρούνται στοιχεία όπως ΑΦΜ, ΔΟΥ, ΑΜΚΑ, 
αριθμός ταυτότητας, τραπεζικός λογαριασμός (εικόνα) καθώς και στοιχεία μόνιμης 
φυσικής διεύθυνσης ή και άλλης και επιπλέον η ηλεκτρονική διεύθυνση του φοιτητή 
(εικόνα). Για την πρόσβαση στους υπολογιστές που είναι εγκατεστημένο το 
Πρόγραμμα του ΕΛΚΕ έχει δοθεί κλειδί εισόδου (username και password) το οποίο  
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Εικόνα 5: Πληροφοριακό σύστημα που παρέχεται από το ΙΚΥ, μάσκα καταχώρισης 
προσωπικών στοιχείων/ είσοδος στο σύστημα με προσωπικούς κωδικούς. 
 
είναι ατομικό για κάθε χρήστη και το γνωρίζει μόνο ο εξουσιοδοτημένος χρήστης και 
μέλη του προσωπικού από το αρμόδιο Κέντρο Υπολογιστών και Δικτύων.  
Μετά την καταχώρηση των στοιχείων στο RESCOM, ακολουθεί η καταχώριση 
στο πληροφοριακό σύστημα που υποστηρίζει τις κινητικότητες των φοιτητών. Tο 
πρόγραμμα ονομάζεται Erasmus+ και υποστηρίζεται από τρίτους, από την ιδιωτική 
εταιρεία ANOVA. Το πρόγραμμα παρέχεται από το ΙΚΥ, η χρήση του ενέχει την 
έννοια της υποχρέωσης από την μεριά του Πανεπιστημίου ώστε να καταχωρούνται τα 
στοιχεία των φοιτητών και να γίνεται η διαχείριση των υποτροφιών ταυτόχρονα όμως 
είναι πολύτιμο εργαλείο και διευκολύνει την σύνταξη του τελικού οικονομικού αλλά 
και αφηγηματικού απολογισμού. 
Στην πρώτη μάσκα (εικόνα) καταχωρούνται προσωπικά στοιχεία του φοιτητή, 
εκ νέου το ονοματεπώνυμο, φύλο, ημερομηνία γέννησης, πατρώνυμο, μητρώνυμο, αρ. 
Ταυτότητας ή διαβατηρίου, η εθνικότητα, πλήρης φυσική διεύθυνση καθώς και η 
ηλεκτρονική διεύθυνση του φοιτητή.  
Στην δεύτερη μάσκα (εικόνα) καταχωρούνται τα ακαδημαϊκά στοιχεία που 
αφορούν τον κάθε φοιτητή, δηλαδή τα στοιχεία που αφορούν το τμήμα προέλευσης του 
φοιτητή, τον ακαδημαϊκό υπεύθυνο Erasmus+, το ίδρυμα και την χώρα υποδοχής, το  
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Εικόνα 6: Εικόνα 5: Πληροφοριακό σύστημα που παρέχεται από το ΙΚΥ, μάσκα καταχώρισης 
ακαδημαϊκών στοιχείων. 
 
 
Εικόνα 7: Εικόνα 5: Πληροφοριακό σύστημα που παρέχεται από το ΙΚΥ, μάσκα καταχώρισης 
ευαίσθητων προσωπικών στοιχείων, κατηγορία ΑΜΕΑ (άτομα με αναπηρίες). 
διάστημα παραμονής του εξωτερικό, τα ECTS  (πιστωτικές μονάδες) που θα λάβει με 
τα επιτυχώς εξετασθέντα μαθήματα επιστρέφοντας.  
Στην επόμενη μάσκα (εικόνα) κατόπιν ελέγχου σχετικών πιστοποιητικών, 
καταχωρούνται ευαίσθητα δεδομένα προσωπικού χαρακτήρα, όπως τυχόν αναπηρίες. 
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Το πιστοποιητικό που θα αναγράφει την αναπηρία θα πρέπει να έχει εκδοθεί από 
δημόσιο, επίσημο φορέα και η πάθηση θα πρέπει να ταυτίζεται με κάποια από αυτές 
που εμφανίζονται στον εξαντλητικό κατάλογο τον οποίο κοινοποιεί η Εθνική Μονάδα 
στα Ιδρύματα. Εφόσον, λοιπόν ένας φοιτητής έχει κάποια αναπηρία τότε επιλέγεται το  
 
Εικόνα 8: Εικόνα 5: Πληροφοριακό σύστημα που παρέχεται από το ΙΚΥ, μάσκα καταχώρισης 
κοινωνικά ευπαθών ομάδων. 
 
 
Εικόνα 9: Εικόνα 5: Πληροφοριακό σύστημα που παρέχεται από το ΙΚΥ, μάσκα καταχώρισης 
οικονομικών κινήσεων αναφορικά με την υποτροφία του φοιτητή. 
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αντίστοιχο πεδίο ΑΜΕΑ και ο φοιτητής έχει δικαίωμα να καταθέσει αίτηση για 
επιπλέον χρηματοδότηση ανάλογα με τις ανάγκες που προκύπτουν από την πάθηση του 
φοιτητή. Ενδεικτικά έχει συμβεί να εγκριθεί και το ποσό των 5.000 ευρώ σε φοιτητή, 
ποσό που είναι επιπλέον της αρχικής υποτροφίας που λαμβάνει βάση του διαστήματος 
μετακίνησης και της ομάδας χωρών που ανήκει το Ίδρυμα υποδοχής. Τα χρήματα αυτά 
τα λαμβάνει για συγκεκριμένες εγκεκριμένες δαπάνες και η οριστικοποίηση του 
δικαιώματος του φοιτητή να τα δαπανήσει επικυρώνεται με την προσκόμιση σχετικών 
παραστατικών με την ολοκλήρωση της κινητικότητας. 
Στην ίδια μάσκα (εικόνα) δίνεται η επιλογή να καταχωρηθούν επιπλέον πεδία 
που μαρτυρούν ευαίσθητα προσωπικά δεδομένα και είναι αυτά που προκύπτουν από τα  
εκκαθαριστικά σημειώματα της εφορίας, οικογενειακού και/ή ατομικού εισοδήματος.  
Ανάλογα με το ύψος του εισοδήματος που ορίζεται ετησίως και ανακοινώνει η 
Εθνική Μονάδα ένας φοιτητής μπορεί να ανήκει στις κοινωνικά ευπαθείς ομάδες και γι’ 
αυτό τον λόγο να προστίθενται επιπλέον ποσό στην υποτροφία για την οποία είχε 
αρχικά εγκριθεί η μετακίνηση του. Συγκεκριμένα για το έτος 2018-2019 οι δικαιούχοι 
της υποτροφίας εφόσον ανήκουν σε κοινωνικά ευπαθή ομάδα τότε λαμβάνουν επιπλέον 
200 ευρώ τον μήνα. Για την αντίστοιχη κατηγορία το έτος 2017-2018 είχαν λάβει 50 
ευρώ τον μήνα με όριο εισοδήματος πολύ διαφορετικό από του τρέχοντος έτους.  
Ανάλογα με τις ετήσιες οδηγίες ενδέχεται το ίδιο ποσό να δικαιούνται όσοι 
ανήκουν σε πολύτεκνες οικογένειες. Σε αυτή την περίπτωση γίνεται ο έλεγχος του 
πιστοποιητικού πολυτεκνίας, επιλέγεται το αντίστοιχο πεδίο και πιστώνεται στον 
φοιτητή το επιπλέον ποσό της υποτροφίας. 
Στην τελευταία μάσκα (εικόνα) με την επιλογή σχετικών πεδίων από το μενού 
υπολογίζεται το σύνολο της υποτροφίας που δικαιούται ο φοιτητής και διαιρείται στις 
δύο δόσεις που γίνεται η καταβολή στον τραπεζικό λογαριασμό που έχει προσκομίσει ο 
φοιτητής και έχει ήδη καταχωρηθεί στο RESCOM. Οι φοιτητές λαμβάνουν το 80% του 
συνολικού ποσού εντός διαστήματος 30 ημερών από την υπογραφή της Σύμβασης τους 
και το υπόλοιπο 20% με την επιστροφή τους και με προϋπόθεση την επιτυχή 
ολοκλήρωση των σπουδών τους στο εξωτερικό, δηλαδή την πραγματοποίηση όσων 
είχαν αρχικά υπογραφεί στην Συμφωνία Μάθησης (Learning Agreement). 
Σε επόμενο στάδιο, κάνοντας μια σειρά κινήσεων εξάγεται ένα αρχείο το οποίο 
φορτώνεται στο MOBILITY TOOL, την πλατφόρμα που σχεδιάστηκε για λογαριασμό 
του προγράμματος Erasmus+ από την Ευρωπαική Επιτροπή και από την έναρξη του 
Προγράμματος είναι σε χρήση. Μέσα στην Πλατφόρμα είναι εγγεγραμμένα όλα τα 
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ιδρύματα εταίροι (εικόνα) από τις χώρες μέλη του Προγράμματος και σε αυτό, στην 
καρτέλα των κινητικοτήτων εκτός από τον έλεγχο των κινητικοτήτων (εικόνα), γίνεται 
ο έλεγχος για το εαν οι φοιτητές έχουν υποβάλει το ερωτηματολόγιο που είναι μία από 
τις υποχρεώσεις τους ολοκληρώνοντας την περίοδο σπουδών στο εξωτερικό. 
 
 
 
 
Εικόνα 10: Πληροφοριακό σύστημα της Ευρωπαικής Επιτροπής, Mobility Tool, καρτέλα του 
οργανισμού χρηματοδότησης και των εταίρων/ είσοδος στο σύστημα με προσωπικούς κωδικούς 
 
Εικόνα 11::Πληροφοριακό σύστημα της Ευρωπαικής Επιτροπής, Mobility Tool, καρτέλα των 
μετακινούμενων φοιτητών. 
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Τέλος, επεξεργασία δεδομένων προσωπικού χαρακτήρα των φοιτητών που 
μετακινούνται με το Πρόγραμμα Erasmus+ γίνεται σε μία ακόμα ηλεκτρονική 
πλατφόρμα, στην Online Linguistic Support (OLS). Οι φοιτητές που έχουν επιλεγεί για 
να μετακινηθούν με το Πρόγραμμα είναι υποχρεωμένοι να υποβάλουν ένα 
ηλεκτρονικό, γλωσσικό τεστ, ένα στην αρχή της περιόδου κινητικότητας και ένα στο 
τέλος. Στην Σύμβαση κινητικότητας που έχουν υπογράψει πριν την μετακίνηση τους 
έχουν δηλώσει σε ποια γλώσσα επιθυμούν να εξεταστούν και ενδεχομένως να 
παρακολουθήσουν γλωσσικά μαθήματα, δυνατότητα που παρέχει το σύστημα.  
 
Εικόνα12: Πληροφοριακό σύστημα Online Linguistic Support (OLS), καρτέλα συμμετεχόντων 
φοιτητών / είσοδος στο σύστημα με προσωπικούς κωδικούς. 
 
3.6  Μέτρα που μπορούν να λειτουργήσουν προς όφελος της προστασία των 
προσωπικών δεδομένων των φοιτητών. 
Στα γραφεία των Ελληνικών Πανεπιστημίων όπου γίνεται η διαχείριση του 
Προγράμματος Erasmus+  είναι απαραίτητο να τηρείται τόσο φυσικό αρχείο όσο και 
ηλεκτρονικό. Οι φοιτητές αρχικά προσκομίζουν σε έντυπη μορφή τα δικαιολογητικά 
τους, τα οποία ελέγχονται πριν προχωρήσει η ηλεκτρονική επεξεργασία. Διαρροή 
πληροφοριών λοιπόν είναι πιθανό να πραγματοποιηθεί και μέσα από τον χώρο ενός 
γραφείου. Πρακτικές εφαρμογές που μπορούν να ενταχθούν στην καθημερινότητα ενός 
γραφείου σε δημόσιο Πανεπιστήμιο που διαχειρίζεται όλο αυτό τον όγκο πληροφοριών 
είναι: 
Αναφορικά με το φυσικό αρχείο: 
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 η πόρτα του γραφείου ανοίγει μόνο με κλειδί από την εξωτερική πλευρά και οι 
φοιτητές καθώς και οι υπόλοιποι ενδιαφερόμενοι μπορούν να εισέρχονται μόνο 
σε ανακοινωμένες ώρες που είναι δυνατή η συνεργασία με το κοινό.  
 Τις υπόλοιπες ώρες ενόσω πραγματοποιείται η επεξεργασία των φακέλων των 
φοιτητών τα γραφεία είναι γεμάτα από εκτεθειμένες πληροφορίες (εικόνες 13 
και 14) απαιτείται χρόνος ώστε τις ώρες συνεργασίας με το κοινό να 
απομακρύνονται τα έγγραφα απ όπου θα μπορούσαν να διαρρεύσουν οι 
πληροφορίες (εικόνα 15), εφαρμογή που ονομάζεται Empty Desk Policy.  
  
Εικόνες 13 και 14. 
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Εικόνα 15: Empty Desk Policy. 
 
 Κλειδιά για τα γραφεία έχουν μόνο οι αρμόδιοι υπάλληλοι και οι υπεύθυνοι για 
την καθαριότητα του χώρου, οι οποίοι με την είσοδο τους στον χώρο δεν θα 
πρέπει να μπορούν να έχουν πρόσβαση σε πληροφορίες, Γι’ αυτό τον λόγο οι 
φάκελοι όπου τηρούνται τα αρχεία των φοιτητών πρέπει φυλάσσονται σε 
ντουλάπια που κλειδώνουν και σε περίπτωση που τα ερμάρια είναι από γυαλί 
τότε η αρχειοθέτηση των φακέλων θα πρέπει να αναγράφει την ελάχιστη 
πληροφορία ώστε να μην προδίδει προσωπικά δεδομένα (εικόνα 16) 
 Η εθνική νομοθεσία ορίζει ότι αρχείο θα πρέπει να τηρείται για τα τελευταία 
πέντε χρόνια, το πρόγραμμα ωστόσο δίνει την δυνατότητα στους φοιτητές να 
ζητούν βεβαιώσεις συμμετοχής τους στο πρόγραμμα όσος χρόνος και αν 
παρέλθει από το έτος μετακίνησης τους γι’ αυτό και φυσικό αρχείο θα πρέπει να 
τηρείται στον βαθμό που ο αποθηκευτικός χώρος μπορεί να το υποστηρίξει και 
από την στιγμή που είναι απαραίτητο για την έκδοση των βεβαιώσεων. 
 Βεβαιώσεις και λοιπά πιστοποιητικά που μπορεί να ζητηθούν από τους φοιτητές 
παραδίδονται μόνο στους ίδιους ή με επικυρωμένη εξουσιοδότηση. 
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Αναφορικά με το ηλεκτρονικό αρχείο: 
 Είσοδος στους υπολογιστές με ατομικό κωδικό πρόσβασης 
 Είσοδος στα πληροφοριακά συστήματα μόνο με ατομικό κωδικό 
 Επικοινωνία με τους φοιτητές και ενδεχόμενη αποστολή στοιχείων γίνεται 
μόνο προς το ακαδημαϊκό email που έχουν σαν φοιτητές σε Πανεπιστήμιο 
 Καμία πληροφορία χαρακτήρα προσωπικών δεδομένων δεν δίνεται 
τηλεφωνικά. 
 Τα αποτελέσματα που ανακοινώνουν τους επιτυχόντες του Προγράμματος 
δεν αναγράφουν ονοματεπώνυμα αλλα στοιχεία που δεν ταυτοποιούν τους 
φοιτητές. Ο κάθε ενδιαφερόμενος θα αναγνωρίσει τον εαυτό του μέσα στην 
λίστα από το ακαδημαϊκό του email. (εικόνα 17) 
 
 
Εικόνα 16: Φάκελοι από φυσικό αρχείο μέσα σε γυάλινη προθήκη. 
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Εικόνα 17: Τμήμα απο λίστα επίσημων αποτελεσμάτων. 
 
3.7 Η προστασία των προσωπικών δεδομένων των Ελλήνων φοιτητών 
τριτοβάθμιας εκπαίδευσης  που συμμετέχουν στο πρόγραμμα 
Erasmus+/KA103 – Υπόθεση Εργασίας 
 
ΟΡΟΣ ΟΡΙΣΜΟΣ ΝΟΜΟΘΕΤΙΚΗ ΠΗΓΗ ERASMUS+ 
Δεδομένα 
προσωπικού 
χαρακτήρα 
«Κάθε πληροφορία που 
αναφέρεται σε φυσικό 
πρόσωπο του οποίου η 
ταυτότητα είναι γνωστή 
ή μπορεί να 
εξακριβωθεί». 
-Άρθρο 2 (α) Οδηγίας 
(ΕΚ) 95/46 
-Άρθρο 2 (α) 
Κανονισμού  (ΕΚ) 
45/2001 
-Άρθρο 4 παρ. 1 Γενικού 
Κανονισμού 
Προστασίας Δεδομένων 
-Άρθρο 3 παρ. 1 
οδηγίας (ΕΕ) 2016/680 
-Άρθρο 2 (α) 
Ν.2472/1997 
-Επώνυμο 
-Όνομα 
-Ον. Πατέρα 
-Ον. Μητέρας 
-Αρ. Δελ. Ταυτ. ή Διαβατ 
-Ημ. Γένησης 
-ΑΦΜ & ΔΟΥ 
-ΑΜΚΑ 
όπως δηλώνονται στην 
αίτηση και την Σύμβαση 
που υπογράφει και 
καταθέτει ο φοιτητής 
Υποκείμενο των 
δεδομένων  
«Το φυσικό πρόσωπο 
στο οποίο αναφέρονται 
τα δεδομένα, και του 
οποίου η ταυτότητα είναι 
γνωστή ή μπορεί να 
προσδιορισθεί αμέσως 
-Άρθρο 2 (α) Οδηγίας 
(ΕΚ) 95/46 
-Άρθρο 2 (α) 
Κανονισμού (ΕΚ) 
45/2001 
-Άρθρο 4 παρ.1 Γενικού 
-Οι φοιτητές που κάνουν 
αίτηση είτε για σπουδές 
είτε για πρακτική 
άσκηση 
-Οι φοιτητές που 
επιλέγονται είτε για 
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ή εμμέσως, ιδίως βάσει 
ενός η περισσότερων 
συγκεκριμένων 
στοιχείων που 
χαρακτηρίζουν την 
υπόσταση του από 
άποψη φυσική, 
βιολογική, ψυχική, 
οικονομική, πολιτιστική, 
πολιτική ή κοινωνική». 
Κανονισμού 
Προστασίας Δεδομένων 
-Άρθρο 3 παρ. 1 
Οδηγίας (ΕΕ) 2016/680 
-Άρθρο 2 (γ) 
Ν.2472/1997 
σπουδές είτε για 
πρακτική άσκηση 
Επεξεργασία «Κάθε πράξη ή σειρά 
πράξεων που 
πραγματοποιείται με ή 
χωρίς τη χρήση 
αυτοματοποιημένων 
μέσων, σε δεδομένα 
προσωπικού χαρακτήρα 
ή σε σύνολα δεδομένων 
προσωπικού 
χαρακτήρα, όπως η 
συλλογή, η καταχώριση, 
η οργάνωση, η 
διάρθρωση, η 
αποθήκευση, η 
προσαρμογή ή η 
μεταβολή, η ανάκτηση, 
η αναζήτηση 
πληροφοριών, η χρήση, 
η κοινολόγηση με 
διαβίβαση , η διάδοση ή 
κάθε άλλη μορφή 
διάθεσης, η συσχέτιση ή 
ο συνδυασμός, ο 
περιορισμός, η 
διαγραφή ή η 
καταστροφή». 
-Άρθρο 2 (β) Οδηγίας 
(ΕΚ) 95/46 
-Άρθρο 2 (β) 
Κανονισμού (ΕΚ) 
45/2001 
-Άρθρο 4 παρ.2 Γενικού 
Κανονισμού 
Προστασίας Δεδομένων 
-Άρθρο 3 παρ. 2 
Οδηγίας (ΕΕ) 2016/680 
-Άρθρο 2 (δ) Ν. 
2472/1997 
-Συγκέντρωση όλων 
των απαραίτητων 
δικαιολογητικών 
-Οργάνωση φακελών 
-Ηλεκτρονική 
επεξεργασία για την 
κατάταξη του συνόλου 
των αιτήσεων βάση 
εσωτερικού κανονισμού  
-Αποστολή στοιχείων 
στο ΙΚΥ 
-Τήρηση αρχείου 
Υπεύθυνος 
επεξεργασίας 
«Το φυσικό ή νομικό 
πρόσωπο, η δημόσια 
αρχή, η υπηρεσία ή 
άλλος φορέας που, 
μόνα ή από κοινού με 
άλλα, καθορίζουν τους 
σκοπούς και τον τρόπο 
της επεξεργασίας 
δεδομένων 
προσωπικού χαρακτήρα 
-Άρθρο 2 (δ) Οδηγίας 
(ΕΚ) 95/46 
-Άρθρο 2 (δ) 
Κανονισμού (ΕΚ) 
45/2001 
-Άρθρου 4 παρ. 7 
Γενικού Κανονισμού 
Προστασίας Δεδομένων 
-Άρθρο 3 παρ. 8 
Οδηγίας (ΕΕ) 2016/680 
-Το Πανεπιστήμιο μέσω 
του νόμιμου 
εκπροσώπου που έχει 
υπογράψει την Σύμβαση 
Χρηματοδότησης με το 
ΙΚΥ 
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όταν οι σκοποί και ο 
τρόπος της 
επεξεργασίας αυτής 
καθορίζονται από το 
δίκαιο της Ένωσης ή το 
δίκαιο κράτους μέλους, 
ο υπεύθυνος 
επεξεργασίας ή τα ειδικά 
κριτήρια για τον 
διορισμό του μπορούν 
να προβλέπονται από 
το δίκαιο της Ένωσης ή 
το δίκαιο κράτους 
μέλους». 
-Άρθρο 2 (ζ) Ν. 
2472/1997 
 
Εκτελών την 
επεξεργασία 
«Το φυσικό ή νομικό 
πρόσωπο, η δημόσια 
αρχή, η υπηρεσία ή 
άλλος φορέας που 
επεξεργάζεται δεδομένα 
προσωπικού χαρακτήρα 
για λογαριασμό του 
υπευθύνου της 
επεξεργασίας». 
-Άρθρο 2 (ε) Οδηγίας 
(ΕΚ) 95/46 
-Άρθρο 2 (ε) 
Κανονισμού (ΕΚ) 
45/2001 
-Άρθρου 4 παρ.8 
Γενικού Κανονισμού 
Προστασίας Δεδομένων 
-Άρθρο 3 παρ. 9 
Οδηγίας (ΕΕ) 2016/680 
-Άρθρο 2 (η) Ν. 
2472/1997 
-Ορισμένος από το 
Πανεπιστήμιο  
 
Τρίτος «Οποιοδήποτε φυσικό ή 
νομικό πρόσωπο, 
δημόσια αρχή, 
υπηρεσία ή φορέας, με 
εξαίρεση το υποκείμενο 
των δεδομένων, τον 
υπεύθυνο 
επεξεργασίας, τον 
εκτελούντα την 
επεξεργασία  και τα 
πρόσωπα τα οποία, 
υπό την άμεση εποπτεία 
του υπευθύνου 
επεξεργασίας ή του 
εκτελούντος την 
επεξεργασία, είναι 
εξουσιοδοτημένα να 
επεξεργάζονται τα 
δεδομένα προσωπικού 
χαρακτήρα».  
-Άρθρο 2 (στ) Οδηγίας 
(ΕΚ) 95/46 
-Άρθρο 2 (στ) 
Κανονισμού (ΕΚ) 
45/2001 
-Άρθρο 4 παρ. 10 
Γενικού Κανονισμού 
Προστασίας Δεδομένων 
-Άρθρο 2 (θ) Ν. 
2472/1997 
-Εξωτερικός 
συνεργάτης, εταιρεία 
που αναλαμβάνει την 
τεχνική υποστήριξη του 
πληροφοριακού 
συστήματος που 
υποστηρίζει τις 
πληρωμές των 
φοιτητών, 
πραγματοποιείται 
απομακρυσμένη 
σύνδεση μέσω 
teamviewer και με αυτό 
τον τρόπο έχει 
πρόσβαση στα 
δεδομένα 
-Αποστολή στοιχείων 
στο ΙΚΥ 
-Αποστολή στοιχείων 
στην Ευρωπαϊκή 
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Επιτροπή 
Αρχείο δεδομένων 
προσωπικού 
χαρακτήρα ή 
«Σύστημα 
αρχειοθέτησης» 
«Κάθε διαρθρωμένο 
σύνολο δεδομένων 
προσωπικού χαρακτήρα 
τα οποία είναι 
προσβάσιμα με 
γνώμονα συγκεκριμένα 
κριτήρια, είτε το σύνολο 
αυτό είναι 
συγκεντρωμένο είτε 
αποκεντρωμένο είτε 
κατανεμημένο σε 
λειτουργική ή 
γεωγραφική βάση». 
-Άρθρο 2 (γ) Οδηγίας 
(ΕΚ) 95/46 
-Άρθρο 2 (γ) 
Κανονισμού (ΕΚ) 
45/2001 
-Άρθρο 4 παρ. 6 Γενικού 
Κανονισμού 
Προστασίας Δεδομένων 
-Άρθρο 3 παρ. 6 
Οδηγίας (ΕΕ) 2016/680 
-Άρθρο 2 (ε) 
Ν.2472/1997 
-Φυσικό αρχείο, φάκελοι 
με το σύνολο των 
δικαιολογητικών των 
φοιτητών που 
καταθέτουν πριν και 
μετά την μετακίνηση 
τους 
-Ηλεκτρονικό αρχείο σε 
όλες τις βάσεις 
δεδομένων στις οποίες 
γίνεται ηλεκτρονική  
Συγκατάθεση «Κάθε ένδειξη 
βουλήσεως, ελεύθερη, 
συγκεκριμένη, ρητή και 
εν πλήρει επιγνώσει , με 
την οποία το υποκείμενο 
των δεδομένων 
εκδηλώνει ότι συμφωνεί, 
με δήλωση ή με σαφή 
θετική ενέργεια, να 
αποτελέσουν 
αντικείμενο 
επεξεργασίας τα 
δεδομένα προσωπικού 
χαρακτήρα που το 
αφορούν». 
-Άρθρο 2 (η) Οδηγίας 
(ΕΚ) 95/46 
-Άρθρο 2 (η) 
Κανονισμού (ΕΚ) 
45/2001 
-Άρθρο 4 παρ.11 
Γενικού Κανονισμού 
Προστασίας Δεδομένων 
-Άρθρο 2 (ια) Ν. 
2472/1997 
-Συμπλήρωση και 
υπογραφή της αίτησης 
στην οποία επιλέγουν ή 
όχι και την αποστολή 
του email τους σε 
φοιτητές που μπορεί να 
ενδιαφέρονται να 
επικοινωνήσουν μαζί 
τους. 
-Συμπλήρωση και 
υπογραφή Σύμβασης 
Κινητικότητας 
-Συμπλήρωση και 
υπογραφή Υπεύθυνης 
Δήλωσης 
Παραβίαση 
δεδομένων 
προσωπικού 
χαρακτήρα 
«Η παραβίαση της 
ασφάλειας που οδηγεί 
σε τυχαία ή παράνομη 
καταστροφή, απώλεια, 
μεταβολή, άνευ άδειας, 
κοινολόγηση  ή 
πρόσβαση δεδομένων 
προσωπικού χαρακτήρα 
που διαβιβάστηκαν, 
αποθηκεύτηκαν ή 
υποβλήθηκαν κατ’ άλλο 
τρόπο σε επεξεργασία». 
-Άρθρο 4 παρ. 12 
Γενικού Κανονισμού 
Προστασίας Δεδομένων 
-Άρθρο 3 παρ. 11 
Οδηγίας (ΕΕ) 2016/680 
-Άρθρο 2 αρ.θ της 
Οδηγίας (ΕΕ) 2016/58 
-Άρθρο 2 αρ. Θ της 
Οδηγίας (ΕΚ) 2002/58 
-Άρθρο 2 παρ. 11 Ν. 
3471/2006 
 
Βιομετρικά δεδομένα «Δεδομένα προσωπικού 
χαρακτήρα τα οποία 
προκύπτουν από ειδική 
τεχνική επεξεργασία 
συνδεόμενη με φυσικά, 
-Άρθρο 4 παρ. 15 
Γενικού Κανονισμού 
Προστασίας Δεδομένων 
-Άρθρο 3 παρ. 14 
Οδηγίας (ΕΕ) 2016/680 
-Μαζί με την αίτηση 
ενδέχεται να 
επισυνάπτουν 
φωτογραφία τύπου 
ταυτότητας 
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βιολογικά ή 
συμπεριφορικά 
χαρακτηριστικά φυσικού 
προσώπου και τα οποία 
επιτρέπουν ή 
επιβεβαιώνουν την 
αδιαμφισβήτητη 
ταυτοποίηση του εν 
λόγω φυσικού 
προσώπου, όπως 
εικόνες προσώπου ή 
δακτυλοσκοπικά 
δεδομένα». 
Δεδομένα που 
αφορούν την υγεία  
«Δεδομένα προσωπικού 
χαρακτήρα τα οποία 
σχετίζονται με τη 
σωματική ή ψυχική 
υγεία ενός φυσικού 
προσώπου, 
περιλαμβανομένης της 
παροχής υπηρεσιών 
υγειονομικής φροντίδας, 
και τα οποία 
αποκαλύπτουν 
πληροφορίες σχετικά με 
την κατάσταση της 
υγείας του».  
-Άρθρο 4 παρ. 16 
Γενικού Κανονισμού 
Προστασίας Δεδομένων 
-Άρθρο 3 παρ. 17 
Οδηγίας  (ΕΕ) 2016/680 
-Πιστοποιητικά που να 
αποδεικνύουν ότι ο 
αιτών ανήκει σε κάποια 
κατηγορία από τον 
εξαντλητικό κατάλογο 
αναπηριών που 
αποστέλλει το ΙΚΥ 
ΦΕΚ Ν.4452-17 
υγειον.περίθαλψη 
φοιτ. και αναπηρίες 
 
Ευαίσθητα δεδομένα «Τα δεδομένα που 
αφορούν στη φυλετική ή 
εθνική προέλευση, στα 
πολιτικά φρονήματα, 
στις θρησκευτικές ή 
φιλοσοφικές 
πεποιθήσεις, στη 
συμμετοχή σε 
συνδικαλιστική 
οργάνωση, στην υγεία, 
στην κοινωνική πρόνοια 
και στην ερωτική ζωή, 
στα σχετικά με ποινικές 
διώξεις ή καταδίκες, 
καθώς και στη 
συμμετοχή σε συναφείς 
με τα ανωτέρω ενώσεις 
προσώπων». 
-Άρθρο 2 (β) Ν. 
2472/1997 
-Δήλωση Εθνικότητας 
-Αντίγραφο διαβατηρίου 
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δεδομένων 
προσωπικού 
χαρακτήρα 
καταγωγή, τα πολιτικά 
φρονήματα, οι 
θρησκευτικές ή 
φιλοσοφικές 
πεποιθήσεις ή η 
συμμετοχή σε 
συνδικαλιστική 
οργάνωση, τα 
βιομετρικά και γενετικά 
δεδομένα όταν 
υποβάλλονται σε 
επεξεργασία με σκοπό 
την αδιαμφισβήτητη 
ταυτοποίηση 
προσώπου, δεδομένα 
που αφορούν τη 
σεξουαλική ζωή 
φυσικού προσώπου ή 
τον γενετήσιο 
προσανατολισμό». 
Κανονισμού 
Προστασίας Δεδομένων 
-Άρθρο 10 παρ. 1 
Οδηγίας (ΕΕ) 2016/680 
Πίνακας 2: Γλωσσάρι του Κανονισμού 2016/679 σε σχέση με το Πρόγραμμα 
Erasmus+
27
 
 
Κεφάλαιο 4  Ο Γενικός Κανονισμός για τα Προσωπικά Δεδομένα σε 
σχέση με τους ΕΛΚΕ 
4.1 Νομιμότητα της επεξεργασίας 
Αφότου ολοκληρωθούν οι παραπάνω ενέργειες, μια σειρά από έγγραφα περνούν στους 
υπαλλήλους του ΕΛΚΕ για περαιτέρω επεξεργασία και τελικά την καταβολή της 
υποτροφίας που τους αναλογεί. Η επεξεργασία των στοιχείων είναι σύννομη μόνο εάν 
και εφόσον ισχύει τουλάχιστον μία από τις ακόλουθες προϋποθέσεις: 
α) το υποκείμενο έχει δώσει την συγκατάθεση του για την επεξεργασία των 
προσωπικών του δεδομένων 
                                                          
27 . Σωτηρόπουλος, Β. (2017), Υπεύθυνος Προστασίας Δεδομένων // Εργαλειοθήκη για  τον νέο 
θεσμό σε δημόσιο και ιδιωτικό τομέα, Εκδόσεις Σάκουλα, Αθήνα-Θεσσαλονίκη, σελ. 10-17 
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β)η επεξεργασία είναι απαραίτητη για την εκτέλεση σύμβασης της οποίας το 
υποκείμενο των δεδομένων είναι συμβαλλόμενο μέρος ή για να ληφθούν μέτρα κατ’ 
αίτηση του υποκειμένου των δεδομένων πριν από την σύναψη σύμβασης 
γ)η επεξεργασία είναι απαραίτητη για την συμμόρφωση με έννομη υποχρέωση του 
υπεύθυνου επεξεργασίας 
δ)η επεξεργασία είναι απαραίτητη για την εκπλήρωση καθήκοντος που εκτελείται προς 
δημόσιο συμφέρον ή κατά την άσκηση δημόσιας εξουσίας που έχει ανατεθεί στον 
υπεύθυνο επεξεργασίας 
στ) η επεξεργασία είναι απαραίτητη για τους σκοπούς των έννομων συμφερόντων που 
επιδιώκει ο υπεύθυνος επεξεργασίας ή τρίτος, εκτός εάν έναντι των συμφερόντων 
αυτών υπερισχύει το συμφέρον ή τα θεμελιώδη δικαιώματα και οι ελευθερίες του 
υποκειμένου των δεδομένων που επιβάλλουν την προστασία των δεδομένων 
προσωπικού χαρακτήρα, ιδίως εάν το υποκείμενο των δεδομένων είναι παιδί 
4.1.2 Ειδικότερα για την νομιμότητα σχετικά με την επεξεργασία από τον 
ΕΛΚΕ 
Τα στοιχεία των φυσικών προσώπων που διατηρεί ο ΕΛΚΕ είναι τα απαραίτητα για την 
εκπλήρωση όλων των υποχρεώσεων που απορρέουν για τους ΕΛΚΕ από την σύναψη 
συμβάσεων με φυσικά πρόσωπα, διότι εκτός από τον κανονισμό για τα προσωπικά 
δεδομένα υπάρχουν διαδικασίες που είναι υποχρεωμένοι να ακολουθήσουν από το 
δημόσιο λογιστικό. 
Συνεπώς και όπως ορίζει το άρθρο 6, παρ. 1β΄και γ΄ του κανονισμού η επεξεργασία 
είναι νόμιμη  
α) η επεξεργασία είναι απαραίτητη για την εκτέλεση σύμβασης της οποίας το 
υποκείμενο των δεδομένων είναι συμβαλλόμενο μέρος ή για να ληφθούν μέτρα κατ’ 
αίτηση του υποκειμένου των δεδομένων πριν από τη σύναψη σύμβασης 
β) η επεξεργασία είναι απαραίτητη για τη συμμόρφωση με έννομη υποχρέωση του 
υπεύθυνου επεξεργασίας. 
4.2 Δικαιώματα των φοιτητών  
Από το Πανεπιστήμιο θα πρέπει να υπάρχει ορισμένος υπεύθυνος επεξεργασίας που θα 
διευκολύνει τους φοιτητές να απολαύσουν τα δικαιώματα που τους παρέχει ο 
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κανονισμός και να τους παρέχει κάθε σχετική πληροφορία όπως ορίζουν τα σχετικά 
άρθρα του κανονισμού, μετά από αίτηση του και μέσα σε διάστημα ενός μήνα 
Τα δικαιώματα που ίσχυαν μέχρι πριν τις 25 Μαΐου 2018 
α) δικαίωμα πρόσβασης 
β) δικαίωμα διόρθωσης  
γ) δικαίωμα διαγραφής 
δ) δικαίωμα εναντίωσης 
και οι νέες έννοιες 
ε) δικαίωμα περιορισμού της επεξεργασίας 
στ) δικαίωμα στην φορητότητα 
4.2.1 Τι πρέπει να κάνει ο ΕΛΚΕ για να εξασφαλίσει τα δικαιώματα των 
φοιτητών 
Θα πρέπει να οργανώσουν σχετικές διαδικασίες π.χ. πρότυπες φόρμες αιτήσεων, που θα 
επιτρέπουν στους φοιτητές 
 να ασκούν το δικαίωμα πρόσβασης 
να μπορεί να είναι ενήμερος δηλαδή ο φοιτητής για το ποια προσωπικά του δεδομένα 
επεξεργάζονται από τον ΕΛΚΕ, τους σκοπούς της επεξεργασίας, καθώς και τους 
αποδέκτες 
 να ασκούν το δικαίωμα της διόρθωσης 
να δίνεται η δυνατότητα να διορθώσει τα ανακριβή δεδομένα που τον αφορούν ή να 
συμπληρώσει τυχόν ελλείψεις 
 σχετικά με το δικαίωμα διαγραφής 
σύμφωνα με το Άρθρο 17 παρ.3 β΄ για τους ΕΛΚΕ, λόγω νομικών υποχρεώσεων που 
επιβάλλουν την επεξεργασία, δεν εφαρμόζεται το δικαίωμα διαγραφής 
4.2.2 Τι πρέπει να κάνει ο ΕΛΚΕ για να εξασφαλίσει τα νέα δικαιώματα των 
φοιτητών που δίνει ο κανονισμός 
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 σχετικά με το δικαίωμα περιορισμού της επεξεργασίας 
πρέπει τα δεδομένα που διατηρεί ο ΕΛΚΕ να είναι τα απολύτως απαραίτητα για την 
εκπλήρωση των υποχρεώσεων που απορρέουν από την υπογραφή των συμβάσεων των 
φοιτητών. Στην περίπτωση που απαιτούνται επιπλέον δεδομένα, όπως το κινητό 
τηλέφωνο, τότε θα πρέπει να έχει προηγηθεί συναίνεση. 
 σχετικά με το δικαίωμα στην φορητότητα 
 η φορητότητα δεν αφορά τόσο τους ΕΛΚΕ όσο τα Γραφεία που συντονίζουν 
διοικητικά το Πρόγραμμα Erasmus και μπορεί να συμμετέχουν σε κάποιον 
όμιλο. Σε αυτή την περίπτωση οι φάκελοι των φοιτητών περνούν από το ένα 
Πανεπιστήμιο στο άλλο για την καταβολή των υποτροφιών από τον ΕΛΚΕ του 
Πανεπιστημίου που ηγείται του ομίλου. 
4.3 Υποχρεώσεις του ΕΛΚΕ 
Ο ΕΛΚΕ είναι υπεύθυνος επεξεργασίας, αλλά μπορεί επιπλέον να είναι και ο εκτελών 
την επεξεργασία καθώς και να συνεργάζεται με άλλους εκτελούντες την επεξεργασία. 
Ως υπεύθυνος επεξεργασίας πρέπει να διασφαλίζει και να μπορεί να αποδείξει ότι η 
επεξεργασία διενεργείται σύμφωνα με τον κανονισμό. Ανά περίπτωση θα πρέπει να 
χρησιμοποιεί  
 κατάλληλα τεχνικά και οργανωτικά μέτρα 
 κατάλληλες πολιτικές  
 κώδικες δεοντολογίας 
 εγκεκριμένους μηχανισμούς πιστοποίησης 
Επίσης, να φροντίζει για την προστασία των δεδομένων από το σχεδιασμό και εξ 
ορισμού (data protection by design and by default) με κατάλληλα τεχνικά και 
οργανωτικά μέτρα όπως η ψευδωνυμοποίηση. 
Ως υπεύθυνος επεξεργασίας θα πρέπει να χρησιμοποιεί μόνο εκτελούντες την 
επεξεργασία που παρέχουν επαρκείς διαβεβαιώσεις συμμόρφωσης με τον κανονισμό 
και είτε με τον ίδιο ρόλο είτε με τον ρόλο του εκτελούντος την επεξεργασία θα πρέπει 
να μπορεί να αποδείξει ο ΕΛΚΕ στην Αρχή Προστασίας Προσωπικών Δεδομένων ότι 
εφαρμόζει μέτρα για την ασφάλεια των δεδομένων των φοιτητών.  
Σε ότι αφορά την εκτίμηση αντίκτυπου, περιλαμβάνει την καταγραφή των 
επεξεργασιών των δεδομένων και των αποδεκτών των δεδομένων που πραγματοποιούν 
 
 
40 
οι ΕΛΚΕ. Ωστόσο, λαμβάνοντας υπ’ όψη ότι τα περισσότερα δεδομένα αναρτώνται 
υποχρεωτικά σε δημόσιες ανοικτές πύλες, όπως η ΔΙΑΥΓΕΙΑ, οι επιπτώσεις για τους 
ΕΛΚΕ για τις περιπτώσεις διαρροής είναι μάλλον περιορισμένες.  
Ο υπεύθυνος επεξεργασίας και ο εκτελών την επεξεργασία θα πρέπει να 
εφαρμόζουν κατάλληλα τεχνικά και οργανωτικά μέτρα προκειμένου να διασφαλίζουν 
το κατάλληλο επίπεδο ασφάλειας, έναντι των κινδύνων, περιλαμβανομένων μεταξύ  
άλλων 
 της ψευδονυμοποίησης και της κρυπτογράφησης δεδομένων προσωπικού 
χαρακτήρα 
 της δυνατότητας διασφάλισης του απορρήτου, της ακεραιότητας, της 
διαθεσιμότητας και της αξιοπιστίας των συστημάτων και των υπηρεσιών 
επεξεργασίας σε συνεχή βάση 
 της δυνατότητας αποκατάστασης της διαθεσιμότητας και της πρόσβασης σε 
δεδομένα προσωπικού χαρακτήρα σε εύθετο χρόνο σε περίπτωση φυσικού ή 
τεχνικού συμβάντος 
 διαδικασίας για την τακτική δοκιμή, εκτίμηση και αξιολόγηση της 
αποτελεσματικότητας των τεχνικών και των οργανωτικών μέτρων για την 
διασφάλιση της ασφάλειας της επεξεργασίας 
Ο κανονισμός δεν προτείνει συγκεκριμένες τεχνολογίες και προϊόντα για τα μέτρα 
ασφάλειας που θα πρέπει να πάρει, οι ΕΛΚΕ έχουν την ελευθερία να επιλέξουν. 
Ενδεικτικά: 
 Firewalls & Network Security 
 Encryption 
 Data Anonymization 
 Data Leakage Prevention 
 Digital Rights Management 
 Security Monitoring 
 Privacy Technologies 
Σε περίπτωση παραβίασης προσωπικών δεδομένων, ο υπεύθυνος επεξεργασίας 
γνωστοποιεί άμεσα και εφόσον είναι δυνατόν, εντός 72 ωρών από την στιγμή που 
αποκτά γνώση της παραβίασης στην εποπτική αρχή. Ο εκτελών την επεξεργασία 
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ενημερώνει αρμοδίως τον υπεύθυνο επεξεργασίας άμεσα μόλις αντιληφθεί ίδια 
παραβίαση δεδομένων προσωπικού χαρακτήρα. 
 
Κεφάλαιο 5. Επίλογος 
Πολλές φορές όταν εργάζεται κανείς στο δημόσιο, εκτός από την γενική αποδοκιμασία 
που εισπράττει, αισθάνεται ότι για να μπορεί να αντεπεξέλθει στα καθήκοντα θα πρέπει 
να είναι ειδικός φοροτεχνικός και νομικός ταυτόχρονα, κάτι που ούτε στις προκηρύξεις 
για τις προσλήψεις ήταν προαπαιτούμενο ούτε είναι η πραγματικότητα για τους 
περισσότερους υπαλλήλους να έχουν αυτές ειδικά τις σπουδές στο βιογραφικό τους. Η 
καθημερινότητα προσφέρει αρκετές προκλήσεις, το να παρακολουθεί ένας υπάλληλος 
την εναλλαγή οδηγιών και κανόνων ώστε να είναι ενήμερος σε σχέση με την τρέχουσα 
νομοθεσία (καθώς η άγνοια νόμου δεν συγχωρείται) πολλές φορές δεν αφήνει χρόνο για 
να εκτελέσει κανείς τα πρακτικά που οφείλουν να διεκπεραιωθούν. 
Η ενασχόληση με τα προσωπικά δεδομένα ήταν μία πρόκληση δίχως άλλο. Ο όγκος του 
σχεδίου νόμου και του εγχειριδίου της Ευρωπαϊκής Επιτροπής, βασικά εργαλεία για την 
κατανόηση και την συγγραφή της παρούσας διατριβής αρκούν για να ενισχύσουν την 
αίσθηση ότι ένα πτυχίο νομικής θα βοηθούσε. Ωστόσο, τώρα στο τέλος, διαπιστώνει 
κανείς πως το όφελος είναι τεράστιο, πως η κατανόηση βασικών εννοιών του γενικού 
κανονισμού είναι πολύτιμα εργαλεία για την δουλειά γραφείου όταν αυτή έχει να κάνει 
με την διαχείριση προσωπικών δεδομένων. Εκτός από τον εργαλειακό του χαρακτήρα 
αξίζει να αναφερθεί κανείς και στον ανθρωπιστικό. Σαν άνθρωποι έχουμε την τάση να 
παρατηρούμε τα σημάδια που αφήνει ο χρόνος εξωτερικά πάνω μας και πολλές φορές 
αγνοούμε το πως επιδρά στις δεξιότητες μας, στο μυαλό και την ψυχή μας. Μένει 
κανείς ίδιος μεγαλώνοντας; Γίνεται καλύτερος; Χειρότερος; Και εξαρτάται αυτό μόνο 
από τον χρόνο που περνάει; Προσωπική διαπίστωση είναι πως ο χρόνος θα περάσει ότι 
και να γίνει, το τι θα κάνει ο καθένας στο πέρασμα του είναι πολύ προσωπική ιστορία. 
Έτσι, η δια βίου μάθηση είναι ένας στόχος στο πλαίσιο της αυτοβελτίωσης που μπορεί 
να ακονίζει και τις εργασιακές δεξιότητες. Η ενασχόληση με τα προσωπικά δεδομένα 
ενδυναμώνει τον καθένα σαν πολίτη αυτού του κράτους και της Ευρώπης. Πολλές 
φορές αισθάνεται κανείς πως οι κανονισμοί και οι νόμοι μόνο δυσκολεύουν 
καθημερινότητα, ωστόσο σε αυτή την περίπτωση ένα είναι βέβαιο, ότι ο νέος Γενικός 
Κανονισμός Προσωπικών Δεδομένων ενισχύει την Δημοκρατία μας και το να είναι 
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ενήμερος κανείς σε σχέση με τα διακαιώματα και τις υποχρεώσεις του ενδυναμώνει την 
θέση του μέσα στην κοινωνία που ζει και εργάζεται. 
 Ο επόμενος κύκλος του Προγράμματος που είναι γνωστό ως Erasmus 
αναμένεται να εισαχθεί στις ακαδημαϊκές κοινότητες το 2020 με το σύνθημα «Erasmus 
without paper» και αυτό δίχως άλλο θα θέσει για όλους τους εμπλεκόμενους νέες 
προκλήσεις αλλά με τον Γενικό Κανονισμό Προστασίας Προσωπικών Δεδομένων σε 
ισχύ ήδη από τώρα μπορεί κανείς να αισθάνεται διασφαλισμένος οδεύοντας στην νέα 
ηλεκτρονική εκδοχή του. 
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