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Постановка завдання. Вдосконалення обчислювальної техніки 
привело до значного розширення об’ємів оперативної пам’яті, доступної для 
програм. Це у свою чергу дозволило сучасним розробникам не виконувати 
таких титанічних зусиль із оптимізації використання пам’яті на системному 
рівні, які необхідно було робити раніше. Вибір типів даних і їх розмірів як і 
раніше впливає на швидкість виконання обчислювальних операцій. Але 
тепер немає необхідності підраховувати байти, економити на розмірі змінних 
і тому подібне. Розробники можуть оперувати великими об’ємами 
динамічних даних. 
Проте питання ефективного використання пам’яті як і раніше 
залишається гострим. Невірні дії розробників можуть привести до значного 
зниження продуктивності програм і навіть аварійних завершень програм під 
час виконання. У цій статті ми розглянемо основні проблемні місця, з якими 
стикаються сучасні розробники програмного забезпечення. 
Метою статті є визначення та стислий огляд основних чинників 
аварійного завершення або уповільнення мобільних додатків. 
Виклад основного матеріалу. Існує велика кількість причин, що 
викликають уповільнення або навіть аварійне завершення роботи мобільних 
додатків. На нашу думку найбільш актуальними на даному етапі розвитку 
засобів розробки програмного забезпечення є такі: 
1. Формування ділянок пам’яті, на які не збереглося посилань.  
У термінології такі ділянки пам’яті мають назву leaks (витоки) [8]. На 
ці ділянки більше не посилається жоден фрагмент програми, проте 
операційна система як і раніше вважає, що програма їх використовує [9]. Ця 
ділянка ніколи не буде звільнена доки програма не буде видалена з пам’яті. У 
результаті, з часом, вільна пам’ять закінчується, що призводить до 
аварійного завершення при чергових спробах виділити пам’ять [10, с. 410-
413]. Крім того, ця проблема призводить до фрагментації пам’яті. 
2. Звернення по посиланню на область пам’яті, яка не належить 
програмі 
У термінології такі посилання мають назву «зомбі» або «дике 
вказівники» [2]. Будь-яке звернення по цьому посиланню викликає миттєвий 
краш програми. Сучасні мови програмування забороняють пряме 
маніпулювання вказівніками, проте дикі вказівники можуть з’явитися при 
слабких зв’язках між об’єктами коду, коли програміст не потурбувався про 
обнулення посилань [1]. 
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3. Розширення колекцій даних 
Більшість колекцій в сучасних мовах програмування дозволяють 
динамічно обробляти дані. Це значно полегшує роботу з колекціями, 
оскільки не треба турбуватися про розмір колекції і постійні виділення 
пам’яті. Проте, як показує практика, часте розширення колекцій призводить 
до періодичних переміщень великих ділянок пам’яті. Кожне таке 
переміщення значно уповільнює виконання програми, оскільки перед 
продовженням роботи необхідно виділити пам’ять під новий об’єм даних і 
перенести стару ділянку даних на нове місце [7]. 
4. Багатократне повторне створення об’єктів 
Більшість маніпуляцій в коде здійснюються з об’єктами, а не даними 
скалярних типів. Сучасні мови програмування обробляють об’єкти за 
допомогою посилань, що вимагає при створенні об’єкту виділяти ділянку 
пам’ять під його значення. Кожне виділення пам’яті займає певний 
процесорний час для резервування ділянки пам’яті і для логірування 
створюваного об’єкту в системі контролю пам’яті (підрахунок посилань на 
об’єкт) [11, с. 141]. Як показує практика найсильніше «просаджує» 
продуктивність системи часте виділення об’єктів невеликого розміру, 
особливо в циклах і методах реального часу, які виконуються з кожним 
тиком системного годинника [12]. 
5. Обмеження на одноразовий розмір пам’яті, що виділяється 
Незважаючи на фактично необмежені об’єми оперативної пам’яті для 
однієї програми (важко представити програму, бінарний код якої 
використовує більше декількох сотень мегабайт), розробники обмежені при 
виділенні пам’яті під використовувані ресурси. Це пов’язано з питаннями 
конкуренції одночасно запущених програм. Найчастіше ця ситуація 
відбувається при виділенні пам’яті під текстури. Наприклад, в найбільш 
містких приладах фірми Apple максимальний об’єм, що виділяється під 
текстури дорівнює 32Мб, що дозволить створити в пам’яті текстуру розміром 
4096 на 4096 пікселів [3]. Це обмеження впливає, зокрема, на вибір стратегії 
створення атласів, які у свою чергу використовуються для батчинга 
виведення зображень. 
6. Ігнорування memory warnings від операційної системи 
Сучасні операційні системи всіляко попереджають програму про 
моменти настання проблем з використанням пам’яті. Розробник може і 
зобов’язаний вжити заходи по звільненню пам’яті. Ігнорування цих сигналів 
обов’язково призводить до несподіваного аварійного завершення програми 
[4], [5, с. 136–137]. 
Виділяють три рівні попереджень: 
‒ Модерований рівень. Система повідомляє, що їй зафіксований 
випадок перевищення допустимого рівня пам’яті, що виділяється, для 
застосування. У більшості випадків реагувати не треба. Можливо 
стався сплеск короткочасного виділення проміжної пам’яті, которвя 
незабаром звільниться природним чином; 
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‒ Рівень низької пам’яті. Система повідомляє, що їй зафіксовано 
перманентне перевищення рівня використовуваної пам’яті. Розробник 
повинен виконати дії з очищення даних, які не є критичними для 
поточного виконання програми і можуть бути відновлені надалі; 
‒ Критичний рівень. Система повідомляє, що вона аварійно 
завершить програму впродовж наступного циклу обробки повідомлень, 
якщо розробник в терміновому порядку не звільнить пам’ять [6, с. 195–
196]. 
Висновки. Проведений аналіз основних ситуацій, що викликають збої 
в роботі мобільних застосувань, дозволяє зробити висновок про виняткову 
важливість володіння знаннями про механізми управління пам’яттю в 
мобільних додатках для забезпечення якісної роботи останніх. Опанувавши 
ці знання, розробник повинен переходити до освоєння прийомів підвищення 
ефективності використання пам’яті. 
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Анотація. У статті виконан стислий огляд основних чинників, що 
призводять до аварійного завершення або уповільнення роботи мобільних 
додатків. Розглядаються ситуації, пов’язанні з проблеми виділення пам’яті. 
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Надаються стислі рекомендації щодо запобігання критичних ситуацій з 
виділенням пам’яті. 
Ключові слова. Мобільні додатки, виділення пам’яті, аварійне 
завершення, витоки пам’яті, memory warnings. 
Аннотация. В статье выполнен краткий обзор основных факторов, 
приводящих к аварийному завершению или замедлению работы мобильных 
приложений. Рассматриваются ситуации, которые приводят к появлению 
проблем выделения памяти. Даются краткие рекомендации для избежания 
критических ситуаций с выделением памяти. 
Ключевые слова. Мобильные приложения, выделение памяти, 
аварийное завершение, утечки памяти, memory warnings. 
Annotation. The article presents a review of the basic factors of emergency 
terminating and slowing of mobile applications. It’s shown situations that lead to 
appearances problems of allocating memory. It’s given brief recommendations for 
avoiding the critical situations of allocating memory. 
Keywords. Mobile applications, allocating memory, emergency terminating, 
leaks, memory warnings. 
 
