Comments on Cybercriminal Law by 岡田 好史
サイバー刑法の概念と展望
















































































































（	条），「児童ポルノ関連犯罪（Offences related to child pornography）」
（
条），「著作権及び関連諸権利の侵害に関連する犯罪（Offences related












































































































































告及び協力に関する法律（案）（International Cybercrime Reporting and
Cooperation Act（S. 1469））」，オーストラリア連邦法「2001年サイバー犯
罪法（Cybercrime Act 2001）｣40)や「2012年サイバー犯罪対策のための刑法
等一部改正法（Cybercrime Legislation Amendment Act 2012）｣41)が，フィ

























































































































































































































































go. jp/policy/netsecurity/downloadfiles/Cybercriminallawreport. pdf〉，Mike Keyser,
The Council of Europe Convention on Cybercrime, 12 J. Transnational L. & Policy
287-326 (2002-2003), Amalie M. Weber, The Council of Europe’ s Convention on
Cybercrime, 18 Berkeley Tech. L.J. 425-446 (2003), Miriam F. Miquelson-Weismann,
The Convention on Cybercrime: A Harmonized Implementation of International penal










































11）HAROLD J. VETTER & IRA J. SILVERMAN, THE NATURE of CRIME 243 (1978).
12）Günther Kaiser, Kriminologie 8. auf. 456 (1989).
13）DONN B. PARKER, COMPUTER ABUSE ASSESSMENT（1975), VETTER supra note 11, at 243,
ULRICH SIEBER, THE INTERNATIONAL HANDBOOK on COMPUTER CRIME 37 (1986).
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32）See. THOMAS, supra note 24 at 2-5, Abraham D. Sofaer & Seymour E. Goodman, Cyber
Crime and Security: The Transnational Dimention, in THE TRANSNATIONAL DIMENTION of
CYBER CRIME and TERRORISM 3-4 (Abraham D. Sofaer & Seymour E. Goodman eds.,
2001), RICHARD POWER, TANGLED WEB 260-261 (2002).















35）JIS Q 13335-1：2006（ISO/IEC 13335-1：2004）情報技術─セキュリティ技術─
情報通信技術セキュリティマネジメント─第部：情報通信技術セキュリティマ
ネジメントの概念及びモデル）












39）COUNCIL of EUROPE, COMPUTER-RELATED CRIME 20（1990), A. RATHMELL et al., HANDBOOK
of LEGISLATIVE PROCEDURE of COMPUTER and NETWORK MISUSE in EU COUNTRIES, STUDY for
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40）Act No. 161 of 2001.
41）Act No. 120 of 2012.
42）Republic Act No. 10175 of 2012.
























RESCIO & ROBERTO MAIELI, UBIQUITOUS COMPUTING（2011），PAUL DOURISH & GENEVIEVE
BELL，DIVINING a DIGITAL FUTURE: MESS and MYTHOLOGY in UBIQUITOUS COMPUTING（2011），



























タ 犯 罪 克 服 の た め の 第 41 次 刑 法 一 部 改 正 法（Einundvierzigstes
Strafrechtsänderungsgesetz zur Bekämpfung der Computerkriminalität（41.
StrÄndG））」により行われた刑法一部改正においても，データ探知罪（刑法202条
a）やデータ変更罪（303条 a）の処罰範囲を拡張する方向で行われている。Vgl. z.
B. Gabliera Schmölzer, Straftaten im Internet: eine materiell-rechtliche Betrachtung,



























61）See. OECD Guidelines for the Security of Information Systems and Networks: Towards
a Culture of Security (2002)〈http://www.oecd.org/sti/interneteconomy/15582260.
pdf〉（2013年月	日確認).
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