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Glavni cilj magistrskega dela je predstavitev različnih komunikacijskih tehnologij za 
javno zaščito in pomoč pri nesrečah (PPDR) ter možnosti njihove uporabe. Mobilna 
omrežja četrte generacije LTE spadajo trenutno med najbolj napredne tehnologije 
mobilnih komunikacij in so že na voljo za komercialno uporabo. Zaradi tega se bom tudi 
jaz najbolj osredotočila na te generacije mobilnih omrežij.  
Za lažje razumevanje celotne vsebine sem na začetku izpostavila kratko zgodovino o 
razvoju tehnologije v različnih mobilnih omrežjih. V nadaljevanju se osredotočam 
predvsem na način delovanja tehnologije preko LTE. Po poglavjih v nadaljevanju 
govorim o prednostih/slabostih te tehnologije preko LTE, PPDR storitve in fleksibilne 
harmonizacije radijskih frekvenc za širokopasovni PPDR. Preko primera v petem 
poglavju želim tudi predstaviti praktično delovanje javnih varnostnih komunikacij, na 









Ključne besede  
  








The main purpose of this thesis is a presentation of different communication 
technologies for Public Protection and Disaster Relief (PPDR) and possibility of their 
use. Fourth generation mobile networks LTE are currently one of the most developed 
technologies in the world of mobile communications  which are already available for 
commercial use. Because of the potential these mobile communications have for PPDR 
purposes,  I will focus more on this generation mobile networks. In the following 
sections below I talk about the advantages / disadvantages of that technologies over 
LTE, PPDR services and flexible harmonization of radio spectrum for broadband PPDR. 
 
For easier understanding of the entire contents I initially pointed out a brief history of 
the development of technologies in different mobile networks. In the following I am 
concentrating mainly on the technologies operating modes over LTE. Through a case in 
the fifth chapter, I also want to present the practical operation of public safety 
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1.   Uvod 
 
 
Skoraj vsak dan slišimo o različnih vrstah katastrof z vsega sveta. Nesrečo lahko 
definiramo kot "motnjo v delovanju skupnosti ali motnjo, katera družbi povzroča velike 
materialne, ekonomske, socialne in okoljske izgube, ki presegajo zmožnosti prizadete 
družbe za obvladovanje z lastnimi sredstvi”. Katastrofa je rezultat kombinacije 
nevarnosti, ranljivosti in nezadostne zmogljivosti ali ukrepov za zmanjšanje potencialnih 
možnosti za tveganje. Različne nesreče, kot so potres, zemeljski plazovi, vulkanski 
izbruhi, požari, poplave in cikloni so naravne nesreče, ki ubijajo tisoče ljudi in uničujejo 
življenjski prostor ljudi in njihovo premoženje vsako leto. [5] 
Nesreče obstajajo od samega začetka človeške zgodovine. Vendar so zaradi 
dramatičnega povečanja in škode, ki so jo te nesreče povzročile v nedavni preteklosti, 
vzrok vse večjega nacionalnega in mednarodnega zanimanja in zaskrbljenosti. 
Komunikacijska sredstva zagotavljajo kritične poti za olajšave v nujnih in nesrečnih 
situacijah. Potrebno je vključiti različna komunikacijska sredstva za javno zaščito in 
pomoč pri nesrečah (ang. Public Protection and Disaster Relief – PPDR). Brezžično fiksno 
ad hoc omrežje in mobilna ad hoc omrežja so koristna, da lahko hitro vzpostavimo 
komunikacijski sistem za podporo upravljanja v nujnih primerih in nujne naloge na 
območju nesreče. Pristojno omrežno območje se uporablja za namensko komunikacijo in 
izmenjavo informacij med reševalnimi ekipami. Tretjo in četrto generacijo (ang. 3G/4G) 
mobilnih omrežij se lahko razporedi za razširitev dosega lokalnih omrežij delovnih 








1.1  Razvoj tehnologije za javno zaščito in pomoč pri nesrečah (PPDR) 
 
Nesreča se lahko zgodi na zelo različne načine: obseg, kraj, vzroki itd. so različni, vendar 
je treba učinkovito nadzorovati in upravljati v vseh izrednih in nesrečnih situacijah. S 
hitro in zanesljivo vzpostavitvijo začasnega komunikacijskega omrežja, ki ima izvedljive 
tehnologije za podporo upravljanje v nujnih situacijah, je to izvedljivo. [6] 
Različne naravne nesreče in nesreče, povzročene s strani človeka, so poudarile potrebo 
po bolj učinkovitih sistemih za pomoč pri opozarjanju in reševanju. Vendar obstajata dve 
pogosti težavi, zaradi česar so nesreče lahko katastrofalne. Prva težava je pomanjkanje 
komunikacijskih sistemov za pošiljanje opozoril o nesreči in za posredovanje informacij 
o nesreči, ki pomagajo pri reševanju v operacijah. Druga je pomanjkanje dostopa do 
prizadetih območij, da bi se opravile reševalne operacije. [6] 
Med nesrečami so lokalna omrežja (ang. Local Area Network – LAN) prav tako prizadeta 
in jih ne moremo uporabljati za komunikacijo v času nesreče. 
Reševalne operacije potekajo v neugodnih razmerah in pravočasen odziv je nujen, da so 
omrežja razporejena robustno in odporno. Da bi to zagotovili, je potrebno vzpostaviti 
splošno razumevanje konstrukcijskih zahtev omrežja v času nesreče. Omrežje za nujno 
pomoč mora ustrezati strogim kakovosti storitve (ang. Quality of Service – QoS), da bi se 
zagotovilo optimalno delovanje omejenih sredstev. Prav tako je potrebno ohraniti strogo 
časovno omejitev, ker obstaja velika verjetnost, da bo kakšno človeško življenje v 
nevarnosti.  
Omrežja, ki se trenutno uporabljajo pri pomoči ob nesrečah, imajo številne težave, ki se 
nanašajo na obratovanje naprav med prvo odzivnimi organizacijami, prekinitev omrežja 








1.1.1  TETRA – Izdaja  1  
TETRA Izdaja 1 (ang. Terrestrial Trunked Radio Release 1) predstavlja specifikacijo za 
profesionalni mobilni radio (ang. Professional Mobile Radio – PMR), dvosmerno napravo, 
ki lahko oddaja in sprejema (ang. transceiver) ali pogovorno znano kot walkie-talkie, ki 
jo je razvil Evropski inštitut za telekomunikacijo (ang. European Telecommunications 
Standards Institute – ETSI) leta 1995. [18] 
TETRA Izdaja 1 uporablja časovno porazdeljenega sodostopa (Time Division Multiple 
Access – TDMA) in π/4 DQPSK shemo modulacije s štirimi uporabniški kanali na enem 
radijskem gonilniku in 25 kHz razmik med gonilniki. Oba prenosa – točka proti točki 
(ang. point to point) in točka proti več točkam (ang. point to multipoint) se lahko 
uporabljata. Poleg govorne storitve in storitve za razpošiljanje je vključen tudi prenos 
digitalnih podatkov v standardu, čeprav na nižji stopnji [18]. TETRA Izdaja 1 je bil 
posebej zasnovan za uporabo s strani vladnih agencij, službe za nujno pomoč (policija, 
gasilci, rešilci) za javno varnostno omrežje, za radio v vlaku, namenjen za obveščanje 
osebja v železniškem prometu, prometne storitve in v vojski. Pri razvoju standarda 
TETRA Izdaja 1 za potrebe teh organizacij so bile zagotovljene nekatere edinstvene PMR 
storitve: 
 skupinske klice s hitro nastavitvijo za široko območje;  
 neposredni način obratovanja (ang. Direct Mode Operation – DMO), ki omogoča 
komunikacijo med radijskimi terminali, neodvisno od omrežja; 
 šifriranje govora na visoki ravni za varnostne potrebe javnih varnostnih 
organizacij; 
 klic v nujnih primerih, ki pride skozi, tudi če je sistem zaseden; 
 full-duplex (dvosmerni) govor za zasebno avtomatsko naročniško centralo 
(ang.  Private Automatic Branch Exchange – PABX) in javno komutirano 
telefonsko omrežje (ang. Public Switched Telephone Network – PSTN) telefonskih 
komunikacij. [18] 
Prva izdaja TETRA zagotavlja komunikacijsko omrežje, ki omogoča visoke stopnje 





z neprekinjenimi komunikacijami, hitro postavitev in prenosljivost. Čeprav so 
komunikacije učinkovite tudi na velike razdalje, je prenos podatkov precej počasnejši v 
primerjavi z omrežjem 2,5 G, 3 G in LTE. [1] 
Iz tega razloga je prva izdaja TETRA le delno sposobna izpolniti zahteve v povezavi z 
vrsto podatkov in potrebno pasovno širino (ima največjo prepustnost podatkov do 28,8 
Kbit/s brez zaščite napake govornega kanala). To pomeni, da je TETRA samo delno 
sposobna za uskladitev s posebnimi podatkovnimi komunikacijskimi zahtevami, in sicer 
v povezavi s prenosom širokopasovnih podatkov. Poleg tega pa obstaja tudi slaba 
medsebojna obratovalnost med različnimi TETRA omrežij in ne obstaja standardizirana 
medsebojna obratovalnost s sistemi, ki niso TETRA. [1] 
 
1.1.2  TETRA – Izdaja 2  
Kadar govorimo o drugi izdaji TETRA (ang. Terrestrial Trunked Radio – Release 2), je 
najprej potrebno poudariti, da je večina lastnosti druge izdaje podobna prvi izdaji. 
Glavna razlika je, da TETRA Izdaja 2 vsebuje izboljšane podatkovne storitve (ang. 
Enhanced Service Data – Teds) za širokopasovne rešitve, ki izboljšujejo TETRA s precej 
višjo zmogljivostjo in prepustnost podatkov z uporabo prilagodljivega izbora sheme 
modulacije in velikosti nosilnika [1]. Na ta način je možno pričakovati prepustnost 
uporabniških podatkov med 10 in 500 kbps, kar je več kot desetkrat večja podatkovna 
prepustnost kot TETRA Izdaja 1. To je dovolj za številne nove aplikacije, ki omogočajo 
tudi prenos videa preko nekaterih povezav. [11] 
Za lažje razumevanje vzemimo primer, da mora ena celica dostaviti 100 kbit/s prometa. 
Tradicionalna TETRA 1 celica bi potrebovala od osem do deset TETRA radio naprav, ki 
lahko oddajajo in sprejemajo (ang. transceiver) skupaj s podporo, kot je oskrba z 
električno energijo, dodatne (ang. back-up) baterije, hlajenje in prostor, ki ga potrebujejo 
te naprave vključno tudi z 200–250 kHz spektrom. V nasprotju s tem enak promet lahko 
dostavi le en sam prenosnik Teds na QAM 64 modulacije. Teds bi zahtevala tudi le eno 





elektrike. Zaključek je, da z znatnimi prihranki pridemo do enakega rezultata s pomočjo 
TETRA 2 [12]. 
Kljub temu TETRA 2 še vedno ni v celoti v skladu z zahtevami glede vrste podatkov in 
zahtevane pasovne širine in tudi posebne podatkovne komunikacije. [1] 
 
1.1.3  TETRAPOL 
TETRAPOL je standard, ki je bil prvotno razvit zaradi uporabe v javno zaščito in pomoč 
pri nesrečah (PPDR), vključno s funkcijami, kot so skupinski klici, gumb v nujnih 
primerih itd. Poleg tega TETRAPOL predvideva vzpostavitev dolgih komunikacijskih 
razdalj, kar omogoča visoko stopnjo pokritosti z majhnim številom oddajnikov in 
zagotavlja primopredaje zvez med baznimi postajami z neprekinjeno povezljivostjo. [1] 
Vendar zaradi zelo nizkega prenosa podatkov niti ta standard ne izpolnjuje vseh 
potrebnih pogojev v povezavi s podatkovnimi komunikacijami. [1] 
 
1.1.4  Analogni PMR   
Analogni privatni mobilni radio (ang. Analogue Private Mobile Radio – PMR), ni bil med 
tehnologijami za prihodnje aplikacije za javno zaščito in pomoč pri nesrečah (PPDR). 
Kljub temu zainteresirane strani (zlasti gasilci, nekateri distributerji električne energije) 
v nekaterih primerih raje uporabljajo analogne sisteme, predvsem zaradi njihove 
lastnosti ‘postopnega propadanja’ v primeru slabih signalov (npr. Požar v notranjosti 
stavbe) in ne ‘naenkrat propadanje’ (ang. cliff rob), kot je to primer z digitalnimi 
tehnologijami. [1] 
 
1.1.5  Digitalni PMR  
Digitalni privatni mobilni radio (ang. PMR – Private Mobile Radio) sisteme se vse bolj 
uporabljajo celo v primerih, ko je potrebno zgraditi PPDR sisteme na ravni države. 





snopovni (ang. Trunking mode) način. Tudi s cenovnega vidika je cena inštalacijske 
opreme (CAPEX) zelo privlačna za uporabnike. [1] 
Vendar je največja pomanjkljivost medsebojna obratovalnost med različnimi sistemi, ki 
pripadajo temu standardu. Druga težava je bila zmogljivost sistema glede na število 
uporabnikov, ki lahko predstavlja veliko oviro v kritičnih dogodkih. [1] 
 
1.1.6  DMR  
Digitalni mobilni radio (ang. Digital Mobile Radio – DMR) standard je na prvi pogled 
deloval kot vodilen med digitalnimi PMR rešitvami, ki so se uporabljale s strani PPDR 
subjektov. DMR prinaša govor in ozkopasovne podatke. Prenos je lahko na neposreden 
in snopovni način. Obstaja velik trg aplikacij, ki so povečali značilnosti tega sistema. Tudi 
s stroškovnega vidika je ta standard deloval smiselno. [1] 
Njegova glavna pomanjkljivost je, da deluje ločeno v primerjavi z drugimi digitalnimi 
PMR radijskimi postajami. 
Tudi v tem primeru je drugi problem njegova zmogljivost, ki je lahko omejitev v kriznih 
dogodkih. [1] 
 
1.1.7  SATCOM  
Glavna prednost satelitskih komunikacij (ang. Satellite Communications – SATCOM) je 
njihova sposobnost, da zagotovijo praktično pokritost po vsem svetu, kar je še posebej 
pomembno za oddaljena območja, kjer zemeljske komunikacijske infrastrukture ne 
obstajajo ali pa so poškodovane/uničene, pogosto kot posledica naravnih nesreč. Ta 
zmožnost velja pri obeh primerih nizke in visoke uporabe mobilnosti (čeprav je lahko 
visoka mobilnost problematična zaradi ovir v stavbah, terenov itd.). Medsebojna 
obratovalnost je dobra v smislu povezljivosti z javnim komutiranim telefonskim 
omrežjem (ang. Public Switched Telephone Network – PSTN), ampak slaba v primerjavi z 






Satelitska omrežja so nagnjena k zamašitvi z velikim številom uporabnikov, ker sateliti 
pokrivajo veliko območje z relativno majhnim številom govornih kanalov. Poleg tega 
pomanjkanje neposrednega načina prenosa (terminal do terminala) pomeni, da ta 
tehnologija ni v celoti v skladu z zahtevami topologije omrežij in modela vozlišča za 
povezljivost. [1] 
Trenutna satelitska tehnologija omogoča hitrost dostopa v območju od 2Mb/s do 10 
Mb/s. Na dolgi rok bi izpolnitev drugega cilja za širokopasovni dostop od 30 Mb/s 
zahtevala novo generacijo z zelo visoko prepustnostjo satelitov. Industrija se trenutno 
ukvarja z omenjeno novo generacijo Satcoma. [14] 
Sateliti so lahko postavljeni v orbitah na različnimi višinami z različnimi oblikami 
(krožni ali eliptični). Na podlagi orbitalnega polmera vsi sateliti spadajo v eno od 
naslednjih treh kategorij. 
- LEO: Nizka zemeljska orbita (ang. Low Earth Orbit) 
- MEO: Srednja zemeljska orbita (ang. Medium Earth Orbit) 
- GEO: Geostacionarna zemeljska orbita (ang. Geostationary Earth Orbit) [15] 
 
 Komercialne satelitske komunikacije (COMSAT) 
COMSAT komunikacije se uporabljajo za podporo zmogljivosti vojaških satelitskih 
komunikacij v ministrstva za obrambo (ang. Military Satellite Communications – 
MILSATCOM), kjer ne obstajajo zahteve v smislu zaščite pred motnjami. [15] 
Trije običajno rabljene komercialni satelitski frekvenčni pasovi so C, KU in Ka pasovi. 
Pasova C in KU sta najpogostejša frekvenčna spektra, ki ju danes uporabljajo 
komercialni sateliti. Da bi razumeli razmerje med premerom antene in oddajne 
frekvence, je treba poudariti, da obstaja obratno razmerje med frekvenco in valovno 
dolžino. Ko se frekvenca poveča, se valovna dolžina zmanjša. S povečevanjem valovne 





1. Pas C satelitskih prenosov zaseda frekvenčno območje 4 do 8 GHz. Valovne 
dolžine zahtevajo večjo satelitsko anteno za zbiranje moči minimalnega 
signala. Antena je v premeru široka običajno 2–3 metre ali več. 
2. Ku Pas satelitskih prenosov zaseda frekvenčno območje od 11 do 17 GHz. Te 
relativno visoke frekvenčne prenose ustrezajo krajšim valovnim dolžinam, 
zato se lahko manjšo anteno uporablja za sprejem moči minimalnega signala. 
Antene so v premeru lahko manjše kot 45 centimetrov. 
3. Ka Pas satelitskih prenosov zasedajo frekvenčno območje od 20 do 30 GHz. 
Tako zelo visoki frekvenčni prenosi pomenijo zelo majhne valovne dolžine in 
zelo majhne premere sprejemnih anten. Nastajajoče storitve Ka Pasa bodo 
izboljšale oddajanje, internet in komunikacijske storitve z omogočanjem 
hitrejše dvosmerne digitalne komunikacije. Sateliti, ki delujejo na frekvenco 
Ka Pas, bodo lahko ponudili dobro usmerjen, točkasti žarek z visokimi močmi, 
ki zagotavlja pokritost velikih območij in ki omogoča regionalizirane vsebine. 
Za razliko od postaje z razpršeno oddajo bo satelitski operater, ki uporablja 
Ka Pas frekvence, ponudil dvosmerno storitev z veliko količino pasovne 
širine, ki se razdeli med uporabniki, ki delujejo istočasno. [15] 
Združljivost satelitov z zemeljskimi omrežji je osredotočena na tri značilnosti satelitskih 
komunikacij: zamuda, omejena pasovna širina in šum. Šum bo manjši problem v 
prihodnjih sistemih zaradi izboljšav v kodiranju pri odpravljanju napak. Omejena 
pasovna širina, ki je na voljo satelitom, je pomembna za učinkovito uporabo povezave. 
Zakasnitev/zamuda lahko povzroči težave s sistemi, ki ne morejo dopustiti zakasnitev. 
[15] 
Zaradi visokih zahtev glede učinkovitosti je oblikovanje zemeljskih satelitskih postaj 
precej zapleteno. To povečuje stroške in zahteva tudi vzdrževanje. Satelitski terminal z 
manjšo anteno (ang. Very Small Aperture Terminal – VSAT) ponuja rešitev za ta problem. 
Ključna točka VSAT omrežja je, da mora biti bodisi oddajna ali sprejemna antena večja 
pri satelitskih povezavah. Da bi poenostavili oblikovanje VSAT, se uporablja nižja 





in anteno z nižjim dobitkom (manjša velikosti antene). Delujejo kot dvosmerne 
zemeljske postaje, ki so majhne, preproste in dovolj poceni za vgradnjo v prostore 
končnega uporabnika. [15] 
Sedanja in bodoča satelitska omrežja so/bodo integrirana z zemeljskimi omrežji 
(brezžična in žična) za zagotavljanje govornih, video in podatkovnih storitev od začetka 
do konca za uporabnike pri različnih hitrosti prenosa podatkov. V tej arhitekturi so 
satelitska omrežja združljiva z zemeljskimi omrežji pri visokih hitrostih prenosa 
podatkov in zagotavljajo tudi neposredni dostop za mrežno povezovanje do različnih 
uporabnikov. [17] 
 
Slika 1.1: Arhitektura komercialne satelitske omrežji [17] 
 
Arhitektura omrežja je sestavljena iz treh delov: uporabniški segment (uporabniški 
terminalni enoti), zemeljski segment (prehodi, centre  za nadzor omrežja in centre za 






1.1.8  Projekt 25 
Projekt 25 – P25 je odprta arhitektura, niz sistemskih standardov, nadzorovanih s strani 
uporabnikov. P25 določa arhitekturo digitalnega radijskega komunikacijskega sistema, 
ki lahko služi potrebam javne varnosti in vladnim organizacijam. P25 vključuje digitalne 
kopenske mobilne radio (ang. Land Mobile Radio – LMR) storitve za lokalne, 
državne/regionalne in nacionalne (federalne) organizacije in agencije za javno 
varnostjo. P25 odprte standarde sistema določajo vmesnike, delovanje in zmogljivosti 
vsakega P25 skladnega radijskega sistema. [23] 
P25 radio je vsak radio, ki ustreza načinu delovanja in obratovanja standarda P25. P25 
skladni radio lahko komunicira na analogni način z obstoječim radiom in v obeh 
(digitalnem ali analognem) načinu z drugimi P25 radii. Standard P25 obstaja v javni 
domeni, ki omogoča, da lahko vsak proizvajalec izdela P25 združljive radio izdelke. [23] 
Čeprav je bila namenjena predvsem za severnoameriške javne varnostne storitve, P25 
tehnologija vključno z izdelki, ki so del te tehnologije, ni omejena le na javno varnost. 
Razporejena je bila tudi v druge zasebne sistemske aplikacije po vsem svetu. [23] 
Projekt 25 ima štiri glavne cilje: 
 zagotoviti konkurenco v naročila javnih sistemih skozi odprte arhitekture 
sistemov,  
 dovoliti koristno, učinkovito in zanesljivo komunikacijo znotraj agencije in med 
različnimi agencijami, 
 zagotoviti izboljšano funkcionalnost in zmogljivost, kjer so poudarjene potrebe 
javne varnosti, 








1.2  Razvoj javnih omrežij 
1.2.1  GSM 
Globalni Sistem za Mobilne komunikacije (ang. Global System for Mobile Communication 
– GSM) izpolnjuje mnoge potrebe PPDR razen tistih, ki zahtevajo visoko prepustnost 
podatkov ali hitre klicne ustanovitve. S širokom območjem hierarhično tokokrogovno 
komutirane (ang. Circuit Switched – CS) arhitekture GSM omrežja preko nacionalnega 
ozemlja lahko služi velikemu številu uporabnikom hkrati in pri tem ustreza 
zahtevanim topologijam omrežja in povezljivosti vozlišča. Vendar pomanjkanje pri t. i 
neposrednem načinu (terminal do terminala) zmožnosti pomeni, da tehnologija ni 
popolnoma v skladu s potrebami. [1] 
Pasovna širina podatkov je zelo omejena oz. pri minimalnem 9,6 kbps za standardni 
GSM, kar ne omogoča paketnega prenosa podatkov. Z uporabo visoke hitrosti 
komutiranega prenosa podatkov se lahko poveča na kar 115 kbps, vendar bi to 
zahtevalo celoten radijski frekvenčni kanal (RF channel) (8 TDMA (sodostop preko 
delitev časa) govornih kanalov). Pomanjkljivost je v tem, da ima relativno slabo 
učinkovitost spektra v primerjavi z novejšimi tehnologijami kot HSPA in LTE (zaradi 
pomanjkanje adaptivne modulacije in kodiranja). Je pa zelo uporaben za kratka 
sporočila (do 160 znakov). Zahteve za mobilnost so v celoti izpolnjene, tudi pri visoki 
hitrosti (zasnovan je tako, da deluje pri hitrosti do 250 km/h). [1] 
Medsebojna obratovalnost je dobra v smislu PSTN povezljivosti in prehajanja med GSM 
omrežja (nacionalna ali mednarodna), vendar slaba v smislu prenosa podatkov (ni 
nobene podpore za paketni prenos podatkov, razen takrat, če je GPRS dodan). Prav tako 
ni predviden neposredni način komunikacije med terminali, kar pomeni, da 
komunikacija ni možna brez omrežne povezave. [1] 
Razpoložljivost, zanesljivost in vzdržljivost so sprejemljive, dokler je določena možnost 
izključevanja uporabnikov, ki so odveč in je možno dati prednost vnaprej določenim 
uporabnikom za dostop do omrežja ob kritičnem času. Upoštevati pa je treba, da je 





Vzpostavitev klica je počasna (navadno do 5 sekund), kar je dovolj za kritično uporabo, 
čeprav se to lahko izboljša z uporabo napredne postavke govornega klica (ASCI – 
Advanced Speech Call Items) v standardu GSM železnic (GSM – Railway). [1] 
Zadnje omenjeno predvideva tudi nekatere posebne značilnosti govornih klicev, ki jih 
zahtevajo PPDR uporabniki, kot je skupinski klic, ampak ta funkcija ni na voljo v javnih 
omrežjih GSM. GSM omrežja zagotavljajo varno preverjanje pristnosti. Nekateri 
uporabniki lahko zahtevajo dodatne varnostne značilnosti (zunaj omrežja), kot so 
šifriranje od konca do konca (ang. end-to-end), da bi preprečili klicno prestrezanje (ang. 
call interception). [1] 
 
1.2.2  GPRS  
Paketno orientirano mobilno omrežje (ang. General Packet Radio Service – GPRS) je 
dejansko izboljšanje prvotnega standarda GSM, ki zagotavlja paketno podatkovno 
povezljivost. Standard ima podobne značilnosti kot GSM v smislu izpolnjevanja potreb 
uporabnikom PPDR, vendar premaga pomanjkljivosti GSM v smislu podatkovne 
medsebojne obratovalnosti, ki jo zagotavlja z neposredno medsebojno povezavo z 
drugimi podatkovnimi omrežji. Hitrost prenosa, ki je na voljo preko omrežja GPRS, je 
omejena na teoretično največ 171 kbps, razširljiva do 384 kbps, kjer je nadgradnja GSM 
omrežja (ang. Enhanced Data Rates for GSM Evolution – EDGE) razporejena in je zato 
omejena na relativno ozkopasovne podatkovne aplikacije. [1] 
 
1.2.3  UMTS 
Mobilno omrežje tretje generacije (ang. Universal Mobile Telecommunication System – 
UMTS) je nadaljnji razvoj GSM/GPRS, ki uporablja podobno topologijo omrežja in 
povezljivost vozlišča. UMTS izboljša varnost v primerjavi z GSM (z uvajanjem boljšim 
mehanizmom šifer), čeprav za popolno t. i. od konca do konca (ang. end-to-end) varnost 
potrebuje dodatne algoritme, ki temeljijo na internetnem protokolu (ang. Internet 





potrebami PPDR uporabnikov: kot pri GSM tudi pri UMTS obstaja le omejena podpora za 
izboljšane govorne storitve (kot so skupinski klici), ni možnosti komunikacije na 
neposreden način in hkrati so podprte širokopasovne hitrosti podatkov (do 2 Mbps), ki 
so odvisne od lokacije uporabnikov in stopnje mobilnosti. Pri visoki hitrosti (> 125 
km/h) je hitrost prenosa podatkov omejena na 144 kbps. [1] 
 
1.2.4  HSPA/HSPA+ 
High Speed Packet Access (Paketni dostop s visoko hitrostjo) je nadaljevanje evolucije 
tretje generacije (3G) mobilnih telekomunikacijskih omrežij z večjo zmogljivostjo in 
podpora širšega spektra aplikacije (hkrati govora in podatkov). HSPA deli isto topologijo 
omrežja in povezljivost vozlišča z GSM/UMTS in ima podobno pokrivanje območja. HSPA 
deluje na večini GSM frekvenc, kar omogoča globalno gostovanje (ang. Roaming) in daje 
veliko mero prožnosti. [1] 
Ena izmed ključnih izboljšav HSPA omrežij je podpora visoke hitrosti prenosa podatkov, 
kar omogoča, da tudi v situacijah z veliko mobilnostjo zagotavljajo zadovoljive hitrosti 
širokopasovnih prenosov podatkov (do 14 Mbps downlink in do 5,8 Mbps uplink). 
Nadaljnje izboljšave HSPA tehnologije (HSPA+): omogoča izboljšavo podpore govornih 
in interaktivnih storitev v realnem času, ki so zaslužne za še bolj učinkovito uporabo 
spektra z 8-krat večjo (tri v primeru HSPA) zmogljivostjo kot UMTS. Poleg tega lahko 
zaradi nižjo zakasnitvijo (ang. Latency) in višjo hitrostjo prenosa podatkov doseže do 
168 Mbps za povezave navzdol in do 22 Mbps za povezave navzgor (3GPP Izdaja 10). To 
poudarja večjo  učinkovitost uporabnikom predvsem s stroškovnega vidika. [1] 
HSPA ne zagotavlja nobene dodatne zaščite v primerjavi z UMTS, razen avtentikacijo SIM 
(modul za identifikacijo naročnika). Kodiranje podatkov v standardu kodni sodostop 
(ang. CDMA) je narejeno povsem varno, ampak (kot v primeru UMTS) popolna ‘end-to-
end’ varnost  potrebuje dodatne algoritme zunaj omrežja, ki temeljijo na IP. Prav tako ni 
predvidena neposredna komunikacija med terminali in zaradi tega komunikacija ni 





Končno HSPA omogoča učinkovito zagotavljanje multimedijskih storitev s kombinacijo 
avdio in video podatkov, medtem ko se lahko zagotavlja zamudo občutljive aplikacije 
brez večjih izgub zmogljivosti (2–3 sekunde, ki bi morale biti obvladljive za terminale). 
[1] 
1.2.5  LTE  
Evolucija na daljši rok (ang. Long Term Evolution – LTE) je tehnologija, ki popolnoma 
temelji na IP, ki pa na drugi strani omogoča izkoriščanje zelo velikega števila različnih 
naprav, še posebej iz perspektive "internet stvari" (ang. Internet of Things). LTE jedrno 
omrežje, evolucija paketnega jedra (ang. Enhanced Core Packet – EPC), je sposobno 
delovati z drugimi tehnologijami, kot so WiMAX in Wi-Fi. Poleg tega ima LTE zelo 
stabilne lastnosti in zaradi tega je LTE tehnologija zdaj na trgu v večini držav EU. 
Pričakovati je, da bo osebje PPDR znalo izkoristiti to tehnologijo pod pogojem, da bo 
zagotovljena zahtevana raven varnosti in potrebna fleksibilnost. To je lahko v nasprotju 
z omrežno ponudbo javnih operaterjev. Poleg tega IP arhitektura omogoča hkratno 
delovanje velikega števila oseb, kar pomeni, da bodo težave (npr. ozka grla) predvsem 
zaradi infrastrukture in ne zaradi tehnoloških pomanjkljivosti. [1] 
 
 






V mnogih državah so že večje površine pokrite s komercialnimi LTE omrežji, kot lahko 
vidimo tudi na sliki 1.2. S pravimi investicijami bi bilo možno storiti enako z namenskimi 
omrežij (npr. za PPDR uporabo). Notranje konfiguracije omrežja so možne z uporabo 
pico-celic ali femto-celic, ki lahko podpirajo več stotin uporabnikov. [1] 
LTE podpira povezljivost med napravami točke proti več točkam (ang. point-to-
multipoint); možno je tudi usmerjati promet na različne povratne povezave iz baznih 
postaj. [1] 
V LTE obstajajo mehanizmi za enkripcijo podatkov in avtentikacijo uporabnikov. Zelo 
pomembno je, da obstaja dvojna avtentikacija, ki pomeni, da omrežje preveri pristnost 
uporabnika, ampak tudi uporabnik preveri omrežje. Ta lastnost je zelo značilna, ker 
preprečuje, da bi zlonamerni napadalec uporabljal ponarejeno omrežje za nujno pomoč 
in na ta način usmerjal promet proti sebi in ne na javne varnostne organizacije, kot je to 
potrebno. [1] 
Ozkopasovne in širokopasovne komunikacije so podprte s tehnologijo LTE. LTE 
omogoča visoko razvite storitve o ozaveščanju lokacije. [1] 
 Arhitektura omrežja LTE 
Visokonivojska arhitektura omrežja LTE je sestavljena iz naslednjih treh glavnih 
komponent: 
1. Uporabniška oprema (ang. User Equipment – UE) 
2. Razvito zemeljsko radijsko dostopovno omrežje UMTS (ang. Evolved UMTS 
Terrestrial Radio Access Network – E-UTRAN) 
3. Evolucija paketnega jedra (ang. Evolved Packet Core – EPC). [18]  
Evolucija paketnega jedra komunicira s paketnimi podatkovnimi omrežij v zunanjem 
svetu, kot so internet, zasebna podjetniška omrežja ali IP multimedijski podsistemi. 
Vmesniki med različnimi deli sistema so označeni z Uu, S1 in SGi, kot je prikazano na 







Slika 1.3: Arhitektura omrežja LTE [18] 
  
1. Uporabniška oprema  
Notranja struktura uporabniške opreme za LTE je identična tistim, ki uporabljajo UMTS 
in GSM. To je pravzaprav mobilna oprema (ang. Mobile Equipment – ME), ki je 
sestavljena iz naslednjih pomembnih modulov: 
• Mobilna zaključitev (ang. Mobile Termination – MT): Skrbi za vse komunikacijske 
funkcije. 
• Terminalna oprema (ang. Terminal Equipment – TE): Zaključi podatkovne tokove. 
• Pametna kartica  (ang. Universal Integrated Circuit Card – UICC): Znana je tudi kot SIM 
kartica za LTE opremo. Upravlja aplikacijo, imenovano univerzalni modul za 
identifikacijo naročnikov (ang. Universal Subscriber Identity Module – USIM). USIM 
shranjuje uporabniške specifične podatke zelo podobno kot 3G SIM kartico. Ohranja 
informacije o telefonskih številkah uporabnikov, o identiteti domačega omrežja in 
varnostnih ključih itd. [18] 
2. Dostopovno omrežje E-UTRAN 
E-UTRAN upravlja radijsko komunikacijo med mobilnimi napravami in EPC in ima samo 
eno komponento (evolucija bazne postaje – imenovana Evolucija prizemnega 
dostopovnega omrežja UMTS (ang. eNodeB) ali eNB. Vsaka eNB je bazna postaja, ki 
nadzoruje mobilne naprave v eno ali več celic. Bazna postaja, ki komunicira z mobilnimi 





LTE mobilne naprave komunicirajo s samo eno bazno postajo in eno celico hkrati. Dve 
glavni funkciji, ki ju eNB podpira, sta: 
• eNB sprejema in pošilja radijske signale na vseh mobilnih napravah, ki uporabljajo 
analogne in digitalne funkcije za obdelavo signalov iz LTE zračnega vmesnika. [18] 
• eNB nadzira nizkonivojsko delovanje vseh svojih mobilnih naprav tako, da jim pošilja 
signalizacijska sporočila, kot so ukazi primopredaje. [18] 
Vsako eBN se povezuje z EPC s pomočjo vmesnika S1 in je lahko povezano tudi z 
bližnjimi baznimi postajami preko X2 vmesnika, ki se uporabljajo predvsem za 
signalizacijo in paketno posredovanje pri primopredaji. [18] 
Domača eNB (ang. Home eNB – HeNB) je bazna postaja, ki je bila pridobljena s strani 
uporabnika, da zagotovi pokritost femto-celice v domu. Domačo eNB spada v zaprto 
naročniško skupino (ang. Closed Subscriber Group – CSG) in je dostopna le z mobilnimi 
napravami s SIM, ki ravno tako pripadajo zaprtim naročniškim skupinam. 
Kot je že bilo navedeno, je LTE dostopovno omrežje preprosto omrežje baznih postaj in 
evolucije NodeB (eNB); ni centraliziran inteligentni krmilnik in eNBs so običajno med 
seboj povezane z vmesnikom X2 in naprej proti jedrnemu omrežju preko S1 vmesnika. 
[18] 
3. EPC  
Ideja je učinkovito obravnavati koristno vsebino (podatki prometa) iz perspektive 
delovanja in stroškov. Ker je več omrežnih vozlišč vključenih v ravnanje s prometom, se 
izognemo protokolni pretvorbi. [18] 
Prav tako je bila sprejeta odločitev, da se ločijo uporabniški podatki (znani kot 
uporabniške ravnine ali promet) in signalizacija (znana kot kontrolne ravnine ali signali) 
tako, da delujejo neodvisno in v različnih nivojih. Na podlagi te funkcionalne razdelitve 







2. Prednosti in slabosti LTE za PPDR 
 
2.1 Prednosti  
Po mnenju največjih svetovnih mobilnih operaterjev je evolucija na daljši rok (ang. Long 
Term Evolution – LTE) standard za mobilne brezžične tehnologije, ki bo zadovoljil 
naraščajočo potrebo po širokopasovnih storitvah za lažjo organizacijo in ukrepanje ob 
različnih nesrečah. [2] 
Njegova glavna prednost je hitrost (5-12 Mbps v downlik), ki omogoča izmenjavo 
podatkov o incidentih kot še nikoli prej – v realnem času, varno in v skladu s potrebami, 
značilnimi za 21. stoletje. Tehnologija Tretje generacije (ang. 3rd Generation – 3G), ki je 
na drugi strani razširjena v večino današnjih komercialnih omrežij, nam tega ne 
omogoča. [2] 
LTE obsega razvojno pot do celotnih IP ultra-hitrih konvergenčnih omrežij. To omogoča 
video prenos v realnem času od požarne scene do centra za nujne operacije, prenos 
videa visoke ločljivosti (od katerih so nekatere lahko prejeli preko naslednje generacije 
911 sistemov), distribucijo fotografij z visoko ločljivostjo, podrobne zemljevide za 
policijska vozila in še veliko več. [2] 
LTE omogoča povsem nove zmožnosti za mobilna širokopasovna omrežja in je bil 
razglašen s strani strokovnjakov za javno varnost in komunikacijskih strokovnjakov za 
tehnologijo izbire za mobilne širokopasovne komunikacije v prihodnosti. LTE je prav 
tako pooblaščena tehnologija s strani Zvezne komisije za komunikacije (ang. Federal 
Communications Commission – FCC) za uporabo v širokopasovni spekter javne varnosti. 
[2] 
Medsebojno obratovanje je bilo vedno problem, ker večina radijskih sistemov javnih 
agencij za varnost ustvarja lastne tehnologije, s čimer se zavrne povezljivost med 
sistemi. Kot standard LTE zagotavlja velik korak naprej in kot globalna mobilna 





ekosistem opreme, aplikacij in naprav, ki za zasebni sektor (komercialni) prinaša večji 
razvoj pri nižjih stroških opreme. [2] 
LTE je hitrejša, enostavnejša in bolj ekonomsko izvedljiva kot katera koli druga mobilna 
komunikacijska tehnologija. Z dodatnim razvojem te tehnologije bo LTE postalo še 
močnejše in bolj zanesljive kot 3G in nam bo zagotavljalo izredno zmogljivost za javno 
varnost tudi v javnih službah. [2] 
S pomočjo LTE, agencije za odzivanje v nujnih primerih, lahko uporabljajo nove 
aplikacije, ki jim pomagajo ohraniti javne in kritične infrastrukture varne. To pomeni 
uporabo videa z visoko ločljivostjo, digitalne slike, geografske informacijske sisteme 
(ang. GIS), dostop do spleta, avtomatski položaj vozil (ang. AVL) in še veliko več. Govor 
preko IP (ang. Voice over IP – VoIP) je tudi omogočen, vključno z medsebojno 
obratovalnostjo s kopenskim mobilni radiom (Land Mobile Radio – LMR), sistemom z 
uporabo ustreznih prehodov. LTE prinaša boljšo medsebojno obratovalnost, ki 
zagotavlja podlago za mednarodno medsebojno obratovalnost v prihodnosti. LTE 
zagotavlja več ugodnosti, povezane z zavedanjem o situacijah, sprejemanje odločitev, 
odzivni čas in varnost za reševalno osebje. [2] 
Kadar imamo možnost videti/ugotoviti, kaj se točno dogaja na mestu nesreče ali kaj se je 
zgodilo na območju pred nesreče, lažje ukrepamo, ker se zavedamo razmer na samem 
mestu nesreče. To vključuje tudi vire za video nadzor iz fiksnih kamer, video iz 
opremljene kamere iz vozila, reševalce, ki imajo tablice in čeladne kamere. Vse to 
omogoča ukaz odpremnih in drugih odzivnih centrov, da vidijo, kaj se dogaja v realnem 
času. V prihodnosti bo video na voljo vsem državljanom preko NG911 in se bo lahko 
hitreje ukrepalo, ker se bodo odzvali tisti, ki so najbliže mestu nesreče. [2] 
LTE infrastrukturo in naprave so že dostopne za številne aplikacije zaradi preprostosti 







2.1.1 Večja medsebojna obratovalnost  
Komercialno standardizirani LTE protokoli in vmesniki omogočajo, da se lahko več oseb 
iz javne varnosti med seboj pogovarja. LTE lahko postavi agencijo in posameznike na 
isto komunikacijsko platformo. LTE podpira ekosistem z odprtimi napravami. Celotna IP 
(ang. All – IP) narava v LTE pomaga z medsebojno obratovalnostjo, saj se vse več javnih 
varnostnih agencij premika na sisteme, ki temeljijo na IP. [2] 
Ta storitev omogoča javnim varnostnim omrežij in gospodarskim javnim službam: 
 premaknitev od namenskih ali lastniških in dragih tehnologij, 
 dovoljenje za gostovanje v komercialnih omrežjih, kadar je to potrebno, 
 nemoteno komunikacijo z drugimi reševalci; kadar se javne gospodarske službe 
pridružijo drugemu reševalnemu osebju na LTE omrežje za javne varnosti, je 
medsebojna komunikacija močno povečana, 
 kadar naslednja generacija 911 (NG911) postane realnost, bo narasla količina 
podatkov (besedilo, slike, video), prejetih od centrov za obveščanje (ang. Public 
Service Answering Points – PSAP) iz javnosti preko mobilnih naprav.  [2] 
 
2.1.2 Varnost 
LTE omogoča uporabo nekaterih od najbolj naprednih razpoložljivih varnostnih 
mehanizmov in je sestavljen iz dveh glavnih komponent – varnost vmesnika zraka in 
varnost omrežja. Varnostni zračni vmesnik je sestavljen iz vseh varnostnih funkcij in 
zmogljivosti, ki so namenjene, da bi zaščitile naprave, omrežne elemente sistema LTE in 
LTE promet pred napadi, ki izhajajo preko vmesnika zraka. [2] 
Omrežno varnost sestavljajo vse varnostne značilnosti in zmožnosti, ki ščitijo LTE 
omrežnih elementov in LTE promet pred varnostnimi napadi, ki nastanejo v žičnem 
prometnem omrežju, in zunanjih naprav, povezanim s sproščenim radijskim dostopom 
omrežja (evolved Radio Access Network – eRAN) in EPC omrežje. Varnost od konca do 





vključno z baznimi postajami. Medsebojna avtentikacija med omrežjem in napravami 
zagotavlja integriteto sistema. [2] 
Ta storitev omogoča javnim varnostnim omrežjem in gospodarskim javnim službam: 
 varno komunikacijo, 
 če je potrebno, se lahko izvajajo dodatne varnostne operacije, 
 zaradi medsebojne avtentikacije (ugotavljanje istovetnosti) naprave, ki 
omogočajo goljufije, ne bodo ogrozile delovanja, 
 zagotavlja podlago za varno in zanesljivo komunikacijo med napravami in 
podatkovnimi centri [2] 
 
2.1.3 Kakovost storitev in prednostnega razvrščanja  
Z IP arhitekturo se mora LTE omrežje zanesti na kontrolo kakovosti storitev (ang. 
Quality of Service – QoS), da bi tako služili različnim vrstam storitev in preprečili zastoje. 
V zvezi s tem so se QoS funkcije razširile po celotnem področju LTE omrežja, vključno z 
uporabniško opremo (ang. User Equipment – UE) in IP/večprotokolno komutacijo z 
zamenjavo label (ang. Multiprotocol Label Switching – MPLS) zalednih (backhaul) 
segmentov. Neprekinjenost QoS med gostovanjem je zagotovljena v skladu z lokalnimi 
pravili. Ravno tako LTE uvaja prednostne mehanizme, vključno s predpravico, da bi 
lahko razlikovali med višjimi in nižjimi prednostnimi sejami in UEs. [2] 
Te storitve omogočajo javnim varnostnim omrežjem in gospodarskim javnim službam: 
 inteligentno delitev zračnih virov in zmogljivosti omrežja, 
 prioritete prometa, na primer med incidenti, 







2.1.4 Večja zmogljivost  
Številni tehnološki napredki LTE prinašajo boljše celotno delovanje. Končni uporabniki 
bodo zagotovo opazili izboljšano izkušnjo in sama tehnologija bo bolj zanesljiva.  
Tehnologija z večkratnimi vhodi in večkratnimi izhodi (ang. Multiple Input and Multiple 
Output – MIMO) se uporablja z LTE. MIMO postavlja več anten (namesto ene) na enem 
stolpu. Z več antenami, ki delajo za isto komunikacijo, je zmogljivost znatno izboljšana. 
MIMO lahko zaposluje več anten na obeh koncih (oddajnik in sprejemnik). MIMO poveča 
prepustnost podatkov brez potrebe po dodatni pasovni širini ali povečani oddajni moči. 
[2] 
Sodostop preko ortogonalnih frekvenčnih pasov (ang. OFDMA) je druga tehnologija, ki 
se uporablja z LTE in omogoča boljšo spektralno učinkovitost. LTE je boljša od prejšnjih 
tehnologij ob čim večji uporabi razpoložljivega spektra. To je ključna lastnost, ker je 
omejena količina spektra, ki jo je možno uporabiti kjerkoli. Izboljšana spektralna 
učinkovitost LTE omogoča povečanje zmogljivosti pasovne širine podatkov, število 
uporabnikov in uporabniško izkušnjo znotraj sistema. [2] 
Ta storitev omogoča javnim varnostnim omrežjem in gospodarskim javnim službam 
izboljšano stanje ozaveščenosti. Dvosmerni govor, video z visoko ločljivostjo v realnem 
času in distribucija velikih datotek podatkov, povezana z upravljanjem z zbirkami 
podatkov o incidentov in skupaj z geografskim informacijskim sistemom (Geographic 
Information Systems – GIS), predvideva takojšnje, zanesljive komunikacije v času odziva 
incidenta. Z LTE, obsežne količine podatkov se lahko izmenjujejo na različnih mestih, 
takoj in na več načinov. Potrebno sodelovanje skupaj z uporabo teh orodij zagotavlja 
učinkovito izmenjavo informacij pri aktivnih delovnih operacijah (task force 
operations). [2] 
 
2.1.5 Poenostavljena  IP arhitektura 
LTE temelji na poenostavljena celotna IP (ang. All-IP) arhitektura. LTE omrežje 
potrebuje manj elementov, kar vpliva k nižjim stroškom delovanja omrežja (ang. OPEX) 





latentnosti. LTE je tudi izjemno prilagodljiva, kar omogoča enostavni sprejem večjega 
števila uporabnikov. All-IP arhitektura je tudi bolj fleksibilna, kar omogoča enostavno 
povezavo vozlišč, graditi mostove med vozlišči za povečano redundanco in spremembe 
logične poti med vozlišči, če je potrebno. [2] 
V današnjem komercialnem svetu fiksnih in mobilnih operaterjev zmanjšujejo 
kompleksnosti omrežja in stroškov s povečanjem skupne IP arhitekture za njihove 
fiksne in mobilne potrebe. Povedano drugače, danes komercialna mobilna omrežja se 
običajno zanašajo na nekatere od najbolj razporejenih fiksnih omrežij. Boljše 
izkoriščanje najboljših tehnologij in rešitve iz komercialnega sektorja, skupaj s 
posebnimi javnimi varnostnimi značilnostmi, kot so naprave za prvi odziv, bo v 
zamenjavo zagotovilo popolnoma enako učinkovitost, ampak v kombinaciji z znižanimi 
stroški, ob zmanjšani kompleksnosti in boljših storitvah za javni varnostni trg. [2] 
To storitev omogoča javnim varnostnim omrežij združena komunikacija in izboljšane 
operacije. Govor, video in podatke v enim IP omrežjem omogočajo zmanjšane 
kompleksnosti in nižje stroške z večjo učinkovitostjo. Učinkovitost se lahko močno 
poveča tudi, če imajo ljudje takojšen oddaljeni dostop do podatkovne baze. To je lahko v 
primeru dostopa do evidence vozil ali sumljivih datotek ali v primeru posredovanja 
poročil v elektronski obliki. Osebje za javne varnosti je bolj učinkovito, ko je manj 
administrativnega dela in kadar ne čakajo predolgo, da bi pridobili več informacij. 
Podobno LTE omogoča telemetrijo in oddaljeno diagnostiko, kar pomeni, da bi 
samodejno poslali več podatkov iz mobilnih naprav. Na ta način se lahko podatki 
analizirajo drugje, kar zagotavlja maksimalna razpoložljivost informacij v 
najučinkovitejšem možnem času. [2] 
Ta storitev omogoča gospodarskim javnim službam upravljanje porazdeljenih sredstev 
na terenu z enim omrežjem. LTE zagotavlja enotno omrežje, katero omogočajo 
merilniški zbiralci, podpostaje, oddaljene inteligentne naprave, osebje na terenu, 






2.1.6 Nižja zakasnitev 
S pomočjo LTE, uporabniki običajno doživijo enosmerno zakasnitev 10–15 ms, kar je 
zelo pomembno, ko gre za zahtevne aplikacije, kot so Pritisni za pogovor ali pretočni 
video (ang. Video streaming) ter za aplikacije, ki zahtevajo zelo hitro nastavitev dostopa, 
kar se pogosto dogaja z javnimi varnostnimi aplikacijami. Preveč zakasnitev zmanjša 
kvaliteto signala, ki bi lahko odvrnilo končnega uporabnika od nadaljnjega ukrepa. [2] 
Ta storitev omogoča javnim varnostnim omrežij nedosegljive video in digitalne slike. 
LTE daje nov pomen pregovoru "slika je vredna tisoč besed".  V času, ko se situacija 
odvija, je slika precej koristnejša kot sluh. LTE omogoča prenos HD videa v realnem 
času, kot tudi podrobne slike o kriminalnih scenah in scene nesreč, osumljence itd. Če se 
častnik ne odziva po radiu, lahko dispečer naroči avto za aktiviranje in/ali daljinsko 
upravljanje fotoaparata in samostojno prenašanje videa do dispečerju. [2] 
Ta storitev omogoča gospodarskim javnim službam uresničevanje prednosti 
"inteligentnega omrežja". Javne gospodarske službe iščejo možnosti za spodbudo 
inteligentnega in proaktivnega nadzora svojih infrastruktur, da bodo bolj racionalni v 
smislu, kako upravljati s svojimi viri. S pomočjo LTE, možnostjo dostopa do izredno 
zahtevnih aplikacij, bo odprl vrata za številne funkcije, ki niso možne z aktualnimi 
omrežji. Na primer, javne gospodarske službe se lahko odločijo za pripomoček, da bi 
uporabili drone, da bi preletel prenosne vode in da bo preveril napake, preden se 
pojavijo. Ta vrsta uporabe je možna, ker je LTE sposoben za podporo videa z visoko 
ločljivostjo v realnem času. Državna energija, okolje in druge sodobne smernice 
zahtevajo bolj učinkovito, čisto in zanesljivo električno omrežje. Pametne tehnologije 
omogočajo javnim gospodarskim službam, da obdržijo energijo in naj se uporablja čim 
bolj stroškovno učinkovito. [2] 
     
2.2  Slabosti LTE za PPDR 
Razpoložljivost spektra je lahko resna težava pri uvajanju zasebna LTE omrežja. Čeprav 





stroškov) za delovanje s strani zasebnih omrežij, te frekvence niso primerne in niso na 
voljo za široko območju pokritosti. Obstoječi spekter pod 3 GHz je že zajet s strani 
operaterja javnih omrežij ali rezerviran za vlado za posebne namene. "Digitalna 
dividenda" (spekter, ki je bolj dostopen zaradi večje spektralne učinkovitosti digitalnih 
komunikacij v primerjavi z analogno komunikacijo) se odobri za mobilne operaterje, 
čeprav bi lahko del spektra bil rezerviran za aplikacije PPDR skozi dolgotrajne 
regionalne in svetovne konference o uporabi radijskega spektra. [20] 
Pokritost LTE celice je omejena s številnimi dejavniki. Najprej, višje delovne frekvence 
bodo doživele večjo izgubo poti, ki povzroči zmanjšano pokritost. Hkrati pa bo 
podatkovna prepustnost bistveno nižja, ko se oddaljenost od bazne postaje poveča 
zaradi prilagoditvenih tehnik modulacije za odpravo napak pri prenosu podatkov, kadar 
je razmerje signala proti šumom slabo. To je možno nadomestiti do določene mere z 
višjo izhodno močjo in tehniko raznolikosti/MIMO. [20] 
Podpora kakovosti storitev je pogosto odsotna v javnih LTE omrežjih ali pa celo ni 
dovoljena zaradi spletne zakonodaje nevtralnosti. To naredi javna omrežja neprimerna 
za kritične komunikacije, ko se ogromne količine pogovornih klicev in podatkovne 
zmogljivosti uporabljajo s strani javnosti, ki jo je možno pričakovati natančno takrat, ko 
je najbolj potrebno – v času velikih incidentov ali dogodkov. Zasebno omrežje, ki temelji 
na standarde LTE premaga težavo QoS, čeprav kritične komunikacije zahtevajo tudi bolj 
sofisticirane mehanizme, kot so prednosti s predpravico, da bi lahko omogočili govor in 
video v nujnih primerih in bi na ta način dobili takojšnjo prednost pred drugimi razredi 
storitev. [20] 
Zaradi odsotnosti učinkovitih metod oddajanja več uporabnikom za vzpostavijo 
skupinske govorne in video klice, sedanja omrežja, ki temeljijo na standarde LTE ne 
ponujajo izboljšav, potrebnih za podporo scenarija, kjer mora stotine uporabnikov 
prejeti enak glasovni in video tok, ko so povezani z isto bazno postajo. Medtem ko 
TETRA podpira praktično neomejeno število sprejemnikov v skupinskem klicu, je v LTE 
potrebno skomunicirati vsakega posameznika s posameznim govornim ali video tokom, 





Vprašanje o izboljšavah teh pomanjkljivostih se bo obravnavalo v naslednjih standardih 
3GPP, čeprav bo očitno potrebno precej časa za izgrajeno podporo. Sedanje mehanizme, 
ponujene s strani multimedijskih storitev razpršenega oddajanja in oddajanja več 
prejemnikov (ang. Multimedia Broadcast and Multicast Service – MBMS), so preveč 
počasne, zapletene in neprilagodljive za vzpostavitev skupinskih klicev. [20] 
Podpora prožnosti je vsekakor omejitev v rešitvah, ki temeljijo na odprtih standardih 
LTE. Prožnost zahteva operacijo izoliranih baznih postaj, ki še niso opredeljene in 
navedene v standardih. [20] 
 
2.2.1 Stroški omrežja 
TETRA operaterji, ki prehajajo na LTE omrežje, imajo v osnovi štiri strategije 
alternativnega uvajanja. Na visoki ravni možnosti so: 
 Namenske (ang. Dedicated): zgraditi povsem novo lastno LTE omrežje, 
 Hibridni (ang. Hybrid): zgraditi lastno LTE omrežje na izbranih 
področjih/funkcije omrežja, zakup preostanka od operaterji mobilnega omrežja 
(ang. Mobile Network Operator – MNO), 
 Zakup (ang. Lease): v celoti zakup LTE omrežja iz MNO,  
 Multi Zakup (ang. Multi Lease): v celoti zakup LTE omrežja iz več MNOs. [19] 
Gradnja namenskih LTE omrežij ima očitno najvišje skupne stroške lastništva (ang. Total 
Cost of Ownership – TCO), saj gre za bistveno bolj napredni način uvajanja inštalacijske 
opreme – Capex. Hibridna omrežja, ki prav tako prihajajo s Capex elementa, imajo drugo 
najvišjo TCO. Zakup omrežja od MNO pomeni, da so edini stroškovni elementi stroški 
delovanja omrežja – OPEX in stroški za naprave. Nadalje lahko zakup postane še bolj 







Slika 2.1: Namenske LTE imajo najvišje skupne stroške lastništva [19] 
Namenska (1) in hibridna (2) omrežja zahtevajo dolgo časa za uvajanje. Prva je seveda 
počasnejša možnost, ker bo potrebno zgraditi celotno omrežje od samega začetka. Zakup 
omrežja iz enega ali več MNOs vključuje le čas za dokončanje sklenitev pogodbe in 
nabavo naprav. Tudi ta način ni vedno časovno kratek, čeprav lahko zaključimo, da bo 
zakup zagotovil najkrajši čas za popolnoma funkcionalno LTE. [19] 
 






3. Storitve za PPDR 
 
Ne glede na posebnost zadev odpornosti, razpoložljivosti in prednosti ter široko paleto 
različnih aplikacij, ki so v uporabi, se lahko narava povezljivosti podatkov za PPDR 
uporabnike povzame v 4 glavnih kategorijah: [10] 
 Govorne komunikacije (skupinski klic, ena-na-ena in preko zasebno avtomatsko 
naročniško centralo (ang.  Private Automatic Branch Exchange – PABX)); 
 Besedilni podatki ali osnovne informacije iz sistema za nadzorovanja in krmljenja 
tehnoloških procesov z računalnikom (Supervisory Control And Data Acquisition – 
SCADA) (na primer osebja za nadzor naprav, e-pošte, oddaljeni dostop do baze 
podatkov, naprave za daljinsko upravljanje); 
 Slike (npr. gradbeni načrti, avtomatsko prepoznavanje registrskih tablic 
(automatic number plate recognition – ANPR), zemljevidi, prstnih 
odtisov/prepoznavanje obrazov); 
 Video (obe shranjevanje-in-naprej in v realnem času). [10] 
Od zgoraj navedenih kategorij prenos videa (še posebej videa v realnem času) 
predstavlja največjo zahtevo mobilnim podatkovnim omrežjem. To je sicer podkrepljeno 
tudi v napovedjo podatkovnega prometa preko interneta, ki ravno tako poudarja, da so 
video podatki sestavina največjega dela skupnega prometa. Ta trend bo vse bolj značilen 
tudi v prihodnosti. 
Prenos videa je ena izmed najbolj intenzivnih podatkovnih aplikacij, predvidenih za 
prihodnja PPDR širokopasovna omrežja. 
Te aplikacije na splošno zahtevajo višje bitne hitrosti podatkovnih komunikacij, kot jih 
lahko zagotovijo ozkopasovne PPDR sistemov. Razpoložljivost prihodnjih naprednih 






Slika 3.1: Primer: Odlog sporočanja slike z visoko resolucijo (2 MB) [7] 
 
 
Slika 3.2: Primer: Video prenos na robu celice (navzgornjo povezavo-uplink) [7] 
 
Video preko TETRA                                             Video preko LTE 
10 kb/s (4 fps, 128x72)                                     512 kb/s (25 fps, 630x250) 
 
3.1  Komunikacija naprava do naprave  
Zmogljivost naprav za neposredno komunikacijo med njimi, v primeru, ko so izven 
omrežnega dosega oz. izven omrežne komunikacije, je bistvena za uporabnike PPDR. 
Danes je komunikacija naprave do naprave (ang. Device to device communication), 
pogosto imenovana tudi neposredni način obratovanja (ang. DMO – Direct Mode 
Operation) je pomembno sredstvo komuniciranja z govornimi in ozkopasovnimi podatki. 






 Ko ni v dosegu omrežja (npr. v zgradbah, tunelih itd.) ali kadar obstaja nevarnost, 
da izgubijo zemeljsko pokrivanje, kar je še posebej pomembno za policijske in 
gasilske organizacije.  
 Za razširitev pokritosti z omogočanjem komunikacije med ročno-prenosnim 
terminalom z nizkim napajanjem in terminalom, montiranim na vozilu z višjim 
napajanjem, ki pa je uspelo doseči zemeljsko infrastrukturo. 
 Kot dodatno zmogljivost (npr. v primeru, da je prizemno omrežje 
preobremenjeno). 
 Kot nadomestno možnost v primeru, ko prizemno omrežje pade 
 Za tuje enote, ki prehajajo mejo. [4] 
Na podlagi tega je pričakovati, da bo sprejetje radijskega vmesnika, ki temelji na LTE, še 
naprej podprlo primere za zgoraj navedeno rabo, ki niso samo za govorne komunikacije, 
ampak se razširijo tudi do multimedijskih storitev. Te spremembe so predvidene v 
sklopu 3GPP v 13. izdaji, vendar ne bo na voljo za komercialne cilje vsaj do leta 2018. [4] 
Poleg interesa iz PPDR skupnosti, novih aplikacij in storitev, ki temeljijo na bližini, 
predstavljajo velik preobrat tudi v komercialnem sveta tega področja. Glavna spodbuda 
je odkriti aplikacijo, ki deluje v napravah, ki se nahajajo blizu drug drugega, da bi 
izmenjevali podatke med seboj v sklopu te aplikacije. To omogoča razvoj povsem novih 
aplikacij (ali pa vsaj izboljšanje obstoječe aplikacije/storitve), kot so socialna odkritja, 
ujemanja, takojšnja oglaševanja s pritiskom na gumb, storitve prizorišča, geo-ograje, 
pridobivanje poverilnic, avtomatizacije, sprožene iz bližine, igre, ki vključujejo fizične 
svetovne elemente in še veliko več. Poleg tega zna biti neposredno povezovanje naprav 
(namesto preko omrežja) zelo koristno za operaterja in tudi za uporabnike. To je 
značilno predvsem v primerih, kadar je informacija zgolj lokalnega pomena oz. za 
aplikacije prometne varnost. V tem primeru se lahko lokalne komunikacije spremenijo v 
zmanjšane latence, višji pretoki povzročijo večji prihranek energije in pa tudi izboljšano 
učinkovitost pri izkoriščenosti virov. [4] 
Priložnost v tem vidi tudi t. i. partnerski projekt tretje generacije (ang. 3rd Generation 





komunikacije naprava do naprave ter spodbuditi široko paleto bolj naprednih aplikacij v 
bodoče, ki bodo temeljile na bližini. Če dodamo te vgrajene funkcije za komunikacije 
naprave do naprave na globalni standard (kot LTE) se lahko spremeni v pozitivno smer 
tudi izplačljivost obeh PPDR storitev in ne-PPDR storitev. Pravzaprav je komunikacija 
naprave do naprave eno glavnih področij, na katero je osredotočena LTE izdaja 12, 
znana v 3GPP terminologiji kot storitev, ki temelji na sosedstvo (ang. Proximity-based 
Services – ProSe). ProSe funkcije so namenjene za: [4] 
(i) omogočanje odkritja mobilnih naprav v fizični bližini drug drugega (tj. ProSe 
Discovery) in  
(ii) omogočanje optimizirane komunikacije med njimi, vključno z uporabo 
neposredne komunikacijske poti med UEs (ang. ProSe Communication). Izraz 
"LTE Direct" se pogosto uporablja tudi v industriji, kadar se nanaša na te 3GPP 
ProSe funkcije. [4] 
Do neke mere se lahko večina omenjenih koristi, ki jih je treba zagotoviti s pomočjo 
ProSe, doseže tudi z uporabo drugih prevladujočih tehnologij, ki so usmerjene k napravi 
z naprav, kot so Wi-Fi Direct in Bluetooth (nizko energijo), ki jih dopolnjuje t. i. prodorna 
preko vrha (ang. Over the Top – OTT) rešitev za sledenje lokaciji naprave (npr. GPS 
lokaciji). Nekateri od glavnih razlogov, ki utemeljujejo prednost razvoja ProSe pred 
ostalimi alternativnimi tehnologijami: [4] 
 ProSe je zasnovan kot "kontrolirano omrežje" komunikacije naprave do naprave 
in tako je v celoti vključen v preostale LTE zmogljivosti. 
 ProSe dopolnjuje LTE omrežno infrastrukturo. Omrežje LTE je namenjeno za 
pomoč in nadzor ProSe UEs za različne funkcije, kot so odkritje naprave, 
dodelitve radijskih virov, sinhronizacijo in varnost. 
 ProSe je namenjen za zagotavljanje izjemno močno učinkovite, občutljivo 
zasebne, spektralno učinkovite platformo za prilagodljivo bližnje odkritje. To 
omogoča, da je odkritje "vedno vklopljeno" (ang. Always On) in avtonomno, z 






 ProSe temelji na uporabo LTE/licenciranega spektra. Licencirani spekter 
prepreči vse motnje in omogoča zelo visoko zanesljivost. Uporaba nadzorovanega 
licenciranega spektra je ključnega pomena za zagotavljanje QoS garancije, čeprav 
delovanje v nelicenčnih pasovih ni izključeno (npr. ProSe s pomožnimi WLAN 
Direct Communications). [4] 
Podrobnosti o tem, kako deluje standardizacija za ProSe, se obravnavajo v 3GPP. Na 
podlagi 3GPP osnove te tehnologije so povzeti vključno z zahtevami in z njimi 
povezanimi funkcijami za ProSe Discovery in ProSe komunikacije. Ravno tako 3GPP 
natančneje opisuje glavne ProSe funkcije v smislu, kako bi bile obravnavane PPDR 
potrebe. [4] 
 
3.2 Multimedijska prednostna storitev  
Odziv v izrednih razmerah (na primer poplave, orkani, potresi, teroristični napadi) je 
odvisen od zmogljivosti komunikacijskih javnih omrežij. V večina primerov reševalci 
uporabljajo zasebne radijske sisteme kot pomoč pri logistiki o zagotavljanju potrebnih 
storitev. Vendar pa se morajo nekateri uradniki, ki upravljajo v nujnih primerih, zanesti 
na javne omrežne storitve. To se predvsem dogaja v primeru, ko se poslabša 
komunikacijska sposobnost  servisnega omrežja zaradi zastojev ali izpadov delne 
omrežne infrastrukture, morda zaradi neposrednih ali posrednih posledic v izrednih 
razmerah. 
Multimedijska prednostna storitev (ang. Multimedia Priority Service – MPS), ki ima 
podporo s strani 3GPP sistemskega nabora storitev in funkcij, je element, ki ustvarja 
možnost za dostavo klicev ali celotnih visokih prednostnih sej iz mobilnih v mobilna 
omrežja, mobilna v fiksna omrežja in fiksna v mobilna omrežja. 
Zahteve za Multimedijsko prednostno storitev so bile določene v TS 22.153 za 3GPP 
Release-9. 
Namen MPS je omogočiti nacionalno varnost/pripravljenost v nevarnosti (ang. National 





naredili prednostne klice z uporabo javnega omrežja v pogojih na prezasedenosti 
omrežja. Uporabniki storitve so državno pooblaščeno osebje, uradniki za upravljanje v 
nujnih primerih in/ali drugi pooblaščeni uporabniki. Učinkovit odziv in upravljanje 
nesreč so zaradi tega v veliki meri odvisni od sposobnosti komuniciranja teh 
uporabnikov storitev v izrednih razmerah na prezasedenosti omrežja. Od uporabnikov 
se zato pričakuje, naj obravnavajo primere prednostno, s podporo od kritične 
multimedijske komunikacije. 
LTE/EPC (Evolved Packet Core ) izdaja 9 podpira govorne klice, ki izvirajo iz uporabnika 
storitve in govorne klice in končujejo z uporabnikom storitev s prednostjo. Ta klic 
temelji na IP Multimedijskem Podsistemu (ang. IP Multimedia Subsystem – IMS). Vendar 
mehanizmi za ustvarjanje klica s prednostjo ne obstajajo za dostavo klica, ki izvira iz 
uporabnika storitev in so namenjeni za redne uporabnike. MPS izboljšave iz izdaje 10 (in 
vse nadaljnje izdaje)  so potrebne za podporo prednostne obravnave za prenehanje 
klicev in za podporo paketnega prenosa podatkov in multimedijskih storitev.  
Multimedijska prednostna storitev preko brezžičnih omrežij bo zagotovila 
širokopasovne IP-multimedijske storitve (ki temeljijo oz. ne temeljijo na IMS), ki 
podpirajo zvok, video in podatkovne storitve.  MPS bo zahtevala tudi prednostno 
obravnavo od konca do konca v primeru roaminga, če gostujoče omrežje to podpira ter 
če je uporabnik roaminga pooblaščen za prejemanje prednostnih storitev. 
MPS zahteva je bila že dosežena v t. i. tokokrogovno komutirano omrežje (ang. Circuit 
Switched – CS) tretje generacije (ang. 3G). Če torej omrežje podpira CS umik (ang. 
Fallback), je treba zagotoviti vsaj enako zmogljivost kot 3G tokokrogovna komutirana 
omrežja, da se ne bo poslabšala raven govorne storitve. V CS umiku uporabniška oprema 
(ang. User Equipment – UE) sproži postopke umika preko LTE, ko se UE odloči uporabiti 
govorne storitve CS omrežja za mobilne izvorne in mobilne zaključne klice. Za doseganje 
prednosti pri obravnavanju CS umik je pomembno, da se sloja brez dostopa (ang. 
Non Access Stratum – NAS) in sloja z dostopom (ang. Access Stratum – AS) signalizacijske 






3.2.1 Izboljšana Multimedijska prednostna storitev 
Izboljšana Multimedijska prednostna storitev (ang. Enhanced Multimedia Priority Service 
– eMPS) omogoča pooblaščenim uporabnikom storitve, da pridobijo prednostni dostop 
do radijskih in jedrnih omrežnih virov v primeru, ko je omrežje preobremenjeno. To 
ustvarja sposobnost za dostavo in zaključek zahteve uporabnikov storitev z večjo 
verjetnostjo uspeha. Pooblaščeni uporabniki storitve prejemajo nivo prednosti s strani 
nekaterih pooblaščenih agencij, kot je na primer lokalna vlada. Vlada ima ponavadi 
dogovor z operaterjem mobilnega omrežja, ki pa podpira storitev eMPS. [3] 
eMPS lahko razumemo kot evolucijo Brezžične prednostne storitve (ang. Wireless 
Priority Service – WPS), saj določa mehanizme za prednostni dostop za paketno 
komutirane storitve in IP Multimedijskih podsistemskih storitev (ang. IP Multimedia 
Subsystem – IMS), medtem ko se WPS ukvarja le s tokokrogovnimi komutiranimi 
govornimi/podatkovnimi storitvami. [3] 
Medtem ko WPS omogoča vrsto priklicev samo na zahtevo, eMPS omogoča tudi t. i.  
vedno vklopljeno (ang. Always-on) vrsto naročnine. Slika spodaj prikazuje splošno 
strukturo in njene povezane parametre in vmesnike.  
Podatki o naročnini s strežnika za domače naročnike (ang. Home Subscriber Server – 
HSS) vsebujejo IMS parameter prednostne ravni in s tem povezano stopnjo prednosti. Ta 
podatek se prenese na posredovalno funkcijo krmljenja klicne seje (ang. Proxy Call 
Session Control Function – P-CSCF) s strani strežne funkcije krmljenja klicne seje (Serving 
Call Session Control Function – S-CSCF) med IMS registracijo in omogoča posredovalni 
CSCF (ang. P-CSCF), naj ustrezno nastavi IMS prednostne seje uporabnikom 
storitev. Tipičen scenarij uporabe je: eMPS naročnik zavrti ciljne klicne številke s 
prefiksno številko (npr. * 272) na sprednji strani. Na podlagi lokalne konfiguracije v 
strežniku Mobilnega Preklopnega Centra (ang. Mobile Switching Centre – MSC) ali P-CSCF 






IMS aplikacijski strežnik lahko tudi prikliče IMS prednostne naloge. To je uporabno za 
detekcijo prednostne storitve, ki temelji na aplikacijskem strežniku (npr. klici na 
določeno številko 800). Drugi parameter stopnje naročnine je MPS-CS, ki kaže, ali lahko 
uporabniška oprema (User Equipment-UE) začne "visoko prednostni dostop", ko se 
sklicuje na CS-Fallback (CSFB) storitev, medtem ko je indikacija MPS-EPS za naravni 
razviti paketni sistemski storitev (ang. Evolved Packet System – EPS). Entiteta 
upravljanja mobilnosti (ang. Mobility Management Entity – MME) lahko uporablja te 




Slika 3.3: Način delovanje EPS prednostjo [24] 
Podatke, povezane z naročnino eMPS, je možno razvrstiti na naslednji način [3]: 
 EPS prednost: če je nastavljena na “Yes”, pomeni, da je EPS nosilcu (ang. EPS 
Bearer) dodeljena večja prednost. Če je ta parameter vedno nastavljen na ‘Yes’, 
potem to ustreza z “always on” nastavitvijo, kar pomeni, da je  EPS prinosniku 
dodeljena večja prednost v času začetne priložitve. Če je temu parametru 
dovoljeno biti spremenjen, potem je to tip obnašanja na zahtevo, kar pomeni, da 





aplikacije ali osrednje agencije na daljavo s strani uporabnika storitve zahteva 
prednostno nadgradnjo. [3] 
 IMS signalna prednost: pomeni, da imajo IMS signalni nosilec (ang. IMS Signaling 
Bearer) in privzeti nosilec (ang. Default Bearer) višjo prioriteto v času registracije 
IMS. [3] 
 Stopnja prednost: ta parameter uporablja funkcijo odločanja o politiki in pravilih 
zaračunavanja (ang. Policy and Charging Rules Function – PCRF) za določanje 
pripadajoče vrednosti Prioriteta aplikacije in zasedanja (ang. Allocation and 
Retention Priority – ARP), ki se uporablja na ravni EPS. [3] 
Parameter ARP določa, kako se bodo zahtevani EPS viri (na radijskih in jedrnih 
stopnjah) obravnavali po sistemu. Vsak EPS nosilec je povezan z nastavitvijo ARP, ki 
označuje, ali so sredstva lahko vzeta iz nižjih prednostnih nosilcev ali se odvzamejo s 
strani drugih višjih prednostnih zahtev, ko pride do pomanjkanja virov v omrežje. [3] 
 
3.3 Skupinske komunikacije  
Da bi omogočili skupne komunikacijske storitve, so 3GPP uvedli koncept aplikacijskega 
strežnika skupne komunikacijske storitve (ang. Group Communication Service 
application server – GCS AS) v izdaji 12. Ta koncept zagotavlja sredstva za ena proti ena 
(ang. one to one) in ena proti več (ang. one to many) komunikacijskih storitev. Slika  
prikazuje, kako je GCS AS povezana z ostalimi sistemi; po 3GPP izdaja 12 GCS 
arhitekture. Čeprav ni izrecno prikazano, arhitektura omogoča, da se naprava poveže z 






Slika 3.4: Arhitektura skupne komunikacije [21] 
Javne varnostne naprave uporabljajo GC1 referenčno točko za začetek, spremembo ali 
prekinitev skupne komunikacijske seje. GC1 Referenčna točka bo standardizirana kot del 
3GPP izdaje 13. GCS AS je subjekt, ki odloči o uporabi oziroma oddajanju enemu 
prejemniku (ang. unicast) ali oddajanju več prejemnikom (ang. broadcast) ter o 
pošiljanju prometa (govor, video ali podatke) do javnih varnostnih naprav. [21] 
Pri oddajanju enemu prejemniku GCS AS uporablja podatke iz kontrolne aplikacijske 
signalizacije (referenčno točko GC1), da bi izpeljali ustrezno stopnjo prioritete, kar 
nadalje komunicira s funkcijo politike in pravili zaračunavanja (ang. Policy and Charging 
Rule Function – PCRF) preko referenčne točke Rx skupaj z drugimi ustreznimi podatki 
(npr. IP naslove, številke porte, kodeki). PCRF uporablja te informacije za ustvarjanje 
razvitih paketnih sistemov (ang. Evolved Packet System – EPS) nosilca z želenimi 
prednostnimi vrednostmi, kot so posebne vrednosti identifikatorja razreda QoS (ang. 
QoS Class Identifier – QCI), ki so iz javne varnosti, ARP, zmogljivostjo predpravice in 
ranljivostjo predpravice. [21] 
Pri oddajanju več prejemnikom GCS AS uporablja evolucijsko multimedijsko storitev 
razpršenega oddajanja in oddajanja več prejemnikom (ang. Evolved Multimedia 





naprav. Za vzpostavitev eMBMS nosilca na določenem geografskem območju GCS AS 
uporablja referenčno točko MB2. eMBMS nosilec je možno vnaprej določiti, na primer za 
masovne dogodke in festivale. Lahko je tudi dinamično določen na primer, ko število 
uporabnikov v območju preseže določeno mejo. [21] 
Naprava za javno varnost je odgovorna za kontinuitetno storitev obeh načinov, 
oddajanja enemu prejemniku in oddajanje več prejemnikov. Z drugimi besedami, ko 
naprava GCS AS zazna, da se lahko povezave navzdol (ang. downlink) medijev dostavijo 
tudi preko MBMS, lahko zaprosi GCS AS, naj ustavi pošiljanje prometa z oddajanjem 
enemu prejemniku nosilca. V primeru, kadar naprava zazna, da pokritost eMBMS postaja 
prešibka, pošlje zahtevo do GCS AS za dostavo z oddajanjem enemu prejemniku (pri 
povezave navzdol) namesto dostavo z eMBMS. [21] 
 
3.4 Skupinske komunikacije in Pritisni za govor komunikacijo  
Skupinske komunikacije skupaj s komunikacijo Pritisni za govor (ang. Push To Talk – 
PTT) predstavljajo centralne zmogljivosti v kritičnih govornih storitvah. Te sposobnosti 
so dobro podprte v t. i. tehnologiji Profesionalni mobilni radio (ang. Professional Mobile 
Radio – PMR), vendar do sedaj niso dobile veliko pozornosti v komercialnem področju. 
Dolgo časa je obstajalo mnenje, da bo glavni poudarek za sprejemanje LTE za javno 
zaščito in pomoč pri nesrečah (nadalje PPDR) zagotavljanje aplikacije s širokopasovnimi 
podatki. Vendar je razvoj tehnologije govora preko LTE (ang. Voice over LTE – VoLTE) 
skupaj z uvedbo teh kritičnih govornih funkcij v LTE odprl pot za srednji in dolgoročni 
migracijski scenarij, s katerim bosta obe kritični govorni in podatkovni storitvi istočasno 
podpreti preko skupnih komunikacijskih platform. [4] 
Obstaja sicer velik globalni interes za LTE kot govorno rešitev za PPDR skupnosti. 
Nekatera pomembna PPDR združenja so javno izrazila svojo podporo v zvezi s  kritičnim 
govorom preko LTE omrežja. Tudi v političnih izjavah, ki jih je združenje za javno 
varnost  (ang. Association of Public Safety Communications Officials – APCO) objavljajo, da 





navedeno, da:  »Napredni 4G sistemi mobilnih storitev bodo zagotovili celovito in varno 
mobilno širokopasovno omrežno rešitev, ki temelji na IP za brezžični podatki, videa in 
govorne komunikacije za storitev v nujnih primerih po vsem svetu.« Tudi kritična 
komunikacijska širokopasovna skupina (ang. Critical Communications Broadband Group 
– CCBG) iz združenja kritične komunikacije in TETRA (ang. TETRA and Critical 
Communications Association – TCCA) je priznala, da so komunikacije v skupini in PTT 
komunikacije kritične komunikacijske aplikacije za govorne storitve preko LTE v 
prihodnosti. [4] 
Globalni interes in poudarek govora preko LTE za kritične komunikacije se je odrazil s 
standardiziranjem kot globalno rešitvijo v sklopu 3GPP v 13. izdaji, vendar ne bo na 
voljo za komercialne cilje vsaj do leta 2018. Na drugi strani pa že obstajajo številne 
pobude in posamezni 'izdelki' na trgu, ki zagotavljajo skupno komunikacijo in PTT 
zmogljivosti preko komercialnih omrežij z IP povezljivostjo (LTE, 3G). Te PTT preko LTE 
rešitve, ki so že na voljo ali v fazi razvoja, se lahko uporabljajo tudi pri dostavi, v hotelih, 
javnih službah, na različnih konvencijah, v skladiščih itd. Vendar trg postaja vse bolj 
razdrobljen in trenutne rešitve ne zagotavljajo osnovnih funkcij, ki jih zahtevajo PPDR 
odzivna osebja kot neposredni način obratovanja (ang. Direct Mode Operation – DMO). 
Pravzaprav je bil dokument o ugotovitvi teh zahtev za PTT preko LTE za PPDR 
uporabnike uradno dostavljen s strani Nacionalnega sveta za javne varnostne 
telekomunikacije (ang. National Public Safety Telecommunications Council – NPSTC) v 
juliju 2013 za obravnavo s strani Organa prvega odzivnika omrežja (ang. First Responder 
Network Authority – FirstNet). To je na nek način začetek misije za razporeditev prvega 
vsesplošnega širokopasovnega omrežja  za javne varnosti (ang. Nationwide Public Safety 
Broadband Network – NPSBN) v Združenih državah Amerike in tudi s strani 3GPP v 






3.4.1  Obstoječe iniciative in rešitve za PTT preko LTE 
Danes so komercialne PTT storitve že na voljo in ponudba teh storitev bo najverjetneje 
rasla še naprej v prihodnosti. Na podlagi trenutne ponudbe teh storitev jih lahko 
razdelimo v tri kategorije: 
1. Komercialni gonilnik ponuja storitev kot jedrno/osnovno funkcijo v svojem 
omrežju. 
2. Podjetje ponuja programsko opremo ali aplikacijo za pametne telefone, ki 
zagotavljajo PTT na nekdanjih omrežjih ali omrežjih, ki jih ne ponujajo kot 
osnovno storitev. 
3. Rešitve prodajalca za namensko uvajanje in uporabo posebne baze 
uporabnikov. [4] 
Glede prvega pristopa je potrebno poudariti, da so PTT storitve na voljo že nekaj časa na 
ameriškem trgu, in sicer z Nextel komunikacijo (ang. Nextel Communications) in njegove 
storitve neposrednih zvez (ang. Direct Connect) še iz leta 1993. Danes več vodilnih 
komercialnih nosilcev ponuja govorne PTT storitve, imenovane tudi Pritisni za pogovor 
preko mobilnega omrežja (ang. Push to Talk over Cellular – PoC). Dejansko so PTT 
storitve iz komunikacijske družbe dostavljene prav tako preko njihovih LTE omrežij. 
Vendar pa vsako omrežje uporablja drugačno PTT tehnologijo, ki ni združljiva. [4] 
V drugem pristopu pripadajo številne aplikacije za pametne telefone, ki 
uporabljajo/posnemajo PTT na napravi s pomočjo uporabe LTE omrežja. Več podjetij je 
že razvilo programske rešitve s takšno funkcionalnostjo. Dva primera sta WAVE in Voxer 
Walkie-Talkie PTT aplikaciji, ki ponujata PTT naročniško storitev za mobilno 






Slika 3.5: Nekaj primerov PTT aplikacije 
V zadnjem (tretjem) pristopu proizvajalci v PMR industrijski domeni že razvijajo 
tehnologijo s PTT preko LTE skupaj s PTT mostovi za medsebojno delovanje s starimi 
PMR omrežji. Pravzaprav podjetja, kot so Alcatel-Lucent, Cassidian, Harris, Motorola, 
Thales in drugi, že predstavljajo PTT preko LTE in navzkrižno omrežje LTE od leta 2012 
(npr. BeOn iz Harris, širokopasovne storitve PTT iz Motorola itd.). Vendar vsak 
prodajalec uporablja drugačno tehnologijo za svojo PTT rešitev. Te rešitve niso 
združljive med seboj, tako da dokler se skupni vmesnik ne odloči, ostaja uporaba PTT 
preko LTE lastništvo vsakega prodajalca posebej. [4] 
 
3.4.2  Pritisni za govor za kritične komunikacije 
Pritisni za govor za kritične komunikacije (ang. Mission Critical Push to Talk – MCPTT) 
omogoča eno do druge in ena do več govornih komunikacijskih storitev. V ozadju tega 
leži zelo preprosta rešitev. Uporabniki izberejo posameznika ali skupino, s komer se 
želijo pogovarjati in nato pritisnejo gumb za pogovor, da bi začeli pogovor. Seja je 





duplex). To pomeni, da dokler ena oseba govori, druga lahko le posluša. Začetek govora 
se zahteva s pritiskom na gumb za pogovor in se odobri na podlagi klicnih prednostnih 
nalog, kot so na primer dispečer, ki ima višjo prioriteto kot drugi uporabniki. [21] 
Pritisni za govor storitev za skupinske komunikacije temelji na večkratnem oddajanju 
enemu uporabniku in razpršenemu oddajanju. Vsaka naprava za pošiljanje pošlje 
paketni podatkovni promet na namenski MCPTT aplikacijski strežnik in strežnik nato 
pošlje kopije prometa vsem prejemnikom (glej sliko). Organizacija za standardizacijo 
(ang. 3GPP – 3rd Generation Partnership Project) je v postopku standardizacije MCPTT v 
13. izdaji. V tem se za aplikacijski strežnik MCPTT domneva, da je del strežnika 
aplikacije skupinske komunikacijske storitve (ang. Group Communication Service – GCS). 
Upoštevamo, da je GCS generična funkcija za govor, video in podatke, ampak kot že samo 
ime pove, je MCPTT v bistvu le govorna komunikacijska storitev. [21] 
 
Slika 3.6: Arhitektura Kritična misija pritisni za pogovor [21] 
 
3.4.3 Pritisni za pogovor preko mobilnega omrežja  
Hiter razvoj tretje in nato še četrte generacije (LTE) brezžične tehnologije skupaj s 
skokovitim naraščanjem števila pametnih naprav in aplikacij je ponudil priložnost 
nekaterim podjetjem, da ugotovijo večjo možnost za razvoj PTT preko t. i. Pritisni za 





deluje kot aplikacija in ne kot še en dodatek komercialnim omrežjem, ki deluje samo 
znotraj tega omrežja. Z razvojem te aplikacije in njihovo infrastrukturo, ki gre skupaj z 
njo, POC prodajalci lahko zagotavljajo rešitve, ki se lahko prilagodijo na skoraj katerikoli 
napravi in bodo delovale v različnih poslovnih omrežjih in omrežjih Wi-Fi. 
V resnici uporaba POC aplikacije deluje preko obeh Wi-Fi in komercialnih omrežij, saj 
velikoomrežni operaterji ponujajo govor in dostop do podatkov na njihovih omrežjih 
preko Wi-Fi, da bi se na ta način omrežja razbremenila. To ponuja veliko prednost, ker 
razen v zaprtih prostorih, kjer primanjkuje pokritost, obstaja veliko lokacij z Wi-Fi 
znotraj vsake stavbe. Glede na to da aplikacija POC lahko uporabi katerokoli pot za 
zagotavljanje PTT, sistem deluje v omrežjih in preko Wi-Fi za najboljšo pokritost. 
Eden od glavnih ciljev na trgu zahteva integracijo POC z obstoječimi kopenskimi 
mobilnimi radijskimi PTT sistemi. S pomočjo te integracije lahko administrativci in 
osebje, ki upravlja sistem, nosi s seboj en sam pametni telefon in s tem že imajo dostop 
do brezžičnih funkcij in lahko komunicirajo preko komercialnih omrežij in na svoj 
zasebni sistem LMR. Napovedi kažejo, da se bo sčasoma veliko podjetij z LMR sistemi 
premaknilo le na POC in bodo zapustila svoje LMR sisteme v celoti.  
Že obstaja veliko uspešnih podjetij, ki so uporabila to strategijo in sklenila veliko pogodb 
o sodelovanju v naslednjih letih. Eno izmed najbolj uspešnih podjetij je SLA Corporation 
s svojo ponudbo za ESChat izdelkov. 
 
3.5 Uvedba LTE omrežja kot prva izbira za PPDR 
Vizija na kratek rok (5 let od danes) ni zelo ambiciozna in upošteva izključno uporabo 
storitev LTE za namestitev širokopasovnih storitev. Srednjeročna vizija je odvisna od 
vzpostavitev standarda LTE za kritično govorno komunikacijo preko LTE. Zaradi tega bo 
na srednji rok ali čez 10 let obstoječi sistem TETRA blizu konca svoje življenjske dobe. V 
zameno pa najverjetneje ne bo prišla nova prenovljena verzija TETRA, ampak  bo 
njihovo delovanje temeljilo na sprejetju novih rešitev LTE, ki bodo temeljile na 





govorimo o bodočih scenarijih na dolgi rok 15–20 let, je predpostavka, da bo poslanstvo 
LTE kritične zmogljivosti zrela tehnologija in bo presegla strog nadzor nad dnevno 
uporabo končnega uporabnika za vse možne scenarije in najbolj oddaljene regije. 
Dejstvo je, da se bo celoten postopek zamenjave teh tehnologij odvijal počasi, a vendarle 
zanesljivo in bo na koncu pripeljal k temu, da bo LTE tehnologija prevzela glavno vlogo 
pri PPDR. [3] 
1. Pričakovani razvoj na kratek rok: 
 popoln posvetovalni postopek o prihodnosti širokopasovnih sistemov za prve 
odzivnike, 
 dokončanje dodelitev frekvence in pasovne širine ob predpostavki, da 
obstoječe 400 MHz ne zadoščajo, 
 zagotovitev nemotenega prehoda in sočasnega obstoja obstoječih omrežij 
TETRA, 
 zaradi odločbe, da je LTE sistem izbire za zagotavljanje priporočil o omrežnih 
načrtih in nadgradnjo, bo potreben tudi razvoj LTE-Advanced v prihodnosti, 
 zagotovitev priporočil za ročne naprave, ki zagotavljajo varno poslovanje vseh 
potrebnih funkcij, 
 namestitev prvih pilotnih sistemov in delovanje integriranih govornih in 
podatkovnih storitev, 
 integracija pilotnih sistemov z obstoječimi TETRA in javnim omrežjem WiFi, 
priporočila za soobstoj in uporabo omrežnih virov. [3] 
 
2. Pričakovan razvoj na srednji rok: 
 izbira različnih ponudnikov storitev, 
 široko nacionalno uvajanje izbranega širokopasovnega omrežja za prve 
odzivnike,  
 integracija z obstoječim omrežjem TETRA, javnim omrežjem LAN, 
zagotavljanje varne in zanesljive komunikacije, 





 definicija in razvoj novih storitev in aplikacij, omogočen z novim 
širokopasovnim omrežjem, 
 analiza vse večjih zahtev o pretoku in odločitev o prehodu na LTE-A omrežja, 
 priporočila o novih storitvah in aplikacijah, omogočena s strani omrežja LTE-
A,  
 prvi pilot omrežja LTE-A. [3] 
  
3. Pričakovani razvoj na dolgi rok: 
 ocenjevanje 5G sistemov za aplikacije za prve odzivnike, 
 opredelitev novih storitev in aplikacij, omogočena s strani omrežja 5G,  
 načrti za nemoten prehod in soobstoj omrežja LTE/LTE-A z omrežjem 5G, 
 prvi pilotni poskusi in omrežje 5G, 















4. Fleksibilna harmonizacija radijskih frekvenc za 
širokopasovni PPDR 
 
Skupnost za javno zaščito in pomoč pri nesrečah (ang. PPDR)  in Evropska konferenca 
poštnih in telekomunikacijskih uprav (ang. Conference of European Postal and 
Telecommunications – CEPT) so delali že več let, da bi napredovali z migracijo k 
širokopasovni radijski zmogljivosti za storitve za javno zaščito in pomoč pri nesrečah 
(ang. Broadband Public Protection and Disaster Relief – BB-PPDR). Kakor se bliža konec 
njihove kampanje o pokritosti s širokopasovnimi aplikacijami za velike dogodke 
(predvsem prizorišče ob velikih nesrečah), se tudi uresničuje njihov glavni cilj. [8] 
Skupnost uporabnikov za javno zaščito in pomoč pri nesrečah je povedala, da želi  biti 
BB-PPDR s tehničnega stališča del globalnega LTE ekosistema. To bo prineslo številne 
prednosti, vključno z večjo izbiro terminalov in potencialno nižjimi cenami opreme. Prav 
tako bi lahko imeli koristi gostovanja (ang. Roaming) v komercialnih omrežjih, pri čemer 
lahko končni uporabnik radijske terminalske opreme dobi mobilno komunikacijsko 
storitev v okviru pokritosti drugega radijskega komunikacijskega omrežja (v 
nadaljevanju obiskano omrežje). [8] 
Delovanje na razvoj LTE tehnologije za podporo specifičnih funkcionalnosti BB-PPDR-a 
se je že začelo v mednarodnih organizacijah za standardizacijo. Podpora je prišla iz 
mobilne industrije, medtem ko so bile vključeni tudi zainteresirani za javno zaščito in 
pomoč pri nesrečah. Vendar pa se pričakuje, da bo trajalo nekaj let, preden so ključne 
lastnosti in zmogljivosti, ki jih je opredelila skupnost za javno zaščito in pomoč pri 
nesrečah v celoti določene, izvedene, preizkušene in vključene v LTE rešitvah. [8] 
Evropske države se vse pogosteje soočajo s potrebo dajanja in sprejemanja javne zaščite 
in pomoči pri nesrečah na področjih, kjer je vse več mednarodnega kriminala in trgovine 





Različne nacionalne izbire znotraj CEPT-a bodo zahtevale v okviru izvedljivega 
uravnavanega območja uporabniško opremo z večkratnim pasom BB-PPDR. Takšna 
oprema se lahko uporablja v namenskih, komercialnih ali hibridnih LTE omrežjih. [8] 
Zahtevana stopnja medsebojne obratovalnosti se bo uresničila na več slojev  s pomočjo  
razpoložljive uporabniške opreme z večkratnega PPDR pasu, s sprejetjem skupnih 
tehničnih standardov (tj. LTE in njegove evolucije), z uporabo različnih vrst PPDR 
omrežja ter tudi s standardnimi specifikacijami skladnosti in medsebojno obratovalnost. 
[8] 
V CEPT-u je bilo objavljeno novo ECC poročilo 218 o »uskladitvenih pogojih in 
spektralnih pasovih za izvajanje/implementacijo prihodnje evropske širokopasovne 
PPDR sisteme«. To je pomemben korak k usklajevalnega ukrepa o spektru za BB-PPDR. 
Najbolj verjetno je, da bo odbor za elektronske komunikacije (ang. Electronic 
Communications Committee – ECC) odobril to poročilo že to leto (2016). [8] 
To poročilo predlaga koncept "fleksibilne harmonizacije", da se omogoči učinkovito 
izvajanje BB-PPDR v CEPT. To sicer vključuje tri glavne elemente: 
 skupni tehnični standard (tj. LTE in njegove evolucije); 
 nacionalno fleksibilnost, da se odloči, koliko spektra in katera posebna 
frekvenčna območja bi morala biti določena za omrežja BB-PPDR v usklajenih 
območjih v skladu z nacionalnimi potrebami; 
 nacionalna izbira najustreznejšega modela izvajanja (bodisi namenskih, 
komercialnih ali hibridnih rešitev BB-PPDR omrežja). [8] 
Glede na navedeno ni potrebno določiti frekvenčnega pasu za BB-PPDR. 
CEPT delovna skupina FM49 je določila minimalno zahtevo 2 x 10 MHz pasovne širine za 
PPDR. Nemške študije so tudi opredelile zahteve po 15 MHz v uplink (povezava navzgor) 
in 10 MHz v downlink (povezava navzdol). CEPT je raziskoval ustrezne frekvenčne 
pasove in možnosti pasovnega načrta v FM49. Dobljeni predlog ECC poročila 218 je bil 
na voljo za javno posvetovanje od 31. avgusta 2015. Vendar pa obstaja težava pri tem, in 





mobilne/fiksne komunikacijske omrežja (ang. Mobile/Fixed Communications Networks – 
MFCN) v 700 MHz, ki se uporablja predvsem za komercialne namene. [8] 
Frekvenčni pas 410 MHz, ki se trenutno v veliki meri uporablja med drugim tudi za 
TETRA in ne nudi dovolj dodatnih sredstev. 450 MHz je dodeljen drugače in ponuja 
največ 2 x 5 MHz pasovne širine. 
700 MHz frekvenčni pas  se vse bolj uporablja po vsem svetu kot javni mobilni 
širokopasovni dostop z uporabo LTE tehnologije in ponuja privlačne priložnosti za PPDR 
za uporabo sinergijskega in gospodarskega obsega velikega komercialnega ekosistema. 
Zaradi tega se PPDR v prvi vrsti zanima za frekvenčni pas 700 MHz, kjer je več možnosti 
pasovnega načrta analiziranih s strani CEPT. 
 
4.1 Možnosti uvajanja spektra in omrežja 
Omrežje, namenjeno javni varnosti, lahko ponudi zagotovljen spekter in optimalne 
varnosti in odpornosti. Te vrste uvajalnega modela obstajajo v trenutnih ozkopasovnih 
omrežjih za javne varnosti, kot so TETRA in Projekt 25. Enak uvajalni model je izvedljiva 
možnost za LTE javne varnosti, ampak je na drugi strani tudi najdražji in si pridržuje 
svoje dodeljevanje spektra, ki pa se ne more uporabljati za druge namene. Zato 
zainteresirane strani za javno varnost upoštevajo druge modele. Dve ključni stvari, ki ju 
je treba upoštevati z vidika stroškovne učinkovitosti, sta razporeditev spektra in 
lastništvo omrežne infrastrukture. [21] 
Strategija razporeditev spektra bi morala upoštevati ekosistem naprave, ki pa lahko ima 
visoke stroške. Na začetku je bil svetovni trg LTE zelo razdrobljen zaradi različnih 
frekvenčnih pasov na različnih trgih. Vendar pa to ni več tak problem, saj imajo mobilne 
naprave vse več pasovne podpore vseh frekvenčnih pasov, ki se uporabljajo po vsem 
svetu. LTE omrežje za javno varnost bi lahko imelo bistveno večje koristi od 






Trenutno so le regulatorjem v ZDA in Kanadi dodelili pas 14 za javno varnost in medtem 
ko ta pas trenutno ni dodeljen nikjer drugje, je rezultat tega ločeni ekosistem naprav v 
Severni Ameriki. Drugi regulatorji pogosto izbirajo pasove, ki so že izbrani za 
komercialna LTE omrežja, kot je pas 20 (EU 800 MHz) in pas 28 (APT 700 MHz). V 
nekaterih državah se upoštevajo tudi nižji pasovi kot pas 31 (450 MHz), ampak potem 
nastane problem s kompromitirano širokopasovno uspešnostjo zaradi ožje razpoložljive 
pasovne širine, čeprav bi to lahko predstavljalo odlično priložnost za samo govorne 
storitve. Svetovna konferenca o radiokomunikaciji (ang. World Radiocommunication 
Conference – WRC)  2015 je imela točko dnevnega reda o usklajevanju javne varnosti 
spektra, vendar so na koncu te konference le objavili seznam možnih frekvenčnih pasov 
(v ITU-R Resolution 646), ki bi ga lahko posamezni regulatorji upoštevali pri odločanju o 
spektru za javno varnost v svojih državah, ker se ta tema še vedno računa kot vprašanje 
nacionalne odločitve. [21] 
Uvajanje omrežne infrastrukture je odvisno od dodelitev spektra. Če je namenski 
spekter dodeljen, potem se lahko izvede namensko omrežje javne varnosti. To je možno 
na primer v ZDA, kjer ima podjetje FirstNet licenco za državno omrežje iz javne varnosti. 
Ekonomija obsega se povečuje, saj vse več uporabnikov uporablja omrežno 
infrastrukturo in spekter in zato se delitev omrežja se lahko šteje za optimizacijo 
stroškov na uporabnika – tudi v primeru FirstNet. [21] 
 





V Veliki Britaniji je glavni namen zmanjšati stroške z izbiro obstoječih mobilnih 
operaterjev v ponudbi LTE omrežne storitve za LTE uporabniki javne varnosti. Ta 
pristop omogoča delitve skupne LTE infrastrukture za uporabnike, podjetja in kupce 
javne varnosti. Glavni strošek v katerokoli mobilno omrežje je omrežje radijskega 
dostopa in zato večji prihranek izhaja iz uporabe skupnega radijskega dostopovnega 
omrežja (ang. Radio Access Network – RAN) za komercialne in javne varnostne storitve. 
To je možno doseči z uporabo tradicionalnih in standardiziranih tehnik delitve, na 
primer z modelom RAN ali z modelom t. i. Navidezni obratovalec mobilnega omrežja 
(ang. Mobile Virtual Network Operator – MVNO). Omrežna infrastruktura in delitev 
spektra se lahko izvajata tudi na ta način, da je obratovalec mobilnega omrežja (MNO) 
gostitelj storitve javne varnosti poleg rednih mobilnih storitev. [21] 
Kadar se uporablja delitev omrežja, načrtovanje in konfiguracija LTE omrežja, mora biti 
v skladu z zahtevami javnih varnostnih agencij. Javne varnostne storitve lahko določijo 
ostrejše zahteve pokritosti, varnosti in odpornosti, kot je običajno načrtovano v 
komercialnih omrežjih. Poleg tega je določanje prednosti javnih varnostnih naročnikov 
in storitev ključnega pomena v izrednih razmerah. [21] 
Javne varnostne agencije so že opazile, da se obstoječa komercialna mobilna 
širokopasovna omrežja lahko uporabljajo za izboljšanje nujnih komunikacijskih storitev. 
Na primer mobilne širokopasovne storitve so na voljo tudi na območjih brez TETRA ali 
P25 pokritja. Obstajajo aplikacije iz javne varnosti, ki že obstajajo v pametnih telefonih, 
ki omogočajo komunikacijo z uradniki javne varnostni preko obstoječega mobilnega 
širokopasovnega omrežja. Na ta način javne varnostne storitve delujejo enako kot deluje 
internet ali t. i. storitve preko vrha (ang.  over-the-top – OTT). [21] 
Gostovanje (ang. roaming) je še ena dimenzija uvajanja LTE javne varnosti, ki se lahko 
kombinira z modeli, prikazanimi na sliki 4.1. Še posebej odpornostna storitev se lahko 
razširi z uporabo nacionalnega gostovanja oz. z omogočanjem uporabnikom javne 
varnosti dostop do storitev vseh nacionalnih LTE omrežij. Ta model se lahko nadalje 
razvija z dopuščanjem Wi-Fi dostopa do storitve, če ni na voljo druga prizemna možnost. 





Arhitektura omrežja je podobna v vseh možnostih uvajanja. Arhitektura omrežja, 
prikazana na sliki o arhitekturi omrežja (slika 4.2) vključuje ključne sestavine LTE 
omrežja in prikazuje, da se različni omrežni elementi in funkcije nahajajo na različnih 
lokacijah. Aplikacijski strežniki javne varnosti so označeni in se lahko nahajajo na 
ločenih lokacijah, namenjenih za javne varnostne storitve in povezane funkcije za 
medsebojno delovanje. Obstaja več možnosti, ki so na voljo in zaradi tega bodo  o tem, 
kje se bodo različne funkcije omrežja nahajale, odločali pooblaščeni organi in operaterji, 
ki bodo morali doseči soglasje o tem. Tako so na primer ponudniki storitve javne 
varnosti (MVNO vloga) lahko ločeni od ponudnika omrežja (MNO vloga). [21] 
 
Slika 4.2: Arhitektura omrežja [21] 
 
4.2 Razporeditev spektra 
PPDR skupnost je prepričana, da sta potrebna oba harmonizirana in namenska spektra 
za razvoj prihodnja PPDR širokopasovna omrežja kot najvarnejše platforme za 
prihodnje pomembne storitve. Harmonizacija spektra bo omogočila živahen, inovativen 
in cenovno učinkovit dobavni sektor, ki ga je možno doseči le na svetovni in regionalni 






Sklepne listine svetovne radijske konference 2015 (ang. World Radio Conference WRC-
15) so objavili WRC-15 spremembo resolucije 646. To je ITU-R resolucija, ki med drugim 
utrjuje vsa globalna vprašanja o spektru, povezana s PPDR-om. Resolucija 646 (Rev. 
WRC-15) ohranja nedotaknjene pasove (od 380 do 470 MHz) za Evropo, Bližnji vzhod in 
Afriko (ITU-R regija 1), ki jih uporablja večina današnjih PPDR omrežij, pri čemer 
nadaljuje »spodbuditev uprave, naj upoštevajo dele frekvenčnega območja 694-894 
MHz, kot je opisano v najnovejši različici Priporočila ITU-R M.2015, pri opravljanju 
svojih nacionalnih načrtov za svoje PPDR aplikacije, zlasti širokopasovne storitve, da bi 
dosegli usklajenost ...«. To predstavlja izredno močno sporočilo, ki se dejansko nanaša na 
trenutni in bodoči svetovni trg za širokopasovne PPDR opreme v območju 700/800 
MHz. Ta resolucija poziva tudi upravo, da še naprej močno sodeluje z nacionalnimi PPDR 
skupnostmi za nadaljnje izboljšanje operativnih zahtev za PPDR dejavnosti. [25] 
V poročilu, ki ga je CEPT uradno odobril oktobra 2015, so navedene številne možnosti za 
sprejem širokopasovnega PPDR v 700 MHz frekvenčnem pasu, in sicer: 
 v glavnem frekvenčnem pasu 703-733/758-788 MHz, ki bo verjetno sprejeto kot 
"druga digitalna dividenda" v Evropi, 
 razširitev glavnega 700 MHz LTE pasu za 2 x 5 MHz v obsegu 698-703 MHz in 
753-758 MHz, 
 razširitev glavnega 700 MHz LTE pasu za 2 x 3 MHz v obsegu 733-736 MHz in 
788-791 MHz, 
 razporeditev 2x5 MHz v središče glavnega 700 MHz LTE pasu v obsegu 733-738 
MHz in 753-758 MHz (čeprav se to zdi tehnološko preveč zahtevno in verjetno ne 
bo sprejeto), 
 različne kombinacije od zgoraj navedenih možnosti. [26] 
 
Prva možnost ima prednost, ker obstaja možnost uporabe komercialne opreme, vendar 
je verjetno, da bo na drugi strani tudi močna konkurenca s strani komercialnih mobilnih 





televizijskih storitev, ki delujejo v sosednjem pasu (neposredno pod 694 MHz), vendar 
bi se z omejeno uporabo tega pasu za poslovanje kritične komunikacije, pogostnost in 
vpliv takšnega posega veliko zmanjšala. Ta pristop odpira tudi možnost PPDR 
terminalom, da lahko delujejo na komercialnih omrežjih v glavnini 700 MHz za rutinske 
komunikacije, vendar z dostopom do razširjenega PPDR pasu za kritične zahteve. [26] 
 
 
Slika 4.3: Trenutni CEPT predlog za razširitev 700 MHz [26] 
 
Ker se edino območje 700 MHz lahko šteje kot samostojna rešitev za zahteve glede BB-
PPDR, se to območje šteje za osrednjo frekvenčno območju za omogočanje medsebojne 
obratovalnosti; vendar pa lahko 400 MHz območje ponudi nacionalno fleksibilnost, npr. 
v okviru dodatnega spektra poleg območja 700 MHz; zato lahko države dodelijo eno od 
dveh podobmočij v območju 450–470 MHz. Dve opredeljeni območji sta 450,5–456 
MHz/460,5–466 MHz in 452,0–457,5 MHz/462,0–467,5 MHz.  [25] 
Kljub opravljenim študijam soobstoja ECC odločitev ne zajema območja 410–430 MHz. 





vzhodnoevropske države že najavile svoje interese. Dodelitve bodo predmet odločanja 
na nacionalni ravni. [25] 
 
4.2.1 Širokopasovni spekter PPDR za Regije 1, 2 in 3 
1. Regija 1 
 
      
Slika 4.4: PPDR spekter za Regije 1 [9] 
 
 V Evropi je 700 MHz digitalna dividenda samo 30 + 30 MHz in vse to bo 
dodeljeno javnim mobilnim operaterjem. 
 Širokopasovni PPDR spekter v Regiji 1 je možno najti v digitalni dividendi 
2. 
 Nekatere države v Evropi vidijo začasno rešitev v nižjih frekvenčnih 
pasovih okoli 400 MHz. Vendar pa zadostni širokopasovni spekter morda 
ni na voljo v teh pasovih. [9] 
 
2. Regija 2 
 
            






 ZDA je bila prva država, ki je dodelila širokopasovni spekter za javno 
varnost.  
 Sprva je bilo 5 + 5 MHz spekter dodeljen s strani ZDA za namenski 
širokopasovni spekter javne varnosti (ang. Public Safety Broadband – 
PSBB). V začetku leta 2015 je ameriški kongres sprejel zakon o dodelitvi 
dodatnih 5 + 5 MHz namenskega PSBB spektra. 





3. Regija 3 
 
 
Slika 4.6: APT Harmonizirani FDD Ureditev 698–806 MHz frekvenčnega pasu [9] 
 
 Številne azijske države bodo sprejele APT (Asia – Pacific Telecommunity) 
načrt pasu za 700 MHz digitalne dividende. 
 Nekatere države v Aziji bodo dodelile nižji pas 10 + 10 MHz (703–
713/758–768) za širokopasovni PPDR. 
 Prednost spodnjega dela je, da bo zagotovila izravnalnik (ang. buffer) za 
digitalno televizijo(ang. Digital Television – DTV) pod 698 MHz v smislu 
soobstoja in zaščite televizijskih storitev. [9] 
 
4.2.2 Dejavnosti EU in naslednji koraki   
700 MHz pasu je v uporabi za razpršeno oddajanje (ang. Broadcasting) in bo potrebno 





optimalen proces tranzicije, je Evropska komisija predlagala osnutek odločbe 
Evropskega parlamenta in sveta  o uporabi frekvenčnega pasu 470–790 MHz v Evropski 
uniji. Osnutek Odločbe pokriva dve glavni vprašanji: 
 Izklop Broadcasting najpozneje do 30. junija 2020. Parlament predlaga prehodno 
obdobje 2 let za utemeljene nacionalne razloge. 
 Nacionalna uporaba mobilne povezave navzdol na 470–694 MHz, ko ne moti 
sprejem prizemne digitalne televizije (ang. Digital Terrestrial Television – DTT). 
[25] 
Komisija je s postopkom komitologije že sprejela in objavila v aprilu 2016 Izvedbeni 
odločbo Komisije (EU) 2016/687, ki opredeljuje najmanj omejevalne tehnične pogoje za 
uporabo 700 MHz pasu. PPDR je naveden kot potencialni uporabnik delov pasu 698–736 
MHz, združene s 753–791 MHz. Ta odločba ne prepozna PPDR posebne lažne omejitve 
emisij za DTT kanal 48, razen tistih iz ECC DEC (16) 02. [25] 
Spet – dodelitev posebnega spektra bo predmet odločanja na nacionalni ravni. 
 
4.3 Komercialna omrežja LTE  
 
Uporaba komercialnih omrežij za zagotavljanje mobilnih širokopasovnih PPDR ni 
izključni pristop. Je le dodaten pristop na uvajanje namenske infrastrukture, vsaj na 
kratek in srednji rok. Pravzaprav javna mobilna omrežja že danes uporabljajo nekatere 
profesionalne uporabnike, vključno s PPDR agencijami za nekritične podatkovne 
aplikacije. Na splošno velja, da omrežja lahko ustrezno obravnavajo največji del 
rutinskega prometa, kadar javno omrežje deluje pod normalnimi pogoji. Še več, ko se 
uvedejo namenska LTE omrežja, je zaradi nepredvidljivosti časa, kraja in obsega 
incidenta praktično nemogoče, da se zagotovi, da bodo prvi odzivniki imeli ustrezno 
podporo le iz namenske infrastrukture v izrednih razmerah (na primer zaradi 
pomanjkanja obsega, zmogljivosti ali poškodovane infrastrukture). V zvezi s tem se 





PPDR storitev, ki naj omogoči številne prednosti, vključno s povečano skupno 
zmogljivostjo, izboljšano odpornostjo in izboljšano pokritostjo z radijskim signalom. V 
izrednih razmerah javna mobilna omrežja trpijo zaradi preobremenjenosti in se lahko 
zgodi, da ne uspejo služiti vsem uporabnikom. To ni primer pri PMR omrežju, ki se danes 
uporablja za kritični govor. V vsakem primeru s tem, da komercialna širokopasovna 
omrežja postajajo pomemben del infrastrukture neke družbe, se povečuje tudi soglasje, 
da imajo te infrastrukture nedvomno pomembno vlogo v mnogih kritičnih 
komunikacijskih rešitev in lahko omogočijo uporabnikom, da bodo imeli koristi od 
obogatenih multimedijskih orodij v PPDR operacijah v relativno kratkem času. Zato je 
pričakovati, da bo uporaba javnega mobilnega širokopasovnega omrežja temelj za 
nastajajoče podatkovne/multimedijske PPDR storitve, vendar je stopnja odvisnosti 
namenskih in/ali komercialnih omrežij in njihove uporabe lahko zelo raznolika med 
državami in regijami. Z vidika operaterja ta pristop omogoča različne poslovne 
priložnosti za zagotavljanje različnih razredov storitev za javno varnost. [4] 
 
4.4 Hibridna omrežja 
Omrežja za javno varnost zagotavljajo komunikacijo za storitve, kot so policija, požarna 
varnost in ambulante. V tem območju je potrebno razviti sisteme, ki so zelo močni in 
lahko zagotovijo posebne komunikacijske potrebe nujnih storitev. To so doslej 
omogočali javni varnostni standardi (kot sta TETRA in P25), ki zagotavljajo niz funkcij, 
ki niso podprte v komercialnih celičnih sistemih. TETRA in P25 omrežja se izvajajo v 
nizkih frekvenčnih pasovih za boljšo pokritost, pogosto z uporabo 400 MHz pasovnega 
obsega. Največja pomanjkljivost sedanjih sistemov je zelo omejena povezljivost 
podatkov. Podprta hitrost prenosa podatkov je lahko manj kot 10 kbps in celo v 
izboljšani specifikaciji TETRA je podatkovna hitrost okoli 150 kbps. Za razvoj omrežja za 
javno varnost preko mobilnih širokopasovnih povezav je bila LTE  tehnologija izbira. 
Razvoj od sedanjih ozkopasovnih sistemov do omrežja za javno varnost, ki temelji 





V prihodnosti bodo zasebna omrežja LTE še vedno predraga za pokritje večje površine 
predvsem zaradi potencialnih stroškov spektra in večjega števila baznih postaj. V 
prehodnem obdobju se pričakuje, da javne varnostne agencije uporabljajo obstoječe 
TETRA in P25 sisteme vzporedno s sistemi, ki temeljijo na LTE. Prvi in najenostavnejši 
način je, da se zanesejo na TETRA in P25 glede kritičnega govora oz. sporočil, medtem 
ko lahko LTE ponuja izboljšano podatkovno storitev, čeprav morda z nekoliko manj 
zanesljivosti. Na začetku bodo policisti uporabljali ločene TETRA/P25 in LTE pametne 
naprave, vendar bodo postopoma prodajalci ustvarili napravo, ki podpira več tehnologij. 
V daljni prihodnosti se pričakuje tudi, da TETRA in P25 tehnologije ne bodo več 
vzdrževane in bodo vse zahteve storitev o javni varnosti izpolnjene z LTE omrežjem. 
Storitev vzajemno delovanje (ang. interworking) bo ključnega pomena pri razvoju javnih 
varnostnih rešitev, ki temeljijo samo na LTE. [21][20] 
Z integracijo javnega in zasebnega LTE omrežja s TETRA infrastrukturo za zanesljivo, 
razširljivo in resnično stabilno komunikacijsko izkušnjo dobimo t. i. hibridna omrežja. 
[20] 
Tudi če so vsi pogoji izpolnjeni, da bi ustanovili LTE kot pravo rešitev za kritična 
omrežja, se pričakuje, da bo TETRA še naprej služila kritičnim komunikacijskim 
potrebam. Razlogi, kot so stroški pokritosti zasebnega omrežja, omejene razpoložljivosti 
spektra in pričakovano pomanjkanje podpore kritične komunikacije s strani javnih 
operaterjev, je le nekaj razlogov, zakaj bo TETRA ostala najboljša izbira tudi po letu 
2025. [20] 
Hibridna omrežja so pomembna priložnost za ustvarjanje stroškovno učinkovitih 
integriranih rešitev, ki služijo kritičnim glasovnim in podatkovnim zahtevam v 
kombinaciji z nekritičnimi glasovnimi in širokopasovnimi podatki preko širokega 
območja javnih LTE omrežij. Dober primer je uporaba TETRA tehnologije v metro, 
tramvajskem in avtobusnem mestnem prevozu ter LTE za širokopasovno komunikacijo 
v povezavi z glasovnimi storitvami za avtobuse, ki delujejo izven mestnega območja, kjer 





skrbeti za osnovno komunikacijsko omrežje, medtem ko glasovne in podatkovne 
storitve delujejo neopazno med omrežji. [20] 
 
4.5.1 LTEtraNode rešitev 
Ta rešitev so predstavili podjetji Rohill in Huawei. LTEtraNode vključuje vse priložnosti 
o integraciji in migraciji, ki obstajajo za TETRA in LTE. LTEtraNode podpira hibridna 
omrežja, pri čemer se TETRA dopolnjuje z zasebno ponudbo LTE omrežja kot tudi s 
prehodom na javno LTE omrežje ali lahko celo podpirajo obe javni in zasebni LTE 
omrežji hkrati. [20] 
Visoka prepustnost podatkov naredi LTE odlične dopolnilne tehnologije TETRA. Ker 
TETRA omogoča kritične govorne in ozkopasovne podatkovne storitve, LTE izpolnjuje 
zahteve za širokopasovne podatke, prenos fotografij in pretočni video. Poleg 
širokopasovnih podatkov rešitev LTEtraNode preko LTE podpira tudi govorne, 
besedilne, lokacijske in storitve o stanju. Polna medsebojna obratovalnost teh storitev s 
TETRA tehnologijo omogoča brezhibno medsebojno obratovalnost teh storitev na obeh 
področjih. Če se upravljanje nekaterih skupin uporabnikov šteje kot manj kritično, se 
lahko določi, da se uporabijo samo LTE naprave. V drugih primerih se lahko LTE 
uporablja kot primarno napravo, pri čemer bo TETRA rezervna v času kritičnih 
dogodkov. [20] 
Mnogi uporabniki omrežja TETRA imajo tudi svojo pametno napravo za operativne in 
administrativne naloge. Kombinacija LTE pametnih telefonov in TETRA radia ponuja 
številne prednosti: 
 LTEtraNode v povezavi z javnimi LTE omrežji ponuja stroškovno učinkovito 
notranjo pokritost zaradi splošne dostopnosti 4G pokritosti z rezervno 3G 
pokritostjo. 
 TETRA je še vedno na voljo z manjšim obsegom (čeprav kot rezervno) za kritične 





LTE lahko uporablja za prenos govora in podatkov, ki so potrebni za 
vsakodnevno delovanje [20]. 
 
Slika 4.7: TEtraNode hibridna arhitektura omrežja [20] 
 
4.5 Namenska omrežja LTE  
Glede na dejstvo, da je standardizacija skupaj s posledičnimi skladnostmi in medsebojno 
obratovalnostjo bistveni element za svetovni uspeh TETRA, TCCA močno podpira razvoj 
podobnih globalnih standardov, ki temeljijo na LTE za prihodnost kritične komunikacije 
po vsem svetu. Po mnenju TCCA je potencialni trg veliko večji kot le PPDR. TCCA podpira 
idejo, da bodo države na koncu imele eno ali več zasebnih kritičnih LTE omrežij, ki 
delujejo v posebnem spektru in so dopolnjene z javnimi storitvami MNO. [4] 
Časovni načrt na sliki 4.8 poudarja, da se bodo obstoječa TETRA/TETRAPOL/P25 
omrežja koristila za kritični govor do približno 2025–2030 leta. Te tehnologije so 
sposobne zagotoviti tudi omejene kritične funkcionalnosti podatkov. Izboljšave, kot so 





povzročilo, da so nekatere države že uvedli TEDS do neke mere. Zato je smiselno, da bo 
večina držav nadaljevala z delovanjem svojih PMR omrežij za vsaj še 10–15 let, 
vzporedno s tem pa bi začeli (ali pa so že v toku), z dostavo širokopasovnih podatkovnih 
aplikacij, večinoma preko komercialnih omrežij, ki lahko že zdaj zagotovijo 
širokopasovno funkcionalnost podatkov. Na ta način bo obdobje do leta 2020 predvsem 
obdobje za pripravo kritične širokopasovne rešitve (npr. usklajen frekvenčni pas, 
tehnološko pripravljenost). Ko bo vse to pripravljeno, lahko namenska omrežja 
postanejo resničnost. Na podlagi časovnega načrta, ki je tudi na sliki spodaj, bodo  v 
obdobju 2025–2030 širokopasovna omrežja prav tako dostavljala kritični govor. V 
vsakem primeru je to obdobje videti kot negotovo, saj migracija govornih storitev iz 
zapuščine PMR omrežij do širokopasovna omrežja ni odvisna le od 'zrelosti' tehnologije 
(za dosežek popolne funkcionalnosti na ravni TETRA se pričakuje, da bomo potrebovali 
več časa), ampak tudi od dejstva, da bo širokopasovna pokritost dosegla podobno ali 
boljšo pokritost od obstoječega ozkopasovnega omrežja. Do takrat se bodo še vedno 
uporabljala komercialna omrežja (npr. za nekritične komunikacije) v hibridnem modelu. 
[4] 
 
Slika 4.8: Časovni načrt in časovni okviri, ki temeljijo na praktičnem izvajanju usklajene 
evropske rešitve [4] 
Ob predpostavki, da so spekter in sredstva na voljo, lahko uvedba namenske LTE 
omrežne infrastrukture za javno zaščito (PPDR) ponuja funkcije razpoložljivosti, nadzor 





namenska LTE omrežja najverjetneje deljena s številom PPDR agencij (policija, gasilci) 
in bodo tudi potencialno odprta za druge uporabniške organizacije kritičnih komunikacij 
(gospodarske javne službe, prevoz itd.). Namenska omrežja bodo zgrajena, kakor bi 
izpolnjevala zahtevane kriterije pokritosti in razpoložljivosti in uporabniki bodo imeli 
popoln nadzor omrežja. Višji standarde razpoložljivosti in odpornosti se morajo 
upoštevati (npr. utrjevanje omrežja z rezervnimi generatorji, podvajanje ključnih 
komponent, opreme, komunikacijske povezave in bolj robustno montažo), tako da je 
namensko omrežje sposobno prenesti visoke stopnje fizične motnje, ki jih povzročajo, na 
primer močni vetrovi in potresi. Namenska infrastruktura je zelo ekonomsko ugodna v 
velikih mestnih in celo v nekaterih primestnih območjih. [4] 
 
 










5. Primer delovanja javnega varnostne omrežja: E Call 
oštevilčenje 
 
Od 31. marca 2018 morajo imeti vsi novi avtomobili, ki se prodajajo v Evropi, možnost 
eCall-a. Glede na to da se ta datum približuje, bo potrebno čim prej premagati številne 
regulativne in tehnične izzive. [8] 
Glavni izziv je zagotavljanje trajnostnega številčnega okvira eCall naprave, ki bo 
zagotovil zadostne zmogljivosti in vzdržnosti na dolgi rok. ECC igra osrednjo vlogo pri 
reševanju številnih izzivov. [8] 
eCall je pobuda, namenjena hitri pomoči za voznike, ki so udeleženi v prometni nesreči 
kjerkoli v Evropi. Deluje z uporabo senzorjev v vozilih, ki se aktivirajo (na primer s 
sprožitvijo zračne blazine v vozilu) in sistem potem samodejno pokliče pan-evropske 
številke za izredne razmere 112. [8] 
 
 
Slika 10: Delovanje sistema eCall [8] 
Govorna povezava se nato ugotovi z ustreznim centrom za obveščanje (Public Safety 
Answering Point – PSAP) in minimalnim setom podatkov (ang. Minimum Set of Data – 
MSD), vključno s koordinatami GPS in drugimi informacijami (hitrost trčenja, število 





so na voljo. Sistem eCall je možno aktivirati tudi ročno s pritiskom na namenski gumb za 
eCall v vozilu. [8] 
Glavni cilj zbiranja teh podatkov je preveriti zahteve in pričakovanja organizacije za 
storitve za nujno pomoč v smislu natančnosti in zanesljivosti informacije o lokaciji 
klicatelja. Pomemben cilj je ugotoviti tudi potencial industrije elektronskih komunikacij 
z različnimi tehnikami nameščanja, njihove izzive izvajanja, potencialne koristi in s tem 
povezane stroške. [8] 
Na podlagi podatkov iz EU je število smrtnih žrtev na evropskih cestah samo v letu 2014 
znašalo več kot 25.700. Po uradnih statističnih podatkih o sistemu eCall je storitev 
ocenjena, da ima potencial za shranjevanje do 2.500 življenj na leto, hkrati pa se zmanjša 
resnost poškodb za 10 % do 15 %. [8] 
Pridobivanje takojšnjega opozorila v primeru nesreče in informacije o pravi lokaciji 
mesta nesreče zniža odzivni čas službe za nujne primere za 50 % na podeželskih in 40 % 
v urbanih območjih. V finančnem smislu evropske gospodarske izgube zaradi prometnih 
nesreč znašajo več kot 160 milijard € na leto. Če bi bili vsi avtomobili opremljeni s 
sistemom eCall, bi lahko privarčevali do 20 milijard € na leto. [8] 
 
5.1 Delovanje storitev eCall v LTE (4G) omrežje 
V okviru sistema eCall bo opremljeno vozilo avtomatsko (ali ročno) vzpostavilo govorni 
klic izrednih razmer z naborom informacijskih podatkov, ki se preusmerjajo na ustrezni 
center za obveščanje (ang. Public Safety Answering Point – PSAP). 
Trenutni sistem eCall temelji na tokokrogovni komutaciji (ang. Circuit Switched – CS) za 
klic v nujnih primerih v 2G in 3G omrežja. 
LTE (4G) spektralne dražbe potekajo v EMEA  (Europe, the Middle East and Africa) in bo 
prišlo do obsežne pokritosti LTE, preden izvajanje sistema eCall postane obvezno v letu 
2018. 





Dolgoročni načrt za zagotavljanje sistema eCall preko IP multimedijskega podsistema 
(ang. IP Multimedia Subsystem – IMS) v LTE (4G) omrežja je, naj koristi razpoložljivost in 
učinkovitost virov. [22] 
eCall storitev preko IP multimedijskega podsistema omogoča: 
 veliko hitrejši prenos podatkov, čeprav je minimalni set podatkov (ang. Minimum 
Set of Data – MSD) le 124 Bytes, 
 omogoča tudi druge storitve, razen govora (video itd.), 
 več nadzora nad situacijo, daljinski glavni sistemi avtomobila,  























Naravne nasreče kot so požari, potresi, poplave povzročajo velike življenske in 
materijalne izgube. Eden izmed največjih problemov v takih kriznih situacijah 
predstavlja vzpostavitev komunikacije med osebami na mesto nesreče in reševalce. 
Uporaba različnih komunikaciskih tehnologij za javno zaščito in pomoč pri nesrečah 
(PPDR) veliko olajša delo reševalcem in pripomore k zmanjšanju izgub. 
LTE omrežje predstavlja standard, ki se tremutno najbolj uporablja za komercijalne 
potrebe. Glavna njegova prednost je pokritost oziroma skoraj vse države so danes 
pokrite s tem omrežjem. Skupaj s hitrostjo, ki omogoča prenašanje ne samo govora in 
podatkov, ampak celo tudi video v realnem času, ta tehnologija predstavlja prihodnost 
pri PPDR. Čeprav obstajajo tudi določene slabosti, ki pripadajo tem standardu (veliki 
stroški in razpoložljivost spektra) razvoj gre v to smer da ta standard postane tudi 
ekonomsko učinkovit in s tem uparben tudi za druge cilje. Drugače povedano, prestop iz 
komercijalna v hibridna omrežja (kombinacija lastno LTE omrežje  in najem omrežje iz 
mobilnega operaterja) se bo najverjetneje končal s t.i. namenska omrežja.  
Namenska omrežja temeljijo na povsem novo lastno LTE omrežje. Ob predpostavki, da 
spekter in sredstva bodo na voljo, uvedba namenske LTE omrežne infrastrukture za 
javno zaščtito (PPDR) lahko ponuja večjo dostopnost, nadzor in varnost, ki so klučnega 
pomena pri PPDR. Na ta način namenska omrežja bodo olajšale delo policistom, 
gasilcem,... ker bodo imeli svojo lastno (hitrejšo) omrežje za lažjo komunikacijo med 
seboj. Z dodeljevanjem spektra za PPDR namenska omrežja so ZDA naredili že prvi 
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