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ABSTRAKT
Vytvorenie aplikácie, ktorá umožňuje užívateľovi intuitívnu tvorbu webovej prezentácie
bez akejkoľvek predchádzajúcej znalosti programovacích jazykov. Vytvorená webová pre-
zentácia je použitá ako vzdelávací systém pre určitú skupinu užívateľov v oblasti multi
level marketingu.
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ABSTRACT
To create an application that allows users intuitive formation of web presentations wi-
thout any prior knowledge of programming languages. The created web presentation is
used as an educational system for a group of users in multi-level marketing.
KEYWORDS
HTML, CSS, PHP, MySQL, JavaScript, Web Design, Graphics, Presentation,
Application, Educational system.
VOLKO, M. Návrh internetových stránek. Brno: Vysoké učení technické v Brně, Fakulta
podnikatelská, 2010. 62 s. Vedoucí bakalářské práce doc. Ing. Miloš Koch, CSc.
ČESTNÉ PREHLÁSENIE
Prehlasujem, že predložená bakalárska práca je pôvodná a spracoval som ju samostatne.
Prehlasujem, že citácia použitých prameňov je úplná, že som vo svojej práci neporušil
autorské práva (v zmysle Zákona č. 121/2000 Zb., o práve autorskom a o právach
súvisiacich s právom autorským).
Brno . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .
(podpis autora)
POĎAKOVANIE
Týmito slovami si dovoľujem poďakovať pánu doc. Ing. Milošovi Kochovi, CSc. za od-
bornú pomoc, vecné rady a pripomienky pri spracovaní bakalárskej práce. Ďalej by som
rád poďakoval spoločnosti Your Ideas, s.r.o. za poskytnutie potrebných materiálov.
OBSAH
Úvod 9
1 Vymedzenie problému a cieľa práce 10
1.1 Vymedzenie problému . . . . . . . . . . . . . . . . . . . . . . . . . . 10
1.2 Cieľ práce . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 10
2 Teoretické východiská práce 11
2.1 Technológie tvorby webových stránok . . . . . . . . . . . . . . . . . . 11
2.1.1 HTTP a HTML . . . . . . . . . . . . . . . . . . . . . . . . . . 11
2.1.2 CSS . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 12
2.1.3 MySQL . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 12
2.1.4 PHP . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 14
2.1.5 JavaScript . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 14
2.1.6 AJAX . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 15
2.2 Prínosy webových aplikácií . . . . . . . . . . . . . . . . . . . . . . . . 16
2.3 Optimalizácia webových stránok pre vyhľadávače . . . . . . . . . . . 17
2.4 Bezpečnosť . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 19
2.4.1 SQL injections . . . . . . . . . . . . . . . . . . . . . . . . . . 19
2.4.2 XSS útoky . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 21
3 Analýza súčasného stavu 23
3.1 Základné informácie o spoločnosti Your Ideas, s.r.o. . . . . . . . . . . 23
3.1.1 Hlavný (prevažujúci) predmet podnikania . . . . . . . . . . . 23
3.1.2 Organizačná štruktúra firmy . . . . . . . . . . . . . . . . . . . 24
3.1.3 Popis firemnej hardwarovej a softwarovej infraštruktúry . . . . 25
3.2 Špecifikácia webovej aplikácie . . . . . . . . . . . . . . . . . . . . . . 25
3.2.1 Kontaktovanie pomocou e-mailu . . . . . . . . . . . . . . . . . 26
3.2.2 Tvorba webovej prezentácie . . . . . . . . . . . . . . . . . . . 26
4 Vlastný návrh riešenia 28
4.1 Adresárová a súborová štruktúra . . . . . . . . . . . . . . . . . . . . 28
4.1.1 Adresár modules . . . . . . . . . . . . . . . . . . . . . . . . . 29
4.1.2 Adresár libs . . . . . . . . . . . . . . . . . . . . . . . . . . . . 29
4.1.3 Adresár forms . . . . . . . . . . . . . . . . . . . . . . . . . . . 29
4.1.4 Adresár lang . . . . . . . . . . . . . . . . . . . . . . . . . . . . 30
4.2 Základné súbory webovej aplikácie . . . . . . . . . . . . . . . . . . . 30
4.2.1 Popis súboru config.php . . . . . . . . . . . . . . . . . . . . . 30
4.2.2 Popis súboru index.php . . . . . . . . . . . . . . . . . . . . . . 31
4.2.3 Popis súboru .htaccess . . . . . . . . . . . . . . . . . . . . . . 34
4.3 Problematika hesiel . . . . . . . . . . . . . . . . . . . . . . . . . . . . 35
4.3.1 Podmienky bezpečného hesla . . . . . . . . . . . . . . . . . . 36
4.4 Prihlasovanie užívateľov . . . . . . . . . . . . . . . . . . . . . . . . . 37
4.5 Typy a práva užívateľov . . . . . . . . . . . . . . . . . . . . . . . . . 39
4.5.1 Administrátor . . . . . . . . . . . . . . . . . . . . . . . . . . . 39
4.5.2 Užívateľ . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 39
4.6 Vytvorenie grafického designu . . . . . . . . . . . . . . . . . . . . . . 40
4.7 Modul mail . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 42
4.7.1 E-mailový formulár . . . . . . . . . . . . . . . . . . . . . . . . 42
4.7.2 Pozvanie do systému . . . . . . . . . . . . . . . . . . . . . . . 42
4.7.3 Kontaktovanie na základe kritérií . . . . . . . . . . . . . . . . 43
4.8 Modul web . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 44
4.8.1 Tabuľková štruktúra prezentácie v MySQL . . . . . . . . . . . 44
4.8.2 Administrátorské rozhranie . . . . . . . . . . . . . . . . . . . 46
4.8.3 Užívateľské rozhranie . . . . . . . . . . . . . . . . . . . . . . . 53
4.9 Ekonomické zhodnotenie navrhovaného riešenia . . . . . . . . . . . . 55
4.9.1 Náklady . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 55
4.9.2 Návratnosť projektu . . . . . . . . . . . . . . . . . . . . . . . 57
4.9.3 Predpokladané prínosy z budúceho predaja . . . . . . . . . . . 58
Záver 59




V súčasnej uponáhľanej dobe, v ktorej sa všetci ženú za úspechom a uznaním,
sa stáva „časÿ najcennejšou komoditou. Čas je základnou „surovinouÿ, ktorú môže
každý jedinec využiť pre svoj terajší alebo budúci prospech. Správnou otázkou, ktorú
by si mali ľudia položiť, je ako získať čas, respektíve, ako využiť svoj čas čo najefek-
tívnejšie. Produktom efektívneho využitia času je buď istá finančná odmena, alebo
ďalší získaný čas použiteľný na iné účely.
Činnosti vykonávané človekom sa dajú rozdeliť na dve skupiny činnosti, ktoré musí
vykonať on sám, a činnosti, ktoré môže vykonať niekto alebo niečo iné. Za získanie
času sa môže považovať tzv. delegovanie právomocí na nižšie postavaných pracov-
níkov v prípade, že danú činnosť musí vykonávať človek. Ideálny prípadom ušetre-
nia času je jeho získanie pomocou softwaru, ktorý vykonáva bežné činnosti za nás.
Či už ide o rôzne štatistiky, predávanie informácií alebo čokoľvek, čo je možné na-
hradiť jeho pomocou. V prípade, že na trhu existuje dostupný software (pre každý
subjekt individuálne), si dovoľujem povedať, že jeho kúpa je „povinnosťouÿ úspeš-
ného podnikateľa.
V súčasnej dobe je jedným z najdôležitejších prvkov rozvoja a stability informácia
a jej doručenie osobe, ktorej bola určená. Medzi základné formy doručenia infor-
mácie patrí osobné stretnutie, telefonický hovor, pošta, e-mailový kontakt, webová
prezentácia, prípadne iné dostupné možnosti. Medzi najrýchlejšie (získanie času)
a najlacnejšie (jednorazová investícia do kúpy softwaru) formy riešenia predania in-
formácie patrí webová prezentácia. Mnohé znalosti, ktoré je potrebné predať svojim
pracovníkom, sú opakovateľné, a teda zaznamenateľné vo forme prezentácie prístup-
nej z každého počítača s internetovým pripojením. Dovolím si povedať, že jedným
zo základných stavebných kameňov (záleží od oboru) šetrenia času je webová prezen-
tácia, ktorú si môže užívateľ jednoducho a intuitívne pozmeniť podľa svojich potrieb
a prostredníctvom nej zaistiť efektívne predanie informácií cieľovej skupine.
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1 VYMEDZENIE PROBLÉMU A CIEĽA PRÁCE
1.1 Vymedzenie problému
V oblasti multi level marketingu nie je dostatočne rozvinutý systém predávania in-
formácií cieľovej skupine užívateľov. Vyššie postavený členovia nemajú efektívnu
možnosť komunikácie so svojou skupinou. Mnohé informácie, ktoré musí vyššie po-
stavená osoba v multi level marketingu poskytnúť svojej skupine, sú opakovateľné,
a teda ich opätovné poskytovanie je neefektívne.
1.2 Cieľ práce
Cieľom práce je vytvorenie aplikácie, ktorá umožňuje majiteľovi (vyššie postavená
osoba v oblasti multi level marketingu) intuitívnu tvorbu webovej prezentácie bez akej-
koľvek predchádzajúcej znalosti programovacích jazykov. Vytvorená webová pre-
zentácia je použitá ako vzdelávací systém pre určitú skupinu užívateľov (skupina
patriaca pod vyššie postavenú osobu). Daný vzdelávací systém vo forme webovej
prezentácie má za úlohu zefektívniť predávanie informácií a zabrániť zbytočnému
duplikovaniu poskytovania rovnakých informácií. Výsledkom aplikácie je získanie
času majiteľom systému a informovanosť užívateľov.
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2 TEORETICKÉ VÝCHODISKÁ PRÁCE
V nasledujúcej kapitole sa zameriam na teóriu, na základe ktorej sa vytvárajú
webové aplikácie. Rozoberiem časti, z ktorých sa skladá tvorba webových strá-
nok, popíšem funkcionalitu a prínos moderného webu, zameriam sa na optimalizáciu
pre vyhľadávače a v neposlednom rade poukážem na bezpečnosť, neopomenuteľnú
súčasť každého webu.
2.1 Technológie tvorby webových stránok
V nasledujúcej časti rozoberiem a opíšem postupnosť, pomocou ktorej vznikajú
webové stránky a webové aplikácie. Zameriam sa na prepojenie HTML, CSS, PHP,
JavaScriptu až po súčasne často používaný AJAX, pomocou ktorých je možné vy-
tvoriť vysoko interaktívnu webovú aplikáciu s užívateľsky pohodlným rozhraním.
2.1.1 HTTP a HTML
HTTP je podporovaný všetkými webovými prehliadačmi a veľmi dobre prevádzkuje
to, na čo bol vytvorený - sprístupňovanie obsahu webových stránok. Kedykoľvek
si prostredníctvom svojho prehliadača vyžiadate webovú stránku, predpokladá sa
použitie protokolu HTTP. Váš internetový prehliadač o tom vie, a preto nemusíte
pred adresu stránky zadávať „http://ÿ. [2]
Štandardným typom dokumentu na internete je HyperText Markup Language (HTML),
ktorý sa skladá zo značiek, ktorým webový prehliadač rozumie, dokáže ich analyzo-
vať („parsovatÿ) a následne zobraziť. HTML je jazyk, ktorý popisuje formátovanie
dokumentu a jeho obsah, ktorý sa skladá zo statického textu a obrázkov. HTML
nebolo navrhnuté pre tvorbu zložitých webových aplikácií s interaktívnym obsahom
alebo s užívateľsky prívetivým prostredím. Ak chceme pomocou HTTP získať ľu-
bovoľnú HTML stránku, musíme iniciovať jej načítanie a pred vydaním samotnej
požiadavky na stránku musí táto stránka existovať na danom mieste ako statický
dokument. Aj napriek tomuto obmedzeniu je HTML a HTTP stále úspešný pár, kto-
rému rozumejú ako webové servery, tak aj klienti (webové prehliadače). Sú základom
internetu a poznáme ich dodnes. [2]
Kombinácia HTML a HTTP je veľmi obmedzená v tom, čo dokáže. Umožňuje užíva-
teľom načítať iba statický obsah (stránky HTML) z internetu. Kvôli nedostatku ďal-
ších prvkov boli vyvinuté rôzne technológie, ktoré pre prenos dát používajú protokol
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HTTP, ale samotné dáta však môžu byť na serveri zostavené dynamicky (napr. na zá-
klade informácií z databázy) a môžu obsahovať viac ako čistý HTML kód, čo klien-
tovi okrem zobrazenia statických stránok poskytuje aj ďalšiu funkcionalitu. [2]
2.1.2 CSS
CSS (Cascading Style Sheets) je určený predovšetkým na to, aby oddelil obsah
dokumentu (väčšinou vytvorený v HTML) od samotnej prezentácie. Toto oddelenie
môže zlepšiť prístupnosť obsahu, poskytuje väčšiu flexibilitu a kontrolu v špecifikácii
vlastností prezentácie, umožňuje zdieľať formátovanie pre viaceré stránky a znižuje
zložitosť a opakovanie v oblasti štrukturálneho obsahu. CSS umožňuje odlišné zobra-
zovanie rovnakej stránky podľa zariadenia, z ktorého sa na ňu pristupuje (klasický
monitor, mobilný telefón, tlačiareň a podobne). Pomocou CSS dokážeme štýlovať
stránku podľa našich predstáv (rozloženie stránky, farba, veľkosť textov a iné). CSS
dnes patrí k štandardu, ktorý používa drvivá väčšina webových vývojárov. [1]
2.1.3 MySQL
MySQL (My Structured Query Language) je relačná databáza typu DBMS (data-
base managment system) a vychádza z deklaratívneho programovacieho jazyka SQL
(Structured Query Language). [5]
Architektúra MySQL
Architektúra MySQL sa veľmi odlišuje od architektúr iných databázových serverov,
má široký záber a je užitočná pre riešenie mnohých rozličných úloh. MySQL je dosta-
točne flexibilná, takže pracuje dobre aj vo veľmi náročných prostrediach, ako sú na-
príklad webové aplikácie. Zároveň môže MySQL posilniť vkladané aplikácie, dátové
sklady (data warehouses), software pre indexovanie obsahu a zasielateľský software,
redundantné systémy s vysokou dostupnosťou, online spracovanie transakcií (online
transaction precessing) a mnohého ďalšieho. [5]
MySQL je vysoko flexibilné v mnohých ohľadoch. Je možné konfigurovať ho tak,
aby dobre bežalo na širokom rozsahu hardwaru, pričom súčasne podporuje rad roz-
ličných dátových typov. Najobvyklejším a najdôležitejším rysom MySQL je jeho
architektúra úložných enginov (storage engines), ktorých design oddeľuje vykonáva-
nie dotazov a ďalšie serverové úlohy od ukladania a získavania dát. V MySQL 5.1 je
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možné načítať uložené enginy za behu ako plug-iny. Táto separácia záležitostí umož-
ňuje voliť, na úrovni jednotlivých tabuliek, ako sa budú ukladať dáta, aký výkon,
funkcie a ďalšie charakteristiky budú pre daný prípad použité. [5]
Správa pripojenia a bezpečnosť
Každé klientske pripojenie dostane vo vnútri serverového procesu svoje vlastné
vlákno (thread). Dotazy tohto pripojenia sa vykonávajú vo vnútri jedného vlákna,
ktoré sa zas zdieľa na jednom jadre alebo CPU (Central Processing Unit - procesor).
Pretože server udržuje vlákna v cache, nemusia sa vytvárať a likvidovať pre každé
nové pripojenie. Keď sa klient (aplikácia) chce pripojiť k MySQL serveru, server
ju potrebuje autentizovať. Autentizácia je založená na užívateľskom mene, hosti-
teľovi, skadiaľ pochádza a hesle. Tiež sa dajú používať rôzne certifikáty cez pripoje-
nie SSL (Secure Sockets Layer). Akonáhle sa klient pripojí, server pre každý dotaz
vydaný klientom overuje, či má prislúchajúce oprávnenie pre akciu, ktorú chce vy-
konať (napr. kontrola, či je klient oprávnený vydať príkaz SELECT pristupujúci
k tabuľke Users v databáze World). [5]
Optimalizácia a výkonovanie
MySQL prevádza rozbor dotazov preto, aby vytvorilo internú stromovú štruktúru
(parse tree), potom aplikuje rôzne optimalizácie. Môže dotaz prepísať, určiť poradie,
v ktorom sa budú čítať tabuľky, zvoliť, ktoré indexy sa použijú, a podobne. Pro-
stredníctvom špeciálnych kľúčových slov môžeme v dotaze predať optimalizátoru
tzv. pokyny (hints), ktorými sa dá ovplyvniť rozhodovací proces. Rovnako môžeme
požiadať server (zadaním príkazu EXPLAIN), aby nám vysvetlil rôzne aspekty op-
timalizácie. Týmto sa dozvieme, aké rozhodnutia server vlastne vykonáva. Informá-
cie nám môžu zjednodušiť prípadné prepracovanie dotazov, schém a nastavení tak,
aby všetko bežalo čo najefektívnejšie. [5]
Optimalizátor sa v skutočnosti nestará o to, ktorý úložný engine používa konkrétna
tabuľka. Úložný engine však ovplyvňuje, ako server optimalizuje dotaz. Optimali-
zátor od uloženého enginu zisťuje, či má istú výbavu, pýta sa na náklady určitých
operácií a dotazuje sa na štatistiky o dátach tabuľky. [5]
Ešte predtým, ako server začne s rozborom dotazu, obráti sa na cache dotazov (query
cache), kam môže ukladať iba príkazy SELECT spoločne s ich výsledkami. Ak niekto
vydá dotaz, ktorý je identický s niektorým dotazom, ktorý už je k dispozícii v cache,
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server nemusí robiť žiadny rozbor, nemusí nič optimalizovať a dokonca nemusí dotaz
ani vykonať. Jednoducho predá naspäť uloženú výslednú sadu. [5]
2.1.4 PHP
Webové technológie na strane serveru umožňujú o mnoho viac ako odosielanie po-
žadovaných súborov HTML klientovi. Umožňujú prevádzanie zložitých kalkulácií,
objektovo orientovaného programovania, prácu s databázami a mnoho ďalších operá-
cií. Spracovanie na strane serveru spôsobilo revolúciu na webe a patrí medzi dôvody,
pre ktoré je internet dodnes užitočný. Dôležitý je tiež fakt, že odpoveď klientovi
(bez ohľadu na to, čo sa vykonáva na serveri) musí byť zostavená v takom jazyku,
ktorému rozumie. Ide o jazyk HTML. [3]
PHP je jednou z technológií používaných k implementácii logiky na serveri. Je však
dobré vedieť, že PHP má mnoho konkurentov, ako je ASP.NET, Java Server Pages
(JSP), Perl, Coldfusion, Ruby and Rails a ďalšie. Každý z nich umožňuje vytvore-
nie dodatočnej funkcionality na strane serveru. Základy jazyka PHP boli položené
až v roku 1995. V krátkej dobe sa stal najpoužívanejším programovacím nástrojom
na webe. Schopnosti pôvodne odľahčeného skriptovacieho jazyka doviedol tím nadše-
ných vývojárov postupom verzií v silný objektovo-orientovaný jazyk, ktorý si nezadá
s Javou alebo platformou .NET ani pri tvorbe aplikácií vo firemnej sfére. [3]
Postup zobrazenia stránky pomocou PHP: [3]
• klient zadá serveru požiadavku na PHP stránku,
• server obdrží požiadavku a na základe funkcionality PHP vybuduje HTML
odpoveď,
• HTML odpoveď je poslaná naspäť klientovi a zobrazí sa užívateľovi.
2.1.5 JavaScript
Rozličné technológie na strane klienta sa líšia v mnohých smeroch, predovšetkým
v spôsobe, akým sú nahrávané do webového klienta a prevádzkované v ňom. Ja-
vaScript je skriptovací jazyk, ktorého kód je zapísaný ako jednoduchý text a vlo-
žený do stránky HTML za účelom dosiahnutia vyššej funkcionality. Keď si klient
vyžiada stránku HTML, tak môže táto stránka obsahovať JavaScript. Tento jazyk
je podporovaný všetkými modernými webovými prehliadačmi, pričom nie je nutné
do systému inštalovať nové komponenty. [2]
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JavaScript je samostatný jazyk, ktorý sa teoreticky nijakým spôsobom neviaže k vý-
voju webu. Je to jazyk, ktorý je podporovaný väčšinou webových klientov na mno-
hých platformách, a ktorý má schopnosti objektovej orientácie. Nie je to kompilovaný
jazyk, takže nie je vhodný na pre náročné výpočty a ani pre vývoj hardwarových
ovládačov. Aby mohol byť v klientskom prehliadači interpretovaný, musí byť dodaný
v jednom celku, čiže nie je veľmi bezpečný. [2]
Pomocou JavaScriptu môže vývojári napríklad vytvárať stránky, na ktorých padá
sneh, alebo stránky, ktoré na strane klienta kontrolujú platnosť dát zadaných do for-
mulárov. Z toho vyplýva, že stránka sa nemusí zbytočne odosielať na server a po-
sielať naspäť klientovi, keď neuvedie všetky potrebné informácie (nevyplnená/ zle
vyplnená e-mailová adresa). [2]
2.1.6 AJAX
AJAX je skratkou pre asynchrónny JavaScript a XML (XML - Extensible Markup
Language). AJAX môže byť chápaný ako vylepšený JavaScript, pretože jeho pod-
stata spočíva v tom, že JavaScriptu na strane klienta je umožnené volať v pozadí
server a podľa potreby tak získavať požadované dáta. Týmto spôsobom je možné
aktualizovať niektoré časti stránky bez nutnosti jej opätovného načítania. [2]
AJAX slúži na dosiahnutie lepšej rovnováhy medzi aktivitami servera a klienta
pri prevádzaní akcií, ktoré sú požadované užívateľom. Doposiaľ boli tieto dve ak-
tivity pokladané za úplne oddelené, pretože v reakcii na akcie užívateľa pracovala
vždy iba jedna z nich. AJAX prichádza s riešením pre vyrovnanie záťaže medzi
klientom a serverom tak, že im umožňuje komunikovať na pozadí, pričom užívateľ
môže nerušene pokračovať v práci so stránkou. [2]
Na príklade znázorním použite AJAXu. Predpokladajme prácu s formulárom, pomo-
cou ktorého má užívateľ zadať istú množinu údajov (meno, e-mail, heslo, a podobne),
ktoré budú ešte pred spracovaním skontrolované. Bez pomoci AJAXu sú v zásade
dva spôsoby ako to previesť. Prvý spočíva vtom, že užívateľ zadá všetky údaje,
odošle ich a na serveri sa vykoná ich overenie. V tomto prípade je čas, ktorý strávi
užívateľ pri čakaní na znovu načítanie stránky, nevyužitý. Ďalšou možnosťou je vyko-
nať túto kontrolu na strane klienta. Možnosť sa však stáva nepoužiteľnou pri potrebe
nahratia veľké množstva dát (napr. overenie správnosti zadania mesta v príslušnej
zemi sveta). V prípade AJAXu môže webová aplikácia skontrolovať zadávané dáta
prostredníctvom zavolania serveru na pozadí, pričom užívateľ môže pokračovať v čin-
nosti, ktorú práve vykonáva. Napríklad po zadaní krajiny zavolá webový prehliadač
15
server a vyžiada si od neho zoznam miest prislúchajúci k danej krajine. [2]
Technológia AJAXu je implementovaná vo všetkých moderných prehliadačoch, takže
k prehliadaniu webových stránok založených na AJAXe nie je nutné inštalovať ďalšie
moduly. V nasledujúcom texte znázorním prvky, z ktorých sa AJAX skladá. [2]
• JavaScript je základnou zložkou AJAXu, ktorá umožňuje budovať funkciona-
litu na strane klienta. K manipulácií s časťami HTML stránky sa používa
Document Object Model (DOM).
• Objekt XMLHttpRequest umožňuje JavaScriptu asynchrónne komunikovať
so serverom tak, že kým komunikácia prebieha na pozadí, môže užívateľ pokra-
čovať v práci. Táto komunikácia jednoducho znamená vytvorenie http požia-
davky na súbor alebo skript, ktorý je umiestnený na serveri. Tieto požiadavky
sú tvorené jednoducho a nespôsobujú žiadne problémy s firewallom.
• Na strane servera je potrebná technológia k spracovaniu požiadaviek, ktoré
prichádzajú od klienta (napr. PHP).
Pre komunikáciu medzi klientom a serverom potrebujú obe strany spôsob, ako vkla-
dať dáta a ako im porozumieť. Doporučeným formátom pre komunikáciu je XML,
ktorého výhoda spočíva v jeho rozšírenosti a použiteľnosti mnohých knižníc, pomo-
cou ktorých je možné s dokumentmi XML manipulovať. [2]
Výhody použitia AJAXu: [2]
• umožňuje vytvárať lepšie weby a webové aplikácie (užívateľsky prijateľné prostre-
die, interaktívne stránky),
• vďaka svojej popularite podporuje tzv. vzory, ktoré vývojárom pomáhajú,
aby sa pri bežných úlohách vyhli tvoreniu už dávno známych vecí,
• prvky AJAXu sa dokonale integrujú s funkcionalitou, danou webovými prehlia-
dačmi (zmena veľkosti stránky, navigácia na stránke a podobne).
2.2 Prínosy webových aplikácií
Prenášanie funkcionality aplikácie prostredníctvom webu prináša mnohé starosti.
Prečo teda nevytvárať jednoduché desktopové aplikácie? Aj napriek problémom
s prívetivosťou pre užívateľov sa webové aplikácie stali mimoriadne populárne vďaka
mnohým prínosom v technológiách. [2]
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• Webové aplikácie je možne jednoducho a ľahko dodať užívateľom.
S ich pomocou môžu spoločnosti znížiť náklady na IT, ktoré spočívajú v in-
štalácii softwaru na počítače jednotlivých užívateľov. Všetko, čo užívateľ pra-
cujúci s webovou aplikáciou potrebuje, je počítač s webovým prehliadačom
a pripojenie na internet alebo intranet.
• Webové aplikácie je možné jednoducho a lacno aktualizovať. Náklady
na údržbu softwaru boli vždy významné. Pretože sa aktualizácia súčasného
kódu dosť podobá novej inštalácii, sú vyššie uvedené prínosy webových apli-
kácií celkom významné. Každý užívateľ môže mať k dispozícii novú verziu
aplikácie pár okamihov potom, čo bola aktualizovaná na serveri.
• Webové aplikácie majú flexibilné požiadavky na užívateľov. Ak vašu
aplikáciu inštalujete na serveri, bežiacom na akomkoľvek modernom operač-
nom systéme, môžete ju prostredníctvom internetu alebo intranetu používať
na akomkoľvek stroji, na ktorom beží Mac, Windows alebo Linux. Ak je táto
aplikácia správne vytvorená, bude dobre fungovať v akomkoľvek modernom
webovom prehliadači, či ide o Internet Explorer, Mozilla Firefox, Opera, Sa-
fari alebo Chrome.
• Webová aplikácia umožňuje jednoduchšiu centralizovanú správu dát.
V prípade, že je potrebné pristupovať k rovnakým dátam z niekoľkých rôz-
nych miest, je jednoduchšie mať všetky dáta uložené na jednom mieste ako v
niekoľkých oddelených databázach. Takto je možné predísť mnohým rizikám
a problémom so synchronizáciou a bezpečnosťou.
2.3 Optimalizácia webových stránok pre vyhľadá-
vače
Súčasný vývoj internetu a jeho využite v marketingu so sebou prináša nové formy
marketingových techník. Jednou zo súčastí elektronického marketingu je tzv. Search
Engine Marketing (SEM) - marketing vo vyhľadávačoch. Táto oblasť marketingu
sa zoberá predovšetkým tým, ako osloviť zákazníkov prostredníctvom internetu čo naj-
cielenejšie a najlacnejšie, a to prostredníctvom vyhľadávačov. Ide o veľmi efektívny
marketingový nástroj, ktorý slúži k tomu, aby zákazníkovi ukázal cestu k ponúka-
nému produktu. Nezáleží na tom, či ide o výrobok alebo službu. SEM je postavený
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na nelineárnej stratégii ťahu (pull marketing) - dáva zákazníkom to, čo hľadajú.
Zákazník prichádza na internet s cieľom nájsť výrobok alebo službu a SEM mu od-
poručí možnú cestu. [4]
Search engine marketing sa delí na dve časti. Základné rozdelenie je, že s vyhľadáva-
čom buď spolupracujeme formou umiestnenia platených odkazov, alebo sa snažíme
prispôsobiť obsah stránok tak, aby ich vyhľadávač sám pri radení výsledkov vyhľa-
dávania po zadaní dotazu od návštevníka umiestnil vyhľadávanú stránku na tú naj-
lepšiu pozíciu. [4]
Search Engine Optimalization (SEO) - optimalizácia stránok pre vyhľadávače. Ide
o konkrétne techniky zaoberajúce sa spôsobom, ako umiestniť stránky na čo najlep-
šiu pozíciu vo vyhľadávaní. [4]
Faktory slúžiace na zlepšenie umiestnenia stránky vo vyhľadávačoch: [4]
• kľúčové slovo použité v metaznačke Title,
• celková popularita stránky vyjadrená vysokým počtom stránok odkazujúcich
sa na daný web,
• text odkazov, ktoré odkazujú na danú stránku (anchor text),
• dobré hodnotenie stránok vo vnútri webu (nie iba na prvej stránke) spojené
s dobrou štruktúrou,
• staršie stránky sú považované za relevantnejšie ako nové,
• obsahová relevancia prichádzajúcich odkazov - odkazy z obsahovo príbuznej-
ších stránok sú hodnotnejšie,
• popularita stránok v rámci obsahovo príbuznej komunity,
• kľúčové slová na stránke,
• hodnota odkazujúcich stránok - čím je stránka, ktorá odkazuje na daný web
lepšie hodnotená vo vyhľadávačoch, tým je odkaz hodnotnejší,
• tempo nárastu nových prichádzajúcich odkazov.
Pokiaľ nie je klient dosť trpezlivý, môže zviditeľniť svoju stránku ihneď na úkor
toho, že za toto zviditeľnenie musí zaplatiť. Spôsobom je použitie platených od-
kazov v systémoch PPC (Pay Per Click). Systémy PPC znamenajú, že inzerenti
neplatia za zobrazenie reklamy, ale až za preklik na svoju stránku. Reklamný odkaz
môže byť textový alebo grafický. Najefektívnejšia býva reklama PPC zobrazujúca
sa vo vyhľadávačoch. Na rozdiel od SEO je možné nadefinovanie kľúčových slov a re-
klama sa zobrazí vo vyhľadávači práve v okamihu, keď návštevník zadá do vyhľadá-
vača požadované kľúčové slová. Nevýhodou oproti SEO je už spomínané zaplatenie
za preklik na vašu stránku. Cena sa môže pohybovať od jednej do desiatich korún.
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Veľkosť sumy ja závislá od konkurencie práve vyhľadávaného slovného spojenia. [4]
Tab. 2.1: Porovnanie SEO a internetovej reklamy (Zdroj: [4])
SEO Internetová reklama
+ inzerent nehľadá zákazníka, ale zá-
kazník inzerenta a to prostredníctvom
vyhľadávačov a katalógov
+ rýchly nárast návštevnosti
+ efektívny pre dlhodobý prísun kva-
litných návštevníkov
+ flexibilita, možnosť okamžite meniť
stratégie
+ po počiatočnej optimalizácii sa dá
stály prísun návštevníkov udržiavať za
nižšie prostriedky
+ voľba viacerých formátov a foriem
oslovenia
- výsledky sa nedostavia hneď - z dlhodobého hľadiska drahšie ako
SEO
- vysoko konkurenčné prostredie môže
vyčerpávať, znižuje sa efektivita vlože-
ných prostriedkov
- vo vysoko konkurenčnom prostredí
môžu byť náklady na kampaň vysoké
- nehodí sa pre krátkodobé kampane - oslovuje tiež zákazníkov, ktorý ne-
musia mať o produkt záujem, a tak sa
stáva menej efektívnou
2.4 Bezpečnosť
Bezpečnosť by mala patriť k základným stavebným kameňom každej webovej apli-
kácie a samozrejme aj prezentácie. Pri pohľade na súčasné weby je však realita iná.
Mnohé z nich sú spravované neskúsenými administrátormi (prípadne boli tvorené ne-
skúsenými programátormi), ktorí o súčasných hrozbách nemajú tušenie. V nasledu-
júcej časti rozoberiem príklady najbežnejších útokov na webové aplikácie a to „SQL
injectionÿ a „Cross-site scriptingÿ (XSS).
2.4.1 SQL injections
SQL injection je spôsob napadnutia databázovej vrstvy pomocou podsunutia časti
kódu cez neošetrený vstup a vykonanie, takto pozemného SQL dotazu. Nežiadaný
účinok vzniká vo väčšine prípadov pri prepojení aplikačnej vrstvy s databázou. V prí-
pade webu ide o napadnutie cez neošetrený formulár, manipuláciu s URL, prípadne
podstrčením upraveného cookie. [9]
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V nasledujúcej ukážke potenciálneho útoku (ukážka zdrojového kódu 2.1) je očaká-
vané identifikačné číslo užívateľa ako podmienka SQL dotazu, ktoré aplikácia doplní
a vykoná dotaz nad databázou. V prípade, že podmienku (očakávané identifikačné
číslo) nahradíme za „’43’ or ’0’=’0’ ÿ, je možné získanie nepovolených dát o uží-
vateľoch, pretože „’0’=’0’ ÿ je vždy pravdou. Pri nahradení identifikačného čísla
užívateľa za „’43’;DROP TABLE users;’ÿ sa vykoná dotaz, ktorý vymaže celú ta-
buľku užívateľov. [9]
1 -- zı´skanie nepovoleny´ch u´dajov z tabul’ky uzˇı´vatelia
2 ”SELECT * FROM users WHERE user_id = ’43’ or ’0’=’0’;”
3
4 -- vymazanie tabul’ky uzˇı´vatelia
5 ”SELECT * FROM users WHERE user_id = ’43’;DROP TABLE users;”
Zdrojový kód 2.1: SQL injection (Zdroj: [9])
Ochrana na strane aplikácie
Prvým typom možného overovaného vstupu je číselný údaj. V konkrétnom prípade
rozoberiem kontrolu identifikačného čísla užívateľa („user idÿ) pomocou funkcie
„kontrola cislaÿ (mnou vytvorená funkcia, ktorá je zobrazená v ukážke zdrojového
kódu 2.2). Kontrola, či ide o číslo, je prevádzaná pomocou funkcie „is numericÿ
(funkcia zistí, či daný vstup je číslo). V prípade, že ide o číslo, sa zisťuje, či je číslo
väčšie ako nula. Pri splnení oboch podmienok funkcia vráti true (pravda - kontrola
prebehla v poriadku), v opačnom prípade vracia false (nepravda - chybný vstup).
1 function kontrola_cisla($cislo)
2 {
3 if ((is_numeric($cislo)) and ($cislo > 0))
4 {
5 // jedna´ sa o cˇı´slo, ktore´ je va¨cˇsˇie ako nula




10 // nejedna´ sa o cˇı´slo, alebo nie je va¨cˇsˇie ako nula
11 $rozhodnutie = false;
12 }
13 // na´vratova´ hodnota
14 return $rozhodnutie;
15 }
Zdrojový kód 2.2: Kontrola číselného vstupu (Zdroj: vlastný)
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Ďalším možným očakávaným vstupom je text. V prípade očakávania textu môže ísť
o obmedzenú, alebo neobmedzenú množinu.
Pri očakávaní obmedzenej množiny, ktorá neobsahuje príliš veľký počet prvkov (po-
čet záleží od programátora), je možné zvoliť tzv. overovanie vymenovaním možných
hodnôt, ktoré vstup môže nadobudnúť. Ako názorný príklad uvediem množinu dní
v týždni (pondelok, utorok, streda, a podobne). Programátor vymenuje všetky dni
v týždni, ktoré môže vstup obsahovať. Pri overovaní vstupu sa kontroluje, či daný
vstup je rovný niektorému z prvkov množiny. V prípade rovnosti je výsledok overenia
pravdivý, inak nie je, a teda ide o nepovolený vstup (daný postup je v rozoberanej
aplikácii použitý na overovanie názvov jednotlivých funkcií v „ACTION 2ÿ).
Pri očakávaní neobmedzenej množiny prvkov nie je možné ošetriť vstup vymenova-
ním prvkov. Kontrola neobmedzenej množiny záleží od danej situácie. V prípade,
že ako vstup si zvolíme mená užívateľov, predpokladáme istú množinu znakov, ktoré
užívateľské meno môže nadobúdať. Meno neobsahuje špeciálne znaky ako zavináč,
percento, znamienko plus, násobenie a podobné znaky. Ako očakávaná množina zna-
kov mena sú malé a veľké písmená abecedy (prípadne pomlčka, závisí od krajiny a jej
špecifických znakoch nachádzajúcich sa v menách). Pri kontrole vstupu sa zisťuje,
či vstup obsahuje povolenú množinu znakov alebo nie. Ak sa množina znakov vstupu
zhoduje s povolenou množinou znakov, ide o správne zadané meno, v opačnom prí-
pade je meno zadané chybne.
Ochrana na strane databázy
V databáze je možne zabrániť nežiadaným účinkom SQL injection (do istej úrovne)
na základe správneho nastavenia práv užívateľov. Pre užívateľov v množstve prípa-
doch postačujú práva na zobrazovanie, vkladanie a menenie dát v databáze (prí-
padne mazanie dát, samozrejme záleží od aplikácie). Nastavením týchto práv za-
bránime mazaniu tabuliek, prípadne mazaniu celých databáz, čo v drvivej väčšine
aplikácií nie je v žiadnom prípade potrebné. [9]
2.4.2 XSS útoky
Cross-site scripting (XSS) je metóda narušenia webových stránok a aplikácií pro-
stredníctvom využitia bezpečnostných chýb v skripte. Na základe týchto chýb je
útočníkovi umožnené podstrčiť stránke vlastný javascriptový kód. Cieľom je buď zne-




Je postavený na úprave časti URL, ktorá sa do stránky interpretuje ako jej súčasť
(napríklada nadpis). Pokiaľ do URL vložíme vlastný zmenený kód, ktorý nie je
pred interpretáciou upravený, tak sa stránka v prehliadači zachová, ako by tento
kód bol jej súčasťou. Tento typ útok sa týka najmä stránok s generovaným obsahom
(patrí medzi najčastejšie útoky). [12]
Persistent útok
Ide o najnebezpečnejší typ útoku, pretože na takto napadnuté stránky nemusíme
pristúpiť pomocou pozmeneného linku. Vzniká, pokiaľ je obsah stránok generovaný
z databázy. Pozmenenú časť kódu môžeme vložiť napríklad ako komentár k článku.
Tento komentár je uložený do databázy a pri jeho opätovnom načítaní sa zobrazuje
užívateľom aj s pozmeneným kódom. [12]
Ochrana voči XSS útokom
Ochrana voči XSS útokom v prostredí jazyka PHP je funkcia „htmlspecialcharsÿ.
Táto funkcia nahrádza tzv. nebezpečné znaky za príslušné HTML entity. Ako príklad
uvediem prevod znakov ”<” a ”>”. Znak ”<” je prevedený na ”&lt;” a znak ”>”
na je prevedený ”&gt;”. [12]
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3 ANALÝZA SÚČASNÉHO STAVU
Prostredníctvom analýzy súčasného stavu predstavím spoločnosť Your Ideas, s.r.o.
cez základné informácie, predmet podnikania, organizačnú štruktúru až po popis
softwarovej a hardwarovej štruktúry firmy. Následne stručne popíšem webovú apli-
káciu, ktorá slúži na predávanie informácií cieľovej skupine užívateľom prostredníc-
tvom e-mailového kontaktovania a návštevnosti vytvorenej webovej prezentácie.
3.1 Základné informácie o spoločnosti Your Ideas,
s.r.o.
Obchodné meno: Your Ideas, s.r.o.





Predmet podnikania (činnosti): [11]
1. Kúpa tovaru na účely jeho predaja konečnému spotrebiteľovi (maloobchod)
alebo iným prevádzkovateľom živnosti (veľkoobchod).
2. Sprostredkovateľská činnosť v oblasti obchodu.
3. Sprostredkovateľská činnosť v oblasti služieb.
4. Činnosť podnikateľských, organizačných a ekonomických poradcov.
5. Reklamné a marketingové služby.
6. Prieskum trhu a verejnej mienky.
7. Počítačové služby.
8. Služby súvisiace s počítačovým spracovaním údajov.
9. Vykonávanie mimoškolskej vzdelávacej činnosti.
3.1.1 Hlavný (prevažujúci) predmet podnikania
Predmet podnikania, na ktorý sa podnik špecializuje, sú počítačové služby. Zame-
rané hlavne na:
• tvorba webových prezentácií, aplikácií podľa požiadaviek klientov,
• poskytovanie webhostingu pre ľubovoľné webové prezentácie, aplikácie a iné.
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Tvorba webových prezentácií
Tvorba webových prezentácií, prípadne webových aplikácií je založená na počia-
točnej konzultácii s klientom. Jej úlohou je zmapovanie požiadaviek a problémov
(v prípade aplikácií) klienta. Následne je navrhnuté možné riešenie, ktoré je pre-
zentované klientovi. Klient rozhodne, či dané riešenie vystihuje jeho požiadavky.
Prípadné nedostatky, nezrovnalosti s klientovou predstavou majú za následok pre-
tvorenie návrhu riešenia a následné prezentovanie klientovi. Tento proces prebieha
do doby, kým klient nedosiahne plnú spokojnosť s navrhnutým riešením. Po splnení
požiadaviek klienta nastane samotný proces tvorby webovej prezentácie/ webovej
aplikácie. V prípade webovej prezentácie ide o tvorbu HTML a CSS kódu podpo-
renú tvorbou grafika. Pri webových aplikáciách sa používa spomínaný postup oboha-
tený programovacím jazykom PHP, prípadne ak ide o databázové riešenie, používa
sa relačná MySQL databáza. Finálny produkt sa dostáva do procesu testovania.
Po dôkladnom testovaní je webová prezentácia/ aplikácia pripravená na distribúciu
klientovi.
Webhosting
Podnik má k dispozícii vlastný server, na ktorom poskytuje webhosting. Webhos-
ting je poskytovaný výhradne stránkam, ktoré sú produktom firmy. Webhosting je
definovaný na základe troch kritérií, ktoré tvorí priestor na disku, počet e-mailových
adries a počet databáz. Na základe stanovení týchto požiadaviek je buď odporučený
jeden z predvolených programov, prípadne je možné vytvorenie vlastného programu
na mieru.
3.1.2 Organizačná štruktúra firmy
Spoločnosť Your Ideas, s.r.o. má v súčasnej dobe dvoch vlastníkov. Každý z vlastní-
kov disponuje polovičným počtom hlasov v spoločnosti. Základné imanie spoločnosti




Vzhľadom na to, že ide o mladú spoločnosť, je pochopiteľné, že zatiaľ nemá trvalých
zamestnancov. Externé výpomoci sú riešené formou dohody o vykonaní práce.
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3.1.3 Popis firemnej hardwarovej a softwarovej infraštrukt-
úry
Firemná IT (informačné technológie) infraštruktúra je postavená výhradné a čisto
na open source riešeniach, ktoré so sebou nenesú žiadne náklady. Tým pádom ne-
vyžadujú žiadnu prvotnú a ani dodatočnú investíciu (kúpu licencie, poplatky a po-
dobne).
Po hardwarovej stránke má firma k dispozícii server značky SUN, ktorý je umiest-
nený v špecializovanom dátovom centre v Brne. Firma nedisponuje vlastnou „sie-
ťouÿ. Zamestnanci firmy sa k tomuto serveru pripájajú pomocou http, prípadne
https (secure http) protokolu (použitím webového prehliadača). Administrátori, na-
koľko potrebujú vykonávať prácu spojenú s udržiavaním servera, pristupujú po-
mocou šifrovaného ssh. Ich autorizácia prebieha pomocou RSA (šifra s verejným
kľúčom) kľúčov, čím je zaručená vysoká miera bezpečnosti.
Ako operačný systém sa používa GNU/Linux, distribúcia CentOS. Na tomto ope-
račnom systéme funguje počnúc web serverom apache, relačnou MySQL databázou,
cez DNS (Domain Name System - hierarchický systém doménových mien), FTP (File
Transfer Protocol - protokol na prenos súborov) a mail server až po virtualizáciu.
Na príklade web servera sa pokúsim o ilustráciu, prečo je pre firmu výhodnejší voľne
dostupný open source software. Všetky webové aplikácie firmou napísané a vo firme
používané boli programované v jazyku PHP v spojení s MySQL databázou. Ta-
kéto spojenie (spojenie aplikácie s databázou) zvláda ako web server IIS od spo-
ločnosti Microsoft, tak i množstvo voľne dostupných serverov, akým je napríklad
apache http server. No spomínaný apache zvláda aj množstvo prídavných modulov,
ktoré si každý zdatnejší programátor dokáže napísať „na koleneÿ. Na základe vyššie
uvedených faktov spoločnosť nemusí investovať financie do softwarového vybavenia
a môže finančné prostriedky použiť na svoj ďalší rozvoj.
3.2 Špecifikácia webovej aplikácie
Webová aplikácia je určená pre vyššie postavených členov v oblasti multi level mar-
ketingu (MLM). Každý potenciálny kupujúci aplikáce má pod sebou istú skupinu
skladajúcu sa z členov, ktorých zaregistroval do multi level marketingu buď samotný
kupujúci alebo ľubovoľný člen, ktorého kupujúci v minulosti registroval.
V súčasnosti je jedným z najdôležitejších prvkov rozvoja a stability informácia.
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Efektívne doručenie informácie osobe, ktorej bola určená. Medzi základné formy
predávanie informácie patrí osobné stretnutie, telefonický hovor, pošta, e-mailový
kontakt, webová prezentácia a iné. Webová prezentácia a e-mailový kontakt patrí
medzi najrýchlejšie a zároveň najlacnejšie riešenie predania informácie. V oblasti
multi level marketingu je mnoho informácií a znalostí rovnakých pre široké spektrum
členov skupiny. Pomocou hromadného e-mailového kontaktovania získava vyššie po-
stavený člen (potenciálny kupujúci webovej aplikácie) čas, minimalizuje prostriedky
potrebné na predanie informácie a zaisťuje celkovú informovanosť skupiny. Webová
prezentácia môže poňať množstvo užitočných informácií, ktoré členova skupiny po-
trebujú pri svojej práci, a poskytuje možnosť vytvorenia stabilného vzdelávacieho
systému. Medzi základné funkcie danej webovej aplikácie patrí rozosielanie hromad-
ných e-mailov a tvorba vzdelávacieho systému vo forme webovej prezentácie (rozo-
berané v bakalárskej práci).
3.2.1 Kontaktovanie pomocou e-mailu
Hromadné e-mailové kontaktovanie je rozdelené podľa rôznych kritérií, ktoré zaru-
čujú predanie informácie skupine členov, ktorej je určená. Podmienky kontaktova-
nie záležia vždy od daného multi level marketingu. Je možné kontaktovanie celej
skupinu, členov, ktorí nezaznamenali aktivitu v danom období, členov, ktorí nere-
gistrovali nových členov, a podobne (škála podmienok a teda aj množina príjemcov
správy je variabilná).
Možnosti e-mailových správ:
• flexibilný adresár obsahujúci členov skupiny podľa daných kritérií,
• text správy vo forme html e-mailu (je možné použiť formátovanie textu),
• nahrávanie príloh správy,
• vizitka.
3.2.2 Tvorba webovej prezentácie
Tvorba webovej prezentácie bola donedávna statická udalosť. Klient zaplatil sumu
za jej vytvorenie a pri potrebe zmeny obsahu (text, obrázky, štruktúra a podobne)
musel kontaktovať programátora, ktorý zmenu previedol. Daný spôsob bol jednak
zdĺhavý a vyvolával finančné náklady, ktoré sa v súčasnosti môžu považovať za zby-
točné. Vďaka používaniu PHP, JavaScriptu a relačnej MySQL databázy je v dnešnej
dobe možné a zároveň aj štandardné vytvárať webové aplikácie, ktoré s jednodu-
chosťou a ľahkosťou môže ovládať sám klient. Na základe faktu, že webová aplikácia
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je pod kontrolou klienta a všetky potrebné zmeny dokáže vykonať sám, nie je po-
trebný zásah programátora. Týmto vznikajú intuitívne aplikácie, ktoré sú pre klienta
obrovským prínosom.
Cieľom rozoberanej aplikácie je vytvorenie webovej prezentácie prístupnej pre čle-
nov skupiny majiteľa systému. V každom obchode existuje konkurencia a výnimku,
samozrejme, netvorí ani multi level marketing. K informáciám a teda k vlastnej pre-
zentácii nemôže mať prístup nepovolaná osoba. Do systému (webová prezentácia)
teda môžu pristupovať výhradne členovia kupujúceho. Členovia skupiny sa prihla-
sujú pomocou identifikačného čísla, doplnkovej informácie a hesla, čím sa zabraňuje
nepovolanému prístupu do systému, a teda aj úniku informácií.
Majiteľ systému vytvára webovú prezentáciu intuitívnym spôsobom. V prvom rade
rozdelí prezentáciu na jednotlivé sekcie, ktoré symbolizujú položky hlavného menu,
a teda činia navigáciu stránkou (napr. vzdelávanie, novinky, stretnutia). Pre každú
položku hlavného menu je možné vytvoriť ľubovoľný počet položiek sekundárneho
menu, ktoré slúžia na dotvorenie navigácie stránkou. Každej položke sekundárneho
menu prislúcha text tvoriaci samotný obsah prezentácie. Text je vytváraný pomocou
javascriptového wysiwyg editoru TinyMCE (pri vytváraní textu užívateľ v reálnom
čase vidí, ako sa text finálne zobrazí). Prostredie TinyMCE pripomína prostredie
aplikácie Microsoft Word a umožňuje užívateľovi jednoducho vytvárať formátovaný
text bez akejkoľvek znalosti HTML a CSS zdrojového kódu. Každá z podstránok
umožňuje použitie fotogalérie. Užívateľ bez akýchkoľvek problémov nahráva fotogra-
fie, ktoré v danej podstránke vytvoria elegantnú galériu s možnosťou prezerania. Fo-
togaléria je situovaná za textom vytvoreným v editore TinyMCE. Na základe vyššie
uvedených možností je užívateľ schopný vytvoriť webovú prezentáciu podľa vlast-
ných predstáv. Jednoznačnou výhodou je jednoduchosť tvorby prezentácie a teda
odstránenie nutnosti zásahu programátorom.
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4 VLASTNÝ NÁVRH RIEŠENIA
Vytvorenie vzdelávacieho systému založeného na tvorbe webovej prezentácie si vy-
žaduje dôkladné stanovenie jednotlivých prvkov, ktorých konečné spojenie vytvorí
funkčnú aplikáciu. V samotnom návrhu riešenia sa zameriam na podstatné časti apli-
kácie a použité postupy, ktoré vytvoria celkový obraz o jej funkčnosti a použiteľnosti.
Rozčlenenie aplikácie:
• adresárová a súborová štruktúra,
• základné súbory webovej aplikácie,
• problematika hesiel,
• prihlasovanie užívateľov,
• typy a práva užívateľov,
• vytvorenie grafického designu,
• modul mail,
• modul web.
4.1 Adresárová a súborová štruktúra
Správne volené rozčlenenie adresárovej a súborovej štruktúry projektu má za úlohu
zabezpečiť prehľadnosť a rýchlu orientáciu v dátovej časti.















Medzi zásadu prehľadnosti patrí rozčlenenie projektu na jednotlivé časti. Tieto časti
môžeme nazvať moduly. Modulárnosť zabezpečuje nielen prehľadnosť, ale aj jedno-
duchú a flexibilnú manipuláciu s projektom. Tvorcovia webových prezentácií a apli-
kácií majú za svoju dlhoročnú prax vybudované množstvo modulov, ktoré nie sú
závislé na iných častiach projektov. Na základe kódovej nezávislosti môže byť ľu-
bovoľný modul implementovaný do každého nasledujúceho projektu. Ako príklad
uvediem modul login (modul slúži na prihlasovanie užívateľov do systému). Prihla-
sovanie do systému funguje v mnohých prípadoch na rovnakom princípe. Na základe
modulárnosti nie je nutné vynaložiť opätovné úsilie na tvorbu prihlasovania, ale jed-
noducho priložiť modul a využívať jeho funkcie.
4.1.2 Adresár libs
Adresár libs obsahuje tzv. knižnice. Knižnica je súbor, ktorý nie je viazaný na ostatné
časti zdrojového kódu, a jej funkčnosť je možné používať z viacerých častí projektu,
bez zbytočnej duplikácie zdrojového kódu. Za jeden zo vzorových príkladov použitia
knižnice môžem zdôrazniť knižnicu potrebnú na nadviazanie spojenia s databázou
MySQL. Pri mnohých zložitejších webových aplikáciách je nutné nadviazanie spo-
jenia s databázou za účelom získania dát. Komunikácia s databázou je požadovaná
z viacerých modulov, samotná funkcia sa však fyzicky nachádza iba v knižnici obsa-
hujúcej databázové spojenie. V moduloch sa knižnica jednoducho priloží a zabráni
sa duplikácii zdrojového kódu.
4.1.3 Adresár forms
Obsah adresára forms tvoria súbory, ktoré obsahujú formuláre používané v projekte
(prihlasovací formulár, registračný formulár a iné). V mnohých prípadoch sa jeden
formulár používa na viacerých miestach webovej aplikácie. Ako príklad môžem uviesť
formulár na prihlasovanie. Užívateľ sa môže prihlasovať z rôznych častí aplikácie
(z hladiska zdrojového kódu). Pri potrebe kódového umiestnenia prihlasovacieho
formulára stačí jednoducho priložiť súbor s formulárom do daného modulu, zavolať
ho ako funkciu a nie je potrebné duplikovať identický zdrojový kód.
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4.1.4 Adresár lang
Adresár lang zahŕňa súbory obsahujúce definíciu jazykov. Oddelenie jazykových
konštánt od programovej časti je základná myšlienka zabezpečujúca flexibilnosť
pri potrebných zmenách jazykov. V prípade prekladu do iného jazyka, v akom bol
projekt pôvodne tvorený, nie je potrebný zásah do programovej časti. Za týchto
podmienok ide o niekoľkonásobné urýchlenie transformácie projektu, pri ktorej nie
je nutný zásah špecializovaného programátora.
4.2 Základné súbory webovej aplikácie
Súbory index.php, confix.php a .htaccess patria medzi základné časti väčšiny webo-
vých aplikácií bežiacich na webovom serveri apache. Spomínané súbory špecifikujú
vlastnosti aplikácie, určujú povolenie prístupov, presmerovanie, celkové použitie
ostatných súčastí projektu, a podobne. V nasledujúcej časti rozoberiem ich jed-
notlivú funkcionalitu.
4.2.1 Popis súboru config.php
Súbor config.php slúži na nastavenie konštánt, ktoré sa používajú vo webovej apli-
kácii. Tento súbor by mal byť jeden z mála súborov (prípadná zmena jazykových
súborov alebo .htaccess), ktoré je nutné meniť pri rozmnožovaní webovej aplikácie
(predaj aplikácie). Obsah a zameranie jednotlivých konštánt je pri každom projekte
odlišný. Hlavnou myšlienkou je zhromaždenie všetkých konštánt, ktoré sa menia
pre jednotlivé implementácie projektu do jedného súboru.
V nasledujúcom príklade rozoberiem definovanie niekoľkých konštánt, ktoré obsahuje
súbor config.php. Ide o deklaráciu jazyka, deklaráciu prístupových údajov potreb-
ných na pripojenie k MySQL databáze, definovanie kontaktnej e-mailovej adresy
a času, ktorý môže užívateľ bez vykonania akcie stráviť prihlásený vo webovej apli-
kácii („SESSION TIMEOUTÿ). Čas je uvedený v sekundách.
1 <?php
2 /**






8 * Nastavenia mysql
9 *
10 * $dbhost = host [masˇina], kde bezˇı´ mysql server
11 * $dbuser = uzˇı´vatel’ opra´vneny´ pracovat’ s db
12 * $dbpass = heslo pre prı´stup do mysql
13 * $dbname = na´zov databa´zy
14 */
15 $dbhost = ”localhost”;
16 $dbuser = ”root”;
17 $dbpass = ”Jk*$_js97er#”;
18 $dbname = ”db_name”;
19
20 /**





26 * Nastavenie prihlasovania uzˇı´vatel’ov
27 * SESSION_TIMEOUT = po kol’kych sekunda´ch vyprsˇı´ uzˇı´vatel’ovi




Zdrojový kód 4.1: Obsah súboru config.php (Zdroj: vlastný)
4.2.2 Popis súboru index.php
Súbor index.php patrí medzi tzv. spojivo webovej aplikácie. Jeho účelom je previaza-
nie jednotlivých častí pomocou prikladania súborov. V nasledujúcum texte zobrazím
účel index.php prostredníctvom jednotlivých ukážok.
1 /**


















19 * Nadviazanie spojenia s MySQL databa´zou
20 */
21 $mysql_link = db($dbhost, $dbuser, $dbpass, $dbname);
Zdrojový kód 4.2: Priloženie súborov (Zdroj: vlastný)
Ukážka zdrojového kódu 4.2 obsahuje priloženie súborov nutných pre funkčnosť apli-
kácie. V prvom rade sa prikladá súbor s konfiguráciou, nasledujú knižnice potrebné
k spojeniu sa s MySQL databázou, prihlasovaniu užívateľov a knižnica obsahujúca
html funkcie (hlavička, pätička html dokumentu a iné). Následne sa prikladá súbor
obsahujúci prihlasovací formulár. Po priložení súborov nasleduje vloženie tzv. linku
na súčasné spojenie s MySQL databázou do premennej „mysql linkÿ. Nadväzova-
nie spojenia prebieha pomocou funkcie „dbÿ, ktorá je obsiahnutá v súbore „data-
base.lib.phpÿ.
1 /**
2 * Zı´skanie parametra modul z URL
3 */











15 * Zı´skanie ”Akcie” z URL
16 */










Zdrojový kód 4.3: Získanie parametrov z URL (Zdroj: vlastný)
Ukážka zdrojového kódu 4.3 obsahuje získanie parametra modul z URL (Uniform
Resource Locator - jednoznačný lokátor zdrojov) adresy stránky. Na základe ziste-
ného parametra modul sa v nasledujúcej časti kódu prikladá súbor s požadovaným
modulom, ktorý je obsiahnutý v URL adrese (vid. ukážka zdrojového kódu 4.4).
Po získaní parametra modul nasleduje získanie jednotlivých akcií z URL adresy
(„ACTION 1ÿ, „ACTION 2ÿ a vyššie). Časť kódu kontroluje, či z GETU (HTTP
metóda) prichádza príslušná akcia a zároveň neprichádza aj z POSTU (HTTP me-
tóda). V prípade, že akcia z GETU prichádza a neprichádza zároveň aj z POSTU, je
daná akcia vložená do konštanty „ACTION 1ÿ, v opačnom prípade sa do konštanty
vloží prázdna hodnota. Daný kód sa vykonáva pre všetky ostatné akcie, ktorých
počet záleží od návrhu webovej aplikácie (v prípade rozoberanej aplikácie ide o šesť
akcií).
1 /**
2 * Vlozˇenie modulov podl’a parametra zı´skane´ho z GETU
3 */















19 * Uzavretie spojenia s MySQL databa´zou
20 */
21 db_close($mysql_link);
Zdrojový kód 4.4: Vloženie modulov a uzavretie spojenia z databázou (Zdroj:
vlastný)
Ukážka zdrojového kódu 4.4 zobrazuje volanie funkcie „vloz modulÿ, ktorá na zá-
klade získaného parametra z GETU priloží súbor obsahujúci požadovaný modul.
V prípade, že z GETU neprichádza žiadny parameter s modulom je zvolené defaultné
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volanie modulu „webÿ, ktorý obsahuje časti kódu potrebné pre vykreslenie webovej
prezentácie užívateľovi. Po vložení modulu nasleduje volanie funkcie „html patickaÿ,
ktorá sa fyzicky nachádza v knižnici „html.lib.phpÿ. Funkcia má za úlohu vykresle-
nie pätičky stránky. Na samotnom konci súboru index.php nasleduje volanie funkcie
„db closeÿ, ktorá uzavrie spojenie so súčasnou MySQL databázou.
4.2.3 Popis súboru .htaccess
Súbor .htaccess obsahuje údaje o povoleniach a pravidlách prístupu na danú webovú
aplikáciu. Jeho súčasťou môže byť presmerovanie z http na https, pravidlá prepisu
URL adresy, povolenia prístupu z rôznych IP adries (číslo, ktoré jednoznačne iden-
tifikuje sieťové rozhranie v počítačovej sieti) zapnutie/ vypnutie zobrazovania chy-
bových hlásení v PHP a iné. V nasledujúcej ukážke zdrojového kódu 4.5 poukážem
na prepis URL adresy pripravenom na „ACTION 1ÿ, „ACTION 2ÿ, „ACTION 3ÿ.
Na základe tohto kódu je URL adresa jednoducho čitateľná.





5 RewriteCond %{SCRIPT_FILENAME} !-f




Zdrojový kód 4.5: Rewrite rule (Zdroj: [10])
Ukážka zdrojového kódu 4.6 popisuje spôsob, akým sa dajú v súbore „.htaccessÿ
vypínať a zapínať chybové hlásenie z PHP. Pri vývoji aplikácie sú chybové hlásenie
zapnuté, aby programátor mohol odladiť jej funkčnosť. Po dokončení by sa prípadné
chyby nemali zobrazovať užívateľom aplikácie, a teda sa chybové hlásenia vypínajú.
Nasledujúci kód popisuje povolenie a zakázanie prístupu potenciálnych užívateľov
k aplikácii. Pri tvorbe aplikácie a jej testovaní nie je vhodné povoliť prístup iným
užívateľom ako tým, ktorí pracujú na jej vývoji. Pri nepovolanom prístupe môže
dôjsť k úniku citlivých dát. V zobrazenom kóde vidíme pravidlo, ktoré najprv za-
káže prístup všetkým potenciálnym užívateľom „deny from allÿ. Za ním nasleduje
pravidlo, ktoré povoľuje prístup z localhostu (práve používaný počítač): „allow from
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127.0.0.1ÿ. V prípade, že je potrebné povoliť prístup viacerým užívateľom (tvor-
com aplikácie), použijeme príkaz nasledovne: „allow from 127.0.0.1 IP ADRESA IP
ADRESAÿ. Po dokončení aplikácie sa rozpísané pravidlo jednoducho zakomentuje,
a tým sa povolí prístup k aplikácii všetkým užívateľom.
1 # Vypnutie zobrazenia chybovy´ch hla´senı´ vo webovej aplika´cii
2 php_flag display_errors off
3
4 # Docˇasne´ zaka´zanie prı´stupu zo vsˇetky´ch IP
5 # adries okrem localhostu
6 order deny,allow
7 deny from all
8 allow from 127.0.0.1
Zdrojový kód 4.6: Povolenie prístupu a vypnutie chybových hlásení (Zdroj: vlastný)
4.3 Problematika hesiel
Každá aplikácia, ktorá obsahuje osobné, citlivé alebo informácie ukladané užívateľmi
musí byť zabezpečená heslom, pomocou ktorého užívateľ pristupuje do systému. V
nasledujúcej sekcii rozoberiem jednu z možností ukladania hesiel (použitá v rozobe-
ranej aplikácii).
1 create table users_passwords
2 (
3 personal_information_hash varchar(32) not null
4 comment=’hash osobnej informa´cie uzˇı´vatel’a’,
5 user_id int(8) not null
6 comment=’identifikacˇne´ cˇislo uzˇı´vatel’a’,
7 foreign key (user_id) references users(user_id),
8 password_hash varchar(32) not null comment=’hash hesla’,
9 primary key(employee_id)
10 ) comment=’tabul’ka obsahuje prı´stupove´ u´daje pre uzˇı´vatel’ov’;
11
12 create table wrong_login
13 (
14 user_id int(8) not null
15 comment=’identifikacˇne´ cˇislo uzˇı´vatel’a’,
16 foreign key (user_id) references users(user_id),
17 wrong_login_date date not null
18 comment=’Da´tum zadania chybne´ho pokusu o prihla´senie’
19 wrong_login_number tinyint(1) not null
20 comment=’Pocˇet chybny´ch pokusov o prihla´senie’
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21 ) comment=’tabul’ka obsahuje za´znamy o chybny´ch prihla´seniach’;
Zdrojový kód 4.7: Návrh tabuliek uloženia hesiel v MySQL (Zdroj: vlastný)
Ukážka zdrojového kódu 4.7 zobrazuje návrh bezpečného ukladanie hesiel v MySQL.
Množstvo užívateľov používa rovnaké prístupové heslá do viacerých aplikácií (e-mai-
lové kontá, webové aplikácie a podobne). Každá aplikácia môže obsahovať bezpeč-
nostné chyby, prostredníctvom ktorých sa môže útočník dostať k obsahu databázy.
Je to jedným z dôvodov, pre ktorý je odporúčané ukladať hashované heslá (ľubo-
voľný vstup prevedený do reťazca s pevnou dĺžkou). V návrhu tabuliek ide o položky
„personal information hashÿ a „password hashÿ, ktoré obsahujú citlivé prístupové
údaje užívateľov. Pred uložením do databázy sú tieto údaje hashované pomocou
funkcie „MD5ÿ (algoritmus vytvárajúci odtlačok o veľkosti 128 bitov) s použitím
„saltuÿ (náhodná postupnosť znakov).
4.3.1 Podmienky bezpečného hesla
Pri voľbe bezpečného hesla je prvým predpokladom náhodnosť výberu znakov.
Mnoho užívateľov používa ako heslá pre vstup do aplikácií mená rodinných prísluš-
níkov, dátumy narodení, dátum svadby a podobné údaje, ktoré sú pomerne jedno-
ducho získateľné a použiteľné k prelomeniu ochrany danej aplikácie (prihlasovacie
údaje).
V prípade, že užívateľ použije náhodné znaky, stále existuje možnosť, že jeho heslo
bude prelomené pomocou „brute forceÿ útoku (snaha o prelomenie hesla útočníkom
postupným zadávaním možných kombinácií hesla). V súčasnej dobe sa za mieru
bezpečnosti považuje heslo o dĺžke minimálne 8 znakov, ktoré obsahuje minimálne
jedno malé písmeno, jedno veľké písmeno, jednu číslicu, a odporúča sa aj použitie
špeciálnych znakov (medzera, pomlčka a podobne). Každé heslo by malo byť vytvá-
rané a zároveň používané na určitú dobu. Doba, po ktorú je heslo používané, záleží
od typu aplikácie. Zmenou hesla v určitých intervaloch užívateľ znižuje možnosť
prelomenia hesla. Žiaľ, v súčasnosti je stále málo užívateľov, ktorí používajú zásady
bezpečného hesla. Na základe neopatrnosti vznikajú prelomiteľné heslá a užívatelia
prichádzajú a svoje osobné údaje.
Tvorcovia dnešných webových aplikácií sú si vedomí neopatrnosti užívateľov pri vy-
tváraní hesiel. Pri registrácii sú užívatelia informovaní o potrebe a podmienkach
vytvorenia bezpečného hesla. V prípade, že užívateľ nezadá dostatočne bezpečné
heslo, nie je mu umožnená registrácia a je vyzvaný k zadaniu bezpečného hesla.
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Po zadaní hesla, spĺňajúceho bezpečnostné požiadavky, je užívateľovi umožnená re-
gistrácia a jeho údaje sú do budúcnosti chránené.
4.4 Prihlasovanie užívateľov
Ako spôsob bezpečného prihlasovania bol zvolený formulár s tromi inputmi typu
text (textové pole, do ktorého užívateľ zadáva údaje).
Vstupné údaje:
• identifikačné číslo (ide o identifikačné číslo užívateľa v rámci aplikácie),
• doplnková informácia (ide o osobný údaj, zvolený užívateľom, ktorý zadáva
pri registrácii),
• prístupové heslo (ide o heslo, pomocou ktorého užívateľ pristupuje do sys-
tému).
Na základe použitia prihlasovacieho formulára s tromi vstupmi je možné použiť
na prihlásenie iba tri pokusy. V prípade, že užívateľ trikrát zadá zlé heslo v daný
deň, nie je mu umožnené ďalšie prihlásenie do aplikácie. Pri použití prihlasovacieho
formulára s dvomi vstupmi (identifikačné číslo a heslo) si to nemôžeme dovoliť, kvôli
tomu, že útočník si môže zvoliť náhodné identifikačné číslo užívateľa a zadať tri ne-
správne pokusy. V tomto prípade je oprávnený užívateľ zablokovaný a v danom dni
mu nie je umožnené prihlásiť sa (pokiaľ nenastane zásah administrátora aplikácie).
V prípade cieleného útoku nie je problémom zablokovať všetkých užívateľov (v prí-
pade, že ide o formulár s dvomi vstupmi a je umožnené vykonať len tri chybné
pokusy o prihlásenie).
Postup prihlasovania:
1. Užívateľ vyplní prihlasovací formulár a potvrdí ho tlačidlom prihlásiť.
2. Údaje sú odoslané na server, kde sa kontroluje vyplnenie všetkých troch vstu-
pov. V prípade, že sú vyplnené všetky vstupy, postupuje sa k ďalšiemu kroku.
V prípade nevyplnenia vstupov sa užívateľovi vypíše chybové hlásenie upozor-
ňujúce na ich neúplnosť.
3. Vstup doplnková informácia prebehne funkciou, ktorá z neho vytvorí hash.
Pri vstupe identifikačné číslo sa kontroluje, či ide o číslo. V prípade, že nejde
o číslo je užívateľovi vypísané chybové hlásenie oznamujúce jeden alebo viacero
chybných údajov (chybové hlásenie nemôže jasne povedať, o ktorý chybný
vstup ide, kvôli tomu, že o prístup do aplikácie sa môže pokúšať neoprávnený
užívateľ). Ak je vstup identifikačné číslo zadaný správne, nasleduje ďalší krok.
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4. Vstupy doplnková informácia (v podobe hashu) a identifikačné číslo sú po-
rovnané s údajmi uloženými v databáze. Ak sa údaje nezhodujú, ide o chybné
prihlásenie a užívateľ je upozornený chybovým hlásením. V prípade zhody
nasleduje ďalší krok.
5. V aktuálnej situácie vieme, že užívateľ zadal správne identifikačné číslo a do-
plnkovú informáciu. Nasleduje vytvorenie hashu z prístupového hesla. Hash
prístupového hesla je porovnaný s obsahom databázy. V prípade, že sa údaje
zhodujú, ide o správne vyplnenie všetkých vstupov, a teda korektné prihláse-
nie užívateľa do aplikácie. Ak údaje nie sú zhodné, nasleduje zaznamenanie
chybného pokusu do databázy a vypísanie chybového hlásenie o neúspešnom
prihlásení (jeden alebo viacero chybných údajov).
6. Záznam o nesprávnom prihlásení sa ukladá do tabuľky „wrong loginÿ (tabuľka
je uvedená v ukážke zdrojového kódu 4.7). V prvom rade sa zistí, či v data-
báze existuje záznam pre dané identifikačné číslo a dátum, v ktorom prebehlo
nesprávne prihlásenie. V prípade, že sa záznam nenájde, nasleduje jeho vy-
tvorenie. Do položky „user idÿ je uložené identifikačné číslo, ktoré sa pokúša
o prihlásenie. Do položky „wrong login dateÿ je uložený dátum, v ktorom pre-
behol neúspešný pokus o prihlásenie. Do položky „wrong login numberÿ je
uložený pokus neúspešného prihlásenia (v danom prípade ide o vloženie jed-
notky). V prípade, že existuje záznam o danom identifikačnom čísle v daný
dátum pre užívateľa pokúšajúceho o prihlásenie, nasleduje navýšenie položky
„wrong login numberÿ o jedna. Toto navýšenie prebieha pokiaľ položka nedo-
siahne hodnotu tri. V tomto prípade je užívateľovi zaslaný e-mail, ktorý obsa-
huje oznámenie o zamedzení prístupu pre daný deň kvôli zadaniu nesprávneho
hesla (nasledujúci deň je prístup do aplikácie znovu povolený). Toto oznámenie
nemôže byť vypísané formou chybového hlásenia kvôli tomu, že potenciálny
útočník by na jeho základe mohol zistiť, že zadal správnu doplňujúcu informá-
ciu.
7. Posledný krok je mazanie tabuľky „wrong loginÿ. Nad tabuľkou sa vykonávajú
triggery spúšťajúce sa po vložení alebo menení dát v databáze (trigger je kód,
ktorý sa automaticky vykonáva pri vložení, menení alebo mazaní dát v data-
báze). Triggery vymažú všetky údaje z tabuľky „wrong loginÿ, ktoré obsahujú
položku „wrong login dateÿ, ktorá je staršia ako aktuálny dátum. Daný postup
má za cieľ zamedzenie hromadeniu zbytočných záznamov v databáze (záleží
od uhla pohľadu kvôli tomu, že pre niekoho môžu byť tieto údaje užitočné).
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4.5 Typy a práva užívateľov
Hlavným predpokladom funkčnosti vzdelávacieho systému je rozčlenenie užívateľov
do dvoch skupín. V našom prípade pôjde o rozdelenie na administrátora aplikácie
a ostatných užívateľov. Príznak užívateľa (zistenie typu prihlásenia) je získavaný
z tabuľky užívatelia z položky „administratorÿ. Daný príznak je uložený do kon-
štanty „administratorÿ, pomocou ktorej je možné bez akýchkoľvek ďalších dotazov
na databázu zistiť o aký typ užívateľa ide (príklad použitia konštanty je zobrazený
v zdrojovom kóde 4.8).
1 if(administrator == 1)
2 {




7 //ko´d vykona´vany´ pre ostatny´ch uzˇı´vatel’ov
8 }
Zdrojový kód 4.8: Rozhodnutie na základe typu užívateľa (Zdroj: vlastný)
4.5.1 Administrátor
Administrátorom aplikácie môže byť iba jeden užívateľ, v našom prípade ide o ma-
jiteľa systému, teda vyššie postaveného človeka v oblasti MLM. Majiteľ systému
nadobúda príznak administrátora a medzi jeho práva patrí:
• pozývanie užívateľov do vzdelávacieho systému (bližšie rozobraté v module
mail),
• kontaktovanie skupín užívateľov na základe rôznych kritérií (bližšie rozobraté
v module mail),
• pridávanie, upravovanie a mazanie článkov tvoriacich vzdelávací systém (bliž-
šie rozobraté v module web).
4.5.2 Užívateľ
Príznak užívateľ získava každý užívateľ, ktorého administrátor pozval do vzdeláva-
cieho systému pomocou e-mailu s pozvaním. Užívatelia, ktorých je možné pozvať do
systému, sú tvorení výhradne osobami patriacimi do skupiny administrátora. Týmto
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užívateľom je umožnené prihlásenie do aplikácie a čerpanie informácií založené na
prezeraní vzdelávacieho systému vytvoreného administrátorom.
4.6 Vytvorenie grafického designu
Design webovej aplikácie bol vytvorený pomocou aplikácie ADOBE PHOTOSHOP
CS3. Prvotný návrh komplexného grafického riešenia stránky bol postrihaný na men-
šie časti, ktoré sú použiteľné pri tvorbe webovej stránky pomocou CSS. Na základe
danej štruktúry grafického návrhu bol vytvorený HTML kód generovaný pomocou
PHP. Pri použití CSS sa vytvorilo konečné rozloženie častí grafického návrhu a vzni-
kol finálny web design.
Rozloženie designu webovej aplikácie patrí medzi dnešný štandard. Mnohí užívatelia
sú zvyknutí a spokojní s používaním zaužívaných rozložení, a preto nie je potrebné
navrhovať iné rozloženie. Nie každá osoba z cieľovej skupiny (multi level marketing)
patrí medzi skúsených užívateľov webových aplikácií a iné rozloženie prvkov stránky
by v tomto prípade mohlo byť skôr na škodu ako na úžitok.
V zobrazenom designu webovej aplikácie nie je zobrazené žiadne logo. V pries-
tore loga je zobrazený nápis „Priestor pre Vaše Logoÿ. Logo nie je použité z dô-
vodu, že každý potenciálny kupujúci vzdelávacieho systému má vlastné požiadavky
na logo. Nápis predstavuje iba jeho orientačné umiestnenie. Logo je teda jediná
súčasť grafického designu, ktorá sa mení na základe požiadaviek kupujúcich.
Grafický návrh obsahuje horizontálne (hlavné menu) a vertikálne (sekundárne menu)
menu. Pri vykresľovaní jednotlivých stránok platí, že k aktívnej položke hlavného
menu (položka je vyznačená zelenou farbou, ide o položku „Úvodÿ) prislúcha práve
jedna aktívna položka sekundárneho menu (položka je vyznačená zelenou farbou
a ide o položku „Úvodná stránkaÿ). Ostatné, neaktívne položky nie sú vyznačené
žiadnou farbou. Neaktívne položky menu sú vykreslené písmom šedej farby. Pri klik-
nutí na ľubovoľnú položku menu (hlavného alebo sekundárneho) sa daná položka
stáva aktívnou.
V pravej hornej časti rozloženia stránky sa nachádza klasický panel oznamujúci
meno práve prihláseného užívateľa. Pod menom je zobrazený „krížikÿ, ktorý slúži
ako link na odhlásenie sa z aplikácie. Umiestnenie panelu je štandardné, viditeľné
a pri opúšťaní aplikácie ľahko použiteľné.
V samotnom tele stránky sa nachádza článok s fotogalériou. Tvorbu článku má v ru-
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kách majiteľ aplikácie. Keďže je článok tvorený pomocou editoru pripomínajúceho
prostredie aplikácie Microsoft Word, nie je pre majiteľa aplikácie problém zvoliť
rôzne farebné kombinácie, ktoré majú za úlohu zvýrazniť informácie v článku, prí-
padne ho rozčleniť na viaceré časti. Pri používaní rôznych farebných kombinácií je
veľmi dôležité, aby majiteľ systému zvolil ich vhodnú koncepciu, ktorá bude tzv.
ladiť s ostatnými časťami designu. Pri zlej voľbe farieb môže nastať dezorientácia
užívateľov, a teda môžeme povedať, že aj pre danú situáciu platí, že málo je niekedy
viac. Vedľa každého článku je intuitívne zakomponovaná malá tlačiareň. Po kliknutí
na tlačiareň sa zobrazí okno vyzývajúce užívateľa k tlačeniu článku. V dnešnej dobe
je už samozrejmosťou používať odlišné CSS súbory pre tlačenie a celkový design
stránky. V našom prípade netvorí aplikácia výnimku. CSS určené pre tlač zaisťuje
skrytie všetkých častí stránky okrem článku. Produktom tlačenia je teda samotný
článok. Pod ním sa nachádza fotogaléria slúžiaca na ozvláštnenie stránky, prípadne
na tzv. podtrhnutie obsahu zobrazovaného článku. Fotografie vo väčšine prípadov
zaujmú užívateľov a zdôraznia celkový dojem, ktorý im práve zobrazená stránka
(prípadne prečítaný článok) poskytla.
Obr. 4.1: Design webovej aplikácie (Zdroj: vlastný)
41
4.7 Modul mail
Modul mail slúži administrátorovi webovej aplikácie na kontaktovanie ostatných uží-
vateľov pomocou e-mailov za účelom pozvania do webovej aplikácie alebo oboznáme-
nia istej skupiny užívateľov s konkrétnou udalosťou/ informáciou a odoslanie e-mailu
necielenej skupine užívateľov (ľubovoľní príjemci).
Adresa stránky: http://www.adresastranky.eu/mail
Základné časti modulu mail rozdelené na základe akcií v URL adresy:
• /napis-spravu (odosielanie necieleného e-mailu ľubovoľnej skupine užívateľov),
• /napis-spravu/privitanie (slúži na pozvanie užívateľov do vzdelávacieho sys-
tému),
• /napis-spravu/kontaktuj-vypis/id-vypisu (kontaktovanie užívateľov na základe
určitého kritéria).
4.7.1 E-mailový formulár
E-mailový formulár sa generuje vždy pri zadaní adresy /napis-spravu. Tento formu-
lár tvorí základ pre tvorbu mailu slúžiaceho na pozvanie do systému a kontaktovanie
užívateľov podľa daných kritérií.
Časti e-mailového formulára:
• pole slúžiace na zadanie adries príjemcov,
• pole slúžiace na zadanie predmetu e-mailu,
• text správy vo forme html e-mailu (je možné použiť formátovanie textu),
• nahrávanie príloh e-mailu.
Po odoslaní e-mailového formulára prebieha jeho nasledovná kontrola. V prvom rade
sa kontroluje vyplnenie všetkých polí a následne sa zisťuje ich správnosť. Pri zistení
nevyplneného alebo nesprávne vyplneného poľa sa formulár aj s jeho obsahom vracia
užívateľovi, pričom je prostredníctvom chybového hlásenia upozornený na výskyt
problému. V prípade, že nestala žiadna chyba, je e-mail odoslaný na adresy uvedené
v poli adries príjemcov.
4.7.2 Pozvanie do systému
Pozvanie do systému je zobrazené pri zadaní adresy /napis-spravu/privitanie. Zobra-
zený výstup užívateľa tvorí e-mailový formulár a hlásenie oznamujúce, že ide o funkciu
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pozvanie do systému. Funkcia je dostupná výhradne administrátorovi. Pomocou da-
nej funkcie je administrátor (vyššie postavený človek v oblasti MLM) schopný pozvať
členov svojej skupiny do systému. Pozvanie do vzdelávacieho systému prebieha for-
mou zaslania e-mailovej správy.
Zloženie textu správy slúžiacej na pozvanie:
• text e-mailu zadaný pomocou e-mailového formulára (ovplyvniteľné adminis-
trátorom)
• podmienky používania stránky (neovplyvniteľné administrátorom),
• prístupové údaje slúžiace na prihlásenie do systému (neovplyvniteľné adminis-
trátorom).
Administrátor systému vytvorí text, ktorým oboznamuje členov svojej skupiny s mož-
nosťou návštevy nového vzdelávacieho systému určeného práve pre nich. Cieľom
tohto textu je upútanie pozornosti na možnosť získania informácií, a teda následné
prihlásenie užívateľov. Za týmto textom nasledujú podmienky používania stránky,
ktoré upozorňujú, že prvým prihlásením do systému užívateľ súhlasí s podmienkami
a pri následnom využívaní systému ich bude rešpektovať (prístupové údaje do sys-
tému sú uvedené až za podmienkami používania, čo právne zabezpečuje oboznáme-
nie užívateľa). Následne sú vygenerované prístupové údaje do systému (pre každého
užívateľa odlišné). Tieto údaje sa nachádzajú v texte e-mailu a zároveň sú uložené
do databázy (nutné pre následné prihlásenie užívateľov). Na konci správy sa nachá-
dza link na adresu stránky, na ktorej sa umiestnený vzdelávací systém (oboznámenie
s adresou a umožnenie rýchleho prístupu na stránku vzdelávacieho systému).
4.7.3 Kontaktovanie na základe kritérií
Základ kontaktovania podľa kritérií tvorí e-mailový formulár (zadanie textu správy).
Kontaktovanie podľa kritérií je zobrazené pri zadaní URL adresy /napis-spravu/kon-
taktuj-vypis/id-vypisu. Typ daného kritéria sa odvíja od akcie „id-vypisuÿ (číslo) na-
chádzajúcej sa v URL adrese. Pri kontaktovaní podľa kritérií je o tomto fakte admi-
nistrátor informovaný pomocou hlásenia, ktoré špecifikuje dané kritérium (na základe
kritéria nastáva výber adries príjemcov). Každý MLM má rôzne požiadavky, a preto
sú podmienky kritérií vždy závislé od daného MLM.
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4.8 Modul web
Modul web slúži na vytváranie a zobrazovanie webovej prezentácie. Používanie mo-
dulu je rozdelené podľa typov užívateľov. Úlohou administrátora (jediný užívateľ,
ktorý má práva na zásah do obsahu) je vytváranie a správa webovej prezentácie.
Ostatným užívateľom je povolené prezeranie prezentácie (vzdelávacieho systému)
vytvorenej administrátorom.
4.8.1 Tabuľková štruktúra prezentácie v MySQL
Nasledujúci obrázok zobrazuje tabuľky potrebné k tvorbe webovej prezentácie a väzby
medzi nimi. Tabuľková schéma je vytvorená pomocou návrhového zobrazenia phpMy-
Admin verzie 3.3.3.
Obr. 4.2: Tabuľková štruktúra webovej prezentácie v MySQL (Zdroj: [7])
Základné predpoklady
Medzi základné predpoklady patrí fakt, že aplikácia má iba jedného užívateľa, kto-
rému je umožnené tvoriť webové stránky (majiteľ aplikácie). Z toho vyplýva, že nie je
nutné rozlišovať kto pridával dané stránky. Užívateľ môže vytvoriť niekoľko položiek
hlavného menu, ktoré tvoria základnú navigáciu stránkou. Pod každú položku hlav-
ného menu patrí istý počet položiek sekundárneho menu. V každej položke sekun-
dárneho menu sa môže nachádzať maximálne jeden článok s obsahom prislúchajúcim
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k danej položke. Ku každému článku (položke sekundárneho menu) je možné prideliť
práve jednu fotogalériu. Fotogaléria môže obsahovať ľubovoľný počet fotografií.
Tabuľka Horné položky
Tabuľka „horne polozkyÿ obsahuje záznamy potrebné na správu a manipuláciu s hlav-
ným menu. Ide o horizontálne menu nachádzajúce sa v hornej časti stránky. Ma-
ximálny počet položiek hlavného menu, ktoré umožňuje zobraziť grafický návrh, je
osem. Na identifikáciu každého záznamu v tabuľke (primárny kľúč) slúži položka
„id horna polozkaÿ. Užívateľ však môže v priebehu času vytvoriť viac ako osem
položiek horného menu, a preto je vhodné ponechať rezervu v návrhu databázy
(predpokladá sa, že kupujúci bude aplikáciu používať po dobu pôsobenia v multi
level marketingu). Položka „nazovÿ obsahuje názov položiek, ktoré sa vykresľujú
v hlavnom menu. Názov položky musí obsahovať text, ktorý nemôže prekročiť dĺžku
tridsať znakov. Na základe faktu, že v databáze sa nemôžeme spoliehať na poradie,
v ktorom sú záznamy uložené, je nutné udržiavať údaj o tom, v ako poradí sa položky
vykreslia v hlavnom menu. Položka „poradieÿ určuje vykreslenia menu z ľavej strany
do pravej, pričom položka s najnižším poradím sa nachádza na ľavej strane. Položka
stanovujúca poradie nie je dôležitá len kvôli tomu, že sa nemôžeme spoľahnúť na po-
radie uloženia dát v databáze, ale aj kvôli možnému rozhodnutiu užívateľa zmeniť
poradie položiek podľa vlastnej potreby. Položky, ktoré vytvorí užívateľ (majiteľ apli-
kácie) pri tvorbe prezentácie, sa môžu, ale zároveň nemusia zobrazovať v momente
vytvorenia ostatným užívateľom. Je veľmi pravdepodobné a zároveň aj štandardné,
že majiteľ aplikácie najprv vytvorí celú sekciu (k položke hlavného menu pridelí
položky bočného menu, ktorým pridelí články) a pri dosiahnutí požadovaného ob-
sahu ju zverejní ostatným užívateľom. Na kontrolu toho, či sa položka horného menu
zobrazuje, alebo nezobrazuje, slúži položka „aktivna horneÿ. V prípade, že položka
„aktivna horneÿ obsahuje jednotku, nastane zobrazenie položky hlavného menu uží-
vateľom, v opačnom prípade sa položka nezobrazuje.
Tabuľka Bočné položky
Tabuľka „bocne polozkyÿ obsahuje záznamy potrebné na správu položiek sekundár-
neho menu a článkov, ktoré k nim patria. Sekundárne menu prislúcha vždy práve jed-
nej položke hlavného menu. Na previazanie položiek nachádzajúcich sa v sekundár-
nom s položkami hlavného menu slúži položka „id horna polozkaÿ, ktorá je cudzím
kľúčom viazaným na tabuľku „horne polozkyÿ. Položka slúžiaca na identifikáciu kaž-
dého záznamu v tabuľke (primárny kľúč) má názov „id polozky bocnaÿ. Grafický ná-
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vrh nestanovuje žiadne obmedzenie počtu položiek sekundárneho menu, a preto je
počet položiek obmedzený iba na základe návrhu položky „id bocna polozkaÿ. Kaž-
dej položke sekundárneho menu prislúcha názov, ktorý musí obsahovať text nepre-
sahujúci tridsať znakov. Podobne ako v tabuľke „horne polozkyÿ obsahuje tabuľka
„bocne polozkyÿ položku „poradieÿ, ktorá v tom prípade stanovuje vykreslenie po-
ložiek vo vertikálnom menu. Položka s najnižším poradím je vykreslená najvyššie.
Položka „nazov clankuÿ obsahuje názov samotného článku, ktorý prislúcha k po-
ložke sekundárneho menu. Názov musí obsahovať text, ktorý nemôže presiahnuť
255 znakov. Položka „obsahÿ zahŕňa samotný obsah článku (telo článku), ktoré sa
zobrazuje pod nadpisom článku. Pri vytvorení alebo zmene článku sa ukladá dá-
tum poslednej zmeny do položky „datum upravyÿ. Dátum poslednej úpravy má
za úlohu informovať užívateľov o aktuálnosti daného článku. Aj v prípade tabuľky
„bocne polozkyÿ má majiteľ aplikácie na výber, či sa položka bočného menu (zahŕňa
aj článok prislúchajúci k danej položke) zobrazí užívateľom alebo nie. O zobrazení
rozhoduje položka „aktiva bocneÿ.
Tabuľka Fotogaléria
Tabuľka „fotogaleriaÿ obsahuje záznamy potrebné na správu a vykreslenie foto-
galérií. Každý článok prislúchajúci k položke sekundárneho menu môže, ale ne-
musí obsahovať fotogalériu (rozhodnutie záleží na majiteľovi systému). Na previa-
zanie záznamov v tabuľke „fotogaleriaÿ s tabuľkou „bocne polozkyÿ slúži položka
„id bocna polozkaÿ, ktorá je cudzím kľúčom. Na identifikáciu každého záznamu v ta-
buľke „fotogaleriaÿ slúži položka „id fotkyÿ (primárny kľuč tabuľky). Každá foto-
grafia pridávaná k jednotlivej fotogalérii môže, ale nemusí obsahovať popis obsahu
fotografie. Na prípadný popis fotografie slúži položka „popisÿ, ktorá musí obsahovať
text s maximálnou dĺžkou 255 znakov. Pre vykreslenie fotografie je nutné poznať
miesto, kde sa fotografia fyzicky nachádza. Na určenie fyzického umiestnenia slúži
položka „cestaÿ.
4.8.2 Administrátorské rozhranie
Ako už bolo v predchádzajúcej časti spomínané, administrátor systému je jediná
osoba, ktorá môže tvoriť a upravovať webovú prezentáciu (vzdelávací systém). V na-
sledujúcej časti rozčlením a popíšem jednotlivé funkcie dostupné pre administrátora.
Adresa stránky: http://www.adresastranky.eu/web/tvorba-stranok
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Rozčlenenie funkcií na základe akcií v URL adrese:
• /prehlad-stranok/ (vykreslenie prehľadu stránok),
• /pridat-polozku/ (pridanie položky hlavného menu),
• /nova-stranka/id-hornej-polozky (pridanie položky sekundárneho menu),
• /odobrat-stranku/id-bocnej-polozky (odstránenie položky sekundárneho menu),
• /odobrat-polozku/id-hornej-polozky (odstránenie položky hlavného menu),
• /vymenit-polozku/typ-polozky/smer/id-polozky (výmena poradia položiek hlav-
ného a sekundárneho menu),
• /aktivuj-polozku/id-hornej-polozky/aktivacia (aktivácia a deaktivácia položky
hlavného menu),
• /aktivuj-stranku/id-bocnej-polozky/aktivacia (aktivácia a deaktivácia položky
sekundárneho menu).
Pridávanie položky hlavného menu
Majiteľ systému môže vytvoriť ľubovoľný počet položiek hlavného menu, pričom ma-
ximálny počet aktívnych (položky, ktoré sa zobrazujú užívateľom) je osem. Majiteľ
ich vytvára na základe formulára s jedným vstupom a odosielacím tlačidlom. Vstup
formulára je názov položky. Po odoslaní nasleduje spracovanie položky. V prvom
rade sa skontroluje, či obsahuje znaky spadajúce do povolenej množiny (ochrana voči
XSS a SQL injection), následne sa zistí, či položka s rovnakým názvom už nefiguruje
v záznamoch tabuľky obsahujúcej položky hlavného menu a či spĺňa obmedzenie
rozsahu. Pri splnení podmienok sa položka hlavného menu ukladá do databázy.
Jej poradie je navýšené o jedna od maximálneho zisteného poradia (zabezpečuje,
že položka sa vykreslí ako posledná), aktivita položky je stanovená na nulu, z čoho
vyplýva, že sa nezobrazuje užívateľom (nemôže sa zobraziť, lebo pod sebou nemá
vytvorené žiadne položky sekundárneho menu a teda ani články, ktoré môžu uží-
vatelia vzhliadnuť). Po vytvorení záznamu je možné pod práve vytvorenú položku
hlavného menu pridávať položky sekundárneho menu, obsahujúce články. Položka
je zobrazená šedým textom kurzívou, aby bolo majiteľovi systému na prvý pohľad
jasné, že daná položka nie je aktívna.
Vykreslenie prehľadu stránok
Funkcia slúži na vykreslenie prehľadnej navigácie tvorbou webovej prezentácie pre
administrátorské rozhranie. Funkcia zahŕňa vykreslenie položiek hlavného menu,
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sekundárneho menu, formulára na zadávanie novej položky hlavného menu a vykres-
ľuje navigačné prvky riadiace celé administrátorské rozhranie (obrázky symbolizu-
júce úpravu, mazanie, aktiváciu, deaktiváciu, vytvorenie novej položky sekundár-
neho menu a šípky slúžiace na výmenu položiek). Nasledujúci obrázok zobrazuje
rozloženie jednotlivých prvkov v administrátorskom rozhraní.
Obr. 4.3: Tvorba webovej prezentácie (Zdroj: vlastný)
Pridávanie položky sekundárneho menu
Pridanie položky patriacej pod sekundárneho menu je umožnené pomocou kliknutia
na navigačný prvok „+ÿ (viď obrázok 4.3). Po kliknutí sa otvorí formulár obsahu-
júci vstupy na zadanie názvu položky sekundárneho menu, nadpisu článku, textovú
oblasť na vytvorenie tela článku a možnosť priložiť fotografie s popismi. Telo článku
je vytvárané pomocou javascriptového wysiwyg editoru TinyMCE, ktorý umožňuje
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majiteľovi aplikácie s jednoduchosťou vytvoriť požadovaný obsah (veľkosť písma,
font, farba, rozloženie textu a podobne). Pod textovou oblasťou sa nachádza pries-
tor určený na nahrávanie fotografií. Majiteľ určuje cestu k obrázku na jeho disku
pomocou klasického tlačidla „prechádzaťÿ. Pri každej fotografii sa nachádza možnosť
vytvoriť jej popis, ktorý majiteľ môže, ale nemusí využiť. Na odoslanie formulára sú
dve možnosti a to „Uložiť a aktivovaťÿ a „Uložiť ako rozpísanýÿ. V prípade zvolenia
uložiť a aktivovať sa článok môže zobrazovať užívateľom (pokiaľ je aktívna položka
hlavného menu, pod ktorú spadá). V prípade voľby uložiť ako rozpísaný sa článok
užívateľom nezobrazuje a je možné kedykoľvek ho znovu otvoriť, upraviť a následne
uložiť a aktivovať. Obe možnosti odosielajú formulár na jeho spracovanie a následnú
kontrolu. Všetky vstupy obsahujúce text sú kontrolované na povolené znaky, aby
nedošlo k ohrozeniu bezpečnosti aplikácie. Pri vstupe názov položky sekundárneho
menu sa kontroluje, či už neexistuje záznam so zhodným názvom, a kontroluje sa jeho
dĺžka. Pri nahrávaní fotografií sa zisťuje, či ide o fotografiu (ochrana pred nahráva-
ním iných typov súborov) a či jej veľkosť nepresahuje 2 MB (megabajt). V prípade,
že by sa nekontrolovala veľkosť fotografie, je možné tzv. zhodiť (vyradiť z prevádzky)
celý server, na ktorom je aplikácia prevádzkovaná. Rozmery fotografie sú následne
zmenené tak, aby „sadliÿ do grafického návrhu fotogalérie. V prípade správnosti
všetkých overení je položka sekundárneho menu spolu s článkom uložená do da-
tabázy. V opačnom prípade sa všetky vstupy formulára znovu zobrazia majiteľovi
a prostredníctvom chybového hlásenia je oboznámený, prečo sa článok nepodarilo
uložiť. Majiteľ následne upraví vstupy a článok úspešne uloží. [6]
Odstraňovanie položiek hlavného menu
Položku hlavného menu je možné kedykoľvek odstrániť. Odstránenie položky je vo-
lané na základe nasledovných akcií v URL /odobrat-polozku/id-hornej-polozky, kde
„id-hornej-polozkyÿ je identifikačné čislo prislúchajúce k danej položke hlavného
menu. V prípade odstránenia položky hlavného menu nastane odstránenie všetkých
položiek sekundárneho menu a článkov, ktoré prislúchajú k danej položke hlavného
menu. Administrátor je o svojom konaní upozornený hlásením o dôsledkoch maza-
nia, ktoré je možné buď potvrdiť a položky natrvalo odstrániť, alebo zrušiť, a tým
pádom položky ponechať.
Odstraňovanie položiek sekundárneho menu
Tak isto ako položku hlavného menu je možné kedykoľvek odstrániť aj položku
sekundárneho menu. Odstránenie položky sekundárneho menu je volané na základe
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nasledovných akcií v URL /odobrat-stranku/id-bocnej-polozky, kde „id-bocnej-polozkyÿ
je identifikačné číslo prislúchajúce k danej položke sekundárneho menu. Pri odstrá-
není položky sekundárneho menu nastáva odstránenie článku a fotogalérie k nej prislú-
chajúcej. Administrátor je o svojom konaní upozornený hlásením o dôsledkoch ma-
zania, ktoré je možné buď potvrdiť a položky natrvalo odstrániť, alebo zrušiť, a tým
pádom položky ponechať.
Aktivácia a deaktivácia položiek sekundárneho menu
Funkcia slúžiaca na aktiváciu a deaktiváciu položiek sekundárneho menu je volaná
na základe týchto URL akcií: /aktivuj-stranku/id-bocnej-polozky/aktivacia. Vstup
funkcie tvorí identifikačné číslo položky sekundárneho menu (položka, ktorá bude
aktivovaná/ deaktivovaná) a typ aktivácie. Ako typ aktivácie sa rozumieme 0 alebo
1. Jednotka znamená aktiváciu položky a nula znamená jej deaktiváciu. Prostredníc-
tvom nasledovnej ukážky zdrojového kódu zobrazím postup aktivácie/ deaktivácie
závislej od vstupov funkcie.
1 function aktivuj_stranku($id_polozky, $akcia)
2 {
3 // overenie spra´vnosti vstupu (zadane´ cˇı´slo)
4 if (($id_polozky!=””)&&(is_numeric($id_polozky)))
5 {
6 // zistenie zadania aktiva´cie, alebo deaktiva´cie
7 if (($akcia==1)||($akcia==0))
8 {
9 // zistenie, cˇi dana´ polozˇka existuje
10 $query = ”SELECT poradie, id_horna_polozka
11                   FROM bocne_polozky




16 list($poradie, $id_hornej) = mysql_fetch_array($result);
17
18 // zistenie, cˇi nejde o nepresuvnu´ polozˇku
19 if ($poradie!==0)
20 {
21 // zmena aktivity polozˇky
22 $query = ”UPDATE bocne_polozky SET
23           aktivna_bocne = \””.$akcia.”\” WHERE












35 // u´spesˇna´ deaktiva´cia polozˇky sekunda´rneho menu
36 echo uspechova_hlaska(success_deaktivacia_bocna);
37
38 // zistı´m, cˇi existuje aktı´vna polozˇka
39 $query = ”SELECT aktivna_bocne FROM bocne_polozky
40                         WHERE aktivna_bocne = 1
41                         id_horna_polozka








50 // nenasˇla sa aktı´vna polozˇka, a preto musı´m
51 // deaktivovat prı´slusˇnu´ polozˇku hlavne´ho menu
52 $query = ”UPDATE horne_polozky
53                 SET aktivna_horne = 0































Zdrojový kód 4.9: Postup aktivácie a deaktivácie položiek sekundárneho menu
(Zdroj: vlastný)
Aktivácia a deaktivácia položiek hlavného menu
Funkcia slúžiaca na aktiváciu a deaktiváciu položiek hlavného menu je volaná na zá-
klade týchto URL akcií: /aktivuj-polozku/id-hornej-polozky/aktivacia. Vstup funkcie
tvorí identifikačné číslo položky hlavného menu (položka, ktorá bude aktivovaná/
deaktivovaná) a typ aktivácie. Ako typ aktivácie sa rozumieme 0 alebo 1. Jednotka
znamená aktiváciu položky a nula znamená jej deaktiváciu, takisto ako pri akti-
vovaní a deaktivovaní položiek sekundárneho menu. Položka hlavného menu môže
byť aktivovaná iba v prípade, že pod ňou existuje aktívna položka sekundárneho
menu, v opačnom prípade k aktivácii nedôjde. Ak administrátor deaktivuje po-
ložku hlavného menu, nastane deaktivovanie všetkých položiek sekundárneho menu,
ktoré pod ňu prislúchajú. Pri aktivácii a deaktivácii je samozrejmosťou hlásenie
oznamujúce, čo sa administrátor chystá vykonať. Potvrdením sa jeho akcia vykoná,
v opačnom prípade sa zmena nevykoná.
Výmena poradia položiek
Výmena položiek hlavného a sekundárneho menu prebieha prostredníctvom intu-
itívneho stlačenia šípky smerujúcej nahor alebo nadol. Na základe stlačenej šípky
nasleduje výmena poradia. Položka „Úvodÿ patriaca do hlavného menu nemôže byť
ovplyvnená výmenou poradia (položka „Úvodÿ je prvá položka, ktorá sa zobra-
zuje užívateľom), teda pri danej položke sa nenachádzajú šípky, pomocou ktorých
by mohla byť zmena vykonaná. Ostatné položky hlavného menu môžu byť medzi
sebou vymieňané okrem poslednej. Pozícia poslednej položky môže byť zmenená
iba smerom nahor (pri poslednej položke nie je zobrazená šípka smerujúca nadol).
Pri položke „Úvodná stránkaÿ patriacej do sekundárneho menu tak isto ako pri po-
ložke „Úvodÿ, patriacej do hlavného menu, nemôže nastať zmena poradia. Ostatné
položky sekundárneho menu môžu byť medzi sebou ľubovoľne menené, pričom po-
radie prvej položky prislúchajúcej k danej položke hlavného menu nemôže nadobud-
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núť menšiu hodnotu, akú v súčasnosti obsahuje (pri prvej položke nie je vykreslená
šípka smerujúca nahor). V prípade, že ide o osamotenú položku sekundárneho menu,
nemôže nastať jej výmena smerom nahor ani nadol (je to jediná položka, ktorá prislú-
cha k danej položke hlavnému menu). Tak isto ako pri poslednej položke hlavného
menu nemôže byť ani pri poslednej položke sekundárneho menu vykreslená šípka
nadol, ktorá umožňuje meniť poradie.
4.8.3 Užívateľské rozhranie
Medzi hlavné práva užívateľa patrí prezeranie prezentácie vytvorenej administrá-
torom aplikácie. Užívateľ nemôže žiadnym spôsobom zasahovať do obsahu stránky,




Vstupom funkcie slúžiacej na vykreslenie stránky pre užívateľa je identifikačné číslo
položky sekundárneho menu („id bocna polozkaÿ). Funkcia postupne overuje údaje
a pri splnení všetkých podmienok vykreslí samotnú stránku. V prvom rade funkcia
overí, či je vstupný parameter zadaný a či ide o číselnú hodnotu. Po overení týchto
údajov nasleduje dotaz na databázu, ktorý zistí informácie o požadovanej položke
sekundárneho menu. Na základe zistených údajov nasleduje ďalší dotaz, ktorý zistí
aktivitu položky hlavného menu, ku ktorému táto položka prislúcha. V prípade
aktivity položky hlavného aj sekundárneho menu nastane vykreslenie požadovanej
stránky na základe vstupného parametra (vykreslenie článku spoločne s fotogalériou
v prípade, že k článku je pridelená fotogaléria). V nasledujúcej ukážke zdrojového
kódu znázorním overenie požadovanej stránky pred jej samotným vykreslením.
1 function zobraz_stranku($id_bocnej)
2 {
3 // zistenie, cˇi je vstupna´ hodnota zadana´ a je cˇı´slo
4 if (($id_bocnej!=””)&&(is_numeric($id_bocnej)))
5 {
6 $id_bocnej = mysql_real_escape_string($id_bocnej);
7
8 // zistenie hodnoˆt pozˇadovanej polozˇky vstupu
9 $query = ”SELECT id_horna_polozka, poradie, nazov,
10                 aktivna_bocne, nazov_clanku, obsah,
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11                 DATE_FORMAT(datum_upravy, ’%e.%m.%Y’)
12                 AS datum_upravy
13                 FROM bocne_polozky
14                 WHERE id_bocna_polozka = \””.$id_bocnej.”\”;”;
15
16 if ($result = mysql_query($query))
17 {
18 // dana´ polozˇka existuje - nasˇiel sa pra´ve jeden za´znam
19 if (mysql_num_rows($result)==1)
20 {
21 // ulozˇenie obsahu dotazu do premenny´ch
22 list ($id_hornej, $poradie, $nazov_polozky,
23 $aktivna, $nazov_clanku, $obsah,
24 $datum_upravy) = mysql_fetch_array($result);
25
26 // zistenie aktivity polozˇky hlavne´ho menu
27 $query_horna_polozka = mysql_query
28 (”Select aktivna_horne from horne_polozky
29           where id_horna_polozka = \””.$id_hornej.”\”
30           and aktivna_horne = 1;”);
31
32 // polozˇka hlavne´ho menu je aktı´vna a tak isto je
33 // aktı´vna aj polozˇka skunda´rneho menu
34 if ((mysql_num_rows($query_horna_polozka) == 1)
35 and ($aktivna == 1))
36 {
37 // V tejto cˇasti ko´du prebieha vykreslenie



























Zdrojový kód 4.10: Overenie parametra potrebného na vykreslenie stránky (Zdroj:
vlastný)
4.9 Ekonomické zhodnotenie navrhovaného rieše-
nia
Každý projekt so sebou prináša väčšie či menšie náklady, riziká a samozrejme
aj prínosy. Rozoberaný projekt tvorby webovej prezentácie netvorí žiadnu výnimku.
V nasledujúcej kapitole sa zameriam na stanovenie jednotlivých nákladov potreb-
ných na vytvorenie projektu a stanovím dobu návratnosti projektu závislú od počtu
ponúknutých a predaných kusov webovej aplikácie potenciálnym kupujúcim.
4.9.1 Náklady
Vzhľadom na fakt, že projekt za cieľovú skupinu považuje MLM (multi level marke-
ting), je nutné uvedomiť si, že každý MLM je odlišný od ostatných. Základnú kon-
cepciu projektu tvorí tvorba webovej prezentácie. Tvorba webu je pre každý jeden
MLM rovnaká. Odlišnosť vzniká v získavaní dát o užívateľoch, ktorí môžu systém
využívať. Cieľové dáta môžu byť napríklad čerpané z textového súboru, webovej
stránky, dokumentov aplikácie Microsoft Excel a podobne. Preto je nutné rozdeliť
projektové náklady na dve skupiny, a to na náklady potrebné na vytvorenie aplikácie
pre tvorbu webovej prezentácie a náklady potrebné na prechod (resp. vstup na nový
trh) medzi jednotlivými MLM.
Pri načrtnutí jednotlivých nákladov na projekt budem zohľadňovať stav, ktorý je
podľa môjho názoru ideálny. Môj rozbor sa v niekoľkých bodoch môže líšiť od reál-
neho postupu, ktorý bol zvolený a akým projekt vznikal.
Náklady potrebné na vytvorenie aplikácie
Medzi náklady na vytvorenie aplikácie radím náklady potrebné na programovanie
časti aplikácie, ktorá má za úlohu vytvárať webovú prezentáciu. V prípade globál-
neho pohľadu ide o osemdesiat percentnú časť projektu. Daný percentuálny pomer
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tvorí iba priemerný odhad, ktorý sa pomerovo môže líšiť pri jednotlivých MLM.
Postup tvorby projektu:
1. Návrh a dokumentácie projektu.
2. Tvorba grafického návrhu aplikácie a jej prevedenie do finálnej verzie.
3. Tvorba aplikácie na základe vytvorenej dokumentácie.
4. Testovanie aplikácie a jej prípadná úprava.
Nižšie uvedená tabuľka zobrazuje peňažné vyjadrenie nákladov potrebných na dané
časti projektu. Predpokladá sa, že návrh projektu bol zostavený interným pracov-
níkom firmy a samotná tvorba aplikácie bolo vykonávaná externe. Medzi externých
pracovníkov patria študenti, ktorých finančné ohodnotenie sa nevyrovnáva finač-
nému ohodnoteniu interných pracovníkov firmy. Testovanie bolo prevedené interným
pracovníkom firmy a jej úprava realizovaná externe (pri tvorbe aplikácií sa v drvivej
väčšine prípadov stretávame s nedostatkami, ktoré je potrebné upraviť).
Tab. 4.1: Náklady potrebné na vytvorenie aplikácie (Zdroj: vlastný)
Popis jednotlivých nákladov Náklady v KČ
Návrh a dokumentácia projektu 10 000
Tvorba grafického designu 6 000
Tvorba aplikácie (práca programátora) 15 000
Testovanie a úprava aplikácie 5 000
SPOLU 36 000
Náklady potrebné na úpravu aplikácie pri vstupe do nového MLM
Ako už bolo spomenuté pri rozdeľovaní nákladov, tak všetky MLM sú viac či me-
nej odlišné. Pre získanie dát zahŕňajúcich množinu užívateľov, ktorí môžu systém
používať, je nutné upraviť časť kódu, ktorá má na starosti získavanie dát. Veľkosť po-
žadovanej úpravy sa samozrejme líši nielen od MLM, ale aj od formy uloženia dát.
Nasledujúca tabuľka poukazuje na priemerné náklady potrebné na úpravu zdro-
jového kódu pri prechode na nový MLM. Predpokladám, že úpravou je poverený
externý zamestnanec (študent), jeho úpravu kontroluje interný zamestnanec a prí-
padná úprava je zrealizovaná externým zamestnancom.
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Tab. 4.2: Náklady potrebné na úpravu aplikácie pri vstupe do nového MLM (Zdroj:
vlastný)
Popis jednotlivých nákladov Náklady v KČ
Úprava časti zdrojového kódu 3 000
Testovanie a úprava zmenej časti aplikácie 2 000
SPOLU 5 000
Mesačné náklady
Každá webová prezentácia alebo aplikácia, ktorá je dostupná užívateľom, musí mať
webhosting (umiestnenie stránky alebo aplikácie na web). V prípade, že na umiest-
nenie rozoberaného projektu bude použitý externý webhosting, činia náklady 0 KČ
(webhosting je platený kupujúcim aplikácie). Medzi služby ponúkané spoločnosťou
Your Ideas, s.r.o. však patrí aj webhosting. Služba webhosting sa ponúka výhradne
na produkty, ktoré pochádzajú z vlastnej tvorby spoločnosti. Pri ponúkaní webhos-
tingu je nutné vlastniť server alebo virtuálny server (virtuálna časť reálneho servera).
Spoločnosť Your Ideas, s.r.o. disponuje vlastným serverom. Pre správny chod ser-
vera je nutná špeciálna miestnosť so stálou teplotou, stálym pripojením k internetu,
náhradným generátorom v prípade výpadku prúdu a podobne. Dané služby sú zahr-
nuté pod pojmom „ServerHostingÿ. Your Ideas, s.r.o. poberá službu od spoločnosti
Savvy, s.r.o. , pričom ide konkrétne o PROFI - ServerHosting s mesačnou platbou
2 190 KČ bez DPH. [8]
Cena webhostingu pre jeden kus webovej aplikácie rozoberanej v bakalárskej práci
činí 50 KČ bez DPH (príjem spoločnosti Your Ideas, s.r.o.). V prípade, že daná
aplikácia patrí medzi jediné príjmy, je potrebné predať a zároveň poskytnúť webhos-
ting štyridsiatim štyrom webovým aplikáciám. Pri tomto počte sa mesačné náklady
dostávajú na nulu a spoločnosť dosahuje zisk o veľkosti 10 KČ (zisk z webhostingu).
Vo vyššie uvedenom prípade rátam s tým, že spoločnosť neposkytuje iné webhos-
tingové služby. Toto tvrdenie v skutočnosti nie je reálne a slúžilo iba ako ilustrácia
k zobrazeniu mesačných nákladov (spoločnosť poskytuje viaceré služby, z ktorých
hradí svoje mesačné náklady).
4.9.2 Návratnosť projektu
Náklady potrebné na vytvorenie funkčnej aplikácie, ktorá je pripravená na predaj
potenciálnym zákazníkom, činia 36 000 KČ bez DPH.
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Ďalšia otázka znie, kto bude produkt ponúkať a predávať. Odpoveďou je zamestnanie
pracovníka, ktorý bude poverený predajom. Jeho finančné ohodnotenie môže byť
stanovené dvomi spôsobmi - a to stály plat (bez ohľadu na to, koľko kusov aplikácie
predá), alebo odmeňovanie za počty predaných kusov. Obe možnosti majú svoje
výhody a svoje nevýhody, výber správnej záleží od dopytu po danom produkte.
Pre predaj rozoberanej aplikácie bolo zvolené odmeňovanie od počtu predaných
kusov, pričom za každý predaný kus je poskytnutá odmena vo výške 2 000 KČ.
Cena aplikácie bola stanovená na 12 000 KČ bez DPH, pričom 10 000 KČ tvorí
príjem spoločnosti a 2 000 KČ odmenu pracovníka, ktorý produkt predal. Keďže ná-
klady na tvorbu projektu činia 36 000 KČ je nutné predať štyri kusy aplikácie,
aby nastalo ich pokrytie. Predaj každého ďalšieho kusu činí čistý zisk spoločnosti
vo výške 10 000 KČ bez DPH.
Pomer predajnosti (predané kusy v pomere s ponúknutými) odhadujem na polovicu,
z čoho vyplýva, že pri ponúknutí aplikácie ôsmim potenciálnym zákazníkom nastane
nákup štyroch kusov. Oslovenie ôsmich zákazníkov je zvládnuteľné v časovom hori-
zonte jedného mesiaca, pričom táto doba je rovná dobe návratnosti projektu.
4.9.3 Predpokladané prínosy z budúceho predaja
MLM je v súčasnosti značne rozšírená forma podnikania, a preto počet potenciál-
nych kupujúcich webovej aplikácie každým dňom stúpa. Z prieskumu spoločnosti
Your Ideas, s.r.o. vyplýva, že v danej verzii webovej aplikácie (pripravená pre kon-
krétny typ MLM) existuje na území Slovenskej a Českej republiky 300 potenciál-
nych kupujúcich. Pri znalosti vyššie spomínaného pomeru predajnosti (polovičná
úspešnosť), ktorý vychádza zo skúseností so súčasným predajom aplikácie spoloč-
nosťou Your Ideas, s.r.o., môžeme usudzovať, že počet oslovených potenciálnych
kupujúcich, ktorí sa rozhodnú pre kúpu softwaru, bude činiť 150 jedincov. Pri sta-
novenej cene 10 000 KČ bez DPH teda môže budúci zisk spoločnosti nadobudnúť
hodnotu 1 500 000 KČ. Dobu, za ktorú je teoreticky možné stretnutie s 300 jedincami
z oblasti MLM, som odhadol na dva roky. V priemere vychádza oslovenie jedného
človeka na dva pracovné dni. Tento odhad je založený na efektívne plánovaných
stretnutiach s jednotlivými potenciálnymi klientmi (v opačnom prípade by oslovenie
daného počtu ľudí nebolo reálne). Na základe uvedených faktov si dovoľujem tvrdiť,
že spoločnosť Your Ideas, s.r.o. môže v priebehu roku dosiahnuť zisk 750 000 KČ.
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ZÁVER
V rámci spracovania bakalárskej práce som sa spoločne s Your Ideas, s.r.o. podieľal
na vytváraní projektu vzdelávacieho systému vo forme webovej aplikácie. Daný pro-
jekt je aplikovateľný na ľubovoľný MLM, obsahuje teda veľkú časť potenciálneho
trhu.
Ako som poukázal v ekonomickom zhodnotení, má daný projekt perspektívu zarobiť
750 000 KČ v priebehu jedného roku, čím spoločnosť získa finančné prostriedky
pre svoj ďalší rozvoj.
Pri sledovaní doposiaľ predaných webových aplikácií (konkrétny prípad) bola za-
znamenaná návštevnosť 64 hodín čistého času stráveného užívateľmi v časovom ho-
rizonte jedného mesiaca. Strávený čas bol zaznamenaný z opakovaných návštev 30
užívateľov (užívatelia, ktorí zaznamenali vysokú mieru záujmu o systém). Z toho vy-
plýva, že kupujúci systémom teoreticky ušetril a získal 64 hodín svojho času (mô-
žeme povedať, že týmto časom nahradil istý počet hodín, ktoré by inak musel stráviť
osobne s členmi svojej skupiny). Tento čas môže použiť na iné aktivity, a teda za-
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