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Summary 
Art. 8.3 in Directive 2001/29/EC of the European Parliament and of the 
Council of 22 May 2001 on the harmonisation of certain aspects of copy-
right and related rights in the information society decrees that Member 
States shall ensure that rightholders are in a position to apply for an injunc-
tion against intermediaries whose services are used by a third party to in-
fringe a copyright. In case C-314/12 UPC Telekabel the European Court of 
Justice judged that internet service providers are intermediaries. The Court 
also stated that the mere supply of internet connections is sufficient for an 
injunction to in principle be available to a rightholder against direct infring-
ers. A recent topic of discussion is whether this possibility is also available 
when the target of the injunction is an indirect infringer.  
 
Art. 8.3 in the directive has been implemented through 53 b § in the Swe-
dish copyright act (SFS 1960:729) which states that an injunction may be is-
sued against the person who commits or participates in an action that consti-
tutes copyright infringement. The provision in question used to require that 
intermediaries objectively participated according to criminal law in such an 
infringement. Objective participation was not enough for liability to come 
into question for internet service providers, however. The Swedish legislator 
expressed that they had to do “something more” in order to be liable. This 
connected to legal principle in Sweden which can be described as a safe har-
bour. 
 
As a result, 53 b § has recently been amended by a Swedish court ruling 
which emphasized the primacy of EU law and the secondary nature of na-
tional law. Amongst other things, the court considered the requirement of li-
ability in Swedish law as incompatible with the requirements set out in EU 
law. As a result, an internet service provider was issued an injunction to 
block access to two well-known websites that unlawfully provide access to 
protected works for the first time. 
 
In addition to when a rightholder may apply for an injunction, the European 
Court of Justice has given the fundamental rights in the Charter of the fun-
damental rights of the European Union a pivotal role in whether an injunc-
tion may be issued or not. The possibility of an injunction entails a conflict 
between the rightholders’ right to property, the internet service providers’ 
freedom to conduct a business and internet users’ freedom of expression and 
information. At present, it is not clear how these fundamental rights ought to 
be weighed against each other. What is clear, however, is that an injunction 
must strike a fair balance between the essential content of any fundamental 
right that is affected by an injunction to be acceptable. In this paper, it is ar-
gued that the injunctions’ effectiveness to deter copyright infringements 
should affect whether or not there is an acceptable limitation of the internet 
service providers’ freedom to conduct a business. 
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Sammanfattning 
Rättighetsinnehavare ska enligt art. 8.3 i Europaparlamentets och rådets di-
rektiv 2001/29/EG av den 22 maj 2001 om harmonisering av vissa aspekter 
av upphovsrätt och närstående rättigheter i informationssamhället ha möjlig-
het att begära ett föreläggande mot en mellanhand vars tjänster utnyttjas av 
tredje part för att göra intrång. I mål C-314/12 UPC Telekabel har EU-dom-
stolen slagit fast att internetleverantörer är mellanhänder och att det räcker att 
leverantörerna endast tillhandahåller internetaccess för att ett föreläggande i 
princip ska vara möjligt att utverka för en rättighetsinnehavare. Det är på se-
nare tid omdiskuterat huruvida denna möjlighet även gäller när föremålet för 
föreläggandet är en indirekt intrångsgörare. 
 
Den aktuella artikeln har implementerats i Sverige genom 53 b § i lagen 
(1960:729) om upphovsrätt till litterära och konstnärliga verk som stadgar att 
ett vitesföreläggande får meddelas mot den som vidtar eller medverkar till en 
åtgärd som innebär intrång. 53 b § har länge uppställt ett krav på att en inter-
netleverantör objektivt medverkat till ett intrång i straffrättslig mening för att 
ett föreläggande skulle kunna meddelas. I fråga om tjänsteleverantörer har 
lagstiftaren dessutom krävt ”någonting mer”. Detta krav på ”någonting mer” 
anknöt till läran om social adekvans varmed endast tillhandahållet av interne-
taccess i sig inte var tillräckligt för att objektivt medverkansansvar skulle ak-
tualiseras. Ett exempel i förarbetena som varit vägledande för huruvida be-
stämmelsen aktualiseras anger att internetleverantören ska ha ingått ett av-
talsförhållande och därefter fått konkreta indikationer på att deras avtalspart 
gör intrång.  
 
Bestämmelsen har nyligen ändrats av Patent- och marknadsöverdomstolen i 
B2 Bredband-målet som betonade EU-rättens företräde och bortsåg från de 
aktuella förarbetsuttalandena. Domstolen ansåg bl.a. att krav på eget ansvar 
från internetleverantören inte var förenligt med kraven som uppställs i EU-
rätten. Detta var första gången som en internetleverantör meddelades ett ci-
vilrättsligt föreläggande utan att det ställdes krav på objektiv medverkan i 
straffrättslig mening. 
 
EU-domstolen har dessutom gett de grundläggande rättigheterna som erkänns 
i EU:s stadga om de grundläggande rättigheterna en avgörande betydelse 
huruvida ett föreläggande får utfärdas. Ett civilrättsligt föreläggande medför 
en konflikt mellan rättighetsinnehavarens egendomsskydd, internetleverantö-
rens näringsfrihet och internetanvändarnas yttrande- och informationsfrihet. 
Det är inte en självklarhet hur dessa grundläggande rättigheter ska vägas mot 
varandra. Det är endast när det föreligger en balans mellan det väsentliga in-
nehållet i dessa rättigheter som ett föreläggande får utfärdas. I uppsatsen dis-
kuteras därmed särskilt hur en brist på effektivitet bör påverka huruvida ett 
föreläggande är en godtagbar begränsning av internetleverantörens närings-
frihet. 
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Förkortningar 
BrB Brottsbalk (1962:700)  
 
DNS Domain Name System 
 
E-handelsdirektivet Europaparlamentets och rådets di-
rektiv 2000/31/EG av den 8 juni 
om vissa rättsliga aspekter på in-
formationssamhällets tjänster, sär-
skilt elektronisk handel, på den inre 
marknaden 
 
E-handelslagen Lag (2002:562) om elektronisk 
handel och andra informationssam-
hällets tjänster 
 
EKMR Europeiska konventionen om skyd-
det för de mänskliga rättigheterna 
 
EU Europeiska unionen 
 
EU-stadgan Europeiska unionens stadga om de 
grundläggande rättigheterna 
 
FEU Fördraget om Europeiska Unionen 
 
FEUF Fördraget om Europeiska unionens 
funktionssätt 
 
GA Generaladvokat 
 
HD Högsta domstolen 
 
HovR Hovrätten 
 
InfoSoc-direktivet Europaparlamentets och rådets di-
rektiv 2001/29/EG av den 22 maj 
2001 om harmonisering av vissa 
aspekter av upphovsrätt och närstå-
ende rättigheter i informationssam-
hället 
 
IP Internet Protocol 
 
NJA Nytt juridiskt arkiv 
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PMÖD Patent- och marknadsöverdomsto-
len 
 
Sanktionsdirektivet Europaparlamentets och rådets di-
rektiv 2004/48/EG av den 29 april 
2004 om säkerställande av skyddet 
för immateriella rättigheter 
 
TPB The Pirate Bay 
 
TR Tingsrätten 
 
URL Lag (1960:729) om upphovsrätt till 
litterära och konstnärliga verk 
 
VPN Virtuellt privat nätverk 
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1 Inledning  
1.1 Bakgrund 
Internet är ett kommunikationsmedel genom vilket användare har möjlighet 
att dela bl.a. texter, bilder, film, tal och musik. Karaktäristiskt för internet är 
att all kommunikation kan ske enkelt, snabbt och med hög kvalitét. Dessutom 
är det är ett tämligen billigt och tillgängligt kommunikationssätt som har spri-
dit sig till mängder av enskilda hushåll. Den information som delas på internet 
består dock inte alltid av lovlig kommunikation, utan det delas även upphovs-
rättsskyddat material. 
 
Internets breda bas av användare och anonymitetsmöjligheter har medfört 
stora utmaningar för upphovsrätten, eftersom det ofta är svårt att ingripa mot 
intrång som sker på internet med precision och effektivitet. Rättighetsinneha-
vare har på senare år riktat särskild uppmärksamhet mot internets mellanhän-
der, däribland internetleverantörer, för att stoppa dessa intrång. Dessa mel-
lanhänder är inte själva intrångsgörare, men en betydligt enklare måltavla än 
de ofta anonyma användare som utnyttjar mellanhändernas tjänster för att 
begå intrång. Internetleverantörerna har avtal med sina användare och prak-
tiska möjligheter att påverka vilken information som de tar del av.  
 
En viktig beståndsdel i juridikens kamp mot upphovsrättsintrång har varit att 
harmonisera lagstiftningen i medlemsstaterna genom bl.a. Europarlamentets 
och rådets direktiv 2001/29/EG av den 22 maj 2001 om harmonisering av 
vissa aspekter av upphovsrätt och närstående rättigheter i informationssam-
hället (”InfoSoc-direktivet”). I art. 8.3 InfoSoc-direktivet föreskrivs att med-
lemsstaterna ska se till att rättighetsinnehavare har en möjlighet att begära ett 
föreläggande mot mellanhänder vars tjänster utnyttjas av tredje part för att 
göra intrång. Den aktuella artikeln har genomförts i svensk rätt genom 53 b § 
i lagen (1960:729) om upphovsrätt och konstnärliga verk (”URL”) mot den 
som vidtar eller medverkar till upphovsrättsligt intrång.  
 
EU-domstolen har därutöver gett de grundläggande rättigheterna i Europeiska 
unionens stadga om de grundläggande rättigheterna (”EU-stadgan”) en avgö-
rande betydelse i frågan om huruvida ett föreläggande är acceptabelt och kan 
utfärdas.1 Ett civilrättsligt föreläggande medför en konflikt mellan olika ak-
törers grundläggande rättigheter som å ena sidan värnar om upphovsmäns och 
rättighetsinnehavares intressen och å andra sidan utgör ett ingrepp i internet-
leverantörens näringsfrihet och internetanvändarnas yttrande- och informat-
ionsfrihet.  
 
Det är inte en självklarhet på vilket sätt dessa rättigheter bör vägas emot 
varandra. En fråga som har berörts i EU-domstolens praxis är vilken betydelse 
föreläggandets effektivitet av att förhindra intrång har i denna 
                                                 
1 Mål C-314/12 UPC Telekabel och C-70/10 Scarlet Extended. 
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rättighetsavvägning. Frågan aktualiseras i synnerhet vid blockeringen av 
plattformar för fildelning online, såsom The Pirate Bay (”TPB”).2 
1.2 Syfte och frågeställningar 
Syftet med denna uppsats är att utreda och analysera förutsättningarna för att 
ett civilrättsligt föreläggande ska kunna riktas mot internetleverantörer vid 
upphovsrättsintrång på internet. I detta ingår att utreda och analysera rättig-
hetsavvägningen mellan olika aktörers grundläggande rättigheter vid bedöm-
ningen huruvida ett föreläggande är genomförbart. I uppsatsen undersöks sär-
skilt effektiviteten av blockeringsförelägganden mot BitTorrent-sidor och hur 
detta påverkar rättighetsavvägningen mellan internetleverantörer och rättig-
hetsinnehavare. För att uppnå syftet ska följande frågeställningar besvaras: 
 
• Vilka är förutsättningarna för att ett civilrättsligt föreläggande ska 
kunna begäras mot en internetleverantör? 
 
• Vilka grundläggande rättigheter vägs mot varandra vid en bedöm-
ning huruvida ett civilrättsligt föreläggande är godtagbart innan det 
kan utfärdas?  
 
• Uppnås en rimlig balans mellan egendomsskyddet och näringsfri-
heten vid en blockering av BitTorrent-sidor? 
1.3 Metod och material 
Uppsatsens frågeställningar besvaras genom bl.a. en tillämpning av s.k. rätts-
dogmatisk metod. Metoden består i att göra en koherent rekonstruktion av 
gällande rätt.3 För att kunna uppnå detta används olika rättskällor, vilka i föl-
jande hierarkiska ordning utgörs av lagar, förarbeten, rättspraxis och doktrin. 
Med denna metod utreds och analyseras 53 b § URL samt övriga regler och 
principer som har eller har haft inverkan på dess tillämpning. 
 
I uppsatsen används avgöranden från tingsrätter (”TR”) och hovrätter 
(”HovR”). Dessa är inte prejudicerande domar, utan utgör endast exempel på 
den praktiska tillämpningen av gällande rätt. Avgörandena från underrätterna 
har förvisso en vägledande funktion, men till skillnad från prejudikat från 
Högsta domstolen (”HD”) är de inte bindande tolkningsbeslut. I uppsatsen 
förekommer även ett avgörande från Patent- och marknadsöverdomstolen 
(”PMÖD”). PMÖD:s domar kan i regel inte överklagas om domstolen inte 
självständigt beslutar att det finns ett prejudikatintresse, vilket innebär att den 
i praktiken blir sista instans i flertalet mål som den handlägger.4 PMÖD intar 
således en mellanställning i förhållande till underrätterna och HD. 
 
                                                 
2 Härefter benämns plattformar för fildelning online som BitTorrent-sidor. Se avsnitt 1.5 i 
denna uppsats för en genomgång av BitTorrent-tekniken. 
3 Jareborg, Nils, Rättsdogmatik som vetenskap, i: SvJT 2004 s. 1, s. 4. 
4 Se prop. 2015/16:57 s. 157 ff. 
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Upphovsrätten är EU-harmoniserad och de möjligheter till förelägganden mot 
internetleverantörer som ska finnas i medlemsstaterna fastställs av EU-rätten. 
Det upphovsrättsliga regelverket är således i hög grad en EU-rättslig lagstift-
ningsprodukt. Vid en tolkning av unionsrätten måste man ta hänsyn till den 
särskilda rättskälleläran som finns i EU. Detta är en variant av den rättsdog-
matiska metoden som kallas för den EU-rättsliga metoden.5 I uppsatsen an-
vänds metoden för att utreda och analysera EU-rättsliga direktiv, rättsfall, för-
slag från generaladvokater (”GA”) och övriga dokument. 
 
I den EU-rättsliga normhierarkin finns två olika normkategorier – primärrätt 
och sekundärrätt, där den förstnämnda är överordnad den sistnämnda.6 Pri-
märrätten utgörs av de grundläggande fördragen, som t.ex. fördraget om 
Europeiska Unionen (”FEU”), fördraget om Europeiska unionens funktions-
sätt (”FEUF”) och EU-stadgan. Sekundärrätten utgörs i sin tur av rättsakter 
som har antagits av EU:s institutioner med stöd av primärrätten.  
 
Sekundärrätten delas vanligen in i två grupper – bindande och icke-bindande 
rättsakter. Bindande rättsakter utgörs av bl.a. förordningar, direktiv och be-
slut.7 De skäl som återfinns i de inledande ingresserna av direktiven och för-
ordningarna är inte bindande rätt. Däremot utgör de viktiga tolkningsdata i 
förhållande till artiklarna, som är bindande. För att skälen ska kunna tillmätas 
någon betydelse för tolkningen av specifika bestämmelser fordras dock att det 
ska finnas ett funktionellt samband mellan skälet och artikeln i fråga.8 
 
EU-domstolen är den slutliga uttolkaren av EU-rätten.9 Den rättspraxis som 
EU-domstolen producerar har således ett högt rättskällevärde.10 EU-domsto-
len är känd för att använda sig av den teleologiska tolkningsmetoden.11 En 
teleologisk tolkning innebär att besluten motiveras med utgångspunkt från 
ändamålet med den aktuella lagstiftningen som prövas i ett eventuellt mål.  
 
För ett stort antal av de mål som prövas i EU-domstolen utses en GA, som 
har till uppgift att lämna ett opartiskt och oberoende förslag till avgörande. 
GA:s förslag har lägre rättskällevärde än EU-domstolens slutgiltiga avgöran-
den och anses ha ett direkt rättskällevärde endast när domstolen uttryckligen 
hänvisat till förslaget, eller när det klart framgår att EU-domstolen har tagit 
hänsyn till det.12  
 
Slutligen bör uppmärksammas att doktrin endast har ett begränsat rättskälle-
värde i EU-rätten. Hänvisningar till doktrin förekommer ofta i GA:s förslag 
                                                 
5 Reichel, Jane, EU-rättslig metod, i: Korling, Fredric & Zamboni, Mauro (red.), Juridisk 
metodlära, 1. uppl., Studentlitteratur, Lund, 2013, s. 109 f. 
6 Hettne, Jörgen & Otken Eriksson, Ida (red.), EU-rättslig metod: teori och genomslag i 
svensk rättstillämpning, 2., omarb. uppl., Norstedts juridik, Stockholm, 2011, s. 41 f. 
7 Hettne & Otken Eriksson a.a. 2011, s. 42 ff. 
8 Bergström, Carl Fredrik & Hettne, Jörgen, Introduktion till EU-rätten, 1. uppl., Studentlit-
teratur, Lund, 2014, s. 391 f. 
9 Bergström & Hettne a.a. 2014, s. 323. 
10 Hettne & Otken Eriksson a.a. 2011, s. 49. 
11 Reichel a.a. 2013, s. 109. 
12 Hettne & Otken Eriksson a.a. 2011, s. 116 f. 
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till avgörande, varför det kan tillmätas betydelse i de fall ett förslag kan anses 
ha erhållit rättskällevärde.13 EU-domstolen hänvisar dock aldrig till doktrin i 
sina domar, annat än i de fall det sker via hänvisningar till GA:s förslag.14 
 
Uppsatsen innehåller även en del som kan beskrivas som en studie i rättsso-
ciologi. Inom detta fält studeras bl.a. vilka funktioner och konsekvenser en 
viss rättsregel kan få ur ett samhällsperspektiv.15 Detta perspektiv medför att 
källor som rättsociologiska undersökningar och statistikrapporter används i 
uppsatsen. Min mening är att detta ger ett intressant perspektiv på vad rätts-
ordningen ska kunna kräva av en internetleverantör och möjliggör en diskuss-
ion om alternativa lösningar, ett s.k. resonemang de lege ferenda. Metoden 
används för att besvara uppsatsens tredje frågeställning om det uppnås en 
rimlig balans samt vilken betydelse effektiviteten av ett blockeringsföreläg-
gande bör ha i avvägningen mellan egendomsskyddet och näringsfriheten. 
1.4 Avgränsningar 
I uppsatsen behandlas förutsättningarna för att en internetleverantör ska 
kunna åläggas ett civilrättsligt föreläggande i egenskap av medverkande till 
intrång enligt 53 b § URL och hur den har utvecklats till följd av EU-rättens 
genomslag. Det straffrättsliga ansvar som kan uppkomma för en medver-
kande internetleverantör i 53 § URL behandlas inte. Det civilrättsliga med-
verkansansvar som beskrivs i förarbetena är emellertid inte helt självständigt 
från straffrättslig terminologi. Det fordras således att vissa straffrättsliga be-
grepp utreds i den utsträckning det behövs för att kunna göra en fullkomlig 
beskrivning av internetleverantörens medverkansansvar enligt 53 b § URL. 
 
Det finns många olika mellanhänder som kan tänkas omfattas av de bestäm-
melser som behandlas i uppsatsen. Mellanhänder utgörs enligt organisationen 
för ekonomiskt samarbete och utveckling (OECD) bl.a. av internetleverantö-
rer, webbhotell, sökmotorer och nätverksplattformar.16 I den utsträckning be-
greppet mellanhand eller tjänsteleverantör förekommer, och inget annat anges 
i uppsatsen, är det internetleverantörer som åsyftas. Med internetleverantörer 
avses ett företag som tillhandahåller internetaccess mot en prenumerations-
avgift.  
 
De förelägganden som internetleverantörer eventuellt är skyldiga att företa 
för att förhindra tillgången webbsidor som innehåller intrångsgörande 
material kan ha olika utformning och effekt. Denna uppsats är avgränsad till 
de i praxis vanligast förekommande implementeringsåtgärderna – blockering 
och filtrering.17  
                                                 
13 Bergström & Hettne a.a. 2014, s. 63 f. 
14 Bergström & Hettne a.a. 2014, s. 63 f. 
15 Hydén, Håkan. Rättssociologi: om att undersöka relationen mellan rätt och samhället, i: 
Juridisk metodlära, Korling, Fredric & Zamboni, Mauro (red.), 207-237, 1 uppl. Lund: Stu-
dentlitteratur, 2013, s. 209. 
16 OECD (2011), The Role of Internet Intermediares in Advancing Public Policy Objec-
tives, OECD Publishing, s. 20. 
17 Se avsnitt 1.5.2 i denna uppsats. 
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Uppsatsen innehåller även avsnitt om hur effektiviteten av en blockeringsåt-
gärd påverkar rättighetsavvägningen mellan de grundläggande rättigheter 
som berörs av ett föreläggande. I uppsatsen undersöks framförallt effektivite-
tens betydelse i förhållande till rättighetsinnehavarens egendomsskydd och 
internetleverantörens näringsfrihet. I nästintill alla situationer där en blocke-
ring av BitTorrent-sidor diskuteras i detta avsnitt antas det föreligga en rimlig 
begränsning av internetanvändarnas yttrande- och informationsfrihet. 
1.5 Förtydliganden av vissa tekniska 
begrepp 
Uppsatsen behandlar ett tekniskt område och det förekommer således en del 
tekniska begrepp i såväl praxis som uppsatsens analys. Dessa begrepp behö-
ver därför utredas närmare. 
1.5.1 BitTorrent- och DHT-protokollet 
Den teknik som överlag dominerat den illegala fildelningen på internet är det 
s.k. BitTorrent-protokollet.18 BitTorrent-protokollet är ett peer-to-peer 
(”P2P”) protokoll. En peer kan beskrivas som en programkod vilken gör det 
möjligt för användare att ladda ner och ladda upp filfragment mellan 
varandra.19 Filfragmenten består av små mängder data som skickas mellan 
användarna och som tillsammans utgör en komplett fil.  
 
En svärm är en grupp av peers som delar en uppsättning filfragment, en s.k. 
torrentfil. Torrentfilerna skapar en länk mellan användare som vill ladda upp 
någonting från deras datorer, s.k. seeders, till användare som vill ladda ner 
dem, s.k. leechers. Torrentfilen består av metadata som beskriver innehållet i 
den underliggande mediafilen.20 För att kunna använda torrentfilerna behövs 
särskild programvara.21  
 
Torrentfilerna används bl.a. av centrala trackers som används för att initiera 
och påskynda aktivitet i svärmen.22 Trackern fungerar som ett samverkansin-
strument för svärmen – den kan identifiera alla delaktiga peers och förmedla 
information om dem sinsemellan. Via trackerfunktionen kan en peer som an-
sluter till svärmen genom s.k. peer exchange kommunicera med kända peers 
för att utföra en fildelning. 
 
                                                 
18 Westman, Daniel, Rättsliga strategier mot upphovsrättsintrång på nätet – en analys, i: 
Ny Juridik 2:12, 2012, s. 33-64, s. 38. Denna redovisning av BitTorrent-tekniken är i stora 
delar baserad på Poort, Joost, Leenheer, Jorna, van der Haam, Jeroen, & Dumitru, Cosmin, 
Baywatch: Two approaches to measure the effects of blocking access to The Pirate Bay, i: 
Empirical evidence for policy in telecommunication, copyright and broadcasting, Amster-
dam University Press, Poort, Joost, Amsterdam, 2015, s. 119-139, s. 121 f. 
19 Poort, Leenheer, van der Haam & Dumitru a.a. 2015, s. 122. 
20 Poort, Leenheer, van der Haam & Dumitru a.a. 2015, s. 122. 
21 Exempel på sådan programvara är µTorrent eller BitTorrent. 
22 Poort, Leenheer, van der Haam & Dumitru a.a. 2015, s. 122. 
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De tidiga versionerna av BitTorrent-protokollet använde endast torrentfiler 
för att beskriva innehållet i de underliggande mediefilerna.23 Nyare versioner 
av BitTorrent-protokollet innehåller emellertid ytterligare ett lager i distribut-
ionen genom att torrentfilerna lagras i en s.k. distribuerad hashtabell 
(”DHT”).24 DHT är ett sätt att göra innehållet i ett P2P-protokoll sökbart. En 
s.k. magnetlänk kan då användas för att ansluta till peers och få tillgång till 
DHT-nätverket, vilket i sin tur ger tillgång till innehållet i torrentfilen. Den 
huvudsakliga fördelen med DHT-protokollet är att det inte finns något behov 
av en central tracker och all kommunikation kan istället ske direkt mellan 
användarna, vilket emellertid inte utesluter att magnetlänkarna ibland är an-
slutna till en tracker ändå.25 
 
TPB har länge varit notoriskt förknippat med illegal fildelning via BitTorrent-
protokollet, men det finns självfallet fler aktörer som bedriver en liknande typ 
av verksamhet.26 Det bör emellertid nämnas att tekniken har flera lagliga än-
damål som gör att den också används för laglig distribution. 
1.5.2 DNS- och IP-blockering 
Två vanliga implementeringsåtgärder som förekommit i EU-domstolens 
praxis är blockering och filtrering.27 En blockering innebär en skyldighet att 
förhindra att de internetanvändare som internetleverantören tillhandahåller 
internetaccess får tillgång till en viss webbsida.28 En filtrering innebär en 
skyldighet för internetleverantören att granska den information som passerar 
deras nät och blockera den kommunikation som utgör upphovsrättsintrång 
från att nå sin mottagare.29 En filtrering är alltså som en blockering med den 
skillnaden att informationen först måste granskas.30 
 
En blockering kan implementeras på flera olika sätt.31 Ett implementerings-
sätt är s.k. DNS-blockering som innebär att domännamn32, vilka bl.a. kan an-
vändas för att hitta IP-adresser33 till webbsidor, blockeras.34 Internetleveran-
törer har typiskt sett DNS-servrar som deras användare utnyttjar för att hitta 
domännamn till webbsidor som de vill komma åt. Internetleverantören kan 
genom en justering av denna DNS-server blockera tillgången till vissa 
                                                 
23 Cohen, Bram, The BitTorrent Protocol Specification. 
24 Poort, Leenheer, van der Haam & Dumitru a.a. 2015, s. 122. 
25 Poort, Leenheer, van der Haam & Dumitru a.a. 2015, s. 122. 
26 Två exempel är RARBG och TorrentProject. 
27 Se mål C-70/10 Scarlet Extended och C-314/12 UPC Telekabel. 
28 Westman a.a. 2012, s. 37. 
29 Westman a.a. 2012, s. 37. 
30 Jfr mål C-70/10 Scarlet Extended. 
31 Feiler, Lukas, Website Blocking Injunctions under EU and U.S. Copyright Law—Slow 
Death of the Global Internet or Emergence of the Rule of National Copyright Law?, TTLF 
Working Paper No. 13, s. 6. 
32 Ett exempel på ett domännamn är http://www.jur.lu.se/ som i sin tur är anslutet till en IP-
adress. 
33 Ett exempel på en IP-adress är 123.45.678.9 vilket är ett nummer som kan identifiera en 
dator, server e.d. 
34 Feiler a.a. 2012, s. 7. 
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angivna domäner. Ett annat implementeringssätt är IP-blockering.35 Samtlig 
information som skickas över internet har en ursprungsadress och en desti-
nationsadress, vilka utgörs av varsin IP-adress. Genom att blockera samtlig 
information med en viss destinationsadress kan all trafik till en viss IP-adress 
blockeras. 
 
En DNS- och IP-blockering kan enkelt kringgås av såväl operatören av den 
blockerade webbplatsen som internetanvändarna. En DNS-blockering kan 
kringgås av operatören genom att denne byter domännamn.36 Internetanvän-
darna kan kringgå samma blockering genom att konfigurera om deras datorer 
att använda alternativa DNS-servrar. En IP-blockering kan kringgås av ope-
ratören genom att denne byter IP-adress och ansluter domännamnet till den 
nya IP-adressen.37 Internetanvändarna kan däremot endast kringgå IP-block-
eringen genom att omdirigera sin trafik via en server som är ansluten till en 
annan internetleverantör. 
1.6 Disposition 
I uppsatsens andra kapitel behandlas inledningsvis de grundläggande upp-
hovsrättsliga reglerna om upphovsrättens föremål och innehåll, d.v.s. vad som 
skyddas, hur skyddet erhålls och vad det omfattar. Begreppet överföring till 
allmänheten behandlas ingående eftersom uppsatsen rör intrång som sker på 
internet.  
 
I avsnittet som följer redovisas ett avgörande från EU-domstolen där den tog 
ställning till huruvida TPB38 utför en överföring till allmänheten. Rättsfallet 
har betydelse även för internetleverantörer eftersom det kan kontrasteras mot 
EU-domstolens tidigare praxis i relaterade frågor om förelägganden mot mel-
lanhänder.  
 
I avsnittet därefter behandlas art. 8.3 InfoSoc-direktivet. Här diskuteras om 
internetleverantören är en mellanhand, vem som är tredje part och huruvida 
denne måste vara en direkt eller indirekt intrångsgörare. I detta avsnitt be-
handlas EU-domstolens svar på den första av två tolkningsfrågor som behand-
lades i mål C-314/12 UPC Telekabel. Därefter behandlas regler i sanktions-
direktivet, e-handelsdirektivet och e-handelslagen som är nära förknippade 
med frågan om förelägganden mot mellanhänder.  
 
I det sista avsnittet till förevarande kapitel behandlas den svenska implemen-
teringen av art. 8.3 InfoSoc-direktivet i 53 b § URL. I detta avsnitt utreds hur 
53 b § URL ska tolkas enligt svenska förarbeten och hur den har tillämpats i 
praxis. Tolkningen av denna regel har sedermera varit föremål för prövning i 
PMÖD varpå rättsläget har ändrats. PMÖD:s avgörande och dess betydelse 
                                                 
35 Feiler a.a. 2012, s. 7. 
36 Feiler a.a. 2012, s. 7. 
37 Feiler a.a. 2012, s. 10. 
38 Läsaren bör uppmärksamma att TPB är en mellanhand. 
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för tolkningen och tillämpningen av den aktuella regeln behandlas också i 
förevarande avsnitt. 
 
I uppsatsens tredje kapitel behandlas de grundläggande rättigheterna i EU-
stadgan, dess förhållande till Europeiska konventionen om skyddet för de 
mänskliga rättigheterna (”EKMR”) och den avvägning som måste göras mel-
lan dessa rättigheter för att bedöma om ett föreläggande är genomförbart. De 
rättigheter som utreds i detta kapitel är egendomsskyddet, yttrande- och in-
formationsfriheten samt näringsfriheten. I avsnittet därefter redovisas EU-
domstolens tillvägagångssätt för rättighetsavvägningen i två domar rörande 
filtrerings- och blockeringsförelägganden mot internetleverantörer. I detta av-
snitt behandlas EU-domstolens svar på den andra av de två tolkningsfrågor 
som behandlades i UPC Telekabel. 
 
Det sista avsnittet ägnas åt en diskussion kring blockeringsföreläggandets ef-
fektivitet i förhållande till BitTorrent-sidor. Effektiviteten av en blockering 
mot en webbsida där det intrångsgörande materialet finns tillgängligt direkt 
för användaren kontrasteras mot en webbsida där tillgången till det intrångs-
görande materialet förmedlas till användare via BitTorrent-sidor. 
 
Uppsatsen avslutas med en sammanfattning och avslutande ord, där fråge-
ställningarna besvaras. 
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2 Upphovsrätten och 
förelägganden 
2.1 Allmänt om upphovsrätten 
2.1.1 Upphovsrättens föremål – verk och 
upphovsman 
I 1 § URL stadgas att den som skapat ett litterärt eller konstnärligt verk har 
upphovsrätt till detta, oavsett vilken form verket har. Den uppräkning som 
förekommer i lagrummet är inte uttömmande, utan det är endast exempel på 
vad som kan utgöra ett litterärt eller konstnärligt verk.39 Detta s.k. verks-
begrepp är av central betydelse för hela lagen och är det som genom URL ska 
ges upphovsrättsligt skydd.  
 
Förutsättningen för att ett verk ska föreligga i upphovsrättslig mening och 
därmed ges skydd är att det uppnår en rad kvalifikationskrav. Det grundläg-
gande kravet i förarbetena är att verket uppnår ”ett visst mått av självständig-
het och originalitet”.40 I EU-domstolens praxis är ett krav att verket måste 
vara ett resultat av upphovsmannens egna intellektuella skapelse och origi-
nellt.41 Kravet har utvecklats med senare praxis varvid EU-domstolen även 
uttalat att en intellektuell skapelse ska anses vara upphovsmannens egna om 
den avspeglar dennes personlighet.42 Verket måste således ha skapats. Om 
man endast har reproducerat eller refererat äldre verk utan att det bär någon 
prägel av andligt skapande, så kan det inte erhålla skydd.43  
 
I Sverige har begreppet verkshöjd använts som en sammanfattande beteck-
ning för kravet på skyddsbarhet och i doktrinen har det utvecklats ett dubbel-
skapandekriterium som hjälpnorm för att avgöra huruvida verkshöjd förelig-
ger.44 Dubbelskapandekriteriet innebär att ett verk kan erhålla skydd om det 
har en sådan självständighet och originalitet att det föreligger minimal risk 
för att två personer oberoende av varandra kan åstadkomma överensstäm-
mande eller liknande verk.45 Skyddets omfattning kan därefter komma att bli 
mer eller mindre omfattande beroende på hur originellt verket är.46 
 
                                                 
39 SOU 1956:25 s. 81. 
40 Prop 1960:17 s. 49 och Maunsbach, Ulf & Wennersten, Ulrika, Grundläggande im-
materialrätt, 3. uppl., Gleerup, Malmö, 2015, s. 67. 
41 Mål C-5/08 Infopaq, p. 35 och 37. 
42 Mål C-145/10 Painer, p. 87 och 88. 
43 SOU 1956:25 s. 67 och Maunsbach & Wennersten a.a. 2015, s. 72. 
44 Prop. 1960:17 s. 42 och 49 och Maunsbach & Wennersten a.a. 2015, s. 68. 
45 Maunsbach & Wennersten a.a. 2015, s. 68. 
46 Se t.ex. NJA 1994 s. 74 där ett dekorativt mönster bestående av välkända komponenter 
gavs ett begränsat skyddsomfång, vilket hade till följd att ett liknande mönster inte var ett 
intrång i upphovsrätten till det första mönstret. 
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Det är den fysiska personen som skapar ett verk som är upphovsman, vilket 
innebär att det endast är människor som kan få en ursprunglig upphovsrätt till 
ett verk. En juridisk person kan således inneha upphovsrätter endast p.g.a. en 
överlåtelse eller upplåtelse. Under vissa förutsättningar kan dock verk som 
skapas i ett anställningsförhållande tillfalla arbetsgivaren47, se t.ex. specialre-
gleringen för datorprogram i 40 a § URL. Utgångspunkten i svensk immateri-
alrätt är emellertid att det är skaparen som har den ursprungliga rätten till vad 
denne har skapat.  
 
Skyddet för verk uppkommer formlöst och det finns inget registringssystem 
för upphovsrätter i Sverige. Detta innebär att var och en som skapar ett verk 
kan göra anspråk på upphovsrätten till detta.48  
2.1.2 Upphovsrättens innehåll – överföring till 
allmänheten 
Upphovsmannens förfoganderätt kan beskrivas som en exklusiv rätt, d.v.s. en 
ensamrätt. Ingen annan än upphovsmannen själv får förfoga över verket på 
ett sådant sätt att det kränker innehållet i dennes ensamrätt.49 Ensamrätten 
delas upp i en ideell rätt och en ekonomisk rätt. 
 
Den ideella rätten framgår av 3 § URL som dels stadgar rätten till att bli an-
given som upphovsman till sitt verk, dels rätten till respekt för verket.50 Den 
ekonomiska rätten framgår av 2 § URL som stadgar en uteslutande rätt att 
förfoga över verket genom att framställa exemplar av det och genom att göra 
det tillgängligt för allmänheten, i ursprungligt eller ändrat skick, i översätt-
ning eller bearbetning, i annan litteratur- eller konstart eller i annan teknik. 
Verket görs tillgängligt för allmänheten när det överförs till allmänheten, 
framförs offentligt, visas offentligt eller bjuds ut till försäljning, uthyrning 
eller utlåning eller annars sprids till allmänheten, se 2 § 3 st. URL.51  
 
Begreppet överföring till allmänheten infördes i 2 § URL till följd av InfoSoc-
direktivets genomförande i svensk rätt.52 Begreppet finns i art. 3.1 InfoSoc-
direktivet som stadgar att medlemsstaterna skall ge upphovsmän en ensamrätt 
att tillåta eller förbjuda varje överföring till allmänheten av deras verk, på 
trådbunden eller trådlös väg, inbegripet att verken görs tillgängliga för all-
mänheten på ett sådant sätt att enskilda kan få tillgång till dessa verk från en 
plats och vid en tidpunkt som de själva väljer. 
 
Överföring till allmänheten avser varje tillgängliggörande för allmänheten av 
upphovsrättsskyddade verk som sker på distans.53 Ett av de i förarbetena an-
givna typfallen för när bestämmelsen aktualiseras är när 
                                                 
47 Arbetsgivaren kan vara en juridisk person. 
48 Maunsbach & Wennersten a.a. 2015, s. 73. 
49 Maunsbach & Wennersten a.a. 2015, s. 75. 
50 Den ideella rätten behandlas inte ytterligare i denna uppsats. 
51 Prop. 2004/05:110 s. 67. I denna uppsats behandlas endast överföring till allmänheten. 
52 Prop. 2004/05:110. 
53 Prop. 2004/05:110 s. 70 och Maunsbach & Wennersten a.a. 2015, s. 79. 
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upphovsrättsskyddade verk görs tillgängliga på internet för nedladdning.54 
Alla former av tillhandahållande av verk på internet betraktas som en överfö-
ring till allmänheten, oavsett verkstyp och oavsett om verket görs tillgängligt 
på begäran eller på annat sätt.55 Detta innebär att om man vid en distansöver-
föring av ett upphovsrättsskyddat verk vänder sig till en krets som är att be-
trakta som allmänheten, t.ex. om man gör verk tillgängliga genom vanligt fö-
rekommande fildelningsprogram, blir det fråga om överföring till allmän-
heten.56 
 
Innebörden av överföring till allmänheten har inte preciserats i InfoSoc-di-
rektivet.57 EU-domstolen har uttalat i praxis att det följer av kravet på enhetlig 
tillämpning av gemenskapsrätten och likhetsprincipen58 att bestämmelser 
som inte preciseras ska ges en självständig och enhetlig tolkning inom hela 
gemenskapen.59 HD har till följd av detta slagit fast att överföring till allmän-
heten alltid ska tolkas direktivkonformt.60 Detta innebär att begreppet ska tol-
kas i ljuset av direktivets ordalydelse och syfte, varpå uttalanden som gjorts i 
förarbetena till införandet av begreppet inte kan tillmätas någon betydelse i 
den mån de är oförenliga med en sådan tolkning. 
 
Huruvida det föreligger en överföring till allmänheten är enligt EU-domstolen 
beroende av flera kompletterande, ej självständiga och av varandra beroende 
kriterier.61 Ett första (i) kriterium är att det har skett en överföring. Använda-
rens agerande är nödvändigt i sammanhanget och huruvida dennes agerande 
var avsiktligt.62 Användaren genomför en överföring när han eller hon agerar 
med full kännedom om följderna av sitt handlande, för att ge andra tillgång 
till ett skyddat verk och detta bland annat då dessa personer utan ett sådant 
agerande i princip inte skulle kunna få tillgång till det spridda verket.63  
 
Ett andra (ii) kriterium är huruvida överföringen når allmänheten. Allmän-
heten avser ett obestämt antal potentiella mottagare och förutsätter dessutom 
ett ganska stort antal personer.64 Ett obestämt antal potentiella mottagare av-
ser att det ska röra sig om personer i allmänhet, vilket medför att det inte får 
                                                 
54 Olsson, Henry, Upphovsrättslagstiftningen: en kommentar, 3., [omarb.] uppl., Norstedts 
juridik, Stockholm, 2009, s. 62 f. 
55 Henry a.a. 2009, s. 62 f. 
56 Henry a.a. 2009, s. 62 f. 
57 Mål C-306/05 SGAE. 
58 Likhetsprincipen kommer till uttryck i 1 kap. 9 § regeringsformen (”RF”) (1974:152) 
som lyder ”domstolar samt förvaltningsmyndigheter och andra som fullgör uppgifter inom 
den offentliga förvaltningen skall i sin verksamhet beakta allas likhet inför lagen samt iakt-
taga saklighet och opartiskhet”. 
59 Mål C-306/05 SGAE, p. 31, 32 och 33. Av det aktuella rättsfallet framgår också att detta 
gäller under förutsättning att de eventuella bestämmelserna inte innehåller en uttrycklig 
hänvisning till medlemsstaternas rättsordningar när det gäller att bestämma dess betydelse 
och räckvidd. Det är således inte självklart att art. 8.3 InfoSoc-direktivet alltid ska tolkas 
direktivkonformt eftersom skäl 59 InfoSoc-direktivet föreskriver att medlemsstaterna själva 
får bestämma villkoren och formerna för föreläggandena. 
60 NJA 2012 s. 975, p. 35. 
61 Mål C-610/15 Ziggo, p. 25. 
62 Mål C-160/15 GS Media, p. 49-51. 
63 Mål C-610/15 Ziggo, p. 26. 
64 Mål C-610/15 Ziggo, p. 27. 
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röra sig en sluten krets.65 Det ska dessutom röra sig om ett ganska stort antal 
personer vilket innebär att överföringen inte endast får nå en alltför liten och 
obetydlig krets av berörda personer.66 Vid denna bedömning är det inte endast 
hur många personer som vid ett givet tillfälle har tillgång till det skyddade 
verket, utan också hur många personer som i följd efter varandra har tillgång 
till det.67 Allmänheten måste dessutom utgöra målgrupp för användaren och 
vara mottaglig på ett eller annat sätt för användarens överföring, allmänheten 
får m.a.o. inte ha ”fångats in av en ren slump”.68 
 
En överföring till allmänheten förutsätter vidare att ett skyddat verk ska ha 
(iii) överförts genom en särskild teknik som skiljer sig från den teknik som 
fram till dess har använts eller åtminstone till en ny publik.69 Av EU-domsto-
lens praxis framgår att en ny publik avser sådan publik som rättighetsinneha-
varna inte redan beaktade när de lämnade sitt tillstånd till en ursprunglig över-
föring.70 EU-domstolen har i två mål konstaterat att när och i den utsträckning 
som ett verk är fritt tillgängligt på en webbplats, ska det anses att rättighets-
innehavarna haft samtliga internetanvändare i åtanke när de gav sitt tillstånd 
till en ursprunglig överföring.71 Om rättighetsinnehavaren inte har lämnat sitt 
tillstånd till en överföring innebär det att varje sådan olovlig överföring når 
en ny publik, eftersom rättighetsinnehavaren inte haft någon alls i åtanke.72  
 
Det fjärde (iv) kriteriet som har betydelse för bedömningen är huruvida den 
som företar en överföring till allmänheten har ett vinstsyfte med sitt age-
rande.73 
2.2 Ziggo – TPB utför en överföring till 
allmänheten 
I mål C-610/15 Ziggo prövade EU-domstolen för första gången huruvida en 
mellanhand kunde hållas ansvarig för upphovsrättsligt intrång.74 Frågan var 
huruvida den verksamhet som bedrivs av TPB:s administratörer utgör en 
överföring till allmänheten.75 Samtliga mål rörande mellanhänder som 
                                                 
65 Maunsbach & Wennersten a.a. 2015, s. 81 och mål C-466/12 Svensson m.fl., p. 21-22. 
66 Maunsbach & Wennersten a.a. 2015, s. 81 och mål C-306/05 SGAE, p. 38. 
67 Maunsbach & Wennersten a.a. 2015, s. 81, mål C-306/05 SGAE, p. 39 och C-610/15 
Ziggo, p. 40-41. 
68 Maunsbach & Wennersten a.a. 2015, s. 83 och mål C-162/10 Phonographic Perfor-
mance, p. 36-37. 
69 Mål C-610/15 Ziggo, p. 28.  
70 Mål C-466/12 Svensson m.fl. och C-348/13 BestWater International. 
71 Mål C-466/12 Svensson m.fl., p. 24 och 31 och C-348/13 BestWater International, p. 14. 
72 Mål C-160/15 GS Media, p. 42 och 43. 
73 Mål C-610/15 Ziggo, p. 29. 
74 Angelopoulos, Christina, AG Szpunar in Stichting Brein v Ziggo: An Indirect Harmonisa-
tion of Indirect Liability, Kluwer Copyright Blog, March 23 2017, s. 1. 
75 Det bör noteras att dagens TPB administreras av andra personer än det TPB som grunda-
des av Peter Sunde, Fredrik Neij and Gottfrid Svartholm år 2009. 
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avgjorts i EU-domstolen tidigare hade handlat om den relaterade frågan om 
förelägganden mot mellanhänder.76 
 
I det nationella målet hade upphovsrättsorganisationen Brein väckt talan om 
ett förbudsföreläggande mot internetleverantörerna Ziggo och XS4ALL. Bre-
ins yrkande gick ut på att internetleverantörerna skulle företa såväl en DNS- 
som IP-blockering av nätadresser som ledde till TPB i syfte att förhindra att 
de tjänster som de aktuella internetleverantörerna tillhandahåller kan använ-
das för att göra intrång i upphovsrätten.77 Blockeringsföreläggandet utfärda-
des i första instans, upphävdes i andra instans och nådde till slut Hoge Raad78 
som ställde två tolkningsfrågor till EU-domstolen.79 
 
Den första tolkningsfrågan som Hoge Raad ställde var huruvida den som ad-
ministrerar en webbplats utför en överföring till allmänheten enligt art. 3.1 
InfoSoc-direktivet, om webbplatsen inte innehåller några skyddade verk, men 
det finns ett system varigenom metadata om de skyddade verk som finns på 
användares datorer indexeras och kategoriseras för användarna så att de med 
hjälp av denna information kan finna skyddade verk och göra dem tillgängliga 
online samt ladda ned dem till sina datorer.80 Den andra frågan var, i fall den 
första besvarades nekande, huruvida det är tillåtet enligt artikel 8.3 InfoSoc-
direktivet att utfärda ett föreläggande mot en mellanhand, i den mening som 
avses i artikeln, såvitt denna mellanhand underlättar intrångsgörande hand-
lingar från tredje man på det sätt som avses i den första frågan.81  
 
Det som Hoge Raad i princip frågade EU-domstolen var huruvida föremålet 
för föreläggandet måste vara en direkt intrångsgörare innan en domstol kan 
förelägga en internetleverantör att blockera en webbsida som olovligen till-
gängliggör skyddade verk.82 
 
EU-domstolen konstaterade först och främst att upphovsrättsskyddade verk 
görs tillgängliga för TPB:s användare med BitTorrent-sidan som mellan-
hand.83 Användarna får tillgång till skyddade verk på en plats och vid en tid-
punkt som de själva väljer. EU-domstolen poängterade härmed att även om 
TPB:s administratörer inte själva lagt ut de verk som gjorts tillgängliga på 
webbsidan, agerar de i full kännedom om konsekvenserna av sitt handlande 
genom att indexera och kategorisera torrentfiler till upphovsrättsskyddade 
verk.84 Administratörerna gör det således möjligt för TPB:s användare att lo-
kalisera verk och dela dem i ett P2P-nätverk. EU-domstolen menade härmed 
att det skulle vara mycket mer komplicerat att dela verk via BitTorrent-
                                                 
76 Angelopoulos a.a. 2017, s. 1. Se även mål C-70/10 Scarlet Extended, C-360/10 Sabam, 
C-314/12 UPC Telekabel och art. 8.3 InfoSoc-direktivet samt avsnitt 2.3.1 i denna uppsats. 
77 Mål C-610/15 Ziggo, p. 13. 
78 Högsta domstolen i Nederländerna. 
79 Mål C-610/15 Ziggo, p. 14. 
80 Mål C-610/15 Ziggo, p. 17. 
81 Mål C-610/15 Ziggo, p. 17. 
82 Angelopoulos a.a. 2017, s. 2. Se avsnitt 2.3.2 i denna uppsats. 
83 Mål C-610/15 Ziggo, p. 31. 
84 Mål C-610/15 Ziggo, p. 35. Se även mål C-160/15 GS Media, p. 49-51 där användarens 
avsikt också var det bestämmande kriteriet för huruvida en överföring förelåg. 
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protokollet om det inte fanns någon som tillhandahöll och administrerade Bit-
Torrent-sidor.85 Mot bakgrund av detta slog EU-domstolen fast att tillhanda-
hållande och administration av en BitTorrent-sida anses utgöra en överfö-
ring.86 
 
Överföringen ansågs också nå allmänheten eftersom TPB används av ett be-
tydande antal personer.87 TPB beräknar att flera tiotals miljoner användare 
laddar upp upphovsrättsskyddat material.88 Det hade även framkommit att en 
stor del av de internetanvändare som Ziggo och XS4ALL hade som kunder 
använde TPB. EU-domstolen kunde således slå fast att den överföring som 
var aktuell i det nationella målet i vart fall avsåg samtliga av internetleveran-
törernas kunder som var användare av TPB. Internetanvändarna kunde när 
som helst och samtidigt få tillgång till skyddade verk som delas, via TPB som 
mellanhand, och riktar sig således till ett obestämt antal potentiella mottagare 
och förutsätter ett stort antal personer. TPB:s överföring omfattade således en 
personkrets som uppfyllde kravet på att det ska röra sig om en allmänhet.89 
 
EU-domstolen observerade sedan att TPB:s administratörer hade informerats 
om att de genom BitTorrent-sidan ger tillgång till verk som utgivits utan rät-
tighetsinnehavarnas samtycke.90 Administratörerna ger dessutom uttryck för 
sin avsikt att göra skyddade verk tillgängliga för användarna på bloggar och 
forum där de uppmanar användarna att göra kopior av dessa verk.91 EU-dom-
stolen hade således underlag för att kunna konstatera att administratörerna av 
TPB inte kunde vara ovetande om att de ger tillgång till verk som utgivits 
utan rättighetsinnehavarnas samtycke.92 Under dessa förhållanden kunde EU-
domstolen konstatera att det är fråga om en överföring till en ”ny publik”.93  
 
EU-domstolen ansåg slutligen att TPB bedrivs med ett vinstsyfte eftersom 
BitTorrent-sidan genererar betydande intäkter via reklamannonser.94 EU-
domstolen kunde således sammantaget konstatera att en överföring till all-
mänheten äger rum, vid tillgängliggörande och administration av en Bit-
Torrent-sida, när den i huvudsak består av intrångsgörande material. Domen 
ledde till att Ziggo och XS4ALL ännu en gång förelades att blockera TPB i 
Nederländerna.  
 
                                                 
85 Mål C-610/15 Ziggo, p. 35. 
86 Mål C-610/15 Ziggo, p. 38-39. 
87 Mål C-610/15 Ziggo, p. 42. 
88 Mål C-610/15 Ziggo, p. 42. 
89 Mål C-610/15 Ziggo, p. 43. 
90 Mål C-610/15 Ziggo, p. 45. Härmed medför användarens vetskap om att rättighetsinneha-
varen inte har lämnat sitt tillstånd till att det rör sig om ”ny publik”. Se avsnitt 2.1.2.1 i 
denna uppsats. 
91 Mål C-610/15 Ziggo, p. 45. 
92 Mål C-610/15 Ziggo, p. 45. 
93 Jfr mål C-527/15 Stichting Brein, p. 50 där multimediaspelare som sålts med användarens 
fulla kännedom om att de med hyperlänkar försedda tilläggsprogram, som förinstallerats 
med mediaspelaren, ger tillgång till verk som publicerats på internet utan rättighetsinneha-
varnas tillåtelse. 
94 Mål C-610/15 Ziggo, p. 46. 
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Eftersom begreppet överföring till allmänheten ska ges en enhetlig och själv-
ständig betydelse i medlemsstaterna innebär avgörandet också att administra-
törerna bakom BitTorrent-sidor som TPB numera är direkta intrångsgörare i 
EU.  
2.3 Civilrättsligt föreläggande enligt art. 
8.3 InfoSoc-direktivet 
2.3.1 UPC Telekabel – internetleverantörer är 
mellanhänder 
Art. 8.3 InfoSoc-direktivet stadgar att medlemsstaterna ska se till att rättig-
hetsinnehavare har möjlighet att begära ett föreläggande gentemot mellan-
händer vars tjänster utnyttjas av en tredje part för att begå intrång i en upp-
hovsrätt eller närstående rättighet.  
 
Frågan huruvida internetleverantören är en mellanhand har EU-domstolen ta-
git ställning till i UPC Telekabel.  
 
I det nationella målet hade två filmproduktionsbolag väckt talan om utfär-
dande av ett interimistiskt vitesföreläggande mot internetleverantören UPC 
Telekabel. Filmproduktionsbolagens yrkande gick ut på att internetleverantö-
ren skulle förbjudas att ge de internetanvändare bolaget hade som kunder till-
gång till en webbplats där vissa av filmbolagens filmer gjordes tillgängliga 
för nedladdning och strömning (”streaming”).95 Detta skulle ske genom DNS- 
och IP-blockering av samtliga domäner och IP-adresser förknippade med 
webbplatsen där skyddade verk tillgängliggjorts olovligen.96 Internetleveran-
tören hade ingen reell koppling till den intrångsgörande webbsidan, annat än 
via sina kunder som eventuellt använde webbsidan. 
 
Den nationella domstolen slog fast att UPC Telekabel, genom att tillhanda-
hålla sina användare internetaccess, möjliggjort tillgången till skyddade verk. 
UPC Telekabel var därmed att anse som en mellanhand vars tjänster utnyttjas 
för att begå intrång. Internetleverantören förelades således att förhindra till-
gången till webbsidan som rättighetsinnehavaren ville ha blockerad.  
 
Det aktuella målet hamnade på EU-domstolens bord och den fick ett antal 
tolkningsfrågor att besvara.97 En av dessa frågor var huruvida art. 8.3 In-
foSoc-direktivet ska tolkas så att en person som utan rättighetsinnehavarens 
tillstånd gör verk tillgängliga på internet ska anses utnyttja tjänster som till-
handahålls av internetleverantören till personer som tar del av dessa verk.98 
                                                 
95 Mål C-314/12 UPC Telekabel, p. 11. Streaming avser uppspelande av ljud- och videofiler 
på mottagarens enhet samtidigt som de överförs över ett nätverk som t.ex. internet. 
96 Mål C-314/12 UPC Telekabel, p. 12. 
97 Den andra tolkningsfrågan som besvarades i det aktuella målet behandlas i avsnitt 3.2.2 i 
denna uppsats eftersom den handlar om avvägningen mellan de grundläggande rättighet-
erna. 
98 Mål C-314/12 UPC Telekabel, p. 17. 
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EU-domstolen konstaterade inledningsvis att skyddade verk överförts till all-
mänheten av operatören till den webbsida som rättighetsinnehavarna ville ha 
blockerad.99 Mot bakgrund av att rättighetsinnehavarna har en ensamrätt att 
tillåta eller förbjuda en överföring till allmänheten enligt art. 3.1 InfoSoc-di-
rektivet förelåg ett intrång när de skyddade verken tillgängliggjordes på denna 
webbsida.100 
 
EU-domstolen underströk därefter att det oftast är mellanhänderna som har 
de största möjligheterna att sätta stopp för intrång på internet, eftersom de 
tjänster som mellanhänder erbjuder ofta utnyttjas av tredje part för att göra 
intrång i upphovsrätten, se skäl 59 InfoSoc-direktivet.101 EU-domstolen beto-
nade att internetleverantörer är delaktiga i varje överföring som utgör intrång 
på internet mellan någon av de internetanvändare den har som kund och tredje 
part. Resonemanget byggde på att internetleverantörerna skapar förutsätt-
ningar för överföringen genom att tillhandahålla internetaccess och därmed 
förmedlar bolagen en tredje mans intrång i ett skyddat verk.102 EU-domstolen 
konstaterade härmed att en internetleverantör är en sådan mellanhand som 
avses i art. 8.3 InfoSoc-direktivet.103  
 
UPC Telekabel hade även gjort gällande att företaget inte hade något avtal 
med personerna som drev den omtvistade webbplatsen i det aktuella målet.104 
Internetleverantören ansåg härmed att bolagets tjänster inte kunde anses ut-
nyttjas för att begå intrång i den mening som avses i art. 8.3 InfoSoc-direkti-
vet. EU-domstolens genmäle var att det inte krävs ett avtalsförhållande mel-
lan internetleverantören och intrångsgöraren för att tjänsten ska anses utnytt-
jas av en tredje part för att begå intrång.105 EU-domstolen menade att målet 
med InfoSoc-direktivet är att uppnå en hög skyddsnivå för upphovsrätten och 
att en ordning där man uppställer ett krav på att internetleverantören avtalat 
med intrångsgöraren väsentligen reducerar detta skydd.106  
 
UPC Telekabel ansåg vidare att det inte kunde bevisas i vilken utsträckning 
deras kunder använde den olagliga webbsidan och att detta borde beaktas.107 
Den aktuella omständigheten påverkade emellertid inte EU-domstolens be-
dömning.108 Medlemsstaterna får döma ut åtgärder som syftar till att få såväl 
pågående som framtida intrång att upphöra vid tillämpningen av art. 8.3 In-
foSoc-direktivet.109 Det är således tillräckligt att intrångsgörande material 
                                                 
99 Se avsnitt 2.1.2 i denna uppsats. 
100 Mål C-314/12 UPC Telekabel, p. 23-25. 
101 Mål C-314/12 UPC Telekabel, p. 26-27.  
102 Mål C-314/12 UPC Telekabel, p. 30-33, C-557/07 LSG-Gesellschaft, p. 44 och skäl 59 
InfoSoc-direktivet. 
103 Mål C-557/07 LSG-Gesellschaft, p. 46. 
104 Mål C-314/12 UPC Telekabel, p. 16. 
105 Mål C-314/12 UPC Telekabel, p. 34-35.  
106 Mål C-314/12 UPC Telekabel, p. 35 och skäl 9 InfoSoc-direktivet. 
107 Mål C-314/12 UPC Telekabel, p. 16. 
108 Mål C-314/12 UPC Telekabel, p. 36. 
109 Se mål C-70/10 Scarlet Extended, p. 31, C-360/10 Sabam, p. 29 och C-324/09 L’Oréal 
m.fl., p. 144 avseende art. 11 3 men. sanktionsdirektivet. Se avsnitt 3.3 i denna uppsats för 
art. 11 sanktionsdirektivets betydelse för tolkningen av art. 8.3 InfoSoc-direktivets. 
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gjorts tillgängligt för allmänheten på internet för att ett föreläggande ska 
kunna meddelas mot en internetleverantör.110  
2.3.2 Vem är tredje part? 
Hoge Raad hade i det begärda förhandsavgörandet i Ziggo gjort bedömningen 
att de två tolkningsfrågorna som den ställde till EU-domstolen var samman-
länkade.111 Hoge Raad kontrasterade situationen i det nationella målet med 
domen i UPC Telekabel.112 Blockeringsföreläggandet i UPC Telekabel rikta-
des mot en webbsida som erbjöd streaming och nedladdning av skyddade 
verk. Operatören av den i målet aktuella webbsidan utförde alltså en överfö-
ring till allmänheten.113 TPB var dock en mellanhand som indirekt främjade 
andras upphovsrättsliga intrång. Hoge Raad frågade EU-domstolen, som 
nämnts ovan, huruvida tredje part som åsyftas i art. 8.3 InfoSoc-direktivet 
måste vara en direkt intrångsgörare. 
 
GA Szpunar bekräftade i princip Hoge Raads osäkerhet kring hur begreppet 
tredje part ska tolkas i sitt yttrande till Ziggo.114 Szpunar framhöll att den si-
tuation som avses i art. 8.3 InfoSoc-direktivet förutsätter att det finns ett sam-
band mellan föremålet för föreläggandet och intrånget i upphovsrätten.115 Ett 
krav för att kunna utfärda ett föreläggande är således att det har konstaterats 
att den som driver en webbplats har begått ett intrång som gjorts med hjälp 
av de tjänster som tillhandahålls av den internetleverantör till vilken föreläg-
gandet är riktat.  
 
Szpunar menar att i det fall operatören av en webbplats företar en överföring 
till allmänheten, varigenom internetleverantörens kunder kan ta del av in-
trångsgörande innehåll, anses operatören utnyttja internetleverantörens tjänst 
för att göra intrång. Internetleverantörens tjänst är härmed en förutsättning för 
att en överföring till internetleverantörens kunder kan äga rum.116 Det bör då 
finnas en möjlighet för rättighetsinnehavare att begära ett föreläggande mot 
en internetleverantör att blockera webbplatser som olovligen överför skyd-
dade verk till allmänheten.117  
 
I det fall operatören av webbsidan inte själv företar en överföring till allmän-
heten rör det sig istället om ett indirekt intrång. Indirekta intrång är inte har-
moniserade på EU-nivå och det är därför upp till medlemsstaterna att före-
skriva eventuella skyldigheter för intrång av den här typen.118 Om medlems-
staten föreskriver ett ansvar för indirekta intrång torde man kunna dra slutsat-
sen att operatören av en webbplats där indirekta intrång begås utnyttjar 
                                                 
110 Mål C-314/12 UPC Telekabel, p. 36-39. 
111 Angelopoulos a.a. 2017, s. 2. Se avsnitt 2.2 i denna uppsats för Hoge Raads tolknings-
frågor. 
112 Angelopoulos a.a. 2017, s. 4. 
113 Angelopoulos a.a. 2017, s. 4. 
114 Generaladvokatens förslag till avgörande i mål C-610/15 Ziggo. 
115 Generaladvokatens förslag till avgörande i mål C-610/15 Ziggo, p. 65. 
116 Jfr mål C-314/12 UPC Telekabel, p. 32. 
117 Jfr mål C-314/12 UPC Telekabel i föregående avsnitt. 
118 Generaladvokatens förslag till avgörande i mål C-610/15 Ziggo, p. 65. 
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internetleverantörens tjänst, varigenom deras kunder eventuellt använder el-
ler kommer att använda webbplatsen för att begå intrång.119 I ett sådant fall 
menar Szpunar att det ska finnas en möjlighet till föreläggande enligt art. 8.3 
InfoSoc-direktivet. 
 
Christina Angelopoulos anser emellertid att det inte finns krav på ett sam-
band.120 Angelopoulos understryker att InfoSoc-direktivet inte innehåller 
någonting som utesluter att det i princip inte skulle vara möjligt att rikta ett 
blockeringsföreläggande mot en indirekt intrångsgörare. Hon anser att art. 8.3 
InfoSoc-direktivets ordalydelse möjliggör att föreläggandet kan komma att 
påverka fler aktörer än enbart internetleverantören och intrångsgöraren.121 
Tredje part kan följaktligen åsyfta såväl TPB som TPB:s slutanvändare. Ang-
elopoulos menar att skäl 59 i InfoSoc-direktivet i princip utesluter en begräns-
ning som den Szpunar föreslår eftersom det anger att medlemsstaterna själva 
får bestämma ”villkoren och bestämmelserna för förelägganden” enligt art. 
8.3 InfoSoc-direktivet. 
 
EU-domstolen kom emellertid endast att ta ställning till Hoge Raads första 
tolkningsfråga.122 EU-domstolen besvarade alltså inte huruvida det krävs att 
den webbsida som blockeras måste vara en direkt intrångsgörare. Rättsläget 
är oklart på denna punkt.  
2.4 Sanktionsdirektivet 
Europaparlamentets och rådets direktiv 2004/48/EG av den 29 april 2004 om 
säkerställande av skyddet för immateriella rättigheter (”sanktionsdirektivet”) 
innehåller bestämmelser om civilrättsliga sanktioner för hela det immaterial-
rättsliga området. Direktivets innehåll är således utöver upphovsrätten till-
lämpligt på bl.a. mönsterrätten, varumärkesrätten och patenträtten.  
 
Enligt art. 3 sanktionsdirektivet ska civilrättsliga förelägganden vara rättvisa, 
skäliga, inte onödigt komplicerade eller kostsamma och inte medföra oskäliga 
tidsfrister eller omotiverade dröjsmål. Åtgärderna, förfarandena och sanktion-
erna ska också vara effektiva, proportionella och avskräckande och ska till-
lämpas så att hinder för lagenlig handel inte uppkommer och så att missbruk 
inte sker. 
 
Art. 11 sanktionsdirektivet motsvarar innehållet i art. 8.3 InfoSoc-direktivet 
som stadgar att rättighetshavare ska ha möjlighet att begära ett föreläggande 
mot mellanhänder vars tjänster utnyttjas av tredje man för att göra intrång i 
en immateriell rättighet. Tillämpningen av art. 11 sanktionsdirektivet påver-
kar emellertid inte tillämpningen av art. 8.3 InfoSoc-direktivet, eftersom det 
redan finns en omfattande harmonisering på upphovsrättens område, se skäl 
                                                 
119 Generaladvokatens förslag till avgörande i mål C-610/15 Ziggo, p. 66. 
120 Angelopoulos a.a. 2017, s. 8.  
121 Angelopoulos a.a. 2017, s. 9. 
122 Se avsnitt 2.2 i denna uppsats. 
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23 sanktionsdirektivet. Det genomfördes dessutom inga ändringar i 53 b § 
URL till följd av sanktionsdirektivets genomförande i svensk rätt.123  
 
Art. 11 sanktionsdirektivet är dock inte oväsentligt vid tolkningen av art. 8.3 
InfoSoc-direktivet. I en utvärdering av sanktionsdirektivet har kommissionen 
närmare behandlat frågan om mellanhänders ansvar vid immaterialrättsin-
trång.124 Av utvärderingen framgår att varken art. 11 sanktionsdirektivet eller 
art. 8.3 InfoSoc-direktivet förutsätter ansvar hos mellanhanden för att ett fö-
reläggande ska kunna begäras.125 Begreppet mellanhand bör enligt utvärde-
ringen ges en vid tolkning och inte utesluta mellanhänder som inte har ett 
särskilt avtalsförhållande med intrångsgöraren.126 Vidare framgår det av EU-
domstolens praxis där art. 11 sanktionsdirektivet har tolkats att medlemssta-
terna endast får styra ”formerna för de förelägganden som medlemsstaterna 
ska föreskriva” och inte de materiella villkoren.127 
2.5 E-handelsdirektivet och e-
handelslagen 
Europarlamentets och rådets direktiv 2000/31/EG om vissa rättsliga aspekter 
på informationssamhällets tjänster, särskilt elektronisk handel, på den inre 
marknaden (”e-handelsdirektivet”) innehåller regler som medför ansvarsbe-
gränsningar för vissa av internets mellanhänder. E-handelsdirektivet är ge-
nomfört i svensk lag genom lagen (2002:562) om elektronisk handel och 
andra av informationssamhällets tjänster (”e-handelslagen”). 
 
E-handelsdirektivets syfte är att bidra till att den inre marknaden fungerar väl 
genom att säkerställa den fria rörligheten för informationssamhällets tjänster 
mellan medlemsstaterna, se art. 1.1 e-handelsdirektivet. En viktig del i säker-
ställandet av den inre marknadens funktioner utgörs av att harmonisera vissa 
ansvarsbegränsningar för leverantörer av kommunikationstjänster.128 Direk-
tivet föreskriver ansvarsfrihet i tre situationer: mere conduit, caching och 
hosting, se art. 12, 13 och 14 e-handelsdirektivet.  
 
Mere conduit avser tjänsteleverantörer som enbart överför information i ett 
kommunikationsnät eller tillhandahåller tillgång till ett sådant nät, jfr 16 § e-
handelslagen.129 Caching avser tjänsteleverantören som överför och utför 
automatisk, mellanliggande och tillfällig lagring av information med enda 
syfte att effektivisera vidare överföring av information till andra mottagare, 
jfr 17 § e-handelslagen. Slutligen avser hosting tjänsteleverantörer som 
                                                 
123 Prop. 2008/09:67 s. 186 f. 
124 SEC(2010) 1589 final. 
125 SEC(2010) 1589 final, s. 16.  
126 SEC(2010) 1589 final, s. 16. Kommissionens uppfattning bekräftades av EU-domstolen 
i bl.a. mål C-314/12 UPC Telekabel. 
127 Mål C-494/15 Hilfiger, p. 32. 
128 Nicander, Hans, Upphovsrätten och medverkansansvaret i en digital miljö, i: SvJT 2012 
s. 258, s. 272. 
129 Nicander a.a. 2012, s. 272. 
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tillhandahåller utrymme för lagring av information genom en värdtjänst, jfr 
18 § e-handelslagen.130 
 
Ansvarsbegränsningarna gäller endast i fall där mellanhandens verksamhet är 
begränsad till den tekniska processen att driva och erbjuda tillgång till ett 
kommunikationsnät där information som görs tillgänglig av tredje part be-
fordras eller tillfälligt lagras, se skäl 42 e-handelsdirektivet. Undantagen från 
ansvar är alltså begränsade till situationer där internetleverantören, genom 
tillhandahållandet av en teknisk lösning, agerar som en mellanhand.131 An-
svarsbegränsningarna gäller inte om tjänsteleverantören på något sätt ändrar 
innehållet i den kommunikation som sker. 
 
Ansvarsbegränsningarna i e-handelsdirektivet påverkar inte möjligheten för 
medlemsstaternas domstolar att utfärda förelägganden, art. 12.3, 13.2 och 
14.3 e-handelsdirektivet och skäl 45 e-handelsdirektivet. Av det aktuella skä-
let framgår vidare att medlemsstaterna får döma ut förelägganden som kräver 
att alla överträdelser ska upphöra eller förhindras, inbegripet att olaglig in-
formation avlägsnas eller görs oåtkomlig.  
 
Medlemsstaterna får dock inte ålägga de tjänsteleverantörer som avses i art. 
12-14 att övervaka den information de överför eller lagrar enligt art. 15 e-
handelsdirektivet.132  
2.6 Civilrättsligt föreläggande enligt 53 b § 
URL 
I 53 b § URL stadgas att på yrkande av antingen upphovsmannen, rättighets-
innehavaren eller av den som på grund av upplåtelse har rätt att utnyttja verket 
får domstolen vid vite förbjuda den som vidtar eller medverkar till en åtgärd 
som innebär intrång eller överträdelse som avses i 53 § URL att fortsätta med 
åtgärden. I 53 b § 2 st. URL finns även en möjlighet till interimistiskt vites-
förbud under förutsättning att käranden kan visa att det föreligger sannolika 
skäl för medverkan till intrång och att det skäligen kan befaras att värdet på 
ensamrätten förringas till följd därav, s.k. sabotagerisk.133 Bestämmelsen är 
tillämplig även på närstående rättigheter, se 57 § URL.134 
 
Under förutsättning att rekvisiten för ett vitesförbud är uppfyllda ska domsto-
len meddela ett förbud mot den påstådde intrångsgöraren att fortsätta med 
den åtgärd som yrkandet avser. Yrkandet och det förbud som följer måste 
                                                 
130 Nicander a.a. 2012, s. 272. 
131 Nicander a.a. 2012, s. 273. 
132 Jfr mål C-70/10 Scarlet Extended och C-360/10 Sabam. 
133 Uppsatsen innehåller inte en närmare redogörelse för bifallsförutsättningarna för ett inte-
rimistiskt vitesförbud. 
134 Närstående rättigheter är de rättigheter som tillkommer utövande konstnärer, fonogram-
producenter, producenter av bildupptagningar, radio- och TV-företag, producenter av in-
formationssamanställningar och fotografer enligt 5 kap. URL samt vid spridning till all-
mänheten av grammofonskivor, filmer eller andra anordningar på vilka olovliga upptag-
ningar har skett. 
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således vara specifikt. Käranden måste noga definiera vad intrånget består av 
och vilka förbudsåtgärder som denne önskar.135 Det är inte förenligt med kra-
vet på precisering att yrkandet utformas så att det omfattar ”liknande” eller 
”motsvarande” åtgärder.136 
 
Möjligheten till ett civilrättsligt vitesförbud i URL infördes ursprungligen av 
hänsyn till rättighetsinnehavaren som ofta har ett primärt intresse att snabbt 
få slut på ett intrång. Bestämmelsen utvidgades sedermera till följd av In-
foSoc-direktivets genomförande med att vitesförbud även får meddelas mot 
den som medverkar till ett intrång enligt 53 § URL.137 Av skäl 59 InfoSoc-
direktivet framgår att det som avses främst är att rättighetshavaren ska ha 
möjlighet att i fall då intrångsmaterial läggs ut på internet, vända sig mot in-
ternetleverantören och begära att denne tar bort materialet.138  
 
Rättighetshavaren kan således driva en fullgörelsetalan genom att utforma ett 
yrkande om att en internetleverantör ska upphöra med att tillhandahålla inter-
netaccess till en specifik webbplats som innehåller intrångsgörande material 
genom t.ex. en DNS- eller IP-blockering. 
2.6.1 Kravet på objektiv medverkan 
För att ett vitesförbud eller något annat föreläggande ska kunna utfärdas krävs 
enligt förarbetena att det objektivt sett föreligger ett intrång eller en överträ-
delse. Rättighetsinnehavaren behöver alltså inte styrka uppsåt eller oaktsam-
het som vid en eventuell straff- eller skadeståndstalan.139 Denne behöver inte 
heller visa om några skadeverkningar har inträtt eller kunde komma att upp-
träda som en följd av den intrångsgörande handlingen.140  
 
Förbudsyrkandet måste riktas mot den som gör intrång.141 Om det inte före-
ligger något intrång, föreligger inte medverkan heller. Internetleverantörer 
kan således åläggas vitesförbud endast om verksamhetsutövningen kan anses 
som objektiv medverkan i anslutning till ett primärt intrång enligt förarbe-
tena.142  
 
Möjligheten att utfärda ett föreläggande mot bl.a. internetleverantörer är så-
ledes knutet till det straffrättsliga medverkansansvaret enligt förarbetena.143 
Bestämmelsen om medverkan finns i 23 kap. 4 § brottsbalken (1962:700) 
(”BrB”) och stadgar att det inte bara är den som utfört gärningen som ska 
dömas till ansvar för brott, utan även den som främjat gärningen med råd eller 
dåd. Lagrummet är tillämpligt framförallt vid medverkan till ett huvudbrott, 
men även vid medverkan till medverkan. Ett exempel är när en gärning 
                                                 
135 Prop. 1993/94:122 s. 67. 
136 Prop. 1993/94:122 s. 67. 
137 Prop. 2004/05:110 s. 342. 
138 Prop. 2004/05:110 s. 338. 
139 Prop. 1993/94:122 s. 45. 
140 Prop. 1993/94:122 s. 45. 
141 Prop. 2004/05:110 s. 338. 
142 Prop. 2004/05:110 s. 340. 
143 Prop. 2004/05:110 s. 340. 
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främjas indirekt genom medhjälp till en annan medhjälpare som i sin tur främ-
jar ett huvudbrott.144  
 
I det uppmärksammade målet mot TPB fanns det en person som upplåtit da-
torskåp och bandbredd till den aktuella BitTorrent-sidan.145 I detta mål be-
dömdes administratörerna bakom TPB tillhandahålla en tjänst som förmed-
lade kontakt mellan fildelare.146 Tjänsten gjorde det enklare för TPB:s använ-
dare att göra intrång och administratörerna ansågs således medverka till upp-
hovsrättsliga intrång enligt 23 kap. 4 § BrB.147 De aktuella datorskåpen och 
internetuppkopplingen som internetleverantören tillhandahållit TPB:s admi-
nistratörer hade emellertid inte använts för användarnas upphovsrättsliga för-
foganden, utan för TPB:s främjande av användarnas överföringar av skyd-
dade verk till allmänheten. HovR gjorde således bedömningen att internetle-
verantören inte direkt främjat den brottsliga gärningen, utan istället indirekt 
främjat den genom medhjälp till medhjälp.148  
2.6.2 Kravet på ”någonting mer” 
Enligt förarbetena föreligger inte objektiv medverkan till upphovsrättsintrång 
för den mellanhand som bedriver en leverantörsverksamhet endast p.g.a. be-
drivandet av tjänsten, utan det krävs att mellanhanden gör ”någonting mer”.149 
 
Ett exempel på en situation i förarbetena där medverkansansvar kan aktuali-
seras är när en intrångsgörare har träffat avtal med mellanhanden om en rätt 
att utnyttja dennes serverutrymme och mellanhanden därefter fått konkreta 
indikationer på att serverutrymmet används på ett sätt som innebär upphovs-
rättsintrång.150 I situationer som dessa kan en mellanhand genom främjande, 
i vart fall i objektivt hänseende, komma att anses som medverkande till en 
överföring till allmänheten.151 
 
Att tjänsteleverantören ska göra ”någonting mer” kan tänkas ge uttryck för att 
regeringen ansåg att internetleverantörens tillhandahållande av internetaccess 
är att betrakta som en socialadekvat handling. Stöd för detta finns i förarbe-
tena till e-handelslagen där regeringen uttrycker att det inte är möjligt att en 
mellanhand hålls ansvarig för främjande av spridning av olagligt material en-
bart på den grunden att denne startar och bedriver en leverantörsverksam-
het.152 Regeringen uttalar att bedrivandet av en leverantörsverksamhet som 
sådan – mot bakgrund av samhällets intresse av en väl fungerande infrastruk-
tur avseende informationsteknik – måste betecknas som socialadekvat.153  
                                                 
144 Holmqvist, Lena m.fl., Brottsbalken, En kommentar, Norstedts juridik, Stockholm, 
1998-2011, kap. 13–24, s. 23:49. 
145 Svea hovrätt, mål B 4041-09. 
146 Numera en överföring till allmänheten, se mål C-610/15 Ziggo. 
147 Mål B 4041-09, s. 24. 
148 Mål B 4041-09, s. 31-32. 
149 Prop. 2001/02:150 s. 89 f. och prop. 2004/05:110 s. 340. 
150 Prop. 2004/05:110 s. 340. 
151 Prop. 2004/05:110 s. 340. 
152 Prop. 2001/02:150. 
153 Prop. 2001/02:150 s. 89 f. 
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Social adekvans är en rättfärdigande omständighet som medför att en gärning 
som är otillåten under vissa förutsättningar blir tillåten. Regeln används fram-
förallt i situationer där man med stöd av regler och principer som är bättre 
förankrade i straffrätten inte kan förklara varför en viss gärning ska föranleda 
ansvarsfrihet.154 Omständigheter som kan beaktas i denna bedömning är bl.a. 
riskernas art, vilka värden riskerna riktar sig mot, vilka försiktighetsåtgärder 
som har varit möjliga etc.155 Teorin om social adekvans aktualiseras vanligen 
i samband med sjukvårds- eller idrottsutövning. 
 
Två rättsfall som illustrerar tillämpningen av 53 b § URL och vilken betydelse 
social adekvans hade är Portlane- och Black Internet-målen. I Portlane-målet 
hade ett antal filmbolag yrkat på att HovR skulle bifalla ett interimistiskt vi-
tesförbud mot internetleverantören Portlane att upphöra med att leverera in-
ternetaccess till en eller flera trackrar som användes för intrångsgörande verk-
samhet.156 Filmbolagen menade framförallt på att Portlane var medverkande 
till den medverkan till upphovsrättsintrång som begåtts av TPB. 
 
HovR poängterade i målet att det krävdes ”någonting mer” än själva tillhan-
dahållandet och bedrivandet av leverantörsverksamheten för att Portlane 
skulle anses medverka. HovR gjorde härmed bedömningen att Portlane ob-
jektivt medverkade till fildelarnas upphovsrättsintrång eftersom internetleve-
rantören ansågs ha känt till den olovliga fildelningen som bedrevs via trackern 
samt att de hade möjlighet att upphöra med att leverera internetaccess till 
denna. 
 
I det s.k. Black Internet-målet hade en internetleverantör yrkat på att upphäva 
ett interimistiskt vitesförbud som förelagts dem i TR på grund av att de ansetts 
medverka till fildelares upphovsrättsintrång på TPB.157 Föreläggandet avsåg 
ett förbud att tillgängliggöra vissa musikverk, filmverk och tv-serier för all-
mänheten genom att tillhandahålla internetuppkoppling till de tjänster som 
tillhandahölls via TPB. 
 
I detta mål var också den avgörande omständigheten att Black Internet varit 
medvetna om TPB:s verksamhet. HovR konstaterade att Black Internet känt 
till brottmålsdomen mot TPB och att olovliga förfoganden med upphovsrätts-
skyddade verk förekommit via BitTorrent-sidan. Black Internet hade dessu-
tom genom åtskilliga varningsbrev från rättighetsinnehavare blivit informe-
rade om att de ansåg att internetleverantören medverkade till fortsatta intrång 
via BitTorrent-sidan och uppmanade dem att upphöra med att tillhandahålla 
internetaccess till TPB. Black Internet upphörde emellertid inte och bedöm-
des således objektivt medverkande till TPB:s indirekta intrång. 
 
                                                 
154 Asp, Petter & Ulväng, Magnus, Kriminalrättens grunder, 2., omarb. uppl., Iustus, Upp-
sala, 2013, s. 254. 
155 Jfr prop. 2001/02:150 s. 89 och mål nr. B 4041-09, s. 24 ff. 
156 Svea hovrätt, mål Ö 10146-09. 
157 Svea hovrätt, mål Ö 7131-09 och Ö 8773-09. 
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I båda målen ansågs internetleverantörerna ha känt till den bakomliggande 
olovliga fildelningen som förekom via TPB samt att de hade möjlighet att 
förhindra denna.158 Förebyggandet skulle ytterst ha skett genom att internet-
leverantörerna skulle sluta tillhandahålla TPB internetuppkoppling, vilket en-
ligt HovR hade kunnat ske utan orimliga uppoffringar.159 Det är intressant att 
notera att det var internetleverantörernas vetskap om de faktiska intrången 
som tillmättes betydelse i de förevarande rättsfallen trots att det objektiva 
medverkansansvaret inte innehåller krav på att någon subjektiv förutsättning 
ska vara uppfylld.160 Bedömningen av huruvida internetleverantören objek-
tivt medverkade till intrång enligt 53 b § URL var i de aktuella målen nära 
förknippat med läran om social adekvans.161 Det var den konkreta vetskapen 
om att tjänsten användes för intrång som utgjorde skiljelinjen mellan vad som 
var ett tillåtet och otillåtet risktagande. Portlane och Black Internet hade båda 
gjort ”någonting mer”. 
2.7 53 b § URLs förenlighet med art. 8.3 
InfoSoc-direktivet 
Lagrådet uppmärksammade vid genomförandet av InfoSoc-direktivet att det 
var ovisst om existerande möjligheter till ingripande mot mellanhänder var 
tillräckliga för att uppfylla kraven i art. 8.3 InfoSoc-direktivet.162 Lagrådet 
ville därmed att rättsläget förtydligades vad gällde möjligheten att ingripa 
med förelägganden mot mellanhänder genom att en uttrycklig reglering för-
des in i URL.163  
 
Regeringen svarade på Lagrådets synpunkter med att skäl 59 i InfoSoc-direk-
tivet gav medlemsstaterna ett visst utrymme att själva bestämma förutsätt-
ningarna för hur ett föreläggande mot en mellanhand enligt art. 8.3 InfoSoc-
direktivet bör beslutas.164 Dåvarande möjligheter för rättighetsinnehavare att 
begära vitesföreläggande mot mellanhänder vid objektiv medverkan till upp-
hovsrättsintrång bedömdes därmed tillräckligt för att uppfylla direktivets 
krav.165 Regeringen ansåg medverkansansvaret i svensk rätt som tämligen 
långtgående även om det kunde anses ovisst om mellanhandens agerande 
uppfyller kraven på att denne ska anses medverkande i vissa situationer. I ett 
prejudikat från HD ansågs t.ex. en person som medverkande till misshandel 
på grund av att denne hållit gärningsmannens jacka vid brottets utförande.166 
Regeringen tolkade m.a.o. art. 8.3 InfoSoc-direktivet på så vis att det inte 
                                                 
158 Nicander a.a. 2012, s. 278. 
159 Nicander a.a. 2012, s. 279. 
160 Se avsnitt 2.6.1 i denna uppsats. 
161 Jfr avsnitt 2.7.2 i denna uppsats. 
162 Prop. 2004/05:110 s. 341. 
163 Prop. 2004/05:110 s. 341. 
164 Prop. 2004/05:110 s. 341. I skäl 59 InfoSoc-direktivet anges att medlemsstaterna själva 
bör bestämma om villkoren och bestämmelserna för förelägganden i sin nationella lagstift-
ning. 
165 Prop. 2004/05:110 s. 341. 
166 Prop. 2004/05:110 s. 339 och NJA 1963 s. 574. 
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alltid behövde vara möjligt för rättighetsinnehavare att få till stånd ett före-
läggande mot en mellanhand.  
 
Förarbetsuttalandena gjordes år 2005 och det har onekligen skett en föränd-
ring av vad som kan begäras av internetleverantörer i EU-rätten, särskilt till 
följd av domen i UPC Telekabel år 2014. Frågan om de svenska reglerna är 
förenliga med betydelsen och räckvidden av art. 8.3 InfoSoc-direktivet har 
följaktligen varit föremål för domstolsprövning i det uppmärksammade B2 
Bredband-målet.167  
2.7.1 B2 Bredband-målet – bakgrund 
År 2015 väckte ett antal film- och musikbolag168 talan i TR mot internetleve-
rantören B2 Bredband AB.169 Rättighetsinnehavarna gjorde gällande att B2 
Bredband medverkade till upphovsrättsintrång genom att tillhandahålla inter-
netaccess till kunder som använde sig av tjänsterna TPB och Swefilmer170.171 
På webbsidorna bedrivs förmedling och streaming av upphovsrättsskyddat 
material som tillgängliggjorts allmänheten utan rättighetsinnehavarnas till-
stånd. 
 
Rättighetsinnehavarna yrkade på att B2 Bredband skulle vidta såväl DNS- 
som IP-blockering av domäner som bl.a. lagrar torrentfiler, tillhandahåller 
magnetlänkar eller trackerfunktioner som är åtkomliga via webbsidorna.172 
Rättighetsinnehavarna anförde bl.a. att B2 Bredband känt till att deras tjänst 
utnyttjas av de aktuella webbsidorna för att olovligen tillgängliggöra upp-
hovsrättsskyddat material till B2 Bredbands abonnenter. Eftersom webbsi-
dorna är tillgängliga via den internetaccess som B2 Bredband tillhandahåller 
sina internetanvändare utnyttjas tjänsten för att begå upphovsrättsintrång. Ge-
nom att internetleverantören inte vidtar eller säkerställer vidtagandet av lämp-
liga och ändamålsenliga tekniska åtgärder för att förhindra att webbsidorna 
liksom deras kunder begår intrång så medverkar B2 Bredband, i vart fall i 
objektiv mening, till dessa intrång.173 
 
Till följd härav yrkade rättighetsinnehavarna att domstolen vid vite skulle för-
bjuda B2 Bredband att fortsätta medverka till upphovsrättsintrång i enlighet 
med 53 b § URL. 
 
 
 
                                                 
167 Stockholms tingsrätt, mål T 15142-14 och Patent- och Marknadsöverdomstolen, mål 
PMT 11706-15. 
168 Universal Music, Sony Music Entertainment Sweden, Warner Music Sweden, Nordisk 
Film A/S och AB Svensk Filmindustri. 
169 Stockholms tingsrätt, mål T 15142-14. 
170 Swefilmer var en webbsida där användarna hade tillgång till streaming av filmer och 
TV-serier. 
171 Mål T 15142-14. 
172 Mål T 15142-14, s. 5-6. 
173 Mål T 15142-14, s. 7 f. 
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2.7.2 B2 Bredband-målet – Tingsrättens 
bedömning 
TR definierade i första hand det intrång som begåtts av TPB och Swefilmer 
enligt 2, 53 och 57 §§ URL och ansåg att rättighetsinnehavarna styrkt att det 
via webbsidorna förekommit upphovsrättsintrång respektive medverkan till 
sådant intrång.174 
 
Vad gällde förutsättningarna för vitesförbud ansåg TR att art. 8.3 InfoSoc-
direktivet hade införts på ett korrekt sätt genom 53 b § URL. TR ansåg att 
direktivet ger medlemsstaterna ett visst skön att själva bestämma de närmare 
förutsättningarna och villkoren för bl.a. den i målet aktuella blockeringsåtgär-
den.175 53 b § URL skulle således ges den innebörd som framgår av bestäm-
melsens ordalydelse och dess förarbeten.176  
 
Ett föreläggande mot B2 Bredband förutsatte således antingen eget intrång 
eller medverkan till annans brottsliga intrång. Enligt TR skulle medverkan 
förstås som sådant som faller under medverkansbestämmelsen i 23 kap. 4 § 
BrB, med den skillnaden att det räcker med medverkan i objektiv mening.177 
Föreläggandet riktade sig härmed inte till de intrång som B2 Bredbands kun-
der eventuellt gjorde sig skyldiga till, utan den intrångsgörande verksamhet 
som TPB och Swefilmer bedrev. Förbudsyrkandet måste enligt förarbetena 
riktas mot den som gör intrång, vilket medför att internetleverantören åt-
minstone måste medverka i objektivt hänseende till en intrångshandling.178 
B2 Bredband kunde härmed inte anses objektivt medverkande till TPB:s 
främjande av intrång och Swefilmers intrång enligt TR. 
 
TR bedömde slutligen att den leverantörsverksamhet som B2 Bredband be-
drev i sin helhet var socialadekvat.179 Det krävs enligt förarbetena ”någonting 
mer” än själva bedrivandet och tillhandahållandet av internetaccess för att nå-
got medverkansansvar i förhållande till webbsidorna skulle komma ifråga, 
som t.ex. avtalsförhållande och konkreta indikationer på att avtalsparten an-
vänder tjänsten för intrång. B2 Bredband ansågs inte ha gjort ”någonting mer” 
och friades således i TR. 
2.7.3 B2 Bredband-målet – Patent- och 
marknadsöverdomstolens bedömning 
Målet överklagades och hamnade på PMÖD:s bord. PMÖD:s bedömning 
grundade sig på en tolkning av art. 8.3 InfoSoc-direktivet och vad detta inne-
bar för tillämpningen av svensk lag.180 PMÖD uttalade att det vid 
                                                 
174 Mål T 15142-14, s. 17 f. 
175 Mål T 15142-14, s. 21 ff. Se skäl 59 InfoSoc-direktivet. 
176 Mål T 15142-14, s. 26. 
177 Mål T 15142-14, s. 26. 
178 Prop. 2004/05:110 s. 338. 
179 Mål T 15142-14, s. 26 f. 
180 Mål PMT 11706-15, s. 12. 
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tillämpningen av de bestämmelser som införts för genomförandet av InfoSoc-
direktivet tidvis behövs en s.k. direktivkonform tolkning av nationell rätt.181 
Den nationella rätten ska därmed tolkas mot bakgrund av direktivets ordaly-
delse och syfte i enlighet med vad EU-domstolen slagit fast i sin praxis. 
 
Den direktivkonforma tolkningen kräver att domstolen bl.a. tar hänsyn till 
enskilda parters berättigade intressen att kunna förutse vilka de rättsliga följ-
derna kan tänkas bli i det enskilda fallet.182 Detta beror på att direktiv inte har 
direkt effekt, utan måste genomföras i varje enskild medlemsstat. Tolkningar 
i strid med den nationella bestämmelsens ordalydelse eller tolkningar som är 
alltför vidsträckta kan strida mot kravet på rättssäkerhet.183 Dessa begräns-
ningar utgör emellertid inget absolut hinder mot att det i vissa fall kan tillåtas 
uppstå negativa återverkningar för tredje man, vilket i praktiken kan innebära 
relativt betydande ingrepp i enskildas rättspositioner.184 Skyldigheten att 
tolka den nationella rätten mot bakgrund av direktivets ordalydelse och syfte 
kan dessutom innebära att upplysningar i de svenska förarbetena som är oför-
enliga med EU-rätten ska lämnas utan avseende.185 
 
PMÖD inledde sin analys med att det skett en förändring i EU-rätten sedan 
de svenska förarbetsuttalandena gjordes. Den framhöll att det av UPC Tele-
kabel framgår att art. 8.3 InfoSoc-direktivet innebär att rättighetsinnehavare 
ska ha möjlighet att begära och erhålla ett föreläggande mot en internetleve-
rantör även om internetleverantören endast tillhandahåller sina kunder inter-
netanslutning.186 Möjligheterna för medlemsstaterna att själva bestämma vill-
koren och bestämmelserna för förelägganden enligt skäl 59 i InfoSoc-direk-
tivet omfattar inte någon möjlighet att bestämma villkor som t.ex. ställer krav 
på någon form av eget ansvar på internetleverantören för att föreläggande ska 
kunna utfärdas.187 Det krävs inte ett avtalsförhållande eller någon annan re-
lation mellan internetleverantören och intrångsgöraren.188 Internetleverantö-
rens eget ansvar har ingen betydelse alls för bedömningen.189  
 
PMÖD pekade följaktligen ut det faktum att 53 b § URL är en civilrättslig 
bestämmelse och att det i lagrummet inte görs någon hänvisning till att med-
verkan avser medhjälp i straffrättslig mening enligt 23 kap. 4 § BrB.190 
PMÖD hade därmed möjlighet att tolka den lexikala betydelsen av medver-
kan istället för det straffrättsliga begreppet. I denna bemärkelse syftar med-
verka framförallt på ett aktivt handlande, men det är inte uteslutet att det även 
kan syfta på en mer passiv hållning hos subjektet. Den lexikala betydelsen av 
                                                 
181 Mål PMT 11706-15, s. 12. 
182 Mål PMT 11706-15, s. 12. 
183 Jfr Hettne & Otken Eriksson a.a. 2011, s. 189 f. 
184 Mål PMT 11706-15, s. 16. Jfr även Hettne & Otken Eriksson a.a. 2011, s. 190 och C-
106/89 Marleasing. 
185 Mål PMT 11706-15, s. 16. Jfr även mål C-371/02 Björnekulla Fruktindustrier. 
186 Mål PMT 11706-15, s. 14 f. 
187 Mål PMT 11706-15, s. 15. 
188 Mål PMT 11706-15, s. 14 f. och C-494/15 Hilfiger, p. 22 och 25. 
189 Mål C-314/12 UPC Telekabel, p. 34-36. 
190 Mål PMT 11706-15, s. 21. 
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medverkan har således enligt PMÖD en mer vidsträckt betydelse än det straff-
rättsliga begreppet. 
 
PMÖD pekade vidare på att 53 b § URL kompletterades med ”medverka” för 
att tillgodose Lagrådets synpunkt att det var tveksamt att den då gällande re-
gleringen uppfyllde de krav som följer av art. 8.3 InfoSoc-direktivet.191 Kom-
pletteringen gjordes med en explicit avsikt att genomföra art. 8.3 InfoSoc-
direktivet. Av betydelse är även bestämmelsens syfte då 53 b § URL ämnar 
ge rättighetsinnehavare, utöver de straffrättsliga och skadeståndsrättsliga 
sanktionerna, ett civilrättsligt skydd genom att erbjuda en möjlighet att på ett 
snabbt och effektivt sätt få slut på ett intrång. 
 
Mot denna bakgrund konstaterade PMÖD att lagtexten ger utrymme för att 
tolka 53 b § URL direktivkonformt och i enlighet med de krav som följer av 
art. 8.3 InfoSoc-direktivet. Det krävs inte objektiv medverkan i straffrättslig 
mening.192 Det krävs inte heller att en internetleverantör gör ”någonting mer” 
än att tillhandahålla internetaccess för att ett föreläggande ska kunna utfär-
das.193 Detta medför att leverantörsverksamheter som i svensk rätt betraktas 
som socialadekvata ändå ska kunna bli föremål för förelägganden. 
 
PMÖD slog därmed fast att B2 Bredband är en mellanhand vars tjänster ut-
nyttjas av tredje man för att begå upphovsrättsintrång och möjliggör olovliga 
överföringar och exemplarframställningar av upphovsrättsskyddade verk ge-
nom att tillhandahålla sina kunder internetaccess. B2 Bredband medverkade 
därför till upphovsrättsintrång enligt 53 b § URL och den direktivkonforma 
tolkning av bestämmelsen som PMÖD slagit fast.194  
 
PMÖD beaktade slutligen de grundläggande rättigheterna och företog en rät-
tighetsavvägning.195 Begränsningen av B2 Bredbands näringsfrihet bestod 
framförallt av kostnaderna för blockeringsåtgärden, vilket rörde kostnader 
som internetleverantören ansågs kunna hantera.196 Begränsningen av interne-
tanvändarnas yttrande- och informationsfrihet bedömdes vara godtagbar ef-
tersom webbsidorna huvudsakligen bestod av intrångsgörande material.197 
När det gällde ändamålsenligheten och effektiviteten av den aktuella blocke-
ringsåtgärden räckte det att åtgärden försvårade tillgången till det skyddade 
materialet enligt PMÖD. Det uppställs inget rättsligt krav att intrånget helt 
måste upphöra till följd av blockeringen.198 
                                                 
191 Mål PMT 11706-15, s. 21. 
192 Mål PMT 11706-15, s. 22. 
193 Jfr emellertid generaladvokatens förslag till avgörande i mål C-610/15 Ziggo, p. 65. Det 
är omtvistat huruvida det krävs ett samband mellan föremålet för föreläggandet och in-
trånget. I det fall Szpunar har rätt hade PMÖD emellertid behövt undersöka om B2 Bred-
band objektivt medverkade till TPB:s indirekta intrång innan föreläggandet utfärdades. 
Detta är dock oväsentligt numera eftersom TPB är direkta intrångsgörare till följd av det 
aktuella avgörandet i EU-domstolen. 
194 Mål PMT 11706-15, s. 23 f. 
195 Mål PMT 11706-15, s. 24 ff. Se nästkommande kapitel för en mer utförlig genomgång 
av dessa grundläggande rättigheter och rättighetsavvägningen. 
196 Jfr mål C-314/12 UPC Telekabel, p. 51. 
197 Mål PMT 11706-15, s. 26. 
198 Mål PMT 11706-16, s. 26. Jfr även mål C-314/12 UPC Telekabel, p. 62-63. 
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Sammantaget ansåg PMÖD ett vitesförbud proportionellt och dömde ut ett 
föreläggande enligt 53 b § URL. B2 Bredband förelades att utföra en DNS-
blockering av domännamn till TPB och Swefilmer som tidsbestämdes till tre 
år.199 
                                                 
199 Mål PMT 11706-16, s. 32 f.  
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3 Rättighetsavvägningen vid 
förelägganden 
3.1 De grundläggande rättigheterna 
Tillämpningen av unionsrätten såväl som tillämpningen av nationella bestäm-
melser med anknytning till unionsrätten måste alltid beakta de grundläggande 
rättigheterna i EU-stadgan, se art. 51.1 EU-stadgan. EU:s institutioner, organ, 
byråer och de olika medlemsstaterna måste respektera rättigheterna, iaktta 
principerna och främja tillämpningen av dem i enlighet med sina respektive 
befogenheter.200 De grundläggande rättigheternas avsedda effekt är att be-
gränsa EU:s makt och aktualiseras framförallt när EU:s institutioner eller 
medlemsstater vill kontrollera beteendet hos privaträttsliga subjekt.201 
 
I FEU fastslås att det finns ett skydd for de grundläggande rättigheterna. I art. 
2 FEU stadgas generellt att unionen ska bygga på respekt för människans vär-
dighet, frihet, demokrati, jämlikhet, rättsstaten och respekt för de mänskliga 
rättigheterna. I art. 6 stadgas mer konkret att de grundläggande rättigheterna 
skyddas via EU-stadgan, EKMR och allmänna principer inom EU-rätten och 
att EU-stadgan erkänns samma rättsliga värde som fördragen.202 I och med 
detta likställande erkänns de grundläggande rättigheterna ett oerhört högt 
rättsligt värde. 
 
Det finns alltså ingen enskild källa som skyddar de grundläggande rättighet-
erna.203 EU-stadgan, EKMR och de allmänna rättsprinciperna är inte själv-
ständiga från varandra och bildar ett överlappande regelverk.204 I doktrinen 
poängteras att denna överlappning gör skyddet ganska svåröverskådligt och 
komplicerat.205 Detta medför att ett fastställande av rättighetsskyddet inom 
EU kräver att man beaktar av samtliga dessa källor. 
3.1.1 Egendomsskyddet 
Det grundläggande skyddet för egendom i EKMR regleras i art. 1 i det första 
tilläggsprotokollet som stadgar att envar fysisk eller juridisk persons rätt till 
sin egendom skall lämnas okränkt. Ingen må berövas sin egendom annat än i 
det allmännas intresse och under de förutsättningarna som angivas i lag och 
                                                 
200 Schmauch, Magnus, Tillämpningen av begränsningssystemet i EU:s stadga om grund-
läggande rättigheter, i: SvJT 2016 s. 265, s. 266. 
201 Lebeck, Carl, EU-stadgan om grundläggande rättigheter, 1. uppl., Studentlitteratur, 
Lund, 2013, s. 43. 
202 Chalmers, Damian, Davies, G. T. & Monti, Giorgio, European Union law: text and ma-
terials, 3. uppl., Cambridge University Press, Cambridge, 2014, s. 247 och 250. 
203 Chalmers m.fl. a.a. 2014, s. 249. 
204 Peers, Steve & Ward, Angela (red.), The European Union charter of fundamental rights, 
Hart, Oxford, 2004, s. 101. 
205 Peers & Ward a.a. 2004, s. 101. 
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av folkrättens allmänna grundsatser. Ovanstående bestämmelser inskränka 
likväl icke en stats rätt att genomföra sådan lagstiftning som staten finner er-
forderlig för att reglera nyttjandet av viss egendom i överensstämmelse med 
det allmännas intresse eller för att säkerställa betalning av skatter och andra 
pålagor eller av böter och viten.  
 
Europadomstolen har i flertalet rättsfall tagit ställning till huruvida immateri-
alrätten omfattas av art. 1 i det första tilläggsprotokollet till EKMR och slagit 
fast att den gör det.206 Den generella tanken med egendomsskyddet är att 
främja en effektiv användning av resurser och ekonomisk tillväxt.207 
 
Det grundläggande skyddet för egendom i EU-stadgan framgår av art. 17.1 
som stadgar att var och en har rätt att besitta lagligen förvärvad egendom, att 
nyttja den, att förfoga över den och att testamentera bort den. Immateriell 
egendom ingår i detta egendomsskydd enligt art. 17.2 EU-stadgan. I förkla-
ringen till EU-stadgan framhålls vidare att skyddet för immateriella rättig-
heter omfattar litterära verk, varumärken och närstående rättigheter samt att 
artikeln motsvarar art. 1 i det första tilläggsprotokollet till EKMR.208 Enligt 
art. 52.3 EU-stadgan har rättigheten i art. 17 EU-stadgan samma innebörd och 
räckvidd som i EKMR vilket medför att de begränsningar som anges däri inte 
får överskridas vid en tillämpning av EU-stadgan.209  
 
Egendomsskyddet är inte absolut och kan begränsas, vilket framgår av såväl 
art. 1 i tilläggsprotokoll 1 EKMR och art. 17 EU-stadgan.210 Det bör emeller-
tid noteras att även om det inte finns något absolut skydd för immateriell 
egendom, så måste eventuella åtgärder som vidtas för att skydda rättigheten i 
fråga ”vara tillräckligt effektiva för att säkerställa ett verkningsfullt skydd” 
när den vägs mot andra grundläggande rättigheter.211   
 
I doktrinen är det emellertid omdiskuterat huruvida immaterialrätten bör be-
traktas som en grundläggande rättighet. En diskurs är att det föreligger en 
motsättning mellan immaterialrätten och de grundläggande rättigheterna. Im-
materialrätten syftar till att främja innovation och samhällsnytta medan de 
grundläggande rättigheterna syftar till att främja välfärden hos privatperso-
ner.212 Skyddet för andra grundläggande rättigheter kan således betraktas som 
högre i normhierarkin, varför det immaterialrättsliga skyddet eventuellt kan 
komma att begränsas till förmån för dessa.213  
                                                 
206 Se t.ex. Aral, Tekin och Aral v. Turkey (application no. 24563/94), p. 4 och Anheuser-
Buschs Inc v. Portugal (application no. 73049/01), p. 72. 
207 Lebeck a.a. 2013, s. 206. 
208 Förklaringar avseende stadgan om de grundläggande rättigheterna (2007/C 303/02), art. 
17. 
209 Förklaringar avseende stadgan om de grundläggande rättigheterna (2007/C 303/02), art. 
17. 
210 Jfr mål C-70/10 Scarlet Extended, p. 43 och C-314/12 UPC Telekabel, p. 61. 
211 Mål C-314/12 UPC Telekabel, p. 62. 
212 Wennersten, Ulrika, Immaterialrätt och skydd av samhällsideal: en studie av klassiker-
skyddet i upphovsrätten och undantagen i varumärkesrätten, mönsterrätten och patenträt-
ten för allmän ordning och goda seder, Juridiska fakulteten, Lund University, Diss. Lund: 
Lunds universitet, Lund, 2014, s. 63 f. 
213 Wennersten a.a. 2014, s. 63 f. 
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En annan diskurs är att immaterialrätten betraktas som en grundläggande rät-
tighet. Immaterialrätten intar därmed samma rättsliga ställning som andra 
grundläggande rättigheter. Detta innebär att upphovsrätten ingår i rättighets-
avvägningen mellan egendomsskyddet och övriga grundläggande rättigheter 
som berörs av en eventuell åtgärd.214 I EU-rätten är det denna ordning som 
råder.215 Detta tydliggörs framförallt i den rättighetsavvägning som EU-dom-
stolen företar i sin praxis.216 
3.1.2 Rätten till yttrande- och informationsfrihet  
Det grundläggande skyddet för rätten till yttrande- och informationsfrihet 
finns i art. 10 EKMR och art. 11 EU-stadgan. I artiklarna innefattas rätten till 
åsiktsfrihet och frihet att sprida och ta emot uppgifter och tankar utan offentlig 
myndighets inblandning och oberoende av territoriella gränser.  
 
Rättigheten är teknikneutral och gäller oavsett om rättigheten utövas med fy-
siska medel eller digitalt via internet.217 Europeiska domstolen för de mänsk-
liga rättigheterna (”Europadomstolen”) betraktar internet som ett av de mest 
betydelsefulla instrumenten för privatpersoners möjligheter att utöva sin ytt-
rande- och informationsfrihet.218 Rättigheten är långtgående vilket medför att 
till och med den person som ligger bakom en BitTorrent-sida är skyddad av 
yttrande- och informationsfrihet.219 
 
Yttrande- och informationsfriheten är inte absolut och kan begränsas enligt 
art. 10.2 EKMR och art. 52 EU-stadgan. I art. 10.2 EKMR anges att rättig-
heten får underkastas formföreskrifter, villkor, inskränkningar eller straffpå-
följder som är föreskrivna i lag och som i ett demokratiskt samhälle är nöd-
vändiga med hänsyn till bl.a. förebyggande av oordning eller brott. Detta 
skydd får inte begränsas ytterligare vid en tillämpning av EU-stadgan, se art. 
52.3 EU-stadgan. 
 
 
 
 
 
                                                 
214 Wennersten a.a. 2014, s. 64. 
215 Mål C-479/04 Laserdisken, p. 62. 
216 Se rättighetsavvägningen i mål C-314/12 UPC Telekabel och C-70/10 Scarlet Extended 
nedan. 
217 CM/Rec(2011)8, p. 2. 
218 Ahmet Yildirim v. Turkey (application no. 3111/10), p. 54. Se även Report of the Special 
Rapporteur on the promotion and protection of the right to freedom of opinion and expres-
sion, UN Doc. A/66/290, 10 augusti 2011, punkt 87 vari framgår att även FN betraktar till-
gången till information genom internet som väsentlig för opinionsfriheten i ett demokratiskt 
samhälle. 
219 Fredrik Neij och Peter Sunde Kolmissoppi v. Sverige (application no. 40397/12), s. 9. 
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3.1.3 Näringsfriheten 
Av art. 16 EU-stadgan framgår att näringsfriheten ska erkännas i enlighet med 
unionsrätten samt nationell lagstiftning och praxis.  
 
Näringsfriheten omfattar rätten för företag att fritt disponera över sina ekono-
miska, tekniska och finansiella resurser.220 Rättigheten har ingen direkt mot-
svarighet i EKMR, men EU-domstolen har i mål C-4/73 Nold ansett att nä-
ringsfriheten är funktionellt sammanlänkad med äganderätten då det i denna 
rättighet ingår en allmän frihet att bedriva förvärvsverksamhet.221 Näringsfri-
heten utgör alltså en del av egendomsskyddet i art. 1 i det första tilläggspro-
tokollet EKMR. 
 
Näringsfriheten är inte en absolut rättighet. Den ska beaktas i förhållande till 
vilken funktion den har i samhället och kan bli föremål för myndighets-
ingrepp ”som i det allmännas intresse begränsar hur näringar får bedrivas”.222 
Om det finns starkare allmänna intressen att tillgodose kan den således 
komma att begränsas till förmån för dessa.223 
3.2 Begränsningssystemet och 
proportionalitetsprincipen 
I art. 52.1 EU-stadgan att varje begränsning i utövandet av de rättigheter och 
friheter som erkänns i EU-stadgan ska vara föreskriven i lag och förenlig med 
det väsentliga innehållet i dessa rättigheter och friheter. Detta är det s.k. be-
gränsningssystemet.224 Skyddskravet om att begränsningarna måste föreskri-
vas i lag är en allmän princip i unionsrätten och är en följd av legalitetsprin-
cipen225 och rättssäkerhetsprincipen, vilken härleds ur rättsstatsprincipen.226 
 
Huruvida någon lag föreligger i den mening som art. 52.1 EU-stadgan före-
skriver har EU-domstolen sällan haft anledning att pröva.227 Europadomsto-
len har emellertid uttalat sig om detta krav i flertalet rättsfall.228 Rådet har 
även i sina interna riktlinjer uttalat att det i vissa fall kan vara relevant att 
                                                 
220 Lebeck a.a. 2013, s. 185-186. 
221 Lebeck a.a. 2013, s. 186 och mål C-4/73 J. Nold, Kohlen- und Baustoffgroßhandlung 
mot Europeiska gemenskapernas kommission, p. 12. 
222 Mål C-283/11 Sky Österreich, p. 45 och 46 och förenade målen C-184/02 och C-223/02 
Spanien och Finland mot parlamentet och rådet, p. 51 och 52. 
223 Lebeck a.a. 2013, s. 186. 
224 Se art. 1 i det första tilläggsprotokollet till EKMR 2 men., och art. 10.2 EKMR. 
225 Legalitetsprincipen kommer till uttryck i 1 kap. 1 § 3 st. RF som lyder ”den offentliga 
makten utövas under lagarna”.  
226 Generaladvokatens förslag till avgörande i mål C-70/10 Scarlet Extended, p. 67. Se även 
art. 2 FEU. 
227 Generaladvokatens förslag till avgörande i mål C-70/10 Scarlet Extended, p. 36-37. 
228 Se t.ex. Sunday Times v. Storbritannien (application no. 6538/74) och Ahmet Yildirim v. 
Turkey (application no. 3111/10). 
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använda sig av Europadomstolens praxis utöver EU-stadgan och EU-domsto-
lens praxis när rättigheter vägs mot varandra.229 
 
En acceptabel lag föreligger när den har uppfyller vissa krav som utformats 
av praxis. Europadomstolen har i sin praxis framhållit att en lag måste vara 
tillräckligt tillgänglig så att den enskilde får en indikation om att en regel kan 
bli tillämplig för en viss situation.230 Den aktuella regeln måste dessutom vara 
klar och tydlig så att den enskilde kan förutse konsekvenserna av ett visst 
handlande.231 Det finns däremot inget hinder mot att en lag kan vara något 
löst formulerad, varför en viss grad av vaghet accepteras i utformningen av 
en lagregel.232 
 
I art. 52.1 EU-stadgan anges vidare att begränsningar får, med beaktande av 
proportionalitetsprincipen, göras om de är nödvändiga och faktiskt svarar mot 
mål av allmänt skyddsintresse som erkänns av unionen eller behovet av skydd 
för andra människors rättigheter och friheter. Rättighetsinnehavarens egen-
domsskydd är ett exempel på ”andra människors rättigheter”.233 Den aktuella 
artikeln möjliggör alltså en begränsning i internetleverantörens näringsfrihet 
och internetanvändarnas yttrande- och informationsfrihet för att skydda rät-
tighetsinnehavarens upphovsrätt om det är proportionerligt. För att avgöra om 
en åtgärd är proportionerlig i förhållande till samtliga grundläggande rättig-
heter som berörs måste man göra en rättighetsavvägning.234 Förelägganden 
som en domstol meddelar för att skydda rättighetsinnehavares immateriella 
egendom ska balanseras mot skyddet av de grundläggande rättigheter som 
åtnjuts av de personer som påverkas av dessa åtgärder.235 
 
Medlemsstaterna får inte gå utöver gränserna för vad som är lämpligt och 
nödvändigt för att förverkliga de legitima målen för lagstiftningen vid till-
lämpningen av proportionalitetsprincipen.236 Om det finns möjlighet att välja 
mellan olika åtgärder ska den minst ingripande av dessa åtgärder väljas och 
de eventuella olägenheter som uppstår för den som åläggs åtgärden får inte 
vara orimliga i förhållande till de åsyftade målen med åtgärden.237 I denna 
proportionalitetsbedömning medges immateriella tillgångar en särskild dig-
nitet – medlemsstaterna får inte lämna rättighetsinnehavare utan möjligheter 
att skydda sina immateriella rättigheter, eftersom ett sådant utfall anses opro-
portionerligt.238 
                                                 
229 Fundamental Rights Compatibility – Guidelines for Council preparatory body. European 
Union, 2015, s. 18. 
230 Sunday Times v. Storbritannien (application no. 6538/74), p. 49. 
231 Sunday Times v. Storbritannien (application no. 6538/74), p. 49. 
232 Sunday Times v. Storbritannien (application no. 6538/74), p. 49. 
233 Generaladvokatens förslag till avgörande i mål C-70/10 Scarlet Extended, p. 89. 
234 Mål C-275/06 Promiscuae, C-70/10 Scarlet Extended, C-360/10 Sabam och C-314/12 
UPC Telekabel. 
235 Se t.ex. mål C-275/06 Promusicae, p. 62-68 och C-360/10 Sabam, p. 41-43. 
236 Mål C-2/10 Azienda m.fl. och C-28/05 Dokter m.fl. 
237 Mål C-2/10 Azienda m.fl., p. 73 och C-28/05 Dokter m.fl., p. 72. 
238 Mål C-580/13 Coty Germany, p. 37 ff. och C-484/14 McFadden, p. 98. 
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3.3 Rättighetsavvägningen i EU-
domstolens praxis 
3.3.1 Scarlet Extended – filtrering 
I mål C-70/10 Scarlet Extended prövade EU-domstolen huruvida ett filtre-
ringsföreläggande var förenligt med en rimlig balans mellan de grundläg-
gande rättigheterna och vissa bestämmelser i andra tillämpliga direktiv.  
 
Bakgrunden till det aktuella förhandsavgörandet var en förbudstalan av den 
belgiska upphovsrättsorganisationen SABAM i ett nationellt mål. SABAM 
yrkade på att internetleverantören Scarlet skulle vidta åtgärder för att för-
hindra att deras kunder laddade ner verk för vilka SABAM hade upphovsrätt 
genom P2P-teknik. Domstolen i det nationella målet slog inledningsvis fast 
att det förelåg intrång i SABAM:s upphovsrätt genom den olagliga utväx-
lingen av musikfiler med hjälp av P2P-teknik.239 Domstolen kom därefter 
fram till att det trots många tekniska hinder inte var helt uteslutet att en filtre-
ring av olaglig fildelning kunde vara genomförbart.240 Scarlet förelades såle-
des att få de i målet aktuella intrånget att upphöra genom att göra det omöjligt 
för deras kunder att skicka och ta emot filer innehållande musikaliska verk ur 
SABAM:s register med hjälp av P2P-teknik.241 
 
Föreläggandet innebar att internetleverantören i förebyggande syfte och på 
egen bekostnad behövde installera ett preventivt system för filtrering av samt-
liga elektroniska P2P-kommunikationer i deras nät, utan begränsning i tiden, 
i syfte att identifiera överföring av filer innehållande upphovsrättsligt skyd-
dade verk och följaktligen blockera överföringarna.242 Den tolkningsfråga 
som EU-domstolen tog ställning till var huruvida det var förenligt med art. 
8.3 InfoSoc-direktivet att internetleverantören förelades att införa ett filtre-
ringssystem av den aktuella typen. 
 
EU-domstolen underströk att alla förelägganden som en nationell domstol 
meddelar till följd av art. 8.3 InfoSoc-direktivet ska vara förenliga med inne-
hållet i samtliga tillämpliga direktiv, bl.a. e-handelsdirektivet och sanktions-
direktivet.243 EU-domstolen erinrade därpå att det alltid måste företas en rät-
tighetsavvägning mellan rätten till immateriell egendom och andra grundläg-
gande rättigheter i EU-stadgan vid utfärdandet av förelägganden.244 Det an-
kommer på de nationella domstolarna att företa den här bedömningen vid 
samtliga åtgärder till skydd för immaterialrätten som eventuellt begränsar 
                                                 
239 Mål C-70/10 Scarlet Extended, p. 20-21. 
240 Mål C-70/10 Scarlet Extended, p. 22. 
241 Mål C-70/10 Scarlet Extended, p. 28. 
242 Mål C-70/10 Scarlet Extended, p. 28-29. 
243 Mål C-70/10 Scarlet Extended, p. 30-36. 
244 Mål C-70/10 Scarlet Extended, p. 44. 
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internetleverantörernas näringsfrihet och internetanvändarnas yttrande- och 
informationsfrihet.245  
 
I frågan om huruvida internetanvändarnas yttrande- och informationsfrihet 
begränsades enligt art. 11 EU-stadgan ansåg EU-domstolen att den gjorde det, 
då det inte i godtagbar utsträckning kunde garanteras att systemet kunde åt-
skilja mellan lovlig och olovlig kommunikation.246 Föreläggandet skulle 
dessutom innebära en insamling av kundernas IP-adresser, vilka gör det möj-
ligt att identifiera användaren och således utgör skyddade personuppgifter en-
ligt art. 8 EU-stadgan. 
 
Filtreringssystemet förutsatte mycket ingripande och kostsamma åtgärder för 
internetleverantören. Scarlet behövde granska all kommunikation för att ur-
skilja dels vad som utgjorde P2P-trafik, dels för att ha möjlighet att kontrol-
lera om kommunikationen var lovlig eller olovlig.247 Mot bakgrund av detta 
ansåg EU-domstolen att filtreringen innebar en allmän övervakningsskyldig-
het som inte är tillåten enligt art. 15 e-handelsdirektivet.248 EU-domstolen an-
såg även att det aktuella filtreringsföreläggandet stred mot art. 3 sanktionsdi-
rektivet.249 Artikeln stadgar att alla civilrättsliga förelägganden som en stat 
utfärdar måste vara rättvisa, proportionella och inte onödigt kostsamma. De 
aktuella implementeringskostnaderna för filtreringssystemet ansågs vid till-
lämpningen av förevarande artikel vara för höga.250  
 
Sammantaget beslutade EU-domstolen att det i målet omtvistade filtrerings-
systemet var en alltför ingripande begränsning av Scarlets näringsfrihet och 
internetanvändarnas yttrande- och informationsfrihet samt rätt till skydd för 
personuppgifter.251 Begränsningarna i dessa rättigheter vägdes inte upp av 
skyddsintresset för upphovsrätten. 
3.3.2 UPC Telekabel – blockering 
Riktlinjer för hur en rättighetsavvägning bör gå till vid utfärdandet av block-
eringsförelägganden mot en internetleverantör behandlades i UPC Teleka-
bel.252 
 
                                                 
245 Mål C-70/10 Scarlet Extended, p. 43-46 och mål C-275/06 Promiscuae, p. 62-68 och art. 
11, 16 och 17.2 EU-stadgan. 
246 Mål C-70/10 Scarlet Extended, p. 52. 
247 Mål C-70/10 Scarlet Extended, p. 38. 
248 Mål C-70/10 Scarlet Extended, p. 40. 
249 Mål C-70/10 Scarlet Extended, p. 36 och C-234/09 DSV Road, p. 139. 
250 Mål C-70/10 Scarlet Extended, p. 48. 
251 Mål C-70/10 Scarlet Extended, p. 47-52. Se även europaparlamentets och rådets direktiv 
95/46/EG av den 24 oktober 1995 om skydd för enskilda personer med avseende på be-
handling av personuppgifter och om det fria flödet av sådana uppgifter och Europaparla-
mentets och rådets direktiv 2009/140/EG av den 25 november 2009 om ändring av bl.a. di-
rektiv 2002/21/EG om ett gemensamt regelverk för elektroniska kommunikationsnät och 
kommunikationstjänster, art. 1(3)a. 
252 Mål C-314/12 UPC Telekabel. 
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Den tolkningsfråga som anknöt till de grundläggande rättigheterna i UPC Te-
lekabel var huruvida de aktuella rättigheterna skulle tolkas på så sätt att de 
utgjorde ett hinder när det i ett blockeringsföreläggande inte preciserades 
vilka åtgärder internetleverantören skulle vidta och denne kunde undgå vite 
för överträdelse av förbudet genom att visa att vederbörande vidtagit alla rim-
liga åtgärder.253  
 
Den hänskjutande domstolen formulerade frågan på det här sättet eftersom 
det i målet aktuella blockeringsföreläggandet var ospecificerat. Den nation-
ella domstolen hade alltså inte instruerat UPC Telekabel att företa någon im-
plementeringsåtgärd utan förelagt internetleverantören att blockera åtkoms-
ten till en webbsida med valfri implementeringsåtgärd. 
 
EU-domstolen slog inledningsvis fast att bestämmelserna för de föreläggan-
den som medlemsstaterna ska föreskriva enligt art. 8.3 InfoSoc-direktivet ska 
regleras i nationell lagstiftning.254 EU-domstolen poängterade återigen att be-
dömningen huruvida ett föreläggande är förenligt med unionsrätten ska göras 
med beaktande av de krav som följer av skyddet för de grundläggande rättig-
heterna som skyddas av unionsrätten.255 I fråga om den i målet aktuella block-
eringsåtgärden berördes tre grundläggande rättigheter – egendomsskyddet, 
näringsfriheten och yttrande- och informationsfriheten.256 
 
EU-domstolen poängterade att ett ospecificerat föreläggande som i det nu ak-
tuella fallet förvisso begränsade internetleverantörens näringsfrihet.257 EU-
domstolen tog emellertid fasta på att kärnan i näringsfriheten inte påverkades 
eftersom internetleverantören själv fick avgöra vilka åtgärder som skulle vid-
tas för att uppnå det avsedda resultatet. 258 UPC Telekabel behövde alltså inte 
göra några orimliga uppoffringar för att följa det aktuella föreläggandet utan 
fick själv avgöra vilka åtgärder som var bäst anpassade till företagets resurser 
och kapacitet.259 EU-domstolen motiverade valmöjligheten med att det inte 
är leverantören som har begått intrång i upphovsrätten.260 Internetleverantö-
rens uppgift kunde istället uttryckas vara att inom ramen för det ospecifice-
rade blockeringsföreläggandet avhålla de internetanvändare som utnyttjar de-
ras tjänst från att ta del av skyddade verk som gjorts tillgängliga utan rättig-
hetsinnehavarens tillåtelse.261 UPC Telekabel kunde sedermera frigöra sig 
från eventuella påföljder om bolaget kunde visa att den vidtagit alla rimliga 
åtgärder för att efterkomma föreläggandet.262  
                                                 
253 Mål C-314/12 UPC Telekabel, p. 42. Notera att det finns ett krav på att den åtgärd som 
rättighetsinnehavaren yrkar på i 53 b § URL ska vara precis, d.v.s. specificerad. Det finns 
således ingen möjlighet till ospecificerade förelägganden i Sverige.  
254 Mål C-314/12 UPC Telekabel, p. 45. Se avsnitt 3.1.4 i denna uppsats om förutsättning-
arna för att en lag ska anses föreligga. 
255 Mål C-314/12 UPC Telekabel, p. 44-46. Jfr mål C-70/10 Scarlet Extended, p. 43-46 och 
avsnittet ovan. Se avsnitt 3.1 och tillhörande underavsnitt i denna uppsats. 
256 Mål C-314/12 UPC Telekabel, p. 47. Jfr mål C-70/10 Scarlet Extended. 
257 Mål C-314/12 UPC Telekabel, p. 50. 
258 Mål C-314/12 UPC Telekabel, p. 50-52. 
259 Mål C-314/12 UPC Telekabel, p. 50-52. 
260 Mål C-314/12 UPC Telekabel, p. 53. 
261 Mål C-314/12 UPC Telekabel, p. 62. 
262 Mål C-314/12 UPC Telekabel, p. 53. 
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Domstolen betonade vidare att internetleverantören var tvungen att beakta in-
ternetanvändarnas yttrande- och informationsfrihet vid valet av implemente-
ringsåtgärder.263 Bedömningen huruvida en begränsning av internetanvändar-
nas yttrande- och informationsfrihet är godtagbar överfördes alltså på inter-
netleverantören.264 EU-domstolen ställde härmed inte upp något krav på att 
intrången helt behövde upphöra till följd av blockeringen för att vara förenlig 
med kravet på en rättvis avvägning, d.v.s. att blockeringsföreläggandet even-
tuellt var ineffektivt och kunde kringgås.265 De åtgärder som internetleveran-
tören vidtog skulle vara ”tillräckligt effektiva för att säkerställa ett verknings-
fullt skydd” och åtgärderna var tvungna ”hindra, eller åtminstone göra det 
svårt att få” tillgång till skyddade verk som tillgängliggjorts utan rättighets-
innehavarens tillåtelse.  
 
Det är ganska oklart vad EU-domstolen ville att internetleverantören egentli-
gen ska göra. EU-domstolen tog inte vidare ställning till vilka implemente-
ringsåtgärder som är förenliga med kravet på rimlig balans.266 Internetleve-
rantören förelades att vidta den mest effektiva implementeringsåtgärden för 
att skydda upphovsrätten som samtidigt inte medförde en otillåten begräns-
ning av internetanvändarnas yttrande- och informationsfrihet.267 Blockeringar 
av denna typ bör alltså kunna begäras av rättighetsinnehavare i medlemssta-
terna. Mer effektiva implementeringsåtgärder till skydd för upphovsrätten 
som i alltför stor utsträckning begränsar internetanvändarnas yttrande- och 
informationsfrihet torde emellertid vara otillåtna.  
 
Om internetleverantören likväl blockerade lovlig kommunikation behövde in-
ternetanvändarna ges en möjlighet att överklaga blockeringen i nationell 
domstol.268 Om denna möjlighet inte gavs var det i målet aktuella blocke-
ringsföreläggandet en otillåten begränsning av internetanvändarnas yttrande- 
och informationsfrihet. 
 
Begränsningen av internetleverantörens näringsfrihet och internetanvändar-
nas yttrande- och informationsfrihet ansågs i detta fall nödvändiga för att 
kunna erbjuda ett skydd för rättighetsinnehavarens upphovsrätt.269 EU-dom-
stolen tycks även fastslå att blockeringsförelägganden kan vara förenliga med 
kravet på en rimlig balans i rättighetsavvägningen. 
 
 
 
                                                 
263 Mål C-314/12 UPC Telekabel, p. 55. 
264 Angelopoulos, Christina, CJEU in UPC Telekabel Wien: A totally legal court order... to 
do the impossible, Kluwer Copyright Blog, April 3 2014, s. 5.  
265 Mål C-314/12 UPC Telekabel, p. 60 och 63. 
266 Angelopoulos a.a. 2014, s. 7. 
267 Angelopoulos a.a. 2014, s. 7. 
268 Mål C-314/12 UPC Telekabel, p. 56-57. 
269 Mål C-314/12 UPC Telekabel, p. 62. 
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3.4 Blockeringsföreläggandet 
3.4.1 Är en blockering alltid förenlig med kravet 
på rimlig balans? 
I GA Szpunars förslag till avgörande i Ziggo hade han som utgångspunkt att 
internetleverantörerna måste vidta åtgärder mot upphovsrättsintrång som görs 
med hjälp av deras tjänster.270 Istället för att undersöka om blockeringsföre-
lägganden är möjliga att utfärda på en indirekt intrångsgörare antyder han att 
internetleverantörerna måste göra en uppoffring.271 Szpunar menar att mel-
lanhänder har en samarbetsskyldighet i kampen mot digitala intrång till följd 
av e-handelsdirektivets ansvarsbegränsningar. Internetleverantörerna måste 
alltså förhindra eller förebygga intrång som görs med hjälp av deras tjäns-
ter.272 I linje med detta resonemang ska blockeringsförelägganden nu gene-
rellt tillåtas, eftersom filtreringsförelägganden är oförenliga med kravet på 
rimlig balans.273 
 
Angelopoulos anser emellertid att frågan huruvida ett blockeringsföreläg-
gande är godtagbart inte är avhängig omständigheten att EU-domstolen god-
känt det tidigare.274 Det är möjligt att en domstol ställs inför en mängd olika 
implementeringsåtgärder och det finns ingen regel som föreskriver att minst 
en av dessa åtgärder måste vara godtagbar. Angelopoulos framhåller vidare 
att e-handelsdirektivet inte innebär att EU har gjort en eftergift beträffande 
mellanhändernas ansvar i medlemsstaterna.275 Mellanhänderna hade nämli-
gen inte alltid varit ansvariga under nationell rätt utan e-handelsdirektivet.  
EU har således inte tillgodosett något intresse hos internetleverantörerna och 
kan då inte ställa något krav på att internetleverantörerna måste göra något i 
gengäld. 
 
Angelopoulos menar därmed att begränsningar i huruvida förelägganden får 
utfärdas inte finns i direktiven. En begränsning av huruvida en medlemsstat 
får utfärda ett föreläggande beror på utfallet av rättighetsavvägningen mellan 
de grundläggande rättigheterna.276 Hon menar att det endast är när ett före-
läggande är förenligt med kravet på en rimlig balans mellan samtliga berörda 
grundläggande rättigheter som det får utfärdas. 
 
Jag instämmer med Angelopoulos resonemang att det är rättighetsavväg-
ningen som sätter gränserna. Min mening är att det är orimligt att framföra 
generella krav på att en privat aktör som inte begått upphovsrättsintrång har 
en samarbetsskyldighet i förhållande till rättighetsinnehavaren. Med det sagt 
                                                 
270 Generaladvokatens förslag till avgörande i mål C-610/15 Ziggo, p. 82 och Angelopoulos 
a.a. 2017, s. 10. 
271 Angelopoulos a.a. 2017, s. 10. 
272 Generaladvokatens förslag till avgörande i mål C-610/15 Ziggo, p. 83. 
273 Generaladvokatens förslag till avgörande i mål C-610/15 Ziggo, p. 83 och Angelopoulos 
a.a. 2017, s. 11. 
274 Angelopoulos a.a. 2017, s. 11. 
275 Angelopoulos a.a. 2017, s. 11. 
276 Angelopoulos a.a. 2017, s. 9.  
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går det emellertid inte att bortse ifrån rättighetsinnehavarens grundläggande 
rättighet till upphovsrättsligt skydd.277 En rättighetsinnehavare torde även i 
princip alltid kunna få blockeringsåtgärder prövade i medlemsstaterna ef-
tersom åtgärden kan uppnå kravet på rimlig balans.278  
 
Detta innebär emellertid inte att domstolarna kan negligera rättighetsavväg-
ningen, särskilt inte till följd av en förmodad samarbetsskyldighet hos inter-
netleverantörerna. En blockering måste inte alltid vara förenlig med kravet på 
rimlig balans vid en rättighetsavvägning, utan det kan finnas omständigheter 
in casu som gör blockeringen till en mindre motiverad begränsning av t.ex. 
näringsfriheten.  
 
Till följd av detta är min uppfattning att det behövs en närmare granskning av 
hur effektiva blockeringar av BitTorrent-sidor är. Denna undersökning görs 
för att kunna ta ställning till hur effektiviteten i sin tur bör påverka avväg-
ningen mellan rättighetsinnehavarens och internetleverantörens grundläg-
gande rättigheter.279  
3.4.2 Blockeringsföreläggandets effektivitet 
Det står klart att det finns en svårighet i att göra förelägganden till ett verk-
ningsfullt skydd för upphovsrätten och samtidigt säkerställa att det inte är 
alltför ingripande i samtliga berörda aktörers grundläggande rättigheter till 
följd av UPC Telekabel och Scarlet Extended. Filtrering kan eventuellt vara 
en mer effektiv åtgärd än en blockering, men är enligt EU-domstolen ofören-
ligt med kravet på rimlig balans i rättighetsavvägningen.  
 
I UPC Telekabel slog EU-domstolen fast att blockeringar kan vara förenliga 
med detta krav. Blockeringen måste vara tillräckligt effektiv för att säkerställa 
ett genuint skydd för upphovsrätten, men får inte onödigt begränsa interne-
tanvändarnas yttrande- och informationsfrihet.280 EU-domstolen uppställer 
därmed inget krav på att intrång helt måste upphöra till följd av ett blocke-
ringsföreläggande, d.v.s. att det uppnår total effektivitet. Det räcker att inter-
netanvändarna avhålls från att göra intrång eller att deras möjligheter till att 
göra intrång försvåras.  
 
Många branschorganisationer ställer sig bakom blockeringsförelägganden 
mot internetleverantörer som ett effektivt tillvägagångssätt att förhindra upp-
hovsrättsintrång. Den svenska branschorganisationen FTVS281 uttrycker i en 
rapport från år 2015 som utfördes på uppdrag av Novus att internetleverantö-
rer har en viktig roll i att minska användningen av illegala tjänster.282  
                                                 
277 Se avsnitt 3.1.4 i denna uppsats.  
278 Jfr mål C-314/12 UPC Telekabel. 
279 Följande avsnitt fokuserar på avvägningen mellan internetleverantörens näringsfrihet 
och rättighetsinnehavarens upphovsrätt. Härefter antas det i förevarande avsnitt föreligga en 
rimlig begränsning av internetanvändarnas yttrande- och informationsfrihet. 
280 Mål C-314/12 UPC Telekabel, p. 62. 
281 Film- och TV-branschens Samarbetskommité. 
282 Lägesrapport – Digital marknad för film och tv, s. 6.  
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IFPI283 har samma uppfattning och framhåller i en rapport från år 2014 att den 
illegala fildelningen via BitTorrent minskat med 11 procent i länder som in-
fört blockeringar och ökat med 15 procent i länder som inte gjort det.284 IFPI 
visar även i en senare rapport från år 2015 att antalet unika besök till TPB och 
ett antal andra webbsidor minskat med 45 procent i Storbritannien efter att de 
blockerats.285 I Italien kunde man redovisa en minskning i den totala Bit-
Torrent-trafiken med ungefär 26 procent efter att 24 BitTorrent-sidor blocke-
rats.286 
 
Vidare har företaget IncoPro undersökt effektiviteten av DNS-blockeringar 
som verkställts i Portugal mellan november och december år 2015.287 Under-
sökningen utfördes mellan september år 2015 och februari 2016, d.v.s. under 
en sexmånadersperiod före och efter verkställandet av blockeringen. IncoPro 
kan i denna rapport redovisa en minskad trafik med omkring 60 procent till 
de domäner som omfattades av blockeringsförelägganden i Portugal. 
 
Utifrån rapporterna går det att argumentera för att blockeringsföreläggandet 
är en effektiv åtgärd för att försvåra och minska tillgängligheten till intrångs-
görande material.288 Blockeringsföreläggandet förefaller således vara det po-
licyalternativ som FTVS, IFPI och sannolikt fler branschorganisationer före-
språkar. Min mening är att bl.a. dessa rapporter klargör att blockeringar är 
effektiva för att begränsa tillgången till webbsidor med intrångsgörande 
material.  
 
Rapporter som endast tar generella procentuella minskningar i beaktande 
skildrar dock inte ett fullvärdigt helhetsperspektiv. Avtagandet av P2P-trafik 
kan hänföras till andra orsaker än enbart blockeringar. I Sandvines Global 
Internet Phenomena Report från år 2015 redovisas att BitTorrent-trafiken ut-
gjorde ungefär 8.5 procent av all trafik på internet i Europa under högtrafik.289 
Detta var en nedgång från år 2014 då BitTorrent-trafiken utgjorde ungefär 15 
procent av all denna trafik.290 Värdtjänsten YouTube291 upptog den högsta 
andelen trafik med 21 procent år 2015 och man kan även se att den lagliga 
streamingtjänsten Netflix var på uppgång.292 Det finns dessutom tydliga 
tecken på att illegala streamingtjänster växer i snabb takt, vilket också påver-
kar mängden P2P-trafik. År 2017 utgjorde antalet besök till illegala 
                                                 
283 International Federation of the Phonographic Industry. 
284 Digital Music Report 2014, s. 41.  
285 Digital Music Report 2015, s. 39.  
286 Digital Music Report 2015, s. 39. 
287 IncoPro Report – Site blocking efficacy in Portugal – September 2015 to February 2016.  
288 Jfr mål C-314/12 UPC Telekabel, p. 60. 
289 Sandvine Global Internet Phenomena Report – Asia-Pacific & Europe, s. 3.  
290 Sandvine Global Internet Phenomena Report – 1H 2014, s. 12. 
291 Notera emellertid att det kan förekomma upphovsrättsintrång på YouTube genom att an-
vändare laddar upp intrångsgörande material. YouTube arbetar emellertid ideligen med att 
ta bort sådant material, se p. 6 i YouTube:s användaravtal. 
292 Sandvine Global Internet Phenomena Report – Asia-Pacific & Europe, s. 3. 
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streamingtjänster över 60 procent av de totala globala besöken till webbsidor 
som olovligen tillgängliggör skyddade verk.293 
 
En annan omständighet som påverkar nedgången av BitTorrent-trafik är an-
vändningen av anonymiseringsteknik såsom virtuella privata nätverk 
(”VPN”) (från eng. virtual privacy network). VPN-tjänster gör det möjligt för 
internetanvändare att dölja sina IP-adresser.294 Om en internetanvändare döl-
jer sin IP-adress döljer denne all sin aktivitet på internet. Samtlig information 
som skickas mellan internetanvändarens dator och t.ex. TPB krypteras och 
blir därmed svår att spåra.295 I en studie från 2012 uppgav ungefär 18 procent 
av 67,473 via TPB tillfrågade personer att de använde VPN eller liknande 
anonymiseringsteknik för att dölja sin aktivitet på internet.296 Det går således 
att konstatera att samtliga studier som undersöker trafiken på internet inte kan 
beakta all den trafik som förekommer, eftersom en del av denna är skymd. 
Den aktuella studien bekräftar vidare att det förekommer fildelare som an-
vänder VPN. Det är emellertid inte möjligt att fastställa hur tilltagande an-
vändningen av VPN är i förhållande till upphovsrättsintrång och hur mycket 
av detta som utgörs av BitTorrent-trafik. Jag anser att det emellertid bör be-
aktas att tekniken existerar och används. 
 
3.4.2.1 Blockeringen av BitTorrent-sidor 
I ett nederländskt mål297 rörande blockering av TPB hade rättighetsinneha-
varna hänvisat till att blockeringsförelägganden i Italien och Danmark lett till 
mindre unik trafik till TPB. Rapporterna ovan klarlägger att blockeringar har 
en sådan effekt och det finns ingen anledning att ifrågasätta detta. Det får 
därmed anses att tillgängligheten och därigenom trafiken till webbsidor mins-
kar i betydande omfattning när de blockeras.298 En annan fråga är dock hur 
många upphovsrättsintrång som stoppas. 
 
I den s.k. Baywatch-rapporten ställde sig ett antal forskare frågan hur block-
eringsförelägganden mot TPB som meddelats nederländska internetleveran-
törer påverkat benägenheten till fildelning hos befolkningen.299 Forskarna 
menade att det var relevant att undersöka huruvida blockeringen av TPB 
ledde till färre totala upphovsrättsintrång, snarare än att man ställde antalet 
unika besök till TPB i centrum för analysen.300  
 
                                                 
293 MUSO Global Piracy Report 2017, s. 6 och 7. 
294 Larsson, Stefan, Svensson, Måns, De Kaminski, Marcin, Rönkkö, Kari, & Alkan Olsson, 
Johanna (2012). Law, Norms, Piracy and Online Anonymity – Practices of de-identification 
in the global file sharing community. Journal of Research in Interactive Marketing: Special 
Issue on Digital Piracy, 6(4), 260-280, s. 263. 
295 Larsson, Svensson, De Kaminski, Rönkkö & Alkan Olsson a.a., s. 263. 
296 Larsson, Svensson, De Kaminski, Rönkkö & Alkan Olsson a.a., s. 270. 
297 Här avses det nederländska avgörandet i första instans som till slut utmynnade i EU-
domstolens avgörande i Ziggo. 
298 Se exempelvis IncoPro-rapporten ovan. 
299 Poort, Leenheer, van der Haam & Dumitru a.a. 2015, s. 119-139. 
300 Poort, Leenheer, van der Haam & Dumitru a.a. 2015, s. 120. 
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Forskarna konstaterar att en blockering av TPB kan påverka den illegala fil-
delningen på fyra olika sätt.301 På kort sikt kan blockeringen (i) avskräcka 
från fildelning genom att användarna blir upplysta om att rättighetsinneha-
varna inte uppskattar fildelningen, s.k. medvetenhetseffekt (från eng. aware-
ness effect). De illegala filerna kan även (ii) bli mindre eftertraktade när 
blockeringen verkställs eftersom tillgängligheten till filerna försvåras, s.k. 
blockeringseffekt (från eng. blocking effect). På lång sikt kan blockeringen 
(iii) leda till att de lagliga alternativen blir mer attraktiva för användaren, s.k. 
omvandlingseffekt (från eng. conversion effect). Slutligen kan (iv) även de 
tekniskt okunniga användarna lära sig att kringgå blockeringen och nya ille-
gala fildelningsmöjligheter kan utvecklas, vilket leder till att fildelningen 
återigen ökar, s.k. återfallseffekt (från eng. relapse effect). 
 
Resultatet av denna forskning var att det inte kunde visas att blockeringsföre-
läggandet minskade den totala fildelningen av upphovsrättsskyddade verk via 
P2P. Tvärtom kunde forskarna visa på en ökning i illegal fildelning från in-
ternetanvändarna som var kunder till de internetleverantörer som blockerings-
föreläggandet riktats mot.302 Efter en kort initial tid med reducerad fildelning 
då det rådde medvetenhets- och blockeringseffekt, återgick den illegala fildel-
ningen till den nivå den varit på tidigare.303 Forskningen kunde således inte 
redovisa några strukturella förändringar av den illegala fildelningen i Neder-
länderna till följd av blockeringen.  
 
Jag bedömer att detta sannolikt också delvis beror på hur BitTorrent-tekniken 
fungerar.304 En blockering av TPB förhindrar inte att internetanvändarna har 
tillgång till torrentfilen. Magnetlänken fungerar fortfarande och denna kan 
hittas även på andra webbsidor än TPB. I många fall behöver en presumtiv 
intrångsgörare således inte ens vidta någon teknisk åtgärd för att kringgå 
blockeringen av TPB och få tillgång till det intrångsgörande materialet.  
 
3.4.2.2 Effektivitetsmätningen 
En mycket relevant fråga om en begränsning av internetleverantörens nä-
ringsfrihet är befogad är huruvida en blockering faktiskt förhindrar eller för-
svårar den illegala fildelningen. Ändamålet med att rikta förelägganden mot 
internetleverantörer är trots allt att skydda rättighetsinnehavarens upphovsrätt 
och de olägenheter som uppstår för internetleverantören får som bekant inte 
vara orimliga i förhållande till de åsyftade målen med åtgärden, se art 52.1 
EU-stadgan.305 
 
I Baywatch-rapporten kunde man visa på en ökning av P2P-trafiken i Neder-
länderna, trots blockeringsförelägganden och underlag på att trafiken till 
webbsidor minskar vid en blockering. Detta indikerar att tillgången till 
                                                 
301 Poort, Leenheer, van der Haam & Dumitru a.a. 2015, s. 120. 
302 Poort, Leenheer, van der Haam & Dumitru a.a. 2015, s. 131 och 135. 
303 Poort, Leenheer, van der Haam & Dumitru a.a. 2015, s. 131 och 135. 
304 Se avsnitt 1.5.1 i denna uppsats. 
305 Jfr Mål C-2/10 Azienda Agro-Zootecnica Franchini och Eolica di Altamura, p. 73 och 
C-28/05 Dokter m.fl., p. 72. 
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intrångsgörande material som förmedlas via BitTorrent-sidor inte försvåras. 
Det kan också argumenteras för att det inte är mer komplicerat att kringgå en 
blockering än vad det är att ladda ner en fil, varför åtgärder som riktar sig mot 
individuella fildelare och BitTorrent-sidor snarare fjärmar internetanvändare 
från att betala för sin underhållningskonsumtion.306 Det ger i sin tur starkare 
incitament till användningen av anonymiseringsteknik som VPN. Använ-
darna av BitTorrent-sidor är dessutom typiskt sett redan medvetna att de be-
går ett intrång när de delar skyddade verk, men har valt att bortse från detta.307 
Det går således inte att tala om en medvetenhetseffekt eller en blockeringsef-
fekt hos dessa användare då drivkraften att kringgå blockeringen torde vara 
hög. Dessutom blockeras inte tillgången till torrentfilerna som förblir åtkom-
liga trots att en viss BitTorrent-sida blockeras. En internetanvändare som är 
kunnig nog att ansluta till en svärm är också kunnig nog att hitta torrentfilerna 
denne vill åt utan BitTorrent-sidornas hjälp.  
 
Jag anser vidare att förekomsten av VPN, tjänster som YouTube, Netflix och 
alternativa sätt att göra intrång på gör rapporter som hävdar att BitTorrent-
trafiken avtar som en direkt följd av blockeringsförelägganden tvivelakt-
iga.308 Det är mer sannolikt att nedgången i BitTorrent-trafik är ett resultat av 
flertalet samverkande omständigheter. De procentuella minskningar som re-
dovisas som en direkt följd av blockeringsförelägganden kan således vara 
obefintliga i verkligheten. Som nämnts i avsnittet ovan ökade fildelningen i 
Nederländerna en kort tid efter att blockeringar mot TPB hade verkställts.309 
 
En mätning avseende hur effektivt ett föreläggande är för att skydda en rät-
tighetsinnehavares upphovsrätt kan göras med utgångspunkt i när (i) antalet 
presumtiva intrång minskar eller när (ii) effekten av intrången minskas, d.v.s. 
att man med åtgärden åtminstone kan reducera intrångens synlighet i allmän-
het. 
 
Jag anser härmed att effektivitetstestet (i) inte bör ta sikte på hur många an-
vändare som eventuellt begår eller kommer att begå intrång genom att besöka 
en BitTorrent-sida, utan istället hur många intrång som totalt stoppas med ett 
blockeringsföreläggande. Om det finns anledning att misstänka att blocke-
ringar är ett ineffektivt skydd för rättighetsinnehavarens upphovsrätt bör detta 
vara avgörande i frågan om huruvida begränsningen av internetleverantörer-
nas näringsfrihet är rimlig. 
 
Jag anser dessutom att Baywatch-rapporten (ii) gör det tveksamt huruvida 
synligheten av intrången reduceras vid blockeringen av BitTorrent-sidor. 
Återfallseffekten i Nederländerna var påtaglig en kort tid efter blockeringens 
verkställande och internetanvändarna måste således varit medvetna om alter-
nativa sätt att komma åt torrentfiler eller att andra BitTorrent-sidor fortfa-
rande fanns tillgängliga. Jag har inte för avsikt att extrapolera detta 
                                                 
306 Poort, Leenheer, van der Haam & Dumitru a.a. 2015, s. 136. 
307 Westman a.a. 2012, s. 17. 
308 Se avsnitt 3.3.2 i denna uppsats. 
309 Se avsnitt 3.3.2.1 i denna uppsats. 
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forskningsresultat till Sverige eller övriga länder, men ser gärna fler under-
sökningar av denna typ där blockeringar av BitTorrent-sidor verkställs.  
3.4.3 Ett balanserat blockeringsföreläggande? 
Det faktum att antalet besök till webbsidor som blockeras minskar indikerar 
att föreläggandet är effektivt.310 Jag anser att en del intrång förhindras och 
försvåras i och med att trafiken till webbplatser som direkt gör skyddat 
material tillgängligt minskar. Internetanvändaren måste då medvetet kringgå 
blockeringen. Däremot är min uppfattning att detsamma inte gäller för Bit-
Torrent-sidor. Torrentfilerna blockeras inte och finns tillgängliga oavsett om 
BitTorrent-sidorna är blockerade. Internetanvändaren behöver inte ens 
kringgå någonting för att få tillgång till torrentfilen. 
 
EU-domstolen hade möjlighet att utveckla rättighetsavvägningen i Ziggo ge-
nom att bl.a. ta vidare ställning till hur effektiviteten av att blockera Bit-
Torrent-sidor påverkar en begränsning av näringsfriheten.311 Den enda rikt-
linjen i fråga om effektivitetens betydelse från EU-domstolen finns i UPC 
Telekabel där den uttalade att en blockering inte måste uppnå total effektivi-
tet.312 I UPC Telekabel tycks EU-domstolens acceptans av bristfällig effekti-
vitet snarare ha att göra med att en mer effektiv åtgärd är en orimlig begräns-
ning av internetanvändarnas yttrande- och informationsfrihet. Det är således 
svårt att veta vilken grad av effektivitet som egentligen har betydelse eftersom 
effektiviteten endast är en faktor i rättighetsavvägningen. 
 
Jag anser att en eventuell brist på effektivitet åtminstone bör föranleda att man 
överväger alternativa och mer rättvisa former för hur föreläggandena medde-
las. Därmed kräver osäkerheten i huruvida ett blockeringsföreläggande mot 
BitTorrent-sidor är effektivt för att förhindra eller försvåra intrång ytterligare 
överväganden. 
 
Härmed kan de kostnader som uppstår för internetleverantören till följd av 
blockeringsföreläggandet av en BitTorrent-sida vara en mindre motiverad be-
gränsning av näringsfriheten. Den åtgärd som internetleverantören vidtar kan 
tänkas framstå som orättvis, oproportionell och onödigt kostsam om den inte 
är effektiv för att förhindra intrång.313 Min åsikt är att en lösning där internet-
leverantören och rättighetsinnehavaren delar på appliceringskostnaderna för 
föreläggandet uppnår en bättre balans. Internetleverantören begår inget in-
trång, varför denne inte bör stå för samtliga kostnader alldeles oavsett om 
implementeringsåtgärden i fråga inte är särskilt komplicerad eller kostsam. 
 
De nationella domstolarna har förvisso en frihet i att utforma förelägganden 
utifrån sina egna rättighetsavvägningar då skäl 59 i InfoSoc-direktivet före-
skriver en sådan möjlighet. Det torde således finnas utrymme att beakta ef-
fektiviteten när ett föreläggande ska prövas i nationella domstolar och 
                                                 
310 Se avsnitt 3.3.2 i denna uppsats. 
311 Jfr mål C-610/15 Ziggo. 
312 Se mål C-314/12 UPC Telekabel, p. 62-63. 
313 Jfr mål C-70/10 Scarlet Extended och art. 3 sanktionsdirektivet. 
 51 
eventuellt bedöma huruvida kostnaderna för appliceringen ska delas med eller 
bekostas av rättighetsinnehavaren.  
 
EU-domstolen uppfyller emellertid en viktig roll i att visa hur en rättighets-
avvägning enligt EU-stadgan ska gå till och i vilken utsträckning man bör 
beakta sådant som effektiviteten i förhållande till olika grundläggande rättig-
heter. Det är inte tillräckligt att nationella domstolar konstaterar att blocke-
ringsförelägganden godkänts i EU-domstolen, utan rättighetsavvägningen bör 
företas noggrant i varje mål där ett föreläggande prövas. Om EU-domstolen 
inte meddelar riktlinjer för hur man uppnår en rimlig balans i rättighetsavväg-
ningen lämnas denna avvägning till skilda nationella domstolar som mycket 
väl kan komma att göra olika bedömningar. 
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4 Sammanfattning och 
avslutande ord 
4.1 Förutsättningarna för att begära ett 
föreläggande 
Rättighetsinnehavare ska enligt art. 8.3 InfoSoc-direktivet ha en möjlighet att 
begära ett föreläggande gentemot mellanhänder vars tjänster utnyttjas av en 
tredje part för att begå intrång i en upphovsrätt eller närstående rättighet i 
medlemsstaterna.  
 
Internetleverantören är en mellanhand vars tjänst utnyttjas av en tredje part 
för att begå intrång, vilket framgår av avgörandet i UPC Telekabel. En pre-
sumtiv intrångsgörare som utför en överföring till allmänheten anses utnyttja 
internetleverantörens tjänst eftersom den internetaccess som internetleveran-
tören tillhandahåller sina användare är en förutsättning för att överföringen 
kan nå dem.  
 
Det krävs inget avtal mellan internetleverantören och intrångsgöraren för att 
möjliggöra föreläggandets utverkande. I kommissionens utvärdering av art. 
11 sanktionsdirektivet framgår vidare att art. 8.3 InfoSoc-direktivet inte för-
utsätter ett eget ansvar hos internetleverantören. I EU-domstolens avgörande 
i Hilfiger förekommer även uttalanden om att art. 11 sanktionsdirektivet inte 
får göras beroende av några materiella villkor. Det räcker alltså att internetle-
verantören tillhandahåller internetaccess för att ett föreläggande i princip ska 
vara möjligt att utverka för en rättighetsinnehavare.  
 
I Sverige har den aktuella artikeln implementerats genom 53 b § URL. En 
förutsättning för att 53 b § URL skulle vara tillämplig innan B2 Bredband-
målet var att internetleverantören objektivt medverkade till ett intrång enligt 
23 kap. 4 § BrB. Internetleverantören behövde därutöver göra ”någonting 
mer” för att rättighetsinnehavare med framgång skulle kunna få ett föreläg-
gande utverkat. I förarbetena till e-handelslagen uttryckte regeringen att kra-
vet på att internetleverantören behövde göra ”någonting mer” anknöt till läran 
om social adekvans. Objektivt medverkansansvar aktualiseras därmed t.ex. 
när mellanhanden hade träffat avtal med intrångsgöraren om en rätt att ut-
nyttja dennes serverutrymme och mellanhanden därefter fått konkreta indi-
kationer på att serverutrymmet används på ett sätt som innebar upphovsrätts-
intrång. Det har således länge krävts att internetleverantören haft en nära 
koppling till den primära intrångshandlingen samt vetskap om det aktuella 
intrånget för att ett föreläggande skulle kunna meddelas. 
 
PMÖD ändrade som nämnt rättsläget genom sitt avgörande i B2 Bredband-
målet februari 2017. PMÖD framhöll principen om EU-rättens företräde när 
den fann att den förarbetsenliga tillämpningen av 53 b § URL stred mot 
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kraven i art. 8.3 InfoSoc-direktivet. Domstolen gjorde således en s.k. direk-
tivkonform tolkning av den nationella bestämmelsen vilket resulterat i att det 
inte längre krävs objektiv medverkan i straffrättslig mening för att rättighets-
innehavare ska kunna utverka ett föreläggande mot en internetleverantör. Det 
räcker att leverantören tillhandahåller sina användare internetaccess för att 
medverka till upphovsrättsintrång enligt 53 b § URL. 
 
Det är på senare tid omdiskuterat om art. 8.3 InfoSoc-direktivet omfattar såväl 
direkta som indirekta intrångsgörare. Rättighetsinnehavarens möjligheter till 
föreläggande mot direkta intrångsgörare är emellertid tydligt till följd av EU-
domstolens avgörande i UPC Telekabel. Rättighetsinnehavare ska således i 
princip kunna begära en blockering från en internetleverantör när målet för 
föreläggandet är en direkt intrångsgörare. Kraven kan omfatta blockeringar 
BitTorrent-sidor till följd av EU-domstolens avgörande i Ziggo som slår fast 
att administratörerna bakom dessa är direkta intrångsgörare. 
4.2 Rättighetsavvägningen 
Frågan huruvida ett föreläggande är godtagbart är alltjämt beroende av 
huruvida en rättighetsavvägning leder till en rimlig balans mellan samtliga 
grundläggande rättigheter som berörs.  
 
De grundläggande rättigheterna framgår av EU-stadgan, EKMR och andra 
allmänna principer i unionsrätten. EU-domstolen tillämpar EU-stadgan, men 
måste förhålla sig till de begränsningar som förekommer i EKMR. Skyddet i 
EKMR utgör en miniminivå för de grundläggande rättigheternas omfattning.  
 
En begränsning i en av de grundläggande rättigheterna måste vara proport-
ionell i förhållande till skyddsintresset av en annan grundläggande rättighet. 
Detta förhållande kan uttryckas som ett krav på att det måste uppnås en rimlig 
balans i rättighetsavvägningen innan ett föreläggande kan utfärdas. I fall där 
en internetleverantör ska föreläggas att blockera webbsidor som innehåller 
intrångsgörande material ska denna avvägning ske framförallt mellan de 
grundläggande rättigheterna till egendomsskydd, näringsfrihet och yttrande- 
och informationsfrihet. Det är inte en självklarhet hur dessa ska vägas mot 
varandra, annat än att det väsentliga innehållet i rättigheterna måste beaktas, 
inte underskrida minimiskyddet och uppnå en rimlig balans. 
 
I Scarlet Extended prövade EU-domstolen ett föreläggande där en internetle-
verantör i ett nationellt mål ålagts att filtrera kommunikation i ett P2P-nätverk 
och sedermera blockera den kommunikation som utgjorde intrång. Rättig-
hetsinnehavarens, internetleverantörens och internetanvändarnas grundläg-
gande rättigheter lades därmed i en vågskål. Efter en samlad bedömning ansåg 
EU-domstolen att den aktuella filtreringen medförde en orättvis och oproport-
ionell begränsning av internetleverantörens och internetanvändarnas grund-
läggande rättigheter i förhållande till rättighetsinnehavarens intresse av upp-
hovsrättsligt skydd. 
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I UPC Telekabel bedömdes emellertid ett blockeringsföreläggande kunna 
vara förenligt med kravet på rimlig balans. Det aktuella målet rörde ett ospe-
cificerat föreläggande där internetleverantören själv fick välja implemente-
ringsåtgärd. Begränsningen av internetleverantörens näringsfrihet fick ge 
vika för rättighetsinnehavarens upphovsrätt, men åtgärderna var likväl 
tvungna att beakta internetanvändarnas yttrande- och informationsfrihet. EU-
domstolen uppställde härmed inget krav på att intrången helt behövde upp-
höra till följd av åtgärderna, men tillät inte att lovlig kommunikation blocke-
rades. Internetanvändarna behövde ges möjlighet att överklaga en blockering-
såtgärd i domstol om det som blockerades var lovlig kommunikation. 
 
Det kan tilläggas att det inte framgår av B2 Bredband-målet om PMÖD gjort 
någon undersökning huruvida de domäner som B2 Bredband förelades att 
blockera leder till lagliga webbplatser. Om en laglig webbplats blockeras sak-
nas det tydliga regler hur en internetanvändare ska kunna överklaga blocke-
ringen i Sverige. Detta kan i sin tur innebära en otillåten begränsning av ytt-
rande- och informationsfriheten. Det räcker härmed inte att PMÖD konstate-
rar att en begränsning av yttrande- och informationsfriheten är rimlig för att 
domänerna leder till webbsidor som innehåller intrångsgörande material. Be-
gränsningen är rimlig bara om domänerna leder till webbsidor som huvud-
sakligen innehåller intrångsgörande material.  
 
Det står klart att det är svårt att tillfredsställa samtliga aktörer, intressen och 
rättigheter vid en avvägning av de grundläggande rättigheterna. Det framgår 
tydligt av EU-domstolens praxis att ett vinstintresse hos rättighetsinnehava-
ren måste vara balanserat mot näringsfriheten och skyddet för yttrande- och 
informationsfriheten. Ett mer effektivt skydd för upphovsrätten kan vara för 
ingripande i näringsfriheten och yttrande- och informationsfriheten, medan 
ett mindre effektivt föreläggande kan vara en godtagbar kompromissbegräns-
ning. Ett föreläggande måste också vara förenligt med närliggande bestäm-
melser i andra direktiv, bl.a. e-handelsdirektivet och sanktionsdirektivet. I 
slutändan är det därtill upp till de nationella domstolarna att själva avgöra 
vilka begränsningar som är godtagbara. 
 
Avgörandena i UPC Telekabel och Scarlet Extended är dock inte de sista 
ställningstagandena EU-domstolen kommer att behöva göra i fråga om hur 
rättighetsavvägningar ska gå till. Min önskan är att det framkommer nog-
grannare överväganden om och när en viss åtgärd är förenlig med kravet på 
rimlig balans från EU-domstolen. Min åsikt är att EU-domstolen måste klar-
göra vilka typer av ingrepp i de grundläggande rättigheterna som är godtag-
bara och utveckla rättighetsanalysen. En rättighetsavvägning är trots allt kär-
nan i frågan om föreläggandet är godtagbart och om medlemsstaterna har ett 
alltför brett skön blir skyddet fragmentariskt för samtliga grundläggande rät-
tigheter som berörs. 
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4.3 En balanserad blockering av 
BitTorrent-sidor 
Jag anser att det redan i dagsläget finns ett behov att överväga formerna för 
blockeringsföreläggandet till följd av osäkerheten kring huruvida blocke-
ringar av BitTorrent-sidor är effektiva. Det krävs därmed en bättre balans 
mellan rättighetsinnehavarens och internetleverantörens intressen. En möjlig-
het är att man inför någon form av kostnadsdelning mellan internetleverantö-
ren och rättighetsinnehavaren när en BitTorrent-sida ska blockeras. 
 
Rättighetsavvägningen måste utvecklas för att täcka in omständigheter som 
bristen på effektivitet. I B2 Bredband-målet konstaterar PMÖD lakoniskt att 
internetleverantören har råd med det aktuella blockeringsföreläggandet och 
att det kan antas att intrång minskar och försvåras med en DNS-blockering. 
PMÖD gör inte någon vidare analys av hur bristen på effektivitet påverkar 
näringsfriheten utan citerar i princip bara EU-domstolens uttalande. Detta få-
ordiga resonemang är inte tillräckligt när rättighetsavvägningen är det cen-
trala i huruvida ett föreläggande ska få utfärdas eller inte. 
 
Det faktum att blockeringsförelägganden i princip ska kunna utverkas av rät-
tighetsinnehavare kräver en vidare dialog mellan rättighetsinnehavarna och 
internetleverantörerna. Detta torde närmast utgöra en förutsättning för att 
kunna uppnå ett samförstånd för hur digitala intrång ska hanteras och för att 
uppnå en rimlig balans mellan parterna. DNS-blockeringar är enkla att 
kringgå för såväl operatörerna av webbsidor och internetanvändarna, varför 
blockeringssystemet ständigt måste uppdateras för att täcka in nya domän-
namn. Det är inte hållbart att rättighetsinnehavare vid upprepade tillfällen ska 
behöva vända sig mot varje enskild internetleverantör och yrka på blocke-
ringar av särskilt angivna domännamn. Det är inte heller rimligt att föreskriva 
internetleverantörerna en samarbetsskyldighet i syfte att förhindra intrång 
som de inte begått. Frågan kan inte fastna enbart hos politiker och jurister. 
 
Det blir spännande att följa den fortsatta utvecklingen på området. 
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