








Perkembangan teknologi yang pesat khususnya di bidang perangkat lunak, membuat komputer semakin userfriendly dan telah menjadikannya kebutuhan bagi kalangan tertentu, misalnya kalangan bisnis. Dalam melakukan pekerjaannya mereka sangat tergantung pada komputer. Komputer tidak lagi digunakan sebagai pengganti mesin ketik ataupun alat hitung namun kini juga banyak digunakan dalam membantu keputusan penting dan sebagai media penyimpanan berbagai data-data penting yang bersifat rahasia.
Banyak hal yang tidak menyenangkan yang bisa terjadi pada komputer. Misalnya ada pihak yang baik sengaja atau pun tidak sengaja menghapus file-file penting dan merubah konfigurasi pada sistem windows. Contohnya, mengakses komponen-komponen yang tersedia di dalam control panel untuk merubah beberapa konfigurasi windows. Selain itu bisa saja pihak lain mengakses aplikasi yang digunakan sebagai pengolah data penting untuk melihat data-data yang bersifat rahasia dan memodifikasinya. Kejadian seperti itu bisa saja terjadi apabila komputer tersebut merupakan sebuah komputer umum. Maksudnya adalah banyak yang menggunakan komputer tersebut misalnya seperti teman, adik, kakak, saudara atau bahkan pihak lain yang tidak dikenal. Biasanya, seorang pemula maupun ahli dalam hal pengoperasian komputer sangat senang mencoba-coba segala sesuatu yang ada di dalam komputer.
Hal - hal yang tidak diinginkan bisa saja terjadi pada komputer, maka untuk mengindarinya akan dibangun aplikasi keamanan komputer menggunakan USB Flash drive dengan metode enkripsi algoritma MD5. Aplikasi ini untuk keamanan sistem operasi khususnya di sistem operasi Microsoft windows XP. Aplikasi ini memudahkan administrator untuk membatasi wewenang user dalam hal pemakaian sistem operasi windows yang terinstalasi di komputer tersebut. 
1.2	Rumusan Masalah
Berdasarkan latar belakang masalah dan batasan masalah diatas maka diperoleh rumusan masalah sebagai berikut:
1.	Bagaimana membangun sistem keamanan untuk membatasi wewenang user dalam sistem operasi Microsoft windows XP.
2.	Bagaimana menerapkan metode Algoritma MD5 dengan memanfaatkan USB flash drive dalam membangun aplikasi keamanan pada Microsoft windows XP yang dapat menonaktifkan program berupa file*.exe yang merupakan program pengolahan data penting.
3.	Bagaimana menonaktifkan beberapa fungsi windows.
4.	Bagaimana membuat kunci rahasia di dalam USB flash drive sebagai kunci rahasia.
1.3	Ruang Lingkup
Untuk memudahkan penulisan dan pembuatan program dalam penelitian ini maka perlu dibuat batasan masalah. Batasan masalah tersebut antara lain:
1.	Menonaktifkan fungsi windows yaitu task manager.
2.	Memproteksi aplikasi yang berupa file*.exe.
3.	Tidak mencakup keamanan jaringan komputer.
1.4	Tujuan Penelitian
Penelitian ini bertujuan untuk membuat suatu aplikasi sistem keamanan data dimana sistem tersebut dapat membatasi wewenang user dalam hal pemakaian sistem operasi windows yang terinstalasi di komputer tersebut. 
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