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Internet ima svoje pozitivne i negativne strane. On moţe sluţiti za uĉenje, zabavu i otkrivanje 
novih stvari, meĊutim, sa sobom moţe nositi i mnogo opasnosti. Jedna od opasnosti je 
elektroniĉko nasilje meĊu maloljetnicima koje je rastući problem u svijetu. Postoje razliĉiti 
oblici elektroniĉkog nasilja. Jedan od oblika koji je usko povezan sa stvarnim svijetom je 
prenošenje stvarnog fiziĉkog nasilja u virtualni svijet putem mobitela. Rijeĉ je o obliku nasilja 
u kojem maloljetnici snimaju vršnjaĉko nasilje koje se dogaĊa uţivo te videosnimke kasnije 
distribuiraju u virtualni svijet. Jednom kada su snimke objavljene na internetu, teško ih je u 
potpunosti izbrisati. U virtualnom svijetu napadaĉ ne moţe vidjeti posljedice svog ponašanja 
kao što ih moţe vidjeti kod klasiĉnog oblika nasilja, ali posljedice svakako postoje. Osoba 
moţe iznova ĉitati ili gledati nasilni sadrţaj te tako opet proţivljavati nasilje. Iako virtualno 
nasilje ne nanosi fiziĉku bol, emocionalna bol koju djeca doţivljavaju ĉesto je teţa od one 
fiziĉke. 





Internet has its positive and negative sides. It can be used for studying, entertainment and for 
discovering new things. However, it has a lot of danger. One of the dangers is cyberbullying 
among minors, which is growing problem in the world. There are various forms of 
cyberbullying. One of forms that is closely related to the real world is transfering real physical 
violence to the virtual world via mobile phones. In this form of cyberbullying, juveniles 
record real peer violence and than distribute video clips to the virtual world. Once the 
recordings are released to the interenet, it is difficult to completely erase them. In the virtual 
world, the attacker can not see the consequences of his behavior as it can be seen in the 
classical form of violence, but the consequences certainly exist. A person can read or watch 
violent content again and experience violence again. Although virtual violence does not cause 
physical pain, the emotional pain experienced by children is often heavier than physical. 
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Masovni mediji, posebice novi mediji, u današnje vrijeme postaju vaţan ĉimbenik u 
odrastanju novih generacija. „Digitalna generacija“, kako nazivaju mlade, roĊena je s 
internetom i vrlo dobro poznaje virtualni svijet. Pozitivno je to što se novi mediji mogu 
koristiti za uĉenje, zabavu i otkrivanje novih stvari, meĊutim, virtualni svijet sa sobom nosi i 
mnogo opasnosti. Raširenost upotrebe interneta meĊu djecom i mladima je velika. Prema 
istraţivanju Hrabrog telefona i Poliklinike za zaštitu djece grada Zagreba iz 2008. godine o 
navikama i iskustvima djece i mladih (od 11 do 18 godina) prilikom korištenja interneta, 
mobitela i drugih suvremenih tehnologija 91% djece i mladih izjasnilo se kao korisnici 
interneta, a 97% od njih posjeduje vlastiti mobitel putem kojeg se mogu spojiti na internet. 
Jedna od opasnosti koju nosi internet je elektroniĉko nasilje meĊu maloljetnicima koje je 
rastući problem u svijetu. Maloljetnici su posebno ranjiva skupina jer puno slobodnog 
vremena provode na internetu, to im je vrlo vaţan dio ţivota, a još nisu dovoljno zreli kako bi 
mogli spoznati što je dobro, a što loše na internetu. Maloljetnici ĉesto postaju ţrtve nasilja na 
internetu od strane starijih, ali i od strane svojih vršnjaka. Anonimnost koju pruţa internet 
doprinosi uĉestalijem virtualnom nasilju jer pojedinac ne moţe vidjeti posljedice svojega 
ponašanja. 
 
Ovaj će se rad posebno osvrnuti na oblik elektroniĉkog nasilja koji do sada nije puno 
istraţen, a to je prenošenje stvarnog fiziĉkog nasilja u virtualni svijet putem mobitela. 
Napredak tehnologije omogućio je dostupnost kamere u svakom trenutku na mobilnom 
telefonu. Na taj naĉin, maloljetnici snimaju nasilje i odmah ga distribuiraju preko društvenih 
mreţa. Jednom kada je snimka objavljena na internetu, teško ju je ukloniti. Tu se radi o 
nanošenju stvarne fiziĉke boli ţrtvi nasilja koje se snima mobitelom, objavljuje na internetu te 










2. Elektroničko ili virtualno nasilje 
 
Osim klasiĉnih oblika vršnjaĉkog nasilja u kojem se nasilje vrši licem u lice, u novije 
doba pojavljuje se i elektroniĉko nasilje. Virtualno nasilje oblik je nasilja koji se dogaĊa 
posredstvom interneta. Dan Olweus (1998 prema Strabić, Tokić Milaković, 2016: 166) je 
odredio ĉetiri ĉimbenika prema kojima se odreĊeno ponašanje djece moţe smatrati vršnjaĉkim 
zlostavljanjem: (1) namjerno negativno postupanje, (2) nanošenje štete drugom djetetu, (3) 
obiljeţje opetovanosti te (4) prisutnost neravnoteţe snaga izmeĊu djeteta koje ĉini i onoga 
koje doţivljava takvo ponašanje. Svaki sluĉaj je individualan te vršnjaĉko nasilje moţe 
sadrţavati manje ili više ĉimbenika od navedenih. Pojavom elektroniĉkih medija, nasilje se 
širi i na virtualni prostor. Tako nastaje pojam elektroniĉkog nasilja. Justin W. Patchin i 
Saamer Hinduja (2015 prema Strabić, Tokić Milaković, 2016: 167) elektroniĉko nasilje 
definiraju kao „namjerno i opetovano nasilno postupanje usmjereno djetetu putem raĉunala, 
mobilnih ureĊaja i drugih informacijskih i komunikacijskih medija“. 
 
Nives Strabić i Ana Tokić Milaković (2016: 168) u svojemu radu „Elektroniĉko 
nasilje meĊu djecom i njegova usporedba s klasiĉnim oblicima vršnjaĉkog nasilja“ navode 
ĉimbenike elektroniĉkog nasilja meĊu djecom te ih usporeĊuju s klasiĉnima. Patchin i 
Hinduja (2015 prema Strabić, Tokić Milaković, 2016: 168) navode kako je jedan od 
ĉimbenika namjera. Naime, osoba moţe percipirati da je nasilniĉko ponašanje namjerno ĉak i 
kada nije. Na primjer, netko moţe napisati nešto u šali, a druga osoba će to doţivjeti kao 
uvredu zbog izostanka neverbalne komunikacije. Drugi ĉimbenik je da djeca ne vide 
posljedice i štetu koja nastaje virtualnim nasiljem, dok kod klasiĉnog nasilja to nije sluĉaj. 
Treći ĉimbenik je opetovanost nasilnih postupaka. Nešto što je samo na kratko objavljeno na 
internetu moţe se saĉuvati. Osoba moţe iznova ĉitati ili gledati nasilni sadrţaj te tako opet 
proţivljavati nasilje. Ĉetvrti i posljednji ĉimbenik je neravnoteţa snaga. Kod klasiĉnog nasilja 
obiĉno je nasilnik psihiĉki i fiziĉki nadmoćniji od ţrtve. Kod virtualnog nasilja to je teţe 
definirati zbog anonimnosti. 
 
2.1. Oblici virtualnog nasilja 
 
Postoje razliĉiti oblici elektroniĉkog nasilja. Sheri Bauman (2007) i Nancy Willard 
(2007) (prema Strabić, Tokić Milaković, 2016: 167) navode oblike elektroniĉkog nasilja, a to 
su uznemiravanje - uĉestalost slanja uvredljivih i uznemiravajućih poruka, prijetnje na 
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internetu ĉime se ţrtvu zastrašuje; blaćenje - objavljivanje traĉeva, glasina ili fotografija koje 
mogu naštetiti ugledu osobe; grubo online sukobljavanje koje ukljuĉuje grubo sukobljavanje 
porukama; pretvaranje - korištenje tuĊeg laţnog identiteta ili laţno predstavljanje, iznuĊivanje 
i širenje povjerljivih informacija koje izlaganjem postaju dostupne široj javnosti; iskljuĉivanje 
na internetu ukljuĉuje namjerno izbacivanje iz online grupa ili s liste prijatelja; uhoĊenje na 
internetu - uĉestalo slanje uznemirujućih poruka kako bi se izazvao strah za vlastitu sigurnost. 
Osim nabrojanih, postoji još jedan oblika virtualnog nasilja, a to je snimanje stvarnog fiziĉkog 
nasilja te objavljivanje sadrţaja u virtualnom svijetu (eng. happy slapping). Najĉešće se radi o 
tuĉnjavama koje pojedinci snimaju mobitelom ili kamerom te potom te videosnimke 
objavljuju na internetu. Djeca su najĉešće izloţena ovim opasnostima jer oni najviše vremena 
provode na internetu i najranjivija su skupina. 
 
Prema Patchin i Hinduja (2012) većina istraţivanja je pokazala kako se postotak djece 
koja su doţivjela nasilje na internetu kreće od 6% do 30%, a što se tiĉe oblika nasilja: 
„najviše, 14% mladih, iskusilo je nasilje u obliku stavljanja uvredljivog i poniţavajućeg 
sadrţaja na internet, zatim 13% mladih u obliku širenja laţnih glasina, 7% mladih iskusilo je 
prijetnje na internetu, a najmanji postotak od 2% mladih iskusilo je nasilje u obliku stavljanja 
uvredljivog i poniţavajućeg videosadrţaja na internet“ (Robić, 2015: 88). 
 
Prema istraţivanju koje su proveli Hrabri telefon i Poliklinika za zaštitu djece grada 
Zagreba u 2004. godini: „Djeca su bila izloţena porukama sa seksualnim sadrţajem – ĉak 
27% djece – slikama golih osoba, slikama seksualnih radnji, slikama koje sadrţe nasilje i seks 
te 4% porukama koje sadrţe slike s djecom. 7% djece dobilo je poruku s adresom na koju se 
trebaju javiti, a 25% poruka je došlo na osobni e-amil s nepoznate adrese.“ (Ţivković, 2006: 
19) TakoĊer, više od polovice djece koristi ili je nekad koristilo chat. Istraţivanje je pokazalo 
kako je 28% djece dobilo pitanja o intimnim podacima na chatu (Ţivković, 2006: 20). 
Istraţivanje Hrabrog telefona i Poliklinike za zaštitu djeca grada Zagreba iz 2008. pokazalo je 
kako je 16% sudionika istraţivanja primilo uznemirujuću ili prijeteću poruku putem mobitela, 
10% je primilo poruku pornografskog i seksualnog sadrţaja, a da to nije ţeljelo, 8% djece i 
mladih navelo je da je nekome slalo na mobitel uznemirujuće i prijeteće poruke dok je 3% 
njih navelo da je nekome slalo pornografske i uznemirujuće seksualne sadrţaje, iako su znali 
da ih ta osoba ne ţeli vidjeti. Zanimljiv je podatak kako je ĉak 23% djece i mladih navelo da 
su slikali  i/ili snimali  mobitelom vršnjake u tuĉnjavi ili drugom nasilnom ponašanju. Nije 
poznat podatak koliko je takvih snimki distribuirano na internet, ali sami ĉin snimanja ili 
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slikanja nasilja predstavlja problem zbog toga što bi svjedoci trebali pomoći ţrtvi i zaustaviti 
nasilje, a ne snimati ili fotografirati nasilje. Navedeno istraţivanje takoĊer je pokazalo 
iskustvo nasilnog ponašanja mladih prema drugima na internetu. Dobiveni su sljedeći 
rezultati: „7% djece i mladih je navelo da je zloupotrijebilo neĉije ime i objavilo tuĊe privatne 
stvari na internetu, 5% sudionika je navelo da su objavili tuĊu sliku ili film s ciljem da 
izruguje tu osobu, 7% sudionika je navelo da se laţno predstavljalo i govorilo ruţne stvari u 
ime te osobe“. Iz navedenih podataka moţe se vidjeti kako mladi u Hrvatskoj doţivljavaju, ali 
i ĉine virtualno nasilje. Najĉešći oblici virtualnog nasilja koje maloljetnici doţivljavaju u 

























3. Trend snimanja stvarnog fizičkog nasilja i prenošenja videosnimki u 
virtualni svijet 
 
U današnje su doba djeca roĊena s tehnologijom te se znaju vrlo dobro njome sluţiti. 
Nije rijedak sluĉaj da se djeca bolje snalaze u virtualnom svijetu od svojih roditelja. Zbog 
toga mogu manipulirati roditeljima tijekom korištenja interneta te roditelji imaju manji nadzor 
nad njima kada se koriste internetom. Internet omogućuje jednostavnu komunikaciju, pristup 
informativnim i edukativnim sadrţajima te zabavu. Djeca ĉesto iskorištavaju raĉunalo kao 
izvor znanja te tvrde roditeljima kako uĉe koristeći internet, a u stvari se zabavljaju igrajući 
igre ili koristeći društvene mreţe. Vrlo je vaţno da roditelji nadziru dijete dok se koristi 
internetom. MeĊutim, ponekad roditelji u nedostatku vremena dopuste djeci da se koriste 
raĉunalima, mobitelima ili tabletima bez njihova nadzora. Tada dolazi do opasnosti jer djeca 
mogu postati ţrtve raznih kriminalnih radnji, virtualnog zlostavljanja ili mogu pristupiti 
sadrţaju koji nije primjeren za djecu: „S vremenom se uloga raĉunala kao 'isplative i 
nezahtjevne dadilje' pretvorila u opasnost koja unosi nemir i zabrinutost u obitelj zbog djeĉje 
pretjerane zaokupljenosti igricama na štetu drugih obveza, osobito školskih, zatim udaljavanja 
od prijatelja i osamljivanja, gubitka nadzora nad ponašanjem i sve teţega prekidanja s tom 
lošom navikom.“ (Bilić, Gjukić, Kirinić, 2009: 197) TakoĊer, uĉestalo korištenje interneta 
moţe dovesti i do ovisnosti. Zbog anonimnosti na internetu, uĉestalije je virtualno nasilje. 
Mladi se ohrabruju zbog toga što je lakše nekome nauditi skrivajući se iza ekrana, nego kad su 
suoĉeni s osobom licem u lice. Osim toga, teţe je ući u trag onome tko virtualno zlostavlja. 
Razliĉiti su razlozi koji mlade motiviraju da zlostavljaju vršnjake virtualnim putem. Hinduja i 
Patchin (2008) proveli su istraţivanja te ustvrdili da je „jedan od determiniranih ĉimbenika za 
agresivno ponašanje osveta. Tako 22,5% mladih priznaje da ih je upravo osveta motivirala za 
virtualno zlostavljanje. Zabrinjavajuće je da 18,7% njih smatra da je ţrtva to i zasluţila, dok 
je 10,6% ispitanika priznalo da su to radili iz zabave.“ (Mandarić, 2012: 138) Ponekad mladi 
nisu svjesni da nekoga virtualno zlostavljaju i tako nanose štetu ţrtvi. 
 
Jedan od oblika nasilja koji je usko povezan sa stvarnim svijetom je snimanje stvarnog 
fiziĉkog nasilja i prenošenje snimki u virtualni svijet putem mobitela (eng. happy slapping). 
Napredak tehnologije omogućio je dostupnost kamere u svakom trenutku na mobilnim 
ureĊajima. Ako vide nešto što ţele snimiti mogu u roku od par sekundi upaliti kameru i poĉeti 
snimati. TakoĊer, napredak tehnologije omogućio je da te iste snimke mogu poslati ili 
distribuirati putem interneta, najĉešće društvenih mreţa. Na taj naĉin maloljetnici snimaju 
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stvarno fiziĉko nasilje te ga odmah distribuiraju putem interneta. Jednom kada je snimka 
puštena u virtualni svijet, teško ju je ukloniti. Snimanje stvarnog fiziĉkog nasilja i prenošenje 
snimki u virtualni svijet primjer je koji pokazuje kako novi mediji mogu donijeti nove oblike 
nasilja meĊu mladima. 
 
Teško je odrediti otkada datira ovakav oblik virtualnog nasilja. U medijima se poĉinje 
pojavljivati od 2005. godine. Nick Watt je 2006. napisao ĉlanak za ABC news pod nazivom 
„'Happy Slapping' Spreads in London“. On tvrdi kako se ovakav oblik virtualnog nasilja 
pojavljuje u Arlingtonu, u Texasu. Nedugo nakon toga, „trend“ se proširuje na Veliku 
Britaniju. „Happy slapping“ kako ga Englezi zovu, definiran je kao praksa udaranja ili 
pljuskanja druge osobe na ulici, u autobusu, uĉionici i sliĉno. Jedan napada sluĉajnog 
prolaznika, a drugi snima mobitelom. Obiĉno se radi o mladim osobama, uglavnom 
tinejdţerima. Snimka se potom šalje poznanicima ili objavljuje na društvenim mreţama. Sve 
je to predstavljeno kao bezopasna igra, poĉevši od naziva „sretan“, ali iza te igre krije se 
mnogo opasnosti. Ţrtva napada ispada smiješno i osramoćeno. Watt (2006) tvrdi kako mnogi 
vjeruju da tinejdţeri crpe inspiraciju iz filmova i televizijskih emisija kao što je „Jackass“, 
koji veliĉa bol i javno sramoćenje. 
 
Angus Harrison (2018) u svom ĉlanku „A Complete History of Happy-Slapping“ 
opisuje niz dogaĊaja koji ukljuĉuju snimanje napada mobitelom i prenošenje u virtualni svijet. 
U svibnju 2005. uĉenica iz Manchestera napadnuta je na putu iz škole. Djevojka je ostala bez 
svijesti i provela je dva dana u bolnici. Sljedećeg je dana snimka napada kruţila školom. 
Djevojka se osjećala osramoćeno i bojala se vratiti u školske klupe (Harrison, 2018). U rujnu 
2004. kod Waterloo stanice u Londonu, 14-godišnjakinja je s grupom od još troje ljudi prišla 
ĉovjeku u 30-ima. Skupina ga je bacila na pod i udarala dok ĉovjek nije umro od puknuća 
slezene. Djevojka je dogaĊaj snimala mobitelom. SuĊenje je trajalo dvije godine. Skupina je 
osuĊena na ukupno 44 godine zatvora, a djevojka je osuĊena na ubojstvo iz nehaja i dobila je 
osam godina zatvora (Harrison, 2018). Još jedan sluĉaj ubojstva dogodio se iz 
nepromišljenosti. U 2010. 67-godišnjak izlazio je iz dţamije sa svojom unukom. Dvojica 
tinejdţera su ga udarila, dok je treći snimao. Ţrtva je zadobila teške ozljede glave i umrla 
tjedan dana nakon dogaĊaja. Policija je kasnije otkrila kako ovo nije jedini sluĉaj u kojem je 
trojac napadao ljude. Naime, na njihovim mobitelima pronašli su niz takvih sluĉajeva. 
Poĉinitelji su dobili kazne u trajanju od 3 i pol do 4 i pol godine zatvora. Snimke napada su 
izbrisane, meĊutim na internetu još uvijek postoje fotografije napada (Harrison, 2018). 
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Sonia Livingstone i Leslie Haddon (2009) u knjizi „Kids online: opportunities and 
risks for children“ tvrde kako se ovaj fenomen pojavio u Ujedinjenom Kraljevstvu u 
2004./2005. godini. Britanska policija je 2005. godine objavila kako istraţuje oko 200 
sluĉajeva prenošenja stvarnog fiziĉkog nasilja u virtualni svijet koji su se dogodili samo u 
Londonu tijekom šest mjeseci (Livingstone, Haddon, 2009: 150). Većina drţava nema 
zakonom propisane sankcije i kazne koje se odnose baš na ovaj fenomen. U Danskoj je 16-
godišnja djevojka bila osuĊena na šest mjeseci zatvora zbog snimanja nasilja i objavljivanja 
na internetu. Francuska je 2007. godine donijela novi zakon vezan uz maloljetniĉku 
delinkvenciju prema kojoj je ilegalno snimanje ili fotografiranje nasilja te objavljivanje 
snimki/fotografija na internetu. Do sijeĉnja 2009. oko 7,000 videosnimki nasilja je uvršteno 
pod „happy slapping“ na YouTube-u (Livingstone, Haddon, 2009: 150). U Francuskoj će takvi 
pokušaji dokumentiranja nasilja biti kaţnjeni novĉanom kaznom do 75,000 eura i kaznom 
zatvora do pet godina, prenosi abc NEWS (8. oţujka 2007). Neki kritiĉari tvrde kako se takva 
odredba više fokusira na zaštitu policije u sluĉaju brutalnosti policije, nego na oĉuvanje 
graĊana. Naime, zakon je donesen toĉno 16 godina nakon što je objavljena videosnimka na 
kojoj se vidi kako policajci brutalno tuku Rodney Kinga, ameriĉkog taksista u Los Angelesu. 
Taj dogaĊaj izazvao je velike rasne nemire u Los Angelesu, ali i u cijelom SAD-u. Prema 
ovom francuskom zakonu takav videozapis ne bi bio samo nedopušten kao dokaz, već bi se 















4. Primjeri snimanja stvarnog fizičkog nasilja i objavljivanja videosnimki u 
virtualni svijet u Hrvatskoj 
 
Nije rijedak sluĉaj da ĉujemo o nasilju u srednjim školama. MeĊutim, s dolaskom 
nove tehnologije pojavili su se i novi oblici nasilja meĊu mladima. U Hrvatskoj se takoĊer 
pojavio oblik nasilja u kojem se stvarno fiziĉko nasilje prenosi u virtualni svijet. U nastavku 
slijede neki od mnogobrojnih primjera takvog oblika nasilja meĊu srednjoškolcima u 
Hrvatskoj. 
 
U sijeĉnju ove godine u medije je izašla snimka dviju splitskih srednjoškolki (16 i 17 
godina) koje su se potukle na ulici. Priĉa se danima provlaĉila kroz medije. Prenijeli su je 
gotovo svih hrvatski mediji i šire. Kako prenosi Slobodna Dalmacija (30. sijeĉnja 2018.) 
djevojke su se potukle pred skupinom maloljetnika, koji su navijali i snimali tuĉnjavu. Nitko 
nije prekinuo nasilje, već su ga snimali mobitelom. Ubrzo su se snimke poĉele širiti 
društvenim mreţama. U ĉlanku je detaljno opisana tuĉnjava. Navodno je najavljena dan prije 
na Instagramu. Na Instagramu su postojale stranice na kojima su se objavljivale snimke 
srednjoškolskih tuĉnjava, a neke od njih su imale i po nekoliko tisuća pratitelja. Nakon ovog 
incidenta sve su grupe izbrisane. Stranica koja je objavila spomenutu snimku, imala je na 
svojemu profilu snimke 16 uliĉnih borbi i više od 6 tisuća pratitelja. Kriminalistiĉko 
ispitivanje maloljetnih djevojaka je dovršeno. Posljedice koje će djevojke snositi, kako 
prenosi Jutarnji list (30. sijeĉnja 2018.), su te da će protiv djevojaka biti podnesen Optuţni 
prijedlog nadleţnom Prekršajnom sudu. Sluĉaj još nije završen na sudu, a na YouTube-u i 
dalje postoji snimka tuĉnjave. 
 
U travnju ove godine na internetu se pojavila snimka tuĉnjave srednjoškolaca u Zadru. 
Dvojica mladića se udaraju šakama i nogama na ulici. Masa koja se skupila oko njih navija i 
bodri mladiće. U jednom trenutku ĉak zaustavljaju tuĉnjavu kako bi se raširio krug ljudi i da 
bi mladići imali više mjesta za borbu. Kada jedan mladić nadjaĉa drugoga i obori ga na pod, u 
tuĉnjavu se ukljuĉuju i neki od promatraĉa. Snimka je odmah isti dan poĉela kruţiti 
internetom. Nekoliko dana nakon tuĉnjave, kako prenosi Dalmacija plus (19. travnja 2018.), 
mladići su izbaĉeni iz škole. Time škola pokazuje kako ne tolerira nasilje. Snimka je i dalje 




U travnju 2016. pet djevojaka potuklo se u Varaţdinu. Najmanje pedesetak uĉenika 
stajalo je u krugu oko djevojaka i navijalo. Dvije djevojke su zapoĉele tuĉnjavu, potom su se 
ukljuĉile još tri djevojke. Nitko ih nije pokušao zaustaviti, već je nekolicina njih izvadila 
mobitele i snimala. Kao i u ostalim sluĉajevima, snimke su se pojavile na internetu. Kako 
prenosi eVaraždin (7. travnja 2016.) tuĉnjava je najavljena dan ranije na Facebooku. 
Videosnimke su i dalje dostupne na internetu. 
 
U listopadu 2016., prenosi Jutarnji list (7. listopada 2016.), dvojica srednjoškolaca 
potukla su se u Slavonskom Brodu. Tuĉnjava je poĉela u školskom hodniku, a nastavljena je u 
školskom dvorištu. Nakon što su izašli u dvorište, jedan od uĉenika je izvadio noţ i ubo 
drugoga. Na svu sreću, zadobio je samo lakšu ozljedu. Nije poznato kakve su sankcije dobili 
maloljetnici. Netko je sve snimio mobitelom i objavio na društvenim mreţama, meĊutim, 
snimke su maknute s interneta i nisu više dostupne. 
 
Fiziĉko nasilje, koje se stvarno dogaĊa, snima se i distribuira putem interneta, gdje se 
videosnimke komentiraju na neprimjeren naĉin. Kada se fiziĉko nasilje završi, ono se 
nastavlja elektroniĉkim putem. Ovdje moţemo uoĉiti jedan od već spomenutih ĉimbenika 
elektroniĉkog nasilja koje navode Patchin i Hinduja (2015), a to je opetovanost nasilja. Ţrtva 
nasilja, gledajući snimke i ĉitajući komentare opet proţivljava nasilje koje je doţivjela licem u 
lice. Naime, ono što je jednom objavljeno na internetu, teško je izbrisivo. U navedenim 
sluĉajevima krivci su uglavnom obje strane jer vrše nasilje jedni nad drugima. Kada su 
uĉenici jednom etiketirani kao nasilnici, teško im je skinuti tu etiketu. Tako nastaje problem 
jer ako uvide svoje greške i ţele se promijeniti do te promjene teţe dolazi. Dio njihovih 
kolega podrţava nasilje i ohrabruje nasilnike rijeĉima, zbog ĉega se nasilnik osjeća 
superiornije i ne ţeli uopće mijenjati svoje ponašanje. 
 
4.1. Efekt promatrača 
 
U prethodno navedenim primjerima moţe se uoĉiti jedan društveni fenomen, a to je 
efekt promatraĉa. Ni u jednom od navedenih primjera nitko nije pokušao zaustaviti tuĉnjavu 
ili pozvati pomoć. Naime, svi koji su se našli u blizini samo su promatrali što se dogaĊa ili 
snimali mobitelom. Efekt promatraĉa fenomen je iz socijalne psihologije. Elliot Aronson, 
Thimothy D. Wilson i Robin M. Akert (2005) objašnjavaju efekt promatraĉa (ĉesto nazivan i 
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efekt broja promatraĉa ili apatija promatraĉa) pri ĉemu taj efekt podrazumijeva da što veći 
broj promatraĉa svjedoĉi nekoj nesreći, manja je vjerojatnost da će bilo koji od njih pomoći 
(prema: Vargović, 2014: 2). S efektom promatraĉa usko je povezana i difuzija odgovornosti. 
Miles Hewstone i Wolfgang Stroebe (2001 prema: Vargović, 2014: 3) tvrde kako je to pojava 
kod koje se osjećaj odgovornosti za pruţanjem pomoći osobi u nevolji smanjuje s povećanjem 
broja svjedoka. Ako je više osoba prisutno dogaĊaju, ljudi osjećaju manju odgovornost za 
pomaganjem zbog toga što oĉekuju da će druge osobe priskoĉiti u pomoć. Ukoliko je jedna 
osoba prisutna, utoliko će ona prije pomoći zbog toga što će posljedice nepruţanja pomoći 
snositi sama ta osoba. U prisutnosti više osoba odgovornost je raspršena, ona je na većem 
broju ljudi, a ne na pojedincu. Većina oĉekuje kako će netko drugi priskoĉiti u pomoć i da to 
ne trebaju biti baš oni.  
 
U primjerima navedenih tuĉnjava, najmanje 50-tak osoba bilo je u ulozi promatraĉa. 
Nitko neće pojedinaĉno okriviti svaku od njih jer nije ništa poduzela. Naime, nitko osobno 
nije odgovoran za nereagiranje. Da se tijekom tuĉnjave u blizini našla samo jedna osoba, 
vjerojatnije je da bi ona priskoĉila u pomoć i razdvojila sudionike tuĉnjave. Postoji 
mogućnost da su neki pojedinci osjetili potrebu i odgovornost za pomaganjem, ali to nisu 
uĉinili zbog toga što su se bojali reakcije svojih kolega. Bojali su se da će biti oznaĉeni u 
društvu ili da će ih netko zbog toga ismijavati. Na videosnimkama se moţe ĉuti kako 
promatraĉi navijaju i bodre sudionike tuĉnjave te na neki naĉin uţivaju u tome što su se 
njihove kolege potukle. Kad bi se pojedinac izdvojio od mase i prekinuo tuĉnjavu, postoji 
mogućnost da bude predmet ismijavanja u školi te da ga vršnjaci poĉnu zadirkivati iako je 
ispravno postupio. TakoĊer, postoji mogućnost da neki promatraĉi ne ţele prekidati tuĉnjavu 












5. Uloga medija 
 
Mediji sluţe za informiranje javnosti te imaju snaţan utjecaj na publiku. Oni mogu 
birati koje će informacije prenijeti javnosti te naĉin na koji će ih prenijeti. Na taj naĉin mogu 
utjecati na stavove i mišljenja pojedinaca. Mediji biraju hoće li odreĊenu informaciju prenijeti 
na pozitivan ili negativan naĉin te tako stvaraju pozitivnu ili negativnu sliku o nekomu ili 
neĉemu. Postoje odreĊene smjernice i kodeksi kojih se novinari moraju pridrţavati prilikom 
izvještavanja. Kodeks ĉasti hrvatskih novinara donosi odreĊena pravila i duţnosti novinara. 
Što tiĉe nasilja vaţan je ĉlanak 15. Kodeksa ĉasti hrvatskih novinara u kojem piše kako se 
posebna pozornost, obazrivost i odgovornost zahtijeva pri izvještavanju o samoubojstvima, 
nesrećama, osobnim tragedijama, bolestima, smrtnim sluĉajevima i nasilnim djelima. 
TakoĊer, novinar treba izbjegavati intervjuiranje i prikazivanje osoba koje su izravno ili 
neizravno pogoĊene tim dogaĊajima, osim kada je rijeĉ o iznimnom javnom interesu.   
 
Osim nasilja, posebno je osjetljivo izvještavanje kada su u pitanju maloljetne osobe. O 
tome govori ĉlanak 20. Kodeksa ĉasti hrvatskih novinara:  
„Novinar ne smije otkriti identitet djeteta ili maloljetnika ukljuĉenog u sluĉajeve seksualnog zlostavljanja 
ili bilo kojeg drugog oblika nasilja ili kaznenog djela, bez obzira je li dijete ili maloljetnik svjedok, ţrtva, 
osumnjiĉenik ili okrivljenik. Medijski prilozi o takvim sluĉajevima ne smiju omogućiti identifikaciju 
djeteta ili maloljetnika. Identitet djeteta ili maloljetnika dopušteno je otkriti samo iznimno, kada je to u 
javnom interesu i ne ugroţava dobrobit djeteta ili maloljetnika, te uz pristanak roditelja ili skrbnika 
djeteta ili maloljetnika, ili kada to radi dobrobiti djeteta traţe drţavna tijela.“ 
 
Jedan od najĉešćih ĉlanaka koje novinari krše je ĉlanak 14. koji glasi: „Novinar treba 
štititi ĉovjekovu intimu od senzacionalistiĉkog i svakog drugog neopravdanog otkrivanja u 
javnosti. Obvezan je poštovati svaĉije pravo na privatnost. Nedopustivo je bez njihovog 
dopuštenja snimati osobe u okruţenju u kojem se opravdano oĉekuje privatnost.“. 
Senzacionalizmom novinar krši etiĉka pravila svoje struke.  Novinari ĉesto objavljuju 
senzacionalistiĉke naslove kako bi privukli ĉitatelje da otvore njihove ĉlanke na internetu.  
 
Ovo su neki od primjera senzacionalistiĉkih naslova koji se odnose na prethodno 
navedene primjere nasilniĉkog ponašanja maloljetnika:  
Jutarnji.hr: „VIDEO: POGLEDAJTE SNIMKU KOJA JE ZGROZILA ZADAR Brutalna 
tuĉnjava srednjoškolaca - dvojica se mlate, ostali navijaju, a onda je nastao opći kaos...“ 
100posto.hr: „VIDEO: ZASTRAŠUJUĆI I SRAMOTNI PRIZORI Maloljetniĉki obraĉun u 
centru Splita: Djevojke se do krvi tukle, masa snimala, a policija nije ništa ĉula!“ 
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Maxportal.hr: „VIDEO: POTUKLE SE ZBOG DEĈKA! Poĉela privoĊenja zbog tuĉnjave 
uĉenica u Splitu“ 
24sata.hr: „Video koji je šokirao Hrvatsku: Uĉenice su se mlatile do krvi...“ 
Direktno.hr: „EPILOG TUĈNJAVE U SPLITU Jedna ostala bez zubiju, druga u modricama“ 
 
U naslovima se koriste izrazima kao što su brutalna tuĉnjava, zastrašujući prizori, 
snimka koja je zgrozila/šokirala Hrvatsku ĉime ţele postići znatiţelju kod ĉitatelja da otvore 
ĉlanak i pogledaju o ĉemu se radi. U videosnimkama koje su objavljene na internetskim 
stranicama nije zaštićen identitet maloljetnih osoba. U ĉlancima su navedeni neki detalji poput 
škola koje maloljetnici pohaĊaju, ĉime doprinose lakšoj identifikaciji maloljetnika. TakoĊer, 
iznose se neprovjereni detalji iz privatnog ţivota, na primjer, da su se djevojke, kako pišu, 
„navodno“ potukle zbog deĉka. Ponekad se sluĉajevi danima provlaĉe kroz medije te ĉlanke 
nadopunjuju izjavama školskog ravnatelja, nastavnika, roditelja ili kolega. Novinari ne bi 
smjeli otkrivati identitet maloljetnika, njihovih roditelja ili školu koju pohaĊaju. Potrebno je 






















6. Sigurnost i zaštita djece na internetu 
 
Teško je ući u trag nasilju koje se dogaĊa u virtualnom svijetu. Virtualni svijet pruţa 
anonimnost zbog ĉega se djeca i mladi lakše upuštaju u nasilje. Osim toga, nasilnici ne vide 
posljedice svojega ponašanja kao što ih vide kod klasiĉnog oblika nasilja licem u lice. 
Elektroniĉko nasilje moţe ostaviti teške posljedice na ţrtve. Iako ne nanosi fiziĉku bol, 
emocionalna bol koju djeca doţivljavaju ĉesto je teţa od one fiziĉke. Prema istraţivanju 
Patchina i Hinduje (2012 prema Robić, 2015: 89) „45% ţrtava elektroniĉkog nasilja osjećalo 
je ljutnju, 28% frustraciju, a 27% tugu, dok nešto više od 30% ispitanika nije imalo negativnu 
emocionalnu reakciju“. Nadalje, istraţivanja su pokazala vezu izmeĊu elektroniĉkog nasilja i 
niskog samopouzdanja uĉenika, ali nije utvrĊeno je li niţe samopouzdanje posljedica 
elektroniĉkog nasilja ili su osobe s niţim samopouzdanjem ĉešće ţrtve nasilja. Utvrdili su i 
vezu izmeĊu elektroniĉkog nasilja i suicidalnih misli i namjera. Ţrtve elektroniĉkog nasilja 
imaju dva puta veću vjerojatnost da će pokušati samoubojstvo za razliku od onih koji nisu 
doţivjeli elektroniĉko nasilje (Robić, 2015: 89). 
 
Kako bi se djecu zaštitilo od opasnosti na internetu potrebna je suradnja roditelja, 
škole i djece. Roditelji trebaju nadzirati djetetovo korištenje interneta te razgovarati s njim o 
tome što je dobro, a što loše i posebno ga upozoriti na opasnosti s kojima se dijete moţe 
susresti. MeĊutim, tu ĉesto dolazi do problema jer djeca znaju više o tehnologiji od njihovih 
roditelja. Škole su jednako vaţne u prevenciji elektroniĉkog nasilja kao i roditelji. One mogu 
organizirati razne edukacije i radionice o sigurnosti na internetu. TakoĊer, trebali bi poticati 
djecu da kaţu kada ih netko zlostavlja elektroniĉkim putem te ih upozoriti na to da je 
elektroniĉko zlostavljanje jednako opasno kao i klasiĉno. Jedan od dobrih projekta za zaštitu 
sigurnosti djece na internetu u Hrvatskoj je projekt „Sigurnost djece na internetu“ koji je 
financirala Europska unija, a nositelji su projekta pet osnovnih škola u Hrvatskoj. Ciljevi 
projekta su razvijanje školskog kurikula o sigurnosti djece na internetu, poboljšanje struĉnosti 
uĉitelja te  razvijanje kritiĉkog stava uĉenika prema sadrţajima na internetu. 
 
Hrvatska regulatorna agencija za mrežne djelatnosti (HAKOM) izdala je brošuru 
„Kako zaštititi dijete u svijetu interneta, mrežnih tehnologija i mobilnih telefona“ u kojem 
daje niz savjeta djeci i roditeljima kako bi se trebali ponašati u virtualnom svijetu te kako 
prepoznati opasnosti. Daju savjete o tome kako prepoznati laţnu poruku, kako zaštiti e-mail 
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adresu, Facebook lozinku i sliĉno. TakoĊer daju savjete o tome kako se zaštiti od prijevara na 
internetu, a savjeti su sljedeći:  
„Drţati se internetskih stranica koje i inaĉe redovito posjećujemo. Vijesti na njima bit će najvjerojatnije 
provjerene i sigurnije nego drugdje. Ne nasjedajmo na podvale! Dodatan oprez potreban je i kod 
instaliranja raznih aplikacija, bilo na pametnom telefonu ili Facebooku. Provjerimo kojim sve osobnim 
podacima aplikacija traţi pristup na našem ureĊaju. Ako su zahtjevi nerazumni, pa tako npr. aplikacija 
naziva „Kalkulator“ zatraţi pristup našim fotografijama i kontaktima, ne bismo je trebali preuzeti!“. 
 
Kako bi se djeca zaštitila od seksualnog uznemiravanja potrebno je pripaziti što dijele,  
provjeriti svakoga s kime komuniciraju, vjerovati osjećaju da nešto nije u redu, ne primati 
poklone, ne nasjedati na laskanja, nepoznatima ne priĉati o privatnom ţivotu, ne slati intimne 
fotografije, ne objavljivati intimne fotografije, ne pristajati na sastanke s nepoznatim 
osobama. 
 
Što se tiĉe društvenih mreţa vaţno je za prijatelje prihvatiti samo one osobe koje 
uistinu poznajemo u stvarnom ţivotu, ne dijeliti lokaciju, ne dijeliti nasilne ili nepristojne 
fotografije, ne sudjelovati u nasilju putem interneta, ako koristimo javni ili tuĊi ureĊaj za 
pristup internetu obavezno se odjaviti, prouĉiti postavke za sigurnost i privatnost. Roditeljima 
se ne preporuĉuje dijeliti fotografije svoje djece. Instagram je trenutno jedna od najpopularniji 
društvenih mreţa, posebice meĊu mladima. Namijenjena je za dijeljenje fotografije. Ukoliko 
je profil na Instagramu otvoren, utoliko svatko moţe vidjeti objave. Ako je profil zakljuĉan, 
mora se poslati zahtjev koji vlasnik profila treba prihvatiti kako bi omogućio drugome da vidi 
njegov profil. Nije rijedak sluĉaj da su korisniĉki profili na Instagramu zatvoreni jer se tako 
prikuplja veći broj sljedbenika. Kako bi se zaštitio profil na Instagramu vaţno je blokirati 
sljedbenike koje osoba ne poznaje, imati zatvoren profil (privatan raĉun), ne otkrivati previše 
privatnih informacija kao što su lokacija, broj telefona, adresa, datum roĊenja; ukljuĉiti 
odobravanje oznaĉavanja na tuĊim fotografijama te je dobro imati dvofaktornu autentifikaciju 
 
Djeca koja su ţrtve elektroniĉkoga nasilja trebaju razgovarati s roditeljima, 
prijateljima ili s nekim u školi. TakoĊer, mogu nazvati Hrabri telefon. U Hrvatskoj postoji 
aplikacija Red Button koja svima omogućuje prijavljivanje sadrţaja na internetu koji nije 







Na prethodnim stranicama pokazalo se kako je elektroniĉko nasilje ozbiljan problem 
koji se treba rješavati s posebnim oprezom. Noviji oblici nasilja, kao što je prenošenje 
stvarnog fiziĉkog nasilja u virtualni svijet putem mobitela, koji je nastao iz razonode, postao 
je veliki problem. Snimke koje završavaju na internetu ţrtvu stavljaju u teţak poloţaj te ona 
tako iznova proţivljava nasilje. Bitno je podizanje svijesti kod javnosti o ovom obliku nasilja 
jer mnogi ne uviĊaju njegovu opasnost. U virtualnom nasilju mladi ne vide posljedice svojega 
ponašanja. Zakljuĉujemo kako anonimnost interneta doprinosi uĉestalijem virtualnom nasilju. 
Osim toga, jednom kad je sadrţaj objavljen na internetu teško ga je u potpunosti izbrisati i 
teško je ući u trag onome tko je prvi objavio sadrţaj. Vaţno je raditi na prevenciji 
elektroniĉkog nasilja, edukacijom djece, roditelja i uĉitelja. U školama bi se trebale 
organizirati radionice o zaštiti i sigurnosti djece na internetu i edukacije za uĉitelje i djecu. 
Mediji trebaju s posebnim oprezom izvještavati o nasilju meĊu maloljetnicima, izbjegavati 
senzacionalizam i zaštititi identitet maloljetnika. 
Tehnologija je definitivno unaprijedila naše ţivote, ali ne smijemo ju 
zloupotrebljavati. Moramo iskoristiti samo ono dobro što ona nosi sa sobom. U posljednje 
vrijeme sve se ĉešće govori o zabrani mobitela u školama. Zabranom mobitela bila bi 
uskraćena ona edukativna strana koju nam donose mobiteli i internet. MeĊutim, mobiteli ĉesto 
ometaju nastavu i odvraćaju paţnju uĉenika. TakoĊer, otuĊuju uĉenike jedne od drugih te 
povećavaju mogućnost virtualnog nasilja jer ga uĉenici koriste bez nadzora u školama. U 
Francuskoj će od ove jeseni mobiteli biti zakonom zabranjeni u školama, školskom dvorištu, 
menzama i izvanškolskim aktivnostima. Bilo bi zanimljivo vidjeti kako bi taj zakon prošao u 
Hrvatskoj. Ono što moţemo zakljuĉiti je da bi se prenošenje stvarnog fiziĉkog nasilja u 
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