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T G S 的票据。
(2)AS 在数据库中查找用户实体,并产生
一个会话密钥,并用用户秘密密钥对会话密钥
加密。接着, A S 把实体名、地址、TG S 名、
时间戳、时限及会话密钥打包成 T G T (票据
分配许可证) ,并用 T G S 的秘密密钥进行加
密。然后将会话密钥和 T G T 发给客户端。
(3)客户端将第一个报文解密得到会话密











































































基于Kerberos 协议的 SyncML 安全性改进
陈启安  陈永建
(厦门大学信息科学与技术学院  福建厦门  361005)
摘 要:本文分析SSL 协议中握手协议的不安全性,在此基础上分析了SyncML 同步传输过程中存在的安全风险。在对SyncML 系统的安
全风险分析的基础上,提出用Kerberos 协议对SyncML 数据同步进行身份认证,从而有效提高了系统的安全性。
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