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Afgeschermde informatie in het strafproces. Over conflicterende belangen en de 
noodzaak van modernisering 
 
mr. dr. S. Brinkhoff1 
 
1. Inleiding  
In het al enige tijd lopende project ‘Modernisering Wetboek van Strafvordering’ van het 
Ministerie van Veiligheid en Justitie worden tal van voorstellen gedaan om ‘te komen tot een 
toekomstbestendig, voor professionals en burgers toegankelijk en in de praktijk werkbaar 
wetboek dat voorziet in een evenwichtig stelsel van rechtswaarborgen’.2 In de contourennota 
die in het kader van dit project is opgesteld, is te lezen dat één van de doelstellingen van dit 
project is te voorzien in een wetboek waarin zo veel mogelijk wordt bevorderd dat een 
adequate justitiële reactie kan worden gegeven op strafbaar gedrag. In dit verband is onder 
meer het uit het EVRM voortvloeiende recht op een eerlijk proces van belang, dat mede 
inhoudt dat in voldoende mate is voorzien in het recht op rechtsbijstand, equality of arms en 
het recht op kennisname van processtukken, aldus de Minister van Veiligheid en Justitie in de 
contourennota.  
In de moderniseringsplannen wordt, ondanks het bovenstaande, met geen woord gerept over 
de noodzaak van modernisering van de mogelijkheden om afgeschermde informatie te toetsen 
in het strafproces. Afgeschermde informatie is informatie waarvan de bron niet wordt 
prijsgegeven. Evenmin wordt inzicht gegeven in de manier waarop afgeschermde informatie 
is verkregen. Het is opmerkelijk dat in de contourennota niet wordt ingegaan op de 
mogelijkheden van toetsing van dit soort informatie, nu uit de rechtspraktijk volgt dat op dit 
punt geregeld het afschermings- en het verdedigingsbelang met elkaar in conflict komen. De 
eerlijkheid van het strafproces kan hierdoor in de kern worden geraakt. Het gevolg hiervan 
kan zijn dat de niet-ontvankelijkheid van het openbaar ministerie (OM) volgt simpelweg 
omdat geen openheid kan worden gegeven over de achtergrond van de afgeschermde 
informatie. Hierdoor is geen sprake meer van de in de contourennota noodzakelijk geachte 
adequate justitiële reactie. Spanning met art. 6 EVRM kan op een aantal manieren ontstaan. 
Dit kan zich voordoen als de afgeschermde informatie is verkregen in strijd met artikel 6 
EVRM, bijvoorbeeld door een niet toegestane wijze van uitlokking. De bekende Goudsnip-
zaak heeft aangetoond dat dit niet enkel een theoretische mogelijkheid is.3 De strijd met art. 6 
EVRM kan ook ontstaan als ontlastende of anderszins relevante informatie lijkt te worden 
achtergehouden door de instantie die de afgeschermde informatie heeft verstrekt. Een Bossche 
zaak waarin het OM weigerde gehoor te geven aan het horen van de informant die 
waarschijnlijk over ontlastende informatie beschikte, is hier een voorbeeld van.4 Op deze 
wijze kan een onrechtmatigheid die de eerlijkheid van het strafproces raakt, verbonden zijn 
                                                          
1 mr. dr. S. Brinkhoff is als universitair docent verbonden aan de vaksectie straf(proces)recht en criminologie van 
de Radboud Universiteit Nijmegen.   
2 Zie hiervoor de contourennota zoals die is te vinden op de website van het Ministerie van Veiligheid en Justitie.  
3 Zie bijvoorbeeld HR 29 juni 2010, NJ 2010, 440. Voor de noot bij deze zaken zij verwezen naar HR 29 juni 
2010, NJ 2010, 442 m.nt. Schalken. 
4 Zie bijvoorbeeld HR 2 februari 2010, NJ 2010, 246 m.nt. Schalken. 
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aan het gebruik van afgeschermde informatie in het strafproces. 
In dit artikel toon ik aan dat de kern van het probleem is dat de mogelijkheden om 
afgeschermde informatie te toetsen gefragmenteerd zijn en de facto niet naar behoren 
functioneren. Met het oog hierop worden in deze bijdrage voorstellen gedaan om een 
eenduidige en effectieve wijze van toetsing van afgeschermde informatie te creëren en zo de 
toetsingsmogelijkheden te moderniseren.  
 
 
2. Afgeschermde informatie in het strafproces 
Anno 2015 wordt in het Nederlandse strafproces frequent gebruik gemaakt van informatie die 
op een afgeschermde wijze wordt verstrekt door (buitenlandse) overheidsinstanties. Deze 
informatie kan leiden tot de start van een strafrechtelijk onderzoek, het kan dienen ter sturing 
van een al lopend opsporingsonderzoek en deze informatie kan (in theorie) een rol spelen in 
de bewijsvoering. Alvorens ik (kort) twee instanties beschrijf die op een afgeschermde manier 
informatie verstrekken, ga ik nader in op de term afgeschermde informatie.5 Dit is 
strafrechtelijk relevante informatie die geanonimiseerd wordt verstrekt aan strafvorderlijke 
actoren zoals de tactische recherche, de zaaksofficier van justitie, de rechter-commissaris (r-
c), verdediging en zittingsrechter. Voor hen blijft onbekend welke (opsporings)methoden zijn 
ingezet ter verkrijging van de informatie. Evenmin wordt bekend gemaakt wie of wat de bron 
van de informatie is. Zoals hieronder wordt beschreven kan de reden van afscherming zijn 
gelegen in het belang van het beschermen van de menselijke bron van de informatie, het 
opsporingsbelang en/of het belang van de staatsveiligheid.  
Een eerste voorbeeld van een instantie die afgeschermde informatie het strafproces inbrengt, 
is het Team Criminele Inlichtingen (TCI), de opvolger van de Criminele Inlichtingeneenheid 
(CIE).6 Elke regionale eenheid beschikt over een dergelijk team. Het TCI houdt zich, onder 
gezag van de TCI-officier van justitie, bezig met het verkrijgen van strafrechtelijk relevante 
informatie door in contact te treden met (criminele) informanten, het zogenaamde runnen van 
informanten. Deze menselijke bron kan onder andere iets vertellen over het reilen en zeilen 
binnen het criminele milieu, een op handen staande levering van een partij harddrugs of de 
vindplaats van een vuurwapen. Deze informatie wordt opgetekend in interne stukken van het 
TCI, de zogenaamde journaals. De informatie van de informant wordt vervolgens, na een 
interne toetsingsprocedure en eventueel aangevuld met andere politiegegevens, op een 
afgeschermde manier verstrekt aan de tactische recherche door middel van het TCI-proces-
verbaal. De tactische recherche kan in samenspraak met de zaaksofficier van justitie (mede) 
op basis van dit proces-verbaal besluiten tot de start van een opsporingsonderzoek en het 
daaropvolgend inzetten van dwangmiddelen. Een blik op de jurisprudentie laat zien dat het 
TCI-proces-verbaal hiertoe frequent wordt aangewend.7 Daarnaast kan een dergelijk proces-
                                                          
5 Zie ook S. Brinkhoff, Startinformatie in het strafproces (diss. Nijmegen), Deventer: Kluwer 2014, p. 91-138 en 
S. Brinkhoff, ‘De controle op de criminele inlichtingeneenheden’, D&D 2009, p. 112-139. 
6 Zie voor de normering van het TCI onder meer het Besluit verplichte politiegegevens, Stb. 2012, 465.  
7 Zie HR 1 februari 2000, NJ 2000, 264, HR 22 december 2009, ECLI:NL:HR:2009:BJ8622, HR 30 maart 2010, 
NbSr 2010, 168, HR 29 november 2011, ECLI:NL:HR:BP8497, HR 5 maart 2013, NJ 306 en 307 m.nt. 
Reijntjes, HR 16 september 2014, NJ 2014, 461 m.nt. Schalken, Hof Den Bosch 25 januari 2008, 
ECLI:NL:GHSHE:2008:BC5433, Hof Den Bosch 2 april 2008, ECLI:NL:GHSHE:2008:BC9483, Hof 
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verbaal dienen ter sturing van een al lopend opsporingsonderzoek. In de in het zevende lid 
van art. 12 Wet Politiegegevens gegeven definitie van een informant komt duidelijk naar 
voren dat de informant van het TCI zijn informatie verstrekt onder de voorwaarde van 
waarborging van zijn anonimiteit. Er ontstaat voor hem, of voor derden, immers 
(levens)gevaar als degene over wie informatie wordt verstrekt erachter komt hoe de politie 
aan de informatie komt. Ten aanzien van die informant bestaat dus een afschermingsbelang. 
De naam van een informant wordt daarom door het TCI niet in het op te maken TCI-proces-
verbaal vermeld en zijn identiteit wordt niet prijsgegeven aan andere actoren in het 
strafproces, waaronder de rechter en de verdediging.  
Een tweede voorbeeld van een autoriteit die op een afgeschermde wijze informatie verstrekt, 
is de Algemene Inlichtingen- en Veiligheidsdienst (AIVD).8 Via een ambtsbericht, die qua 
vorm en inhoud soortgelijk is aan het TCI-proces-verbaal, deelt deze dienst strafrechtelijk 
relevante informatie.9 Het belang van de staatsveiligheid en bronbescherming wordt aan deze 
wijze van verstrekking ten grondslag gelegd. De wettelijke verankering van deze 
geheimhoudingsplicht is te vinden in art. 15 en art. 85 Wet op de inlichtingen- en 
veiligheidsdiensten (Wiv). Ter verkrijging van informatie staat de AIVD een aantal 
onderzoeksmethoden zoals de observatie, het doorzoeken van besloten plaatsen en het tappen 
van telecommunicatie ter beschikking die worden uitgewerkt in art. 17 tot en met 33 Wiv. De 
AIVD verkrijgt ook informatie door menselijke bronnen in te zetten. De omgang met 
menselijke bronnen wordt beheerst door het eerder genoemde art. 15 Wiv. Uit dit artikel volgt 
dat de AIVD verplicht is tot geheimhouding van bronnen en tot het waarborgen van hun 
veiligheid. Verkrijgt de AIVD door het toepassen van de geschetste methodieken 
strafrechtelijk relevante informatie dan kan deze dienst op grond van art. 36 en 38 Wiv 
besluiten een ambtsbericht aan het OM te verstrekken.10 Hieraan voorafgaand vindt er een 
uitgebreide interne toetsing van de informatie plaats binnen de AIVD en wordt de informatie 
extern beoordeeld door de landelijk officier van justitie terrorismebestrijding. Het derde lid 
van art. 38 Wiv creëert met het oog op een effectieve toetsing door deze officier van justitie 
een inzagerecht in de aan het ambtsbericht ten grondslag liggende informatie. Op basis van 
het ambtsbericht kan worden besloten tot de start van een strafrechtelijk onderzoek en de inzet 
van dwangmiddelen. De wetgever heeft het daarnaast, in art. 344 Sv lid 1 sub 3 Sv, mogelijk 
gemaakt dat ambtsberichten van de AIVD voor het bewijs worden gebruikt. Tot op heden 
                                                                                                                                                                                     
Amsterdam 22 februari 2010, ECLI:NL:GHSAMS:BL6918, Hof Amsterdam 27 oktober 2010, NJFS 2011, 17, 
Rb. Oost-Brabant 23 juli 2014, ECLI:NL:RBOBR:2014:5187 en Rb. Zeeland-West-Brabant 20 februari 2015, 
ECLI:RBZWB:2015:995. 
8 Zie ook S. Brinkhoff, Startinformatie in het strafproces (diss. Nijmegen), Deventer: Kluwer 2014, p. 183-234, 
S. Brinkhoff ‘Ambtsberichten van de AIVD: belangrijke maar met risico’s omgeven schakel in de 
strafrechtelijke aanpak van jihadisme, NJB 2014, p. 2633-2639 en F. Krips, ‘Over de bruikbaarheid van AIVD-
informatie in strafzaken’, in: Preadviezen 2009 van de Vereniging voor de vergelijkende studie van het recht van 
Belgie en Nederland, Den Haag: Boom Juridische uitgevers 2009. 
9 In de periode 2004-2005 werden enkele honderden ambtsberichten per jaar uitgegeven. De laatste jaren is dat 
aantal geslonken tot enkele tientallen per jaar. Zie Toezichtsrapporten nr. 9a en 29 van de Commissie van 
Toezicht op de Inlichtingen- en Veiligheidsdiensten (CTIVD), te raadplegen via www.ctivd.nl. Verwacht kan 
worden dat in het kader van het oplaaiende jihadisme weer meer ambtsberichten zullen worden verstrekt.  
10 De Handleiding informatieverstrekking van en door AIVD en MIVD regelt de procedure van 
informatieoverdracht tussen de inlichtingendiensten en politie en OM. Zie D. van der Bel, A.M. van Hoorn en 
J.J.T.M. Pieters, Informatie en Opsporing. Handboek informatieverwerving, -verwerking en -verstrekking ten 
behoeve van de opsporingspraktijk, Zeist: Uitgeverij Kerckebosch 2013. 
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heeft deze wijziging op de rechtspraktijk geen effect gehad. Ambtsberichten worden niet voor 
het bewijs gebruikt en dienen alleen als start- of sturingsinformatie.11 Ander door een 
inlichtingendienst verstrekt materiaal, zoals de weergave van een getapt telefoongesprek, 
wordt echter wel voor het bewijs gebruikt.12 
 
 
3. Toetsingsmogelijkheden: de iure en de facto   
Duidelijk is geworden dat de instanties die op een afgeschermde wijze informatie verstrekken 
hiervoor gegronde redenen kunnen hebben en dat de wetgever op sommige plekken ook 
(impliciet) legitimatie biedt voor afscherming van informatie. In het strafproces kan dit echter 
op gespannen voet komen te staan met het verdedigingsbelang en de daarmee samenhangende 
behoefte aan openheid en transparantie. In het navolgende wordt ingegaan op de doorwerking 
van het afschermingsbelang in het strafproces. In dit kader wordt besproken welke 
mogelijkheden  de iure bestaan om afgeschermde informatie te toetsen. Deze concentreren 
zich rondom het inzien van niet-geanonimiseerde interne stukken en het horen van 
(rechtmatigheids)getuigen. Hierdoor zou meer inzicht kunnen ontstaan in de achtergrond van 
de afgeschermde informatie. Aansluitend worden voorbeelden gegeven van de mogelijkheden 
die de facto bestaan om afgeschermde informatie te toetsen.  
 
3.1 Interne stukken 
Artikel 149a Sv speelt een centrale rol in de categorie bepalingen die ertoe verplichten dat 
relevante processtukken aan het dossier worden toegevoegd. In dit artikel is bepaald dat: 1) de 
officier van justitie verantwoordelijk is voor de samenstelling van de processtukken en 2) dat 
tot de processtukken behoren alle stukken die voor de ter terechtzitting door de rechter te 
nemen beslissingen redelijkerwijs van belang kunnen zijn. Dit laatste is een codificatie van 
het door de Hoge Raad geformuleerde relevantiecriterium.13 In samenhang met deze bepaling 
moeten ook de art. 30 - 34 Sv worden gelezen.14 Hierin is bepaald dat de verdachte de officier 
van justitie kan verzoeken specifiek omschreven stukken als processtukken te voegen. Als 
sluitstuk op de regels voor het procesdossier heeft de wetgever in art. 34 lid 4 en art. 149b Sv 
op gelijke wijze bepaald dat de officier van justitie, na een daartoe verkregen machtiging van 
de r-c, de voeging van stukken aan het dossier achterwege kan laten met het oog op onder 
andere opsporingsbelangen. Deze bepalingen bieden dus de iure een grondslag om de 
(interne) stukken die verband houden met de afgeschermde informatie toe te voegen aan het 
dossier en aldus de afgeschermde informatie te toetsen. 
Kijkend naar de feitelijke toetsingsmogelijkheden, dan is allereerst de uitspraak van het 
                                                          
11 Zie Hof Amsterdam 17 december 2010, ECLI:NL:GHAMS:2010:BO7690 (Hofstadgroep-zaak). 
12 Zie Hof Amsterdam 25 maart 2014, ECLI:NL:GHAMS:2014:915 (Piranha-zaak). 
13 Zie HR 4 januari 2000, NJ 2000, 537 m.nt. Schalken. In dit verband zij ook gewezen op A.A.  
Franken, ‘Regels voor het strafdossier’, D&D 2010, p. 403-418.  
14 Zie R.H. Hermans, ‘Kennisneming van processtukken in het voorbereidend onderzoek  
in strafzaken’, D&D 2009, p. 494-526 en T. Prakken, ‘Interne openbaarheid in het strafproces: een bedreigd  
goed’, NJB 1995, p. 1451 - 1458. 
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EHRM in de zaak Fitt van belang.15 Het EHRM overweegt in die zaak dat het recht op 
kennisneming van al het relevante (bewijs)materiaal niet absoluut is. Soms kan het 
noodzakelijk zijn om de verdediging bepaald (bewijs)materiaal te onthouden om op die 
manier rechten van een ander te beschermen of een belangrijk algemeen belang (waaronder 
opsporingsbelangen) te garanderen. Het EHRM overweegt voorts wel dat dergelijke 
beperkingen van de rechten van de verdediging strikt noodzakelijk moeten zijn en dat 
bovendien de beperkingen van de verdedigingsrechten moeten worden gecompenseerd door 
een goede rechterlijke procedure. Voorts is relevant een arrest van de Hoge Raad van 5 
oktober 2010.16 De Hoge Raad wijst in dit arrest op het belang van deugdelijke interne 
verslaglegging van de fase die voorafgaat aan de start van een opsporingsonderzoek, dit is de 
fase waarin zowel het TCI als de AIVD kunnen opereren, en geeft impliciet aan dat het nodig 
kan zijn om deze interne verslaglegging aan het dossier toe te voegen met het oog op het 
mogelijk maken van een effectieve (rechtmatigheids)toets.  
De Hoge Raad laat zich in een arrest van 5 december 2000 specifiek uit over deze materie in 
relatie tot het TCI.17 In casu wijst het hof het verzoek van de verdediging tot inzage in de 
journaals van de runners af nu de runners reeds ter zitting zijn gehoord. De Hoge Raad gaat 
hierin mee en verwijst naar de conclusie van de A-G. Deze overweegt dat als er geen reden is 
te twijfelen aan de juistheid van de verklaringen van de runners over hetgeen de journaals 
inhouden, daarmee de inhoud van die journaals bekend is en deze dus niet hoeven te worden 
ingezien. Een arrest van het Hof Den Haag van 5 juli 2001 is voorts exemplarisch voor het 
gegeven dat niet snel over wordt gegaan tot het voegen van interne stukken aan het dossier.18 
In casu weigert het Openbaar Ministerie (OM) interne documenten van de CIE te overleggen 
gelet op het afschermingsbelang. De opstelling van het OM maakt het voor het Hof 
onmogelijk om het noodzakelijk geachte onderzoek te verrichten op een wijze die verenigbaar 
is met een goede procesorde en waarbij rekening wordt gehouden met het verdedigingsbelang. 
De niet-ontvankelijkheid van het OM is het gevolg. Ook wijs ik op een uitspraak van de 
Rechtbank Amsterdam van 26 juli 2013 waaruit volgt dat de verdediging tracht interne 
stukken van het TCI aan het dossier toe te voegen.19 De r-c geeft twee redenen voor zijn 
afwijzing van dit verzoek van de verdediging. Het bestaande afschermingsbelang wordt 
hieraan ten grondslag gelegd en bovendien oordeelt de r-c dat de interne stukken van het TCI 
geen processtukken zijn zoals bedoeld in art. 149a Sv. Deze voorbeelden tonen aan dat het de 
facto voor de verdediging verre van gemakkelijk is om de niet geanonimiseerde (interne) 
stukken die ten grondslag liggen aan de afgeschermde informatie toe te voegen aan het 
dossier.  
 
1.3.2 Horen van (rechtmatigheids)getuigen  
                                                          
15 EHRM 16 februari 2000, EHRC 2000, 32 (Fitt). Zie ook EHRM 22 juli 2003, EHRC 2003, 81 (Edwards en 
Lewis). 
16 HR 5 oktober 2010, NJ 2011, 169 m.nt Schalken. 
17 HR 5 december 2000, NJ 2001, 206. 
18 Hof Den Haag 5 juli 2001, NJ 2001, 590. Zie ook Rb. Rotterdam 22 mei 2006, NbSr 2006, 322 en Rb. 
Rotterdam 30 september 2003, NbSr 2003, 398. 
19 Rb. Amsterdam 26 juli 2013, ECLI:NL:RBAMS:2013:5180. 
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Om afgeschermde informatie te kunnen toetsen, kunnen ook getuigen op een bijzondere 
manier worden gehoord. In theorie kan dit bijvoorbeeld de menselijke bron van de 
afgeschermde informatie zijn of een medewerker van een instantie die de afgeschermde 
informatie heeft verstrekt. Allereerst zijn art. 187b Sv en art. 293 Sv relevant. Op basis van 
deze artikelen kan tijdens een getuigenverhoor de r-c op grond van 187b en de zittingsrechter 
op grond van art. 293 Sv beletten dat door de getuige antwoord wordt gegeven op een vraag 
die bijvoorbeeld ziet op het prijsgeven van de bron van de afgeschermde informatie.20 Ten 
tweede maakt art. 187d Sv het mogelijk dat tijdens een getuigenverhoor, op vordering van de 
officier van justitie, wordt belet dat antwoorden die bijvoorbeeld zien op de door het TCI of 
de AIVD gehanteerde werkwijzen ter kennis komen van de verdediging. Ook kunnen op 
grond van art. 190 lid 3 Sv en art. 290 lid 3 Sv maatregelen worden genomen om de identiteit 
van de getuige tijdens het verhoor af te schermen. Veel verdergaande voorzieningen om de 
identiteit van getuige te verhullen, zijn opgenomen in de bedreigde getuigenregeling van art. 
226a - 226f Sv en de afgeschermde getuigenregeling van art. 226m tot en met 226s Sv. De 
laatste regeling maakt het mogelijk dat medewerkers van de AIVD in de beslotenheid van het 
kabinet van de r-c op afgeschermde wijze kunnen worden gehoord de achtergrond van het 
ambtsbericht.  
Kijkend naar enkele voorbeelden van de feitelijke toetsingsmogelijkheden, dan is allereerst 
het arrest van de Hoge Raad van 2 februari 2010 van belang.21 In casu wordt door de 
verdediging opgeworpen dat een informant waarschijnlijk over ontlastende informatie 
beschikt. Het hof beslist tot het horen van de informant hieromtrent, het OM weigert en wordt 
hierop niet-ontvankelijk verklaard. In cassatie wordt door het OM aangevoerd dat een 
informant niet als getuige kan gelden. De Hoge Raad verwerpt dit punt onder verwijzing naar 
de conclusie van de A-G en oordeelt voorts dat het hof op een juiste wijze heeft uitgelegd 
waarom in casu de informant diende te worden gehoord en niet kon worden volstaan met het 
horen van het Hoofd CIE. Feitelijk wordt in alle gevallen geweigerd de identiteit van een als 
getuige op te roepen informant prijs te geven en zodoende wordt de mogelijkheid van een 
verhoor gefrustreerd. Dit kan zich zelfs voordoen als voorgesteld wordt de informant te horen 
met toepassing van de bedreigde getuigenregeling van art. 226a - 226f Sv. In veruit de meeste 
gevallen is het gevolg van een dergelijke weigering dat het OM niet-ontvankelijk wordt 
verklaard.22   
Ten tweede is het arrest van het Hof ‘s-Hertogenbosch van 23 december 2011 relevant.23 In 
deze zaak verklaart de verdachte informant te zijn geweest. Een standpunt dat het begaan van 
de ten laste gelegde strafbare feiten zou kunnen verklaren. Het Hoofd TCI wordt hieromtrent 
ter zitting gehoord en hieruit blijkt dat de TCI-officier voorafgaand aan dit verhoor de 
instructie heeft gegeven geen vragen te beantwoorden die leiden tot openbaring van de 
identiteit van informanten. Het Hof verklaart het OM hierop niet-ontvankelijk. Tot dit oordeel 
                                                          
20 Zie in dit verband P. van der Kruijs, ‘De informant’, NJB 2001, p. 391-393 en HR 17 maart 1981, NJ 1981, 
382 m.nt. Van Veen, HR 2 maart 1982, NJ 1982, 460 m.nt. Van Veen, HR 5 oktober 1982, NJ 1983, 297 m.nt. ’t 
Hart en Hof Den Bosch 4 juni 2010, ECLI:NL:GHSHE:BM6781. 
21 HR 2 februari 2010, NJ 2010, 246 m.nt. Schalken. 
22 Zie Hof ‘s-Hertogenbosch 20 december 2007, NbSr 2008, 51 en Hof ‘s-Hertogenbosch 23 december 2011, 
ECLI:NL:GHSHB:BV0293, Rb. Oost-Nederland 2 januari 2013, ECLI:NL:RBON:BY7575 en Rb. Amsterdam 
van 25 maart 2014, ECLI:NL:RBAMS:2014:1460.  
23 Hof ‘s-Hertogenbosch 23 december 2011, ECLI:NL:GHSHB:BV0293. 
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komt het hof mede nu de niet onaannemelijk voorkomende stelling van de verdachte hierdoor 
niet kan worden onderzocht. Een sprekend voorbeeld van het beletten antwoord te geven op 
vragen gaat schuil in het arrest van het Hof ‘s-Hertogenbosch van 4 juni 2010.24 In deze zaak 
werpt de verdediging op dat het OM niet-ontvankelijk moet worden verklaard nu het heeft 
geweigerd aan te geven of de in het TCI-proces-verbaal opgenomen informatie direct of 
indirect afkomstig is van een getuige. Het hof verwerpt het verweer en overweegt dat vragen 
dienaangaande op goede gronden zijn belet. Het hof dicht in dit verband meer gewicht toe aan 
het afschermingsbelang en overweegt bovendien dat de verdediging door de beantwoording 
van andere aan de getuigen gestelde vragen in voldoende mate is gecompenseerd voor het 
beletten van de vragen.  
Ook in het kader van de afgeschermde getuigenregeling van art. 226m tot en met 226s Sv 
heeft zich jurisprudentie gevormd, waaruit het spanningsveld tussen afschermings- en 
verdedigingsbelang voortvloeit. Zo weigert het Hoofd AIVD in de Piranha-zaak enkele 
medewerkers als getuige te laten komen.25 Deze weigering wordt, na verwijzing door de Hoge 
Raad, ook gehandhaafd in de procedure bij het Amsterdamse Hof.26 Dit is opmerkelijk nu dit 
hof de zaak in handen van de Rotterdamse r-c stelde om de AIVD-medewerkers als 
afgeschermde getuigen te horen.  
De gegeven voorbeelden ten aanzien van het toetsen van afgeschermde informatie door het 
inzien van interne stukken dan wel het horen van getuigen laten zien dat de rechtspraktijk 
hiermee worstelt en dat de uitkomst er vaak een is van extremen: de verzoeken van de 
verdediging tot transparantie en openheid worden afgewezen of de zittingsrechter verklaart 
het OM niet-ontvankelijk wegens de weigering of het niet in staat zijn de gevraagde openheid 
te bieden. Op basis hiervan is geen andere conclusie mogelijk dan dat er ten aanzien van 
afgeschermde informatie sprake is van een gemankeerde (rechtmatigheids)toets. 
 
1.4 Gemankeerde (rechtmatigheids)toets problematisch? 
De vraag is of het problematisch is dat het toetsen van afgeschermde informatie gemankeerd 
is. Het antwoord hierop dient, zowel vanuit het perspectief van het OM als dat van de 
verdediging, bevestigend te worden beantwoord. Vanuit het gezichtspunt van het OM is de 
rechterlijke reactie op te beperkte mogelijkheden van toetsing van afgeschermde informatie in 
een concrete strafzaak, de niet-ontvankelijkverklaring, onwenselijk. Hierdoor strand de 
strafzaak immers zonder dat een rechterlijke uitspraak wordt gedaan over eventuele 
bewezenverklaring en strafoplegging. Met alle nadelige gevolgen voor de samenleving, 
slachtoffer en eventuele nabestaanden. De Hoge Raad heeft in zijn standaardarrest over 
bewijsuitsluiting juist ook oog voor deze belangen die verweven zijn met het strafproces.27 De 
Hoge Raad overweegt namelijk dat de rechter bij zijn  overweging over het toepassen van de 
sanctie van bewijsuitsluiting kan betrekken dat hierdoor afbreuk wordt gedaan aan 
zwaarwegende belangen zoals de waarheidsvinding, de bestraffing van de dader en de rechten 
van slachtoffers of nabestaanden.   
                                                          
24 Hof ‘s-Hertogenbosch 4 juni 2010, LJN BM6781. 
25 HR 15 november 2011, NJ 2012, 36 m.nt Schalken. 
26 Hof Amsterdam 25 maart 2014, ECLI:NL:GHAMS:2014:915. 
27 HR 19 februari 2013, NJ 2013, 308 m.nt. Keulen. 
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Vanuit het perspectief van de verdediging is de gemankeerde rechtmatigheidstoets ook 
onwenselijk. Hierdoor kan niet worden uitgesloten dat informatie is verkregen in strijd met 
art. 6 EVRM of dat strijd met dit artikel ontstaat doordat ontlastende of anderszins relevantie 
informatie worden achtergehouden. Hier komt nog bij dat zowel het EHRM als de Hoge Raad 
meermalen hebben overwogen dat de rechter ervoor zorg heeft te dragen dat strafprocedures 
voldoen aan art. 6 EVRM en dat hieruit voortvloeit dat bij een daarop geënt verweer van de 
verdediging eerder de noodzaak moet worden gevoeld een onderzoek in te stellen naar de 
achtergrond van afgeschermde informatie.28 Het EHRM is in de zaken Ramanauskas en 
Bannikova, specifiek op het punt van de strafbare uitlokking, helder. Het Hof overweegt 
namelijk in beide zaken dat als er een niet onwaarschijnlijk uitlokkingsverweer wordt 
gevoerd, het aan de vervolgende instantie is te ontkrachten dat van uitlokking sprake is 
geweest. Wordt dat bewijs niet geleverd, dan moet de rechter hiernaar toch deugdelijk 
onderzoek doen. Een in de context van het TCI of de AIVD gevoerd uitlokkingsverweer lijkt 
met andere woorden mee te brengen dat deze instanties hieromtrent openheid van zaken moet 
geven. Gelet op ongewenste fishing expeditions blijft het natuurlijk wel altijd een voorwaarde 
dat door de verdediging aannemelijk wordt gemaakt dat er mogelijkerwijs een 
onrechtmatigheid is begaan.  
De gemankeerde (rechtmatigheids)toets die bestaat ten aanzien van afgeschermde informatie 
is dus zowel vanuit het perspectief van het OM als vanuit het perspectief van de verdediging  
onwenselijk. Hierdoor kan zelfs de eerlijkheid van het strafproces in de kern worden geraakt. 
Een uiterst gevolg hiervan kan zijn dat in het strafproces een schending van art. 6 EVRM niet 
aan het licht komt. Gelet op het voorgaande pleit ik ervoor de toetsing van afgeschermde 
informatie te moderniseren. 
 
1.5 Aanbevelingen 
Twee (afzonderlijke) sporen kunnen op dit punt worden bewandeld. Een uitkomst kan zijn het 
creëren van een uniforme rechterlijke procedure voor het toetsen van afgeschermde 
informatie. Daarnaast of in plaats daarvan kan eveneens worden gedacht aan het creëren van 
een niet-rechterlijk toetsingsorgaan gemodelleerd naar de bestaande Commissie van Toezicht 
voor de Inlichtingen- en Veilgheidsdiensten (CTIVD). In de toekomst zou bijvoorbeeld de 
wettelijke mogelijkheid kunnen worden geschapen dat de zittingsrechter in een concrete zaak 
de CTIVD verzoekt een feitenonderzoek in te stellen naar het handelen van de het TCI of 
AIVD op een specifiek punt. Belangrijk voordeel van deze laatste wijze van toetsing kan zijn 
dat de genoemde inlichtingdiensten ten aanzien van een dergelijke toetsingscommissie, eerder 
dan bij een strafvorderlijke toetsingsprocedure, genegen zullen zijn om openheid van zaken te 
geven. 
Dan de uniforme rechterlijke toetsingsprocedure.29 Alvorens deze procedure nader te 
belichten is het nuttig om in te gaan op de vraag in welke gevallen deze procedure moet 
worden opengesteld en wat de rol is van de zittingsrechter en van de r-c. In de eerste plaats 
                                                          
28 Zie EHRM 5 februari 2008, NJ 2008, 499, m.nt. Schalken (Ramanauskas) en EHRM 4 november 2010, nr. 
18757/06 (Bannikova), HR 5 september 2006, NJ 2007, 336, m.nt. Schalken (Eik-zaak) en HR 5 oktober 2010, 
NJ 2011, 169 m.nt Schalken. 
29 Zie op dit punt ook uitgebreid S. Brinkhoff, Startinformatie in het strafproces (diss. Nijmegen), Deventer: 
Kluwer 2014, p. 346-348. 
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moet de zittingsrechter de noodzaak voelen een opening te bieden voor een onderzoek naar de 
(achtergrond van de) afgeschermde informatie. Variabelen zoals de wijze waarop aannemelijk 
wordt dat een onrechtmatigheid is begaan, de hiermee samenhangende kwaliteit van het 
verweer van de verdediging, de aard van de aangedragen onrechtmatigheid en de status van 
potentieel bewijsmiddel spelen hierbij een cruciale rol. Aan de rechterlijke toets kan in de 
eerste plaats invulling worden gegeven door een secundaire rechtmatigheidstoets, dat wil 
zeggen dat niet de bron van de afgeschermde informatie wordt gehoord of interne stukken 
worden ingezien, door de zittingsrechter. Volstaan wordt dan bijvoorbeeld met het horen van 
het Hoofd AIVD of het Hoofd TCI. Mocht deze toets niet het (door de verdediging) beoogde 
resultaat (het bestaan van een vermeende onrechtmatigheid wordt uit de lucht geholpen) 
opleveren, terwijl er wel twijfels blijven bestaan over de rechtmatigheid van de verzameling 
van informatie, dan kan de zittingsrechter de r-c inschakelen.  
De voorgestelde uniforme procedure dient er als volgt uit te zien. Na verwijzing door de 
zittingsrechter treedt de procedure in werking, waardoor de r-c de mogelijkheid krijgt in de 
beslotenheid van zijn kabinet de rechtmatigheid van de verkrijging van de anonieme 
startinformatie effectief te toetsen. Ook in deze fase bij de r-c kan worden gedacht aan het 
inschakelen van een extern buitenstrafvorderlijk controleorgaan zoals de CTIVD om effectief 
vorm te geven aan deze rechterlijke toets. Wettelijke verankering van deze procedure kan 
worden gevonden in een uitbreiding van art. 177a Sv in combinatie met het geven van een 
ruimer bereik aan de afgeschermde getuigenregeling van art. 226m tot en met 226s Sv. 
Voordat de r-c overgaat tot het toepassen van deze procedure kan hij het spoor bewandelen 
van het uitvoeren van een getuigenverhoor in combinatie met het toepassen van de verruimde 
mogelijkheden van art. 187d Sv. Mocht dat tot niets leiden of op voorhand al zinloos lijken, 
bijvoorbeeld door de opstelling van de informatieverstrekkende autoriteit, dan kan hij in de 
tweede plaats een afgeschermd getuigenverhoor gelasten. Om deze rechtmatigheidstoets 
effectief te laten zijn moet de afgeschermde getuigenregeling wel op twee punten worden 
gewijzigd. De r-c moet degene zijn die bepaalt of het afgeschermde getuigenverhoor aan het 
dossier wordt toegevoegd en voorts dient de r-c een uitdrukkelijk geformuleerd recht op 
inzage in de onderzoeksgegevens van de informatieverstrekkende autoriteit te krijgen. Aldus 
wordt een effectieve rechterlijke rechtmatigheidstoets mogelijk gemaakt binnen het 
strafvorderlijk kader. Op deze wijze controleert in een concrete strafzaak in ieder geval een 
rechter die volledig inzage heeft in alle relevante stukken de rechtmatigheid van het handelen 
van de autoriteit die op een geanonimiseerde wijze informatie heeft verstrekt en wordt een 
betere balans gevonden tussen enerzijds de te respecteren verdedigingsbelangen en anderzijds 
het afschermbelang waarvoor de instanties die afgeschermde informatie verstrekken staan.  
 
