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Аутентифікацію користувачів на основі відбитків пальців можна умовно 
розділити на два класи: перевірка та ідентифікація. Для ініціалізації процесу 
користувачеві потрібно надати відомості щодо його особи та відбитку пальця. На 
наступному етапі інформаційна система здійснює перевірку відповідності наданого 
відбитку та збереженого еталонного відбитку – ідентифікатора користувача.Відбиток 
пальця складається з рельєфного рисунка шкіри, унікального для кожної людини [1]. 
На даний час це одна з найвизначніших та найбільш загальновизнаних біометричних 
ознак людини. Вона активно використовується для біометричної ідентифікації 
громадян та перевірки особи завдяки високим показникам унікальності, постійності, 
універсальності, колекційно-придатності, придатності до зберігання, продуктивності 
при опрацюванні [2]. Завдяки активному розвитку інформаційних технологій 
відбуваються розроблення різнотипових автоматизованих систем ідентифікації 
відбитків пальців (AFIS). Системи AFIS набули широкого поширення та впровадженя з 
метою прискорення процесів біометричної ідентифікації людей [3]. Традиційно 
автоматичні системи ідентифікації відбитків пальців містять дві базові функції пошуку 
– це пошук за десятьма відбитками та прихований пошук. Завдяки розвитку 
інформаційних-технологій процес біометричної ідентифікації в системах AFIS на 
основі десяти відбитків, на даний час, повністю автоматизований та має покращені 
характеристики точності та обчислювальної ефективності. Що призвело до широкого 
поширення систем AFIS в державних службах та правоохоронних органах. Для таких 
систем, згідно з періодичними оцінками, проведеними NIST, коефіцієнт FNIR – 1,9%, а 
коефіцієнт FPIR – 0,1% для відбитків отриманих шляхом прокочування та сканування 
[4]. 
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