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- ESTRUCTURA DEL PROYECTO 
 














 Se redacta el presente proyecto “AUTOMATIZACION DE UN TUNEL DE 
CARRETERAS, CON DOBLE SENTIDO DE CIRCULACION”, de 1 km de 
longitud. El proyecto tiene por objeto definir y valorar el funcionamiento automático de 
las instalaciones a estudiar, así como su control desde un edificio terminal situado  a 200 
metros de distancia y desde cualquier punto del mundo a través de la web. 
Comenzaremos estudiando las características básicas de las instalaciones de un túnel de 
estas características. Continuaremos proponiendo una arquitectura de control capaz de 
gestionar dichas instalaciones. Estudiaremos a continuación la red de comunicaciones 
más eficiente y de más fácil instalación que nos pueda servir para comunicar nuestros 
equipos de control con los de supervisión y que nos de un fácil acceso a internet. 
Estudiaremos el hardware y el software necesario para éste tipo de instalaciones. 
Evaluaremos un presupuesto real de lo que supondría el hardware, el software, la 
programación y la puesta en marcha de éste sistema de control. Por último construiremos 
una maleta de demostración que pueda simular el comportamiento de ésta instalación. 
 
1.2 ESTRUCTURA DEL PROYECTO  
 
- Estudio de las instalaciones típicas en un túnel 
- Estudio de diferentes arquitecturas de control posibles 
- Estudio de los diferentes tipos de hardware posibles 
- Estudio de las posibles redes de comunicación viables para el proyecto 
- Estudio de los diferentes tipos de SCADAs posibles 
- Estudio del hardware seleccionado 
- Estudio del software seleccionado 
- Presupuesto 
- Construcción de una maleta de demostración que simule el control del túnel 
 









2. SITUACION ACTUAL 
 
 
- SITUACION ACTUAL 
 
- DESCRIPCION GENERAL DEL TUNEL 
 












 El túnel objeto del proyecto se ha supuesto que no tenga en la actualidad 
automatizada ninguna de sus instalaciones (alumbrado, ventilación,…). Por lo tanto 
carecerá de sistemas de control. 
 
 En el caso de la instalación de iluminación, suponemos que no existen tramos de 
adaptación para la visión del conductor que, en un día soleado, se supondrá en 
condiciones anteriores al estudio, que pasa bruscamente de un nivel luminoso superior a 
50000 lux en el exterior del túnel a un  nivel de 0,5 lux al entrar en el túnel. Es 
sobradamente conocida la disminución, o incluso pérdida momentánea de la visión que 
ello produce en el conductor, y consecuentemente, los problemas de seguridad que 
conlleva. Además, debido a la longitud del túnel  (1 Km), será necesario una ventilación 
forzada, detectores de acumulación de gases, así como instalaciones adecuadas para el 
drenaje del túnel, sistemas de señalización y emergencia  que hagan posible el uso de 
todo el conjunto de una forma segura y satisfactoria. Todo ello deberá ser controlado por 
un sistema automático, y además ser accesible desde una Terminal de operaciones situada 
en un edificio de control próximo e incluso vía ADSL desde cualquier lugar del mundo 
donde se encuentre la central de la empresa responsable de la explotación de ésta 
instalación. 
 
2.1 DESCRIPCION GENERAL DEL TUNEL  
 
 




Anchura de calzada 
Altura 
Arcén y acera derecha 













Tabla 1: Características técnicas del túnel 
 





 Se trata de un túnel de carretera, en campo abierto, situado en una zona supuesta a 
alta luminosidad, con capacidad para soportar tráfico denso de vehículos pesados, y con 
gálibo relativamente reducido para los dos carriles de circulación. 
 








3. PRESCRIPCIONES GENERALES DE LAS 




- ILUMINACION. CONSIDERACIONES GENERALES 
- VENTILACION 
- DRENAJE Y BOMBEO 
- SEMAFOROS Y EMERGENCIA 
- TERMINAL DE CONTROL 
- DESCRIPCIÓN DE LAS INSTALACIONES DEL TÚNEL A 
AUTOMATIZAR 








3. PRESCRIPCIONES GENERALES DE LAS 








 Para que el tráfico en el interior de los túneles sea seguro y fluido, es preciso que 
el conductor disponga de la suficiente información visual, de manera que pueda distinguir 
la geometría del mismo, así como la presencia, o ausencia, de obstáculos y sus 
movimientos. 
 
 La situación más crítica se produce durante el día en la entrada de los túneles 
“largos”. Se consideran túneles largos aquellos en que su longitud supera en más de siete 
veces su anchura, y aquellos en los que no se puede distinguir la salida desde la entrada. 
La salida del túnel es menos problemática, al adaptarse mejor la visión de un nivel de 
iluminación inferior a uno superior. 
 
 Los problemas que se plantean al entrar o circular por un túnel son los siguientes: 
 
A) Efecto de “agujero negro”: impide al conductor ver el interior del túnel al 
acercarse, por lo que sería imposible distinguir, dentro del mismo, cualquier 
obstáculo o posible retención del tráfico. 
B) Efecto de adaptación: producido por el hecho de que, aunque el túnel esté 
perfectamente iluminado, el ojo humano necesita un tiempo para adaptarse a 
niveles de iluminación inferiores o superiores; por término medio, éste tiempo 
es de tres o cuatro segundos, dependiendo de la relación entre niveles de 
iluminación. 
 
C) Efecto de parpadeo o efecto “flicker”: según el cual, se consideran molestas 
las secuencias de puntos brillantes que se repitan en las frecuencias 
comprendidas entre los 2,5 a 15 ciclos/segundo, lo que limita la instalación de 
luminarias fuera de una interdistancia entre 1,5 y 9 metros para una velocidad 
del tráfico en el interior del túnel de 80 Km/h 
 
 





ZONAS Y REGÍMENES: 
 
Para establecer las debidas condiciones para la adaptación visual, al realizar el 
estudio luminotécnico de un túnel, deben distinguirse las siguientes zonas dentro 
del mismo: 
 
 1º.- ZONA UMBRAL: (tramo de entrada) 
 
 Aparece como fondo sobre el que se destacan los posibles obstáculos que 
pueda haber en la zona de entrada. Su longitud varía en función de la velocidad 
del vehículo y del contraste tipo que se establece. 
 
 2º.- ZONA DE TRANSICION O ADAPTACION.  
 
 Comprendiendo niveles escalonados descendentes en la entrada o 
ascendentes en la salida, permitiendo que la visión del conductor vaya 
adaptándose desde los altos niveles hasta la salida. 
 
 3º.- ZONA CENTRAL O INTERIOR DEL TUNEL. 
 
 En la cual el nivel de iluminación es constante 
 
 4º.- ZONA DE SALIDA. 
 
 En ella, se refuerza la iluminación interior de túnel; depende directamente 
de las condiciones de luz exterior en cada momento. Se establece los siguientes 
niveles de iluminación: 
 Nivel 1: Pleno sol. 
 Nivel 2: Día nublado o crepúsculo 
 Nivel 3: Nocturno. 
 
 Los valores de estos niveles de iluminación dependerán del carácter del 
túnel (urbano o interurbano), su densidad de tráfico, su ubicación geográfica 
(entorno natural y orientación), su sentido de circulación, y sus características 
constructivas (anchura, altura, pavimento y recubrimiento). 
 Referente al último punto se han de hacer las siguientes puntualizaciones: 
 
a) En cuanto a las zonas de acceso a los túneles, es aconsejable  disminuir al máximo 
la luminancia, ya sea con paralúmenes artificiales, oscureciendo al máximo el 
pavimento, etc, de manera que se pueda conseguir un salto respecto a la 
luminancia interior del túnel inferior a 15:1 
b) Para evitar posibles deslumbramientos molestos en el interior del túnel, los 
recubrimientos  altos de las paredes y techos han de ser oscuros, con el mínimo 
factor de reflexión. 
 







c) En cuanto a la determinación del nivel de iluminación en la zona umbral, será a 
partir de un día claro “a pleno sol” (nivel 1), desde donde se efectuarán los diferentes 
apagados para conseguir el resto de los niveles, teniendo en cuenta todos los factores 
antes mencionados. 
 
En el caso concreto que nos ocupa, el nivel “a pleno sol” ( nivel 1 ) requerido en la zona 
umbral sería el siguiente ( en candelas por metro cuadrado, cd/m2 y su equivalencia, lux): 
 L, entradas = 100 cd/m2,   1500 lux. 
 
 El nivel de iluminación nocturno de todo el túnel será de 6 cd/m2, nivel superior 
al requerido para el alumbrado de vía públicas debido a las especiales circunstancias del 
tráfico en los túneles ( local cerrado, ruido, mayor riesgo, …)  (4 – 5 cd/m2….50 – 60 
lux). 
 
 Las uniformidades, debido a las especiales condiciones de circulación en un túnel, 
deberán ser mayores a las queridas en el alumbrado exterior. 
 





 Debido a la longitud del túnel, se hace evidente la necesidad de una ventilación 
apropiada para la eliminación de gases nocivos que puedan acumularse en el interior de la 
instalación. La ventilación será pues forzada, mediante turbinas movidas por motores 
eléctricos que serán accionados por variadores de frecuencia para reducir el consumo 
energético, y el conducto de ventilación será el mismo túnel.  Unos detectores de gases 
CO2 y CO repartidos por todo el trayecto asegurarán que la ventilación sea óptima en 
cada momento. 
 
3.3. DRENAJE Y BOMBEO 
 
Para asegurar una mayor longevidad y evitar que posibles filtraciones de agua que corten 
la vía o la deterioren, se instalará un sistema de drenaje y bombeo artificial mediante el 
uso de bombas, repartidas estratégicamente por el túnel y accionadas por variador de 
frecuencia para disminuir el consumo energético. Éstas bombas serán eléctricas, y de una 
potencia y caudal de drenaje adecuados a las necesidades del proyecto. 
 
3.4 SEMAFOROS Y EMERGENCIA 
 
En las entradas al túnel, se instalarán semáforos para poder indicar a los usuarios si la vía 
está cortada o en funcionamiento. Así mismo, habrá repartidos por todo el trayecto 
puntos de señalización de emergencia, para que en el caso de que algún usuario se 





encuentre en una situación de ese tipo, pueda informar al Centro de Control, e indicar su 
posición. Así mismo, los indicadores visuales del túnel señalizarán que hay una situación 
de emergencia en el interior con destellos intermitentes y la iluminación de los semáforos 
en ámbar. 
 
3.5. TERMINAL DE CONTROL 
 
 En un edificio de control próximo al túnel, deberá existir una Terminal, desde la 
que se pueda actuar y supervisar el sistema de control. 
El sistema SCADA de control y supervisión estará conectado a Ethernet y se comunicará 
con el PLC, siendo éste último el que tendrá por misión la de controlar el conjunto de 
elementos de la instalación, y su control automático, así como transmitir la información 
de sus estados al edificio de control. 
 También deberá ser posible hacer una supervisión y un control de la instalación 
desde las oficinas centrales de la empresa a la cual se contrate el mantenimiento del túnel. 
Para ello se utilizará la red Internet. Opcionalmente si se desea tener garantizada una 
seguridad de comunicación y de velocidad será conveniente contratar con un proveedor 
de servicios de Internet una VPN (Virtual Private Network)  
 






























- ESQUEMA DE LA ARQUITECTURA DEL TUNEL 
 
















Para la automatización de todos éstos sistemas usaremos autómatas ALLEN 
BRADLEY de última generación, tipo CompactLogix. El interface de control será 
una pantalla táctil PanelView Plus 600 comunicada a través de red Ethernet en 
topología anillo con protocolo Ethernet/IP. Debido a las distancias entre el edificio de 
control y la posición del autómata, utilizaremos conversores y repetidores de fibra 
óptica para salvar éstas distancias. Las señales de control serán recogidas y 
comandadas a través de módulos de entradas y salidas distribuidas tipo Point I/O. 
 
 
Queremos una red que nos proporcione alta disponibilidad, tenemos dos opciones 
para hacer esto; elegir una topología de bus redundante en la que todos los elementos 
se duplican o elegir una topología en forma de anillo que aunque no nos da tanto nivel 
de disponibilidad como la de bus redundante sí que es muy apropiada en relación 
disponibilidad /precio puesto que no tenemos que duplicar los switches. 
 




























Figura 3: Topología en forma de anillo 
 







Figura 4: Arquitectura de control del túnel 















- PROTOCOLO CIP Y CONEXIONES  
 















Fundamentalmente, Ethernet es un cable que conecta computadoras y dispositivos 
periféricos para que se comuniquen e intercambien información. El cable usado para la 
red se conoce como “medio físico”. Además de los medios físicos, todas las redes 
Ethernet aceptan protocolos que proporcionan una transferencia de datos sofisticada y la 




El protocolo TCP/IP es un protocolo de nivel de transporte (TCP) y un protocolo de nivel 
de red (IP) comúnmente usado en los sectores comerciales para proporcionar la 
comunicación dentro de redes. La tarjeta Ethernet del autómata CompactLogix usa 
TCP/IP para los mensajes “explícitos”, es decir, mensajes que no tienen tiempos críticos, 
tales como carga o descarga de programas, comunicación con SCADAs o con paneles de 




UDP es un protocolo de transporte mucho más simple. No tiene conexiones y 
proporciona una capacidad muy sencilla de enviar datagramas entre dos dispositivos. El 
UDP es usado por aplicaciones que implementan su propio handshaking entre 
dispositivos y requieren solamente un servicio mínimo de transporte. El UDP es más 
pequeño, más sencillo y más rápido que el TCP. Nuestro autómata CompactLogix utiliza 




Ethernet/IP aplica un nivel de aplicación continua común a Ethernet agrupando los 
mensajes en TCP/UDP/IP. Este nivel de aplicación común es el protocolo de control en 
información CIP (Common Industrial Protocol) que proporciona la interoperación y la 
capacidad de intercambio de dispositivos industriales de automatización y control en 
Ethernet. Ethernet/IP acepta las E/S en tiempo real (mensajes “implícitos”) y los 
mensajes explícitos. 








La dirección IP identifica cada nodo de la red IP ( o sistemas de redes conectadas). Cada 
nodo TCP/IP en una red debe tener una dirección IP única. 
La dirección IP tiene una longitud de 32 bits y cuenta con una parte de identidad de red y 
con una parte de identidad de computadora principal. Cada red podrá ser de clase A, clase 
B o clase C. La clase de la red determina cómo se configura una dirección IP 
 
Figura 4: Estructura de una dirección IP 
 
Cada nodo en la misma red física debe tener una dirección IP de la misma clase y debe 
contar con la misma identidad de red. Cada nodo en la misma red debe tener una 
dirección IP única. Las direcciones IP se escriben como cuatro números enteros 
decimales (0 a 255) separados por puntos donde cada número entero proporciona el valor 
de un byte de la dirección IP. 





Figura 5: Clases de direcciones IP 
 




192.168.1.2  Tarjeta Ethernet del autómata CompactLogix 
 
192.168.1.10 Variador que simula el accionamiento de un motor de ventilación  del túnel 
 
192.168.1.20 Panel de operador para supervisar localmente el funcionamiento de la 
instalación 






192.168.1.40 Entradas y salidas distribuidas Point I/O 





Un Gateway conecta redes físicas individuales a un sistema de redes. Cuando un nodo 
necesita comunicarse con un nodo de otra red, un Gateway transfiere los datos entre las 
dos redes. La figura siguiente muestra como el Gateway G conecta la red 1 con la red 2. 
En nuestro sistema el Gateway tendrás dos direcciones, una interna que será 192.168.1.1 
y otra externa que será la dirección IP pública que nos asigne el proveedor de servicios de 
Internet de la zona donde se encuentre el túnel. 
 
 
Figura 6: Ejemplo de Gateway entre dos redes 
 
 
Mascara de subred 
 
El direccionamiento de subred es una extensión del esquema de dirección IP que permite 
que un sitio use una sola identidad de red para múltiples redes físicas. En nuestro sistema 
la mascara de red será 255.255.255.0 
 
 
Configuración de direcciones IP 
 
Debemos configurar la tarjeta Ethernet del autómata, configurar su dirección IP, la 
dirección del Gateway y la de la mascara de subred. Para ello debemos utilizar  cualquier 
software genérico BOOTP o un servidor DHCP. En nuestro caso hemos utilizado el 




















Funciones de la tarjeta 
 
Las funciones de la tarjeta Ethernet que va embebida en el procesador son: 
 
-uso de mensajes Ethernet/IP agrupados dentro del protocolo TCP/UDP/IP 
-nivel de aplicación común con las otras redes con las que trabaja habitualmente 
Rockwell Automation (ControlNet y DeviceNet) 
-interconexión mediante los medios fisicos AUDI y 10-Base-T 
-comunicar con el software RSLinx 
 
NOTAS: 
 -No se requiere priorización de la red 
 -No se requieren tablas de encaminamiento debido a que el enrutamiento del 
mensaje va implícito en el protocolo CIP 
 
 
Que hace el módulo 
 
 
La tarjeta de Ethernet realiza dos tareas principales: 
 
1. El control de datos de E/S en tiempo real (también conocido como “Mensajes 
Implícitos” ) en combinación con el procesador del autómata. La tarjeta Ethernet 
puede servir de adaptador que interconecta los módulos de E/S o bien como 




 Figura 7: Esquema de red Ethernet 





2. Compatibilidad de datos mensajes para la información de configuración y 




5.3 PROTOCOLO CIP Y CONEXIONES 
 
 
Uso del protocolo de control en información 
 
La tarjeta Ethernet usa el protocolo de control en información CIP (Common Industrial 
Protocol ). El CIP es el protocolo de nivel de aplicación especificado para Ethernet/IP y 
para las redes ControlNet y DeviceNet.  
 
 
Figura 8: Redes NetLinx 
 
 
Es un protocolo basado en mensaje que implementa una ruta alternativa para enviar un 
mensaje desde el dispositivo “productor” en un sistema a los dispositivos 
“consumidores”. El dispositivo productor contiene la información de ruta que dirige el 
mensaje por la ruta correcta a los consumidores. Puesto que el dispositivo productor 
contiene esa información, los otros dispositivos en la ruta simplemente pasan esa 
información, no es necesario que la almacenen. Esto nos da dos principales ventajas: 
- No es necesario configurar tablas de encaminamiento en el módulo de 
conexión en puente, lo cual simplifica muchísimo el mantenimiento y 
recambio del módulo. 
- Mantenemos el control completo de la ruta usada por cada mensaje, lo cual 




Descripción del modelo productor - consumidor 
 





El protocolo CIP usa el modelo de conexión de red “productor/consumidor”, el cual 
reemplaza el modelo anterior de maestro/esclavo. El modelo productor/consumidor 
reduce el tráfico de la red y aumenta la velocidad de transmisión. En los sistemas de E/S 
tradicionales, los controladores encuestan los módulos de entrada para obtener el estado 
de la entrada. En el modelo productor/consumidor el procesador no encuesta los módulos 
de entradas sino que cuando se produce un COS (cambio de estado) el propio módulo 
realiza una “difusión múltiple” , produce un dato que consume el procesador. 
El procesador también puede producir datos que otros procesadores consuman.  
 
RPI (intervalo entre paquetes solicitado) 
 
El RPI es la velocidad de actualización especificada para una porción determinada de 
datos en la red. Se puede especificar el RPI para un rack entero (usando la conexión de 
rack optimizado) o para un módulo determinado (usando la conexión directa) Cuando 
añadimos un módulo necesitamos definir el RPI. Este valor especifica la frecuencia de 
producción de datos de dicho módulo. Por ejemplo si se especifica un RPI de 50ms, 
significa que como máximo cada 50ms el módulo de E/S debe enviar los datos al 
controlador o que el controlador debe enviar los datos al módulo de E/S. Éste es 
realmente el determinismo que conseguimos con Ethernet/IP. Realmente con 
Ethernet/IP no podemos asegurar como en otras redes absolutamente deterministas 
(como ControlNet) que el refresco de un dato se vaya a producir exactamente cada 
ciertos milisegundos, pero lo que sí podemos decir es que con las velocidades de 
Ethernet (actualmente ya en el Gbps) haciendo una gestión adecuada del tráfico de 
red con switches gestionables la probabilidad de que el refresco de un dato se haga 




Compatibilidad con conexiones directas y de rack optimizado 
 
La tarjeta de Ethernet tiene que ser compatible con las conexiones directas así como con 
las de rack optimizado. Una conexión directa es un vínculo de transferencia de datos en 
tiempo real entre el controlador y el dispositivo que ocupa la ranura a la cual se refieren 
los datos de configuración. Una conexión de rack optimizado es una agrupación de datos 
desde más de un módulo de E/S en un solo bloque de datos enviado mediante una sola 
conexión. 
Las conexiones de rack optimizado reducen el número total de conexiones necesarias 
para transferir los datos cuando se usan muchos vínculos de E/S en un sistema.  
 
Aunque las conexiones de rack optimizado representan un método eficaz de usar los 
recursos hay algunas restricciones: 
 
1. Podemos usar conexiones de rack optimizado solamente para enviar datos a y 
desde los módulos de E/S digitales discretas. Las E/S analógicas requieren 
conexiones directas. 





2. Las conexiones de rack optimizado pueden contener solamente datos de E/S e 
información de estado. No pueden contener información adicional acerca del 
módulo, tales como diagnósticos. 
3. Todos los datos se envían simultáneamente a la velocidad RPI (intervalo entre 
paquetes solicitados)  de la tarjeta Ethernet, independientemente de un COS 
(Cambio de estado) en un módulo determinado. 
 
En nuestro caso consumiremos una conexión por cada uno de los paquetes de E/S 
distribuidas agrupados que cuelguen de la misma cabecera, siempre y cuando todas las 
tarjetas sean digitales. En los paquetes que tengan tarjetas analógicas el número de 
conexiones de ese paquete será igual a el número de tarjetas analógicas mas uno. 
Esto podemos hacerlo gracias a que podemos combinar los dos modos de comunicación. 
Los módulos de E/S configurados para usar la optimización de racks se comunicarán a la 
velocidad RPI (intervalo entre paquetes solicitados)  configurada para la tarjeta Ethernet. 
Los módulos de E/S configurados para la comunicación directa se comunicarán al RPI 
fijo e ignorarán el RPI del módulo Ethernet. 
b 
 
Características de las tarjetas Ethernet/IP embebidas en los procesadores CompactLogix 
 
A continuación podemos ver el número máximo de conexiones permitidas por cada una 
de las tarjetas de Ethernet/IP que incorporan el autómata CompactLogix.  
 
 
Tabla 2: Conexiones de las CPUs de CompactLogix 
 
Como podemos ver en la tabla disponemos de 64 conexiones para enviar mensajes 
explícitos y 32 conexiones para enviar mensajes implícitos (tiempo real). Tenemos que 
intentar no acercarnos demasiado al número máximo de conexiones para asegurarnos que 




Compatibilidad de las entradas y salidas distribuidas con procesadores CompactLogix vía 
Ethernet/IP 
 





Las tarjetas de Entradas/Salidas distribuidas que vamos a utilizar son del tipo Point I/O. 





Tabla 3: Compactibilidad de tarjetas de E/S distribuidas con CPUs de CompactLogix 
 
 
La visualización del sistema de control la vamos a realizar desde el dispositivo 
PanelView Plus y desde el SCADA FTView SE Station. Comprobamos en la siguiente 
tabla que nuestro autómata CompactLogix es capaz de comunicarse con éste equipo de 
visualización a través de la red Ethernet/IP 
 



























- HARDWARE DEL AUTÓMATA 
- HARDWARE DE LAS ENTRADAS Y SALIDAS DISTRIBUIDAS 
- HARDWARE DE LOS VARIADORES DE FRECUENCIA 



















Figura 9: Arquitectura del autómata CompactLogix 
 
 
El autómata CompactLogix es un PAC (Programmable Automation Controller) de última 
generación diseñado para aplicaciones de tamaño medio 
 







Figura 10: Autómata CompactLogix  
 
Las características principales de memoria, comunicaciones, tareas y conexiones 
podemos verlas en la siguiente tabla; 
 
 







Tabla 5: Características técnicas básicas de los controladores Logix 
 










Tabla 6: Características de las fuentes de alimentación de CompactLogix 
 





6.2 HARDWARE DE LAS ENTRADAS SALIDAS  LOCALES 
 
 
Las entradas y salidas locales son adecuadas para controlar instalaciones que estén 
próximas al cuadro de control situado en la entrada del túnel, por lo tanto desde ellas 
controlaremos el cuadro de iluminación (situado en la misma sala que el cuadro de 
control) los semáforos de entrada y la barrera de entrada al túnel. Todas ésta señales a 
controlar son a 24Vcc por lo tanto las tarjetas de entradas y salidas serán digitales a 
24Vcc 
 














Funcionamiento de los módulos Compact I/O 
 
El sistema CompactLogix sigue un modelo productor/consumidor. Los módulos de 
entrada generan datos para el sistema. Los controladores, los módulos de salida y los 
módulos especiales producen u consumen datos. El modelo productor/consumidor utiliza 
el método de difusión múltiple de datos. Esto significa que múltiples nodos pueden 
consumir los mismos datos simultáneamente desde un dispositivo único. 
 
El controlador escanea la lógica de control continuamente. Un escán es el tiempo que 
tarda el controlador en ejecutar la lógica una vez. Los datos de entrada se transmiten al 
controlador y los de salida se transmiten a los módulos de salida asincronamente con el 
escán de la lógica. 
 
Todos lo módulos de E/S de los sistemas CompactLogix se escanean asíncronamente con 
el escán del programa a intervalos de paquetes solicitados (RPI) configurables. Usted 
configura un régimen de RPI para todas las E/S locales en todos los bancos: 1ms----750 








Tabla 8: Velocidad de escaneo de los módulos 




































6.2 HARDWARE DE LAS ENTRADAS SALIDAS DISTRIBUIDAS 
 
Como modelo de Entradas y salidas distribuidas elegimos la familia Point I/O que tiene el 
aspecto que podemos ver en la figura 12. Son unas E/S muy compactas, con la lógica 
extraíble en tensión lo cual es muy adecuado para labores de mantenimiento, y con los 
borneros para cablear también extraíbles, aspecto muy aconsejable para facilitar el 





Figura 12: Componentes de las E/S distribuidas Point I/O 
 
La comunicación con el autómata será a través de protocolo CIP bajo Ethernet I/P por lo 




6.3 HARDWARE DE LOS VARIADORES DE FRECUENCIA 
 
Como variadores de frecuencia para accionar las turbinas de ventilación del túnel, las 
bombas de drenaje y las bombas de presión de agua utilizaremos el modelo PowerFlex 





400, modelo específicamente diseñado para controlar cargas que ofrecen resistencias 









Instalaremos también filtros a la entrada de los variadores para aislar a los variadores de 
las perturbaciones de la red y a la red de los armónicos generados por los variadores. En 
general la consideración principal que tendrán que cumplir estos filtros es poder soportar 
un amperaje similar a los amperios de los variadores en régimen permanente 
 
 







Tabla 10: Filtros necesarios según la potencia del variador 
 
 
Los variadores están conectados a la red Ethernet/IP, de modo que gracias al protocolo 
CIP y a los perfiles de los variadores cargados en el software de desarrollo del autómata 
















Figura 14: Especificaciones básicas los variadores PowerFlex 400 













- SOFTWARE DE COMUNICACIONES 
- PROGRAMACION DEL AUTÓMATA- DIAGRAMAS DE CASOS 
DE USO 
- CONFIGURACION DE LA RED ETHERNET/IP 
- PARAMETRIZACION DE LOS VARIADORES 
- PROGRAMACION DEL SCADA 










7. DESCRIPCION DEL SOFTWARE 
 
 
7.1 SOFTWARE DE COMUNICACIONES 
 
El software de comunicaciones que hemos utilizado es el RSLinx. Éste software hace de 
servidor de datos permitiendo que los datos de los autómatas puedan ser utilizados por el 
software de programación y por los sistemas de información que tengamos aguas arriba 




Figura 15: Software de comunicaciones RSLinx 
 
Lo primero que hemos tenido que hacer es dar de alta un driver en el software de 
comunicaciones para decirle al RSLinx como nos vamos a comunicar con los autómatas 







Figura 16: Drivers en RSLinx 
 
Elegimos el driver Ethernet/IP que debido a que posee el protocolo CIP nos suministrará 
automáticamente una serie de datos de los dispositivos que estén en la red, como son la 
dirección IP y características básicas del estado de los dispositivos. 
 
 





7.2 PROGRAMACION DEL AUTÓMATA – DIAGRAMA DE CASOS 
DE USO 
 
La programación del autómata la realizamos con el software RSLogix 5000 cuyo entorno 





Figura 17: Entorno RSLogix 5000 en ladder 
 
 
Lo primero que debemos hacer es elegir el modelo de procesador para nuestro proyecto. 
Para ello debemos estimar la memoria que vamos a necesitar. Éste siempre es un cálculo 
complejo puesto que lo habitual en los proyectos es realizar la compra del material antes 
de tener terminado el código. Por esta razón es importante tratar de hacer una buena 
estimación para ni quedarnos cortos ni elegir un procesador demasiado grande que nos 
haga encarecer el proyecto. 
 
A continuación vemos una tabla que nos ayuda a calcula la memoria que como mínimo 
vamos a consumir 
 







Tabla 11: Estimación de la memoria ocupada en un programa con procesador Logix 
 
 
En nuestra arquitectura tenemos: 
 
1 tarea * 4000 =   4000 bytes 
9 ED* 400      =   3600 bytes 
4 EA* 2600    = 10400 bytes 
                           18000 bytes= 18Kbytes 
 
 
Diagramas de Casos de Uso 
 
Vamos a utilizar diagramas de casos de uso (diagramas de comportamiento utilizados en 
el Leguaje UML - Lenguaje de modelo unificado) para presentar las diversas 
funcionalidades que permite el sistema de control del túnel a los diferentes actores 
(usuarios) que puedan estar involucrados en éste sistema 
 





Presentamos primero un diagrama de casos de uso genérico para todas las 





Como se puede ver en el diagrama tenemos dos tipos de operarios; el situado en la sala de 
control del túnel que estará localizada a 2 km del túnel y el situado localmente en el túnel 
al lado de los armarios de control. Éste operario podrá ser un trabajador de la empresa 
explotadora del túnel o cualquier persona de los servicios de emergencia que se pudiera 
personar en la instalación si ocurre una situación de emergencia en el túnel. Como se 
puede ver en el diagrama ambos operarios tienen acceso a todas las funcionalidades 
exceptuando la funcionalidad de reportes a la cual sólo tiene acceso el operario de la sala 
de control. 
 
A continuación detallamos cada uno de los diagramas de uso de cada instalación del túnel 
que nos muestran las funcionalidades a las que tienen acceso ambos operarios en relación 
a dicha instalación 
 





















































Programa del autómata 
 
El programa lo hemos estructurado en tareas, programas y rutinas que van controlando 




Tarea principal  (MainTask) 
 
Tarea de la cual cuelga el programa principal con la mayoría de las rutinas de control de 
la instalación. Ésta tarea es la tarea continua que tiene un watchdog de 500ms por si por 
alguna razón se bloqueara en algún ciclo de scan 
 
Dentro de la tarea principal tenemos el programa principal del cual cuelgan todas las 
rutinas que controlan las instalaciones del túnel 
 
Las rutinas definidas en el programa principal son las siguientes: 
 
barrera_de_entrada: Rutina que permite subir o bajar la barrera que corta el tráfico a la 
entrada del túnel desde el SCADA.  
 
Tags asociados: 
- activar_barrera_de_entrada : si el valor de éste tag es uno se activará el 
motor que bajará la barrera que prohíbe la entrada al túnel. Este tag es 
comandado desde SCADA, desde el panel de operador o desde los botones de 
marcha-paro que habrá en la puerta del cuadro eléctrico 
- barrera_de_entrada : si el valor de este tag es uno significará que la barrera 
de entrada está bajada.  
 
barrera_de_salida: Rutina que permite subir o bajar la barrera que corta el trafico a la 
salida del túnel desde el SCADA 
 
Tags asociados: 
- activar_barrera_de_salida : si el valor de éste tag es uno se activará el motor 
que bajará la barrera que prohíbe la salida al túnel. Este tag es comandado 
desde SCADA, desde el panel de operador o desde los botones de marcha-
paro que habrá en la puerta del cuadro eléctrico 
- barrera_de_salida : si el valor de este tag es uno significará que la barrera de 
salida está bajada. 
 
 
conteo_de_trafico: Rutina que permite contar el número de vehículos que han circulado 
por el túnel 
 
Tags asociados: 





- presencia_vehiculo : si la fotocélula situada a la entrada del túnel detecta la 
presencia de un vehículo éste tag se activará a uno mientras el vehículo 
obstaculice el haz de luz de la fotocélula. (Véase el anexo para ver las 
características técnicas de la fotocélula) 
- reset_conteo_vehiculos: si el valor de éste tag se activa a uno desde el 
SCADA o desde el panel de operador se reseteará el contador del número de 
vehículos que han circulado por el túnel. 
  
drenaje: Rutina que permite drenar el agua que se acumula en el túnel como resultado de 
la lluvia o de los propios servicios de limpieza. 
 
Hemos creado una estructura llamada “Tanque” con los parámetros típicos a controlar en 
cualquier depósito y es la que hemos utilizado en la rutina drenaje. 
La estructura Tanque tiene los siguientes atributos: 
 
-Valvula_E :  Booleano que indica el estado de la válvula de entrada del tanque 
-Valvula_S :  Booleano que indica el estado de la válvula de salida del tanque 
-Temperatura : Entero que indica la temperatura del tanque 
-Nivel : Entero que indica el nivel de llenado del tanque 
-Limite : Entero que indica el límite de nivel de llenado del tanque 
-Presion : Entero que indica la presion del fluido del tanque 
-Presion_minima : Entero que indica la presión mínima que debe tener el fluido del 
tanque 
 
-Alarma_presion_minima : Booleano que indica que el tanque tiene menos presión que la 
adecuada 
 
De esta forma damos de alta una estructura llamada tanque_drenaje que es del tipo 
Tanque. Ésta estructura tendrá los mismos atributos que la estructura Tanque pero solo 
utilizaremos dos de ellos 
 
 
- tanque_drenaje.nivel : éste tag mide el nivel de liquido que tenemos en el 
tanque a través de un sensor de nivel situado en el tanque.  
- tanque_drenaje.limite : éste tag es un valor analógico que define el nivel 
máximo de fluido en el tanque . 
 
En ésta rutina también utilizamos otra estructura para controlar el variador de frecuencia 
que accionará la bomba de drenaje. En éste caso la estructura se ha creado 
automáticamente al dar de alta el variador de drenaje. Ésta estructura consta de 












Figura 18: Parámetros de entrada del variador configurados por defecto 








Figura 19: Parámetros de salida configurados por defecto 
 
En nuestra rutina sólo utilizaremos dos atributos de los parámetros de entrada: 
- varidor_drenaje.start : arranca el motor que activa la bomba de drenaje 
- variador_drenaje.stop : para el motor que activa la bomba de drenaje 
 
Éstos tags serán leídos y escritos a través de la red Ethernet/IP 
 
 
-habilitacion_de_carriles; rutina que permite controlar desde el SCADA la habilitación 
de cada uno de los carriles del túnel 
 
Tags asociados: 
 - habilitacion_dos_carriles : contacto que activa las bobinas que habilitan el carril 
derecho y el carril izquierdo del túnel 
 - habilitacion_carril_izquierdo : contacto que activa la bobina que habilita el 
carril izquierdo del túnel 
 - habilitacion_carril_derecho : contacto que activa la bobina que habilita el carril 
derecho del túnel 
- carril_derecho : bobina que da energía para activar la señal que indica que se 
puede circular por el carril derecho 
- carril_izquierdo : bobina que da energía para activar la señal que indica que se 




-hidrantes: Rutina que testea la presión de hidrante en el depósito de hidrantes.  En ésta 
rutina hemos utilizado la estructura tanque_hidrante que es del tipo tanque 







 - tanque_hidrante.presion: atributo que nos indica la presión de hidrante en 
tiempo real 
 - tanque_hidrante.presion_minima : atributo que indica el nivel mínimo admisible 
para la presión de hidrante en el depósito 
- tanque_hidrante.alarma_presion_minima : atributo que se pone a uno cuando la 




-iluminacion_nocturna: Rutina que enciende la iluminación en el túnel a plena potencia 




cicuito_iluminacion_nocturna : tag que habilita la iluminación del túnel a máxima 
potencia, esto ocurrirá cuando en el exterior del túnel sea de noche 
circuito_iluminacion_nublado:  tag que habilita la iluminación del túnel a media 
potencia, esto ocurrirá cuando en el exterior del túnel esté nublado 
 
circuito_iluminacion_pleno_sol: tag que habilita la iluminación del túnel a mínima 
potencia, esto ocurrirá cuando en el exterior del túnel esté soleado 
 
 
-iluminacion_nublado : Rutina que enciende la iluminación en el túnel a media potencia 




cicuito_iluminacion_nocturna : tag que habilita la iluminación del túnel a máxima 
potencia, esto ocurrirá cuando en el exterior del túnel sea de noche 
circuito_iluminacion_nublado : tag que habilita la iluminación del túnel a media 
potencia, esto ocurrirá cuando en el exterior del túnel esté nublado 
 
circuito_iluminacion_pleno_sol: tag que habilita la iluminación del túnel a mínima 
potencia, esto ocurrirá cuando en el exterior del túnel esté soleado 
 
-iluminacion_pleno_sol : Rutina que enciende la iluminación en el túnel a mínima 










cicuito_iluminacion_nocturna :  tag que habilita la iluminación del túnel a máxima 
potencia, esto ocurrirá cuando en el exterior del túnel sea de noche 
circuito_iluminacion_nublado :  tag que habilita la iluminación del túnel a media 
potencia, esto ocurrirá cuando en el exterior del túnel esté nublado 
 
circuito_iluminacion_pleno_sol:  tag que habilita la iluminación del túnel a mínima 
potencia, esto ocurrirá cuando en el exterior del túnel esté soleado 
 
 
-iluminacion_de_seguridad: Rutina que enciende permanentemente la iluminación de 
seguridad del túnel que se alimenta de unas baterías situadas en un armario de potencia 




circuito_iluminacion_seguridad  tag que habilita el circuito de iluminación de seguridad 
 
-rutina de incendios: Rutina que se ejecuta cuando el sensor de incendios detecta un 
fuego o cuando alguien pulsa uno de los pulsadores de fuego dentro del túnel. En ese 
momento la rutina acciona el cierre de las puertas de emergencia para minimizar las 
corrientes de aire en el túnel, y acciona el variador que arranca la ventilación en el 





sensor_de_incendios :  tag que se activa a uno cuando el sensor detecta un incendio 
pulsador_de_fuego :  tag que se activa a uno cuando alguien presiona un pulsador de 
fuego 
cierre_puertas_emergencia : tag que cuando se activa a uno y cierra las puertas de 
emergencia 
 
En ésta rutina utilizamos una estructura que se ha creado automáticamente al dar de alta 
el variador que se encarga de mover la ventilación del túnel. 
  
variador_ventilacion:O.Reverse :  tag que cuando se activa a uno invierte el sentido de 
giro del variador que controla el motor que mueve la turbina de ventilación 
variador_ventilacion:O.Start : tag que cuando se activa a uno activa el variador que 
mueve el motor que hace girar la turbina de ventilación 
 
 
-semaforos_de_entrada: Rutina que controla el funcionamiento del semáforo de la 
entrada al túnel 
 
Tag asociados: 






temp_semaforo_entrada: Temporizador para el parpadeo del semáforo cuando está en 
ambar 
semaforo_entrada.amarillo: Tag para accionar el color amarillo del semáforo 








temp_semaforo_salida: Temporizador para el parpadeo del semáforo cuando está en 
ambar 
semaforo_salida.amarillo: Tag para accionar el color amarillo del semáforo 
semaforo_salida.rojo: Tag para accionar el color rojo del semáforo 
 
 
-semaforo_intermedio: Rutina que controla el funcionamiento del semáforo que hay en 
la mitad del túnel 
 
Tag asociados: 
temp_semaforo_intermedio: Temporizador para el parpadeo del semáforo cuando está en 
ambar 
semaforo_intermedio.amarillo: Tag para accionar el color amarillo del semáforo 




-sistema_de_control_del_SAI : Rutina que controla la tensión de alimentación de la red 




tension_de_alimentacion : tag que monitoriza la tensión de alimentación para que en el 
momento en que baje por debajo del 10% de de 380 Vac arranque el sistema de 
alimentación ininterrumpida. La tensión es medida mediante un analizador de redes 
 
 
arranque_de_SAI :  tag que arranca la SAI  
 
-velocidad_maxima:  Rutina controla la velocidad de circulación de los vehículos en el 
túnel mediante un radar, y en el momento en que ésta supera los 100 km/h por alguno de 
los vehículos activa una tag que hará que se muestre en los Displays del túnel un 
recrodartorio de que la velocidad máxima permitida es de 100 Km/h 








radar_de_velocidad: tag que se activa a uno cuando el radar de velocidad detecta que 
algún vehículo ha superado los 100Km/h 
 
velocidad_maxima_superada: tag que activa el luminoso que indica que la velocidad 
máxima en el túnel es de 100Km/h 
 
-ventilacion: Rutina que arranca la ventilación en el momento en el que el nivel de CO 




nivel_de_CO :  tag que recibe la señal analógica del sensor de CO y que nos indica el 
nivel de CO en tiempo real en el túnel 




7.2 PARAMETRIZACION DE LOS VARIADORES 
 
 
Los variadores que accionan los motores que mueven las bombas y los ventiladores están 
totalmente integrados en el software del autómata.  Su configuración y parametrización 
se realiza directamente desde el RSLogix 5000. No es necesario conectarse directamente 













Figura 20: Perfil del variador PowerFlex 400 en el RSLogix 5000 
 
 
Por defecto hay unos parámetros de entrada y parámetros de salida que están dados de 
alta y listos para utilizarse en programa. El resto es necesario habilitarlos mediante un 









7.3 PROGRAMACION DEL SCADA 
 
La programación del SCADA tiene dos partes fundamentales: 
 
1ª Desarrollo de todos los displays y objetos que vamos a utilizar para esquematizar el 
funcionamiento del túnel. Por defecto tenemos a nuestra alcance una librería de objetos  





Figura 21: Menú principal del SCADA 
 
 
2ª Creación de la ruta para coger los datos de los PLCs: En éste SCADA se hace de 
manera gráfica 












3ª Linkado de los objetos con las variables del programa. Habitualmente es necesario una 
segunda base de datos en el SCADA y la realización de importaciones y exportaciones 
para comunicar con el autómata. En el caso del SCADA utilizado (FTView Studio SE) 
no hay necesidad de crear esa segunda base de datos y podemos acceder directamente a 
las base de datos del autómata gracias a un servicio interno que hace que los datos que 
están distribuidos por todas las bases de datos sean fácilmente accesibles.  
 







Figura 23: Navegador del SCADA FTView Studio SE para acceder a los tags del 
autómata








8. CONEXIÓN REMOTA DE LA INSTALACIÓN 
 
- CONEXIÓN REMOTA VIA RADIO 
- CONEXIÓN REMOTA VÍA MODEM GSM/GPRS 
- CONEXIÓN REMOTA VIA ADSL 
 
 








8. CONEXIÓN REMOTA DE LA INSTALACIÓN 
 
 
En las labores de mantenimiento y reparación de averías suele ser muy útil utilizar el 
programa del autómata para ayudarnos a localizar el fallo existente en la instalación o el 
material susceptible de repararse que en numerosas ocasiones suele ser un fallo 
mecánico. Lo habitual en éste tipo de instalaciones es que las labores de mantenimiento 
de la instalación las realice la empresa adjudicataria de la obra por un determinado 
número de años y posteriormente sea otra empresa la que realice la explotación. Para 
cualquiera de ésta empresas es  muy útil no tener que desplazarse al lugar físico donde 
está la instalación para realizar simples labores de monitorización y mantenimiento. 
 
Éste mantenimiento remoto puede realizarse con varias tecnologías: 
 
1ª Conexión vía MODEM radio 
2ª Conexión vía MODEM GSM/GPRS 
3ª Conexión vía línea telefónica analógica 
4ª Conexión a través de un ADSL convencional 
 
Como la mayoría de los túneles hoy en día disponen de conexión ADSL nos centraremos 




8. 1 CONEXIÓN REMOTA VÍA MODEM RADIO 
 
En éste tipo de conexión remota necesitamos un MODEM radio conectado al autómata y 
otro MODEM radio conectado al PC de conexión remota desde el cual se pretende hacer 
el mantenimiento. Éste tipo de conexión se solía hacer por puerto serie, pero hoy en día 
es habitual hacerla por Ethernet.  
Hay muchos fabricantes de MODEM radio y en Rockwell Automation existe el convenio 
de trabajar con la marca PROLINX 
 







Figura 24: Modem Radio de la firma RADIOLINX 
 
 
Figura 25 : Conexión de  PC de mantenimiento con Autómatas remotos vía 
MODEM radio de PROLINX 
 
 
Figura 26: Conexión de dos PLCs de Allen Bradley vía MODEM radio de 
PROLINX 
 






Éste tipo de conexión tiene la ventaja de que una vez comprados lo equipos, el uso de las 
bandas de frecuencia en las cuales podemos emitir es gratuito. Las desventajas son que ni 
podemos llegar a distancias que superen los varios kilómetros sino ponemos repetidores 
(entre otras cosas por la curvatura de la tierra) ni tenemos un ancho de banda elevado 
para transmitir mucha información. 
 
 
8. 2 CONEXIÓN REMOTA VÍA MODEM GSM/GPRS 
 
En éste tipo de conexión remota necesitamos un MODEM GSM/GPRS conectado al 
autómata y otro MODEM GSM/GPRS conectado al PC de conexión remota desde el cual 
se pretende hacer el mantenimiento. Éste tipo de conexión se solía hacer por puerto serie, 
pero hoy en día es habitual hacerla por Ethernet.  
Hay muchos fabricantes de MODEM GSM/GPRS  y en Rockwell Automation existe el 






Figura 27: Conexión remota vía MODEM GSM/GPRS modelo FASTRACK de 
WAVECOM 







Figura 28:  Comunicación remota vía MODEM EWON 
 
Éste tipo de conexión tiene la ventaja de que utilizando la instalación de los proveedores 
de telefonía móvil podemos realizar comunicaciones inalámbricas de alta velocidad en 
todos aquellos lugares de la geografía donde exista cobertura de movil. 
La desventaja es que elijamos la tecnología GSM o la tecnología GPRS una vez que la 
instalación está funcionando tenemos que destinar un presupuesto específico para el 
funcionamiento de las comunicaciones. En la tecnología GSM tendremos que pagar tanto 
por el establecimiento de llamada como por el tiempo de conexión y en la tecnología 
GPRS tendremos que pagar por la cantidad de información que transferimos. De 
momento en Rockwell Automation no hay ningún proveedor de tecnología UMTS con 









8.3 CONEXIÓN REMOTA VIA LINEA TELEFONICA ANALOGICA 
 
En éste tipo de conexión remota necesitamos un MODEM analógico conectado al 
autómata y otro MODEM analógico conectado al PC de conexión remota desde el cual se 
pretende hacer el mantenimiento. Éste tipo de conexión se solía hacer por puerto serie, 
pero hoy en día es habitual hacerla por Ethernet.  




Figura 29: Modem de conexión analógica 







Figura 30: Conexión remota a través de una modem analógico convencional 
 
 
8.4 CONEXIÓN REMOTA A TRAVES DE UN ADSL 
CONVENCIONAL 
 
La conexión remota a través de un ADSL es la conexión más rápida y económica de las 
que podemos utilizar para hacer un telecontrol siempre y cuando la instalación ya 
disponga de éste tipo de conexión y cuente con una tarifa plana. 
De cualquier forma si el telecontrol que queremos hacer es muy crítico lo ideal será 
contratar al proveedor de Internet una red privada virtual, más conocida como VPN, para 
tener asegurado un ancho de banda y una seguridad de conexión 
 
A continuación vamos a describir los pasos que hemos tenido que realizar para establecer 
éste tipo de conexión: 
 
1. Le asignamos a la tarjeta de red del autómata una dirección IP y una máscara de red en 
rango con la LAN en la cual estamos conectados.  
 
2. Le asignamos a la tarjeta de red del autómata la dirección del Gateway del router 
ADSL local al cual está conectado el autómata. La dirección del Gateway la podemos 
localizar en la carpeta Conexiones de red del panel de control de Windows 
























Figura 31: Acceso a la configuración de la tarjeta de red de un PC 
 
Para asignarle la dirección IP, la mascara de red y el Gateway a la tarjeta Ethernet del 
autómata podemos hacerlo bien empleando el software de comunicaciones RSlinx y 
conectándonos por el puerto serie o mediante cualquier servidor de IPs como por ejemplo 




3. Abrimos los puertos necesarios del router local y los redireccionamos a la IP de la 
tarjeta de red del autómata 
 
Ésta parte es la más delicada puesto que cada router ADSL tiene una página web de 
configuración diferente que habrá que explorar para ver en que menú podemos 
redireccionar puertos a IPs internas. 
 
Los puertos que tenemos que abrir y redireccionar dependerán del software de Rockwell 
que vayamos a utilizar y del equipo de Rockwell al cual queramos acceder. A 
continuación vemos lo puertos que utilizan el hardware y software de Rockwell cuando 




 Port  Type  Protocol  Products  Comments 
 25  TCP  SMTP   1769-L35E  
 FactoryTalk AssetCentre  Outbound email only 





 FactoryTalk Transaction 
Manager  
 RSBizWare  
 RSSQL  
 RSView Messenger 
 67-68  UDP  DHCP/BOOTP  
 1756-ENET  
 1756-ENBT  
 1756-EWEB  
 1794-AENT  
 1734-AENT  
 1769-L35E  
 1788-ENBT  
 1761-NET-ENI  
 1785-LXXE  
 1785-ENET  
 1747-L55x  
 5820-EI  
 PowerFlex Drives 
 PowerMonitor 3000 
 PanelView 
 Client only 
 69  UDP  TFTP   5820-EI  For binary download, used in conjunction withBootP 
 80  TCP  HTTP 
 1756-ENET  
 1756-ENBT  
 1756-EWEB  
 1794-AENT  
 1734-AENT  
 1769-L35E  
 1788-ENBT  
 1761-NET-ENI  
 1785-LXXE  
 1785-ENET  
 1747-L55x  
 1763-L16x  
 PowerFlex Drives 
 PowerMonitor 3000 
 PanelView  
 RSBizWare  
 RSView32  
 FactoryTalk View SE 
 RSViewSE 
  
 123  UDP  NTP   PowerMonitor 3000  Network time protocol 
 135  TCP  RPC/Endp  FactoryTalk   DCOM endpoint mapper 








 161  UDP  SNMP  
 1756-ENET  
 1756-ENBT  
 1794-AENT  
 1734-AENT  
 1769-L35E  
 1788-ENBT  
 1761-NET-ENI  
 1785-LXXE  
 1785-ENET  
 1747-L55x  
 5820-EI  
 PowerFlex Drives 




400  UDP  Proprietary   PowerMonitor 3000  Master/Slave configuration 
 400-
402  TCP  RPC  
 FactoryTalk Transaction 
Manager  
 RSSQL 
 Transaction Manager,  
Compression Server,  





 TCP  DCOM   FactoryTalk  DCOM dynamic ports 
 1089  TCP/UDP  ff-annunc     Foundation Fieldbus 
 1090  TCP/UDP  ff-fms      
 1091  TCP/UDP  ff-sm      
 1330  TCP  rnaprpc   FactoryTalk  Object RPC 
 1331  TCP  rnaserv   FactoryTalk  Service control 
 1332  TCP  rnaserverpi
ng  FactoryTalk   Server health 
 1433  TCP    FactoryTalk AssetCentre 
 RSMACC  SQL Server communication (default
 1434  UDP    FactoryTalk AssetCentre 
Recommended static  
destination port for MSSQL  
to minimize the number of  
ports open on a firewall.  
(see MS Knowledgebase  
article # 287932) 





 2222  UDP  EtherNET/IP 
 1756-ENBT  
 1794-AENT  
 1734-AENT  
 1769-L35E  
 1788-ENBT 
 I/O communications (used  
only by products that support  
I/O over EtherNET/IP) 
 2222  TCP   CSP 
 1785-Lxxe   
 1785-ENET  
 1771-DMC(x)  
 1747-L55x  
 5820-EI  
 PowerMonitor II 
 RSLinx Classic 
 INTERCHANGE 
 Port 2223 is the source port  
for connections 
 3060  TCP  rnadirft  FactoryTalk  Directory Server file transfer 
 3622  TCP/UDP  ff-lr-port     
 4120  TCP  RPC  RSBizWare  Production Server 
 4121  TCP   RPC  RSBizWare   Server Manager 
 4122  TCP   RPC  RSBizWare   PlantMetrics Server 
 4123  TCP   RPC  RSBizWare   Task Manager 
 4124  TCP   RPC  RSBizWare   Scheduler Server 
 4125  TCP   RPC  RSBizWare   Scheduler CTP Server 
 6543  TCP  rnaalarming  FactoryTalk   Alarming Server 
 7002-
7004  TCP    FactoryTalk AssetCentre 
 FactoryTalk AssetCentre  
services 
 7600  TCP    FactoryTalk    Event Multiplexor 
 7700  TCP    FactoryTalk    Event Server 
 7710  TCP    FactoryTalk    Directory Server 
 7720  TCP    RSView SE 
 FactoryTalk View SE  HMI Server 
 7721  TCP    RSView SE 
 FactoryTalk View SE  Server Framework 
 7722  TCP    RSView SE 
 FactoryTalk View SE  HMI Activation 
 7723  TCP    RSView SE 
 FactoryTalk View SE  Historical Data Log Reader 
 8080  TCP  HTTP   RSBizWare   Production Server, reports 





 8081  TCP  HTTP   RSBizWare   Server Manager 
 8083  TCP  HTTP  CTP Server   
 27000  TCP    FactoryTalk  License Server 
 44818  TCP/UDP  EtherNET/IP 
 1756-ENET  
 1756-ENBT  
 1756-EWEB  
 1794-AENT  
 1734-AENT  
 1769-L35E  
 1788-ENBT  
 1761-NET-ENI  
 1785-LXXE  
 1785-ENET  
 1747-L55x  
 1763-L16  
 PowerMonitor 3000 
 PanelView  
 RSLinx Classic 
 RSLinx Enterprise 
 INTERCHANGE (rsicd) 
 Messaging, data transfer,  
upload/download, peer  
messaging, etc.  Used  




Tabla 11: Puertos utilizados por el software de Rockwell Software a través de 
protocolo TCP/ UDP 
 
 
4. A continuación entramos en la página web de router. Esto lo podemos hacer desde 
cualquier navegador de Internet escribiendo la dirección del Gateway que ya habíamos 
localizado previamente en la carpeta “Conexiones de red” del panel de control 
 







Figura 33:  Localización de la dirección del Gateway al que estamos conectados 
 
 
El router nos pide un login y un password que o bien lo buscamos en nuestro manual de 
usuario del router o bien podremos optar por buscarlo en google poniendo el modelo del 
router 
 
4. Abrimos los puertos del router local necesarios y los redireccionamos a la IP de la 




A continuación vemos cómo redireccionar los puertos en el  router Thomson utilizado 
para hacer las pruebas en el proyecto 
 








Figura 34: Redireccionamiento de puertos en router Thomson 
 
En el router ADSL hay que localizar el lugar de la página web desde donde nos podamos 




Los puertos que tenemos que abrir son: 
 
- el puerto 80 en TCP, que es por el que accede el protocolo http para consultar el 
servidor web de la tarjeta Ethernet 1769-ENBT 
- los puertos 2222 y 44818 en TCP y en UDP para que pueda acceder RSLinx  
 
 
Por defecto, el acceso a la página web de la mayoría de los router se realiza por el puerto 
80, por lo tanto tenemos que redireccionar éste acceso a un puerto diferente para dejar el 
puerto 80 para el acceso al servidor web de nuestra tarjeta Ethernet del autómata. Lo 
habitual es redireccionar el servidor web del router ADSL al puerto 8080 
 
Esto podremos hacerlo o bien en algún menú de la página web del router o bien haciendo 
una conexión telnet con nuestro router desde el Command prompt del menú inicio de 
Windows 
 











Lo comandos que ejecutan ésta secuencia son: 
 
Disable network service httpd 
Set network service httpd 8080 




Con ésto lo que habremos hecho es redireccionar la página web del router al puerto 8080 
 
 





5. Router remoto 
 
En éste router no tenemos que hacer nada más que conectar nuestro ordenador, aquí no 
tenemos que abrir puertos, puesto que por defecto, de salida hacia la web los tenemos 
todos abiertos 
 
Lo primero que vamos a hacer es intentar acceder al servidor web de nuestra tarjeta 
Ethernet. 
 





Para ello escribimos en el navegador de Internet la dirección IP fija del router local donde 
tenemos conectado el autómata. La dirección IP  la podemos ver o en la carpeta 
“Conexiones de red”,  en el Comand Prompt de Windows escribiendo “ipconfig”, o en la 






Figura 36: Servidor web de la tarjeta de red del autómata CompactLogix 
 
 
6. A continuación abrimos RSlinx. Podemos utilizar dos drivers para conectarnos 
remotamente, o bien el de Ethernet o bien el “Remote Devices via Linx Gateway”.  
 
 















Figura 38:  Driver Ethernet/IP del software RSLinx 
 














Llegado éste momento podemos conectarnos a nuestro autómata para hacer cargas y 
descargas de programa, conectarnos online, ponerlo en Run, monitorizar tags ,  “como si 
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9.1 VALORACION TOTAL DE LA OFERTA 
 
A continuación mostramos un presupuesto que valora todo el hardware y el software 
necesario para realizar la automatización de la instalación. Aquí incluimos hardware y 
software para el autómata, las redes de comunicaciones, los paneles de operador y los 
SCADAs.  Los precios mostrados son los PVPs. Como es habitual dependiendo del 
volumen de negocio, sector, fidelidad y localización de cada cliente, se aplican unos 
descuentos a través de los cuales conseguimos el precio neto final. 
 
Actualmente, debido la competitividad del sector, las principales marcas que compiten 
por los proyectos de automatización como son Rockwell Automation, Siemens, 
Schneider, ABB y OMRON ofrecen descuentos agresivos no conocidos en épocas 
anteriores de la historia de la automatización. 
 
El presupuesto total para un túnel de estas características es de: 
 
Total Oferta : 27.260,92 EURO 
 
 
Desglosaremos éste presupuesto en varios niveles de automatización: 
 
- Hardware de autómatas 
- Hardware de entradas salidas distribuidas 
- Hardware de paneles de operador 
- Software de SCADAS 
- Herramientas de desarrollo del PAC 
 










Autómata Tipo CompactLogix 
 




1 1769-L32E  COMPACTLOGIX ETHERNET 
PROCESSOR, 750 KBYTES MEMORY  
2.140,00 2.140,00 
1 1769-IQ32  1769 32 POINT 24VDC INPUT 
MODULE  
310,00 310,00 
1 1769-PA4  FUENTE DE ALIMENTACIÓN PARA 
COMPACT I/O A 110/220 VCA, (4A @ 
5V, 2A@ 24 VCC)  
330,00 330,00 
1 1769-OB32  1769 32 POINT 24VDC OUTPUT 
MODULE  
376,00 376,00 




1 1769-OF8C  8 CHANNEL ANALOG CURRENT 
OUTPUT MODULE  
1.070,00 1.070,00 
1 1769-ECR  TERMINADOR FINAL DERECHO 
PARA COMPACTBUS  
23,90 23,90 
 













9.3 VALORACION DE LA PERIFERIA DISTRIBUIDA 
 
 
Entradas y salidas ditribuidas 
 




1 1734-AENT  24V DC ETHERNET ADAPTER  296,00 296,00 
1 1734-IB8  24V DC 8 CHANNEL SINK INPUT 
MODULE  
67,00 67,00 
1 1734-OB8  24V DC 8 CHANNEL STANDARD 
SOURCE OUTPUT MODULE  
75,50 75,50 
2  1734-TB  POINT I/O MODULE BASE WITH 
REMOVABLE IEC SCREW 








10.5 VALORACION DE LOS VARIADORES DE VELOCIDAD 
 
Variadores de velocidad PowerFlex 400 
 




3 22C-D017N103  VARIADOR POWERFLEX 400, 
380-480V, 3PH, 17A, 7.5 KW, 








10.6 VALORACION DEL PANEL DE OPERADOR 
 
Panel de operador PanelView Plus 
 




1 2711P-T10C4D1  PV PLUS 1000, TOUCH, 
ETHERNET, PUERTO SERIE 
RS232, ALIMENTACION CC, 
32MB FLASH/64MB RAM  
3.450,00 3.450,00 
 





Total Neto : 3.450,00 EURO 
 
 
9.6  VALORACION DEL SCADA 
 
 
Servidor SCADA FTView SE 
 




1 9701-VWSS025LENE  RSVIEW SE SERVER 25 
W/RSLINX ENTERPRISE  
3.620,00 3.620,00 
 




Clientes SCADA FTView SE 
 




1 9701-VWSCWAENE  RSVIEW SE CLIENT  2.020,00 2.020,00 
 
Total Neto : 2.020,00 EURO 
 
 














Total Neto : 2.362,00 EURO 
 
 
9.8 VALORACION DE LAS HERRAMIENTAS DE DESARROLLO 
 
 
Herramientas de desarrollo 
 
Ctd Nº Catálogo Descripción PVP PVP  






1 9324-RLD700NXENE  RSLOGIX 5000 PRO EDITION, 
ENGL  
5.130,00 5.130,00 
1 9701-VWSTENE  RSVIEW STUDIO FOR 
RSVIEW ENTER  
2.040,00 2.040,00 
 


















- HARDWARE A INSTALAR EN LA MALETA DEMO 
- INSTALACION Y CABLEADO DE LOS EQUIPOS 
- SIMULACION DEL TUNEL CON LA MALETA DEMO 
 








10. CONSTRUCCION DE LA MALETA DEMO 
 
 








El hardware con el que construimos la maleta de simulación es el siguiente 
 
Qty Descripción de producto Referencia comercial 
1 PANELVIEW PLUS 60D B5-264VAC AB 2711P-T5C20A 
1 Compact Logix ENet Processor, 1.5MB AB 1789-L35E 
1 64M COMPACT FLASH CARD AB 1784-CF64 
1 Pwr Supply AB 1769-PA2 
1 Combo 6Pt 24VDC In. 4Pt Relay Out AB 1769-IQ6XOW4 
      
1 
8 Bit Res. High Speed 4 In/2 Out Anig. 
Combo AB 1769-IF4XDF2 
1 Right End Cap/Terminator AB 1769-ECR 
1 POINT I/O ETHERNET ADAPTER AB 1734-AENT 





1 POINT I/O DIGITAL INPUT AB 1734-IB8 
1 POINT I/O DIGITAL OUTPUT AB 1734-OB4E 
2 
POINT I/O 2 CH. ANALOG VOLTAGE 
INPUT AB 1734-IE2V 
2 
POINT I/O 2 CH. ANALOG VOLTAGE 
OUTPUT AB 1734-OE2V 
1 
POINT I/O 24VDC VHS COUNTER 
MODULE AB 1734-VHSC24 
2 SCREW TERMINAL BASE AB 1734-TB 
4 SPRING TERMINAL BASE AB 1734-TBS 
1 PF-40 DRIVE 115V AB 22B-V2P3N104 
1 ENET COMM CARD AB 22-COMM-E 
1 ADAPTER COVER AB 22B-CCB 
1 800F Pilot Light - Green AB 800FP-P3PN3G 
1 800 F Pilot Light - Red AB 800FP-P4PN3R 
1 800F Pilot Light - Yellow AB 800FP-P5PN3Y 
1 800F Pilot Light - Blue AB 800FP-P6PN3B 
1 800F Pilot Light - White AB 800F0-P7PN3W 
3 
Ilum. Mom. Push Button-Green LED, 24V 
AC/DC AB 800FP-LF3PQ3GX11 
2 
2 Pos. Ilum Selector Switch-24V AC/DC, 
Red LED AB 800FP-LSM24PQ3RX11 
1 
Potentiometer Operator - 1K Ohm Resist 
Element AB 800FP-POT3 
1 AC/DC Power Supply, 72 W. 24-28V AB 1606-XLP72E 
 
Tabla 12: Hardware de construcción de la maleta demo 





10.2 INSTALACION  Y CABLEADO DE LOS EQUIPOS 
 
 
Instalación y cableado del autómata CompactLogix 
 
El autómata que estamos utilizando es modular, no tiene chasis físico y se instala sobre 
riel DIN así que lo primero que debemos hacer es tener en cuenta la arquitectura para 
posicionar las tarjetas en el lugar adecuado. Los requisitos que debemos cumplir son: 
 
- La fuente de alimentación se debe situar aproximadamente en el centro de 
cargas y el número de tarjetas que se puedan colocar a derecha o izquierda 
será en general de ocho si hablamos de tarjetas de Entradas/Salidas 
- El procesador se situará siempre en el primer banco a la izquierda 
- El máximo número de bancos es de tres 
- El máximo número de tarjetas que podemos instalar en los tres bancos 





Figura 40: Arquitectura del autómata CompactLogix 





Si por ejemplo elegimos una CPU L35 podremos instalar 30 tarjetas de E/S locales como 




Figura 41: Arquitectura del autómata CompactLogix con tres bancos 
 
 
Podemos instalar también una o varias redes de campo de tipo DeviceNet insertando uno 
o varios escáner. 






Figura 42: Arquitectura del autómata CompactLogix con un banco 
 
 
La programación de equipos la podemos realizar a través del puerto serie con un cable 
cruzado estándar o a través del puerto Ethernet con un cable Ethernet cruzado si vamos 





Figura 43: Cable de comunicación serie cruzado 
 















A continuación realizamos el cableado de cada una de las tarjetas siguiendo los esquemas 
de cableado de los manuales. La fuente de alimentación del autómata alimenta 
únicamente la lógica. La potencia hay que alimentarla con tarjetas externas 
 












Figura 45: Cableado de una tarjeta de entradas digitales 























Figura 48: Cableado de las entradas y salidas digitales Point I/O 
 











Figura 49: Cableado de las entradas y salidas analógicas Point I/O 










1-  Revestimiento exterior 
2 - Pantalla de aluminio 
3 - Alambre de drenaje 
4 - Membrana protectora 
5 - Par trenzado solid  
  
Figura 50: Cable de red apantallado 
 
La comunicación con las Entradas/Salidas a través de Ethernet/IP podemos realizarla 
innalámbricamente vía WIFI con modem adecuados. Lo que tendremos asegurado será 
que no perdemos datos si la comunicación pudiera cortarse debido a alguna interferencia. 





10.3 SIMULACION DEL TUNEL CON LA MALETA DEMO 
 
La simulación se realiza principalmente a través del panel de operador instalado en la 
maleta pero además contamos con una serie de pulsadores y pilotos luminosos que para 
simular el control local de un operador a pie del cuadro eléctrico 
 
Acciones que se pueden simular con pulsadores y pilotos luminosos: 
 
Incendio en el túnel: Ésta señal puede ser activada por un pulsador que simula que 
alguien en el túnel a pulsado la alarma de incendio o un selector que simula que un 
detector de fuego se ha activado 
Presencia de vehículo: Entrada digital número 1 
Nivel de CO: Entrada analógica número 1 
Tensión de alimentación de red: la simulamos con la entrada analógica 2 
Arranque de la SAI: lo simulamos con el piloto luminoso 1 
Semáforo de entrada: los simulamos con el piloto luminoso 2 
Semáforo de salida: los simulamos con el piloto luminoso 3 











Con las tecnologías de Rockwell Automation podemos Automatizar un túnel de 
carreteras con un programa sencillo, fácilmente reutilizable y utilizando únicamente dos 
herramientas de desarrollo, una para el sistema de control, las comunicaciones y los 
dispositivos de campo, y otra para toda la supervisión.  
 
Podemos Automatizar un túnel de carreteras utilizando una única red Ethernet. 
 
Ethernet no es en sí una red determinista, pero utilizando determinados protocolos y 
gestionando adecuadamente la red cumple sobradamente los requisitos necesarios para 
automatizar la mayoría de los sistemas de control con muchas ventajas respecto a otras 
redes. 
 
Utilizando PACs para automatizar en lugar de PLCs podemos gestionar toda la 
automatización del túnel puesto que somos capaces de gestionar tanto la parte de control 
de entradas y salidas discretas gestionada tradicionalmente por PLCs, las 
comunicaciones, la programación de los variadores de frecuencia y arrancadores de 
motor, y además podemos dejar los datos adecuadamente preparados para que sean 
consultados de una manera transparente por los sistemas de información  








12. DESARROLLOS FUTUROS 
 
Como continuación de éste proyecto de automatización de túnel se pueden prever una 
serie de desarrollos que pueden emprenderse en un futuro para mejorar la seguridad y 
comodidad de la instalación 
 
 
1. Instalación de un cliente del SCADA remoto vía VPN para que se pudiera tener 
un control y supervisión del túnel en la central de la empresa que gestione la 
explotación 
2. Instalación de cámaras con reconocimiento de vehículos estacionados en el túnel. 
Éstas cámaras enviarían una señal de alarma que haría que se activaran las señales 
de emergencia a la entrada del túnel para avisar al resto de conductores de que 
hay un vehículo estacionado en el túnel. Además se informaría al sistema SCADA 
para que éste a su vez avisara a los servicios de emergencia encargados de dar 
cobertura a la instalación. Además al poseer un sistema de detección de 
matrículas ésta información se podría suministrar a las fuerza y cuerpos de 
seguridad del estado. 
3. Sistemas de radares con reconocimiento de matrículas a la entrada y a la salida del 
túnel conectados con la dirección general de tráfico. De esta forma disminuirían 
las posibilidades de que un vehículo circulara a una velocidad excesiva poniendo 
en riesgo al resto de conductores. 
4. Sistema de control de la distancia de seguridad entre vehículos que avise a los 
conductores mediante paneles cuando disminuye esta distancia 
5. Sistema de detección sísmica con conexión al sistema de control de túnel para 
impedir el paso a los vehículos en la instalación y avisar a los que están en el 
interior para que abandonen el túnel lo antes posible 
6. Instalación de antenas de telefonía móvil en el interior del túnel. Esto redundaría 
sobre todo en comodidad para los conductores pues su conversación o tráfico de 
datos a través de Internet no sería interrumpida al entrar al túnel. 
7. Instalación de sistema de detección de la temperatura de los frenos de los 
camiones para impedirles el acceso al túnel con los frenos sobrecalentados 
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e) Perfil de producto de los paneles de operador Panel View Plus 
 
http://literature.rockwellautomation.com/idc/groups/literature/documen
ts/td/2711p-td001_-en-p.pdf 
 
 
 
