A new technique, based on a modified Gerchberg-Saxton algorithm (MGSA) and a phase modulation scheme in the Fresnel-transform (FrT) domain, is proposed to reduce crosstalks existing in multiple-image encryption and multiplexing. First, each plain image is encoded and multiplexed into a phase function by using the MGSA and a different wavelength/position parameter. Then all the created phase functions are phase-modulated to result in different shift amounts of the reconstruction images before being combined together into a single phase only function. Simulation results show that the crosstalks between multiplexed images have been significantly reduced, compared with prior methods [1, 2], thus presenting high promise in increasing the multiplexing capacity and encrypting grayscale and color images.
Optical multiplexing to achieve multiple-image storage has been popular for a long time.
Different from storing thousands of images in a single photo-refractive crystal [3, 4] , multiple-image encryption uses two statistically independent phase only function (POFs) to record several images based on the Fourier-transform (FT) [5] , Fresnel-transform (FrT) [6, 7] , or fractional Fourier-transform (FrFT) domain [8] .
For multiple-image encryption, an important issue is to reduce the crosstalks between encrypted images and accordingly increase the number of images that can be encrypted simultaneously (or, the multiplexing capacity). Situ and Zhang proposed to use wavelength multiplexing [1] and position multiplexing [2] for binary images. Their methods, however, present limited applicability if the annoying crosstalks cannot be further reduced for grayscale images.
A novel scheme is proposed here to overcome the above crosstalk problem, aiming to enable the encryption of grayscale, or even color, images. To simplify the system complexity, the traditional Gerchberg-Saxton algorithm (GSA) [9, 10] was modified to operate on the FrT domain (rather than the FT domain) for retrieving the phase function of an image. The retrieved phase functions for all encrypted are then modulated and combined to form a single POF for storage. Figure 1 shows the block diagram of the proposed modified GSA (MGSA) [11] , which starts with inverse FrT (abbreviated as IFrT) on the input image (for wavelength multiplexing)
or (for position multiplexing)
where ˆ1 
where arg denotes the argument operator. A similar derivation for FrT exp ( , ) ; ; Figure 4 shows the comparison on the correlation coefficient between the original and the decrypted images for our proposed and the methods in Refs. [1, 2] .
The proposed method evidently causes lower crosstalks (i.e., larger correlation coefficient) and hence achieves higher storage capacity (i.e., a larger N at a specified crosstalk).
In conclusion, our proposed method is new (with only one POF) and effective (low crosstalks)
for multiple-image encryption and multiplexing. By the way, a lensless optical system based on
FrT could be constructed accordingly [11] , which is advantageous of compactness and simplicity.
Optical experiments will be soon conducted in our future research.
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