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vABSTRACT
Computer steganography is  the one of the most rapidly developing areas, 
because  for  a  long  time  it  was  underestimated  and  neglected.  The  computer 
steganography gives an opportunity to embed information within a digital object, at 
the same time, striving to minimize the impact on the carrier object. One of the most 
popular carrier media are still images due to their immense popularity in the Internet 
compared with other formats of digital objects such as video or audio formats.  And 
one of the most suitable formats from among still images is BMP format, due to the 
absence of compression loss and larger capacity, that allows to hide larger amounts 
of data, than for example, JPEG images. Herewith, the author proposes an survey in 
the area of Bitmap images. So there is a certain logic in our work, when we start 
from BMP survey and proceed to an animated GIF format, since the frames inside 
GIF format are of BMP format as well.  And we propose an algorithm based on LSB 
method, that selectively changes the LSB according to the properties in the images.  
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ABSTRAK
Steganografi  Komputer  adalah  salah  satu  kawasan  yang  paling  pesat 
membangun,  kerana  untuk  masa  yang  lama  ia  dipandang  ringan  dan  diabaikan. 
Steganografi komputer memberi peluang untuk menerapkan maklumat dalam objek 
digital,  pada masa yang sama,  berusaha untuk meminimumkan kesan pada objek 
pengangkut. Salah satu media pembawa yang paling popular adalah imej-imej pegun 
kerana populariti yang besar di Internet berbanding dengan format lain objek digital 
seperti video atau format audio. Dan salah satu daripada format yang paling sesuai 
dari kalangan imej masih format BMP, kerana ketiadaan kehilangan mampatan dan 
kapasiti yang lebih besar, yang membolehkan untuk menyembunyikan lebih besar 
jumlah  data,  daripada  contohnya,  JPEG  imej.  Bersama-sama  ini,  penulis 
mencadangkan satu kajian dalam bidang imej Bitmap. Jadi ada logik tertentu dalam 
kerja  kita,  apabila  kita  mula  daripada  kajian  BMP dan  teruskan  ke  format  GIF 
animasi,  kerana  bingkai  dalam  format  GIF  adalah  format  BMP juga.  Dan  kita 
mencadangkan satu algoritma berdasarkan kaedah LSB, yang terpilih berubah LSB 
mengikut sifat-sifat dalam imej.
