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Resumo 
Durante a pandemia do coronavírus, os entes públicos receberam verbas 
governamentais, para socorrer a população, oportunamente, gestores 
corruptos passaram a obter benefícios pessoais com essas verbas, dessa 
forma a Controladoria Geral da União (CGU), para inibir essas condutas, 
utilizou de Tecnologias da Informação e Comunicação (TICs) para 
promover o processo de detecção de fraudes. O estudo objetivou analisar 
a eficácia das TICs utilizadas pela CGU na detecção de fraudes na 
aplicação de recursos da Covid-19. A metodologia evidenciou-se como 
qualitativa, para se descrever dados que foram levantados, por meio de 
busca em sites do Governo Federal, onde foi realizada análise de conteúdo, 
com a utilização das metodologias de estudo da fraude. Como principais 
resultados, destacou-se que as TICs utilizadas pela CGU, têm sido 
ferramentas úteis na detecção de fraudes, principalmente, na pandemia do 
Covid-19, pois, conseguiu-se detectar R$ 11,2 bilhões de recursos que 
foram utilizados irregularmente, no programa do auxílio emergencial, com 
cadastro irregulares e em processos licitatórios, com vícios processuais; 
utilizou-se como parâmetro para mensurar as detecções, a estimativa do 
custo da corrupção, evidenciando, que apesar das inconsistências 
detectadas, ainda existe um volume significativo de recursos que podem 
estarem envoltos em fraudes. A principal contribuição desse estudo, 
destaca-se no conhecimento das TICs que são utilizadas pela CGU para 
combater ilícitos com verbas públicas federais, destacando resultados 
expressivos dessas ferramentas no acompanhamento da aplicação de 
recursos da Covid-19.  
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THE USE OF FRAUD DETECTION TECHNOLOGIES IN THE COVID-19 PANDEMIC 
 
ABSTRACT 
During a coronavirus pandemic, public entities received government funds to help the population, in a timely 
manner, corrupt managers began to obtain personal benefits from these funds, thus the Federal Comptroller 
General (CGU), to inhibit these conducts, used Technologies Information and Communication (ICT) to promote 
the fraud detection process. The study aimed to analyze the effectiveness of ICTs technological tools used by 
CGU in detecting fraud in the application of resources from Covid-19 federal resources to combat a Covid-19 
pandemic. As a problem issue, we sought to verify whether the Information and Communication Technologies 
(ICT) used by the Federal Comptroller General (CGU), were effective to monitor the federal public resources 
made available to combat Covid-19. The methodology proved to be qualitative, in order to describe data that 
were collected, through search on Federal Government websites, where content analysis was carried out, using 
the fraud study and research methodologies of KPMG (2015). As main results, it was highlighted the finding that 
ICT affectivity, used by the CGU, have been useful tools in the detection of fraud, mainly in the covid-19 
pandemic, since it was possible to detect R $ 11.2 billions of resources that were used irregularly, in the 
emergency aid program, with irregular registration and in bidding processes, with procedural defects; was used 
as a parameter to measure the detections, according to the estimated cost of corruption, showing that despite 
the detected inconsistencies, there is still a significant volume of resources that may be involved in fraud. public 
resources, in this way the GCU managed to approach this parameter, showing itself effective with its ICT, s. The 
main contribution of this study, stands out in the knowledge of ICTs Information and Communication 
technologies that are used by CGU to combat illicit activities with federal public funds, highlighting the expressive 
results of these tools in monitoring the application of resources from covid-19. to combat the covid-19 pandemic. 
For future research on the topic, it is necessary to raise other variables of the resulting factors, such as age, 
working time, function and other variables, in order to promote a more in-depth study on the profile of the 
fraudster. 




A pandemia da Covid-19 se iniciou como um surto de pneumonia desconhecida, relatado inicialmente 
na China, na cidade Wuhan, em dezembro de 2019. Os casos foram identificados, principalmente entre os 
chineses que frequentavam um mercado de frutos-do-mar, na província de Hunei. Este surto foi identificado, 
através das pessoas que tinham contato direto, com os animais comercializados nesse mercado (Sousa Júnior, 
2020; Anderson, Heesterbeek, Klinkenberg & Hollingsworth, 2020). 
Diante desse fato, passou-se a disseminar em vários países, em março de 2019, a Organização 
Mundial da Saúde (OMS) declarou a pandemia da Covid-19, vírus que infectou milhões de pessoas em todo o 
mundo, promovendo a morte de muitos cidadãos, principalmente de pessoas de grupos de riscos, como 
diabéticos, obesos, hipertensos e outras comorbidades (Rodriguez-Morales & Gallego, 2020; Chaves & Bellei, 
2020; Sousa Júnior, 2020; Anderson et al., 2020). 
No entanto, em situações de calamidade, os municípios enfrentam dificuldades econômicas e sociais, 
onde precisam atender as necessidades dos cidadãos, promovendo, operações urgentes para atender as 
carências sanitárias nos municípios. De acordo com Open Knowledge Brasil (OKBR), medidas urgentes devem 
ser implementadas. Para isso, o Governo Federal brasileiro flexibilizou às contratações de bens e serviços 
através da Lei Federal nº 13.979/2020, complementada pelas Medidas Provisórias nº 926 e 951/2020, onde 
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estabeleceram medidas excepcionais para as contratações (Nobre & Aguiar, 2020; Feltrini, Gonçalves & Pinho 
Filho, 2020).  
 Nesse cenário de excepcionalidade, surgem pessoas oportunistas, que aproveitam da situação, para 
obterem benefícios pessoais, com as verbas que são destinadas a atender à população. Como exemplo, de 
casos de desvios de verbas na área da saúde, destaca-se o escândalo da máfia dos sanguessugas, em 2006, 
onde 112 parlamentares brasileiros, foram investigados sob suspeita de terem recebido suborno de uma 
empresa de ambulâncias, a ‘Planam’, para destinar verbas federais para compra de veículos, com cerca de R$ 
110 milhões de reais em ações ilícitas (Sousa Júnior, 2020; Carvalho, 2020; Berlt, Bender Filho & Tristão, 2017; 
Queiroz, 2016). 
Essas práticas não se evidenciam somente no Brasil, na pandemia do Ebola na África em 2014, 
constatou-se o desvio de cerca de $ 5 milhões de dólares de recursos, doados pela Cruz Vermelha e 
organizações internacionais para ajudar na erradicação da pandemia, nas aquisições de produtos e serviços. 
O Brasil, igualmente, merece o olhar atento dos órgãos de controle do Estado, pois, de acordo com a OKBR o 
índice de corrupção no Brasil em 2020, atingiu 35 pontos, sendo um índice baixo em comparação a outros 
países, principalmente na América do sul, ficando atrás de argentina, Chile e Paraguai (Florêncio Filho & Zanon, 
2020; OKBR, 2020). 
Embora a legislação no Brasil exija transparência e lisura nas contratações públicas, pois, a Lei de 
Acesso á Informação (LAI), assegura a transparência fiscal e o conhecimento de dados dos indivíduos que 
transacionam com o poder público, em que, destaca-se a OKBR, que com uma metodologia própria,  realizando 
o acompanhamento da transparência, nos sítios eletrônicos sobre aplicação dos recursos da Covid-19, nas 
capitais e estados brasileiros, constatando que esses, atendem plenamente os requisitos da LAI, mas quando 
se trata de informações desejáveis (não obrigatórias), os entes, na sua maioria não publicam essas informações 
(Caleffi & Raupp, 2017; LAI nº 15.527/11). 
Dessa forma, o cenário de corrupção, evidenciou-se, com fraudes no auxílio emergencial, programa, 
para as pessoas em vulnerabilidade social, onde cidadãos que não possuíam os requisitos para participarem 
do programa, realizaram o cadastro de forma fraudulenta, ainda a deflagração de operações pela polícia federal 
para investigar, condutas ilícitas nos processos licitatórios, onde se evidenciou, principalmente, 
superfaturamento de preços e irregularidades em hospitais de campanha (CGU, 2020; Sousa Filho, 2020; 
Caleffi & Raupp, 2017). 
Diante desse quadro de corruptibilidade apresentado com os repasses governamentais, a CGU, 
utilizou-se de TICs, como meio para monitorar a ação dos gestores, na aplicação dos recursos federais. Em 
dezembro de 2019, a CGU apresentou suas principais tecnologias de combate à fraude, com cinco mecanismos 
de atuação. Além desse aparato tecnológico, também utilizou a sua infraestrutura e o compartilhamento de 
informações com outros órgãos, como: polícia federal, Auditoria Geral da União (AGU), Tribunal de Contas dos 
Estados (TCE), Polícia Rodoviária Federal (PRF), e ministérios do Governo (Bataglia & Farranha, 2020; CGU, 
2020; Sousa Filho, 2020). 
Sendo assim, o objetivo dessa pesquisa é analisar a eficácia das ferramentas tecnológicas utilizadas 
pela CGU na detecção de fraudes na aplicação dos recursos federais para combater a pandemia da Covid-19, 
para isso realizou-se uma pesquisa qualitativa, com procedimento documental em websites do governo federal 
(Agência Brasil, 2020; CGU, 2020). 
A pesquisa justifica-se, pois, é notório um elevado número de ações realizadas pela Polícia Federal, 
destacando-se as operações em vários estados do Brasil, com destaque para a região Norte do país com quatro 
operações deflagradas (Polícia Federal, 2020). Em razão da pandemia da Covid-19, muitos Estados estão 
promovendo o enfrentamento do coronavírus, buscando tratamento para os infectados e redução dos impactos 
econômicos, dessa forma, desenvolveram políticas públicas em seus territórios. No que lhe concerne, 
experiências passadas no Brasil evidenciam que apesar de serem imprescindíveis, essas políticas, aumentam-
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Como lacuna a ser explorada nesse estudo, destaca-se o custo da corrupção apontado pela Federação 
das Indústrias do Estado de São Paulo (FIESP), Organização das Nações Unidas (ONU) e Instituto Brasileiro 
de Planejamento Tributário (IBPT), em que buscou-se verificar a eficácia das TICs na relação ao custo da 
corrupção apontado por esses órgãos. Além disso, a pesquisa busca contribuir para tornar-se de conhecimento 
público as TICs utilizadas pela CGU para detecção de fraudes, para que outros entes públicos possam se munir 
dessas novas tecnologias no combate a atos ilícitos, e para academia buscou-se ampliar a discussão no tocante 
às fraudes públicas, para que se possa entender o funcionamento desse mecanismo, para que se possa 
promover barreiras de proteção ao erário. 
O artigo está estruturado, com referencial que tem o objetivo de subsidiar a pesquisa com arcabouço 
teórico, nessa construção, tratou-se sobre a CGU, TICs, a corrupção com recursos da Covid-19, 
desenvolvimento da fraude, recursos aplicados na pandemia da Covid-19 e ainda se apresentou estudos 
anteriores relacionados com o tema, promoveu-se a análise e discussão dos dados coletados, apresentando 
as considerações finais e as referências utilizadas nesse estudo. 
 
2 Referencial Teórico 
 
O referencial teórico proporcionou o arcabouço teórico necessário para realizar as análises dos dados 
coletados, e promover comparações, evidenciaram-se através de tecnologias digitais utilizadas pelo governo 
federal, a corrupção com recursos da Covid-19 e o desenvolvimento da fraude e estudos anteriores 
relacionados com o tema. Como a CGU é o órgão promovedor da utilização de TICs, passa-se a apresentar 
como se desenvolveu sua criação. 
 
2.1 A Controladoria Geral da União (CGU) 
 
A sistemática de Controle Interno na administração pública no Brasil, evidenciou-se na Carta de 1891, 
com o estabelecimento do controle Externo, através dos Tribunais de Contas da União, no artigo 89 desta carta 
se estabeleceu incisivamente o aprimoramento sobre os Tribunais de Contas, passando a ser destacado em 
todas as outras constituições que se seguiram (Coimbra, 2006).  
 Já o Controle Interno, passou a ser evidenciado na Lei nº 4.320/64, nos artigos 76 a 80, mas a 
referida lei tratava, especificamente da atividade do controle interno e não de sua estruturação e pormenores 
dessa atividade. Nesse processo de estruturação, criou-se a Controladoria Geral da União (CGU), através do 
decreto. nº 4.304/2002, estabelecendo-se como órgão central do sistema de controle interno do poder executivo 
federal (Brasil, 2019).  
Como órgão de fiscalização central do Governo Federal, a CGU em 2015, aprimorou o antigo Programa 
de Fiscalização por Sorteios Públicos (PFSP), criado em 2003, como mecanismo para reduzir os níveis de 
corrupção no âmbito público, onde através de sorteios, aleatórios, seleciona-se 60 municípios com no máximo 
500 mil habitantes. Esse Programa foi ampliado em 2015, para três formas de seleção: ‘censo’, ‘matriz de 
vulnerabilidade’ e ‘sorteios’. Através dessa sistemática já foram fiscalizados 2,5 mil municípios no Brasil, com 
um aporte de mais de 30 bilhões de reais, demonstrando-se que em 2015, a CGU já utilizava TICs na 
fiscalização de verbas governamentais (Brasil, 2015). 
A metodologia da PFSP se concluí com um relatório final, em que, evidenciam-se as constatações e 
registros dos processos analisados, onde o mesmo é encaminhado ao Governo Federal para ajustes de 
políticas públicas, essa metodologia da CGU constitui em uma relevante ferramenta para combater desvios dos 
recursos públicos (Caldas, Costa & Pagliarusi, 2015; Brasil, 2015). Dessa forma, a CGU ampliou as TICs para 
promover o monitoramento da aplicação dos recursos públicos, em que, apresentam-se esses mecanismos 
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utilizados pela CGU (Pascoal, Santos & Faroni, 2020). Para aprofundamento da atuação das TIC, torna-se 
necessário evidenciar a sua conceituação e funcionamento, conforme abordado a seguir. 
 
2.2 Tecnologias da Informação e Comunicação (TICs) 
 
Na era digital novas técnicas de detecção de fraudes, foram transformadas, em decorrência do ‘Digital-
Era Governance’, concebida por frameworks como Big Data, Internet das coisas (IoT) e inteligência artificial. 
Nessa nova concepção tecnológica, o Machine Learning ou aprendizado de máquina, surge como mecanismo, 
utilizado por empresas de auditoria no mundo, com a utilização da inteligência artificial no desenvolvimento de 
técnicas, com objetivo de organizar conhecimento automaticamente (Jaadi, 2017; Brown-Liburd & Vasarhelyi, 
2015).  
Coadunam com esse entendimento Stanisic, Radojevic e Stanic (2019), afirmando que os modelos 
estatísticos, destacadamente, a regressão logística e o probit, estão sendo substituídos por técnicas de Machine 
Learning, por promoverem melhores resultados na predição em relação aos modelos estatísticos, mas Bao, 
Bin, Bin, Yu, & Zhang (2020), apresentaram estudo, em que utilizam um modelo híbrido, estatístico e inteligência 
artificial, com resultados satisfatórios na detecção de fraudes.   
Nessa conjunção de variáveis estatísticas e inteligência artificial, desenvolveram-se vários modelos 
para promover a organização inteligente e automática de dados, dentre eles têm-se: máquinas de vetores de 
suporte, Suport Vector Machine (SVM), que consistem em técnicas de aprendizado, que analisa dados e os 
reconhecem, através de regressão, processo esse desenvolvido por Vapnik, que têm contribuído 
principalmente, no meio acadêmico, sendo utilizada em várias áreas, destacando-se a previsão de dados 
(Vapnik, 2013). Por sua vez, Sundarkumar, Ravi e Siddershwar (2015), utilizaram o SVM para detectar fraudes 
com seguros de automóveis, em que conseguiram obter 86% de desempenho, contra 60% dos modelos 
estatísticos, na previsão de batidas de automóveis. 
Dessa forma, modelos de inteligência artificial, associados a ferramentas estatísticas surgiram na 
Digital era Governance, para promover o suporte das instituições pública e privadas, pode-se citar ainda, o 
Algoritmo de Baynes, que podem através de variáveis distintas, manipular números aleatórios, como: k-ésimo 
vizinho mais próximo (KNN), técnica utilizada para regressão e classificação de dados; e a Principal Component 
Analysis (PCA), que é utilizado para reduzir grandes conjuntos de dados. Esse é o contexto no qual a CGU 
promoveu a utilização de TICs na detecção de fraudes no Brasil, em que, passa-se a descrever como se 
desencadeou esse processo (Bao et al., 2020; Sundarkumar, Ravi & Siddershwar, 2015). 
A utilização das TICs no âmbito público iniciou-se na década de 60, através de empresas estatais, onde 
promoveram estruturas para o processo de informatização nas atividades governamentais. Mas, foi a partir dos 
anos 90, que a disseminação do processo tecnológico se propagou, com a proliferação de serviços eletrônicos. 
O termo governo eletrônico (e-Gov), surgiu no Brasil em 2000, em que, restringiam-se ao fornecimento de 
serviços eletrônicos, nos portais de transparência.  Evidenciou-se em 1994, o surgimento do Programa de 
Modernização da Administração Pública e o Programa de Desenvolvimento Informático, como marcos no 
desencadeamento de TICs no setor público brasileiro (Balsa, 2017; Gil-Garcia & Lanza, 2015).  
O processo de inovação no controle à corrupção foi tema do fórum ‘o controle no combate à corrupção’ 
realizado em Brasília em dezembro de 2019, onde seis representantes de diferentes áreas da CGU expuseram 
medidas que foram implementadas, com resultados satisfatórios, de acordo com os seus idealizadores (CGU, 
2019). O painel apresentou cinco propostas utilizadas pela CGU: a malha fina dos convênios; a plataforma 
FalaBR; o observatório da prevenção; a mudança metodológica para os Processos Administrativos 
Disciplinares (PAD); e o Analisador de Licitações, Contratos e Editais (Alice) (CGU, 2019). 
Diante da aplicação indevida de recursos públicos, os órgãos de controle, enfrentam gargalos no 
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convênios, de acordo com Rangel (2019), em abril/2019 apresentavam-se 12.838 convênios, totalizando um 
montante de R$ 16.343.176.940,04 (bilhões de reais), diante desse quadro a CGU, buscou alternativas para 
amenizar esse impasse, desenvolvendo TICs para atender a demanda de fiscalizações(Carvalho, 2020). 
Passa-se a destacar as principais TICs da CGU. 
A CGU produziu a plataforma FalarBR, que proporciona aos cidadãos a solicitação de informações 
públicas e manifestações de ouvidoria, em conformidade com a LAI e o Código de Defesa dos Usuários de 
Serviços Públicos, o objetivo da iniciativa é facilitar a vida do cidadão, onde encontra, em um único portal, um 
gama de informações, seja para manifestações (e-Ouv) ou pedidos de acesso à informação (Bourges, 2020; 
CGU, 2019). 
Outra, TIC apresentada pela CGU foi o observatório da prevenção da corrupção, evidencia-se como 
um canal de prestação de serviços e informações para a divulgação dos atos de corrupção, essa plataforma 
realiza suas ações através de quatro projetos: taxonomia da prevenção e combate; prevenção baseada em 
evidências; prevenção baseada em referências e o portal da Prevenção da Corrupção, destacando-se, como 
uma ação proativa no combate à corrupção (CGU, 2019). 
Por sua vez, a CGU também desenvolveu uma nova metodologia para os Processos Administrativo 
Disciplinares (PAD), onde, o tempo de duração de um processo foi reduzido para seis meses, e a instauração 
dos processos só são abertos com convicção suficiente para serem concluídos, tornando-se mais ágil e 
econômico para o Governo Federal (CGU, 2020). 
Por último, destaca-se a ferramenta ‘Alice”, tecnologia digital, que realiza análise permanente, de 
conteúdos, de forma antecedente, concomitante e subsequente de licitações no âmbito Federal, ações 
preventivas nesses processos são desenvolvidas, a partir do lançamento no Compras net, com foco principal 
nas necessidades do órgão, sobre volume, pesquisa de preços, e cláusulas restritivas para participação 
equitativa, esta ferramenta de 2018 a 2019, já promoveu benefícios de R$ 4,3 bilhões em auditorias preventivas 
(Panis, 2020; CGU, 2019). Através dessas ferramentas, utilizadas conjuntamente a CGU promove a fiscalização 
de recursos federais que foram repassados para os entes públicos no Brasil.  
Para contextualizar esse estudo, nos interessa entender como está se provendo os atos de corrupção 
com os recursos disponibilizados para combater à Covid-19, tornou-se necessário o detalhamento acerca da 
estimativa do curto da corrupção com recursos da Covid-19, enfatizado a seguinte. 
 
2.3 Estimativa do custo da corrupção com recursos da Covid-19 
 
O ensino de contabilidade nas IES e a sua relação com o Exame de Suficiência foi abordada por 
Madeira, Mendonça e Abreu (2003) que destacam este como um indicador de qualidade para as respectivas 
instituições. Além de permitir a habilitação profissional, o Exame de Suficiência pode servir de apoio às IES no 
processo de avaliação e acompanhamento dos currículos, pois mediante os exames é possível verificar os 
conteúdos exigidos e compará-los com aqueles ministrados, permitindo identificar deficiências, o 
aprimoramento dos cursos e, consequentemente, reduzindo as reprovações (Madeira, Mendonça, & Abreu, 
2003). 
Sobre a história da corrupção no Brasil, destaca-se, que as práticas ilegais no Brasil se iniciaram no 
período de colonização portuguesa, século XVI, onde funcionários públicos, que fiscalizavam o contrabando do 
pau-brasil e especiarias, passaram a exercer a prática ilegal desse comércio, ainda se atribui a herança ibérica 
e ao patrimonialismo, tipo de dominação política que já predominou no Brasil. Essa configuração da corrupção 
brasileira, está arraigada à cultura da política no Brasil, e através desta, tenta-se explicar a falta de zelo na 
aplicação das verbas públicas, essas ações são provenientes dos antecedentes históricos da nossa nação, e 
no século XXI, ainda continua atuante em vários setores da administração pública (Schwarcz, 2008). 
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De acordo com estudo realizado pela Federação das Indústrias do Estado de São Paulo (FIESP), o 
custo da corrupção no Brasil, evidenciou-se de R$ 69 bilhões de reais/ano; esse fato poderia elevar a renda 
per capita do Brasil, para US$ 9 mil dólares/ano, maior em 15,5% do atual na época da pesquisa em 2008. Este 
estudo foi realizado pelo Departamento de Competitividade e Tecnologia (Decomtec) da FIESP, demonstrando 
os prejuízos que a corrupção causa a economia brasileira (FIESP, 2010). 
A pesquisa da FIESP, apresentou o custo médio da corrupção, de cerca de 1,38% a 2,3% do Produto 
Interno Bruto (PIB), representando, R$ 41,5 bilhões a R$ 69,1 bilhões que são transacionados em atos de 
corrupção com verbas públicas. O estudo ainda demonstra quanto o país poderia investir em áreas estratégicas, 
como educação, saúde e segurança, com esses recursos (FIESP, 2010). 
Destaca-se internacionalmente, o Índice de Percepção de Corrupção (IPC), indicador que avalia o nível 
de corrupção do setor público dos países, idealizado pela Transparency International, criada em 1995. O índice 
é uma combinação de 13 pesquisas e avaliações de corrupção, coletadas por vários órgãos de renome. O IPC 
é considerado por especialistas e executivos de negócios, como o mais amplamente utilizado (Bataglia & 
Farranha, 2020; Transparency International, 2020; Shalders, 2020). A metodologia segue quatro etapas 
básicas: seleção da fonte de dados, redimensionamento da fonte dados, agregando os dados redimensionados 
e, em seguida, relatando medidas de incerteza (Transparency International, 2020). 
A classificação do Brasil no IPC da Transparency International é 94º posição no ranking de 180 países, 
com um score de 35 pontos de 100, configurando-se um país com um índice baixo (ruim), para os critérios 
analisados pelo IPC, estando atrás de países, como Chile, Peru, Costa Rica, Senegal. Argentina, Tunísia e 
outros (Transparency International, 2020). 
O Instituto Brasileiro de Planejamento Tributário (IBPT), também apresentou estudo sobre o custo da 
corrupção, em que, evidenciou-se que a corrupção consome 8% de tudo que é arrecadado no país, cerca de 
R$ 160 bilhões por ano. De acordo com o coordenador de estudos do IBPT, Gilberto Luiz Amaral, para se 
chegar a essa conclusão, o instituto considerou os desvios apurados pela operação Lava Jato e processos 
envolvendo corrupção no Tribunal de Contas da União (TCU) e nos Tribunais de Contas dos Estados (TCEs), 
ainda ressaltou que esses 8% representariam R$ 139 bilhões, que poderiam ser utilizados para amenizar os 
contingenciamentos em áreas estratégicas, como saúde e educação (IBPT, 2017). 
Por sua vez, a Organização das Nações Unidas (ONU), realizou estudo que evidenciou o custo anual 
da corrupção no Brasil, que seria em 2016 de R$ 200 bilhões de reais, por ano, esse custo representa entre 
4% e 5% do PIB brasileiro (Veloso, 2019; Revista Isto é, 2017). O coordenador da força tarefa da Operação 
Lava jato, Deltan Dallagnol, destacou que esses valores apontados no estudo da ONU, corresponde a três 
vezes o orçamento da educação e da saúde no Brasil (Bochewek & Pereira, 2018; Dallagnol, 2017). 
Com base nesses relatos, elaborou-se uma estimativa média de qual seria o custo da corrupção no 
Brasil, para se comparar com os valores detectados pelas TICs da CGU em recursos disponibilizados para 
combater à Covid-19. Apresentada na Tabela 1. 
 
Tabela 1:  Estimativa do Custo anual médio da Corrupção no Brasil 
Órgão/Entidade Custo da Corrupção Cálculo PIB 2019 
FIESP (2010) 1,38% a 2,3% do PIB 
R$ 7,3 trilhões X (1,3% + 2,3%/2) 
(PIB/2019) 
R$ 83.5 Bilhões 
ONU (2017) 4% a 5 % PIB 
R$ 7,3 trilhões X (4%) 
(PIB/2019) 
R$ 294 bilhões 
 
IBPT (2017) 
8% da arrecadação 
Nacional 
R$ 1,467 trilhões X 8% 
(Arrecadação Total) 
R$ 117 bilhões 
Total R$ 494,5 Bilhões/3 
Custo Médio anual da Corrupção no Brasil R$ 164,8 bilhões 
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De acordo com a Tabela 1, a estimativa do custo corrupção pelas médias dos três indicadores, 
representaram cerca de R$ 164,8 bilhões de reais, esse montante seria o custo total anual da corrupção da 
utilização de todos dos recursos públicos no Brasil, como os recursos disponibilizados para à Covid-19, 
corresponderam a 12,78% dos recursos públicos em 2020, então, apresenta-se na Tabela 2, o custo da 
corrupção para com os recursos da Covid-19 em 2020. 
 
Tabela 2: Estimativa do cálculo do custo da corrupção com recursos da covid-19. 
Informações Covid-19 (2020) Cálculos do custo da corrupção 
Recursos Federais Disponibilizados à Covid-19 
R$ 457 Bilhões de reais (Portal da transparência Gov. Federal 
(2020) 
Esses recursos disponibilizados de  
R$ 457 bilhões 
Representam 12,78% dos recursos públicos disponibilizados em 
2020 para combater à covid-19 
Estimativa do custo da corrupção com recursos à Covid-19 
de acordo com metodologia do IBPT/FIESP/ONU 
R$ 164,8 bilhões (custo total) X 12,78% (Representação de 
recursos à Covid-19= R$ 21,06 bilhões de reais 
Estimativa pelos estudos para o custo da corrupção com 
recursos à Covid-19 
R$ 21,06 bilhões de reais 
Fonte: Elaborada pelos Autores (2020). 
 
A estimativa do custo da corrupção para com os recursos disponibilizados para combater a pandemia 
à Covid-19, de acordo a tabela 2, representam cerca de R$ 21,06 bilhões de reais, objetivou-se essa estimativa 
para comparar com os valores detectados pelas TICs da CGU, com a estimativa projetada para o custo da 
corrupção com verbas destinadas a pandemia. 
 
2.4 O desenvolvimento da Fraude 
 
A fraude pode ser considerada como uma deturpação deliberada, ocultação e negligência de uma 
verdade para manipulação de relatórios financeiros, à custa da instituição (Abdullahi & Mansor, 2015). Ainda 
de acordo com Ernst e Young (2009) define fraude como um ato de ação deliberada feita por uma entidade ou 
indivíduo, sabendo que tal ação pode resultar na posse de benefícios ilegais, para alcançar benefícios pessoais. 
Com o objetivo de entender a motivação da fraude, com os indivíduos no ambiente organizacional, 
Donald R. Cressey em 1953, idealizou o triângulo da fraude, o qual é representado na perspectiva do fraudador, 
composto de três elementos: pressão, racionalização e oportunidade. O primeiro, pressão de realizar o ato, 
geralmente está relacionada com um problema financeiro, de acordo com Abdullahi & Mansor (2015), exemplos 
de pressão percebida, incluem, ganância, alto padrão de vida, dividas pessoais, problemas financeiros, 
toxicodependência e jogos de azar, por sua vez, Murdock (2008), argumenta que a pressão pode estar 
relacionada a fatores financeiros, não financeiros, políticos e sociais, em que uma pessoa sente e acredita que 
não pode falhar devido ao seu status ou reputação. 
O segundo fator, a racionalização, é a razão que levou a cometer o ato desonesto, este conceito indica 
que o perpetrador deve formular alguma ideia moralmente aceitável, antes de se envolver em comportamento 
antiético; refere-se à justificativa e desculpas de que a conduta imoral difere da atividade criminosa, sendo uma 
justificativa de comportamento fraudulento devido à falta de integridade pessoal, ou raciocínio moral (Abdullahi 
& Mansor, 2015; Rae & Subramanyan, 2008). 
Por último, para a ocorrência da fraude, destaca-se, a oportunidade percebida, que é criada pela 
ineficácia dos controles internos ou sistema de governança frágil, que propiciam ambiente favorável para que 
um indivíduo cometa a fraude organizacional, sendo o fator que pode ser alterado pela ação institucional, pois, 
depende do aprimoramento dos controles internos (Rocha, 2018, brasiliano, 2015; Abdullahi & Mansor, 2015). 
Na continuidade desses estudos, Wolfe e Hermanson (2004) desenvolveram o ‘diamante da fraude’ em 
que, aprimoraram o modelo do triângulo da fraude, acrescentando a variável, ‘capacidade do indivíduo em 
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cometer a fraude’, destacando-se como a questão central desse modelo, as características observáveis nos 
indivíduos, que os levam a cometer a fraude, como: posição de autoridade que ocupa, capacidade de entender 
e controlar sistemas contábeis, e conhecer as fraquezas dos controles internos (Peres & Brizoti, 2016).   
Na continuidade des estudos relacionados com a fraude, em 2016, Renato Santos, inseriu novo 
elemento no diamante da fraude, transformando no ‘pentágono da fraude’, conforme Figura 1.  
A esse novo modelo foi acrescentada a variável, ‘a disposição ao risco’. Os modelos idealizados 
objetivaram entender as motivações da fraude organizacional, constata-se que ocorreram evoluções no modelo 
do triângulo da fraude (1953), mas destaca-se que o fator principal a ser monitorado nas organizações, contínua 
sendo a ‘oportunidade’ (Brasiliano, 2018; Abdullahi & Mansor, 2015). 
 
Figura 1: Pentágono da Fraude 
 
Fonte: Santos (2016). 
  
Destaca-se a relação custo-benefício, como fator relevante que é considerado pelo fraudador, pois, 
esse irá analisar as possibilidades de sucesso dos seus atos, nessa ótica Szwajkowski (1985), observa que o 
fraudador realizará três categorias de análises: risco – perigo (são experiências negativas); risco – possibilidade 
(quantificação do risco) e risco – aventura (positividade da aventura), evidencia-se que a propensão ao risco 
não é somente uma variável de investidores do mercado de capitais, pois, na busca pela produção de riquezas 
a qualquer custo, observa-se a promoção de riscos para atos fraudulentos pelos indivíduos nos ambientes 
organizacionais (Santos, 2016). 
 
2.5 Estudos Anteriores 
 
No estudo realizado por Paschoal, Santos e Faroni (2020), objetivaram a classificação e identificação 
de irregularidades nos relatórios de auditoria da CGU, onde através do triângulo e diamante da fraude, pode-
se explicar os mecanismos de atos fraudulentos na administração pública municipal brasileira, destacando-se 
a oportunidade, como a principal variável no cometimento da fraude, pois, está relacionada com as falhas no 
controle interno, ainda se destacou a ‘capacidade’, onde o cargo ocupado pelo indivíduo pode influenciar à ação 
dolosa e as variáveis pressão e racionalização foram observadas em menor evidência nessas análises. 
Na pesquisa desenvolvida por Bataglia e Farranha (2020) buscaram a verificação da relação entre 
prevenção e controle de atos corruptos, por meio das tecnologias disponíveis e institucionalizadas pela CGU. 
Constatou-se que a correlação, prevenção e controle de corrupção, não é direta, pela existência de outras 
variáveis que influenciam esses aspectos. Os resultados navegaram por meio do debate entre os aspectos 
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No estudo de Panis (2020) analisou-se a Tecnologia de controle de Editais e Licitações ‘Alice’, como 
ferramenta de combate a corrupção pela CGU. Demonstrou que a ferramenta auxilia a CGU no controle de 
irregularidades nos processos licitatórios no Brasil. Na utilização do modelo Gestão Pública Inovadora 
(GESPUBLIN), framework elaborado para aplicação no contexto brasileiro, no poder executivo federal, 
evidenciou-se positiva a implantação da ferramenta ‘Alice’ no setor público.   
O estudo de Caldas, Costa e Pagliarussi (2015) analisaram a relação entre os gastos públicos e a 
corrupção no Brasil. Constatou-se uma relação robusta entre gastos públicos e corrupção, principalmente pelo 
poder discricionário da despesa pública nos municípios brasileiros. 
Os estudos anteriores relacionados com o tema, apontam para a necessidade de implementação de 
controles efetivos, para reduzir os atos de corrupção na gestão pública, como principais canais de 
descobrimento da fraude, apresentaram-se os canais de denúncias, sejam as oficiais ou anônimos, e 
destacaram-se as TICs como instrumento eficaz na constatação de irregularidades nos processos 
governamentais (Paschoal, Santos & Faroni, 2020; Bataglia & Farranha, 2020; Panis, 2020; Caldas, Costa & 
Pagliarussi, 2015). 
 
3 Procedimentos Metodológicos 
 
A pesquisa quanto ao seu objetivo é descritiva, onde se almeja descrever as características de uma 
população ou fenômeno e as relações entre esses. Com relação aos procedimentos técnicos, evidenciam-se 
documentais, pois, foram analisados websites do Governo Federal, da Controladoria Geral da União, polícia 
Federal do Brasil e da agência Nacional, na busca de informações para subsidiar este estudo (Gil, 2010; 
Marconi & Lakatos, 2009; Beuren, 2006).   
A forma de abordagem configurou-se qualitativa, pois, considera que existe uma relação entre o mundo 
real e o sujeito que não pode ser traduzida em números, onde a interpretação dos fenômenos é a base da 
pesquisa qualitativa, que descreve os achados do pesquisador. O tratamento de dados desenvolveu-se através 
da análise de conteúdo, promovendo a interpretação dos dados com inferência dos autores (Gil, 2010, Marconi 
& Bardin, 2011; Lakatos, 2009; Beuren, 2006). 
Sobre as técnicas de pesquisas, a obtenção e compilação dos dados, deu-se através da análise de 
documentos, onde os dados foram capturados no período de 5 maio de 2020 a 12 novembro de 2020, e ainda 
se realizou a análise de conteúdo, que busca a exploração dos textos e tratamento dos resultados, promover 
interpretações e inferências sobre o objeto de estudo (Bardin, 2011). 
Esse arcabouço metodológico teve por objetivo analisar a eficácia das TICs utilizadas pela CGU, para 
combater fraudes com os recursos públicos que foram disponibilizados pelo Governo Federal para os entes 
federativos no combate a pandemia da Covid-19, nas compras e aquisições de serviços para reduzir a ação do 
coronavírus na população brasileira, assim como as demais políticas públicas desenvolvidas com esse objetivo. 
Na presente pesquisa seguiram-se as seguintes etapas: 1) evidenciação de atos de corrupção e 
fraudes em licitações públicas, detectadas pela CGU, através de ferramentas tecnológicas; 2) comparação das 
detecções de ilícitos, com os montantes liberados, para verificar a efetividade dessas ferramentas, através de 
parâmetros de corrupção estabelecidos por indicadores como: FIESP, ONU, IBPT e OKBR. 
Para se verificar a efetividade das TICs da CGU, utilizaram-se os parâmetros estabelecidos pelas 
entidades, Federação das Indústrias do Estado de São Paulo (FIESP) (2010), Instituto Brasileiro de 
Planejamento Tributário (IBPT) (2017) e Organização das Nações Unidas (ONU) (2017).  No tópico deste 
estudo estimativa do cálculo do custo da corrupção, foi estabelecido o valor de R$ 21, 06 bilhões de reais, em 
que se projetou como o parâmetro para os desvios de recursos disponibilizados para a pandemia da Covid-19, 
em que, foi comparado com as constatações de irregularidades detectadas pela CGU e demais órgãos de 
controle. 
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4 Análise e Discussão dos Resultados 
 
O governo federal para combater a pandemia à Covid-19, desencadeou diversos programas para 
atender as necessidades emergenciais dos entes federativos, Distrito Federal, Estados e Municípios, como 
pode ser observado na Tabela 3. 
 
Tabela 3: Recursos Disponibilizados - Governo Federal na Pandemia da Covid-19 
Detalhamento da Despesa Valor % 
Auxílio Emergencial 254.200.000.000,00 55,52% 
Auxílio Financeiro aos (M. E Interna DF) 60.189.488.452,00 13,14% 
Benefício emergencial de manutenção do emprego e renda 43.700.472.937,37 9,54% 
Demais programas no combate a pandemia da Covid-19 99.873.695.203,00 21,80% 
Total 457.963.656.592,91 100% 
 Fonte: Portal da Transparência (2020). 
 
 De acordo com a Tabela 3, foram disponibilizados até novembro de 2020, R$ 457 bilhões de reais, 
que corresponde a 12,78% dos gastos públicos, com recursos disponibilizados pelo governo Federal no 
combate à Covid-19, desse total R$ 410 bilhões já foram liquidados e R$ 409 bilhões de reais pagos, destaca-
se que 55,52%  dos recursos  foram empregados no auxílio emergencial, onde já foram pagos R$ 254 bilhões 
de reais aos brasileiros que se encontram em situação de vulnerabilidade social, mas evidenciou-se que ações 
da CGU e com outros órgãos federativos conseguiram através das TICs detectar indícios de fraudes que 
ocorreram na pandemia (CGU, 2020). 
No Gráfico 1 apresentam-se os montantes de verbas federais que foram transferidas para os Estados 
para suprir carências de arrecadação Estadual e atender programas de combate à Covid-19.  
 
 
Gráfico 1: Verbas Federais transferidas para os Estados brasileiros 
 
Fonte: CGU (2020) 
 
De acordo com o gráfico 1, observa-se que o Estado que recebeu o aporte representativo de recursos, 
foi São Paulo, com R$ 7,04 Bilhões de reais, Minas Gerais, com R$ 4,2 bilhões e Bahia, com R$ 2,6 bilhões; 
no que lhe concerne, os Estados com menor aporte foram: Roraima com, R$ 182 milhões de reais, Amapá, 
com R$ 252 milhões de reais e Rondônia, com R$ 310 milhões de reais. O projeto de Lei Parlamentar (PLP) nº 
149/2019, concedeu auxílio emergencial para Estados e municípios para suprir queda de arrecadação de 
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No Gráfico 2 apresentam-se as verbas do auxílio emergencial que foram disponibilizadas aos 
brasileiros em vulnerabilidade social, por decorrência da pandemia da Covid-19, que ficaram sem renda, por 
ocasião do fechamento do comércio e demais atividades, para amenizar o contágio do coronavírus (Nander, 
2020; CGU, 2020). 
 
Gráfico 2:  Valores pagos por Estado do Auxílio emergencial 
 
Fonte: CGU (2020) 
 
Na análise do gráfico 2, constatou-se que os Estados que receberam os maiores montantes de 
pagamentos do auxílio emergencial foram: São Paulo, Bahia, Minas Gerais e Rio de Janeiro, com valores 
respectivos de R$ 31,68 bilhões, R$ 17,03 bilhões, R$ 16,28 bilhões e R$ 14,82 bilhões de reais. Por 
conseguinte, os menores montantes foram: Roraima, Tocantins, Rondônia e Distrito Federal, com valores 
respectivos de R$ 647 milhões de reais, R$ 1,46 bolhões e R$ 1,94 bilhões de reais (CGU, 2020). 
As informações para estudo foram buscadas nas páginas da CGU e da Polícia Federal, sobre ilícitos 
praticados pelos entes federativos e com servidores públicos, com recursos para combater a pandemia da 
Covid-19, em que se passa a analisar a efetividade das TICs utilizadas pela CGU. 
De acordo com a CGU (2020), cerca de 680 mil servidores das três esferas de Poder (municipal, 
estadual e Federal), receberam cerca de R$ 1 bilhão de reais, indevidamente do programa de auxílio 
emergencial, que objetiva amenizar os impactos da pandemia da Covid-19, destaca-se que esse benefício se 
destina as pessoas em situação de vulnerabilidade social, como desempregados, microempreendedores, 
trabalhadores informais e outros, dessa forma não se destinando a servidores públicos como preconiza a Lei 
nº 13.982/2020 (Nander, 2020) 
As constatações dos ilícitos foram detectadas pela CGU no cruzamento de informações da base de 
dados do benefício com outras bases, através dos Cadastro Pessoa Física (CPF) desses agentes públicos, em 
cooperação com os Tribunais de Contas Estaduais (TCEs) das 27 unidades federativas do Brasil (CGU, 2020). 
Apresentam-se nas Tabelas 4 e 5 um resumo dos servidores públicos e os montantes recebidos pelos mesmos 
do auxílio emergencial. Na Tabela 4 apresentam-se os valores que foram pagos a servidores federais do auxílio 
emergencial, conforme CGU (2020). 
 
Tabela 4: Servidores públicos federais que receberam auxílio emergencial 








Civil com vínculo no SIAPE 14.182 26.509 16.852.200,00 29% 
Militar da União, ativo ou inativo 52.001 63.700 39.454.200,00 68% 
Funcionário de empresa Estatal Federal 950 2.231 1.505.400,00 3% 
Total 67.133 92.440,00 57.811.800,00 100% 
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Como se observa na Tabela 4, entre os servidores públicos federais o vínculo com destaque de maior 
incidência de irregularidades, no recebimento do auxílio emergencial se promoveu entre os militares da União, 
ativos, inativos ou pensionistas, com 68% de constatações pela CGU. Por sua vez, o aporte representativo de 
R$ 923 milhões se processou entre os servidores das outras esferas de poder, conforme Gráfico 3. 
 
  Gráfico 3:  Servidores Estaduais, Distritais e Municipais que receberam auxílio emergencial 
 
Fonte: CGU (2020) 
 
Na análise do Gráfico 3, constata-se que os Estados com destaque na incidência de recebimento 
indevido do auxílio emergencial, foram os Estados, Maranhão, com R$ 168.808.800 (18,27%), Bahia, com R$ 
136.725.600 (14,99%), Minas Gerais, com R$ 93.427.200 (10,11%), observa-se que essas detecções se 
realizaram através de ação conjunta da CGU e TCE dos Estados da Federação. De acordo com Nander (2020), 
este fato pode estar relacionado, as regiões Norte e Nordeste terem aderido ao programa com uma parcela 
significativa da população, como Amapá e Maranhão, com 45% e 65% respectivamente, regiões de incidência 
de vulnerabilidade social, justificando a elevada incidência (CGU, 2020). 
Destaca-se que até novembro de 2020, 65 milhões de brasileiros, foram beneficiados com R$ 254 
bilhões de reais de aportes para os participantes do auxílio emergencial, os servidores públicos com 
recebimento irregular desse benefício representam 0,42% (1 bilhão de reais) do montante efetivamente pago 
aos beneficiários regulares, mas, evidencia-se que as TICs utilizadas pela CGU, foram eficazes na detecção 
dessas irregularidades no tocante aos servidores públicos (Nander, 2020; CGU, 2020). 
Dessa forma, às três teorias que estudam a fraude, através das metodologias do, triângulo da fraude, 
o diamante da fraude e o pentágono da fraude, evidenciam que a principal variável a ser monitorada, está sob 
o controle da instituição, destacando-se a ‘oportunidade’, a ação da CGU foi fundamental para inibir a ação de 
outros servidores públicos intentassem a buscar o auxílio emergencial, pois, a detecção das irregularidades 
inibiram o intento de outros que planejavam buscar o benefício social (Rocha, 2018; Peres & Brizoti, 2016, 
Brasiliano, 2015). 
Coadunam com esse entendimento o estudo realizado por Paschoal, Santos e Faroni (2020), que em 
pesquisa sobre fraudes detectadas pela Auditoria da União, a oportunidade, destacou-se representativa na 
incidência sobre as demais variáveis, pela fragilidade detectadas pelos fraudadores nos controles internos, 
como motivador para o cometimento do ato fraudulento. 
Com relação as demais pessoas que receberam o auxílio emergencial indevidamente o Tribunal de 
Contas da União (TCU), informou que 3,7 milhões de beneficiários pagos, foram cancelados, o que gerou uma 
economia de R$ 8.8 bilhões de reais aos cofres públicos, esses estão em processo de devolução dos valores, 
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Destarte, passa-se a analisar as principais ações da CGU, investigadas pela Polícia Federal que 
geraram ‘operações’ para combater atos de corrupção na pandemia da Covid-19. Evidencia-se no quadro 2 as 
principais operações desencadeadas pela polícia Federal. 
 
Quadro 2:  Operações realizadas pela política Federal na pandemia da covid-19 
Operação Cidade-Estado Data Situação de Fato Valores 
Cobiça 
Fatal 
São Luis- MA e 
São José do 
Ribamar – MA 
09/06/2020 
Fraudes em Licitações e desvio de verbas 
Federais utilizados na pandemia da Covid-19 – 
superfaturamento de 341% 
2,3 Milhões 
Serôdio 




Desvio de verbas públicas no funcionamento do 
Hospital de Campanha de Aracaju/SE. 






combate desvio de medicamentos e de teste de 
diagnósticos para Covid-19, além do uso indevido 








objetivo de apurar fraude em licitação realizada 
com recursos federais destinados ao 







desarticular organização criminosa que pratica 
crimes de fraude em licitação e corrupção, com 
desvio de recursos públicos utilizados no 









para investigar fraudes em licitação de compra de 
testes da Covid-19, realizada pela prefeitura de 
Picos/PI. 
Não declarado 
Desvid-19 Boa Vista- RO 14/10/2020 
Apurar suspeitas de sobrepreço e 
superfaturamento na execução de emendas 
parlamentares destinadas ao combate à pandemia 
em Roraima 
20 milhões 
Fonte: Polícia Federal (2020) 
 
Conforme quadro 2, destaca-se a região Norte do Brasil, com quatro operações (Oiapoque-AP; 
Macapá-AP; Amapá; Boa Vista-RO), realizadas pela polícia federal, na investigação de utilização fraudulenta 
de recursos Federais para o combate do coronavírus, por crimes contra a administração pública, com atos de 
licitação criminosa, com valores apontados nas investigações de cerca de R$ 30 milhões, somente na região 
Norte (Nader, 2020, Polícia Federal, 2020, CGU, 2020). 
Constata-se que essas operações se iniciaram pela CGU e Auditoria Geral da União, por meio da 
ferramenta ‘Alice’, que promoveram as análises das licitações, contratos e editais com recursos, federais, em 
que, participaram dessas operações os tribunais de conta estaduais (TCE), o Departamento de Auditoria do 
SUS (DENASUS) e a polícia Federal, onde se detectaram atos de improbidade e corrupção ativa e passiva de 
cerca de R$ 100 milhões de reais (Quadro 2) (Agência Brasil, 2020, Polícia Federal, 2020; CGU, 2020). 
Na pesquisa realizada por Panis (2020), sobre a ferramenta ‘Alice’, utilizada na Gespublin, a mesma 
mostrou-se eficaz na constatação de irregularidades em licitações públicas realizadas no Brasil, com ações 
antecedentes, que a Auditoria da União impediu a abertura de processos licitatórios pela existência de vícios 
nos editais, promovendo a economicidade dos recursos públicos. 
Dessa forma, outras investigações estão sendo realizadas pela polícia Federal, polícia civil e Ministério 
Público estaduais, que investigam indícios de fraudes que se aproximam de R$ 1,4 bilhões de reais, valor que 
ultrapassa em 13 vezes a ‘máfia dos sanguessugas’ que ocorreu em 2006, com valores de R$ 110 milhões de 
reais; os principais estados investigados são: São Paulo (R$ 550 milhões); Rio de Janeiro (R$ 770 milhões); 
Santa Catarina (R$ 33 milhões); Ceará (R$ 35 milhões); Amazonas (R$ 7 milhões) e outros estados da 
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federação, as principais ocorrências se referem a superfaturamento de respiradores e de hospitais de 
campanha (Estado de Minas, 2020, CGU, 2020). 
Destaca-se que apesar dessas operações e prisões, com desvio de recursos públicos de 100 milhões 
em operações deflagadas e investigações de R$ 1,4 bilhões que estão em andamento na contenção da 
pandemia da Covid-19, entende-se estarem correlacionadas, com posição que o Brasil ocupa no IPC, em que, 
adota a escala de 0 a 100, na edição de 2019, onde Brasil obteve a nota 35, a mesma de 2018 (Shalders, 
2020). 
Na busca de subsídios para amparar esse índice de corrupção, o Instituto Brasileiro de Planejamento 
Tributário (IBPT), destacou que o brasileiro trabalha até 29 dias por ano, para cobrir os desvios com corrupção 
na administração pública, evidencia-se ainda, que a corrupção consome 8% de tudo que é arrecadado no país, 
R$ 160 bilhões de reais, por ano (IBPT, 2017). Por sua, vez a ONU (2017), que estabeleceu a corrupção no 
Brasil em 2016 de R$ 200 milhões de reais, destacou que em irregularidades evidenciadas pela Petrobrás, 
representaram cerca de R$ 40 bilhões em fraudes contratuais (Veloso, 2019). 
Isso nos remete que as constatações evidenciadas nas operações de controle de recursos públicos, 
encabeçadas pela CGU e demais órgãos fiscalizadores, depreende-se diante desse quadro de corrupção 
apontados pela FIESP, ONU, IBPT e OKBR que coadunam com a pesquisa de Caldas, Costa e Pagliarussi 
(2015) que constataram ser robusta a relação entre corrupção e gastos públicos. 
Dessa forma, para se verifica a efetividade das ferramentas da CGU, no tocante as detecções, passa-
se a fazer a racionalização para entender-se esse fato, observa-se a Tabela 5, os valores indevidos que foram 
detectados pelas TICs da CGU e outras entidades. 
 
Tabela 5: Aplicações irregulares de recursos no combate à Covid-19  





Servidores públicos Federais (auxílio emergencial) 92.440 57.811.800,00 0,51% 
Servidores públicos (Estaduais, Municipais e Distritais – 
auxílio emergencial 
613.431 923.901.000,00 8,19% 
Demais cidadãos que receberam indevidamente o 
auxílio emergencial 
3.700.000 8.800.000.000,00 78% 
Operações realizada pelo CGU e polícia Federal 7 operações 100.000.000,00 0,89% 
Investigações em andamento sobre recursos 
disponibilizados para combater à Covid-19 
5 estados da 
Federação 
1.400.000.000,00 12,41% 
Total 11.281.712.800 100% 
Fonte: CGU (2020) 
 
De acordo com o cálculo do custo da corrupção evidenciado nas Tabelas 1 e 2, em que, dos recursos 
disponibilizados à Covid-19, cerca de R$ 457 bilhões de reais, depreende-se que 12,78%, isto é, cerca de R$ 
21,06 bilhões de reais, podem estar envoltos em atos de corrupção sejam de natureza ativa ou passiva. 
Assim após pesquisas nos sites da CGU (Portal da Transparência), construiu-se a Tabela 6, em que, 
evidenciou-se em ações realizadas pela CGU, com suas TICs, conseguiram detectar cerca de R$ 11,28 bilhões 
de reais de irregularidades com recursos da Covid-19; o parâmetro que se utilizou para verificar a efetividade 
das ferramentas da CGU, foi elaborado em tópico específico nesse estudo, onde representou cerca de R$ 21,06 
bilhões de reais; destaca-se por essa ótica que a CGU conseguiu alcançar 53% dessa previsão, sendo um valor 
aproximado, em que pode haver variações. 
Dessarte, infere-se que as TICs utilizadas pela CGU para monitorar e detectar fraudes foram funcionais, 
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esses recursos, destaca-se que as investigações continuam e nos próximos anos esses valores serão 
atualizados (Agência Brasil, 2020; Brasil, 2020; IBPT, 2019). 
A controladoria Geral da União, na atuação do monitoramento e controle das ações dos entes 
federados e instituições públicas, e no acompanhamento de programas do Governo Federal, obteve uma 
economia R$ 42,73 bilhões nos últimos oito anos como se observa na Tabela 6. 
 
Tabela 6: Benefícios Financeiros apurados pela CGU por ano 











4.61 7.29 12.94 42.73 
Fonte: CGU (2020) 
 
De acordo com os resultados apresentados pela CGU (2020), onde se obteve benefícios financeiros, 
através da sua sistemática de controle interno, em que, destacam-se, o cancelamento de licitações e contratos 
com objeto desnecessário, com economia de R$ 1,59 bilhões, suspensão de pagamento não continuado 
(indevido), em 17,33 bilhões, recuperação de valores pagos indevidamente, com R$ 1,79 bilhões, dentre outras 
ações realizadas pela CGU e demais órgãos fiscalizadores sob o seu comando.  
Observa-se que a CGU, antes da pandemia da Covid-19 já realizava ações preventivas no 
monitoramento dos recursos federais, a projeção para o ano de 2020, de acordo com a tabela 6, seriam de 
cerca de R$ 13 bilhões de benefícios (economicidade) para o total de recursos federais liberados. Conforme 
demonstrado na Tabela 5, entre os ilícitos praticados somente com recursos disponibilizados para combater à 
Covid-19, detectou-se cerca de R$ 11,2 bilhões de reais de irregularidades constatados pela CGU, promove-
se dessa forma um aumento da projeção de 2020, com a operacionalização dos recursos disponibilizados para 
estados e municípios da Covid-19 (CGU, 2020). 
No tocante as fraudes constatadas pela CGU (2020), com recursos da saúde, Caldas, Costa e 
Pagliarussi (2016), obtiveram evidências negativas com aplicação de recursos da saúde e educação pelos 
municípios brasileiros, isso se dá pela obrigação dessas aplicações serem reguladas, e os autores, destacaram 
que os fraudadores, buscam a facilidade na realização de ilícitos, em que, saúde e educação, não seriam 
atrativos, por seus insumos serem fornecidos por um número expressivo de empresas. 
Por conseguinte, os resultados obtidos nesse estudo, não coadunam com as evidências desta 
pesquisa, onde se constataram atos de corrupção com recursos da saúde, de cerca de R$ 11,2 bilhões de 
reais, observando que os operadores públicos, vislumbraram nos recursos destinados a combater à Covid-19, 
cerca de R$ 457 bilhões de reais, em uma oportunidade de praticar atos delituosos, contra a administração 
pública; destaca-se no estudo da fraude, a variável oportunidade, como a mais evidente nas práticas delituosas, 
em que o sujeito, racionaliza a falta de controle desses recursos, e que esse seria o momento propicio de 
cometer o ato e não ser descoberto (Rocha, 2018; Souza Louzada, 2017; Santos, 2016; Peres e Brizoti, 2016). 
A atuação da CGU no controle de recursos federais liberados para Estados, municípios e Distrito 
federal, foi fundamental, pois, de acordo com Sodré e Silva (2010), na investigação de emendas parlamentares 
ao orçamento e corrupção municipal, evidenciaram a ocorrência de liberação desses recursos sem o devido 
controle na aplicação, por esses entes, em que, apresentaram 25% a mais de atos corruptos praticados pelos 
agentes públicos com essas emendas parlamentares, destaca-se que a oportunidade de praticar o ato 
delituoso, está configurado nas três metodologias que estudam a fraude, mas observa-se, que a variável 
oportunidade é a única sob o controle da instituição pública, pois uma vez, estabelecidos controles rígidos o 
sujeito racionaliza, que a possibilidade de ser detectado, sendo essa significativa, desiste de praticar a ação 
(Santos, 2016; Brasiliano, 2015).  
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Em estudo correlato, sobre detecção de fraudes pela CGU, Paschoal, Santos e Faroni (2020), além da 
variável oportunidade, destacam a ‘capacidade’ de cometer à fraude, onde demonstram que o cargo ocupado 
pelo indivíduo estar relacionado com o cometimento de corrupção contra a administração pública.  
No tocante a verificação da efetividade das TICs utilizadas pela CGU, constatou-se que a inteligência 
artificial e a Machine learning, após obter bons resultados no setor privado, passou-se a ser utilizada pela 
Administração pública no monitoramento de processos que utilizam recursos públicos federais. Desde 2015 a 
CGU aprimorou as TICs em ações preventivas e corretivas utilizadas isoladas ou conjuntamente (Alice, malha 
fina dos convênios, fala Brasil, E-gov e outras) no combate a atos de corrupção com verbas federais, mostrando-
se efetiva nessa ação, com constatações de cerca de R$ 11,2 bilhões de reais (Panis, 2020; Carvalho, 2020; 
Caldas, Costa & Pagliatussi, 2020). 
 
5. Considerações Finais 
 
Essa pesquisa tratou de verificar se as ferramentas Tecnológicas utilizadas pela CGU, foram efetivas 
na detecção de fraudes no monitoramento dos recursos que foram disponibilizados na pandemia da Covid-19, 
utilizaram-se como teorias, as metodologias de estudo da fraude, e estudos relacionados com esse tema. 
Essa pesquisa é relevante para analisar se as TICs foram capazes de promover as detecções de 
fraudes, uma vez que, de acordo com a ONU, FIESP, IBPT e OKBR revelaram ser robusto o índice de corrupção 
com recursos públicos no Brasil, onde em cálculo médio estimado de três instituições, apresentou-se cerca de 
R$ 21,06 bilhões de reais de possíveis atos de corrupção com recursos disponibilizados para combater a 
pandemia. Entende-se que o objetivo dessa pesquisa que buscou verificar a efetividade das Tecnologias da 
Informação e Comunicação (TICs) utilizadas pela CGU, foi alcançado, pois, conseguiu-se detectar as fraudes 
com recursos destinados à Covid-19 e verificar se as TICs foram efetivas. 
Os levantamentos da busca de irregularidades, basearam-se em três aspectos, auxílio emergencial, 
com R$ 1 bilhão de reais e R$ 8.8 bilhões de reais, de recebimento de servidores públicos e demais cidadãos 
respectivamente; operações da polícia Federal, que promoveram investigações através de dados levantados 
pela CGU, onde foram deflagadas sete operações pela PF, com valores dos ilícitos de cerca de R$ 100 milhões 
de reais; outras investigações que estão em andamento, através da polícia civil, CGU, Ministério Público 
Estaduais, por superfaturamento de preços e ilicitudes nos processos licitatórios, que apontam em cerca de R$ 
1,4 milhões de reais, depreende-se que as TICs foram utilizadas conjuntamente, em parceria com outros órgãos 
de controle brasileiro. 
De acordo com as análises promovidas nessa pesquisa, onde se constatou irregularidades, de acordo 
com a Tabela 5, com montantes apresentados em R$ 11,2 bilhões de reais, que de acordo com o cálculo médio 
para o custo da corrupção com recursos da Covid-19 representam cerca de R$ 21,06 bilhões. Dessa forma, 
depreende-se que as TICs utilizadas pela CGU foram efetivas no monitoramento dos recursos da Covid-19. 
Com relação aos estudos relacionados com esse tema, Paschoal, Santos e Faroni (2020), também 
destacaram a variável oportunidade, como a mais relevante em pesquisa sobre fraude, pois, os fraudadores 
contam com as deficiências dos sistemas de controle; ainda, sobre as TICs, Panis (2020), evidenciou a 
efetividade da ferramenta Alice, que foi utilizada para detectar vícios em editais e contratos com recursos da 
Covid-19, além disto, Caldas, Costa e Pagliarussi (2015) evidenciaram em seu estudo a robustez da corrupção 
na utilização de recursos públicos, coadunando com os achados dessa pesquisa. 
Como limitações dessa pesquisa destaca-se, a falta de conhecimento de quais ferramentas promovem 
efetivamente o auxílio na detecção de fraudes, pois, essas informações não são apresentadas individualmente 
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qual ferramenta é a mais eficaz, ainda, pelo sigilo dos dados dos cidadãos, não se pode aprofundar a análise, 
através das metodologias que estudam a fraude. 
Para pesquisas futuras relacionadas a esse tema, aponta-se para se buscar ferramentas de detecção 
de fraudes, eletrônicas utilizadas em outros países, para se realizar uma comparação com as utilizadas pela 
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