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Detecting MMS Virus Using Data Mining Technique 
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มัลติมีเดียท่ีมีไวรัสไดโดยมีความถูกตองเทียบเทา Viral Marketing Tool ซึ่งเปนโปรแกรมเชิงพาณิชย 
 




 This research applies one of data mining techniques called ‘association rule discovery’. The 
objective for this research is to detect MMS containing CommWarrior-type virus. Researchers practically 
examine the program and achieve the results that the created program is able to detect virus-contained 
MMS.  The result from applying data mining technique is apparently shown that the program is able to 
detect virus-contained MMS at the same accuracy as Viral Marketing Tool, commercially available 
program. 
 








ป ร ะ ส ม ไ ด อี ก ด ว ย  โ ด ย ไ ว รั ส นี้ มี ชื่ อ เ รี ย ก ว า 
CommWarrior[1] ซึ่งก็คือ ไวรัสประเภท Worm ท่ี
ทํางานอยูบนโทรศัพทเคล่ือนท่ี Symbian Series 60 
ซึ่งสามารถแพรกระจายผานทาง Bluetooth และ
ขอความส่ือประสม เมื่อไวรัสนี้ เขาไปฝงตัวอยู ใน
โทรศัพทเคล่ือนท่ีแลว ไวรัสจะเริ่มทําการคนหา
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ขอความส่ือประสม (MMSC System) โดยไรประโยชน 
เพราะผูใชบริการสวนใหญท่ีรองเรียนปญหาน้ีจะไม
ยอมชําระคาบริการ หรือในบางรายอาจถึงขั้นยกเลิก







ปญหาไวรัสโทรศัพท เค ล่ือนท่ี  โดยการใช  Viral 







กันมากท่ีสุดเปนอันดับ 1-3 คือ ไวรัส CommWarrior




ประสิทธิภาพทัดเทียมกับ Viral Marketing Tool โดยที่
ผูใหบริการเครือขายโทรศัพทเคล่ือนท่ีไมตองเสีย




จาก Viral Marketing Tool ท่ีสามารถวิเคราะหขอมูล
ไดถึงเนื้อหาภายในของขอความส่ือประสม จึงสงผลทํา
ใหอัตราการตรวจจับไวรัสมีความถูกตองรอยละ 100 
แตขอมูลท่ี Viral Marketing Tool ตองเก็บเพ่ือนําไป
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ความสัมพันธ (Association Rule) แบบวิธีคนหา
รูปแบบ (Frequent Pattern Mining) มาใชคนหา
ความสัมพันธระหวางขอมูลท่ีรวบรวม โดยใชคา






ได สวน Viral Marketing Tool นั้นมีความสามารถใน
การตรวจจับขอความส่ือประสมที่มีไวรัสได โดยมีความ
ถูกตอง รอยละ 100 ซึ่งมีขอดอยตรงที่ผูใหบริการตอง
เสียคาใชจายเพ่ิมนอกเหนือจากคาใบอนุญาตการใช 
Viral Marketing Tool เพราะตองจัดหาอุปกรณสําหรับ
รวบรวมทราฟฟกท่ีมีขนาดความจุใหญเพียงพอกับท
ราฟฟกในแตละวัน เพ่ือนําไปใชเปนขอมูลเริ่มตนของ 












ขอมูล 9 ขอมูล ดังภาพที่ 3 ซึ่งแบงการจัดเก็บขอมูล 
 3.1.1 ชุดฝกสอน (Training set) คือขอมูลการสง
ขอความส่ือประสมของผูใชงานภายในระบบบริการ
รับสงขอความส่ือประสม จํานวน 4 Server ระหวาง
วันท่ี 1-30 มิถุนายน 2552 ท่ีใชในการสรางโปรแกรม 
  3.1.2 ชุดทดสอบ (Test set) คือขอมูลการสง
ขอความส่ือประสมของผูใชงานภายในระบบบริการ
รับสงขอความส่ือประสม จํานวน 4 Servers ระหวาง
















รูปท่ี 2 กระบวนการโหลดขอมูล Log สูฐานขอมูล
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วิเคราะหความสัมพันธ (Association Rule) แบบวิธี
คนหารูปแบบ (Frequent Pattern Mining) โดยใช
ขอมูลชุดฝกสอน และเลือกกฎความสัมพันธโดย
พิจารณาตามหลักเกณฑการจําแนกดังนี้ 
  3.2.1 ผลลัพธของเง่ือนไขตองมีคาสนับสนุน 
(Support) มากกวาหรือเทากับคานอยท่ีสุดของคา
สนับสนุน (Minimum Support) ท่ีกําหนดไว โดย
กําหนดไวท่ี 1% เนื่องจากจํานวนของไวรัสท่ีสนใจใน
งานวิจัยนี้มีอยูประมาณ 10% ของขอมูล ท้ังหมด
เทานั้น 
 3.2.2 ถาเง่ือนไขใดมีคาความเชื่อมั่น (Confidence) 
มากกวา 80% ขึ้นไป จะถือวาเ ง่ือนไขนั้นเปนกฎ
ความสัมพันธ 
3.3 พัฒนาโปรแกรม 
      พัฒนาโปรแกรมเพื่อใชตรวจจับขอความส่ือ
ประสมท่ีมีไวรัส โดยผูวิจัยนํากฎความสัมพันธท่ีผาน
การจําแนกกฎความสัมพันธท้ัง 2 กฎ ของเง่ือนไข
ประเภทของเนื้อหาท่ีสงมากับขอความส่ือประสม มา
เปนกระบวนการทํางานหลัก โดยสถาปตยกรรมระบบ
จะเปนลักษณะเว็บแอพพลิเคชั่น (Web application) 
ซึ่งพัฒนาขึ้นดวย ภาษา PHP จาวาสคริปต 
(JavaScript) ฐานขอมูลมายเอสคิวแอล (MySQL) 





รูปท่ี 4 สถาปตยกรรมระบบ 
 
3.4 ทดสอบความถูกตองของโปรแกรม 












Viral Marketing Tool  
 3.5.1ตัวชี้วัดและสถิติท่ีใชในการวิจัย 
        ตัวชี้วัดท่ีใชในการวิจัย คืออัตราการตรวจจับ 
(Detection Rate) ระหวางโปรแกรมท่ีพัฒนาข้ึน กับ 
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31 กรกฎาคม 2552 จํานวน 5,445,348 รายการ ดังรูป








ตารางที่ 1 แสดงผลเปรียบเทียบประสิทธิภาพเฉลี่ย 







543,273 100% 0 
Program 542,759 99.89% 0.05 
 
จากตารางท่ี 1 พบวาโปรแกรมที่พัฒนาขึ้นสามารถ
ตรวจจับขอความส่ือประสมท่ีมีไวรัสได  542,759 
ขอความ จากขอความส่ือประสมท่ีมีไวรัสท้ังหมด 
543,273 ขอความ นั่นคือยังไมสามารถตรวจจับไดอีก
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