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Internet temelji na povezovanju administrativno ločenih omrežij, 
poimenovanih avtonomni sistemi. V uvodu diplomskega dela je tako podano, kaj vse 
je potrebno za vzpostavitev uspešne komunikacije med napravami, povezanimi v 
internetni sistem, oziroma med napravami znotraj organizacije. Sem spadajo 
informacije o usmerjevalnih protokolih in naslavljanju. Namen diplomske naloge je 
bil raziskati, kako se internetni ponudniki ter večje organizacije povezujejo med 
seboj in si izmenjujejo informacije o omrežjih. Protokol mejnih usmerjevalnikov 
(BGP) je internetni protokol, ki je namenjen prav temu, zato je od vseh obravnavanih 
usmerjevalnih protokolov tudi bolj podrobno opisan.  
V jedru dela so podane osnovne funkcije in načini povezovanja s protokolom mejnih 
usmerjevalnikov. Ponudniki in večje organizacije imajo za ta namen med seboj 
vzpostavljenih več povezav, za uravnoteženo razporejanje prometnih obremenitev 
med njimi, pa uporabljajo protokol BGP. Opisana teorija o protokolu zajema njegovo 
terminologijo in osnovne koncepte delovanja, pri čemer je narejen poudarek na 
povezovalnih metodah, prek katerih se usmerjevalniki povezujejo med seboj, 
sporočilih za izmenjavo informacij in kako si na podlagi teh sporočil gradijo 
usmerjevalne tabele. Razloženi so sledeči pojmi: avtonomni sistem, interne seje 
BGP, eksterne seje BGP in atributi BGP. 
Nadaljevanje je namenjeno bolj napredni uporabi protokola BGP. Sem spadajo 
vprašanja, kako lahko vplivamo na izbor internetnih poti, kako lahko zmanjšamo 
število omrežij v usmerjevalnih tabelah, in podobno. Filtriranje usmerjevalnih poti je 
v internetnih sistemih zelo razširjen postopek, zato moramo poznati zadevna orodja 
na osnovi katerih so realizirana. Analizirali smo sledeče metode: usmerjevalne 
zemljevide, regularne izraze, sezname predpon ter skupnosti BGP. 
Sledi poglavje o postopkih, kako si storitveni ponudniki izmenjujejo internetni 
promet med svojimi avtonomnimi sistemi skozi fizično infrastrukturo, ki ji pravimo 
stičišče internetnih omrežij (IX). Opisan je Slovenski IX ter mednarodno vozlišče,  ki 
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deluje v Amsterdamu. Naštete so prednosti takega povezovanja v smislu alternative 
neposrednemu medsebojnemu povezovanju. 
V zadnjem delu smo na praktičnem delu spoznali, kako se operaterji povezujejo prek 
stičišč in kako si skladno s potrebami ustvarijo svojo usmerjevalno politiko. V tem 
primeru se operaterji povezujejo na strežnik usmerjevalnih poti, zato smo pred 
praktičnim delom obravnavali še pomen in uporabo tega strežnika. Glavne prednosti 
uporabe strežnika usmerjevalnih poti so naslednje: zmanjšanje števila potrebnih 
eksternih sej BGP, ločeni funkciji usmerjanja in posredovanja ter več stopenj 
filtriranja prometa. V analizi so podane tudi implementacije strežnikov poti, ki so 
trenutno na voljo. Za strežnike poti proizvajalca Cisco, pa je v praktičnem delu 
podan tudi podroben nastavitveni proces skupaj z njegovo obrazložitvijo.  
Iz sklepa lahko razberemo, da je osnovna nastavitev strežnikov poti sorazmerno 
enostaven proces, da pa lahko zadeva postane kompleksna, brž ko pridejo k nam 
informacije o večjem številu poti in je potrebno izbrane izmed njih ustrezno filtrirati. 
Za zaključek so podani še rezultati praktičnega dela, ki v prvem delu predvsem 
potrjujejo teze iz obravnavane teorije, s katero smo se seznanili v uvodnih poglavjih 
diplomskega dela, v zaključnem delu, pa je podana še primerjava preizkušene 
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The internet is based on the integration of separated administrative networks, 
named autonomous systems. In the introduction of this thesis we shortly describe 
what is necessary in order to establish successful communication between devices 
that are connected to the internet or between devices within an organization. This 
includes information about routing protocols and internet addressing. The thesis 
mostly deals with how internet providers and large organizations connect with each 
other and exchange information. The protocol that serves this purpose, and is the 
main object of interest of the thesis, is called the border gateway protocol (BGP). 
The core part of the thesis includes the basic functions and ways of connecting 
with the protocol. Providers and large organizations keep multiple mutual links for 
this purpose. In order to balance and distribute the traffic load between them, they 
use the BGP protocol. The basic theory about the protocol includes its terminology 
and concepts, the focus being on how the routers – devices that forward data packets 
along networks – connect to each other using this protocol, as well as which 
messages they exchange and how they, on the basis of these messages, build the 
routing table. The theory features some of the following concepts: autonomous 
system, iBGP/eBGP sessions and attributes of BGP protocol.  
This is followed up with more advanced applications of the protocol. There are 
some demanding questions, namely about how to influence the selection of paths, 
how to reduce the number of networks in the routing tables and so on. There is a lot 
of filtering going on throughout the web; so it is necessary to know its tools.  We 
describe the following tools: route maps, regular expressions, prefix lists and BGP 
communities. 
The next part deals with how service providers exchange internet traffic 
between/among their autonomous systems through physical infrastructure, called 
internet exchange points. We have taken a closer look at the Slovenian IX and 
another larger one located in Amsterdam. We also describe the benefits of such 
connections, compared to direct connections. 
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The final part of the thesis gives a practical example of how two operators can 
interconnect through the internet exchange, and how they – if necessary – can build a 
routing policy. But since in this case, the operators connect through a route server, 
we have to start by describing the function and usage of this server first. The results 
show that the main benefits of route servers are the following - a smaller number of 
eBGP sessions, separated functions of routing and forwarding and more stages of 
filtering of the internet traffic. Further on, we take a look at some practical 
implementations of the route servers on offer.  
In the practical part of the thesis we explain the list of commands on routers 
provided by the American firm Cisco Systems. Our conclusion is that the basic 
setting is a simple one, but complexity rises as we receive more infromation, 
meaning we have to filter some out. To conclude, some results from practical part are 
presented and they confirm the theory accrued during this thesis. We then compare 
the commercial solution with the open-source one, as well as listing all pros and cons 
regarding one and the other. 
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1  UVOD 
Živimo v času, kjer je visoka razpoložljivost interneta za uporabnike 
samoumevna. Internet sestavljajo fiksna, mobilna in brezžična omrežja, ki so med 
seboj povezana prek internetnega protokola (angl. IP – Internet Protocol). Omrežje 
lahko sestavljajo omrežne, strežniške in uporabniške naprave, kot so npr. pametni 
mobilni terminali in tablice, osebni računalniki, spletni strežniki, stikala, požarni 
zidovi, usmerjevalniki prometa in druge omrežne naprave. Vsaka naprava mora imeti 
internetni naslov, ki ji je dodeljen. V internetnem omrežju potrebuje vsaka naprava 
za komuniciranje z drugo javni naslov IP. Naslov IP je v splošnem sestavljen iz dveh 
delov. Prvi je omrežni del, drugi pa del, ki pripada napravi. Mejo med prvim ter 
drugim delom naredimo z podomrežno masko (ang. subnet mask). Ta princip 
naslavljanja velja tako za protokol IPv4 kot za protokol IPv6. Vsakemu omrežju 
lahko torej pripada po več naprav. Za iskanje poti med različnimi omrežji 
potrebujemo usmerjevalni protokol, sicer smo prisiljeni vse možne poti vnašati 
ročno. Usmerjevalne protokole v temelju delimo na interne usmerjevalne protokole 
(ang. IGP – Interior gateway protocol) in zunanje usmerjevalne protokole (ang EGP 
– Exterior gateway protocol). Namen usmerjevalnih protokolov IGP je izmenjava 
usmerjevalnih informacij znotraj avtonomnega sistema AS. Sistem AS predstavlja – 
preprosto povedano –  usmerjevalnike BGP oziroma skupnost omrežij IP (kajti ni 
nujno, da je protokol implementiran na vseh usmerjevalnikih) ponudnika internetnih 
storitev oziroma večje organizacije. Zgledi za protokole IGP so: RIP, OSPF in IS-IS. 
Usmerjevalni protokol EGP pa v večini primerov uporabljamo za izmenjavo 
usmerjevalnih informacij med različnimi avtonomnimi sistemi. V nadaljevanju bomo 
spoznali, da je v teoriji mogoče tudi s protokolom EGP izmenjavati omrežne 
informacije znotraj AS [43]. Uporaba protokolov IGP in EGP je razvidna iz slike 2.1 
1 Uvod 6 
 
 
Slika 1.1: Uporaba internih in zunanjih usmerjevalnih protokolov 
  Ponudniki internetnih storitev in večje organizacije se zaradi zahtev po visoki 
razpoložljivosti storitev trudijo povezati med seboj v čim večjem številu. Vsaka taka 
administrativna entiteta ima definirano svojo številko avtonomnega sistema (ang. 
ASN – Autonomous System Number). Za povezovanje med seboj uporabljajo 
usmerjevalni protokol mejnih usmerjevalnikov (angl. BGP – Border Gateway 
Protocol), ki velja za edini zunanji usmerjevalni protokol. Usmerjanje med 
organizacijami tako poteka na nivoju avtonomnih sistemov in ne neposredno med 
usmerjevalniki, kot se to dogaja pri drugih usmerjevalnih protokolih. Nekateri 
internetni ponudniki so hkrati tudi internetni tranzitni ponudniki (ang. Internet transit 
ISP), kar pomeni, da z uporabo protokola BGP povezujejo manjše internetne 
ponudnike, ki imajo dostop do globalnega interneta prek njih [3]. 
V diplomskem delu je opisana teorija protokola BGP, ki jo je potrebno poznati 
pri medoperaterskem povezovanju. Cilj je, da se spoznamo tako z osnovami 
protokola kot tudi z bolj napredno rabo, predvsem s filtriranjem oglaševanja 
internetnih poti, ki se pogosto uporablja. 
Vsaka poslovna entiteta praviloma stremi k čim manjšim stroškom 
medmrežnega povezovanja. Sem štejejo predvsem stroški dela, opreme in najetih 
povezav. Prav tako je vsem v interesu, da so internetna omrežja kljub globalni 
razsežnosti čim manj kompleksna. V ta namen obstajajo fizične lokacije, ki jim 
pravimo stičišča internetnih omrežij (angl. IX – Internet Exchange). Na ta stičišča se 
lahko povezujejo entitete, ki so registrirane v regionalnem registru RIR (ang. 
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regional internet registry) in imajo dodeljeno lastno identiteto avtonomnega sistema 
in namenski združeni naslovni prostor (angl. PA – Provider Aggregated).  
Naš cilj bo spoznati teorijo stičišč IX, bolj podrobno analizirati prednosti 
povezovanja prek sistemov IX in podati primere, kako je povezljivost izvedena v 
praksi.  
Cilj diplomske naloge je prav tako seznanitev s strežnikom usmerjevalnih poti, 
ki se lahko nahaja v stičišču internetnih omrežij in je potreben za dosego prej naštetih 
prednosti. Tukaj se protokol BGP uporablja za povezovanje med robnim 
usmerjevalnikom administrativne entitete, ki ima svojo številko avtonomnega 
sistema, ter strežnikom usmerjevalnih poti. 
 
Slika 1.2: Uporaba protokola mejnih usmerjevalnikov pri povezovanju na več načinov 
(stičišče internetnih omrežij, povezovanje organizacij, internetni tranzit) 
 
Zadnji del diplomskega dela zajema praktičen primer, v katerem se dva 
operaterja namesto direktno med seboj povezujeta skozi stičišče internetnih omrežij. 





2  Osnove protokola mejnih usmerjevalnikov 
Protokol BGP je usmerjevalni protokol, ki predstavlja edini standardizirani 
protokol iz družine eksternih usmerjevalnih protokolov, s katerim se lahko 
izmenjujejo usmerjevalne informacije (atribute) med različnimi avtonomnimi sistemi 
[2].  Na podlagi usmerjevalnih informacij, pridobljenih s protokolom BGP, se 
usmerjevalniki BGP odločijo, katera je optimalna pot do ciljnega omrežja. Vsi ostali 
usmerjevalni protokoli omogočajo izmenjavo usmerjevalnih informacij med 
usmerjevalniki znotraj istega avtonomnega sistema. Proces izbora poti opravljajo 
usmerjevalni algoritmi, ki se odločajo na podlagi metrike, kakršna je npr. hitrost 
povezave. Kaj je avtonomni sistem in kateri atributi obstajajo, si bomo pogledali v 
nadaljevanju. Z uporabo protokola BGP si robni usmerjevalniki BGP izmenjajo 
informacije o trenutno dosegljivih omrežjih zunaj lokalnega avtonomnega sistema, s 
čimer lahko laže kontroliramo izbor optimalne poti, na temelju več ločenih povezav 
v različne avtonomne sisteme pa lahko vpeljemo redundanco in s tem povečamo 
razpoložljivost povezave v internet. Tako lahko BGP uporabimo kot alternativo 
privzetim potem, ki jih uporabimo, če imamo samo eno povezavo v internetno 
omrežje. Privzeta pot pove usmerjevalniku, naj posreduje promet IP v internetno 
omrežje, če promet ni namenjen napravam znotraj avtonomnega sistema. 
2.1  Avtonomni sistem 
Avtonomni sistem praviloma sestavlja večje število usmerjevalnikov (oziroma 
skupina omrežij IP), ki so pod nadzorom ene administrativne entitete, kakršna so 
recimo internetni ponudniki ali velike organizacije, ki potrebujejo več sočasnih 
povezav z internetom. Promet znotraj avtonomnega sistema se usmerja na podlagi 
enega ali več internih usmerjevalnih protokolov (RIP, OSPF, IS-IS). [43] Na temelju 
protokola BGP si avtonomni sistemi med seboj izmenjujejo informacije glede tega, 
katera ciljna omrežja so dosegljiva prek njih. Vsak avtonomni sistem je definiran z 
unikatno številko avtonomnega sistema ASN. Ta je po navadi 16-bitna, z razponom  
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od 1 do 65,535. Ker se pričakuje da bo 16-bitnih naslovov kmalu zmanjkalo, so 
dodali podporo za 32-bitne številke ASN [7]. Številke 64,512 – 65,535 so rezervirane 
za privatno uporabo. Če želimo usmerjevalne informacije izmenjavati z drugimi 
avtonomnimi sistemi, ki so del javnega interneta, moramo uporabiti številke, ki ne 
spadajo v privatni razpon ASN. Organizacija, ki skrbi za dodeljevanje številk ASN, 
se imenuje Internet Assigned Numbers Authority (IANA). Ta dodeluje številke 
organizaciji regional internet registry (RIR). V Evropi ima pristojnost za 
dodeljevanje številk ASN organizacija RIR z imenom RIPE NCC[8]. Omenili smo 
že, da usmerjevalniki BGP izberejo pot na temelju atributov. Kolikor drugi atributi 
niso nastavljeni, usmerjevalnik BGP uporabi avtomatsko generiran privzeti atribut, ki 
vsebuje seznam vseh številk avtonomnih sistemov, skozi katere mora paket IP, da 
pride do cilja. Ta atribut se imenuje AS_PATH. 
2.2  Primernost uporabe protokola mejnih usmerjevalnikov 
Pred implementacijo protokola BGP je dobro vedeti, kdaj je njegova uporaba 
sploh smiselna oziroma možna. Ta odločitev variira od primera do primera, vsekakor 
pa ga ni mogoče implementirati, če nismo vsaj internetni ponudnik ali organizacija, 
ki ima svojo številko avtonomnega sistema in svoj naslovni prostor PA. To pa že 
pomeni, da imamo praviloma na voljo več povezav do drugih avtonomnih sistemov z 
visoko razpoložljivostjo in ustrezno pasovno širino. Alternativa povezovanju BGP je, 
da uporabimo kar privzeto pot. Privzeta pot pove usmerjevalniku, naj promet, če ni 
namenjen nam, posreduje k prvemu sosedu (internetnemu ponudniku). V tem 
primeru se moramo, kolikor imamo svojo številko ASN ter naslovni prostor PA, 
dogovoriti z našim internetnim ponudnikom, da na svojih usmerjevalnikih BGP v 
našem imenu oglašuje naš ASN in naš naslovni prostor PA. Odločitev, kam točno bo 
potrebno promet poslati kasneje, bo tako sprejel sosednji usmerjevalnik, ki ima več 
informacij o omrežjih, saj jih je pridobil s protokolom BGP.  
BGP je bil prvotno namenjen internetnim ponudnikom, ki imajo praviloma 
visoko usposobljeno strokovno osebje z veliko izkušnjami, saj je filtriranje 
internetnih poti kompleksen proces, pri katerem je treba paziti, da imamo dovolj 
znanja o protokolu in delovanju internetnega sistema. Hitro se nam namreč lahko 
zgodi, da kot organizacija, ki nima zadovoljivo usposobljenega kadra, postanemo 
tranzitni avtonomni sistem, tako da promet iz sosednjega internetnega ponudnika 
potuje prek nas do drugega ponudnika, česar seveda nočemo, saj to po nepotrebnem 
obremenjuje naše omrežne vire. Ker je toliko omrežij, ki sestavljajo internet, 
moramo prav tako paziti, da imam dovolj zmogljive usmerjevalnike BGP, ki so 
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sposobni prejeti usmerjevalne informacije o potencialno več kot 550.000 poteh [9, 
7.3.2016] za protokol IPv4 in približno 27.000 za protokol IPv6 [10, 7.3.2016]. Če je 
usmerjevalnik BGP sočasno povezan na več usmerjevalnikov iz različnih AS, se to 
število drastično poveča. 
2.3  Sosedski odnosi protokola mejnih usmerjevalnikov 
Za izmenjavo komunikacije je potrebno najprej vzpostaviti sosedske odnose 
med usmerjevalniki BGP. Od drugih protokolov se protokol BGP razlikuje po tem, 
da sta lahko dva usmerjevalnika soseda, tudi če nista neposredno povezana. Protokol 
BGP za vzpostavitev odnosa uporablja protokol kontrole prenosa (ang. TCP – 
transmission control protocol) na vratih 179. Tako moramo paziti, da je med 
usmerjevalnikoma možna vzpostavitev seje TCP in da nam požarni zid oz. druga 
varnostna naprava pomotoma ne blokira teh vrat. Sosedski odnosi morajo biti vedno 
vzpostavljeni obojestransko ročno in so lahko interni znotraj avtonomnega sistema 
(iBGP) ali pa eksterni. Pri slednjih vzpostavimo odnos med usmerjevalnikoma, ki sta 
vsak v svojem avtonomnem sistemu (eBGP). Ko želimo vzpostaviti sosedski odnos, 
mora biti sosed dosegljiv na nastavljenem naslovu IP. Sosedni usmerjevalnik mora 
prav tako poslušati na vratih 179.[11] 
 
Slika 2.1: Povezovanje v zunanjem in internem načinu 
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Pri vzpostavitvi sosedstva naletimo na sledeča sporočila BGP: 
 OPEN: Prvo sporočilo, poslano od obeh strani takoj potem, ko izberemo 
soseda (ko se vzpostavi seja TCP ). Ko usmerjevalnik dobi sporočilo OPEN, 
ga potrdi z sporočilom KEEPALIVE. Sporočilo OPEN je namenjeno 
vzpostavitvi sosedskega odnosa in izmenjavi osnovnih parametrov povezave 
BGP. [43] 
 KEEPALIVE: Sporočilo je namenjeno preverjanju povezljivosti s sosednim 
usmerjevalnikom BGP. Kot smo že omenili, se protokol BGP pri transportu 
sporočil zanaša na protokol TCP. S sporočilom KEEPALIVE lahko torej bolj 
pogosto spremljamo, ali je zveza še živa. Če tega sporočila ne prejmemo v 
določenem intervalu, ki ga lahko poljubno nastavimo, se zveza prekine. [43] 
 UPDATE: Sporočilo je namenjeno izmenjavi usmerjevalnih informacij. Na 
začetku si soseda izmenjata celotno usmerjevalno tabelo BGP. Odtlej se 
pošiljajo samo še spremembe. [43] 
 NOTIFICATION: To sporočilo se pošlje, če je prišlo do napake. [43] 
 
Slika 2.2: Proces vzpostavitve sosedskega odnosa na napravi (Cisco) 
 
Usmerjevalnik, ki poganja proces BGP, prehaja skozi različna stanja. Ta stanja so: 
 IDLE: Soseda imamo izbranega, vendar še nismo poizkušali komunicirati z 
njim. Usmerjevalnik v tem stanju išče v svoji usmerjevalni tabeli, ali v njej 
obstaja pot do soseda. Nato bo poizkušal vzpostaviti sejo TCP. Če bo 
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uspešen, bo prešel v stanje CONNECT. V nasprotnem primeru ostane v 
stanju IDLE. [11] 
 CONNECT: Protokol BGP čaka, da se seja TCP dokončno vzpostavi. Če je 
usmerjevalnik v tem stanju, to pomeni, da je našel pot do soseda. Kolikor se 
seja vzpostavi, usmerjevalnik preide v stanje OPENSENT, drugače pa v 
stanje ACTIVE. Če BGP proces ponastavimo, pridemo nazaj v stanje IDLE. 
[11] 
 ACTIVE: BGP bo poizkušal še enkrat vzpostaviti sejo TCP s sosedom. Če bo 
uspešen, se bo premaknil v stanje OPENSENT. Če se seja ne vzpostavi, se bo 
vrnil v stanje CONNECT. Če proces BGP ponastavimo, se premaknemo 
nazaj v stanje IDLE [11] 
 OPENSENT: Tukaj usmerjevalnik čaka na prejem sporočila OPEN od 
soseda. Če so v njem napake, pošlje sporočilo NOTIFICATION in se povrne 
v stanje IDLE. V tem stanju se usmerjevalnik odloči, ali bo seja delovala v 
načinu eBGP ali iBGP. V sporočilu OPEN so tudi vsi parametri za sejo BGP, 
kot so npr. časovniki. [11] 
 OPENCONFIRM: V tem stanju usmerjevalnik čaka na prejem sporočila 
KEEPALIVE od soseda, če se je sosed strinjal s pogoji glede parametrov za 
vzpostavitev seje. Če usmerjevalnik sprejme sporočilo KEEPALIVE, preide 
v stanje ESTABLISHED. Če pa sprejme sporočilo NOTIFICATION, se 
premaknemo nazaj v stanje IDLE. [11] 
 ESTABLISHED: Če usmerjevalnik konča v tem stanju, to pomeni, da se je 
sosedsko razmerje uspešno vzpostavilo, in začne se lahko izmenjava 
usmerjevalnih informacij. [11] 
 
Slika 2.3: Diagram, ki prikazuje različna stanja in prehode med njimi pri povezovanju s 
protokolom mejnih usmerjevalnikov [45] 
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2.4  Atributi in način izbire poti 
Podobno kot drugi usmerjevalni protokoli tudi BGP pošlje sosedom sporočilo 
UPDATE, v katerem so informacije o ponornih omrežjih. Gre za IP-omrežja z 
dodano masko in atributi. Glede na atribute izbere BGP najboljšo pot do določene 
destinacije. Primerjamo jih lahko z metriko pri drugih usmerjevalnih protokolih. Če 
atributov ne spreminjamo, se BGP vede precej podobno kot protokol RIP, kjer je 
metrika število usmerjevalnikov, skozi katere mora iti paket, da pride do cilja. 
Število usmerjevalnikov pri protokolu BGP zamenja število avtonomnih sistemov. V 
nadaljevanju si bomo pogledali, kateri atributi so definirani, in način izbire najboljše 
poti v kolikor je teh atributov več. 
Vsak atribut lahko opišemo kot: 
 Dobro znan (ang. well-known attribut)  
 Neobvezen (ang. optional attribut) 
Dobro znani atributi so tisti, ki jih morajo razumeti vse naprave, ki imajo 
implementiran protokol BGP. Razčlenimo jih lahko še bolj podrobno, in sicer: 
 Obvezni (ang. mandatory) so atributi, ki jih mora vsebovati vsako sporočilo 
BGP UPDATE. [12] 
 Diskrecijski (ang. discretionary) so atributi, ki jih morajo razumeti vse 
naprave, ki imajo implementiran BGP, ni pa treba, da bi jih vsebovalo vsako 
sporočilo BGP UPDATE. [12] 
Neobvezni atributi so po drugi strani tisti, ki ni nujno, da jih podpirajo vsi 
proizvajalci, oziroma drugače povedano, ni nujno, da se pojavljajo v vseh 
implementacijah BGP. Tudi te atribute lahko razčlenimo še bolj podrobno: 
 Prehodni (ang. transitive) so atributi, ki jih mora usmerjevalnik ne glede na 
to, ali jih podpira ali ne, poslati naprej ostalim usmerjevalnikom. [12] 
 Neprehodni (ang. nontransitive) so atributi, ki jih mora usmerjevalnik v 
primeru, da jih ne podpira, izbrisati in jih ne sme posredovati naprej. [12] 
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Slika 2.4: Povezave med atributi [48] 
V spodnji tabeli 2.1 lahko vidimo, kateri atributi so definirani in v katero kategorijo 
spadajo. V nadaljevanju bo vsak izmed atributov tudi opisan. 
Dobro znani obvezni 
atributi 




















Origin (ORIGIN)    
 
Tabela 2.1: Atributi protokola mejnih usmerjevalnikov 
 
Preden se posvetimo temu, kako BGP izbere pot, si poglejmo še opise in namen 
zgoraj naštetih atributov. 
 Atribut AS_PATH: To je seznam številk avtonomnih sistemov, skozi katere 
mora paket prepotovati, da pride do ciljnega avtonomnega sistema (AS). 
Številka avtonomnega sistema, iz katere pot izvira, se vedno dodaja na konec 
seznama. Tako je na levi strani seznama vedno prvi avtonomni sistem, skozi 
katerega mora paket potovati, na desni strani pa vedno ponorni avtonomni 
sistem. Ta atribut zagotavlja, da pri usmerjanju s protokolom BGP ne pride 
do zank. Če se usmerjevalniku ponudi pot, v kateri zasledi svoj avtonomni 
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sistem, to pot pač zavrže. Pomembno je vedeti še, da se številka 
avtonomnega sistema dodaja samo pri usmerjevalnikih, ki pot oglašujejo 
sosedom eBGP. 
 Atribut NEXT_HOP: V njem je zapisan naslov IP naslednjega koraka 
oziroma usmerjevalnika, do katerega mora paket prispeti na poti proti cilju. 
Pri tem atributu moramo paziti na sledeče podrobnosti. Za eBGP je naslov IP 
naslednjega koraka kar sosedov naslov IP, ki je poslal posodobitev. Za iBGP 
pa protokol BGP trdi, da mora biti naslov IP naslednjega koraka, ki je naslov 
IP eBGP soseda, prenesen v iBGP. [12] To pomeni, da mora iBGP 
usmerjevalnik poznati pot do naslova IP soseda eBGP, sicer bodo paketi 
zavrženi. Poti do tega IP naslova se lahko nauči prek internih usmerjevalnih 
protokolov ali pa prek ročno vnesene poti. Usmerjevalnik iBGP naredi tako 
imenovano rekurzivno poizvedbo (ang. recursive lookup), s katero poišče 
način, kako lahko doseže naslov IP naslednjega koraka. Proces iskanja se 
izvede tako, da usmerjevalnik pogleda v vnose, ki jih ima v svoji 
usmerjevalni tabeli. 
 Atribut ORIGIN: Definira izvor poti. Atribut ima lahko eno izmed treh 
vrednosti: 
o IGP – pot izvira znotraj avtonomnega sistema. 
o EGP – Pot je bila naučena prek usmerjevalnega protokola EGP, ki ni 
več podprt na internetu, saj ne podpira spremenljive dolžine omrežne 
maske. 
o Incomplete – izvor poti ni točno znan. To se po navadi zgodi, ko je 
pot prenesena v BGP proces. Torej npr. iz drugega usmerjevalnega 
protokola, kakršen je npr. OSPF [43] 
 Atribut LOCAL_PREF: atribut obstaja samo v posodobitvah poslanih 
sosedom iBGP. Usmerjevalnikom znotraj avtonomnega sistema pove, katera 
pot je boljša za izhod iz avtonomnega sistema. Atribut ima določeno 
vrednost. Večja kot je vrednost, boljša je pot. [12] 
 Atribut ATOMIC_AGGREGATE: Atribut, ki označi, da so določena 
omrežja povzeta (da torej omrežja, ki imajo neko število začetnih bitov 
enakih, spremenimo v eno omrežje s krajšo omrežno masko). 
 Atribut AGGREGATOR: Atribut, ki prenaša informacijo o tem, kje je prišlo 
do agregacije omrežij. V njem sta zapisani identifikacijska številka ter 
številka avtonomnega sistema usmerjevalnika, kjer se je agregacija izvedla. 
[12] 
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 Atribut COMMUNITY: Dovoljuje usmerjevalnikom, da označijo poti. Na 
podlagi značke lahko potem usmerjevalniki sprejemajo nekatere odločitve 
(npr. spremenijo vrednost LOCAL_PREF atributa). Usmerjevalnik lahko 
poti označi v smeri od sebe ali v smeri k sebi. Prav tako lahko označujemo 
tudi, če delamo redistribucijo poti. 
 Atribut MED: Ta je nasprotje atributa LOCAL_PREF. Pošilja se med 
avtonomnimi sistemi in omogoča obveščanje soseda eBGP o obstoju boljše 
poti v avtonomni sistem. Zanimivo je, da je pri tem atributu nižja številka 
boljša. Atribut MED se pošilja samo med dvema neposredno povezanima 
avtonomnima sistemoma. [12] 
 
Sedaj imamo na voljo vse informacije, ki jih potrebujemo, da opišemo, kako 
protokol BGP na podlagi vseh atributov nazadnje izbere najboljšo pot. Vse poti, ki 
jih usmerjevalnik prejme, so shranjene v tabeli BGP. Na koncu usmerjevalnik izbere 
samo najboljšo pot in jo shrani v globalno usmerjevalno tabelo na usmerjevalniku. 
Preden se proces izbora poti začne, je treba izpolniti še dva pogoja. Prvi je ta, da je 
naslov IP naslednjega koraka dosegljiv. Drugi pa pride v poštev samo, če je pot 
interna. BGP ima opcijo sinhronizacije, ki pravi, da pot iBGP ne mora biti najboljša, 
razen če se je usmerjevalnik o isti poti že poučil tudi prek internega usmerjevalnega 
protokola ali statičnega vnosa. To pravilo preprečuje nastanek tako imenovane »črne 
luknje«, ki nastane, kadar usmerjevalnik dobi paket, ki ne ve, kam ga mora poslati. 
[43] 
Če sta oba pogoja izpolnjena, se izvede izbira najboljše poti po sledečem vrstnem 
redu: 
1. Usmerjevalnik bo izbral pot, ki ima največjo vrednost atributa local 
preference. 
2. Če pride do izenačenja vrednosti, bo izbrana pot, ki izvira iz lokalnega 
usmerjevalnika. 
3. Če vse poti izvirajo drugje, bo najboljša pot tista, ki mora prečkati najmanjše 
število avtonomnih sistemov. 
4. Če je ta številka povsod enaka, bo proces preveril,kako je bila pot vstavljena 
v BGP. Kolikor obstaja pot znotraj avtonomnega sistema (IGP), bo ta 
izbrana pred potjo, kjer izvor ni natančno znan (npr. je redistribuirana). 
5. Izbere se pot, ki ima najnižji MED. 
6. Na to bo usmerjevalnik preferenčno izbral eksterne poti (eBGP) namesto 
internih (iBGP). 
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7. Če so na voljo samo interne poti in je sinhronizacija izključena, bo izbrana 
pot, ki je najbližja  sosedu IGP. 
8. Za poti eBGP bo izbrana najstarejša pot. 
9. Ker lahko še vedno pride do izenačenja, bo v tem koraku izbral pot, kjer ima 
sosed najmanjšo identifikacijsko številko (ID) v procesu BGP. 
10. V zadnjem koraku, kjer zagotovo pride do razlike, bo izbrana pot, kjer ima 
sosed najmanjšo številko naslova IP. 
 
Kot vidimo, je postopek dolgotrajen in si je težko zapomniti vse korake. Do 
največjega števila odločitev pride kar v tretjem koraku, saj je atribut AS_PATH 
privzet atribut. Zavedati pa se moramo tudi, da bo najboljša pot vstavljena v 
usmerjevalno tabelo samo, če usmerjevalniku ne bo na voljo druga pot do istega 
omrežja z daljšo omrežno masko ali pa ista pot z boljšo dodeljeno lokalno 
numerično vrednostjo (npr. pri proizvajalcu Cisco se ta vrednosti imenuje 
administrativna distanca /ang. administrative distance/, pri proizvajalcu Juniper 
pa preferenca poti (ang. route preference). Vsakemu usmerjevalnemu protokolu 
je dodeljena druga numerična vrednost. Nekateri usmerjevalni protokoli tako 
veljajo za bolj preferenčne. 
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3  Napredna uporaba protokola mejnih usmerjevalnikov 
Velikokrat se nam bo zgodilo, da bomo morali vplivati na to, po kateri poti bo 
promet prihajal in odhajal v naše omrežje. Protokol BGP v privzetem načinu 
delovanja pogosto ne more izbrati optimalne poti. Za napredno kontrolo prometnih 
pretokov moramo uporabiti atribute BGP [43]. Z njimi lahko dosežemo boljši 
izkoristek razpoložljive pasovne širine obstoječih poti. V tem poglavju bomo preučili 
orodja, ki jih imamo na voljo za to, da lahko uveljavljamo napredno usmerjevalno 
politiko s protokolom BGP. 
3.1  Usmerjevalni zemljevidi 
Usmerjevalni zemljevidi (ang. Route maps) so interno orodje na 
usmerjevalniku, s katerim lahko prestrežemo konkreten promet in mu spremenimo 
parametre. Je urejen seznam stavkov, ki jih usmerjevalnik procesira od zgoraj 
navzdol po vrsti. Orodje izvede serijo če/potem (ang. if/then) stavkov, ki jih v našem 
primeru imenujemo kar primerjaj/nastavi (ang. match/set). Promet ali podatke lahko 
zajemamo glede na vrsto omrežja ali pa glede na vsebino atributov. Ko je promet ali 
podatek zajet, mu lahko nastavimo različne vrednosti parametrov in s tem vplivamo 
na izbor poti. 
Parametri, ki jih najpogosteje zaznamo, so omrežja, dolžina paketa, vmesniki, IP 
naslednjega koraka, metrika, skupnost (ang. community) in značke (ang. tags). 
Ko so paketi zajeti, jim lahko spremenimo: metriko, vmesnik, skozi katerega bodo 
poslani, IP naslednjega koraka, skupnost, značko, lokalno preferenco (ang. local-
preference), težo (ang. weight), izvor (ang,origin), večizhodni označevalec (ang, 
multiexit-discriminator oz.MED). 
Usmerjevalni zemljevidi se poleg nastavitve politike BGP najpogosteje uporabljajo 
še pri omrežni translaciji (ang. Network address translation), pri kateri povemo, 
katere privatne naslove želimo prevesti v javne, in pa pri filtriranju poti med 
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redistribucijo. O redistribuciji govorimo, kadar pridobljena omrežja v procesu enega 
usmerjevalnega protokola pošljemo v proces drugega usmerjevalnega protokola. 
3.2  Regularni izrazi 
Regularni izrazi (ang. regular expressions) so orodje, sestavljeno iz niza 
znakov, s katerimi lahko najdemo vzorce [16]. Pri protokolu BGP ga največkrat 
uporabimo, kadar moramo najti vzorec v atributih AS_PATH. Znaki in njihovi 
pomeni so razvidni iz spodnje tabele 3.1. 
 
ZNAK POMEN 
^ Začetek vrstice 
$ Konec vrstice 
|  Logični ALI, ki se uporabi med predhodnim in 
naslednjim znakom 
_ Katerokoli ločilo (presledek, vejica, 
začetek/konec vrstice...) 
. Katerikoli znak 
? Nobena ali enkratna ponovitev prejšnjega znaka 
* Nobena ali večkratna ponovitev prejšnjega znaka 
+ Enkratna ali večkratna ponovitev prejšnjega znaka 
(niz) Oklepaji združijo niz, kot eno entiteto, ko ga 
uporabimo z ?,+ ali *. 
[niz] Razpon znakov. Vsak znak znotraj niza lahko 
uporabimo, da ujamemo kak vzorec 
 
Tabela 3.1: Znaki za regularne izraze in njihov pomen 
 
Z znaki, ki so nam na voljo, lahko ujamemo potrebni niz oziroma parameter. Izrazi 
lahko hitro postanejo dolgi in zakomplicirani, tako da je zelo priporočljivo, da 
natančno poznamo pomen oz. vpliv znaka in da uporabljeno sintakso prej testiramo 
zunaj produkcijskega okolja, tako da ne pride do neželenih rezultatov. Nekaj 
najpogostejših izrazov in njihove pomene lahko vidimo v spodnji tabeli 3.2: 
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Izraz Pomen 
.* Ujemi karkoli 
^$ Prazen niz; poti, ki izvirajo lokalno 
^500_ Posodobitev, ki smo jo prejeli iz avtonomnega 
sistema 500 
_500$ Posodobitev, ki izvira iz avtonomnega sistema 
500 
_500_ Ujemi avtonomni sistem 500 
^[0-9]+$ Vsi avtonomni sistemi, ki so direktno povezani 
 
Tabela 3.2: Zgledi izrazov in njihov pomen 
3.3  Seznam predpon 
Seznam predpon (ang. prefix lists) je orodje, ki vsebuje  enega ali več vnosov, 
ki se procesirajo v zaporedju. Z vnosi lahko ujamemo oglaševana omrežja, ki jih 
želimo dodatno programsko obravnavati. Tako dobimo od soseda ali pa pošljemo k 
sosedu zgolj tista omrežja, o katerih želimo prejeti ali posredovati informacije. 
Orodje deluje tako, da najprej ujame omrežje, nato pa še omrežno masko. V vsakem 
vnosu označimo, ali želimo omrežje sprejeti ali zavreči, kar izvedemo z ukazoma 
zavrni (ang. deny) oziroma dovoli (ang. permit). Ko pride do prvega ujemanja, 
proces ne obdeluje več nadaljnjih vnosov. Na koncu seznama je implicitna zavrnitev 
(ang. implicit deny), kar pomeni, da bo omrežje zavrnjeno, če se ne ujema glede 
nobenega vnosa. Na voljo imamo tudi ukaza »manj ali enako kot« (ang. less than or 
equal, s kratico LE) ter »več ali enako kot« (ang. greater than or equal, s kratico GE), 
kar nam omogoča ujeti omrežja glede na razpon omrežnih mask. Za primer si 
poglejmo sintakso »prefix list 172.30.0.0/16 LE 24«. V tem primeru se bodo ujela 
vsa omrežja, ki se začnejo z »172.30.« (imajo enako postavitev prvih 16ih bitov) in 
imajo masko manjšo od ali enako 24 (255.255.255.0). 
3.4  Skupnosti 
BGP skupnosti (ang. BGP Communities) so eden izmed atributov, s katerimi 
lahko označimo poti z isto vrednostjo in jim glede na to vrednost določimo 
usmerjevalno politiko. Atribut ima dodatno lastnost, ki omogoča, da se vrednost 
prenaša k avtonomnim sistemom, ki niso povezani zgolj neposredno. Zavedati se 
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moramo, da sama vrednost parametra brez dodatno definirane usmerjevalne politike 
ne pomeni popolnoma ničesar. Vrednosti po navadi uporabimo, kadar želimo kot 
ponudniki sporočiti svojim strankam, katera pot je pri prehajanju skozi njihov 
avtonomni sistem preferenčna. V ta namen lahko sicer uporabimo tudi atribut MED. 
Ker pa je MED relativno daleč v procesu, prek katerega poteka izbira optimalne poti, 
je boljša alternativa, če zadevnim potem nastavimo vrednost, glede na katero lahko 
stranka potem spremeni atribut LOCAL_PREF. 
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4  Stičišče internetnih omrežij 
Stičišče internetnih omrežij (ang. IX – Internet Exchange) je izbrana in vnaprej 
dogovorjena lokacija, na kateri se ponudniki storitev lahko povezujejo in prek katere 
si izmenjujejo internetni promet. Obstajajo regijski, nacionalni in mednarodni IX. 
Ponudniki internetnih storitev se na lokaciji IX prek optičnih vodnikov fizično 
povežejo s stikalom L2, ki ga praviloma zagotovi ponudnik IX in prek katerega 
lahko dosežejo povezljivost z vsemi ponudniki internetnih storitev na vozlišču IX. 
Vozlišče IX prek stikala L2 oz. družine stikal zagotovi alternativo vzpostavljanju 
namenskih povezav med ponudniki internetnih storitev, saj se zaradi stikala lahko 
ponudnik poveže z več drugimi ponudniki, ki so na isti lokaciji, zgolj prek enega 
fizičnega vmesnika oziroma povezave. Slednje prinaša več prednosti: 
 zmanjšajo se stroški izmenjave internetnega prometa, 
 zagotavlja se bolj optimalno omrežno delovanje, saj lahko tako 
ponudniki neposredno pridejo do veliko več omrežij, 
 posledično se doseže večja redundanca, saj ima usmerjevalnik, ki je 
povezan s stičiščem, na voljo več internetnih poti, skozi katere lahko 
posreduje promet [20].  
Infrastruktura IX prav tako zagotavlja, da lokalni internetni promet ostaja znotraj 
lokalne oz. nacionalne domene, poleg tega pa še bolje optimizirane prenose in 
manjšo zakasnitev pri prenosu.  
Promet, ki potuje skozi stičišče IX, se ponudnikom storitev praviloma ne 
zaračunava. Če pa že morajo plačevati mesečne stroške za uporabo stičišča (za 
stroške podatkovnega prenosa, opremo, vzdrževalni stroški itn.), si morajo natančno 
izračunati in premisliti, ali bonitete, ki jih prinaša uporaba stičišča, odtehtajo 
ekonomsko breme. Sorazmerno enako veliki internetni ponudniki, ki se odločijo za 
namenske povezave, morajo med seboj vzpostaviti sejo eBGP in si priključitve ter 
prenesenega prometa praviloma ne zaračunavajo, saj računajo na to, da bo vsaka 
stran poslala približno enako količino prometa. Če pa se dva internetna ponudnika 
odločita za namensko povezavo in je eden v paru veliko večji, mora manjši ponudnik 
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večjemu praviloma plačati za tranzit prometa. Večjemu internetnemu 
ponudniku tako pravimo tranzitni internetni ponudnik (glej sliko 1.2) [18]. Uporaba 
protokola BGP v stičišču IX bo opisana v nadaljevanju. 
 
Slika 5.1: Strežniške omare s priključenimi stikali in povezovalnimi paneli na stičišču 
internetnih omrežij v Frankfurtu [25] 
 
4.1  Posredovanje prometa na stičišču internetnih omrežij 
Na fizični lokaciji, kjer je povezovalno stikalo L2, je vzpostavljeno skupno 
povezovalno omrežje IP, na katerega so povezani vsi ponudniki storitev. V skladu z 
medsebojnim dogovorom in politiko stičišča IX prek stikala L2, ki tvori lokalno 
omrežje IP, ponudniki vzpostavljajo seje v načinu eBGP. Seja mora biti 
vzpostavljena individualno za vsakega ponudnika posebej. Če želi ponudnik storitev 
vzpostaviti povezljivost z vsemi ostalimi ponudniki na stičišču mora torej vzpostaviti 
N*(N-1)/2 povezav v načinu eBGP. V primeru velikega mednarodnega vozlišča IX, 
kot je npr. AMS-IX, kjer se trenutno (dne 8. 3. 2016) nahaja 780 ponudnikov, bi to v 
praksi pomenilo 303810 eBGP sej. Da se zmanjšajo stroški upravljanja, vodenja in 
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vzdrževanja, se veliki ponudniki po navadi povežejo samo z izbranimi velikimi 
ponudniki internetnih storitev ali vsebin. V nekaterih primerih sta lahko dva 
ponudnika storitev povezana tako prek stičišča kot neposredno. V tem primeru je 
povezava prek stičišča praviloma rezerva, ki pride prav v primeru, da se pri 
neposredni povezavi pojavita okvara ali izpad [21]. Kot lahko sklenemo, z uporabo 
stičišča omogočamo povezavo na drugem, povezovalnem sloju (ang. layer 2, Data 
Link layer) med ponudniki internetnih storitev in stikalom, povezavo med robnimi 
usmerjevalniki BGP pa na tretjem, omrežnem sloju (ang. layer 3, Network Layer). 
 
Slika 4.2: Različne povezave v stičišču  
 Zaradi prednosti, ki jih prinaša povezljivost na IX, so v IETF razvili razširitve 
protokola BGP (RFC 4223, včasih RFC 1863), ki omogočajo postavitev namenskega 
usmerjevalnika BGP, ki deluje v vlogi strežnika poti (RS – Route Server) in 
zagotavlja centralno točko za izmenjavo usmerjevalnih informacij [22]. Strežnik RS 
je po navadi implementiran na sistemih Cisco, kjer njihov operacijski sistem IOS 
podpira RFC 4223 [50], ali pa kot ne interaktiven program v ozadju BIRD na splošno 
namenski strojni opremi, ki pa predlaganih razširitev nima implementiranih. 
Namesto tega BIRD uporablja druge temu namenjene implementacije (ang. ad-hoc 
implementations), s katerimi dosežemo enake prednosti [49]. Informacije o tem, ali 
druge implementacije strežnika RS podpirajo predlagane razširitve dokumenta RFC 
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 4223, nam ni uspelo pridobiti. Podrobnosti delovanja strežnika RS in njegove 
prednosti si bomo ogledali v nadaljevanju. 
4.2  Stičišča internetnih omrežij v praksi 
V nadaljevanju si bomo ogledali glavno stičišče internetnih omrežij v 
Sloveniji, imenovano Slovensko stičišče internetnih omrežij (ang. SIX – Slovenian 
Internet Exchange), zatem pa še globalno stičišče IX, ki je v Amsterdamu (ang. AIX 
– Amsterdam IX). 
4.2.1  Stičišče internetnih omrežij Arnes 
Arnes ima v Sloveniji dve stičišči IX. Prvo je v Tehnološkem parku v 
Ljubljani, drugo pa na Inštitutu Jožef Štefan prav tako v Ljubljani. Lokaciji sta med 
seboj redundantno povezani prek povezav L2. Na lokaciji je stikalo, na katerem so 
priključna mesta za optične povezave, in tam se signal z ustreznim modulom (ang. 
SFP module) pretvarja iz optičnega v električnega. Na voljo imamo povezave s 
hitrostmi 1 Gb/s, 10 Gb/s, ali po dogovoru tudi večje hitrosti, ki se dosežejo z 
združevanjem vmesnikov. [27] 
Na lokaciji so zagotovljeni:  redundantni klimatizacijski sistem, redundantni vir 
električnega napajanja, protipožarni sistem, več ponudnikov optičnih povezav, 
fizično varovanje z dodanim sistemom za kontrolo dostopa ter videonadzor na več 
mestih [27]. 
Vsak član pridobi naslov IPv4, pa tudi naslov IPv6 za vsako lokacijo posebej, z 
vpisom rezervne preslikave v imenski strežnik (ang. DNS). [27] 
Če  želimo aktivno upravljati promet ter preprečevati potencialne zakasnitve in 
prioritetno obravnavo prometa, imamo na voljo mehanizme za zagotavljanje 
kakovosti (ang. QoS). Za prioritetni promet imamo na voljo eno prioritetno čakalno 
vrsto (ang. queue) z omejevalnikom hitrosti (ang. policer). Preostali promet gre v 
drugo čakalno vrsto. 
Arnes zagotavlja in upravlja dva redundantno povezana strežnika usmerjevalnih poti 
(ang. Route server). [27] 
Internetni ponudniki morajo zagotavljati urejeno optično povezavo (preverjeno z 
OTDR meritvijo in meritvijo slabljenja) do ene ali do obeh lokacij SIX. [27]  
Pogoje glede članstva najdemo na spletni strani (http://www.arnes.si/six-sticisce-
omrezij/pogoji-clanstva.html). 
Med bolj poznanimi člani so: Arnes, AMIS, Telekom Slovenije, Telemach, Simobil, 
T-2. [30] 
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4.2.2  Stičišče internetnih omrežij v Amsterdamu 
Pod ime Amsterdam IX spada več stičišč, ki so porazdeljena po vsem 
Amsterdamu. Na vsaki lokaciji je vsaj eno stikalo, na katero se lahko povežejo 
ponudniki internetnih storitev. Stičišča so med seboj povezana z MPLS/VPLS 
infrastrukturo, ki med lokacijami tvori L2 povezljivost. Na voljo so nam hitrosti 
1Gb/s, 10Gb/s, 100Gb/s ali celo višje hitrosti, kar se dosega z združevanjem 
vmesnikov. 
Stranke se v stičišču povezujejo preko fotonične križne povezave (ang. photonic 
cross-connect oz. PXC) na par robnih usmerjevalnikov (ang. provider edge routers). 
Sistem PXC uporabljamo, ker ima večjo zanesljivost kot klasični robni 
usmerjevalniki MPLS. Tako se zveza v primeru napake na robnem usmerjevalniku 
ponovno vzpostavi v zelo hitrem času (50–100ms). Vsak robni usmerjevalnik je 
naprej redundantno povezan z jedrnimi usmerjevalniki (ang. core routers). Med 
vsakim od robnih usmerjevalnikov je narejena logična povezava, imenovana etiketna 
komunikativna pot (ang. label switched path oz. LSP) za vsak jedrni usmerjevalnik 
posebej. Promet se zaradi boljšega izkoristka povezav pošilja enakomerno po vsaki 
logični povezavi, in sicer po principu krožnega dodeljevanja (ang. round robin).  V 
primeru, da pride do okvare na robnem ali jedrnem usmerjevalniku, se promet v času 
okvare posreduje prek drugih usmerjevalnikov, torej po redundantni logični 
povezavi. [32] 
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Slika 4.3: Fizične in logične povezave na stičišču v Amsterdamu [33] 
Stičišče AMS-IX povezuje med seboj že skoraj 750 omrežij. Povezovanje ni 
omejeno zgolj na tradicionalne internetne ponudnike, temveč nudi stičišče storitve 
različnim internetnim podjetjem, med drugim tudi mobilnim operaterjem, podjetjem, 
ki ponujajo računalniške storitve v oblaku, ponudnikom TV kanalov, itn. 
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5  Uporaba strežnika usmerjevalnih poti v stičišču 
internetnih omrežij 
Brez uporabe strežnika usmerjevalnih poti (ang. RS – Route server) bi bilo 
potrebno v stičišču IX vzpostaviti in vzdrževati ločeno eBGP sejo z vsakim 
usmerjevalnikom, ki je priklopljen na stikalo IX (kar pomeni, da mora imeti 
usmerjevalnik ponudnika A ločeno sejo BGP za vsak posamezen usmerjevalnik 
konkurenčnega ponudnika). V nadaljevanju si bomo pogledali, kako lahko z uporabo 
strežnika usmerjevalnih poti poenostavimo in optimiziramo medsebojno 
povezovanje. 
5.1  Strežnik usmerjevalnih poti in njegov namen 
Strežnik usmerjevalnih poti je strežnik, ki omogoča zmanjšanje števila 
potrebnih sej eBGP znotraj stičišča IX. Zagotavlja vpogled v usmerjevalno tabelo 
avtonomnega sistema IX, kjer se strežnik nahaja. [38] Priključeni ponudniki 
internetnih storitev tako vzpostavijo sejo zgolj s strežnikom BGP na lokaciji IX, 
preko katerega tako dobijo oglaševane usmerjevalne informacije od vseh drugih 
ponudnikov, ki so tudi povezani s stičiščem IX.  
Strežnik RS omogoča tudi ločitev funkcije usmerjanja (ang. routing) od 
funkcije posredovanja (ang. forwarding). Slednje pomeni, da strežnik RS sprejema in 
pošilja posodobitve BGP od priključenih usmerjevalnikov internetnih ponudnikov, 
medtem ko se dejanski uporabniški promet med usmerjevalniki internetnih 
ponudnikov pošilja neposredno, prek stikala L2.. Za lažjo predstavo sta na sliki 5.1 
razvidna ločena tokova usmerjanja in posredovanja. 
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Slika 6.1: Ločeni funkciji usmerjanja in posredovanja 
Seja s strežnikom poti doda tudi možnost spremembe usmerjevalne politike 
(sprememba glede najboljše poti) za vsak priključeni usmerjevalnik posebej. Strežnik 
tako posledično zmanjša kompleksnost nastavitev in s tem prihrani sistemske vire 
usmerjevalnika (zmanjša procesorske in spominske zahteve).[4] Število poti BGP se 
namreč drastično povečuje. Da bi od sosednjega usmerjevalnika lahko sprejeli 
celotno usmerjevalno tabelo BGP, ki zajema skoraj 600.000 poti (stanje dne 8. 3. 
2016), je priporočljivo imeti usmerjevalnike z vsaj 4GB spominskega prostora na 
namenski strojni opremi. Ta pa je zelo draga. Ker se bo število oglaševanih poti še 
povečevalo, se bodo ustrezno povečevale  tudi potrebe po spominskem prostoru in bo 
po nekaterih priporočilih potrebno imeti vsaj 8GB namenskega spominskega prostora 
[37]. Strežnik RS zmanjšuje tudi prometno režijo, ki je sicer prisotna ob vsaki dodani 
seji. Usmerjevalniki, ki imajo sejo odprto s strežnikom, še vedno navidezno delujejo 
v načinu, kot da so povezani med seboj, saj strežnik zagotavlja transparentnost 
atributov AS_PATH, MED ter NEXT_HOP (tako npr. pri sprejemu posodobitev 
strežnik RS ne dodaja svoje številke avtonomnega sistema).  
Izvedba strežnika RS je lahko izvedena na namenskem usmerjevalniku, lahko 
pa ga poganja tudi usmerjevalna programska oprema, npr. BIRD Internet routing 
daemon, ki se namesti na splošno-namensko strojno opremo.  
5.2  Usmerjevalna politika strežnika usmerjevalnih poti 
Omenili smo že, da strežnik usmerjevalnih poti omogoča izvedbo ločene 
usmerjevalne politike za vsakega povezanega ponudnika na stičišče IX. Politika 
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lahko spremeni najboljšo možno pot do omrežja ali pa informacije o omrežju 
popolnoma zavrže in jih ne oglašuje. Če morajo biti poti spremenjene, je potrebno 
ustvariti uvozno karto (ang. import map), in na njej se sklicujemo na usmerjevalno 
mapo (ang. route map), na kateri je vsaj en dovolilni (ang. permit) stavek. Če se pot 
ujema z vsaj enim od dovolilnih stavkov, usmerjevalnik ponovno izračuna najboljšo 
pot zanjo. Če je najboljša pot drugačna od tiste, ki jo imajo usmerjevalniki že v 
globalni tabeli, se bo pot uvozila v tako imenovano virtualno tabelo konteksta (ang. 
context). Naredimo lahko več kontekstnih tabel. Usmerjevalnik povežemo z 
določenimi kontekstom, s čimer dosežemo, da bo, ko se bodo poslale posodobitve, 
zamenjal globalno pot s tisto, ki je bila na novo izračunana in uvožena v kontekst. 
Vse skupaj lahko dodatno filtriramo z uporabo usmerjevalne mape v smeri k 
strežniku ali od strežnika, s čimer dosežemo tri stopnje filtriranja. To si lahko 
ogledamo na spodnji sliki 5.1. [4] 
 
Slika 7.1: Tri stopnje filtriranja [39] 
Večina strežnikov usmerjevalnih poti ima nastavljene enostavne filtre, ki blokirajo 
privatne naslove IP (za IPv4 jih najdemo v dokumentu RFC 1918), privzete poti, 
privatne številke ASN in lažne naslove (ang. bogon prefixes). Lažni so takšni 
naslovi, ki sicer pripadajo veljavnemu javnemu naslovnemu prostoru IP, vendar še 
niso bili uradno dodeljeni s strani organizacije RIR, ki je odgovorna za to [42]. 
Seznam lažnih naslovov lahko najdemo npr. na sledeči internetni povezavi: 
http://www.team-cymru.org/bogon-reference.html [40] 
5.3  Pregled praktičnih implementacij strežnikov poti 
Največkrat je strežnik usmerjevalnih poti implementiran kot ne interaktivni 
program v ozadju (ang. Daemon) na izvedenkah sistema UNIX (Linux, FreeBSD, 
NetBSD, OpenBSD…), ki se lahko poganja na splošno namenski strojni opremi. 
Alternativo predstavljajo namenske implementacije strežnikov RS na namenskem 
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usmerjevalniku in namenski strojni opremi, kot je npr. implementacija na 
usmerjevalnikih Cisco, na izbranih operacijskih sistemih IOS. To praktično 
implementacijo si bomo ogledali v poglavju 6.2. Namenske strojne opreme za 
odprtokodne strežnike usmerjevalnih poti ni [46]. Tako smo za izbiro strojne opreme 
odgovorni sami. 
Najbolj razširjen odprtokodni usmerjevalni daemon je BIRD internet routing 
daemon. Drugi, ki so nam na voljo, so še: routed, GateD, Zebra, Quagga ter MRTD, 
ki pa imajo v primerjavi z implementacijo BIRD omejene zmožnosti in so relativno 
težavni za vzdrževanje in namestitev [46].  
Med lastnostmi, ki jih ima BIRD usmerjevalni daemon, so: [46] 
 podpora tako za IPv4 kot tudi za IPv6 protokol, 
 zmožnost podpore za več sočasnih usmerjevalnih tabel, 
 vklop BGPv4, RIPv2, OSPFv2 in OSPFv3 usmerjevalnih procesov, 
 usmerjevalno oglaševanje (ang. Router Advertisements) za odjemalce IPv6, 
 virtualni protokol za izmenjavo poti med različnimi usmerjevalnimi tabelami 
(BIRD omogoča podporo za več usmerjevalnih tabel), 
 ukazni vmesnik za vnos ukazov (ang. command-line interface), 
 fleksibilen skriptni jezik za usmerjevalno filtriranje. [46] 
BIRD usmerjevalni daemon se uporablja na mnogih stičiščih internetnih omrežij. Naj 
navedemo le nekatera: MSK-IX, LONAP, DE-CIX, LINX, pa seveda AMS-IX in 
SIX, ki ju v diplomskem delu tako ali tako bolj podrobno obravnavamo [51]. 
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6  Nastavitev strežnika usmerjevalnih poti 
V poglavju si bomo pogledali, kako nastavimo strežnik usmerjevalnih poti, da 
dosežemo njegovo osnovno delovanje, in  kaj vse je potrebno nastaviti, če želimo 
vpeljati napredno filtriranje prometa na stičišču IX. 
6.1  Scenarij s strežnikom usmerjevalnih poti 
Scenarij bo vseboval tri usmerjevalnike in eno stikalo. Dva usmerjevalnika 
bosta predstavljala dva različna ponudnika internetnih storitev, vsak s svojo številko 
avtonomnega sistema. Tretji usmerjevalnik bo namenjen strežniku usmerjevalnih 
poti. Vsi trije bodo povezani na stikalo L2. Številka avtonomnega sistema bo 
dodeljena tudi strežniku RS, ki pa se ne bo oglaševala. eBGP seja bo vzpostavljena 
med usmerjevalnikoma ponudnikov internetnih storitev ter strežnikom RS. Kot smo 
že videli, so minimalni pogoji, ki jih mora izpolnjevati internetni ponudnik, lasten 
javni IP-naslovni prostor, lastna številka avtonomnega sistema in status ponudnika 
internetnih storitev oziroma vsebin [47]. Stičišče IX pa mora zagotavljati vsaj prostor 
za priklop omrežnih naprav, oskrbo z elektriko in z neprekinjenim napajanjem, 
ustrezno hlajenje ter stikalo L2, s katerim se povežejo ponudniki, da prek njega 
tvorijo skupno omrežje IX. [4] Stičišče mora imeti prav tako svoj naslovni prostor in 
svojo številko avtonomnega sistema. Ostali pogoji se lahko razlikujejo od stičišča do 
stičišča.  
Praktična implementacija stičišča IX je bila izvedena v emulatorju GNS 3 
(verzija 1.3.3) na namiznem računalniku z operacijskim sistemom Windows 7 
Enterprise 64-bit (Intel Core i5 4570 3.20 GHz, 16 GB RAM). Strežnik RS je bil 
postavljen na usmerjevalniku Cisco 7200 z operacijskim sistemom Cisco IOS 
C7200-ADVIPSERVICEK9-M, version 15.2(4)S5, ki nam omogoča, da vklopimo 
možnost, s katero usmerjevalnik deluje kot strežnik usmerjevalnih poti. Robna 
ponudnikova usmerjevalnika pa bosta implementirana na usmerjevalniku Cisco 3735 
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z operacijskim sistemom Cisco IOS C3745-ADVENTERPRISEK9_SNA-M, version 
12.4(25d). Shemo omrežja si lahko ogledamo na sliki 6.1 
 
Slika 8.1: Scenarij povezovanja na stičišču internetnih omrežij 
6.2  Nastavitev strežnika usmerjevalnih poti in njegovega odjemalca 
na usmerjevalnikih Cisco 
V tem razdelku so podani koraki, potrebni za pravilno delovanje strežnika 
usmerjevalnih poti in njegovih odjemalcev. Uporabljeni so naslovi IPv4. Vmesnik na 
strežniku RS je imel naslov 172.16.5.3/24, na odjemalcu pa 
172.16.5.1/24. Najprej bodo predstavljene nastavitve, potrebne za podporo  
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osnovnemu delovanju RS, kasneje pa bo prikazano, kako lahko na strežniku 
spreminjamo usmerjevalno politiko in vpeljemo napredno filtriranje prometa. Pod 
vsakim ukazom je komentar, ki se prične z znakom »!« in ki opisuje pomen ukaza. V 
kolikor se ukaz ponovi, je komentar izpuščen. 
6.2.1  Osnovna nastavitev strežnika usmerjevalnih poti 
Strežnik#configure terminal 
!s tem ukazom stopimo v globalni nastavitveni način, kjer 
lahko spreminjamo nastavitve usmerjevalnika. 
Strežnik config #interface fastEthernet 0/0  
!izberemo ime vmesnika, ki mu želimo spreminjati 
parametre. 
Strežnik(config-if)#ip address 172.16.5.3 255.255.255.0 
!Vmesniku nastavimo IP naslov z ustrezno omrežno masko. 
Strežnik(config-if)#no shutdown 
!Vklop vmesnika. 
Strežnik(config)#router bgp 800 
!Vklopimo BGP usmerjevalni proces. Številka avtonomnega 
sistema je v tem primeru 800. 
Strežnik(config-router)#neighbor 172.16.5.1 remote-as 200 
!Dodamo soseda v BGP tabelo sosedov (IP naslov v tem ukazu 
je IP naslov soseda). Z ukazom moramo povedati tudi, v 
katerem avtonomnem sistemu je sosed. 
Strežnik(config-router)#address-family ipv4 unicast 
!Vstopimo v družino naslovov ang. address family , kjer 
nastavimo usmerjevalno sejo z ustreznimi naslovi (IPv4 ali 
IPv6). 
Strežnik(config-router-af)#neighbor 172.16.5.1 activate 
!Za BGP soseda vklopimo izmenjavo informacij. 
Strežnik(config-router-af)#neighbor 172.16.5.1 route-
server-client 
!Nastavimo soseda kot klienta strežnika usmerjevalnih poti  
Strežnik(config-router-af)#end 
!Zaključimo nastavitve. 
6.2.2  Osnovna nastavitev odjemalca strežnika usmerjevalnih poti 
PonudnikA#configure terminal 
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PonudnikA(config)#router bgp 200 
PonudnikA(config-router)#no bgp enforce-first-as 
!Izklopi zahtevo, ki pravi, da mora imeti posodobitev, 
prejeta od eBGP soseda, njegovo številko avtonomnega 
sistema na začetku atributa AS_PATH. Spomnimo se, da 
strežnik usmerjevalnih poti zagotavlja transparentnost 
atributa AS_PATH. 
PonudnikA(config-router)#neighbor 172.16.5.3 remote-as 800 
PonudnikA(config-router)#address-family ipv4 unicast 
PonudnikA(config-router-af)#neighbor 172.16.5.3 activate 
PonudnikA(config-router-af)#end 
6.2.3  Nastavitev usmerjevalne politike na strežniku usmerjevalnih poti 
Strežnik#configure terminal 
Strežnik(config)#ip as-path access-list 10 permit 700 
!Nastavi filter za AS_PATH atribut z uporabo regularnega 
izraza. Seveda ta ukaz ni nujno potreben in lahko po 
potrebi uporabimo drugo orodje, odvisno od tega, kaj 
želimo doseči. V našem primeru je število 0 številka 
dostopovnega seznama, število 700 pa številka avtonomnega 
sistema, ki mu dajemo dovoljenje. 
Strežnik(config)#route-map IME_MAPE permit 
!Ustvarimo usmerjevalno mapo z imenom IME_MAPE. 
Strežnik(config-route-map)#match as-path 10 
!Identificira dostopni seznam, ki določi, katere številke 
avtonomnih sistemov se bodo ujele. 
Strežnik(config-route-map)#exit 
Strežnik(config)#router bgp 800 
Strežnik(config-router)#route-server-context IME_KONTEKSTA 
!Ustvari kontekst strežnika usmerjevalnih poti 
Strežnik(config-router-rsctx)#description Dovoli samo 
nekatere poti 
!Opiše pomen konteksta opcijsko . 
Strežnik(config-router-rsctx)#address-family ipv4 unicast 
Strežnik(config-router-rsctx-af)#import-map IME_MAPE 
!Nastavi fleksibilno politiko z uporabo usmerjevalne mape, 
ki smo jo pred tem nastavili. S to politiko kontroliramo, 
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katere poti bodo dodane v virtualno tabelo klienta 
strežnika usmerjevalnih poti. 
Strežnik(config-router-rsctx-af)#end 
Strežnik#configure terminal 
Strežnik(config)#router bgp 800 
Strežnik(config-router)#address-family ipv4 unicast 
Strežnik(config-router-af)#neighbor 172.16.5.1 route-
server-client context IME_KONTEKSTA 
!Klientu na naslovu, ki ga podamo, dodelimo kontekst. V 
našem primeru se kontekst imenuje IME_KONTEKSTA. 
Strežnik(config-router-af)#end 
 
Za verifikacijo uporabimo ukaza: 
Strežnik#show ip bgp ipv4 unicast 
!S tem ukazom prikažemo usmerjevalne informacije in 
preverimo, ali smo dobili želene poti. 
Strežnik#show ip bgp ipv4 unicast route-server context 
IME_KONTEKSTA 
!Prikaže poti, izbrane za določen kontekst strežnika 
usmerjevalnih poti.  
6.3  Analiza delovanja strežnika poti proizvajalca Cisco 
V prejšnjem poglavju smo spoznali nastavitve, potrebne za ustrezno delovanje 
strežnika usmerjevalnih poti in njegovih klientov. Sedaj si poglejmo še nekaj 
rezultatov in sklepov. V ta namen bomo na usmerjevalniku ponudnika B v BGP 
proces oglaševali omrežje 192.168.9.0/24. Da nam na usmerjevalnik ni potrebno 
priklopiti še enega usmerjevalnika, lahko omrežje simuliramo s posebnim 
vmesnikom, ki kaže sam nase (ang. loopback interface). 
Nastavitve, ki so potrebne za oglaševanje omrežja, so: 
PonudnikB#configure terminal 
PonudnikB(config)#interface loopback 0 
!izberemo ime vmesnika, ki mu želimo spreminjati parametre. 
PonudnikB(config-if)#ip address 192.168.9.1 255.255.255.0 
PonudnikB(config-if)#exit 
PonudnikB(config)#router bgp 600 
PonudnikB(config)#network 192.168.9.0 
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!Oglašujemo omrežje . 6 . .0/ 4. 
PonudnikB(config)#end 
 
Slika 6.3 prikazuje rezultat  na usmerjevalniku ponudnika A pred uvedbo filtriranja. 
Ukaz  PonudnikA#show ip route nam izpiše globalno usmerjevalno tabelo, iz 
katere lahko razberemo, da je ponudnik A res prejel informacijo o omrežju 
192.168.9.0/24 prek protokola BGP (označeno s črko B na sliki). 
Ukaz PonudnikA#show ip bgp pa nam izpiše BGP usmerjevalno tabelo, iz 
katere lahko razberemo izbrano najboljšo pot do omrežja (označeno z znakom »>« 
na sliki), naslednji korak do omrežja, ki ima naslov IP 172.16.5.2 (vmesnik na 
usmerjevalniku ponudnika B),  in pa da je bilo omrežje oglaševano iz avtonomnega 
sistema 600, kjer je usmerjevalnik ponudnika B. S tem se lahko prepričamo, da 
strežnik usmerjevalnih poti res zagotavlja transparentnost atributov in da usmerjanje 
poteka mimo njega. 
 
Slika 9.2: Rezultati brez filtriranja 
Slika 6.4 pa prikazuje rezultate na usmerjevalniku ponudnika A po uvedbi filtriranja. 
Spomnimo se, da smo v praktičnem primeru uvedli filter, s katerim dosežemo, da 
ponudnik A sprejme samo informacije o poteh, ki imajo atribut AS_PATH 700. Ker 
v našem primeru ni nobene take poti, pričakujemo, da usmerjevalnik ponudnika A v 
svoji usmerjevalni tabeli ne bo imel nobene poti, ki bi bila naučena prek BGP 
procesa. Slika 6.4 prikazuje pričakovane rezultate: 
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Slika 10.3: Rezultati z uvedbo filtriranja 
Bralstvo utegne zanimati še, kako je z redundanco strežnikov in skalabilnostjo 
filtriranja v stičiščih. Dodajanje redundantnega strežnika usmerjevalnih poti je precej 
enostavno. Samo priklopimo ga na stikalo in nastavimo enako kot prvega. Ponudnik 
pa mora zgolj vzpostaviti eBGP sejo še z redundantnim strežnikom. 
Filtriranje je skalabilno, saj sta kontekst in usmerjevalna mapa ločena. Torej v 
primeru, da ima več usmerjevalnikov dodeljen isti kontekst in želimo dodati nov 
filter, samo dodamo filter v usmerjevalni mapi, ki je bila uvožena v kontekst, in s 
tem vplivamo na odločanje vseh usmerjevalnikov tega konteksta. 
Porodi se nam lahko še vprašanje, zakaj se marsikdo odloči za odprtokodni pristop 
strežnika usmerjevalnih poti. Po raziskavi, ki je potekala leta 2014, je namreč kar 
64% stičišč uporabljalo odprtokodno rešitev BIRD [52]. Glavni razlog je predvsem 
cena. BIRD je namreč zastonj in je lahko nameščen na splošno-namenski strojni 
opremi, ki je mnogo cenejša od specifične strojne opreme, ki jo npr. ponuja Cisco. 
BIRD je tako uspešen tudi zaradi dobrega mehanizma filtriranja, ker pa je 
odprtokoden, to omogoča podjetjem, da po želji dodajajo svoje funkcionalnosti 
oziroma ga integrirajo z svojimi rešitvami [52]. Ena izmed slabosti odprtokodne 
rešitve na splošno-namenski strojni opremi  je ta, da slednja ni zmožna posredovati 
tako veliko število paketov na sekundo, kot to lahko opravi namenska strojna 
oprema. Vendar to v stičiščih internetnih omrežij ne pride do izraza, saj smo 
spoznali, da sta tam funkciji usmerjanja in posredovanja ločeni. Torej strežnik, na 
katerem je nameščen BIRD, ne usmerja prometa, ampak zgolj zagotavlja 
usmerjevalne informacije, katere potrebujejo usmerjevalniki, ki opravljajo funkcijo 
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posredovanja. Glavna slabost odprtokodne rešitve je torej zahtevnejša 
implementacija. Nastavitve BIRD imajo vgrajen skriptni jezik, tako da je potrebno 
poznati osnove programiranja. Prav tako je dokumentacije precej manj kot pri 







7  Zaključek 
Spoznali smo, da operaterji in večje organizacije, ki imajo svojo številko 
avtonomnega sistema, uporabljajo za medsebojno povezovanje protokol BGP, s 
katerim nadzorujejo izbiro poti. Osnovna nastavitev protokola je sorazmerno 
enostavna, vendar lahko za marsikatero organizacijo upravljanje in nastavitev 
protokola ob potrebnem uvajanju naprednih pristopov filtriranja oglaševanja poti 
hitro postane kompleksno. V ta namen je potrebno podrobno poznati delovanje 
protokola in okolja, v katerem se uporablja, glede tega pa smo ugotovili, da gre lahko 
za zelo obsežno področje.  
Hitro pridemo do sklepa, da je število povezanih avtonomnih sistemov lahko veliko 
in da je zaželeno, da se način povezovanja med njimi poenostavi. Stičišča internetnih 
omrežjih nam nudijo natanko to, s tem da nam poleg poenostavitve upravljanja 
protokola BGP omogočajo tudi nižje stroške povezovanja. Prav tako s povezavo na 
stičišče IX uvajamo dodatno redundanco v naše omrežje, saj lahko stičišče 
uporabimo kot rezervno povezavo, ki omogoča sočasno povezovanje z več ponudniki 
storitev.  
V praktičnem delu smo se seznanili z metodami, ki so potrebne za vzpostavitev 
zveze s strežnikom usmerjevalnih poti. Opazili smo lahko, da je proces za 
povezovanje novih ponudnikov storitev dokaj preprost in da ne vpliva na že 
vzpostavljene povezave med strežnikom RS in obstoječimi ponudniki storitev, kar je 
ena izmed ključnih prednosti uvajanja sistema strežnikov poti na stičiščih IX.  
Preverili smo tudi metode za vpeljavo napredne usmerjevalne politike, v 
kolikor je potrebno izvajanje filtriranja prometa in oglaševanih poti. Ta proces je 
najbolj dinamičen in najtežavnejši, saj moramo podrobno določiti politiko, ki bi jo 
radi dosegli, in temu primerno uporabiti razpoložljiva orodja.  Rezultati praktičnega 
dela so prikazali uspešno povezovanje dveh ponudnikov internetnih storitev skozi 
stičišče internetnih omrežij in tako podkrepili teoretično znanje z zgledom iz prakse. 
Za konec smo še spoznali, da lahko redundantni strežnik usmerjevalnih poti 
vpeljemo na precej enostaven način in z malo potrebnimi dodatnimi nastavitvami in 
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da nam metode filtriranja omogočajo fleksibilen in skalabilen sistem. Dotaknili pa 
smo se tudi odprtokodne rešitve BIRD, ki je precej pogosto v rabi pri stičiščih 
internetnih omrežij. Prišli smo do sklepa, da sta glavni slabosti odprtokodne rešitve 
BIRD pomanjkanje dokumentacije in potreba po znanju skriptnega jezika. Vseeno pa 
prednosti, med drugim precej nižja cena kot pri komercialni rešitvi, fleksibilno 
filtriranje in možnost dodajanja lastnih rešitev odtehtajo slabosti. Vsaka rešitev ima 
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