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ABSTRACT
Aplikasi Berbasis Web menggunakan fitur keamanan Autentikasi Login untuk dapat memberikan akses kepada pengguna yang
berhak. Pada sistem keamanan Autentikasi Login ini masih sangat rentan terhadap pencurian Session id pada penggunaan jaringan
Wireless Local Area Network (WLAN) yang dapat digunakan tanpa melalui proses Login. Penelitian ini dilakukan dengan cara
analisis dan pengujian sistem, pembuatan sistem keamanan Login yang baru dan melakukan pengujian sistem ulang. Sistem
Keamanan Login dibuat dengan pemrograman PHP dan MySQL kemudian dilakukan modifikasi pengamanan Sistem Login dengan
menggunakan Algoritma Fisher-Yates shuffle. Algoritma Fisher-Yates shuffle ini berguna untuk pengacakan nilai Session id setiap
1 Menit.  Hasil pengujian sistem keamanan Autentifikasi Login yang sudah menerapkan Algoritma Fisher-Yates shuffle ini
menghasilkan keamanan pencegahan terhadap serangan Session Hijacking.
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