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はじめに








































 この 2 点から考えるとその当時、すでに製品化されていたWindows 2000 Serverを用いて
の Active Directoryの構築だった。この方法ならコンピュータ演習室管理をいままでどおり
Windowsで行い、メールサーバである UNIX系 OSとの連携も可能である。
 検討している中Windows Server 2003が登場し、コンピュータ演習室はWindows Server 2003
を用いた Active Directoryを構築することにした。
導入の方法
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 このうち、担当者としては後者を選択した。







 このうちドメインコントローラと DNSサーバは 1 台で双方のサーバを兼ねている。























する場合が多く、またメールサーバのような基幹システムは UNIX（及び UNIX互換 OS）が
採用される場合が多い。これら異なるシステム間のパスワードの統一化は従来から難易度の高
い問題として扱われ、同じアカウント名でもまったく別のユーザとして管理する運用が行われ
てきた。SFU（Service for UNIX）1を用いて UNIX側とパスワードの同期を行う方法はあったが、
一元的に管理を行っているわけではないことと、対応 OSが限られることから採用は難しかっ













Kerberos 7 を用いることが推奨されている 8 。そのため、各ユーザーからメールの受信要求があっ
た場合、POP 3 サーバ 9 が Kerberosを用いて Active Directoryに対して個人認証を行う必要があ















Hyper-Threading10や RAID 111により高性能化・高信頼性を図ることができるため、 1 台に集約し
ても性能的には問題がないと判断した。
実現
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 8  他に LDAPを用いた方法もあるようだが、ADの Schemaを拡張しなければならない等の制約やセキュリ
ティを考慮し Kerberosを用いることとした。
 9  Post Office Protocolサーバ。一般的にはメールクライアント（MUA）へメールの受け渡しを行う。各個人
のメールを扱うためユーザー認証が必要である。
10 Intelが開発したマイクロプロセッサの高速化技術。 1 つのプロセッサをあたかも 2 つのプロセッサである
かのように見せかける技術。
11 ハードディスクに記録する際に 2 台以上のディスクを用意し、全部のディスクに同じデータを書き込むこ
とで信頼性を上げる
12 FreeBSD上に実装されている chrootを強化した仮想環境。chrootではホスト環境からファイルシステムの
み分離を行うが、jailではプロセス空間も分離する。
13 従来 UNIXではユーザー情報は /etc/passwd等に格納していた。NSSによりユーザ情報に関する問い合わ
せついて LDAPを用いることができる。
