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Abstract 
The project concerns have focused on three case studies which include the use and abuse of 
registers and how they can affect privacy. 
The three cases are: The National Defense has given staff information to the insurance 
company Topdanmark. The second case is about when Danish citizens were evacuated from 
Lebanon where they would subsequently synchronize data in relation to who was on social 
services. The third and last case is based on the travel map and how Rejsekortet A/S has 
attempted to set a register for this new travel card. 
 
In order to investigate these cases properly it has been necessary to have a background 
knowledge which, among other things consisted of things like the history about the Population 
Register in Denmark, legislation on registers in Denmark, what is Datatilsynet and what is a 
register or a database. 
 
Our conclusion and results are: The privacy are only affected minimally if records are used by 
law while abuse of the records will most often affect the privacy and be offensive. 
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1 Indledning 
Det er ikke nyt for danskere at blive registreret i registre. Det er de blevet de sidste par 
århundreder i blandt andet kirkebøgerne, hvor der var behov for at have et overblik over, hvor 
mange der blev født, viet og døde, i hvert sogn. Efterfølgende opstod behovet for at kunne 
holde styr på befolkningen, i form af hvem, der betalte skat og lignende til staten, samt en 
generel personidentifikation på hver enkelt borger. Dette gjorde, at man opfandt CPR-
nummeret, som blev en primær nøgle til de fleste offentlige registre samt en hel del private 
registre. Efter dette er danskere blevet registreret i alle former for registre, fra telefonbøger til 
registrene på sygehuse. Det kan være svært at gennemskue, hvornår man bliver registreret i 
et register, og hvad dette register vil blive brugt til. Der opstår først rigtigt en problematik, når 
oplysningerne i registret bliver brugt til noget andet end det de er oprettet til, hvilket også 
kaldes function creep1. Det er set flere gange, at virksomheder har videregivet deres kunders 
personoplysninger til andre virksomheder. Dette kan blandt andet ses i sagen omkring 
Forsvaret som har videregivet deres personales oplysninger til Topdanmark for, at Forsvarets 
ansatte kan få et godt forsikringstilbud. (Datatilsynet: Forsvaret, 2008) Der findes også andre 
former for misbrug af registre. Det er for eksempel ikke lovligt at samkøre alle registre, da det 
ofte kan være krænkende for personerne i disse registre. Det er heller ikke lovligt at indsamle 
oplysninger, som ikke er relevante til det formål der indsamles til. Det er Datatilsynets opgave 
at sørge for, at sådanne ting ikke finder sted, og hvis det sker, skal de rette op på fejlen ved 
enten at påpege det overfor den pågældende eller politianmelde vedkommende. Vi finder det 
interessant at kigge på forskellige af sådanne sager, da det påvirker os på samme måde som 
det påvirker enhver anden dansker, der også er registreret i forskellige registre. Vi ønsker at 
undersøge, hvornår og hvordan danskeres privatliv kan krænkes igennem brugen af registre, 
herunder via function creep og samkøring af registre.  
 
Det ovennævnte vil være omdrejningspunkt for den følgende rapport. Der vil være en 
uddybelse af problemfelt, problemformulering, samt den metode, der er blevet brugt. Da der 
findes utrolig meget viden omkring forskellige relevante emner, der skaber baggrund for vores 
problemfelt, vil der være et baggrundsafsnit. I denne opgave vil det være muligt at læse om 
blandt andet Folkeregisterets historie, lovgivningen omkring emnet og lignende. Det 
teknologiske aspekt omfatter, hvordan en database er indrettet, dette har relevans, da et 
register ses som en database. Da der bliver brugt en del begreber i projektet, er der behov for 
en begrebsafklaring af blandt andet misbrug, krænkelse, privatliv og lignende begreber.  
Dette vil blive samlet i en diskussion omkring tre forskellige cases, hvor det bliver belyst, 
hvilke problematikker, der kan opstå ved brug, samt misbrug af registre.  
 
                                           
1
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1.1 Problemfelt 
I Danmark bliver danskerne registreret mange steder også uden, at vi nødvendigvis tænker 
over det. Vi registreres, når vi benytter os af vores dankort, kontakter lægen eller sygehuset 
og mange andre steder i det offentlige og private. Disse er eksempler på tilfælde, hvor vi bliver 
indskrevet i registre. Sådanne registre bliver opbevaret og gemt til senere brug, og i nogle 
tilfælde vil oplysningerne blive brugt til andet end det formål, de var indsamlet til.  
Vi ønsker at undersøge tre cases, som hver især belyser en problematik inden for brugen af 
registre.  
 
Den første case omhandler Forsvaret, som har videregivet adresseoplysninger, 
stillingsbetegnelser og lignende oplysninger omkring deres ansatte til Topdanmark, med 
henblik på markedsføring af Topdanmarks produkter. Dette var oplysninger, som var indsamlet 
til Forsvarets administration af personale, herunder navne, stillingsbetegnelser og lignende. 
(Datatilsynet: Forsvaret, 2008) Forsvarets Personaletjeneste begrundede denne videregivelse 
af oplysninger til Topdanmark med, at deres medarbejdere kunne få en ydelse hos 
Topdanmark med rabat og, at de kun har videregivet et midlertidigt adresseudtræk.  
 
Den anden case, vi har valgt, er sagen om evakueringen af danskere fra Libanon i 2006, hvor 
den danske regering gik ind og evakuerede alle danske statsborgere, der befandt sig i Libanon, 
da der udbrød krig i landet. Der befandt sig i landet næsten 6000 danske statsborgere, der 
skulle evakueres. Dette gjorde, at der kom mistanke til, om der var danske statsborgere på 
kontanthjælp, som tog ned og besøgte familie og venner, mens de modtog støtte fra staten, 
hvilket er ulovligt. Nogle politikere ville gerne samkøre registrene over de evakuerede med re-
gistrene over dem, som var på kontanthjælp. Dette afviste Datatilsynet.(Datatilsynet: Libanon, 
2006) 
 
Den tredje case vi har valgt at undersøge er rejsekortet, som er meget i medierne i øjeblikket. 
Det er et kort, man skal stemple ind og ud, hver gang man tager offentlig transport. Det vil 
komme til at erstatte de nuværende betalingsmuligheder, som klippekort, pendlerkort og 
lignende. Der er to problematikker herom; den første er den, som overordnet bliver behandlet 
i pressen. Det har ikke førhen været nødvendigt at oplyse CPR-nummer til Rejsekortet A/S i 
forbindelse med køb af billet eller pendlerkort, og derfor virker det underligt for de fleste, at de 
nu skal udlevere deres CPR-nummer. Den anden problematik er den som Datatilsynet er 
involveret i, nemlig om Rejsekortet A/S skal have lov til at oprette en spærreliste og hvilke 
betingelser, der er for det, samt om det er acceptabelt den måde Rejsekortet A/S ønsker at 
føre denne lister på. (Datatilsynet: Spærreliste, 2011) 
 
De tre cases repræsenterer forskellige måder, som registre kan blive brugt og misbrugt på, al-
le tre cases berører samtidig personoplysninger og dermed også privatlivet. Dette opstiller 
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nogle problemstillinger, hvor der kan diskuteres, hvordan det går ind og påvirker privatlivets 
fred.  
I Forsvars casen bliver der videregivet personoplysninger til et andet formål, end de var ind-
samlet til. Til sidst er der Libanon casen, hvor der er et ønske om at samkøre to registre for at 
fange sociale bedragere. I rejsekorts casen ønsker man at indsamle personoplysninger uden, 
der umiddelbart er et reelt grundlag. Hver af disse cases vil blive gennemgået senere i rappor-
ten, for at få undersøgt om der er et reelt problem. 
 
1.1.1 Problemformulering: 
Vi har på baggrund af det ovenstående valgt at skrive vores problemformulering således: 
Hvordan påvirker brug og misbrug af registre privatlivets fred? 
 
1.2 Problemafgrænsning 
Projektet har udviklet sig meget siden påbegyndelsen og er gået i en helt anden retning end 
først påregnet. Dette skyldes både de fravalg og tilvalg, der blev foretaget undervejs, men 
også de erfaringer der blev gjort omkring, hvor bredt emnet rent faktisk var.  
I starten af semesteret var planen at arbejde med identifikation og identifikationsformer af 
individer, med hovedfokus på CPR-nummeret. Da vi ønskede at have en etisk vinkel på emnet, 
stødte vi på problematikker som ”hvad er identitet?” og ”hvor langt kan man tillade sig at gå, 
for at identificere folk?” hvor det var nødvendigt, at gøre både tilvalg og fravalg undervejs. 
”Hvad er identitet?” var for eksempel for komplekst i sammenhængen til at det ville kunne 
udarbejdes fuldt i løbet af et enkelt semester, når det ikke skulle være hovedfokus i projektet, 
mens den anden problemstilling forekom både relevant og spændende.  
Dernæst blev det diskuteret, hvilke oplysninger staten og samfundet egentligt havde 
opbevaret omkring deres borgere og dernæst om, hvorvidt man kunne tillade sig at opbevare 
visse data om folk. Registre og lignende blev undersøgt og i takt med at vi fandt det mere og 
mere interessant, hvilke oplysninger, der egentlig var gemt, forsvandt fokusset gradvist fra 
CPR-nummeret, som vi betragtede som en form for nøgle eller identifikationskode for hvert 
enkelt individ. Det havde tidligere været hensigten at kigge på identifikationsformer som for 
eksempel øjenscanning, DNA-genkendelse eller personlige chips, men disse blev også fravalgt, 
netop fordi projektet fjernede sig fra det at identificere individer. Vi begyndte at diskutere 
privatliv og hvornår vi følte, at det var i orden, at de private grænser blev tilsidesat til fordel 
for en større gruppe. ’Privatlivets fred’ blev til opgavens omdrejningspunkt sammen med 
registrene, til forskel fra, at vi tidligere havde tænkt os at arbejde med Utilitarisme2 eller 
lignende etiske teorier.  
 
Som projektet nu er udformet, er hele aspektet med at identificere individer blevet fravalgt. 
                                           
2
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CPR-nummeret har også delvist mistet det fokus, som det tidligere var blevet tillagt, og hvor vi 
til at begynde med havde forestillet os, at vi skulle arbejde med Argumentationsanalyse eller 
Utilitarisme2, har vi i stedet valgt at benytte os af privatlivets fred. Vi har også valgt at have 
fokus på lovgivningen, det historiske og det etiske frem for det teknologiske, som vi ligeledes 
tidligere havde tillagt mere betydning. 
 
1.2.1 Semesterbinding 
Ifølge Det Humanistisk-Teknologiske Basisstudiums regelsæt, er 3. Semesterprojekter bundet 
af at skulle opfylde dimensionen 'Subjektivitet, teknologi og samfund'. Denne dimension 
lægger vægt på sammenspillet mellem teknologi og mennesker, det samfund disse befinder sig 
i, samt kulturen, der kan opstå imellem teknologi og mennesker. Denne dimension passer godt 
til emnet, da projektet handler om brug og misbrug af registre med persondata, herunder 
registersamkøring. Dette emne og dermed denne teknologi, berører både vores samfund, men 
også de enkelte personers privatliv. Især misbrug af registre kan være et problematisk emne, 
da det kan være svært at forudse, hvilket nyt data både myndigheder og privatpersoner vil 
kunne opnå, men også at forudse, hvad dette data kan udnyttes til. Persondata kan omfatte 
alt fra navn og arbejdsvilkår til seksualitet og politisk holdning3. Udnyttelses muligheder er lige 
så bredt, alt efter hvilke instanser eller individer, der får adgang til oplysningerne. Man kan for 
eksempel blive chikaneret på grund af sin religion eller politiske overbevisning eller få tilsendt 
specifikke reklamer alt efter arbejde og alder. Oplysninger og opbevaring af disse, der kan 
betegnes som en teknologi, kan altså have stor betydning både for subjektet og samfundet. 
 
Ud over den ’tvungne’ dimension, er alle projekter på Det Humanistisk-teknologiske 
Basisstudium underlagt at skulle opfylde en af de tre andre dimensioner, som er tilknyttet 
basisstudiet. Den anden dimension som vi ønsker at inddrage, er dimensionen 
”Videnskabsteori og metode”. Denne dimension har primært fokus på metoder og 
vidensformer i teknologi og videnskab, men omfatter også kvalitativ, kvantitativ og 
eksperimentel metode og etik med særlig vægt på etisk analyse af nye teknologier. 
Dimensionen studeres med blandt andet erkendelsesteoretiske, historiske, etnografiske, 
videnssociologiske og etiske indfaldsvinkler. (RUC: HumTeks 4 dimensioner) 
Overordnet har vi valgt denne dimension på grund af det etiske aspekt i privatlivets fred, som 
er projektets kritiske vinkel i forhold casene. Vi ønsker at opstille en række definitioner af 
relevante begreber og i diskussionsafsnittet sammenholde disse med tre forskellige cases. 
Samtidig vil vi have et kritisk syn herpå og forsøge at vurdere, hvordan relationen er til det 
etiske begreb. Dimensionen er også relevant på grund af de undersøgelser, vi har foretaget i 
form af vores kontakt til Datatilsynet og de personer, vi har udspurgt under de forskellige 
cases. Vi har dermed foretaget en række kvalitative undersøgelser og haft en vis historisk 
                                           
3
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tilgang til for eksempel lovgivningen omkring brugen af registre. 
 
1.3 Metodiske overvejelser 
Igennem hele projektet, har der skullet foretages valg, heriblandt hvilken vej projektet skulle 
tage, samt hvilke metoder, der ville være bedst at benytte i den givne situation.  
Vi har især benyttet Den Hermeneutiske Cirkel, til at finde ny viden. For at få ekstra viden 
omkring vores cases, var det vigtigt at undersøge om kvalitativ eller kvantitativ metode ville 
være bedst, til denne rapport. Herudover har vi været kildekritiske, og forsøgt kun at bruge 
pålidelige kilder, og argumentere herom. Disse metoder vil der kunne læses mere om i de 
følgende afsnit. 
 
1.3.1  Den Hermeneutiske Cirkel 
Hermeneutikken handler om, hvordan man finder 
meningen med en tekst. Hermeneutikken er 
dannet af den tyske filosof Gadamer (Holst & 
Frederiksen, 2010). 
Omdrejningspunktet for projekter er, at finde ny 
viden og bearbejde denne viden for efterfølgende 
på ny, at finde ny viden og så bearbejde denne 
nye viden, så der hele tiden fremstår en ny og 
bearbejdet viden. Derfor har vi i dette projekt 
brugt metoden Den Hermeneutiske Cirkel, som 
kan ses på illustrationen til højre.  
Den Hermeneutiske Cirkel går ud på at finde frem 
til ny viden og ny forståelse, som man 
efterfølgende fortolker/bearbejder. Det betyder, at 
man er nødt til at forstå helheden i en tekst, for 
at kunne forstå dens enkelte dele, og omvendt. 
(Gyldendal: Den Hermeneutiske Cirkel, 2011)  
På den måde forstår man meningen med teksten, 
man arbejder med og kan dermed arbejde videre med denne nye viden. 
Ud fra denne nye viden og bearbejdning, kommer man frem til ny viden, som skal bearbejdes 
og så videre. I dette projekt har vi udelukkende brugt tekstfortolkning, men Den 
Hermeneutiske Cirkel handler også om, hvordan man forstår andre former for empiri, det kan 
være billeder, musik, handlinger og lignende. (Holst & Frederiksen, 2010) 
 
I projektet har vi brugt Den Hermeneutiske Cirkel mere præcist til først at finde frem til, hvad 
vores projektemne egentlig drejede sig om. Her skal det nævnes, at vi startede ud med en 
Figur 1 - Den Hermeneutiske Cirkel 
(Primus: Den hermeneutiske spiral) 
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grundidé der hed; identifikation af individer i samfundet. Ud fra dette emne undersøgte vi, 
hvad individer var, hvad det betyder at være et individ i samfundet og hvilken lovgivning, der 
er omkring dette. Da det var blevet fortolket, blev det klart, at der var et behov for at finde ud 
af, hvad privatliv er, og hvordan det beskyttes digitalt, heriblandt hvad Datatilsynet er. Ud fra 
dette blev det klart at det var registre, der skulle være omdrejningspunkt for projektet og især 
misbrug af registre. Efter rigtig mange sving i Den Hermeneutiske Cirkel fandt vi 3 cases4. 
Uden Den Hermeneutiske Cirkel var dette projekt ikke kommet så grundigt omkring emnet 
Registres påvirkning af privatlivets fred.  
 
1.3.2  Kvantitativ og kvalitativ metode 
Kvantitativ metode 
”Videnskabelig forskningsmetode, der anvendes, når forskningsfeltet kan gøres målbart.” 
(Gyldendal: Kvantitative metoder) 
Kvantitativ metode arbejder med en større mængde af kolde data, det vil sige oplysninger, der 
kan måles og kvantificeres5. Ofte er formålet at sætte dem i en statistik eller i det hele taget at 
præsentere dem numerisk. Forskeren, der bruger denne form for metode, betragter sit projekt 
som et objekt, der undersøges på en eller flere variable. Undersøgelserne om projektet foregår 
på forskerens præmisser og det er ofte envejskommunikation. Med envejskommunikation kan 
der for eksempel menes et spørgeskema, der udsendes til den målgruppe, der passer til 
projektet og disse besvarer dette og sender det tilbage til forskeren, der behandler svarene 
statistisk. (Gyldendal: Kvantitative metoder) 
 
Kvalitativ metode 
”Fællesbetegnelse for en række videnskabelige undersøgelsesmetoder, der tages i anvendelse, 
når forskeren ønsker at undersøge en række forhold, som er vanskelige at iagttage og måle.” 
(Gyldendal: Kvalitative metoder, 2011) 
I denne her metode betragter forskeren sit projekt som et subjekt i modsætning til den 
kvantitative metode, hvor forskeren betragtede sit projekt som et objekt eller en genstand. 
Ved brugen af denne metode er der ikke envejskommunikation, men en 
kommunikationsproces mellem forskeren og undersøgelses subjektet opstår og varer ved i den 
tid undersøgelsen foregår. Her er resultaterne ikke nogle, der kun skal bruges statistisk, men i 
stedet nogle man skal fordybe sig i, som kræver indlevelse og forståelse. Ved denne metode 
kan man for eksempel bruge deltagerobservation, hvor forskeren deltager i de sociale 
aktiviteter, der indgår i undersøgelsen. Det vil sige, at forskeren prøver i en lang periode at 
sætte sig ind i sit projekt og være en del af det i en længere periode. (Gyldendal: Kvalitative 
metoder, 2011) 
                                           
4
 Disse 3 cases er nævnt foregående afsnit ’problemfeltet’ og bliver uddybet i efterfølgende afsnit ’diskussion’.  
5
 udtrykke i tal; omsætte til målelig størrelse. (Gyldendal: Kvalificere) 
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Fordele og ulemper ved kvantitativ og kvalitativ metode 
Der vil altid være både fordele og ulemper ved hver metode. Hvis man bruger den kvantitative 
metode, hvor forskeren ser sit projekt som et objekt, kan man her spørge en større gruppe af 
mennesker. Ved dette kommer man ikke i dybden og kan let kun få nogle overordnede, lidt 
løse svar. Modsætningsvis kan det for den kvalitative metode, være svært at sige noget 
generelt om en større målgruppe, da forskeren kun har arbejdet med nogle få. I stedet får 
forskeren nogle svar, der har været gået i dybden i forhold til projektet og dermed kan 
forskeren fortælle, hvordan hans/hendes målgruppe tænker og føler om projektet. (Birthe Fog, 
2011) 
 
I vores projekt har vi brugt den kvalitative metode, da vi ikke har spurgt en større målgruppe, 
men i stedet spurgt nogle få, som vi vidste have en relevans for vores projekt. Vi skulle bruge 
nogle dybdegående svar på vores spørgsmål, og der var behov for at dem vi spurgte gik i 
dybden og prøvede og sætte sig ind i det, vi spurgte dem om.  
 
Datatilsynet 
Det blev tidligt klart for projektets fremgang, at det var nødvendigt at interviewe Datatilsynet. 
Da det blev klart hvilke cases, projektet ville få som omdrejningspunkt, var det ud fra dette at 
vi tog beslutningen om at lave et semistruktureret interview, da det ville give os mulighed for 
at styre samtalen omkring disse cases og få et generelt indblik i, hvad Datatilsynet er for en 
størrelse. Samtidig ville det også give den interviewede mulighed for at komme med egne og 
uddybende kommentarer til casene.  
Vi kontaktede Datatilsynet og aftalte et tidspunkt, hvor vi fik lov til at ringe til Lene Kragelund 
derfra. 
Vi havde forberedt nogle spørgsmål, og undervejs i interviewet stillede vi uddybende 
spørgsmål (som ikke var skrevet ned på forhånd). Det gav dog nogle problemer, at vi ikke 
havde præciseret hvilke cases, vores spørgsmål hovedsageligt ville dreje sig om, da den 
interviewede i Datatilsynet ikke havde noget større kendskab til sagerne. Derfor blev vi enige 
om at maile vores spørgsmål til den interviewede, så vedkommende kunne undersøge det og 
svare os på mail. De svar, vi senere fik tilsendt, var dog ikke synderligt brugbare og er derfor 
ikke blevet behandlet i rapporten. 
 
Rejsekort 
Efter at have gennemgået sagen om rejsekortet, både fra Datatilsynet, mediernes og rejsekort 
A/S synspunkt, blev det klart, at det ville give et bedre billede at tale med en bruger af 
rejsekortet. Især fordi det er en så ny teknologi, der skal implementeres, nærmest fra den ene 
dag til den anden. Vi havde et behov for at vide, hvordan en egentlig brugers synspunkt var på 
de problematikker, vi havde forsøgt at belyse i vores diskussionsemne omkring rejsekortet. Vi 
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tog derfor fat i psykolog Mette Juul Isaksen, som er daglig bruger af rejsekortet. Her brugte vi 
også et semistruktureret spørgeskema, som gjorde det muligt at formulere åbne svar, som gav 
Mette mulighed for at uddybe sine svar. Ud fra det vi havde læst, stod det klart, at den største 
problematik var, hvorvidt ønskerne fra Rejsekortet A/S’ side, var krænkende overfor brugerne 
eller ej. Derfor gav det er godt indblik i, hvad brugerne egentlig synes om det, efter Mette 
Isaksen havde besvaret vores spørgsmål. Mette følte sig nemlig ikke krænket og synes 
tværtimod at rejsekortet var en god erstatningsmulighed til pendlerkort. (Isaksen, 2011) 
 
1.3.3  Kildekritik 
En vigtig del af det at skrive et projekt, består i at finde informationer, der kan bruges i 
projektet, men før de kan bruges, er det vigtigt at være kritisk over for de kilder, som bliver 
brugt i projektet. Det skal undersøges, om kilderne er fortrolige, hvilket kræver, at man stiller 
de rette kritiske spørgsmål til disse kilder. Da dette projekt har arbejdet med tekster, er det 
relevant at bruge spørgsmål, der henvender sig til, at det er en tekst. Disse spørgsmål kunne 
for eksempel være følgende: 
 Hvilken form for kilde er det? Er det en lov, et uddrag af en dagbog, en artikel eller no-
get helt fjerde? 
 Hvornår er den skrevet? 
 Hvem har skrevet den? (Afsenderen) 
 Hvem er den skrevet til? (Modtageren) 
 Har det betydning for tekstens indhold, hvem der er afsender/modtager? Hvis ja, hvil-
ken betydning? 
 Er der en bestemt holdning, mening eller syn på et bestemt emne i kilden? Hvis ja, 
hvilke argumenter bruges i kilden? (Københavns Universitet: Kildekritik) 
Ved at stille disse spørgsmål ’åbner’ man teksten op og finder ud af, hvor relevant den er for 
emnet, samt hvor fortrolig den er. Der findes en uskrevet regel, der siger at man aldrig må 
bruge Wikipedia, da det her er hver enkelt bruger, der har mulighed for at tilføje artikler uden 
at artiklernes indhold bliver verificeret. Dette betyder, at dette ikke kan accepteres som en 
fortrolig kilde og dermed kan den ikke bruges, da man ikke kan vide sig sikker på, at der er en 
pålidelig forfatter bag teksten. 
 
Brugte kilder 
Rapportens hovedkilde er Datatilsynet, som bliver brugt, da de har været inde over alle tre 
cases. Derfor har det været vigtigt at vurdere troværdigheden i denne kilde. Hvilket også ligger 
til grund for, at der er et specifikt afsnit omkring Datatilsynet i rapporten. Da Datatilsynet er en 
instans under justitsministeriet, må vi antage, at det er en pålidelig og troværdig kilde, da de 
hører ind under staten.  
 
Jura Professor Peter Blume er blandt andet blevet brugt, da han udtaler sig om Libanon sagen. 
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Her er det vigtigt at understrege, at Peter Blume udtaler sig som juraprofessor, men samtidig 
er han også en del af Datarådet. Så han har formegentlig været med ind over sagen da 
Datatilsynet behandlede den. Da Blume sidder i Datarådet, som er en del af Datatilsynet, må 
det også gælde for ham, at han kan anses som pålidelig, da han er tilknyttet staten. Dog er 
det vigtigt at påpege at Blume kommenterede på sagen som juraprofessor og ikke som en del 
af Datarådet. Det skaber dog nogle problematikker, da han kan have været inde over 
Datatilsynets afgørelse. På baggrund af hans stilling som juraprofessor og som medlem af 
Datarådet, må vi dog antage at han har været i stand til at se objektivt på sagen i forbindelse 
med hans udtalelse.  
 
Lovgivningen er en stor del af rapporten. Dette afsnit bygger blandt andet på bogen 
PERSONDATARET, som er skrevet af jurist Oluf Jørgensen. Vi antager at som jurist er Oluf 
Jørgensen kvalificeret til at skrive en bog omkring den danske lovgivning, hvilket gør at vi ikke 
betvivler bogen eller forfatterens troværdighed og dermed er det en pålidelig kilde. 
Bogen RET, PRIVATLIV OG TEKNOLOGI, som juraprofessor Blume har været medforfatter til, er 
også blevet brugt til Lovgivningen. Da Blume både er juraprofessor og en del af Datarådet, 
som allerede er blevet antaget som pålidelig og troværdig, må denne bog også kunne ses som 
pålidelig og troværdig.  
 
Det kan ydermere ses i rapporten at der er blevet benyttet forskellige opslagsværker, 
heriblandt POLITIKKENS DANSKORDBOG, som antages at være en pålidelig kilde, da det er et 
stort og anerkendt forlag i hele Danmark.  
Herudover bliver kilder som DEN STORE DANSKE brugt som opslagsværk til ord som for 
eksempel ’hjemmel’, der kræver en forklaring. Derudover er ordbogen brugt til at definere 
hvad en kvantitativ og en kvalitativ metode er, i vores metode afsnit. Da det er Gyldendal der 
har skabt denne side, bør denne side ses som pålidelig. Da Gyldendal er meget anerkendt i 
Danmark og den ordbog de mange danskere bruger, antager vi at Den Store Danske kan ses 
som en pålidelig kilde og dermed også troværdig. 
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2 Baggrundsviden 
For at kunne gå ind i konkrete sager omkring vores problemfelt og problemformulering er det 
vigtigt at have en viden omkring disse problemstillinger, herunder er det vigtigt at kende til 
historien omkring folkeregistre. For at man kan forstå nutiden, må man vide, hvad der ligger til 
grund for den nuværende situation. Derudover er det vigtigt at forstå Lovgivningen omkring 
registre. Da Datatilsynet spiller en stor rolle I de cases, som er omdrejningspunkt for vores 
problemstilling, er det også vigtigt at forstå, hvad Datatilsynet er, hvad de står for, og hvad 
deres formål er. Herudover er det vigtigt at forstå noget af teknikken bag registre, som også 
kaldes for databaser. Dette er, hvad der kan læses mere om i de følgende afsnit. 
 
2.1 Folkeregistre 
Da historien er en vigtig bestanddel for at kunne forstå nutiden, vil der i det efterfølgende 
afsnit være en historisk gennemgang af vores folkeregister, herunder CPR-nummeret og 
hvordan det blev til. 
 
Registrering af borgere har fundet sted i flere århundreder, men det har ikke været pålagt 
staten eller regeringen at gøre dette. Det har været kirken, der registrerede borgere i 
’kirkebøger’, hvor de ældste stammer tilbage fra 1600-tallet, men det var først i 1645 at 
kongen pålagde præsterne, at holde kirkebog på, hvor mange der fødtes, hvor mange der blev 
viet og hvor mange der døde i deres sogn. Disse bestemmelser blev gentaget i 1683 og er 
stadig gældende. (Personregistrering) 
I 1812 blev ministerialbøger6 indført. Det vil sige at, hvor det tidligere havde været op til den 
enkelte præst, hvordan han ville nedskrive de forskellige oplysninger om folk, blev det nu ført 
på skema. Det blev også bestemt, at der skulle føres to ministerialbøger, hvoraf den ene blev 
ført af præsten og den anden af skolelæreren eller degnen. Disse to bøger måtte aldrig 
opbevares under samme tag, da man så var sikret, hvis den ene bog skulle gå til ved brand. 
(Personregistrering) 
Det var dog først i 1924, at egentlige folkeregistre blev indført ved lov i ’folkeregisterloven’. 
Disse registre skulle ikke blot indeholde fødselsdato og civilstand, men også adresse og de 
skulle løbende ajourføres. Hvor kirkebøgerne havde haft det formål, at holde styr på borgernes 
forhold i kirkeligt sammenhæng, havde disse folkeregistre ikke noget egentligt formål, men 
skulle blot være en støtte til den statslige administration i almindelighed. Behovet for 
folkeregistrene opstod som følge af den stigende vækst i den offentlige administration, og 
kommunernes stigende udgifter, der gjorde det nødvendigt at sikre sig, at skatterne og andre 
indtægter virkelig indgik. Samtidig var det også nødvendigt at have et pålideligt 
befolkningsregister, så rationeringsordningen efter 1. verdenskrig kunne forløbe uden 
                                           
6
 Ministerialbøger = officiel protokol hvor kordegnen eller præsten registrerer fødsler, dødsfald, navngivning og kirkeli-
ge handlinger i sognet. Synonym = kirkebog. (Gyldendal: Kirkebøger) 
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problemer. (Nielsen H. , 1991, s. 2) 
Indenrigsministeriet nedsatte i 1945, på baggrund af ødelæggelserne i folkeregistrene under 2. 
verdenskrig, et udvalg, der havde til formål at gennemgå de gældende folkeregisterbestem-
melser og eventuelt komme med forslag til ændringer heraf. Disse ændringer ville så kunne 
træde i kraft, når krigen var afsluttet, og folkeregistrene ville kunne blive rekonstrueret og 
forbedret. (Nielsen H. , 1991, s. 3) Arbejdet resulterede i 1956 i en ny bekendtgørelse, der 
indeholdt omdirigering og ajourføring af en lang række punkter dog uden at ændre så markant 
på forholdene, at der var direkte behov for en lovændring. 
På trods af forbedringerne var det stigende behov for information om almindelige personoplys-
ninger og behovet for en generel personidentifikation, der kunne anvendes overalt, 
hovedårsagerne til, at der i 1965 blev nedsat et råd. Dette råd hed ”Sekretariatet for 
Personregistrering” og havde til formål at planlægge og etablere CPR-systemet. Få måneder 
efter, nedsatte Indenrigsministeren et personregistreringsråd, der skulle følge arbejdet i 
sekretariatet og hermed være rådgivende overfor Indenrigsministeren i principielle spørgsmål 
vedrørende personregistrering.(Nielsen H. , 1991, s. 7) 
CPR-systemet skulle være et edb-baseret centralt personregister og dermed erstatte de 
hulkort-systemer, der blev brugt rundt i kommunerne. Det var i 1968 at CPR-systemet blev 
færdiggjort, og hver borger fik tildelt et personnummer. I samme årstal blev 
Personregistreringsrådet lovfæstet ved folkeregisterloven og havde til opgave, at diskutere 
principielle spørgsmål og konkrete sager, vedrørende CPR-systemet. 
De første måneder efter implementeringen af CPR-systemet, foregik med at ajourføre data og 
få orden på systemet, da der havde været visse problemer som for eksempel dobbelt 
registrering af nogle borgere. Det var først i 1969 at det første direkte udtræk fra CPR-
systemet fandt sted og dette blev foretaget af kildeskattedirektoratet7. Sammen med ATP8 og 
de kommunale centraler var kildeskattedirektoratet de første offentlige ’store’ brugere af 
systemet.(Nielsen H. , 1991, s. 21) 
I 1978 blev Personregistreringsrådet ophævet ved ændringen af folkeregisterloven. 
Ændringerne af loven havde stor betydning for driften af CPR, idet den opstillede 
bestemmelser for driften af et edb-system herunder blandt andet for, hvad der måtte 
registreres og videregives, samt om de nødvendige sikkerhedsforanstaltninger, og om de 
registreredes adgang til ’egen-acces’.(Nielsen H. , 1991, s. 25) 
Der skete ikke de store ændringer indenfor CPR-systemet i de efterfølgende år. Der blev 
foretaget forbedringer og optimeringer, men det var først i 1987, at fremtiden for systemet så 
ud til at ville ændre sig markant. I dette år påbegyndtes forberedelserne til en fuldstændig 
omlægning af systemet, der skulle modernisere og digitalisere CPR-systemet. Arbejdet blev 
                                           
7
 Kildeskattedirektoratet stod på det tidspunkt for administration af skatterne. I dag har det undergået flere sammen-
lægninger og er blevet til Told og Skat. (Gyldendal: SKAT - historie) 
8
 ATP = Arbejdsmarkedets Tillægspension, en pensionsordning, hvor man selv betaler en tredje del til og ens arbejds-
giver de andre to tredjedele. – (atp.dk) 
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baseret på de forslag og ideer, der var blevet opsamlet igennem årene med den praktiske brug 
af systemet og resulterede i, at man i 1988 valgte den tekniske løsning. Håndteringen af CPR-
systemets data blev forflyttet fra datacentralen, der havde stået for det siden 1968, hvor det 
først var blevet edb-baseret, til I/S Datacentralen (der har stået for håndteringen frem til i 
dag, men blot skiftet navn til CSC Danmark A/S). Planlægningen af det nye system blev 
færdiggjort i 1989 og påbegyndt med det samme. Der var tale om en komplet udskiftning af 
hele CPR-systemet, og man havde ikke nogen alternative løsninger eller en ’plan b’; det var 
altså nødvendigt at udskiftningen lykkedes uden problemer. Dette var dog også tilfældet og 
overførslen forløb som planlagt og resulterede i, at det nye digitaliserede CPR-system var 
etableret i 1991. Det var imidlertid ikke nok blot at få det nye system implementeret, i løbet af 
det næste årti foregik der konstant udviklingsarbejde, hvor en lang række forbedringer, der 
ikke havde været tidsmæssig mulighed for at medtage i første omgang, blev gennemført. 
(Jerlach, 2009, s. 5) 
Man fandt i løbet af nogle år ud af, at det kunne betale sig at overføre CPR-systemet til en 
anden brugergrænseflade9; tidligere havde det været nemt for erfarne brugere med 
specialviden at bruge systemet, men det var svært, hvis ikke umuligt, uden denne viden. 
Tendensen i løbet af 1990’erne var, at flere og flere IT-systemer fik grafisk brugergrænseflade, 
der dermed gjorde det muligt at etablere en brugerdialog, der ikke krævede specialviden om 
diverse kommandoer. I 1997 blev der ved udvalgte brugere fremlagt en prøveversion, og året 
efter i 1998 blev grænsefladen taget i brug. Det var dog først i 1998, at det lykkedes at få en 
aftale på plads med kommunerne. Dette gjorde, at der gik nogle år før de forskellige 
kommunale enheder havde fået skaffet det nødvendige IT-udstyr, der gjorde det muligt at 
gennemføre en reel overgang i 2001. Der blev også oprettet et system med henblik på, at de 
konstaterende myndigheder, i første omgang folkekirkens ministerialbogsførere, ville kunne 
overgå til elektronisk overførsel af data til CPR i stedet for at fremsende meddelelser på papir 
til folkeregistrene. 
Ved nedsættelse af Strukturkommissionen10 i 2002, fik CPR-systemet store omlægninger i 
vente. Landets dengang 270 kommuner skulle i 2007 nemlig reduceres til 98. Dette betød, at 
der ville opstå komplikationer i forbindelse med det adressesystem, som der var opbygget i 
CPR-systemet, da dette var baseret på kommunekoder og vejkoder med tilhørende 
distriktskoder indenfor de enkelte kommuner. Kommunerne var altså den centrale faktor for 
opbygningen af CPR-systemet. En markant omlægning af adressesystemet blev altså 
påbegyndt i 2002 og var den største omlægning af data i CPR-systemet siden dets oprettelse i 
1968. Man fandt frem til en løsningsmodel, der benyttede sig af postnummer, vejnavn og 
                                           
9
 Med brugergrænseflade menes der en måde som et it-system kommunikerer med brugeren på, sådan som den viser 
sig i udformningen af skærmbilleder og skærmdialog.” – (Den Danske Ordbog: Brugergrænseflade) 
10
 Strukturkommissionen var en arbejdsgruppe nedsat af regeringen til at foretage en analyse af den offentlige sektors 
strukturer, som efterfølgende kunne udgøre et beslutningsgrundlag for en reform af disse. (Gyldendal: 
Strukturkommissionen) 
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husnummer, på samme måde som når der blev sendt breve og pakker ud til adresserne. I 
2007, hvor kommunesammenlægningerne blev gennemført, blev adressesystemet også 
omlagt, uden nogle komplikationer. (Jerlach, 2009, s. 24) 
I 2004 blev det muligt for borgerne at få adgang til egen-oplysninger, det vil sige til de data 
som CPR-systemet opbevarede om dem, via digital signatur. Det havde allerede siden 1995 
været muligt for den enkelte borger at få disse oplysninger, men da skete det ved henvendelse 
via CPR’s hjemmeside, hvorefter man fik tilsendt oplysningerne med brev. Den digitale signatur 
muliggjorde en formindskelse af det administrative arbejde, der skulle til i forbindelse med at 
sende breve ud. Endelig fik brugerne også mulighed for at foretage adresseændring igennem 
hjemmesiden i 2005 på grund af digital signatur. (Jerlach, 2009, s. 28) 
 
2.2 Lovgivningen 
Lovgivningen fylder meget i det danske samfund. Det lægger grundlaget for vores generelle 
opførsel og tilpasning i samfundet. Hvilket er en vigtig faktor, når der tales om privatliv og 
privatlivets fred. Derfor vil følgende afsnit omhandle Lovgivningen for at få et overblik over 
hvilke love, der beskytter privatlivets fred. 
 
Den første grundlov i Danmark blev vedtaget i 1849 under Frederik d. 7. mens den nuværende 
grundlov blev vedtaget 1953. Som navnet antyder, ligger Grundloven til grund for den 
nuværende lovgivning og er på mange punkter ikke synderligt specifik, hvilket gør, at det er 
nødvendigt, at bygge andre love ovenpå for at kunne have en reel lovgivning. 
Den Europæiske Menneskeretskonvention fra 1948 har opstillet en række paragrafer og 
artikler, som generelt anses for at være menneskerettigheder. I dansk ret udgør deres 
betydning tilnærmelsesvis det samme som grundloven. (Institut for menneskerettigheder) 
Straffeloven er egentlig allerede fra 1683, men i 1866 blev den erstattet af ’Almindelig 
Borgerlig Straffelov’, der er den straffelov, som den nuværende straffelov er bygget ud fra. I 
1933 indførtes en ny Borgerlig Straffelov og i 1992 ændredes navnet til ’Straffeloven’. Den har 
løbende været under udvikling og er i stadig forandring. (Gyldendal: Straffeloven) 
I 1979 blev registerloven vedtaget. Registerloven omhandlede i højere grad end de andre 
lovgivninger de data, der blev indsamlet og opbevaret i registre, frem for det konkrete privatliv 
i hjemmet. 
Om opfølgning til registerloven blev persondataloven vedtaget i 2000. Den dækker på mange 
punkter det samme område som registerloven, men hvor registerloven kun omhandlede de 
data, der var samlet i registre, omhandler persondataloven alle områder, hvor der indgår brug 
af personoplysninger.  
Hver af disse lov sæt har betydning for behandling af privatliv og personoplysninger. I det 
efterfølgende vil de blive gennemgået individuelt, og deres betydning for privatlivets fred vil 
blive tydeliggjort. 
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2.2.1 Grundloven 
Da Grundloven blev skrevet i 1849, havde man med største sandsynlighed ikke kunnet 
forestille sig, hvor stort et emne privatliv ville blive i vor tid. Selv da den blev ændret i 1953, 
havde man ikke en fornemmelse af, i hvilken retning teknologien ville udvikle sig og hvilke 
problematikker omkring beskyttelse af persondata11, dette kunne føre med sig. Derfor er det 
kun i et begrænset omfang, at Grundloven er med til at beskytte privatlivets fred. 
I grundloven forefindes noget, der hedder frihedsrettigheder, som ofte benævnes som vores 
menneskerettigheder. Frihedsrettighederne bliver kun sjældent brugt i dag, selvom det er en 
relevant rettighed, vi har som borgere i Danmark. Frihedsrettigheder betyder, at borgeren har 
et frit område, som staten kun i et vist omfang kan gribe ind over for. Denne bestemmelse 
ligger under § 72 som lyder; ”Boligen er ukrænkelig. Husundersøgelser, beslaglæggelse og 
undersøgelse af breve og andre papirer samt brud på post-, telegraf- og 
telefonhemmeligheden må, hvor ingen lov hjemler en særegen undtagelse, alene ske efter en 
retskendelse.” (Jørgensen, Persondataret, 2000, s. 15). I grundloven er der altså ikke en 
bestemmelse, der direkte berører beskyttelse af persondata, privatliv og personlig integritet, 
men i stedet en, der beskytter borgerens fysiske sted. Da grundloven blev skrevet, blev folks 
hjem anset for at være det mest private sted, derfor var der fokus herpå. På trods af at 
grundloven har en begrænset privatlivsbeskyttelse, er det alligevel vigtigt at nævne den, da 
det er vigtigt i forhold til de senere lovgivninger omkring beskyttelse af privatlivet.  
 
2.2.2 Den Europæiske Menneskerettighedskonvention 
Den Europæiske Menneskerettighedskonvention (EMK) har opstillet en række bestemmelser, 
der er gyldige i alle dets medlemsstater, herunder Danmark. Disse bestemmelser er også 
bedre kendt som ’menneskerettigheder’ og deres vigtighed ligestilles oftest med grundlovens. 
Den bestemmelse, der har størst betydning for beskyttelse af privatlivet, er artikel 8; 
”Everyone has the right to respect for his or her private and familylife, home and 
communications.” (Institut for menneskerettigheder) EMK artikel 8 adskiller sig på mange 
måder fra grundlovens § 72, da artikel 8 er begrænset til privatlivets forhold, men til gengæld 
ikke begrænset til særlige indgrebstyper. EMK forudsætter for eksempel ligesom grundloven, at 
indgreb bygger på et lovgrundlag, men stiller ikke krav om retskendelse. (Jørgensen, 
Persondataret, 2000, s. 16) 
 
2.2.3 Straffeloven 
Straffeloven er grundlæggende forskellig fra andre lovgivninger; ifølge straffelovens krav til 
udformning af bestemmelser, skal reglerne nemlig være så præcise, at borgeren selv skal 
kunne forudse, hvad der er strafbart. Borgeren skal kunne indrette sin adfærd herefter, selvom 
det kan være en smule problematisk, fordi enhver borger så skal være bekendt med, hvad der 
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er strafbart, og hvornår det er strafbart.  
Begrebet Privatlivets fred blev i 1971 vurderet i henhold til Straffeloven; man mente på 
daværende tidspunkt, at begrebet var upræcist og derfor ikke kunne udgøre et 
gerningsindhold(Blume & Herrmann, 2009, s. 23-24). Et gerningsindhold er en betegnelse for 
de krav, der indgår i en bestemmelse, det vil sige, før en person kan blive straffet for en 
forbrydelse skal personen opfylde de krav, der står i bestemmelsen. Forbrydelsen skal derfor 
være fuldbyrdet, før der kan gennemføres en straf. Hvis ikke den er fuldbyrdet, kan der kun 
straffes for et forsøg på en forbrydelse, som for eksempel mordforsøg eller indbrudsforsøg 
(Gyldendal: Straffeloven).  
I straffelovens kapitel 27 er der dog nogle bestemmelser, der handler om at beskytte 
privatlivet. Det er de offentlige myndigheders og de privates adfærd, der er en del af den 
bestemmelse. I § 264 i straffeloven sigter man på at beskytte en borgers private hjem, på 
samme måde som der også står i grundlovens frihedsrettigheder. Det er derfor strafbart at 
skaffe sig adgang til et fremmed privat hus eller til et sted, der ikke er frit tilgængeligt. Det er 
ikke et krav, at det skal være afspærret for omverden, da man for eksempel ser en have foran 
et hus, som et sted der er privat. Bestemmelsen omfatter på samme måde som § 72 i 
grundloven primært hjemmet, som den traditionelle ramme om privatlivet.  
Bestemmelsen § 264, er suppleret af blandt andet § 264a, der gør det strafbart at fotografere 
andre mennesker, der befinder sig på et privat område eller et ikke tilgængeligt område. 
Endvidere er der § 264d, som omhandler videregivelse af oplysninger og billeder af private 
forhold, som offentligheden ikke bør se. Paragraffen tilkendegiver en videregående 
anerkendelse af privatlivets fred som et beskyttet gode, selvom bestemmelsen kun handler om 
videregivelse. Denne bestemmelse omfatter fundamentet for persondataloven12. Det betyder, 
at der udover denne § 264 ikke er nogen ellers direkte lov, der anser krænkelse af 
personoplysninger og privatliv, for strafbart. 
 
2.2.4 Registerloven 
Registerloven omhandler både de offentlige myndigheders registre og de private registre, 
herunder både privatpersoners og virksomheders. I 1970 nedsatte justitsministeriet et udvalg, 
der skulle overveje de problematikker, der kunne opstå vedrørende retsbeskyttelse; fokus var i 
forhold til den teknologiske udvikling på dette område. Ud fra udvalgets bedømmelse, 
udviklede man altså et lovforslag til registerloven. Som gjorde at Registerloven blev vedtaget i 
1978 og trådte i kraft i 1979. 
Formålet med dette lovforslag var at sikre, at folks oplysninger blev håndteret på en 
betryggende måde. I forhold til de private registre; ”… at sikre, at oplysninger om personers, 
institutioners, foreningers og virksomheders økonomiske og private forhold kun registreres af 
private i det omfang, denne registrering tjener anerkendelsesværdige interesser, og at de 
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registrerede oplysninger opbevares og anvendes på betryggende måde.”(Nielsen & Waaben, 
2001, s. 7). 
Loven omfattede både de IT-registrerede oplysninger og de papirbaserede. På baggrund af at 
det også omhandlede IT-registre, havde man brug for en anderledes form for sikkerhed ved 
dette område, da der ved IT-registre opstod andre problematikker end ved papirbaserede. 
Derfor var det vigtigt, at der var regler om datasikkerhed og datakvalitet.  
I forhold til den offentlige registrering var formålet at passe på den enkelte borgers privatliv og 
beskyttelse heraf; ”at sikre, at offentlige myndigheders oprettelse og brug af registre med 
personoplysninger, hvortil der anvendes elektronisk databehandling, sker på en sådan måde, 
at den enkelte borgers retsbeskyttelse og integritet ikke krænkes.” (Nielsen & Waaben, 2001, 
s. 8-9). 
Ved denne lov var det vigtigt at have regler om, hvorvidt en person måtte have adgang til sine 
egne oplysninger og regler om hvorvidt dem, der opbevarede dataene måtte videregive disse 
oplysninger til en tredjemand (Nielsen & Waaben, 2001). 
 
2.2.5 Persondataloven 
Før persondataloven blev vedtaget, nedsatte justitsministeriet et udvalg; registerudvalget. 
Dette udvalg havde til formål at komme med et udkast til den nye lovgivning, hvor de havde til 
opgave at sørge for, at der både blev tænkt på borgerens sikkerhed af privatliv og personlig 
integritet. Samtidig skulle udvalget sikre en fortsat udvikling, af en effektiv offentlig 
administration, samt et privat erhvervsliv. I december 1997 afgav registerudvalget deres 
betænkning og efterfølgende startede lovgivningsprocessen. Den 1. juli 2000 trådte loven om 
behandling af personoplysninger også kaldet Persondataloven så i kraft. Siden registerlovens 
indførsel i 1979, havde de IT-baserede registre udviklet sig så meget, at det var nødvendigt at 
have en mere specifik lovgivning. Persondataloven dækker til dels over registerlovens område, 
men hvor registerloven kun omfatter registre, omfatter persondataloven enhver form for 
behandling af persondata13, blot IT delvist anvendes (Jørgensen, Persondataret, 2000, s. 21). 
Formålet med denne lov var, at beskytte borgerens privatliv og deres oplysninger fra den 
misbrug, der kan finde sted derigennem. Det er i loven vigtigt at understrege, at myndigheder 
og virksomheder skal håndtere borgeres oplysninger på en acceptabel måde. Der bliver også 
lagt vægt på, at formålet for indsamlingen af data skal foregå med et klart og sagligt formål og 
borgerne skal informeres om dataindsamlingen (Jørgensen, Persondataret, 2000, s. 21).  
Da persondataloven omhandler alle former for persondata, har den altså betydning i alle dele 
af samfundet; både det offentlige og det private. I de tidligere lovgivninger, handlede det om 
at beskytte personen, herigennem personens private hjem, hvorimod det i persondataloven i 
højere grad handler om at beskytte personens oplysninger. Selvom oplysningerne handler om 
en person er personen kun indirekte repræsenteret i lovgivningen, da man ikke i nogen af 
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lovens bestemmelser, eller i anden dansk lov, har taget stilling til hvem, der ejer 
personoplysningerne. I stedet sætter loven krav til den virksomhed eller myndighed, som har 
ansvaret for disse oplysninger. Loven vedrører, hvordan den dataansvarlige skal håndtere 
oplysningerne og hvilke rettigheder personen, som oplysningerne handler om, har.  
I persondataloven skelnes der imellem tre forskellige former for persondata; almindelig 
persondata, følsomme persondata og andre rent private forhold. Almindelige persondata hører 
under persondataloven § 6 og omfatter for eksempel navn, bopæl, arbejde, indkomst og skat 
(Jørgensen, Persondataret, 2000, s. 28). Alle persondata, der ikke hører ind under § 7 eller § 
8, hører under § 6. § 7 omhandler følsomme persondata, hvilket dækker over racemæssig eller 
etnisk baggrund, fagforeningsmæssige tilhørsforhold, helbredsmæssige eller seksuelle forhold, 
politisk, religiøs eller filosofisk overbevisning. Kriterierne for de følsomme oplysninger er 
strammere end kriterierne for de almindelige personoplysninger i § 6 (Jørgensen, 
Persondataret, 2000, s. 29). EU-direktivet regner kun oplysningerne i § 7 som værende 
følsomme, men den danske lovgivning anså det for nødvendigt at indføre en § 8 med andre 
private forhold, for ikke at forringe beskyttelsen af oplysninger om strafbare forhold og 
væsentlige sociale problemer. §8 indeholder blandt andet oplysninger om separation, 
skilsmisse, adoption, andre private forhold i familier, ulykker, strafbare forhold, væsentlige 
sociale problemer og lignende. (Jørgensen, Persondataret, 2000, s. 31) 
Persondatalovens § 5 omhandler, hvordan den dataansvarlige skal håndtere de indsamlede 
oplysninger. Den ansvarlige skal udøve god skik og al behandling af data skal være saglig. Hvis 
dette ikke opfyldes, har Datatilsynet14 til opgave at gribe inde. En anden del under paragraffen 
vedrører formålsbestemthed, der betyder, at der ikke må behandles personoplysninger, hvis 
ikke det er i overensstemmelse med det formål, der har begrundet indsamlingen. Man må for 
eksempel ikke indsamle oplysninger om, hvor mange indvandrer, der bor et område med det 
formål at lave en statistik over beboerne for derefter, at bruge oplysninger til at sende 
specifikke reklamer ud. Samtidig omhandler paragraffen også proportionalitet, det vil sige at 
der kun må opbevares de oplysninger, der er brug for i forhold til den konkrete behandlings 
formål. Endvidere er der et krav, der lyder, at de oplysninger den dataansvarlige har indsamlet, 
kun må holdes i den periode behandlingen foregår og det er samtidig den dataansvarliges 
opgave at sørge for at de oplysninger, der er blevet indsamlet er korrekte.  
Loven omhandler alle dele af samfundet, herunder både de private registre og de offentlige 
registre. Der bør ikke være forskel på disse to, da personoplysningerne kan blive misbrugt i 
samme grad i begge sektorer. Samtidig vedrører loven også privatpersoner, her menes det, at 
private kan misbruge hinandens oplysninger. Det er ikke længere kun staten eller private 
virksomheder, der ses som de eneste, der kan krænke en person. Krænkelsen kan komme alle 
steder fra, og derfor må loven dække hele samfundet.  
Reglerne inden for loven strækker sig bredt. Reglerne handler om enhver måde at anvende 
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personoplysninger på, det handler kort sagt om alt fra, når det bliver indsamlet og til det bliver 
slettet (Blume & Herrmann, 2009, s. 26-29).  
Dette er vores gældende lovgivning og den vi som personer skal rette os efter. Det skal 
virksomheder, både private og offentlige, også. I det efterfølgende afsnit, vil det blive fortalt 
hvem der sørger for at lovgivningen bliver overholdt, i forhold til beskyttelse af privatlivet og 
personoplysninger.  
 
2.3 Datatilsynet 
En myndighed der arbejder med lovgivningen er Datatilsynet, som har været inde over de tre 
cases, som senere vil blive fremlagt og diskuteret. Det er Datatilsynet, der sørger for at 
lovgivningen bliver overholdt i forbindelse med de forskellige registre, vi har i Danmark.  
Datatilsynet er en del af den danske stat og er den myndighed, som fører tilsyn med 
persondataloven. Det efterfølgende er baseret på oplysninger fra Datatilsynets egen hjemme 
side, DATATILSYNET.DK. 
Som det ses på nedenstående skema, 
består Datatilsynet af et dataråd og et 
sekretariat. I Sekretariatet er der en 
direktør, som har jurister under sig, samt 
en afdeling med journal og omstilling, 
bogholderi, samt en IT-sektion. 
 
Juristerne som er ansat i Datatilsynet er 
ansat via justitsministeriet.  
 
Datatilsynet har valgt ikke at gøre meget ud af at promovere sig selv over for almindelige 
borgere, fordi det vil være for besværligt. De har dog deres hjemmeside, som er offentligt 
tilgængeligt for alle.  
De har derimod valgt at gøre lidt mere ud af at fortælle, hvem de er, overfor virksomheder og 
dataansvarlige, ved blandt andet at taget til konferencer og lignende. ”Og vi har også, men det 
er ikke noget vi har gjort tit, men der findes noget der hedder en data-beskyttelses-dag som 
er i Januar.” (Kragelund, 2011) 
 
Der er flere måder, hvorpå Datatilsynet påbegynder en undersøgelse at et register eller en 
arbejdsprocedure omkring et register. Det kan blandt andet opstå via klager, de modtager fra 
borgere, eller noget medierne skriver om; ”det kan der faktisk være mange grunde til at vi 
gør, men tit er det jo en henvendelse gennem medierne eller fra en person eller en journalist 
der gør os opmærksomme på det.” (Kragelund, 2011) 
 
    Figur 2 Datatilsynets organisationsdiagram 
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2.3.1 Datarådet 
Datarådet som er den ene del af Datatilsynet (hvor den anden er sekretariatet) består af en 
formand og 6 medlemmer, som alle er udpeget af justitsministeren ud fra deres fagområde og 
deres kompetencer.  
Henvendelse til Datarådet foregår gennem Datatilsynets sekretariat. 
 
2.3.2 Hvad laver Datatilsynet? 
Selvom Datatilsynet er tilknyttet justitsministeriet, så kan justitsministeren eller andre 
offentlige instanser ikke komme med befalinger til Datatilsynet, da Datatilsynet er en 
statsmyndighed, som udfører funktioner i uafhængighed.  
Datatilsynet fører tilsyn med alle registrer og anden behandling, som hører under 
persondataloven. De går også ind og rådgiver og vejleder både offentlig og private 
virksomheders behandling af personoplysninger.  
Udover at hjælpe offentlige myndigheder og private virksomheder, laver Datatilsynet også 
inspektioner af disse.  
Datatilsynet går ind og afgiver udtalelse om diverse bekendtgørelser, cirkulærer og lignende, 
der har med personoplysninger og beskyttelsen af privatpersoner at gøre. Samtidig går de ind 
i internationale samarbejder på persondatabeskyttelsesområdet blandt andet sammen med 
Eurojust-15, Schengen-16 og Europolsambejdet17. 
De er også omfattet af registerloven fra 1979, som gør at Datatilsynet skal føre registertilsyn 
for Grønland. 
 
Hvis privatpersoner har mistanke om, at behandlingen af deres personoplysninger ikke foregår 
forsvarligt, kan der klages til Datatilsynet. Det koster ikke noget at klage. Der kan dog ikke 
klages over Datatilsynets afgørelser til andre administrative myndigheder. Hvis man ønsker at 
klage over sådanne afgørelser, skal de for en domstol eller Folketingets ombudsmand. 
 
2.3.3 Hvad kan Datatilsynet ikke? 
Selvom der er rigtig mange sager, som Datatilsynet tager sig af, er der mindst lige så mange, 
som Datatilsynet ikke har nogen ”magt” over. Her gælder det blandt andet når der bliver fortalt 
eller vidst billeder om personer i medierne18, offentliggørelse af hemmelige telefonnumre,19 de 
sociale medier20 (som Facebook og Twitter). I disse tilfælde skal man henvende sig til andre 
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 Schengen-samarbejdet er et samarbejde mellem en række europæiske lande med det formål at skabe et fælles 
område uden indre grænser. (eu-oplysningen, 2007) 
17
 Europol = Den Europæiske Politienhed 
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 Det skyldes at det hører under straffeloven. 
Roskilde Universitet  Registres påvirkning af privatlivets fred 
Hum-Tek  Gruppe 13 – Hus 14.2 
 
23 
instanser.  
 
Datatilsynet kan heller ikke udmåle nogen straf, de kan kun politianmelde lovovertrædere, 
hvor det så efterfølgende kan blive ført for en domstol. I de fleste sager vælger Datatilsynet 
dog blot at give en advarsel, der skal ske gentagne overtrædelser før at de vælger at 
politianmelde. Der kan dog være tale om slemme videoovervågningssager, hvor de vælger at 
anmelde det til politiet: ”Der kan, og det må du simpelthen ikke hænge mig op på, men der 
kan være noget med noget videoovervågning, hvor vi politianmelder der, men det er ikke mit 
område.” (Kragelund, 2011). 
 
2.3.4 Personnummer 
Datatilsynet har lavet et par retningslinjer for, hvornår private virksomheder må registrere 
personers personnummer (CPR-nummer). Det må de, når der er belæg for det i lovgivningen 
eller, når der er givet samtykke til registreringen (Datatilsynet: Personnummer). 
Det er udover de 2 retningslinjer et krav at registreringen af CPR-nummer har et reelt formål.  
Ifølge Datatilsynet vil man som forbruger kunne bruge hovedregelen: hvis der er en løbende 
afregning for eksempel i form af et mobilabonnement, vil det være i orden at den private 
virksomhed får ens CPR-nummer. Hvorimod hvis der er tale om et kontant køb som for 
eksempel en dvd i Kvickly, vil det være helt uden grund for forretningen at de får CPR-nummer, 
og det vil derfor ikke være ok, at de beder om det.  
 
2.3.5 Den registreredes rettigheder 
Når man som person er blevet registeret i et register, har man følgende 
rettigheder:(Datatilsynet: Mine rettigheder, 2011) 
 Ret til at få information fra den dataansvarlige om, at der indsamles oplysninger om 
dig, 
 ret til indsigt i de oplysninger, der behandles om dig selv 
 ret til at protestere mod, at behandling af oplysninger finder sted, 
 ret til at protestere mod, at oplysninger om dig selv videregives med henblik på 
markedsføring, og 
 ret til at få oplysninger, der er urigtige eller vildledende, rettet eller slettet, 
samt i den forbindelse at forlange, at andre, der har modtaget oplysningerne, oriente-
res om dette. 
 
Datatilsynet som er et organ under justitsministeriet, arbejder altså hovedsageligt med 
lovgivningen omkring behandling af register, også kaldet Databaser. De går ind og guider de 
offentlige og private virksomheder, i forhold til deres registre. Dette gør de for at beskytte den 
danske befolkning og deres personoplysninger for at undgå, at de bliver krænkede.  
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2.4 Databaser 
Databaser er et andet ord for registre. Man benytter som regel ordet register, når man taler 
om en allerede etableret database. Det er derfor vigtigt for dette projekt, at vi får en 
grundviden omkring hvad en database er og hvad den består af, da den danner grundlag for et 
register.  
 
En database er en samling af data. Efter computerens indførsel i samfundet ses begrebet 
database mest som en samling af computerbaseret data, men det er også et begreb, som blev 
brugt på fysiske datasamlinger som fysiske arkiver på for eksempel et bibliotek, inden 
computeren blev udbredt i samfundet. Her blev der brugt små papkort, til at holde styr på 
placeringen, klassificeringen og lignende på bøgerne.  
De computerbaserede databaser gør det nemmere at finde det, der skal bruges. Det vil sige, at 
det man førhen brugte flere dage på at kigge igennem, som for eksempel biblioteks papkort, 
bruger computeren kun få sekunder på nu, da det hele ligger i en database, der er sat 
systematisk op, så det er nemt at søge i den. (Whitehorn & Marklyn, s. 11-12) 
Hvis man for eksempel prøver at søge på RUC på internetsøgemaskinen google.dk, tager 
sådan en søgning 0,11 sekunder og giver ca. 16.400.000 resultater. Tiden det tager at søge 
afhænger selvfølgelig af hastigheden på ens internetforbindelse. 
Efterhånden fylder databaser meget i vores liv, stort set hele den digitale verden er bygget op 
af databaser, som gør den digitale verden mere overskuelig. Når du søger på google.dk, og 
andre søgemaskiner, søges der i en database. (Whitehorn & Marklyn, s. 11-12) 
Da denne rapport hovedsageligt tager udgangspunkt i de computerbaserede databaser, vil der 
ikke blive gået ydereligere i dybden med hvordan en fysisk database fungerer.  
 
De computerbaserede databaser indeholder, ligesom de fysiske databaser, en masse 
informationer. Måden de er bygget op på kan variere, men de er som hovedregel opbygget på 
en måde, der minder om at linke til flere Excel regneark og derved koble deres data sammen.  
 
Eksempel på en database;21  
over studerende i dette projekt 
   Database 
Løbenr. Studienr. Navn By Fødselsdato RUC-mail Aktiv 
1   Lea Roskilde ****** anonym1@ruc.dk  Ja 
2   Line Høje Taastrup ****** anonym2@ruc.dk  Ja 
3 451*** Charlotte Vordingborg ****** 
 
Nej 
 
                                           
21
 Databasen er fiktiv. 
Roskilde Universitet  Registres påvirkning af privatlivets fred 
Hum-Tek  Gruppe 13 – Hus 14.2 
 
25 
Ovenfor ses et forsøg på at sætte en database op over de studerende i denne projektgruppe. 
Hvis det var en rigtig database, ville der kunne søges på for eksempel navn, og så ville man 
kunne se resten af informationerne på personen, som fødselsdato, mailadresse og om 
personen er aktiv i gruppen. Det er dog kun de informationer, der er blevet tastet ind i 
databasen, som kan ses, og det er kun, hvis brugeren af databasen har rettigheder til at se 
disse informationer.  
For eksempel er det kun Charlottes studienummer som er tilgængeligt, så her ville det ikke 
være muligt at finde noget på Line og Lea. For at der ikke skal kunne byttes rundt på 
informationerne, har hvert medlem fået et løbenummer, som også kan kaldes en individuel 
’nøgle’. Dette skyldes, at der nemt kunne opstå en situation hvor flere medlemmer i en gruppe 
har samme navn, fødselsdag eller aktivitet, så disse tre punkter, er ikke mulige at gøre til en 
nøgle. Derimod ville det være muligt at bruge RUC-mailen som denne nøgle, da der ikke findes 
to personer med den samme RUC-mail og det samme gælder for studienummeret. Men da 
hverken RUC-mail eller studienummer er tilgængeligt på samtlige medlemmer, er det ikke 
muligt at bruge dette som nøglen, for så vil det være et krav at kende den valgte nøgle i det 
medlemmet oprettes i databasen.  
I for eksempel kommunale databaser er det som ofte CPR-nummeret der er nøglen.  
Databaser er derfor relevant for det her projekt, da alle registre er opsat som databaser. Hvert 
register har en bestemt nøgle, der er unik for hver enkelt person, adresse, bil og så videre, det 
kommer selvfølgelig an på, hvilket slags register, det handler om.  
Databaser er et begreb, som ikke alle ved, hvad betyder, derfor er det selvfølgelig vigtigt at 
det bliver forklaret, som det er blevet ovenover. I gennem rapporten er der også andre 
begreber, som er vigtigt at få forklaret, da det er dem der bliver brugt mest igennem 
rapporten, derfor vil der i det følgende afsnit være en begrebsafklaring.  
 
I ’Baggrundsviden’ er der blevet dannet et grundlag for empirien, som er nødvendig for at 
kunne diskutere vores cases. Det tekniske og historiske er blevet gennemgået og Datatilsynet 
er blevet præsenteret og der er dermed blevet dannet et overblik over baggrunden for 
problemstillingen. Det er dog også blevet klart, at der er nogle begreber, der kræver en 
nærmere behandling og tolkning, for at kunne gå i dybden med problemstillingerne. Dette 
danner grundlag for det efterfølgende afsnit omkring begrebsafklaring. 
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3 Begrebsafklaring 
En af de ting der gør det danske sprog svært for de fleste udlændinge og selv for danskere, 
som er født og opvokset i Danmark, er det utal af ord og begreber, som kan have en eller flere 
betydninger. Hvis det tillige ikke er et begreb med en konkret betydning, er det endnu 
sværere.  
Da dette projekt har omdrejningspunktet om flere begreber, heriblandt privatlivet og 
privatlivets fred, misbrug og krænkelse, vil de derfor blive uddybet og definere i det følgende 
afsnit. 
 
3.1 Personoplysninger 
'Personoplysninger', eller persondata er vigtige begreber indenfor registre, da det ofte er disse 
oplysninger/data, der bliver registreret og behandlet i registre. Det er derfor vigtigt, at have en 
klar definition heraf, der kan danne grundlag for lovgivningen og forebygge tvivl. 
I 2007 vedtog Artikel 29-Gruppen22 følgende sætning som værende definition af 
personoplysninger; Enhver form for information om en identificeret eller identificerbar fysisk 
person ("den registrerede"); ved identificerbar person forstås en person, der direkte eller 
indirekte kan identificeres, bl.a. ved et identifikationsnummer eller et eller flere elementer, der 
er særlige for denne persons fysiske, fysiologiske, psykiske, økonomiske, kulturelle eller 
sociale identitet(Artikel29-gruppen, 2007, s. 4). Det er denne definition, der bliver brugt 
indenfor det juridiske område, og det er derfor også den definition, som vi vælger at benytte 
os af i projektet. Den første del af sætningen; ”enhver form for information om en identificeret 
eller identificerbar fysisk person”, er hoveddelen af definitionen. Artikel 29-Gruppen har delt 
den ind i fire punkter; 'enhver form for information', 'om', 'en identificeret eller identificerbar' 
og 'fysisk person', der har til formål at dække alle aspekter af personoplysninger.  
 
3.1.1 Enhver form for information 
Begrebet 'information' forstås her meget bredt og lægger op til en bred definition og 
fortolkning af personoplysninger. Både objektive og subjektive oplysninger bliver omfattet af 
definitionen ’personoplysning’; ved objektive personoplysninger kan der for eksempel være 
tale om den pågældendes blodtype, mens de subjektive personoplysninger kan omfatte 
udtalelser og vurderinger.  
Begrebet personoplysninger omfatter de foreliggende oplysninger uanset form; det kan for 
eksempel være i form af videooptagelser, billeder eller tekst. Dermed har det ikke betydning 
om oplysningerne opbevares på papir eller i en computers hukommelse, de er stadig lige 
gældende (Artikel29-gruppen, 2007, s. 7). 
                                           
22
 Et uafhængigt EU-rådgivningsorgan, der er nedsat ved artikel 29 og har til formål at behandle emner vedrørende 
databeskyttelse og beskyttelse af privatlivets fred. 
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3.1.2 Om 
Generelt er der tale om oplysninger ’om’ en person, når de vedrører den pågældende. Dette 
punkt er meget afgørende, da det er vigtigt at finde ud af præcist, hvilke relationer eller 
forbindelser, der har betydning og hvordan de adskiller sig fra hinanden (Artikel29-gruppen, 
2007, s. 9). I nogle tilfælde er det nemt at gennemskue, hvornår der er tale om oplysninger 
om en person, men andre gange kan det være mere problematisk: Det er tydeligt, at 
forefindes der oplysninger om, hvor en person bor, hvor gamle de er eller hvad de hedder, er 
det personoplysninger, da de er 'om' personen. Har man derimod med en genstand at gøre, 
der ejes af en person, kan man kun indirekte sige, at data om genstanden også er 
personoplysninger, da de i første omgang vil være data om genstanden. Har man for eksempel 
med et hus at gøre, vil selve ejendomsprisen være en oplysning om huset, hvis den bliver 
brugt til at illustrere boligpriserne i området, men bliver den brugt til at beregne, hvor meget 
ejeren skal betale i visse skatter, vil der være tale om personoplysninger. Det er derfor 
nødvendigt ved dette punkt at opstille nogle underpunkter. Man kan sige, at der er tale om 
oplysninger 'om' en person, hvis der er et 'indholdselement' eller et 'formålselement' eller et 
'resultatelement'. Indholdselementet dækker over, at oplysningerne skal vedrøre den 
pågældende og er den mest overordnede af de tre underpunkter. Formålselementet indebærer, 
at oplysninger er personoplysninger, så snart de bliver brugt med henblik på at vurdere en 
person, behandle den pågældende på en bestemt måde eller påvirke den pågældendes status 
eller adfærd. Resultatelementet er gældende så snart resultatet af visse oplysninger kan have 
indvirkning på en persons interesser eller rettigheder; dette kan være i form af, at den 
pågældende bliver behandlet anderledes eller at deres arbejdsgang bliver ændret (Artikel29-
gruppen, 2007, s. 11). 
 
3.1.3 Identificeret og Identificerbar 
Dette punkt dækker over, hvorvidt personer er identificeret i form af navn eller, om de er 
identificerbare i form af for eksempel adresse, CPR-nummer, telefonnummer eller elementer, 
der er særlige for den pågældendes fysiske, fysiologiske, psykiske, økonomiske, kulturelle eller 
sociale identitet. 'Identificeret' kan defineres som, når det er muligt at skelne en person 
indenfor en gruppe, fra de andre medlemmer af gruppen. 'Identificerbar' er dermed når det er 
muligt at identificere den pågældende, selv om det endnu ikke er sket (Artikel29-gruppen, 
2007, s. 12). Det kan være svært at bedømme, hvornår en person er identificerbar, men 
Artikel 29-Gruppens definition heraf lyder; "for at afgøre, om en person er identificerbar, tages 
alle de hjælpemidler i betragtning, der med rimelighed kan tænkes bragt i anvendelse for at 
identificere den pågældende enten af den registeransvarlige eller af enhver anden person" 
(Artikel29-gruppen, 2007, s. 15). Det at det hypotetisk kan lade sig gøre at udskille en person 
fra gruppen er altså ikke nok til, at den pågældende kan betegnes som identificerbar. Hvis 
muligheden under hensyntagen til "alle de hjælpemidler, der med rimelighed kan tænkes bragt 
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i anvendelse af den registeransvarlige eller af enhver anden person", enten ikke eksisterer 
eller er forsvindende lille, bør personen ikke betragtes som "identificerbar", og oplysningerne 
betragtes ikke som "personoplysninger" (Artikel29-gruppen, 2007, s. 15). 
Der kan anvendes pseudonymer for at tilsløre personers identitet og dermed gøre det 
nødvendigt at benytte en bestemt nøgle for at finde frem til vedkommendes identitet. 
Pseudonymiserede23 oplysninger kan dog stadig høre ind under betegnelsen personoplysninger, 
hvis det er muligt at identificere personen; dette kan være tilfældet omkring medicinske data, 
hvor det er nødvendigt, at man kan finde frem til patienten igen, hvis det skulle blive 
nødvendigt. Til gengæld kan man, når det kommer til oplysninger, der er blevet 
anonymificerede24 som for eksempel statistikker ikke forsvare, at der er tale om 
personoplysninger.25 
 
3.1.4 Fysisk person 
Det er kun oplysninger om fysiske personer, der er omfattet af loven. Juridiske personer26 er 
altså ikke dækket heraf, men oplysningerne om dennes ansatte vil blive betegnet som 
personoplysninger. Statsborgerskab eller bopæl er ikke relevante i denne sammenhæng, da 
dette punkt omhandler levende mennesker, uafhængigt af disse. Der kan til gengæld opstå 
nogle spørgsmål i forbindelse med denne definition for eksempel omkring oplysninger om døde 
personer. Da de ikke længere kan betegnes som fysiske personer, falder de reelt udenfor 
definitionen, men der er dog alligevel tilfælde, hvor deres data hører ind under betegnelsen 
personoplysninger. Et sådant tilfælde kan være, når oplysningerne kan afsløre forhold for eller 
om levende familiemedlemmer for eksempel arvelig sygdom (Artikel29-gruppen, 2007, s. 22). 
 
3.2 Privatlivets fred 
Privatliv kan være et svært begreb at definere, da svaret vil være afhængigt af personen, der 
bliver spurgt og hvilke omgivelser og miljøer vedkommende er vokset op i. For eksempel vil 
det være meget forskelligt hvorvidt dét at tale om pengesager eller seksuelle oplevelser bliver 
opfattet som hørende under kategorien 'privatliv'. Nogle vil være af den opfattelse, at man ikke 
snakker om nogle af de ovenstående eksempler, mens andre vil mene, at det ikke betyder 
noget om andre ved det eller ej, og derfor vælger ikke at definere det som noget privat. Et 
tydeligere eksempel kan være at nævne Mehinaku stammen, der er en lille stamme, der lever 
nær Xingu floden i Brasilien. De lever på et fladt område med ganske få stier ud af byen, 
hvilket gør beboernes færden tydelig for enhver. Deres huses vægge er tynde og fordi de bor 
så tæt som de gør, er det nemt for dem at aflæse hinanden; det er derfor ikke nemt, om 
                                           
23
 Når noget er skrevet med andet ord end oprindeligt, men stadig har den samme betydning. 
24
 Når det ikke er muligt at finde frem til personen, hvorfra oplysningerne stammer.  
25
 Persondatabeskyttelse – (DANSK IT: Persondatabeskyttelse, s. 4) 
26
 Virksomheder kaldes for juridiske personer inden for lovgivningen 
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overhovedet muligt, at holde noget hemmeligt i deres samfund. Samkvem med skiftene 
partnere er udbredt og det samme er sladder og nysgerrighed herom.“Everyone's footprint is 
known to all his or hers fellow tribesmen. Since the soil [...] is sandy and loose, the barefoot 
Mehinaku leave visual records that the rest of the tribe are astonishingly adept at reading. The 
print of heels or buttocks on the ground may be enough to show that a couple stopped and 
had sexual relations alongside the path.”(Gregor, 1980)Blev en person fra den vestlige verden 
indsat i et sådant samfund, ville vedkommende med største sandsynlighed føle, at hans eller 
hendes privatliv blev krænket. Men da Mehinakuerne er vokset op i samfundet med dets 
idealer, anser de det ikke for at være krænkende på nogen måde; de ønsker i stedet at være 
uforstyrret af omverdenen, da dette for dem kan være krænkende. 
Privatliv kan altså være problematisk at konkretisere, men det kan betragtes som værende 
modsætning til offentligt. Privat stammer fra latin og betyder ”tilbagetrukket fra det offentlige 
liv” (Gyldendal). Bliver denne definition taget i betragtning, kan man altså definere privatliv 
som værende aspekterne af ens liv som man ikke ønsker at dele med offentligheden. Dette er 
dog stadig ikke særlig konkret, og problematikken omkring at definere privatliv, viser sig da 
også i en af Menneskeretskonventionens paragrafer, nemlig ’ret til privatlivets fred’: ‘Everyone 
has the right to respect for his or her private and familylife, home and communications.’ (THE 
EUROPEAN UNION, 2000, s. 10)Begrebet bliver her brugt, så det er muligt for de enkelte lande 
at tilpasse til deres forskellige kulturer, og favner derfor bredt. I Danmark er det for eksempel 
naturligt at have privatliv i sit hjem, det vil sige, at det ikke vedkommer offentligheden, hvad 
man beskæftiger sig med der. Hvis politiet, som eksempel, har en mistanke om, at der foregår 
noget ulovligt i hjemmet, har de først ret til at få adgang, hvis ejeren af hjemmet giver 
tilladelse hertil, eller hvis der kan fremvises en dommerkendelse. Borgernes privatliv er altså 
beskyttet af lovgivningen, men nogen egentlig definition af, hvad der bør blive beskyttet, er 
der ikke. 
En problematik, der er opstået indenfor de seneste par årtier, er hvorvidt privatlivets fred 
dækker over IT og brugen af denne; beskytter privatlivets fred også, hvis man for eksempel 
benytter sig af en computer med internetafgang? Ikke nødvendigvis, for når man surfer på 
internettet bevæger man sig i et offentligt forum, hvor diverse hjemmesider som blandt andet 
Google.dk kan tracke27, hvad computeren bliver brugt til på nettet og følge, hvad man 
foretager sig, mens man er online. Dette gøres blandt andet for at kunne vise og specificere de 
reklamer, der findes på diverse hjemmesider. Det er langt fra alle mennesker, der er klar over 
at dette finder sted, hvilket kan være problematisk, da folk kan foretage sig private ting, som 
de ikke er interesseret i at andre skal vide noget om.. Men bliver internettet betragtet som et 
offentligt rum eller et privat rum? 
Efter at computeren er blevet mere udbredt, er sagsbehandling ligeledes begyndt at ske på 
computeren. Dette gælder både hos det offentlige og i det private. I den forbindelse er det 
                                           
27
 Med tracke menes at sporer folks færden på internettet 
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blevet nemmere, at få adgang til de informationer, som er opbevaret omkring en anden person 
på trods af, at det ligger på en andens computer eller en server et helt andet sted, måske 
endda på den anden side af jorden. Dette har medført, at der er blevet lavet en del tiltag, som 
skal sørge for, at personfølsomme oplysninger bliver beskyttet mindst lige så godt som førhen: 
”fysiske personer skal beskyttes såvel i forbindelse med elektronisk databehandling af 
oplysninger som i forbindelse med ikkeelektronisk behandling;” (Europa-Parlamentet: Direktiv, 
1995) 
 
Privatlivet betyder noget forskelligt fra person til person, men det har også en betydning for 
alle samfund. Efter at computeren er kommet til i de fleste hjem og på de fleste 
arbejdspladser, er det blevet nødvendigt at udspecificere lovgivningen, så den stadig beskytter 
privatlivets fred. Dette gælder især, når man taler om elektronisk behandling af 
personoplysninger, hvor det er blevet betydeligt nemmere for andre at få fat i oplysninger der 
ikke tilkommer dem. Privatliv og privatlivets fred er altså emner, der konstant er under 
udvikling. 
 
3.2.1. Beskyttelse 
Beskyttelse er noget de fleste kender til og noget de fleste bruger, måske uden at vide det. For 
eksempel så beskytter forældre deres børn mod ting, de ser som negative. Forældrene kan for 
eksempel beskytte deres børn i mod at se voldsfilm, før de er gamle nok for ikke at påvirke 
dem negativt. Soldater drager i krig for Danmark, de tager til et krigsramt land, for at beskytte 
befolkningen i det pågældende land, for eksempel Afghanistan, Kosovo, Libanon og lignende.  
Beskyttelse kan for mange mennesker betyde, at man bliver beskyttet fra noget eller nogen. 
Den der beskytter vil gøre alt for at undgå, at det man bliver beskyttet fra, ikke påvirker en 
negativt.  
Ifølge POLITIKKENS DANSKORDBOG kan beskytte defineres: ”sørge for at nogen el. noget ikke 
udsættes for noget ubehageligt el. lider nød” (Politikkens Danskordbog, 2010, s. 66). Da denne 
definition stemmer overens med gruppens fortolkning af beskyttelse, vil det være denne 
definition rapporten retter sig efter.  
 
3.2.2 Krænkelse 
Når mennesker føler sig krænket, er det som regel fordi et andet menneske har trådt på dem, 
eller gjort noget indirekte, der kan opfattes som ubehageligt. Det kan være i form af drillerier, 
der har udviklet sig til mobning. Der findes også mange andre eksempler, for eksempel kan 
man gå til et vigtigt møde og have aftalt med sine samarbejdspartnere inden mødet, hvilket 
standpunkt man har og under mødet viser det sig, at de tager et andet standpunkt. Hvilket 
betyder at, ens samarbejdspartnere er gået bag ryggen på en, hvilket dette bagefter føltes 
som en ubehagelig oplevelse samt en krænkelse af ens meninger og holdninger til den 
pågældende opgave, mødet handlede om.  
Roskilde Universitet  Registres påvirkning af privatlivets fred 
Hum-Tek  Gruppe 13 – Hus 14.2 
 
31 
Det vil sige, når man som menneske føler sig svigtet af andre vil man også føle sig krænket.  
Ifølge POLITIKKENS DANSKORDBOG kan krænke defineres på to måder: ”behandle nogen på en 
måde som angriber deres værdighed el. følelser’ eller ’undlade at respektere noget, specielt 
regler, love el.lign.” (Politikkens Danskordbog, 2010, s. 398) Da disse definitioner stemmer 
overens med gruppens fortolkning af krænkelse, vil det være begge definitioner rapporten 
retter sig efter.  
 
3.2.3 Misbrug 
Misbrug kan forstås på flere måder, og den måde de fleste forstår misbrug på er, at have et 
misbrug af et eller andet. Det kan for eksempel være, at have et misbrug af stoffer, alkohol og 
lignende Det er et misbrug de fleste kender til, i form af eget misbrug, de kender en person 
som har et misbrug, fordi de har hørt det i medierne.  
En anden måde at forstå misbrug på er; når man kan misbruge ens status til at påvirke andre. 
Det kan for eksempel være, hvis der er en gruppe venner og den ene af dem har en højere 
status end de andre, at det er ham, som bestemmer. Det får en stor betydning, hvis han 
påvirker de andre til, at være med til at lave et røveri og dermed misbruger han sin egen 
status og har fået nogle til at gøre noget, de måske ikke havde lyst til.  
Ifølge POLITIKKENS DANSKORDBOG kan misbrug defineres på to måder: ”forkert el. overdreven 
brug af noget, fx alkohol, narkotika el. medicin’ eller ’uheldig el. lovlig udnyttelse af en ret, en 
position el. lign. • voksnes seksuelle udnyttelse af børn”. (Politikkens Danskordbog, 2010, s. 
469) Da det at misbruge registre ikke helt er sammenlignelig med at have et misbrug af 
alkohol, vil der i denne rapport blive henvist til Politikkens anden definition af misbrug: 
”uheldig el. lovlig udnyttelse af en ret, en position el. lign. • voksnes seksuelle udnyttelse af 
børn”. 
 
3.3 Brug af registre 
Registre kan bruges på flere måder, men de kan også misbruges på flere måder, heriblandt 
function creep og samkøring af registre, som også vil blive beskrevet i følgende afsnit. 
 
3.3.1 Function Creep 
Function creep er et begreb, der er begyndt at komme frem indenfor den seneste tid. Det 
dækker over situationen hvor en teknologi eller data bliver benyttet til andet, end hvad dets 
oprindelige formål. “The gradual widening of the use of a technology or system 
beyond the purpose for which it was  
originally intended, esp when this leads to potential invasion of privacy” (Dictionary: Function 
creep, 2011).  
Et eksempel kan være, at politikere eller staten ønsker at få en ny teknologi indført, så de kan 
gøre X. Men X er ikke populært blandt borgerne, så hvis politikerne benytter X som argument 
Roskilde Universitet  Registres påvirkning af privatlivets fred 
Hum-Tek  Gruppe 13 – Hus 14.2 
 
32 
for at få den nye teknologi, vil de møde modstand og måske ikke få det gennemført. Benytter 
de i stedet Y, som er populært blandt befolkningen og kræver den samme teknologi, som 
grundlag for at få teknologien, vil de få opbakning. Senere, når de allerede har teknologien, 
kan X introduceres uden problemer (The Samovar: Function Creep, 2007).  
Situationen kan også være den, at en person indsamler data, med et specifikt formål. Efter at 
personen har indsamlet det pågældende data, finder personen ud af, at det også kan bruges til 
andet end det oprindelige formål. Dette ses som function creep og da denne definition af 
begrebet, stemmer overens med gruppens fortolkning af dette, vil det være denne definition 
rapporten retter sig efter. 
Function Creep er altså en måde at misbruge et register på. Man bruger oplysningerne i et 
register, til et andet formål end det var indsamlet til. I det følgende afsnit vil der blive 
gennemgået andre måder at misbruge registre, herunder samkøring af register.  
 
3.3.2 Samkøring af registre 
Samkøring af registre er en måde, hvorpå man kan krænke en borger. Ved at samkøre registre 
og dermed misbruge dem, da det er i strid med loven, har man mulighed for, at finde frem til 
nye informationer om en borger. I det følgende afsnit, vil der blive forklaret, hvad samkøring af 
registre er samt misbrug heraf.  
I Danmark har vi en enhed, der behandler vores personoplysninger, denne enhed bliver kaldt 
’registeransvarlige’. Enheden blev pålagt at behandle data rimeligt og sikkert samt kun at 
anvende personoplysninger til udtrykkelige og lovlige formål, altså kun at anvende oplysnin-
gerne til deres egentlige formål. I Danmark registrerer vi oplysninger omkring samfundet, 
borgerne og meget andet i forskellige registre, til hvert af disse registre hører der en speciel 
nøgle til. Denne nøgle kunne for eksempel være CPR-nummeret. Der er for eksempel registre 
over alle borgere i landet, hvem der ejer en bil og så videre. Problemer ved registersamkøring, 
kan opstå når virksomheder gerne vil samkøre forskellige registre og få nye oplysninger som 
resultat.(De Europæiske Fællesskaber, 2000, s. 3) 
Nogle personer vil mene, at nogle former for samkøring af registre er en krænkelse af deres 
privatliv, da man kan opnåoplysninger, der afslører ting, som man ikke havde ønsket afsløret af 
den pågældende myndighed. Dog kan samkøring af registre ske, hvis følgende forudsætninger 
er opnået; at de er vedtaget af Folketinget, det vil sige, der er en lovhjemmel28, og at de 
berørte personer på forhånd informeres om, at kontrollen kan blive gennemført.  
For at registre kan samkøres, skal det anmeldes til Datatilsynet, det er dem, der afgør om den 
pågældende anmodning opfylder kravene til registersamkøring. Datatilsynet skal efter en 
undersøgelse af registret afgive en udtalelse og hvis den er positiv, kan behandlingen starte. 
(Datatilsynet: Samkøring i kontroløjemed, 2008) 
 
                                           
28
 lovfæstet bemyndigelse til at foretage bestemte handlinger (Den Store Danske: Lovhjemmel) 
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3.3.3 Misbrug af registre 
Samkøring af registre kan godt fungere og det være en god ide, men ofte hænder det at 
registrene bliver misbrugt.  
Persondatalovens kapitel 11, indeholder regler om behandlingssikkerhed, af persondata. Dette 
kapitel om datasikkerhed, bygger på artikel 17 i databeskyttelsesdirektivet fra 1995.  
I dette kapitel står der i henholdsvis stk. 1 og stk. 3, i § 41, hvordan man skal behandle data. 
I stk. 1, er handler det om personer, virksomheder med videre, der udfører arbejde under den 
dataansvarlige og som har adgang til oplysninger. Disse personer skal behandle disse oplysnin-
ger efter instruks fra den dataansvarlige, medmindre andet følger af lov eller bestemmelser 
fastsat i henhold til loven. Derudover står der i stk. 3, at den dataansvarlige, skal sørge for at 
disse oplysninger kommer ind under de fornødne sikkerhedsforanstaltninger, både teknisk og 
organisatorisk. Denne sikkerhedsforanstaltning skal sørge for, at oplysningerne ikke ulovligt 
bliver tilintetgjort, fortabes eller forringes. Endvidere skal den sørge for at, uvedkommende 
ikke får kendskab til oplysningerne, og at de ikke bliver misbrugt, eller bliver behandlet i strid 
med loven. (Datatilsynet: transmission af personoplysninger, 2007) 
Men udover alle de sikkerhedsforanstaltninger der er i den danske lovgivning, findes der også 
direktiver og love som gælder i EU og da Danmark er en del af EU gælder disse love og 
direktiver lige så meget i Danmark som de danske love og direktiver. 
EU har sammensat direktiver og love omkring samkøring af registre for at undgå misbrug af 
registrene: ”For at hindringerne for udveksling af personoplysninger kan fjernes, skal 
beskyttelsen af det enkelte menneskes rettigheder og frihedsrettigheder i forbindelse med 
behandling af sådanne oplysninger være ensartet i alle medlemsstaterne.” (Europa-
Parlamentet: Direktiv, 1995, s. 3) 
Samkøring af registre går ud på at to registre med en enslydende ’nøgle’ som for eksempel et 
CPR-nummer bliver sammenflettet eller sammenlignet. Der er blevet lavet love og direktiver 
både i Danmark og i EU for at beskytte mod misbrug af registre, så de oplysninger, der findes i 
registrene, ikke bliver udsat for function creep.29 
 
I de foregående afsnit er forskellige begreber blevet klarlagt eller problematiseret og har 
dermed gjort det muligt, at drage disse ind i diskussioner omkring de forskellige cases. 
Begreberne er essentielle i forbindelse med diskussionen netop da mange af problematikkerne 
bygger på disse begreber. 
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4 Diskussion 
Som det kunne ses i problemfeltet har projektet omdrejningspunkt omkring tre cases. De tre 
cases udgør hver en vinkel på brug og misbrug af registre.  
For at kunne diskutere disse cases, er det relevant, at der først er en beskrivelse af dem. 
Dernæst følger en diskussion omkring problematikkerne der er i hver case og slutteligt vil der 
være en konklusion på hver case. 
 
4.1 Case: Forsvaret har udleveret personoplysninger til 
Topdanmark 
Forsvarets personeltjeneste havde udleveret et adresseudtræk over de ansatte i forsvaret, til 
Topdanmark: ”Adresseudtrækket omfattede samtlige ansatte under Forsvarskommandoens 
myndighedsområde og indeholdt navne, stillingsbetegnelser og adresser.” (Datatilsynet: 
Forsvaret, 2008) 
Dette brugte Topdanmark til at udsende tilbud med forsikringer til 15.000 af forsvarets 
ansatte.  
Datatilsynet opdagede denne adresseudlevering til Topdanmark igennem pressen, og på 
baggrund af denne viden anmodede Datatilsynet Forsvaret om en redegørelse. ”Det er 
personeltjenestens vurdering, at det ikke er uforeneligt med persondatalovens § 5, stk. 
2”30(Datatilsynet: Forsvaret, 2008). Forsvarets personeltjenestes begrundelse for, at der ikke 
var indhentet samtykke fra forsvarets ansatte, var; ”at det var nødvendigt at videregive 
oplysningerne af hensyn til rekrutteringssituationen i medfør af persondatalovens § 6, stk. 1, 
nr. 7.”31 (Datatilsynet: Forsvaret, 2008) 
Ydermere oplyste Forsvaret, at adresseudtrækket blev fremsendt uden nogen særskilt 
kryptering eller beskyttelse til en kontaktperson i Topdanmark. Topdanmark havde ifølge 
Forsvaret lovet at slettet oplysningerne efter brug. Topdanmark har efterfølgende bekræftet 
overfor Forsvaret, at oplysningerne er blevet slettet. 
Datatilsynets afgørelse bestod i at gøre personeltjenesten til den ansvarlige for 
videreleveringen, da det ifølge persondatalovens § 3, nr. 5, er: ”Den fysiske eller juridiske 
person, offentlige myndighed, institution eller ethvert andet organ, der behandler oplysninger 
på den dataansvarliges vegne.” (Retsinformation: Persondataloven) 
Personeltjenesten var det organ, der behandlede oplysningerne, og det var på 
                                           
30
 § 5, Stk. 2. Indsamling af oplysninger skal ske til udtrykkeligt angivne og saglige formål, og senere behandling må 
ikke være uforenelig med disse formål. Senere behandling af oplysninger, der alene sker i historisk, statistisk eller vi-
denskabeligt øjemed, anses ikke for uforenelig med de formål, hvortil oplysningerne er indsamlet. (Retsinformation: 
Persondataloven) 
31
 § 6, stk. 1, nr. 7. behandlingen er nødvendig for, at den dataansvarlige eller den tredjemand, til hvem oplysninger-
ne videregives, kan forfølge en berettiget interesse og hensynet til den registrerede ikke overstiger denne 
interesse.(Retsinformation: Persondataloven) 
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personeltjenestens eget initiativ, at Topdanmark fik adresseudtrækket for, at Forsvarets 
ansatte kunne blive tilbudt billigere forsikringer, hvilket gjorde, at det var personeltjenesten, 
der fik ansvaret i denne sag. 
Forsvaret har revurderet deres sagsbehandling og vil i fremtiden selv sende sådanne breve 
med tilbud til de ansatte, for at undgå flere misforståelser. Dette er årsagen til at Datatilsynet 
ikke gør mere i denne sag. Datatilsynet udtalte ligeledes i vores interview med dem: ”Vi kan 
ikke udmåle en straf. Hvis vi snakker om at der er nogen der skal have en straf i det hele 
taget, og skal for offentlige myndigheder er det en lille bitte smule mere besværligt end 
private, så skal vi anmelde det til politiet.. Så vi kan kun sige at det er forkert… altså så kan vi 
give et påbud til folk om, at de skal gøre nogle ting, men vi kan ikke, ligesom, hvis de skal 
straffes for ikke at overholde det påbud, så skal vi igen omkring politiet.” (Kragelund, 2011) 
 
4.1.1 Diskussion 
Hovedproblemet i det Forsvarets personeltjeneste har gjort er, at de har sendt et 
adresseudtræk til Topdanmark uden at have spurgt de ansatte om lov, og derved har de brugt 
de indsamlede oplysninger i registret til noget andet end de var indsamlet til; altså function 
creep32, uden deres ansattes godkendelse. 
Det kan diskuteres, om de har krænket de ansattes privatliv, da de fleste af oplysningerne der 
blev videresendt, er offentligt tilgængelige. Det er dog ikke kun ’almindelige’ personoplysnin-
ger33 som navn, adresse og telefonnummer der er blevet videregivet. Adresseudtrækket har 
indeholdt følgende oplysninger: ”oplysninger om navne, stillingsbetegnelser, adresser, 
medarbejdernumre og oplysninger om tilknytning til værn eller status som civil” (Datatilsynet: 
Forsvaret, 2008). Derudover ligger der også en implicit oplysning i, at det er Forsvarets egen 
liste, og ikke en liste Topdanmark selv har sammensat. At Forsvaret sender oplysningerne, gør 
nemlig også, at det bliver verificeret, at personerne på listen er en del af Forsvaret, så selvom 
der ikke præcist står ’undertegnede er medlem af Forsvaret’, bliver denne oplysning gjort til 
titel for hele registret. 
Da Forsvaret har videregivet oplysningerne uden tilsagn fra de ansatte, og formålet ikke er 
relateret til det formål oplysningerne i sin tid var indsamlet til, har Forsvaret krænket de 
ansattes ret til privatliv ved at videregive oplysningerne til Topdanmark. Derigennem har de 
også forbrudt sig mod persondataloven, der netop lægger vægt på, at det ikke er lovligt at 
bruge personoplysninger til andet end det formål, de er indsamlet til34. Forsvaret har dermed 
været medvirkende til function creep35. 
Problemet med function creep er, at hvis det bliver lovligt og almindeligt, at man ikke kan vide, 
                                           
32
 Se foregående afsnit ’Function creep’. 
33
 Se foregående afsnit ’Personoplysninger’. 
34
 Se foregående afsnit ’Lovgivning’. 
35
 Se foregående afsnit ’Function creep’. 
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hvad de oplysninger, man opgiver bliver brugt til, vil enhver borger vælge ikke at udlevere de 
mindste oplysninger. Dette kan blive problematisk inden for eksempelvis sygehusverdenen, 
hvor det kan være nødvendigt at finde ud af, hvad patienter har spist eller lavet, for at kunne 
diagnosticere dem. Enhver sektor i samfundet, der har det mindste med fællesskab at gøre, vil 
støde på problemer, hvis enhver lukker sig af for omverdenen og samfundet. Man kan til dels 
forestille sig, at enhver borger vil blive paranoid og indelukket, da det ikke er til at gennem-
skue, hvilke oplysninger, der bliver brugt til hvad og hvornår brugbare oplysninger er blevet 
opsnappet. Dette er selvfølgelig en ekstrem, men det kan ikke være til at gennemskue, 
hvornår function creep går for vidt. 
 
En anden problematik der er ved, at Forsvaret har videregivet oplysningerne på den måde som 
de har, er, at de dermed har påtaget sig ejerskab af oplysningerne. Dette er et generelt pro-
blem indenfor personoplysninger; hvem er egentlig ejermand? Er det personen, som oplysnin-
gerne omhandler, eller er det den eller de instanser som har indsamlet dem? Uanset hvad, har 
borgeren ret til indsigt i, hvad oplysningerne skal bruges til og ret til indsigelse imod behand-
ling (Jørgensen, Persondataret, 2000, s. 33). Da Forsvaret har påtaget sig ejerskab af oplys-
ningerne og dermed anset det som værende i orden at videregive dem, har de samtidig 
frataget de ansatte deres rettigheder, da disse ikke er blevet informeret herom og dermed ikke 
har haft mulighed for at gøre indsigelse. Topdanmark lovede ganske vist Forsvaret at slette 
oplysningerne efter brug, men selvom dette blev gennemført, vil det stadig ikke ændre på, at 
Forsvaret har videregivet personoplysninger uden at informere de pårørende herom. Desuden 
er det langt mere problematisk end som så, da det ikke er til at bevise, hvornår man reelt har 
slettet data fra en computer. Så selvom Topdanmark slettede oplysningerne som lovet, vil det 
for det første ikke være muligt for dem at bevise dette, og for det andet vil data ikke være helt 
slettet, da der stadig vil forefindes spor efter oplysningerne. 
 
På trods af at videregivelsen af personoplysninger i denne pågældende sag kan være ganske 
harmløs, er det som princip en alvorlig sag. Hvis det var lovligt at videregive 
personoplysninger fuldstændig uhæmmet, ville det ikke være til at vide, hvem der ville ende 
med at få dem, og hvad de kunne misbruges til. Man kunne for eksempel forestille sig, at folk 
ville blive opsøgt af personer med andre politiske holdninger, religion eller etnicitet end dem 
selv og samfundet dermed ville blive splittet. Man kunne også frygte, at fik pacifister36 eller 
anti-krigs grupper adgang til en liste fra Forsvaret om deres ansatte, ville de chikanere de 
ansatte med breve og telefonopkald, eller endda værre. I et sådant tilfælde ville 
personoplysningerne i selve registret være af sekundær betydning og det vigtige ville være, at 
listen kom fra Forsvaret, da det dermed er verificeret, at det er ansatte hos Forsvaret. Store 
dele af vores samfund bygger i dag på, at det er muligt at identificere individer og at det ikke 
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 Pacifisme kommer af de latinske ord pax: fred og facere: gøre, og betyder at tage principiel afstand til vold og krig. 
(Leksikon: Pacifisme) 
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er muligt at udgive sig for at være en anden; for eksempel i sygehussektoren, hvor det er 
vigtigt, at separere patienterne fra hinanden, eller i forsikringsbranchen, hvor det ligeledes er 
vigtigt at kunne kende forskel på de forsikrede. Derfor er lovgivningen omkring beskyttelse af 
personoplysninger ekstrem vigtig. 
 
Casen omkring Forsvaret omhandler både brug af personoplysninger til andet end det formål 
de var indsamlet til og uacceptabel videregivelse af disse. Forsvaret har misbrugt deres 
register i den forstand, at det ikke blev lavet med det formål at blive videresendt til 
Topdanmark. Videregivelse af borgernes personoplysninger på den måde som det er sket i den 
pågældende sag, kan betragtes som værende en krænkelse af privatlivet, da det ikke er til at 
vide for de ansatte, hvem der får fat i deres personoplysninger og hvad disse bliver brugt til.  
 
 
4.2 Case: Evakuering af danskere i Libanon 
I løbet af juli måned 2006 igangsatte Israel en aktion imod Hizbollah i Libanon37. I forbindelse 
hermed, valgte den danske regering at evakuere de danske statsborgere fra landet, da det var 
for farligt for dem selv at skulle forsøge at komme hjem. Det drejede sig om godt 5800 
personer og kom i alt til at koste staten 20 millioner kroner. Den 18. juli, efter evakueringen, 
foreslog Dansk Folkeparti, at de evakuerede blev undersøgt for socialt bedrageri; det vil sige, 
at det skulle undersøges, om nogle af de rejsende havde været på dagpenge eller bistands-
hjælp imens de havde været i Libanon. Dette er nemlig ulovligt, da man så ikke står til 
rådighed for arbejdsmarkedet; undtagelsen er dog, hvis man rejser indenfor EU’s grænser og 
samtidig søger efter arbejde, der hvor man befinder sig. Forslaget blev dog i første omgang 
afvist af den daværende beskæftigelsesminister Claus Hjort Frederiksen38, og ansvaret for at 
tjekke de evakuerede, blev sendt videre til kommunerne (Politiken: Datatilsynet, 2006). I 
slutningen af juli begyndte flere kommuner at efterspørge listerne over de evakuerede 
borgere, så de havde mulighed for at sammenholde dem med deres egne lister over, hvilke 
borgere, der fik støtte, så de dermed kunne finde ud af, om der var sociale bedragere iblandt. 
Den 17. august meldte Datatilsynet dog ud, at dette ikke kunne lade sig gøre, da det at 
udlevere listerne med et sådant formål, var i strid med loven. Til gengæld havde Datatilsynet 
ikke indvendinger imod, at Udenrigsministeriet af- eller bekræftede om enkelte personer stod 
på listen, såfremt at kommunen havde et reelt grundlag for mistanke (Datatilsynet: Libanon, 
2006). Dansk Folkeparti støttede ikke op omkring denne beslutning og det samme gjorde 
beskæftigelsesministeren ikke. Begge udtrykte interesse i, enten at ignorere Datatilsynets 
bedømmelse eller fremlægge et nyt lovforslag så det kunne blive gjort lovligt at udlevere 
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 Den 12. juli 2006 angreb terrororganisationen Hizbollah en gruppe Israelske soldater ved grænsen og igangsatte en 
krig, der varede omkring 5 uger. I løbet af de 5 uger blev der affyret omkring 4000 missiler, omkring 100 stykker om 
dagen. - (ADL: Lebanon War of 2006) 
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listerne. De mødte dog stærk kritik, blandt andet fra juraprofessor Peter Blume39 fra 
Københavns Universitet, der påpegede, at man ikke kunne gennemføre en lov med 
tilbagevirkende kraft. Han udtrykker sin utilfredshed således; ”Og så er det jo et forsøg på at 
underminere Datatilsynets status. Det er helt absurd og utilstedeligt, at han går ud på den her 
måde. Han skal acceptere retstilstanden, og så kan han arbejde på at ændre det til fremtiden.” 
(Politiken: Datatilsynet, 2006). Selv beskæftigelsesministerens egne partifæller var ikke enige i 
udtalelserne, og på trods af den utilfredshed som Dansk Folkeparti fortsat udtrykte, blev 
Datatilsynets afgørelse fulgt og listerne blev ikke udleveret. Hvorefter debatten i medierne 
døde ud. 
 
4.2.1 Diskussion 
Problematikken omkring Libanon sagen var dermed overordnet, hvorvidt det er eller bør være 
lovligt at sammenkøre visse registre og samtidig omhandler den også function creep. Ved at 
samkøre kommunernes registre over dagpenge- eller bistandshjælpsmodtagere med 
Udenrigsministeriets lister over, de danske statsborgere, der var blevet evakueret fra Libanon, 
ville man kunne finde ud af, om der var sociale bedragere iblandt; altså om der var nogle, der 
stod på begge lister. Herved opstår der to problematikker; den første som værende function 
creep, altså hvor listerne bliver brugt til noget andet end deres oprindelige formål, hvilket i sig 
selv er ulovligt. Derudover ville man under samkøringen mistænkeliggøre alle dem, der blev 
evakueret, hvilket ville kunne ses som en form for diskrimination i den pågældende sag. Der 
fandtes ikke konkrete beviser på, at der var nogen iblandt de knapt 6000 danskere, der var 
taget illegalt af sted; blot stærke mistanker. Man ville altså samkøre to urelaterede lister og 
håbe på, at man fandt frem til noget interessant, uden at have en relevant begrundelse. Det 
var derfor, at Datatilsynet fastslog, at det ifølge persondataloven ikke var lovligt, da man ikke 
havde hjemmel på oplysningerne. Kunne kommunerne i stedet præsentere overbevisende 
argumenter for at have mistanke om en enkelt persons afrejse og brud på loven, var det i 
orden at af- eller bekræfte dette, da det ikke er det samme som direkte at samkøre to registre, 
og man ville heller ikke i samme grad misbruge registrene i form af function creep.  
 
Casen kan betragtes som eksemplarisk i den forstand, at der her blev udvist ønske om at 
samkøre to urelaterede registre, der hver især var blevet lavet med et andet formål. Rent 
praktisk og samfundsmæssigt ville samkørslen af forskellige registre kunne have mange 
fordele; som for eksempel i Libanon sagen, hvor man ville kunne finde frem til eventuelle 
sociale bedragere. Samkørte man også for eksempel DR’s lister over dem, der betaler licens 
sammen med de forskellige tv udbyderes lister over kunder, ville man kunne finde frem til, 
hvem der burde betale DR licens, men reelt ikke gør det. Der forefindes mange eksempler, 
hvor man ville kunne opnå noget samfundsmæssigt positivt ved at samkøre to urelaterede 
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registre med hinanden. En af grundene til, at det ikke er lovligt, er at man, som tidligere 
nævnt i casen, mistænkeliggør en større mængde for at finde nogle få. Dette er i strid med 
den Europæiske Menneskeretskonventions menneskelov om ”Everyone has the right to respect 
for his or her private and familylife, home and communications” (THE EUROPEAN UNION, 
2000, s. 10).40 Desuden ville de indsamlede oplysninger blive brugt til et andet formål end de 
var indsamlet til, hvilket også er problematisk da der således ikke er grænser for, hvad 
indsamlede oplysninger må bruges til og hvornår. 
Hvis enhvers personoplysninger, både almindelige, følsomme og andre rent private forhold41 
systematisk blev gennemgået og sammenholdt med hinanden, ville staten og kommunen 
ganske vist få interessante oplysninger, der kunne hjælpe samfundet, men det ville være en 
grov krænkelse mod privatlivets fred. Man kan til dels også benytte grundlovens § 72 om, at 
”Boligen er ukrænkelig. Husundersøgelse, beslaglæggelse og undersøgelse af breve og andre 
papirer samt brud på post-, telegraf-, og telefonhemmeligheden må, hvor ingen lov hjemler en 
særegen undtagelse, alene ske ved en retskendelse.” (Jørgensen, Persondataret, 2000, s. 15). 
Hvis man betragter breve og papirer overordnet som værende private oplysninger, ville en 
systematisk gennemgang af disse, være et brud på grundloven. Dog ses paragraffen oftest i 
bogstavelig forstand, det vil sige, at den konkret kun omhandler boligen42. Havde staten og 
regeringen ubegrænset mulighed for at samkøre registre, ville de kunne finde frem til så 
mange oplysninger om de forskellige borgere, at det ville grænse op imod overvågning. 
Danmark er et land med mange registre sammenlignet med for eksempel England, Tyskland 
eller USA, så registersamkøring er for os et langt større og mere relevant emne, end det vil 
være disse steder, da der er flere muligheder for forskellige typer af samkøring og dermed 
mere data, der kan fremskaffes. Det er også lige præcis på grund af sager som Libanon casen, 
at der er en lovgivning omkring samkøring af registre og Datatilsynet til at opretholde disse43, 
for at staten ikke benytter sig af personoplysninger, som det passer bedst i sådanne sager, 
hvor det vil krænke flere personers privatliv uden grund.  
Registersamkøring uden en ordentligt begrundelse vil altså kunne krænke privatlivets fred, da 
man i et forsøg på at finde snydere eller andre, gennemgår uskyldige personers oplysninger og 
dermed misbruger registrene. Der kan ganske vist være samfundsmæssige fordele i at 
samkøre registre, men man vil undervejs krænke nærmest alle enkelte individer i samfundet, 
og det er netop det, som lovgivningen er oprettet til at forhindre. 
 
Libanon casen omhandler den overordnede problematik omkring samkøring af registre; både i 
form af selve samkøringen, men også i form af function creep. Som lovgivningen er i dag, er 
begge disse processer ikke lovlige, deraf følger, at samkøring af registre og function creep 
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 Se foregående afsnit ’Lovgivningen’. 
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 Se foregående afsnit ’Personoplysninger’. 
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oftest betragtes som værende misbrug af registre. I de fleste tilfælde af misbrug af registre, vil 
personers privatliv blive krænket på den ene eller anden måde; i den pågældende sag vil dette 
ske i form af, at samtlige evakuerede borgeres personlige oplysninger bliver gennemgået, uden 
nogen understøttet begrundelse. 
 
4.3 Case: Rejsekortet 
Rejsekortet er en ny betalingsenhed, som Danmark er i gang med at få implementeret. Det 
findes på nuværende tidspunkt i noget af landet og er på vej til resten af Danmark. Rejsekor-
tet vil erstatte klippekortet, samt periode- og pendlerkortet til tog, bus og metro. Rejsekortet 
har været undervejs i nogle år og det er blevet diskuteret og bliver fortsat diskuteret, hvorvidt 
det respekterer de rejsendes ønsker, eller ej. 
Tilbage i 2006 modtog Datatilsynet en ansøgning fra Rejsekortet A/S. Denne ansøgning hand-
lede om, at Rejsekortet A/S ville have tilladelse til at behandle personoplysninger ved føring af 
en spærreliste over spærrede rejsekort. En spærreliste er en liste over betalingskort, kredit 
kort eller hævekort, hvor der er opstået problemer med dette og dermed bliver spærret.44 
Da det nye rejsekort skulle indføres, valgte man at alle, der ønskede et rejsekort skulle oplyse 
deres CPR-nummer, udover de andre oplysninger, som var navn, adresse, mail og bankoplys-
ninger. Ved at disse oplysninger registreredes, gjorde man det muligt, at registrere alle kortin-
dehaverens rejser med de offentlige transportmidler og dermed give et billede af, hvor bruge-
ren rejser hen. (Politiken: Nyt rejsekort, 2011) 
Da rejsekortet er en erstatning til noget så simpelt som et klippekort, er det problematisk, at 
man skal oplyse for eksempel CPR-nummer for at kunne køre to zoner med tog, bus og lignen-
de. Derfor er der også mulighed for at købe et anonymt rejsekort. Ved at købe et rejsekort, 
der er anonymt, mister man dog retten til en lang række fordele, som er en del af det person-
lige rejsekort. Det anonyme rejsekort kan købes på alle salgsstederne, dog giver det ikke ad-
gang til online selvbetjening som de andre korttyper. Man kan endvidere ikke oprette en tank-
op-aftale på kortet. Ligeledes hvis man mister sit kort, hvor der står penge på, er disse gået 
tabt. Da det er anonymt, bliver ens rejser ikke registreret i systemet, dog koster det 60 pro-
cent mere i oprettelse. Fordi det koster 60 procent mere, kan man let presse borgerne til at 
afgive disse oplysninger om sig selv, så de får rejsekortet billigere og stadig kan få de rabatter 
og fordele, der følger med rejsekortet. (DR: Nyt rejsekort, 2011) 
Rejsekortet A/S ønsker at oprette en spærreliste. Formålet med spærrelisten er ifølge Rejse-
kortet A/S, et ønske hos dem selv og de trafikselskaber, der udbyder rejsekortet, at undgå tab 
i forbindelse med indgåelse af betalingsaftaler med kunder, der skylder Rejsekort A/S eller de 
tilsluttede trafikselskaber penge, eller som ikke overholder reglerne for check-ud. En spærreli-
ste kan tilknyttes et betalingskort, kreditkort eller hævekort. Da rejsekortet kan ses som et be-
talingskort, kan Rejsekortet A/S anmode om en spærreliste. Datatilsynet har nogle generelle 
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vilkår for oprettelse af en spærreliste og de er som følger: 
Der må optages et betalingskort på spærrelister: 
 Når kortet meldes stjålet eller tabt 
 på grund af mistanke om misbrug, 
 ved mistanke om, at kortet er kopieret, 
 når kontoforholdet er opsagt, og kortet er søgt inddraget, eller 
 når kortindehaver ønsker fornyelse af sit kort, før kortet udløber, og kortet ikke er 
indleveret. 
Betalingskort må desuden optages på spærrelister: 
 Når kortindehaver har misbrugt sit kort med overtræk, hvis der forudgående er ud-
sendt mindst 2 skriftlige rykkere med angivelse af, at kortet skal afleveres til penge-
instituttet og vil blive spærret, såfremt betaling ikke sker, eller 
 hvis der foreligger særlige omstændigheder, særligt hvis der er en begrundet for-
modning for misbrug af kortet, eksempelvis hvor der sker omfattende køb på kortet in-
den for et meget kort tidsrum, som ikke ligger inden for kortindehaverens normale for-
brugsmønster. (Datatilsynet: Spærreliste, 2011) 
 
Dog behandler Datatilsynet hver anmodning individuelt, og dermed kan der forekomme 
individuelle vilkår alt efter, hvilken slags anmodning der er tale om. Angående sikkerheden af 
ens oplysninger på en spærreliste skal disse ajourføres løbende, og der skal sørges for, at disse 
oplysninger ikke bliver misbrugt eller kommer i hænde på uvedkommende.  
I forbindelse med oprettelsen af en spærreliste, vil Rejsekortet A/S have at Datatilsynet skal 
afvige fra deres standardvilkår. En spærreliste bliver oprettet med hensyn til kunderne, men 
Rejsekortet A/S kommer ikke med en begrundelse for, hvorfor det i deres situation er et 
hensyn til kunderne. Endvidere er et af Rejsekortet A/S’ argumenter for denne afvigelse, at 
årsag til spærring bør fremgå af spærrelisten. Hvis en kunde med et rejsekort henvender sig 
med kortproblemer til personalet på en station, mener Rejsekortet A/S at det er væsentligt, at 
personalet kan få adgang til oplysninger om årsagen til problemet og derefter informere 
kunden om dette. Det vil sige at hvis kunden går ind i en kiosk og får tjekket sit kort, kan det 
enten vise at vedkommende er på spærrelisten eller blot vise generelle oplysninger eller 
eventuelle fejl i læsning af kortet.  
Datatilsynet mener derimod kun, at det centrale ved en spærreliste er, at man kan se at kortet 
er spærret og ikke hvorfor, det er spærret. ”Det er ved denne type advarselsregister mulighe-
derne for at formidle oplysninger om, at kortet er spærret, der er det centrale”. (Datatilsynet: 
Spærreliste, 2011). Det vil sige, i kiosken ville de dataansvarlige kunne se, at kortet er på en 
spærreliste, men ikke hvorfor det er på denne liste. For eksempel hvis ens konto er lukket, 
kortet er overtrukket og lignende, vil personalet kun have oplyst at kortet er på listen – ikke 
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hvorfor.  
Samtidig finder Rejsekort A/S det relevant at finde nogle udvalgte ansatte, der har adgang til 
kundens oplysninger, det skal dog være nogen, der har direkte kundekontakt. I forbindelse 
med dette kom Datatilsynet med en udtagelse, hvori de skriver at, i forbindelse med en sådan 
tilladelse, fastsætter Datatilsynet nogle vilkår for behandlingen til beskyttelsen af de registre-
redes privatliv, jf. lovens § 50, stk. 545. 
 
4.3.1 Diskussion 
Rejsekort A/S har i flere år forsøgt at lave deres system så lovmæssigt rigtigt som muligt. 
Problematikken om rejsekortet kan ses fra to vinkler. Den ene er den medierne præsenterer og 
den anden er den Datatilsynet præsenterer. Problematikken ifølge medierne består i, at i 
stedet for et klippekort, skal borgerne til at bruge rejsekortet, og hvis de vælger det personlige 
rejsekort, skal de udlevere deres CPR-nummer, men samtidig får de en masse ekstra rabatter 
og muligheder. Nogle vil mene, at det er en krænkelse af privatlivets fred at skulle udlevere sit 
CPR-nummer for at kunne køre to zoner med tog, bus og lignende. Personlige oplysninger kan 
forstås på mange måder, det kommer helt an på, hvem der spørges. Som det også beskrives i 
afsnittet ’Personoplysninger’, er enhver form for information om en identificeret eller en 
identificerbar fysisk person, definitionen på personoplysninger eller private oplysninger. 
I denne sag bliver borgeren defineret gennem deres CPR-nummer. Dermed er deres CPR-
nummer en personoplysning, per definition. Selvom ikke alle danskere ser deres CPR-nummer 
som værende privat. CPR-nummeret ses fra Rejsekortet A/S’ side som noget, der skal oplyses 
for at modtage et rejsekort, som har alle fordelene. ”Hvis vi skal oprette en aftale, hvor man 
har med e-penge at gøre, siger loven, at kunden skal kunne identificeres entydigt. Det gør 
man i Danmark med cpr-nummer for danskere med et cpr-nummer. Man kan gøre det for 
udlændinge med billedlegitimation og boligbevis,” siger Bjørn Wahlsten, som er 
administrerende direktør for Rejsekortet A/S. (Kristeligt Dagblad: It-eksperter, 2011) 
Dette er et problem, da et CPR-nummer ses som borgeres private kode, noget man i gamle 
dage, holdt tæt ind til kroppen, dermed kan det være krænkende for borgeren at skulle 
udlevere sit CPR-nummer. Dog hvis man ønsker at indgå en tank-op-aftale, er det ifølge 
Datatilsynet46 acceptabelt at opgive CPR-nummeret, da man har en løbende betalingsaftale 
med selskabet.  
Folketingsmedlem Per Clausen, fra Enhedslisten er enig i, at det er forkert at skulle give sine 
personlige oplysninger. Han udtaler at Enhedslisten er stor modstander af, at man skal give 
personlige oplysninger, herunder CPR-nummeret og dermed straffe de personer, der ser denne 
oplysning som noget af det mest private. Han siger endvidere følgende til sagen: 
”Jeg mener, at man skal undgå at bruge sit cpr-nummer i tide og utide. Man kan selvfølgelig 
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Stk. 5. Tilsynet kan i forbindelse med meddelelse af tilladelse efter stk. 1, 2 eller 4 fastsætte nærmere vilkår for ud-
førelsen af behandlingerne til beskyttelse af de registreredes privatliv. (Retsinformation: Persondataloven, 2000) 
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sige, at i Danmark har det efterhånden udviklet sig netop sådan, men det er ikke noget 
argument for, at man også skulle acceptere det her”(Politiken: Nyt rejsekort, 2011) 
Vi har interviewet psykolog Mette Juul Isaksen, som har et personligt rejsekort. Vi stillede 
hende følgende spørgsmål: Hvordan har du det med at man skal opgive sit CPR-nummer for at 
få et personligt rejsekort, og de rabatter der følger med det personlige rejsekort? 
Hun svarede følgende, ”Det generer mig ikke personligt, men bekymrer mig generelt i forhold 
til sikkerhed i forhold til personfølsomme oplysninger.”(Isaksen, 2011)47 
 
Ved at oplyse CPR-nummeret får man mulighed for at oprette en betalingsaftale. Dette er 
præcis ligesom, når en borger laver en betalingsaftale med sin bank, eller en anden 
virksomhed, hvor borgeren også skal opgive sit CPR-nummer. Hvis borgeren ikke opgiver 
dette, kan man slet ikke oprette en betalingsaftale. Derfor er det acceptabelt at oplyse CPR-
nummer, hvis borgeren ønsker at have en betalingsaftale tilknyttet deres rejsekort48. Hvis en 
borger ikke ønsker en betalingsaftale, burde vedkommende kunne gå ind i en kiosk og tanke 
det op, uden at nogen burde vide, hvem vedkommende var. At tanke sit kort op kunne ligeså 
godt foregå, som når man tidligere skulle tanke sit taletidskort op, hvor man ikke behøvede at 
oplyse private oplysninger. Da rejsekortet også er en erstatning til klippekortet, burde man 
kunne gøre dette på alle korttyper. På nuværende tidspunkt er det kun muligt at gøre det på 
det anonyme rejsekort.  
I forbindelse med at brugerne afgiver CPR-numre, vil Rejsekortet A/S gerne kunne danne sig 
et billede af hvor brugerne rejser hen. Det vil sige at de vil kunne tracke, hvor et bestemt 
rejsekort er og dermed hvor ejeren af rejsekortet er henne i landet. Dette kan ses som 
krænkende, da man her kan overvåge brugerne af rejsekortet og ved at man har CPR-
numrene, kan man ikke blot se hvor mange der rejser på en strækning, men også hvem der 
rejser. Det er dog ikke første gang, borgere er blevet tracket, det gør de fleste allerede døgnet 
rundt via deres mobiltelefon, som de fleste har tændt på alle tider. Så længe en mobiltelefon er 
tilkoblet trådløst til en sendemast, vil den kunne spores. Det vil sige, at bare der er signal på 
telefonen, kan man tracke, hvor i landet hver enkelt person er. Dog kan man med en 
mobiltelefon slukke den, og så er det ikke længere muligt at spore, men det er ikke muligt på 
samme måde med et rejsekort, da dette ikke kan slukkes. Grunden til at vi danskere og de 
fleste andre mennesker i den vestlige verden accepterer at mobiltelefonen kan tracke os er, at 
det giver os så mange fordele som ikke var muligt uden denne tracking, da vi ved brug af 
mobiltelefonen kan holde kontakten med omverdenen stort set overalt i verden. Derimod giver 
rejsekortet ikke nogle bedre muligheder, end der er med et almindeligt pendlerkort eller et 
klippekort. Hvilket er årsagen til, at det er mere krænkende, at man nu kan trackes når man 
kører med toget, da det ikke er alle og enhver, der behøver at vide, hvor man er henne i 
landet.  
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Da hele problematikken omhandler ens CPR-nummer og krænkelse af privatlivets fred, burde 
man tage op til overvejelse om der er et behov for at oplyse private oplysninger. Der ligger 
selvfølgelig et behov i, at der kræves visse oplysninger, for at få en betalingsaftale og derfor 
skal kortet være personligt. Samtidig er der hele problematikken med at man kan blive tracket 
og dette vil for mange være ekstremt krænkende, da det er meget tæt på et overvåget 
samfund. Dog er der det anonyme kort, men hvis man ikke får rabatterne bliver man indirekte 
presset til at købe et personligt kort. Dog vil det personlige valg altid være til stede. 
Der er mange sager i vores dagligdag, der fungerer ligeså problematisk som rejsekortet, men 
disse reagerer vi ikke på. Ikke mange overvejer, hvem de udleverer deres CPR-nummer til, da 
CPR-nummeret ikke har samme betydning, som da det blev oprettet. Et eksempel på dette, 
som mange ikke lagde særlig meget i, var det første semester på RUC sidste år, hvor ens CPR-
nummer blev brugt som ID. Det vil sige at hver gang, vi skulle aflevere en rapport, skulle CPR-
numrene stå på forsiden, så alle kunne se det. Dette var der studerende, som følte, var 
krænkende.  
 
Dette kan føre videre til den anden problematik, der er ved sagen om Rejsekortet, hvilket er 
den som Datatilsynet har taget op. Denne problematik handler hovedsageligt om Rejsekortet 
A/S’ ønske om en spærreliste. Dette skulle være en spærreliste over spærrede rejsekort, som 
hører ind under Datatilsynets Advarselsregister. Endvidere skulle denne liste, indeholde et 
Check-ud register, der skulle indeholde oplysninger om den rejsende, der glemmer at checke 
ud. Rejsekort A/S skriver følgende om hvorfor de ønsker en spærreliste:  
”2.2. Rejsekort A/S har oplyst, at formålet med spærrelisten er et sagligt ønske hos Rejsekort 
A/S og de tilsluttede trafikselskaber om at undgå tab i forbindelse med indgåelse af 
betalingsaftaler med kunder, der skylder Rejsekort A/S eller de tilsluttede trafikselskaber 
penge, eller som ikke overholder reglerne for check-ud. 
Det er desuden hensigten, at spærrelisten ligeledes skal indeholde oplysninger om spærring af 
kort i forbindelse med manglende check-ud.” (Datatilsynet: Spærreliste, 2011) 
I forbindelse med denne spærreliste argumenterer Rejsekortet A/S for at Datatilsynet skal 
fravige de vilkår, som ellers er standard. Rejsekortet A/S mener at det er vigtigt, at hvis en 
kunde kommer ind til et trafikselskab og skal have oplysninger om sit kort, for eksempel 
hvorfor det er spærret, skal nogle enkelte fra personalet have lov til at kunne tjekke dette og 
fortælle kunden hvorfor. Endvidere hvis det er stjålet, skal de have lov til at inddrage det. 
Datatilsynet mener derimod blot at medarbejderne i kioskerne skal kunne se om kortet er 
spærret og ikke hvorfor, de siger også at skal være nogle enkelte på salgsstederne, der skal 
varetage disse opgaver og være de dataansvarlige. 
 
Rejsekortet A/S udtaler følgende omkring ansatte i en kiosk, ”Rejsekort A/S mener, at det er 
væsentligt, at hvis en kunde henvender sig til salgspersonalet på en station, fordi et kort er 
spærret, kan personalet få adgang til oplysninger om årsagen til spærringen og kan således 
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konstatere, om dette eksempelvis skyldes, at kortet ikke er genopladt og i givet fald kan 
informere kunden om dette. Hvis personalet omvendt konstaterer, at årsagen til spærringen 
skyldes, at kortet er stjålet, kan det inddrages. Rejsekort A/S finder det derfor relevant for 
trafikselskaberne i kundebetjeningsøjemed at kunne give udvalgte ansatte, som har den 
direkte kundekontakt, adgang til oplysninger om årsagen til spærringen.” (Datatilsynet: 
Spærreliste, 2011) 
Der ligger et problem i, at de ansvarlige ikke altid kan være der, og derfor kan man pludselig 
ikke vide sig sikker på, at det er dem der er valgt til at håndtere ens personoplysninger, der 
reelt håndtere dem. I det hele taget kan det være en krænkelse af privatlivets fred, at en 
tilfældig ansat i en 7eleven kiosk, kan se ens oplysninger. Dette handler om at næsten alle og 
enhver kan få arbejde i en kiosk og er det så de rette, der bliver valgt til at håndtere ens 
personlige oplysninger?  
Vi stillede også psykolog Mette Juul Isaksen et spørgsmål omkring dette: Hvad siger du til at 
folk i en 7eleven kan se dine oplysninger, når du kommer ind og har problemer med dit kort? 
Hun svarede: ”Det generer mig ikke personligt” (Isaksen, 2011). Dermed ønsker Rejsekortet 
at bruge et register på en anden måde end der egentlig er hensigten og dermed kan dette ses 
som krænkende overfor brugeren af rejsekortet, men i særdeleshed også som et misbrug af 
registret. 
Casen omkring rejsekortet omhandler både problematikken omkring krænkelse af privatlivet 
igennem personoplysninger og omkring brugen af et register, herunder det at forebygge 
misbrug af et register.  
Det er nødvendigt, at opgive sit CPR-nummer for at kunne få et personligt rejsekort. 
Spørgsmålet er om man kan se dette som en krænkelse, da man som borger i Danmark kan 
acceptere at udlevere sit CPR-nummer i mange andre situationer, uden at disse ses som 
krænkende; herunder eksemplet med mobiltelefonen. Ud over dette kan det godt være, at 
Rejsekortet A/S forsøger at presse deres kunder til at få et personligt rejsekort igennem 
priserne, men da man har muligheden for at vælge et anonymt rejsekort, kan det ikke ses som 
værende krænkende for privatlivet. 
Den anden problematik omhandler ønsket fra Rejsekortet A/S om en spærreliste. Problemet er, 
at Rejsekortet A/S ikke vil følge Datatilsynets anvisninger omkring oprettelsen af et sådant 
register og i stedet ønsker, at der skal vises borgerens personlige oplysninger, samt årsag til 
spærring for de ansatte på salgsstederne. Dette kan være krænkende over for den enkelte 
bruger, da det ikke er til at vide, hvem der dermed får adgang til ens personlige oplysninger og 
det kan dermed ses som en krænkelse af privatlivets fred. 
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5 Konklusion 
 
Igennem rapporten er der blevet opstillet både baggrundsviden og begrebsafklaring, som har 
dannet grundlag for diskussionen og problematiseringen af de tre cases, der omhandler 
henholdsvis evakueringen fra Libanon, Forsvarets videregivelse af data og det nye rejsekort. 
Forskellige problematikker er blevet gennemgået og bearbejdet og har fungeret som værende 
eksemplariske omkring brug og misbrug af registre. Almindeligt brug af registre er beskyttet af 
lovgivningen, og det er Datatilsynets opgave at sørge for, at denne blive opretholdt og fulgt på 
bedst mulig vis. Lovgivningen er blevet skabt med blandt andet det formål, at beskytte 
privatlivets fred, som det er blevet beskrevet i grundloven og i Menneskeretskommissionens 
paragraf. Vi mener, at der ifølge lovgivningen er en tilstrækkelig form for respekt overfor 
individers privatliv og vil derfor konkludere, at så frem at lovgivningen bliver overholdt, er der 
ikke tale om misbrug af registre, men derimod rimelig brug, hvor der bliver taget hensyn til 
privatlivets fred. Bliver lovgivningen efterfulgt, har almindelig brug af registre altså kun 
minimal påvirkning på individers privatliv og kan i stedet være nyttig. Det er derfor vigtigt med 
grundig forebyggelse af nye registre, for netop at undgå, at loven bliver overskredet og at man 
dermed krænker privatlivet. Det er dette, vi har kunnet se, der er sket i sagen om rejsekortet; 
de har på forhånd henvendt sig til Datatilsynet og indgået i en dialog, for at sikre sig, at de 
ikke overskrider loven og derigennem misbruger registre og krænker privatlivets fred. 
Orienterer man sig ikke på forhånd om, hvordan brug af registre forholder sig til loven, kan 
man risikere at misbruge dem i stedet for eksempel igennem function creep, som det skete for 
Forsvaret. Det kan også ske i form af samkøring af registre, som man ønskede i Libanon 
casen. Begge tilfælde er i strid med lovgivningen, og krænker de påvirkedes privatliv. 
Privatlivets fred bliver altså kun påvirket minimalt, hvis registre bruges i henhold til loven 
imens misbrug af registre oftest vil påvirke privatlivets fred og være krænkende. 
 
 
5.1 Refleksion over vores arbejde 
I løbet af projektet er der blevet arbejdet på forskellige måder. I starten var det svært at 
komme ordentligt i gang, da vi havde svært ved at finde projektets fokus, hvilket medførte, at 
det var svært få lavet noget effektivt. De første gruppemøder, samt vejledermøder gik med at 
diskutere de forskellige emner, samt de problematikker, der var ved disse og hvordan man 
kunne arbejde med dem.  
Det at projektet skred så langsomt frem, skyldtes til dels mangel på fokus i projektet, hvilket 
blandt andet hang sammen med, at der var mange andre studieaktiviteter, som tog meget af 
gruppens tid og overskud, men på trods af dette er der stadig blevet undersøgt og skrevet om 
de emner, som var interessante. Selvom projektet har været påvirket af de mange andre 
studieaktiviteter, som blandt andet kurser, har vi forsøgt at arbejde intensivt og har løbende 
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haft gruppemøder på RUC49, samt møder på Skype50, for at holde hinanden opdateret. 
Endvidere har vi cirka en gang om ugen haft vejledermøde, så vi kunne holde vores tidsplan, i 
forhold til arbejdet. Efter kursernes afslutning, har vi haft mulighed for at arbejde intensivt og 
det var i denne periode, at rapporten begyndte at forme sig. Inden den intensive periode 
startede havde vi, mere eller mindre alt vores baggrundsviden på plads og derfor kunne vi 
bruge den intensive periode til diskussions-afsnittet. Det har dog taget os lang tid at finde ud 
af, hvad diskussionen specifikt skulle gå ud på og først hen mod slutningen af projektforløbet, 
blev vi enige om, at den skulle indeholde de tre cases. Endvidere har vi hele tiden sigtet imod 
at lave et interview med Datatilsynet, det blev dog også først hen mod slutningen, at vi talte 
med dem, da vi indtil da ikke havde haft et overblik over rapporten og dermed ikke en 
fornemmelse for, hvad vi skulle spørge dem om. Vi endte med at interviewe dem omkring de 
tre cases og generelt om, hvad Datatilsynet er og, hvad de står for. Samtidig syntes vi det var 
relevant at finde en bruger til rejsekortet, som vi også kunne interviewe, angående holdninger 
til dette nye system. Dette kunne vi selvfølgelig også først gøre hen mod slutningen, efter vi 
havde besluttet, hvad vores diskussion skulle indeholde. Vi overholdt vores tidsplan og har ikke 
været drastisk bagud på noget tidspunkt. Så ud fra de omstændigheder vi har haft, må det 
siges at gruppen har arbejdet intensivt. 
 
6 Perspektivering 
Da projektet startede med et meget bredt emne felt, ’Identifikation af Individer i Samfundet’, 
tog det lang tid at finde et præcist fokus, især da projektet flere gange ændrede sig. Først 
omkring midtvejsevalueringsseminariet fik projektet et klart fokus. Dette kan skyldes, at det 
først var på det her tidspunkt, at vi havde undersøgt tilstrækkeligt omkring emnet. Dette 
gjorde at vi havde et overblik over, hvor der var reelle og interessante problemstillinger at tage 
fat i.  
Hvis vi havde haft mere tid eller fundet fokus på projekt tidligere, ville det have været ideelt at 
gå ind og undersøge nærmere omkring processerne bag registre og hvordan man teknisk 
samkører to registre. Det kunne for eksempel have været interessant at kigge nærmere på 
processen bag Forsvarets videregivelse af adresseudtræk og om det kunne være videregivet 
på en ordentlig måde, med de ansattes samtykke.  
I casen omkring Rejsekortet A/S kunne det have været interessant at interviewe flere brugere 
af rejsekortet og de ansatte i 7eleven butikkerne og høre lidt mere om deres tanker omkring 
spærrelisten og registreringen af CPR-nummer. For noget er at medierne gør det til et problem 
at brugerne af rejsekortet skal udlevere CPR-nummer, men det er ikke ensbetydende med at 
brugerne rent faktisk har noget imod at udlevere deres CPR-nummer. Det ville derfor have 
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været ideelt at få denne ekstra vinkel ind i projektet, så det ikke kun er Datatilsynet og 
medierne, der har en mening. Vi har dog et enkelt interview med en bruger af rejsekortet; 
psykolog Mette Juul Isaksen, og det underbygger vores egen opfattelse af problematikken, 
men det kunne have været godt med et bredere syn på problematikken, så der kom et 
overblik over, hvordan befolkningen har det med rejsekortet.  
Omkring Libanon sagen ville det have været ideelt at komme i kontakt med nogle af de 
danskere som var med flyet hjem til Danmark fra Libanon, da krigen brød ud. Igen kunne det 
være belysende, om de berørte havde samme holdning som DF og Claus Hjort Frederiksen og 
syntes, at det kunne være smart at sammenkøre registrene, eller om de er tilfredse med den 
afgørelse, der fandt sted i sagen. Det kunne have været rigtig interessant, hvis man kunne 
have fundet nogle som var med flyet, der rent faktisk modtog en offentlig ydelse på 
daværende tidspunkt, og høre hvad deres synspunkt var til sagen, og høre hvorfor de tog 
derned, når de ikke må forlade landet imens de modtager offentlige ydelser. Dette ville 
selvfølgelig have været vanskeligt og sikkert ikke muligt selv, hvis vi havde haft det som 
formål fra begyndelsen af projektet, da de pågældende er beskyttet af anonymitet. Det kunne 
også have været interessant at høre befolkningens holdning til, om folk på offentlige ydelser 
forsat bør forbydes at forlade landet, imens de modtager disse ydelser eller ej. 
Vi har i projektet også valgt udelukkende at have fokus på Danmark. Skulle projektet have 
været mere omfattende, kunne det have været spændende at gøre lidt mere ud af at 
sammenholde danske forhold med andre landes for eksempel Englands, Tysklands eller USA's, 
da der disse steder er helt andre forhold til registrering af oplysninger end i Danmark. I denne 
sammenhæng kunne det være interessant at undersøge, hvordan de forholder sig til 
situationer, hvor man i Danmark benytter sig af registre. Hvordan sammenholdes sygehus og 
lægejournaler for eksempel, hvis man ikke har et register, hvor man kan finde frem til 
patienternes data? Hvordan med kommunale ydelser, hvis der overhovedet er sådanne i de 
pågældende lande? Det kunne altså have været interessant at undersøge situationen mere 
internationalt, hvorimod vi har forholdt os meget nationalt. 
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Bilag 1– Interview Rejsekort 
 
Følgende interview er med psykolog Mette Juul Isaksen, omkring hendes holdning til 
rejsekortet. 
 
Her kommer vores spørgsmål: 
 
Har du et personligt rejsekort eller et anonymt? 
 Jeg har et personligt 
 
•Hvordan har du det med at man skal opgive sit CPR-nummer for at få et personligt rejsekort, 
og de rabatter der følger med det personlige rejsekort?  
 Det generer mig ikke personligt, men bekymre mig generelt i forhold til sikkerhed i for-
holdt til personfølsomme oplysninger. 
 
Der har været tale om at når en bruger af rejsekortet har problemer med rejsekortet og 
henvender sig en 7 eleven butikken (de nye butikker på stationerne), så vil alle medarbejderne 
kunne gå ind og se de oplysningerne, der er registeret på rejsekortet. Det vil sige navn, 
adresse, CPR-nummer (hvis det er et personligt kort) og så videre.  
 
•Hvad siger du til at folk i en 7 eleven kan se dine oplysninger, når du kommer ind og har 
problemer med dit kort?  
 Det generer mig ikke personligt. 
 
•Hvordan har du det med, at Rejsekortet A/S kan tracke dig rundt i DK? (Deres begrundelse 
med at gøre dette er at kunne sætte flere togene ind på belastede strækninger) 
 Det er ok med mig hvis det gør trafikplanlægningen lettere – kan ikke se hvad deres 
motiv ellers skulle være. 
 
•Hvad er i det hele taget din holdning til Rejsekortet? 
 Jeg er meget glad for rejsekortet, kendte systemet fra Oystercard, fra London og syntes 
det gør rejselivet lettere. 
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Bilag 2 – Interview Datatilsynet 
Årsagen til at interviewet med Datatilsynet starter meget brat, er at vores første optager, som 
var en telefon, crashede og derfor var vi nødt til hurtigt at sætte en computer til at optage det 
meste af samtalen. Vores vurdering er at vi højst er 1 minut inde i samtale på dette tidspunkt.  
 
Interview: 
…-Hvad det går ud på, men det er mere det, jeg vil også sige... altså jeg tror ikke vi kan... 
altså… jeg vil lige, i hvert fald… vi skal lige høre om hvor konkret du går ind og kommenterer 
på det, for jeg bliver nød til at snakke med dem der har problemet for det er slet ikke sikkert 
at det fremgår af selve sagen... og det kan godt være at det gør det, men helt nemt kan jeg jo 
ikke sige at det er, det kan jo også godt være at det er nogle ting der forgår... altså… men som 
ikke ryger ind i sagen, for jeg har i hvert fald ikke hørt det har været et problem, men det kan 
godt være at det har været en problemstilling undervejs.  
Fordi som vi oplevede det, da var det jo netop det med, at I lagde en sag frem at I 
ikke syntes at listerne skulle kørers sammen, og så begyndte 
beskæftigelsesministeren og DF og blive utilfreds med det, og der kom noget 
mediestorm omkring det. 
-Jeg tror slet ikke…  jeg var der slet ikke den gang så det er også derfor… HAHA…  jeg ikke kan 
huske så meget om det... øhm…  men hør, kan I ikke prøve at fortælle mig hvad det er for 
nogle problemstillinger I har, så vidt jeg har forstået skulle I skrive en opgave om samkøring, 
men det vedrører alle sagerne ikke, gør de?  
Ikke helt nej..  
Nej okay... jamen det er jo bare fordi på rejsekortet er der ikke nogle samkøring så vidt jeg 
kan huske… Uden at jeg.. Den har jeg som sagt ikke behandlet... 
Ja, men det er nemlig også lidt noget andet inde i den vi er interesseret i… 
Men I kan jo prøve at fortælle mig hvad I er interesserede i, så kan jeg måske prøve at 
undersøge det og vende tilbage til det, men jeg tror ikke at jeg kan give jer et svar nu, fordi 
det kræver jo at jeg kigger sagerne igennem. 
Jah okay. Ville det være nemmere for dig hvis vi i det hele taget bare sender dig 
spørgsmålene?  
I kunne i hvert fald starte med at beskrive, altså selve spørgsmålene til mig om hvad I gerne 
vil, for du sagde jo også at I havde nogle generelle spørgsmål, og dem kan vi jo godt prøve at 
tage i dag, hvis det er. 
Jamen det kan vi godt, og så bare sende spørgsmålene til dig?  
Så send de mere konkrete spørgsmål så må jeg prøve at se, hvad jeg kan finde ud af til jer. 
Helt i orden, men så tager vi de overordnede. 
Ja, og så må vi se om jeg kan svare på det, haha. 
Det er jo det, ellers så går det nok også... Der har vi være inde netop og kigge på 
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jeres hjemmeside og kigget efter hvad I gør og arbejder med osv, men vi har haft 
lidt svært ved at finde ud og af om I bare siger at det overskrider loven, om I 
bedømmer sagerne og om det er lovligt eller ej, eller om I også går ind og evt. 
udmåler en straf? 
Vi kan ikke udmåle en straf. Hvis vi snakker om at der er nogen der skal have en straf i det 
hele taget, og skal for offentlige myndigheder er det en lille bitte smule mere besværligt end 
private, så skal vi anmelde det til politiet... Så vi kan kun sige at det er forkert… altså så kan vi 
give et påbud til folk om, at de skal gøre nogle ting, men vi kan ikke, ligesom, hvis de skal 
straffes for ikke at overholde det påbud, så skal vi igen omkring politiet.  
Det nåede vi også frem til, men vi syntes ikke det fremgik helt tydeligt.  
Nej, men det er fordi de beføjelser vi har, de står til sidst i loven, nu kan jeg ikke huske hvilke 
paragraffer det er og der står også at man kan straffes, men det er ikke vores beføjelse kan 
man sige, og hverken føre en sag eller idømme med en straf via domstol, eller man antager en 
bøde, for det er jo bøde niveau som regel, det bliver afgjort. Jeg har vist i hvert aldrig hørt om 
at vi har været i nærheden af fængsel.  
Opfattelsen som vi også har fået, er også, at det ikke er særlig tit at I sender noget 
videre på den måde…  
Det er det heller ikke… hvis folk, altså, der er nogle ting som vi ville sende videre, selvom de 
ligesom indretter sig, men som udgangspunkt hvis folk gør som vi beder dem om, så 
politianmelder vi dem ikke.  Men hvis man siger at man laver det om, men så alligevel tre 
gange gør den samme fejl, så kunne vi godt overveje at politianmelde det, men det er som 
regel ikke første gang, hvor man ligesom siger at så indretter vi os efter hvad I har sagt, så 
som udgangspunkt sker der ikke nogen politi anmeldelse.  
Altså vi kan jo aldrig sige at der ikke kommer en sag hvor det er så groft at vi ville gøre det 
alligevel, men som udgangspunkt gør vi det ikke. 
Det er også den bedste måde at gøre det på.  
Jah, altså, sådan har vi fungeret og også før man fik persondataloven der var der nogle andre 
love, der galte på det her område og det har været det samme. Der kan, og det må du 
simpelthen ikke hænge mig op på, men der kan være noget med noget videoovervågning, 
hvor vi politianmelder der, men det er ikke mit område. Men det lyder heller ikke til at det er 
det I beskæftiger jer med?  
Ikke så meget nej..  
Nej..  
Så det skal jeg nok lade være med at hænge dig op på.  
Gør I noget for, ej jeg vil ikke sige promovere jer selv, men at gøre folk 
opmærksomme på at I er der for at kunne hjælpe eller er I der bare, og så må folk 
selv henvende sig? 
Altså som udgangspunkt så er vi her og så har vi en hjemmeside som vi meget meget gerne 
vil informere på, men vi kan jo også godt finde på at tage ud til en konference hvor vi ved der 
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kommer nogen som er en målgruppe for os, kan man sige, så vi rammer ikke så meget 
borgerne, men så rammer vi måske mere dem der står for at behandle de her oplysninger.  
Og vi har også, men det er ikke noget vi har gjort tit, men der findes noget der hedder en 
data-beskyttelses-dag som er i Januar, jeg kan ikke huske datoen i Januar, men sidst i Januar… 
Sidste år, tror jeg det var, var vi ude i Frederiksberg, det er der hvor vi ligesom prøvede at 
fokusere lidt mere over på borgerne. Men det er ikke… altså… Øhm jah… Det bliver ikke... 
Altså... Vi har også lavet nogle pjecer om tv-overvågning sammen med justitsministeriet som 
også har ment at. tror jeg, men, og vi prøver så vidt muligt også at oplyse om det, men man 
kan sige, vores målgruppe er jo egentlig Danmarks befolkning, kan det jo være en lille smule 
svært.. 
Og så har vi en introduktionskonference, men den går også igen på de data-ansvarlige hvor vi 
også meget gerne, selvfølgelig ser vi meget gerne at de overholde loven, men også meget 
gerne indgår i dialog med dem om, hvis de skulle have nogle spørgsmål på et eller andet 
område som vi ikke sådan lige skulle introducere. 
Men men, om borgerne der er det mest hjemmesiden, og så har vi så haft det der… -men man 
kan jo også godt være borger på sådan nogle af de der konferencer, men det er de der er mest 
rettet mod... øhm... jah... mod de dataansvarlige. Eller de ansatte hos de dataansvarlige... så 
det er nok sådan overordnet det vi gør mest. 
Øhm så tror jeg at sidste overordnede spørgsmål jeg lige kan finde frem til dig, det 
er, den med Forsvaret der forstod vi det som at I selv gik ind og fandt sagen gennem 
medierne.  
Det gør vi også…  
Det gør I også? Altså både dét og så henvendelser? 
Jah, altså, en sag kan opstå på mange måde, altså der kan være en forespørgsel til os som... 
hvor man bare skal svarer den der har spurgt, men alligevel syntes vi... øhm... altså så kan vi 
nogen gange måske havde samlet så mange inde for det område, at nu vil vi gerne undersøge 
det område.  
Vi kan også få en henvendelse... ”prøv at kigge på det her, jeg er godt nok ikke selv 
registreret, men prøv at kigge på det her om det er godt nok”, nogen gange vil vi så sige, 
”okay det er ikke nok til at vi selv tager sagen” men nogen gange vil vi også sige ”okay så 
tager vi det op” er det vi kalder egen drift, og så undersøger vi sagen og sender en høring til 
det det vedrører. Det kan selvfølgelig også være pressen, eller en journalist der tipper os om et 
eller andet, og så overvejer vi selvfølgelig ud af hvor groft vi syntes det er og om... altså... og 
hvis vi er rigtig sikker på at det er en overtrædelse af loven, at vi så tager sagen op af det vi 
kalder ”Egen drift”.  
Så der kan være mange grunde, og så kan der være en egentlig klage, kan man sige, hvor en 
person kan gå ind og sige, at de har nogle oplysninger om mig, som jeg ikke mener de må 
have.  
Så det kan man selvfølgelig også… men vi kan godt... altså vi har den der kompetence til at 
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tage sager på egen drift ... øh… hvis vi syntes der er noget vi skal undersøge.  Og... øhm... 
jah... det kan der faktisk være mange grunde til at vi gør, men tit er det jo en henvendelse 
gennem medierne eller fra en person eller en journalist der gør os opmærksomme på det.  
Jeg skulle også lige til at spørge om hvor tit I selv fandt nogle?  
Det er sådan lidt svært, fordi nogle gange så det vi får at vide kan være en i telefon der stiller 
et spørgsmål og så anbefaler man måske vedkommende at klage, fordi vi egentlig hellere vil 
have det som en klagesag… og så kan man sige okay, det ville vi måske have taget af egen 
drift hvis det var sådan at vi ikke havde fået en klage, men at vi gerne ville have en klage så vi 
har noget konkret at snakke om.  
Så det kan også være en vinkel på det, kan man sige…  
Altså hvis vi får en telefon forespørgsel fra en der er registret, og så bare vide om det er OK, 
og så sige at det lyder umiddelbart ikke godt, så du må gerne klage herind… altså… Det må 
han jo under alle omstændigheder, altså... men det er for at sige, at det er vel fint nok at få 
det undersøgt.  
Det vi finder mest lige nu er jo nok mest i medierne hvis vi finder noget selv, kan man jo sige.  
Eller et eller andet som vi har været udsat for. Altså det kan også være en herinde fra som har 
været udsat for et eller andet, og det undersøger, men det er jo det samme som hvis det har 
været en borger der havde været ude for et tilfælde. Men altså man kan sige, ellers findervi jo 
mest ting ude på de inspektioner vi også undersøger, ikk...  
så.. men det er jo det inspektionen går ud på i det her, kan man så sige, ikk... Så ideen kan 
komme ind på mange måder...  
Jamen ved du hvad, det var faktisk de spørgsmål jeg lige havde..  
Jah og de mere konkrete dem kan I jo sende på mailen og så skal jeg kigge på det og se hvad 
jeg kan finde ud af og finde ud af, og hvis jeg kan snakke med nogle af dem i mellemtiden, der 
arbejder med nogle af sagerne... 
Jah, men jeg sender dem til dig inde for en time...  
Jah det bliver så ikke i dag for jeg skal til julefrokost her fra klokken 1, så jeg tror ikke at det 
er muligt at få fat på nogle derfra inden klokken halv 1… så … 
men jeg prøver lige at kigge på det i starten af næste uge og så giver jeg jer besked tilbage 
igen. 
Meget gerne. Men jah, du skal i hvert fald have tusind tak for hjælpen og tiden.  
Det var bare i orden... hej hej 
Hej! 
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