
















However,  with  this  specialization  and  subsequent  formation  of  a  dedicated  subgroup  of 
researchers  active  in  this  field,  limitations  of  the  challenges  addressed  can  be  observed. 
Digital preservation  research may  seem  to  react  to problems arising,  fixing problems  that 
exist now,  rather  than proactively  researching new  solutions  that may be  applicable only 
after a few years of maturing.  
 















complex  area  of  information  objects’  lifecycle  management  in  big  institutions  from  the 
engineering, governmental, research and cultural heritage sectors. E‐government, e‐science 
and e‐culture more and more depend on proper storage and access to huge collections of 
digital  resources,  which  should  not  be  affected  by  the  changes  in  the  technological 
environment. 
 
Given  its  relevance,  digital  preservation  has  become  an  active  research  field,  combining 
expertise from a range of backgrounds including experts from cultural heritage and memory 
institutions,  legal  experts,  scientists  and  engineers working  intensively with  scientific  and 
Dagstuhl Seminar Proceedings 10291 
Automation in Digital Preservation    
http://drops.dagstuhl.de/opus/volltexte/2010/2899
1
technical  data  in  a  broad  range  of  disciplines  and,  of  course,  computer  science  and  IT 
experts. This collaborative and interdisciplinary work has increased our understanding of the 
problem and has  led to the study of different approaches, to the definition of  international 










Recognising  that  it would be particularly beneficial  to bring  researchers  and practitioners 
with various professional backgrounds related to digital preservation together, and to allow 




automated environment  for  the creation of preservation metadata and  the definition of a 
preservation workflow.  
 
Given  the  broad  range  of  topics  falling  under  the  umbrella  of  Digital  Preservation,  the 
specific focus of this seminar was on IT  issues  in this domain. This was also reflected  in the 
members  invited  to participate,  resulting  in  a  strong  technical background  from which  to 
explore potential solutions and relationships  to other disciplines. The ultimate goal was  to 
develop  a  research  agenda  for  digital  preservation  that  concentrates  on  the  increasingly 












 Is a  common digital preservation  framework possible? How  the various application 
domains change requirements to digital preservation? 




 Rather  than  running  the  traditional  form  of  presentations,  the  seminar  was  organized 
around break‐out  sessions discussing  research directions on  selected areas. Each of  these 
was  introduced by a short keynote statement scoping the respective fields. Each topic was 
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subsequently  discussed  in  two  break‐out  sessions  with  interim  plenary  reporting  and 
discussion. To make  the  results of  the  seminar more  concrete and of  immediate use,  the 











In  the next section we will briefly summarize  the main outcome  from each group. A more 








If we consider,  in  the most general sense, an  Information System,  i.e. a  system conceived 
and  created  based  on  the  assumption  that  inputs,  processes  and  outputs  will  deal  with 
information, we can see that  in general issues of digital preservation have been considered 
“after  the  fact”, mainly as a way  to preserve  the output of  the system. At  the same  time, 
digital preservation research has focused mainly on the development of Digital Preservation 
Systems  (like OAIS), and on  scenarios where Digital Preservation Systems are expected  to 
interoperate  with  “external”  Information  Systems.  These  are  the  common  scenarios  in 





be permanently available and  is subject  to  frequent changes by  the production processes, 
then  it appears that the concept of “Information Archive” makes  little or no‐sense, even  if 
digital preservation is clearly very much relevant. In these scenarios it would be desirable to 
identify  digital  preservation  requirements  from  the  beginning  and  to  embed  the 
implementation  of  those  requirements  into  the  system  itself,  making  it  a  “Digital 
Preservation Ready” system.  
 
In  conclusion,  there  is  a  need  for  new  knowledge  to  be  produced  (or motivated)  by  the 
digital  preservation  community  about  how  to  give  the  capability  of  being  “DP  Ready”  to 
those Information Systems where digital preservation is difficult or impossible to delegate to 













 We  already  have  a  fairly  large  body  of  knowledge  for  the  preservation  of  digital 
information. But what about the preservation of digital processes? 
 How can we compare and align  the actual DP  references, such as OAIS, with other 
existing  references already common  in  Information Systems environments,  such as 
COBIT , ITIL  (governance of IT infrastructures), MoReq  (Records Management), etc.? 
Can  we  define,  as  a  complement/alternative  to  OAIS,  a  kind  of  “MoRep‐DP”  (an 
ontology of generic requirements for DP to be taken in consideration in processes of 
Enterprise Architecture)? 
 What  strategic  win‐win  scenarios  and  moves  can  the  DP  community  envisage  to 







Preservation;  (iv)  techniques applicable  to Digital Preservation.  It  is also possible  to define 
three  recurring challenges across  these  topics:  (i)  the  fluidity of preserved  information;  (ii) 



















































and  (b)  to  define  the  models  and  the  metadata  in  such  a  way  as  to  enable  either 
minimization or streamlining of human input. 
 Define  a modelling  framework  for  capturing  the  intended  and  the  actual usage of 
digital objects, such that this may be documented  in the course of creating or using 
the object respectively. A suitable classification scheme of usages is needed. 
 Define modelling  frameworks  for  specifying or describing processes of producing a 





collections  may  be  unstructured  or  they  may  have  a  structure  induced  either  by 
untyped  links  or  by  specific  relations,  giving  rise  to  networks  of  objects.  Both  the 
composition  and  structure  of  a  collection  may  vary  with  time.  An  ontology  of 
relations between digital objects is needed. 














in  some way  to  receivers, both  in  terms of  its data  format and  the underlying  semantics. 

















Depending  on  its  content,  a  digital  item  provides  for  a  perception‐based  graceful 
degradation  (e.g.  the  loss of a  few pixels  in a digital photograph  is quite acceptable). This 
requires  models  for  measuring  the  perceived  loss  of  information  for  video  and  audio 
content, which  leads  to  the question of how  to design  file  formats with perception‐based 
error  resilience  /  graceful degradation. At  a  later  stage,  it may be  interesting  to  consider 







a  mathematical  foundation  for  such  a  system  would  allow  the  simulation  of  different 
parameterizations and measurements of key metrics, such as the Total Cost of Ownership, 





digital preservation,  for example  in  cases where over  time a huge number of  commercial 
transactions  lose  their  value  as  individual  transactions,  but  retain  their  value  in  terms  of 
overall trends and proportions. In other cases it might be desirable to prioritize data in order 







There  are many  cases  in which  confidential  information may  be  released  after  a  certain 
period of time (e.g. political decisions, personal information).In digital preservation it would 
be desirable  to actually ensure  that confidential  information  is  represented  in  such a way 








































has been successfully addressed  in  the domain of Peer‐to‐Peer, and could be extended  to 




In distributed storage systems  that may easily carry data  in  the  range of Petabytes, nodes 









in  DNA  has  been  “preserved”  successfully  for  millions  of  years.  There  are  potential 
opportunities  to  learn  how  life  itself  has  solved  the  preservation  of  DNA‐based 
representation of  information, where  interesting properties such as self‐repair are built‐in. 











Computer  viruses  can  be  considered  as  prototypes  for  artificial  life, which  focus  on  their 
diffusion and replication, thus ensuring the redundancy of their code as data. Applying this 






It  is  the  current  state  of  the  art  to  explicitly  formulate  policies  and  rules  for  digital 
preservation  and  express  them  separately  from  the  underlying  system  in  order  to make 
them more manageable, adaptive and auditable. They describe how digital preservation  is 
ensured  by  an  institution  and  digital  preservation  systems  must  enforce  them.  Digital 
preservation policies and rules also provide important contextual information for evaluating 







on  digital  preservation  or  domain  specific  standards,  based  on  theoretical  works, 
based  on  natural  language  statements,  derived  from  observations  and 
measurements  of  system  and  human  behaviour)?  Are  the  policies  derived  with 
different methods comparable to each other? How can these different methods for 
deriving policies be refined or supported? 
 Can  policies  play  an  effective  role  as  boundary  objects  in  decision  making  and 
negotiations between stakeholders? Can policies serve as sufficient documentation? 
Can  policies  effectively  model  the  results  of  negotiations?  Can  policies  support 
negotiations between stakeholders?  Is  there a minimum set of decisions needed  in 
order to specify the policies for a digital preservation environment? 
 What are  the differences between preservation policies  for dedicated preservation 
environments and  those  for production systems with preservation capabilities? Are 
domain‐specific  languages  required  or  are  generic  policy  languages  sufficient  for 
digital preservation? How content‐specific does a policy need  to be? What are  the 
categories of policies  that  are  required  at different  levels of  granularity? How  can 
different compliance levels be expressed? 
 How should policies be expressed in order to facilitate the definition and automation 
of  preservation  processes?  Can  we  develop  controlled  vocabularies  or  even 
ontologies  for expressing policies? What  should be  the  level of granularity and  the 
atomic operations of those ontologies? 
 How should policies that change over time be managed and versioned so that they 
can be appropriately associated with  the digital objects of  the  time? How  can  this 
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process  be  supported?  Can  policies  and  rule  sets  be  found which  are  resilient  to 
change? 







The  topics  of  ethics  and  privacy  are  closely  connected with  security  and  trust,  and  their 
interplay provides a number of  interesting research challenges and questions. While  these 





































Evaluation and benchmarking  is a crucial aspect  in digital preservation, considering  that  in 









 How  can we address  the  fact  that  significance of  certain  criteria may  change over 

























 How can we define an annotated benchmark  set and metrics  to compare different 
measurement devices in scenario X? 
 How can we define a benchmark to compare preservation (‐ready) environments? 




















 How  can  we  enrich  processes  (production,  ingest)  to  produce  information  that 
supports present and future Quality Assurance? 
o What is the minimum set of properties that have to be defined? 
 How  can  we  address  aspects  such  as  dependency  management  and  change 










 Can  we  feasibly  incorporate  user  feedback  into  access  modules  and  feed  that 
information into an improvement cycle? 




Computer  games  can  represent  the  “exemplar  application”  overarching  all  the  other 
application domains. We might say (with some optimism) that if we can preserve computer 



































 Considering  the  capabilities  of  mobile  devices,  mixed/augmented  reality  games 
applications will become more important. 
o How can augmented/mixed reality environments be preserved? 
 Since  the  early  days  of  the Web,  the  gamer  community  set  up  great  resources of 
metadata  and  game  archives  on  a  user  generated  basis.  This  could  become  an 
example, which might be applied to other domains as well. 






























o hardware  that  runs  stably,  optimized  for  operational  longevity  rather  than 
speed, limiting number of  required system migrations 
 
In  conclusion, we  can  say  that while  the  field  of  digital  preservation  is  still  young,  it  has 
matured  to  a  level  of  considerable  complexity  and  specialization.  In  order  to  solve  the 
challenges ahead of us, however,  the preservation community needs  to ensure  it  remains 




At  the  same  time  Computer  Science  has  to  acknowledge  that  in  order  to  achieve  a 
sustainable computing environment there is the need for digital preservation to be included 
as an integral part of the system design and development process, in addition to established 
concepts  like  system operation, maintenance,  reliability,  etc. Once  this  level of  IT  system 
maturity  is reached, digital preservation will come “for  free” as part of systems operation, 
rather than as a separate add‐on. Until then, we will need to continue investing considerable 
efforts to mitigate the risks threatening the long‐term availability of digital information. 
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