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1 Introduction  
1.1 Contexte du travail  
Nous avons réalisé ce mémoire professionnel dans le cadre de nos études à la HEP Vaud. 
Celui-ci consiste en une recherche portant sur un aspect des Médias, Images et Technologies 
de l'Information et de la Communication (MITIC). Plus précisément, nous avons choisi de 
traiter le sujet de la cyberviolence à travers la technologie de la communication. La réalisation 
de ce mémoire s’étend du  printemps  2014  à  l’été  2015.  Nous  avons  prélevé  des données lors 
de nos stages dans les degrés 5ème et 6ème Harmos  durant   le   semestre  d’automne  2014.  Les  
établissements concernés par notre recherche sont situés dans le canton de Vaud.  
1.2 Thème du mémoire  
Nous avons choisi comme thème de notre mémoire la prévention de la cyberviolence chez des 
enfants âgés de 8 à 10 ans. Plus spécifiquement, nous nous sommes intéressées aux impacts 
qu’ont  eus différentes activités de prévention de la cyberviolence sur nos jeunes élèves.  
1.3 But du mémoire  
Nous voulions travailler sur la prévention de la cyberviolence chez des enfants de 5ème et 6ème 
Harmos,  car  il  y  a  peu  d’activités  de  prévention  et  de  données  sur  les  élèves  de  cet  âge. Notre 
objectif  était  de  rechercher,  d’analyser  et  d’adapter  des  activités  de  prévention afin de créer un 
répertoire  d’activité  pour  les  élèves  de  5ème et 6ème Harmos. Nous souhaitions ainsi fournir aux 
enseignant-e-s  primaires  du  matériel  prêt  à  l’emploi  et  adapté  à  leurs  classes  pour  prévenir  la  
cyberviolence. De plus, nous voulions sélectionner quelques activités intéressantes et les 
tester  dans  nos  classes  afin  d’analyser   l’effet  produit  sur   la  sensibilité  à   la  cyberviolence  de  
nos élèves. Nous nous sommes intéressées plus spécifiquement à l’évolution   de leur 
compréhension du phénomène et de leur niveau  d’empathie. 
1.4 Justification des choix  
Selon Limber & Small (2003), la violence à travers le harcèlement était jugée il y a longtemps 
comme  partie   intégrante   d’une   enfance   normale.  C’est   seulement   depuis   les   deux  dernières  
décennies que les questions du harcèlement et du cyberharcèlement ont été prises au sérieux 
(Shariff, 2009). La recherche de Hinduja et Patchin (2008) a relevé un accroissement du 
nombre   de   cyberviolences   à   travers   le   temps.   Ainsi,   nous   pensons   qu’il   est   nécessaire   de  
prévenir la cyberviolence afin de ralentir cette progression. La cyberviolence est donc un sujet 
d’actualité  que  nous  devons  intégrer  dans  les  apprentissages  des  élèves.  Nous  avons  en  outre  
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été touchées par certains faits relatés dans la presse, à savoir les suicides  d’élèves  ayant  été 
victimes de cyberharcèlement.  Nous  pouvons   citer   en   exemple   le   cas  d’Amanda  Todd,  une  
adolescente  canadienne  ayant  subi  de  la  cyberviolence  qui  l’a  conduite  au  suicide.  Nous  nous  
sommes demandé comment ces situations ont pu prendre   une   telle   ampleur   avant   d’être  
connues.  En  effet,  la  presse  ne  publie  que  les  cas  les  plus  graves.  Nous  pensons  qu’il  serait  au  
contraire plus intéressant et utile de montrer des témoignages moins choquants et plus 
courants pour sensibiliser la population   à   l’omniprésence   de   la violence à travers les 
technologies et à ses effets pervers sur les enfants. De plus, la cyberviolence est un sujet qui 
nous  tient  personnellement  à  cœur : nous avons nous-mêmes été victimes et/ou spectatrices de 
cyberviolence durant notre scolarité. Par conséquent, nous avons expérimenté les effets 
dévastateurs   de   ce   type   de   violence   et   ceci   nous   a   convaincues   de   l’importance   d’une  
prévention de la cyberviolence dès les degrés primaires. 
Nous  pensons  que  l’école  est  un  lieu  privilégié  pour  traiter  des  cyberviolences.  En  effet,   les  
violences entre élèves sont étroitement liées au milieu scolaire. Si une violence est commise 
dans   l’un   des   deux   mondes   (scolaire   ou   informatique),   elle   se   retrouvera également dans 
l’autre  (Hinduja  et  Patchin,  2008).  Cela  nous  a  questionnées  sur  le  danger  ou  les  apports  que  
certaines applications et sites internet pouvaient avoir sur les enfants. Les différents médias 
s’optimisent  afin  d’avoir  une  prise  en  main  simple. Ainsi, la facilité de créer un compte sur un 
réseau   social   ne  protège  pas   les   élèves  de   leurs   contenus.  Nous   sommes  d’avis  que   sans   le  
soutien des adultes, les enfants peuvent se retrouver démunis et sans repères face à internet. 
De plus, ils ne sont   pas   forcément   conscients   de   leur   ignorance,   d’où   le   danger   que  
représentent pour eux les moyens de communication électroniques. Comme le soulèvent 
Hinduja et Patchin (2008), nous  pensons  que   l’enseignant-e est un acteur privilégié dans la 
prévention de la cyberviolence étant   donné   qu’il   passe   un   temps   non   négligeable   avec   les  
élèves.  En  outre,  en  partenariat  avec  les  parents,   l’enseignant-e se  doit  d’éduquer  et  donc  de  
sociabiliser les écoliers pour les préparer à devenir de futurs citoyens responsables et critiques 
(LEO Art 5, al.1). Nous pouvons ajouter que, dans le   Plan   d’Étude   Romand   (PER), la 
prévention du cyberharcèlement doit être déjà présente aux cycles 1 et 2. Il mentionne que les 
élèves doivent apprendre à se protéger des dangers que peuvent occasionner les médias. Plus 
précisément, il demande de travailler la compétence FG 21- Décoder la mise en scène de 
divers types de messages. Dans celle-ci,   nous   avons   retenu   l’apprentissage   à   favoriser  
suivant : « Réflexion au sujet des abus possibles (dépendance, harcèlement, exclusion, etc.)». 
Nous pouvons également mentionner la compétence FG 25- Reconnaître   l’altérité   et  
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développer le respect mutuel de la communauté scolaire. Celle-ci prône avant tout un 
environnement   permettant   aux   élèves   d’adopter   des   comportements   visant   le   respect   et  
l’écoute   nécessaires   pour   vivre   dans   une   société   démocratique.   Par   notre   prévention,   nous  
avons voulu leur donner des outils, des pistes pouvant être utilisés dans leur vie quotidienne. 
Bien que les enfants de  nos   classes  n’utilisent   pas   forcément   tous   les  nouveaux  moyens  de  
communication informatiques, nous pensons que la cyberviolence devrait être prévenue dès 
l’enfance.  Nous  sommes  confortées  dans  notre   idée  par   les   recommandations de Hinduja et 
Patchin (2008). En effet, ceux-ci portent une attention toute particulière à prévenir la 
cyberviolence  le  plus  tôt  possible  pour  permettre  aux  élèves  de  mieux  s’approprier  les  règles  
d’internet   et   d’adopter,   dès   le   départ,   le   bon   comportement.   Nous   sommes   d’avis   que  
l’utilisation   des  TIC par les enfants est inévitable. Effectivement, nous avons observé une 
apparition précoce des technologies dans   les   classes   où   nous   étions   en   stage.   Même   s’ils  
n’avaient  pas   encore   l’âge   légal pour se servir de certains réseaux sociaux, un nombre non 
négligeable  d’élèves  utilisait  déjà  les  portables,  les  tablettes,  Facebook,  Instagram,  des  jeux  en  
ligne,  etc.  De  plus,  selon  l’étude  JAMES  de  Genner,  Huber,  Oppliger,  Süss,  Suter,  Waller et 
Willemse (2014), 98% des jeunes de 12-19  ans  possèdent  un  téléphone  portable  et  l’utilisent  
plusieurs fois par semaine. Nous relevons également que 95% de la population suivie dans 
cette recherche utilise internet plusieurs fois par semaine. En outre, selon cette même étude, 
les enfants de 12-13 ans sont 54% à posséder un ordinateur. Cela nous laisse penser que les 
médias sont omniprésents dans la vie des enfants, malgré le fait que la population de cette 
recherche soit de quelques années plus âgée que la nôtre. 
Nous pensons  que  l’usage,  de  plus  en  plus  précoce,  des  nouveaux  moyens  de  communication  
peut  comporter  des  risques,  car  l’utilisation  d’internet  n’est  pas  toujours  intuitive.  Les  enfants  
de 5ème et 6ème Harmos   n’ont   pas   encore   appris   les   codes   liés   aux   TIC ainsi que leurs 
répercussions sur la réalité. Pour nous, les règles des technologies sont trop souvent implicites 
ou apprises par des expériences souvent négatives (virus, cyberviolence, piratage, etc.). Nous 
pouvons ajouter que selon Hinduja et Patchin (2008), les adolescents réagissent 
principalement  de  manière  impulsive  sans  réfléchir  aux  conséquences  de  leurs  actes.  Ils  n’ont  
pas forcément la capacité de réprimer leurs envies de taquiner leurs pairs, cela pouvant 
conduire à de la violence. Nous pensons que les plus jeunes sont encore moins aptes à évaluer 
les conséquences de leurs actes et donc plus enclins à être victimes ou bourreaux de 
cyberviolence. De surcroît, ces mêmes auteurs ont supposé que les élèves du secondaire I (12 
à 15 ans) ont plus de facilité à parler de leur agissement concernant la cyberviolence que les 
6 
adolescents plus âgés. Si nous extrapolons cette hypothèse à nos élèves du primaire (8 à 10 
ans),   il   est   ainsi   pertinent   de   les   sensibiliser   lorsqu’ils   ont   encore   un   contact   aisé   avec   les  
adultes. 
Nous  avons  choisi  une  approche  de   la  prévention  de   la  cyberviolence  par   l’empathie.  Selon  
Hinduja et Patchin (2008), pour contrer ce phénomène, certains  proposent  d’interdire  l’usage  
d’internet  aux  enfants.  Cependant,  nous  sommes  plutôt  de   l’avis  de  Sharrif   (2009). Il pense 
que ce ne sont pas les moyens technologiques qui sont à blâmer pour la cyberviolence, mais le 
geste   de   l’auteur,   autrement   dit, la personne qui produit le message violent.   Pour   lui,   c’est  
avant   tout   le  message,  et  donc   l’émetteur,  qui  est  auteur  de   la  violence.  Pour  pallier  cela,   il  
propose une approche par le dialogue visant un comportement plus éthique. Nous sommes 
d’avis que la prévention contre la cyberviolence en  classe  par  le  développement  de  l’empathie  
est une piste qui va également dans ce sens. En effet, par cette prévention nous pouvons agir 
sur   l’émetteur.   D’après   Shannon   et   Weaver   (1949), il existe trois étapes par lesquelles le 
message  doit   passer   avant  d’atteindre   le   récepteur.  Premièrement,   l’émetteur  doit   coder   son  
message de manière compréhensible. Ensuite celui-ci passe par un canal où divers parasites 
peuvent  l’altérer.  La  dernière  étape  est  le  décodage  par  le  récepteur qui peut être mal effectué 
et  ainsi  créer  un  décalage  entre  ce  que  voulait  dire  l’émetteur  et  ce  qu’a  compris  le  récepteur.  
Nous pouvons donc partir du principe que les élèves auront des difficultés à maîtriser le mode 
de communication à travers les technologies de par sa complexité. Par exemple, un enfant 
produit un message avec une intention amicale, mais le récepteur peut décoder différemment 
le message et se sentir blessé en fonction de son contexte, de son état émotionnel, etc. Un 
autre facteur à prendre en compte est que les élèves ne sont pas forcément conscients du 
caractère  public  des  informations  qu’ils  publient  sur  internet.  La technologie fait maintenant 
partie intégrante du monde et donc savoir utiliser les TIC est une demande notable de la 
société   (Hinduja   et   Patchin,   2008).   En   tant   qu’enseignantes,   nous   pensons   que   nous   ne  
pouvons   pas   passer   outre   cette   réalité.   C’est   pourquoi   nous   voulons   développer,   chez   nos  
élèves,  la  compétence  d’empathie  pour  les  aider  à  prévenir  les  violences.  
Effectivement, nous avons souvent observé dans les méthodes de prévention actuelles 
(notamment « Action Innocence »)  que   l’attention  est  mise  sur   la  protection  de  soi  contre   la  
violence générée par une autre personne ou la connaissance des moyens informatiques. Par 
exemple : « Comment réagir quand on est agressé par des messages sur internet ? » 
Cependant,  il  y  a  peu  de  travail  sur  l’élève  potentiel  producteur  de  violence.  Il  est  pour  nous  
important   que   les   élèves   comprennent   et   intègrent   le   fondement  d’une règle imposée par la 
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société. Nous avons observé durant nos stages que trop souvent les élèves obéissent à une 
règle, non pas pour le bien commun de la classe, mais par peur de la sanction. Selon Quinche 
(2013), la sanction prime sur les valeurs liées à la règle, dans ce cas-ci : ne pas faire de mal à 
autrui. Nous trouvions ainsi intéressant de travailler avec nos élèves sur la reconnaissance 
d’un   cas   de   cyberviolence   et   la   capacité   d’empathie   pour   que   nos   élèves   ne   soient   pas  
producteurs de violence. Car, par   l’empathie,   nous   pensons   que   l’élève   agresseur   sera   plus  
sensible  au  mal  qu’il  peut  faire  à  l’un  de  ses  pairs.  Nous  pensons comme Quinche (2013) que 
l’empathie  permet  de  réduire  la  distance  créée  par  le  monde  virtuel  qui  produit  le  phénomène  
de « déréalisation  d’autrui » que nous développerons ultérieurement. De plus, faire créer une 
charte  internet  aux  élèves  facilite  l’appropriation  des  valeurs  éthiques  qui  permettent  de  vivre  
en  communauté.  Notre  approche  est  également   liée  à   l’enseignement  de   la  citoyenneté et le 
développement  de  l’éthique  visant  à  rendre  l’élève  plus  responsable. 
Pour finir, nous avons la chance de pouvoir travailler un sujet encore peu étudié. Après 
exploration   de   la   littérature,   nous   avons   remarqué   qu’il   existe   très   peu   de   ressources et de 
recherches portant sur la prévention de la cyberviolence pour les 5ème et 6ème Harmos. Nous 
avons donc été motivées et encouragées à développer des séances qui seront utiles aux 
enseignant-e-s. 
2 Problématique 
2.1 État actuel des recherches sur cette thématique 
Durant nos recherches, nous avons constaté que les références littéraires francophones 
concernent surtout la cyberviolence chez les adolescents et non chez les plus jeunes, comme 
« L'éducation aux médias, 30 activités pour comprendre les médias et développer le sens 
critique » de Vize et Turgeon (2010) ou encore « Les ados dans le cyberespace, Prises de 
risque et cyberviolence » de Blaya (2013). Pour ces derniers, les ouvrages traitent plus de la 
violence en général sans se pencher sur la cyberviolence. Nous pouvons expliquer cela par le 
fait   que   l’utilisation   des   différents   TIC est actuellement de plus en plus précoce chez les 
élèves,   ce  qui  n’était  pas   le  cas  auparavant. De ce fait,   le  besoin  d’activités  et  de   recherche  
pour  cette  tranche  d’âge  ne se faisait pas sentir il y a dix ans, car très peu de jeunes enfants 
utilisaient   les  médias  comme  aujourd’hui.  Dans le Guide de prévention de la cyberviolence 
entre élèves, le  Ministère  de  l’Éducation nationale français (2013) prône une prévention dès 
les degrés primaires. 
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Nous avons également trouvé un mémoire réalisé par Bégin (2011) traitant de la 
cyberviolence chez des adolescents canadiens entre 12 et 18 ans. Dans cette étude, nous avons 
retenu que la majorité des jeunes ne se sentaient pas concernés par les diverses activités de 
prévention auxquelles ils ont participé durant leur scolarité. Celles-ci  ont  surtout  mis  l’accent  
sur  l’aspect  législatif  ainsi  que  sur  les  effets  négatifs  de  la  cyberintimidation.  Les  jeunes  n’ont  
pas   ressenti   le   besoin   d’écouter attentivement ces conférences : ils ne se sentaient pas 
directement touchés et donc ne voyaient pas le sens de ces interventions. Ainsi, nous pensons 
qu’il   est   important  de  créer  des  activités   scolaires  qui   touchent les élèves et les impliquent. 
Dans son rapport, Bégin (2011) a interrogé des adolescents sur la limite entre la cyberviolence 
et  le  jeu.  Il  a  relevé  que  l’ensemble  des  jeunes  dit  que  tant  que  cela  reste  « drôle »  ce  n’est  pas  
de la cyberviolence, mais la limite reste floue pour eux. Nous en concluons que cette 
distinction est subjective et propre à chacun. Nous trouvons cet aspect intéressant à 
développer  avec  nos  élèves.  Il  est  important  qu’ils  soient  capables  de  mieux  cerner  cette  limite  
entre la violence et le jeu grâce, notamment, à la  compétence  d’empathie.   
2.2 Apports  
Nous espérons que notre étude va apporter des ressources utilisables par les enseignant-e-s 
des degrés 5ème et 6ème Harmos, car peu de documents pédagogiques sont adaptés au 
programme  du  PER  et  à  l’âge  des  élèves.  Notre  analyse permet de mieux cerner les apports et 
les limites des activités que nous avons testées.  
2.3 Limites  
Notre recherche porte sur seulement deux classes de stage. De plus, la seconde partie de la 
recherche (suite au pré-test)   n’a   pu   être   effectuée   que   par une classe. De ce fait, une seule 
classe a pu réaliser la recherche complète. Les données ont, de ce fait, été récoltées sur une 
population  restreinte  qui  n’est  pas  forcément  représentative  des  élèves  vaudois. 
Une deuxième limite se situe au niveau du temps. Effectivement, nous avons dû mener notre 
prise  de  données  sur  un  seul  semestre.  Nous  n’avons  donc  pas  pu  observer les changements à 
long terme. De plus, le post-test aurait dû être effectué bien plus tard, car nous aurions voulu 
connaître les changements persistants et non les apprentissages à court terme. Du fait que le 
post-test était trop proche des activités dans le temps, les élèves risquaient de répondre en 
fonction  des  attentes  de  l’enseignant-e.  
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Une troisième limite : en créant deux groupes, nous avons risqué qu’il   y   ait   un   échange  
d’informations  entre  eux  faussant  la  neutralité  du  groupe  contrôle.  C’est  pourquoi  nous  avons  
encouragé les élèves à jouer le jeu en leur expliquant la démarche. Mais, nous ne pouvions 
pas contrôler cette variable. 
Comme dernière limite, nous pensions   que   si   les   élèves   n’utilisent   pas   de   moyens  
informatiques (dans le cadre scolaire ou extrascolaire), ils ne verraient pas le sens des activités 
proposées.  Ils  ne  s’impliqueraient  donc  pas  et  les  activités  risquaient  de  n’avoir  aucun  impact  
sur  leurs  comportements  comme  relevé  dans  l’étude  de  Bégin  (2011).   
2.4 Axes  d’études  possibles 
Il serait intéressant que des enseignant-e-s expérimentent les activités que nous avons menées 
dans d’autres   classes   afin   de   comparer   leurs   résultats   avec   les   nôtres   et   ainsi   voir   si   nos  
données récoltées sur une seule classe sont représentatives de la réalité. 
Les activités non testées de   l’annexe   6 : Propositions d’activités   non   testées peuvent être 
enseignées et analysées. Les enseignant-e-s peuvent déposer sur une plateforme internet 
(BDRP par exemple) leurs séquences et ainsi étoffer la palette  d’activités  disponibles. 
2.5 Concepts clés 
Voici les concepts clés nous paraissant les plus adéquats à traiter dans notre recherche. En 
premier nous définissons le harcèlement, car il permet de mieux comprendre les bases de la 
cyberviolence et du cyberharcèlement. En deuxième, nous développons le concept de la 
cyberviolence,   car   le   domaine   d’activité   de   notre   recherche   s’établit   dans   les   médias.   En  
troisième,   nous   définissons   le   type   de   prévention   que   l’on   utilisera   dans   notre   recherche.  
Finalement,   nous   présentons   l’empathie   qui   est   notre   approche   de   la   prévention   de   la  
cyberviolence. 
2.5.1 Harcèlement 
Le harcèlement est caractérisé par quatre facteurs :   l’intentionnalité   et   la   malveillance   de  
l’agresseur,   par   le   caractère   répétitif   de   la   violence   et   une   démonstration   de   pouvoir   sur   la  
victime (Hinduja et Patchin, 2008). Cependant, nous précisons que, dans le cadre de la 
cyberviolence, le critère de malveillance peut ne pas être présent. En effet, comme dit 
précédemment,  un  message  peut  être  d’une  part  mal  formulé,  d’autre  part  parasité  ou  encore  
mal   décodé   par   le   récepteur   et   ainsi   créer   un   décalage   entre   l’information   émise et 
l’information  comprise.  Cela  peut  être  considéré  comme  de  la  cyberviolence  bien  que  ce  n’ait  
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pas   été   l’intention   de   l’émetteur.  Le harcèlement implique nécessairement deux acteurs : le 
harceleur ou le groupe de harceleurs et la victime. Entre ces deux acteurs, il doit y avoir une 
relation de pouvoir non équilibrée. Ainsi, la victime est en condition défavorable pour se 
défendre contre le harceleur ou le groupe (Olweus, 1993). Cet auteur précise  qu’il  y  a  deux  
types de violences : les violences physiques  et  les  violences  verbales.  Toujours  d’après  lui, il 
existe deux types de harcèlement : le harcèlement direct et le harcèlement indirect. Le premier 
est caractérisé par des attaques ouvertes envers la victime. Le second a  pour  intention  d’isoler  
ou  d’exclure un individu du groupe. Ce dernier est moins évident à détecter, car il est plus 
insidieux.  Nous   pensons   qu’il   est   donc   important  que l’enseignant-e intègre tous les élèves 
dans le groupe classe. 
Une étude anglaise de Bonanno, Davidson, Henderson et Hymel (2002) relève que 42% des 
étudiants de 12-15 ans observent de la violence au moins une fois par semaine. Elle spécifie 
également que 62-66% des étudiants pensent devoir aider la victime de sorte à arrêter la 
violence. Cependant, 30%  d’entre  eux  préfèrent ne pas intervenir et ne plus y penser. 58% des 
élèves préfèrent ne pas se mêler au conflit. D’après  ces  auteurs,  les  élèves  craignent  d’être  la  
prochaine  victime  et  ont  trop  peur  pour  agir  ou  pensent  qu’ils  seront  inutiles.  L’étude  leur  a  
aussi demandé  ce  qu’ils  ont  fait  la  dernière  fois  qu’ils  ont  été  témoins  de  violence.  Seulement  
8% en ont parlé à un adulte, 36% des étudiants sont restés passifs contre 37% qui ont tenté de 
venir en aide à la victime. 
2.5.2 Cyberviolence 
L’ouvrage   d’Agatston,   Kowalski   et   Limber (2008) décrit huit types de cyberviolences. Le 
premier  est  un  échange  virulent  d’insultes  dans  un  espace  public  comme  un  forum ayant un 
potentiel de degré élevé de violence tout aussi important que les types suivants. Le deuxième 
est le cyberharcèlement caractérisé par une répétition de messages agressifs à la victime à 
travers les moyens de communication. Autrement   dit,   c’est   de   la   cyberviolence   perpétrée   à  
plusieurs reprises. Nous considérons donc le cyberharcèlement comme étant une sous-
catégorie de la cyberviolence. Le troisième type est de publier de fausses informations sur 
internet   sur   une   autre   personne,   c’est-à-dire de la diffamation. Le quatrième type est 
l’usurpation   d’identité   qui   consiste   en   l’appropriation   d’un   compte   d’autrui   et   l’envoie de 
message en se faisant passer pour le détenteur du compte. Le cinquième type est  l’ « outing » 
qui se caractérise par la détention et la diffusion d’informations  d’une  personne  qui  n’avait  
pas   l’intention   de   les   partager.   Le   sixième   type est de séparer une personne du groupe. 
L’exclusion   virtuelle   peut   avoir   des   conséquences   importantes   à   un   âge   où   les   enfants   ont  
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besoin  d’appartenir  à  un  groupe.  Le  septième  type  est  le  « cyberstalking » qui est similaire au 
harcèlement, mais qui contient plus de menaces. Le dernier est le « happy slapping »,  l’auteur  
de violence prend une photo ou une vidéo de sa victime en train de se faire agresser 
physiquement. 
L’omniprésence  des  TIC dans la vie des élèves permet à la violence de poursuivre la victime 
où  qu’elle  soit, ne lui laissant aucune échappatoire. Effectivement, contrairement à la violence 
traditionnelle, la cyberviolence continue au sein du domaine familial à travers les réseaux 
sociaux et les moyens de communication. En plus de ce caractère omniprésent, la 
cyberviolence permet aux agresseurs une diffusion des messages blessants à un large public 
en un temps très limité. Cela rend la situation de la victime plus difficile à vivre du fait du 
nombre de témoins qui risquent également   de   participer   à   l’agression, par exemple, en 
continuant   de   diffuser   le   message   à   d’autres   personnes. En comparaison avec la violence 
traditionnelle, la cyberviolence permet une meilleure   protection   de   l’agresseur grâce à 
l’anonymat   possible   des   messages.   En   outre,   l’agresseur   a plus de facilité à exprimer un 
message  à   sa  victime  qu’il   aurait  eu du mal à exprimer en face à face (Hinduja et Patchin, 
2008). Ceci est une conséquence des effets de dépersonnalisation   de   l’action   et   la  
déréalisation  d’autrui.  Durant le module BP13MIT – Éthique et éducation aux médias auquel 
nous avons assisté au cours de notre formation à la HEP Vaud, nous avons découvert ces deux 
effets qui peuvent faciliter la cyberviolence. À travers les réseaux sociaux, il existe un effet de 
dépersonnalisation de l’action qui fait que la personne ne se sent pas responsable de ses actes, 
car,   pour   elle,   c’est   la  machine   qui   fait   le  mouvement   et   non   la   personne.  La déréalisation 
d’autrui   crée   un   effet   d’impunité   chez   la   personne,   car   elle   n’est   pas   en   face   de   son  
interlocuteur. Les effets de la violence ne sont pas directement observables, et donc, la 
personne   peut   dire   des   choses   plus   dures   qu’elle   ne   dirait   pas   si   elle   était   en   face   de   la  
personne.  En  outre,  le  comportement  d’une  personne  changera  en  fonction  de  si  son identité 
est connue. Ce phénomène de désinhibition a été relevé par Kowalski, Limber et Agatston 
(2008) ainsi que par Hinduja et Patchin (2008). 
Shariff (2009) précise que, contrairement   au   harcèlement   traditionnel   qui   s’opère   par   le  
langage verbal éphémère,   le   cyberharcèlement   a   l’inconvénient   d’être   durable,   car   les  
messages peuvent être sauvegardés et rediffusés. Toujours selon cet auteur, le 
cyberharcèlement peut se perpétrer selon divers moyens : les images, les vidéos, les messages, 
etc. 
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2.5.3 Prévention  
Selon Gordon (1983), il existe trois types de prévention en fonction de la population ciblée : 
1. la prévention universelle qui vise une population dans sa globalité sans prendre en 
compte si les personnes sont à risque de développer des attitudes violentes ; 
2. la prévention sélective qui vise les individus ou des groupes de personnes pouvant 
développer des attitudes violentes ; 
3. la prévention indiquée qui vise les personnes ayant déjà exprimé des attitudes violentes.  
Ce modèle a été créé à la base pour la médecine, mais il est également utilisé dans le domaine 
de la violence.  
Nous gardons la première définition, celle de la prévention universelle, car nous postulons 
que les élèves de nos classes ne sont pas une population ciblée à risque ou déjà violente. Notre 
but est de prévenir (sensibiliser à) et non de guérir la cyberviolence. La prévention que nous 
avons mise en place sert à sensibiliser les élèves à la limite entre le jeu et la violence, à 
développer la capacité  d’empathie  et  à  identifier  les  personnes  ressources. 
2.5.4 Empathie 
Marc   (2008)   définit   l’empathie   comme   étant   « la   capacité   d’être   ouvert   à   ce   qu’exprime  
l’interlocuteur,  à  le  percevoir  sans  déformation  et,  en  quelque  sorte,  à  "se mettre à sa place" 
pour  ressentir  et  comprendre  l’expérience  qui  est  la  sienne  telle  qu’il  la  vit  lui-même. » Cette 
définition   est   trop   vague   et   nécessite   de   plus   amples   précisions.   D’après   Bellenger   et  
Couchaere (2007), il existe trois degrés de compréhension empathique. Le premier degré 
concerne  la  perception  du  type  d’émotion  que  l’autre  ressent  à  partir  du  langage  verbal  et  non  
verbal. Le second est la compréhension des réactions   émotionnelles   d’autrui,   mais   sans  
connaître la source de ces émotions. Le troisième est la compréhension des émotions et de 
leurs   raisons,   en   d’autres   termes, c’est   l’identification   des   émotions   d’autrui   et   de   leurs  
sources  grâce  à  notre  imagination  et  aux  connaissances  que  l’on  a  de  l’autre. 
Selon ces derniers auteurs, il faut également faire la distinction  entre  trois  manières  d’exercer  
l’empathie.  La  première  est  l’attitude  empathique  qui  consiste  à montrer  une  volonté  d’écoute  
et   de   compréhension   de   l’émotion   et   des   sentiments   de   l’autre.   La   deuxième   manière   est 
d’avoir un comportement empathique. Cela implique la capacité de se décentrer pour se 
mettre  à  la  place  de  l’autre.  En  d’autres  termes,  l’individu  recherche  à  voir  le  monde  à  travers  
les   valeurs   et   sentiments   de   l’autre   sans   pour   autant   perdre   son   propre   point   de   vue.   La 
dernière manière est la conscience empathique qui est une anticipation des émotions non 
visibles  de   l’autre  pendant  un  dialogue.  Cela   a  pour  but  de   réguler   les   émotions  de   l’autre.  
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Cette   capacité   nécessite   la   connaissance   que   l’autre   ne   dévoile   pas   forcément   toutes   ses  
émotions verbalement ou physiquement.  
Du fait de la « distance » engendrée par la technologie (non visibilité des expressions de 
l’autre   ou   non   entente   du   ton   de   sa   voix)   entre   les   deux   interlocuteurs,   il   est   important   de  
pouvoir anticiper la réaction, les émotions  de   l’autre   avant  de  produire  un  message  et   nous  
pensons  que  cette  capacité  peut  être  développée  dans  l’empathie.   
2.6 Question de recherche 
Nous avons posé la question de recherche suivante : « Quels sont les effets produits par une 
séquence didactique de prévention contre la cyberviolence sur la sensibilité à la cyberviolence 
des élèves de 5ème et 6ème Harmos ? » 
Nous recherchons plus précisément à voir un changement dans les représentations des élèves 
sur la limite entre le jeu et la violence grâce à un  travail  sur  leur  compétence  d’empathie.  Cela  
devait   pouvoir   s’observer   à   travers   les   comportements   qu’ils   ont   eus   face   aux   différentes  
situations  de  nos  questionnaires.  Nous  pensons  qu’après  notre  séquence  les  élèves  seront  plus  
à   même   d’identifier   une   situation de violence et pourront mieux réagir. Cela va aider les 
élèves à mieux vivre en communauté. 
3 Méthode 
Nous avons commencé par rechercher des activités pédagogiques contre la cyberviolence et 
ainsi créer un répertoire. Comme la plupart des activités sont destinées à des adolescents, nous 
en avons sélectionné puis nous les avons adaptées aux âges qui nous intéressaient (8 à 10 
ans). Nous avons choisi les activités que nous considérions comme étant les plus profitables à 
nos élèves en fonction de leur vécu et de leurs expériences. Elles ont été sélectionnées afin de 
mieux répondre à notre question de recherche. Nous pensons que, en les plongeant dans les 
situations de nos activités, les élèves auront la possibilité de partager sur leurs connaissances 
et  de  développer  leurs  compétences  d’empathie  et  d’identification  de  la  violence.  Nous  avons  
choisi comme première activité de travailler sur la différence de comportement entre le monde 
réel et le monde numérique, car nous avons observé que les élèves se permettaient parfois de 
critiquer plus ouvertement des pairs sur les réseaux sociaux. Comme deuxième activité, nous 
voulions  qu’ils  prennent  conscience  que   la  violence  n’est  pas  vue  par   tous   les  acteurs  de   la  
même  manière  et  qu’elle  peut  être  involontaire,  parce  que  nos  élèves  recherchaient  toujours  à  
identifier les « gentils » et les « méchants » lors de situations de conflits. Nous voulions 
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nuancer ces rôles. Notre dernière activité traite de la résolution de situations-problèmes par 
différents acteurs. Plus spécifiquement, nous voulions leur faire comprendre que tout le 
monde peut agir et a une part de responsabilité. Nous trouvions la modalité de sketch 
intéressante,  car,  lors  d’une  activité  similaire  effectuée  en  stage,  nous  avions  observé  que  les  
élèves ressentaient les émotions des personnages interprétés. Ces activités ont été testées dans 
une classe de stage de 5ème Harmos  afin  d’analyser  les  changements  de  comportements  qui  en  
découlent.  
3.1 Population 
Notre population se compose de deux classes : une de 5ème Harmos et une autre de 6ème 
Harmos. Le premier questionnaire, servant à créer les deux groupes et à évaluer le niveau de 
la classe, ainsi que le pré-test ont été effectués par les deux classes. Les activités ainsi que le 
post-test ont été réalisés seulement en 5ème Harmos.  
3.2 Variables 
Au cours de notre recherche, nous avons identifié un certain nombre de variables. La première 
est la sensibilité des élèves à la cyberviolence.   C’est   notre   variable   dépendante,   car   nous  
avons agi sur leur sensibilité grâce aux apports de nos activités de prévention. Ces dernières 
sont notre variable indépendante. 
Une  variable  que  nous  ne  pouvions  pas  contrôler  est  l’échange  d’informations  entre  les  deux  
groupes   d’élèves.   En   effet,   le   groupe   qui   a   fait   les   activités   en   premier   risquait   de  
communiquer  les  apports  et  moments  clés  des  leçons.  Il  était,  pour  l’enseignante, difficile de 
contrôler les échanges extrascolaires entre les élèves. Nous avons néanmoins demandé aux 
enfants  du  premier  groupe  de  ne  pas  raconter  ce  qu’ils  ont  fait  durant  les  activités  en  précisant  
que  tous  les  élèves  feront  les  activités.  Lorsque  l’enseignante a demandé au deuxième groupe 
s’ils  ont  reçu  des  informations  sur  ce  qu’ils  allaient  faire,  ils  ont  affirmé  ne  rien  avoir  entendu  
du premier groupe.  
Lors  de   la   conception  de  notre   recherche,  nous   avons   anticipé   la  possibilité  d’une  disparité  
des  connaissances  et  vécus  des  élèves  sur  les  moyens  technologiques  et  médias  au  sein  d’une  
même classe. Nous avons décidé de neutraliser cette variable en faisant passer un 
questionnaire de connaissances informatiques que nous avons placé en annexe 7 : 
Questionnaire internet. Grâce à celui-ci, nous avons pu créer deux groupes ayant les mêmes 
caractéristiques.  
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Deux  autres  variables,  l’âge  et  le  niveau  scolaire, ont été neutralisées par le fait que les élèves 
sont dans la même classe. Effectivement, les élèves avaient 8 ou 9 ans en 5ème Harmos et 9 ou 
10 ans en 6ème Harmos. Nous considérons que comme les élèves suivent le même programme 
dans la même classe, ils ont un niveau de connaissances comparable.  
Ensuite, nous avons supposé deux variables aléatoires : le niveau socio-économique et le 
genre.   Nous   jugions   que   l’empathie   des   élèves   dans   le   domaine   de   la   cyberviolence   ne  
dépendait pas de leur niveau socio-économique. Nous avons fait la même supposition pour le 
genre. Cependant, des différences notables ont été   observées   lors   de   l’analyse   des   résultats  
entre les filles et les garçons. Nous   développerons   ce   sujet   lors   de   l’analyse   des   données. 
Cette   variable   n’a  malheureusement   pas   été   prise   en   considération   lors   de   la   formation   des  
groupes. Nous pouvons supposer   que   le   niveau   d’atteinte   des   objectifs   des   activités   a   été  
biaisé par cette variable parasite.  
Pour finir, nous avons provoqué les paramètres des activités : le temps entre les activités, la 
durée des activités et les modalités de travail (groupe, plénière, duo, etc.). 
3.3 Plan et déroulement de la recherche 
Premièrement, nous avons communiqué notre projet de mémoire aux directeurs de nos 
établissements respectifs. Nous avons attendu leur accord pour commencer les démarches 
auprès des classes de stage. Entre temps, nous avons discuté avec nos praticiennes formatrices 
de notre travail de mémoire  et  de  sa  mise  en  œuvre  dans  le  cadre  de  notre  stage.  Dès  que  nous  
nous sommes entendues sur les conditions de réalisation de notre recherche, nous avons 
expliqué aux élèves   son  but  et   son  déroulement.  Pas   la   suite,  nous  avons  demandé   l’accord  
des  parents  d’élèves  au sujet de la participation de leur enfant à notre projet. Ceci a été fait par 
le  biais  d’une  circulaire  avec  un  coupon-réponse à rendre. Nous avons insisté sur le caractère 
confidentiel et volontaire de notre recherche. Dans la classe de 5ème Harmos, certains parents 
ont refusé que leur enfant participe à la prise de données. Mais, ces élèves ont quand même pu 
participer aux activités. Le tableau 1 expose les étapes du déroulement de notre recherche.  
3.4 Méthode de récolte des données 
Nous avons utilisé une méthode expérimentale pour répondre à notre question de recherche. 
Afin de récolter des données dans chacune de nos classes, nous avons créé un groupe contrôle 
et un groupe test à partir du questionnaire de connaissances informatiques. Les deux groupes 
ont été créés de manière à être comparables donc homogènes entre eux. Ainsi les données du 
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pré-test et du post-test   n’ont   pas   été   biaisées   par   la   disparité   des   connaissances et des 
expériences informatiques des élèves.  
Voici notre calendrier des activités : 
Date Activité Classe Groupes 
27 octobre 
Passage du questionnaire de 
connaissances informatiques et 
sur les médias 
6ème Harmos Classe entière 
28 octobre 
Passage du questionnaire de 
connaissances informatiques et 
sur les médias 
5ème Harmos Classe entière 
30 octobre Passage du pré-test 6ème Harmos Classe entière 
31 octobre Passage du pré-test 5ème Harmos Classe entière 
4 novembre Activité 1 et 2 5ème Harmos Groupe test 
11 novembre Activité 3 5ème Harmos Groupe test 
18 novembre Post-test 5ème Harmos Classe entière 
25 novembre Activité 1 et 2 5ème Harmos Groupe contrôle 
2 décembre Activité 3 5ème Harmos Groupe contrôle 
9 décembre Activité 4 5ème Harmos Classe entière 
Tableau 1 :  planification  de  la  recherche  durant  le  semestre  d’automne  2014 
3.5 Création des questionnaires 
3.5.1 Questionnaire internet 
Nous avons mis à disposition le questionnaire en annexe (annexe 7 : Questionnaire internet). 
Nous avons fait le choix de créer un questionnaire fermé qui se remplit en cochant les 
réponses  souhaitées.  D’une  part,  cela  rend  le  passage  du  questionnaire  en  classe  plus  rapide  et  
permet  d’autre  part  de   récolter  des  données  quantitatives.  Pour   la  question  11   « Si tu as un 
problème sur internet, à qui parlerais-tu ? », nous avons laissé la liberté aux élèves de 
nommer leurs personnes ressources pour ne pas orienter leurs choix.  
Le but premier de ce questionnaire est de mesurer le niveau de connaissances informatiques 
des   élèves.  Nous   pensons   cela   nécessaire,   car   les   élèves   de   nos   classes   n’ont   pas   une   base  
commune   en   informatique.   En   effet,   il   n’y   a   pas   de   périodes d’informatique   obligatoires à 
l’école   primaire.   De   ce   fait,   les   connaissances   viennent,   pour   la   plupart des élèves, du 
domaine extrascolaire. Cela nous permet de faire deux groupes semblables et ainsi de 
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neutraliser la variable parasite des connaissances informatiques des écoliers. Les critères de 
création des groupes sont présentés ci-dessous.  
Notre but second   est   de   récolter   des   données   quantitatives.   Cela   nous   permet   d’avoir   un  
complément de données pour notre recherche.  
3.5.1.1 Critères pour la formation des deux groupes 
Les critères suivants du questionnaire informatique ont été réfléchis, analysés puis 
sélectionnés de manière à répartir les élèves dans deux groupes comparables entre eux.  
Critère 1 
La première question « Vas-tu  sur  l’ordinateur  au  moins  une  fois  par  semaine ? » porte sur la 
fréquence  d’utilisation  de  l’ordinateur.  Cette  question  nous  semble  importante  pour  créer  des  
groupes  qui  peuvent  interagir  entre  eux  et  s’apporter  des  points  de  vue  différents.  Dans  le  cas  
contraire, les élèves ne pourraient mener à bien les différentes tâches que nous leur avons 
données.  En  effet,  un  groupe  composé  d’élèves  qui  n’utilisent  pas  ou  très  peu  l’ordinateur  ne  
pourrait peut-être pas trouver les pistes concernant les situations données : les élèves ne 
sauraient pas en quoi consistent l’utilisation  d’internet  et  ses  risques. 
Critère 2 
Nous avons utilisé la 8ème question « Quels réseaux sociaux utilises-tu ? » comme critère, car 
les réseaux sociaux sont un lieu privilégié pour la cyberviolence dû à leur popularité, 
accessibilité   et   possibilité   d’anonymat   comme   le   remarque   Hinduja   et   Patchin   (2008).   De  
plus, les adultes y sont exclus permettant ainsi plus de violence chez les jeunes (Shariff, 
2009).  
Critère 3 
Les questions 3 « As-tu  déjà  été  témoin  d’insultes  ou  d’une  dispute  entre deux personnes sur 
internet ou sur ton natel ? » et 4 « T’es-tu déjà disputé sur internet ou pas message (SMS) » 
nous   ont   également   servi   de   critères.   Nous   voulions   qu’il   y   ait   dans   les   deux   groupes   des  
élèves  qui  ont  déjà  été   témoins  ou  acteurs  d’une cyberdispute.  Nous  pensons  qu’ils  peuvent  
ainsi  apporter  plus  d’éléments  de  par  leur  expérience  et  ainsi  enrichir  les  débats.   
Critère 4 
Pour notre dernier critère, nous avons pris la question n°2 : « Discutes-tu avec des amis sur 
internet ou sur ton natel ? » Cela nous a permis de savoir si les élèves utilisaient des moyens 
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informatiques de communication. Ainsi nous avons pu équilibrer les groupes de façon à ce 
qu’il  y  ait  dans  chacun  des  élèves  discutant  à  travers  les  médias. 
3.5.1.2 Les  questions  qui  n’ont  pas servi de critère 
x Les questions 7, 9 et 11 nous permettent de voir si les élèves reçoivent un soutien dans 
le domaine informatique. De la sorte, nous pouvons savoir si les élèves connaissent déjà 
des personnes ressources possibles.  
x Les questions 5 et 6 nous  informent  sur  l’utilisation  de  l’ordinateur,  notamment  sur  les  
comportements à risques de la cyberviolence.  
x La   question   10   nous   informe   sur   le   rapport   qu’ont   les   élèves   avec   internet.   Plus  
particulièrement,   s’ils   considèrent   internet   comme   un   moyen   d’informations plus 
pertinent  et  facile  d’usage  que  les  livres.   
3.5.2 Pré-test et post-test 
Les élèves choisissaient leur réponse en entourant ou coloriant le smiley qui correspondait le 
plus   à   leur   ressenti   après   lecture   d’une   situation.   Les   choix   dont   ils   disposaient sont les 
suivants.  
 
             
 
 
Image 1 : illustrations que les élèves disposaient pour répondre aux situations des pré-test et post-test 
 
 
Nous   nous   sommes   inspirées   de   l’étude   menée   par   Lüdi   (2014)   pour   choisir   le   mode   de  
réponse de nos tests. Dans  son  étude,   l’utilisation  d’image  décrivant  une  émotion  avait  pour  
objectif d’aider les gymnasiens à exprimer leurs émotions lors   d’un   conflit   avec un pair. 
Contrairement   à   notre   recherche,   celle   de   Lüdi   se   faisait   pour   une   médiation   d’un   conflit  
existant. Selon elle, les images-émotions contrecarrent la barrière du langage et clarifient les 
émotions. Elles permettent aussi aux élèves de se défaire des émotions négatives envers 
l’autre  pour  mieux  se  focaliser  sur  la  compréhension  du  problème.  En  d’autres   termes,  elles  
régulent  les  émotions  et  favorisent  le  dialogue  avec  l’autre.   
Nous  avons  pensé  que  l’illustration  des  réponses  serait  plus  parlante  pour  les  élèves.  L’image  
offre   une   compréhension   de   l’émotion   plus   forte   et   rapide   par   le   biais   du   visuel.   Nous  
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recherchions   aussi  à  permettre  aux  élèves  de  s’identifier  aux   images (image 1) et ainsi leur 
permettre de mettre des mots sur leurs émotions. Le pré-test ainsi que le post-test sont à 
disposition en annexe (annexe 8 : Pré-test et annexe 9 : Post-test). 
3.5.2.1 Pré-test 
Nous   avons   choisi   de  mesurer   le   niveau   d’empathie   sur   des   situations-problèmes liées aux 
moyens de communication électroniques. Les situations peuvent permettre aux élèves de 
mieux  se  représenter  un  problème,  car  ils  s’identifient  aux  différents  personnages.  La  situation  
devient donc plus parlante et concrète pour des élèves de cet âge (8 à 10 ans).  
Les questions 1, 2, 4, 6 et 7 du pré-test ont été inspirées des questions du dossier pédagogique 
« Stop au Cyber-harcèlement » (Broothaerts, 2010). Nous les   avons   adaptées   à   l’âge,   aux  
connaissances  et  à  l’environnement  de  nos  élèves.  Ces  modifications touchent essentiellement 
le vocabulaire. Par exemple, le mot « GSM » a été remplacé, car nous ne pensons pas que les 
élèves connaissent la signification de cet acronyme. Nous avons remplacé les diffusions sur 
« Facebook » par une diffusion via les « natels », car, dans notre questionnaire internet, nous 
avons remarqué que les élèves utilisent peu Facebook et que,  de  plus,  ils  n’ont  pas  l’âge  légal  
minimal requis (13 ans). Nous avons également fait attention à ce que les prénoms des 
protagonistes dans les situations ne soient pas semblables ou proches de ceux des élèves de 
nos classes. Nous voulions nous assurer que les élèves aient un regard extérieur neutre face 
aux situations.  
Nous avons choisi les situations en fonction des types de violence que nous trouvions 
intéressant  d’analyser  dans les histoires. Les thèmes retenus sont les suivants : 
1. image diffusée sans accord ; 
2. usurpation  d’identité ; 
3. situation  normale  pouvant  être  confondue  avec  une  usurpation  d’identité ; 
4. diffamation ; 
5. situation normale pouvant être confondue avec une image diffusée sur internet sans 
accord ; 
6. harcèlement ; 
7. menace physique. 
Nous voulions toucher un maximum de types de violences pour ainsi savoir si la sensibilité 
des élèves change selon le type de violence.  
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Nous   avons   choisi   d’abandonner   deux   situations   du   dossier   pédagogique « Stop au Cyber-
harcèlement » (Broothaerts, 2010) pouvant être source de problèmes dans nos classes, car 
certains de nos élèves peuvent être assimilés à des protagonistes. La première est une situation 
traitant   d’une   élève   en   situation   de   handicap. Celle-ci peut être assimilée à une élève dans 
l’une   de   nos   classes.   Nous   voulions   éviter   que   les   élèves   ne   fassent   le   rapprochement   et  
stigmatisent   davantage   l’élève.   La   deuxième   est   la   situation   d’un   élève   en   surpoids.   Dans  
l’une   de   nos   classes,   se   trouvait aussi un élève en surpoids. Nous voulions éviter tout 
rapprochement.  
Nous avons introduit deux questions piège ne comportant, à notre avis, pas de violence en soi. 
Cela nous a permis de contrôler que les élèves arrivent à discerner les situations violentes de 
celles  qui  ne  le  sont  pas  et  ainsi  s’assurer  de  l’authenticité  de  leurs  choix.  En  effet,  un  élève  
aurait  pu  répondre  en  fonction  des  attentes  supposées  de  l’enseignante  et  donc  orienter  toutes  
ses réponses vers le harcèlement.  
Les smileys réponses ont été placés dans un ordre aléatoire pour éviter que les élèves ne 
fassent toujours le même choix. Cela permet également de les inciter à lire toutes les réponses 
possibles avant de choisir. De plus, cette configuration permet de faire en sorte que les élèves 
répondent   en   fonction   de   leur   ressenti   et   non   en   fonction   de   l’attente   supposée de 
l’enseignante,  car   les  smileys  auraient  une  connotation  positive  ou  négative  s’ils  avaient été 
classés  dans  l’ordre. 
Il nous semblait important de laisser la possibilité  aux  élèves  de  s’exprimer  sur  les  smileys  qui  
dénoncent le harcèlement (« Ça,  je  trouve  que  c’est  vraiment  aller  trop  loin,  mais  je  ne  réagis  
pas parce que... », « Ça,   c’est   vraiment   du   harcèlement ! Je réagis en... »). Nous voulions 
connaître plus spécifiquement la raison de leur choix. Nous espérions ainsi obtenir des 
informations supplémentaires pour notre analyse grâce à ces données qualitatives. Le 
développement des deux autres smileys possibles nous semblait moins intéressant. 
3.5.2.2 Post-test 
Nous avons   choisi   de   rependre   l’ordre   des   thèmes   du   pré-test. Cela facilitait la prise de 
données ainsi que leur analyse. Nous savions alors que les questions pouvaient être comparées 
une à une. Nous avons donc créé les situations en nous inspirant du pré-test. Pour chaque 
question,  nous  avons  recherché  à  garder  le  même  degré  de  violence  qu’au  pré-test.  
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3.6 La création des activités et retour du terrain  
3.6.1 Planification 1 
Le but de cette première séance était de comparer les comportements des élèves entre la vie 
réelle et le monde virtuel. Nous voulions faire réaliser aux élèves que le caractère public sur 
internet est équivalent à celui du monde réel. Durant notre recherche  d’activités,  nous  avons  
trouvé une vidéo sur YouTube1 faisant le parallèle entre les comportements de la vie réelle et 
ceux  sur  internet.  Nous  avons  trouvé  cette  démarche  intéressante  et  nous  l’avons  transposée  
en activité didactique adaptée à nos élèves. Les questions posées dans la vidéo sont séparées 
en deux parties. La première partie concerne le monde réel, la seconde le monde virtuel. Les 
questions  utilisées  dans  l’activité  se  trouvent  dans  l’annexe  1 : Activité 1. Nous avons procédé 
en posant des questions   sur   leur   comportement   pour   qu’ils   réalisent   les   différences   ou  
similitudes de comportements entre les deux mondes. Pour mettre en évidence ce lien, nous 
avons séparé les deux parties des questions en deux colonnes. Le vote à main levée servait à 
comparer le comportement des élèves. Tout cela a amorcé un débat sur les différences de 
comportements  entre  les  deux  mondes.  Cela  permettait  aux  élèves  de  conscientiser  l’existence  
des deux mondes ainsi que de constater leurs attitudes dans ces deux milieux. 
                                                 
1 The Child Exploitation and Online Protection Center (CEOP),   the  UK’s  National   centre. (2009, novembre). 
Jigsaw : for 8-10 years old [Vidéo en ligne] Repéré à https://www.youtube.com/watch?v=_o8auwnJtqE 
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3.6.1.1 Planification 1  
Objectif de la leçon : le but est de comparer les réponses entre la première partie (1-6) des questions et la seconde (7-12). La treizième question 
est débattue en commun. 
Matériel : Flashcard, Annexe 1 : Activité 1 
 Min Activités Tâches  de  l’enseignant Tâches des élèves Matériels Modalité 
1 3’ Introduction de 
l’activité 
L’enseignante  expose  aux  élèves  les  règles  de  l’activité : 
x Individuellement, les élèves répondent aux questions 
que  l’enseignante  exposera au tableau noir. Ils 
communiqueront leur réponse en levant la main. 
L’enseignante  répertorie  sur  le  tableau  noir  les  réponses  des  
élèves en fonction des questions. Ex : 
 Nombre de oui 
1) Laisserais-tu  … ?  
L’enseignante   garde   une   opinion   neutre   concernant les 
questions.  L’enseignante  encourage  les  élèves  à  être  honnête  
avec  leur  opinion  et  de  l’affirmer  sans  crainte. 
Les élèves écoutent les instructions 
de  l’enseignante.   
Annexe 1 : 
Activité 1 
Collective 
2 12’ Questionnaire L’enseignante  aimante les flashcard sur le tableau noir une à 
une. Entre deux questions, elle demande aux élèves de 
révéler leur opinion en levant la main.  
L’enseignante  note   le  nombre  de  « oui » par question avant 
de   passer   à   la   flashcard   suivante.   Elle   n’émet   aucun  
commentaire concernant les réponses données.  
Les élèves lisent les questions. Ils 







3 10’ Discussion 
collective 
L’enseignante  demande  aux  élèves  de  comparer  les  réponses  
de la première partie à la deuxième. 
L’enseignante   recherche   à   faire   comprendre   la   similitude  
entre les questions 1 à 6 et les questions 7 à 12. Elle 
recherche à faire prendre conscience de la différence de 
comportement entre le monde réel et le NET. Elle demande 
aux élèves :  
x Le NET et le réel sont-ils égaux, et en quoi ne le 
seraient-ils pas ? 
x Les dangers et coutumes (politesse) sont-ils les 
mêmes dans les deux mondes ? 
Les élèves comparent les deux 
parties du questionnaire. Ils 
interagissent   avec   l’enseignante   et  
leurs camarades pour discuter des 







3.6.1.2 Séance 1 groupe 1 
Durant la première tâche, les élèves votaient à main levée en fonction des questions 
présentées au tableau noir. Mme Francioli a souvent dû expliquer le sens de certaines 
questions.  Par  exemple,  l’expression  «photo personnelle»  n’était  pas  claire  pour eux. Par là, 
nous entendions des photos de soi qui ne sont pas forcément destinées à être révélées au grand 
public. Mme Francioli inscrivait sur le tableau noir, à côté des questions affichées, le nombre 
de « oui » répertoriés et menait le questionnement. Les élèves déviaient la discussion de 
temps à autre sur des expériences personnelles en rapport avec les questions. Parfois cela était 
perturbateur,   mais   d’autres   fois  Mme Francioli a   pu   s’appuyer   sur   ces   commentaires   pour  
enrichir la discussion.  
Lors de la mise en commun, les élèves ont bien compris la différence entre les deux parties du 
questionnaire. Mais, ils   n’ont   pas   réussi   à   verbaliser   leurs   observations.   C’est   donc   Mme 
Francioli qui a dû faire les conclusions. Il a été relevé que les comportements des élèves ne 
sont  pas  les  mêmes  sur  internet  que  dans  la  réalité,  car,  comme  les  élèves  l’ont  soulevé,  dans  
la réalité on pense laisser plus de traces et être plus identifiable que dans le monde virtuel. Il 
s’avère   que   ceci   est   une   fausse   croyance,   car les moyens informatiques enregistrent les 
moindres gestes effectués (historique internet, transaction avec cartes bancaires, etc.). Il 
devient donc difficile de rester invisible sur internet. Comme relèvent Hinduja et Patchin 
(2008), il y a toujours un moyen   de   retrouver   la   source   d’une   cyberviolence   par   diverses 
informations  laissées  par  l’agresseur  (par  exemple  via  l’adresse IP). 
3.6.1.3 Séance 1 groupe 2 
Lors du vote à main levée, les élèves ont eu du mal à répondre aux questions sans avoir un 
contexte précis. Même si Mme Francioli a  précisé  qu’il  n’y  avait pas de réponses justes ou 
fausses, ils étaient influencés par le choix des autres élèves. En voyant ce que leurs camarades 
votaient,   ils   changeaient   d’avis.   Pour   remédier   à   cela,   nous   pensons   que   des   réponses 
individuelles par écrit sur une ardoise qui seraient dévoilées au signal de Mme Francioli nous 
auraient  assuré  l’authenticité  de  leurs  choix.   
Pendant la discussion collective, Mme Francioli a  dû  pointer  les  conclusions.  Les  élèves  n’ont  
pas fait le lien   entre   les   deux   parties   du   questionnaire   et   n’ont   pas   décelé   la   différence   de  
comportement   que   l’on   pourrait   avoir   entre   la   vie   réelle   et   sur   le   net.   Par exemple, aucun 
élève ne donnerait des photos à un étranger dans la vie réelle, mais 3 élèves affirment que 
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leurs   photos   sur   le   net   peuvent   être   vues   par   n’importe   qui.   Il   se   peut   qu’ils   n’aient   pas  
conscience de cette différence entre les deux mondes. 
 
Image 2 : résultats des réponses données par les élèves pour les questions durant la séance 1 
3.6.2 Planification 2 
Grâce à cette activité, nous voulions que  nos  élèves   réalisent  que   l’agresseur  ne se voit pas 
forcément comme tel et que les rôles ne sont pas toujours clairement identifiables suivant les 
points de vue des divers acteurs. Nous avons tout d’abord   imaginé   une   situation   de  
cyberharcèlement.  Nous   l’avons  ensuite   rédigée  selon   trois  points  de  vue  différents visibles 
dans   l’annexe   2 : Activité 2, celui de la victime, celui du témoin et celui de   l’agresseur. 
Chaque   élève   recevait   l’un   des   trois   points de vue et devait associer un personnage de 
l’histoire  à  un  rôle   (victime,   témoin,  agresseur) dans   l’annexe  2 : Activité 2. Le but était de 
faire comprendre aux élèves les nuances entre les trois rôles. Suivant le point de vue sur la 
situation, nous comprenons la motivation des acteurs différemment.   En   d’autres   termes,   la  
situation « diffère » en termes d’interprétation  de  l’intention  des  acteurs en fonction du point 
de vue. Ensuite, l’enseignante  a  regroupé  les élèves de manière à ce que chacun ait un point 
de vue différent et leur a demandé de comparer leurs réponses. Il était attendu que les élèves 
aient des réponses divergentes et se basent sur le texte pour argumenter leurs réponses. Par 
cette  argumentation  les  élèves  auraient  dû  découvrir  qu’il  existait en fait trois points de vue de 
la situation. La séance devait se clore avec une discussion sur les réponses obtenues des 
groupes.   Nous   attendions   que   les   élèves   relèvent   l’ambiguïté   des   rôles   qui   ne   sont   pas  
toujours évidents à identifier. Par exemple, dans la situation présentée, l’agresseur ne se voit 
pas comme tel. Durant la discussion nous voulions également aborder la question de la 
violence intentionnelle ou non intentionnelle ainsi que la sensibilité à la violence qui est 
différente selon chacun.  
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3.6.2.1 Planification 2  
Objectif de la leçon :  le  but  de  la  leçon  est  de  réaliser  que  l’agresseur  ne  se  voit  pas  forcément  comme  tel  et  que  les  rôles  ne  sont  pas  toujours 
clairement identifiables suivant les points de vue. 
Matériel : Annexe 2 : Activité 2 
 Min Activités Tâches  de  l’enseignant Tâches des élèves Matériels Modalité 
1 5’ Lecture des 
situations 
L’enseignante  distribue  des  situations  aux  élèves.  Elle  leur  demande  
de lire silencieusement leur situation et de ne pas échanger de mots 
entre   voisins   (pour   qu’ils   ne   devinent   pas   qu’ils   ont   des   textes   à  
points de vue différents).  
Elle   leur   demande   qu’individuellement ils notent sur leur fiche les 
prénoms des différents personnages en fonction de leur rôle : 
agresseur, victime, témoin.  
Les élèves lisent 
individuellement les 
situations. Ils associent les 











2 10’ Discussion en 
groupes et 
identification 
des rôles des 
personnages 
L’enseignante   forme   les   groupes   qu’elle   aura   préalablement   choisis  
en fonction des situations données. Les élèves doivent se mettre 
d’accord  sur  le  rôle  des  différents  personnages  de  l’histoire.  Ils  notent  
les prénoms des personnages en fonction de leur rôle. 
Les élèves se mettent en 
groupe et discutent des 
différents personnages. Ils 
associent les noms des 
personnages à leur rôle et 
notent les noms des 
personnages en fonction 











3 15’ Discussion 
collective  
L’enseignante   demande   aux   élèves   de   définir   les   rôles   des  
personnages. Elle demande aux élèves   d’argumenter.   L’enseignante  
demande  aux  élèves  ce  qu’ils  ont  remarqué  durant  leurs  échanges  en  
groupe. Ils devraient avoir compris : 
Les élèves exposent leur 
hypothèse de distribution 
des rôles dans la situation.  
Les élèves débattent et 
- Collective 
27 
x que  la  situation  n’est  pas  vue  par  les  mêmes  personnages ; 
x que les rôles des personnages ne sont pas toujours évidents à 
identifier. 
L’enseignante  demande  d’expliquer  (débattre)  le  point  de  vue  du : 
x agresseur :  comment  l’agresseur voit la situation ; 
x victime : comment la victime voit la situation ; 
x témoin : comment le témoin voit la situation. 
Réfléchir aussi à pourquoi on commet des violences : 
x intentionnelles ; 
x non intentionnelles. 
Æ 2 cas de figure différents. 
Il doit en sortir les points suivants. 
x L’agresseur  ne se voit pas forcément comme tel. 
x La victime ne se voit pas forcément comme telle : la victime 
ne se rend  pas  tout  de  suite  compte  qu’elle est une victime. 
x Notion d’empathie : que ressent la victime ?  l’agresseur ? 
x Questions  à  poser  à  l’agresseur : pourquoi agit-il ainsi ? quels 
objectifs profonds (pour lui) ? 
x Montrer que ce n’est pas toujours intentionnel. 
x Réaction :  varie  d’une  personne  à  une  autre.  Tout  le  monde  
n’a  pas  la  même  sensibilité. 
Elle demande aux élèves ce que chacun pourrait faire pour améliorer 
la  situation.  L’enseignante  développe  les  points  suivants. 
x Les témoins peuvent être utiles (personnes ressources par 
exemple). 
x Victime :  demander  conseil  auprès  d’un  adulte,  
fermer/changer de compte internet  
x Agresseur : se mettre à la place de la victime, remettre en 
question  ses  actes,  se  demander  l’impact  d’un  geste  semblant  
futile.  
essaient de se mettre 
d’accord  sur  le  rôle  de  tel  
ou tel personnage.  
Les élèves essaient de 
comprendre comment se 
voient les différents 
personnages. 
Les élèves recherchent 
avec  l’enseignante  des  
solutions pour cette 
situation.  
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3.6.2.2 Séance 2 groupe 1 
Les   élèves   ont   lu   individuellement   l’histoire   pour   que   les   différents   points   de   vue   de   la  
situation ne soient pas révélés aux élèves. La lecture a été directement suivie par la réponse au 
questionnaire papier individuel. Mme Francioli a dû expliquer les termes « témoin » et 
« victime » à plusieurs reprises : les élèves ne savaient pas ce qu’ils  signifiaient. 
Les élèves ont   été   mélangés   de   sorte   qu’ils   n’aient   pas   les   mêmes   points   de   vue   dans   un  
groupe.   Ils   ont   ensuite   comparé   leurs   réponses.   Deux   groupes   sur   trois   n’ont   pas   réussi   à  
débattre les différentes réponses. Ils campaient sur leurs positions sans argumenter ou sans se 
référer  au  texte.  Le  fait  qu’il  y  avait  trois  textes  qui  reflétaient  des  points  de  vue  différents  n’a  
pas été perçu par les élèves. Mme Francioli a demandé au groupe  ayant  découvert  qu’il  y  avait 
des textes différents de rechercher la raison de cette différence. 
Durant la discussion en plénière, les élèves ont eu du mal à écouter les différentes réponses 
proposées par les autres et à chercher à comprendre leurs raisonnements. Nous pouvons en 
faire  l’hypothèse  que  leur  compétence  d’empathie  n’est  pas  suffisamment développée. Mme 
Francioli a donc dû faire avancer le débat en demandant la raison des différences de textes. 
Les   élèves   ont   pensé  que   c’était   pour   qu’ils   ne   puissent   pas   copier sur leur voisin. Ils sont 
donc   passés   à   côté   de   l’enjeu   de   savoir  de cette séance. Mme Francioli a dû fortement les 
guider   pour   qu’ils   réussissent finalement tirer les conclusions attendues en posant les 
questions suivantes. 
x Enseignante : « Qui a mal agit ? » 
x Élève : « Juila. » 
x Enseignante : « Pourquoi a-t-elle fait cela ? » 
x Élève :  «  Parce  qu’elle  est  bête.  » 
x Enseignante : « A-t-elle voulu faire du mal à quelqu'un ? » 
x Élève : « Non. » 
x Enseignante : « Est-ce que ça a fait mal à quelqu'un ? » 
x Élève : « Oui. » 
Les élèves ont finalement trouvé une aide à apporter à la victime :  s’excuser  auprès  de  Simon. 
3.6.2.3 Séance 2 groupe 2 
Les  élèves  ont  rapidement  remarqué  qu’il  y  avait des textes différents. Mais, comme pour le 
premier  groupe,  ils  pensaient  que  c’était  pour  ne  pas  qu’ils  copient les réponses de leur voisin.  
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Lors de la discussion collective, les élèves ont réussi à argumenter leurs réponses en résumant 
les actes des personnages. Mais, c’est   Mme Francioli qui a dû relever que les rôles sont 
parfois difficiles à cerner et que, par exemple, l’agresseur  ne se voit pas forcément comme tel. 
La  perception  de  nos   intentions   et   actes  n’est   pas   la  même  manière  pour   tous.  Ce  décalage 
peut créer des situations problématiques.   Elle   a   ajouté   qu’il   faut   savoir   faire   preuve  
d’empathie  et  que  les  personnes ne réagissent pas toutes de la même manière. Les élèves ont 
semblé touchés par cette conclusion et ont donné plusieurs exemples issus de leur vie 
personnelle. La conclusion concernant les personnes ressources a été faite par Mme Francioli. 
Elle leur a expliqué que les personnes ressources sont les personnes vers lesquelles les élèves 
peuvent contacter en cas de problème. Ce sont par exemple des adultes (parents, maîtresses, 
doyen, médiateur, etc.) ou des amis. Elle leur a demandé si Julia voulait faire du mal à Marc 
et Simon. Les élèves ont répondu par la négative :  ils  ont  compris  que  faire  du  mal  n’est  pas  
forcément volontaire. 
3.6.3 Planification 3 
Le but de cette troisième séance était de faire émerger des élèves des solutions qui pourraient 
résoudre un conflit donné. À travers cette activité, nous voulions également que les élèves 
réalisent que tous les acteurs peuvent agir pour résoudre la situation. Nous avons ainsi créé 
une situation de cyberharcèlement de base dans   l’annexe   3 : Activité 3. Après lecture, les 
élèves devaient élaborer la suite du scénario. Deux contraintes leur étaient imposées :  
x leur scénario doit résoudre le problème ;  
x le personnage clé qui va résoudre le conflit est imposé par l’enseignante (victime, 
témoin ou agresseur).  
Une fois leur scénario terminé, nous voulions que les élèves jouent leur histoire sous forme de 
sketch  afin  qu’ils  puissent  se  mettre  dans  la  peau  des  personnages  et  ainsi  travailler  l’empathie  
face à une situation de violence. Nous pensions   que   la   théâtralisation   d’une situation de 
cyberharcèlement   permettrait   aux   élèves   de   s’identifier   aux   personnages   et   de   « vivre » les 
tensions et émotions que peuvent ressentir les différents acteurs et ainsi mieux cerner les 
difficultés  qu’ils  peuvent  rencontrer  dans  la  vraie  vie. Après chaque sketch, il nous paraissait 
important de faire un pointage sur les différentes actions bénéfiques à la résolution de la 
situation. 
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3.6.3.1 Planification 3 
Objectif de la leçon : le but de cette leçon est de faire émerger des solutions qui pourraient résoudre des conflits ainsi que de faire comprendre 
aux  élèves  qu’ils  ne  sont  pas  seuls  face  aux  problèmes  et  que  tout  le  monde  a  une  part  de  responsabilité. 
Matériel : Annexe 3 : Activité 3 
 Min Activités Tâches  de  l’enseignant Tâches des élèves Matériels Modalité 
1 5’ Lecture de 
la situation 
L’enseignante   distribue   l’annexe 3 : Activité 3 aux élèves. Elle fait 
une lecture collective.  Elle  s’assure  que  le  texte  a  été  compris. 
Les élèves lisent avec 
l’enseignante  la  situation. 
Annexe 3 : 
Activité 3 
Collective 
2 15’ Recherche 
de solutions 
et de suite 
Elle demande que, par groupe de 3-4 élèves, ils imaginent puis jouent 
la  suite  de  l’histoire.  Le  but  est  de : 
x donner des solutions pour résoudre cette situation ; 
x mettre en scène la solution. 
L’enseignante   impose   le   personnage   qui   va   apporter   la   solution   à  
l’histoire.  Cela  dépendra  du  groupe. 
Elle indique que la préparation durera 15 minutes et la présentation 5 
minutes maximum par groupe.  
Les élèves se mettent par 
groupe de 3-4 élèves pour 
imaginer une suite de la 
situation. Ils font attention 
à la contrainte donnée par 
l’enseignante   (personnage  
levier). 
Annexe 3 : 
Activité 3 
Groupe de 
3-4 élèves  
 15’ Sketchs  L’enseignante   demande   aux   différents   groupes   de   présenter   leur  
sketch.  
Les élèves jouent leur 
sketch imaginé. 
- Collective 
3 10’ Discussion  L’enseignante  demande  à   faire   ressortir   les  différentes   solutions  qui  
sont  apparues  dans  ces  sketchs.  Elle  demande  s’ils  peuvent  en  trouver  
d’autres.   
Ce  qu’il  faudra  relever : 
x les différentes solutions ; 
x chacun peut agir ; 
x le  but  n’est  pas  de  savoir  qui  est  le  « méchant » et qui est le 
« gentil » ; 
x comment peut-on éviter que la situation ne devienne de la 
violence ? (Prévention en amont) 
Les élèves participent au 
débat sur les solutions 
apportées par les sketchs.  
- Collective 
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3.6.3.2 Séance 3 groupe 1 
Après une lecture collective de la situation de  l’annexe  3 : Activité 3, les élèves se sont mis 
par  groupes.  Les  différents  groupes  ont  préparé  chacun  leur  sketch  en  utilisant  l’espace  de  la  
classe. La classe était répartie en trois sous-groupes.  
x Le groupe 1 devait faire en sorte que la solution vienne de la victime. Ils ont rapidement 
réussi à élaborer des scénarios qui résolvent le problème. Leur histoire faisait intervenir 
différentes personnes ressources comme un policier ou   un   directeur   d’établissement. 
Leur sketch était le plus élaboré des trois groupes. La victime communique son 
problème à un policier. Celle-ci   s’est   fait   passer   pour   un   ami   du   harceleur   pour   lui  
soutirer son adresse. À la fin, le harceleur est arrêté par la police. 
x Dans   le  deuxième  groupe,   c’est   le   témoin  qui  devait   trouver   la   solution   au  problème.  
Les élèves ont eu du mal à rester concentrés sur le but de la tâche, car ils se focalisaient 
sur  l’attribution  des  rôles.  Pour  pallier  ce  problème,  nous  aurions  pu  scinder  la  tâche  en  
deux parties : la première étant de trouver des solutions pour résoudre la situation, la 
seconde étant  l’attribution  des  rôles  et  la  mise  en  place  du  sketch.  Mme Francioli a dû 
intervenir plusieurs fois pour les recentrer sur la résolution de la situation. Lors de la 
représentation, ils étaient très dissipés et ont dû recommencer après  s’être  calmés.  Leur  
solution   était   de   communiquer   à   d’autres   personnes   le   problème   (directeur   ou   ami).  
Mais, les personnes ressources restaient pour la plupart passives. Nous pourrions 
expliquer  cela  par  le  fait  qu’ils  n’ont  pas  conscience  des  possibilités  d’action  de  chaque  
personne ressource. De plus, il est difficile pour les élèves  de  jouer  le  rôle  d’adultes,  car  
ils   ne   connaissent   pas   le   type   d’aides   que   les   personnes   ressources   peuvent   procurer. 
Pour pallier cela, une intervention des différentes personnes ressources (médiateur, 
infirmière,   ligne   d’aide   147,   etc.) dans la classe permettrait aux élèves de mieux 
connaître ces personnes et leurs fonctions.  
x Le troisième groupe devait trouver une solution venant du harceleur. Mme Francioli a 
dû rappeler que la solution doit profiter à tous les protagonistes et pas seulement à 
l’agresseur. Effectivement, les élèves cherchaient à sauver le harceleur de toute 
punition. Durant leur sketch, le groupe a continué à vouloir sauver l’agresseur au 
détriment de la victime. Leur solution était que la victime pirate le natel du harceleur, 
mais celui-ci  s’échappe  en  éteignant  son  natel  et  stoppant  le  réseau  du  téléphone.  Cela  
est lié à la croyance que nous ne laissons pas de traces à travers les médias et que tant 
que la personne est anonyme, elle est intouchable.  
32 
Mme Francioli a noté au tableau noir les éléments principaux des différents sketchs joués par 
les groupes (image 3). Lors de la discussion, Mme Francioli a pu remarquer que, pour les 
élèves, le but de cette activité est de trouver qui est le « gentil » ou le « méchant ». Mme 
Francioli a   dû   pointer   que   l’objectif   principal   est de prendre conscience que tous les 
protagonistes peuvent agir pour résoudre le problème et que les solutions sont multiples. 
Néanmoins, un  élève  a  relevé  que  les  apports  de  ces  sketchs  peuvent  servir  dans  leur  vie  s’ils  
sont confrontés à des situations similaires.  
Les  élèves  n’arrivaient  pas  à   trouver  des  pistes  pour  éviter  que  ce  genre  de  situations  ne  se  
produise. La notion de prévention  n’était pas claire pour eux. 
 
Image  3  :  résumé  des  différents  scénarios  des  trois  groupes  d’élèves  suite  aux  sketchs  de  la  
planification 3.  
3.6.3.3 Séance 3 groupe 2 
Comme dans le groupe 1, les élèves du groupe 2 étaient répartis en trois sous-groupes. 
x Le premier groupe a imaginé un scénario trop simple à la résolution du problème. Un 
témoin  espionnait  le  harceleur  et  le  prenait  sur  le  fait  sans  expliquer  les  pistes  qui  l’ont  
mené à ce potentiel harceleur. Mme Francioli a  dû  les  étayer  pour  qu’ils  présentent une 
situation plus intéressante. Durant leur représentation, ils ont rejoué en partie la 
situation. Ils se sont trompés de personnage clé :   c’est   finalement   le   témoin  et   non   la  
victime qui a apporté la solution au problème. La victime a demandé au témoin 
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d’espionner  un  camarade  de  classe.  Le  témoin  a  comparé  les  messages  dans  les  natels  et  
a fini par prouver la culpabilité du harceleur. Ce scénario a été relevé comme naïf, car le 
harceleur ne va pas donner aussi facilement les preuves de son méfait.  
x Le   deuxième   groupe   s’est   d’abord   focalisé   sur   l’attribution   des   rôles   et   non   sur   la  
recherche de scénarios. Mme Francioli a  également  dû  les  recentrer  sur  l’objectif  de  la  
tâche. Durant leur sketch, les élèves ont trouvé la solution de demander à la mère de la 
victime de bloquer le numéro du harceleur.  
x Le  troisième  groupe  a  beaucoup  discuté  sur  les  solutions,  mais  n’essayait  pas  de  jouer  
leur scénario. Pour leur solution, ils  ont  imaginé  qu’une  amie  commune  se  rend  compte  
du problème créé et joue un rôle de médiateur entre ses deux amies (agresseur et 
victime). Elle les pousse à se parler. À la fin, la harceleuse se rend compte du mal 
qu’elle  a  fait  et  s’excuse  puis  arrête  le  harcèlement.   
Durant  la  discussion,  les  élèves  ont  cité  des  personnes  proches  d’eux pour leur venir en aide 
(grands-parents,  parents,  cousine,  etc.).  Un  élève  a  relevé  l’utilité  du  jeu  de  rôle  pour  ressentir  
les  sentiments  des  personnages  et  donc  développer  la  compétence  d’empathie.   
3.6.4  Planification 4 
Le but de cette dernière séance était de rappeler les points essentiels vus durant la séquence et, 
à partir de cela, créer une charte internet sous forme de tableau à afficher dans la classe. La 
première partie consistait en un brainstorming où, par groupes de 3 ou 4 élèves, un thème était 
à développer. L’enseignante devait ensuite organiser les différentes informations soulevées 
par les élèves sous forme de schéma heuristique (image 4). Cela a permis de mettre en 
évidence les liens entre les différents personnages.  
Ensuite, nous voulions revenir sur la situation 2 (annexe 4 : Activité 4) du post-test qui a posé 
problème aux élèves. La  situation  met  en  scène  Marie  qui  n’a  pas  été  invitée  à  l’anniversaire  
de Laetitia. Pour se venger, elle vole le natel de cette dernière et indique aux autres invités que 
la fête est annulée. En effet, cette situation avait peu été jugée comme étant « aller trop loin » 
ou du « harcèlement ». Nous avons réexploité cette situation en demandant aux élèves de se 
positionner par un vote à main levée sur cette situation à  l’aide  des  différents  smileys  utilisés  
dans les tests (image 1 ou annexe 5 : Activité 4). Puis, nous les avons fait argumenter leur 
point de vue. Un dernier vote à main levée devait montrer si le positionnement des élèves 
avait changé suite à une discussion en groupe classe. Le détail des deux votes est illustré par 
l’image  5. 
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3.6.4.1 Planification 4 
Objectif de la leçon :  le  but  de  cette  leçon  est  de  rappeler  les  points  essentiels  vus  durant  cette  séquence  et  d’immortaliser  les  points retenus à 
travers des règles de vie sous forme de charte internet affichée dans la classe. 
 Min Activités Tâches  de  l’enseignant Tâches des élèves Matériels Modalité 
1 20’ Résumé des 
séances passées (à 
raccourcir si 
nécessaire) 
L’enseignante   demande   aux   élèves par groupe 
de 3 ou 4 élèves de discuter des éléments appris 
lors de la séquence. Elle donne un sujet par 
groupe (agresseur, victime, témoin, ressources).  
Elle demande de faire un résumé en commun 
pour les points suivants. 
x Si tu es un agresseur 
x Si tu es une victime 
x Si tu es un témoin 
x Personnes ressources 
Elle organise les informations en mindmap sur 
une feuille A2.  
Par groupe, les élèves notent les 
points importants sur une feuille.  
Ils résument ensuite avec 
l’enseignante   ce   qui   a   été   vu  
durant ces séances. Ils sont aidés 
par les interventions de 
l’enseignante. 
Feuille A2, stylo épais Groupe de 







2 15’ Retour sur les 
situations des 
questionnaires.  
Reprendre une situation qui a posé problème et 
discuter collectivement avec le bâton de parole. 
L’enseignante   reprécise   les   types   de   votes  
possibles en désignant les logos colorés à 
afficher   au   tableau   noir.   L’enseignante   lit   la  
situation. 
x Faire voter pour chaque type de vote 
(compter le nombre de votes) 
x Demander pourquoi il/elle pense celaÆ 
vote 
Les élèves se mettent en cercle. 
Ils écoutent la situation lue par la 
maîtresse. Ils votent pour dire 
s’ils   considèrent   cette   situation  
comme okÆharcèlement. 
Impression des logos en 
couleur (annexe 5 : 
activité 4), bâton de 
parole, situation choisie 
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Revoter et voir si ça a changé (compter le 
nombre de votes). 
3 10’ Création des règles 
de vies avec les 
élèves  
Quels conseils ils peuvent donner aux autres 
élèves ?  
Mettre des conseils positifs et à la troisième 
personne du singulier (pas de négation et mettre 
ce   qu’il   faut   faire   plutôt   que   ce   qui   est  
déconseillé) 
L’enseignante   écrit   au   rétroprojecteur   les  
conseils. Créer une dizaine de conseils. Une 
fois les conseils créés. Elle écrira derrière les 
feuilles A6 les phrases. Elle donnera les cartes 
aux  élèves  pour  qu’ils  illustrent  les  conseils.   
L’enseignante   créera   un   panneau   A2   avec   les  
différentes règles et leurs illustrations. Le 
panneau sera affiché en classe. 
Les élèves élaborent avec 
l’enseignante   des   conseils   à  
donner aux autres élèves.  
Feuilles de dessin A6 
(20x), feuille A2, 
rétroprojecteur, stylo 




3.6.4.2 Séance 4 groupes 1 et 2 
Les élèves ont été répartis par groupes en fonction du thème à résumer. Pendant la mise en 
commun, Mme Francioli écrivait sur un panneau (image 3) les différentes idées.  
x Le  groupe  s’occupant  de  l’agresseur  a  su  cerner  l’ambiguïté  de  ce  rôle.  Les élèves ont 
relevé  que  bien  qu’il  fasse  du  mal  à  une  autre  personne,  il  peut  ne  pas  en  être  conscient  
et  peut  par  la  suite  se  racheter  en  s’excusant.   
x Le témoin est vu par les élèves comme une personne utile et souvent au service de la 
victime.  
x Les personnes ressources sont décrites comme les aides principales au problème en 
apportant leur soutien, leurs idées et en agissant pour régler la situation. Souvent, les 
témoins et les personnes ressources sont liés ou se confondent pour les élèves. 
Mme Francioli a ensuite voulu approfondir le terme « gentil » en demandant si tout le monde 
peut l’être.   C’est-à-dire soit de ne pas faire de mauvaises actions, soit de se racheter en 
effectuant   une   action   réparatrice.   Les   élèves   n’étaient   pas   tous   d’accord au départ. Après 
discussion, ils ont finalement conclu que les personnes ne sont pas tout le temps gentilles, 
mais peuvent apporter quelque chose de positif et donc se racheter. 
 
Image 4 : schéma heuristique présentant les connaissances des élèves (sur les différents acteurs) durant 
la séance 4 
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Durant le retour sur les questionnaires, Mme Francioli a remarqué que les élèves ne 
s’identifiaient   pas   tous   à   la   même   personne,   ce   qui   changeait   leur   opinion.   Ceux   qui   se  
positionnaient du côté de   l’agresseur   n’étaient que des garçons   et   légitimaient   l’action   en  
disant que « C’est  bien  fait  pour  elle.  C’est  méchant  de  ne  pas  l’avoir  invitée.» Cette citation 
légitimise la revanche de   l’agresseur. Selon Hinduja et Patchin (2008), la revanche est la 
raison première à la cyberviolence. Nous pensons que ces élèves ont un besoin de prouver 
leur virilité pour ne pas montrer leurs faiblesses (Vienne, 2008). Nous pensons donc que les 
garçons vont se montrer moins empathiques pour montrer cette virilité. Nous pouvons faire 
l’hypothèse  que  ce caractère qui manque de compassion envers la victime peut être un facteur 
de risque de violence (Kowalski, Limber et Agatston, 2008). Les deux élèves ayant voté « mal 
à   l’aise » avaient les mêmes arguments que ceux qui trouvent cette situation normale. 
Cependant, l’un  d’eux  s’est  placé  du  côté  de  la  victime  en  disant  que  cela  le  dérangerait  que  
personne ne vienne à son anniversaire. La qualification de harcèlement est majoritairement 
choisie par des filles. Celles-ci se sont mises à la place de la victime. Elles ont notamment 
répondu : « Je  trouve  que  ce  n’est  pas  gentil,  car  peut-être que la fille avait bien préparé son 
anniversaire » ou « Moi,   mes   parents   organisent   souvent   à   l’avance   avec   beaucoup  
d’activités.  Je  ne  trouve  pas  juste  pour  cela » ou bien « Déjà, ça ne se fait pas de prendre un 
natel  à  quelqu’un  d’autre,  elle  aurait  pu  le  donner  à  un  adulte  ou  le  lui  rendre.  Elle  n’aurait  
pas  dû  non  plus  l’utiliser ». 
 
Image 5 : votes des élèves de la séance 4. Les votes écrits en blancs étaient pour la première lecture, 
les votes en jaunes pour la deuxième lecture accompagnée après le débat sur le choix du premier vote. 
Pour finir, les élèves ont créé les règles de leur charte internet.  
1. J’accepte  seulement  les  gens  que  je  connais  dans  la  vraie  vie  comme  ami. 
2. Je fais attention à ce que je dis pour ne blesser personne. 
3. J’utilise  seulement  mon  compte  sur  internet  ou  mon  natel. 
4. Je protège ma vie privée par un code. 
5. Je fais attention aux photos que je partage. 
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Image 6 : charte internet créée et illustrée par les élèves de 5H 
4 Analyse des questionnaires 
Les groupes de nos deux classes sont composés de la manière suivante.  
 Groupe 1 Groupe 2 Classe 
entière  Fille Garçon Fille Garçon 
5 H 2 7 5 3 17 
6 H 3 5 3 6 17 
Tableau 2 
4.1 Questionnaire informatique 
4.1.1 Questions  d’utilisation  générales  des  médias 
Nous avons remarqué une différence entre les sexes concernant le rapport aux médias des 
élèves de nos classes. Les filles de 5ème Harmos  vont  plus  sur  l’ordinateur  et  discutent  plus  via  
internet  ou  via  les  téléphones  portables  que  les  garçons.  Cette  tendance  n’est  pas  observée  en  
6ème Harmos. Par contre, les garçons de 6ème Harmos   ont   plus   été   témoins   d’insultes   sur  
internet que les filles. Seulement 3 élèves sur les 34 de notre échantillon (soit 9%) se sont déjà 
disputés sur internet. Les résultats sont présentés dans les graphiques 1 et 2.  
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Nous pouvons aussi constater   qu’aucun   élève   n’a   mis   de   photo   sur   internet.   Nous   faisons  
l’hypothèse  qu’ils  ne  savent  pas  encore  comment  procéder  pour  publier  une  image. 
Une différence notable entre les 2 degrés est que les 6ème Harmos ont davantage demandé de 
l’aide   après   avoir   vu   ou   participé   à   une   dispute   sur   internet   que   les   5ème Harmos (5 élèves 
contre 1 élève). Les autres comparaisons ne donnent pas de résultats significatifs entre les 





4.1.2 Les réseaux sociaux 
Les résultats du questionnaire concernant les réseaux sociaux sont observables dans le 
graphique 3. L’analyse  de  nos  données  a  montré  que   le  réseau  social   le  plus  utilisé  par  nos  
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élèves est « Skype »   (32%).  Nous   n’avions   pas   anticipé   ce  moyen   de   communication dans 
notre  questionnaire.  Les   élèves   l’ont  donc   inscrit   spontanément   sous   « Autre ». Nous avons 
été surprises de le découvrir en première place de ce classement. Les enfants de 5ème avaient 
pour   la   majorité   de   la   famille   à   l’étranger.   Cela   pourrait   expliquer cet engouement pour 
Skype.  
En deuxième position, nous retrouvons la réponse « rien » à 26%. Cette réponse signifie soit 
que  les  élèves  n’utilisent  aucun  réseau  social  proposé  dans  notre  questionnaire,  soit  qu’ils  en  
utilisent un sans  qu’ils  en  aient conscience. Les « SMS » se positionnent en troisième position 
avec 24% des réponses données, suivi des « mails » à 21%. Nous pouvons encore constater 
que « Whatsapp » est utilisé par 18% des élèves. Les réseaux sociaux sur internet sont moins 
utilisés par les élèves de notre échantillon : seulement 2 élèves utilisent « Kik » et 2 aussi 
utilisent « Ovo ». Trois élèves de 5H utilisent « Facebook »  malgré   le   fait   qu’ils   soient   en  
dessous  de   la   limite  d’âge.  Nous  avons   aussi   remarqué  que   le   « blog »,  pourtant très prisé 
lorsque nous étions écolières, n’est  pas  utilisé  par  les  élèves  de  nos  classes. 
 
Graphique 3 
4.1.3 L’utilisation  des  ordinateurs 
Les   résultats   sur   l’utilisation   des   ordinateurs   sont   illustrés   par   les   graphiques   4   et   5.  Nous 
avons été surprises de constater que les 6H sont plus surveillés par un adulte que les 5H 
lorsqu’ils  utilisent  un  ordinateur.  Nous  faisons  l’hypothèse  que  le  contexte  social  joue  ici  un  
rôle dans la supervision des parents sur leur enfant. En effet, les 6ème Harmos se situaient dans 
un quartier socialement favorisé contrairement aux 5ème Harmos. Une autre hypothèse 
possible est que les parents ne jugent pas nécessaire de surveiller leur enfant de 5H, car, au vu 
de leur jeune âge, ils utiliseraient moins l’ordinateur et seraient ainsi moins exposés aux 
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cyberdangers. Nous pouvons de plus soulever que la majorité des élèves dans les deux degrés 
vont seuls sur internet : 70% chez les 5ème année et 59% chez les 6ème année. 
       
                              Graphique 4                              Graphique 5 
4.1.4 La  recherche  d’information 
La  première  source  d’information  de  nos  élèves  est  internet  (57%  chez  les  5ème et 61% chez 
les 6ème Harmos). Concernant la recherche dans les livres, nous constatons des résultats 
similaires dans les deux degrés variant entre 6 ou 7 élèves sur un total de 17.  
      
                            Graphique 6                             Graphique 7 
4.1.5 Les personnes ressources 
Les personnes ressources les plus souvent citées sont les parents. En effet, 71% des élèves 
pensent à aller les consulter en cas de problème. Mais, nous devons nuancer ce résultat, car il 
faut déjà que les élèves détectent le problème et  qu’ils  osent  aller  en  parler. Les deuxièmes 
personnes   ressources   citées   sont   les   frères   et   sœurs,   souvent   plus   âgés   que   les   élèves.   On  
remarque  que  18%  des  élèves  ne  savent  pas  à  qui  s’adresser  ou  ne  parleraient  à  personne.   
Les maîtres-sses sont très peu cités (3%). Nous ne sommes pas vus comme des personnes 
ressources pour les élèves. Les problèmes restent plutôt dans la sphère familiale. Les écoliers 
vont en effet moins rechercher à parler à des spécialistes, à la police ou à leur enseignant-e. 
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Nous pouvons   faire   l’hypothèse  qu’ils  ont  peur  de  s’adresser   spontanément  à  un  spécialiste  
qui leur est souvent inconnu (infirmière, psychologue, médiateur, etc.). Il est en effet plus 
difficile pour un élève de partager un problème personnel avec un adulte inconnu, malgré le 
fait   qu’il   soit   compétent.   Une   autre   hypothèse   serait   que   les   élèves   ne   connaissent   pas   les  
aides   que   peuvent   apporter   les   spécialistes   présents   dans   l’établissement.   Il   serait   alors  
intéressant de faire intervenir ces personnes dans les classes pour présenter leur niveau de 




Rappelons que les élèves pouvaient répondre au questionnaire par le biais des smileys 






Image 1 : illustration que les élèves disposaient pour répondre aux situations des pré-test et post-test 
Les résultats suivants ne concernent que les situations-problèmes et non les questions pièges. 
Nous avons séparé ces deux types de questions pour que les données soient comparables. Ces 
résultats sont observables à travers le graphique 9. Le pré-test  n’a  pas  montré  de  différence  
notable   entre   les   deux   groupes   de   l’échantillon.   Effectivement,   le   nombre   de   réponses   ne  
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diffère  significativement  qu’à  la  réponse  « mal  à  l’aise »  où  l’écart  entre  les  deux  groupes  est  
de 3 votes. Nous avons remarqué que la majorité des réponses se situent dans la catégorie 
« Cela  me  met  mal   à   l’aise,  mais   c’est   tout » (42% des élèves de notre échantillon). Nous 
pensons   que   les   élèves   voient   qu’il   existe   un   problème,  mais   ne   le   considèrent   pas   comme  
suffisamment grave pour   agir.   De   plus,   le   fait   qu’il   faille   écrire   pour   les deux dernières 
catégories a sûrement freiné les élèves à choisir cette réponse et ainsi faussé la précision de 
leur jugement, surtout en 5H. Cela peut expliquer les données suivantes : 2% des élèves de 
5ème Harmos  ont  répondu  «  Ça,  je  trouve  que  c’est  vraiment  aller  trop  loin,  mais  je  ne  réagis  
pas  parce  que…»  contre  44%  de  « Cela  me  met  mal  à  l’aise,  mais  c’est   tout ». La première 
réponse demandant un apport écrit est ici moins choisie par les élèves, contrairement à la 
deuxième ne  demandant  pas  de  précision  de  la  part  de  l’élève.  
En général les 6H repèrent mieux les situations problématiques que les 5ème Harmos. 
Effectivement, les 6ème Harmos sont seulement 12% à déclarer les situations comme « Je 




Toujours dans les situations-problèmes, nous avons constaté que les garçons (26%) mettent 
plus « Je trouve cette situation OK » que les filles (12%). Nous  pouvons  faire  l’hypothèse  que  
les garçons sont plus tolérants que les filles face à une situation de violence. Nous remarquons 
que les filles (51%) de 5ème Harmos se sentent plus « mal  à   l’aise » que les garçons (38%). 
Cependant, en 6ème Harmos,   l’écart entre les garçons et les filles est inexistant. Nous 
remarquons une différence entre les genres concernant la qualification de « harcèlement » 
d’une   situation.   29%   des   filles ont trouvé que les situations problématiques étaient du 
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« harcèlement » alors que 21% des garçons sont de cet avis. Ces données ont été analysées 





Concernant   les   questions   pièges,   nous   ne   constatons   pas   d’écart   entre   les   filles   et   garçons 
(graphique 12 et 13). En effet, 69% des  élèves  de  l’échantillon  ont  qualifié  ces  situations  de  
« OK », 20% de « mal  à  l’aise », 4% de « trop loin » et 6% de « harcèlement ». Néanmoins, 
nous constatons une inversion des tendances entre les filles et les garçons entre les deux 
degrés. En 5ème Harmos,  ce  sont  les  filles  (71%  contre  65%  pour  les  garçons),  alors  qu’en  6ème 
Harmos, ce sont les garçons (82% contre 58% pour les filles) qui ont le mieux repéré les 






4.3 Comparaison entre le pré-test et le post-test 
Les analyses suivantes se basent sur les graphiques 14, 15, 16 et 17. Le groupe 1 ne présente 
pas   d’amélioration   significative   concernant   l’identification   d’une   situation-problème après 
avoir fait les activités sur la prévention de la cyberviolence. Par contre, le groupe 2 repère 
mieux les situations-problèmes  et  les  qualifie  plus  négativement  qu’au  pré-test.  
Ces résultats peuvent paraître paradoxaux : le  groupe  qui  s’est  amélioré  est  celui  qui  n’a  pas  
fait les activités (groupe 2). Nous émettons alors quelques hypothèses.  
x La première est que le groupe 1 a divulgué les apports principaux des séances passées 
au groupe 2. Mme Francioli a demandé aux élèves du 2ème groupe   s’ils   ont   reçu   des  
informations concernant les activités. Ceux-ci ont répondu par la négative. Bien que 
cette  réponse  aille  à  l’encontre  de  cette  hypothèse,  nous  ne  pouvions  pas  nous  assurer  de  
sa véracité.  
x La seconde hypothèse repose sur le fait que le groupe 2 serait « naturellement » plus 
empathique.  C’est,  en  effet,  l’impression  de  la  maîtresse  qui  a  vécu  les  activités  avec  les  
deux groupes.  
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x Une troisième hypothèse est que  le  sexe  a  une  influence  sur  l’empathie  ou  les  émotions.  
Nous rappelons que le groupe 1 comportait plus de garçons (7 sur 9) que le groupe 2 (3 
sur 8). Les garçons se présenteraient comme plus courageux alors que, réellement, la 
situation les touche. Il y aurait donc un rapport avec le regard des autres.  
x Une quatrième hypothèse est que certains élèves du groupe 1 ont indiqué que des 
situations étaient « OK »   dans   le   but   de   défier   l’autorité   de   l’enseignante   ou   encore  
d’impressionner   leurs   camarades.   La   maîtresse   a   en   effet   entendu   des   vantardises  
concernant des élèves n’ayant mis que des « OK ». Nous avons effectivement constaté 
que 2 élèves du groupe 1 ont qualifié toutes les situations de « OK ».  
x En cinquième hypothèse : les situations ne seraient pas comparables entre elles. Nous 
avons repris les mêmes thèmes pour les questions du post-test et essayé de maintenir la 
même intensité de violence. Mais, nous aurions peut-être dû garder les situations de 
base et ne changer que quelques petits détails. Les élèves auraient éventuellement 
reconnu les situations, mais ne se seraient pas souvenus de leurs réponses. Dans ce cas, 
les questionnaires auraient été plus comparables.  
x Comme sixième hypothèse, nous posons que les élèves du groupe 2 auraient mieux 
cerné les « attentes »  de  l’enseignante  après  avoir  fait,  une  première  fois, le pré-test. Les 
élèves auraient donc compris que le but du questionnaire est de repérer les situations-
problèmes pour les connoter négativement.  
x En   septième   hypothèse,   les   apports   des   activités   n’auraient   pas   été   suffisamment  
explicités par Mme Francioli et ainsi non compris des élèves du groupe 1. Le niveau 
d’empathie  n’a  donc  pas  pu  évoluer.   
Les questions pièges ont été bien repérées par les élèves dans les deux tests et encore plus au 
post-test. En effet, au post-test, il y a eu que 3 élèves qui ont répondu être « mal   à   l’aise » 










Dans le pré-test, les types de violence considérés le plus comme étant du « harcèlement » par 
nos élèves sont :  
x l’image  diffusée  sans  accord ;  
x la diffamation ; 
x la menace physique et le harcèlement.  
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Dans le post-test, celles qui sont vues comme du « harcèlement » sont : 
x la diffamation ; 
x le harcèlement ;  
x la menace physique.  
Cette  différence  au  niveau  de  l’image  diffusée  peut  être  expliquée  par  la  situation  donnée  aux  
élèves pour ce type de harcèlement. En effet, la situation du pré-test   traitait   d’un   enfant 
photographié sur les toilettes par des camarades. En comparaison, la question du post-test 
présentait  un  groupe  d’élèves  publiant  une  photo  gênante  d’un  camarade  habillé  en  fille.  Le 
problème du pré-test pourrait avoir plus choqué les élèves que la situation du post-test biaisant 
ainsi la comparaison entre les deux. Ces différents résultats sont observables dans les 
graphiques 18 et 19.  
Nous  remarquons  aussi  que  l’usurpation  d’identité  n’est  pas  vue  comme  problématique  par  les  
élèves. Cela est peut-être dû au fait qu’ils  ont   l’habitude  de  se   connecter  à  un  compte  d’un  






5 Conclusion  
À travers cette étude, nous avons pu imaginer des activités que nous voyions comme idéales 
pour la prévention de la cyberviolence et les confronter au terrain. Nous avons constaté un 
écart suite à nos analyses entre nos attentes et les progrès effectifs de nos élèves. Néanmoins, 
nous  restons  convaincues  qu’une  prévention  de  la  cyberviolence  dès  les  degrés primaires est 
nécessaire pour habituer les enfants à se comporter de manière adéquate dès le plus jeune âge 
à travers les TIC.  
La  prévention  par  l’empathie  nous  a  montré  que  les  élèves  étaient  capables  de  se  mettre  à  la  
place  d’autrui. Effectivement, les  élèves  semblaient  s’identifier  à  un  personnage  de  l’histoire  
que   ce   soit   l’agresseur   ou   la   victime.   Nous   pensons   que   cela   est   une   preuve   d’empathie.  
Cependant, les élèves arrivaient difficilement à comprendre le personnage auquel ils ne 
s’étaient  pas  identifiés.  Nous  supposons  qu’un  travail  plus  approfondi  avec  nos  élèves  aurait  
pu leur permettre de passer à cette étape supérieure.  
L’enjeu  de  développer  l’empathie  était  de  permettre  aux  élèves  de  mieux  cerner  la  limite entre 
le jeu et la violence. Nous pensons  qu’il  est  en  effet  indispensable  que  les  élèves  arrivent  à  se  
mettre  à  la  place  d’autrui  pour  savoir  si  ce  qu’ils  considèrent  seulement  comme  un  jeu  l’est  
aussi  pour  leur  interlocuteur.  En  effet,  cette  limite  n’est  pas  clairement  définie, car elle dépend 
de la personnalité, des émotions, du contexte des protagonistes.  
Dans   nos   résultats,   nous   avons   constaté   peu   d’évolution   dans   notre   groupe   test après les 
activités.  Cependant,  nous  pensons  qu’une  meilleure  formation  des  groupes  aurait  permis  de  
mieux évaluer les changements de comportements des élèves. Nous pensons que le genre a 
une influence sur la sensibilité à la cyberviolence communiquée par les élèves et que cela 
aurait dû être pris en compte dans la formation des groupes. Mme Jade Francioli a tout de 
même ressenti une évolution des représentations des élèves du groupe témoin suite aux 
activités. Elle a établi cette hypothèse grâce aux échanges  qu’elle  a  perçu  entre  des  groupes  
d’élèves  ou  en  plénière.   
Un  autre   élément   à   considérer   dans   nos   résultats   d’analyse   est   le   nombre   restreint   d’élèves  
dans notre échantillon. Les données que nous avons relevées peuvent ne pas être 
représentatives de la réalité. Cependant, elles donnent une indication sur une des tendances 
possibles. Une autre amélioration envisageable serait de permettre aux élèves de faire des 
activités essentiellement basées sur la coopération. En effet, nos activités privilégiaient des 
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moments  individuels  où  l’élève  formait  seul  sa  propre  opinion. Il devait ensuite la partager et 
la confronter aux avis de ses camarades.  Nous  avons  constaté  qu’à  cet  âge,  il  est  difficile  pour  
eux  d’argumenter.  Nous  pensons  que  la  coopération  peut  aider  les  élèves  ayant  des  difficultés  
à  lire  ou  à  s’intégrer  dans  le groupe classe. Elle peut, de plus, contribuer au développement 
des  compétences  de  socialisation  et  d’entraide  qui  peuvent également diminuer le risque de 
violence en général.  
Nous   avons   trouvé   intéressant   de   constater   la   place   qu’occupent les enseignant-e-s dans la 
gestion des situations-problèmes des élèves. Nous avons vu que les enfants privilégiaient la 
résolution  par  des  personnes  dans  leur  cercle  familial.  Nous  pensons  donc  qu’il  est  important  
d’instaurer  une  relation  de  confiance entre les élèves et les enseignant-e-s (ainsi que les autres 
personnes ressources disponibles) afin de mieux accompagner les écoliers dans leurs 
difficultés.  
Ce travail a été pour nous très enrichissant, autant sur le plan professionnel que personnel. 
Professionnellement parce que nous avons appris à prendre du recul vis-à-vis de notre 
pratique et à identifier ses bienfaits ou au contraire ses défauts. Personnellement, car nous 
avons   trouvé   intéressant   de   voir   où   en   sont   les   élèves   par   rapport   à   l’utilisation   de   la  
technologie.   Il   est   en   effet   peu   probable   qu’un   élève   de   notre   contexte   culturel   ne   soit   pas  
confronté à ces moyens de communication. Il est pour nous important de permettre aux élèves 
de  mieux  s’approprier  l’utilisation  de  ces  outils,  car  ils  font  partie  des  attentes de la société. 
Sans une utilisation adéquate, ils   peuvent  devenir  dévastateurs,   autant  pour   l’utilisateur  que  





6.1 Annexes des activités de notre recherche 
6.1.1 Annexe 1 : Activité 12 
Partie 1 
1. Laisserais-tu ta porte de maison grande ouverte ? 
2. Est-ce que tu mettrais des photos personnelles dans un lieu public à la vue de tout le 
monde ? 
3. Dirais-tu à tout le monde où tu vis ? 
4. Est-ce  que  tu  parlerais  à  quelqu’un  que  tu  n’as  jamais  vu  comme  à  un  meilleur  ami ? 
5. Est-ce que tu laisserais un étranger faire des copies de tes photos personnelles ? 
6. Est-ce que tu aimerais que tout le monde puisse regarder dans tes affaires 
personnelles ? 
Partie 2 
7. Est-ce que tu utilises internet pour parler à tes amis ? 
8. Est-ce que tu as ton profil personnel en ligne ? 
9. Est-ce que tu as accepté des gens que tu ne connais pas comme amis ? 
10. Est-ce  que  tu  as  des  photos  sur  ton  profil  que  tu  n’aimerais  pas  que  tes  parents  voient ? 
11. Est-ce que tout le monde peut voir ou obtenir tes photos ? 
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6.1.2 Annexe 2 : Activité 2 
Situation 
Depuis quelques semaines, Simon voit que des messages étranges apparaissent 
dans   sa   messagerie.   Des   messages   qu’il   aurait   envoyés,   mais   dont il ne se 
souvient  pas   les  avoir  écrits.  Au  début,  c’était  des  messages   rigolos  et  gentils.  
Mais récemment, il a remarqué que certains messages étaient méchants et contre 
ses amis. Cette fois, il est certain de ne pas avoir envoyé ces messages. Il 
découvre   avec   horreur   que   ce   n’est   pas   deux   ou   trois   messages,   mais   une  
vingtaine qui ont été écrits.  Dans  la  cour  de  l’école,  ses  amis  sont  devenus  froids  
et  ne  lui  parlent  que  très  rarement.  Il  ne  sait  pas  comment  prouver  que  ce  n’est  
pas  lui  l’auteur. 
Simon se  rappelle  avoir  donné  son  mot  de  passe  à  Julia.  Il  l’aperçoit  avec  Harry  
devant  un  ordinateur.  Lorsque  Simon  se  dirige  vers  eux,  Julia  essaie  d’éteindre  
l’ordinateur  précipitamment. 
 
Est-ce que cette situation te dérange ? 
 oui  non 
Explique brièvement pourquoi. 
 ..................................................................................................................  
 ..................................................................................................................  
Dans cette situation, qui a le rôle… 
x du témoin ? :  ..................................................................................  
x de la victime ? :  ..............................................................................  




Harry est le meilleur ami de Julia. Cette dernière lui a récemment montré son 
nouveau compte e-mail. Elle envoie des messages qui les font bien rire. Certains 
lui   semblent   un   peu   étranges,  mais   il   n’y   fait   pas   attention.   Chaque   semaine,  
Julia   lui   raconte   les   messages   qu’elle   a   envoyés   et   les   réactions   de   leurs  
camarades. Il pense que  c’est    sympa  d’envoyer  des  messages,  même  si  certains  
semblaient un peu méchants. 
Un  jour,  alors  qu’il  était  avec  Julia  devant  l’ordinateur,  Simon  arrive  vers  eux.  Il  
ne   sait   pas   pourquoi  Simon   a   l’air   de   si  mauvaise  humeur.   Julia   était   en   train  
d’écrire  un  mail  à  un  camarade.  Elle  s’est  dépêchée  d’éteindre  l’ordinateur  en  le  
voyant arriver. 
 
Est-ce que cette situation te dérange ? 
 oui  non 
Explique brièvement pourquoi. 
 ..................................................................................................................  
 ..................................................................................................................  
Dans cette situation, qui a le rôle… 
x du témoin ? :  ..................................................................................  
x de la victime ? :  ..............................................................................  






Il y a quelques semaines, Simon a donné à Julia le mot de passe de son E-mail, 
car Julia voulait savoir comment cela marchait :   elle   n’avait   jamais   utilisé de 
mails. Elle a commencé à faire plusieurs tests avec le E-mail de son ami. Elle 
envoyait des messages rigolos à ses camarades. Dans la classe, Marc est très 
grand.  Elle  lui  envoie  un  message  et  lui  dit  qu’il  ressemble  à  une  girafe  avec  une  
photo de  girafe   ridicule.  Elle   a  hâte  de  parler  de   sa  blague   à   l’école.  Marc  va  
sûrement bien rire ! Elle continue à envoyer des messages dans le même genre. 
Un  jour,  lorsqu’elle  écrit  des  messages  avec  Harry,  elle  aperçoit  Simon  qui  vient  
vers elle. Elle ne veut  pas  qu’il  voie  ce  qu’elle  a  écrit.  C’est  personnel,  ce  n’est  
pas pour lui!  
Est-ce que cette situation te dérange ? 
 oui  non 
Explique brièvement pourquoi. 
 ..................................................................................................................  
 ..................................................................................................................  
Dans cette situation, qui a le rôle… 
x du témoin ? :  ..................................................................................  
x de la victime ? :  ..............................................................................  




6.1.3 Annexe 3 : Activité 3 
Situation 
Henri reçoit un soir un SMS d’‛un numéro inconnu sur son 
natel disant : « T’‛es moche ! ». Il n’‛y prête pas attention. Il 
pense que c’‛est un faux numéro.  
Le lendemain, il reçoit du même numéro un autre SMS 
insultant : « T’‛es trop bête !» Il en parle à son meilleur ami, 
Fred. Celui-ci lui dit de laisser tomber et que ce n’‛est pas 
grave.  
Les SMS deviennent de plus en plus fréquents et durs. Cela 
commence à inquiéter Henri. Il y pense souvent, mais se 
demande si c’‛est normal. 
La semaine suivante, plusieurs camarades de classe viennent 
demander à Henri s’‛il va bien, car ils ont remarqué qu’‛il est 
plus distrait et distant que d’‛habitude. 
Il montre à certains camarades les messages qu’‛il a reçus. 




6.1.4 Annexe 4 : Activité 4 
Situation 2 du post-test 
Marie est fâchée,   car   Laetitia   n’a   pas   voulu   l’inviter   à   son  
anniversaire. Un jour, Laetitia oublie son natel dans le parc. 
Marie le reconnaît tout de suite et le récupère. Elle profite de 
cette situation pour donner une bonne leçon à Laetitia. Elle écrit 
un message aux élèves  invités  à  l’anniversaire  pour  annuler  la  
fête. 
 
 1er vote 2ème vote 
La situation est 
OK 
  
Mal  à  l’aise   
Trop loin   









                                                 








6.2 Annexe 6 : Propositions d’activités  non  testées 
Activité 14 
Objectif de la leçon : le but de la leçon est de sensibiliser les élèves à ce que peut ressentir une victime de cyberharcèlement. 
 
 Min Activités Tâches  de  l’enseignant Tâches des élèves Matériels Modalité 
1 5’ Introduction et mise 
en place de la 
discussion 
L’enseignante  donne  le  cadre  de  la  discussion.  Elle  
demande ainsi que tous puissent  
x Être écoutés 
x Prendre la parole 
x Assurer  qu’ils  ne  répèteront  pas  ce  qu’ils  ont  
entendu 
x Être respectés. 
L’enseignante  présente  l’utilité  du  bâton  de  parole : seul 
celui  qui  a  le  bâton  peut  parler  (excepté  l’enseignante). 
Les élèves écoutent 
l’enseignant.  Ils  
prennent en compte les 
règles de discussions 
dites  par  l’enseignante. 
Bâton de parole Collective 
2 10’ Discussion 
préalable à la vidéo 
L’enseignante  pose  différentes questions aux élèves : 
x Qu’aimez-vous faire lorsque vous allez sur 
internet ? 
x Avec qui allez-vous sur internet (seul, avec des 
amis,  votre  famille,  des  adultes…) ? 
x Sur quels types de réseaux sociaux allez-vous et 
qu’aimez-vous faire dessus ? 
x Des images, des mots ou des plaisanteries virtuels 
Les élèves donnent 
leurs avis concernant 
les questions de 
l’enseignante.   
Bâton de parole Collective 
                                                 




peuvent parfois blesser de manière réelle : avez-
vous déjà été témoins ou acteurs de ce genre de 
situation ? 
x Selon vous, comment aider un ami victime de 
moqueries?  Comment  éviter  que  cela  n’arrive  ou  
ne se propage en dehors du cadre virtuel? 
x Que signifie pour vous le mot 
« cyberharcèlement »? 
Une  discussion  entre  pairs  et  l’enseignante  est  donnée.  Il  
est important de mettre en valeur le partage de vécu et non 
le jugement.  
3 2’ Premier visionnage 
de la vidéo 
L’enseignante  projette  sur  le  vidéoprojecteur  le  dessin  
animé de Vinz et Lou « Enquête à plumes »5.  
Les élèves regardent la 
vidéo projetée.  
Vidéo de Vinz et 





4 5’ Résumé et second 
visionnage de la 
vidéo 
Suite  au  premier  visionnage,  l’enseignante  s’assure  de  la  
bonne  compréhension  de  l’histoire  auprès  de  ses  élèves.  
Elle pose des questions de compréhensions.  
Elle donne un second visionnage pour que les élèves 
puissent pleinement comprendre le sens de la vidéo.  
Les élèves résument ce 




Ils regardent une 
seconde fois la vidéo. 
 
Vidéo de Vinz et 





                                                 




5 15’ Analyse de la 
situation 
L’enseignante  avertit  les  élèves  qu’elle  va  passer  des  
séquences de vidéo et questionner les élèves entre deux 
séquences sur les réactions des personnages. 
Extrait numéro 1 : 0 :00-0 :25 
L’enseignante  pose  les  questions  suivantes : 
x Selon vous, pourquoi Paola pleure-t-elle ?  
x Quels sentiments et réactions peut-on avoir dans 
ce genre de situation ?  
x Quelles sont les ressemblances et différences 
entre des moqueries virtuelles et non virtuelles ?  
x Quelles peuvent être les conséquences ? 
Extrait numéro 2 : 0 :25-0 :36 
x Selon  vous,  pourquoi  quelqu’un  a-t-il créé et 
envoyé ce montage ?  
Extrait numéro 3 : 0 :36-0 : 50 
x Que peut-on faire dans ce genre de situations ?  
x Qui est responsable et pourquoi ? (mettre en avant 
durant la discussion que tous sont responsables et 
peuvent agir) 
x À qui peut-on en parler (amis, adultes, famille) ?  
x Quel est le rôle de chacun ? 
x Pourquoi les actes et moqueries touchent-ils plus 
de  monde  lorsqu’ils  sont  réalisés  de  manière  
virtuelle ?  
x Comment peut-on prévenir ce genre de situations  
Les élèves répondent 
aux questions de 
l’enseignante  suite  aux  
différents extraits 
diffusés. 
Vidéo de Vinz et 












Objectif de la leçon : le but de la leçon est de sensibiliser les élèves aux conséquences du cyberharcèlement. 
 
 Min Activités  Tâches  de  l’enseignant   Tâches des élèves Matériels Modalité 
1 2’ Introduction à 
l’activité 
L’enseignante  présente  la  vidéo6 du lien suivant aux élèves. 
https://www.youtube.com/watch?v=cUwqsMVC6WY 
Les élèves regardent la 
vidéo.  
Vidéoprojecteur 
lien de la vidéo, 
ordinateur 
Collective 
2 5’ Retour sur le 
visionnement 
Elle  demande  ensuite  un  retour  sur  ce  qu’ils  ont  vu : 
x comment peut-on résumer ? 
x qu’est-ce qui  s’y  passe ? 
x comment les acteurs se sentent-ils ? 
x est-ce  que  c’est  visible ? 
Les élèves répondent 
aux questions de 
l’enseignante.   
- Collective 
3 15’ Création des 
scénarios 
Demander aux élèves de créer un scénario par groupe de 4 
élèves. Le meilleur scénario sera réalisé en court métrage. 
Indiquer aux élèves que : 
x la vidéo fera environ 3 minutes (des accélérés sont 
possibles) 
x la bande-son peut être narrative, une musique ou faite 
par les acteurs. 
x les effets spéciaux sont limités. 
Les élèves créent un 






de 4 élèves  
                                                 
6 De Boisvilliers, D. (2014, janvier). Cyber Harcèlement en Classe [Vidéo en ligne]. Repéré à https://www.youtube.com/watch?v=cUwqsMVC6WY 
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x Le but du film et de montrer le message que le groupe 
a voulu transmettre.  
4 10’ Propositions 
en plénière des 
scénarios 
L’enseignante   demande   aux   groupes   d’exposer   leur   idée   de  
scénario. Elle gère ensuite le vote anonyme sur papier. Les 
élèves ne peuvent pas voter pour leur propre groupe.  
Les élèves exposent en 
2 à 3 minutes leur idée 
de scénario. Ils 
écrivent le numéro du 
groupe pour lequel ils 
veulent voter.  




5 Maximum 2 
périodes de 
45 minutes 
Création de la 
vidéo. 
L’enseignante   supervise   la   réalisation   du   court  métrage   de   la  
vidéo : 
x Elle  écrit  précisément  le  scénario  avec  l’attribution des 
rôles.  
x Elle  aide  les  élèves  au  niveau  de  l’utilisation  des  
médias. 
Les élèves proposent 
des précisions pour le 
scénario choisi.  
Ils filment des scènes 





6 5’ Finalisation du 
projet 
L’enseignante   se   charge   du  montage   vidéo   qu’elle   présentera  
aux élèves en plénière. Un DVD ou une mise en ligne comme 
la vidéo modèle sont envisageables. Une diffusion publique de 
la vidéo durant la récréation pourrait valoriser le travail 
accompli.  
Les élèves reçoivent 
un lien ou un DVD 
qu’ils  peuvent  montrer  
à leurs proches. 







Objectif de la leçon : le but de la leçon est de sensibiliser les élèves au respect des données personnelles des autres. 
                                                 
7 Tralalere. (2012, janvier). Un blog pour tout dire ? [Vidéo en ligne]. Repéré à http://www.vinzetlou.net/vinz-et-lou-sur-internet/dessins-animes-du-mois 
 Min Activités  Tâches  de  l’enseignant   Tâches des élèves Matériels Modalité 
1 10’ Vidéo et 
QCM 
L’enseignante   distribue   le   QCM   individuel   aux   élèves.  
Elle demande aux élèves de lire le QCM en individuel.  
Elle demande aux élèves de compléter le QCM pendant les 
2 prochains visionnages. 
L’enseignante   montre   deux   fois   la   vidéo 7 
http://www.vinzetlou.net/vinz-et-lou-sur-internet/dessins-
animes-du-mois  aux élèves pour leur donner le temps de 
compléter le QCM. 
Les élèves lisent les 
questions et réponses 
possibles du QCM. Ils le 
complètent en regardant la 
vidéo de Vinz et Lou.  
Ordinateur, 
vidéoprojecteur, vidéo 
de Vinz et Lou, QCM 
Collective et 
individuelle 
2 10’ Discussion 
des réponses 
du QCM 
L’enseignante   corrige   oralement   les   questions   du   QCM.  
Elle   demande   aux   élèves   d’expliquer   les   réponses   des  
questions numéro 1, 3, 5, 7 et 8. Le but est de faire 
comprendre aux élèves sentiments produits par la 
situation.  
Les élèves corrigent le 
questionnaire et discutent en 
plénière des sentiments des 
personnages. 






QCM Vinz et Lou sur internet : un blog pour tout dire ? 
Réponds aux questions suivantes en cochant la /les bonne(s) réponse(s).  
1. Pourquoi Vinz a publié le secret de Lou ?  
 Il voulait lui faire du mal. 
 Il voulait partager sa découverte  avec  d’autres. 
 Il voulait rigoler. 
 
2. Est-ce  que  c’est  une  information  que  Lou  voudrait  partager ? 
 Oui.  Non.  
 
3. Comment les autres enfants ont-ils appris le secret de Lou ? 
 Tout le monde peut aller sur le blog de Vinz. 
 Vinz leur a téléphoné pour leur dire. 
 Ils ont lu le journal de Lou. 
 Lou leur a dit. 
 
4. Quelle a été la réaction des autres enfants concernant le secret de Lou ? 
 Ils étaient tristes pour elle. 
 Ils se moquaient  d’elle. 
 Ils étaient indifférents. 
 Ils parlent derrière son dos. 
 Ils sont fâchés. 
 
5. Quels sont les sentiments de Lou ? 
 Elle est émue. 
 Elle est vexée. 
 Elle est gênée. 
 Elle est triste. 
 Elle est en colère. 
 Elle se sent ridicule. 
 
6. Pourquoi Lou utilise-t-elle un mégaphone pour révéler le secret de Vinz ? 
 Parce  qu’elle  a  une  extinction  de  voix. 
 Pour  que  tout  le  monde  l’entende. 
 Pour faire son intéressante.  
 
7. Pourquoi Lou est-elle vexée ? 
 Vinz a montré le journal intime de Lou à son copain. 
 Vinz  s’est  disputé  avec  Lou. 
 Vinz a publié le journal intime de Lou sur son blog. 
 Vinz a lu le journal intime de Lou avec un mégaphone. 
 
8. Est-ce que tu penses que Lou a bien fait dire le secret de Vinz ? 
 Oui.  Non.
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Corrigé QCM Vinz et Lou sur internet : un blog 
pour tout dire ? 
Réponds aux questions suivantes en cochant la /les bonne(s) réponse(s).  
1. Pourquoi Vinz a publié le secret de Lou ?  
 Il voulait lui faire du mal. 
9 Il  voulait  partager  sa  découverte  avec  d’autres. 
9 Il voulait rigoler. 
 
2. Est-ce  que  c’est  une  information  que  Lou  voudrait  partager ? 
 Oui. 9 Non.  
 
3. Comment les autres enfants ont-ils appris le secret de Lou ? 
9 Tout le monde peut aller sur le blog de Vinz. 
 Vinz leur a téléphoné pour leur dire. 
 Ils ont lu le journal de Lou. 
 Lou leur a dit. 
 
4. Quelle a été la réaction des autres enfants concernant le secret de Lou ? 
 Ils étaient tristes pour elle. 
9 Ils  se  moquaient  d’elle. 
 Ils étaient indifférents. 
9 Ils parlent derrière son dos. 
 Ils sont fâchés. 
 
5. Quels sont les sentiments de Lou ? 
 Elle est émue. 
9 Elle est vexée. 
9 Elle est gênée. 
9 Elle est triste. 
9 Elle est en colère. 
9 Elle se sent ridicule. 
 
6. Pourquoi Lou utilise-t-elle un mégaphone pour révéler le secret de Vinz ? 
 Parce  qu’elle  a  une  extinction  de  voix. 
9 Pour  que  tout  le  monde  l’entende. 
 Pour faire son intéressante.  
 
7. Pourquoi Lou est-elle vexée ? 
 Vinz a montré le journal intime de Lou à son copain. 
 Vinz  s’est  disputé  avec  Lou. 
9 Vinz a publié le journal intime de Lou sur son blog. 
 Vinz a lu le journal intime de Lou avec un mégaphone. 
 





Objectif de la leçon : le  but  de  la  leçon  est  d’apporter  aux  élèves  des  connaissances  sur  les  MITIC. 
 Min Activités  Tâches  de  l’enseignant   Tâches des élèves Matériels Modalité 
1 45’ Jeu de cartes sur 
internet  
L’enseignante   met   à   disposition   la   fiche  
NetLa 8 . Elle demande aux élèves 
d’allumer   l’ordinateur   et   de   suivre   la  
marche à suivre pour jouer au jeu. Elle 
demande aux élèves de faire 2 parties.  
Elle  demande  que   quand   l’élève   a   fini   de  
jouer,   il   appelle   l’élève   suivant   dans   la  
liste de classe. 
L’enseignante reste à disposition pour 
d’autres  questions.   
Allument  l’ordinateur,  suivent  
la marche à suivre, jouent au 
jeu de cartes sur internet. 
Ordinateur, 
connexion internet, 
fiche « NetLa » 
Individuelle 
Il est toutefois possible de commander le jeu de cartes pour 5.- à  l’adresse  suivante : http://www.netla.ch/fr/menu-blau/actuel/formulaire.html. Cela 
permettra  à  l’enseignant-e de  sélectionner  les  connaissances  à  acquérir  ainsi  que  de  permettre  le  jeu  en  groupes  d’élèves.   
                                                 
8 NetLa (http://www.netla.ch/fr/page-daccueil.html) est un site Web suisse proposant des activités en ligne ainsi que du matériel pour les enseignants et parents sur internet. 
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NetLa 













4. Clique sur « Départ M ». 
 
 
5. Sélectionne ta catégorie et 
réponds aux questions en 






Source des images : NetLa. Repéré à  http://www.netla.ch/fr/page-daccueil.html
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Activité 5 
Objectif de la leçon :  le  but  de  la  leçon  est  de  prévenir  un  des  dangers  d’internet : les mauvaises rencontres. 
 Min Activités  Tâches  de  l’enseignant   Tâches des élèves Matériels Modalité 
1 15’ Lecture de la 
situation 
L’enseignante  distribue  la  situation  de  la  fiche  
« Mystérieux rendez-vous9 »aux élèves. Elle lit 
avec les élèves la situation. Elle demande alors 
aux   élèves   de   créer   un  maximum   d’argument  
en individuel. 
Les élèves lisent en plénière 
la  situation  de  l’annexe. 






2 5’ Partage en duo Elle demande après 10 minutes de réflexion 
individuelle de partager et discuter des 
arguments avec leur voisin de table.  
Ils partagent leurs arguments 




En groupes de 
2 
3 10’ Partage en 
plénière 
Après 5 minutes de discussion en binômes, 
l’enseignante   demande   aux   différents   groupes  
de   partager   leurs   arguments.   L’enseignante  
note ces arguments au rétroprojecteur. Elle 
demande aux autres groupes réagir face aux 
arguments proposés.  
Ils exposent puis discutent 







                                                 




Emily2005 : Je vais enfin le rencontrer au bord du lac à 20 
heures ‼ ^^  <3 <3 
 
C’est   le  message   que   tu   as   reçu   de   ton   amie  Emily.  Ça   fait   longtemps  
qu’elle   te   parle   de   ce   garçon   qu’elle   a   rencontré   sur   internet.   Il   se   dit  
ressembler   à   un  mannequin   célèbre.  Elle   t’a   raconté   ce   qu’il   lui   dit   sur  
internet. Tu trouves ça effrayant. Et maintenant elle va le rencontrer ?!  
Il te reste une heure avant le début du rendez-vous pour la convaincre de 
ne pas y aller. Alors, prépare tes arguments ‼  
Écris   sur   les   lignes  suivantes  un  maximum  d’arguments  pouvant   la  
convaincre de ne pas y aller. 
 ...................................................................................................................  
 ...................................................................................................................  
 ...................................................................................................................  
 ...................................................................................................................  
 ...................................................................................................................  
 ...................................................................................................................  
 ...................................................................................................................  
 ...................................................................................................................  
 ...................................................................................................................  
Source : www.kidshealth.org/classroom




Objectif de la leçon :  le  but  de  la  leçon  est  de  comprendre  le  point  de  vue  de  trois  acteurs  et  d’analyser  une  situation  de  harcèlement. 
 Min Tâches de  l’enseignant Tâches des élèves Matériels Modalité 
1 5’ L’enseignante  met   au vidéoprojecteur la page 1 des fiches 
« Kyle et Jack10 ». Elle lit avec la classe la situation. Elle 
s’assure que la situation soit bien comprise avant de passer 
à la suite. 
Les élèves lisent la situation 
avec  l’enseignante. 
Fiches « Kyle et 
Jack », rétroprojecteur 
Collective  
2 10’ Elle crée 3 groupes dans la classe pour les rassembler en 
îlot. Elle distribue un des trois rôles par groupe. Elle 
demande  aux  élèves  d’y  inscrire  leurs réponses débattues et 
proposées au sein du groupe. 
Ils se mettent en groupes et 
répondent aux 3 questions 
qui leur sont posées. 
Fiches « Kyle et Jack » En groupes 
3 10’ L’enseignante demande aux élèves de mettre en commun 
les réponses obtenues. Elle note les idées au rétroprojecteur. 
Elle demande aux élèves de constater les différences de 
points  de  vue  et  d’expliquer  pourquoi  ils  diffèrent. 
Ils partagent leur réponse au 
groupe classe et essaient de 
comprendre les points de vue 
différents. 
Fiches « Kyle et 
Jack », rétroprojecteur 
Collective  
                                                 
10 KidsHealth. (2013). Grades 6 to 8 Personal Health Series :  Online  Safety.  Repéré  à http://classroom.kidshealth.org/6to8/personal/safety/online_safety_cyberbullying.pdf 
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Kyle et Jack 
Kyle et Jack ne se sont jamais aimés. 
Malheureusement, ils ont été depuis leur plus 
tendre enfance dans la même classe.  
 
Maintenant  qu’ils  sont  en  6ème primaire, les regards 
méchants et les moqueries se sont transformés en 
méchants mails, SMS et en rumeurs sur internet.  
 
Plus tôt ce matin, Kyle a découvert une page 
internet appelée « Kyle le tricheur » où Jack et ses 
amis écrivent des mensonges à propos de Kyle. Ils 
ont  dit  qu’il  a  triché  en  classe  et  comment  il  l’a  fait.  
En plus, ils prétendent que Jack a triché lors de son 


















































Prénoms du groupe :____________________________ 
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Camarades de classe 





















Prénoms du groupe :____________________________ 
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6.3 Annexe 7 : Questionnaire internet 
Questionnaire 







1. Vas-tu sur l’‛ordinateur au moins une fois 
par semaine ?   
2. Discutes-tu avec des amis sur internet 
ou sur ton natel ?   
3. As-tu déjà été témoin d’‛insultes ou 
d’‛une dispute entre deux personnes sur 
internet ou sur ton natel ? 
  
4. T’‛es-tu déjà disputé sur internet ou par 
messages (SMS) ?   
5. As-tu déjà mis sur internet ou envoyé 
par message une photo de tes amis sans 
leur demander ? 
  
6. T’‛es-tu déjà connecté sur le compte d’‛un 
proche11 sans qu’‛il ne t’‛ait donné la 
permission? 
  
7. As-tu déjà demandé de l’‛aide après 
avoir vu ou eu une dispute sur internet ? 
  
                                                 
11 Un proche : quelqu’‛un que tu connais bien (famille, très bons amis…). 
•Smiley oui et non: http://pixabay.com/p-150599/?no_redirect 
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9. Vas-tu seul sur l’‛ordinateur ou es-tu surveillé par quelqu’‛un? 
seul surveillé par quelqu'un 
 
10. Vas-tu chercher des informations plutôt dans un livre ou sur 
internet ? 
dans un livre sur internet 
 
11. Si tu as un problème sur internet, à qui parlerais-tu ?  
Tu n’‛es pas obligé de remplir toutes les lacunes. 
x  ___________________  
x  ___________________  
x  ___________________  
x  ____________________ 
x  ____________________ 
x  ____________________ 
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6.4 Annexe 8 : Pré-test 
Questionnaire 
Lis les situations suivantes et colorie le visage correspondant à ton 
ressenti. 
Écris une phrase lorsque c’‛est nécessaire. 
Questions 
1. Pendant la récréation, Thomas et Francis se sont tordus de rire. Ils se 
sont glissés sur la pointe des pieds dans les toilettes des garçons. 
Francis a fait la courte échelle à Thomas de sorte que ce dernier 
puisse regarder par dessus la porte des toilettes où se trouvait Antoine. 
Avec son  natel,  Thomas  a  rapidement  pris  une  photo  d’Antoine  qui   le  
regardait tout gêné sur les toilettes. Thomas envoie immédiatement la 













2. Céline  et  Louise  sont  les  meilleures  amies  du  monde.  Ou  plutôt…  
étaient les meilleures amies du monde ! Car depuis que Louise a 
piqué  le  petit  ami  de  Céline,  c’est  la  guerre  entre  les  deux.  Céline  
a envie de se venger. Quand elles étaient encore amies, Louise 
lui avait confié le mot de passe de sa boîte e-mail. « Bono », 
pfff…  le  nom  de  son  chien.  Céline   l’aurait  même  deviné ! Céline 
se connecte avec le mot de passe « Bono » sur la messagerie de 
Louise. Elle écrit un e-mail au petit ami de Louise, dans lequel 
elle lui dit que leur relation est terminée. Elle y fait la liste de tous 
ses  pires  défauts  et  lui  dit  qu’elle  ne  l’a jamais aimé. Elle signe : 














3. Mélissa  est  fan  d’équitation.  Elle  donne  à  Angélie le mot de passe 
de son blog (page internet) sur les chevaux. Depuis ce jour, 
Angélie vient régulièrement mettre des messages sur le blog de 













4. La   nouvelle   maîtresse   d’allemand,   madame   Hendrickx,   est  
vraiment vache. Elle est super sévère : il est interdit de dire le 
moindre mot, sous peine de se prendre directement une punition. 
Ses tests sont beaucoup trop difficiles et tout le monde est 
toujours en dessous de la moyenne. Une personne de la classe a 
créé une page « Hendrickx la poule allemande » sur un site web. 
Sur le site, des photos truquées de madame Hendrickx et une 
petite  vidéo  où  quelqu’un  l’imite  ont  été  publiées.  Tous  les  élèves  













5. Henri se promène avec son meilleur ami, Jean, au bord du lac à 
Genève.  Henri  se  prend  en  photo  avec  Jean  devant  le  jet  d’eau.  Il  
met cette photo sur internet et indique le nom de son ami. Cette 
photo reçoit beaucoup de commentaires des autres élèves de la 
classe. Plus tard, ils   font  d’autres  photos  ensemble  et  Henri   les  














6. Naima est une fille suisse d’origine turque. Adepte du chant, elle 
est depuis plusieurs années membre du chœur. Après un 
concours, elle est sélectionnée pour représenter la Suisse lors 
d’un   spectacle   international. À présent, elle est harcelée par 
certains membres  du  chœur et ils appellent à la harceler sur les 
forums. Le titre du sujet est « À bas Naima ». L’auteur  appelle  à  
signer  une  pétition  pour  que  Naima  n’aille  pas  au  spectacle, car il 















7. Éline  et  Laura  se  sont  violemment  disputées  aujourd’hui  lors  de  la  
récréation.  Éline  a  traité  Laura  de  tous  les  noms  et  Laura  ne  s’est  
pas   privée   de   lui   répondre.   La   dispute   était   loin   d’être   terminée  
lorsque  la  cloche  de  l’école  a  sonné.  Le  soir,  Laura  se connecte 
sur un réseau social. Moins de deux minutes plus tard, Éline 
commence une discussion. Elle traite à nouveau Laura de tous 

















6.5 Annexe 9 : Post-test 
Questionnaire 
Lis les situations suivantes et colorie le visage correspondant à ton ressenti. 
Écris une phrase lorsque c’‛est nécessaire. 
Questions 
1. Les amis de Jean viennent le visiter chez lui. Par hasard, en cherchant 
des jeux, ils tombent sur une photo de Jean déguisé en fille pour une 
pièce de théâtre. Jean est gêné qu’ils   aient   vu   cette   image   et   leur  
demande de la reposer dans la boîte. Mais, discrètement, ils la gardent 
et  l’envoient  à  tous  leurs  camarades  de  classe,  car  c’est  trop  drôle  pour  














2. Marie   est   fâchée,   car   Laetitia   n’a   pas   voulu   l’inviter   à   son  
anniversaire. Un jour, Laetitia oublie son natel dans le parc. Marie 
le reconnaît tout de suite et le récupère. Elle profite de cette 
situation pour donner une bonne leçon à Laetitia. Elle écrit un 














3. Karim a oublié de dire à Lucas de lui rendre son jeu vidéo. Il 
aimerait  vraiment  y  jouer  ce  soir,  mais  n’a  plus  de  batterie  sur  son  
natel.   Il   est   bien   embêté.   Soudain,   il   aperçoit   Louise   de   l’autre  
côté de la rue. Il court vers elle pour lui emprunter son natel. 
Celle-ci lui demande pourquoi, mais il lui dit que ce  n’est  pas  ses  
affaires et insiste. Pour finir, elle lui prête son téléphone. Karim 
















4. Un   vol   s’est   passé   en   classe :   Catherine   n’a   plus   sa   gomme  
parfumée à la fraise. Elle  a  beaucoup  d’amis  dans  sa  classe  qui  
essaient   de   l’aider   à   retrouver   sa   gomme.  Ses   amis   suspectent  
Élodie, mais celle-ci  dit  que  ce  n’est  pas  elle.  Élodie  a  peu  d’amis  
en   classe,   car   elle   arrivée   en   cours   d’année.   Quelques   jours  
après le vol, une image truquée est mise sur les réseaux sociaux. 













5. Lauriane est trop forte en trucage de photo. Elle a amené ses 
œuvres   en   classe   pour   les   montrer   à   ses   copines.   Sarah   rêve  
depuis   toujours   d’avoir   des   oreilles   de   chats   sur   sa   tête.   Elle  
demande  donc  à  Lauriane  de  lui   faire  une  photo  d’elle  avec  des  
oreilles de chat. Lauriane accepte avec plaisir.Une semaine 
après,   l’image  est  une  réussite.  Sarah,  toute  contente,  demande  














6. Denis  n’est  pas  très  apprécié  dans  sa  classe.  Il  a  toujours  eu  du  
mal à se faire des amis. Pour un camp, il a dû donner son 
numéro de natel pour constituer une liste qui a été distribuée à 
toute la classe. Juste avant le camp, il reçoit des messages de 
numéros inconnus. Par exemple : « T’es  trop  nul », « On ne veut 














7. José a eu un 2 en français. Valentin, lui, a eu un 6 et en est 
tellement  fier  qu’il  s’en  vante  auprès  de  José. Il lui dit que le test 
était   trop   simple  et   qu’il   faut   juste  être   stupide  pour   avoir   fait   2.  
José  repart   très   fâché  et   triste  chez   lui.  Lorsqu’il  est  devant  son  
ordinateur, Valentin le contacte et continue à se moquer de lui. 
Après   quelques  messages,   José   s’énerve   et   promet   à   Valentin  
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Suite à diverses expériences personnelles et professionnelles liées à la cyberviolence, 
nous trouvions intéressant de nous pencher   sur   ce   sujet   d’actualité.   Voyant les 
technologies évoluer à grands pas et apparaître précocement dans nos classes de stage, 
notre but principal était de prévenir la cyberviolence par des activités visant le 
développement   de   l’empathie.   Bien   que   le   Plan   d’études   Romand   demande   aux  
enseignant-e-s de travailler la prévention des cyberdangers dès le cycle II, le matériel 
pédagogique pour les élèves de 5ème et 6ème Harmos (8 à 10 ans) est encore peu 
développé. Pour pallier cela, nous avons produit un inventaire de dix activités que 
nous pensions adaptées aux degrés primaires. Nous en avons sélectionné quatre en 
fonction des besoins de nos élèves afin de les tester et de les analyser au sein de nos 
classes de stage.  
Notre question de recherche est la suivante : « Quels sont les effets produits par une 
séquence didactique de prévention contre la cyberviolence sur la sensibilité à la 
cyberviolence des élèves de 5ème et 6ème Harmos ? » 
Nous   avons   remarqué   que   beaucoup   d’activités   de   prévention   portaient   sur   la  
protection   de   l’élève   considéré   comme   victime   et   non   sur   l’élève producteur de 
violence. Nous trouvions ce dernier point intéressant à soulever, car pour nous la 
prévention doit agir à la source du problème. Nous nous sommes donc penchées sur la 
sensibilisation   de   l’élève   potentiellement   agresseur   afin   qu’il   ne   passe   pas   à   l’acte.  
Durant  notre  étude,  nous  avons  constaté  que  beaucoup  d’élèves  ne  sont  pas  conscients 
qu’ils  font  du  mal  à  autrui,  pensant  que  cela  est  un  jeu.  Nous  voulions  au travers de 
différentes   situations   développer   leur   capacité   d’empathie   et   ainsi   leur permettre de 
mesurer les conséquences de leurs actes.  
À travers ce mémoire nous vous offrons différentes activités pédagogiques de 
prévention de la cyberviolence adaptées aux 5ème et 6ème Harmos.  
 
Mots-clés : cyberviolence – prévention – empathie – 5ème et 6ème Harmos – limite 
entre le jeu et la violence – TIC 
