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ABSTRAK 
Sebagian besar penjelajah internet masih belum menyadari bahwa 
berbagai informasi bisa didapat dari internet bahkan yang sifatnya rahasia 
sekalipun dengan memanfaatkan berbagai media pengolah internet. Dalam hal ini, 
search engine google menjadi salah satu pilihan yang tepat. Sebagian orang 
tertentu dapat melakukan exploitasi informasi dengan trik tertentu memanfaatkan 
search engine. Google hack adalah suatu aktivitas hacking yang menggunakan 
Google sebagai medianya. Aktivitas menjelajah internet menggunakan Google 
dengan menerapkan metode pencarian yang tidak biasa sengaja dilakukan dalam 
mendapatkan informasi yang lebih rinci ataupun terlarang.  
Informasi apapun akan didapat jika penanganan security suatu website 
buruk. Kerentanan dalam website security dapat ditemukan melalui hacking 
google, teknik yang diterapkan pada mesin pencari oleh penjahat komputer, 
pencuri identitas, dan bahkan teroris untuk mengungkap informasi. Semakin 
banyak celah security, maka semakin banyak pula informasi yang bocor dan 
terpapar. Umumnya celah security ini tidak tampak begitu saja sebelum tindakan 
penetration terjadi. Aktifitas penetrasi terhadap suatu website akan memanfaatkan 
celah yang tidak terproteksi tersebut. Salah satu tindakan yang tepat dalam 
mengamankan website adalah meminimalkan celah security. Penetration testing 
adalah solusi yang tepat dalam mengenali celah security yang ada. Berbagai celah 
security yang terungkap dapat sesegera mungkin diatasi oleh pembuat website 
sebagai upaya mengamankan sejumlah informasi. 
Dengan adanya penetration testing dapat mengungkap kelemahan sebuah 
website. Hasil dari penetrasi yang dilakukan akan berupa status error pada 
website. Pada status inilah kelemahan website dapat terungkap. Dengan begitu 
penetration testing memberikan hasil sesuai yang diharapkan saat selesai 
mencoba penetrasi menggunakan extensions google chrome. 
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BAB I 
PENDAHULUAN 
 
1.1. Latar Belakang 
Dunia internet merupakan pusat informasi yang luas dan bisa diakses 
dengan media halaman web atau website yang ditampilkan dalam internet. Segala 
bentuk kandungan informasi seperti berita, hiburan bahkan informasi pribadi dan 
rahasia pun dapat terpapar dalam dunia internet. Namun rata-rata data yang 
bersifat privasi memang tidak pernah ditampilkan secara langsung oleh penyedia 
infomasi.  Sebuah website akan menampilkan informasi seperlunya saja sesuai 
tujuan lembaga/instansi dari yang bersangkutan. 
Sejumlah informasi dalam website tidak sepenuhnya ditampilkan dengan 
adanya alasan privasi. Sebagian data dan informasi sengaja dirahasiakan karena 
keberadaanya hanya boleh diketahui seseorang yang memang terkait saja. 
Membatasi informasi seperti itu merupakan tindak pencegahan agar informasi 
yang penting tidak akan disalahgunakan. Salah satu contohnya adalah informasi 
rekening nasabah dari suatu bank akan bersifat sangat rahasia dan hanya nasabah 
sendiri yang diperbolehkan mengetahui nomor pin dari rekeningnya. 
Terdapat pihak tertentu yang sengaja mendapatkan informasi rahasia 
dengan cara paksa meskipun sebenarnya pihak tersebut tidak berhak akan 
informasi tersebut. Umumnya pihak ini berusaha mencari celah keamanan dari 
sebuah website. Celah ini akan dimanfaatkan mereka dalam mendapatkan 
informasi rahasia yang mereka inginkan. Mereka membutuhkan informasi ini 
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dengan berbagai alasan seperti untuk mencari keuntungan financial, merusak 
nama baik sebuah perusahaan, dan berbagai macam alasan yang umunya bersifat 
negatif. Celah keamanan sekecil apapun dapat dimanfaatkan dalam mendapatkan 
informasi tersebut. 
Keamanan merupakan hal penting bagi sebuah website. Sebuah website 
dapat dikatakan aman saat informasi rahasia tidak bocor kepada pihak luar. 
Keamanan sebuah website dapat terwujud dengan mempersempit celah yang ada. 
Celah yang biasa menjadi incaran biasanya memiliki ciri khas tertentu yang mana 
bila di exploitasi akan memunculkan seperti pesan error tertentu.  
Website yang minim error juga minim celah keamanannya. Umumnya 
keamanan adalah menjadi faktor penting bagi developer website. Keamanan dapat 
tercipta setelah melewati serangkaian tahapan testing dalam menghilangkan bug 
sebuah program.Testing menjadi hal utama dalam mendeteksi celah yang ada. 
Oleh karena itu penetration testing (uji coba penyerangan) sangat diperlukan. 
Dengan adanya testing maka developer website bisa mengetahui beberapa bagian 
yang berpotensi diserang sehingga developer website dapat dengan segera 
menentukan solusi yang sesuai. 
Berdasarkan permasalahan tersebut diatas maka diperlukan alat bantu 
(tools) dalam melakukan testing untuk mendeteksi celah yang ada. Tools ini harus 
bisa menunjuk ke address tertentu. Dengan adanya tool ini maka pendeteksian 
akan praktis dilakukan. Mengingat dalam pengaksesan website tidak lepas dari 
penggunaan browser maka dari itu akan sangat tepat bilamana tool tersebut sudah 
include dalam fitur browser. Dengan demikian judul “Implementasi Google Hack 
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For Penetration Testing Sebagai Add Ons Google Chrome “ sengaja di angkat demi 
mengatasi permasalahan diatas. 
 
1.2. Perumusan Masalah 
Dari latar belakang di atas, maka dapat di ambil permasalahan yaitu :  
a. Bagaimana merancang dan membangun sistem untuk melakukan 
penetration testing secara langsung pada suatu website tertentu. 
b. Bagaimana cara penempatan sistem yang mampu disertakan dalam 
browser. 
c. Jenis-jenis penetration testing apa yang dapat dilakukan. 
 
1.3. Batasan Masalah 
Untuk lebih memfokuskan pada permasalahan, maka sistem yang akan 
dibuat nantinya akan dibatasi pada :  
a. Tools penetration testing  hanya berjalan pada browser google chrome.. 
b. Hasil penetration testing  berupa pesan kesalahan tertentu. 
c. Add-ons (extentions)  hanya digunakan dalam hal penetration testing. 
d. Extensions hanya menyediakan 3 kategori penetration testing yaitu File 
Password, Error Message dan  Username Password 
 
1.4. Tujuan  
Tujuan  penulisan skripsi ini adalah implementasi beberapa tahapan testing 
yang berguna dalam mendeteksi celah keamanan. 
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1.5.  Manfaat 
Manfaatnya adalah bisa membantu dalam pendeteksian celah keamanan 
sebuah website sehingga akan dimungkinkan untuk memantau keamanannya dari 
beberapa segi tertentu. 
 
1.6. Metodologi Penelitian 
 Langkah-langkah yang ditempuh untuk keperluan pembuatan tugas akhir 
ini antara lain: 
a. Studi Literatur 
Mendapatkan beberapa informasi dan dasar teori baik dari buku, internet, 
maupun sumber-sumber yang lainnya yang terkait dengan judul penelitian 
ini.  
b. Pengumpulan dan Analisa Data 
 Pengumpulan data dilakukan dengan cara: observasi, identifikasi dan 
klasifikasi melalui studi literatur. Dari pengumpulan data tersebut, 
dilakukan analisa data yaitu melakukan uji coba penetration testing 
c. Rancang – Bangun Sistem 
Pada tahap ini dilakukan penerapan konsep penetration testing ke dalam 
bentuk add-ons google chrome dengan melakukan beberapa desain 
interface beserta alur program yang sesuai dengan tahapan testing. 
d. Uji Coba dan Evaluasi Sistem 
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Pada tahap ini dilakukan uji coba terhadap sistem yang telah dibangun, 
apakah sudah sesuai dengan yang diharapkan. 
e. Dokumentasi  
Pada tahap ini dilakukan pembuatan laporan mulai dari studi literatur 
sampai dengan implementasi, serta penarikan kesimpulan dan saran. 
 
1.7. Sistematika Penulisan  
 Penulisan serta pembahasan tugas akhir ini dibagi menjadi enam bab 
dengan sistematika sebagai berikut : 
BAB I  : PENDAHULUAN 
Bab ini berisi tentang  latar belakang, rumusan masalah, 
batasan masalah, tujuan dan manfaat, metode penelitian dan 
sistematika penulisan. 
BAB II  : TINJAUAN PUSTAKA 
Pada bab ini membahas tentang teori-teori dasar yang 
mendukung penelitian ini. 
BAB III  : ANALISIS DAN PERANCANGAN SISTEM 
Pada bab ini membahas mengenai analisis kebutuhan yang 
diperlukan untuk mengatasi permasalahan tersebut. 
BAB IV  : IMPLEMENTASI 
Pada bab ini berisi tentang hasil dari perancangan sistem 
yang telah dibuat, yang meliputi penerapan alur dan apa 
saja yang dibutuhkan untuk menjalankan aplikasi ini. 
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BAB V  : UJI COBA DAN EVALUASI  
Pada bab ini berisi penjelasan tentang hasil uji coba aplikasi 
dan evaluasinya. 
      BAB VI             : PENUTUP 
                                    Pada bab ini berisi tentang kesimpulan  dan saran. 
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