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Existeixen entre els cossos de seguretat i emergències, avui dia, diferències significatives entre 
els seus protocols d’actuació i els procediments que segueixen, limitat accés a la documentació 
d’una emergència gestionada de forma conjunta i inexistència d’una coordinació unitària en 
emergències ordinàries. Per aquest motiu, s’ha posat de manifest la necessitat de millorar els 
serveis de Gestió d’Emergències. Els ciutadans demanen, cada cop més, un servei de millor 
qualitat i una velocitat d’actuació més ràpida tant front a petites emergències com front a 
grans catàstrofes.  
L’objectiu de millorar el servei de Gestió d’Emergències constitueix la base d’aquest projecte, 
per tal de garantir una atenció i resposta adequades de les trucades 112 que es produeixin i 
assegurar una actuació ràpida, ordenada i eficaç dels serveis d’emergència requerits.  
Un dels aspectes clau per la millora del servei és l’establiment d’un Centre de Coordinació 
d’Emergències a Catalunya que unifiqui a tots els cossos, agrupant els processos d’atenció i 
despatx de trucades 112 realitzades pels ciutadans dins de l’àmbit territorial d’actuació del 
centre, mobilització i coordinació d’emergències.   
Però tots aquests objectius no es podrien assolir sense una forta aposta per la tecnologia més 
avançada, establint integracions entre sistemes i facilitant la interoperabilitat.  
Al llarg del projecte ens endinsarem en la definició d’un nou mòdul de gestió d’emergències 
comú per a tots els cossos, que integrarà les comunicacions (comunicacions de veu unificades, 
TETRA, correu electrònic...) i el posicionament GIS de tots ells. Com a sistemes complementaris 
i totalment integrats amb el mòdul nucli de la solució, que proporcionaran un valor diferencial 
al servei de gestió d’emergències, presentarem:  un sistema col·laboratiu de visualització  
d’imatges de vídeo, l’arquitectura d’audiovisuals del centre, funcionalitat de lectura de 
matrícules, solució de compartició dinàmica d’escriptoris de gestors d’emergències, sistemes 
d’avisos a la població (sirenes d’avís acústic, enviament de missatges SMS, panells de 
missatges variables i trucades massives a la població), sistema de videoconferència, així com 
desplegaments especials per aquells casos en que s’hagi de traslladar un Centre de 
Comandament Avançat situat a prop de l’emergència.  
Finalment, es conclourà el projecte amb la visió més tècnica de la solució, presentant 
l’equipament que recolza cada sistema. Degut a la criticitat d’un sistema com aquest, es 
presenten arquitectures en alta disponibilitat, escalables, modulars i segures.    
Aquest Centre d’Emergències Avançat, amb els sistemes tecnològicament punters que es 
presenten al llarg del projecte, permetrà una gestió integrada de les emergències, compartir 
informació de forma ràpida, gestionar de forma òptima els temps de resposta i una millor 
supervisió de la coordinació, estant preparat tant per esdeveniments ordinaris com per 
esdeveniments extraordinaris.  
 






El telèfon 112 és el servei d’atenció de trucades d’urgència a Catalunya i a tot el territori 
europeu, amb resposta immediata les 24 hores del dia. Els ciutadans poden requerir, a través 
d’una trucada i en casos d’urgent necessitat, l’assistència dels serveis públics competents en 
matèria d’atenció d’urgències sanitàries, d’emergències ambientals, d’extinció d’incendis i 
salvament, i de seguretat ciutadana, amb la coordinació de protecció civil, si escau, dels serveis 
corresponents.  
L’objectiu del mòdul 112 nucli d’aquest document serà facilitar i propiciar la coordinació de 
tots els serveis i recursos operatius, fomentant  la col·laboració i l’intercanvi d’informació, per  
aconseguir una resposta ràpida,  proporcionada i adequada a cadascuna de les demandes 
d’atenció que es rebin per mitjà del 112. 
El servei del 112 ha de realitzar les següents funcions: 
a) Rebre i atendre les trucades d’urgència al número telefònic d’emergències únic 
europeu 112 fetes per la ciutadania en el territori de Catalunya.  
b) Conèixer l’estat dels recursos de les diverses administracions i entitats per a atendre i 
resoldre una emergència.  
c) Identificar, tractar i avaluar les trucades rebudes al número 112, segons la urgència o 
el tipus d’incident.  
d) Transmetre el requeriment d’assistència als serveis que tinguin la competència per a 
prestar-la materialment i contribuir, si escau, a la coordinació dels esmentats serveis 
activant la prestació d’auxili més adequada en cada cas i assignant prioritats en funció 
del tipus de demanda.  
e) Fer un seguiment de cadascuna de les respostes a les emergències, perquè cada sector 
implicat conegui l’activitat i les iniciatives que els altres sectors responsables han dut a 
terme per resoldre-les. 
f) Rebre informació dels òrgans, les administracions o les entitats que intervinguin en la 
prestació material de l’assistència i tractar la informació rebuda.  
g) Mantenir actualitzades les bases de dades i determinar els procediments de 
comunicació i els protocols d’actuació necessaris per a desenvolupar l’activitat del 
servei.  
h) Efectuar controls de qualitat i analitzar les actuacions del servei amb la finalitat de 
millorar i optimitzar els recursos propis.  
Amb tots aquests objectius com a fita, es construeix la base del mòdul 112. El Centre  
d’Emergències es constitueix com l’estructura física i el sistema de serveis en el qual s’han de 
localitzar els recursos humans, els mitjans materials i tecnològics, i també el conjunt de bases 
de dades, procediments de comunicació i protocols d’actuació  necessaris per al correcte 
funcionament del servei públic d’atenció de trucades. 




3. Situació i problemàtica actual de la gestió d’emergències 
 
Quan un ciutadà truca al 112 des de qualsevol punt de Catalunya, la trucada s’adreça a la sala 
del 112 corresponent en funció del territori. Fins fa poc, existien dues sales 112 a Catalunya, 
una que donava cobertura a tota la província de Tarragona i Terres de l’Ebre i una altra per la 
resta del territori català. Fa pocs mesos s’ha inaugurat el Centre d’Atenció i Gestió de Trucades 
d’Urgència 112 Catalunya a Reus (CAGTU 112 Reus), que assolirà el 45% de les trucades 
d’urgència del territori català, però està preparat per absorbir totes en cas de necessitat. 
Actualment, es troba en fase de projecte la construcció del CAGTU 112 Barcelona. Amb la 
construcció d’aquest nou centre es garantirà la continuïtat del servei, ja que cadascun dels 
centres podrà assumir la totalitat de l’activitat en cas de caiguda de l’altre.  
L’operador del 112 que gestiona la trucada, recull les dades bàsiques de l’emergència seguint 
una sèrie de  protocols i procediments establerts: informació relativa a la localització de la 
trucada, la tipologia de l’emergència, la ubicació de la mateixa i altres dades importants per la 
gestió de l’incident: persones afectades, vehicles implicats, etc. En funció d’aquestes dades, es 
tipifica l’incident i s’alerta al o als serveis operatius competents per resoldre l’emergència que 
són els que mobilitzen els recursos corresponents.  
Per fer aquesta tasca, el 112 Catalunya va acordar amb els cossos operatius participants en 
l’emergència els protocols i tipificacions a seguir en cada cas, que són els que aplica 
l’operador/a per atendre les trucades.  
Figura 1: Gestió actual de les emergències 
Com es deriva de l’esquema presentat, la gestió d’una emergència es duu a terme en tres fases 
diferenciades: 
 Gestió de la demanda: Es realitza al Centre d’Atenció i Gestió de Trucades d’Urgències 
112. Per tal d’assegurar una atenció de qualitat amb les persones que fan les trucades i 




en relació al tema que es planteja, cal que el personal estigui ben preparat per captar 
el problema que exposen i sàpiga derivar la trucada al centre o centres gestors 
(ambulàncies, policia, bombers, etc.) que hauran de resoldre l’emergència.  
Una vegada l’operador decideix a quins centres gestors traslladar la informació, ho fa 
de forma manual, habitualment mitjançant comunicacions de veu. Per tant, els cossos 
gestors de les emergències només disposen de la informació que l’operador li 
trasllada, sense documentació associada.  
 Gestió dels recursos: Els cossos implicats en una emergència destinen els efectius que 
creguin necessaris per aquesta, seguint el seu flux de treball habitual. És l’operador del  
112 qui els hi comunica quins són els altres cossos implicats en l’emergència, per tal de 
que cada sector conegui les iniciatives dutes per altres cossos. Per coordinar-se entre 
ells, hauran d’establir fluxos de comunicació unitaris. Això sovint comporta certa 
desorganització degut a que no existeix una coordinació unitària de l’emergència tant 
en el que fa referència a persones implicades com a la informació obtinguda per cada 
cos desplaçat.  
 Coordinació: Aquesta diferenciació de gestions, també dificulta el seguiment de la 
incidència des d’un punt central. Només en cas d’activació d’un pla d’emergència per 
part de Protecció Civil, responsables de cada cos es traslladen al CECAT de Passeig Sant 
Joan, i ara també a la sala CECAT del nou centre 112 de Reus, per seguir de forma 
conjunta l’operativa. En incidències de menor grau això no succeeix, realitzant-se la 
coordinació en mode local entre cossos.  
L’aplicació informàtica amb la que treballa el 112 Catalunya, es tracta d’una plataforma 
tecnològica dissenyada per la Generalitat de Catalunya que té integrada la telefonia, la 
cartografia i els protocols d’actuació.  
 
Figura 2: Aplicació actual de Gestió d’Incidències del 112 
Aquesta aplicació informàtica té una sèrie de mancances, que cobrirem amb la definició d’un 
nou mòdul 112 que inclourà,  per exemple:  
 Automatització de tasques.  
 Alt nivell d’integració amb comunicacions de veu, dades (SMS, correu electrònic,...) i 
ràdio TETRA. 
 Integració de documentació.  




 Relació i intercanvi d’informació amb els Centres de Control existents i els seus 
sistemes. 
 Accés des d’institucions, entitats col·laboradores... com per exemple, un Centre de 
Comandament Avançat  situat  prop de l’emergència.  
 Sistema SIG i posicionament de flotes GPS global, amb integració de totes les 
funcionalitats geogràfiques de tots els agents d’emergències suportant les 
funcionalitats de posicionament de flotes de tots ells.  
 Interfície de comunicacions i intercanvi d’informació.  
 Gestió d’actuacions tancades i històrics.  
 Repositori d’informacions d’interès, que faciliti el registre i consulta de dades 
actualment disperses (aigües, mesures mediambientals, nivells de risc d’incendi...). 
A més de les mancances detectades, per la gestió del cicle d’una incidència existeix, per cada 
cos, una sèrie de software especialitzat i habitualment propietari. Això fa especialment difícil la 
integració entre sistemes, dificultant l’intercanvi de dades entre cossos o organismes. 
Com s’ha raonat anteriorment, dins de la gestió d’una incidència és especialment important 
l’intercanvi d’informació i, malgrat les diferències en els procediments d’actuació de cadascun 
dels cossos, existeixen unes necessitats comuns: 
1.  Identificar una necessitat d’actuació.  
2. Valorar la necessitat d’actuació.  
3. Assignar recursos.  
4. Fer un seguiment de l’actuació en curs.  
5. Informar sobre l’actuació.  
6. Analitzar les dades per prendre decisions correctes.  
7. Obtenir dades provinents d’altres entitats alienes als cossos que típicament intervenen 
en la resolució d’una incidència.  
Totes aquestes necessitats seran cobertes amb el disseny del mòdul de gestió i dels diferents 
sistemes que s’exposaran al llarg del projecte. En relació al setè punt, és important detallar 
quins són els cossos que actualment intervenen en la resolució d’emergències dintre del 
territori català: 
  Bombers 
 Mossos d’Esquadra 
 Policia Local 
 Protecció Civil 
 Servei Emergències Mèdiques (SEM) 
 Cos d’agents rurals 
 Guàrdia Urbana 
Així com les entitats que poden contribuir amb informació durant la gestió i prevenció 
d’emergències aportant informació en cas de que sigui necessari: 
 Servei Català del Trànsit 
 Conselleria de Política Territorial i Obres Públiques 




 Agència Catalana de l’Aigua 
 Servei Meteorològic 
 Institut Català del Sòl 
 Sistema de Control de Radiació d’Indústria  




4. Punts de millora  
 
Segons tot el que s’ha exposat anteriorment, neix la necessitat de millorar el servei de Gestió 
d’Emergències. Les característiques que han de complir les infraestructures de comunicacions i 
gestió d’emergències fan imprescindible la utilització de les darreres tecnologies per respondre 
a les necessitats dels ciutadans de la forma més adient.  
De manera més concreta, les característiques més importants respecte a l’arquitectura del 
sistema de gestió d’emergències  concebut són: 
 
Alta Disponibilitat – Tolerància a fallides: 
 
 L’atenció a les emergències ha d’estar disponible en tot moment, 24 hores al dia i 365 
dies l’any. Ha de ser capaç de funcionar tot i que puguin fallar alguns dels seus 
components. Per aquest motiu, és necessari disposar de redundància en els 
components crítics, i tenir la intel·ligència del sistema distribuïda per tota la xarxa.  
 
Escalabilitat i Modularitat: 
 
 El sistema és modular per permetre l’adaptació a les diferents necessitats dels 
diferents serveis d’emergències. D’aquesta forma es permet als diferents organismes 
públics adaptar el sistema a les necessitats tecnològiques de cadascun.  




 Les comunicacions són l’element bàsic en els moments de crisi per a la resolució ràpida 
de les emergències, per aquest motiu el mitjà de transport per la veu i les dades, ha de 
ser transparent per l’agent o l’operador que està resolent una emergència. 
 El sistema integra qualsevol tipus de medi de comunicació amb els altres, telefonia IP o 




 Degut a la importància crítica del sistema és imprescindible que aquest presenti un 
nivell alt de seguretat. Tant les dades com les comunicacions d’àudio tindran la 
màxima seguretat (xifrat, certificats digitals, etc. ).  
En referència al centre d’emergències, aquest facilitarà un espai comú i una estructura de 
coordinació i d'interacció dels diversos serveis, cossos operatius i agències que intervenen en 
els processos de gestió de l'emergència i la protecció civil en el territori de Catalunya, per mitjà 
de protocols i procediments comuns que garanteixin la gestió més acurada i ràpida possible de 
les emergències. 
 









Figura 3: Diagrama blocs del projecte 
Centres de Coordinació: Establiment de fluxos de comunicació entre el Centre d’Emergències i 
altres organismes (Servei Català del Trànsit, dependències de cossos de seguretat, Centres de 
Comandament Avançat...), permetent l’accés remot al sistema. Així, s’obté informació sobre 
l’estat de l’emergència de forma ràpida i dinàmica, permetent a altres cossos consultar o 
aportar informació sobre la mateixa, en un esforç comú per la coordinació i la integració.  
Sistemes: Sistemes que fan possible la integració i la interoperabilitat, sent la base del sistema 
el mòdul de gestió d’emergències sobre el qual pivoten els altres. S’inclou també el disseny 
d’altres sistemes avançats que aporten un valor diferencial a la gestió d’emergències, com per 
exemple: sistemes d’avisos a la població i avisos acústics, sistema de gestió de panells de 
missatgeria variable, sistema de lectura de matrícules i el desplegament de vehicles de 
comandament avançat i no tripulats.  
Comunicacions: Sistemes de comunicacions que fan possible la transferència ràpida i fiable 
d’informació entre cossos i el propi Centre d’Emergències. Les comunicacions es troben 
totalment integrades dins de l’aplicació de Gestió d’Emergències de manera que es poden 
gestionar múltiples sistemes des d’una interfície única.  
Vídeo gestió: Gestió unificada i col·laborativa de la visualització de les imatges que arriben al 
Centre d’Emergències, ja siguin imatges fixes del Servei Català del Trànsit, de l’helicòpter o de 
noves càmeres desplegades en àrees d’interès.  
Al llarg d’aquest document ens endinsarem en cadascun d’aquests blocs, donant una solució 
tècnica global i mostrant el grau d’integració que aquests presenten. 
Un altre punt a destacar és que aquest Centre d’Emergències es concep per agrupar tots els 
cossos representatius de la gestió de les emergències dins de l’àmbit de Catalunya. Els cossos 
implicats a la gestió de les emergències seran els operadors del 112 que reben les trucades de 
primer nivell, els Bombers de la Generalitat, el Cos de Mossos d’Esquadra, els tècnics de 
Protecció Civil, Operadors del SEM i una base d’ambulàncies, els tècnics del Centre de 
Coordinació Operativa de Catalunya (CECAT), Cos d’Agents Forestals i Policia Local.  
Cadascun d’aquests cossos tindrà els seus espais dedicats per la seva gestió independent, amb 
aplicacions propietàries de cada cos, però amb una integració total amb el mòdul de gestió 
d’incidències per tal de garantir la interoperabilitat entre ells.  





Figura 4: Render Centre d’Emergències 
 
Figura 5: Render Centre d’Emergències 
 
Figura 6: Render Centre d’Emergències 








Al llarg d’aquest apartat, que constitueix pràcticament la totalitat del projecte,  es  defineixen i 
s’analitzen tots els sistemes i les plataformes tecnològiques proposades per al Centre 
d’Emergències. S’emfatitzen tant  els aspectes funcionals com les bases tècniques en les que es 
sustenten les plataformes.  
Es comença presentant el model de gestió d’incidències que defineix les bases establertes per 
la gestió d’emergències, la integració entre els diferents sistemes, així com les relacions 
existents entre ells, per posteriorment analitzar-los en profunditat. 
 
5.2. Model de gestió d’incidències 
 
La gestió de les emergències es defineix en base als següents aspectes: 
 Atenció de la demanda: 
 Obtenir la màxima informació útil per a la gestió de l’emergència, en especial 
sobre la localització i la naturalesa de la mateixa.  
 
 Gestió de recursos 
 Mobilització dels recursos operatius adequats a la naturalesa i ubicació de 
l’emergència definits a partir de les eines d’ajuda a la presa de decisions i els 
protocols establerts.  
 Gestió específica dels recursos per part dels gestors de recursos corresponents 
en funció del tipus d’emergència.  
 
 Seguiment de les intervencions 
 Coneixement de la situació i estat de cadascun dels serveis involucrats en un 
incident o emergència.  
 Disposar d’informació actualitzada per a la presa de decisions, informació i 
avisos a la població. 
 
 Integració  entre les plataformes informàtiques i de comunicacions del Centre 
d’Emergències i els sistemes d’informació d’altres agents del sector d’emergències.  
 
 Arquitectura de sistemes basada en criteris d’alta disponibilitat, capacitat de 
creixement, rendiment i altes prestacions. 
 
 Comunicació en el lloc de treball dels sistemes de comunicació existents:  
 Comunicacions de veu fixa i mòbil. 
 Comunicacions via SMS, correu electrònic i fax.  




 Comunicacions TETRA.  
 Videoconferència.  
 
 Integració i intercanvi d’informació amb altres aplicacions i sistemes externs (com 
vídeo gestió).  
 
 Recepció d’avisos, localització d’incidents, ajuts a la presa de decisions, gestió de 
recursos, automatització de tasques, definició i gestió d’alarmes, gestió d’estadístiques 
i elaboració d’informes.  
 
 Automatització de totes les actuacions relacionades amb l’establiment de contactes: 
realització de trucades, enviament de fax i correus, enviament de missatgeria SMS... 
 
 Flexibilitat front canvis i incorporacions de nous protocols d’actuació.  
Per cobrir tots i cadascun dels aspectes exposats, el mòdul de gestió d’emergències encarregat 
d’establir els procediments adients en cada cas, haurà d’assolir un alt nivell d’integració amb 
els diferents recursos necessaris (comunicacions, plataformes IT, informació geogràfica, etc.). 
Al següent esquema de nodes es mostra la integració entre la aplicació de Gestió 
d’Emergències i altres sistemes objecte d’aquest projecte. La integració d’aquests es realitzarà 
a través de les APIs o dels SDK propis de cada fabricant.  
 
Figura 7: Esquema de nodes d’integració entre sistemes 




L’enviament de correus electrònics i faxos, l’establiment de comunicacions de veu telefòniques 
o  TETRA, el seguiment de les flotes gràcies a la tecnologia SDS de TETRA, la cartografia GIS i els 
avisos a la població (trucades massives o missatges SMS) estaran totalment integrats dintre de 
la interfície gràfica del mòdul de gestió d’emergències.  
Per altra banda, la cartografia GIS s’integrarà amb la plataforma de vídeo gestió, permetent 
seleccionar una càmera directament sobre la cartografia i visualitzant la imatge provinent 
d’aquesta a l’aplicació client de visualització. Per altra banda, aquesta plataforma ens 
permetrà un control de la visualització plenament col·laborativa a tot el centre, permetent  la 
modificació en temps real de les fonts de vídeo a visualitzar a videowalls, LCD-Walls i pantalles, 
tant en el Centre d’Emergències com a altres centres implicats.  
Com es pot observar a l’esquema de nodes, als elements audiovisuals i a les aplicacions client 
de la plataforma de vídeo gestió també es poden visualitzar els escriptoris d’operadors en 
xarxa, facilitant l’entorn col·laboratiu abans esmentat.  
La funcionalitat de lectura de matrícules estarà també integrada, permetent disposar 
d’imatges de vídeo en viu i lectures de matrícula en una mateixa interfície d’usuari. Això ens 
permetrà, per exemple, identificar de forma immediata el titular d’un vehicle, la seva 
informació de contacte i llençar un procediment concret en funció del tipus d’emergència 
(accident, robatori,...).  
Respecte a les comunicacions unificades de veu, tindrem una doble integració: amb la 
plataforma de videoconferència i amb la plataforma de gravació de converses telefòniques.  
Finalment, a la part dreta del diagrama es mostra la comunicació existent entre el Centre de 
Comandament Avançat desplegat durant una emergència i el Centre d’Emergències. Aquest 
vehicle de comandament disposa d’un vehicle aeri no tripulat, útil en tasques de rescat, que 
captarà imatges del terreny i les enviarà al Vehicle de Comandament Avançat gràcies a 
l’establiment d’un enllaç entre ells.  
Tots aquests sistemes i les integracions entre ells s’expliquen al llarg d’aquest projecte. 




5.3. Sistemes i aplicacions 
 
5.3.1. Sistema de Gestió d’Emergències 
5.3.1.1. Introducció 
 
La funció bàsica del sistema serà la de canalitzar les trucades dels ciutadans, comunicant 
l’existència d’una possible emergència a les autoritats que han d’actuar en cada cas per 
resoldre-la ( Bombers, Policia, Protecció Civil, ...). 
Al següent esquema es mostra el mapa d’actors i fluxos d’informació que es contemplen en el 
desenvolupament del sistema: 
 
Figura 8: Mapa d’actors i fluxos d’informació del sistema 
Es tracta d’una aplicació crítica, ja que permet una gestió senzilla i automatitzada de l’atenció 
de la demanda al número 112, dels procediments d’actuació de Protecció Civil, de les 
incidències i situacions d’emergència (activacions i canvis d’estat o fase dels plans 
d’emergència, etc.).  
Un dels trets més rellevants del sistema, és la integració amb altres gestors d’emergències 
(112, Protecció Civil, Bombers, Policia Local, Mossos d’Esquadra, SEM, Guàrdia Urbana i Agents 
Rurals) i la integració  d’informació rellevant per a la gestió d’emergències, procedent d’agents 
externs.  Presenta un elevat nivell d’integració de les comunicacions i tecnologia GIS acoblada 
en la solució.  





Figura 9: Integració de les comunicacions i GIS per tots els cossos d’emergències 
5.3.1.2. Arquitectura funcional 
 
A l’hora de dissenyar l’arquitectura funcional d’aquest sistema s’han seguit les següents 
premisses: 
 Visió conceptual global, permetent la incorporació de noves funcionalitats futures i 
facilitant la integració d’altres sistemes externs.  
 Modularitat de la solució, aïllant tota la lògica específica dins de cada mòdul i fent que 
cada mòdul ofereixi serveis a la resta per a que puguin accedir a totes les seves 
funcionalitats. Això facilita la integració futura de mòduls en el sistema.  
 Independència entre els mòduls, permetent la substitució d’un mòdul per un altre de 
nou amb l’únic requisit que es mantingui la interfície de serveis.  
 Independència de tecnologies de base, en especial de les tecnologies de 
comunicacions, de la gestió documental i de la tecnologia GIS, encapsulant la 
interacció amb les tres tecnologies en els seus corresponents mòduls. Això aporta 
llibertat per, en el futur, actualitzar les tecnologies sense afectar a la resta del sistema. 
 
El mapa funcional de la solució a alt nivell es mostra a la següent figura: 
 
Figura 10: Mapa funcional del sistema de Gestió d’Emergències 




Els mòduls del 112, Protecció Civil, Bombers, Mossos d’Esquadra, Policia Local, Guàrdia 
Urbana, SEM i Agents Rurals, són bàsicament la visió que tindrà l’usuari final del sistema. En 
essència, cadascun d’ells serà la composició d’un trencaclosques de mòduls i serveis que 
oferiran a l’usuari la funcionalitat final desitjada.  
El Nucli d’Emergències (NE) centralitzarà tota la informació sobre emergències. Qualsevol 
nova emergència o nova dada sobre una succés ja enregistrat o l’actualització de qualsevol 
informació es farà mitjançant aquest mòdul.  
Qualsevol repercussió que pugui tenir un canvi en la informació del Nucli d’Emergències sobre 
qualsevol altre mòdul serà gestionat pel propi Nucli. Per exemple, si es notifica el canvi de 
posició d’un vehicle, el propi Nucli d’Emergències informarà de la nova posició al mòdul del 
GIS. Aquesta conducta es generalitzable a tots els mòduls. Aquest mòdul permet concentrar el 
coneixement de què cal fer en cada cas i reforça el criteri de modularitat.   
El mòdul GIS centralitza tota l’operativa vinculada i suportada sobre tecnologia GIS.  
El mòdul de Comunicacions integra la gestió de tots els canals de comunicació i ofereix a la 
resta de mòduls les funcionalitats que podran utilitzar en aquest context. Inclou serveis de 
telefonia, videoconferència, veu i dades TETRA, enviament de fax, SMS i correu electrònic.  
El Directori gestiona i publica la informació de contacte sobre les entitats i persones vinculades 
al món de la gestió d’emergències.  
El Catàleg de Recursos,  recopila la informació sobre l’existència i disponibilitat de recursos, 
materials i humans, de tots els agents del sector d’emergències.  
El mòdul de Protocols inclou, d’una banda, la seva definició i gestió, i d’altra banda, el seu 
mecanisme i la integració amb la resta de mòduls.  
La Gestió Documental aporta i gestiona un repositori de documents, normalment vinculats a la 
resta d’entitats del sistema.  
El mòdul d’Integració de Tercers inclou les integracions amb fonts d’informació externes que 
publiquin la informació que gestionen, amb mecanismes tipus webservice i en les que el 
sistema serà proactiu a l’hora d’anar a cercar aquesta informació.  
El mòdul Seguretat implementa les polítiques de gestió d’usuaris i polítiques d’accés als 
sistemes i a la seva informació.  
El mòdul d’Actuacions i Històric assegura dues coses: 
 L’expedient vinculat a una actuació es podrà gestionar més enllà de la vida de la 
circumstància que va donar origen a l’expedient.  
 Es podrà consultar informació geoespacial vinculada a l’actuació tancada.  
El mòdul d’Anàlisi d’Informació ofereix informació, consolidada i de detall sobre les actuacions 
enregistrades pel Centre d’Emergències, amb possibilitats d’anàlisi i navegació sobre la 
mateixa, així com la capacitat de generació d’informes.  




5.3.1.3. Nucli d’Emergències (NE) 
 
El següent esquema resumeix visualment el contingut del Nucli d’Emergències: 
 
Figura 11: Esquema Nucli d’Emergències 
La funció primària del Nucli d'Emergències és la de ser el repositori centralitzat de tota la 
informació sobre les emergències. Dintre de l’abast d’aquest projecte, estem parlant de les 
emergències que es gestionin mitjançant el 112, però de fet es podria utilitzar com el 
repositori de totes les emergències.  
Els serveis vinculats a la funció de Repositori d'Emergències són: 
 Creació d'una nova emergència. 
 Actualització de la informació d'una emergència. 
 Canvi d'estat d'una emergència, de forma especial davant  “conclusió  d'una 
emergència". 
 Consulta de la informació d'una emergència. 
 Subscripció a una emergència. Aquest servei consisteix en que un sistema extern 
autoritzat podrà demanar que se'l mantingui informat de qualsevol canvi que es 
produeixi en una emergència. 
 Recepció d'alertes. 
 Enviament  d'alertes. 
 Recepció d'informació sobre la disponibilitat d'hospitals. 
 
Amb aquests serveis el sistema està preparat per implementar un esquema de comunicació 
d'alertes i emergències com el de la imatge següent: 





Figura 12: Esquema de comunicació d’alertes i emergències 
L'intercanvi d'informació amb altres sistemes gestors d'emergències està basat en les 
especificacions de l'OASIS (Organization for the Advancement of Structured Information 
Standards) Emergency Management TC. En concret, l'intercanvi d'informació sobre 
emergències està basat en l'especificació EDXL (Emergency Data Exchange Language). La 
recepció d'informació sobre la disponibilitat dels serveis d'un hospital està basat en EDXL-
HAVE (EDXL-Hospital Availability Exchange). Finalment, per a la comunicació d'alertes es fa 
servir l’especificació EDXL-CAP 1.1 (Common Alerting Protocol). 
D'altra banda, el Nucli d'Emergències realitzarà tres funcions agrupades sota el nom de 
"Intel·ligència Operativa": 
 Informació Proactiva. Aquest mòdul concentra tota la lògica per a la recerca 
d'informació rellevant per a la resolució d'una emergència o alerta. 
 
 
Figura 13: Mòdul d’Informació Proactiva 




 El mòdul està compost per dues peces: 
 El Vigilant. La seva funció és la de monitorar la base de dades d'emergències. 
Quan detecti alguna situació definida a la seva llista de Patrons, per exemple, 
l'aparició d'una nova emergència, notificarà la situació al Motor de Recerca. 
 El Motor de Recerca. D'acord amb l'esdeveniment que li notifiqui el Vigilant 
activarà un procés de recerca o un altre per recopilar la informació rellevant 
disponible i mostrar-se-la al gestor d'emergències. 
 
 Alertes. La seva funció és la de detectar situacions definides anticipadament en la seva 
base de dades de Patrons i arribat el cas, activar els protocols de notificació i alarmes 




Figura 14: Mòdul d’Alertes 
En aquest cas, també existeixen dos submòduls: el Vigilant i el Gestor d'alertes. El 
primer detecta les situacions prefixades i el segon executa els procediments de 
notificació que corresponguin. 
Aquest mòdul, per exemple, serveix per proposar l'activació de plans d'emergència 
davant l'aparició d'una situació de risc determinada. Es troba integrat amb el sistema 
de comunicacions del centre (enviament de SMS, correu electrònic, fax i missatgeria 
SDS via TETRA), per comunicar l’aparició d’una nova alerta a les entitats pertinents de 
forma automàtica.  
 Quadre de comandament. Monitora "online" l'activitat sobre les emergències i dóna 
una visió resumida a l'usuari, amb especial èmfasi en les emergències actives. 
 
 
Figura 15: Mòdul Quadre de Comandament  
A més, dóna una visió ràpida sobre les incidències del dia, identifica les actives, mostra 
el seu estat, recursos mobilitzats (si està disponible en la base de dades 
d'emergències), etc.  






Gràcies al mòdul GIS (Geographic Information System) el sistema ofereix a l'usuari una 
interfície basada en la visualització sobre un mapa de tota la informació georeferenciable 
rellevant en el context de les incidències actives en cada moment. 
Des d'un punt de vista arquitectònic funcional,  el mòdul GIS està dividit  en quatre elements: 
 El nucli del sistema, el Servidor GIS, on s'emmagatzema tota la informació espacial i 
georeferencial : tant la informació cartogràfica (mapes), com els elements singulars, en 
el context d'un sistema de gestió d'emergències, georeferenciats. 
 Client GIS d'escriptori, des d’on els usuaris del sistema (gestors d'emergències), poden 
interactuar amb el mòdul GIS per a dur a terme diferents operacions, com per 
exemple: 
 a) visualitzar la ubicació d'una emergència, o dels recursos mobilitzats per a la seva 
resolució. 
b) buscar un determinat tipus d'element prop d'una emergència. 
c) calcular la ruta òptima per desplaçar-se fins a una emergència, i estimar el temps 
que es trigarà. 
d) activar la comunicació amb una unitat mòbil. 
 Client GIS Web, serà la solució per als usuaris remots als quals es vulgui donar accés al 
sistema GIS. La seva funcionalitat serà únicament de consulta. 
 El mòdul d'actualització i configuració de les dades cartogràfiques. 
 
Figura 16: Mòdul GIS 
Des del punt de vista de la informació que es gestiona, en el mòdul GIS diferenciarem els 
següents grups: 
 Mapes. És la cartografia de base sobre la que es representarà la resta d'informació. 
Podrem disposar de mapes a diferent escala. El sistema tindrà configurat quina escala 
visualitzar d'acord amb el nivell de "zoom" que apliqui l'usuari.  
 Elements singulars fixos. Són objectes amb un significat especial en el context de la 
gestió del Centre d'Emergències i que tindran ubicació fixa. Per exemple: 
o Les bases d'ambulàncies dels diferents serveis d'ambulàncies que existeixen. 
o Els parcs de bombers existents. 




o Hospitals i centres d'assistència primària. 
o Edificis singulars, ja sigui per la seva funció (escoles, edificis públics...) o per les 
seves característiques (edifici de més de "n" pisos d'alçada...). 
o Hidrants d’incendis. 
o Càmeres de vídeo vigilància o de control de trànsit. 
 Elements singulars mòbils. Igual que en el cas dels elements fixos, però en aquesta 
ocasió amb la peculiaritat de ser recursos que es podran desplaçar. Ens estem referint 
a elements com: 
o Ambulàncies. 
o Camions de bombers. 
o Cotxes de policia. 
o Vehicles de Comandament Avançat. 
o Helicòpters. 
 Incidències i elements vinculats a una emergència. Són elements que apareixen i 
desapareixen en el context del cicle de vida d'un incident o emergència. No tenen per 
que ser els únics objectes vinculats a un incident (també ho podrien ser, per exemple, 
elements singulars mòbils), però si són els que existeixen perquè existeix la incidència. 
Estem parlant de: 
o Un incendi en un edifici. 
o Un accident de tràfic. 
o Un cotxe en pana. 
o Un robatori en una botiga. 
o Una emergència mèdica en el carrer, o en un domicili particular. 
o Una àrea amb un elevat risc  d'incendis o d'allaus. 
o Un tram de carretera amb circulació molt lenta,… 
 
De base, per al correcte funcionament del sistema, es necessita la següent informació sobre 
l’àrea  d’actuació del Centre d’Emergències: 
 Cartografia base, en les diferents escales que se'n vagin a utilitzar en funció del 
“zoom”. 
 Eixos de via (carrers i carreteres), sobre base de dades, per poder calcular rutes. 
Informació sobre el sentit de circulació i punts quilomètrics. 
 Un llistat de carrers alfanumèric georeferenciat, és a dir, una estructura de dades que 
relacioni els trams amb numeració parell i imparell, així com les coordenades 
individuals de cada numeració. 
 
 




5.3.1.4.1. Actualització de dades GIS 
 
El mòdul d'actualització de dades cartogràfiques permet afegir, a la informació de base, els 
elements singulars fixos, necessaris per a una correcta gestió d'emergències. 
Per deixar obert el sistema perquè el Centre d’Emergències  pugui incorporar, amb total 
llibertat, els elements singulars que cregui oportuns en el futur, es contempla  la següent 
solució per a aquest mòdul: 
 L'operador disposarà d'una pantalla per definir tots els tipus d'elements singulars que 
consideri oportú. 
 Per a cada tipus d'element singular podrà definir un conjunt d'atributs (informació) 
específics, de manera que, quan es creï un element d'aquest tipus, es podrà detallar la 
informació que interessi. 
 Hi haurà un grup d'atributs fixos per a tots els elements, que són: 
o Una icona. 
o La seva geometria 
o Les seves coordenades vinculades a la representació de la geometria. 
 Cada atribut tindrà associat un nom i un valor. 
 El valor d'un atribut podrà ser: 
o Una dada alfanumèrica (text i nombres). 
o Una dada numèrica. 
o Una data. 
o Un valor d'una llista de valors definida prèviament. Per exemple,  si  es  crea  
una  mena d'element singular que sigui "Dipòsit de substàncies perilloses", es 
podrà definir una "Llista de substàncies perilloses", per tenir un atribut  de 
l'element que indiqui la substància perillosa  continguda en el dipòsit. 
 
Figura 17: Actualització de dades GIS – Selecció d’atributs 
o Un domicili. Aquesta mena d'informació estarà vinculada amb el carrer 
alfanumèric. 
o Un número de telèfon fix. Aquesta informació estarà vinculada a la funció 
"Trucar" del mòdul de Comunicacions. 
o Un número de telèfon mòbil. Aquesta informació estarà vinculada a les 
funcions  “Trucar" i "Enviament de SMS" del mòdul de Comunicacions. 
o Un número de fax. Aquesta informació estarà vinculada a la funció "Enviament 
de Fax" del mòdul de comunicacions. 




o Un correu electrònic. Aquesta informació estarà vinculada a la funció “Enviar 
un correu electrònic” del mòdul de Comunicacions.  
o Una entitat. Vinculada al mòdul Directori. 
o Un recurs. Vinculat al Catàleg de Recursos. 
o Un document. Aquest tipus d'informació estarà vinculada al Gestor 
Documental. 
Sota les premisses considerades, un usuari tindrà llibertat per crear nous tipus d'elements 
singulars. A partir d'aquí, un usuari amb els permisos adequats podrà crear i mantenir 
elements singulars. L'eina d'usuari que permetrà cobrir aquesta funció (Editor de Cartografia), 
té les següents característiques: 
 Es treballa sobre la cartografia. 
 Ofereix a l'usuari una paleta de tipus d'elements singulars que pot crear. 
 Quan l'usuari polsi per crear un nou element, el primer que haurà de fer és dibuixar 
sobre la cartografia la seva geometria. 
 Al definir la geometria sobre la cartografia obtenim, automàticament les coordenades 
de l'element. 
 Una vegada projectat l'element, s'obrirà la finestra on l'usuari podrà complimentar 
tota la informació (atributs) definits per a aquest tipus d'element. 
 
Figura 18: Editor de Cartografia 
5.3.1.4.2. Servidor GIS 
 
Es tracta del cor del mòdul GIS. Té dues funcions bàsiques: 
a) Ser el repositori de tota la informació espacial i georeferenciada gestionada pel Centre 
d’Emergències. 
b) Gestionar els serveis d'accés i manteniment de tota aquesta informació. 
 





Figura 19: Servidor GIS 
Com a repositori d'informació, gestionarà: 
a) La cartografia de base (mapes) amb els que treballarà el sistema. 
b) La informació espacial dels objectes singulars, fixos i mòbils. 
c) La informació espacial sobre els incidents i emergències. 
 
Entre els serveis que proporciona el servidor GIS es troben: 
 Serveis de Posicionament: 
o Ubicació d'un element (incident, vehicle,...) en unes coordenades 
determinades. Mitjançant aquest servei es podrà actualitzar la posició de les 
unitats mòbils amb sistema de posicionament GPS. 
o Visualització del rastre d'un element mòbil. 
o Canvi d'estat d'un element ubicat. 
 Serveis d'Elements Singulars. Aquests serveis permetran que des de sistemes externs 
es puguin crear i mantenir elements singulars sobre el Servidor GIS: 
o Llista de tipus d'elements singulars. 
o Llista d'atributs d'un element singular. 
o Creació d'un element singular. 
o Modificació d'un element singular. 
o Eliminació d'un element singular. 
 Serveis de Dibuix: 
o Projectar un polígon, o punt, en una ubicació determinada. 
 Serveis de Consulta puntual: 
o Elements singulars d'un tipus determinat en un radi de "n" metres. 
o Ruta òptima entre dos punts. 
o Distància per carretera entre dos punts. 
o Ubicació d'un element singular. 




o Llista de la tipologia d'elements singulars contemplats pel Servidor GIS. 
 Serveis de Subscripció a una informació: 
o Seguiment del moviment d'un element mòbil. 
 
L'ús dels serveis oferts pel servidor GIS s'haurà de realitzar  en tres etapes: 
1. Subscripció al servei. En aquesta fase, el sistema usuari comunicarà al Servidor GIS el 
seu desig d'utilitzar un servei determinat.  
2. Ús del servei. Sol·licitud de cadascuna de les operacions unitàries possibles dintre del 
tipus de servei subscrit. 
3. Finalització de la subscripció.  
 
Tot el protocol de subscripció i ús d'un Servei s’implementa sobre webservices, de manera que 
serà accessible tant per la resta de mòduls del propi sistema objecte d'aquest projecte, com 
per qualsevol altre sistema al qual es concedeixin els permisos adequats. 
Amb aquesta solució, el sistema del Centre d’Emergències permetrà: 
 Que des dels sistemes externs (Policia, Mossos d’Esquadra, Guàrdia Urbana...) es 
puguin crear, a la base de dades del Centre d’Emergències, un objecte singular 
“Perímetre de seguretat”, que immediatament podrà ser visualitzat pels gestors 
d'emergències. 
 Que qualsevol entitat participant a la resolució d'emergències, que disposi d'unitats 
mòbils amb sistema de localització GPS, pugui informar contínuament sobre la seva 
posició. 
 Que la policia estigui informada, al moment, de la posició d'una ambulància que es 
desplaça a un sinistre. 
 Que els bombers puguin consultar els hidrants d'incendis propers a un edifici … 
 
5.3.1.4.3. Client GIS d’escriptori 
 
El Client GIS d'escriptori és el mòdul que utilitzaran el gestors d'emergències. Serà part de la 
interfície amb la qual treballaran els gestors de la demanda del 112, els gestors de Protecció 
Civil i els gestors dels altres cossos d’emergències. 
Aquest Client GIS cobreix dos objectius: 
a) Oferir a l'usuari informació geoespacial representada sobre un mapa, la forma més 
intuïtiva i de fàcil i ràpida comprensió possible. 
b) Convertir-se en una interfície alternativa al tradicional alfanumèric per realitzar el més 
gran nombre d' operacions possibles.  
L'usuari tindrà tres formes d'interactuar amb la interfície gràfica del Client GIS: 
1. A través de la paleta d'operacions disponible. Seran operacions de dues 
naturaleses: 




a. Les pròpies d'una eina d’ús de cartografia: “zoom in”, “zoom out”, 
desplaçar la imatge, dibuixar un polígon, recta o punt, possibilitat 
d’imprimir captures de mapa o impressió de quadrants... 
b. Les específiques de la gestió d'emergències: posicionament d'una 
emergència, posicionament d'un vehicle, selecció de tots els 
elements inclosos en un polígon, ruta òptima entre dos punts, 
distància entre dos punts, etc. 
2. A través d'un menú “pop-up” que es mostrarà al polsar el botó dret del ratolí 
sobre un element singular, amb la llista d'operacions possibles. Com per 
exemple, “trucar per telèfon”, “enviar un fax”, “consultar les seves dades de 
Directori”, etc. 
 
Figura 20: Client GIS Escriptori – Menú d’operacions 
3. Visualització de la informació bàsica d'un element posicionant el ratolí a sobre 
del mateix. 
- Visualització de les dades dels vehicles sobre el GIS (identificació i 
localització). 
- Identificació diferencial de cadascuna de les flotes (Bombers, Policia, 
SEM...).  
- Identificació diferencial de cada un dels tipus de recursos: helicòpter, 
vehicles de comandament avançat, ambulàncies, vehicles patrulla... 
- Visualització de l’estat del vehicle mitjançant codi de colors.  
- Cerques de vehicles sobre cartografia, mitjançant cerques de text lliures, 
identificador de recurs, tipus, recursos pertanyents a un determinat 
servei... 
- Cerca d’objectes i posicionament sobre cartografia, mitjançant cerques de 
text, nom, classe, coordenades, punts quilomètrics,... 
En aquest context, per facilitar la comprensió del diàleg que l'usuari podrà mantenir 
amb el sistema mitjançant el Client GIS, enumerem operacions que es podran realitzar 
des d'aquesta interfície: 
 Realitzar alguna de les operacions de comunicació amb l'element singular 
seleccionat: trucar per telèfon o ràdio, enviar un SMS, enviar un SDS, enviar un 
correu electrònic o enviar un fax. 
 Activar la visualització del rastre d'un vehicle. 




 Realitzar un canvi d'estat de l'element singular seleccionat. 
 Consultar la llista d'elements singulars en un radi de "n" metres. 
 Visualització de les dades de Directori vinculades a un element singular. 
 Accés a la informació documental vinculada a un element singular. 
 Dibuixar un polígon i seleccionar tots els elements singulars que quedin al seu 
interior. Amb la llista d'objectes seleccionats es podran fer totes les operacions 
que també es puguin fer individualment amb cadascun dels elements, com per 
exemple, enviar un SDS a tots ells. 
 Etc. 
 
5.3.1.4.4. Client GIS Web 
 
És la solució per als usuaris remots als quals es vulgui donar accés al sistema GIS. La seva 
funcionalitat serà de consulta i el conjunt d'informació que pugui visualitzar un usuari podrà 
dependre del seu perfil. En general, un usuari podrà consultar informació sobre les 
emergències i el posicionament de flotes. 
La interfície d'usuari conté, bàsicament, quatre parts: 
a) El mapa com tal. 
 
Figura 21: Client GIS Web 
b) Les funcions d’ús bàsiques sobre el mapa: zoom in, zoom out, desplaçament, 
impressió,… 
c) Selecció de les capes d'informació que es volen visualitzar.  





Figura 22: Client Web - Selecció de capes a visualitzar  
d) Selecció de l'emergència i/o elements que es volen visualitzar. 
 
Figura 23: Client Web – Selecció d’emergències/elements 
L'apartat c) fa referència a informació molt vinculada al propi concepte de cartografia, mentre 
que a l'apartat d) estem referint-nos a informació vinculada a la gestió d'emergències. 
5.3.1.5. Integració de les comunicacions 
 
Un gestor d’emergències ha de poder comunicar-se àgilment amb la resta d’actors participants 
en la gestió d’una emergència. Les formes de comunicació que tindrà disponible el gestor son: 
 Trucada telefònica, a fix  o mòbil. 
 Ràdio i dades TETRA. 
 Enviament de fax.  
 Enviament de correu electrònic. 
 Enviament de SMS. 
Les aplicacions amb les que treballarà un gestor d’emergències integrat en el sistema del 
Centre d’Emergències integraran la gestió de totes aquestes operacions de comunicació. 
La solució  es basa en la creació d'un conjunt de serveis que implementen tota la lògica que 
necessitaran les aplicacions (Serveis COM), amb l'objectiu que aquests serveis els hi ofereixin 
una interfície estable, mentre que les peculiaritats de la tecnologia de comunicacions utilitzada 
a cada moment s'implementen dins dels serveis, aïllant els possibles futurs canvis de 
tecnologia del conjunt del sistema i limitant les adaptacions a la implementació d'aquests 
serveis. 
L'arquitectura del mòdul d'Integració de les Comunicacions es completa amb: 




a) El mòdul de Control de Presència. Centralitzarà la informació sobre qui  està  
connectat  al  sistema  i  quin  és  el  seu  estat (està  lliure, comunica, offline, no 
molestar,...). 
b) El Terminal Virtual de Comunicacions (TVC). És la peça de software, disponible en tots 
els llocs d'operació, que ofereix a l'usuari totes les possibilitats de comunicació de les 
que disposarà (funcions bàsiques i avançades de terminal telefònic, veu i dades TETRA,  
enviament de SMS, enviament de fax, enviament de correu electrònic). 
c) La Carta de Trucada. Tota trucada entrant generarà una Carta de Trucada en la que es 
registrarà la informació rellevant sobre la mateixa. Entre altres funcionalitats, 
emmagatzemarà informació sobre la identificació de la trucada entrant, hora de la 
trucada, gestor al qual es desvia la trucada, navegació de la trucada entre diferents 
gestors, diàleg bàsic entre el gestor i el seu interlocutor (dades de l'interlocutor, 
ubicació, descripció de l'emergència, …). 
 
Figura 24: Mòdul d’Integració de Comunicacions  
El mòdul de Control de Presència serà únic per a tot el sistema i la forma d'interactuar amb ell 
serà mitjançant el mecanisme de subscripció als seus serveis. 
El Terminal Virtual de Comunicacions i la Carta de Trucada  s'integraran en el lloc d'operació 
dels gestors d'emergències. 
 
5.3.1.5.1. Serveis COM 
 
Un dels objectius del mòdul de Serveis COM és aïllar la resta del sistema de les peculiaritats del 
sistema de telefonia i comunicacions del centre. 




Serveis COM oferirà als mòduls subscrits als seus serveis, la informació sobre els serveis 
disponibles, de manera que cada un dels subscriptors es pugui configurar per a un correcte 
funcionament d'acord amb la plataforma de comunicacions que s'utilitzi.  
Relació de serveis COM: 
Serveis de telefonia: 
 Contestar trucada entrant. 
 Rebutjar trucada entrant. 
 Penjar Trucada Activa. 
 Trucar. 
 Desconnectar micròfon (Mute). 
 Deixar trucada en espera. 
 Alternar trucada activa amb trucada en espera . 
 Penjar totes les trucades. 





 Dades (SDS). 
 
Altres serveis de comunicacions: 
 Enviament de SMS, amb opció de llista de distribució. 
 Enviament de Fax, amb opció de llista de distribució. 
 Enviament de correu electrònic, amb opció de llista de distribució. 
 
Serveis de configuració: 
 Llista de serveis disponibles. 
 
 
5.3.1.5.2. Control de Presència 
 
El Control de Presència permetrà saber, en tot moment, qui està connectat al sistema i quina 
és la seva disponibilitat. 
Les funcionalitats més significatives d’aquest mòdul són les següents: 




 Sempre que un gestor es connecti al sistema s'informarà al Control de Presència. 
Aquest fet serà automàtic i transparent a l'usuari. 
 Cada gestor enregistrat en el Control de Presència tindrà associat un estat de 
disponibilitat. Els possibles estats són: 
o Lliure: El gestor no està ocupat i pot rebre una trucada. 
o Comunicant: El gestor està atenent una trucada. 
o Offline: El gestor no està disponible. 
o No molestar: El gestor prefereix que no se’l molesti. 
 Alguns canvis d'estat els genera automàticament el sistema, mentre que d'altres 
poden ser provocats pel propi usuari. Per exemple, una alternança normal entre els 
estat "Lliure" i "Comunicant" serà generada pel propi mòdul de comunicacions, 
d'acord amb si s'està atenent o no a una trucada, mentre que els estats de "Offline" i 
"No molestar" seran activats i desactivats pel propi usuari. 
 Quan el gestor es desconnecti del sistema es comunicarà al Control de Presència 
perquè l' elimini de la llista d'usuaris connectats. 
Serveis del Control de Presència: 
 Connexió al sistema d'un gestor. 
 Canvi d'estat del gestor. 
 Desconnexió al sistema d'un gestor. 
 Llista d'usuaris connectats al sistema i estat. 
 
5.3.1.5.3. Terminal Virtual de Comunicacions (TVC) 
 
El TVC es una de les aplicacions que estaran disponibles en el context del lloc de treball d’ un 
gestor d’ emergències. La pantalla del TVC tindrà el següent aspecte: 
 
Figura 25: Terminal Virtual de Comunicacions 
 




Des de el TVC l’usuari podrà: 
 Veure el número de telèfon de la trucada entrant. Si el telèfon és al Directori, es 
mostraran les dades associades a ell. 
 Realitzar totes les operacions típiques d'un telèfon: contestar, trucar, penjar, deixar en 
espera, fer una multi conferència. 
 Realitzar les operacions d'un terminal Tetra, veu i dades. Seleccionant una d’aquestes 
opcions s’accedirà a la interfície d’integració amb el DWS (Dispatcher WorkStation) de 
la plataforma TETRA. Els aspectes principals sobre la gestió operativa de les 
comunicacions TETRA es detallen a l’apartat 5.4.6.   
 Enviar un SMS, un fax o un correu electrònic. Permet l’enviament massiu de missatges 
a través d’aquests canals per a avisos a la població. Els destinataris dels missatges 
poden ser estàtics o dinàmics en funció del Pla d’Emergència activat.  
 Accedir al Directori (tant intern com extern) per buscar les dades de contacte d'una 
entitat o persona. 
 Actualitzar la seva disponibilitat com a operador (lliure, connectat, no molestar, 
desconnectat), en el Control de Presència. 
 Veure la llista de gestors connectats i el seu estat (disponibilitat). 
 
5.3.1.5.4. Carta de trucada 
 
La Carta de Trucada és la realització d'un enregistrament de cada una de les trucades que 
arriben al Centre. A la Carta de Trucada s'enregistrarà: 
 Data i hora de la trucada. 
 Telèfon des de el que es truca, si és una dada que ofereix l'operador de telefonia. 
 Ubicació des de la que es truca, si l'operador de telefonia ofereix aquesta dada. 
 Persona que realitza la trucada. 
 Operador a qui es passa la trucada, així com enregistrament de les successives 
desviacions que pugui patir la trucada. 
En una situació estàndard, una trucada generarà una carta de trucada, que alhora generarà un 
expedient de l’emergència. En aquest cas, en haver-hi una relació un a un entre la carta de 
trucada i l'expedient, es pot tendir a "fusionar" tots dos conceptes. Tanmateix, en altres 
situacions es donaran casos com el de tenir diverses cartes de trucada vinculades a un mateix 
expedient (per exemple, quan diverses persones truquen per informar sobre la mateixa 
emergència), o casos en els que una carta de trucada no genera cap expedient (per exemple, 
quan la persona que  truca s'ha equivocat de telèfon).  
 
 






Els Protocols estableixen les passes que s'han de seguir davant una situació determinada. Això, 
en el context de la problemàtica que es resol en aquest projecte, es tradueix en: 
 L'actuació d'un gestor de la demanda del 112 ve marcada per un protocol. 
 Les accions que es desencadenen des de l'activació d'un pla d'emergència estan 
descrites en el protocol corresponent. 
La solució incorpora un mòdul específic per a la definició i execució d'aquests protocols. 
Amb aquestes premisses la solució proposada és la següent: 
 
Figura 26:  Gestor de Protocols 
Els conceptes clau en aquesta solució són: 
1. Els protocols es defineixen com workflows (processos) sobre la plataforma BPM 
(Business Process Management) inclosa a l’ arquitectura. 
2. Des dels Processos que representen els protocols s'orquestra la resposta davant una 
emergència. El procés és capaç d'interactuar amb les aplicacions que gestiona el gestor 
en el seu lloc de treball, guiant-lo en la seva activitat. 
El procés concentrarà la lògica que seguirà el sistema com a resposta a la situació que ha 
provocat la seva activació. Així, l'actuació global del sistema es configurarà mitjançant la 
definició i modificació dels protocols. Aquests a la seva vegada, es podran editar amb l'eina 
gràfica que a aquest efecte subministra el fabricant de la plataforma BPM. 





Figura 27: Eina gràfica de definició de processos de la plataforma BPM 
En el cas, per exemple, del protocol d'atenció de trucades del 112, podrem fer que el protocol 
s'activi en el moment que l’operador rebi una trucada. Des d'aquí, la lògica del procés podria 
ser, per exemple: 
1. Crear la Carta de Trucada  i  enregistrar la informació de la que disposem en aquest 
moment: Data i hora de la trucada, número de telèfon entrant (si ho subministra 
l'operador), localització de la trucada (si ho subministra l'operador), persona vinculada 
al telèfon (si ho subministra l'operador), operador a qui s'ha desviat la trucada. 
2. Comprovar si existeix alguna  trucada  recent  del  mateix  número (fa  falta  que  
l'operador  de  telefonia  subministri  el  número de telèfon entrant). En  cas  afirmatiu, 
indicar-l'hi a l'operador que esbrini si es tracta de la mateixa emergència i, si és així, 
que recuperi i mostri l'expedient, i vinculi la trucada. 
3. Si no existeix una altra trucada recent del mateix número, veure si existeixen trucades  
recents des de la mateixa  zona (fa falta  que l'operador  faciliti  la  localització  de  la  
trucada). En cas afirmatiu informar l'operador perquè esbrini si es tracta d'alguna 
emergència ja notificada, i pugui vincular la trucada a aquesta emergència. D’aquesta 
forma es verifica que no existeixen dos expedients que fan referència al mateix fet, 
garantint la identificació única d’un incident, avís o emergència per totes les 
aplicacions dels agents participants en el sector d’emergències.  Mostrar sobre el GIS 
la ubicació de la trucada.  
4. Sol·licitar a l'operador que reculli o validi, les dades de la persona que està trucant. 
5. Demanar a l'operador que tipifiqui l'emergència: urgència mèdica, incendi  urbà,  
incendi  forestal,  accident de tràfic, etc. Cap  la possibilitat que es tracti d'una broma. 
6. Si es tracta d'una broma, desviar la trucada al IVR (Interactive Voice Response) perquè 
informi de les possibles sancions de l'acció. 
7. Si no es tracta d'una broma, demanar a l'operador que sol·liciti la ubicació de 
l'emergència i més  informació rellevant en funció del tipus d'emergència. Mostrar 
sobre el GIS la ubicació de l'emergència. 
8. Si, per exemple, es tracta d'un incendi urbà: 
a. Buscar a la base de dades tota la informació rellevant, en cas d'incendi, sobre 
l'edifici sinistrat. Mostrar al gestor l'existència de la informació localitzada i 
oferir- li la possibilitat de consultar-la. 




b. Buscar a la base de dades del GIS elements singulars rellevants i mostrar-los 
sobre la cartografia (hidrants, edificis propers, ruta òptima...) 
9. Proposar al gestor que comuniqui l'emergència als bombers i als cossos que sigui 
necessari (SEM si hi ha ferits, Mossos...). Proposar al gestor les persones i/o telèfons 
de contacte que correspongui en cada cas. Transmetre la informació disponible a cada 
un d'ells. 
Com tots els cossos estaran integrats en el mateix sistema, la transmissió de la 
informació serà completa i  immediata. Una vegada que l'emergència sigui traspassada 
als bombers, s'activarà el seu propi protocol. 
10. Quedar a  l'espera  de  la  notificació  de  tancament per part de bombers i cossos 
implicats. Activar les alertes perquè si transcorregut un temps prefixat no tenim cap 
informació, es pugui avisar el gestor perquè sol·liciti informació a qui correspongui. 
11. Tancar l'emergència. 
 
Per acabar de veure el funcionament del sistema, i la vivència de l'usuari, és important 
repassar el paper que juguen la resta de peces involucrades. De forma especial el Visor del 
Protocol i l'Expedient. 
El Visor del Protocol és la principal eina que facilitarà la comunicació entre el procés del 
protocol i el gestor. Es tracta d'una finestra, inicialment en blanc, sobre la que s'anirà 
visualitzant els missatges que proposi el protocol. Hi haurà missatges de diferents tipologies 
que permetran enriquir el diàleg amb el gestor. Podran ser: 
 Text. En aquest cas el Visor simplement mostrarà el text al gestor. 
 
Figura 28: Visor del protocol. Mode text 
 Text + “fet”. Servirà per als casos en els quals es vol demanar alguna cosa al gestor i 
que informi quan ho hagi fet. En aquest cas el Visor mostrarà el text i un checkbox. 
Quan el gestor marqui el checkbox, el Visor s'ho notificarà al procés. 
 
Figura 29: Visor del protocol. Mode text + fet 




 Text + “opcions excloents”. Permetrà demanar al gestor que seleccioni una opció d'una 
llista. 
 
Figura 30: Visor del Protocol. Text + opcions excloents 
 Text + “opcions no excloents”. Permetrà demanar al gestor que seleccioni, d'una llista, 
les opcions que consideri oportunes. 
 
Figura 31: Visor del Protocol. Text + opcions excloents 
 
 Text + "llista de contactes". Permetrà, per exemple, proposar al gestor la llista 
d'entitats/persones a les quals ha de trucar en relació amb l'emergència. La llista de 
contactes estarà integrada amb el mòdul de comunicacions perquè el gestor pugui fer 
la trucada des del propi Visor. 





Figura 32: Visor del Protocol. Text + llista de contactes 
 Accions. En tots els casos anteriors es podran incloure “accions”. Les accions es podran 
representar sobre el visor com hipervincles. La llista de possibles accions és: 
o Totes les operacions del mòdul de comunicacions. 
o Accés a les dades del Directori d'un contacte. 
o Accés al Directori per fer una recerca. 
o Operacions amb el “gestor documental”. 
 
Una altra peça important per a la comunicació entre el procés del protocol i el gestor serà 
l'Expedient de l'emergència. Aquesta comunicació consisteix en que des del Protocol es podrà 
indicar quina informació de l'Expedient cal  complimentar. Per gestionar això, la finestra de 
l'Expedient tindrà dues parts: 
 Una zona amb un arbre on s'anirà anotant la informació sol·licitada i, amb un codi de 
colors, si ja està complimentada (verda) o no (vermell). 
 Una altra zona amb el formulari pròpiament dit de l'Expedient. 
Expedient
















    Número Pis  Porta
Tipus d’emergència Símptomes Cossos gestors de l’emergència
SEM
 
Figura 33: Expedient 
 




Una facilitat de la pantalla de l'Expedient és que polsant sobre un element de l'arbre el cursor 
es posicionarà al camp corresponent del formulari. 
L'Expedient estarà integrat amb el Client GIS, de manera que, per exemple, quan a l'Expedient 
es posicioni una emergència es visualitzarà la icona corresponent sobre la cartografia. 
Finalment, la informació que es gestioni a través del Visor del Protocol podrà estar vinculada 
amb l'Expedient, de manera que una dada introduïda a través del Visor s'actualitzarà 
automàticament en l'Expedient. 
L'última peça d'aquest mòdul és la que anomenarem Llista d'Expedients. Es tracta d'una 
finestra que, fonamentalment, contindrà una taula amb una llista d'Expedients i la informació 
més rellevant sobre cadascun d'ells. 
 
Figura 34: Llista d'Expedients 
El conjunt d'Expedients de la llista dependrà del perfil de l'usuari: 
 Gestor de demanda: per defecte tindrà la llista d’expedients oberts que gestiona 
personalment. 
 Coordinador: per defecte tindrà la llista d'expedients oberts que gestionen el grup de 
gestors de demanda que ell coordina. 
En tots dos casos, l'usuari tindrà opcions per poder visualitzar i gestionar altres expedients 




El directori és el mòdul que recopila i subministra tota la informació disponible sobre les 
persones i organismes rellevants en el context de la gestió d'emergències. 
Seguint el mateix model que a la resta de mòduls, el Directori publicarà els seus serveis 
(Serveis DIR) perquè la resta de mòduls accedeixin a la seva funcionalitat. Igual que a la resta 




de mòduls, aquesta mateixa solució permetrà que qualsevol sistema extern que estigui 
autoritzat adequadament pugui accedir als serveis del Directori. 
El directori té un repositori d'informació propi, però també incorporarà un mòdul la funció del 
qual serà la de proporcionar informació sobre els abonats al servei de telefonia. Aquesta 
funció només podrà ésser operativa si el Centre d’Emergències disposa d'accés a una base de 
dades d'abonats, o si la companyia de telefonia publica, paral·lelament, els serveis equivalents 
perquè el Centre pugui consultar la informació a través d'ells.  
Els serveis que oferirà el submòdul d'accés a la base de dades d'abonats telefònics seran:  
a) donat un número de telèfon fix, obtenir les dades de l'abonat i el domicili on està registrat el 
telèfon. 
b) donat un número mòbil, obtenir les dades de l'abonat. 
 c) donada una combinació de nom i cognoms, obtenir la llista d'abonats que compleixen amb 
la condició, amb els números de telèfon i adreces vinculades. 
La informació del repositori propi estarà estructurada per entitats, ubicacions i departaments, 
fins arribar al detall de la persona. A tots els nivells de l'estructura es podrà disposar de la 
informació de contacte: telèfons, fax, correu electrònic, web i domicili. 
 
Figura 35: Mòdul Directori 
A continuació es mostra la llista de Serveis pròpia del mòdul Directori: 
 Serveis de consulta: 
o Consulta per número de telèfon. 
o Consulta per nom i cognoms . 
o Consulta per adreça. 
o Consulta per organització, departament i càrrec. 
 Serveis d'actualització: 
o Creació d'un nou element: organització, ubicació, departament o persona. 
o Modificació d'un element. 
o Eliminació d'un element. 




El Directori inclourà un mòdul propi de manteniment i consulta de tota la seva informació. 
Aquest mòdul formarà part de la intranet/extranet de serveis del Centre d’Emergències, 
perquè qualsevol usuari amb permisos, ja sigui intern o extern, local o remot, pugui accedir a 
ell. 
També existirà un mòdul de consulta del Directori, com a aplicació d'escriptori, que 
incorporarà la integració amb les comunicacions. 
 
5.3.1.8. Catàleg de Recursos 
 
El Catàleg de Recursos recopila tota la informació disponible sobre els recursos, materials i 
humans, de cadascun dels agents vinculats al sector de les emergències. 
El Catàleg de Recursos estarà integrat amb el Directori. La integració consisteix en: 
a) L’estructura d’entitats, ubicacions i departaments serà la mateixa. 
b) Els recursos humans podran estar vinculats a persones del Directori. 
c) Els recursos materials s’integraran en aquesta estructura comuna amb el Directori.  
El catàleg de recursos permetrà  vincular recursos materials i recursos humans.  
Continuant amb el mateix model que a la resta de mòduls, el Catàleg de Recursos publicarà els 
seus serveis (Serveis CR) perquè la resta de mòduls accedeixin a la seva funcionalitat. També 
igual que a la resta de mòduls, aquesta mateixa solució permetrà que qualsevol sistema extern 
que estigui autoritzat adequadament pugui accedir als serveis de Catàleg de Recursos del 
Centre d’Emergències.  
 
Figura 36: Mòdul Catàleg de Recursos 
 




El Catàleg de Recursos inclou un mòdul propi de manteniment i consulta de tota la seva 
informació. Aquest mòdul formarà part de la intranet/extranet de serveis del Centre 
d’Emergències, perquè qualsevol usuari amb permisos, ja sigui intern o extern, local o remot, 
pugui accedir a ell.  
També existirà un mòdul de consulta del Repositori de Recursos, com a aplicació d’escriptori, 
que incorporarà la integració amb les comunicacions.  
Amb el Catàleg de Recursos es pretén que cada agent mantingui la seva pròpia informació. Per 
això, en aquest existeix el concepte de “Propietari de la Informació”. Cada agent del sector 
d’emergències serà propietari de la informació sobre els seus propis recursos. Aquesta 
condició farà que sigui el responsable de mantenir actualitzada la informació, i també farà que 
sigui l’únic amb autorització per modificar-la.  
El propietari podrà mantenir la seva informació de dues formes: 
 Manualment, mitjançant el manteniment que el Centre d’Emergències publicarà en la 
seva intranet/extranet.  
 Creant un procés automàtic en el seu propi sistema que es subscrigui i utilitzi els 
serveis CR.  
Cada propietari podrà associar als seus recursos un identificador propi, conegut pels seus 
propis sistemes. Així, si per exemple es tracta d’una unitat mòbil dotada de GPS, quan 
s’informi de la posició de la unitat, possiblement vinculada a una emergència, el sistema podrà 
vincular-la amb la informació existent al Catàleg de Recursos.  
 
5.3.1.9. Gestió Documental 
 
El Gestor Documental emmagatzemarà i subministrarà documents. Els documents tindran una 
capa de metadades que permetrà classificar-los segons criteris propis i que s’haurà d’emplenar 
cada vegada que es pugi un nou document al repositori.  
Hi haurà dues formes d’accedir al repositori documental per buscar documents: 
 A través d’una interfície d’usuari específica del gestor documental.  
 A través dels serveis que el gestor publicarà (Serveis DOC). 
Quan un usuari, o mòdul, vulgui buscar un document, podrà incloure en la consulta criteris de 
recerca basats en: 
 Valor de les metadades.  
 Contingut del document.  
Com passa amb la resta de mòduls, qualsevol sistema remot que tingui els permisos adequats 
podrà accedir al repositori documental del Centre d’Emergències a través dels Serveis DOC.  




El mòdul d’Informació Proactiva s’integrarà amb el Gestor Documental a través dels Serveis 
DOC. 
El conjunt de Serveis DOC, està composat, entre altres per: 
 Llista de documents que compleixen un criteri de selecció.  
 Lectura d’un document específic.  
 
Figura 37: Mòdul de Gestió Documental 
 
5.3.1.10. Informació de tercers 
 
El mòdul d’Integració de Tercers inclou les integracions amb fonts d’informació externes que, 
d’una forma o  altra, publiquin la informació que gestionen.  
Des del punt de vista d’aquest sistema, es poden classificar els proveïdors d’informació en 
dues classes: 
a) Els que publiquen serveis (webservices) que s’utilitzaran per obtenir quan es vulgui la 
informació que es desitgi.  
b) Els que periòdicament utilitzaran els serveis (webservices) que el sistema publiqui per 
traslladar la seva informació.  
El cas a) implica: 
 Existeix un procés que periòdicament va a cercar la informació que ens interessa.  
 Davant una situació determinada, es pot anar a cercar la informació actualitzada d’un 
proveïdor d’informació.  
El cas b) implica: 
 El proveïdor d’informació és el que decideix quan traspassa la seva informació.  
 El proveïdor, coneixedor de la informació que gestiona, davant una situació especial, 
pot prendre la decisió de traslladar al Centre d’Emergències aquesta informació.  




La solució ideal es una combinació de totes dues opcions, en el que, d’una banda, el sistema 
pot actualitzar la informació sempre que vulgui, i per l’altra, el proveïdor pot informar sempre 
que detecti una situació excepcional.  
Per poder realitzar aquestes integracions s’ha de comptar amb la col·laboració dels proveïdors 
d’informació: o bé publiquen els serveis per tal de que el sistema pugui accedir a la seva 
informació o incorporen lògica en els seus sistemes per accedir als serveis que publiqui el 
Centre d’Emergències.  
Les possibles integracions poden ser: 
 Servei Meteorològic de Catalunya, per disposar d’informació sobre la informació 
meteorològica actual i previsions.  
 Medi Ambient (Agència Catalana de l’Aigua, Institut Català del Sòl,..), per disposar 
d’informació sobre nivells de contaminació atmosfèrica, contaminació d’aqüífers, riscs 
d’incendi forestal, ... 
 Mobilitat (Servei Català del Trànsit), per disposar d’informació sobre la situació del 
trànsit.  




El mòdul de Seguretat haurà de controlar: 
 Qui es pot connectar al sistema.  
 Controlar què pot fer l’usuari dins del sistema.  
La part de connexió al sistema s’integrarà amb l’Active Directory del Centre d’Emergències, de 
manera que el codi d’usuari i el password serà validat contra aquest LDAP.  
Per controlar què pot fer un usuari jugarem amb els conceptes d’usuari, grup d’usuaris, rols i 
permisos.  
 
Figura 38: Seguretat 
 




Els permisos podran fer referència a: 
 La capacitat per accedir a un mòdul, o a una opció dintre del mòdul. 
 La capacitat per executar una acció en algun punt del sistema. Per exemple, per 
controlar qui pot prémer un botó específic a una pantalla.  
 La capacitat de veure, o no, una informació determinada.  
 La capacitat de modificar, o no, una informació.  
Els Permisos es podran assignar en positiu o en negatiu. És a dir, podrà ser una autorització o 
una desautorització. Un grup podrà tenir un o diversos rols. A més  a més, podrà tenir 
permisos individuals assignats. Això permetrà, per exemple, assignar a un grup els permisos 
d’un rol, però denegar-li un permís en concret. Un usuari podrà pertànyer a diversos grups i 




L’esquema bàsic de funcionament és el següent: 
 
Figura 39: Esquema de funcionament del 112 
Els llocs de treball del 112 es construiran, bàsicament, sobre tot el que ja s’ha vist en apartats 
anteriors. Només apareixen dos elements nous: el filtre Antifrau i el LOG.  
Un problema important en la gestió d’un servei 112 és el gran volum de “falses” trucades 
d’emergència que es reben. Segons les estadístiques de les trucades rebudes al 112 Catalunya 
durant l’any 2009, el 65% eren buides (no s’ha pogut establir cap tipus de comunicació) i el 
13% errònies o malintencionades. El que alhora suposa un elevat percentatge de dedicació de 
recursos, materials i humans, per atendre aquestes trucades, en detriment de les autèntiques 
emergències. L’objectiu del mòdul Antifrau és filtrar totes les trucades entrants per detectar 
aquestes trucades i tractar-les de forma especial.  
El mòdul antifrau consisteix en: 




a) Mantenir una llista de números que han generat falses trucades.  
b) Incloure un codi en l’ACD que filtri el número de la trucada entrant contra la llista 
anterior.  L’ACD (Automatic Call Distributor) és un procés pel qual es distribueixen les 
trucades que arriben als sistemes d’atenció.  
c) D’acord amb les trucades reals i falses que s’hagin fet des d’aquest telèfon, i d’altres 
paràmetres que poden ser considerats, es poden prendre decisions com desviar la 
trucada a un IVR, perquè actuï com a filtre, amb l’objectiu de fer desistir al bromista i 
evitar que la trucada arribi al gestor de demanda.  
El mòdul Antifrau pot ésser transversal a tot el sistema.  
Un altre mòdul transversal a tot el sistema és el de LOG. El seu objectiu és enregistrar tot el 
que succeeix, incloses possibles anotacions que vulgui fer constar l’usuari. Les anotacions 
queden enregistrades amb la data, hora i usuari involucrat. Serà informació molt útil per a 
futures auditories que es vulguin fer. L’aspecte de la pantalla del LOG on l’usuari pot veure i 
afegir les anotacions és el següent: 
 
Figura 40: LOG 
El lloc estàndard del gestor d’emergències constarà de tres pantalles. El contingut habitual de 
cada pantalla, d’acord amb els permisos d’usuari, serà: 
a) Pantalla 1: Client GIS.  
b) Pantalla 2:  
i. TVC 
ii. Visor de Protocol 
iii. Expedient Actiu 
iv. Llista d’Expedients 
v. Informació Proactiva 
vi. Visor d’Alertes 
vii. Directori 
viii. Catàleg de Recursos 
ix. Client de Gestió Documental 
x. Visor del LOG. 





c) Pantalla 3: Client Live Viewer de la suite Omnicast. Aquesta aplicació, que s’explicarà 
de forma detallada a l’apartat de vídeo gestió, permet la visualització de les imatges 
provinents de les càmeres properes al lloc de l’emergència, així com visualitzar 
l’escriptori remot d’un altre gestor d’emergències (sempre que tinguem permisos 
suficients per visualitzar-lo) que disposi d’informació d’interès per a la resolució de la 
emergència.  
 
Figura 41: Contingut de les pantalles dels operadors 
Un cicle estàndard en l’atenció d’una trucada per part d’un gestor de demanda del 112 pot ser 
el següent: 
1. L’ACD filtra i desvia la trucada cap al gestor de demanda que correspongui.  
2. S’activa el protocol d’atenció de trucades del 112.  
3. El sistema detecta que hi ha una emergència activa en les proximitats de l’origen de la 
trucada. Informa al gestor mitjançant el Visor de Protocol, perquè comprovi si es tracta 
de la mateixa incidència. A la pantalla d’Expedient es visualitza el de l’emergència 
activa que volem confirmar per facilitar les dades al gestor. 
4. No es tracta de la mateixa emergència. Es mostra un expedient net perquè el gestor 
recopili les dades necessàries. S’orienta al gestor mitjançant el Visor de Protocol.  
5. Es tracta d’un incendi en un local comercial. Es proposa al gestor que passi l’avís als 
cossos d’emergències necessaris (Bombers, Guàrdia Urbana i SEM, per exemple). 
Aquests cossos estan integrats dintre del sistema i per tant, tindran accés a tota la 
informació des de l’inici de la incidència.  
6. Sobre el Client GIS es localitza l’emergència i es destaquen elements singulars 
rellevants en cas d’incendi situats en les proximitats (hidrants d’incendis, magatzems 
de productes perillosos, hospitals, càmeres....). Les imatges provinents de les càmeres 
properes a l’emergència les podem visualitzar a la tercera pantalla de l’operador, 
mitjançant l’aplicació Live Viewer.   
7. Mentrestant, el sistema ha trobat documents vinculats al local incendiat, rellevants en 
cas d’incendi. A través del visor d’informació proactiva s’informa el gestor de la llista 
de documents localitzats.  
8. El gestor de demanda, si ho creu oportú, pot informar sobre la informació recopilada.  
9. Una vegada traslladada la emergència, l’expedient queda en procés a la llista 
d’expedients oberts. En qualsevol moment el gestor podrà recuperar l’expedient per 
consultar-lo o actualitzar-lo.  
10. El gestor està lliure per atendre una nova trucada.  




11. Dues hores més tard, els bombers informen que tenen controlat el foc i donen per 
tancada l’emergència.  
12. Mig hora més tard, el sistema avisa al gestor que té pendent el tancament de 
l’emergència per part de la Guàrdia Urbana i el SEM. Es faciliten les dades de contacte 
al gestor perquè els truqui per sol·licitar informació i, si és possible, tancar 
l’emergència. 
Per a un coordinador del 112, un exemple d'operativa habitual pot ser: 
1. El coordinador té actualitzada la llista de totes les emergències actives ateses pels 
gestors de demanda del seu grup. Pot consultar la informació de detall de qualsevol 
d'elles en qualsevol moment. 
2. Rep una  trucada interna d'un gestor de demanda per demanar-li opinió sobre una 
situació complexa. Visualitza la informació sobre l'emergència (expedient, client GIS, 
visor d'informació proactiva,...) i la comenta amb el gestor per prendre una decisió. 
3. Anota en el LOG un comentari sobre la seva intervenció. 
4. Mitjançant el visor d'alertes, li arriba l'avís que una emergència porta massa temps 
oberta. Es posa en contacte amb el gestor de l'emergència i revisa amb ell la situació. 
A més a més, un gestor del servei 112, podria estar consultant el quadre de comandament 
amb informació sobre les emergències del dia. 
 
5.3.1.13. Integració dels Cossos d’Emergències en el sistema: Cas Bombers 
 
Com ja hem comentat al començament del capítol, existirà una total integració entre els 
diferents cossos de seguretat i emergències i el 112, tant a nivell de comunicacions com a 
nivell de GIS. 
Així, la gestió d’emergències d’aquests cossos estarà totalment integrada amb el 112 i 
Protecció Civil. En aquest apartat ens endinsarem en les especificacions de la integració d’un 
cas en concret: el cos dels Bombers.  
Cau fora de l’abast d’aquest projecte el detall de la integració de tots els cossos que participen 
en les emergències, sent comunes a tots ells moltes de les propietats que es presenten a 
continuació. 
Els bombers de Barcelona, a l’actualitat, disposen de tres aplicacions principals a cada lloc 
d’operador: 
1. Aplicació per a la gestió d’incidències, on l’operador introdueix, modifica i consulta les 
dades referents a les emergències on intervé el cos de Bombers. Aquesta informació 
no es comparteix amb altres cossos d’emergències involucrats. L’aplicació es troba 
centralitzada en uns servidors basats en una base de dades relacional Oracle.  
2. Aplicació de SIG (sistema d’informació geogràfica) amb localització de vehicles sobre el 
mapa. Aquesta aplicació permet tenir la ubicació en temps real de tots els vehicles de 
bombers i dels terminals portàtils TETRA amb mòdul GPS incorporat. Tota la 
informació de geolocalització es troba centralitzada en un servidor, del que reben les 




dades les aplicacions client (posicions GPS actualitzades dels vehicles, actualitzacions 
de base de dades d’objectes,...). Des de les aplicacions dels clients també es poden 
realitzar consultes al servidor, tot i que bona part de la informació s’emmagatzema en 
el propi PC d’usuari (com per exemple: els mapes, la informació dels punts del 
mapa....) 
3. Aplicació DWS, per establir comunicacions de veu TETRA i per gestionar usuaris i 
recursos.  
Com es pot observar, es tracta d’una interfície de treball tancada per al cos de Bombers, que 
dificulta la interoperabilitat i l’intercanvi d’informació  amb els altres cossos.  
Basant-nos en aquesta problemàtica, definim un nou model de treball per als Bombers, 
incorporant les funcionalitats que ja tenen, millorant-les i integrant-les a la solució completa. 
Distingim dos contexts de treball diferents: 
 Gestió d'actuacions. Inclou la gestió/assignació de recursos. 
 Planificació de serveis. 
La base de la solució per als bombers és la mateixa que hem vist aplicada al cas del 112 amb 
certs matisos. A més a més, en l'àmbit dels bombers s'afegeixen funcions i mòduls necessaris 
per a la seva gestió.  
5.3.1.13.1. Gestió d’actuacions 
 
L’esquema bàsic de funcionament de la gestió d’actuacions dels Bombers és el següent: 
 
Figura 42: Esquema de funcionament de la gestió d’actuació de Bombers 
L'esquema de la solució és, bàsicament, el mateix que el plantejat per al gestor de demanda 
del 112. Només hi ha quatre diferències significatives: 
1. Òbviament, els protocols per a la gestió d'actuacions dels Bombers seran diferents als 
protocols del 112. 




2. L'expedient dels Bombers serà diferent a l'expedient del 112, ja que contindrà 
informació específica de les seves actuacions.   
3. Un cas especial serà el de la gestió d’alertes, però fonamentalment en tres aspectes: 
a. La trucada arriba per un canal diferent. 
b. Genera l'activació de protocols diferents que mitjançant el Visor del Protocol i 
la seva interacció amb la resta de mòduls (expedient, visor d'alertes, 
informació proactiva,...) anirà guiant l'actuació del gestor. 
c. Una alerta pot generar actuacions que s'allarguin en el temps, la gestió de la 
qual s'integrarà en el mòdul de planificació de serveis. 
4. Apareix el mòdul de gestió, o assignació de recursos, que no existeix en el cas del 112. 
El mòdul de Gestió de Recursos ajudarà al gestor de l'actuació a decidir quins recursos assigna 
per a la resolució d'una emergència. En aquest punt del sistema és especialment rellevant la 
integració amb el mòdul GIS i les comunicacions. 
Abans de començar a assignar recursos el gestor de l'actuació haurà d'haver qualificat 
l'emergència per definir quina mena de recursos i quants  caldrà destinar a la resolució de la 
mateixa. El sistema, d'acord amb la lògica estipulada en el protocol d'actuació, proposarà al 
gestor els recursos que haurien de ser assignats, però serà el gestor qui prengui la decisió. 
Una vegada analitzats quins recursos, tipus i quantitat s’han d'assignar a una emergència 
s'inicia el procés d'assignació de recursos concrets. En aquest procés el gestor podrà: 
 Revisar la proposta de recursos que li faci el sistema. 
 Veure, sobre el client GIS, els recursos més propers al lloc de l'emergència. Per 
exemple, es podran visualitzar els parcs de bombers i les unitats mòbils que en aquest 
moment estiguin fora, ja sigui complint amb un servei planificat, desplaçant-se a una 
altra emergència o tornant d’aquesta després de finalitzar el servei. 
 Cada recurs visualitzat sobre el client GIS tindrà associada una representació gràfica 
diferent de la resta. A més, aquesta representació podrà variar de color en funció de 
l'estat del recurs. Per exemple: 








Bomba urbana lleugera      
Bomba urbana pesada      
Ambulància      
…      
Figura 43: Representació gràfica de diferents recursos sobre el GIS 




Amb aquesta informació visual el gestor pot tenir una primera impressió sobre quins recursos 
assignar a l'emergència. A partir de l’anàlisi de tota aquesta informació, podrà prendre 
decisions sobre l'assignació de recursos, que en algun cas poden suposar la modificació d'una 
assignació anterior. Aquesta operació es podrà fer sobre la interfície gràfica (client GIS) o sobre 
la interfície alfanumèrica. Aquesta informació quedarà vinculada a l'expedient corresponent. 
Durant tot aquest procés, el gestor podrà comunicar-se amb qui necessiti i per qualsevol canal 
(telèfon, SMS, Tetra, ...) aprofitant les facilitats que li ofereix l'entorn d'aplicacions (integració 
de les comunicacions amb tots els mòduls: Client GIS, Visor del Protocol, Expedient, 
Directori,...). 
 
5.3.1.13.2. Planificació de serveis 
 
La planificació de serveis tindrà quatre etapes diferenciades: 
a) La definició de serveis. 
b) La planificació de serveis. A més a més de la pròpia planificació natural de serveis, des 
de la gestió d'alertes es poden generar nous serveis planificats, als quals caldrà 
assignar recursos. 
c) L'assignació de recursos als serveis planificats. D'acord amb la disponibilitat i historial 
de serveis realitzats. 
d) L'execució, seguiment, tancament i reobertura dels serveis, creant processos sobre la 
plataforma BPM que suportin el cicle de vida d'aquests serveis, per millorar la seva 
gestió. 
Els serveis planificats poden patir alteracions en funció de les necessitats generades per les 
emergències actives. Aquestes incidències seran registrades i ajudaran en la replanificació dels 
serveis corresponents. 
 
5.3.1.14. Protecció Civil 
 
En el context d'aquest sistema, la funció de Protecció Civil és la d'activar plans d'emergència i 
fer la seva gestió, seguiment i tancament. 
En última instància, els plans d'emergència s'activaran per la decisió explícita d'un responsable. 
Aquest responsable podrà rebre diferents tipus d'informacions que li portin a activar un pla 
d'emergència. Per exemple: 
 Pot rebre una proposta d'activació d'un pla d'emergència des del Gestor d'Alertes del 
Nucli d'Emergències. El missatge li podria arribar a través del Visor d'Alertes, d'un SMS, 
un correu electrònic, un fax,... o tots ells, d'acord amb el protocol de notificació definit 
al Gestor d'Alertes per a aquest cas. 




 Pot rebre una notificació de les mateixes característiques que l'anterior, però 
procedent d'algun altre protocol d'actuació de qualsevol dels cossos d'emergències 
integrats en el sistema, que en algun punt determini que cal fer aquesta proposta a 
Protecció Civil. 
 Pot ser una decisió pròpia, o de l'equip de treball de Protecció Civil, a partir de l'anàlisi 
de la situació actual. 
 Pot ser conseqüència d'una planificació definida anticipadament d'activació de plans 
d'emergència de caràcter preventiu, normalment vinculats a situacions de caràcter 
estacional, com per exemple la prevenció d'accidents en èpoques d'alt risc d'allaus, o 
la prevenció d'incendis forestals en èpoques i zones d'especial risc. 
 
Figura 44: Casuístiques d'activació de plans per part de Protecció Civil 
L’esquema bàsic de funcionament en el àmbit de Protecció Civil es el següent: 
 
Figura 45: Esquema de funcionament bàsic del sistema a Protecció Civil 




L'esquema de la solució és, bàsicament, el mateix que el plantejat per al gestor de demanda 
del 112 i el gestor d'actuacions dels bombers. Només hi ha les següents diferències: 
1. Novament, els protocols vinculats als Plans d'Emergència són específics. 
2. L'expedient de l'activació d'un Pla d'Emergències serà diferent al dels altres cossos i al 
del 112.  Per exemple, haurà  d'enregistrar informació sobre les actuacions activades  
en els diferents cossos i el seu seguiment sobre l'activitat dels diferents comitès de 
coordinació i seguiment vinculats a un Pla d'Emergències. 
3. Apareix el mòdul "Pla Scheduler". Permet planificar l'activació de Plans d'Emergència, 
normalment de caràcter preventiu, vinculats a situacions de risc que es repeteixen 
estacionalment. 
4. També apareix el "Quadre de Comandaments". Aquest mòdul no té perquè ésser 
específic del context de Protecció Civil (pot existir a qualsevol altre dels àmbits que 
hem analitzat), però si adquireix especial significat com a eina d'ajuda per monitorar 
on-line la situació de les emergències i, arribat el cas, ajudar a prendre la decisió 
d'activar un Pla d'Emergència. 
5. Finalment, estarà disponible el mòdul d’ "Informes". 
 
5.3.1.15. Actuacions tancades i històriques 
 
El mòdul d’Actuacions Tancades i Històriques permet dues coses: 
 L'expedient vinculat a una actuació es podrà gestionar més enllà de la vida de la 
circumstància que va donar origen a l'expedient. 
 Es podrà consultar informació geoespacial vinculada a l'actuació ja tancada. 
Tots els mòduls d'Expedients tindran la possibilitat de cercar i consultar l'expedient d'una 
actuació tancada. Sobre aquests expedients es podrà treballar per corregir i complimentar la 
seva informació. 
Si es desitja, també es podrà consultar el LOG de l'actuació, que permetrà veure la seqüència 
de fets que es van produir durant la seva resolució. La consulta del LOG ofereix l'opció de 
veure en paral·lel la resta de coses que estaven passant en aquest moment, combinant els 
LOG’s de totes les actuacions actives d'aquest moment. 
També es podran emetre informes sobre l'actuació, que es podran distribuir per diferents 
mitjans (correu electrònic, fax,...) a les persones o entitats que sigui necessari. Aquests 
enviaments es podran automatitzar incorporant-los al protocol de tancament d'una actuació. 
La informació geoespacial referent a incidències, elements singulars mòbils i elements 
vinculats a una emergència, s'emmagatzemarà a la base de dades amb la component t 
(temps), o sigui, quedarà un registre històric dels canvis de tots aquests elements, 




(fonamentalment la seva posició i forma). Disposar d'aquesta informació, permet d'oferir a 
l'usuari dues possibilitats: 
1. Veure la "fotografia" de com estava tot en un moment exacte. 




Figura 46: Evolució geoespacial de l'emergència 
 
5.3.1.16. Anàlisi d’Informació 
 
El mòdul d'Anàlisi d'Informació ofereix informació, consolidada i de detall, sobre les actuacions 
enregistrades pel Centre d’Emergències, amb possibilitats d'anàlisi i navegació sobre les 
mateixes, així com la capacitat de generació d'informes. 
En funció de les necessitats, podrem combinar dues eines diferents per solucionar les 
necessitats de reporting i anàlisi d’informació.  
D’una banda, disposarem del mòdul de generació d'informes i quadre de comandaments de 
Operations Book M3O de Vitria. Amb aquesta eina, la informació que gestionem a nivell 
d'interfície d'usuari es pot convertir a format PDF per a guardar o imprimir el seu contingut. 
D'altra banda, disposarem de iReport / JasperReport, eina open source de generació de 
reports. JasperReports és una eina de creació d’informes Java que s’utilitza amb iReport, un 
front-end gràfic de codi obert per a la edició d’informes.  
Algunes característiques destacables d'aquesta eina són: 
o Formats d'exportació: HTML, RTF, CSV, PDF. 
o Inclusió de hiperlinks en els reports. 
o Permet combinar gràfics i dades. 
Aquestes funcionalitats s’inclouran a la plataforma dissenyada gràcies a la API proporcionada 
per JasperReport.  









Figura 47: Exemple de report gràfic  
 
5.3.1.17. Arquitectura Tècnica 
 
5.3.1.17.1. Components del sistema 
 
Fins ara el que havíem fet era donar una visió dels mòduls de la solució, des d’una perspectiva 
funcional, per mostrar com funcionarà i quines possibilitats de creixement por tenir aquesta 
solució. En aquest apartat, ens endinsarem en la part més tècnica. No es pretén fer una 
exposició exhaustiva de les característiques tècniques de la proposta, però si generar un mapa 
final dels sistemes i les seves característiques bàsiques, així com dels productes sobre els quals 
es construirà la solució.  
A la següent imatge es mostra de forma esquemàtica les característiques tècniques més 
rellevants del sistema que hem presentat fins ara, aprofitant per introduir aquells sistemes que 
es presentaran en apartats posteriors i que també influeixen a l’operativa diària del gestor 
d’emergències: 






Figura 48: Arquitectura Tècnica - Components del sistema




Anem ara a detallar la solució tècnica per a cadascun dels subsistemes fins ara introduïts. Els 
altres subsistemes presents al diagrama global s’explicaran amb detall en apartats posteriors.  
A.1 A.2
 Comunicacions 
Un lloc de treball d’operador integrarà tots el canals de comunicació: videoconferència, 
telefonia (tant fixa com mòbil), SMS, fax, Tetra (veu i dades) i correu electrònic.  
La integració de les comunicacions TETRA s’implementa connectant els terminals als ports 
sèrie de cada lloc de treball. La integració amb les aplicacions es fa a través de les API’s 
(Application Programming Interface) subministrades pel fabricant de la plataforma (Nokia). 
El servei de correu electrònic s’oferirà a partir d’un servidor Exchange. La integració amb les 
aplicacions es farà a través de les llibreries habituals d'integració de correu electrònic. 
La resta de serveis (telefonia, SMS i fax) els oferirà la central de telefonia (Call Manager), i 
s'integrarà amb les aplicacions a través de les API’s que ofereix el fabricant Cisco. Les 
comunicacions de telefonia del propi centre estan basades en tecnologia IP, implementant la 
realització/recepció de trucades cap a/des de l’exterior amb gateways de veu amb 
connectivitat a la xarxa PSTN. 
B.1
Clúster principal 
Suportarà el gruix dels serveis del sistema. Els components principals són: 
1. Enterprise Service Bus (ESB). Serà la base de la connectivitat entre tots els sistemes. 
Aquest punt es cobreix amb el bus d'integració de la suite M3O del fabricant Vitria. 
2. Business Process Management System (BPMS). Aquest mòdul suportarà tota la gestió 
de processos, fonamentalment Protocols, i els mòduls d'Intel·ligència Operacional. 
S’utilitzaran els mòduls BPMS, Operations Book i Event Manager de la Suite M3O de 
Vitria. 
3. Servidor de Mapes.  
4. Gestor Documental. 
5. Base de dades. 
B.2
 Entorn de backup 
L’entorn de backup és una còpia del clúster principal. L’entorn de backup només s’utilitzarà 
quan, per algun tipus de catàstrofe, l’entorn principal no estigui operatiu. En aquest cas, 
l’entorn de backup arrancarà amb la situació en la qual estaven les emergències en el moment 
que va deixar d’estar operatiu l’entorn principal. Això implica que l’entorn de backup estarà 
totalment sincronitzat i constantment actualitzat, tant a nivell de dades, com a nivell de l’estat 
dels processos BPM.  





 Enterprise Service Bus (ESB) 
Un “bus de serveis d’empresa” (ESB) es considera, en essència, com una plataforma per 
realitzar una arquitectura orientada a serveis.  
El ESB és una de les opcions més àmpliament utilitzades per la integració d’aplicacions a nivell 
corporatiu. Actuant com a middleware, proveeix una capa d’abstracció de baix nivell que 
facilita l’intercanvi entre aplicacions amb protocols de comunicació heterogenis. Això és 
possible gràcies a la inclusió de tecnologies estàndards i obertes. L’intercanvi no només es 
refereix a la funció d’intercanvi de missatges, portant dades d’un punt a un altre, sinó a la 
possibilitat de realitzar processos de negocis a través d’un conjunt de funcionalitats exposades 
en forma de serveis, que és exactament la finalitat de SOA (Arquitectura Orientada a Serveis). 
Els processos de negoci es defineixen gràcies a la plataforma BPM. 
L’esquema de comunicacions entre diferents sistemes sense utilitzar un ESB es mostra a la 
següent figura. Cada aplicació exposa les seves interfícies de comunicació i es realitzen 
comunicacions punt a punt entre elles. Aquest model porta problemes com dependències 
entres sistemes, dificultat de manteniment de les aplicacions (degut a l’acoblament) i 
documentació no sincronitzada. Aquest model de comunicació es coneix com “espagueti”. 
 
Figura 49 : Model de comunicació "espagueti" 
La incorporació d’un middleware que administri la comunicació, com un  ESB, ajuda a ordenar 
els processos, ja que defineix les responsabilitats de les interfícies dels sistemes, separa les 
tasques de forma clara, evita l’acoblament entre els sistemes i simplifica l’arquitectura 
conceptual del model d’interacció dels sistemes involucrats.  
 
Figura 50: Model de comunicació amb ESB 




Per tant, el ESB serà la base de la connectivitat entre els diferents mòduls del sistema. 
Utilitzarem el M3O ESB de Vitria basat en estàndards, obert, agnòstic i part de la plataforma de 
Vitria Enterprise Application Integration.  
 
Figura 51: ESB de la plataforma M3O 
A continuació es mostren un conjunt de característiques d'aquest producte: 
Gràcies a una arquitectura de processos basada en components, el ESB separa els processos 
corporatius del transport i els protocols. D'aquesta forma, els processos es poden implantar en 
diverses plataformes de missatgeria sense necessitat de modificar el modelatge dels processos 
i utilitzant propietats de configuració. M3O ESB ofereix suport integrat per a modelar els 
processos una sola vegada i implantar-los després en qualsevol servidor d'aplicacions. 
Disposa d'un BPM (Business Protocol Manager) tècnic, de classe empresarial amb modelatge 
unificat, que combina capacitats integrals que abasten els següents aspectes: integració, 
connectivitat, transformacions, creació de serveis web simples, compostos, gestió 
transaccional, etc. 
Ofereix un entorn d'integració basat en el marc de modelatge gràfic Eclipse. El producte 
ofereix un motor de processament escalable d'alt rendiment, essencial per a aplicacions de 
processos a escala empresarial. 
M3O ESB ofereix l'agilitat de processament necessària per a adaptar-se amb rapidesa als canvis 
de les necessitats, i utilitza una arquitectura de processos basada en components que permet: 
o Compondre nous processos tècnics amb més rapidesa aprofitant els models de 
processos ja desenvolupats. 
o Construir models de processos composts que utilitzin models de processos niats ja 
publicats com serveis. 
o Invocar de manera dinàmica els models de processos niats en temps d'execució en 
funció del context operatiu, de manera que la lògica dels processos es pugui reutilitzar 
en diferents contextos. 
 
D
Base de dades 
El Gestor de Base de dades serà Oracle Enterprise,  amb l'extensió Spatial inclosa, per a 
incorporar, a nivell de base de dades, capacitats d'emmagatzematge i tractament d'informació 
geoespacial. 




Incorpora funcions globals per administrar fàcilment el processament de les transaccions, 
intel·ligència corporativa i aplicacions de gestió de continguts.  
Entre els principals beneficis d’aquest gestor destaquem: 
 Redueix el temps de inactivitat planificat.  
 Assegura les dades i permet el compliment dels nivells de seguretat, gràcies a la 
realització d’auditories transparents, xifrat de dades i recuperació total d’aquestes. 
 Processament analític en línea. 
 Fàcil gestió durant el cicle de vida complet de la informació, independentment de la 
seva mida. 
Oracle Spatial, una opció de Oracle Database 11g Enterprise Edition, és compatible amb serveis 
Web i 3D per gestionar la informació geoespacial, incloent dades vectorials, topologies i 
models de xarxa. Està dissenyada per satisfer les necessitats dels sistemes GIS avançats en 
aplicacions com gestió de terrenys, serveis públics i defensa/seguretat interna. El format 
espaial natiu i obert d’Oracle elimina el cost dels sistemes específics de propietat exclusiva i és 
compatible amb tots els principals productes GIS, incloent el proposat en aquest projecte. 
E
 Business Process Management System (BPMS) 
Com hem comentat abans, aquest mòdul suportarà tota la gestió de processos, 
fonamentalment Protocols, i els mòduls d'Intel·ligència Operacional. Ho cobrirem amb els 
mòduls BPMS, Operations Book i Event Manager de la Suite M3O de Vitria. A continuació 
detallem característiques d’aquests productes. 
 
Figura 52: Suite completa M3O de Vitria 
 Modelador BPM 
El mòdul BPM Modeler implementa la notació del modelatge de processos de negocis 
estàndard (BPMN), permetent el disseny de models de processos de negoci i els models de flux 
de treball i formes.  




Aprofitant les característiques Web 2.0, l’entorn de modelatge gràfic de l’usuari és de fàcil ús, 
permetent-li modelar fonts d’esdeveniments, serveis web i processos de negoci. 
Algunes de les característiques més significatives d’aquest mòdul són: 
 Basat en Web 2.0, fàcil d’utilitzar i es pot implementar amb qualsevol número 
d’usuaris. Proporciona xat,  fòrums de discussió, anotacions... 
 Eina amb suport a l’estàndard BPMN. 
 Control d’accés basat en privilegis i rols. 
 Suport a tots els elements necessaris per a dissenyar un procés: gestió de tasques 
manuals i automàtiques o mixtes; suport a bifurcacions, subprocessos, serveis web, 
bucles....; polítiques d’enrutat; temporitzadors configurables... 










Figura 53: Interfície d'usuari de BPM Modeler 
Aquest mòdul ens permet un control de les tasques, així com definir gestors, formularis, 
accions, temporitzadors i notificacions, entre altres. En aquestes definicions es basaran molts 
dels processos de l’aplicació de gestió d’emergències.  
Per exemple: 
o Si l’operador està omplint un formulari sobre una incidència,  el sistema l’indicarà que 
ompli aquells camps que es troben buits abans de continuar (notificació).  
o Si una emergència porta massa temps oberta (definició de temporitzador), el sistema 
notificarà a l’usuari aquest fet inusual (notificació) i li instarà a comunicar-se amb els 
agents pertinents per conèixer l’estat de l’emergència.  
o El sistema, gràcies a la informació de la que disposa sobre l’emergència activa, 
mostrarà a l’agent aquells cossos dels quals no ha obtingut tancament de 
l’emergència, així com les opcions de comunicació disponibles (definició d’accions).  
 




Operations Book (Intel·ligència Operacional) 
Vitria Technology, mitjançant Operations Book, no només permet visualitzar o monitorar 
l'estat dels processos del Centre d’Emergències, el seu contingut, altres fonts de dades de 
rellevància, etc. sinó també permet analitzar aquesta informació gràficament per a poder 
reaccionar proactivament davant situacions no desitjades com possibles bloquejos, incidències 
o colls d'ampolles, actuant amb accions o esdeveniments pel tractament o resolució 
d'aquestes anomalies de forma automàtica, manual o semi manual, tot basat en una interfície 
d’usuari Web 2.0. per una gestió ràpida i fàcil. Les principals característiques d’aquest mòdul es 
detallen a continuació: 
 El Llibre d’operacions ens permet: 
 Visualitzar processos, mètriques modelades en els processos de negoci, 
esdeveniments, dades, SLAs... 
 Identificar colls d’ampolla per a una optimització del sistema immediata. 
 Aprofundir en mètriques de rendiment individuals. 
 Veure l’estat dels processos i les seves dades en temps real. 
 Configurar gràficament els quadres de comandament. 
 Donar d’alta noves vistes amb informació rellevant provinent d’altres fonts, 
RSS, Mashups,.. 
 
 Gràcies a la monitorització transaccional obtenim: 
 Visualització de la operativa en temps real. 
 Anàlisi de l’històric per a la optimització dels processos. 
 Visualització dels documents transaccionals associats al procés. 
 
 Gràcies a la tecnologia 2.0. emprada obtenim: 
 Més possibilitats de visualització d’informació (visualització multi capa). 
 Potents capacitats per crear, organitzar i explorar quadres de comandament. 
 Possibilitat de configurar els quadres de comandament. 
 Possibilitat visual de modelar les relacions entre els esdeveniments, les dades i 
els gràfics. 
 
 Altres característiques són: 
 Visualització i alertes amb assignació de tasques de Workflow. 
 Tasques assignades per polítiques de càrrega de treball i/o coneixements o per 
perfils d’usuari.  
 Workflow guiat en la seqüència de tasques. 
 Vista de documents i valors relacionats. 





Figura 54: Operations Book - Monitorització de l'estat dels processos 
La solució incorpora un motor CEP (Complex Event Processing) que permet la correlació 
ininterrompuda i la visualització de múltiples fluxos d’esdeveniments en temps real.  
S’encarregarà del tractament d'esdeveniments complexos, de la gestió d'esdeveniments 
provinents de diferents fonts d'informació  i esdeveniments que s'han de correlacionar 
d'alguna manera ja que estan relacionats, amb l'objectiu de poder prendre decisions sobre la 
base de múltiples situacions que són dependents entre elles. En aquests casos és possible 
definir patrons de comportament que actuaran de la forma més intel·ligent per a abordar 
situacions de major complexitat o situacions on l'emergència requereixi d'un tractament més 
sofisticat. 
Dins de l’àmbit de les emergències, aquest mòdul ens permet: 
-Monitoratge del servei  ¸desglossat per províncies/ciutats, dins de l’àmbit d’actuació d’aquest 
Centre d’Emergències. 
-Quadre de Comandaments en temps real / Operativa en quant a Incidències: Mostra el total 
d’emergències en  un període de temps determinat, els recursos dedicats, intervals amb més 
emergències actives, etc.  
 
Figura 55: Quadre de Comandament 
-Quadre de Comandaments per a la Supervisió d'Esdeveniments - Event Dashboard: Permet 
un control exhaustiu dels procediments d’emergències, com per exemple: 
 Volum d’emergències. 
 Número d’emergències resoltes. 




 Emergències resoltes per àrea. 
 Estadístiques i promitjos d’emergències resoltes/no resoltes respecte al temps de 
dedicació/recursos emprats. 
 
Figura 56: Quadre de Comandament per a la supervisió d'esdeveniments 
- Gestió d'Incidències/Alertes : Permet la supervisió de les dades sobre la distribució d’alertes 
des de el quadre de comandament. També permet una supervisió de forma gràfica de les 
alertes mitjançant un mapa interactiu, des del que podrem seleccionar una alerta o un conjunt 
d’alertes classificades per província, per rang de dades, etc. En el nostre context, les alertes 
poden ser per inundacions, incendis, tempestes, atemptats... o qualsevol fet que requereixi 
l’actuació dels cossos de seguretat i emergències.  
Un usuari pot veure les noves alertes o emergències i fins i tot, de forma interactiva,  marcar 
les possibles alertes correlacionades gràcies a l’existència del motor CEP. 
 
Figura 57: Supervisió d'alertes en temps real en un mapa interactiu 
-Control i Seguiment d'Emergències per regió, mitjançant un quadre interactiu per a 
possibilitar a l'usuari un accés al detall de les emergències i els seus estats. 



















Figura 58: Control i seguiment d'emergències per regió 
-Creació de regles d'actuació davant situacions imprevistes 
2
Procediment Tràfic – Pro-Actiu
Regles d’Actuació TE: Tràfic Elevat





Procediment Meteorologia – Pro-Actiu
Regles d’Actuació M: Meteorologia
 
Figura 59: Creació de regles d’actuació 
F
 Servidor de Mapes 
Per cobrir totes les funcionalitats GIS la solució es basa en la família de productes Geomedia, 
de Intergraph: 
 Geomedia Professional com a eina d'administració i actualització de dades 
cartogràfiques, amb llicència concurrent perquè la llicència no quedi lligada a un lloc 
de treball concret. 
 Geomedia Objects, per a la creació del client GIS d'escriptori. 
 Geomedia WebMap, per construir el servei de consulta GIS a través de 
intranet/extranet. 




Geomedia és un SIG obert basat en una estructura que permet treballar de forma simultània i 
sense transformació amb formats gràfics molt dispersos (dgn, SHP, dxf, dwg, ortofotos, 
connexions wms,wfs ...), en bases de dades múltiples (des d’Access a Oracle). Aquest conjunt 
d’aplicacions està totalment integrat i proporciona totes les funcions necessàries de 
tractament geoespacial per a la producció de mapes, gestió d’infraestructures i gestió del 
territori.  
Entre els beneficis que aporta aquesta solució destaquem: 
 Accés a les dades: L’arquitectura dels servidors de dades proporciona accés als 
formats geoespacials més comuns i a documents de text. L’arquitectura de servidor de 
dades permet integrar i unificar en una imatge global totes les dades necessàries per 
adoptar decisions.  
 Enfocament basat en estàndards per a l’intercanvi de dades públiques i privades: La 
suite GeoMedia proporciona un conjunt d’interfícies per a l’intercanvi de dades i 
metadades que corresponen totalment amb els estàndards globals definits per 
organismes com OGC.  
 Fàcil integració amb buscadors geoespacials: GeoMedia WebMap proporciona 
mètodes senzills per integrar dades i serveis locals amb els buscadors geoespacials 
més populars, com Microsoft Virtual Earth i Google Maps.  
 Potent anàlisi geoespacial: La suite proporciona totes les eines d’anàlisi i de 
presentació per planificar i gestionar de forma eficient.  
 
 
Figura 60: GIS - Accés a múltiples fonts de dades 
 
GeoMedia Professional 
GeoMedia Professional proporciona eines per capturar i editar dades espacials. És una solució 
flexible, escalable i basada en estàndards oberts.  Confereix una major rapidesa en la 
implementació de bases de dades SIG. També permet realitzar connexions en directe a 
diversos magatzems de dades SIG simultàniament.  
 





GeoMedia WebMap proporciona una solució Web totalment escalable. Aquesta solució pot 
ser dissenyada per serveis Web o llocs Web interactius (solucions thin-client), incloent l’accés a 
anàlisi geoespacial i generació de mapes. Al proporcionar accés directe en temps real a les 
dades geoespacials corporatives, aquest producte permet crear un lloc Web, que ofereixi als 
clients accés a una aplicació geoespacial completa, dinàmica i oberta en entorn Web. Inclou 
capacitat d’anàlisi lineal (incloent la generació de rutes dinàmiques i segmentació en Web) i la 
capacitat de construir una aplicació Web que gestioni dades en Oracle Spatial o Microsoft SQL 
Server.  
Les principals característiques d’aquesta eina es detallen a continuació: 
 Eines de navegació per mapa: zoom (acostar, allunyar, zoom previ, per àrea), 
desplaçaments centrats en un punt … 
 Eines d'anàlisi espacial.  
 Incorporació de mapa índex. 
 Incorporació de capa de llegendes, que mostren la simbolització i permet 
activar/desactivar ubicacions i ser localitzables o seleccionables. 
 Visualització de l'escala gràfica. 
 Visualització de les coordenades sobre la qual està el cursor. 
 Visualització i identificació dels atributs associats als elements gràfics. 
 Eines de mesura senzilles sobre les dades (distàncies, angles, superfícies…). 
 Funcionalitats d'impressió de mapes, selecció de capes, àrea d'impressió, escala, 
llegenda … 
 Totalment integrable amb altres servidors de mapes compatibles amb OGC, WMS … 
 Funcionalitats d'exportació d'informació visible habilitades per perfil.  
 
GeoMedia Publisher 
L'aplicació Geomedia Web Publisher consta de: 
 Una comanda per GeoMedia que és la interfície per a la configuració i definició dels 
mapes. 
 Una plantilla, la modificació de la qual permet la primera fase de personalització de 
l'eina. 
 Una aplicació per  guiar al dissenyador en la definició d'una nova aplicació i copiar els 
fitxers de la plantilla. 
 Permet definir perfils d'usuaris i diferents visualitzacions d'informació per a cada 
usuari. 
 La informació gràfica es pot agrupar per a ser visualitzada o ocultada de forma global. 
 Cada visualització disposa de les seves utilitats. 
 Cada visualització té les seves pròpies consultes. 
 Disposa d'eines per a localització i visualització d'informació. 
 Disposa d'eines per a la navegació. 
 L'ajuda de les utilitats s'ajusta a la configuració a cada moment. 
  
Mitjançant la comanda es poden definir les variables globals per a especificar el nom de 
l'aplicació, els diferents perfils, les eines, consultes, rangs, etc. 




A més, i el més important, podem especificar totes les característiques dels mapes a 
visualitzar, permetent que aquest sigui tal com ho veiem en l’entorn d’escriptori.  
 
 
Figura 61: Arquitectura de publicació de mapes en entorn Web 
GeoMedia WebMap Publisher permet, sense programació, la generació de WebServices OGC: 
WMS, WFS, Location Server..., així com representar en un entorn Web la mateixa simbologia 







Figura 62: GIS - Client d’escriptori i Client Web 
G
 Gestor Documental 
Com repositori documental utilitzem Sharepoint Services. Aquesta opció ens ofereix: 
 Una interfície i un entorn al qual l'usuari està habituat. 
 Integració out-of-the-box amb les eines d’ofimàtica més habituals. 
 Funcionalitats addicionals ofertes per Sharepoint Services, com són els entorns de 
treball col·laboratiu. Per exemple: 
o Creació d'espais de reunions. 
o Creació d'espais per a la discussió de documents. 
o Integració amb Outlook: calendaris, tasques, contactes,etc. 




o Creació de wikis, etc. 
Entre altres aspectes, en el context específic de la gestió documental, Sharepoint Services 
ofereix: 
 Subscripció a alertes vinculades a canvis en algun element del repositori. Possibilitat de 
rebre les alertes per correu electrònic. 
 Integració RSS. 
 Suport per a múltiples tipus de continguts. 
 Suport “tree view”. 
 Definició de metadades vinculades als documents. 
 Definició de tipologies de documents que comparteixen propietats comunes. Facilita la 
gestió dels documents. 
 Totes les funcionalitats estan disponibles a través de webservices. 
H
Servidor d’Aplicacions 
Conté i publica els serveis web (webservices) i les aplicacions a les quals es tindrà accés a 
través de la intranet/extranet del Centre d’Emergències. 
I
 Accés a Extranet Centre d’Emergències 
Els usuaris remots que accedeixin als serveis que per a ells ofereixi el Centre d’Emergències a 
través de la seva extranet, tenen un punt d'accés en el qual identificar-se. Aquest punt es troba 
a la web pública del Centre d’Emergències. 
J
Posicionament GPS de flotes 
Cada cos d'emergències (Bombers, Policia, SEM, Guàrdia Urbana, Mossos d’Esquadra...) 
controla el seu propi sistema de posicionament de flotes (GPS). Cadascun d'ells té la 
informació sobre el posicionament dels seus recursos, per tant, són ells els que transmeten 
aquesta informació.  La transmissió de posicionament GPS de cada recurs es du a terme 
mitjançant les facilitats que proporciona la tecnologia TETRA per al enviament de  missatges 
curts, com s’explicarà a l’apartat 5.3.3.3.4. Aquestes dades sobre el posicionament de flotes de 
cada cos s’integraran amb el sistema de gestió d’emergències.  
 
5.3.1.17.2. Distribució de mòduls del sistema 
 
Des del punt de vista de com estan distribuïdes les aplicacions que composen la solució, aquest 
és el mapa en els diferents casos: 
 
 




 Gestió de demanda del 112: 
 
 
Figura 63: Distribució mòduls 112 
 Gestió d'Actuacions dels Bombers (extrapolable a tots els altres cossos d’emergències): 
 
Figura 64: Distribució mòduls Bombers 




 Protecció Civil: 
 
Figura 65: Distribució mòduls Protecció Civil 
 
5.3.2. Sistema de vídeo gestió 
 
5.3.2.1. Descripció general de la solució 
 
El sistema de gestió de vídeo del Centre d’Emergències pretén assolir els següents objectius 
principals: 
 Visualitzar vídeo i imatges rebudes al Centre, així com escriptoris d’operadors, en els 
videowalls instal·lats a les diferents sales de l’edifici, de manera que tots els operadors 
i agents disposin d’una visió global que permeti una reacció i coordinació molt ràpida 
front una emergència.  
 Visualitzar vídeo, imatges i escriptoris en els llocs de treball dels usuaris del Centre 
d’Emergències, a través de la xarxa local de dades,  i als diferents monitors ubicats a 
les sales del Centre.  
 Permetre  la compartició de senyals de vídeo amb altres centres d’emergències 
regionals, per la coordinació de forma conjunta. 
 Localitzar a través del GIS aquelles fonts d’imatge disponibles properes al lloc d’una 
emergència, o susceptibles d’interès en aquell moment, i visualitzar-les a la consola 
d’operador.   




La solució plantejada per visualitzar i gestionar senyals de forma compartida entre els diferents 
organismes i dependències és el sistema de gestió Omnicast del fabricant Genetec, una 
plataforma oberta, estàndard, flexible, escalable i transparent al hardware instal·lat.  
Aquesta solució permet unificar i compartir criteris, eines, procediments i sobretot, millorar la 
interoperativitat entre els diferents cossos existents del Centre d’Emergències.  Aquesta eina 
no només s’integra amb l’equipament relatiu a vídeo vigilància, sinó també amb els processos 
interns i mecanismes d’operació i explotació dels diferents cossos usuaris d’aquest sistema.  
És necessari destacar que Omnicast es capaç d’integrar la gestió de la visualització mural del 
fabricant Barco, de forma que des de un client amb els permisos adequats podrem fer canvis 
en els escenaris del nostre videowall o arrossegar noves fonts en temps real, sense haver de 
disposar de diferents aplicacions obertes a tal efecte. Tenint un client Omnicast instal·lat 
podrem tenir una integració global dels diferents elements audiovisuals i possibilitar els canvis 
necessaris en funció dels procediments d’actuació. També es possible fer integracions amb 
aplicacions de tercers per a, per exemple, automatitzar un canvi d’escenari en funció d’un 
trigger extern provocat per un protocol d’actuació.  
Addicionalment, a les pantalles que pugui haver-hi a diferents despatxos o sales, tindrem 
també una integració absoluta a través d’Omnicast. És a dir, podrem modificar el layout de 
visualització d’un display concret d’una de les pantalles o d’un videowall des d’una estació 
client qualsevol sempre que l’usuari logat en el sistema tingui els privilegis adequats per a 
realitzar aquesta operació.  
 
5.3.2.2. Introducció a Omnicast 
 
Omnicast és una solució que permet gestionar vídeo, àudio i dades a través de qualsevol xarxa 
IP. Als següents apartats es descriuran les prestacions d’aquest sistema de gestió que ens 
aportarà una solució altament escalable i que ens permetrà configurar-lo amb prestacions de 
màxima disponibilitat del servei.  
A continuació és mostra un resum de les característiques més significatives de la suite 
Omnicast: 
Vídeo: 
 Suporta compressions MPEG-4 / MPEG-2 / MJPEG / H.264. 
 Gestió de l’ample de banda de: 
o MPEG-4: de 8 kbits/s a 4Mbits/s per càmera 
o MPEG-2: de 1 Mbit/s a 8Mbits/s per càmera 
o M-JPEG: de 16 kbits/s a 20 Mbits/s per càmera 
 Fins a 60 fps per càmera. 
 Resolucions des de 176x120 fins a resolucions Megapíxel. 




És important destacar que quan parlem de càmera no ens referim únicament a les 
càmeres de vídeo vigilància, sinó a tota aquella imatge codificada a format IP i gestionable 
per Omnicast.  
Transmissió: 
 Transport de vídeo i àudio sobre qualsevol xarxa IP.  
 Transmissió multicast IP amb mínim ús de l’ample de banda.  
 Connectivitat sense fils mitjançant 802.11a/b/g o connectivitat mòbil.  
 Accés remot per DSL, cable, mòbil, ISDN, T1 o T3.  
Visualització 
 Visualització d’un màxim de 16 càmeres en viu de forma simultània per monitor digital. 
 Admet una quantitat il·limitada de monitors digitals.  
 Capacitat de repetició instantània de qualsevol càmera. 
 Zoom digital. 
 Control PTZ. 
Emmagatzematge 
 Arxiu distribuït amb emmagatzematge il·limitat.  
 Tecnologia multi flux per un emmagatzematge independent i ajustos de visualització 
en viu.  
 Capacitats de recerca intel·ligent basades en metadades, dates, hora, esdeveniments, 
marcadors, detecció de moviment i alarmes. 
Integració 
 Integrada amb la aplicació de lectures de matricules sobre IP, Autovu.  
 Més de 30 protocols de PTZ.  
Àudio 
 Intercomunicació IP dúplex. 
 Múltiples protocols d’àudio (G.711, G.723, GSM). 
SDK 
Omnicast disposa d’una SDK (Software Development Kit) que permet embeure dues de les 
seves aplicacions clients més importants en aplicacions de tercers. Les aplicacions són Live 
Viewer, per al monitoratge en viu de les càmeres i l’Archive Player per a la reproducció i 
recerques del vídeo emmagatzemat.  
 
5.3.2.3. Prestacions de la solució 
 
Al següent diagrama de blocs  es mostra una imatge global de les capacitats del sistema de 
vídeo gestió que anirem descrivint de forma més detallada als següents apartats: 





Figura 66: Diagrama de blocs de la solució de vídeo gestió 
 
5.3.2.3.1. Aplicacions Client 
 
Els operadors del 112 i els gestors d’emergències de cada cos tindran disponibles al seu lloc de 
treball, en funció dels seus permisos i rols associats, les següents aplicacions client que els hi 
permetran visualitzar imatges d’interès, realitzar recerques de vídeo emmagatzemat filtrant 
per alertes o metadades introduïdes per altres usuaris, així com compartir informació i alertar 
a altres cossos o operadors del sistema de situacions que puguin requerir la seva intervenció. 
Les funcionalitats més detallades que ens aporta cadascuna de les aplicacions client a la gestió 
d’emergències es mostren a continuació:  
 Live Viewer: És l’aplicació utilitzada per visualitzar les fonts de vídeo en directe. Les 
fonts de vídeo que arriben al centre poden provenir, entre altres, de: 
o Càmeres de vigilància ubicades en zones de risc (per inundacions, zones properes a 
preses, àrees d’indústria petroquímica...) 
o Càmeres de tràfic que es reben des del Servei Català del Trànsit.  
o El radar meteorològic. 
o Imatges de TV3 (càmeres del temps que té instal·lades al llarg del territori). 
o Recepció de les imatges de l’helicòpter.  
o Imatges de guaites de Bombers.  
Per aquesta aplicació existeixen una sèrie de plugins que ens permeten:  
 Plugin Remote Live Viewer: Accedir a un Live Viewer des d’un altre Live Viewer, 
funcionalitat que utilitzarem per controlar les imatges a visualitzar en les pantalles  
d’algunes sales .  




 Plugin Transform A: Commutar els escenaris dels videowalls, així com les fonts 
d’imatge a visualitzar en aquests.  
 Plugin Cottus Viewer: Controlar, accedir i visualitzar  escriptoris remots a través de 
l’aplicació Live Viewer.  
 Plugin AutoVu LPR: Tenir la funcionalitat de lectura de matrícules embeguda dins de la 
solució de vídeo gestió.  
La interfície d’usuari és la que es mostra a continuació: 
 
Figura 67: Live Viewer - Visualització de càmeres en temps real 
Entre les funcionalitats principals de l’aplicació destaquen: 
 Control PTZ per a càmeres que suportin aquesta funcionalitat. 
 Funcionalitat de reproducció instantània dels últims minuts emmagatzemats de vídeo. 
Aquesta funcionalitat té especial importància en aquells casos en que es detecti una 
emergència en la imatge d’alguna de les càmeres i l’operador vulgui visualitzar de 
forma ràpida els darrers minuts de la seqüència d’imatges per obtenir més informació 
sobre el que ha passat.  
 Afegir marcadors al vídeo per una fàcil recerca. Per exemple, si un operador visualitza 
un accident a l’autopista AP-7 pot afegir un marcador il·lustratiu del que ha vist 
(“Accident AP-7”) . Posteriorment, es podran realitzar recerques a l’arxiu de vídeo 
filtrant per aquest marcador i es mostrarà el moment del vídeo associat.  
 Controlar de forma remota altres aplicacions Live Viewer, el que ens permetrà 
seleccionar quines imatges es mostraran a les pantalles ubicades a diferents sales del 
Centre d’Emergències.  
 Gestió d’alarmes. Si un operador/gestor d’emergències està visualitzant una imatge i 
detecta una emergència, pot alertar a un altre gestor o operador a través de la 
mateixa aplicació per tal de que visualitzi també les imatges i s’assabenti de 
l’existència d’una nova emergència.  




 Visualització en pantalla de les metadades provinents d’altres aplicacions com, per 
exemple, lectura de matrícules o detecció de moviment. 
 Guardar i imprimir captures de pantalla, per complementar l’expedient sobre una 
emergència. 
Archive Player: És l’aplicació utilitzada per reproduir seqüències de vídeo, àudio i dades 
emmagatzemades a l’arxiu, utilitzant una base de dades SQL per maximitzar la eficiència de la 
recerca.  Permet la visualització simultània de fins a 16 seqüències emmagatzemades.  
 
Figura 68: Archive Player - Visualització i recerca de vídeos emmagatzemats 
A través d’aquesta aplicació els usuaris poden realitzar recerques basades en: dates, càmeres, 
moviment, marcadors, alarmes... , així com exportar aquelles seqüències que siguin d’interès a 
diferents formats (G64, AVI o ASF).  Inclou mecanismes de protecció del vídeo contra la seva 
eliminació automàtica d’aquells arxius que s’hagin de mantenir per qüestions judicials.  
Config Tool: Eina de configuració que ofereix la gestió de tots els ajustos del sistema, 
des de la configuració d’elements hardware (codificadors i càmeres) fins a la configuració 
d’usuari (preferències i privilegis). També ajuda a l’administrador del sistema a configurar 
aplicacions intel·ligents, com detecció de moviment, lectura de matrícules, registre automàtic 
d’esdeveniments i gestió d’alarmes.  
Web Client: El sistema permet la visualització remota a través d’Internet mitjançant Web 
Live Viewer i Web Archive Player. Els usuaris poden accedir de forma remota al sistema amb 
les aplicacions web sense haver d’instal·lar cap aplicació de client en el seu ordinador, només 
necessiten un navegador web i una llicència que els autoritzi. Tenen les mateixes prestacions 
que els clients instal·lats. 




Report Viewer: Amb aquesta eina podrem generar informes, que permeten als 
administradors del sistema assabentar-se de tots els aspectes relatius al funcionament del 
sistema de vídeo gestió (tallada de connexions de càmera, caigudes de servidors, etc.). 
Aquesta informació és vital en un entorn crític com aquest, que ha de funcionar de forma 
ininterrompuda les 24 hores al dia, 365 dies l’any. 
 Pocket PC Viewer: Mitjançant un Pocket PC, un agent que es trobi insitu a 
l’emergència, pot accedir a tots els vídeos en directe (com per exemple, les imatges que envia 
l’helicòpter que sobrevola la zona). 
 
5.3.2.3.2. Serveis de la plataforma 
 
La plataforma de vídeo gestió es sustenta sobre cinc serveis principals que han d’estar actius 
en tot moment i que s’introdueixen a continuació: 
Directory: És el mòdul central de la plataforma que proveeix una configuració 
centralitzada de la base de dades per a altres serveis de la plataforma i per a totes les 
aplicacions del sistema. El servei Directori és el que defineix un sistema Omnicast, al mateix 
temps que és responsable de les autentificacions, de la seguretat i de la creació de connexions 
amb les aplicacions client.  
Gateway: El gateway actua com un proxy per al canal de control entre el servei de 
directori i tots els altres serveis i aplicacions client del sistema. Redirecciona els fluxos de vídeo 
als clients utilitzant múltiples fluxos de vídeo unicast.  
Archiver: És el responsable del descobriment dinàmic de tots els codificadors i càmeres 
presents a la xarxa i de la gravació dels fluxos de vídeo. Manté un canal de 
comandament&control amb tots aquests elements per permetre la seva gestió i configuració.  
Virtual Matrix: Servei on s’executen les macros del sistema. Gràcies a les macros podem  
definir respostes automatitzades del sistema en funció d’esdeveniments o protocols 
d’actuació.  
Watchdog: Servei requerit per tots els altres serveis. Proveeix un monitoratge continu de 
tots els serveis que corren a la mateixa màquina. És el servei responsable de reiniciar les 
aplicacions quan un servei no respon. 
Un altre servei, que s’inclou en el sistema degut la criticitat d’aquest, és el Directory Failover 
Coordinator. 




 Aquest servei pot estar instal·lat en més d’un servidor amb Directory per garantir la 
continuïtat del servei en cas de fallida d’un servidor. A la nostra plataforma configurarem dos 
servidors amb Directory (dos sistemes, un rèplica de l’altre). Si cau un d’ells (el principal) 
existirà un de recolzament.  El DFC realitza dues tasques principals:  
1) Manté la base de dades del directori local actualitzada mentre que el servei del 
Directori de reserva  es troba en standby. 
2) Inicia o atura el servei de directori local segons escaigui, basant-se en la llista de 
failover que té configurada.  
 
5.3.2.3.3. Gestió de les alarmes 
 
La plataforma proporciona una gestió d’alarmes que ens permetrà controlar situacions que 
requereixin una atenció immediata del personal d’emergències.  
Definim una alarma com una llista de càmeres a visualitzar i una llista d’usuaris que són avisats 
en cas de que una alarma s’activi. Els usuaris que rebin l’avís d’alarma podran realitzar les 
següents accions: 
 Conèixer les diferents alarmes. 
 Distribuir les alarmes als diferents usuaris.  
 Mostrar el procediment d’actuació associat a l’alarma. 
 Activar una alarma referent a una càmera si consideren que el que estan visualitzant 
requereix de l’atenció d’un altre gestor o agent d’emergències.  
Tots els casos d’alarma s’emmagatzemen en una base de dades. Aquesta característica es pot 
utilitzar per realitzar recerques d’arxius de vídeo amb l’aplicació Archive Player i així visualitzar 
quin esdeveniment ha provocat aquesta alarma. L’avantatge és que aquest vídeo es podrà 
visualitzar en qualsevol PC que tingui l’aplicació instal·lada,  com als barebones que aniran 
connectats a les pantalles  de les sales de Crisi del centre (tal com s’explicarà a l’apartat 
5.4.3.3), sense que sigui necessàriament el lloc de treball d’un operador.   
Per deixar constància de l’emergència, la gravació de les imatges de la càmeres es pot 
configurar perquè s’iniciï de forma automàtica davant l’activació d’una alarma. Els vídeos 
associats a les alarmes poden ser automàticament protegits contra la seva eliminació. 
 
5.3.2.3.4. Gestió de la redundància 
 
Disponibilitat del servei: La plataforma es basa en un mecanisme de tolerància a fallides 
(failover) que garanteix la disponibilitat de tots els components crítics del sistema.  
El failover és una modalitat d’operació de còpia de seguretat en que cada component del 
sistema pot ser recolzat per qualsevol dels components secundaris en mode d’espera. Si un 
component del sistema ja no està disponible per un error del sistema o per un temps 
programat, automàticament el següent component a la llista agafa el relleu assegurant així la 




continuïtat del servei.  Aquesta disponibilitat de servei la garantim amb la inclusió del servei 
Directory Failover Coordinator.  
Disponibilitat de dades A més d’assegurar la continua disponibilitat del servei amb el 
mecanisme de failover, també es presenten diverses solucions de protecció front la pèrdua 
accidental de dades. El Centre d’Emergències pot obtenir el més alt nivell de disponibilitat 
d’arxiu utilitzant alguna de les següents solucions: 
 Redundància d’arxiu 
La redundància d’arxiu és una còpia exacta dels arxius de vídeo creats anteriorment. 
Tots els vídeos emmagatzemats, àudio i dades associades (esdeveniments i 
marcadors)són replicats en discos separats de la base de dades. Aquesta és la solució 
que presentarem a l’arquitectura del sistema.  
 
 Arxiu auxiliar 
Es poden configurar arxius auxiliars per crear còpies addicionals dels arxius de vídeo 
d’alguna de les càmeres seleccionades. A diferència dels arxius de redundància, els 
arxius auxiliars es poden configurar amb un calendari de gravació i qualitat de imatge 
diferent de les que s’utilitzen en el arxiu primari.  
 
 Còpies de Seguretat 
Per mantenir arxius de vídeo a llarg termini. El sistema està completament integrat 
amb la utilitat Windows NTBackup.  
 
5.3.2.3.5. Seguretat i Protecció 
 
El sistema presenta múltiples capes de seguretat incorporades en matèria de protecció davant 
amenaces a la seguretat com poden ser  la manipulació de vídeo, accessos no autoritzats al 
sistema,o la interceptació i la falsificació de les transmissions d’àudio i vídeo: 
 Xifrat: Per tal de contrarestar l’amenaça d’interceptació, el sistema encripta totes les 
comunicacions entre codificadors de vídeo i servidors. La tecnologia d’encriptació 
emprada és de 128 bits SSL (Secure Socket Layer). Mitjançant l’encriptació amb SSL, un 
atacant que obté accés a la xarxa, no podria reconèixer les comandes.  
 Signatura digital: La solució incorpora tecnologia de firma digital per protegir la 
integritat del vídeo i l’àudio emmagatzemats. Cada vegada que un vídeo 
s’emmagatzema en un servidor d’arxius de vídeo, se li aplica una signatura digital. En 
essència, aquesta tecnologia analitza un únic identificador per a cada fotograma de 
vídeo i el vincula al mateix temps amb l’anterior fotograma  mitjançant un complex 
algoritme. Per exemple, si només un únic píxel canvia, la signatura digital ja no 
coincideix i el sistema automàticament notifica a l’usuari que el vídeo ha estat 
manipulat.  
 Seguretat d’accés extern: El sistema autentifica usuaris amb un únic nom d’usuari i 
contrasenya, i realitza un registre de totes les activitats d’usuari a efectes d’auditoria. 
Com a garantia addicional, les contrasenyes son xifrades per evitar ser interceptades 
durant la seva transmissió per la xarxa.  




 Seguretat d’accés intern: El sistema proporciona als administradors les eines per 
poder  limitar el que poden fer o veure els usuaris autoritzats.  
Per restringir l’accés als recursos del sistema, els administradors poden segmentar el 
sistema en una jerarquia d’unitats operatives, a les que càmeres i altres dispositius 
poden pertànyer. Per controlar la gamma d’accions que un usuari pot realitzar, el 
sistema incorpora més d’un centenar de privilegis que l’administrador pot utilitzar per 




Un dels avantatges d’aquesta solució és que es basa en vídeo distribuït sobre IP. Aquesta 
arquitectura  permet la gestió de càmeres, monitors, gravadors i perifèrics a través d’una xarxa 
IP ja existent. En una solució de vídeo IP és possible visualitzar els vídeos a qualsevol aplicació 
client a la mateixa xarxa i  elimina la necessitat de tenir matrius hardware de vídeo analògic i 
cablejat coaxial dedicat.  
El sistema pot créixer d’una a milers d’imatges, afegint càmeres o codificadors al sistema en 
qualsevol punt de la xarxa, sent aquesta la característica clau de la flexibilitat del sistema.  
Referent a la visualització, qualsevol ordinador de la xarxa o amb accés a la xarxa (per exemple, 
a través d’Internet), pot visualitzar vídeo en temps real, realitzar recerques a l’arxiu, visualitzar 
gravacions i realitzar configuracions del sistema.  
Un dels altres aspectes clau és la independència de hardware de la plataforma, que té integrat 
un ampli rang d’unitats IP, independentment del fabricant.  
 
5.3.2.3.7. Ajust de paràmetres de qualitat  
 
La manipulació de vídeo en format IP ens permet controlar en tot moment la qualitat del 
vídeo, adaptar-la a la disponibilitat de la xarxa o a les possibles limitacions d’emmagatzematge, 
així com establir múltiples fluxos de vídeo per diferents casuístiques. A continuació detallem 
l’ajust d’aquest paràmetres al sistema: 
Qualitat de vídeo: Commutació en temps real de la qualitat del vídeo, des de 1 fps fins al 
màxim suportat per la càmera.  
Compressió de vídeo: Les tècniques de compressió de vídeo consisteixen en reduir i eliminar 
dades redundants del vídeo. Amb tècniques de compressió eficaces es pot reduir 
considerablement la mida del vídeo sense comprometre la qualitat de la imatge.  
Existeixen diferents tècniques de compressió, tant propietàries com estàndards, sent les 
estàndards les més àmpliament utilitzades per assegurar la compatibilitat i l’interoperabilitat.  
El sistema suporta els formats de  compressió més comuns: MPEG-4, MPEG-2, MJPEG i H.264, 
entre altres.  




Streaming múltiple: Aquesta característica permet configurar diferents fluxos de vídeo d’un 
codificador IP o d’una càmera depenent de l’aplicació, com per exemple: visualització en 
temps real, visualització de forma remota (amb limitacions d’ample de banda) o gravació.  
Selecció automàtica d’streams: La visualització d’una gran quantitat de vídeos a resolució 
elevada requereix una gran quantitat de CPU. Amb l’objectiu d’incrementar el número de 
vídeos en temps real que es poden visualitzar de forma simultània en el Live Viewer, 
necessitem optimitzar l’ús de CPU del PC. Per aquest motiu, el Live Viewer pot ser configurat 
per tal de que pugui decidir per si mateix quin stream de vídeo ha de mostrar basant-se en la 
dimensió de la finestra de visualització. El Live Viewer utilitzarà una resolució elevada només 
quan l’ús d’aquesta impliqui una diferència visual significativa per l’usuari. Quan aquest mode 
de Selecció Automàtica d’Streams està activada en el Live Viewer, s’utilitza una resolució 
elevada sempre que el zoom digital està activat o la finestra de visualització està maximitzada.  
Els beneficis que ens aporta aquesta funcionalitat són la possibilitat de mostrar més càmeres 
en una estació i menys consum d’ample de banda. Aquesta funcionalitat treballa amb tots els 
codificadors i càmeres que suportin multistreaming.   
 
5.3.2.3.8.  Gestió de l’ample de banda 
 
El sistema utilitza el protocol de transmissió multicast. Aquesta tecnologia permet que un 
vídeo pugui ser vist per múltiples usuaris en múltiples localitzacions de forma simultània, 
utilitzant l’ample de banda de cada segment de la xarxa només una vegada.  
Per veure els beneficis que aporta el protocol multicast, el comparem amb  l’unicast.  
Amb la tecnologia unicast, si tres estacions de visualització requereixen la visualització de la 
mateixa càmera en el mateix instant, aquesta es veurà obligada a enviar tres fluxos de vídeo. 
 
Figura 69: Transmissió de vídeo unicast 
Amb multicast,  en canvi, un mateix stream s’envia a totes les estacions optimitzant la càrrega 
de la xarxa i minimitzant l’ample de banda requerit.  
A la següent imatge es mostren tres aplicacions de client que estan visualitzant la mateixa 
càmera. Utilitzant multicast, el vídeo es transmet només una vegada per cada segment de la 
xarxa compartida. 





Figura 70: Transmissió de vídeo multicast 
Els usuaris que volen accedir a les imatges provinents d’una càmera no es connecten 
directament a la font de vídeo (codificador IP o càmera IP), sinó que es connecten a la xarxa (a 
un grup multicast) i obtenen accés instantani a qualsevol càmera de la qual tenen privilegis de 
visualització.   
Per a la identificació de grups multicast IP s’utilitzen adreces de classe D (de la 224.0.0.0 a 
239.255.255.255). El grup multicast està format pels membres actius, i es manté de forma 
dinàmica mitjançant connexions i desconnexions dels mateixos.  La pertinència al grup 
multicast es realitza per part dels destinataris a través d’un protocol d’administració de grups 
multicast (IGMP, Internet Group Management Protocol), que permet als equips entrar i sortir  
dinàmicament dels grups multidifusió.  
Els routers de la xarxa, que suporten IGMP,  s’encarreguen de fer arribar a cada membre del 
grup una còpia de l’stream de forma eficient, sense consumir més recursos de xarxa dels 
estrictament necessaris.  
En aquells escenaris en que l’ample de banda disponible sigui de molt baixa capacitat, el 
sistema permet limitar la quantitat total d’ample de banda que cada codificador de vídeo o 
càmera transmet a la xarxa. Això ens assegura que el sistema pot funcionar en qualsevol 
entorn.  
Una altra característica es la gestió de multistreaming que ens permet definir diferents 
streams per visualització i gravació. Per exemple, podem configurar un stream d’alta qualitat 
per a la visualització dels operadors i un flux de més baixa qualitat per aquells usuaris que es 
connecten de forma remota al sistema mitjançant un accés a Internet o per 3G.  
 
5.3.2.3.9. Motor de metadades 
 
El motor de metadades (Metadata Engine) és el nexe d’unió entre Omnicast i aplicacions de 
tercers com pot  ser l’anàlisi de vídeo.  
L’anàlisi de vídeo es pot aplicar en aquelles càmeres ubicades en autopistes per detectar: 
vehicles en sentit contrari, objectes abandonats, trajectòries sospitoses... i que pot ser de 
molta utilitat pel cos dels Mossos d’Esquadra.  




A través de l’ús de plugins específics, el motor de metadades realitza conversions en directe de 
la informació d’Omnicast a i des de les aplicacions, i permet als gestors d’emergències 
visualitzar aquesta informació  de forma simultània  a les imatges de les càmeres.  
 
Figura 71: Motor de metadades 
En el nostre Centre d’Emergències, el motor de metadades serà l’encarregat de gestionar les 
dades provinents de les lectures de matrícula de les càmeres LPR que s’ubicaran al llarg del 
territori.  
 
5.3.2.3.10. Integració amb els videowalls 
 
La solució de gestió de vídeo està totalment integrada amb la gestió dels videowalls i LCDWalls 
centre. El mòdul processador gràfic Transform A de Barco disposa d’una aplicació de gestió 
denominada Apollo. Aquesta aplicació permet la completa gestió de la visualització en el 
videowall. Apollo disposa d’una API de programació basada en el estàndard “Web Services”. A 
través d’aquesta API, des de un client Omnicast es pot gestionar la visualització en el 
videowall.  
Referent al número d’streams que es poden visualitzar en el videowall, aquest depèn 
únicament del número de targetes de descodificació de vídeo per IP universals (Streaming 
Vídeo Cards) instal·lades en el controlador. És a dir,  si tenim 10 targetes d’aquest tipus, 
podríem visualitzar de forma simultània a un videowall fins  a 40 streams de vídeo. La gestió i 
assignació dels streams a visualitzar es realitza des dels clients Omnicast (que a la seva vegada 
gestionen el videowall a través de la API, de forma totalment transparent a l’operador o gestor 
d’emergències). En resum, des d’un client de la plataforma de vídeo gestió es pot seleccionar 
el layout o disposició de finestres desitjat a visualitzar, i assignar a cada finestra el contingut de 
qualsevol stream de vídeo de la xarxa, de forma dinàmica.   
La integració entre aquests dos fabricants s’aconsegueix gràcies a un paquet de plugins 
anomenat Barco Transform A. Aquest plugin, dissenyat per entorns de sales de control, 
s’integra amb la solució de vídeo streaming de Barco, de manera que es pugui gestionar 
qualsevol videowall des de qualsevol estació Omnicast en xarxa. Aquest bundle compren dos 
plugins: 




Barco Transform A Wall Plugin: Aquest plugin ens permet controlar el videowall directament 
des de l’aplicació Live Viewer. Això es fa mitjançant una versió simplificada del software Apollo 
que es crea a la aplicació Live Viewer. Es necessita un plugin d’aquest tipus per cada videowall 
que es vulgui controlar des de l’aplicació. A la següent figura es mostra com es poden gestionar 
les imatges a visualitzar a un LCD Wall del Centre des de l’aplicació client Live Viewer. Cada 
videowall susceptible de ser gestionat apareix com una peça de trencaclosques de color verd a 
l’arbre de recursos del sistema Omnicast.  
 
Figura 72: Gestió de l’escenari i les fonts a visualitzar en un videowall des de Live Viewer 
Video Connection Manager Plugin: És el plugin que interacciona amb el Barco Transform A 
Wall plugin. Aquest és el component del servidor que rep les comandes de connexió enviades 
pel Barco Transform A Wall plugin. Les connexions de vídeo són sempre entre els codificadors 
o les càmeres i el descodificador del videowall.  
Per a l’operador, els videowalls del Centre són només displays que ell pot controlar de forma 
remota. Les càmeres gestionades i emmagatzemades pel sistema Omnicast poden ser 
mostrades en el videowall, simplement arrossegant-les cap a una finestra de color blau. 
Gràcies a la integració, podrem generar mosaics personalitzats per al videowall, només 
seleccionant les fonts d’imatge al mosaic que vulguem. Igual que podríem realitzar amb el 
software Apollo, podem moure les finestres a la posició desitjada, superposant-les si es 
volgués, modificar la mida, la posició dintre del videowall, salvar layouts, carregar existents... 
 
Figura 73: Generació de mosaics personalitzats 




La transmissió dels streams de vídeo cap al videowall es realitza utilitzant multicast. Omnicast 
és el responsable d’enviar una comanda al codificador que inicia la seva transmissió de vídeo. 
Addicionalment, Omnicast envia una comanda al videowall que es subscriu al grup multicast. 
Així, l’stream de vídeo viatja directament des del codificador cap al videowall per aconseguir 
una eficiència màxima, és a dir, no passa pel servidor Omnicast. Malgrat això, és possible 
utilitzar el principi de transmissió multicast a través de l’Archiver d’Omnicast. En aquest cas, els 
streams de vídeo s’envien primer al Archiver mitjançant unicast UDP, i després són transmesos 
cap al videowall utilitzant multicast.  
 
5.3.2.3.11. Control remot de la visualització 
 
El control remot de la visualització s’aconsegueix gràcies a un altre plugin de la plataforma 
anomenat Remote Live Viewer.  Aquest plugin permet a l’operador controlar el display d’altres 
aplicacions Live Viewer funcionant en estacions remotes, a qualsevol lloc de la xarxa.  
Cada client que pot ser controlat de forma remota es representa com un plugin  a l’arbre 
de recursos. Simplement arrossegant aquest plugin a una finestra lliure del Live Viewer, 
veurem el panell de visualització remot. Qualsevol canvi en aquest panell de visualització, es 
reflectirà en l’equip remot i al revés.  El sistema es capaç de detectar tots els equips amb 
clients de visualització instal·lats a la xarxa, per tant, per configurar cada plugin només es 
necessari especificar quin dels clients detectats volem poder controlar.  
Aquesta eina és molt útil per controlar un número molt elevat de monitors, com per exemple 
els monitors  de les Sales de Crisi del Centre d’Emergències.  Aquests monitors aniran equipats 
amb un barebone connectat per HDMI a cada pantalla, en funcionament 24x7.  Aquest 
barebone tindrà instal·lat un client Live Viewer que ens permetrà gestionar la visualització 
d’aquesta pantalla de forma remota. 
 
5.3.2.3.12. Compartició i control d’escriptoris en xarxa 
 
La compartició i control d’escriptoris en xarxa es realitza a través del plugin  Cottus Viewer. 
Aquest plugin de l’ aplicació Live Viewer  ens permet veure i controlar un escriptori remot des 
de la mateixa aplicació.  
El plugin Cottus Viewer ofereix les següents opcions: 
 Veure un escriptori remot, tant en una finestra del mosaic, com en un layout 
independent o en una finestra flotant.  
 Habilitar o deshabilitar la interacció amb el sistema remot.  
Aquest plugin proporciona una eina col·laborativa entre els propis operadors de la sala que 
volen compartir el seu escriptori i, fins i tot, col·laboració amb altres operadors ubicats en 
diferents sales de control o centres.  





Figura 74: Visualització d'un escriptori remot a través de Live Viewer 
Aquesta funcionalitat és possible gràcies a la integració del Live Viewer amb la SDK d’una 
plataforma de connexió remota en xarxa, anomenada Proxy Networks.  
En les estacions que es vulgui controlar o visualitzar de forma remota, s’instal·la un software 
anomenat Proxy Host, que permetrà l’accés remot a aquell ordinador.  
Els ordinadors amb la capacitat de visualitzar o controlar els escriptoris remots, disposaran del 
plugin Cottus Viewer instal·lat.  
Per últim, s’inclou el software Proxy Gateway que permet que múltiples usuaris es puguin 
connectar de forma simultània al mateix host remot.  
 
Figura 75: Arquitectura de compartició d'escriptoris en xarxa 
 
5.3.2.3.13. Col·laboració amb altres Centres: Federació de sistemes 
 
Aquest concepte s’utilitza per comunicar el centre d’emergències amb altres centres 
d’emergències geogràficament dispersos, compartint així les imatges entre ells sempre que 
tots els centres involucrats tinguin instal·lat un sistema Omnicast.  
En concepte, la federació és un sistema virtual  format per unir múltiples sistemes 
independents d’Omnicast. El sistema central que uneix als altres s’anomena Federació.  




En el nucli de l’aplicació trobem l’aplicació denominada Federation Server. En el següent 
diagrama es mostra aquest concepte: 
 
Figura 76: Diagrama de la Federació de sistemes 
El propòsit de formar una federació és el de permetre als clients Omnicast del centre 
d’emergències Host system poder veure vídeos que pertanyen a sistemes independents de la 
mateixa federació simultàniament com si estiguessin en el mateix sistema. Els sistemes remots 
que accedeixen a la federació son denominats Federated Systems. Els administradors del 
sistemes federats mantenen un control total sobre les càmeres a compartir, així com els 
privilegis atorgats als usuaris de la Federació.  
Així, s’estableix compartició d’imatges en viu i gravades entre sistemes, però cada Centre 
manté la seva independència respecte a la configuració dels mateixos, així com els drets de 
visualització de les seves càmeres.  
 
5.3.2.3.14. Integració amb aplicacions de tercers 
 
La solució d’Omnicast proporciona un "kit de desenvolupament de programari"  per permetre 
la integració amb sistemes de tercers. Aquest kit és el que anomenem SDK i consta d'un 
conjunt de software de control (ActiveX és el més típic) que serveix com a component 
d'integració del software pels desenvolupadors. 
Aquesta SDK pot ser usada per a crear noves aplicacions basades en HTML (VBScript, Jscript) o 
basades en Win32 (VB, C + +. NET).  
La SDK està formada per tres parts diferenciades: el mapa de SDK, la macro SDK i l'aplicació 
SDK. Com els seus noms indiquen, tenen usos diferents: 
 El mapa de SDK s'utilitza dins de pàgines web per a interactuar amb el sistema .  




 La macro SDK es fa servir dins de les macros, que es defineixen utilitzant l'eina de 
configuració Config Tool.  
 Les aplicacions SDK, es poden utilitzar per construir aplicacions que interactuen amb 
Omnicast. Aquestes aplicacions poden ser de diferents tipus, però bàsicament seran 
les que aportaran la compatibilitat del sistema de vídeo gestió Omnicast amb el mòdul 
de gestió d’emergències. La SDK també permet possibles integracions amb altres tipus 
de software, així com ser utilitzada en els mapes i macros per complementar les seves 
funcionalitats. En el Centre d’Emergències, la integració és realitza amb el GIS del 
mòdul de gestió d’emergències: quan un operador seleccioni una càmera propera a 
l’emergència des de el GIS, immediatament la visualitzarà a la seva consola de client 
Omnicast.  
Per tant, la SDK ens permet augmentar el potencial del sistema i ampliar en un futur les 
funcionalitats d’aquest. 
 
5.3.2.4. Dimensionament del sistema 
 
Per tal de definir una arquitectura del sistema adequada, primer cal  fer una sèrie de 
consideracions sobre el número d’imatges que es gestionaran en el sistema, així com els punts 
de visualització existents al Centre. 
Les imatges que gestionarà el sistema es divideixen en tres grups principals: 
 Imatges provinents de càmeres de vídeo vigilància repartides al llarg del territori, tant 
analògiques com càmeres IP.  
 Imatges de captures de matrícula.  
 Imatges provinents de Collserola.  
 Imatges provinents de les captures d’escriptori dels ordinadors dels operadors del 
centre. 
  
 Imatges de càmeres de vídeo vigilància 
Suposarem que a la zona geogràfica objecte de les funcions del centre d’Emergències 
existeixen unes 30 càmeres analògiques. D’aquestes, la gran majoria estan codificades a 
l’origen. Només 10 càmeres es reben al centre d’emergències en format analògic.  
Les deu imatges que arriben al centre en format analògic es codifiquen en MPEG-4 amb 
uns codificadors compatibles amb la plataforma Omnicast i que es descriuen a l’apartat 
5.4.2.2. D’aquesta forma gestionarem totes les imatges directament en tecnologia IP, amb 
els avantatges que això comporta, i prescindirem de matrius analògiques.  
D’altra banda es proposa la instal·lació de 20 noves càmeres directament en IP. Les 
especificacions de les càmeres proposades es detalla a l’apartat 5.4.2.3. 




Cau fora de l’abast d’aquest projecte descriure la infraestructura necessària per fer arribar 
les imatges des de les càmeres fins al Centre d’Emergències. De forma general, però, 
podem especificar que: 
- Les imatges de les càmeres analògiques codificades in situ i de les càmeres IP podrien 
arribar al centre mitjançant un anell òptic Gigabit, una xarxa d’interconnexió MPLS o 
enllaços IP dedicats. 
- Les imatges de les càmeres analògiques que no es codifiquen, es modulen i s’envien 
per enllaços punt a punt dedicats per posteriorment ser desmodulades i codificades al 
centre.  
 
 Imatges de lectures de matrícules 
En una sèrie de punts estratègics del territori català (punts fronterers, ports, vies 
principals...) s’ubicaran un total de 30 dispositius IP de lectura de matricules. La 
funcionalitat detallada d’aquest sistema dins de l’operativa diària del Centre 
d’Emergències es troba a l’apartat 5.3.5.3.  
 
 Imatges provinents de Collserola 
La Generalitat de Catalunya disposa de dispositius de captació d’imatges repartits al llarg 
del territori català, la majoria dels quals son constituïts de càmeres gestionades per 
diferents entitats i agents dependents de la Generalitat de Catalunya.  
Els fluxos de vídeo que arriben al Centre d’Emergències amb origen Torre de Collserola 
són: 
- 6 senyals provinents del Servei Català del Trànsit.  
- 7 senyals provinents de les càmeres paisatgístiques de TVC. 
- 4 senyals provinents de punts de recepció de vídeo des d’helicòpter.  
- 4 senyals provinents de diferents CCOR (Centres de Coordinació Regionals). 
- 1 senyal provinent dels guaites forestals.  
- 2 senyals provinents del Servei Meteorològic de Catalunya.  
Existirà connectivitat IP entre el Centre d’Emergències i Collserola, gràcies a un enllaç SDH 
amb capacitat STM-1 (amb una capacitat de 155,52 Mbps) i un backup per fibra òptica.  
 
 Imatges d’escriptoris 
Mitjançant la funcionalitat de captura d’escriptoris remots via xarxa, i el plugin Cottus 
Viewer d’Omnicast que ens permet visualitzar aquestes captures a qualsevol PC de la 
xarxa, podrem compartir escriptoris en xarxa.  
Com hem dit, aquests escriptoris es poden visualitzar al videowall, als monitors dels 
operadors i/o a displays remots. Comptabilitzarem un total de 30 llicències de compartició 




d’escriptoris de forma simultània. Això implica que es poden compartir els escriptoris de 
30 ordinadors qualsevol, sense limitar les llicències a cap maquinari en concret. 
   
Respecte als punts de visualització del Centre d’Emergències on podrem visualitzar aquestes 
imatges, trobarem: 
 Sala 112: 20 llocs d’operador i videowall en composició 8x2 amb cubs de 70”. El cap de 
sala tindrà privilegis per gestió de videowall.  
 
 Sala CECAT: Llocs d’operador i videowall en composició 3x2 amb cubs de 70”. Tots 
tindràn privilegis de gestió del videowall.  
 
 Sales equipades amb LCD-Wall 2x2. Un usuari (el cap de sala) tindrà privilegis de 
gestió del LCD-Wall. Els altres usuaris de la sala podran visualitzar les imatges al seu 
lloc de treball. Les sales amb aquesta configuració són: 
 
- Sala de Coordinació Tècnica 112.  
- Sala de Coordinació Protecció Civil.  
- Sala de Coordinació SEM.  
- Sala de Coordinació Mossos d’Esquadra.  
- Sala de Coordinació Bombers.  
- Sala de Coordinació Policia Local.  
- Sala de Coordinació Agents Forestals.  
- Sala de Coordinació Guàrdia Urbana.  
 
 Sales equipades amb pantalla LCD de 47” i un barebone amb client Live Viewer 
instal·lat, per gestionar de forma remota les imatges a visualitzar al display. Aquestes 
sales també aniran equipades amb un equip de videoconferència de sala. Les sales 
amb aquesta configuració són: 
 
- Sala de Crisi de Protecció Civil.  
- Sala de Crisi del SEM.  
- Sala de Crisi dels Mossos d’Esquadra.  
- Sala de Crisi de Bombers.  
- Sala de Crisi de la Policia Local. 
- Sala de Crisi dels Agents Forestals.  
- Sala de Crisi de la Guàrdia Urbana.  
 





Figura 77: Renderitzat de la Sala d’Operadors 112 
Al següent diagrama es mostra de forma esquemàtica l’arquitectura d’audiovisuals present a 
cadascuna de les sales objecte d’aquest projecte: 




Figura 78: Diagrama de l'arquitectura d'audiovisuals
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5.3.2.5. Arquitectura tècnica 
 
5.3.2.5.1. Arquitectura del Centre 
 
Al següent diagrama es mostra l’arquitectura del sistema al Centre d’Emergències. La xarxa 
estarà segmentada en dos VLANs de manera que els servidors que han de poder ser 
accessibles des d’altres centres d’Emergències estiguin a la LAN d’interconnexió.  
 
Figura 79: Arquitectura tècnica del centre 
El sistema inicialment constarà de tres servidors, les característiques del quals es detallaran a 
l’apartat d’arquitectura per al suport del sistemes. A mode resum tenim: 
 Un servidor amb tota la funcionalitat del sistema de vídeo gestió Omnicast. 
 Un servidor actuant en mode de failover del sistema de vídeo gestió, de manera que 
només entrarà en funcionament si l’altre es troba caigut.  
 Cabina d’emmagatzematge amb capacitat de 24 Tbytes per la gravació de vídeos .  
 Servidor amb motor de metadades per la recepció i processament de les dades de 
lectures de matrícules de les càmeres amb aquesta funcionalitat ubicades al llarg del 
territori.  
 
5.3.2.5.2. Arquitectura de compartició d’imatges amb altres centres 
 
Per la funcionalitat de compartició d’imatges amb altres centres d’Emergències suposarem que 
existeix una xarxa pròpia de la Generalitat que connecta entre si altres Centres Regionals i seus 
dels diferents cossos. Aquesta xarxa és l’anomenada Xarxa d’Interconnexió.  
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Tot centre o seu que vulgui visualitzar les imatges del Centre d’Emergències i/o compartir les 
seves imatges pròpies amb altres centres haurà de tenir instal·lat un sistema Omnicast i la 
funcionalitat de Federació.  
Per la seva banda, al Centre d’Emergències hi haurà un servidor exclusiu de Federació, actuant 
com a node central,  que federarà tots els altres sistemes per així  poder compartir les imatges 
de les càmeres entre ells.  
 
Figura 80: Arquitectura tècnica de compartició d'imatges amb altres centres 
 
Sistema de comunicacions de veu unificades   
93 
 
5.3.3. Sistemes de Comunicacions 
 
Al llarg d’aquest capítol es detallen els sistemes de comunicacions dels que disposarà el Centre 
d’Emergències, imprescindibles per al seu correcte funcionament: el sistema de comunicacions 
de veu unificades, el sistema de videoconferència i el sistema de comunicacions TETRA. 
 
5.3.3.1. Sistema de comunicacions de veu unificades 
5.3.3.1.1. Necessitat de comunicacions unificades al centre 
 
El terme comunicacions unificades és utilitzat sovint pels proveïdors de tecnologies de la 
informació per designar la integració dels serveis de telefonia, missatgeria unificada (la 
mateixa bústia d’entrada per correu electrònic, correu de veu i fax), missatgeria instantània 
corporativa, conferències web i estat de disponibilitat de l’usuari.  
Les comunicacions unificades proveeixen una sèrie de característiques desitjables pel sistema 
de comunicacions de veu del Centre d’Emergències, ja que afavoreixen una resposta ràpida, 
eficaç i integrada amb el gestor d’emergències del centre. Aquestes característiques són: 
unificació de veu, dades i presència, escalabilitat, seguretat i alt nivell d’integració.  
Al mercat, actualment, existeixen solucions de Comunicacions Unificades dels fabricants 
Siemens, Intech, Alcatel-Lucent, Avaya, Cisco i Nortel, entre d’altres.  Al llarg d’aquests 
apartats, ens centrarem en les solucions de Comunicacions Unificades del fabricant Cisco. 
Els objectius que es pretenen assolir amb aquest sistema pel correcte funcionament de la 
recepció de trucades mitjançant el número 112, proporcionant una atenció de qualitat al 
ciutadà són: 
 Proveir el servei de telefonia bàsic als usuaris del Centre d’Emergències.  
 Suportar els accessos principals a la xarxa pública, fixes i mòbils, dedicats per al Centre 
d’Emergències.  
 Proveir funcionalitats avançades ACD per a la identificació, encaminament i gestió de 
cues de les trucades entrants al servei 112.  
 Proveir de sistemes de música en espera, missatgeria o sistema IVR per a l’atenció de 
trucades no relacionades directament amb les emergències.  
 Proveir un mecanisme de frenat d’allaus de trucades.  
 Proveir funcionalitats avançades CTI per a la gestió avançada del procés d’atenció de 
trucades i la identificació i ús d’informació de trucada proporcionada per l’operador de 
telecomunicacions.  
Les necessitats bàsiques de telefonia es basaran en telefonia IP, recolzades amb les solucions 
de valor afegit del model de comunicacions unificades.  
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5.3.3.1.2. Components  del sistema 
 
Com ja hem introduït, aquest sistema és especialment important en tot centre d’emergències, 
ja que ha de permetre tant la comunicació interna entre el personal del centre com l’accés de 
trucades des de l’exterior mitjançant el número únic 112.  
El sistema de comunicacions estarà basat en telefonia IP, en particular en les solucions que 
proporciona el fabricant Cisco.  Utilitzant la xarxa com a plataforma, la telefonia IP proveeix 
flexibilitat i escalabilitat, a més dels beneficis d’utilitzar una xarxa convergent per al transport 
de dades i la interconnexió. A més, la telefonia IP es basa en interfícies obertes contràriament 
al que succeeix amb la telefonia tradicional.   
 
Figura 81: Comparativa telefonia analògica i telefonia IP 
El sistema de comunicacions unificades del Centre d’Emergències presenta les següents 
funcionalitats: 
Processament de trucades 
Com a sistema de processament de trucades, s’ha escollit el Cisco Unified Communications 
Manager (CallManager), duplicat per garantir la continuïtat de les comunicacions en cas de 
fallida o caiguda d’algun canal de veu.  Ofereix una solució de processament de trucades de 
telefonia IP en configuració d’alta disponibilitat i amb capacitat d’ampliació futura del sistema. 
A més, a través de les seves API de telefonia, és possible implementar serveis addicionals com 
missatgeria unificada i integració amb aplicacions de tercers, en aquest cas, l’aplicació de 
gestió d’emergències anteriorment descrita.  
Els servidors Cisco Unified Communications Manager s’agrupen i gestionen com una sola 
entitat en una xarxa IP (en clúster), permetent una escalabilitat de 1 a 30.000 telèfons IP per 
clúster, amb balanceig de càrrega i redundància del servei de processament de trucades. La 
redundància del servidor de processament de trucades optimitza la disponibilitat general del 
sistema.  
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Gateways de veu 
Per rebre/realitzar trucades de veu des de/cap a l’exterior es fa necessari inicialment un 
gateway de veu model Cisco 2851. Aquest model suporta fins a 6 interfícies E1, 96 connexions 
telefòniques simultànies i fins a 1500 usuaris de VPN. Aquest gateway, igual que succeeix amb 
el sistema de processament de trucades, es troba duplicat.  
Es requereix en aquest punt la contractació de primaris de veu per establir les comunicacions 
des de /cap a l’exterior.  
Contact Center 
Com a sistema de Contact Center, s’ha triat el Cisco Unified Contact Center Enterprise. 
L’objectiu d’aquest mòdul es augmentar la eficiència i la disponibilitat de les comunicacions. 
Té capacitat per suportar el servei d’operadors del 112, així com aplicacions integrades 
d’autoservei com ACD multicanal (Automatic Call Distributor), un IVR (Interactive Voice 
Response) o CTI (Computer Telephony Integration). Aquestes funcionalitats integrades a 
l’operativa diària del Centre resulten  una millora de la resposta al ciutadà. 
Ofereix opció d’alta disponibilitat, enrutament de trucades per ACD i encolat amb prioritat, 
menús vocals IVR amb encolat, suport IVR per servei automatitzat, suport de finestres 
emergents per CTI, report històric, web chat, col·laboració i gestió de correu electrònic.  
Inclou l’opció Cisco Outbound, que utilitzarem per l’enviament de trucades massives a la 
població en cas d’emergència. Aquesta funcionalitat s’analitza de forma més detallada a 
l’apartat 5.3.4.4. 
Missatgeria Integrada 
El mòdul de missatgeria integrada proporciona una operadora automàtica per ajudar als 
ciutadans a trobar una resposta ràpida a la seva trucada (sistema de resposta automàtica o 
IVR), així com integració de missatgeria vocal. Aquesta funcionalitat la cobrirem amb Cisco 
Unity Express, les característiques més destacades del qual són: 
 Missatges personalitzats 
 Capacitat de veure, ordenar, buscar i reproduir missatges de veu.  
 Capacitat per gestionar des de 4 fins a 16 bústies de veu o trucades de l’operadora 
automàtica.  
 Integració amb Cisco Unified Communications Manager.  
Sistema IVR  
Un sistema IVR és un sistema telefònic que és capaç de rebre una trucada i interactuar amb el 
ciutadà a través de gravacions de veu i el reconeixement de respostes simples. Es tracta d’un 
sistema automatitzat de resposta interactiva, orientat a facilitar i capturar informació a través 
del telèfon. Cisco presenta aquestes funcionalitats a la seva solució Cisco Unified IP IVR: 
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 Facilitar opcions d’autoservei o adreçament de trucades dirigides per l’usuari, 
mitjançant el processament dels comandaments introduïts per l’usuari mitjançant les 
tecles o reconeixement de veu.  
 Permetre als ciutadans obtenir la informació necessària a través de veu sense haver de 
parlar amb un operador, o accedir amb rapidesa al departament o operador correcte 
que els pugui ajudar.  
 Funcionalitats de música en espera o missatges prèviament gravats.  
A la següent figura es mostra l’arquitectura de comunicacions unificades proposada: 
 
Figura 82: Arquitectura comunicacions unificades 
Les funcionalitats i prestacions més importants de l’arquitectura presentada són: 
 Sistema d’altes prestacions, amb elements crítics redundats.  
 El sistema de comunicacions de veu es configura en alta disponibilitat i, per tant, està 
totalment redundat.  
 Sistema amb flexibilitat de creixement en quant a extensions i enllaços a la xarxa 
pública.  
 Serveis de directori  integrats.  
 Funcionalitats avançades del sistema ACD i CTI. Aquestes funcionalitats quedaran 
integrades dintre de l’eina anomenada IP Contact Center, que es detallarà en 
posteriors apartats.  
 Encaminament intel·ligent de trucades per entorns de molts operadors. 
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5.3.3.1.3. Funcionalitats dels mòduls 
 
5.3.3.1.3.1. Unified Call Manager  
 
Aquest mòdul consisteix en un servidor  amb l’aplicació de Cisco Unified Communications 
Manager, més coneguda com Call Manager,  instal·lada. 
Abans de tot, anem a presentar les funcionalitats principals d’un Call Manager: 
 Control i admissió de trucades.  
 Enrutament de trucades.  
 Interfície de gestió.  
 Serveis de Directori.  
 Música en espera.  
 Software de conferència.  
 Interfícies CTI, SCCP, MGCP i H.323.  
 
Figura 83: Elements que gestiona el servidor Call Manager 
Referent a la escalabilitat i flexibilitat del sistema, el servidor principal de Call Manager té una 
capacitat per registrar fins a 500 usuaris. Aquest servidor està configurat en mode clúster, de 
manera que si cau, el servidor de Backup pren el control de les comunicacions.  
 
Figura 84: Configuració en mode Clúster del Call Manager 
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El sistema basat en software és fàcil d’actualitzar per tal de disposar de les darreres 
actualitzacions de software de forma transparent. A més, permet la gestió fàcil del servidor 
tant a l’hora de la gestió com de la configuració.  
Com ja hem introduït, el software Cisco Unified CallManager és el component per al 
processament de trucades del sistema de comunicacions unificades de Cisco, escalable i 
distribuïble. Varis servidors s’agrupen en clúster i s’administren com una única entitat en una 
xarxa IP. Un resum de les característiques principals del software es mostra a continuació: 
 Enrutament automàtic alternatiu (AAR).  
 Selecció automatitzada d’ample de banda. 
 Selecció automàtica de rutes (ARS).  
 API AXL SOAP amb informació de rendiment i en temps real.  
 Control d’admissió de trucades.  
 Processament de trucades distribuït.  
 Fax a través d’IP.  
 Configuració de prioritats i preferències de varis nivells.  
 Suport de protocol de varies xarxes RDSI.  
 Suporta els protocols i normatives vigents.  
 Compressió de veu G.711, G.723, G.728, G.729 i G.722.  
 Protocol QSIG (protocol de senyalització de la centraleta).  
 Gestió SNMP. 
 Capacitat de definició de permisos, perfils d’usuari i nivells de servei.  
 Capacitat d’enrutament automàtic de les trucades davant caiguda o fallida.  
 Flexibilitat en el pla de marcació.  
 Marcació abreujada entre els telèfons corporatius.  
 Identificació del número i persona que truca.  
 Personalització dels tons de trucada.  
 Silenciat de la conversa. 
 Compartició de línies entre diferents terminals.  
 Transferències i desviaments.  
 Capacitat de desenvolupar aplicacions pròpies.  
 
5.3.3.1.3.2. IP Contact Center 
 
Aquest equip proporciona funcionalitats d’ACD (Automatic Call Distributor) i CTI (Computer 
Telephony Integration), amb un mòdul de programació IVR.  
L’ACD (Distribuïdor Automàtic de Trucades) és un procés pel qual es distribueixen les trucades 
que arriben al sistema d’atenció del 112.   
El CTI (Computer Telephony Integration) és un sistema informàtic destinat a la interacció entre 
una trucada telefònica i un ordinador de manera coordinada. Les interaccions registrades en el 
CTI poden ser ateses automàticament si existeixen processos predefinits o bé amb el suport 
manual d’un agent (operador). Les següents funcions poden ser implementades utilitzant CTI: 
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 Informació sobre la trucada (número d’origen, número marcat...). 
 Marcació automàtica i control informatitzat.  
 Control de posicions de Call Center (parlant, sonant, conferències, registre en el 
sistema). 
 Transferència de trucades amb dades adjuntes (per exemple, les dades que ha omplert 
un agent poden ser traspassades a un altre quan se li transfereix la trucada).  
 Funcions avançades com enrutat de trucades, generació d’informes, automatitzacions 
de processos, mescla multicanal (peticions per telèfon, correu electrònic i web). 
 Control de l’estat de l’agent (disponible, no disponible...). 
 Monitoratge de la qualitat del servei i gravació de trucades.  
Es proposa la solució IP Contact Center Enterprise de Cisco Systems. Aquesta solució permet 
unificar la gestió del canal de veu mitjançant la plataforma proposada Cisco Call Manager amb 
la gestió intel·ligent del canal de fax i correu electrònic. IPCC ofereix un sistema de recepció, 
encolat i distribució de contactes procedents de diferents medis i canals, per al seu posterior 
tractament pels usuaris. Sempre es treballarà amb IPCC d’una forma unificada sota l’entorn de 
treball de Telefonia IP de Cisco.  
El sistema es caracteritza per ser capaç d’oferir enrutament intel·ligent de les trucades, la 
distribució automàtica de les trucades (ACD), integració d’escriptori a la xarxa (CTI), integració 
de la resposta de veu interactiva totalment programable (IVR), gestió de les trucades en cua i 
generació d’informes consolidats.  
Com aplicació d’usuari, la plataforma inclou un gestor de contactes amb integració amb CTI 
multicanal. Aquest Gestor de Contactes Multicanal permet gestionar tots els contactes del 
centre de forma unificada, emmagatzemant un històric de contactes. 
Els components centrals de la solució d’IPCC són els següents: 
Intelligent Contact Management (ICM) software: És el software que proveeix la funcionalitat 
d’ACD, incloent monitoratge i control de l’estat de l’agent, funcions d’enrutat i encolat, 
capacitats CTI, gestió de dades en temps real d’agents i supervisor, així com dades històriques 
per a la generació d’informes.  
Peripheral Gateways (PGs): Un perifèric és un dispositiu com el Call Manager o el IP IVR. El 
Peripheral Gateway (PG) és el component que parla amb els altres dispositius de telefonia a 
través de la seva pròpia interfície CTI. Dins de la solució IPCC, s’inclou un PG genèric  (que 
permet a múltiples perifèrics o de diferents tipus residir dins del mateix PG).  
Agent/Supervisor Desktops: Aquesta eina proporciona dos interfícies d’escriptori:  CTI Object 
Server (CTI OS) i Agent/Supervisor Desktop (CAD). La primera d’elles permet crear interfícies 
per agent i supervisor personalitzades. La segona, són les aplicacions que utilitzaran els 
operadors del centre d’atenció de trucades i els seus supervisors.  
Un cop introduïts els elements centrals del IPCC, a la següent figura mostrem les connexions 
que existeixen entre aquests i els altres elements de la plataforma: 




Figura 85: Arquitectura IPCC 
A continuació mostrem a mode resum les funcionalitats de la solució, que la fan idònia per al 
funcionament del telèfon d’atenció al ciutadà 112: 
 Enrutament intel·ligent de trucades. 
 Priorització de trucades en funció de criteris configurables (DNIs per exemple).  
 Enrutament de trucades basat en grups.  
 Estratègia d’enrutament per a l’atenció i/o priorització de la trucada configurable en 
base als següents criteris: 
o Per habilitats.  
o Per dia i hora o data específica.  
o Per criteris geogràfics.  
o Número origen des del qual ha trucat l’usuari.  
o Número destí que ha marcat l’usuari. 
o Estadístiques de rendiment, com el número de trucades en cua, o el temps 
d’espera estimat.  
o Consulta de bases de dades, com la informació de contacte de l’usuari.  
o Informació proporcionada a través del sistema CTI.  
 Estratègia de gestió de la cua d’espera configurable.  
 Informes gràfics personalitzables.  
Pel que fa a eines d’administració: 
 Configuració i ajustament de paràmetres bàsics: usuaris, perfils, grups, grups virtuals, 
motius d’activitat, no disponible, servidors, notificacions, etc.  
 Gestió i monitoratge del sistema proporcionant informació de tràfic, volum de 
trucades i notificació d’alarmes en temps real.  
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Pel que fa a prestacions d’agent: 
 Configuració de dues línies per agent: 
o Línia grup ACD.  
o Línia directe Agent.  
 Priorització de les trucades entrants al grup ACD.  
 Possibilitat  que l’agent es posi en mode Back-Office.  
 Despenjar de forma automàtica.  
 Possibilitat de mostrar una pantalla emergent amb informació de l’usuari.  
 Marcació de trucada/ penjar trucada.  
 Consulta/anul·lació de consulta: possibilitat de realitzar consultes a un tercer deixant 
en espera la trucada entrant. 
 Alternar les trucades, trucada entrant i consulta a tercer per diferents línies.  
 Transferència amb consulta: possibilitat de poder realitzar una consulta a un 
supervisor o a un altre usuari o agent abans de transferir la trucada.  
 Disponibilitat de llistes de marcació ràpida.  
 Aparcar trucades per atendre trucades més prioritàries.  
 Indicador de trucades en espera.  
 Possibilitat d’enviament de trucades broadcast/multicast.  
 Comptador d’estat per agent en base als següents estats: 
o Log-in /Log out.  
o Disponible / No disponible.  
o Atenent trucada.  
o Realitzant treballs de back-office.  
Pel que fa a prestacions del supervisor: 
 Disposar de totes les prestacions d’agent.  
 Possibilitat d’intervenció en una trucada.  
 Monitoratge en temps real de: 
o Estat dels agents.  
o Número de trucades en cua.  
o Temps mig d’atenció d’una trucada.  
o Temps mig de duració d’una trucada.  
o Temps mig d’espera.  
o Temps mig d’abonament.  
Pel que fa a les estadístiques (informació en temps real, històrics per agents i grups d’agents, o 
general de tot el sistema ACD): 
 Número de trucades entrants totals i promig per agent/grup d’agents/servei segons 
període temporal.  
 Número de trucades ateses, i promig, per agent/grup d’agents/servei segons període 
temporal i abans o després d’un període de temps configurable.  
 Número de trucades perdudes, i promig.  
 Número de trucades desviades a la bústia de veu, i promig.  
 Número de trucades en espera, i promig.  
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 Número de trucades que han abandonat, i promig, després de X segons.  
 Número de trucades que han abandonat, i promig, essent ateses.  
 Temps mig d’atenció de trucada.  
 Temps mig de durada de trucada atesa.  
 Temps mig d’espera en cua de les trucades.  
 Temps mig d’abandonament.  
 Informació de rendiment d’un agent/grup d’agents/servei.  
 Temps de Back-Office.  
 Períodes temporals: Per franja horària, per dia, per setmana, per mes, per any.  
 Encaminament automàtic multicanal de trucades, missatges SMS, FAX i correu 
electrònic entrant i sortint.  
 Generació d’informes estàndard i personalitzats en temps real i acumulat amb 
periodicitat diària, setmanal, mensual i històrics dels agents.  
 Facilitats d’exportació d’informes a altres formats: Word, Excel, HTML, correu 
electrònic.  
 Seguiment de l’activitat del sistema CTI. 
Per finalitzar, la següent figura mostra el data flow d’una trucada processada per IPCC: 
 
 
Figura 86: Data Flow d'una trucada processada per l’IPCC 
1) Realització d’una trucada d’un ciutadà a través de la xarxa de telefonia pública que 
arriba al gateway de veu del Centre d’Emergències.  
2) S’envia un Route Request per protocol H.323 o MGCP al CallManager.  
3) El Call Manager envia un Route Request al ICM.  
4) ICM inicia un script d’enrutat.  
5) Si l’ICM no ha trobat cap agent disponible, li dona la instrucció al Call Manager de que 
transfereixi la trucada al IP IVR.  
6) L’IP IVR notifica a l’ICM que la trucada ha arribat a ell. 
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7) L’ICM ordena a l’IP IVR que li informi de les trucades que té en cua.  
8) Un agent torna a estar lliure.  
9) L’ICM envia les dades de la trucada a la pantalla de l’agent i les instruccions al IP IVR 
per tal de que transfereixi la trucada a l’agent que es troba lliure.  
10) L’IVR transfereix la trucada a l’agent seleccionat.  
11) La trucada es atesa per l’agent.  
 
5.3.3.1.3.3. Sistema de missatgeria unificada: Cisco Unity 
 
Cisco Unity constitueix un sistema en format servidor que permetrà: 
 Inclusió del servei avançat de missatgeria unificada al Centre.  
 Inclusió d’un sistema IVR.  
Gràcies a les funcionalitats de Cisco Unity serà possible l’adreçament coherent i intel·ligent de 
les trucades mitjançant el menú de selecció de desviament de trucada quan un ciutadà truqui 
al 112.  
Cisco Unity permet integrar la missatgeria integrada dins de la plataforma IP de telefonia. 
Permet integrar els terminals IP de taula i els dispositius mòbils (correu electrònic corporatiu) 
amb els missatges vocals. Per tant, quan arribi un missatge de veu en el telèfon IP de Cisco es 
generarà un correu electrònic que arribarà al correu corporatiu, per tal de donar màxima 
disponibilitat a l’operador.  A més, Unity ja conté el sistema IP-IVR.  
 
Figura 87: Arquitectura Cisco Unity 
 
5.3.3.1.3.4. Sistema de gestió: Management Suite 
 
Complementant l’arquitectura de VoIP amb aquesta eina, es permet la supervisió de la 
plataforma, així com proveir tècniques de diagnòstic acurades sobre la mateixa.  
Aquesta solució es basa en la combinació de diferents eines de gestió, entre les quals 
s’inclouen: 
Cisco Unified Operations Manager (CUOM): Permet controlar la qualitat del servei al ciutadà. 
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Cisco Unified Service Monitor Manager (CUSM).: Eina de monitoratge i alerta en temps real. 
Envia alertes al CUOM.  
Cisco 1040: És una sonda d’anàlisis que reporta al CUSM. 
 
Figura 88: Sonda Cisco 1040 
Operations Manager constitueix una solució en la que es basen els diferents sistemes de la 
solució global Management Suite. Reconeix automàticament els dispositius de la xarxa i els 
compara amb la seva base de dades per identificar el rol de cada dispositiu en la xarxa. 
Contínuament, monitora els elements detectats a la xarxa per detectar els problemes sorgits 
utilitzant la seva base de dades per comunicar aquestes incidències en forma d’alerta.  
Gràcies a aquestes alertes generades, el personal IT del centre pot detectar els terminals amb 
problemes de forma més àgil i preveure possibles incidències per tal de fer un seguiment 
exhaustiu mitjançant les eines de diagnòstic de les que disposa Operations Manager.  
Per exemple, s’obté informació de l’estat dels telèfons, informació dels ports dels switchs, les 
aplicacions de la plataforma IP, números de sèrie dels equips... 
 
Figura 89: Interfície usuari d'Operations Manager 
També constitueix una potent eina de diagnòstic ja que és capaç d’executar sota demanda o 
per calendari controls pro actius de la xarxa IP. Per exemple, aquesta eina és molt útil per 
validar el correcte funcionament dels terminals IP (trucades en espera, desviament de 
trucades, configuracions...), ja que proporciona una simulació exacta de l’usuari utilitzant el 
terminal.  
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La solució Service Monitor Manager és una eina destinada al continu monitoratge de les 
trucades actives suportades pel Call Manager. Genera notificacions en temps real quan detecta 
que la qualitat de veu d’una trucada es veu degenerada o degradada.  
 
Figura 90: Anàlisi qualitat trucades amb Service Monitor 
Gràcies a les sondes de mesura Cisco 1040, Service Monitor Manager genera mètriques 
basades en l’experiència d’usuari després de cada trucada. En aquest quadre observem el 
monitoratge de les trucades, la qualitat i el report de cadascuna.  
Les sondes Cisco 1040 avaluen la qualitat de les trucades IP i reporten aquesta informació, per 
les trucades actives, gairebé en temps real. Aquestes sondes poden avaluar tant les trucades 
actives com les trucades generades manualment.  
Monitor Service de Cisco ofereix la possibilitat d’establir llindars de referència basats en 
diferents referències d’usuaris com a experiències vàlides i de qualitat.  
Per acabar amb aquesta solució Management Suite, es proposa l’eina Stadistics Manager. 
Aquesta solució constitueix l’eina capaç de generar detallades estadístiques sobre la 
plataforma IP. 
Aquesta eina proporciona informes predeterminats i personalitzables. Alguns dels paràmetres 
més significatius poden ser el volum de trucades, disponibilitat del servei, qualitat de trucada, 
utilització dels recursos, etc.  
 
Figura 91: Estadístiques obtingudes amb Stadistics Manager
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El personal del Centre, mitjançant aquesta eina, pot generar tràfic, gestionar la qualitat i 
controlar la disponibilitat del servei, per preveure de forma pro activa els possibles problemes. 
La generació d’informes ens ajudarà a detectar el consum de recursos, l’ocupació d’enllaços a 
la xarxa pública i els dies/hores/setmanes o mesos de més activitat, per dimensionar la 
plataforma i els recursos humans per satisfer les necessitats d’atenció de la població.  
 
5.3.3.2. Videoconferència col·laborativa 
5.3.3.2.1. Estat de l’art de les conferències IP 
 
Les conferències sobre IP permeten, en temps real, la transmissió de veu multimèdia, vídeo i 
dades sobre xarxes IP.  Els tipus principals de conferències sobre IP són: 
 Conferència IP punt a punt: Comunicació en temps real entre dos endpoints a través 
d’una connexió IP. 
 Conferència IP multipunt: Tres o més endpoints es comuniquen en temps real sobre 
una connexió IP. 
 Conferència de veu: Només comunicació de veu interactiva entre dos o més endpoints. 
 Videoconferència: Comunicació bidireccional d’àudio i vídeo entre dos o més 
endpoints.  
 Col·laboració de dades: Els participants d’una conferència poden veure les aplicacions 
o arxius compartits.  
 Compartició de dades: Múltiples participants en una conferència poden treballar en 
una mateixa aplicació que s’està executant en el PC d’un dels participants.  
A la següent imatge es mostra l’arquitectura bàsica de les conferències sobre IP:  
 
Figura 92: Arquitectura de conferències sobre IP 
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Els elements bàsics de xarxa que s’utilitzen en una conferència de vídeo o àudio són: 
 Terminals que poden transmetre àudio i/o vídeo (per exemple, ordinadors personals o 
equips de videoconferència)  
 Multipoint Control Units (MCU), que controlen els múltiples usuaris d’una conferència 
i gestionen el processat de vídeo, àudio i dades.   
 Gateways que realitzen la conversió entre xarxes ISDN (legacy circuit-switched 
networks) i les xarxes IP.  
 Gatekeepers que processen les trucades mitjançant el seguiment i la gestió del progrés 
de la trucada així com la conversió d’adreces.  
Des de fa uns quants anys enrere, la videoconferència envolta diferents tipus de xarxes. Una 
xarxa de dades era necessària per transferir arxius o dades; la xarxa PSTN s’utilitzava per parlar 
per telèfon; les línies ISDN eren necessàries per realitzar videoconferències utilitzant equips de 
sala. Ara, gràcies a la capacitat d’utilitzar xarxes IP basades en paquets per a la comunicació en 
temps real es permet la convergència de veu, vídeo i comunicacions de dades en una mateixa 
xarxa. 
Per tal de que tots els participants es puguin comunicar sobre una xarxa IP, tots els dispositius 
de xarxa i l’equipament dels terminals han de ser interoperables entre ells. Els estàndards 
ajuden a garantir la interoperabilitat entre dispositius. Les xarxes IP han de ser construïdes al 
voltant d’estàndards de comunicació IP (com per exemple H.323, SIP, MGCP i MEGACO). 
La ITU i el IETF són els dos organismes d’estàndards dominants que estableixen i controlen els 
estàndards per a les comunicacions multimèdia. Els estàndards principals són: 
 ITU-T H.323: Una suite completa de protocols que facilita la comunicació multimèdia 
sobre paquets IP.  Incorporats en aquest estàndard hi ha codecs de vídeo com el H.261 
i el H.263, codecs d’àudio, com el G.711, G.723 i altres. 
 ITU-T T.120: Conté una sèrie de protocols de comunicació, aplicació i serveis que 
proveeixen suport a les comunicacions multipunt en temps real.  
 IETF SIP: Protocol de senyalització que es focalitza en inici de sessió, modificació i 
finalització. 
 IETF RTC/RTCP: L’estàndard predominant de transport per qualsevol stream en temps 
real de dades així com vídeo o àudio. 
H.323 va ser el primer estàndard desenvolupat per habilitar les comunicacions en temps real 
sobre xarxes IP i va ser clau per la transició d’ISDN a IP. Avui dia, H.323 és l’estàndard més 
àmpliament utilitzat per videoconferència IP. En canvi, SIP és un nou protocol de senyalització 
que està guanyant popularitat dia a dia.  
A continuació detallem els elements de xarxa presents en una arquitectura de 
videoconferència sobre IP: 
1) Terminals 
Un terminal H.323 és un endpoint que permet la comunicació de veu o vídeo en temps real 
amb un altre terminal H.323, gateway o MCU en la xarxa. El terminal ha de suportar 
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protocols bàsics H.323 com per exemple H.245, Q.931, RAS (per a la comunicació amb el 
gatekeeper) i RTP/RTCP. Per a una conferència completament multimèdia el terminal ha 
de suportar  capacitats d’àudio i vídeo, suportar els codecs d’àudio i vídeo inclosos en el 
protocol H.323, així com disposar d’un equipament perifèric apropiat (micròfons, altaveus i 
vídeo càmera). 
2) Multipoint Controller Unit (MCU) / Multipoint Controllers (MC) / Multipoint Processors 
(MP) 
MCU/MC/MPs són els elements que permeten que es pugui dur a terme una conferència 
multipunt. El protocol H.323 diferencia entre un controlador multipunt (MC) i un 
processador multipunt (MP).  
El MC controla la configuració de les conferències, incloses les negociacions de les 
capacitats dels terminals, així com l’obertura i el tancament dels canals d’àudio, vídeo i el 
flux de dades. El MP processa de forma central l’àudio, el vídeo i les dades, i mescla, 
commuta i processa els streams controlats per l’MC. Un MC és obligatori mentre que un o 
més MPs són opcionals. Un MP pot ser combinat amb un MC en un únic dispositiu 
anomenat MCU.  
3) Gateways 
Els gateways fonamentalment permeten les comunicacions entre les xarxes IP i altres 
xarxes, com les de tipus legacy. Aquests proveeixen facilitats de transcodificació, per 
exemple: recepció d’un stream H.320 d’una línia ISDN, conversió a un stream H.323 i 
enviament d’aquest a la xarxa IP.  
4) Gatekeepers 
Els gatekeepers gestionen la xarxa. Realitzen la traducció d’adreces (tradueixen les adreces 
IP a “alies”). Els gatekeepers ofereixen una sèrie de serveis com per exemple: enrutat de 
trucades, transferència de trucades, suport LDAP i DNS, generació de CDR... 
Un o més gatekeepers poden residir a la mateixa xarxa,  totalment integrats en un altre 
dispositiu (com per exemple un gateway) o operant de forma autònoma com una aplicació 
software en un PC o servidor.  
5) Firewalls i proxies 
Existeix el risc de que certa informació clau estigui exposada sobre una xarxa H.323. Els 
firewalls i els proxies s’utilitzen sols o junts per prevenir aquesta exposició. Per ser efectius 
en una xarxa H.323, el firewall ha de suportar la senyalització H.323. De forma alternativa, 
els proxies poden limitar la informació d’adreces que pot ser exposada. Típicament, els 
firewalls i els proxies treballen de forma conjunta per prevenir atacs. En H.323, la 
seguretat es garanteix amb el protocol H.235. Aquest protocol garanteix privacitat i 
autentificació.  
Un dels beneficis més importants de les conferències sobre IP és l’alt grau d’escalabilitat i 
expansió d’aquest tipus d’arquitectures. Les xarxes IP presenten una arquitectura flexible i 
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distribuïda que s’expandeix a través de LANs, WANs i/o Internet. La infraestructura IP és 
independent de la localització i del proveïdor de servei. La inherent escalabilitat de les 
arquitectures IP permet incrementar l’ample de banda, afegir equipament i millorar serveis, 
escalant la plataforma d’un sistema intern de videoconferència sobre LAN  a una conferència 
amb múltiples localitzacions.  
Per últim, un altre avantatge d’aquestes xarxes és la possibilitat de connexió amb sistemes 
legacy, aprofitant les inversions anteriors realitzades amb aquest equipament. Per comunicar 
una xarxa IP amb un sistema legacy es necessiten dos tipus de dispositius: gateways i 
gatekeepers. Els gateways actuen com a pont entre la xarxa basada en commutació de circuits 
i la xarxa basada en commutació de paquets. Les xarxes legacy i la gran majoria de telèfons 
utilitzen dígits (números). Les xarxes IP utilitzen adreces IP. Els gatekeepers realitzen la 
traducció d’adreces i enruten les trucades procedents d’una xarxa legacy via gateway, cap a 
l’endpoint destí en una xarxa IP.  
 
Figura 93: Connectivitat entre sistemes legacy i sistemes IP 
 
5.3.3.2.2. Descripció de la solució proposada 
 
La solució de videoconferència col·laborativa proporciona serveis de comunicació i 
col·laboració unificades. A grans trets, integra serveis d’àudio, vídeo, veu multimèdia i 
compartició d’aplicacions mitjançant qualsevol dispositiu i diferents xarxes. Mitjançant 
videoconferència col·laborativa es permet la celebració de sessions interactives entre molts 
participants, utilitzant diferents dispositius i xarxes, entre ells: 
 Ordinadors personals. 
 Ordinadors portàtils. 
 Telèfons mòbils. 
 PDAs. 
 Telèfons fixes. 
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 Equips de videoconferència tradicionals. 
 Equips de videoconferència H.323/SIP. 
Es permet celebrar videoconferència punt a punt (entre dos equips o terminals) i 
videoconferències multipunt/multiusuari, permetent també la compartició de diferents tipus 
de media.  
La solució de videoconferència proposada per al Centre d’Emergències és la suite SCOPIA del 
fabricant RADVISION, constituïda pels següents elements: 
 Scopia MCU. 
 ECS Gatekeeper. 
 Scopia GW (RDSI, 3G...). 
 Scopia Desktop Server (incloent el servidor d’streaming i el servidor de gravació). 
 Iview Suite. 
 PathFinder (firewall transversal). 
 
Figura 94: Elements del sistema de videoconferència 
 
A la següent figura es mostren els dispositius des dels que podem iniciar sessions de 
videoconferència, així com si necessiten de l’addició d’un gateway a la plataforma per al seu 
correcte funcionament.  
 





Figura 95: Dispositius des dels quals es poden originar videoconferències 
 En els següents apartats descriurem els elements que formen la suite del sistema proposat. 
5.3.3.2.3. Scopia Desktop 
 
Scopia Desktop permet la connexió de forma remota a través de la infraestructura de xarxa 
existent, per comunicacions de veu, vídeo i dades. 
Entre les característiques més significatives destaquem: 
 A través d’un link podem convidar als participants a entrar en una sessió de 
videoconferència.  
 Permet la gravació de les sessions, el seu arxiu i posterior visualització incloent àudio, 
vídeo i compartició d’aplicacions.  
 Cada participant té assegurada fins a qualitat HD en videoconferència en un ordinador 
personal.  
 Independentment des d’on s’estigui connectat a la videoconferència (ordinador 
personal o sala de videoconferència), tots els usuaris tenen les mateixes funcionalitats: 
presència contínua de vídeo, col·laboració de dades basada en H.239 incloent 
anotacions, reunions protegides per PIN i moderació de conferències.  
 Scopia Desktop utilitza client Web. 
Les característiques més importants d’aquest software agrupades de forma temàtica són: 
Modes de connectivitat: 
o Connexió en viu per participants interactius (àudio, vídeo, dades i xat). 
o Connexió únicament de dades amb  capacitat de moderació. 
o Mode streaming per als participants no interactius.  
Aspectes de la col·laboració de dades: 
o Col·laboració de dades basada en el protocol H.239. 
o Anotacions sobre col·laboració de dades H.239. 
o Compartició de dades d’una sala amb altres sales i ordenadors personals.  
o Compartició de dades d’un PC amb altres ordinadors i sales.  
o Compartir la pantalla complerta o aplicacions específiques.  
o Xat entre els usuaris de PC.  
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Gravació i reproducció 
o Gravació d’àudio, vídeo, dades i anotacions.  
o Gravacions protegides per PIN per a un accés segur.  
o Es permet tant que qualsevol usuari pugui gravar com que només puguin fer-ho uns 
quants seleccionats per l’administrador, sempre que es disposi del software iVIEW. 
Interfície gràfica 
o Selecció de layouts (per participant actiu o continua presència). Existeixen 28 layouts 
diferents predefinits.  
o Vídeo o dades en pantalla completa.  
o Silenciar a algun participant o a nosaltres mateixos.  
Controls del Moderador 
o Adquirir drets de moderació. 
o Bloquejar/Finalitzar una conferència. 
o Convidar a qualsevol sala/telèfon a la conferència. 
o Iniciar/aturar streaming.  
o Aixecar la mà per parlar. 
Tipus de reunions 
o No moderades. Qualsevol participant pot controlar la reunió. 
o Moderades. Per controlar la reunió cal introduir un PIN de moderador.  
o Sales virtuals personals. 
Seguretat 
o Pot travessar firewalls locals i remots, assegurant la connectivitat.  
o Detecció automàtica del millor camí: UDP, TCP o TCP tunel·lat. 
o Encriptació SRTP per assegurar la privacitat i senyalització entre el Client SCOPIA 
Desktop i el servidor.  
Planificació i reserves 
o Integració amb Outlook i Notes per planificar reunions.  
o Planificació de reunions basada en Web des de qualsevol navegador.  
o Es poden reservar ports per assegurar la viabilitat de reunions crítiques. 
 
5.3.3.2.4. Scopia MCU 
 
La sèrie Scopia 400 és una solució de comunicacions unificada que proporciona una 
connectivitat de vídeo en tots els nivells de l’organització. La MCU Scopia 400 (Unitat de 
Conferència Multipunt) es composa de: 
 Full HD vídeo i àudio transcoding, suport SIP i H.323. 
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 Suite iVIEW amb gatekeeper intern (per a la programació de conferències i gestió dels 
endpoints de la infraestructura). 
 Scopia Desktop (Scopia Desktop Software, es requereix la seva instal·lació en un 
servidor dedicat). 
 
Figura 96: MCU Scopia 400 
Entre els diferents models de MCU existents, escollim la MCU 400-48, que permet escollir 
entre la connexió de: 
 32 participants a qualitat HD  
 48 participants a qualitat 2Mbps 
 96 participants d’Scopia Desktop a 384 Kbps.  
Aquests valors són els màxims que es poden assolir de cada tipus, sent la quantitat final de 
participants connectats variable, ja que poden haver-hi participants de cada tipus. De forma 
addicional a aquests participants, i independentment del número d’ells que estiguin 
connectats a la plataforma, el sistema permet la connexió de 300 usuaris d’streaming.  
La MCU 400 disposa de 4 slots. Un d’aquests slots l’ocupa una targeta MCU Card 
(Audio&Signaling) i  els altres dos estan ocupats per targetes MVP Card (Video). Resta doncs, 
un slot lliure per a futures ampliacions.  
La targeta MCU proporciona: 
 Suport a protocols SIP/H.323 
 96 ports d’àudio (72 amb encriptació). 
 Transcoding 
 Detecció DTMF 
Cada targeta MVP  proporciona: 
 16 ports amb qualitat HD 
 24 ports amb qualitat de 2Mbps. 
 48 ports amb qualitat de 384 kbps (32 si treballem en mode HD). 
 Suport als protocols H.261, H.263 i H.264. 
 Resolucions CIF/4CIF i 720p. 
 El suport dels protocols H.320 i H.324M l’aconseguim amb els gateways H.320 i 3G, 
respectivament. 
Amb aquesta MCU queden cobertes les necessitats de videoconferència del centre, a més de 
permetre que participants aliens al centre puguin participar a les videoconferències. 
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5.3.3.2.5. Gateway RDSI: Scopia 100 P10 
 
Es tracta d’un gateway per permetre la connectivitat entre sales de videoconferència basades 
en RDSI (o altres end-points basats en RDSI) i la xarxa IP, tal i como es mostra a la següent 
figura: 
 
Figura 97: Funció del Gateway RDSI 
És compatible amb terminals, MCU’s i gatekeepers. Les característiques més destacades 
d’aquests gateways es detallen a continuació: 
 Interoperabilitat amb la resta d’elements de la plataforma. 
 Gestió intel·ligent dels canals de comunicació per assegurar la utilització òptima dels 
recursos disponibles i dels serveis.  
 Detecció automàtica a través de la xarxa i recuperació automàtica de la comunicació. 
 Gestió centralitzada i una visió global de les estadístiques del sistema complet.   
 Enrutat dinàmic de les trucades IP a gateways veïns basant-se en la disponibilitat dels  
recursos.  
 Optimització de la xarxa per completar les trucades.  
 Network Specific Facility (NSF). 
 QoS suportat amb DiffServe i IP TQS . 
 Connexió ràpida per a trucades de veu.  
La interfície del gateway és 1 primari RDSI, que permet 30 trucades de veu, 15 trucades de 
vídeo a 128 kbps, 5 trucades de vídeo a 384 kbps, 2 trucades de vídeo a 784 kbps o 1 trucada 
de vídeo a qualitat full E1.  
 
5.3.3.2.6. Gateway 3G 
 
Connecta les xarxes mòbils amb les xarxes IP. El gateway 3G de Scopia suporta vídeo en temps 
real bidireccional, telefonia de veu i streaming entre els mòbils o dispositius basats en 3G-
324M i servidors de vídeo basats en IP, sistemes de missatgeria, servidors d’streaming RTSP, 
terminals SIP/H.323, càmeres en xarxa, end-points RDSI... 




Figura 98: Gateway 3G 
A continuació es mostren les característiques més destacades d’aquest mòdul: 
Capacitat: 10 trucades concurrents.  
Protocols de xarxa: H.324/M sobre ISDN, H.323 sobre IP.  
Capacitats de vídeo:  
 Vídeo H.263. 
 Vídeo MPEG4. 
 Transcodificació H.263 (Mòbil) ↔ MPEG4 (IP). 
 Resolucions QCIF. 
Audio Transcoding: 
 AMR (Mòbil) ↔ G.711 (IP). 
 AMR (Mòbil) ↔ G.723 (IP). 
 G.711 (Mòbil, trucada de veu) ↔G.723 (IP) 
 G.723 
Mòbil a pla de marcat IP: 
El gateway enruta les trucades entrants dels telèfons mòbils seguint un d’aquests models: 
 Interactive Voice Response (IVR). 
 Direct Inward Dialing (DID). 
 Extensió per defecte per assistència d’operador.  
 
Figura 99: Arquitectura amb gateway 3G 
 
 





Es tracta d’un software que permet  gestionar i monitorar tots els elements de la plataforma 
connectats a la xarxa, permetent la planificació de les conferències de forma ràpida.  
Les característiques més significatives d’aquest software es detallen a continuació: 
- Vista global i centralitzada de tots els endpoints de vídeo i dels dispositius de xarxa 
(Gatekeepers, MCUs, Gateways,...), permetent el control en temps real, el monitorat i 
el manteniment de cada element des d’una mateixa interfície.  
- Auto detecció d’endpoints de vídeo i dispositius en xarxa.  
- Fent click sobre un endpoint accedim a la seva web individual de gestió.  
- Programació de conferències basada en Web, amb reserva de recursos i monitorat de 
l’ample de banda.  
- Permet la invitació d’usuaris addicionals, canviar layouts, silenciar participants,... 
- Integració amb SIP PBX i xarxes H.323. 
- Integració amb Outlook, Lotus Notes, IBM Lotus Domino.  
- Integració amb Scopia Desktop.  
- Estadístiques i estat dels dispositius.  
- Notificacions via SNMP. 
- Permet  que qualsevol tipus d’endpoint es pugui connectar a una conferència: a través 
d’H.323, SIP, RDSI, 3G, PSTN... 
- Invitació automàtica d’endpoints (Dial-Out). 
- Notificacions personalitzades per correu electrònic als participants de la conferència.  
- Llista de contactes.  
- Permet seleccionar el tipus de reunió que es vol realitzar, entre les següents opcions: 
 No videoconferència: Només participants i sales de reunions estan convocats 
per la conferència. No estan involucrats terminals.  
 Punt a punt: Només dos terminals estan convocats per la reunió i no s’utilitzen 
ports de la MCU. Aquesta característica està disponible únicament si està 
habilitat el control avançat de trucada en el gatekeeper ECS.  
 Només àudio: La conferència és únicament d’àudio.  
 Vídeo Desktop: Suporta transcoding i ample de banda superior a 384 kbps.  
 HD/SD: Suporta transcoding i amples de banda superiors a 4096 kbps.  
 HD Switched Video. 
- Permet consultar en qualsevol moment informació referent a un dispositiu, una 
trucada o una conferència en curs.  
- Permet la integració amb el directori actiu (LDAP). 
El software iVIEW consta de tres aplicacions instal·lades al mateix servidor: 
1) NMS – Network Manager: Una interfície de gestió central per administradors, que 
permet el control, la configuració i el manteniment de la xarxa.   
 
2) iCM – Resource Manager: Aplicació basada en un entorn web, que permet gestionar i 
monitorar les comunicacions audiovisuals.  
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3) Gatekeeper intern: El iCM conté un gatekeeper intern basat en el ECS Gatekeeper.  
 
5.3.3.2.8. Gatekeeper ECS 
 
És el gatekeeper de la plataforma. La necessitat d’incorporar un gatekeeper és deguda a que: 
 Els endpoints registrats a un gatekeeper permeten: 
o Marcat basat en PSTN. 
o Sense un gatekeeper s’haurien d’utilitzar les adreces IP per marcar.  
 Molts dispositius, com les MCUs o els Gateways, requereixen ser registrats a un 
gatekeeper. 
 Un gateway ha d’estar registrat a un gatekeeper, ja que registra els seus serveis a ell 
(per exemple, prefix “3” per trucades a l’exterior). 
Les principals característiques del gatekeeper proposat es detallen a continuació: 
- Gestió, administració i configuració via Web. 
- CDRs per solucions de tarificació. 
- Suport de gestió a través d’iVIEW.  
- Interfície oberta XML per autorització avançada i control de les capacitats de trucada.  
- Control de l’ample de banda per endpoints, zones o grups d’endpoints. 
- Control d’admissió. 
- Traducció d’adreces. 
- Autorització de trucades. 
- Suport LDAP. 
- Dial Plan (Pla de marcació).  
 
6.3.3.2.7. PathFinder Firewall Transversal 
 
El Scopia PathFinder Firewall Transversal és una solució de NAT i firewall que permet 
connectivitat segura entre llocs remots. Manté la seguretat i els avantatges del firewall i del 
NAT sobre xarxes i permet la integració amb endpoints de vídeo i infraestructures existents.  
Les principals característiques són: 
- Connectivitat end-to-end que connecta tots els sistemes de videoconferència H.323. 
- Treballa amb qualsevol firewall, endpoint o gatekeeper.  
- Suporta qualsevol endpoint o gatekeeper basat en l’estàndard H.323. 
- No requereix canvis en els dial-plans o en els alias E.164 dels endpoints.  
- Encriptació AES per media i senyalització.  
- Escalabilitat i distribució amb un únic client servint a múltiples endpoints.  
- Fàcil administració permetent als administradors veure, connectar i desconnectar 
clients, a més de monitoritzar les trucades en curs.  
- No és necessari realitzar canvis en el firewall existent.  




Gràcies al PathFinder podrem realitzar videoconferències amb  dispositius que es trobin fora 
del Centre d’Emergències, ja siguin ordinadors personals o sales de videoconferència.  
 
5.3.3.3. Comunicacions TETRA 
5.3.3.3.1. Abast 
 
Degut a la complexitat de les comunicacions TETRA, en aquest apartat ens centrarem 
únicament en la descripció de com fer arribar la posició GPS de les patrulles dels cossos de 
seguretat i emergències (ambulàncies, camions de Bombers, cotxes patrulla dels Mossos 
d’Esquadra...) fins al nostre Centre d’Emergències. Aquesta informació transmesa des de cada 
dispositiu mòbil s’integrarà amb el sistema GIS de la nostra aplicació de gestió d’emergències, 
gràcies a la seva API, mostrant en cada moment la posició actualitzada de les unitats 
operatives de cada cos.  
Per tal de fer aquest seguiment de posició GPS, suposarem l’existència d’una Xarxa TETRA 
Nokia que dóna cobertura a tot el territori català.  
Passem ara a descriure breument la tecnologia TETRA en la que es basa la solució, per a 
continuació detallar el servei que proporciona aquesta tecnologia que ens permet complir el 
nostre objectiu.   
5.3.3.3.2. Introducció a les comunicacions TETRA 
 
Els cossos de seguretat i emergències requereixen comunicar-se entre ells, a la seva operativa 
diària per assegurar la interoperabilitat i coordinació que garanteixin serveis eficaços en 
situacions crítiques d’emergències.  
La no disponibilitat dels recursos per a les comunicacions en els moments crítics es tradueix 
directament en una ineficiència del servei d’emergència amb impacte directe per al ciutadà.  
Per aquest motiu, des de fa dècades els cossos de Seguretat i Emergències disposen de 
sistemes de radiocomunicacions que permeten la comunicació eficaç i segura entre un elevat 
nombre d’usuaris. 
La coordinació entre els diferents cossos de Seguretat i Emergències no només es garanteix 
amb una xarxa de radiocomunicacions preparada per a aquest efecte: el Centre d’Emergències 
conforma la peça clau complementària.  Al tractar-se d’un centre de coordinació integrat, 
garanteix la coordinació dels diferents agents i millora el servei al ciutadà (112). 
La tecnologia de Trunking digital (flexibilitat en l’assignació de canals de tràfic) permet complir 
amb els requeriments que plantegen els cossos de Seguretat i Emergències. En concret, 
l’estàndard TETRA s’ha demostrat com la tecnologia principal de la majoria de les xarxes de 
Seguretat i Emergències de nova implantació.   
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TETRA (TErrestrial Trunked Radio) és un estàndard obert de comunicacions de veu i dades que 
garanteix la evolució tecnològica i capacitat de creixement. Va ser elaborat per l’ETSI 
(European Telecommunication Standards Institute) i està orientat a sistemes de comunicacions 
PMR (Professional Mobile Radio) y PAMR (Public Access Mobile Radio), en particular a serveis 
de Seguretat i Emergències (fiabilitat, disponibilitat de servei, xifrat, encriptació, etc.). 
Garanteix comunicacions segures al tractar-se d’un sistema digital amb possibilitat 
d’encriptació i ha estat adoptat com a estàndard a nivell mundial.  
L’estàndard TETRA opera a la banda de 380 MHz a 400 MHz (banda destinada a sistemes 
d’emergència i seguretat), amb 25 KHz de separació entre portadores, permetent una alta 
eficiència de l’ús de l’espectre i una coexistència amb els sistemes analògics existents.  
Alguns dels beneficis més significatius de l’ús d’aquest estàndard es resumeixen a continuació: 
 És un estàndard mundial i obert.  
 Optimitza l’espectre radioelèctric ja que proporciona quatre canals en 25 KHz, 
contràriament a GSM que proporciona 9 canals de veu per 200KHz.  
 Possibilita comunicacions segures mitjançant xifrat i autenticació d’equips.   
 Comunicacions dúplex de veu i dades o semidúplex de veu amb dades pel mateix 
equip. 
 Alta qualitat de les senyals de veu i dades, gràcies a l’ús d’algorismes de correcció 
d’errors.  
 Establiment de trucada inferior a 300 ms. 
 Estàndard altament flexible per tal de configurar flotes de vehicles. 
 Capacitat de transmetre dades i flexibilitat per desenvolupar aplicacions. 
 Interfícies estandarditzades per a la connexió amb altres xarxes. 
 Diverses possibilitats de comunicació: Mode Directe (DMO), TMO... 
 Modulació DQPSK. 
L’eficiència espectral dels canals TETRA és millor que en cap altre sistema mòbil ràdio. La 
següent figura mostra la comparativa sobre la eficiència espectral de diferents sistemes. Tal i 
com es pot observar, la eficiència TETRA és quatre vegades superior als sistemes PMR 
analògics tradicionals i dues vegades superior que en els sistemes PMR que són evolució dels 
anteriorment citats.  
 
Figura 100: Comparativa de la eficiència espectral de TETRA 
Una altra consideració a tenir en compte és que un grup dins del sistema TETRA només ocupa 
el canal quan manté una comunicació activa. Tots els usuaris comparteixen els canals i el 
sistema assigna, de forma automàtica, un canal lliure en el moment d’establir la trucada, i 
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tanca aquest canal després d’un període d’inactivitat, diferenciant-se així d’un sistema 
convencional en el que el grup d’usuaris manté un canal reservat encara quan no hi hagi tràfic 
(com per exemple, amb la tecnologia TETRAPOL).  
Quan un terminal activa una comunicació de grup, s’estableix la comunicació en tots els 
repetidors del grup en que existeixen terminals que tenen seleccionat aquest grup i d’aquesta 
forma, es realitza una gestió eficaç dels canals de comunicació optimitzant l’ús de l’espectre 
radioelèctric.  
Fent ús de la capacitat de transmetre dades per la xarxa Nokia i amb la finalitat de fer arribar la 
posició de les flotes fins al Centre d’Emergències, s’ha proposat una solució basada en 
l’enviament de missatges curts.  
5.3.3.3.3. Descripció de la plataforma tecnològica proposada 
 
Per tal de fer arribar la posició GPS de les flotes fins al Centre d’Emergències s’ha proposat una 
solució compromesa amb l’estàndard TETRA. Aquesta contempla molts tipus diferents de 
possibilitats de comunicació tant per veu, com per dades, com per paquets.  
Les necessitats del nostre sistema les cobrirem àmpliament amb el servei de dades. 
Particularitzant encara més, el nostre sistema s’ha basat en una de les solucions que proposa 
l’empresa Nokia per aquest tipus d’aplicacions fent ús dels serveis de dades que ofereix el 
Nokia Tetra System (NTS). 
El Nokia TETRA System (NTS) està pensat per treballar sota una topologia de xarxa establerta. 
Aquesta tipologia de xarxa es presenta a continuació junt amb el servidor i client SDSI 
(concepte del que parlarem posteriorment) .   
 
Figura 101: Configuració de xarxa amb la plataforma Nokia Tetra System (NTS) 
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El sistema TETRA de Nokia té capacitat per integrar, dins de la mateixa infraestructura, 
diferents organitzacions d’usuaris que tinguin característiques operatives diferents amb total 
independència unes de les altres i que permetin la seva interconnexió entre si en un moment o 
situació determinada. És a dir, per a les diferents flotes el sistema ofereix una xarxa privada 
virtual de radiotelefonia (veu i dades) a la seva mida i d’acord amb les seves necessitats, 
mantenint al mateix temps la capacitat de coordinació de totes les flotes/usuaris en situacions 
d’emergència.  
La xarxa proposada suporta serveis de radiocomunicacions i funciona en mode totalment 
digital, operant a la interfície aire, mitjançant assignació dinàmica de canals, és a dir, 
funcionament en mode Trunking.  
Abans de continuar particularitzant aquest sistema cap a la seva aplicació dins del context 
d’aquest projecte, caldria fer una breu explicació del que fan cadascuna de les parts del NTS, 
sense entrar massa en detall, ja que és un tema summament extens i que involucra tot un 
seguit d’estàndards i especificacions, l’explicació dels quals s’escapa de l’objectiu d’aquest 
projecte. Per tal de fer-ho d’una manera ordenada seguirem la jerarquia establerta dins del 
NTS i començarem explicant inicialment la tecnologia del terminal, seguirem amb les TBS i amb 
els DXT i acabarem amb els DWS. 
 
5.3.3.3.3.1. Terminal TETRA. Una pinzellada a la tecnologia.  
 
Com ja hem dit, el terminal TETRA ha de suportar comunicació de veu, comunicació de dades 
per commutació de circuits i comunicació de dades per commutació de paquets. Aquests 
diferents tipus de comunicació es duen a terme en format íntegrament digital, fet que aporta 
una qualitat consistent a la veu i una tassa d’error molt baixa a les dades.  
El Tetra fa servir tecnologia d’accés TDMA amb quatre canals d’usuaris per portadora de 25KHz 
d’ample de banda, i amb un espaiat entre portadores de 25KHz. Per tant, en 200 KHz: 
 8 portadores  
 x4 Time slot/Portadora = 32 canals (4 vegades GSM).  
Cal remarcar que l’accés TDMA proporciona bona eficiència espectral alhora que redueix el 
cost de les estacions base. A la següent figura es pot veure un croquis on es fa palesa la 
funcionalitat de l’accés TDMA, proporcionant eficiència espectral tot integrant diferents grups 
d’usuaris.  
 
Figura 102: Funcionalitat de l'accés TDMA 
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Pel que fa a la modulació utilitzada es tracta d’una modulació /4 – DQPSK. Per finalitzar 
l’apartat del terminal Tetra, caldria dir també que aquest està preparat per dur a terme 
comunicacions de diferents tipus: 
 Comunicació punt-a-punt. D’un terminal a un altre sense passar per l’estació base. 
També anomenat DMO (Direct Mode Operation). 
 Comunicació de grup. D’un terminal a varis terminals. 
 Comunicació broadcast. D’un terminal a tota la resta. 
Cal remarcar que dins d’aquests tres grups podríem diferenciar altres subgrups però això 
s’escapa de la finalitat d’aquesta explicació. 
 
5.3.3.3.3.2. Les TBS 
 
La funció de l’estació base de la tecnologia TETRA de Nokia és proporcionar la interfície aire 
entre els terminals TETRA i la infraestructura de gestió i commutació.  
 
Figura 103: Característiques interfície aire entre TBS i DXT 
En el sistema TETRA, l’estació base o TBS es connecta directament al DXT (Digital Exchange for 
TETRA), o commutador general sense commutadors secundaris intermedis.  
La comunicació entre una o varies TBS i el DXT consisteix en el transport de tràfic i 
senyalització entre aquests dos elements de la xarxa.  
Les estacions base TETRA duen a terme els següents blocs funcionals: 
 
Figura 104: Esquema blocs funcionals d'una TBS 
Comunicacions TETRA   
123 
 
 Bloc de transmissió. Aquest s’ocupa de fer de nexe d’unió entre el DXT i la TBS. 
Aquesta connexió es realitza mitjançant una trama PCM de 2Mbps. Té varies utilitats 
que no es nombraran. 
 Bloc de funcions banda base. Aquest agafa el senyal provinent del bloc de transmissió i 
l’entrega al bloc de funcions RF, aplicant una sèrie de mesures preventives al senyal 
per  protegir-lo davant els efectes multicamí (coding/decoding, interleaving/ 
deinterleaving), així com el tractament propi de la senyal (encriptació, 
multiplexació...). 
 Bloc de funcions RF. Depenent si aquest bloc actua fent funcions de transmissió o fent 
funcions de recepció, les funcionalitats variaran.  Si parlem del camí de transmissió, 
aquest bloc converteix els senyals I/Q provinents de l’etapa anterior en un senyal 
multiportadora RF que alimenta l’antena.  Si, en canvi, el bloc treballa en un camí de 
recepció, el que realitza és un pas a freqüència intermèdia excitant amb un oscil·lador 
el senyal provinent d’antena, i l’entrega al bloc de funcions banda base. 
 Bloc mecànic. Es considera el bloc que inclou el rack, els subracks amb les plaques 
mare, fonts d’alimentació, ventiladors i cablejat. 
 Bloc software. Proveeix de les seves funcionalitats a l’estació base (configuració de 
paràmetres de la estació base, operació i manteniment...). Els paràmetres propis de la 
TBS (com freqüència) són proporcionats pel DXT.  
 
Fem referència ara al dimensionament de l’estació base: 
 Aquesta pot suportar entre 1 i 8 portadores, és a dir, entre 4 a 31 canals útils 
més un de control en aquest últim cas. 
 La màxima potència possible utilitzable és de 25Watts, mesurada a la sortida del 
combinador (previ a antena). 
 La sensibilitat en recepció és de l’ordre de  –106dBm. 
 La banda de treball pot ser 380-400MHz o bé 410-430MHz. 
 
5.3.3.3.3.3. El DXT 
 
El Digital Exchange for TETRA té com a missió principal commutar trucades i paquets però, com 
veurem tot seguit, proporcionarà una infinitat de funcionalitats que el faran una peça clau del 
sistema Nokia. Abans d’esmentar les seves funcionalitats, caldria esmentar també el conjunt 
de prestacions d’aquest bloc: 
 Alta fiabilitat. 
 Escalabilitat. 
 Flexibilitat. 
 Mida compacta. 
 Baix consum. 
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Si, tal i com em fet abans amb les TBSs, parlem de dimensionament, cal dir que cada DXT pot 
interconnectar fins a un total de 246 portadores, 64 DWS i fins a 48 interfícies PSTN/PABX, 
donant servei fins a 10.000 subscriptors.  
Passant ja a l’apartat de funcionalitats, aquestes les podem classificar segons segueix: 
 Commutació digital: s’encarrega de commutar els slots dels circuits PCM d’entrada als 
slots dels circuits PCM de sortida. Aquesta commutació està governada per la 
Computadora de Control de Trucada (CCC). 
 Computadora de Control de Trucada (CCC): executa un seguit de funcions que es 
nombren a continuació: 
o Control dels drets d’usuari. 
o Establiment i finalització de les trucades. 
o Supervisió del temps que dura la trucada. 
o Diferent informació de tràfic. 
 Serveis de Bases de Dades: cada DXT ha de poder saber informació referent a 
cadascun dels usuaris (prioritats...), a cada Workstation, als diferents grups o 
organitzacions (no oblidem que la xarxa es comparteix amb un conjunt ampli d’usuaris 
que poden pertànyer a organitzacions diferents) i referent a la configuració de la xarxa. 
 Altres funcionalitats: serveis de senyalització, servei de trunking (el DXT fa el suport del 
sistema trunking proporcionant a la xarxa una alta eficiència, de tal forma que el 
nombre d’usuaris pot ser molt més alt que el nombre de canals) i altres (connexió a 
PSTN i PABX, etc). 
 Comunicació amb les TBS i amb altres DXT.  
 
5.3.3.3.3.4. El DWS 
 
El Dispatcher Workstation de Nokia és una finestra cap al Nokia Tetra System (NTS). És una 
eina pensada per ser utilitzada sobre un PC estàndard i que proporciona amb gran eficiència 
funcions de: 
 Organització, supervisió i control de les comunicacions ràdio d’una organització 
determinada. 
 Supervisió de l’ús dels recursos ràdio de la xarxa. 
 Monitoratge de l’estat de la xarxa. 
Des del moment en que les necessitats canvien segons el cas en el que ens trobem, el DWS pot 
ésser configurat d’acord amb les necessitats de l’ usuari. 
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Partint d’aquí, cada DWS pot ésser utilitzat per qualsevol dels següents propòsits: 
 Sistema de distribució utilitzat per comunicacions amb grups i individuals. 
 Sistema d’organització utilitzat per a l’administració de grups o d’usuari. 
 Una combinació dels dos anteriors sistemes. 
Aquest és un tema en el que es podrien tractar moltes coses, com per exemple les possibilitats 
de comunicació diferents que tenen els sistemes de dispatch o distribució, o explicar les 
possibilitats organitzatives amb detall. Però aquests són temes que s’escapen de l’objectiu 
d’aquest projecte. Només farem una breu pinzellada a les capacitats que ens ofereix aquesta 
eina a l’apartat 5.4.6.1. 
 
5.3.3.3.4. Localització de les flotes sobre el NTS 
 
Per tal de fer arribar la posició de les flotes fins al Centre de comandament d’Emergències s’ha 
fet servir una de les opcions que ens dona el Nokia Tetra System (NTS), l’anomenada Short 
Data Service Interface o SDSI. La SDSI és una API que proporciona NOKIA per a que els seus 
clients puguin desenvolupar les seves pròpies aplicacions utilitzant les facilitats que 
proporciona la tecnologia TETRA per al enviament de missatges curts. La podem veure com 
una aplicació que s'utilitza per enviament de missatges curts entre el Nokia Tetra System i una 
aplicació de tercers. 
La SDSI o API de Nokia per l’enviament de missatges curts, consisteix en: 
- Server SDSI. 
- Terminal SDSI. 
A part d'aquestes dues APIs necessitarem una aplicació per al client, per tal d'accedir als 
serveis de missatges curts del Nokia Tetra System a través de la SDSI i una aplicació per al 
Servidor per a fer la manipulació de les dades. 
El funcionament seria el següent: es capturen les dades de posició mitjançant un GPS instal·lat 
a cada vehicle per posteriorment inserir-les dins d'una trama SDS de transport amb un format 
que de seguida veurem. En aquest moment es pot començar a enviar la informació per la 
interfície Tetra gràcies a la nostra API. El dispositiu GPS està connectat a un terminal de dades 
que fa d'interfície física entre el port de comunicacions sèrie i el port del terminal Tetra. Una 
vegada els paquets s'envien per la interfície ràdio, aquests s'enruten pel Nokia Tetra System 
cap al destí gràcies a la capçalera prèviament inserida a cadascun dels paquets. A l'altre costat, 
el servidor SDSI va fent lectura del seu port i va capturant i desempaquetant les dades. 




Figura 105: Arquitectura de localització GPS de flotes 
Cal tenir present que cadascun dels terminals SDSI té una adreça TETRA i que per tant tots els 
SDSs o missatges curts estan adreçats individualment. Això fa que la interfície SDSI sigui 
totalment transparent i que rebre un missatge d'una interfície SDSI sigui equivalent a rebre'l 
d'un terminal Tetra convencional. El sistema TETRA permet realitzar el seguiment de vehicles 
amb velocitat elevada degut a que els paquets de dades es poden enviar en períodes inferiors 
a 300 ms.  
Finalment, el servidor SDSI s’integrarà mitjançant la API de l’aplicació de gestió d’emergències, 
de manera que les dades que li van arribant de localització de les flotes, les transmet al mòdul 
de gestió d’emergències i aquest actualitza la seva posició al GIS de forma dinàmica i 
transparent per l’usuari.  
 
Figura 106: Detall de connectivitat d'equips al vehicle 
 
 
Figura 107: Detall connectivitat al Centre d'Emergències
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5.3.3.3.4.1. Consideracions del Protocol d’enviament de SDS 
 
Hi ha quatre tipus de missatges SDS possibles a l'estàndard TETRA: SDS tipus 1 a 4. Les seves 






Com es pot veure de la figura, els tres primers tipus de missatges tenen una longitud fixada, 
portant 16, 32 i 64 bits respectivament. Tots tres tipus tenen la mateixa estructura de 
capçalera.   
En canvi, el tipus 4 pot portar una quantitat variable de dades fins a un màxim de 2039 bits 
(254 octets). Podem veure com porta un identificador de protocol (PID) per indicar quin ús se'n 
fa de les dades que transporta. Per exemple, si les dades són missatges de text, són missatges 
GPS, o qualsevol altre aplicació. 
Cadascun dels tipus de missatges SDS és susceptible de transportar informació referent a 
posicionament, tot i que cal observar que els tres primers estan força limitats en mida. Els 
missatges tipus 4, en canvi, permeten molta flexibilitat d'implementació i són els que es 
recomanen per qualsevol tipus d'aplicació de control automàtic de flotes.  
 
5.3.4. Sistemes d’avís a la població 
 
En els moments previs a una emergència, la predicció, prevenció i alerta primerenca són 
fonamentals per salvar vides humanes, front desastres naturals o emergències de gran 
magnitud.  
La detecció a temps de la proximitat d’un desastre, és poc eficaç si no va acompanyada d’una 
ràpida comunicació de la situació a la població afectada. Dins dels sistemes d’avís a la població 
existents, en aquest capítol presentarem quatre d’ells: 
- Sirenes d’avís acústic a la població. 
- Enviament de missatges de text SMS massius.  
- Avisos a través dels panells de missatges variables.  
- Trucades massives a la població afectada.  
Capçalera SDS Tipus 1    dades (16 bits) 
Capçalera SDS Tipus 2    dades (32 bits) 
Capçalera SDS Tipus 3    dades (64 bits) 
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5.3.4.1. Sirenes d’avís acústic 
 
Els sistemes d’avís acústic d’emergències estan pensats per la seva ubicació en zones amb alt 
risc tecnològic o natural, plans d’emergència química, plans d’emergència de preses o 
emergències en la indústria.  
Actualment, la infraestructura del sistema d’avisos està formada per un conjunt de sirenes 
electromagnètiques, desplegades en diversos municipis de Catalunya d’acord amb els plans de 
Protecció Civil. La seva funció és emetre diferents tipus de senyals acústiques davant de 
situacions de risc col·lectiu greu, catàstrofes i calamitats públiques.  
Aquesta xarxa d’alarmes i comunicacions de Protecció Civil funciona a través de la xarxa 
RESCAT, una xarxa de radiocomunicacions TETRA que aplega tots els col·lectius implicats en la 
seguretat i les emergències.  
Típicament, un sistema d’avís acústic consisteix en els següents elements: 
 Sirenes electròniques d’alta potència.  
 Punts de control per consoles o software de telecontrol.  
 Diferents opcions de telecomunicacions: ràdio PMR/TETRA, TCP/IP, GPRS... 
Anem a descriure un a un els components del sistema, per posteriorment veure com s’integra 
dintre de l’operativa del nostre Centre d’Emergències. 
 
5.3.4.1.1. Components de la solució 
 
El primer component fonamental del sistema són les sirenes. Ens basarem en les sirenes del 
fabricant Federal Signal model Modulator, ja que són moltes de les instal·lades al territori 
català.   
Aquestes sirenes poden produir senyals d’alerta i senyals de veu digitals en un àrea molt 
extensa, així com la reproducció d’una sèrie de avisos acústics prèviament configurats.  
La sirena consta d’un array d’altaveus omnidireccionals conformada per mòduls, cadascun 
d’ells utilitzant quatre drivers de 100 Watts.  Cada array de sirenes requereix una unitat de 
control i les antenes necessàries per la seva comunicació.  
Existeixen models des de 2 mòduls fins a 6 mòduls (com el mostrat al següent esquema), 
depenent de l`àrea a cobrir.  
 













Figura 108: Diagrama components sirena / Taula de potències en funció del número de mòduls  
Cada sirena s’instal·la conjuntament amb un controlador electrònic ULTRAVOICE que combina 
un microprocessador en el que es basa el sistema de control i els amplificadors. 
 
 
Figura 109: Controlador electrònic de la sirena 
El controlador inclou el mòdul de control, fins a 8 amplificadors de 400 Watts (depenent del 
número de mòduls que conformen la sirena), i un armari on s’allotgen les bateries.  La unitat 
pot estar equipada amb un mòdul receptor programable. 
El controlador també pot enviar informació al Centre d’Emergències afegint un conjunt de 
sensors. La informació que envia inclou: 
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- Estat d’activació 
- Mode d’operació 
- Voltatge i corrent de l’amplificador. 
- Test silenciós de l’estat dels components de la sirena.  
- Intrusió. 
- Activació local. 
- Voltatge de les bateries. 
El model escollit és el UVT, controlador de dos vies, que permet a la sirena enviar informació 
sobre el seu estat així com opcions de control via ràdio.   
El tercer element és el mòdul de comunicacions. Aquest mòdul presenta les següents 
característiques principals: 
 Radio mòdem per la comunicació PMR.  
 Antena TETRA. 
 5 ports sèrie RS232, port USB, Ethernet i bus CAN. 
S’encarrega de la gestió de les comunicacions amb l’objectiu de que es puguin establir 
comunicacions de forma simultània i redundant pels dos canals TETRA i PMR.  
També té capacitat per la connexió d’una estació meteorològica que transmetrà les dades al 
Centre d’Emergències a través de la tecnologia SDS de TETRA. Disposa de capacitat de 




Figura 110: Possibles protocols de comunicació amb les sirenes 
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Referent al software de control i d’activació de les sirenes, existeixen dos programes 
principals:  SFCDWARE del propi fabricant Federal Signal i l’aplicació CST, desenvolupada 
específicament per al control de les sirenes a través de la tecnologia TETRA.  
L’emissió dels senyals acústics de la xarxa general d’alarmes i comunicacions a Catalunya, 
correspon al Centre de Coordinació Operativa de Catalunya (CECAT) o als centres municipals 
de coordinació operativa (CECOPAL), segons que el pla de Protecció Civil activat sigui 
autonòmic o local.  
 
5.3.4.1.2. Gestió des de el Centre d’Emergències 
 
Tradicionalment, els sistemes de sirenes es controlaven a través de dos tons seqüencials o 
sistemes de codificació ràdio DTMF. Aquests sistemes oferien un rendiment limitat en termes 
de velocitat, fiabilitat, seguretat i capacitats de monitoratge d’estat del sistema.  Gràcies als 
avenços en  tecnologia, es fa possible l’ús d’un sistema de telemetria digital com el que es 
presenta en aquest apartat.  
En aquest punt, suposarem que allà on estan ubicades les sirenes es disposa de cobertura 
TETRA i que, per tant,  des de el centre podrem controlar l’activació de les diferents sirenes 
mitjançant aquesta tecnologia com a canal principal.  
En primer lloc, cadascuna de les sirenes haurà d’anar equipada amb una antena TETRA.  
Al Centre d’Emergències disposarem del sistema de comandament de les sirenes consistent 
en: codificador SS2000D, el software SFCDWARE i els elements necessaris per establir les 
comunicacions amb les sirenes (ràdio TETRA).  
 
Figura 111: Elements del sistema de control de sirenes 
El sistema de control consta de tres elements principals: 
- CCU (Central Computer Unit), que consta dels següents elements: 
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o Ordinador compatible IBM amb port sèrie RS-232 i Windows XP SP2.  El 
software SFCDWare s’instal·la en aquest PC i proveeix a l’operador la interfície 
gràfica per controlar les sirenes, mostrar l’estat de les mateixes, imprimir 
reports, així com emmagatzemar tots els missatges d’alarma i d’estat de les 
sirenes.  
o Mòdem Creative Labs Blaster Flash56 PCI DI5630 Voice Modem. Es 
requereixen dos mòdems i dues línies telefòniques si es volen utilitzar de 
forma simultània les funcionalitats de Control Remot i Avís d’alarma 
automàtica (a través de trucades a números predefinits).  
  La CCU realitza quatre funcions principals:  
i. És la consola de control per activar els RTUs.  Pot ser configurada per activar 
de forma automàtica els RTUs seguint un calendari.  
ii. Actua com a emmagatzematge de tots els reports d’estat i d’alarmes dels RTUs 
que controla.  Pot ser configurat per interrogar els RTUs de forma periòdica.  
iii. És l’estació que alerta al personal de suport de que una alarma s’ha disparat en 
algun RTU.  
iv. És la consola de programació per configurar els paràmetres de configuració via 
ràdio i per programar de forma remota els RTUs.  
 
- SS2000D (Siren Controller/Radio Modem Terminal Unit). Aquest equip actua com a 
interfície entre l’ordinador del CCU i el transceptor ràdio. Aquests dos equips es 
comuniquen a través de port sèrie RS-232.  Aquest equip és el mòdem ràdio per al 
CCU, convertint les dades que li arriben pel port sèrie en freqüències d’àudio per ser 
transmeses.  
- RTU (Remote Terminal Unit o Siren Controller at remote site). És el controlador 
electrònic de la sirena  (UltraVoice Controller).  El RTU té capacitat d’emmagatzemar 
les funcions d’activació de sirena que li arriben del SS2000D.  També recull l’estat de la 
sirena i informació de diagnòstic per reportar-la al CCU.  
 
Figura 112: Interfície gràfica d'activació de les sirenes 
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Les principals característiques i avantatges d’aquest sistema són: 
 Fiabilitat: La tecnologia digital via mòdem emprada està dissenyada específicament 
per comunicacions sense fils  proporcionant comunicacions fiables.  
 Seguretat: El sistema de codificació digital emprat proporciona protecció front 
activació maliciosa de les sirenes.  Presenta múltiples nivells de contrasenyes per la 
seguretat tant de funcionament i operativa diària del sistema com a nivell de 
configuració.  
 Automatització: El software es pot configurar per comprovar i interrogar al sistema de 
forma periòdica per generar informes.  
 Reporting: Capacitat per generar informes detallats.  
 Programació: Les sirenes poden ser programades de forma remota des de el Centre 
d’Emergències via ràdio. Alguns dels aspectes que es poden programar són: 
paràmetres de comunicació, tipus de to i longitud, opcions de reporting... 
 Grups dinàmics: Les sirenes es poden agrupar en zones per la seva activació 
simultània.  
 Alarmes: El sistema es pot programar per tal que, de forma automàtica, truqui a deu 
números de telèfon en cas d’alarma.  
 Tolerància a fallides: El sistema tornarà a reenviar de forma automàtica a la sirena 
aquells missatges dels quals no ha rebut un reconeixement. El sistema pot ser 
totalment controlat a través del SS2000D en cas de fallida de l’ordinador principal.  
 Accés a través d’Internet o Intranet: El software SFCDWARE permet accedir al sistema 
a través de Internet o un PC en la mateixa LAN.  
 
5.3.4.2. Enviament de missatges SMS 
 
5.3.4.2.1. Introducció  
 
El servei d’enviament de missatges SMS a la població pot estar provocat per diferents 
casuístiques: 
 Enviament de missatges de forma massiva (el mateix missatge a tots els receptors) a 
tots aquells ciutadans que es trobin en un àrea afectada per una emergència i als quals 
es vulgui avisar per tal de que prenguin mesures preventives oportunes (per exemple, 
habitants d’una zona afectada per un incendi).  
 Enviament de missatge personalitzat. Aquest tipus de missatge es pot enviar en el cas 
de que una persona truqui al 112 avisant d’una emergència que requereix de 
l’actuació immediata dels cossos de seguretat i emergències.  
El flux de treball en aquest segon cas seria el següent: 
Es rep una trucada d’avís en el 112 del Centre d’Emergències. L’operadora de telefonia 
habitualment proporciona el número de telèfon des del qual s’origina la trucada, per tant, 
aquest queda enregistrat. Un cop rebuda la trucada, i recollida la informació per part del 
ciutadà, es tipifica l’incident.  
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A partir de les dades de les que disposa, el sistema de gestió d’emergències explicat al llarg 
d’aquest projecte proposa quins serveis d’emergències són els competents per aquest tipus de 
sinistre en particular, i es llencen els avisos als cossos responsables.  
Gràcies a la integració total a nivell de GIS, Comunicacions i Documentació dels diferents 
cossos d’emergències, s’evita qualsevol risc de manipulació o mala interpretació per part 
d’algun operador. Tots els passos que s’han seguit queden enregistrats, així com la conversa 
mantinguda amb el ciutadà. Aquesta informació està disponible per a tots els cossos implicats 
en l’emergència que la vulguin consultar.  
En el cas de que es requerís, per exemple, la presència del SEM en el lloc de l’accident, el 
sistema pot enviar un missatge automàtic als seus terminals TETRA (terminal TETRA de 
l’ambulància, de la central i de l’equip portàtil del Tècnic Sanitari assignat), amb les dades d’on 
han d’anar i quina emergència han de resoldre. Gràcies a la tecnologia TETRA emprada, es 
garanteix la disponibilitat i continuïtat del servei front a serveis convencionals com la 
missatgeria telefònica.  
En el moment en que l’ambulància surt cap al lloc on s’ha produït l’accident, és quan es genera 
el missatge al ciutadà, informant-lo de que els efectius estan de camí.  
Utilitzant el Servei de Missatges Curts (SMS) és possible millorar la interacció amb els 
ciutadans, així com realitzar avisos preventius que poden millorar la resposta d’aquests front 
una emergència, reduint el risc al que poden estar exposats.  
Amb aquests objectius com a fita, al llarg dels següents apartats farem un breu repàs sobre els 
elements de la tecnologia mòbil per posteriorment explicar com es pot desenvolupar la 
plataforma d’enviament de missatges al nostre Centre d’Emergències.  
 
5.3.4.2.2. Breu pinzellada a les comunicacions mòbils 
 
El sistemes de comunicacions mòbils cel·lulars són, de forma general, aquells capaços de 
proporcionar serveis de telecomunicació sobre zones geogràfiques extenses i amb capacitat 
per mantenir la continuïtat de les comunicacions mentre l’usuari es va desplaçant. Per tal de 
que això sigui possible, s’han d’integrar un conjunt d’estacions base (BS) per proporcionar un 
radi de cobertura suficientment ampli.  Les estacions base són tot el conjunt d’elements de 
xarxa que tenen la capacitat física de transmetre i rebre les senyals.  Ens centrarem en la 
tipologia de l’arquitectura de la xarxa GSM.  
El desplegament de la xarxa es duu a terme amb una xarxa de ràdio cel·les contigües per cobrir 
una determinada àrea de servei (o de cobertura). Cada cel·la té una BTS (Base Transceiver 
Station) que opera amb un conjunt de canals diferents dels utilitzats per les cel·les adjacents. 
Un determinat conjunt de BTS és controlat per una BSC (Base Station Controller), la funció 
primària de la qual és decidir quins recursos ràdio cal activar a cada moment per l’inici, 
manteniment i terminació d’una trucada, així com constituir el primer nivell de concentració 
d’enllaços. Un grup de BSC és, a la seva vegada, controlat per una MSC (Mobile Switching 
Center), que enruta trucades cap i des de xarxes externes públiques o privades de telefonia i 
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dades i controla els serveis suplementaris. El MSC proporciona connectivitat entre la Xarxa 
Telefònica de Commutació Pública (PSTN) i les BS, i per últim, entre tots els abonats mòbils 
d’un sistema. La PSTN forma la xarxa de telecomunicacions global que interconnecta els 
centres de commutació de telefonia convencional, amb els MSC de tot el món.  
El servei de missatges curts SMS (Short Message Service) és un servei que permet la 
transmissió de missatges alfanumèrics entre abonats mòbils i sistemes externs com el correu 
electrònic, missatgeria personal i sistemes de correu de veu.  
El SMS proporciona un mecanisme per la transmissió de missatges curts cap i des de 
dispositius mòbils. Els missatges SMS es transfereixen entre els telèfons mòbils a través d’un 
Centre de Servei de Missatges Curts.   
Una característica distintiva d’aquest servei és que el telèfon mòbil pot rebre o enviar un 
missatge curt en qualsevol moment, independentment de si està en marxa una trucada de veu 
o dades. El SMS també garanteix la entrega dels missatges, ja que el missatge s’emmagatzema 
en el dispositiu SMSC fins que el destí està disponible.  
Una altra característica que fa idònia la utilització de missatges curts en situacions 
d’emergència per avisar a la població afectada, és el poc ample de banda que necessiten. 
Al següent esquema es mostra l’estructura bàsica de blocs de l’arquitectura de xarxa: 
 
 
Figura 113: Arquitectura xarxa GSM 
Passem a descriure ara els blocs que conformen l’arquitectura de xarxa presentada: 
SMSC (Short Messaging Service Center): El SMSC és una combinació de hardware i software 
que resideix en els operadors de xarxa i és l’encarregat de l’administració dels processos, 
incloent la gestió de cues de missatges, la confirmació al remitent i devolució dels rebuts 
d’entrega, si és necessari.  
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La xarxa mòbil proporciona els mecanismes necessaris per trobar el mòbil de destí i els medis 
de transport de missatges curts entre els SMSCs i estacions base, la explicació dels quals cau 
fora de l’abast d’aquest projecte.  
HLR (Home Location Register): El HLR és una base de dades utilitzada per l’emmagatzematge 
permanent i gestió de les subscripcions i perfils de servei.  Conté informació d’estat (nivell de 
subscripció, serveis suplementaris, etc.) de cada usuari assignat al mateix, així com informació 
sobre la possible àrea visitada, a efectes d’enrutar trucades destinades al mateix.  
VLR (Visitor Location Register): El registre d’ubicació del visitant és una base de dades que 
conté informació sobre els abonats temporals. Conté la informació d’estat de tots els usuaris 
que en  un moment donat estan registrats dins de la seva àrea de localització; informació que 
ha sigut requerida i obtinguda a partir de les dades contingudes en el HLR del que depèn 
l’usuari.  
MSC (Mobile Switching Center): El MSC realitza les funcions de commutació del sistema i els 
controls de trucades cap i des d’altres telèfons i sistemes de dades. El MSC entregarà el 
missatge curt al mòbil específic de l’abonat a través de l’estació base adequada.  
BS (Base Station): Totes les funcions relacionades amb la transmissió de senyals de ràdio 
electromagnètiques entre el MSC i els dispositius mòbils es realitzen a l’estació base (BS). 
L’estació base consta dels controladors d’estació base (BSCs) i la base de les estacions de 
transceptor (BTSs), també coneguda com “cel·la”. El BSC pot controlar un o varis BTSs i 
s’encarrega de la correcta assignació de recursos.  
Uns altres conceptes inherents a aquesta tecnologia són: 
AI (Air Interfaced): La interfície aire es defineix en cadascuna de les diferents tecnologies 
mòbils (GSM, TDMA i CDMA). Aquestes normes especifiquen com la veu o les senyals de dades 
es transfereixen des de el MSC cap al mòbil i viceversa, així com la utilització de freqüències de 
transmissió, tenint en compte l’ample de banda disponible i les limitacions de capacitat del 
sistema.  
STP (Signal Transfer Point): La infraestructura de la xarxa mòbil està basada en el sistema de 
senyalització per canal comú (SS7). El punt de transferència de senyal és un element de la 
xarxa que permet interconnexions sobre SS7 amb múltiples elements de la xarxa.  
 
5.3.4.2.2.1. Tecnologia SMS 
 
La tecnologia SMS va ser creada pels pioners de GSM en Europa. El procés d’estandardització 
va ser dirigit per l’ETSI (European Telecommunications Standard Institute).  
La tecnologia SMS es va crear per proporcionar una infraestructura per al transport de 
missatges curts amb un màxim de 140 bytes de dades útils a les xarxes de telecomunicacions 
mòbils. El transport es realitza pel canal de senyalització a les xarxes GSM, i per paquets GPRS 
a les xarxes GPRS. Els missatges són composats utilitzant l’especificació PDU.  
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Un SMS és un string binari que conté tota la informació necessària per formar la capçalera del 
missatge (necessària per al transport d’aquest) i el cos del missatge. L’esquema bàsic 
d’adreçament de missatges SMS s’anomena MSISDN.  
La següent taula resumeix els punts més importants de la tecnologia SMS: 
Standard: GSM (ETS 03.40)  
Transport technology: GSM Signaling Path, GPRS  
Transport protocol: Short Message Protocol  
Addressing scheme: MSISDN 
Message description language:  SMS PDU  
User data length:  140 byte (Concatenated messages can exceed this size)  
Basic character set: 7-bit SMS, 8-bit SMS, UCS2 
 
A la xarxa SMS operada pels proveïdors de servei de GSM s’utilitzen quatre capes de transport: 
SM-AL (Application Layer) 
SM-TL (Transfer Layer) 
SM-RL (Relay Layer) 
SM-LL (Lower Layers) 
El Gateway SMS que utilitzarem per oferir aquesta funcionalitat,  es troba localitzat a la capa 
d’aplicació (SM-AL). Quan s’envia un SMS, el software crea PDUs (Protocol Data Units) que es 
transporten per la capa de transferència SM-TL .  
 
5.3.4.2.3. Arquitectura de la solució 
 
La implementació del servei proposat requereix, en primera instància, la incorporació d’un 
equip que compleixi les funcions de passarel·la per intercanviar missatges entre xarxes GSM i 
IP (SMS Gateway).  Això provoca que aquest servei no sigui intrusiu en el flux de treball dels 
operadors.  
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Arquitectura 1:  Connectivitat sense fils 
 
Figura 114: Arquitectura amb connectivitat sense fils 
Aquesta arquitectura conté un mòdem GSM (o un telèfon GSM) amb connectivitat amb el 
gateway GSM (cable de telèfon a dades). El millor tipus de connectivitat és mitjançant un cable 
de port sèrie RS-232. El mòdem GSM conté una targeta SIM, que permet al sistema arribar a la 
xarxa GSM. 
 
Figura 115: Detall connectivitat sense fils 
Entre els avantatges d’aquest tipus d’arquitectura trobem que és relativament econòmic, fàcil i 
ràpid de desplegar. En canvi, aquet tipus de connexió és lenta. Permet l’enviament de 
aproximadament 10 missatges per minut (capacitat que pot veure’s incrementada si afegim 
més mòdems GSM).  Enviar un missatge amb aquest tipus d’arquitectura triga entre 5 i 6 
segons.  
És l’opció ideal per la casuística número 2, en que tornem un missatge de text a la persona que 
ha originat la trucada per informar-li de la situació. En canvi, no és una solució òptima per 
l’enviament de missatges massius a un nucli important de la població en cas d’emergència.  
Tot i que cau fora de l’abast inicial del Centre d’Emergències, normalment un SMS Gateway 
també pot rebre missatges de telèfons mòbils i processar-los. Quan es rep un missatge, el 
dispositiu GSM (telèfon mòbil o mòdem) l’emmagatzema a la seva memòria i envia una 
notificació al Gateway SMS. Quan el programa rep la notificació, proba de llegir el missatge 
directament de la memòria del telèfon. Un cop ha aconseguit el missatge, el borra de la 
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memòria del telèfon per permetre l’arribada de més missatges. Aquesta funcionalitat es podria 
aprofitar per instaurar un servei de 112 via SMS, per exemple,  per persones sordmudes.  
Com que estem en un entorn en que la continuïtat del servei és important, utilitzaríem un 
mòdem GSM en comptes d’un telèfon mòbil d’ús comú per dur a terme aquesta arquitectura.  
Existeix una gran varietat de mòdems GSM al mercat, com per exemple els models Nokia 30 o 
Siemens MC35.  
 
Figura 116: Exemples de mòdems GSM comercials 
 




Figura 117: Arquitectura amb connectivitat IP 
Una altra opció d’arquitectura és connectar el sistema directament al SMSC d’un proveïdor de 
serveis GSM a través d’Internet. En aquest cas tenim molt més ample de banda que el que ens 
proporcionaria el mòdem GSM (aproximadament uns 10.000 missatges SMS per minut), però 
habitualment comporta el pagament d’un càrrec mensual i signar un contracte amb el 
proveïdor del servei per poder tenir accés al seu SMSC.   
Una vegada signat el contracte, el proveïdor del servei proporciona una direcció IP, un número 
de port i un nom d’usuari i contrasenya per accedir al seu servei. Des d’aquest moment, ja 
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podrem establir una connexió VPN amb el seu servei. Quan la connexió estigui disponible, es 
requereix un protocol SMS per poder enviar missatges i rebre’ls. Els protocols més comuns son 
UCP, SMPP i CIMD2 (suportats per molts dels SMS gateways comercials).  
En aquest cas és el SMSC el responsable d’enviar, rebre (si escau) i emmagatzemar els 
missatges SMS. Un altra avantatge d’aquest tipus d’arquitectura és que es pot monitorar la 
disponibilitat del servei.  
Aquest tipus d’arquitectura és la millor per la casuística número 1, en la que cal enviar molts 
missatges en un interval de temps molt curt. Degut a que aquesta casuística és més restrictiva 
que la segona, que és purament informativa, i que ha de tenir un nivell de qualitat elevat degut 
a les implicacions que comporta, aquesta serà l’arquitectura escollida per a la implantació al 
nostre Centre d’Emergències.  
Dins d’aquesta arquitectura, existeixen diferents variants en funció del protocol de 
comunicació a través de la xarxa IP escollit, que es presenten i es defineixen al següent apartat.  
 
5.3.4.2.4. Protocols de comunicació  
 
Protocol UCP 
El protocol UCP/EMI (Universal Computer Protocol / External Machine Interface) és utilitzat 
sovint pels proveïdors de servei GSM per connectivitat SMS a través d’IP.  
Un dels avantatges d’aquest tipus de connexions és que es pot especificar el telèfon o 
l’identificador de qui envia el missatge (“Centre d’Emergències” o “112BCN”...). Un altre 
avantatge és que es poden enviar missatges concatenats (més de 160 caràcters simultanis).  
Molts proveïdors de servei requereixen un túnel IPSEC VPN per connectar-nos amb el seu 
SMSC, com es mostra a la figura: 
 
Figura 118: Arquitectura amb protocol UCP 
En moltes ocasions, és necessari disposar d’una IP fixa al nostre SMS Gateway, per tal de que el 
proveïdor del servei pugui donar-nos accés a través del seu firewall. En moltes ocasions, el 
proveïdor de servei no voldrà que disposem de més d’una connexió UCP cap al seu servei, per 
la qual cosa també pot especificar la utilització d’un únic port per la connexió.  




SMPP, que correspon a short message peer-to-peer protocol, és un protocol estàndard de 
telecomunicacions pensat per l’intercanvi de missatges SMS entre equips que gestionen els 
missatges com poden ser els SMSC i un sistema de sol·licitud de SMS com pot ser un gateway 
de missatgeria.  
SMPP és la interfície que permet que entitats d’enviament de SMSs que estan fora de la xarxa 
mòbil (ESME – External Short Message Entities) puguin interconnectar amb elements interns 
com la SMSC.  
Bàsicament, SMPP defineix: 
 El conjunt d’operacions per l’intercanvi de SMS entre els ESME i el SMSC.  
 Les dades que els ESME han d’intercanviar amb el SMSC durant la connexió.  
El protocol es basa en l’intercanvi, petició/resposta, de parells de PDUs. Aquests s’intercanvien 
sobre la capa 4 (sessions TCP/IP o X.25).  
SMPP es pot utilitzar com a protocol de transferència de missatges entre el SMS Gateway i el 
SMSC, tal com es mostra a la següent figura: 
 
Figura 119: Arquitectura amb protocol SMPP 
Els missatges SMS es creen al servidor SMS Gateway.  Aquests dispositiu pot enviar i rebre 
missatges comunicant-se amb la xarxa GSM, i s’anomena Short Messaging Entities (SME).  
Els SME són la font i els receptors dels missatges SMS. Sempre es comuniquen amb un Short 
Message Service Center (SMSC) i mai es comuniquen directament entre ells.  
Anem a introduir uns altres conceptes que ens permetran tenir una visió global del context del 
protocol SMPP dins de la xarxa mòbil: 
Un centre de Missatges (Message Center – MC) és un terme genèric que s’utilitza per descriure 
sistemes com un SMSC, un GSM Unstructured Supplementary Services Data (USSD)Server, o un 
Cell Broadcast Centre (CBC).  
Un ESME (External Short Messaging Entity) normalment representa un client SMS fix a la xarxa, 
com el nostre Gateway. També pot representar una Cell Broadcast Entity (CBE).  
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Una Routing Entity (RE) és un terme genèric que s’utilitza per aquells elements de xarxa que 
enruten els missatges entre un MC i un altre MC o entre un ESME i un MC. Un RE té la habilitat 
d’emular la funcionalitat associada a un MC i a un ESME. Per un ESME, un RE apareix com un 
MC, i per un MC, un RE apareix com un ESME. Els REs habitualment s’utilitzen per amargar els 
Message Centers, sent els REs les úniques interfícies externes per als ESMEs.  
 
Figura 120: Elements de l'arquitectura SMPP: ESME, SMSC i RE 
Protocol CIMD2 
El protocol Computer Interface Message Distribution (CIMD) va ser introduït per Nokia. El 
Centre de SMS de Nokia inclou una interfície CIMD que transfereix missatges entre aplicacions 
i el seu SMSC.  
CIMD2 és la segona versió d’aquest protocol. El funcionament no varia gaire respecte als altres 
protocols: la aplicació, en aquest cas el Gateway SMS, s’interconnecta a través d’una connexió 
CIMD2 amb el Centre d’SMS. CIMD2 és capaç de transferir qualsevol tipus de missatge SMS, 
igual que UDP i SMPP.  
Protocol SS7 
SS7 és el protocol de comunicació utilitzat entre SMSCs en el nucli de la xarxa GSM. SS7 
funciona a través de línies RDSI a través d’IP. La versió en IP no s’utilitza tant com la versió 
RDSI. 
Un canal SS7 pot transportar entre 12 i 18 SMS per segon. En una connexió E1, es poden tenir 
fins a 30 canals SS7, però a la pràctica no es poden tenir més de 16 canals. Això significa que el 
límit de velocitat de SS7 sobre una connexió E1 és entre 240 i 300 SMS per segon. 
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5.3.4.2.5. Avantatges de la solució basada en IP 
 
Com ja hem comentat, les connexions SMS basades en una connexió a Internet també 
s’anomenen connexions SMS IP. Aquestes connexions utilitzen una connexió TCP/IP amb el 
SMSC de la xarxa mòbil o amb un proveïdor de servei SMS. Per tal d’establir aquesta solució 
necessitem: 
 Subscripció a Servei SMS.  
 Connexió a Internet.  
 Servidor amb software gateway SMS instal·lat.  
Una vegada contractada la subscripció al servei, el proveïdor ens proporcionarà els paràmetres 
de connexió que utilitzarem per configurar el Gateway SMS.  
Quan es selecciona un operador, un dels aspectes més importants és seleccionar quin protocol 
dels anteriorment esmentats utilitzarem. Existeixen tres protocols SMS oficials: SMPP, UCP i 
CIMD2. Tots tres protocols són asíncrons i proporcionen elevada velocitat. Alguns proveïdors 
també ofereixen el servei SMS a través d’HTTP. HTTP va ser dissenyat per servir pàgines web, 
no SMS, afegint una quantitat de capçaleres innecessàries a la comunicació, el que el 
converteix en un protocol no tant ràpid ni fiable com els altres. El protocol més popular és el 
SMPP.  
Per últim , els avantatges més significatius d’aquest tipus d’arquitectura són: 
 Alta velocitat, fins a 500 SMS per segon.  
 No es necessiten dispositius físics com, per exemple, mòdems GPRS.  
 Possibilitat d’escollir el número des de el qual s’envia el missatge.  
 
5.3.4.2.6. Integració amb el sistema de gestió d’emergències 
 
Com ja es va introduir, existiran dues situacions que requeriran l’enviament de missatges SMS 
a la població: 
Situació A: Missatge informatiu a la persona que ha trucat al 112, indicant que els efectius van 
camí de l’emergència. En aquest cas es coneix el número del telèfon mòbil de la persona que 
truca, ja que és una informació proporcionada per l’operadora.  
L’operador que està gestionant l’emergència, després de transmetre-la als cossos pertinents, 
escriu el contingut del missatge SMS a través de la mateixa interfície d’operador de gestió 
d’emergències (Aplicatiu de Gestió d’Emergències descrit anteriorment). Aquesta informació 
s’envia al SMS Gateway que rep el missatge i el transforma en contingut SMS. Aquesta 
informació s’emmagatzema a una base de dades que inclou el text del missatge i el destinatari.  
Situació B: Missatges, en cas de situació excepcional, als habitants que viuen a prop d’un àrea 
afectada per una emergència per informar i que prenguin les mesures oportunes: incendi, 
creixement rieres, etc.  
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En aquest cas, ja es disposa de la informació d’aquests ciutadans en una base de dades, 
permetent realitzar recerques per municipi, barri, carrer, etc.  
De igual forma, l’operador responsable del 112 escriurà un missatge global que s’enviarà a tots 
els ciutadans afectats.  
En totes dues situacions, veiem que juga un paper important la base de dades. Existeixen 
solucions de Gateways SMS al mercat que permeten la integració amb bases de dades 
mitjançant una API, permetent l’enviament de missatges SMS utilitzant un servidor de base de 
dades i amb la funcionalitat afegida de les consultes.  
Per realitzar aquesta integració, necessitem un servidor de base de dades (com Oracle, MySQL, 
MS SQL...) instal·lada que contingui la informació dels ciutadans (incloent el telèfon mòbil) i la 
informació que s’emmagatzema quan es rep una trucada (gràcies a la generació d’expedient).  
En aquesta base de dades, s’haurà de crear una nova taula, per exemple: gatewaymessageout 
que servirà per enviar els missatges.  
La opció d’integració amb bases de dades permet enviar una gran quantitat de missatges de 
forma simultània, establint notificacions SMS automàtiques.  
 
Figura 121: Integració del sistema amb base de dades existent 
El Gateway SMS es connectarà amb la base de dades a través d’una connexió estàndard ODBC. 
Utilitzant aquesta connexió, periòdicament farà consultes a la taula creada per veure si hi ha 
missatges per enviar. Només cal especificar en el disseny del software de gestió 
d’emergències, que quan es seleccioni l’opció d’enviar SMS, el missatge i el telèfon mòbil del 
destinatari es dupliquin a la taula creada.  
 
5.3.4.3. Panells de Missatges Variables 
 
5.3.4.3.1. Components d’un Sistema de Senyalització Variable 
 
Es defineix com a Sistema de Senyalització Variable el conjunt d’elements de senyalització i 
informació als conductors que, instal·lats a les infraestructures viàries, tenen com a missió 
advertir, regular, informar i guiar als usuaris de les mateixes sobre les condicions variables o 
circumstancials.  
Un Sistema de Senyalització Variable està compost fonamentalment per: 
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 Panells de Missatges Variables (a partir d’ara, PMV’s) 
 Protocol de Comunicacions dels PMV’s 
 Infraestructura de comunicacions i elements de control externs.  
 Centre de Control i Gestió. 
Els PMV són panells electrònics (habitualment basats en tecnologia de LEDs) instal·lats en 
pòrtics sobre la carretera o al costat d’aquesta que mostren missatges i pictogrames variables 
per controlar, advertir, aconsellar o informar a tots els conductors que circulen per una 
carretera. Els PMV permeten regular el tràfic a distància, així com informar d’anomalies a les 
vies,  enviant les instruccions corresponents mitjançant telecomandament des de els Centres 
de Control.  
 
Figura 122: Panell de Missatgeria Variable (PMV) 
El panell disposa de dos connectors per l’establiment de dos tipus de comunicació: 
 Comunicació de gestió (remota). 
 Comunicació de manteniment (local). 
La connexió de gestió és la que fa referència al propi control del panell realitzat des de els 
Centres de Control.  
Aquesta connexió està basada en una estructura Mestre-Esclau, el que permet tant enllaços de 
tipus Full-Duplex, com Half-Duplex, però sempre dins d’un protocol amb entorn multipunt.  
El port bàsic d’accés es realitza a través d’una interfície de tipus RS-422 (Full-Duplex) o RS-485 
(Half-Duplex), tots dos amb velocitats configurables de 1200, 2400, 4800, 9600 o 19200, o bé 
Ethernet, amb l’objectiu de poder connectar diferents dispositius a una mateixa ERU (Estació 
Remota Universal). Els panells també poden suportar altres tipus de ports d’accés tals com: 
GPRS, UMTS, HSDPA, fibra òptica, etc... 
Els PMV es gestionen des de els centres de control de les concessionàries de les autopistes o 
bé per el Centre de Gestió de Tràfic (CGT) pertinent. Aquests centres són responsables del 
control i supervisió de la circulació i d’informar als usuaris de les vies. Centralitzen la recepció 
de les dades i informacions generades per aquesta, a partir dels quals és possible gestionar el 
tràfic i informar als usuaris.  
El motiu d’integrar el comandament d’aquests panells dins de l’operativa del nostre Centre 
d’Emergències és la necessitat d’avisar als conductors potencials de les vies en cas d’activació 
de plans de protecció civil, incendis prop de la via o altres esdeveniments que requereixen de 
la ràpida intervenció del Centre d’Emergències que està realitzant les tasques de coordinació. 
D’aquesta forma, en aquells casos en que hi hagi una emergència greu que impliqui una gestió 
de la mobilitat juntament amb la mobilització d’altres cossos (Bombers, Policia, SEM...), hi 
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haurà personal que pugui fer-ne la gestió des de el Centre d’Emergències de forma coordinada 
amb aquests últims.   
 
5.3.4.3.2. Arquitectura típica dels panells existents 
 
Habitualment, al voltant d’un panell de missatgeria variable existeix un sistema de Captació de 
Dades de Tràfic composat per un conjunt de sensors que permeten obtenir l’estat del tràfic, la 
aparició de cues, la detecció d’incidents, etc.  
Aquest sistema inclou un mòdul encarregat de tractar la informació obtinguda pels sensors. 
Tant la informació bàsica (velocitat mitjà, intensitat, separació entre vehicles...), com la 
informació elaborada (alarmes per incident, cues, etc.) s’acostumen a enviar als Centres de 
Control de Trànsit.  
Dins d’aquest sistema s’inclouen els següents elements: 
 Elements de sensorització: Generalment, unitats de llaç d’inducció electromagnètica, 
dos per cada carril en el cas de vies amb més d’un carril de circulació, que es troben 
encastades a l’asfalt en el centre dels mateixos.  Aquests llaços consisteixen en un 
bucle inductiu capaç de detectar la pertorbació d’un camp magnètic produït per una 
espira front la presència d’una massa metàl·lica sobre ella. 
 
 Elements de detecció: unitats de detector electromagnètic doble a través de llaç 
inductiu. Detecten les variacions de inductància produïdes al passar la massa metàl·lica 
d’un vehicle per sobre de l’espira.  
 
 Elements de càlcul i emmagatzematge: estació de presa de dades (EPD) integrada en 
l’estació remota universal (ERU). Les EPD són les encarregades de captar les dades 
provinents dels sensors i realitzar un primer tractament de les mateixes per que siguin 
enviades al Centre de Control.  
 
 Elements de gestió i control dels equips: estació remota universal (ERU). La ERU és qui 
gestiona i controla els equips dels sistemes de captació de dades (EPD) i senyalització 
(PMV).  També s’encarrega d’encaminar les ordres de senyalització que des del centre 
de control s’envien als dispositius de senyalització.  
 
Les característiques mínimes que presenta una ERU típica són: 
- Basada en un PC industrial, dissenyat per muntatge en rack.  
- Unitat de microprocessador.  
- Targetes d’E/S digitals.  
- Targeta amb al menys 4 ports sèrie RS-232.  
- Targetes o adaptadors per efectuar la comunicació RS-422/RS-485.  
- Targetes de Xarxa Ethernet.  
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La ERU recull de forma continua les lectures d’estat de totes les entrades digitals i 
analògiques, al mateix temps que actualitza les sortides digitals i atén les 
comunicacions amb els Centres de Control i els equips perifèrics.  
També s’encarrega de comprovar de forma periòdica si hi ha hagut canvis d’estat de 
les senyals d’alarma dels diferents elements que controla. Aquestes alarmes s’envien 
al Centre de Control de Trànsit.  
Als diferents emplaçaments on hi hagi un PMV poden trobar-se diferents unitats de cada tipus 
(varis panells de missatge variable, varies espires, càmeres de tràfic...) o altres elements 
(estacions meteorològiques, postes SOS, estacions de preses de dades, estacions de visió 
artificial, càmeres de vigilància de trànsit...). 
Els elements existents a cada ubicació s’uneixen als equips de comunicacions utilitzant una 
gran varietat de medis (Cables coaxials, fibra òptica,...) i protocols (senyals RS-232, dades a 
través d’IP, etc...).  
Els equips de comunicacions normalitzen i multiplexen tota aquesta informació, de forma que 
les comunicacions amb els Centres es realitzen a través d’una xarxa sobre protocol IP, 
permetent una comunicació bidireccional.  
 
Figura 123: Arquitectura del sistema de missatgeria variable 
Si ens centrem en Catalunya, tots aquests sistemes estan connectats a una xarxa troncal de 
comunicacions SDH sobre fibra òptica monomode del SCT (Servei Català del Trànsit), amb 
configuració en anell i amb redundància en les comunicacions.  
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El sistema SDH permet dimensionar l’equipament per configurar l’ample de banda que cada 
xarxa troncal necessiti, proporcionant diferents velocitats de transmissió: STM-1: 155 Mbps; 
STM-4: 622 Mbps i STM-16: 2,4 Gbps.  
La ERU és l’equip de camp que centralitza les comunicacions de tots els equips que s’instal·len 
en la carretera, actuant com a concentrador, amb una interfície per la seva connexió a la xarxa 
SDH. Els equips de camp per la seva banda, es comuniquen amb la ERU mitjançant port sèrie 
habitualment.  
Sobre la xarxa de transport SDH es munten xarxes Ethernet. Per aquest motiu, totes les ERUs, 
basades en arquitectura de banda ampla amb protocol TCP/IP consten de dos ports Ethernet i 





























Figura 124: Xarxa SDH d'interconnexió d'ERUs amb el Centre de Control de Tràfic 
A l’altre extrem, al Centre de Control de Tràfic (Centre d’Informació Viària de Catalunya – 
CIVICAT), existeix un equip denominat Servidor de ERU, a partir del qual els sistemes del 
Centre poden accedir a les estacions remotes ERUs i a les dades del sistema d’informació 
variable.  
 
5.3.4.3.3. Gestió dels panells des del Centre d’Emergències 
 
Tal i com s’ha exposat a l’apartat anterior, els PMV ja disposen de cablejat fins als Centres de 
Control encarregats de la seva gestió  i operativa diària a través de la xarxa SDH o mitjançant 
cablejat directe de Fibra òptica. 
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Per integrar el comandament d’aquestes panells dins del nostre Centre d’Emergències, es 
necessita una solució no intrusiva, que no requereixi desplegament de nou cablejat i que no 
afecti al sistema instal·lat actualment.  
Sota aquestes premisses, es consideren dues possibles solucions: 
i. Si en els Centres de Control on es disposa el servidor de ERU aquest és de tipus Web 
Services, el nostre Centre d’Emergències podria accedir-hi en mode client.  
ii. Utilitzar un mòdem GPRS. D’aquesta forma possibilitem, a més del control habitual del 
panell en condicions normals des dels centres de control, l’accés a la ERU de forma 
remota mitjançant connectivitat GPRS. 
 
5.3.4.4. Trucades massives a la població 
 
Mitjançant la realització de trucades massives podem fer arribar un missatge a una gran 
quantitat de persones de forma simultània i ràpida. Aquesta tecnologia s’emprarà en el cas de 
que es produeixi un esdeveniment inesperat com per exemple: inundacions, incendis, fugues 
de gas, amenaces de bombes, terratrèmols, etc; en aquests casos, la realització d’una trucada 
automàtica és de gran utilitat per advertir i evacuar a una gran quantitat de persones o per 
informar sobre una contingència present.  
Si existeix alguna incidència, es generarà un llistat automàtic de les persones de la zona a les 
quals cal alertar i se’ls hi enviaran missatges prèviament gravats comunicant que han de fer en 
aquest cas.  
Aquesta funcionalitat la cobrirem amb la opció Outbound del software Cisco Unified Contact 
Center Enterprise, proposat com a solució de Call Center per al número 112 a l’apartat 
5.3.3.1.3.2. 
El component Dialer és el responsable de demanar a l’element Cisco Outbound Option Dialer,  
les llistes de números als quals cal trucar per posteriorment  dur a terme aquestes trucades de 
forma automàtica.  
Aquesta característica en combinació amb la de transferir les trucades a l’IVR, ens aporta la 
funcionalitat de reproduir un missatge automàtic prèviament gravat a la persona a la que es 
truca o al contestador automàtic que respon a la trucada.  
A la següent figura es mostra l’arquitectura proposada per la funcionalitat de trucades 
massives a la població en situacions d’emergència: 
 
 




Figura 125: Arquitectura de la funcionalitat de trucades massives 
Com ja hem introduït, aquesta característica és una opció del software Cisco Unified Contact 
Center Enterprise (també conegut com software iCM). Aquest software consta dels següents 
elements: 
 CallRouter: És el component del controlador central que pren les decisions d’enrutat 
de trucades.  
 Logger: Component del controlador central que controla la base de dades.  
 Admin Workstation. La interfície d’usuari per al software Unified Contact Center 
Enterprise. Permet als usuaris monitorar l’estat de les trucades i realitzar canvis en la 
configuració.  
 Peripheral Gateway (PG). La interfície entre la plataforma Unified CCE i hardware de 
tercers com pot ser un ACD. 
 Client WebView. És l’eina de reporting d’iCM. Proveeix reports sobre la realització de 
trucades sortints.  
Per l’altra banda, la instal·lació de la opció Outbound implica l’execució dels següents 
processos: 
 Campaign Manager: Gestiona les llistes de números als quals s’ha de trucar i resideix 
en iCM Logger.  
 Outbound Option Import: El nostre centre de trucades 112 té una base de dades amb 
els números de telèfon dels ciutadans. Outbound Option Import s’encarrega de llegir 
d’aquestes bases de dades la informació dels ciutadans als que cal trucar, generant 
així les llistes de trucades.   
 Outbound Option Dialer: Aquest component resideix en el servidor PG, on 
s’encarrega de realitzar les trucades a través de Contact Center i els gateways de veu.
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A la següent figura es mostra el flux que es duu a terme a la plataforma de comunicacions de 
veu quan es realitza una trucada de forma automàtica cap a un ciutadà: 
 
Figura 126: Flux de generació d'una trucada automàtica 
i. El Dialer inicia la trucada cap al ciutadà.  
ii. S’analitza l’stream RTP i es detecta la veu (el ciutadà ha despenjat el telèfon o ha saltat 
el contestador). 
iii. El Dialer demana la transferència de la trucada a un punt preconfigurat (cap a l’IVR).  
iv. El Peripheral Gateway demana la traducció de ruta al CallRouter.  
v. El CallRouter respon.  
vi. La resposta es tradueix i s’envia al Call Manager.  
vii. El Call Manager transfereix la trucada al IVR.  
La generació de les llistes de trucada es realitzarà a través de l’element Campaign Manager, 
que permet realitzar un filtrat selectiu per tal de que les trucades es realitzin només a les 
persones realment implicades a l’emergència.  Cau fora de l’abast d’aquest projecte 
l’explicació en detall de com es generen llistes per tal de que els dialers les executin i duguin a 
terme aquestes trucades en combinació amb el Call Manager.  
 
5.3.5. Desplegaments especials 
 
5.3.5.1. Vehicle de comandament avançat 
 
Els cossos d’emergència i seguretat, en situacions normals, es coordinen des de un centre de 
control o d’emergències, però quan l’emergència és d’una magnitud superior a l’habitual i el 
número de medis necessaris per atendre-la és molt gran, es fa difícil la coordinació i gestió dels 
recursos de forma remota. Per aquest motiu, sorgeix la necessitat d’un centre de 
comandament avançat, amb capacitat per desplaçar-se fins la ubicació on ha tingut lloc 
l’emergència. 
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Un centre de comandament avançat és una estructura provisional que s’estableix en un lloc 
proper a una emergència/catàstrofe de tal manera que es facilita la coordinació in-situ de 
totes les maniobres i de totes les entitats participants en la resolució de la mateixa.  
Generalment, el vehicle de comandament avançat s’estableix en un vehicle adequat per tal de 
suportar tots els sistemes TIC necessaris per a la gestió. Aquest vehicle es desplaça fins el lloc 
en el que s’ha produït l’emergència o catàstrofe i actua a la vegada com a centre de 
planificació i presa de decisions i com a centre de telecomunicacions i gestió d’informació.  
Per tal de dur a terme les tasques de gestió des del vehicle de comandament avançat, aquest 
ha d’estar equipat amb infraestructures i sistemes bàsics com equipament informàtic i 
audiovisual, cartografia, sistemes de comunicacions de veus i dades... Tots aquests sistemes es 
detallaran als següents apartats.  
 
5.3.5.1.1. Distribució i necessitats TIC del vehicle 
 
El vehicle de comandament avançat estarà basat en un camió de tipus xassís-cabina més un 
carrossat de tipus unitat mòbil, distribuït en tres zones principals: 
Zona d’operacions: amb espai per a 2 llocs de treball fixos.  
Zona de Coordinació (Zona de Crisi): Amb capacitat per a 6-8 persones.  
Zona tècnica: Amb espai per a la ubicació dels racks de suport per a tot l’equipament necessari 
i el seu sistema d’alimentació autònom independent.  
La cabina de conducció, destinada a la conducció de la Unitat Mòbil, anirà equipada amb GPS i 
un terminal mòbil TETRA integrat, formant part del sistema de comunicacions TETRA amb el 
Centre d’Emergències i els cossos implicats, i que servirà també per transmetre la posició GPS 
del vehicle.  
La Zona de Coordinació o Zona de Crisi, constarà d’una taula central de reunions amb capacitat 
per a 8 persones com a màxim. Al llarg del vehicle existeixen passos de corrent i dades 
(cablejat estructurat Cat6) per a disposar de les presses necessàries a la taula de coordinació i 
als llocs d’operació, permetent la connexió i comunicació amb l’electrònica de xarxa dels 
equips allà instal·lats.  
Com a elements audiovisuals per la gestió de les emergències,  s’instal·len dues pantalles LCD 
de 42” a una de les parets del vehicle. Les entrades de vídeo d’aquestes pantalles van 
connectades a les sortides d’una matriu encarregada de controlar totes les sortides de vídeo, 
ja siguin imatges externes, vídeo conferència, reproduccions de DVD, pantalles dels equips 
informàtics dels operadors, etc. Per tant, en qualsevol moment podrem canviar el que estem 
visualitzant a cadascuna de les pantalles, simplement commutant la matriu.  
La zona d’operacions consta de dos llocs d’operació fixes, consistents en dos ordinadors amb 
doble pantalla cadascun. Les sortides gràfiques dels ordinadors aniran connectades tant a les 
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pantalles dels propis operadors com a la matriu (per poder visualitzar els escriptoris a les 
pantalles LCD).  
Un dels aspectes més importants del disseny de tot centre de comandament avançat és  
possibilitar l’accés a la informació sobre una emergència així com la capacitat per establir 
diferents tipus de comunicacions.  Per aquest motiu, els serveis i sistemes TIC que han de ser 
accessibles al vehicle són: 
 Sistema de comunicacions de dades (per intercanvi amb el Centre d’Emergències), 
amb accés a vídeo, dades i cartografia.  
 Sistema de videoconferència.  
 Sistema de recepció i visualització de vídeo: visualització de canals de TV, visualització 
de fonts de vídeo diverses i gravació d’imatges.  
 Accés a serveis de comunicacions d’operador: 
o Línies de telefonia fixa, GSM i satèl·lit.  
o Connexions a Internet (via ADSL per satèl·lit).  
o Línies de dades: radioenllaç mòbil 
 Sistema de radiocomunicacions TETRA 
En els següents apartats s’analitzen les solucions proposades per disposar d’aquests sistemes 
al vehicle de comandament avançant dissenyat.  
 
5.3.5.1.2. Sistema de comunicacions satèl·lit 
 
El vehicle estarà equipat amb un sistema de comunicacions via satèl·lit que garantirà les 
comunicacions amb el Centre d’Emergències, així com comunicacions de veu i dades.  
Els elements que composen el sistema de comunicacions per satèl·lit són: 
- Un terminal satèl·lital desplegable de comunicacions de dades IP ubicada al Vehicle de 
Comandament Avançant.  
- Una estació satèl·lital fixa ubicada al Centre d’Emergències.  
- Terminals fixos de telefonia ubicats tant al Centre d’Emergències com en el Vehicle de 
Comandament Avançat.  
- Terminal avançat RDSI satèl·lit per a videoconferència.  
- Telèfons mòbils satèl·litals.  
Existeixen moltes solucions de connectivitat de dades entre dos punts a través d’un enllaç via 
satèl·lit. La majoria d’elles es basen en xarxes VSAT (Very Small Aperture Terminals). Aquestes 
sigles designen un tipus d’antenes per comunicacions de dades via satèl·lit i per extensió a les 
xarxes que es serveixen d’aquestes, normalment per intercanvi d’informació punt a punt o 
punt multipunt.  
Es consideren VSAT aquelles antenes que no sobrepassen els 2 o 3 metres de diàmetre. 
Aquestes antenes no poden arribar a altres VSAT (excepte que es trobin molt a prop i en línia 
recta), per la qual cosa recorren al satèl·lit per comunicar-se entre elles. A la seva topologia 
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més estesa (estrella) la xarxa pot tenir gran densitat (fins 1000 estacions) i està controlada per 
una estació central anomenada HUB que organitza el tràfic entre terminals i optimitza l’accés a 
la capacitat del satèl·lit.  
L’altra tipologia de xarxa és la dels enllaços punt a punt dedicats, establint un enllaç fix via 
satèl·lit sense passar per cap Hub. Permet l’establiment de comunicacions bidireccionals per la 
transmissió d’imatge, dades i veu. En aquest cas es requereix la instal·lació d’equipament al 
Centre i al Vehicle.  
A continuació descriurem les dues possibles solucions, sent la més òptima la de l’establiment 
d’un enllaç punt a punt dedicat degut a l’alta disponibilitat que han de tenir les comunicacions 
durant la gestió d’una emergència. 
A. Enllaç satèl·lit dedicat entre el Centre d’Emergències i el Vehicle de Comandament 
Avançat 
L’equipament necessari al Vehicle per establir aquest tipus d’enllaç consisteix en un terminal 
satèl·lit auto desplegable de comunicacions IP format pels següents elements: 
- Antena satèl·lit per a vehicle 
- Mòdem satèl·lital, per exemple el model CDM-570/L-IP, connectat directament al 
router que anirà instal·lat a la zona de racks del vehicle.  
- BUC i LNB. Un BUC (Block up-converter) és un dispositiu utilitzat en la transmissió 
(uplink) de senyals de comunicació via satèl·lit. Actua d’interfície convertint a la banda 
de freqüències de l’antena parabòlica  les senyals dels equips connectats al mòdem. En 
els sistemes VSAT el BUC forma part del que es denomina out-door unit i està 
típicament emplaçat a l’exterior, junt amb la pròpia antena i el LNB (Low Noise Block), 
que s’encarrega de la recepció. El LNB s’encarrega de la conversió de la senyal de 
microones provinent del satèl·lit en una senyal de menor freqüència.  
 
 
Figura 127: Antena satèl·lit auto desplegable 
A l’extrem del Centre d’Emergències es necessita una estació base fixa de transmissió via 
satèl·lit, que connectarà la Unitat Mòbil amb la xarxa IP del Centre d’Emergències. Aquesta 
estació inclou el següent equipament: 
- Antena VSAT 2.4 m TX/RX 
- Mòdem satèl·lital, amb connexió amb la xarxa del Centre.  
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- BUC i LNB 
 
Figura 128: Antena VSAT 2.4 m TX/RX 
Aquest tipus d’enllaç dedicat comporta la contractació de llicències d’ús de transponder 
satèl·lit. Gràcies a les comunicacions via satèl·lit, obtenim connectivitat amb la xarxa IP del 
Centre d’Emergències podent accedir al Sistema de Gestió d’Emergències (accés a informació, 
cartografia, expedients, ...). 
B. Enllaç satèl·lit VSAT no dedicat 
Aquesta solució es presenta com l’alternativa econòmica a l’anterior, ja que no cal el 
desplegament de les estacions base, però amb unes certes limitacions en quant a disponibilitat 
de l’enllaç, ample de banda, fiabilitat de les comunicacions i connectivitat amb el Centre.  
Tot i això, aquest tipus de comunicació es pot utilitzar per a realitzar comunicacions de veu i 
dades via satèl·lit en aquells casos en que es requereix d’un desplegament ràpid i econòmic.  
Les comunicacions es realitzarien a través de l’operador Inmarsat (International MARitime 
SATellite Organization),  però cal remarcar que es podria implementar sobre múltiples 
operadors que donen servei a través de diferents flotes de satèl·lits geoestacionaris, com 
Eutelsat o Hispasat.  
Inmarsat és una companyia que proveeix de solucions de Telecomunicacions Satèl·lit Mòbils. 
Consta d’11 satèl·lits geoestacionaris, proporcionant una cobertura pràcticament global a 
través del seu servei BGAN (Broadband Global Area Network).   
 
Figura 129: Mapa de Cobertura de la xarxa BGAN de Inmarsat 
Un dels serveis que ofereix Inmarsat és la dels terminals BGAN que permet transmissió de 
dades de fins a 492 kbps. L’accés al servei BGAN de Inmarsat  es realitza a través d’un petit 
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terminal satèl·lital amb antena integrada. El model de terminal escollit que millor s’ajusta als 
requeriments de connectivitat del Vehicle de Comandament Avançat és l’ Hughes HNS 9201.  
 
Figura 130: Terminal Hughes HNS 9201 
Aquest dispositiu està especialment dissenyat per equips de treball que necessiten establir una 
oficina temporal amb connectivitat d’alta velocitat. Proveeix els següents serveis: 
- Accés a Internet a velocitat de fins a 492 kbps bidireccionals.  
- Telefonia:  Realitzar trucades telefòniques a través d’un telèfon perifèric al mateix 
temps que es té accés a aplicacions de dades.  
- Canal garantit de dades IP (QoS) fins a 256 kbps.   
- Transferència d’arxius.  
- Enviament de correus electrònics. 
- Servei de dades RDSI a 64 kbps i de veu a 4kbps. 
- Punt d’accés WLAN amb cobertura fins a 100 m. 
Es pot instal·lar a l’aire lliure, en condicions meteorològiques extremes i durant períodes de 
temps prolongats. El suport multiusuari permet que un grup de treball comparteixi una única 
unitat, creant una xarxa d’àrea local de banda ampla permetent fins a 11 sessions simultànies. 
Permet el transport de dades per paquets IP, o per commutació de circuits, a través de les 
interfícies USB, Ethernet, ISDN i WLAN.  
El seu funcionament és molt senzill: només cal connectar al terminal un telèfon o un PC 
portàtil, apuntar l’antena cap al satèl·lit i establir la connexió gràcies al software LaunchPad 
que s’ha d’instal·lar al portàtil.  L’ús de telèfons via satèl·lit ofereix una cobertura teòrica 
global, tot i que presenta un possible retard a les comunicacions.   
El flux de connexió entre l’equip i la xarxa del Centre d’Emergències seria: pujada a satèl·lit a 
través del Hughes, baixada de satèl·lit a estació terrena (Hub) i enllaç terrestre fins a la LAN del 
Centre d’Emergències (i el camí invers).  
Independentment del tipus de topologia implantada entre les dues presentades, el següent 
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 Telèfons fixes satèl·lit: Es proposa com a model de telèfons fixes d’escriptori l’ASCOM 
Eurit 33 Plus.  
 
 Telèfons sense fils satèl·lit: El model contemplat, compatible amb el terminal de 
comunicacions Hughes, és del fabricant Siemens model Gigaset SX255 amb base DECT.   
 
 Terminal avançat de videoconferència RDSI per satèl·lit: El sistema és del fabricant 
Tandberg model Tactical MXP. És tracta d’un sistema de videoconferència mòbil i 
compacte totalment integrat i amb connectivitat sens fils.   
 
Figura 131: Equip de videoconferència satèl·lit : Tandberg Tactical MXP 
Aquest equip presenta les següents interfícies de xarxa que el permeten treballar en 
diferents escenaris, ja sigui amb connectivitat satèl·lit, via WiFi, directament amb 
connectivitat Ethernet... 
- 4 ISDN BRI (RJ-45) 
- 1 LAN/Ethernet (RJ-45) 10/100 Mbit (LAN/DSL/cable mòdem) 
- 1 PCMCIA (PC card slot) per WLAN.  
- 1 X.21/V.35/RS-449 
- Inmarsat BGAN, VSAT, DVB-RCS 
Funciona amb velocitats de  fins a 512 kbps amb RDSI, a 384 kbps a V.35 (H.320) o a 2 
Mbps per IP (H.323 o SIP), utilitzant l’estàndard H.264 per al vídeo.  
Les mesures de seguretat inclouen xifrat integrat, així com autentificació IEEE 802.1x i 
H.235.  
 
5.3.5.1.3. Sistema de comunicacions TETRA 
 
Els terminals TETRA són necessaris per tenir connectivitat amb la xarxa d’estàndard TETRA 
desplegada i establir comunicacions a les intervencions del Vehicle de Comandament Avançat. 
El vehicle disposarà d’un total de 3 terminals mòbils instal·lats i 4 terminals portàtils per als 
agents desplegats. Alguns dels terminals disponibles al mercat es mostren a l’apartat 5.4.6.2.  
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Al sostre del vehicle de comandament avançat s’ubicarà una antena combinada TETRA+GPS 
exterior.  
També es contempla un terminal DMO Repeater/Gateway. Aquest és un terminal que permet 
a terminals amb el Mode Directe (DMO) seleccionat realitzar comunicacions en Mode Troncal 
(TMO), actuant com a repetidor del mode Directe. DMO Repeater és capaç d’estendre la 
cobertura dels equips en mode directe.  
DMO Gateway permet que els equips en mode DMO puguin interactuar amb un equip en DMO 
Gateway que fa de passarel·la entre els equips DMO i la xarxa TETRA, fent possible l’intercanvi 
de comunicació entre els equips que no disposen de cobertura amb la resta de la xarxa. Els 
equips que fan de gateway poden arribar a la xarxa TETRA mitjançant enllaços VSAT, enllaços 
IP... Amb això assegurem la cobertura dels terminals portàtils fins i tot quan estiguin en zones 
on no es disposa de cobertura TETRA.  
Un equip que realitza aquesta funcionalitat és el Motorola CM5000.  
 
Figura 132: DMO Repeater/Gateway 
Aquest terminal proporciona funcionalitats de Gateway DMO (estén la cobertura de xarxa) i de 
repetidor DMO (millora el rendiment del Mode Directe). A més, té l’opció de GPS integrat per 
localització de recursos.  
 
5.3.5.1.4. Sistema de comunicacions de veu 
 
Les comunicacions de veu es poden dur a terme segons quatre possibilitats diferents: amb 
terminals via satèl·lit, amb terminals TETRA, amb  terminals mòbils i amb terminals de VoIP.  
Les comunicacions de veu via satèl·lit ja és van detallar a l’apartat anterior.   
Referent a les comunicacions de veu amb terminals TETRA, aquestes suporten la realització  de 
trucades telefòniques convencionals.  L’inconvenient en aquest cas és que estaríem 
“consumint” canals de la xarxa TETRA, que poden ser necessaris per la comunicació dels propis 
agents desplegats.  




Figura 133: Realització de trucades de veu des de terminals TETRA 
Referent a les comunicacions de veu sobre IP, aquestes es  realitzaran aprofitant l’enllaç de 
dades amb el Centre de Comandament Avançat, i equipant el vehicle de comandament 
avançat amb una centraleta IP compacta enrackable que es comunicarà amb el CallManager 
del Centre d’Emergències.  
Existeixen també, a mode de backup del sistema de comunicacions de veu, 4 telèfons 
convencionals connectats mitjançant tecnologia GSM. Aquesta connectivitat es realitza gràcies 
a mòdems GSM equipats amb targetes SIM, cadascuna d’una operadora diferent per assegurar 
la cobertura.  Aquest tipus de comunicació no es considera la prioritària degut a que en casos 
d’emergència les línies GSM poden estar col·lapsades impossibilitant la comunicació i la 
cobertura no està garantida al 100% del territori. Es requereix la instal·lació d’antenes GSM al 
sostre del vehicle.  
 
5.3.5.1.5. Altres tipus de comunicacions 
 
Connectivitat Wi-Fi: Es proposa la inclusió d’un router sense fils ADSL model DLINK DSL-G804V 
amb funcions de seguretat VPN.  Integra tecnologia ADSL, LAN sense fils 802.11g i 
commutador amb 4 ports.  
 
Figura 134: Router sense fils DLINK DSL-G804V 
Les principals característiques d’aquest router són: 
 Connexions ADSL2 I ADSL2+ d’alta velocitat.  
 Accelerador d’encriptació VPN 3DES incorporat.  
 Admet QoS i gestió SNMP. 
 Ofereix una velocitat de recepció de 24 Mbps.  
 4 ports Ethernet a 10/100 Mbps per connectar l’estació de treball.  
Vehicle de Comandament Avançat    
160 
 
 Velocitat de transferència de fins a 1 Mbps.  
  Admet fins a 16 túnels VPN.  
 WLAN 802.11g incorporada amb velocitat de 54 Mbps.  
 Autonegociació de diferents versions ADSL.  
 Protecció firewall.  
Aquestes funcionalitats incorporades redueixen els costos i els problemes associats a la 
instal·lació d’un punt d’accés sense fils i un commutador Ethernet.  
Connectivitat 3G: Com a solució de connectivitat a Internet de backup (en cas de que fallin les 
altres comunicacions de dades del vehicle) es contemplen mòdems USB 3G amb capacitat WiFi 
i lliures, per poder inserir targetes de qualsevol operador en funció de la cobertura que doni 
cadascun d’ells a la ubicació del vehicle de comandament avançat. Un dels models existents al 
mercat és Huawei E583.  
 
Figura 135: Mòdem 3G 
Les especificacions més significatives d’aquest dispositiu són: 
 HSUPA/HSDPA/UMTS. 
 GSM/GPRS/EDGE.  
 Fins a 5.76 Mbps per HSUPA i 7.2Mbps per HSDPA.  
 Suport Wi-Fi 802.11b/g. 
 Fins a 5 connexions de clients Wi-Fi.  
Recepció de senyal de TV: Per la recepció d’imatges de televisió a l’interior del vehicle cal la 
instal·lació d’una antena amb recepció DVB-T al sostre del vehicle, així com un receptor de 
TDT. La sortida de vídeo del receptor es connectarà a la matriu del vehicle, per tal de poder 
controlar en quina pantalla i en quin moment volem visualitzar les imatges.  
 
5.3.5.1.6. Sistema de visualització d’imatges 
 
Gràcies al sistema de comunicacions establert amb el Centre d’Emergències, podrem rebre i 
visualitzar les imatges procedents de les càmeres. Això és especialment útil si en el Centre 
estem rebent imatges de l’helicòpter, que ens pot donar informació de primera mà sobre 
l’estat de l’emergència des de l’aire.  
Per aquest motiu, els ordinadors existents al vehicle de Comandament Avançat (tant fixos com 
portàtils) tindran instal·lada la aplicació de visualització d’imatges Live Viewer que ens 
permetrà connectar-nos al Gateway de l’aplicació corrent al servidor Omnicast ubicat al 
Centre. 
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A través de la matriu podrem visualitzar les imatges a pantalla complerta a les pantalles 
ubicades a l’interior del vehicle.  
En el cas de que el vehicle de comandament avançat estigués equipat amb càmeres de vídeo 
vigilància per recollir les imatges de l’emergència, podríem enviar aquestes imatges fins al 
Centre d’Emergències per realitzar un anàlisi de les mateixes de forma conjunta i establir 
procediments d’actuació consensuats.  
Per realitzar aquesta compartició d’imatges, ens basarem en l’arquitectura presentada a 
l’apartat 5.3.2.5.2. Per tant, ens caldria un servidor amb el sistema Omnicast instal·lat, així com 
l’opció de Federació. Les càmeres pròpies del vehicle serien donades d’alta al sistema local i 
podrien ser visualitzades des de la plataforma de vídeo gestió del centre.  
 
5.3.5.2. Vehicle aeri no tripulat 
 
Un vehicle aeri no tripulat, UAV per les seves sigles en anglès (Unmanned Aerial Vehicle), és 
una aeronau que pot volar sense tripulació humana a bord, controlat de forma remota des de 
terra o utilitzant plans de vol programats. Els UAV, tot i que tenen origen militar, s’utilitzen en 
diverses aplicacions civils, com tasques de lluita contra incendis o seguretat civil, com la 
vigilància dels oleoductes, identificació de taques de petroli al mar... 
El UAV proposat per les funcionalitats que ha de cobrir el nostre centre d’Emergències és el 
Draganflyer X6 Helicopter, que serà capaç de volar autònomament en un radi no superior a 8 
km mitjançant control remot. En el UAV s’hi encasta una càmera de reduïdes dimensions que 




Figura 136: Vehicle aeri no tripulat i detall de càmera tèrmica 
5.3.5.2.1. Especificacions 
 
A continuació presentem  el conjunt de característiques més significatives d’aquest vehicle 
aeri, posant especial èmfasi en la informació que gestiona i que traslladarà al Centre de 
Comandament Avançat: 
Moviment: 
o Disseny amb sis rotors que permeten maniobrar de forma ràpida i precisa.  
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o Vehicle de dimensions reduïdes que permet que pugui volar també en interiors.  
Posició GPS 
o Mentre que l’helicòpter està en funcionament, es van prenent constantment lectures 
de posició GPS, que s’envien al controlador de la consola de mà, mostrant en temps 
real la telemetria. La informació GPS que es mostra en pantalla inclou: latitud, 
longitud, altitud, precisió del GPS, errors de posicionament, qualitat de la constel·lació 
GPS... Aquesta informació tant acurada es fonamental en, per exemple, tasques de 
rescat.  
o Una altra funcionalitat disponible és la de bloquejar l’helicòpter a una posició GPS 
determinada. Així, l’usuari està lliure per realitzar altres tasques mentre l’helicòpter 
manté la seva posició en l’aire, permetent la captació d’imatges fixes o fotografies 
aèries.  
Consola de mà de control de l’helicòpter 
o L’helicòpter es controla des d’una consola de mà, que també permet modificar 
l’obturació de la càmera, la inclinació i els controls de zoom.  
o A la pantalla de la consola es mostren les dades de GPS, l’estat de la bateria de 






Figura 137: Consola de mà de control i informació mostrada 
o A través de l’enllaç de dades bidireccional entre la consola i l’helicòpter, la consola 
envia comandes a l’helicòpter i rep telemetria. Degut a que la freqüència de 
funcionament és de 2,4GHz, s’assegura que funcionarà a tot el mon. La selecció de 
canals automàtica evita els conflictes de freqüències, assegurant la connectivitat.  
Portàtil rugeritzat per visualització d’imatges 
o Es contempla un portàtil amb un software que permet veure vídeo streaming en 
directe de les imatges captades per la càmera embarcada a l’helicòpter.  
o Aquest software també mostra la telemetria en temps real, qualitat de recepció GPS, 
posició, velocitat, lectures del magnetòmetre de l’helicòpter, acceleració, 
temperatura... 




Figura 138: Recepció de les imatges captades per l'UAV 
o El portàtil es troba connectat a l’estació base de vídeo, que incorpora un receptor 
Quad Diversity Wireless Video Receiver treballant a 5.8 GHz. La qualitat de la senyal 
captada per cadascuna de les quatre antenes es monitora contínuament i es 
selecciona, de forma automàtica, la millor senyal mitjançant una combinació de RSSI 
(Received Signal Strength Indication) i VSQA (Video Signal Quality Analysis).  
 
Figura 139: Estació base de recepció de vídeo 
Càmera Tèrmica 
La càmera que inclou l’helicòpter és el model  FLIR TAU i és capaç de localitzar a persones pel 
seu calor corporal. Això la fa especialment útil en recerques i tasques de salvament.  
Les especificacions d’aquesta càmera són les següents: 
 640x 512 píxels efectius. 
 480 línies de TV entrellaçades. 
 Lent de 21.5mm. 
 LWIR Thermal Imager.  
 Banda espectral: de 7.5 a 13.5µm. 
 Sortides de TV PAL. 
 Zoom 2x. 
 Zoom Digital 4x. 
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5.3.5.3. Sistema de lectura de matrícules 
 
El sistema de lectura de matrícules serà una funcionalitat avançada del Centre que ens 
permetrà localitzar vehicles buscats dins del territori (vehicles robats, vehicles de persones 
buscades o fugades, control de fronteres...).  
El sistema estarà totalment integrat amb el sistema de vídeo gestió, de manera que funcionarà 
de forma totalment desatesa: les càmeres LPR (amb funcionalitat de lectura i reconeixement 
de matrícules) aniran prenent  captures de les matrícules d’aquells vehicles que passin per les 
zones on estan ubicades. Només en el cas en que el sistema, després de comparar les lectures 
amb la base de dades,  detecti que la lectura coincideix amb una matricula de la base de dades 
de matricules buscades, farà saltar una alarma per cridar l’atenció de l’operador o l’agent.  
A continuació detallem les particularitats d’aquest sistema i la seva integració amb la 
plataforma de vídeo gestió.  
 
5.3.5.3.1. Tecnologia emprada 
 
El reconeixement automàtic de matrícules (Automatic number plate recognition o ANPR) és un 
mètode que utilitza reconeixement òptic de caràcters (OCR) per identificar les matrícules dels 
vehicles. El ANPR (també conegut com LPR, License Plate Recognition) permet emmagatzemar 
les imatges capturades per les càmeres fotogràfiques, així com el text de la matrícula.  
La solució d’ALPR en la que ens basarem és del mateix fabricant de la plataforma de vídeo 
gestió (Genetec). L’element clau d’aquesta solució és un dispositiu hardware anomenat Sharp. 
Aquest dispositiu conté dues càmeres internes (una càmera LPR d’alta definició que captura les 
imatges per al motor ALPR i una càmera de definició estàndard que captura l’escena global), 
un il·luminador i una unitat de processament on està corrent el motor ALPR. 
 
Figura 140: Dispositiu Sharp 
Tant en instal·lacions fixes com en instal·lacions mòbils, el funcionament del dispositiu és el 
mateix. Aquest il·lumina la escena amb LEDs polsats d’alta intensitat per a proporcionar bones 
condicions d’il·luminació per  realitzar la captura de la matrícula. El dispositiu captura imatges 
en alta definició monocromàtiques (resolució 1024x768) a 30 frames per segon i les envia a la 
unitat de processat per a l’anàlisi en temps real. La càmera de definició estàndard captura 
imatges en color (les anomenades imatges del context) que no s’utilitzen al motor ALPR però 
són útils per l’aplicació.  
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El motor ALPR es troba dins del nucli de la càmera i consta de quatre mòduls: 
i. Buscador de matrícules 
ii. Segmentació 
iii. Reconeixement 
iv. Estratègia de lectura 
Aquests mòduls analitzen cada imatge capturada per la càmera LPR. Els quatre mòduls corren 
de forma successiva com es mostra a la següent figura: 
 
Figura 141: Mòduls del motor APLR 
En qualsevol punt del procés, un mòdul pot decidir rebutjar una matrícula i aquesta pot ser 
processada vàries vegades.  
El mòdul Buscador de Matrícules és responsable de detectar, trobar i aïllar la matrícula en una 
única imatge. Aquest processa una sola imatge a la vegada (imatge capturada per la càmera 
LPR d’alta definició). Una vegada la matrícula ha estat detectada, aquest mòdul la localitza, la 
extreu de la imatge i la envia al següent mòdul. 
 
Figura 142: Funcionalitat del Buscador de Matrícules 
El mòdul de Segmentació  troba els components individuals dels caràcters de la matrícula.  




Figura 143: Funcionalitat del mòdul de Segmentació 
El mòdul de Reconeixement interpreta els components individuals dels caràcters trobats pel 
mòdul de Segmentació i aplica una sèrie de regles gramaticals (successió de lletres i dígits) per 
definir els resultats. Els components, és a dir, els caràcters trobats, s’analitzen per extreure les 
seves característiques. Aquestes característiques s’utilitzen per definir quina lletra o quin dígit 
és. Al final del mòdul de reconeixement es proposa una lectura per a la imatge.  
El mòdul d’Estratègia emmagatzema les lectures per decidir quina és la millor per aquell 
vehicle. La seva responsabilitat es donar una única lectura (la millor) per aquell vehicle a la 
aplicació.  
Existeixen múltiples aplicacions d’aquesta tecnologia: 
 Peatges. 
 Violació de normes de tràfic (per exemple, semàfors vermells). 
 Control d’accessos. 
 Control de velocitat i multes.  
 Control del temps que triga un cotxe en recórrer una distància determinada.   
 Detecció de vehicles robats, sense assegurança, vehicles buscats... 
 
5.3.5.3.2. Elements de la solució 
 
Com ja hem introduït a l’apartat anterior, Autovu es la solució d’Omnicast per al 
reconeixement de  matrícules, ja sigui en instal·lacions fixes o mòbils.  
Si es tracta d’una arquitectura mòbil, on el dispositiu Sharp va ubicat als cotxes patrulla dels 
Mossos d’Esquadra o de la Guàrdia Urbana, els elements clau de la solució són els següents: 
AutoVu Patroller: És el software d’usuari en aplicació mòbil. Aquest software s’instal·la en un 
portàtil o Tablet PC que anirà dins del cotxe patrulla que porta l’AutoVu Sharp. S’utilitza per 
mostrar les lectures de matrícules mentre es va patrullant, a l’hora que automàticament 
comprova si aquestes matrícules es troben en una llista creada (de cotxes robats, buscats...). 
Aquest software automatitza la verificació de les matrícules mitjançant la comparació amb 
bases de dades. Treballant en tàndem amb els altres components de la solució, avisa als 
usuaris sobre les matrícules senyalades que existeixen a la base de dades, a través de la seva 
interfície d’usuari. 
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Mostra la imatge de la matrícula, la interpretació, el temps, 
el lloc i l’hora
Recerca per matrícules, per coincidències, 
mostra d’estadístiques...
Mostra el número de coincidències actives no reconegudes
Captura manual de matrícula no llegida
Canviar de forma manual l’exposició de la 
càmera
Localització del vehicle
Canviar entre imatge del context o mapa
Activar/Desactivar la lectura de matrícules
Accés a la llista de coincidències
 
Figura 144: Interfície d'usuari d'Autovu Patroller 
Si el cotxe patrulla va equipat amb un dispositiu Navigator, podrem canviar la interfície 
d’usuari del software Patroller a tipus mapa. En aquesta vista, es mostra en temps real la 
nostra posició, el número de lectures de matrícules realitzades (rectangles verds), les lectures 
de matrícules realitzades de forma manual (rectangles grisos) i aquelles coincidències amb la 
llista (cercles vermells). 
 
Figura 145: Vista tipus mapa d'Autovu Patroller 
En el moment en que hi ha una coincidència entre la matrícula llegida i la llista, la interfície 
d’usuari canvia mostrant aquest estat d’alarma: 
Acceptar/Rebutjar la lectura
Canviar entre la imatge de la captura i la posició 
en el mapa
Editar una matrícula que no ha estat 
correctament llegida
Informació de la coincidència
Informació sobre la llista
 
Figura 146: Estat d'alarma del sistema front una coincidència 
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També es poden tornar a visualitzar les lectures realitzades, les coincidències trobades, les 
estadístiques de lectura; realitzar recerques per lectures o coincidències i descarregar les 
lectures realitzades cap al software Back-Office.  
AutoVu Back-Office: És el software per generar informes administratius al Centre de Control. 
Ofereix als usuaris la capacitat de buscar i revisar les lectures de matrícules recopilades durant 
un cert període de temps pels cotxes patrulla amb  dispositius Sharp instal·lats.  
AutoVu Navigator: Dispositiu de navegació que proporciona als usuaris les dades de la 
ubicació exacta del cotxe patrulla gràcies a la seva funcionalitat GPS incorporada, compàs, 
giroscopi i iodometria.  
 
Figura 147: Dispositiu Navigator 
En el cas d’aplicacions fixes, no es necessita cap software addicional, sinó que el dispositiu 
Sharp s’integra totalment amb l’existent plataforma de vídeo gestió Omnicast.  
En tots dos tipus d’arquitectures, el nucli és el dispositiu de lectures de matrícules Sharp, que 
ja ha estat introduït a l’apartat anterior.  Les especificacions més detallades d’aquest dispositiu 
es mostren a continuació: 
- Càmeres: 1 LPR i 1 qualitat SD. 
- Càmera LPR d’alta definició amb scan progressiu.  
- Il·luminació polsada d’alta intensitat.  
- Control d’exposició automàtic.  
- Unitat segellada per el seu funcionament en exteriors. 
- Opcions del sensor d’alta definició (HD):  
 XGA 1024x768 a 30 fps, monocromàtic.  
 El sensor està sincronitzat amb l’il·luminador.  
 Escaneig progressiu CCD.  
- Opcions de lents: 12 mm, 16 mm, 25 mm, 35 mm, 50 mm.  
- Il·luminador: 
 Il·luminador de LEDS polsats per un ús efectiu del dispositiu en condicions de 0 
lux (foscor total). 
 Rang de fins 28 metres amb plaques de matrícula reflectives.  
 Finestres disponibles: 850 nm, 780nm, 590 nm. 
- Resistent a l’aigua IP67 
- Interfície externa: 10/100 Base-T 
- Processador embegut: 1.0 GHz Celeron M, 512 MB RAM, 1 GB de memòria Flash.  
- Temperatura de funcionament: de -40 ˚C a 50˚C. 
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El fet de que el reconeixement ALPR es faci directament a la càmera aporta una sèrie de 
beneficis, com per exemple: 
 Possibilitat de compressió de vídeo al dispositiu en temps real per realitzar streaming a 
través de la xarxa.  
 Com tot l’anàlisi de vídeo es fa en el nucli del dispositiu, la quantitat de tràfic a través 
de la xarxa es veu considerablement reduït.  
 
5.3.5.3.3. Tipus d’arquitectures 
 
Com ja s’ha comentat a l’apartat anterior, existeixen dues possibles arquitectures per la 
solució de lectures de matricules: solució fixa o solució mòbil. En aquest apartat, veurem com 
es configuren totes dues opcions.  
Arquitectura mòbil 
Aquesta solució permet als oficials dels cossos de seguretat i emergències  llegir les plaques de 
matrícules de vehicles en moviment i estacionats i comparar cada placa amb una base de 
dades a bord de vehicles buscats.  
L’arquitectura de la solució per a patrulles es mostra a la següent imatge: 
 
Figura 148: Arquitectura de la solució mòbil 
Els cotxes patrulla s’equipen amb un dispositiu Sharp, que és l’encarregat de llegir les 
matricules dels vehicles. Des de un portàtil equipat a bord s possible consultar, en temps real, 
la coincidència d’aquesta lectura amb les bases de dades existents. Les dades capturades 
s’envien via xarxa IP a les bases de dades centrals del centre on s’emmagatzemen per a 
posteriors consultes, tràmits de multes,... Aquesta informació es consulta a través del software 
AutoVu Back-Office. 
Quan el dispositiu detecta una matrícula que està en la llista carregada del Patroller, 
immediatament alerta als oficials mitjançant una alarma sonora i mostrant a la pantalla del 
portàtil el vehicle identificat, la seva matrícula i una llista de dades que puguin ser rellevants 
del vehicle en qüestió.  
Sistema de lectura de matrícules    
170 
 
Les llistes de vehicles buscats es poden descarregar al Patroller del Back-Office a través 
Wireless. De forma wireless també, s’envien les lectures realitzades del Patroller cap al Back-
Office. 
De forma addicional, les patrulles poden incloure l’AutoVu Navigator , què donarà informació 
precisa sobre les coordenades del vehicle i de la captura.  
Referent a la instal·lació del dispositiu Sharp, quan va embarcat en un cotxe, es connecta a una 
break-out box, que és l’encarregada d’alimentar fins a 2 dispositius Sharp. Aquestes caixes de 
connexions admeten 12-24 V DC d’entrada, i s’utilitzen per estabilitzar el voltatge que li arriba 
al dispositiu Sharp i evitar així que se’ls hi enviïn massa ampers, podent provocar la destrucció 
del dispositiu.  
 
Figura 149: Diagrama d’instal·lació dels elements al cotxe patrulla 
Arquitectura fixa 
En aquest cas, les càmeres Sharp es troben ubicades de forma fixa en parets i màstils, 
generalment per al control d’accés de vehicles, o la seva ubicació en vies estratègiques, ports o 
fronteres. 
 
Figura 150: Exemple d'instal·lació fixa d'un dispositiu Sharp 
Com veiem al següent diagrama, en el cas d’instal·lacions fixes només es necessari que 
existeixi connectivitat IP entre el servidor Omnicast del Centre d’Emergències i el dispositiu.  
En el servidor, donarem d’alta el Sharp com si d’una càmera més es tractés, rebent d’aquesta 
les lectures de matrícula, les imatges del context i les metadades que genera.  




Figura 151: Arquitectura de la solució fixa 
 
5.3.5.3.4. Funcionament de la plataforma 
 
Tal i com hem vist als apartats anteriors, el software emprat és diferent en funció de si es 
tracta d’aplicacions mòbils o fixes. Pel cas de les aplicacions fixes, ens podem beneficiar de la 
integració del software Omnicast amb AutoVu, podent gestionar directament des de l’aplicació 
Live Viewer la informació de matrícules que ens arriba dels dispositius Sharp. 
 
Figura 152: Aplicacions necessàries en funció de l'arquitectura 
En aquest capítol ens centrarem en el cas de les instal·lacions fixes i la integració amb la 
plataforma de vídeo gestió del Centre. El flux de treball és el següent: 
i. El dispositiu Sharp captura la imatge de la matrícula, la llegeix i la identifica.   
ii. El sistema Omnicast recupera i emmagatzema el número de matrícula gràcies al seu 
motor de metadades (Metadata Engine). 
iii. Omnicast comprova si hi ha coincidències de la lectura amb una llista negra de 
matricules i genera alertes, gràcies al plugin LPR del motor de metadades. 
iv. Omnicast mostra i emmagatzema el vídeo o les imatges que li arriben del dispositiu 
Sharp. 
v. Omnicast actua en funció de les coincidències, generant alarmes. 
 
Figura 153: Funcionalitats de cada aplicació 
El dispositiu Sharp transmet streaming de vídeo i de metadades cap a la plataforma de vídeo 
gestió: 




Figura 154: Enviament d'streaming i metadades des del Sharp cap a Omnicast  
Els dos streams arriben a través de la xarxa al sistema Omnicast, que els gestiona gràcies a 
l’Archiver i el motor de metadades (MetaData Engine – MDE). 
 
Figura 155: Gestió dels streams en el sistema 
El motor de metadades, processa l’stream contenidor generant esdeveniments: 
 Indexació de les lectures: 1 esdeveniment per cada lectura. 
 Comprovació de la lectura amb la llista: 1 esdeveniment per cada coincidència. 
Tota  aquesta informació es mostra en temps real a l’aplicació Live Viewer. Cada vegada que 
es produeix una lectura de matrícula, a la part inferior de la interfície d’usuari, s’avisa a aquest 
de que s’ha produït una lectura de matrícula. En cas de que aquesta lectura trobi coincidències 
a la base de dades, mostrarà de quin tipus es tracta (per exemple, vehicle robat). De forma 
automàtica, a les finestres de visualització, es marcarà una en color vermell indicant l’alarma, i 
es mostrarà el vídeo del context que prové del Sharp.  
 
Figura 156: Informació mostrada a l'aplicació Live Viewer 
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Aquesta informació també es mostrarà a l’ Archive Player si el que volem es visualitzar a 
posteriori les seqüències de vídeo disponibles del moment de la captura, així com les 
metadades associades.  
 
Figura 157: Informació mostrada a l'aplicació Archive Player 
L’usuari pot carregar una llista (o hot list) a Omnicast utilitzant un arxiu CSV. El format d’arxiu 
CSV està predefinit i permet fins a 19 camps opcionals. Després, a l’Archive Player podrem 
realitzar recerques basades en qualsevol d’aquests camps. Les llistes es poden actualitzar al 
sistema de forma programada (per hores, per dies...) o de forma manual.  
 
5.3.5.3.5. Plugin LPR 
 
El Plugin AutoVu LPR és un plugin del motor de metadades que permet al sistema Omnicast 
interpretar les metadades que arriben en els streams contenidors de les unitats Sharp.  
Per exemple, podem realitzar recerques per una matrícula en particular a través de l’aplicació 
Archive Player. Degut a que les lectures de matrícules estan codificades com a metadades 
dintre de l’stream contenidor, els resultats que es retornen per a una matrícula demanada 
inclouen seqüències de vídeo de l’stream contenidor, les quals mostren el context i les imatges 
de les lectures de matrícula, així com dades de data, ubicació... 
El dispositius Sharp proveeixen les lectures de matrícula per tal de que siguin comparades amb 
una llista a través del plugin LPR. Podem visualitzar imatges i vídeo de les càmeres dels 
dispositius Sharp en la aplicació Live Viewer així com els esdeveniments LPR. També podem 
configurar accions Omnicast, com per exemple alarmes i enviament de correus electrònics, 
que es disparin  a partir de esdeveniments LPR.  
Funcionament a Live Viewer: Quan mostrem la càmera associada a l’stream contenidor, els 
següents components apareixen en el mosaic cada vegada que es llegeix una matrícula: 
 Una imatge del que està veient la càmera quan es produeix l’esdeveniment LPR. 
Aquesta imatge, en color, es capturada per la càmera de context. 
 Una imatge en escala de grisos de la matrícula capturada.  
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 La metadades relatives a la matrícula capturada. La primera línia mostra la data i l’hora 
en que es va produir la captura. La segona línia mostra el número de matrícula llegit 
pel motor intern de la unitat Sharp.  
La càmera de l’stream de context ens mostra el vídeo en un mosaic adjacent a baixa resolució i 
amb el frame rate que proporciona la càmera. 
 
Figura 158: Lectura de matrícula mostrada en el Live Viewer 
Cada vegada que es produeix una lectura de matrícula i/o una coincidència amb la llista 
carregada, es mostra aquesta informació al panell de missatges del Live Viewer. Fent clic 
directament sobre aquests esdeveniments, es mostrarà de forma automàtica la imatge de 
l’stream contenidor a un mosaic lliure.  
Funcionament a l’Archive Player: Quan visualitzem un stream contenidor dins de l’Archive 
Player es mostren els mateixos elements que si ho féssim al Live Viewer.  
També podem associar altres càmeres que es trobin a prop com a càmeres de context del 
dispositiu Sharp. Gràcies a l’Archive Player podem realitzar infinitats de recerques basant-nos 
en diferents criteris ja introduïts amb anterioritat.  
 
5.3.5.3.6. Dimensionament del sistema 
 
A l’abast del nostre centre d’emergències, ens limitarem a la lectura de matrícules en 
instal·lacions fixes (ports, fronteres, autopistes principals...) i la seva integració amb el 
software de visualització Omnicast proposat per al centre.  
L’esquema típic de instal·lació es mostra en el següent diagrama: 




Figura 159: Diagrama sistema conjunt vídeo gestió i lectura de matrícules 
Suposarem la instal·lació de 30 dispositius Sharp. Aquesta arquitectura ens planteja la inclusió 
addicional d’un servidor que contindrà el MetaData Engine i una base de dades MSQL 2008 
Standard per a l’emmagatzematge de metadades de les càmeres.  
Així, en un servidor tindrem els serveis propis d’Omnicast (Directory, Archiver, Gateway i 
Virtual Matrix) i en altre el servei MetaData Engine, la base de dades i el plugin LPR AutoVu 
instal·lat.  
 
Figura 160: Arquitectura a nivell de servidors del sistema complet
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5.4. Arquitectura de suport dels diferents sistemes 
 
5.4.1. Plataforma de servidors del mòdul de gestió d’emergències 
 
A la següent figura podem veure l’arquitectura de servidors necessària per suportar les 
aplicacions de gestió d’emergències del Centre.  
 
Figura 161: Esquema lògic de la solució proposada 
De forma global, veiem que tots els servidors estan connectats a la xarxa LAN i a una xarxa SAN 
(Storage Area Network).  
Una SAN és una xarxa concebuda per connectar servidors, arrays de discos i llibreries de 
suport. Principalment, està basada en tecnologia fibre channel. La seva funció és la de 
connectar de forma ràpida, segura i fiable els diferents elements que la conformen.  
Existeixen dos grups de servidors: els servidors de producció (aquells que contenen els 
sistemes per la gestió operativa diària i històrica) i el servidor de gestió del sistema EVA4400 
(aquest servidor també farà les funcions de servidor de backup del sistema principal). Tots 
aquests servidors es connecten a dos switchos Fibre Channel (aportant redundància a la 
solució). Als mateixos switchos s’ha connectat un sistema d’emmagatzematge EVA4400 i una 
llibreria MSL2024 FC.  
Físicament, la solució es basa en un sistema de xassís amb servidors Blades: el xassís de 
servidors és el model c7000 del fabricant HP.  
Aquest xassís està configurat amb: 
 2 Fonts d’alimentació de base, més 4 fonts d’alimentació addicionals.  
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 4 ventiladors de base, més 6 ventiladors addicionals.  
 2 switch de Ethernet Cisco Catalyst Blade 3020, totalment compatibles amb el xassís. 
Cadascun d’aquests switchos està equipats amb 8 ports RJ-45 Gigabit i 4 mòduls SFP 
per Fibra. L’objectiu d’aquests switchos és proporcionar connectivitat entre tots els 
servidors allotjats al xassís.  
 2 switchos de fibra Cisco MDS9124e a 4Gbps, per desplegar la xarxa SAN.  
Sis servidors Blade HP BL460c G6 de mitja altura, dividits en: 
 5 servidors de producció configurats amb: 
o 2 processadors Intel Xeon Quad-Core X5550 a 2,66 Ghz i 8 MB de memòria 
cache L3.  
o 96 GB de memòria RAM.  
o 2 discs dur per sistema operatiu configurats en RAID1.  
o 1 tarja Ethernet Quad-port per aportar 4 xarxes addicionals al servidor.  
o 1 tarja FC per aportar 2 ports Fiber Channel al servidor. 
 1 servidor de gestió de la EVA i Backup configurat amb: 
o 1 processador Intel Xeon Quad-Core X5550 amb 2,66 Ghz i 8 MB de memòria 
cache L3.  
o 6 GB de memòria RAM.  
o 2 discs durs per sistema operatiu configurats amb RAID1.  
o 1 tarja FC per aportar dos ports Fiber Channel al servidor.  
Com a solució per al sistema d’emmagatzematge, s’inclou un sistema EVA4400 configurat amb: 
 2 controladores configurades en actiu-actiu.  
 8 discs de Fibra de 450 GB aportant una capacitat bruta de 3,6 TB.  
 Software de gestió de la EVA.  
Com a solució per al sistema de còpies de seguretat de les dades dipositades en el sistema 
d’emmagatzematge, s’inclou una llibreria MSL2024 d’HP amb un drive Fibre Channel. Aquest 
drive ens permetrà connectar la llibreria directament a la xarxa SAN i efectuar “LAN Free 
Backups”. Amb tot, aquesta llibreria té capacitat de 24 slots per a cintes de tecnologia LTO-4 
que ens permet fer backup de un total de 19,2 TB de dades natives i 38,4 TB dades 
comprimides.  Com a software per gestionar tota la infraestructura de backup, es proposa 
DataProtector.  
 
5.4.1.1. Descripció de la plataforma 
 
Passem a descriure de forma més detallada cadascun dels elements proposats: 
Xassís de servidors 
Aquest xassís té capacitat per 16 servidors de tipus blade de mitja altura (half-height), tal i com 
s’observa a les següents figures: 




Figura 162: Vistes davanteres del xassís 
Els indicadors del número 1 al 16 indiquen els espais disponibles per blades. El xassís admet 
fins a 6 fonts d’alimentació redundants (indicadors del 17 al 22) i un display opcional (núm.23). 
 
Figura 163: Vista posterior del xassís 
Com podem veure a la figura anterior, el xassís incorpora 10 ventiladors redundants, port 
d’administració, entrades de corrent i 8 mòduls per interconnectar els Blades amb les xarxes 
(tant LAN com SAN).  
Per tenir configuracions redundades de cada Blade hem de configurar els mòduls 
d’interconnexió 1 a 1, resultant en un total de 4 mòduls d’interconnexió. Aquests ens aporten 
una sortida fixa dels Blades com és la següent: 




Figura 164: Interconnexió de les sortides dels blade 
Com veiem en la figura, i hem comentat anteriorment, els mòduls d’interconnexió es 
configuren 1 a 1 per tenir sortides redundants en els switchs. Si ens fixem en la figura, veiem 
que ens mostra la interconnexió de dos Blades de mitja altura. Cada Blade disposa de dos 
sortides de xarxa integrades en la placa base (NIC 1 i 2). Aquestes sortides de xarxa integrades 
en placa base sempre tindràn sortida pels mòduls 1 i 2, per tant, aquests mòduls només 
podran ser Ethernet. En el cas de la configuració que presentem, aquests mòduls son dos 
switchos 3020 del fabricant CISCO. L’ús d’aquests mòduls ens aporta un estalvi de tots els 
cables necessaris per interconnectar els blades amb els switchos. 
Amb tot, també veiem que els servidors incorporen dos Mezzanines. Com observem a la 
figura, cada servidor disposa de dos slots mezzanine per poder ampliar les sortides I/O dels 
servidors.  
La mezzanine 1 (en la figura la mezzanine amb sortides de color groc) té sortida pels mòduls 
d’interconnexió 3 i 4, per tant, aquesta mezzanine només pot ser una mezzanine Dual-Port ja 
que si la configuració d’aquesta és superior, els ports addicionals no tindrien  sortida. Per 
aquest motiu, en la configuració presentada, a les mezzanines 1 es connecten les targes Fibre 
Channel Duals, i els mòduls d’interconnexió dels Blades són switchs Fibre Channel MDS9124e 
del fabricant CISCO. L’ús d aquests switchos ens aporta un estalvi de tots els cables de fibra i 
de tots els SFPs necessaris per interconnectar els servidors amb els switchos. 
Per finalitzar, veiem que la mezzanine 2 (en la figura la mezzanine amb sortides verd i blau) pot 
arribar a tenir fins a 4 sortides que utilitzarien els mòduls d’interconnexió 5, 6, 7 i 8, per tant, 
en aquesta mezzanine aniran les targes que siguin de quatre ports. Si en aquesta mezzanine 
poséssim una tarja amb únicament dos ports els mòduls d’interconnexió 7 i 8 no es podrien 
arribar a utilitzar mai. En la configuració que presentem, en la mezzanine 2 hem inclòs una 
tarja Ethernet amb quatre ports. 
Per tant, amb  aquest  xassís podem arribar a tenir  fins a 16 servidors configurats en alta 
disponibilitat i sense cap punt únic de fallida. Amb tot, hem de comentar que el xassís és un 
element passiu de la configuració on tots els elements actius que hi ha en ell són 
interconnectables en calent i estan totalment redundats. 





Figura 165: Servidor BL460c G6 
El xassís esta omplert de servidors de mitja altura BL460c G6. Aquests són els servidors 
d’última generació d’HP, amb els que podem arribar a tenir fins a 96GB de memòria RAM en 
12 DIMMs de 8GB (contràriament als 64GB en 8 DIMMs de 8GB de generacions anteriors).  
EVA 4400 
Les controladores HSV són les encarregades de controlar la EVA. Hi ha dues controladores a la 
EVA, i en cas que falli una d’elles, l’altre controladora continuarà funcionant sense problemes, 
pel qual s’ha garantit que els equips estiguin connectats a través dels switchos a ambdues 
controladores. Amb tot, les controladores estan configurades en actiu-actiu i funcionen les 
dues al mateix temps donant servei als servidors que es connecten. 
 
Figura 166: Part posterior de la controladora 
Com podem observar tenim: 
 Dos fonts de alimentació  
 Un interruptor per poder  treure la corrent a la controladora HSV. 
 Dos Cache Mirror Port que és por on mirroreja la cache entre controladores. 
 Dos Devices Ports que fan la interconnexió entre les controladores HSV i les 
enclosures de Discos. 
 Un Dual Control interconnector, que és per on es passen informació de control 
les HSV. 
 
Les enclosures es la part on es col·loquen el discos. Aquestes són model M6412A i tenen la 
peculiaritat de suportar tant discos Fiber Chanel com FATA dintre de la mateixa. 




Figura 167: Vista davantera d'una safata de discs 
Com podem veure en la figura, la safata de discs de la EVA4400 suporta fins un màxim de 12 
discs per safata. En total, una EVA pot suportar fins a 8 safates, per tant, la EVA pot créixer fins 
a 96 discs FC o FATA. 
Cada safata disposa de dos ventiladors i dues fonts d’alimentació i dues targetes d’entrada i 
sortida de fibra. La interconnexió entre les controladores i les enclosures es fan en loop, tal i 
com s’explica a la següent figura: 
 
Figura 168: Interconnexió de les controladores amb les enclosures 
Si mirem la figura podem veure com s’interconnecten les controladores en una configuració en 
alta disponibilitat. Podem comprovar que si ens cau qualsevol de les safates es pot arribar per 
un camí alternatiu a tots els discs. 
Finalment, la EVA es gestionarà a través del software Command View. Aquest software es 
connecta a la EVA a través de Fiber Channel, per aquest motiu és necessari que el servidor de 
gestió tingui instal·lada una o dos HBAs (Host Bus Adapters).  
5.4.1.2. Gestió de les dades 
 
La cabina d’emmagatzematge , la EVA4400, és una cabina que virtualitza les dades a nivell de 
controladora. A més, distribueix les dades automàticament entre els discs, cosa que ens 
permet evitar colls d’ampolla i pèrdua innecessària de disc. 
Per exemple, si nosaltres tenim en la nostre cabina 100 discs configurats en RAID5 (4 + 1) i 
tenim 20 aplicacions, amb una gestió tradicional dels discs hem de crear 20 Disk Groups 
(100/5), en canvi, amb una EVA podem tenir un sol Disk Group amb 20 LUNs. 
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A més, si tenim en compte la figura següent, veiem que en la gestió tradicional dels discs, un 
cop afegits els discs, aquests s’han d’agrupar per nivells de RAID (en aquest cas formarem 6 
grups de RAID 5 i 9 grups de RAIDs 1).  
 
Figura 169: Gestió tradicional dels discs 
Un cop anem introduint dades als discs ens adonem que ens podem quedar sense capacitat en 
un grup RAID tenint espai lliure en els altres grups RAID. El motiu és que les dades que van en 
RAID 5 mai podran guardar-se en els discs que formen RAID 1. Per ampliar els discs de dades 
en la gestió tradicional dels discs, veiem que s’afegeixen els discs, es configuren i formategen 
els mateixos i els RAID5 s’afegeixen en el grup dels RAID 5. 
 
Figura 170: Ampliació de discs en la gestió tradicional 
Si per contra, en comptes de tenir en compte les distribucions anteriors, tenim en compte la 
següent figura on veiem la gestió dels discs que efectua una cabina d’emmagatzematge EVA, 
veiem que un cop afegits els discs, la EVA configura un sol Disk Group i que les dades es 
distribueixen entre els discs indistintament de en quin RAID estan configurats aquests. 
 
Figura 171: Gestió dels discs d'una EVA
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Un cop anem introduint dades als discs ens adonem que ens podem quedar sense capacitat en 
els discs. Per ampliar els discs de dades d’una EVA,  és tan fàcil com introduir els discs, ampliar 
el Disk Group. 
 
Figura 172: Ampliació dels discs en una EVA 
Com veiem en la figura anterior, les LUNs s’expandeixen entre els nous discs i les dades 
queden totalment distribuïdes entre tots els discs de la cabina. 
 
5.4.2. Elements del sistema de vídeo gestió 
5.4.2.1. Plataforma de servidors 
 
 
Figura 173: Arquitectura plataforma de vídeo gestió 
Com es mostra a l’esquema, l’arquitectura plantejada per donar un servei d’alta disponibilitat 
es durà a terme generant una estructura de clúster amb dos servidors on un contindrà els 
serveis actius per cobrir les necessitats de vídeo gestió del centre i l’altre tindrà una còpia 
sincronitzada d’aquests serveis (BBDD, Directory, Archiver, Gateway i Virtual Matrix) i que 
actuarà com a failover (en cas de caiguda del primer, aquest s’aixecarà de forma transparent i 
automatitzada). 
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Addicionalment, es disposa d’una cabina d’emmagatzematge que disposarà de doble 
controladora (amb doble port Fiber Channel per controladora) per tal de permetre la 
redundància de camins des dels servidors. D’aquesta forma, implementant Dual Pathing als 
adaptadors de fibra dels servidors podrem tenir una arquitectura amb la màxima robustesa 
possible: amb redundància de components i de camins.  
Els servidors proposats per dur a terme l’arquitectura en clúster de l’anterior esquema són 
servidors ProLiant DL380G6 amb les especificacions tècniques seleccionades per permetre 
escalar el sistema a un volum de càmeres molt més elevat. Les característiques del servidor 
són: 
- Intel Xeon Processor L5520 (2.26 Ghz, 8 MB L3 Cache, 60”, DDR3-1066, Turbo 
1/1/2/2)/8 MB. 
- 4 GB RAM. 
-  HP NC382i Dual Port Multifunction Gigabit Server Adapters. 
-  HP Smart Array P410i/Zero Memory Controller.  
- Processadora Intel Xeon Processor L5520 addicional. 
- 3 discs SATA SFF de 250 GB / 3G connectable en calent en configuració RAID 5.  
- HP Slim SATA DVD RW Optical Drive.  
- Font d’alimentació addicional: HP 460W 12V. 
- Ilo2 Advanced. 
- HBA Qlogic amb doble port FiberChannel a 4Gbps per redundar camins cap a les 
controladores de la cabina de discs.  
- Microsoft Server 2008 Standard Edition Reseller (5 CALs). 
 
Figura 174: Servidor HP ProLiant DL380G6 
Els dos servidors podrien, amb aquestes característiques, suportar un flux de fins a 300 
càmeres en el sistema (en funció del bitrate de cadascuna de les càmeres). L’escalabilitat està 
garantida en aquest sentit i és possible arribar a milers de càmeres instal·lant nous servidors.  
Per altra banda, la cabina proposada per cobrir les necessitats d’emmagatzematge del centre 
és una cabina de discs del fabricant SMDATA. El model escollit és el SD RAID 2*2143A-24R-4 
que té tots els elements crítics redundants (controladora, unitats de ventilació i fonts 
d’alimentació). Les característiques d’aquesta cabina són les que s’indiquen a continuació: 
- Controladora redundant i hot swap. Cadascuna de les controladores té 2 ports 
FiberChannel per permetre Dual Pathing des dels servidors.  
- Capacitat per 24 discs SATAII. 
- Unitat de ventilació redundant. 
- Controladora RAID amb processador RISC a 600 MHz. 
- Nivells RAID 0,1, 0+1, 3, 5, 6, 10, 30, 50 i 60. 
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- Suporta hot swap i hot spare. 
- Suporta reconstrucció automàtica en background. 
- Suporta On-Line Capacity Expansion. 
- Suporta LUN Filtering. 
- Suporta configuracions amb varis discs lògics, cadascun d’ells amb nivells de RAID 
diferents.  
La cabina té una capacitat bruta de 24 TBytes si s’equipen tots els discs de la mateixa. 
Addicionalment, és possible expandir-la amb cabines d’expansió generant un storage de fins a 
52 TBytes.  
 
Figura 175: Cabina d'emmagatzematge de 24 TB de capacitat 
S’ha pensat en aquesta solució equipant la cabina inicialment amb 24 discos de 1TByte en 
configuració RAID5 amb Hot Spare per l’emmagatzematge de vídeo i metadades associades. 
Els dos avantatges principals d’optar per aquesta tecnologia són: 
- Fent servir tecnologia FiberChannel ens permet en un futur créixer més enllà del que 
pot la pròpia cabina plantejant una arquitectura SAN que ens permet gestionar 
l’emmagatzematge de forma més eficient. Aquesta solució no és possible amb 
tecnologies basades amb controladores SATA o SCSI. Addicionalment, la velocitat 
d’escriptura és més elevada pensant en entorns futurs que poden incloure multitud de 
càmeres i requeriments d’escriptura exigents.  
- Sempre podrem expandir el sistema fins a un total de 52 TBytes si es requereix, 
podrem migrar el sistema cap a una arquitectura SAN.  
 
5.4.2.2. Codificació de senyals 
 
Al Centre d’Emergències treballarem directament amb senyals de vídeo codificats sobre 
protocol IP. Això ens permet una major facilitat de cablejat i configuració front a una solució 
analògica, al mateix temps que ens aporta major flexibilitat.  
Dins del dimensionament del sistema, considerem que al centre rebem 30 imatges de càmeres 
analògiques, algunes de les quals es codifiquen directament a l’origen. Altres es reben en 
format analògic a Collserola, i allà es codifiquen per a la seva posterior codificació i enviament 
mitjançant un enllaç IP amb el Centre.  De forma addicional, rebem 20 senyals directament en 
IP de les noves càmeres de xarxa instal·lades.  
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Les imatges que es reben en format analògic i que han de ser codificades per a la seva gestió 
en format IP, ja sigui al propi Centre o a Collserola, es codifiquen utilitzant codificació MPEG4 o 
H.264, amb tassa de bit variable i establerta inicialment a 2 Mbps.  
El codificador de vídeo vigilància proposat és el model Siqura S-54E-MC del fabricant 
Optelecom-NKF.  Aquest codificador és de quatre canals, estalviant espai en rack en aquells 
punts origen on s’hagi de codificar més d’una senyal analògica (per exemple, a Collserola o al 
propi Centre).  
 
Figura 176: Codificador Optelecom-NKF S-54E-MC 
Aquests codificadors presenten les següents característiques principals: 
Vídeo: 
- Codificació simultània de 4 canals de vídeo PAL.  
- Suport de triple flux amb algorismes de compressió MPEG-2, MJPEG i MPEG-4.  
- Cada canal pot transmetre els tres fluxos de forma simultània.  
- Streaming UDP/IP (multicast i/o unicast).  
- Latència de codificació inferior a 130 ms.  
- Admet les següents resolucions: D1, 2/3 D1, ½ D1, 2CIF, CIF, QCIF i VGA. 
- Frame rate: De 1 a 30 fps.  
 
Interfícies de transmissió: 
- 10/100 Base-T Fast Ethernet, Autonegociació, HalfDuplex/FullDuplex 
- Connector RJ45 
Altres 
- Funcionament en temperatures extremes 
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5.4.2.3. Càmeres IP 
 
Els cossos de seguretat i emergències tenen la necessitat de visualitzar què està passant en 
determinades zones dins del seu àmbit d’actuació, ja siguin imatges d’autopistes, zones d’alt 
risc d’incendi, zones de risc d’inundació...  
Actualment existeixen càmeres repartides al llarg del territori català, dependents de diferents 
òrgans, què permeten una vigilància del que succeeix a cada moment. Dins de l’àmbit d’aquest 
projecte, es contempla la instal·lació de 20 càmeres basades en tecnologia IP per ampliar el 
desplegament de càmeres actuals.  
Les càmeres IP, dissenyades pel seu ús tant en interiors com en exteriors, poden classificar-se 
en càmeres fixes, domo fixes, PTZ i domo PTZ.  De les 20 càmeres proposades, 15 seran de 
tipus fix per a la seva instal·lació en autopistes i 5 seran de tipus domo PTZ per la seva 
instal·lació en ports o zones urbanes amb gran afluència.  
 
5.4.2.3.1. Tecnologia de vídeo sobre IP 
 
El sistema de vídeo sobre IP ofereix tota una sèrie d’avantatges i funcionalitats que no pot 
proporcionar un sistema basat en càmeres analògiques. Entre els principals avantatges en 
trobem: 
 Accessibilitat remota: Es poden configurar les càmeres IP i accedir a elles de forma 
remota, el que permet a diferents usuaris autoritzats visualitzar vídeo en viu i gravat 
en qualsevol moment i des de pràcticament qualsevol ubicació en xarxa.  
 Alta qualitat d’imatge: Amb les tecnologies d’escombrat progressiu i megapíxel, una 
càmera IP pot produir una millor qualitat d’imatge i una resolució més alta que una 
càmera analògica. A més, en un sistema de vigilància IP digital complet, les imatges 
d’una càmera IP es digitalitzen una única vegada i es mantenen en format digital sense 
conversions innecessàries i sense degradació de les imatges.  
 Integració senzilla: Els productes de vídeo IP basats en estàndards oberts es poden 
integrar fàcilment amb sistemes d’informació basats en Ethernet, sistemes d’àudio o 
de seguretat i altres dispositius digitals, a més del software de gestió de vídeo i de 
l’aplicació.  
 Escalabilitat i flexibilitat: Un sistema de vídeo en xarxa pot créixer a la vegada que les 
necessitats de l’usuari. Els sistemes basats en IP ofereixen a moltes càmeres de xarxa i 
codificadors de vídeo, així com a altres tipus d’aplicacions, una forma de compartir la 
mateixa xarxa per a la comunicació de dades; d’aquesta forma, es pot afegir al sistema 
qualsevol quantitat de productes de vídeo en xarxa sense suposar canvis significatius 
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5.4.2.3.2. Càmeres fixes 
 
Tot i que existeix una gran varietat de fabricants i models al mercat de les càmeres IP, 
escollirem un model de càmera del fabricant AXIS degut a la seva compatibilitat total amb el 
software de vídeo gestió Omnicast.  
Amb les càmeres fixes, la direcció de visualització es determina una vegada s’ha muntat la 
càmera, destinades a visualitzar de forma permanent una zona concreta. Existeixen, però, 
diferents objectius varifocals i/o objectius intercanviables per disposar de més flexibilitat 
respecte al camp de visió a cobrir.  
En concret, les càmeres proposades són el model Q1755-E. Es tracta d’una càmera HDTV 
preparada per exteriors, amb  visió diürna/nocturna, dissenyada per àrees en les que es 
necessita una identificació d’elevada qualitat com per exemple les autopistes.  
 
Figura 177: Càmera fixa AXIS Q1755-E 
Aquesta càmera ofereix HDTV 1080i o 720p, format 16:9 així com múltiples seqüències 
configurables individualment a H.264 i Motion JPEG. La compressió H.264 optimitza l’ample de 
banda i l’emmagatzematge sense comprometre en cap cas la qualitat de la imatge.  
Altres característiques que proporciona la càmera i que la fan idònia per la funcionalitat 
proposada són: 
 Zoom òptic de 10x i enfocament automàtic, proporcionant el camp de visualització 
desitjat de forma immediata i amb l’enfocament adequat.  
 Detecció de moviment per vídeo.  
 Funcionalitat Gatekeeper, que permet a la càmera apropar la imatge automàticament 
quan existeix activitat a l’escena i allunyar-la transcorregut un temps determinat.  
 Model preparat per exteriors de classe IP66, proporcionant funcionament des de -40˚C 
fins a 45˚C.  
 Il·luminació mínima: 2 lux color, 0.2 lux en B/N. 
 Freqüència d’imatge H.264 fins a 25 imatges per segon a totes les resolucions.  
 Permet alimentació a través de PoE.  
 
5.4.2.3.3. Càmeres domo PTZ 
 
Les càmeres domo PTZ, contràriament al que succeeix amb les càmeres fixes, proporcionen 
gran flexibilitat gràcies al seu moviment horitzontal de 360˚, els seus 180˚ de moviment 
vertical i el disseny mecànic que permet un moviment continu.  
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Les càmeres domo PTZ són ideals per la supervisió en directe, quan es desitja poder seguir a 
una persona o un objecte, o centrar-nos en el que passa en una zona de la imatge. Per això es 
considera la opció perfecta per ports, vigilància urbana, zones d’afluència turística, etc. 
Aquestes càmeres també es poden gestionar en mode ronda de vigilància, el que fa que la 
càmera es mogui d’una posició preestablerta a una altra.  
El model proposat en aquest cas és el Q6032-E també del fabricant AXIS, preparada per 
exterior sense necessitat d’una carcassa addicional. 
 
Figura 178: Càmera domo PTZ AXIS Q6032-E 
Disposa de zoom òptic de 35x i zoom digital de 12x. Gràcies a la funció d’auto seguiment, 
detecta i segueix automàticament els objectes en moviment dins del seu camp de visió. El 
format de compressió H.264 garanteix l’estalvi d’ample de banda i de necessitats 
d’emmagatzematge.  
Altres característiques que proporciona la càmera i que la fan idònia per la funcionalitat 
proposada són: 
 Objectiu: 3,4  - 119 mm.  
 Il·luminació mínima: 0,5 lux a Color i 0,008 lux a B/N.  
 Freqüència d’imatge H.264 fins a 25 fps a totes les resolucions.  
 3 seqüències de vídeo simultànies.  
 Estabilització electrònica de la imatge (EIS).  
 Alimentació a través de PoE.  





5.4.3.1. Sistema de visualització frontal: videowalls 
 
Es proposen dos sistemes de visualització frontal a tot el Centre d’Emergències: el de la Sala 
principal dels operadors del 112 composat per 16 cubs de 70”, en configuració 8x2, amb 
tecnologia DLP de darrera generació; i el de la Sala CECAT, amb el mateix model de cubs en 
configuració 3x2. 
El sistema de visualització frontal inclou el processador gràfic Transform A i el software de 
control Apollo (descrits al llarg d’aquest apartat).  
 
5.4.3.1.1. Sistema de visualització 
 
El sistema de visualització proposat està compost per cubs de retroprojecció amb tecnologia 
DLP del fabricant Barco. El model seleccionat és el OV-715, cub retroprojector de manteniment 
posterior amb  tecnologia OverView-D2. 
 
Figura 179: Cub retroprojector de 70" OV-715 
En el present apartat s’exposaran les característiques tècniques dels cubs , les característiques 
de la tecnologia OverView-D2 que incorporen i el software de gestió que ens servirà per tenir 
una supervisió de l’estat dels mateixos. 
5.4.3.1.1.1. Característiques tècniques 
 
Les característiques tècniques dels mòduls proposats es detallen a continuació: 
- Resolució: SXGA+ (1400 x 1050) 
- Resolució absoluta: 25.4 dpi 
- Contrast dinàmic: 5100:1 
- Redundància de làmpades: làmpada de reserva en hot standby o cold standby.  
- Commutació de làmpades: Automàtica en cas de fallida d’una de les làmpades.  
- Senyals d’entrada: 1 DVI-D, 1 Dual Link DVI-D 
- Senyals de sortida: 1 DVI-D, 1 Dual Link DVI-D 
- Resolucions d’entrada suportades: VGA, SVGA, XGA, SXGA+, UXGA, 1080p, dual XGA.  
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- Integració: Control del videowall a través d’aplicacions de tercers gràcies a una API 
basada en SOAP.  
- Comunicacions: A través d’Ethernet 
 
5.4.3.1.1.2. Tecnologia OverView-D2 
 
Els mòduls DLP OverView D2 s’han dissenyat per entorns d’operació 24/7, proporcionant 
estabilitat d’imatge, uniformitat al llarg de tot el Display Wall, fiabilitat i cap interrupció sobre 
els operadors de les sales de control. 
Els principals elements que contribueixen a les característiques mencionades són: 
 Pantalles anti-reflex per proporcionar una imatge continua sense separacions 
apreciables al llarg de tot el Display Wall. 
 Alt nivell d’uniformitat en el cub i entre els cubs per garantir uniformitat del Display 
Wall. 
 Sensors integrats en els mòduls per mantenir les característiques, com la luminància i 
color, constants al llarg de tot el Display Wall. 
 Entrades i làmpades redundants per proporcionar alta disponibilitat del sistema. 
 Configuració, control i monitorització remota a través del Barco Wall Control Manager 
de un o varis Display Walls. 
A continuació es detallen les prestacions més importants d’aquesta tecnologia que incorporen 
els cubs proposats: 
Disponibilitat 
La disponibilitat del videowall, imprescindible en un entorn 24x7, és molt elevada degut 
principalment a: 
 MTBF elevat dels mòduls DLP. 
 Redundància de làmpada amb canvi automàtic i auto ajust de intensitat i color sota un 
error de làmpada. 
 Redundància del senyal d’entrada, que es pot usar per duplicar el contingut o cablejat 
fins el Display Wall per aplicacions crítiques. 
 Els mòduls DLP disposen de memòries Flash redundants que mantenen els paràmetres 
d’ajust. 
Processat d’imatge 
 Els mòduls disposen entrades Multi-Sync DVI-D que accepta senyals d’un gran rang de 
freqüències i formats. 
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 Mòdul d’escalat integrat (opcional) que permet mostrar pràcticament qualsevol 
format d’entrada en qualsevol format de sortida. 
 Doble entrada DVI-D amb commutació automàtica configurable que proporciona un 
nivell de redundància 100% a l’entrada. 
 Doble entrada DVI-D amb loop-throught i cropping que permet mostrar de forma 
sincronitzada continguts al llarg de múltiples mòduls DLP. 
Sense6 
Sense6 és un conjunt de sensors i sistemes amb el propòsit de fer que el Display Wall tingui la 
aparença d’un gran Display, amb igual color i intensitat de llum entre mòduls al llarg del temps.  
 
5.4.3.1.1.3. Barco Wall Control Manager (BCM) 
 
Aquesta aplicació, basada en client/servidor, ens permetrà realitzar la supervisió del videowall.  
Els cubs tenen un port de xarxa Ethernet i una direcció IP pròpia i, per tant, el software pot 
controlar tots els cubs del videowall al mateix temps. Els components del servidor es poden 
instal·lar a qualsevol PC o controlador de videowall que tingui connexió per Ethernet amb els 
cubs. En el nostre cas serà en el processador gràfic, que explicarem en el següent apartat. Els 
components del client es poden instal·lar a qualsevol estació de treball de la xarxa de dades.  
 
Figura 180: Arquitectura client/servidor BCM 
 
El Software realitza el monitorat de l’estat de funcionament dels cubs que permet la detecció a 
temps de les possibles disfuncions. 
Les operacions principals que es poden realitzar des d’aquest software són: 
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- Engegar/apagar tot el videowall complet o qualsevol dels cubs.  
- Configurar tots els mòduls de projecció a un nivell fix de brillantor.  
- Canvi de làmpada entre l’activa i la de backup.  
- Selecció del mode d’operació d’espera de les làmpades en calent o en fred.  
- Selecció de la senyal d’entrada activa (de les dues entrades DVI presents).  
- Selecció d’un escenari redundant en cas de disfunció de l’entrada activa.  
 
Figura 181: Interfície d'usuari de BCM 
L’estat del videowall s’indica a la barra d’estat. Si mostra una icona verda, totes les propietats 
monitorades pel software estan bé. En cas de tenir un color diferent, la informació del 
problema es pot trobar en una finestra de diàleg dedicada que apareix al fer doble click sobre 










Figura 182: Detecció d'anomalies 
 
5.4.3.1.2. Controlador gràfic 
 
El controlador gràfic dels videowalls del Centre conforma un sistema escalable format per 
varies unitats modulars i extensions, les quals poden ser configurades per satisfer diferents 
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requisits. Aquest controlador realitza el processat digital de la informació, permetent múltiples 
possibilitats de senyals d’entrada (DVI, RGB, HDTV, Video Streaming, RGB Streaming, SDI, 
aplicacions locals, aplicacions remotes a través de la xarxa...).  
Es basa en un model d’arquitectura modular, oberta, basada en redundància per un 
funcionament 24x7.  
El concepte modular de TRANSFORM A compren el processador denominat TRANSFORM A 
PROCESSOR, un xassís d’expansió i una gamma de targetes d’entrada i sortida.  
Processador Transform A 
És la unitat central del controlador gràfic TRANSFORM A. El controlador permet que els murals 
de 8x2 i 3x2 es comportin com escriptoris de Windows, en els que qualsevol senyal o aplicació 
es pot ubicar a qualsevol lloc i amb qualsevol mida. El controlador està format principalment 
pels següents elements:  
- 1 xassís de control TRANSFORM A AX6 PROCESSOR 
 Capacitat per a 5 xassís d’expansió TA18/TA12 
 Doble processador Dual-Core Intel Xeon 3 GHz. 
 4 GB de memòria RAM 
 Disc de sistema tolerant a fallades 2x250 GB en RAID 1. Es poden extreure en 
calent.  
 Font d’alimentació redundant amb canvi en calent.  
 Unitat de DVD Rom. 
 Teclat/Ratolí amb extensor 20m. 
 Xassís industrial per a rack de 19”. 
 Software de captura d’escriptoris (fins a 20) i compartició de continguts.  
En una configuració que sigui petita, totes les targetes caben als slots PCI del Transform A 
Processor. En la nostra configuració, on el número de senyals a visualitzar és elevat, el número 
d’slots PCI pot ser ampliat utilitzant un Transform A Omnibus. Totes les targetes de sortida i 
d’entrada es troben ubicades dins de les unitats Transform A Omnibus, i totes les interfícies de 
xarxa (NICs) i les targetes de interconnexió amb els Transform A Omnibus es troben dins del 
processador Transform A.  
 
Figura 183: Processador Transform A i xassís d'expansió Omnibus 
Transform A Omnibus 
Les targetes d’entrada i de sortida s’insereixen als slots del l’Omnibus i romanen connectades a 
un backplane d’alta velocitat.  




Figura 184: Omnibus A18 
L’Omnibus A18 està basat en una arquitectura de backplane PCI de 64 bit/66 MHz, oferint 18 
slots i proporcionant 533 MB/s d’ample de banda. 
En cas de creixement del sistema, són més exigents els requisits d’ample de banda i de 
targetes d’entrada i de sortida. Per satisfer aquests requisits, un Transform A pot tenir 
connectats múltiples Omnibus . 
Targetes de sortida (Omniscaler i Targeta Gràfica UGX) 
Les targetes gràfiques del sistema, denominades UGX, disposen de quatre sortides, 
proporcionant acceleració gràfica dedicada per cadascuna d’elles. A més, el sistema ajusta 
automàticament la imatge a la resolució de pantalla. La targeta gràfica UGX permet suportar 
un ampli rang de dispositius amb resolucions de fins UXGA (1600x1200), HDTV (1920x1080) o 
WUXGA/HDTV+ (1920x1200).  
La targeta Omniscaler realitza bàsicament dues funcions: expandir (augmentar la mida) de les 
imatges inserides, fins a mida de pantalla completa (tot el videowall) i mesclar la informació 
inserida amb la informació gràfica de l’escriptori generada per les targetes gràfiques.  
Els mòduls sortida de senyal proposats són: 
Videowall 8x2: 
 2 plaques de sortida UGX. Cada placa pot generar la imatge de fins a 8 mòduls.  
 4 plaques d’escalat OMNISCALER. Cada placa pot gestionar fins a 4 cubs.  
Videowall 3x2: 
 1 placa de sortida UGX.  
 2 plaques d’escalat Omniscaler. 
 
Targetes d’entrada de  vídeo IP Streaming 
L’streaming digital de vídeo té nombrosos avantatges front la tecnologia analògica i a més, 
està reemplaçant al vídeo analògic en nombroses aplicacions.  
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La targeta Streaming Video Card està basada en una arquitectura hardware amb processadors 
digitals de senyal (DSPs). Amb aquesta arquitectura de DSP programable es manté obert el 
disseny per a qualsevol nou tipus de codificador del mercat.  
 
Figura 185: Descodificació de vídeo IP a través de Streaming Video Card  
Cada targeta pot descodificar fins a quatre streams de vídeo de la gran majoria d’estàndards 
de compressió, incloent MPEG1, MPEG2, MPEG4, MJPEG, etc.  Cada stream es mostra a la seva 
pròpia finestra, la qual pot ser desplaçada lliurement i modificada la seva mida.   
Es proposen 10 targetes d’entrada de vídeo IP, que desencapsulen i descodifiquen la senyal de 
la pròpia xarxa IP, per a un total de 40 vídeos.  
 
5.4.3.1.3. Software de gestió Apollo 
 
El software de gestió de gestió Apollo s’utilitza en entorns operatius en els quals és necessari 
gestionar una gran quantitat d’informació i fonts documentals. Les prestacions 
d’automatització incorporades permeten als usuaris de les sales de control concentrar-se 
completament en la seva feina.  
Les funcionalitats principals del software Apollo, integrat també en la solució de gestió de 
vídeo proposada Omnicast a través del plugin Transform A i de la API d’Apollo,  són les 
següents: 
 Arquitectura client/servidor. 
 Edició off line de composicions de pantalla al videowall. Cada composició pot disposar 
d’una sèrie de finestres de qualsevol tipus, definides bàsicament per: 
o La seva mida 
o La seva posició dintre del videowall 
o Detalls de visualització com poden ser marcs, noms, posició fixa o mòbil,... 
o I el contingut  
 Selecció de Composicions. Els operadors poden seleccionar diferents composicions per 
canviar la representació del videowall amb un simple “clic” de ratolí. Amb Omnicast 
realitzarem aquesta tasca de commutar escenaris.  
 Visualització de forma esquemàtica en els llocs d’operador de l’estat del sistema de 
visualització, inclòs moure o canviar la mida de les finestres. La comunicació és en 
temps real, de forma que qualsevol canvi s’aplica immediatament en el videowall.  
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5.4.3.2. Sistema de visualització a Sales de Coordinació Tècnica: LCD-Walls 
 
El display wall proposat per les Sales de Coordinació Tècnica dels diferents cossos de seguretat 
i emergències és un mural de visualització basat en 4 pantalles LCD de marc estret per poder 
generar un aspecte similar al conformat per un videowall basat en cubs de retroprojecció. El 
mòdul LCD utilitzat és del fabricant BARCO model NSL-4601. Les pantalles son LCDs de 46” amb 
relació d’aspecte 16:9 conformant una matriu 2x2.  
El display wall proposat consta a nivell hardware de dos elements principals: 
 Conjunt de displays.  
 Controlador gràfic.  
La gestió de visualització es realitzarà des de una consola d’operador, la del cap de sala,  a 
través del software Omnicast.  
Les característiques principals de les pantalles són: 
- Mida del marc entre dos pantalles: 7.2 mm. 
- Pantalles de 46”. 
- Resolució: 1366x768 píxels.  
- Contrast 3000:1. 
- Brillantor 700 cd/m2 (màxim). 
- Angle de visió: 178˚. 
- Entrades de vídeo /dades multiformat.  
- SW de control remot.  
 
Figura 186: LCD-Wall en configuració 2x2 
Targetes de sortida: 
 1 targeta UGX. Aquesta targeta pot generar la imatge de fins a 8 mòduls.  
 1 targeta d’escalat  OMNISCALER. Aquesta targeta pot gestionar 4 mòduls.  
Targetes d’entrada: 
 Dues targetes Streaming Video Card (SVC-2), permetent la visualització de fins a 8 
imatges simultànies al LCD-Wall. 
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5.4.3.3. Sistema de visualització a Sales de Crisi 
 
A totes les Sales de Crisi ubicades en el Centre d’Emergències tindrem una pantalla LCD de 
gran format (47”). 
Per possibilitar una integració global amb la solució de gestió de vídeo Omnicast, s’ubica un 
barebone (MiniPC) en el suport de la pantalla que ens permetrà gestionar aquesta pantalla a 
través d’un client Live Viewer (client de visualització de vídeo) instal·lat en aquest barebone. 
Aquesta solució, permet alhora disposar d’un “media center” local, que permetrà la 
reproducció de DVDs a l’equip, carregar presentacions, mostrar documents... 
En aquells casos en que es desitgi disposar a la pantalla de visualització d’un mosaic amb 
diferents càmeres de vídeo o canviar l’existent, ho podrem fer connectant-nos des de 
qualsevol estació de treball existent en el centre que tingui instal·lat un client Live Viewer. 
Aquesta operació es farà normalment des de la consola del cap de sala de la Sala de 
Coordinació adjacent.  
Quan accedim, podrem tenir accés al Live Viewer remot instal·lat en el Barebone de la Sala de 
Crisi en qüestió i fer els canvis que siguin necessaris, veient-se modificat el layout corresponent 
en temps real (gràcies al plugin Remote Live Viewer). 
El model de pantalla proposat és el NSL-47 del fabricant Barco amb resolució Full-HD 
(1920x1080). 
 
Figura 187: Pantalla LCD NSL-47 
 
5.4.3.4. Beneficis de l’arquitectura d’audiovisuals dissenyada 
 
Els beneficis del sistema de visualització del Centre de Control proposat, es basen 
principalment en: 
 Màxima utilització dels recursos i connectivitat del propi centre de control. S’utilitzen 
les pròpies xarxes de dades IP estàndard per al transport de les senyals de dades i 
vídeo.  
 Solució integrada de descodificació de vídeo per IP: 
o Simplifica el cablatge (no és necessari cablejat analògic, ni xarxes paral·leles). 
o Augmenta la flexibilitat al permetre la visualització de qualsevol senyal en 
qualsevol lloc, només tenint connectivitat a la xarxa.   
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o Evita la necessitat de descodificadors i matrius externes.  
o Independitza la solució de visualització del tipus de codificador al tractar-se 
d’una solució de descodificació universal.  
o No existeix pèrdua de qualitat de senyal als diferents processos de conversió 
analògic – digital - analògic. 
 
5.4.4. Gravació de telefonia 
 
5.4.4.1. Plataforma de gravació 
 
Degut a l’activitat duta a terme per el Centre d’Emergències es fa necessària i legalment 
obligatòria la gravació de les trucades.  
El sistema de gravació el cobrirem amb la solució del fabricant NICE que, juntament amb Cisco, 
ha integrat la seva tecnologia de gravació IP amb els entorns de telefonia Cisco basats en Call 
Manager (CCM), així com en Cisco IP Contact Center.  
La solució de gravació NICE VoIP proporciona diverses opcions de gravació, que inclouen: 
 Gravació Total 
 Gravació Selectiva 
 Gravació Sota Demanda 
 Gestió de la Qualitat 
Les principals característiques d’aquest sistema de gravació basat en IP són les següents: 
- Facilita la Gestió de la Qualitat i la Gravació per requisits legals.  
- Gestió de l’experiència amb el ciutadà: Permet la captura, avaluació, anàlisis i 
millora de les interaccions.  
- Plataforma escalable preparada per la seva instal·lació en entorns crítics.  
- Integració en entorns Cisco Call Manager i IPCC utilitzant una connexió CTI Link o 
desxifrat de senyal de Cisco Skinny. 
- Número il·limitat de canals de gravació per sistema.  
- Suporta redundància de Cisco Call Manager.  
- Integració amb NICE Storage Center per emmagatzematge centralitzat.  
- Compressió de trucades de G.711 a G.729A per reduir el cost d’emmagatzematge.  
 
5.4.4.2. Arquitectura i elements de la solució 
 
La solució de gravació consisteix en els següents mòduls: 
- NICE Loggers per gravació de veu. Els mòduls Loggers es connecten a ports SPAN dels 
switchos de xarxa, duplicant els paquets dels telèfons IP per gravació. 
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- Un servidor NiceCLS per la gestió i el control. El mòdul NiceCLS es connecta al Cisco 
CTI Manager o al Cisco Peripheral Gateway (PG) (tots dos inclosos al Contact Center 
Enterprise) per rebre esdeveniments de trucada, i d’aquest mode gestiona la base de 
dades de trucades i controla la gravació del Logger.  Això implica, que a més de la 
gravació de l’àudio de la conversa, es graven també les metadades associades a 
aquesta (número de telèfon, direcció de la persona que truca, nom, ciutat, estat, 
dígits marcats....). 
- Un servidor Storage Center, que proporciona emmagatzematge central, integrant-se 
amb els servidors de fitxers i les solucions d’arxiu del Centre.  
- Un paquet d’aplicacions NICE, que es pot executar en qualsevol estació de treball. 
Aquest paquet d’aplicacions permet la recerca i reproducció de les trucades gravades, 
l’avaluació d’una mostra aleatòria de trucades per realitzar gestió de la qualitat del 
servei, el monitoratge de trucades en temps real, la petició de gravació sota demanda 
de les trucades actuals i fixar les regles de gravació per gravació selectiva.  
- Un servidor NICE Web Server proporciona accés (basat en exploradors) al paquet 
d’aplicacions.  
 
Figura 188: Arquitectura de la solució de gravació 
Seguidament passarem a detallar cadascun dels elements que composen la solució. 
Logger 
Aquest mòdul es pot utilitzar com un mòdul stand-alone o com una part d’una solució de 
múltiples servidors. En una mateixa arquitectura poden conviure un número il·limitat de 
mòduls Logger per oferir centenars de canals de gravació. El sistema permet configuració, 
administració i control de tots els loggers de forma centralitzada, donant a l’usuari tota la 
informació sobre el número de gravacions, tipus, etc.  
A més, el sistema pot tenir desplegats múltiples Loggers, CLS i Storage Centers per oferir 
redundància al sistema.  
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El Logger és capaç de realitzar dos tipus diferents de gravació: 
Gravació passiva: Els mòduls loggers es connecten als ports de mirroring (ports SPAN) dels 
switchos de la xarxa que reflecteixen el tràfic que ha de ser emmagatzemat. Aquest tipus de 
gravació està disponible si l’escenari de telefonia utilitza el protocol RTP (Real Time Protocol) 
per als paquets de veu. S’emmagatzemen tant les trucades externes com les internes.  Aquest 
tipus de  gravació requereix fer mirroring a tots els switchos. Es grava únicament el flux d’àudio 
que passa pels telèfons.  
 
Figura 189: Gravació passiva 
Gravació activa: Aquest tipus de gravació implica l’enviament de repliques de les interaccions 
de veu capturades al sistema de gravació utilitzant la xarxa d’enrutament, bé per part del 
gateway de veu o per part dels telèfons IP. Permet una gravació centralitzada en un entorn 
distribuït.  
 
Figura 190: Gravació activa 
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Per al sistema de gravació del Centre d’Emergències utilitzarem l’opció de gravació activa, que 
provoca menys sobrecàrrega a la xarxa i ens permet tenir gravació centralitzada de totes les 
trucades que es realitzin o es rebin. Cal destacar que la solució permet realitzar gravacions tant 
de trucades realitzades a través de telèfons IP físics com a través de softphones (software 
telefònic per PC).  
Totes les gravacions s’emmagatzemen en el disc dur local del gravador (Logger) i després es 
traspassen cap a dispositius externs o dispositius de gravació (com l’Storage Center). Les 
gravacions es realitzen en un format propietari de NICE, el que assegura que aquestes no 
puguin estar manipulades posteriorment.  
Cada servidor Logger conté 10 slots PCI , set d’ells disponibles per targetes de gravació (fins a 
24 entrades per targeta), proporcionant fins a 192 canals de gravació simultanis.  
Pel que fa a la compressió de la senyal, cada Logger pot configurar-se per utilitzar múltiples 
algorismes de compressió d’àudio, com per exemple: G711 (sense compressió, 64 Kb/s), 
ADPCM16 (16Kb/s), G729a (8 Kb/s)  o G723.1 (entre 6.3/5.3 Kb/s). Utilitzar un rati de 
compressió inferior per la gravació ens permet que cada dispositius (HDD, cinta o disc) pugui 
emmagatzemar més informació. El format més popular de compressió d’arxius d’àudio és el 
G729a.  
Storage Center 
És una aplicació instal·lada en un servidor que ofereix la possibilitat d’integrar dispositius NAS i 
SAN amb la solució. A més, també proveeix la intel·ligència per transportar dades a través de la 
xarxa des dels discs locals cap als dispositius de gravació. Un únic servidor Storage Center pot 
suportar múltiples unitats de captura de diferents tipus.  
La inclusió d’aquest servidor a la plataforma ens aporta:  
- Localització d’espai d’emmagatzematge a través de múltiples llocs i plataformes.  
- Centralització de les interaccions entre múltiples unitats de captura.  
- Suport de qualsevol tipus d’arquitectura NAS (Network Attached Storage), SAN 
(Storage Area Networks) o CAS (Content Addressed Storage). 
- Generació de calendaris/horaris en els quals es transmeten dades per minimitzar 
l’impacte a la xarxa en hores de màxima activitat.  
- Transparència de cara a l’usuari del sistema.  Quan aquest realitza una recerca i vol 
reproduir una conversa emmagatzemada, la ubicació actual de la conversa és 
transparent per l’usuari.  
- Compressió avançada i opcions d’exportació de fitxers a format standard WAV. 
CLS 
Conté la base de dades centralitzada del sistema, així com la integració amb els productes de 
telefonia de CISCO. 
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Aplicacions de Client 
Les aplicacions que estan disponibles amb el sistema són: 
- Query: Eina de recerca i reproducció de converses gravades.  
- Monitor: Permet monitorar en temps real qualsevol canal del gravador.  
- Supervision: Supervisió de tots els components que formen el sistema des de una 
única finestra.  
- Administrator: Configuració i administració total del sistema.  
 
5.4.5. Arquitectura del sistema de videoconferència 
 
5.4.5.1. Escenari plantejat 
 
Es planteja un escenari basat en alta disponibilitat, degut a la criticitat de l’escenari on 
s’utilitzarà la plataforma de videoconferència proposada. Els elements que formen l’escenari 
de videoconferència són: 
- 2 MCU SCOPIA400-48  
En total, aquestes dues MCU proporcionen 64 ports HD / 98 ports a 2 Mbps / 196 ports 
per usuaris interactius Desktop a 382 kbps. A més, ofereix 600 usuaris addicionals 
d’streaming. Aquesta darrera particularitat pot ser utilitzada en situacions de crisi, on 
el centre vulgui fer un comunicat públic per Internet.  
Cada MCU està equipada amb una targeta MCU i dues targetes MVP, permetent 
duplicar la capacitat inicial i tenir una MCU redundada per evitar la caiguda del servei. 
En mode de funcionament normal, s’aprofita la capacitat de les dues MCUs, podent 
utilitzar participants d’una mateixa conferència, ports de diferents MCUs. En cas de 
que una MCU caigui, serà l’altra la que realitzi totes les connexions, sense interferir en 
el funcionament del sistema. 
  
- SCOPIA 100 P10 Gateway redundat. 
En condicions normals, es duplica la capacitat de trucades RDSI del sistema alhora que 
permet la redundància del servei . Cada Gateway RDSI 1PRI  permet 30 trucades de 
veu / 15 trucades de vídeo a 128 kbps / 30 trucades de vídeo a 64 kbps / 5 trucades de 
vídeo a 384 kbps.  
 
- Suite iVIEW en arquitectura de failover amb base de dades redundada en clúster. Es 
fan necessaris: 
o 2 servidors amb Windows 2008 Server per redundar iVIEW, un principal i 
l’altre alternatiu. 
o 2 servidors amb Microsoft SQL 2005 configurats en clúster per la base de 
dades de Iview. 
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- Gatekeeper ECS en arquitectura de failover. Com havíem comentat anteriorment, el 
software iVIEW inclou un gatekeeper intern. Tot i això, si volem crear un escenari de 
redundància, cal que el ECS sigui versió stand-alone. Són necessaris 2 servidors amb 
Windows 2008 dedicats, un amb el Gatekeeper principal instal·lat i l’altre amb el 
gatekeeper alternatiu.   
 
- Gateway 3G redundat. Dues targetes GWP25/M instal·lades cadascuna sobre l’slot 
lliure d’un xassís SCOPIA 400. Cadascuna de les targetes permet fins a 30 trucades de 
vídeo simultànies.  
 
- PathFinder Server redundat configurats sota dos servidors. Implica un increment de la 
capacitat al permetre cadascun d’ells 480 registres de dispositius i 80 trucades 
concurrents. A més, proporciona redundància al permetre que els PathFinder Client i 
els endpoints H.460 registrats directament configurin un servidor PathFinder com a 
principal i l’altre com a alternatiu.  
 
- 2 servidors standalone per a Desktop Server que suporten, cadascun d’ells, 100 
usuaris concurrents, 5 gravacions simultànies i 300 usuaris d’streaming.  
Existirà una URL única per accedir al servei d’Scopia Desktop per tots els clients. Es pot incloure 
un balancejador de càrrega que distribuiria entre els diferents servidors Scopia Desktop els 
participants (enviant tots els participants d’una mateixa conferència al mateix servidor 
d’Scopia Desktop). 
 
Figura 191: Diagrama de l'arquitectura de videoconferència 
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S’inclou també en aquesta arquitectura una cabina de discos amb doble controladora de doble 
port per a emmagatzemar totes les gravacions de forma centralitzada. 
Per a implementar els servidors necessaris d’ECS i iVIEW, es proposa una arquitectura basada 
en blades. El xassís de servidors inclourà: 
 2 blade Servers per ECS. 
 4 blade servers per iVIEW, dos dels quals son per la BBDD. 
 1 Switch Gigabit Ethernet integrat en el xassís.  
Per als servidors Desktop Server es proposa una arquitectura basada en servidors stand-alone, 
model HP ProLiant DL380G6.  
Al següent diagrama es mostra l’arquitectura proposada per oferir el servei de 
videoconferència  intern del propi Centre i que també permetrà realitzar conferències amb 
l’exterior.  




Figura 192: Arquitectura de la plataforma
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5.4.5.2. Consum d’ample de banda i necessitats de connectivitat 
 
Al tractar-se d’una solució basada en equipament hardware, no s’envien tots els fluxos que rep 
la MCU novament als participants. La MCU composa totes les imatges que li arriben dels 
participants de cada videoconferència i envia un únic flux de vídeo+àudio+dades als 
participants de la mateixa. 
El consum d’ample de banda només el farem per als participants que s’intentin connectar des 
de l’exterior del centre d’emergències. Suposem en aquest punt que la xarxa local del Centre 
d’Emergències suportarà els fluxos de l’aplicació de videoconferència i dels altres sistemes del 
centre.  
El servidor Scopia Desktop Server actua com un gateway entre el PC que s’intenta connectar 
via web a la conferència i la MCU d’Scopia.  
Farem la suposició de pitjor cas el de 100 usuaris connectats a la plataforma des de l’exterior 
(la meitat dels que admet el sistema) de forma simultània. Sota aquesta consideració, existirà 
un flux uplink cap al servidor Desktop de: 384 kbps/participant *100 participants= 38.4 Mbps.  
Aquest valor depèn de la qualitat escollida per a realitzar la videoconferència, però és 
suficientment elevat considerant que és molt difícil obtenir aquestes magnituds de 
concurrència.  
Per l’enllaç de baixada, hem de considerar dos factors: 
1) Poden haver-hi usuaris d’streaming. El sistema permet fins a 600 usuaris d’streaming 
de forma simultània. L’ample de banda d’streaming requerit és de 256 kbps per usuari. 
Si tinguéssim 600 usuaris d’streaming connectats alhora, consumiríem un ample de 
banda de 153.6 Mbps. 
2) Cada usuari rep un únic stream de vídeo amb la composició de totes les imatges de la 
resta de participants. Per tant, independentment dels usuaris que formin part de la 
videoconferència, cadascun d’ells rebrà un stream de 384 kbps. Per tant, novament, si 
tenim 100 usuaris interactius concurrents, l’ample de banda necessari de downlink 
seria 38.4 Mbps.  
Per tant, cal considerar que el número d’usuaris concurrents sense servir streaming, es redueix 
a mesura que augmenten els usuaris d’streaming.  
Amb la contractació d’un accés d’Internet de 39 Mbps simètrics assegurem que puguin estar 
connectats de forma concurrent 100 usuaris sense considerar trucades mòbils. Si es volgués 
suportar en la seva totalitat els 600 usuaris d’streaming caldria contractar un accés de més 
capacitat. Degut a l’elevat cost d’aquest, tant l’alta de l’accés com el seu cost mensual, es 
considera suficient el proposat per les necessitats inicials del Centre d’Emergències.  
Òbviament, podrem tenir de forma simultània tantes connexions RDSI com capacitat del 
nostre primari (no intervenen les característiques del nostre accés a Internet). Per suportar la 
màxima capacitat de tots dos gateways RDSI, contractarem dos accessos primaris RDSI.  
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5.4.5.3. Infraestructura d’operadors 
 
Els operadors del Centre d’Emergències que puguin establir videoconferències, estaran 
equipats amb un kit consistent en una webcam i uns microcascos.  Els operadors podran 
participar en  una videoconferència gràcies a l’Scopia Desktop sense necessitat d’instal·lar cap 
software, només entrant per web. Una vegada hem accedit al portal per primera vegada, 
apareixerà una icona d’accés ràpid a la nostra pantalla: 
 
Figura 193: Accés ràpid de l'operador a la plataforma de videoconferència 
Des d’aquesta icona podem configurar paràmetres relatius a les sessions de videoconferència i 
accedir al portal.  
 
Figura 194: Configuració de paràmetres de la reunió 
A més, gràcies a la integració de la solució Scopia Desktop amb  l’Outlook, podem reservar 
sales virtuals de videoconferència com si de programar una reunió es tractés.  
 
Figura 195: Integració de la reserva de sales virtuals amb Microsoft Outlook 
5.4.5.4. Infraestructura de sales 
 
En el Centre d’Emergències  existeixen vuit  sales amb equips de videoconferència: 
- Sala de Coordinació Tècnica 112 
- Sales de Crisi de: Protecció Civil, SEM, Mossos d’Esquadra, Guàrdia Urbana, Policia 
Local, Agents Forestals i Bombers.  
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Cadascuna d’aquestes sales anirà equipada amb un equip de videoconferència LifeSize Express.  
 
Figura 196: Equip de videoconferència de sala 
Aquests equips es connectaran a la LAN del centre mitjançant cable Ethernet, possibilitant així 
el seu registre al gatekeeper i la videoconferència amb altres usuaris ja siguin des de PC, 
conferència sobre RDSI, altres terminals H.323, telèfons mòbils o fixes. 
Els equips de videoconferència d’alta definició proposats inclouen: 
 Codificador integrat 
 Càmera HD motoritzada PTZ (resolució 1280x720) 
 Micròfon de sobretaula  
 Comandament a distància 
 Pantalla de 47” 
Les característiques més significatives dels equips proposats es detallen a continuació: 
Comunicacions 
- Suport d’ample de banda des de 128 kbps fins a 2Mbps 
- Protocol H.323/SIP 
- 1 connector RJ-45 Network LAN 
- 1 connector 3.5mm Micròfon IN per al micròfon 
- 1 connector RJ-45 addicional 
Especificacions de vídeo 
- Màxima resolució en mode 16:9 
- 128 kbps (400x244 píxels) FCIF 
- 384 kbps (768x432 píxels) Cable TV 
- 512 kbps (848x480 píxels) Resolució DVD 
- 768 kbps (1088x608 píxels) 2xResolució DVD 
- 1 Mbps o superior (1280x720 píxels) Alta Definició 
Estàndards de vídeo: H.263, H.263+, H.264 i H.239. Suporta Dual Streaming amb balanceig de 
l’ample de banda. 
Entrades de vídeo: 3 entrades 
- 1 entrada per la càmera PTZ de HD.  
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- 1 entrada HD Digital Video (720p). 
- 1 entrada VGA. 
Sortides de vídeo: 1 sortida HD Digital Video. 
Característiques d’àudio:  
- Àudio d’alta definició. 
- Full duplex. 
- Cancel·lació d’eco. 
- Control automàtic de guany. 
- Reducció automàtica de soroll. 
Càmera d’alta definició: 
- Càmera PTZ d’alta definició. 
- Resolució 1280x720, 30 fps. 
- Zoom òptic 4x, camp de visió de 60 graus. 
- Autofocus. 
- 10 presets de càmera. 
Llibreta d’adreces i Directori: 
- Més de 1000 entrades locals de directori. 
- Notificació de trucades perdudes. 
- Suport LDAP. 
Amb aquesta característica, la resta d’usuaris podran realitzar la trucada només seleccionant 
l’equip de l’agenda, i que aquest equip també pugui rebre en temps real l’agenda d’altres 
terminals de la xarxa de videoconferència per a realitzar el marcatge.  
A través del registre de l’equip en el gatekeeper, el sistema podrà rebre pantalles d’un 
ordinador personal remot via videoconferència i en temps real. A més, té la capacitat de 
realitzar trucades, tant a un punt com a diversos punts o unir-se a videoconferències existents.  
El sistema de videoconferència pot integrar-se amb el sistema de telefonia IP Call Manager. 
 
5.4.6. Elements TETRA 
 
En aquest apartat descriurem aquells elements, tant software com hardware que permetran 
als usuaris del Centre d’Emergències, als agents i als vehicles desplegats accedir a la xarxa 
TETRA desplegada per establir comunicacions fiables entre ells.  
Els tipus de comunicacions que es podran establir són de cinc tipus: 
 Trucades individuals (punt a punt), tant dúplex com semidúplex. 
 Trucades de grup (punt a multipunt) 
 Trucades a l’exterior (ja sigui una extensió d’oficina o un telèfon de la RTC). 
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 Enviament de missatges curts (individuals i a grup). Existeixen dos tipus de missatges: 
de text (anomenats SDS, equivalents a un SMS a la xarxa GSM) i d’estat (s’envia un 
codi que correspon a un text predefinit).  
 Comunicacions de dades IP: Per exemple, amb un terminal connectat a un PC es pot 
realitzar transferència de fitxer, ja sigui a un altre terminal o a un altre PC.  
 
5.4.6.1. Dispatcher WorkStation  (DWS) 
 
Tal i com s’ha introduït a l’apartat 5.3.3.3.3.4, una estació de despatx (Dispatcher WorkStation 
o DWS) permet gestionar les comunicacions de xarxa TETRA, així com monitorar l’àudio de fins 
a 16 grups de comunicació de forma simultània.  
Mitjançant una estació de despatx es poden donar d’alta o de baixa a la xarxa nous usuaris i 
grups. També permet definir i modificar els paràmetres d’organització, dels usuaris i dels grups 
de comunicació.  
Existeixen tres tipus d’estació de despatx, dependent de les variants d’aplicació: 
 Comunicació 
 Comunicació i Gestió 
 Gestió 
El software és el mateix per a tots tres perfils: Nokia Dispatcher Workstation.  
 
Figura 197: Interfície gràfica del DWS 
Aquest software es fa servir en un ordinador de sobretaula i permet a l’operador tenir 
organitzats els grups en forma de finestres. D’aquesta forma, pot visualitzar de forma ràpida 
qui és el seu interlocutor, així com disposar d’informació addicional sobre l’estat dels diferents 
terminals.  
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L’operador pot escoltar i parlar simultàniament pels grups de la xarxa NTS que decideixi, i ho 
pot fer amb diferents tipus d’accessoris d’àudio, com per exemple: auriculars (amb micròfon 
incorporat), altaveu de sobretaula i micròfon de sobretaula.  
L’explicació detallada de les funcionalitats de gestió d’aquest software cau fora de l’abast 
d’aquest projecte.  
Els components principals per establir una estació de despatx o dispatxer són: 
 PC dedicat.  
 Software Nokia Dispatcher Workstation. 
 Targeta Xgear PCI. 
 Targeta d’interfícies d’àudio . 
 
Figura 198: Interfícies d'àudio 
La aplicació es pot connectar amb el commutador de la xarxa TETRA de dues formes diferents: 
mitjançant una línia RDSI o mitjançant un enllaç E1 (2 Mbps).   
La targeta Xgear proporciona una interfície amb el sistema TETRA (circuit E1) i amb el mòdul 
de xifrat extrem a extrem (E2EE). DN2  és un node dinàmic a 2Mbps que es connecta amb una 
o vàries TBS. 
  
Figura 199: Interconnexió de l'ordinador amb DWS amb la xarxa TETRA 
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En el cas de tenir múltiples estacions de despatx, existeix un equip anomenat DSC (Dispatcher 
Station Controller) que permet la connexió de les mateixes amb el DXT a través de la xarxa de 
2 Mbps. Poden haver un màxim de 6 estacions de despatx connectades per cada DSC. 
Les interfícies d’àudio que van connectades al DSC per poder operar des de les estacions de 
despatx són les següents: 
 DIAA: Dispatcher interface audio adapter. 
 DIAC: Dispatcher interface audio controller. 
 Altres perifèrics.  
Les connexions que es realitzen amb les estacions de despatx es mostren al següent esquema. 
L’element marcat com a DIAC ens permet tenir un control dels altaveus, del volum del 








Contemplem cinc tipus diferents de terminals en funció de a qui van dirigits: 
 Terminals Fixes: Ubicats al Centre d’Emergències.  
 Terminals Mòbils: Ubicats a vehicles.  
 Terminals Portàtils: Destinats a personal de camp.  
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 Terminals Gateway: Proporcionen ampliació de cobertura en mode directe (repeater) 
o enllaços en mode directe (gateway).  
A continuació mostrem uns quants models de cada tipus disponibles al mercat actualment. 
 
5.4.6.2.1. Terminals portàtils 
 
Tot i que n’hi ha infinitats de terminals compatibles amb la tecnologia TETRA de diversos 
fabricants, aquí només presentarem uns quants a mode d’exemple de les funcionalitats que 
ens poden aportar. 
  Potència RF d’1W.  
 Receptor GPS integrat.  
 Bandes disponibles (de 380 a 400 Mhz i de 410 a 430 Mhz).  
 Permet serveis de veu dúplex, semidúplex, trucades 
prioritàries, trucades d’emergència, identificació del 
parlant...  
 Permet serveis d’escàner de grups, agenda, historial de 
trucades, suport fins a 2000 grups...  
 Suporta autentificació i  xifrat aire.  
 Port PEI 
Figura 201: EADS THR880 
 
 Potència RF d’1W.  
 Receptor GPS integrat.  
 Receptor Classe A 
o Sensibilitat estàtica de -112 dBm 
o Sensibilitat dinàmica de -103 dBm 
 Bandes disponibles: 
o 368.5 – 400 MHz 
o 400 – 433 MHz 
 Serveis de veu dúplex, semidúplex, trucada prioritària, trucada 
d’emergència, identificació del parlant... 
 Serveis d’escàner de grups, agenda, historial de trucades, suport 
de fins a 2000 grups... 
 Port PEI.  
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5.4.6.2.2. Terminals mòbils 
 
Els terminals mòbils van embarcats en els vehicles i patrulles dels cossos d’emergències i 
seguretat i són els que ens permetran, a part de poder establir comunicacions TETRA, conèixer 
la posició GPS exacta d’aquests.  
L’esquema típic d’un terminal mòbil embarcat es mostra a la següent figura: 
 
 
Figura 203: Esquema de terminal mòbil embarcat 
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5.4.6.2.3. Terminals fixos 
 
Els terminals fixos són els que existiran al Centre d’Emergències, per tal de que els operadors 
puguin establir comunicacions TETRA amb els agents implicats en la resolució d’una 
emergència i tenen el següent aspecte: 
 
Figura 205: Terminal fix de sobretaula 





Al llarg d’aquest projecte s’han definit i presentat els recursos tecnològics i el mòdul nucli de la 
gestió d’emergències  que permeten: 
 Sistematitzar i homogeneïtzar el tractament de les incidències.  
 Activar els recursos necessaris i proporcionats a la incidència a resoldre.  
 El tractament i avaluació de les trucades d’emergència, d’acord amb convenis i 
protocols d’actuació prèviament planificats.  
 La transmissió del requeriment d’assistència als cossos de seguretat i emergències 
mitjançant comunicacions transparents, que faciliten una transferència ràpida i fiable 
d’informació, amb documentació integrada.   
 Conèixer l’estat de les incidències gestionades i obtenir un històric de l’evolució de la 
incidència.  
 Obtenir un històric del desenvolupament de les incidències tractades i permetre el seu 
posterior anàlisis. 
 Reduir els temps de resposta dels diferents cossos, fomentant la coordinació i la 
integració dels serveis d’emergències.  
 Disposar d’un posicionament GPS únic per reduir els temps de resposta i coordinar de 
forma eficient els recursos.  
 Conèixer en temps real l’estat, posicionament i disponibilitat dels recursos front als 
incidents.  
 Recolzar les necessitats dels operatius desplegats i adaptar-se a les noves 
circumstàncies.  
 Integrar la gestió de tots els cossos d’emergències dins d’una plataforma unificada, 
mantenint les seves diferències respecte a procediments d’actuació.  
 La integració de futurs sistemes externs, gràcies a una visió conceptual global i una 
solució modular, amb independència entre les tecnologies de base i entre mòduls.  
 Visualitzar de forma unificada i col·laborativa imatges de zones d’interès de l’àrea que 
gestiona el centre, permetent la identificació i seguiment de l’emergència de forma 
gràfica i, sobre tot, ràpida.  
 Disposar de múltiples sistemes de comunicacions, proporcionant l’alt grau de fiabilitat, 
seguretat i disponibilitat que requereixen les comunicacions en situacions 
d’emergència.  
 Disposar de sistemes per avisar a la població en cas d’emergència.  
 Mantenir una integració amb els Centres de Comandament Avançats que s’estableixen 
prop d’una emergència, compartint informació, comunicacions i realitzant un millor 
seguiment conjunt de la mateixa.   
Per tant, la conclusió principal que es desprèn d’aquest projecte és que una millor gestió dels 
serveis d’emergències és possible. Disposem de sistemes amb tecnologia avançada que ens 
permeten satisfer totes les necessitats del Centre d’Emergències, apostant per la 
interoperabilitat, basant-se en estàndards oberts, basats en arquitectures robustes i tolerants 
a fallides, preparats per la gran emergència.  
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