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CCNP: El estudio de certificación en Cisco CCNP es una herramienta de estudio la 
cual aprueba a quien lo culmina con éxito y presenta los requisitos para obtenerla 
con el conocimiento en la implementación, la planificación, la resolución de 
problemas y la auditoria en redes de telecomunicaciones en routing y switching. 
DIRECCIÓN IP: Significa dirección de Protocolo de Internet, y es un identificador 
único de redes locales o globales, que es asignado para cada miembro de internet 
ya sea una computadora, un sitio, un servidor, etc.. 
PACKET TRACER: Es un simulador exclusivo de Cisco para su academia, donde 
se puede configurar y simular una red con sus respectivos equipos y protocolos de 
enrutamiento, con el fin de acercar los equipos de la compañía a los usuarios que 
deseen conocer las características y funcionalidades en redes. 
NETWORKING: Es una connotación que se utiliza para referirse a la unión de 
muchos elementos para conformar un objetivo final, donde cada quien hace una 
labor independiente, pero a la vez en grupo que define el cumplimiento de un 
escenario como por ejemplo en telecomunicaciones. 
LOOPBACK: Es una interfaz virtual de red, que utiliza direcciones para comunicar 
dispositivos consigo mismo. Se utiliza con fines de diagnóstico y resolución de 
problemas, y para revisar la validez en los protocolos de comunicación.  
VLAN: Las Vlan son redes Lan virtuales, las cuales se usan para segmentar 
lógicamente las redes sobre los mismos equipos dispuestos en una red. Se usan 














El presente de documento de diseño de CCNP se fundamenta en el diseño y 
resolución de problemas de redes de telecomunicaciones en swiches y routers de  
Cisco donde tenemos como guía para el aprendizaje programas de simulación 
donde desarrollaremos los dos escenarios que nos plantea la guía aqui aplicaremos 
los conocimientos en CCNP, Conmutación, Enrutamiento, Redes y de protocolos, 
para el correcto funcionamiento de este en un entorno práctico que nos permite 
conocer e interpretar el uso, las técnicas y posibles futuros usos en el desarrollo de 
las redes telecomunicaciones.  
En el primer esenario se realizan configuraciones básicas a los routers según la 
topología planteada, se configurará Loopback y protocolos EIGRP y OSPF.  
En el segundo escenario se configurarán switches, los puertos de los canales y las 
VLAN según las tablas establecidas en la guía para el desarrollo del mismo. 
Palabras Clave: CISCO, CCNP, Conmutación, Enrutamiento, Redes, Electrónica. 
 
ABSTRACT 
In the present document of CCNP design this fundament in the resolution and design 
of the networks telecommunications in switch and routers of the CISCO where we 
have whit guide for the programs learning and simulation as own develop two stage 
that does the guide propose here applicate the knowledge in the CCNP Routing, 
Swicthing, Networking. For the correct functioning in the environment practice and 
future practice in the network telecommunications. 
In the first stage are made the basic configurations to the routers according the 
raised topology, is set Loopback and the protocols EIGRP and OSPF. 
In the second stage they were configured switch the ports in the channels and the 
Vlans according to the tables set in the guide for the develop for the tis. 
 







En desarrollo de las aplicaciones en los distintos escenarios de Cisco CCNP se 
desarrollan habilidades prácticas como herramientas para validar las competencias 
y destrezas que el estudiante puede adquirir durante el trascurso del curso, es esta 
oportunidad se propone dos escenarios en donde se exponen casos donde se 
deben realizar distintas configuraciones que llevaran a cabo las destrezas 
adquiridas en CCNP. 
En el primer escenario podemos ver que se realiza una configuración en los routers 
donde se aplican protocolos de enrutamiento la cual es una herramienta muy 
importante para lograr una comunicación efectiva entre los routers ya asi poder 
establecer comunicación entre ella, la cual indispensable que conozcan. En este 
escenario debemos aplicar y aprender a configurar según el caso dado, en esta 
oportunidad veremos los protocolos OSPF y EIGRP, los cuales se deben realizar. 
En el segundo escenario debemos aplicar los conocimientos que se adquieren en 
CCNP para la configuración de switch y así poder crear en cada uno de ellos las 
VLANS y asignara puertos troncales, Ethernet channel y poder realizar una buena 
configuración en la red para poder dar solución al escenario planteado, las 
exigencias de conexión y condiciones de implementación, por medio de la 
simulación en el software Cisco Packet Tracer, el cual está diseñado para el trabajo 



















Teniendo en la cuenta la siguiente imagen 
Figura 11:Topologia Escenario 1 
 





1. Aplique las configuraciones iniciales y los protocolos de enrutamiento para 
los routers R1, R2, R3, R4 y R5 según el diagrama. No asigne passwords 
en los routers. Configurar las interfaces con las direcciones que se 




R1(config)# no ip domain-lookup //desactiva la traducción de nombres a 
dirección del dispositivo, ya sea éste un Router o Switch. 
 
R1(config)# line con 0 //para ingresar al modo de configuración de línea de 
la consola. El cero se utiliza para representar la primera 
R1(config-line)# logging synchronous // evita que los mensajes inesperados 
que aparecen en 
pantalla, nos desplacen los comandos que estamos escribiendo en el 
momento. 
R1(config-if)# interface serial 1/0 // se ingresa el puerto q se va a config. 
R1(config-if)# ip address 10.113.12.60 255.255.255.0 // se ingresa la 
direccion ip que vamos a establecher con su respective mascara de re. 
R1(config-if)# no shutdown// se enciende la interface  
Router 2 
 
R2(config)# no ip domain-lookup  
R2(config)# line con 0  
R2(config-line)# logging synchronous  
R2(config-if)# interface serial 1/0 
R2(config-if)# ip address 10.113.12.70 255.255.255.0  
R2(config-if)# no shutdown  
R2(config-if)# interface serial 1/1  
R2(config-if)# ip address 10.113.13.10 255.255.255.0  




R3(config)# no ip domain-lookup  
R3(config)# line con 0  
R3(config-line)# logging synchronous  
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R3(config-if)# interface serial 1/1 
R3(config-if)# ip address 10.113.13.20 255.255.255.0 
R3(config-if)# no shutdown  
R3(config-if)# interface serial 1/0  
R3(config-if)# ip address 172.19.34.12 255.255.255.0  




R4(config)# no ip domain-lookup  
R4(config)# line con 0  
R4(config-line)# logging synchronous  
R4(config-if)# interface serial 1/0  
R4(config-if)# ip address 172.19.34.15 255.255.255.0  
R4(config-if)# no shutdown  
R4(config-if)# interface serial 1/1 
R4(config-if)# ip address 172.19.45.23 255.255.255.0  




R5(config)# no ip domain-lookup  
R5(config)# line con 0  
R5(config-line)# logging synchronous  
R5(config-if)# interface serial 0/0/0  
R5(config-if)# ip address 172.19.45.7 255.255.255.0  
R5(config-if)# no shutdown 
 




R1(config)#router ospf 1  




R2(config)#router ospf 1  
R2(config-router)#network 10.113.12.0 0.0.0.255 area 5  
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R2(config-router)#network 10.113.13.0 0.0.0.255 area 5 
 
Router 3 
R3(config)#router ospf 1 
R3(config-router)#network 10.113.13.0 0.0.0.255 area 5  
R3(config)#router eigrp 15  
R3(config-router)#network 172.19.34.0 
 




R5(config)# router eigrp 15  
R5(config-router)#network 172.19.45.0 
 
2. Cree cuatro nuevas interfaces de Loopback en R1 utilizando la asignación 
de direcciones 10.1.0.0/22 y configure esas interfaces para participar en el 
área 5 de OSPF. 
Router 1 
R1(config)# interface loopback 1 // es una interfaz lógica interna del router. Esta no 
se asigna a un puerto físico y, por lo tanto, nunca se puede conectar a otro 
dispositivo. Se la considera una interfaz de software que se coloca 
automáticamente en estado UP (activo), siempre que el router esté en 
funcionamiento. 
R1(config-if)# ip address 10.1.10.1 255.255.252.0 
R1(config)# interface loopback 2  
R1(config-if)# ip address 10.1.14.1 255.255.252.0  
R1(config)# interface loopback 3  
R1(config-if)# ip address 10.1.18.1 255.255.252.0  
R1(config)# interface loopback 4  
R1(config-if)# ip address 10.1.22.1 255.255.252.0  
R1(config-if)# exit R1(config)# router ospf 100  
R1(config-router)# router-id 1.1.1.1 // es posible asignar manualmente el valor a 
cada proceso de OSPF. 
R1(config-router)# network 10.1.0.0 255.255.252.0  





R1(config)# interface loopback 1  
R1(config-if)# ip ospf network point-to-point  
R1(config-if)# exit 
 R1(config)# interface loopback 2  
R1(config-if)# ip ospf network point-to-point 
R1(config-if)# exit  
R1(config)# interface loopback 3  
R1(config-if)# ip ospf network point-to-point  
R1(config-if)# exit  
R1(config)# interface loopback 4  
R1(config-if)# ip ospf network point-to-point  
R1(config-if)# exit 
 
3. Cree cuatro nuevas interfaces de Loopback en R5 utilizando la asignación 
de direcciones 172.5.0.0/22 y configure esas interfaces para participar en el 




R5(config)# interface loopback 1  
R5(config-if)# ip address 172.5.90.1 255.255.252.0  
R5(config-if)# exit  
R5(config)# interface loopback 2  
R5(config-if)# ip address 172.5.80.1 255.255.252.0  
R5(config-if)# exit  
R5(config)# interface loopback 3  
R5(config-if)# ip address 172.5.70.1 255.255.252.0  
R5(config-if)# exit  
R5(config)# interface loopback 4  
R5(config-if)# ip address 172.5.60.1 255.255.252.0 
R5(config-if)# exit 
 
Configuración para participar en EIGRP 15  
 
R5(config)# router eigrp 15  
R5(config-router)#auto-summary  
R5(config-router)# network 172.5.0.0 255.255.255.0  




4. Analice la tabla de enrutamiento de R3 y verifique que R3 está aprendiendo 
las nuevas interfaces de Loopback mediante el comando show ip route. 
 
Figura 13:Resultado Comando R3 
 
 
En la tabla de enrutamiento del router 3 se evidencia que está aprendiendo 
de las nuevas interfaces loopback. 
 
5. Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo de 
50000 y luego redistribuya las rutas OSPF en EIGRP usando un ancho de 
banda T1 y 20,000 microsegundos de retardo. 
 
R3(config)# router eigrp 10  
R3(config-router)# redistribute ospf 1 metric 50000 100 255 1 1500  
R3(config-router)# exit 
R3(config)# exit  
R3(config)# router ospf 1  
R3(config-router)# log-adjacency-changes  
R3(config-router)# redistribute eigrp 10 subnets  
R3(config-router)# exit  
R3(config)# router eigrp 15  
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Figura 15:Resultado Comando R5 
R3(config-router)# redistribute ospf 1 metric 1544000 22000 255 1 1500  
R3(config-router)# exit 
 
6. Verifique en R1 y R5 que las rutas del sistema autónomo opuesto existen 


























Una empresa de comunicaciones presenta una estructura Core acorde a la 
topología de red, en donde el estudiante será el administrador de la red, el 
cual deberá configurar e interconectar entre sí cada uno de los dispositivos 
que forman parte del escenario, acorde con los lineamientos establecidos 
para el direccionamiento IP, etherchannels, VLANs y demás aspectos que 
















Figura 16: Topología Escenario 2 
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Figura 17: Simulacion Packet Tracer Escenario 2 
 
 
Parte 1: Configurar la red de acuerdo con las especificaciones.  
 
a. Apagar todas las interfaces en cada switch.  
 
Se procede a aplicar a cada uno de los 4 switch los siguientes comandos para 
apagar las interfaces. 
 
Switch>enable // Cambia a modo privilegiado 
Switch#configure  terminal // Cambia a modo Configuración 
Switch(config)#interface range fa0/1 -24, gi0/1-2 // selecciona un rango de 
interfaces 
Switch(config-if-range)#shutdown // desactiva las interfaces 
 
b. Asignar un nombre a cada switch acorde con el escenario establecido.  
 
Se aplica la configuración que se menciona a continuación a cada uno de los 
switch , ADLS1,ADSL2, ASL1,ASL2. 
 
Switch#enable // Cambia a modo privilegiado 
Switch#configure terminal // Cambia a modo Configuración 
Switch(config)#hostname DSL1 // asigna el nombre que se desea 
 





1. La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 utilizando 
LACP. Para DLS1 se utilizará la dirección IP 10.12.12.1/30 y para DLS2 
utilizará 10.12.12.2/30.  
 
Se realiza la configuración del rango de las interfaces usadas para el etherchannel, 
declaramos LACP como protocolo para el grupo y establecer como channel 12, 
realizamos el mismo procedimiento en los switch DLS1 y DLS1. 
 
DLS1(config)#int range f0/11-12  // seleccion de rango de la interfaces 
DLS1(config-if-range)#channel-protocol lacp  // asignacion protocol de canal 
DLS1(config-if-range)#channel-group 12 mode active // asignacion de la 
interfaz 
DLS1(config-if-range)#exit // salida 
DLS1(config)#interface port-channel 12 // configuracion de los enlaces 
agrupados 
DLS1(config-if)#no switchport  // se configura capa 2 
DLS1(config-if)#ip address 10.12.12.1 255.255.255.252 // asigancion capa 2  
 
Procedemos a realizar la misma configuración a el switch DLS2 donde le 
cambiamos la dirección ip 10.12.12.2/30 
 
DLS2(config)#int range f0/11-12  
DLS2(config-if-range)#channel-protocol lacp  
DLS2(config-if-range)#channel-group 12 mode active 
DLS2(config-if-range)#exit  
DLS2(config)#interface port-channel 12 
DLS2(config-if)#no switchport  
DLS2(config-if)#ip address 10.12.12.2 255.255.255.252 
 
2. Los Port-channels en las interfaces Fa0/7 y Fa0/8 utilizarán LACP. 
A continuación iniciamos con la  configuración de  los puertos en los 
canales en los switch DLS1, DLS2, ALS1 y ALS2.  con el protocolo LACP 
en la interfaces que se solicita 
 
DLS1(config)#int range f0/7-8 // Selección rango de interfaces  
DLS1(config-if-range)#channel-protocol lacp // Protocolo para canal  
DLS1(config-if-range)#channel-group 1 mode active //Asignacion interfaz  
DLS1(config-if-range)#exit //Salir configuracion 
DLS1(config)#interface port-channel 1 //Configuración enlaces agrupados  
DLS1(config-if)#switchport mode trunk /Modo conexión 
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DLS1(config-if)#exit //Salir configuracion 
 
Repetimos las mismas configuraciones en los Switch DLS2, ALS1 Y ALS2 
 
3. Los Port-channels en las interfaces F0/9 y fa0/10 utilizará PAgP 
 
Iniciamos la configuracion de los puertos en los canales y las interfaces 
correspondientes para cada uno de los switch de la topología DLS1, DLS2, 
ALS1 y ALS2. Configuramos el protocolo solicitado PAgP. 
 
.  
DLS1(config)#int range f0/9-10 // seleccion rango de interfaces  
DLS1(config-if-range)#channel-protocol pagp // Protocolo del canal  
DLS1(config-if-range)#channel-group 2 mode auto // Asignar interfaz 
 
Repetimos las mismas configuraciones en los Switch DLS2, ALS1 Y ALS2 
 
4. Todos los puertos troncales serán asignados a la VLAN 500 como la VLAN 
nativa.  
 
Iniciamos con las configuraciones de la Vlan nativa en cada una de sus 




DLS1(config)#interface range f0/9-10 // Selecciona Rango de interfaces  
DLS1(config)#interface Po1 // Interfaz de EtherChannel  
DLS1(config-if)#switchport trunk native vlan 500 //Configuracion la ID de 
VLAN  
DLS1(config-if)#exit Salir DLS1(config)#interface Po4 





DLS2(config)#interface Po2  
DLS2(config-if)#switchport trunk native vlan 500  
DLS2(config-if)#exit  
DLS2(config)#interface Po3  







ALS1(config)#interface Po1  
ALS1(config-if)#switchport trunk native vlan 500 25  
ALS1(config-if)#exit ALS1(config)#interface Po3  






ALS2(config)#interface Po2  
ALS2(config-if)#switchport trunk native vlan 500  
ALS2(config-if)#exit ALS2(config)#interface Po4  
ALS2(config-if)#switchport trunk native vlan 500  
ALS2(config-if)#exit 
 
d. Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3  
 
1. Se procede a realizar las configuraciones según los solictado en la guía 
es de aclarar que se utilizara el vtp versión 2 ya que la versión 3 no es 
ejecutada en Packet Tracer. 
 
DLS1(config)#vtp domain CISCO // Asignación nombre del dominio  
DLS1(config)# vtp password ccnp321// Se establece contraseña del dominio 
VTP  
DLS1(config)#vtp version 2 // versión del domino VTP 
 
Repetimos las mismas configuraciones en los Switch DLS2, ALS1 Y ALS2 
 
2. Configurar DLS1 como servidor principal para las VLAN. 
 
DLS1(config)#vtp mode server // configuracion de switch servidor 
princioal 
 




Se procede a realizar la configuración de los 2 switch en modo cliente, la 
siguiente configuración se realiza a ALS1 y ALS2. 
 
ALS1(config)#vtp mode client // Configuración modo cliente. 
 
e. Configurar en el servidor principal las siguientes VLAN:  
 
Tabla 5: Tabla solicitada en la configuración de las Vlan. 
 
Numero de VLAN Nombre de VLAN Número de VLAN Nombre de VLAN 
500 NATIVA 434 PROVEDORES 
12 ADMON 123 SEGUROS 
234 CLIENTES 1010 VENTAS 
1111 MULTIMEDIA 3456 PERSONAL 
 
Se realiza la configuración en DSL1 según lo solicitado en la tabla packet 
tracer no me permite realizar vlan con 4 cifras asi que se le recorta el ultimo 
número a cada una de las que tienen 4 dígitos quedando según la tabla que 
adjunto. 
Tabla 6: Tabla configurada en la simulación. 
 
Numero de VLAN Nombre de VLAN Número de VLAN Nombre de VLAN 
500 NATIVA 434 PROVEDORES 
12 ADMON 123 SEGUROS 
234 CLIENTES 101 VENTAS 
111 MULTIMEDIA 345 PERSONAL 
 
DLS1(config)#vlan 500 // Numero de VLAN asignada  
DLS1(config-vlan)#name NATIVA //Nombre asignado  a la Vlan  
DLS1(config-vlan)#exit Salir  
DLS1(config)#vlan 12  
DLS1(config-vlan)#name ADMON  
DLS1(config-vlan)#exit 
DLS1(config)#vlan 234  
DLS1(config-vlan)#name CLIENTES  
DLS1(config-vlan)#exit  
DLS1(config)#vlan 111 
DLS1(config-vlan)#name MULTIMEDIA  
DLS1(config-vlan)#exit  
DLS1(config)#vlan 434  
DLS1(config-vlan)#name PROVEEDORES  
DLS1(config-vlan)#exit  
DLS1(config)#vlan 123  




DLS1(config)#vlan 101  
DLS1(config-vlan)#name VENTAS  
DLS1(config-vlan)#exit  
DLS1(config)#vlan 345  
DLS1(config-vlan)#name PERSONAL  
DLS1(config-vlan)#exit 
 
f. En DLS1, suspender la VLAN 434.  
 
DLS1(config)#interface vlan 434 // selección de la Vlan  
DLS1(config)# shutdown // apagado de vlan. 
 
g. Configurar DLS2 en modo VTP transparente VTP utilizando VTP versión 2, 
y configurar en DLS2 las mismas VLAN que en DLS1.  
 
DSL2(config)#vtp mode transparent 
























h. Suspender VLAN 434 en DLS2. 
 






i. En DLS2, crear VLAN 567 con el nombre de PRODUCCION. La VLAN de 





DSL2(config)#interface port-channel 1 
DSL2(config-if)#switchport trunk allowed vlan except 567 
DSL2(config-if)#exit 
DSL2(config)#interface port-channel 12 
DSL2(config-if)#switchport trunk allowed vlan except 567 
DSL2(config-if)#exit 
 
j. Configurar DLS1 como Spanning tree root para las VLAN 1, 12, 434, 500, 
1010, 1111 y 3456 y como raíz secundaria para las VLAN 123 y 234. 
 
DSL1(config)#spanning-tree vlan 1,12,434,500,101,111,345 root primary 
DSL1(config)#spanning-tree vlan 123,234 root secondary 
 
k. Configurar DLS2 como Spanning tree root para las VLAN 123 y 234 y como 
una raíz secundaria para las VLAN 12, 434, 500, 1010, 1111 y 3456. 
 
DSL2(config)#spanning-tree vlan 123,234 root primary 
DSL2(config)#spanning-tree vlan 12,434,500,101,111,345 root secondary 
 
l. Configurar todos los puertos como troncales de tal forma que solamente las 
VLAN que se han creado se les permitirá circular a través de éstos puertos. 
 
Se configuran las interfaces fastethernet 7 y 8 en los switches, ingresando al modo 
configuración, se utiliza el switchport principalmente ingresando la característica 
de trunk con la Vlan nativa 500. Adicional para permitir circular las Vlan, 
se usa la encapsulación dot1q. 
 
DSL1(config)#interface fa0/7 
DSL1(config-if)#switchport trunk native vlan 500 
DSL1(config-if)#switchport trunk encapsulation dot1q 
DSL1(config-if)#switchport mode trunk 
DSL1(config-if)#interface fa0/8 
DSL1(config-if)#switchport trunk native vlan 500 
DSL1(config-if)#switchport trunk encapsulation dot1q 
DSL1(config-if)#switchport mode trunk 
 
DSL2(config-if)#switchport trunk native vlan 500 
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DSL2(config-if)#switchport trunk encapsulation dot1q 
DSL2(config-if)#switchport mode trunk 
DSL2(config-if)#interface fa0/8 
DSL2(config-if)#switchport trunk native vlan 500 
DSL2(config-if)#switchport trunk encapsulation dot1q 
DSL2(config-if)#switchport mode trunk 
 
j. Configurar las siguientes interfaces como puertos de acceso, asignados a las 
VLAN de la siguiente manera: 
 
Tabla 7: Tabla solicitada en la configuración de las Vlan en las interfaces. 
 
Interfaz DLS1 DLS2 ALS1 ALS2 
Interfaz Fa0/6 345 12, 1010 123,1010 234 
Interfaz Fa0/15 1111 1111 1111 1111 
Interfaces F0 /16-18  567   
 
 
Se modifica la tabla según la configuración que se realizó previamente. 
 
Tabla 8: Tabla configurada en la simulación. 
 
Interfaz DLS1 DLS2 ALS1 ALS2 
Interfaz Fa0/6 345 12, 101 123,101 234 
Interfaz Fa0/15 111 111 111 111 
Interfaces F0 /16-18  567   
 
Se realiza la configuración según lo indicado en la tabla de configuracion en 























DSL2(config-if)#switchport access vlan 12 




DSL2(config-if)#switchport access vlan 111 
DSL2(config-if)#spanning-tree portfast 
DSL2(config-if)#exit 
DSL2(config)#interface range fa0/16-18 







ALS1(config-if)#switchport access vlan 123 





















Parte 2: conectividad de red de prueba y las opciones configuradas. 
 
a. Verificar la existencia de las VLAN correctas en todos los switches y la 
asignación de puertos troncales y de acceso 
 





Figura 19: Comando Show Vlan DSL2 
 
 





Figura 21:: Comando Show Vlan ALS2 
 




Figura 22: Comando Show Etherchannel summary DSL1 
 
 
Figura 23:Comando Show Etherchannel summary ASL1 
 




Figura 24:Comando Show spanning-tree Vlan 12 
 
 




Figura 26:Comando Show spanning-tree Vlan 123 y 234 
 
































Mediante la realización de los ejercicios del escenario propuesto se logró poner en 
práctica los temas de las unidades 1 del curso de routing en cuanto a la temática de 
OSPF y EIGRP,  estos protocolos fueron puestos en práctica se establecieron 
protocolos de enlace que por sus características cada uno tiene sus ventajas 
respecto a las demás, por ejemplo el protocolo EIGRP es un protocolo híbrido que 
tiene en cuenta el estado del enlace tanto como el vector distancia, es exclusivo de 
cisco y se hace más conveniente para redes grandes.  
 
Mediante el protocolo EIGRP se permite que un router utilice varias trayectorias a 
un destino al reenviar paquetes, con EIGRP es posible configurar el tráfico sobre 
enlaces lo cual le permite al administrador identificar el ámbito de la métrica 
incluyendo caminos adicionales con el uso del parámetro multiplicador 
 
En desarrollo del escenario 2 se logró dar practica de los protocolos de LACP, PagP, 
que tienen una importancia en la configuración de la redes toda vez que se realizó 
en la simulación a si como se aprendió a utilizar la configuración de las distintas 
Vlan en los switch lo cual los ayudo a comprender más las características esenciales 
del CCNP. 
 
Se adquieren conocimientos más concretos y enfáticos sobre el Switching en la 
tecnología de redes CISCO, por medio de la profundización se interactúa con 
plataformas simuladoras en implementación de redes, donde se realizan las 
pruebas y laboratorios requeridos en el diplomado, que nos permitio aprender la 
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