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1 INNLEDNING 
 
1.1 Generelt 
 
Temaet for denne avhandlingen er i hvilken utstrekning bevis arbeidsgivere fremskaffer 
gjennom kontrolltiltak i virksomheten kan avskjæres i medhold av tvisteloven § 22-7.  
 
Begrepet ”kontrolltiltak” er ikke nærmere definert i loven. Forarbeidene viser at begrepet 
er ment å favne vidt.1 Jakhelln definerer begrepet som ”ethvert tiltak som skal sikre at 
arbeidstakere utfører sitt arbeid slik de skal, og for øvrig opptrer innen de rammer som 
gjelder for arbeidsforholdet”.2 Kontrolltiltak kan altså være av svært ulik art og ha 
forskjellige formål. Som eksempler kan nevnes adgangskontroll, produksjonskontroll, 
kontroll av internettbruk og innsyn i e-post. Formålet kan for eksempel være å sikre helse, 
miljø og sikkerhet eller avdekke illojalitet eller ineffektivitet.3
 
 Mislige forhold fra de 
ansattes side kan oppdages gjennom løpende kontrolltiltak som gjennomføres som en del 
av den daglige driften eller ved kontrolltiltak som iverksettes ved konkret mistanke mot en 
ansatt.  
Det er i praksis arbeidsgiveren som må bevise at det er grunnlag for oppsigelse eller 
avskjed av en arbeidstaker. Arbeidsgiveren kan derfor lett fristes til å iverksette 
kontrolltiltak med sikte på å sikre seg bevis i tilfelle en senere tvist om gyldigheten av en 
oppsigelse eller avskjed.  
 
                                                 
1 Ot.prp. nr. 49 (2004-2005) punkt 12.1. 
2 Jakhelln (2007) side 392.  
3 NOU 2004: 5 punkt 17.5.5.1. 
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Arbeidsgivers adgang til å iverksette kontrolltiltak er regulert i arbeidsmiljøloven kapittel 
9. Dersom kontrolltiltaket innebærer behandling av personopplysninger, kommer i tillegg 
personopplysningslovens bestemmelser til anvendelse. Bestemmelsene legger opp til at det 
må foretas en interesseavveining mellom arbeidsgiverens behov for kontrollen og hensynet 
til arbeidstakernes personvern. 
 
Den teknologiske utviklingen medfører at arbeidsgivere stadig får nye og utvidede 
muligheter for å overvåke og kontrollere sine ansatte. Iverksettelse av kontrolltiltak i strid 
med lovgivningens krav kan medføre ulike rettslige konsekvenser for arbeidsgiveren, 
herunder erstatningsansvar, bøter og straff. En annen nærliggende konsekvens er også at 
bevis innhentet ved urettmessige kontrolltiltak kan bli avskåret i en senere rettssak. Dette 
kan få store konsekvenser for sakens utfall, og det er derfor viktig for arbeidsgiveren å 
sørge for at bevisene innhentes på en måte rettsordenen aksepterer slik at bevisavskjæring 
unngås.  
 
1.2 Nærmere om problemstillingen 
 
Norsk sivilprosess bygger på prinsippet om fri bevisføring. Prinsippet er kommet til uttrykk 
i tvisteloven § 21-3, og innebærer som utgangspunkt at sakens parter fritt skal kunne føre 
de bevis de ønsker. Prinsippet om fri bevisføring er begrunnet i hensynet til at saken skal 
bli best mulig opplyst med sikte på å oppnå materielt riktige avgjørelser. 
 
Det er imidlertid anerkjent at prinsippet om fri bevisføring har sine grenser, og det er derfor 
gjennom lovgivning og rettspraksis utviklet flere unntak fra dette utgangspunktet. 
Bevisavskjæring er et unntak fra hovedregelen om fri bevisføring, og innebærer at et bevis 
blir nektet ført slik at domstolen må se bort fra beviset ved sin avgjørelse av saken. Retten 
til fri bevisføring står imidlertid sterkt i norsk rett, slik at eventuelle unntak krever en 
særskilt begrunnelse og positiv hjemmel.  
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Arbeidsmiljøloven inneholder ingen særbestemmelser om bevisavskjæring. Det rettslige 
grunnlaget for bevisavskjæring må derfor finnes i tvistelovens alminnelige bestemmelser 
eller ulovfestede bevisavskjæringsregler i den grad det fremdeles er riktig å operere med 
slike etter tvistelovens ikrafttredelse.  
 
Tvisteloven § 22-7 hjemler adgang for domstolene til å avskjære bevis som er fremskaffet 
på en utilbørlig måte, og er en kodifisering av tidligere ulovfestet rett. Bestemmelsen legger 
opp til at det må foretas en vurdering i to ledd, hvor domstolene først må ta stilling til 
hvorvidt beviset er fremskaffet på en utilbørlig måte, og deretter vurdere om beviset skal 
avskjæres eller tillates ført. I praksis vil den første delen innebære en vurdering av om 
kontrolltiltaket isolert sett er lovlig eller ikke. Dersom kontrolltiltaket er ulovlig, må 
domstolen gå over i den noe friere vurderingen av om beviset skal avskjæres som 
bestemmelsen legger opp til.  
 
Grensene for lovlige kontrolltiltak er altså sentralt ved vurderingen av om grunnvilkåret for 
bevisavskjæring i medhold av tvl. § 22-7 er oppfylt.4
 
 De materielle bestemmelsene som 
regulerer adgangen til å iverksette kontrolltiltak vil derfor utgjøre en sentral del av denne 
avhandlingen.  
Problemstillingen er når et bevis innhentet ved kontrolltiltak i virksomheten kan 
karakteriseres som utilbørlig fremskaffet i henhold til tvl. § 22-7 slik at grunnvilkåret for 
bevisavskjæring er oppfylt, og hvilke hensyn og momenter domstolene vektlegger ved 
vurderingen av om det utilbørlig ervervede beviset skal avskjæres eller tillates ført. 
Problemstillingen aktualiserer seg når en arbeidsrettssak, for eksempel om gyldigheten av 
en oppsigelse eller avskjed, kommer for domstolene, og arbeidsgiveren ønsker å føre et 
bevis som er innhentet gjennom kontrolltiltak i virksomheten. Bevis fremskaffet gjennom 
kontrolltiltak kan også tenkes fremlagt i en straffesak, dersom arbeidstakeren har gjort seg 
skyldig i straffbare forhold.  
 
                                                 
4 Hvorvidt grensene er sammenfallende vil bli drøftet under punkt 2.2. 
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Fremstillingen vil utelukkende fokusere på bevisavskjæring i medhold av tvl. § 22-7, andre 
grunnlag for bevisavskjæring vil ikke bli behandlet. 
1.3 Rettskildene 
1.3.1 Lovgivning og forskrifter 
 
Adgangen til kontrolltiltak i arbeidslivet er regulert i lov 17. juni 2005 nr. 62 om 
arbeidsmiljø, arbeidstid og stillingsvern mv. (arbeidsmiljøloven) kapittel 9.  
 
Dersom kontrolltiltaket innebærer behandling av personopplysninger, kommer 
bestemmelser i lov 14. april 2000 nr. 31 om behandling av personopplysninger 
(personopplysningsloven) til anvendelse i tillegg til reglene i arbeidsmiljøloven. 
Personopplysningsloven er generell og ikke tilpasset arbeidsforhold spesielt. Loven må 
derfor tolkes på bakgrunn av dette. Det er i tillegg gitt enkelte utfyllende og supplerende 
bestemmelser i personopplysningsforskriften5
 
.  
I forbindelse med vedtakelsen av de nye bestemmelsene om arbeidsgivers adgang til innsyn 
i arbeidstakers e-post mv. i personopplysningsforskriften kapittel 9, har Fornyings- og 
administrasjonsdepartementet utarbeidet og publisert utfyllende merknader til de enkelte 
bestemmelsene. 6
 
 Det kan synes usikkert hvilken rettskildemessig status slike merknader 
har. I og med at bestemmelsene først ble vedtatt 1. mars i år, er det øvrige rettskildebildet 
foreløpig relativt spinkelt. Merknadene til forskriften og uttalelsene fra høringsrunden blir 
derfor de sentrale rettskildene for tolkningen av de nye bestemmelsene. Departementets 
merknader må anses som et signal fra regelutviklerne om hvordan forskriftens 
bestemmelser skal forstås, og det kan derfor være nærliggende å anse disse som en form for 
forarbeider til forskriften.  
                                                 
5 Forskrift om behandling av personopplysninger (personopplysningsforskriften) av 15.12.2000 nr. 1265. 
6 Departementets merknader til forskriften er av opplysningshensyn gjort tilgjengelige via Fornyings- og 
administrasjonsdepartementets hjemmeside. Det er disse merknadene det i det følgende vises til ved uttrykket 
”departementets merknader”. 
 5 
Adgangen til avskjæring av bevis som er fremskaffet på en utilbørlig måte er hjemlet i lov 
om mekling og rettergang i sivile tvister av 17. juni 2005 (tvisteloven) § 22-7. 
Bestemmelsen kodifiserer tidligere ulovfestet rett om avskjæring av ulovlig ervervet bevis. 
 
1.3.2 Forarbeider 
 
Både arbeidsmiljøloven, personopplysningsloven og tvisteloven har forholdsvis utfyllende 
forarbeider. Dette er relevante rettskilder som kan kaste lys over hvordan de ulike 
lovbestemmelsene skal forstås. Ved lovbestemmelser som er skjønnsmessig utformet vil 
ofte forarbeidene presisere og utdype bestemmelsens ordlyd, og på den måten bidra til å 
klargjøre bestemmelsenes innhold.  
 
Arbeidsmiljølovens sentrale forarbeider er NOU 2004: 5 og Ot.prp. nr. 49 (2004-2005). De 
sentrale forarbeidene til personopplysningsloven er inntatt i NOU 1997: 19 og Ot.prp. nr. 
92 (1998-99). De relevante forarbeidene til tvisteloven er NOU 2001: 32 og Ot.prp. nr. 51 
(2004-2005). 
 
1.3.3 Rettspraksis 
 
Det foreligger en del rettspraksis som omhandler kontrolltiltak i arbeidslivet. I en del av 
disse sakene har det også vært spørsmål om bevisavskjæring. Adgangen til bevisavskjæring 
av ulovlig eller utilbørlig ervervet bevis ble opprinnelig utviklet på straffeprosessens 
område, men de samme prinsippene er lagt til grunn også i sivile saker. Rettsavgjørelser fra 
begge prosessformer vil derfor være relevante ved redegjørelsen av rettstilstanden etter  
tvl. § 22-7. Det følger av forarbeidene at tvl. § 22-7 er ment å kodifisere tidligere ulovfestet 
rett.7
 
 Rettspraksis fra før lovreguleringen vil derfor fortsatt være av relevant.  
                                                 
7 Ot.prp. nr. 51 (2004-2005) side 459. 
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Rettsavgjørelser som ikke gjelder bevisavskjæring vil være av interesse i den grad de sier 
noe om rettmessigheten av et kontrolltiltak, da grensene for lovlige kontrolltiltak er sentralt 
ved vurderingen av om grunnvilkåret for bevisavskjæring i medhold av tvl. § 22-7 er 
oppfylt.  
 
Adgangen til å iverksette kontrolltiltak ble først lovregulert ved arbeidsmiljøloven av 2005. 
Det følger imidlertid av forarbeidene at aml. § 9-1 tar sikte på å kodifisere tidligere 
ulovfestet rett utviklet gjennom rettspraksis.8
 
 Rettspraksis fra før lovreguleringen vil derfor 
fortsatt være av interesse for fastleggelsen av bestemmelsens innhold. 
Etter tradisjonell rettskildelære tillegges generelt avgjørelser fra Høyesterett betydelig vekt 
ved fastleggelsen av rettsregler. Ved tvist om bevis er behandlingsformen kjennelse, jf. tvl. 
§ 19-1 annet ledd d). Anke over kjennelser avgjøres som hovedregel av Høyesteretts 
ankeutvalg, jf. tvl. § 30-1 andre ledd, jf. også § 30-9. Avgjørelsene om bevisavskjæring vil 
derfor ofte være kjennelser avsagt av Høyesteretts ankeutvalg (tidligere kjæremålsutvalg). 
 
Avgjørelser fra lagmannsrettene og tingrettene har som utgangspunkt begrenset vekt. 
Underrettsavgjørelser vil først og fremst behandles i den grad de kan tjene som eksempler, 
men de kan også tenkes å inneholde prinsipielle drøftelser av interesse for avhandlingens 
tema. Det vil ha en viss betydning om avgjørelsene er nektet fremmet ved anke (tidligere 
også kjæremål), selv om det er vanskelig å treffe bestemte slutninger ut fra dette. 
 
1.3.4 Datatilsynets retningslinjer 
 
Datatilsynet er pålagt særskilte oppgaver i henhold til personopplysningsloven, blant annet 
å gi råd og veiledning om forståelsen av loven, jf. poplyl. § 42. Som ledd i sin rådgivende 
virksomhet utformer tilsynet av eget tiltak retningslinjer for behandling av 
personopplysninger. 
                                                 
8 Ot.prp. nr. 49 (2004-2005) side 143. 
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Det kan stilles spørsmål om hvilken rettskildemessig vekt retningslinjer fra et offentlig 
tilsyn skal tillegges. Datatilsynets retningslinjer følges ofte i praksis av arbeidslivets parter, 
som innretter seg etter at tilsynets retningslinjer gir uttrykk for gjeldende rett. Hensynet til 
forutberegnelighet og innrettelseshensynet kan derfor tale for at Datatilsynets retningslinjer 
også skal vektlegges av domstolene, men det er på ingen måte gitt at disse hensyn vil bli 
tillagt utslagsgivende betydning dersom domstolene ikke er enig i Datatilsynets tolkning. 
Høyesterett har i enkelte tilfeller vist til Datatilsynets retningslinjer i sine avgjørelser.9
 
 Det 
må likevel være klart at domstolene på ingen måte er bundet av disse retningslinjene. At 
domstolene velger å følge slike retningslinjer er kun uttrykk for at domstolene er enige i 
Datatilsynets forståelse av rettstilstanden på et område.  
1.3.5 Internasjonale kilder 
 
Norge er bundet av internasjonale forpliktelser, også på arbeidsrettens område, som kan 
tenkes å oppstille ytterligere begrensninger for arbeidsgiveres kontrolladgang ut over det 
som følger av arbeidsmiljøloven og personopplysningsloven. Dette gjelder blant annet Den 
europeiske menneskerettighetskonvensjon av 4. november 1950 (EMK), som er inkorporert 
ved lov om styrking av menneskerettighetenes stilling i norsk rett (menneskerettsloven) av 
21. mai 1999 nr. 30, og altså gjelder som norsk lov.  
 
Av andre internasjonale kilder av betydning på området kontrolltiltak i arbeidslivet kan 
nevnes EUs personverndirektiv10 og Europarådskonvensjon nr. 108 om personvern i 
forbindelse med elektronisk databehandling av personopplysninger. Personverndirektivet er 
inkorporert i norsk rett ved personopplysningsloven. Personopplysningsloven ble ved 
vedtakelsen ansett for å være i overensstemmelse med Europarådskonvensjonen.11
                                                 
9 Se for eksempel Rt. 2002 side 1500. 
 
10 Direktiv 95/46 EF om beskyttelse av fysiske personer i forbindelse med behandling av personopplysninger 
og om fri utveksling av slike opplysninger. 
11 Ot.prp. nr. 92 (1998-99) punkt 2.2.  
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1.4 Oversikt over den videre fremstilling 
 
I kapittel 2 vil det gis en oversikt over tvisteloven § 22-7 og den ulovfestede lære 
bestemmelsen kodifiserer. Detaljene om anvendelsen av tvl. § 22-7 når det gjelder bevis 
fremskaffet gjennom kontrolltiltak vil bli behandlet i kapittel 3 og 4. 
 
Tvisteloven § 22-7 legger som sagt opp til at det må foretas en vurdering i to ledd av 
hvorvidt et bevis kan nektes fremlagt. Jeg har funnet det mest hensiktsmessig å inndele 
fremstillingen i tråd med de to elementene i vurderingen.  
 
Det første leddet i vurderingen, altså om beviset kan anses fremskaffet på en utilbørlig 
måte, vil bli behandlet i kapittel 3. Lovgivningens grenser for arbeidsgivers adgang til å 
iverksette kontrolltiltak er som sagt sentralt ved denne vurderingen. Avhandlingens kapittel 
3 vil derfor i stor grad behandle de materielle grensene for arbeidsgivers kontrolladgang.  
 
Dersom domstolen kommer til at beviset er utilbørlig ervervet slik at grunnvilkåret for 
bevisavskjæring er oppfylt, må den vurdere hvorvidt beviset skal avskjæres eller tillates 
ført. Dette andre leddet i vurderingen tvl. § 22-7 legger opp til vil bli behandlet i kapittel 4.  
 
Avslutningsvis vil det i kapittel 5 bli gitt noen avsluttende bemerkninger. 
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2 BEVISAVSKJÆRINGENS RETTSLIGE GRUNNLAG 
 
2.1 Generelt  
 
Bevisavskjæring er altså et unntak fra hovedregelen om fri bevisførsel, og krever positiv 
hjemmel. Tvisteloven inneholder flere bestemmelser som hjemler bevisavskjæring. En av 
disse er tvisteloven § 22-7 om avskjæring av utilbørlig ervervet bevis, og det er denne 
hjemmelen for bevisavskjæring som behandles i denne avhandlingen. I dette kapittelet vil 
det gis en oversikt over hvordan bestemmelsen er lagt opp. 
 
Grunnvilkåret for bevisavskjæring i medhold av tvl. § 22-7 er at det dreier seg om et bevis 
som er ”fremskaffet på en utilbørlig måte”. Domstolen må derfor først ta stilling til 
hvorvidt fremskaffelsen av beviset kan karakteriseres som utilbørlig. Dersom retten 
kommer til grunnvilkåret er oppfylt, må den deretter gå over i den noe friere vurderingen 
av om beviset skal avskjæres eller tillates ført tross manglene ved innhentingen. I Rt. 2003 
side 1266 opphevet Høyesterett lagmannsrettens dom fordi lagmannsretten hadde unnlatt å 
vurdere om selve ervervet av beviset var utilbørlig. Lagmannsretten hadde gått direkte på 
avskjæringsspørsmålet og kun vurdert om beviset skulle avskjæres etter en sammensatt 
vurdering. Avgjørelsen viser viktigheten av at domstolene må foreta en vurdering i to trinn 
ved spørsmål om å avskjære utilbørlig ervervede bevis. 
 
Hva som skal til for at bevis kan karakteriseres som utilbørlig ervervet i henhold til  
tvl. § 22-7 vil bli behandlet i punkt 2.2. I punkt 2.3 gis en oversikt over i hvilken 
utstrekning retten kan avskjære et utilbørlig ervervet bevis. Hvorvidt tillatelse til å føre 
utilbørlig ervervede bevis kan være i strid med EMK art. 6 vil bli kortfattet behandlet i 
punkt 2.4. Adgangen til å avskjære såkalte avledede bevis behandles i punkt 2.5. Til slutt 
vil det i punkt 2.6 reises noen problemstillinger når det gjelder anvendelsen av tvl. § 22-7 i 
forbindelse med bevis fremskaffet gjennom kontrolltiltak spesielt. 
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2.2 Nærmere om uttrykket ”utilbørlig” 
 
I henhold til tvl. § 22-7 kan retten i særlige tilfelle avskjære bevis som er fremskaffet på en 
utilbørlig måte. En naturlig språklig forståelse av ”utilbørlig” er at det må være noe 
kritikkverdig ved måten beviset er innhentet på. Som uttalt i Tvisteloven kommentarutgave 
(2007) på side 1098 må beviset være skaffet til veie ved et middel som bedømmes som 
uakseptabelt fordi det bryter med rettsordenens adferdsnormer.  
 
Det kan spørres om et bevis som er ervervet i strid med positiv lovgivning uten videre kan 
karakteriseres som fremskaffet på en ”utilbørlig” måte, uavhengig av hvor alvorlig 
lovbrudd som er begått i forbindelse med bevissikringen. Det kan synes unaturlig å 
karakterisere beviservervet som ”utilbørlig” dersom lovbruddet begått ved ervervet er 
bagatellmessig. Ordlyden isolert kan derfor tale for at beviset ikke kan anses utilbørlig 
ervervet i henhold til tvl. § 22-7 ved mindre alvorlige lovbrudd i forbindelse med 
fremskaffelsen av beviset.12
 
  
Lovforarbeidene gir også til en viss grad støtte for en slik forståelse av uttrykket 
”utilbørlig”. I NOU 2001: 32 side 961 er det under henvisning til Rt. 1992 side 698 antatt 
at det ikke nødvendigvis vil bli ansett utilbørlig om beviset er opptatt ved krenkelse av rent 
formelle regler som ikke har hatt betydning for bevisverdien. I kjennelsen forarbeidene 
viser til ble imidlertid spørsmålet om beviset skulle avskjæres avgjort etter en konkret 
helhetsvurdering.13
 
 Dette tyder på at det ble lagt til grunn at beviset var ulovlig ervervet, 
men at retten etter en konkret helhetsvurdering kom til at beviset likevel skulle tillates ført. 
Det kan derfor diskuteres hvorvidt denne dommen kan tas til inntekt for det standpunkt 
som er lagt til grunn i forarbeidene. 
Tvl. § 22-7 er i følge forarbeidene ment å kodifisere den tidligere ulovfestede regelen om 
ulovlig ervervet bevis. Denne regelen omfattet bevis som var ervervet i strid med positiv 
                                                 
12 Se i denne retning Hov (2007) side 309. 
13 Se kjennelsen side 704-705. 
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lovgivning, uavhengig av om lovbruddet ble ansett som lite.14 Lovbruddets karakter ble 
først vektlagt ved vurderingen av om beviset skulle avskjæres. Videre følger det av 
forarbeidene at uttrykket ”utilbørlig” er valgt fremfor ”ulovlig” for å presisere at 
bestemmelsen også får anvendelse på bevis som er ervervet ved kritikkverdige midler, uten 
at fremgangsmåten nødvendigvis er i strid med lovgivningen.15 Uttrykket utilbørlig er altså 
benyttet for å presisere at det ikke er et vilkår for bevisavskjæring i henhold til tvl. § 22-7 at 
fremgangsmåten som er benyttet er straffbar eller strider mot en formell rettsregel.16 Det er 
derfor nærliggende å anta at lovgiver ikke har benyttet uttrykket ”utilbørlig” med sikte på 
å innskrenke den tidligere ulovfestede regelen til kun å gjelde kvalifiserte former for 
lovbrudd. Formålet med formuleringen har derimot vært å klargjøre og presisere at 
bestemmelsen omfatter mer enn kun beviserverv i strid med lovgivningen. Også i 
Tvisteloven kommentarutgave (2007) er det lagt til grunn at ”ulovlig” og ”utilbørlig” er 
alternative grunnvilkår, og at lovbruddets karakter og alvorlighetsgrad vil bli vektlagt først 
ved vurderingen av om beviset skal avskjæres.17
 
 
På bakgrunn av det ovenstående må det kunne legges til grunn at grunnvilkåret for 
bevisavskjæring i tvl. § 22-7 vil være oppfylt ved en hver form for lovstrid, og at 
lovbruddets alvorlighetsgrad først vil bli vektlagt ved den etterfølgende vurderingen av om 
beviset skal avskjæres. Dersom beviset er fremskaffet ved mindre alvorlige brudd på 
lovgivningen vil ikke momentene som taler mot fremleggelse gjøre seg gjeldende med 
samme styrke som ved mer alvorlige lovbrudd, slik at det sjelden vil bli tale om å fravike 
prinsippet om fri bevisføring og nekte beviset fremlagt i slike tilfeller.  
 
Det gjenstår å se hvorvidt reguleringen i tvl. § 22-7 vil medføre at domstolene endrer sin 
praksis og i fremtiden vil tolke uttrykket ”utilbørlig” slik at det kun er kvalifiserte former 
for lovbrudd som vil bli rammet av bestemmelsen. Resultatet vil imidlertid trolig bli det 
samme som i dag, da det kun er et spørsmål om på hvilket tidspunkt i vurderingen 
                                                 
14 Se for eksempel Rt. 2003 side 1266 som oppstiller ”ulovlig” og ”utilbørlig” som alternative grunnvilkår 
for bevisavskjæring. 
15  NOU 2001: 32 side 961.  
16 Tvisteloven kommentarutgave (2007) side 1098.  
17 Tvisteloven kommentarutgave (2007) side 1099. 
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lovbruddets karakter skal vurderes, om dette skal skje allerede ved vurderingen av om 
beviservervet kan karakteriseres som ”utilbørlig” eller som i dag først ved vurderingen av 
om beviset skal avskjæres eller tillates ført.  
 
2.3 I hvilken utstrekning kan retten avskjære utilbørlig ervervede bevis?  
 
Det følger av tvl. § 22-7 at bevis som er skaffet til veie på en utilbørlig måte kan nektes ført 
i ”særlige tilfelle”. En naturlig språklig forståelse av dette er at også utilbørlig ervervede 
bevis som hovedregel skal tillates ført, og at nektelse forutsetter en spesiell begrunnelse. 
Det følger av forarbeidene at uttrykket ”særlige tilfelle” er brukt for å markere at 
bestemmelsen skal gis et forholdsvis snevert anvendelsesområde.18 Dette viser at 
hovedregelen om fri bevisføring står sterkt i norsk rett, og at vilkårene for å gjøre unntak 
etter tvl. § 22-7 sjelden vil være oppfylt.19
 
  
At et bevis er fremskaffet på en utilbørlig måte, innebærer altså ikke at det automatisk skal 
avskjæres. Domstolene må vurdere særskilt hvorvidt det er grunnlag for avskjæring, selv 
om beviset er innhentet med et middel rettsordenen som utgangspunkt ikke anerkjenner. 
Som uttalt i forarbeidene er det at beviset er ervervet på en utilbørlig måte en nødvendig, 
men ikke tilstrekkelig betingelse for å nekte det ført. Det kreves i tillegg at føring av 
beviset vil medføre en krenkelse av tungtveiende personvern- eller rettssikkerhetshensyn, 
og at disse hensynene må være tilstrekkelig tungtveiende til at prinsippet om fri bevisføring 
må vike.20
 
  
                                                 
18 NOU 2001: 32 side 961. 
19 Tvisteloven kommentarutgave (2007) side 1097. 
20 NOU 2001: 32 side 961.  
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Rettspraksis viser at hvorvidt beviset skal avskjæres må avgjøres etter en bred avveining, 
hvor både de prinsipielle hensynene og forholdene i den konkrete saken må tas i 
betraktning.21
§ 22-7. Begrunnelsen for at et bevis er fremskaffet på en ulovlig eller utilbørlig måte og 
krenkelsens grovhet er viktige momenter ved vurderingen av om beviset skal avskjæres 
eller tillates ført.
 Det er imidlertid nær sammenheng mellom de to vurderingstemaene i tvl.  
22
 
  
2.4 Forholdet til EMK art. 6 
 
Det kan reises spørsmål om adgang til å føre bevis domstolene har ansett utilbørlig ervervet 
kan være i strid med retten til rettferdig rettergang etter EMK artikkel 6(1). Det er 
imidlertid antatt i forarbeidene til tvisteloven og juridisk teori at norske domstoler har lagt 
en strengere norm til grunn enn EMD på dette området, slik at norsk rett må antas å være i 
samsvar med kravene i EMK artikkel 6(1).23
 
 EMK artikkel 6 innebærer derfor på det 
nåværende tidspunkt neppe en ytterligere begrensning i adgangen til å føre utilbørlig 
ervervede bevis ut over det som følger av gjeldende norsk rett. 
2.5 Avledet bevis 
 
Det er lagt til grunn i rettspraksis at dersom et bevis avskjæres fordi det er utilbørlig 
ervervet, kan også bevis som er avledet fra det utilbørlige beviset bli nektet ført i medhold 
av tvl. § 22-7.24
                                                 
21 NOU 2001: 32 side 961. Momentene og hensynene som gjør seg gjeldende ved vurderingen vil bli 
behandlet i avhandlingens kapittel 4. 
 I Rt. 2001 side 668 ble et videoopptak av den ansatte avskåret som bevis 
for underslag. Lagmannsretten hadde vektlagt at arbeidsgiveren kunne føre beviset på en 
alternativ måte, ved å fremlegge en avhørsrapport som inneholdt en erkjennelse fra 
arbeidstakeren. Kjæremålsutvalget påpekte at i den grad den ulovlige innhentingen av 
22 Rt. 2003 side 1266 avsnitt 20 og Tvisteloven kommentarutgave (2007) side 1097. 
23 Se NOU 2001: 32 side 962 og Tvisteloven kommentarutgave (2007) side 1107.  
24 Tvisteloven kommentarutgave (2007) side 1110. 
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videoopptaket var en del av grunnlaget for avhøret og erkjennelsen, var det ikke uten videre 
slik at rapporten eller vitneforklaring om innholdet i avhøret kunne benyttes som bevis. 
Hensynet til effektiv avskjæring av videobeviset kunne etter kjæremålsutvalgets syn føre til 
at også bevis som bygget på dette måtte nektes ført.25 Det kan altså inntre en slags 
dominoeffekt dersom det i realiteten er samme bevis som forsøkes ført på en annen måte.26
 
 
At slike avledede bevis også kan bli nektet fremlagt er viktig for å hindre omgåelse av 
bevisforbudet.  
2.6 Særskilt om anvendelsen av tvl. § 22-7 ved bevis fremskaffet gjennom 
kontrolltiltak 
 
Uttrykket ”utilbørlig” i tvl. § 22-7 omfatter altså bevis som er ervervet på en ulovlig eller 
utilbørlig måte.27 Bevis innhentet ved urettmessige kontrolltiltak, altså i strid med 
bestemmelsene i arbeidsmiljøloven eller personopplysningsloven med forskrift, kan derfor 
bli avskåret i medhold av tvl. § 22-7. Som nevnt er imidlertid ikke uttrykket ”utilbørlig” 
begrenset til innhenting av bevis i strid med positiv lovgivning. Rettspraksis viser at 
domstolene i særlige tilfelle har avskåret bevis som utilbørlig ervervet selv om 
fremgangsmåten i forbindelse med bevissikringen i utgangspunktet ikke var i strid med 
rettsregler.28
 
 Det kan derfor ikke utelukkes at bevis innhentet gjennom rettmessige 
kontrolltiltak kan bli avskåret som utilbørlig innhentet i medhold av tvl. § 22-7.  
Bestemmelsene som regulerer arbeidsgivers kontrolladgang er skjønnsmessig utformet og 
bygger på dat det må foretas en bred interesseavveining mellom arbeidsgiverens behov for 
kontrollen og hensynet til arbeidstakerens personvern. På bakgrunn av dette er det etter min 
vurdering vanskelig å tenke seg tilfeller hvor et bevis som er fremskaffet gjennom et lovlig 
kontrolltiltak som altså er ansett saklig og forholdsmessig i henhold til aml. § 9-1, likevel 
                                                 
25 Se kjennelsen side 671-672. 
26 Tvisteloven kommentarutgave (2007) side 1111. 
27 Se punkt 2.2. 
28 Se for eksempel Rt. 1997 side 795. 
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skal kunne karakteriseres som ”fremskaffet på en utilbørlig måte”. Den skjønnsmessige 
reguleringen av kontrolladgangen vil trolig fange opp tilfeller som er utilbørlige slik at 
kontrolltiltaket ikke blir ansett rettmessig. 
 
Det kan imidlertid ikke prinsipielt utelukkes at domstolene i særlige tilfelle kan komme til 
at et bevis er fremskaffet på en utilbørlig måte selv om kontrolltiltaket i seg selv anses 
lovlig. Et mulig eksempel kan være at beviset er provosert frem fra arbeidsgivers side på en 
kritikkverdig måte. Det er imidlertid nærliggende å anta at dette er et forhold som vil bli 
vurdert ved spørsmålet om kontrolltiltaket er saklig og forholdsmessig i henhold til  
aml. § 9-1.29
 
  
Oppgavens tema er bevisavskjæring ved urettmessige kontrolltiltak, det er derfor grensene 
for lovlige kontrolltiltak som er det sentrale. Hvorvidt et bevis kan anses utilbørlig 
fremskaffet ut over de lovstridige tilfellene, vil derfor ikke bli problematisert nærmere. 
 
 
 
 
 
 
 
 
 
                                                 
29 Se RG 2007 side 56 og punkt 3.9. 
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3 Grensene for lovlige kontrolltiltak - utilbørlighetsvurderingen 
3.1 Innledning 
 
Det er altså et grunnvilkår for bevisavskjæring i medhold av tvl. § 22-7 at beviset er 
fremskaffet på en ”utilbørlig” måte. I dette kapittelet vil jeg behandle denne første delen av 
vurderingen domstolene må foreta ved avgjørelsen av om et bevis innhentet av en 
arbeidsgiver gjennom kontrolltiltak skal avskjæres. Bevis innhentet gjennom kontrolltiltak 
som ikke oppfyller lovgivningens vilkår, og således er ulovlige, er utilbørlig ervervet i 
henhold til tvl. § 22-7.30
 
  
Arbeidsmiljøloven kapittel 9, personopplysningsloven med forskrift og EMK art. 8 
oppstiller de viktigste begrensningene for arbeidsgiveres kontrolladgang. For å klargjøre 
når et kontrolltiltak kan bli ansett urettmessig, og altså bevis fremskaffet gjennom tiltaket 
utilbørlig ervervet, er det nødvendig å gi en oversikt over de generelle vilkårene for 
kontrolltiltak. Fremstillingen vil i første rekke omhandle de materielle grensene for 
kontrolladgangen. De materielle vilkårene i arbeidsmiljøloven kapittel 9 og 
personopplysningsloven vil bli redegjort for i henholdsvis punkt 3.2 og 3.3. Deretter vil 
EMK art. 8 bli kortfattet behandlet i punkt 3.4.  
 
Arbeidsmiljøloven og personopplysningsloven med forskrift oppstiller imidlertid også 
enkelte saksbehandlingsregler arbeidsgiver må følge i forbindelse med iverksettelse og 
gjennomføring av kontrolltiltak. Rettspraksis viser at det ved vurderingen av 
kontrolltiltakets lovlighet kan være av stor betydning hvorvidt arbeidstakerne er informert 
om tiltaket. I punkt 3.5 vil det derfor bli gitt en oversikt over arbeidsgivers 
informasjonsplikt.  
 
Ved innsyn i og bruk av e-post, datalogger og fjernsynsovervåkning kan arbeidsgivere 
forholdsvis enkelt overvåke de ansatte og oppdage uregelmessigheter uten at de ansatte er 
                                                 
30 Jf. punkt 2.2. 
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kjent med overvåkningen. Det kan derfor være fristende for arbeidsgiveren å foreta slik 
kontroll med sikte på å skaffe seg bevis til en eventuell rettssak mot arbeidstakeren. Dette 
har medført at slike kontrolltiltak har vist seg særlig aktuelle i praksis, både når det gjelder 
grensene for tiltakenes lovlighet og spørsmålet om eventuelle bevis innhentet gjennom 
tiltaket skal avskjæres. Disse formene for kontrolltiltak er også delvis underlagt særskilt 
regulering i personopplysningsloven med forskrift. På bakgrunn av dette vil jeg redegjøre 
særskilt for adgangen til slike former for kontrolltiltak. Adgangen til innsyn i e-post 
behandles i punkt 3.6, datalogger i punkt 3.7 og fjernsynsovervåkning i punkt 3.8. 
 
I punkt 3.9. behandles betydningen av at beviset er fremskaffet ved provokasjon fra 
arbeidsgiverens side. Rettspraksis kan også synes å gi uttrykk for at arbeidsgivers 
kontrolladgang utvides ved konkret mistanke om mislige forhold på arbeidstakerens side. 
Denne problemstillingen vil bli redegjort for i punkt 3.10. 
 
3.2 Arbeidsmiljøloven § 9-1 
3.2.1 Generelt 
 
De materielle vilkårene for arbeidsgivers adgang til å iverksette og gjennomføre 
kontrolltiltak er regulert i aml. § 9-1. Bestemmelsen er generell og omfatter alle former for 
kontroll- og overvåkningstiltak.31
                                                 
31 Rygh Monsen/Lenth (2006) side 340. 
 I henhold til første ledd kan arbeidsgiveren kun 
iverksette kontrolltiltak overfor en arbeidstaker dersom tiltaket har ”saklig grunn i 
virksomhetens forhold” og det ikke innebærer en ”uforholdsmessig belastning” for 
arbeidstakeren. Bestemmelsen oppstiller altså to kumulative vilkår som begge må være 
oppfylt for at et kontrolltiltak kan anses rettmessig. Bestemmelsen legger opp til at det må 
foretas en bred, skjønnsmessig avveining av virksomhetens behov for kontrolltiltaket på 
den ene side, holdt opp mot de ulempene arbeidstakerne blir påført som følge av tiltaket. 
For at kontrolltiltaket skal anses lovlig og bevisavskjæring unngås må denne avveiningen 
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falle ut i arbeidsgiverens favør.32
 
  
I henhold til aml. § 9-2 tredje ledd skal arbeidsgiveren sammen med arbeidstakernes 
tillitsvalgte jevnlig evaluere behovet for iverksatte kontrolltiltak. Bestemmelsen forutsetter 
at vilkårene om saklighet og forholdsmessighet i aml. § 9-1 skal være oppfylt til en hver 
tid. Endrede forhold kan derfor medføre at kontrolltiltak som tidligere var rettmessige etter 
hvert må endres eller avvikles fordi begrunnelsen for tiltaket ikke lenger er til stede eller er 
betydelig redusert.33
 
 
3.2.2 Saklighetskravet 
 
Saklighetskravet innebærer for det første at formålet med kontrollen må være saklig 
begrunnet i virksomheten som sådan.34 Det lar seg ikke gjøre å angi uttømmende hvilke 
grunner eller formål dette kan være. Som eksempler nevner forarbeidene teknologiske, 
økonomiske, sikkerhets-, arbeidsmiljø- og helsemessige forhold.35
 
  
For det andre innebærer saklighetskravet at formålet med kontrolltiltaket må være saklig 
begrunnet overfor den enkelte arbeidstaker.36 Dette innebærer at ett og samme 
kontrolltiltak kan være berettiget overfor én arbeidstaker eller gruppe arbeidstakere, men 
uberettiget overfor andre arbeidstakere i samme virksomhet.37 Forarbeidene nevner som 
eksempel at et flyselskap kan ha saklig grunn for å foreta rusmiddeltesting av 
arbeidstakerne, men at dette først og fremst må gjelde for pilotene. Dette kontrolltiltaket vil 
neppe anses saklig begrunnet overfor for eksempel selskapets kontormedarbeidere.38
 
 
Saklighetsvurderingen må altså foretas i forhold til den enkelte arbeidstakeren. 
                                                 
32 Ot.prp. nr. 49 (2004-2005) side 144. 
33 Jakhelln (2007) side 397. 
34 Ot.prp. nr. 49 (2004-2005) side 144. 
35 Ot.prp. nr. 49 (2004-2005) side 144. 
36 Ot.prp. nr. 49 (2004-2005) side 144. 
37 Rygh Monsen/Lenth (2006) side 342. 
38 Ot.prp. nr. 49 (2004-2005) side 145. 
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Saklighetskravet skal i følge forarbeidene forstås som et krav om tilstrekkelig saklig grunn. 
Dette innebærer at kontrolltiltaket må være egnet til å oppnå formålet med kontrollen.39 
Dersom for eksempel opplysningene som fremkommer som resultat av kontrolltiltaket er 
usikre eller unøyaktige, kan det altså medføre at saklighetskravet ikke er oppfylt fordi 
kontrollen ikke er egnet til å oppnå formålet. Kravet til saklighet vil som utgangspunkt 
heller ikke være oppfylt dersom formålet med kontrollen kan ivaretas på en mindre 
inngripende måte overfor arbeidstakerne eller dersom kontrolltiltaket praktiseres på en 
måte som innebærer usaklig forskjellsbehandling av arbeidstakerne.40
 
  
3.2.3 Forholdsmessighetskravet  
 
I tillegg til at kontrolltiltaket må være saklig begrunnet, følger det av aml. § 9-1 første ledd 
at kontrolltiltaket ikke må innebære en ”uforholdsmessig belastning” for arbeidstakeren. 
Bestemmelsen oppstiller et krav om proporsjonalitet mellom arbeidsgivers behov for 
kontrolltiltaket og den belastning tiltaket medfører for arbeidstakerne.  
 
Det er lagt til grunn i forarbeidene at de momentene som er relevante ved 
saklighetsvurderingen, også er relevante ved forholdsmessighetsvurderingen. 
Kontrolltiltaket må altså være nødvendig for å oppnå formålet med kontrollen, og 
arbeidsgiveren må benytte det kontrolltiltaket som er minst krenkende for arbeidstakeren.41
Andre relevante momenter ved vurderingen av om kontrolltiltaket medfører en 
uforholdsmessig belastning for arbeidstakerne er blant annet tiltakets formål, hvor 
tungtveiende bedriftens behov er, kontrollens art og hvordan den skal gjennomføres, og 
hvilke inngrep i arbeidstakernes personvern det er tale om.
 
42
 
  
 
                                                 
39 Ot.prp. nr. 49 (2004-2005) side 145. 
40 Ot.prp. nr. 49 (2004-2005) side 145. 
41 Fougner (2006) side 381. 
42 Ot.prp. nr. 49 (2004-2005) side 145. 
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Jo mer belastende kontrolltiltaket oppfattes av arbeidstakerne, jo sterkere behov må 
arbeidsgiveren ha for at kontrolltiltaket skal kunne anses rettmessig. Dersom 
kontrolltiltaket medfører et ikke ubetydelig inngrep i rettsgoder som personlig integritet, 
verdighet, privatlivets fred, legemets ukrenkelighet eller lignende, antas det i forarbeidene 
at vilkårene for å gjennomføre kontrolltiltaket kun unntaksvis vil være oppfylt. Mer 
tradisjonelle former for kontrolltiltak, som for eksempel tidsregistrering og 
adgangskontroll, vil derimot sjelden vil bli ansett uforholdsmessige.43
 
 Slike tiltak er ikke 
særlig inngripende overfor arbeidstakerne, og arbeidsgivers kontrollbehov vil derfor 
normalt veie tyngre enn hensynet til arbeidstakernes personvern. 
I henhold til forarbeidene må en ved forholdsmessighetsvurderingen vurdere alle 
kontrolltiltakene i virksomheten samlet. Dette innebærer at et kontrolltiltak som isolert sett 
er rettmessig, kan bli ansett ulovlig dersom tiltaket sett i sammenheng med øvrige 
kontrolltiltak i virksomheten samlet sett medfører at den forsvarlige tålegrensen for 
kontrollnivå overskrides i virksomheten.44
 
  
3.3 Personopplysningslovens krav til behandling av personopplysninger 
3.3.1 Oversikt 
 
Dersom kontrolltiltaket innebærer behandling av personopplysninger, må de generelle 
vilkårene for kontrolltiltak i aml. § 9-1 suppleres og utfylles av reglene i 
personopplysningsloven.45
                                                 
43 Ot.prp. nr. 49 (2004-2005) side 145. 
 Konsekvensen av dette er at arbeidsgiveren ved kontrolltiltak 
som omfattes av personopplysningsloven må oppfylle vilkårene i både arbeidsmiljøloven 
og personopplysningsloven for at kontrollen skal være rettmessig. Brudd på bestemmelsene 
i enten arbeidsmiljøloven eller personopplysningsloven vil medføre at grunnvilkåret for 
44 Ot.prp. nr. 49 (2004-2005) side 145. 
45 Fougner (2006) side 382, se også aml. § 9-2 andre ledd som henviser til personopplysningsloven. 
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bevisavskjæring i henhold til tvl. § 22-7 vil være oppfylt, slik at opplysninger fremskaffet 
gjennom kontrolltiltaket kan bli avskåret som bevis ved en eventuell rettssak.  
 
Det er den behandlingsansvarlige som er ansvarlig for at personopplysningslovens 
bestemmelser blir fulgt. ”Behandlingsansvarlig” er definert i popplyl. § 2 nr. 4 som den 
som bestemmer formålet med behandlingen av personopplysninger og hvilke hjelpemidler 
som skal brukes. I arbeidsrettslig sammenheng vil arbeidsgiveren være den 
behandlingsansvarlige, og derfor være ansvarlig utad for at lovens bestemmelser følges. 
Personopplysningsloven anvender uttrykket den ”registrerte” om den en personopplysning 
kan knyttes til, jf. popplyl. § 2 nr. 6. I forbindelse med temaet kontrolltiltak i arbeidslivet 
vil den ”registrerte” være arbeidstakeren. 
 
3.3.2 Forholdet mellom arbeidsmiljøloven og personopplysningsloven 
 
Forholdet mellom arbeidsmiljøloven og personopplysningsloven når det gjelder 
kontrolltiltak kan forklares slik at aml. § 9-1 angir de generelle vilkårene som må være 
oppfylt for å iverksette kontrolltiltaket, mens personopplysningsloven angir krav til 
behandling av personopplysninger som fremkommer som et resultat av tiltaket.  
 
En rekke kontrolltiltak vil være formålsløse dersom det ikke foreligger lovlig adgang til å 
behandle de personopplysninger som fremkommer som et resultat av tiltaket.46 Reglene i 
arbeidsmiljøloven kapittel 9 og reglene i personopplysningsloven må derfor tolkes og 
praktiseres i lys av hverandre.47 I forarbeidene til arbeidsmiljøloven er det antatt at de 
materielle vilkårene for å behandle personopplysninger normalt vil være oppfylt dersom 
kontrolltiltaket oppfyller de materielle vilkårene i aml. § 9-1 første ledd.48
                                                 
46 Ot.prp. nr. 49 (2004-2005) side 148. 
 Kravet om saklig 
grunn i aml. § 9-1 vil i følge forarbeidene normalt føre til at personopplysningslovens 
vilkår i § 8 f) om berettiget interesse vil være oppfylt, mens vilkåret om forholdsmessighet 
47 Ot.prp. nr. 49 (2004-2005) side 146. 
48 Ot.prp. nr. 49 (2004-2005) side 146.   
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i aml. § 9-1 i alminnelighet vil innebære at kravet om at hensynet til arbeidstakerens 
personvern ikke må overstige arbeidsgivers berettigede interesse ikke vil være krenket.49
 
  
Forarbeidene oppstiller altså en presumsjon for at arbeidsgiver kan behandle 
personopplysninger som fremkommer som et resultat av kontrolltiltak, forutsatt at 
kontrolltiltaket i seg selv er lovlig i medhold av aml. § 9-1. 
3.3.3 Personopplysningslovens virkeområde 
 
Personopplysningsloven kommer til anvendelse ved behandling av personopplysninger 
som helt eller delvis skjer med elektroniske hjelpemidler, og ved annen behandling av 
personopplysninger dersom disse inngår eller skal inngå i et personregister, jf. popplyl. § 3 
første ledd a) og b). Personopplysningsloven omfatter altså all elektronisk behandling av 
personopplysninger, og manuell behandling dersom opplysningene tas inn eller skal tas inn 
i et personregister.50 Dette innebærer at loven kommer til anvendelse på alle former for 
kontrolltiltak i arbeidslivet som innebærer at det innhentes personopplysninger som 
bearbeides elektronisk eller som settes eller skal inn i et personregister.51 Manuell 
behandling av personopplysninger som ikke skal inngå i et personregister vil derimot falle 
utenfor loven.52
 
  
Med ”personopplysninger” menes ”opplysninger og vurderinger som kan knyttes til en 
enkeltperson” jf. popplyl. § 2 nr. 1. Det følger av bestemmelsens forarbeider at begrepet 
skal tolkes vidt, og omfatter opplysninger som enten direkte knytter en behandling til en 
navngitt person eller indirekte identifiserer en enkeltperson.53
                                                 
49 Ot.prp. nr. 49 (2004-2005) side 146. 
”[B]ehandling av 
personopplysninger” er definert i popplyl. § 2 nr. 2 som ”enhver bruk av 
personopplysninger”. Som eksempler på slik bruk nevner bestemmelsen innsamling, 
50 NOU 2004: 5 punkt 17.5.4.2. 
51 NOU 2004: 5 punkt 17.5.4.2. 
52 ”Personregister” er definert i popplyl. § 2 nr. 3 og omfatter personopplysninger som er lagret systematisk 
slik at opplysninger om den enkelte person kan finnes igjen. 
53 NOU 1997: 19 side 131 og Storeng (2006) side 197. 
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registrering, sammenstilling, lagring og utlevering eller en kombinasjon av slike 
bruksmåter. Det er altså tale om et vidtfavnende uttrykk, slik at nesten all bruk av 
personopplysninger vil bli ansett som en behandling i lovens forstand.54
 
  
Kontrolltiltak som innebærer at arbeidstakernes aktiviteter registreres på en eller annen 
måte, for eksempel elektronisk overvåkningsutstyr og kontroll av elektronisk 
kommunikasjon, vil omfattes av personopplysningslovens virkeområde.55 Høyesterett har 
for eksempel fastslått at innsyn i e-post og bruk av datalogger innebærer behandling av 
personopplysninger som faller inn under lovens anvendelsesområde.56
  
 
3.3.4 Materielle vilkår for å behandle personopplysninger 
 
Personopplysningslovens utgangspunkt er at behandling av personopplysninger er forbudt 
med mindre det foreligger særskilt hjemmel for behandlingen. De grunnleggende vilkårene 
for behandling av personopplysninger er angitt i popplyl. § 8. Lovlig behandling av 
personopplysninger forutsetter at den registrerte har samtykket, at behandlingen er hjemlet 
i lov eller at behandlingen er nødvendig på bakgrunn av ett av formålene nevnt i litra a) til 
f).  
 
Dersom den personopplysningene knytter seg til ikke samtykker til behandling av 
personopplysningene, og det heller ikke foreligger noen lovhjemmel for behandlingen, må 
den behandlingsansvarlige søke å begrunne behandlingen som nødvendig ut fra et av 
formålene loven nevner i litra a) til f). Når det gjelder adgangen til å behandle 
personopplysninger i forbindelse med kontrolltiltak, er det særlig § 8 f) som er det aktuelle 
behandlingsgrunnlaget, dersom ikke arbeidstakeren samtykker til behandlingen. 
 
I henhold til popplyl. § 8 første ledd f) kan personopplysninger behandles dersom det er 
                                                 
54 NOU 1997: 19 side 132 og Storeng (2006) side 198. 
55 Jakhelln (2007) side 393. 
56 Rt. 2002 side 1500 og Rt. 2001 side 1589.  
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nødvendig for at den behandlingsansvarlige eller tredjepersoner som opplysningene 
utleveres til skal kunne vareta en berettiget interesse, og hensynet til den registrertes 
personvern ikke overstiger denne interessen. Bestemmelsen legger opp til en 
interesseavveining, i denne sammenhengen mellom arbeidsgivers behov for å behandle 
opplysningene og arbeidstakers krav på personvern. Jo større inngrep det er tale om i 
arbeidstakerens personvern, jo større krav vil det altså stilles til arbeidsgiverens behov for 
at behandlingen skal være lovlig. Det følger av forarbeidene at hensynet til privatlivets fred 
generelt må tillegges betydelig vekt i avveiningen mot kommersielle interesser, og at det 
bør tillegges vesentlig vekt dersom den registrerte gir beskjed om at vedkommende ikke 
ønsker behandlingen.57
 
 
For behandling av sensitive personopplysninger oppstiller popplyl. § 9 ytterligere vilkår 
som må være oppfylt i tillegg til ett av vilkårene i § 8.58
 
 Adgangen til å behandle sensitive 
personopplysninger er derfor mer begrenset enn for øvrige personopplysninger.  
Popplyl. § 11 oppstiller visse grunnkrav til behandlingen av personopplysninger. Vilkårene 
er kumulative, slik at samtlige må være oppfylt for at behandling av personopplysninger 
skal være lovlig. Den behandlingsansvarlige må sørge for at personopplysningene som 
behandles er tillatt i medhold av lovens § 8 og § 9, og at de kun benyttes til uttrykkelig 
angitte formål som er saklig begrunnet i virksomheten, jf. § 11 første ledd a) og b). Også 
personopplysningsloven oppstiller altså et krav om saklig formål med behandlingen. 
Popplyl. § 11 litra c) oppstiller forbud mot at personopplysningene senere brukes til formål 
som er uforenlig med det opprinnelige formålet med innsamlingen, uten at den registrerte 
samtykker. Hvorvidt formålene er uforenlige må vurderes konkret. Som eksempel kan 
nevner forarbeidene at dersom en arbeidsgiver har etablert et adgangskortsystem ut fra 
sikkerhetsmessige grunner, kan ikke systemet benyttes til å kontrollere om de ansatte 
kommer til avtalt tid.59
                                                 
57 Ot.prp. nr. 92 (1998-99) side 109. 
 I et slikt tilfelle vil ikke formålene med behandlingen være 
forenlige. Videre oppstiller popplyl. § 11 d) krav om at personopplysningene må være 
58 Sensitive personopplysninger er uttømmende definert i popplyl. § 2 nr. 8. 
59 NOU 2004: 5 punkt 17.5.4.3. 
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tilstrekkelig og relevante for formålet med behandlingen. Opplysningene må også være 
korrekte og oppdaterte, og ikke lagres lenger enn det som er nødvendig ut fra 
behandlingsformålet, jf. § 11 e). 
 
Dersom arbeidsgiver ikke kan vise til et behandlingsgrunnlag i popplyl. § 8, eventuelt § 9 
dersom det dreier seg om sensitive personopplysninger, eller ikke oppfyller vilkårene i  
§ 11, vil behandlingen av personopplysningene i tilknytning til kontrolltiltaket være 
ulovlig. Opplysninger fremskaffet som et resultat av kontrolltiltaket vil da være ulovlig 
ervervet, slik at grunnvilkåret for bevisavskjæring i medhold av tvl. § 22-7 vil være oppfylt. 
Konsekvensen av dette kan bli at bevis fremskaffet gjennom kontrollen kan bli avskåret 
ved en eventuell rettssak mot arbeidstakeren. 
 
3.4 EMK artikkel 8 
 
EMK er inkorporert i norsk rett og gjelder som norsk lov.60 EMD har i flere saker slått fast 
at retten til vern av privatliv og vern av korrespondanse i henhold til EMK artikkel 8 også 
gjelder på arbeidsplassen.61
 
 Dette innebærer at et bevis kan bli ansett som utilbørlig 
ervervet dersom det er fremskaffet på en måte som krenker konvensjonens vern i artikkel 8. 
Spørsmålet er om EMK art. 8 oppstiller ytterligere grenser for arbeidsgivers kontrolladgang 
ut over det som følger av arbeidsmiljøloven og personopplysningsloven med forskrift. 
I forarbeidene til arbeidsmiljøloven er det antatt at norsk rett er i samsvar med kravene i 
henhold til EMK artikkel 8.62
                                                 
60 Se punkt 1.3.5. 
 Også i personopplysningslovens forarbeider er det lagt til 
grunn at så lenge personopplysningsloven implementerer reglene fra Europaråds-
konvensjon nr. 108, 1981 om personvern i forbindelse med elektronisk databehandling av 
61 Se Halford v. UK, Niemietz v. Germany og Copland v. UK. 
62 Ot.prp. nr. 49 (2004-2005) side 140. 
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personopplysninger og personverndirektivet, vil kravene i EMK artikkel 8 også være 
oppfylt.63
 
 Jeg er heller ikke kjent med kildemateriale som skulle tilsi noe annet.  
På bakgrunn av dette må det kunne legges til grunn at EMK artikkel 8 på det nåværende 
tidspunkt neppe innebærer noen ytterligere begrensning av kontrolladgangen ut over det 
som følger av arbeidsmiljøloven kapittel 9 og personopplysningsloven med forskrift. EMD 
har imidlertid lagt til grunn en temmelig dynamisk tolkningsstil ved forståelsen av EMK. 
Det kan derfor ikke utelukkes at våre nasjonale regler og praksis kan bli ansett i strid med 
EMK dersom EMD endrer sin rettsoppfatning og tolkning av artikkel 8. 
 
3.5 Arbeidsgivers informasjonsplikt 
 
I henhold til aml. § 9-2 andre ledd plikter arbeidsgiver å informere berørte arbeidstakere før 
kontrolltiltak iverksettes om tiltakets formål, praktiske konsekvenser og antatt varighet.64 
Det følger av forarbeidene at det er tilstrekkelig at informasjonen gis før innføringen av 
selve kontrolltiltaket i virksomheten.65
 
 Det stilles altså ikke krav om at arbeidstakerne skal 
informeres ved gjennomføringen av den enkelte kontroll. Spørsmålet er hvilken betydning 
det får for vurderingen av kontrolltiltakets rettmessighet at informasjonsplikten ikke er 
overholdt. 
Aml. § 9-2 er i følge forarbeidene kun en ordensbestemmelse. Brudd på bestemmelsen 
innebærer derfor ikke nødvendigvis at kontrolltiltaket er urettmessig med den følge at 
grunnvilkåret for bevisavskjæring i henhold til tvl. § 22-7 er oppfylt. Manglende 
informasjon vil imidlertid være et moment ved saklighetsvurderingen og kan av den grunn 
medføre at tiltaket blir ansett urettmessig i henhold til aml. § 9-1.66
                                                 
63 NOU 1997: 19 punkt 9.4.1 og Rygh Monsen/Lenth (2006) side 340. 
 Ved hemmelige 
kontrolltiltak mister arbeidstakerne muligheten til å innrette seg, og tiltaket vil da normalt 
64 Dersom kontrolltiltaket innebærer behandling av personopplysninger følger det i tillegg en 
informasjonsplikt av popplyl. §§ 19 og 20. 
65 Ot.prp. nr. 49 (2004-2005) side 148. 
66 Ot.prp. nr. 49 (2004-2005) side 314. 
 27 
innebære et større inngrep i arbeidstakernes personvern. Interesseavveiningen i medhold av 
aml. § 9-1 og popplyl. § 8 f) vil i da lettere falle ut i arbeidstakerens favør. Brudd på 
informasjonsplikten vil tillegges større vekt jo mer inngripende kontrolltiltaket er overfor 
arbeidstakerne.67
 
  
Rettspraksis viser at manglende informasjon er tillagt vekt ved vurderingen av 
kontrolltiltaks rettmessighet, også før lovreguleringen i aml. § 9-2.68 Også EMD har lagt 
stor vekt på hvorvidt arbeidstakerne har vært informert ved vurderingen av om 
kontrolltiltak fra arbeidsgiveres side er i strid med EMK art. 8.69
 
 
Når det gjelder innsyn i arbeidstakers e-post mv. følger det av personopplysningsforskriften 
§ 9-3 første ledd første punktum at arbeidstaker ”så langt som mulig” skal varsles og få 
anledning til å uttale seg før arbeidsgiver foretar innsynet. Det er altså ikke et absolutt krav 
om varsling. Ved manglende varsling vil innsynet imidlertid kun være lovlig dersom det i 
henhold til forskriften § 9-2 var nødvendig med innsyn umiddelbart.70 Innsyn i e-posten 
uten at arbeidstakeren er varslet, kan altså medføre at nødvendighetskravet ikke er oppfylt 
slik at innsynet blir ansett urettmessig.71
 
  
Dersom manglende informasjon medfører at kontrolltiltaket blir ansett urettmessig, vil 
grunnvilkåret for bevisavskjæring i medhold av tvl. § 22-7 være oppfylt. Konsekvensen av 
manglende informasjon kan derfor bli at opplysninger fremskaffet gjennom kontrolltiltaket 
kan bli nektet fremlagt som bevis.  
 
                                                 
67 Se også Fougner (2006) side 384. 
68 Se for eksempel RG 1993 side 77 og RG 2004 side 347 og avgjørelsene om hemmelig 
fjernsynsovervåkning i punkt 3.8.  
69 Se for eksempel Copland v. UK.  
70 Se om de materielle vilkårene for innsyn i e-post i punkt 3.6.3. 
71 Se departementets merknader til § 9-2. 
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3.6 Arbeidsgivers adgang til innsyn i e-post 
3.6.1 Generelt  
 
Arbeidsgivers adgang til innsyn i arbeidstakernes e-post er særskilt regulert i 
personopplysningsforskriften kapittel 9. Bestemmelsene trådte i kraft 1. mars i år og gir en 
etterlengtet regulering av denne kontrollmetoden fra arbeidsgivers side. Bestemmelsene er i 
hovedsak en videreføring av det som tidligere ble lagt til grunn i rettspraksis og 
Datatilsynets retningslinjer, og kan ikke fravikes ved instruks eller avtale til ugunst for 
arbeidstaker, jf. forskriften § 9-5.  
 
3.6.2 Virkeområdet for bestemmelsene i personopplysningsforskriften kapittel 9 
 
Bestemmelsene i personopplysningsforskriften kapittel 9 omfatter arbeidsgivers rett til 
innsyn i ”arbeidstakers e-postkasse mv”, jf. § 9-1 første ledd. ”Arbeidstakers e-postkasse” 
er definert i forskriften § 9-1 andre ledd første punktum som ”e-postkasse arbeidsgiver har 
stilt til arbeidstakers disposisjon til bruk i arbeidet ved virksomheten”. Dette vil typisk 
være en e-postadresse inneholdende arbeidstakerens og virksomhetens navn, som for 
eksempel olanordmann@virksomheten.no. Innsyn i arbeidstakerens private e-postkasse, 
typisk hotmail eller gmail, reguleres derimot ikke av personopplysningsforskriften  
kapittel 9. Slikt innsyn vil derfor kreve hjemmel etter de alminnelige bestemmelsene i  
aml. § 9-1 og personopplysningsloven. Arbeidsgiveren vil vanskelig oppfylle vilkårene for 
innsyn i arbeidstakerens private e-postkasse, da arbeidsgiverens behov for slikt innsyn 
sjelden vil kunne tillegges større vekt enn hensynet til arbeidstakerens personvern, jf. 
popplyl. § 8 f).  
 
Videre følger det av personopplysningsforskriften § 9-1 annet ledd annet punktum at 
reglene gjelder tilsvarende for arbeidsgivers adgang til gjennomsøking av og innsyn i 
arbeidstakers personlige område i virksomhetens datanettverk og i andre elektroniske 
 29 
kommunikasjonsmedier eller elektronisk utstyr som arbeidsgiver har stilt til arbeidstakers 
disposisjon til bruk i arbeidet ved virksomheten. 
  
3.6.3 Materielle vilkår for innsyn i e-post 
3.6.3.1 Generelt 
 
Personopplysningsforskriften § 9-2 angir uttømmende de materielle vilkårene for innsyn i 
e-post. Bestemmelsen legger opp til at arbeidsgiver kun har rett til å gjennomsøke, åpne 
eller lese e-post i arbeidstakers e-postkasse i konkret angitte tilfelle. Dersom innsynet ikke 
kan hjemles i § 9-2 vil altså kontrollen være urettmessig. Konsekvensen kan da bli at 
opplysninger som er fremkommet ved innsynet kan bli nektet fremlagt som bevis. 
  
3.6.3.2 Innsyn er nødvendig for å ivareta berettigede interesser ved virksomheten 
 
I henhold til forskriften § 9-2 første ledd a) har arbeidsgiveren rett til innsyn dersom det er 
”nødvendig for å ivareta den daglige driften eller andre berettigede interesser ved 
virksomheten”. Det følger av departementets merknader at en ved vurderingen av om 
innsyn er ”nødvendig”, må avveie arbeidsgiverens behov for innsyn for å kunne ivareta 
sine interesser mot arbeidstakerens behov for personvern og vern av sin korrespondanse. 
Innsynet vil ikke være ”nødvendig” dersom ivaretakelse av driften kan oppnås med andre 
og mindre inngripende midler.72
 
  
Før adgangen til innsyn i e-post ble regulert i personopplysningsforskriften, ble det i 
rettspraksis og juridisk teori fremhevet et sentralt skille mellom såkalt 
”virksomhetsrelatert” og ”privat” e-post.73
                                                 
72 Departementets merknader til § 9-2.  
 En e-post vil være virksomhetsrelatert dersom 
den knytter seg til arbeidstakeren i egenskap av å være ansatt og til vedkommendes 
73 Se for eksempel Rt. 2002 side 1500.  
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gjennomføring av arbeidsoppgaver, mens e-posten er å anse som privat dersom den knytter 
seg til arbeidstakeren som privatperson og har et innhold av åpenbart privat art.74 Som 
utgangspunkt er det blitt lagt til grunn at arbeidsgivere har rett til innsyn i såkalt 
virksomhetsrelatert e-post, da avveiningen som må foretas i medhold av popplyl. § 8 f) 
normalt vil falle ut i arbeidsgiverens favør i slike tilfeller. Innsyn i privat e-post forutsatte 
derimot som utgangspunkt samtykke fra arbeidstakeren.75
  
  
Begrepene privat og virksomhetsrelatert e-post er ikke benyttet i de nye bestemmelsene i 
personopplysningsforskriften. Bestemmelsene er imidlertid utformet slik at det kun 
unntaksvis vil være berettiget med innsyn i privat e-post, da arbeidsgiver sjelden vil 
oppfylle kravet om at innsynet må være ”nødvendig” for å ivareta ”berettigede interesser” 
dersom e-postens innhold er av privat karakter. Hensynet til arbeidstakerens personvern vil 
i slike tilfeller normalt måtte tillegges avgjørende vekt. Innsynsretten vil derfor først og 
fremst være aktuell dersom det er tale om virksomhetsrelatert e-post. Skillet mellom privat 
og virksomhetsrelatert e-post er altså fortsatt av betydning for arbeidsgivers innsynsrett, 
selv om de nye bestemmelsene ikke benytter seg av denne terminologien. Hvorvidt en e-
post er privat eller virksomhetsrelatert må vurderes konkret. Dette kan ofte være vanskelig 
å avgjøre uten å åpne e-postmeldingen, men opplysninger i emnefeltet og hvem som er 
adressat kan gi veiledning. 
 
Rt. 2002 side 1500 gjaldt spørsmålet om hvorvidt e-post sendt til og fra arbeidstakerens  
e-postadresse hos arbeidsgiver kunne fremlegges som bevis i en avskjedssak uten 
arbeidstakerens samtykke. Arbeidstakeren ble avskjediget fordi vedkommende etter å ha 
blitt oppsagt, men før fratredelse, hadde fått tilbud om arbeid eller fått ansettelse hos en 
arbeidsgiver som drev eller planla konkurrerende virksomhet. Arbeidsgiveren ønsket å 
legge frem e-postmeldingene som bevis for dette. Lagmannsretten anså e-postene som 
virksomhetsrelaterte da samtlige hadde en eller annen forbindelse til den type virksomhet 
arbeidsgiveren sto for eller var interessert i. Høyesteretts kjæremålsutvalg sluttet seg til 
                                                 
74 NOU 2004: 5 punkt 17.6.4. 
75 NOU 2004: 5 punkt 17.6.4. 
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dette og mente begrepet ”virksomhetsrelatert” var dekkende i tilknytning til kravet om 
”berettiget interesse” i popplyl. § 8 f). Innsynet ble derfor ansett rettmessig og e-postene 
ble tillatt ført som bevis. Kjæremålsutvalget la etter min mening en forholdsvis vid 
forståelse av begrepet ”virksomhetsrelatert” til grunn i denne saken.  
 
Personopplysningsforskriften § 9-2 a) kan typisk tenkes å hjemle rett til innsyn i e-
postkassen dersom arbeidstakeren er fraværende og arbeidsgiver har grunn til å tro at det 
ligger en virksomhetsrelatert e-post, som for eksempel et tilbud med akseptfrist, i 
arbeidstakerens e-postkasse.76
 
 Det må imidlertid vurderes konkret hvorvidt innsynet er 
nødvendig eller om arbeidsgiveren må vente til arbeidstakeren er tilbake. Dersom 
arbeidsgiveren kan skaffe opplysningene på en annen og mindre inngripende måte, vil 
normalt innsynet i e-posten bli ansett ulovlig. 
3.6.3.3 Innsyn ved mistanke om at arbeidstakers bruk av e-postkassen kan gi 
grunnlag for opphør av arbeidsforholdet  
 
Arbeidsgiveren har også innsynsrett i e-postkassen dersom det foreligger ”begrunnet 
mistanke om at arbeidstakers bruk av e-postkassen medfører grovt brudd på de plikter som 
følger av arbeidsforholdet, eller kan gi grunnlag for oppsigelse eller avskjed”, jf. 
forskriften § 9-2 b). Arbeidsgiver kan for eksempel foreta innsyn i henhold til 
bestemmelsen ved begrunnet mistanke om at arbeidstakeren benytter e-postkassen til 
nedlasting av barnepornografi. Ordlyden stiller imidlertid ikke krav om at mistanken må 
gjelde straffbare forhold. Det er tilstrekkelig for å begrunne innsyn at mistanken gjelder 
handlinger som åpenbart ikke er i arbeidsgiverens interesse, som for eksempel mistanke om 
bruk av datasystemet til å sende ut spam eller til å trakassere kolleger.77
                                                 
76 Eksempel hentet fra departementets merknader til § 9-2. 
 Det avgjørende for 
om innsyn er berettiget i henhold til § 9-2 b) er at mistanken må gjelde handlinger som er 
så alvorlige at de kan danne grunnlag for opphør av arbeidsforholdet. 
77 Eksempel hentet fra departementets merknader til § 9-2. 
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En naturlig språklig forståelse av ”begrunnet mistanke” er at arbeidsgiverens mistanke må 
være kvalifisert. Det stilles altså krav til graden av arbeidsgiverens mistanke før innsyn er 
berettiget. I merknadene til forskriften er det lagt til grunn at arbeidsgiver må ha mer enn en 
løselig antakelse på bakgrunn av konkret informasjon, for eksempel fremkommet ved 
administrasjon av it-systemet eller ved tips fra kolleger.78
 
  
3.7 Arbeidsgivers adgang til bruk av datalogger 
3.7.1 Generelt 
 
Med datalogg menes registre over hendelser i datasystemet.79 Slik automatisk loggføring 
anses som elektronisk behandling av personopplysninger og er derfor omfattet av 
personopplysningslovens virkeområde.80
 
 Datalogger kan gi omfattende informasjon om 
blant annet hvem som har gjort hva og til hvilket tidspunkt, og kan derfor være et effektivt 
kontrollverktøy for arbeidsgivere.  
Hvorvidt arbeidsgivers bruk av dataloggen anses rettmessig, får betydning for adgangen til 
å fremlegge utskrift av dataloggen eller annen informasjon som er fremskaffet ved 
dataloggene som bevis i en senere rettssak mot arbeidstaker. Ved rettmessig bruk av 
dataloggen kan bevisavskjæring ikke finne sted, da innhentingen av bevis neppe vil anses 
”utilbørlig” i henhold til tvisteloven § 22-7. Bevisavskjæring er først aktuelt dersom 
innsynet i dataloggen anses urettmessig, men selv da blir ikke avskjæring nødvendigvis 
resultatet. Grensene for arbeidsgiveres lovlige adgang til bruk av datalogger er altså 
avgjørende for hvorvidt bevisavskjæring kan finne sted. Det må derfor redegjøres for i 
hvilken utstrekning arbeidsgiver rettmessig kan gjøre innsyn i og anvende informasjon fra 
bedriftens datalogger. 
                                                 
78 Departementets merknader til § 9-2. 
79 NOU 2004: 5 punkt 17.5.5.6. 
80 NOU 2004: 5 punkt 17.5.5.6. 
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3.7.2 Rettslig grunnlag for behandling av datalogger 
 
Det følger av personopplysningsforskriften § 9-2 andre ledd at arbeidsgiver ikke har rett til 
å ”overvåke arbeidstakers bruk av elektronisk utstyr, herunder bruk av Internett, ut over 
det som følger av denne forskriften § 7-11”. Bestemmelsen er i følge departementets 
merknader ment å presisere at forskriften kapittel 9 kun regulerer adgangen til innsyn i 
enkeltstående tilfeller for konkrete formål, og ikke omfatter kontinuerlig overvåkning av de 
ansattes e-post mv.81
 
 Datalogger vil være en form for overvåkning av arbeidstakernes bruk 
av EDB-systemet.  
I henhold til personopplysningsforskriften § 7-11 første ledd er behandling av 
personopplysninger som følge av registrering av aktiviteter i et EDB-system og behandling 
av personopplysninger om disposisjoner til ressurser i systemet unntatt meldeplikt dersom 
behandlingen har som formål å administrere systemet eller å avdekke/oppklare brudd på 
sikkerheten i EDB-systemet, jf. annet ledd a) og b).  
 
Det fremgår av departementets merknader at henvisningen til § 7-11 i § 9-2 andre ledd er 
ment å tydeliggjøre at overvåkning kan være tillatt, men kun dersom formålet er å 
administrere systemet eller avdekke eller oppklare sikkerhetsbrudd. Ut i fra ordlyden i 
personopplysningsforskriften § 9-2 andre ledd og departementets merknader kan det synes 
som om det er lagt til grunn at § 7-11 hjemler behandlingsadgang til de formål 
bestemmelsen nevner. Ordlyden i § 7-11 taler klart i mot en slik forståelse. 
Personopplysningsforskriften § 7-11 hjemler etter sin ordlyd kun unntak fra meldeplikten. 
At slik behandling av personopplysninger er unntatt meldeplikt er imidlertid ikke 
ensbetydende med at bestemmelsen hjemler adgang til behandlingen.  
Personopplysningslovens utgangspunkt er som nevnt at behandling av personopplysninger 
er forbudt med mindre det foreligger særskilt hjemmel. Ettersom forskriften § 7-11 ikke gir 
slikt behandlingsgrunnlag, må behandlingsgrunnlag fortsatt søkes i 
personopplysningslovens alminnelige bestemmelser. Dersom arbeidstakeren ikke 
                                                 
81 Departementets merknader. 
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samtykker til behandlingen, vil popplyl. § 8 f) være den sentrale bestemmelsen for 
arbeidsgivers adgang til å behandle loggene. 
 
At behandling av datalogger med formål å administrere systemet eller avdekke eller 
oppklare sikkerhetsbrudd er unntatt meldeplikt i henhold til forskriften § 7-11, taler for at 
behandling til slike formål er ansett mindre betenkelig i et personvernrettslig perspektiv. 
Bestemmelsen kan derfor gi veiledning for den interesseavveiningen som må foretas i 
henhold til popplyl. § 8 f), og taler for at arbeidsgivers behov for behandling av datalogger 
til slike formål normalt vil overgå hensynet til arbeidstakerens personvern. Dette er i 
samsvar med det som er lagt til grunn i rettspraksis.82
 
  
3.7.3 Arbeidsgivers adgang til å behandle opplysninger i dataloggene 
 
Hvorvidt arbeidsgivers behandling av opplysninger i datalogger er rettmessig må altså 
vurderes etter popplyl. § 8, hvor bokstav f) vil være den sentrale bestemmelsen dersom 
arbeidstakeren ikke samtykker til behandlingen. 
  
I Rt. 2005 side 518 var saksforholdet at en arbeidstaker hadde blitt avskjediget som følge 
av nedlastning av pornografisk materiale på arbeidsgivers dataanlegg. Saken gjaldt 
gyldigheten av avskjedigelsen, men avgjørelsen er likevel interessant fordi Høyesterett 
vurderte hvorvidt arbeidsgivers innsyn i dataloggen var berettiget. Arbeidsgiverens kontroll 
av dataloggene hadde bakgrunn i mistanke om misbruk av selskapets datautstyr til søking 
etter og nedlasting av pornografisk materiale. Høyesterett kom til at så langt 
undersøkelsene som ble foretatt hadde som formål å avdekke ansattes nedlasting av filer 
med pornografisk materiale i klar strid med bedriftens regler ut fra en saklig begrunnet 
oppfatning om at slik aktivitet utgjorde en reell sikkerhetsrisiko, var det vanskelig å se at 
dette skulle vært i strid med reglene i personopplysningsloven og forskriften. 
Undersøkelsene ble altså ansett som rettmessige kontrolltiltak fra arbeidsgiverens side og 
                                                 
82 Se punkt 3.7.3. 
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arbeidsgiveren kunne benytte informasjonen til å begrunne avskjeden.   
 
Avgjørelsen inntatt i Rt. 2001 side 1589 er også egnet til å illustrere Høyesteretts vurdering 
av arbeidsgivers rett til å benytte informasjon fra datalogger. Saken gjaldt gyldigheten av 
en oppsigelse begrunnet i at arbeidstakeren hadde benyttet arbeidsgiverens internettlinje til 
å nedlaste store mengder musikkfiler på arbeidsgivers server til privat bruk. Forholdet ble 
oppdaget da arbeidsgiver foretok kontroll av dataloggen på grunn av problemer med 
kapasiteten på internettlinjen. En utskrift av brannmurloggen viste at arbeidstakerens to 
PC’er sto for halvparten av belastningen den dagen utskriften ble tatt. Høyesterett anså det 
ikke kritikkverdig at arbeidsgiveren på bakgrunn av utskriften låste seg inn på 
arbeidstakerens kontor etter arbeidstid og kontrollerte og tok utskrifter av harddisken på 
arbeidstakerens PC. Arbeidsgiveren hadde etter Høyesteretts syn et legitimt behov for å 
forsøke å få bedret utnyttelsen av internettlinjen og aksepterte undersøkelsen av 
brannmurloggene som administrasjon av systemet. Kontrolltiltaket ble altså ansett 
rettmessig, og Høyesterett fant ikke grunnlag for at arbeidsgiveren ikke skulle kunne gå 
videre med denne informasjonen som var innhentet om arbeidstakerens belastning av 
internettlinjen, og eventuelt benytte denne ved oppsigelse av arbeidstakeren.  
 
Avgjørelsen inntatt i RG 2004 side 347 kan tjene som eksempel på et tilfelle hvor bruk av 
dataloggene ble ansett i strid med personopplysningsloven. På bakgrunn av mistanke om 
privat bruk av en bærbar PC som var stilt til arbeidstakers disposisjon til bruk i arbeidet, 
foretok arbeidsgiveren stikkprøver som avslørte at en arbeidstaker hadde nedlastet 
pornografisk materiale på PC’en. Arbeidstakeren ble oppsagt og saken gjaldt hvorvidt 
bevis i form av oversikter fra PC’en skulle tillates fremlagt i en verserende rettssak om 
gyldigheten av oppsigelsen. Ved vurderingen av om arbeidsgiverens kontroll var 
rettmessig, vektla lagmannsretten blant annet at arbeidstakeren ikke på noen måte var blitt 
varslet om at slik kontroll kunne bli foretatt og at det tydelig fremgikk at filene var av 
privat karakter. Etter en interesseavveining kom retten til at hensynet til arbeidstakerens 
personvern måtte gå foran arbeidstakerens behov for å foreta innsynet i dette tilfellet. 
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Innsynet i dataloggen ble derfor ansett i strid med popplyl. § 8 f), men beviset ble likevel 
tillatt ført etter en konkret vurdering.83
 
  
I RG 2004 side 347 ble altså bruken av dataloggene ansett ulovlig fordi bakgrunnen for 
kontrollen var mistanke om privat bruk av arbeidsgiverens PC. I Rt. 2001 side 1589 og Rt. 
2005 side 518 ble derimot forholdene oppdaget som ledd i henholdsvis administrasjon og 
sikkerhetskontroll av systemet, og kontrollen ble derfor ansett lovlig.  
 
Det følger av personopplysningsforskriften § 7-11 tredje ledd at opplysningene som 
fremkommer ved bruk av dataloggene til de formål som er nevnt i bestemmelsens andre 
ledd, ikke senere kan behandles for å overvåke eller kontrollere den enkelte. Rt. 2005 side 
518 og Rt. 2001 side 1589 viser imidlertid at Høyesterett i liten grad har ansett denne 
bestemmelsen som noe hinder for at arbeidsgivere har gått videre med slik informasjon for 
å begrunne en avskjed eller oppsigelse. De urettmessige forholdene på arbeidstakernes side 
er imidlertid blitt oppdaget i forbindelse med administrasjon eller sikkerhetskontroll av 
datasystemet, og det har i tillegg vært tale om forholdsvis grove forhold på arbeidstakernes 
side. Det har derfor vært vektlagt at det vil virke urimelig om arbeidsgiveren ikke skulle 
kunne benytte opplysningene som begrunnelse for avskjed eller oppsigelse.  
 
Det følger nå av personopplysningsforskriften § 9-2 første ledd b) at konkret mistanke om 
forhold som kan medføre oppsigelse eller avskjed, kan gi grunnlag for innsyn i 
arbeidstakerens elektroniske dokumenter og personlige område på datanettverket.84
 
 
Mistanke om slike forhold kan oppstå i forbindelse med administrasjon eller 
sikkerhetskontroll av EDB-systemet, slik tilfellet var i Rt. 2001 side 1589 og Rt. 2005 side 
518. Arbeidsgiver vil da kunne ha rett til å foreta videre undersøkelser i medhold av 
forskriften § 9-2 første ledd b).  
                                                 
83 Se nærmere om vurderingen i punkt 4.5. 
84 Se punkt 3.6.3.3. 
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Oppsummerende kan det legges til grunn at så lenge arbeidsgiverens bruk av dataloggene 
har som formål å administrere systemet eller oppklare eller avdekke sikkerhetsbrudd, vil 
bruken normalt anses rettmessig i henhold til popplyl. § 8 f). Arbeidsgiverens behov for å 
foreta slik behandling av dataloggene vil normalt veie tyngre enn hensynet til 
arbeidstakerens personvern, slik at interesseavveiningen i medhold av popplyl. § 8 f) som 
hovedregel vil falle ut i arbeidsgiverens favør ved innsyn med slike formål som nevnt i 
forskriften § 7-11. Arbeidsgiveren vil normalt også ha rett til å foreta videre undersøkelser 
dersom det i forbindelse med administrasjon eller sikkerhetskontroll av datasystemet 
oppstår mistanke om at arbeidstakere misbruker datasystemet, jf. nå også 
personopplysningsforskriften § 9-2 første ledd b).  
 
Det kan være fristende for en arbeidsgiver å benytte dataloggene til overvåkning av de 
ansatte til bruk ved oppsigelser, for eksempel for å kartlegge hvor mye tid som brukes på 
internett, hvilke internettsider som besøkes eller tidspunkter for av- og pålogging.  
Bruk av dataloggene til slik kontroll og overvåkning av arbeidstakerne vil innebære et 
større inngrep i arbeidstakernes personvern enn bruk av loggene av administrative og 
sikkerhetsmessige grunner. Det skal derfor mer til for at interesseavveiningen i medhold av 
popplyl. § 8 f) vil falle ut i arbeidsgiverens favør ved slik bruk av loggene. Slik behandling 
vil i tillegg være meldepliktig, jf. popplyl. § 31.  
 
3.8 Arbeidsgivers adgang til å iverksette fjernsynsovervåkning  
 
Adgangen til fjernsynsovervåkning er særskilt regulert i personopplysningsloven kapittel 
VII. Bestemmelsene i §§ 8, 9, 11, 31 og 32 kommer imidlertid også til anvendelse, jf. 
popplyl. § 37. Arbeidsgivere må derfor oppfylle vilkårene i personopplysningsloven 
kapittel VII og bestemmelsene § 37 viser til for at kontrollen skal være lovlig. Dersom 
vilkårene ikke er oppfylt vil videoopptakene være utilbørlig ervervede bevis i henhold til 
tvl. § 22-7, med den konsekvens at arbeidsgiveren risikerer at opptakene kan bli nektet 
fremlagt ved en eventuell rettssak mot arbeidstakeren. 
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Det kan være fristende for en arbeidsgiver å iverksette hemmelig videoovervåkning av 
arbeidstakerne for å skaffe seg bevis for eksempel ved mistanke om at en ansatt bedriver 
underslag. I henhold til personopplysningsloven § 40 skal det gjøres tydelig oppmerksom 
på at stedet blir overvåket. Hemmelig overvåkning er altså forbudt, og eventuelle opptak vil 
bli ansett som utilbørlig ervervet i henhold til tvl. § 22-7. Rettspraksis har lenge lagt til 
grunn, også før lovreguleringen i personopplysningsloven kapittel VII, at hemmelig 
fjernsynsovervåkning representerer et alvorlig integritetsinngrep som ikke aksepteres, og 
oppstilt som en grunnleggende hovedregel at hemmelige videoopptak skal avskjæres som 
bevis. 
 
”Fjernsynsovervåkning” er definert i popplyl. § 36 som vedvarende eller regelmessig 
gjentatt personovervåkning ved hjelp av automatisk virkende fjernsynskamera, 
fotografiapparat eller lignende apparat. At det stilles krav om ”personovervåkning” 
innebærer at overvåkningen må være rettet mot fysiske personer.85 At overvåkningen må 
være vedvarende eller regelmessig medfører at opptak av enkeltstående begivenheter faller 
utenfor reglenes anvendelsesområde.86
 
  I Rt. 2004 side 878 ble et opptak på syv og en halv 
time ansett som ”vedvarende” overvåkning. 
Adgangen til fjernsynsovervåkning på steder hvor en ”begrenset krets av personer ferdes 
jevnlig” er særskilt regulert i popplyl. § 38. Bestemmelsen stiller ikke krav om at det kun er 
en begrenset krets av personer som ferdes på stedet, en ubestemt krets av mennesker kan 
ferdes der i tillegg. Steder hvor enhver har adgang vil imidlertid falle utenfor 
bestemmelsen.87 Dette innebærer at overvåkning av for eksempel den delen av lokalene på 
en bensinstasjon hvor alle kunder har tilgang kan skje uten at tiltaket vurderes i henhold til 
popplyl § 38, mens overvåkning av de deler av lokalet hvor det først og fremst er 
betjeningen som har tilgang, som for eksempel området bak disken, vil være omfattet av 
bestemmelsen.88
                                                 
85 Johansen (2001) side 259. 
  
86 Johansen (2001) side 260. 
87 NOU 2004: 5 punkt 17.5.5.8.  
88 NOU 2004: 5 punkt 17.5.5.8. 
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For at overvåkning på steder hvor en begrenset krets av personer ferdes jevnlig skal være 
tillatt må det foreligge et ”særskilt behov” for overvåkningen, jf. popplyl. § 38. Vilkåret 
kan for eksempel være oppfylt dersom overvåkningen skjer av hensyn til de ansattes 
sikkerhet eller som et ledd i arbeidet med å forebygge farlige situasjoner.89
 
 Mistanke om at 
en ansatt for eksempel bedriver underslag kan trolig også oppfylle kravet til ”særskilt 
behov” dersom det er tale om et omfattende problem.  
Allerede i Rt. 1991 side 616 fastslo Høyesterett at et bevis innhentet gjennom hemmelig 
videoovervåkning av en ansatt måtte avskjæres. Videokameraet var opprinnelig koblet til 
en monitor på arbeidstakernes spiserom i den hensikt at arbeidstakerne skulle kunne følge 
med på om det kom kunder i forretningslokalet. Uten at de ansatte ble informert om det 
koblet imidlertid arbeidsgiveren kameraet til en videoopptaker. Bakgrunnen for dette var at 
arbeidsgiveren fikk mistanke om at en av de ansatte underslo penger fra kassen og 
arbeidsgiveren ønsket å skaffe bevis for forholdet. Spørsmålet ble etter dette hvorvidt 
videoopptaket kunne fremlegges som bevis i en etterfølgende straffesak mot 
arbeidstakeren.  
 
Høyesterett fremhevet at opptakene var i strid med forutsetningene for ordningen. Formålet 
med videokameraet var i utgangspunktet at de ansatte skulle ha anledning til å følge med 
om det kom kunder i lokalet, ikke at de ansatte skulle overvåkes. Etter Høyesteretts syn 
fremsto den hemmelige overvåkningen som et vidtgående integritetsinngrep overfor de 
ansatte.90 Den hemmelige videoovervåkningen ble derfor ansett som et urettmessig 
kontrolltiltak fra arbeidsgiverens side og opptaket ble nektet ført som bevis.91
 
  
Avgjørelsen inntatt i Rt. 2001 side 668 gjaldt spørsmålet om avskjæring av videoopptak 
som bevis i en avskjedssak mot en arbeidstaker som var avskjediget på bakgrunn av 
mistanke om underslag. Arbeidstakerne var klar over at butikken var videoovervåket, men 
                                                 
89 Jakhelln (2007) side 407. 
90 Kjennelsen side 620. 
91 Se nærmere om vurderingen av hvorvidt beviset skulle nektes ført i punkt 4.3. 
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det var ikke varslet at arbeidsgiveren hadde montert et skjult videokamera over tippekassen 
med det formål å avdekke om noen av de ansatte stjal fra tippekassen.  
 
Høyesteretts kjæremålsutvalg uttalte at en slik særskilt, hemmelig og formålsrettet 
overvåkning representerte et vidtgående integritetsinngrep overfor de ansatte.92 Klare 
personvernhensyn talte derfor etter kjæremålsutvalgets syn for at et slikt opptak i 
utgangspunktet ikke var fremskaffet på en lovlig måte. Kjæremålsutvalget viste til 
avgjørelsen inntatt i Rt. 1991 side 616, som var en straffesak, og la til grunn at 
utgangspunktet måtte være det samme i en avskjedssak. Opptaket ble nektet ført som 
bevis.93
 
 
Også i Rt. 2004 side 878 var det spørsmål om avskjæring av videoopptak som bevis i en 
avskjedssak mot en ansatt som var mistenkt for underslag. Beviset ble ikke ansett lovlig 
innhentet da arbeidstakerne ikke var varslet om opptakene, jf. popplyl. § 40. At formålet 
med videoovervåkningen var å skaffe bevis ville etter utvalgets syn eventuelt kun få 
betydning ved vurderingen av om beviset skulle nektes ført eller ikke. Kjæremålsutvalget la 
deretter til grunn at ulovlige opptak i slike saker som hovedregel ikke kunne tillates brukt 
som bevis, og beviset ble avskåret.  
 
I RG 2002 side 162 ble imidlertid et hemmelig videoopptak for å avdekke straffbare 
forhold fra de ansattes side tillatt ført som bevis. Lagmannsretten uttalte at jo mer alvorlige 
forhold det er mistanke om, jo sterkere mistanken i utgangspunktet er og jo vanskeligere 
det er å sikre tilstrekkelige bevis på annen måte, jo lettere vil det reelt sett være å akseptere 
et visst inngrep i personvernet, og at beviset som dermed blir fremskaffet senere tillates ført 
i en arbeidsrettssak. Lagmannsretten kom til at videoopptakene innebar et inngrep i 
personvernet som måtte tåles i et rettssamfunn, og derfor ikke skulle avskjæres som bevis.  
 
                                                 
92 Kjennelsen side 671. 
93 Se nærmere om vurderingen i punkt 4.3. 
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Sett hen til avgjørelsene fra Høyesterett og kjæremålsutvalget i lignende saker, fremstår det 
tvilsomt om avgjørelsen fra lagmannsretten er i samsvar med gjeldende rett. Også i de 
sakene som har vært avgjort av Høyesterett, har overvåkningen hatt sin bakgrunn i en 
konkret mistanke om uredelige eller straffbare forhold på arbeidstakers side. I RG 2002 
side 162 forelå det imidlertid særlige forhold, ved at arbeidsgiver mistenkte de ansatte for å 
manipulere det stasjonære overvåkningsutstyret. I tillegg ble det vektlagt at arbeidsgiveren 
hadde utført andre mindre inngripende kontrolltiltak som hadde styrket arbeidsgivers 
mistanke om straffbare forhold, og at videoovervåkningen var målrettet og avgrenset i tid 
og rom. 
 
Gjennomgangen av rettspraksis viser at Høyesterett og kjæremålsutvalget gjennomgående 
har ansett hemmelige videoopptak av arbeidstakerne som ulovlig ervervede bevis som 
representerer et så alvorlig inngrep i arbeidstakernes personvern at slike bevis som 
hovedregel også må nektes fremlagt. Brudd på varslingsplikten i popplyl. § 40 vil derfor 
medføre at videoopptaket er urettmessig ervervet, uavhengig av om arbeidsgiveren i 
utgangspunktet hadde et tungtveiende og saklig behov for overvåkningen.94
 
 
3.9 Bevis fremskaffet gjennom provokasjon fra arbeidsgivers side 
 
Det kan reises spørsmål om hvilken betydning det har at et bevis kan sies å være 
fremprovosert fra arbeidsgivers side. Tanken er at forholdet kanskje ikke ville inntrådt 
dersom det ikke var blitt provosert frem. En tilsvarende problemstilling er behandlet i 
straffeprosessen, særlig i tilknytning til såkalt politiprovokasjon. 
 
Det finnes praksis som kan gi en viss støtte for at det kan få betydning for vurderingen av 
et kontrolltiltaks rettmessighet, og derfor også for bevisavskjæringsvurderingen, at et bevis 
er fremskaffet ved provokasjon fra arbeidsgivers side. I RG 2007 side 56 var spørsmålet 
                                                 
94 De momenter og hensyn som gjør seg gjeldende ved vurderingen av om hemmelige videoopptak skal 
avskjæres som bevis, behandles i punkt 4.3. 
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om kontrollrapporter fra et vaktselskap skulle avskjæres som bevis i en oppsigelsessak. 
Arbeidsgiveren hadde mistanke om at en arbeidstaker mottok biler til reparasjon i et 
verksted i tilknytning til sin boligeiendom mens vedkommende var sykemeldt. For å få 
bekreftet eller avkreftet mistanken leide arbeidsgiveren inn et vaktselskap. Vaktselskapet 
utarbeidet to rapporter hvor det fremgikk at kontrolløren etter flere henvendelser per 
telefon og hjemme hos arbeidstakeren, hadde fått utført reparasjoner på bilen sin.  
 
Lagmannsretten la til grunn at arbeidsgiveren ut i fra forholdene hadde saklig grunn i 
medhold av aml. § 9-1 til å undersøke nærmere om arbeidstakeren virkelig var arbeidsufør 
under sykemeldingsperioden. Spørsmålet var etter dette om forholdsmessighetskravet var 
oppfylt. Ved vurderingen vektla lagmannsretten blant annet at arbeidsgiveren ikke hadde 
forsøkt å avdekke fakta på en mindre inngripende måte før kontrollen ble iverksatt og at 
kontrollen fant sted i en sykemeldingsperiode, og dels også på tidspunkter hvor 
arbeidstakeren normalt ville hatt fritid. Videre ble det påpekt at undersøkelsen skjedde på 
en fordekt måte og at vekterens fremgangsmåte hadde et klart ”provokasjonsliknende 
preg”. Kontrollen ble av lagmannsretten ansett som et vesentlig inngrep i personvernet, og 
kontrolltiltaket ble derfor ansett urettmessig fordi forholdsmessighetskravet ikke var 
oppfylt. Rapportene ble deretter nektet fremlagt som bevis i oppsigelsessaken. 
 
Avgjørelsen viser at dersom beviset er fremskaffet gjennom provokasjon fra arbeidsgivers 
side, kan dette tillegges betydning ved vurderingen av kontrolltiltakets rettmessighet i 
henhold til aml. § 9-1. Det var imidlertid også andre forhold i saken som talte for at 
kontrolltiltaket burde anses urettmessig. Hvor stor vekt det ble lagt på at det forelå 
provokasjon, er det derfor vanskelig å si noe generelt om.  
 
Det er i seg selv betenkelig om arbeidsgivere kan fremprovosere handlinger for å skaffe 
grunnlag for oppsigelse eller avskjed av arbeidstakere. Dette taler etter min mening for at 
dette er et relevant hensyn å ta ved vurderingen av kontrolltiltaks rettmessighet og 
spørsmålet om bevisavskjæring. Dersom provokasjonen ikke medfører at kontrolltiltaket 
anses urettmessig, kan dette kanskje være et tilfelle som vil bli ansett ”utilbørlig” i henhold 
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til tvl. § 22-7 selv om fremgangsmåten ikke er ulovlig.95 Provokasjon kan også tenkes å 
påvirke bevisets pålitelighet slik at det av den grunn vil være mindre betenkelig å avskjære 
beviset.96
 
  
3.10 Kontrolltiltak ved konkret mistanke om uredelige eller straffbare forhold 
 
Kontrolltiltak gjennomføres som regel som et ledd i virksomhetens daglig drift, slik at 
tiltakene utføres rutinemessig. Arbeidsgiver kan også iverksette kontrolltiltak ved konkret 
mistanke om uredelige eller straffbare forhold blant de ansatte. Det er liten tvil om at 
arbeidsgiver har et saklig og legitimt behov for å avdekke slike forhold og sikre bevis slik 
at det kan rettes sanksjoner mot den ansatte. Hvor langt arbeidsgivers kontrolladgang går i 
slike tilfeller er imidlertid ikke avklart i norsk rett. Adgangen til å iverksette kontrolltiltak 
kan ikke være ubegrenset selv om arbeidsgivers mistanke er velbegrunnet, hensynet til 
arbeidstakernes personvern må også ivaretas. Oppslag i media viser at arbeidsgivere i 
stadig større grad benytter seg av private etterforskningsfirmaer for å avsløre underslag og 
andre uredelige forhold blant sine ansatte. Årsaken er blant annet at politiet har en tendens 
til å henlegge slike saker. Temaet er altså svært aktuelt. 
 
Det følger av forarbeidene til arbeidsmiljøloven at dersom arbeidsgiveren har en 
velbegrunnet mistanke om misligheter av en viss betydning, vil avveiningen av hensynet til 
arbeidsgivers behov for kontrolltiltak på den ene side og personvernhensynet på den annen 
side, slå noe annerledes ut.97 Dette taler i følge forarbeidene for at arbeidsgiverens adgang 
til kontroll går noe lenger i slike tilfeller, men at det likevel er grunn til en viss varsomhet 
med å strekke argumentet for langt. Ved mistanke om straffbare forhold er det politiet som 
først og fremst har etterforskningsansvaret.98
 
  
                                                 
95 Se punkt 2.2. 
96 Se nærmere om dette i punkt 4.2.7. 
97 NOU 2004: 5 side 430. 
98 NOU 2004: 5 side 430. 
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En utvidelse av arbeidsgivers adgang til å iverksette kontrolltiltak innebærer at 
kontrolltiltak i større grad vil bli ansett rettmessige, slik at det ikke blir tale om å avskjære 
bevis innhentet gjennom kontrolltiltaket. En utvidet adgang til å iverksette kontrolltiltak vil 
med andre ord innebære en tilsvarende utvidelse av adgangen til å føre bevis innhentet 
gjennom kontrolltiltaket. Dette er særlig viktig i saker hvor det foreligger konkret mistanke 
om uredelige eller straffbare forhold, slik at det kan iverksettes sanksjoner overfor den 
skyldige dersom mistankene viser seg å være riktige, men også for å renvaske arbeidstakere 
som er mistenkt uten å ha gjort det de er mistenkt for.  
 
I de tidligere omtalte avgjørelsene fra Høyesterett vedrørende hemmelig videoovervåkning 
ble opptakene gjennomgående nektet ført som bevis.99
 
 Dette selv om bakgrunnen for 
overvåkningen var basert på konkret mistanke om ulovlige, til og med straffbare, forhold 
fra arbeidstakerens side. Det må derfor legges til grunn at arbeidsgiver som hovedregel er 
avskåret fra å foreta hemmelig videoovervåkning selv ved konkret mistanke om slike 
forhold.  
I Rt. 2001 side 1589 ble det som nevnt ikke ansett som en overtredelse av personvernet at 
arbeidsgiver gikk inn på arbeidstakerens kontor og tok utskrift av harddisken på en av hans 
PC’er.100
Rt. 2005 side 518 ser det ut til at Høyesterett la til grunn at arbeidsgiveren var berettiget til 
å foreta mer vidtgående undersøkelser som følge av den konkrete mistanken om at 
arbeidstakere lastet ned pornografisk materiale på arbeidsgiverens dataanlegg. 
 Høyesterett vektla at det ved avdelingen var vanlig og akseptert at de ansatte gikk 
inn på hverandres kontorer og til dels brukte hverandres PC’er. Det kunne ikke kritiseres at 
det ble tatt en utskrift av harddisken da det ble oppdaget at PC’ene lastet ned musikkfiler 
fra internett. Avgjørelsen gir inntrykk av at Høyesterett legger til grunn at kontrolladgangen 
ble utvidet på bakgrunn av den konkrete mistanken om musikknedlastingen. Også i  
 
                                                 
99 Se punkt 3.8. 
100 Se punkt 3.7.3. 
 45 
Rettspraksis som behandler arbeidsgiverens rett til innsyn i datalogger gir, i motsetning til 
avgjørelsene om hemmelig videoovervåkning, altså inntrykk av at arbeidsgivers innsynsrett 
er videre ved konkret mistanke om mislige forhold enn ellers. Dette gir grunnlag for å 
trekke den slutning at hemmelig videoovervåkning generelt må anses som et større og mer 
alvorlig integritetsinngrep enn innsyn i datalogger.101
 
 Dette er nok i samsvar med den 
alminnelige rettsbevissthet, da det antakelig vil oppleves mer belastende for arbeidstakerne 
å ha blitt utsatt for hemmelig videoovervåkning, enn at arbeidsgiveren har kontrollert 
hvilke internettsider osv. som er besøkt i arbeidstiden. 
Det er også interessant å merke seg at personopplysningsforskriften § 9-2 første ledd b) 
konkret angir mistanke som ett av grunnlagene som kan hjemle innsynsrett i 
arbeidstakernes e-post. At dette er uttrykkelig regulert som et grunnlag for innsyn, gir 
uttrykk for at lovgiver anser mistanke som et legitimt hensyn å ta og som taler for at 
arbeidsgiver har rett til innsyn. For at innsyn skal være berettiget må imidlertid mistanken 
være begrunnet, og bruken av e-postkassen må gjelde et så alvorlige forhold at det kan 
medføre opphør av arbeidsforholdet.102
 
  
Som omtalt i punkt 3.5 fastsetter aml. § 9-2 krav til saksbehandlingen i forbindelse med 
innføring av kontrolltiltak i virksomheten, herunder krav om informasjon til de berørte 
arbeidstakerne og drøftingsplikt med tillitsvalgte. Det er imidlertid antatt at slike krav ikke 
kan gjelde fullt ut dersom arbeidsgiveren har konkret mistanke om uredelige forhold fra 
arbeidstakers side.103
                                                 
101 Se også Tvisteloven kommentarutgave (2007) side 1103. 
  Dersom arbeidsgiveren må varsle den mistenkte arbeidstakeren før 
eventuelle kontrolltiltak iverksettes mot vedkommende, vil det medføre en fare for at 
arbeidstakeren kan slette eventuelle bevis. En rekke kontrolltiltak vil være uegnet dersom 
arbeidstakeren er varslet om tiltaket på forhånd. Dette innebærer imidlertid ikke at 
informasjons- og drøftingsplikten kan settes helt til side, selv om arbeidsgiveren har en 
konkret mistanke. Manglende informasjon kan derfor medføre at kontrolltiltaket anses 
urettmessig selv om arbeidsgiveren i utgangspunktet hadde en konkret og begrunnet 
102 Se punkt 3.6.3.3. 
103 Jakhelln (2007) side 408. 
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mistanke, noe avgjørelsene om hemmelige videoopptak er gode eksempler på. Hensynet til 
arbeidstakernes personvern må ivaretas, og det kan hende mistanken viser seg å være feil. 
Det må vurderes konkret hvilke konsekvenser unnlatt varsling skal få for vurderingen av 
kontrolltiltakets rettmessighet. 
 
Etter dette kan det sies at både forarbeider, rettspraksis og den nye bestemmelsen i 
personopplysningsforskriften § 9-2 første ledd b) taler for at arbeidsgivers adgang til å 
iverksette kontrolltiltak utvides dersom det foreligger konkret mistanke om uredelige eller 
straffbare forhold fra en arbeidstakers side. Et unntak ser imidlertid ut til å gjelde for 
hemmelig videoovervåkning. Her har Høyesterett generelt nektet slike opptak ført som 
bevis uavhengig av arbeidsgiverens mistanke og til tross for at det har vært tale om 
straffbare forhold på arbeidstakernes side.  
 
Det må antas at det gjelder visse krav til graden av arbeidsgiverens mistanke, slik at ikke 
enhver form for mistanke gir arbeidsgiver en utvidet adgang til å gjennomføre 
kontrolltiltak. Arbeidsgiveren kan ikke iverksette kontrolltiltak på bakgrunn av helt 
løsaktige slutninger eller bruke dette som unnskyldning for å overvåke de ansatte. Når det 
gjelder personopplysningsforskriften § 9-2 andre ledd b), er det som sagt lagt til grunn i 
merknadene til forskriften at arbeidsgiveren må ha mer enn en løs antakelse på bakgrunn av 
konkret informasjon.104
 
  
Hvor mye som kreves av mistanke og eventuelt i hvilken utstrekning kontrolladgangen 
utvides, kan imidlertid ikke besvares generelt. Dette må vurderes konkret i det enkelte 
tilfelle, og det blir opp til domstolene å legge føringer for hva som aksepteres. Som 
fremhevet i arbeidsmiljølovens forarbeider er det som utgangspunkt politiets oppgave å 
etterforske straffbare forhold, arbeidsgiveres adgang til bruk av kontrolltiltak ved konkret 
mistanke om slike forhold kan derfor ikke være ubegrenset. 
 
 
                                                 
104 Se punkt 3.6.3.3. 
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4 VURDERINGEN AV OM ET UTILBØRLIG ERVERVET BEVIS SKAL 
AVSKJÆRES ELLER TILLATES FØRT 
 
4.1 Innledning 
 
Dersom domstolene kommer til at beviset er fremskaffet på en utilbørlig måte slik at 
grunnvilkåret for bevisavskjæring i medhold av tvl § 22-7 er oppfylt, må den vurdere om 
beviset skal avskjæres eller tillates ført. Det er denne delen av vurderingen som vil bli 
behandlet i dette kapittelet.  
 
Domstolene må vurdere avskjæringsspørsmålet konkret i den enkelte sak. Dette innebærer 
at et bevis som i utgangspunktet anses innhentet på en ulovlig eller utilbørlig måte, likevel 
kan tillates ført. Tvl. § 22-7 er som nevnt ment å ha et snevert anvendelsesområde, og det 
skal derfor en del til for at bevis innhentet gjennom urettmessige kontrolltiltak skal nektes 
ført. Prinsippet om fri bevisføring står sterkt i norsk rett, slik at alle bevis som hovedregel 
kan fremlegges.  
 
Tvl. § 22-7 angir ingen nærmere retningslinjer for vurderingen av om et utilbørlig ervervet 
bevis skal avskjæres.105 Rettspraksis viser at vurderingen bygger på en bred skjønnsmessig 
avveining hvor både prinsipielle hensyn og forholdene i den konkrete sak må tas i 
betraktning.106 Årsaken til at kontrolltiltaket er ansett urettmessig, og derfor bevis 
fremskaffet gjennom tiltaket utilbørlig ervervet, vil ha betydning for hvorvidt beviset skal 
avskjæres.107 Det er altså nær sammenheng mellom de to vurderingstemaene. Gjennom 
rettspraksis har det utkrystallisert seg noen retningslinjer for hvilke momenter som har 
størst betydning ved avveiningen.108
 
  
                                                 
105 Tvisteloven kommentarutgave (2007) side 1104. 
106 NOU 2001: 32 side 961 og for eksempel Rt. 1991 side 616 (på side 623). 
107 Rt. 2003 side 1266 avsnitt 20. 
108 Tvisteloven kommentarutgave (2007) side 1104. 
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Det må altså foretas en samlet vurdering av en rekke ulike og motstridende hensyn og 
momenter for å avgjøre hvorvidt et utilbørlig ervervet bevis skal avskjæres eller tillates 
ført. I punkt 4.2. vil det bli gitt en oversikt over en del relevante momenter og hensyn som 
gjør seg gjeldende ved vurderingen.  
 
Med sikte på bevissikring gjennom kontrolltiltak er det særlig kontrolltiltak i form av 
innsyn i e-post, datalogg og fjernsynsovervåkning som er praktisk for arbeidsgivere å 
benytte seg av. Det er derfor interessant å undersøke i hvilken grad domstolene godtar slike 
bevis fremlagt selv om de er innhentet på en utilbørlig måte. Det foreligger en del 
avgjørelser fra Høyesterett og Høyesteretts kjæremålsutvalg (nå Ankeutvalg) vedrørende 
spørsmål om bevisavskjæring av hemmelige videoopptak. I punkt 4.3 vil det gis en oversikt 
over avskjæringsvurderingen ved spørsmål om å fremlegge hemmelige videoopptak som 
bevis. Når det gjelder bevis ervervet ved urettmessig innsyn i e-post eller datalogger, er det 
derimot lite rettspraksis angående spørsmålet om bevisavskjæring. Jeg vil likevel trekke 
noen generelle retningslinjer i punkt 4.4 og 4.5, basert på det som finnes av kildemateriale i 
dag. 
 
4.2 Oversikt over en del relevante momenter og hensyn  
4.2.1 Hensynet til sakens opplysning og å komme til et materielt riktig resultat 
 
Prinsippet om fri bevisføring og fri bevisbedømmelse er begrunnet i hensynet til at saken 
skal bli best mulig opplyst med sikte på å nå frem til et materielt riktig resultat.109
                                                 
109 Tvisteloven kommentarutgave (2007) side 1104. 
 For at 
domstolene skal kunne komme til et mest mulig riktig resultat er det viktig at alle sider av 
saksforholdet blir belyst så godt som mulig ved at retten kan ta i betraktning samtlige bevis 
som foreligger. Dersom beviset nektes ført kan det medføre at retten treffer sin avgjørelse 
på mangelfullt eller uriktig grunnlag. Hensynet til sakens opplysning og den betydning det 
har å oppnå en materielt riktig avgjørelse taler derfor for at også bevis som er fremskaffet 
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på en utilbørlig måte bør tillates ført.110 Det sentrale ved bevisavskjæringsvurderingen er 
hvorvidt de personvern- og rettssikkerhetshensyn som begrunner bevisforbudet gjør seg 
gjeldende med slik styrke at hensynet til sakens opplysning bør vike.111
 
 Hensynet til sakens 
opplysning og å komme til et materielt riktig resultat må derfor avveis mot rettssikkerhets- 
og personvernhensyn.  
Hvilken vekt hensynet til sakens opplysning tillegges i helhetsvurderingen vil avhenge av 
med hvilken styrke de øvrige momenter og hensyn gjør seg gjeldende.112
 
 Det vil særlig ha 
betydning hvor alvorlig inngrep i arbeidstakernes personvern fremgangsmåten i forbindelse 
med bevissikringen representerte, da dette vil være et tungtveiende argument for å avskjære 
beviset slik at hensynet til sakens opplysning må vike. Det øvrige bevisbildet vil for 
eksempel også spille inn ved avveiningen. Dersom det foreligger andre bevis som i 
tilstrekkelig grad belyser sakens faktum, er det mindre betenkelig om det utilbørlig 
ervervede beviset avskjæres.  
Bestemmelsene som regulerer arbeidsgivers adgang til å iverksette og gjennomføre 
kontrolltiltak tar sikte på å balansere arbeidsgiverens kontrollbehov mot hensynet til de 
ansattes personvern. Dersom denne avveiningen går i arbeidstakerens favør vil det derfor 
ofte være begrunnet i personvernhensyn. Dette innebærer at bevis som anses utilbørlig 
ervervet som følge av rettsstridighet ved kontrolltiltaket beviset er innhentet gjennom, 
normalt vil innebære en krenkelse av personvernet. Det avgjørende er om denne krenkelsen 
er så tungtveiende at hensynet til sakens opplysning må vike. Høyesterett har for eksempel 
fastslått at hemmelige videoopptak av arbeidstakere innebærer et så alvorlig inngrep i 
arbeidstakernes personvern at hensynet til sakens opplysning som hovedregel må vike, jf. 
punkt 3.8. 
 
                                                 
110 NOU 2001: 32 side 961. 
111 NOU 2001: 32 side 961. 
112 Bjørnvik/Selfors (2000) side 31. 
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4.2.2 Fortsatt eller forsterket krenkelse 
 
Dersom bevis som er fremskaffet på en ulovlig eller utilbørlig måte tillates ført, kan dette 
lett oppfattes som en fortsatt og forsterket krenkelse i forhold til den som er rammet.113
 
 
Dette taler for at utilbørlig ervervede bevis bør avskjæres. Momentet er blant annet 
fremhevet i Rt. 1991 side 616, hvor resultatet ble at det hemmelige videoopptaket ble 
nektet fremlagt som bevis.  
Dersom en part for eksempel på ulovlig måte har fått tilgang til opplysninger den annen 
part har rett til å nekte å forklare seg om, vil en tillatelse til å føre beviset normalt 
representere en gjentakelse eller en fortsettelse av rettsbruddet som ble begått i forbindelse 
med fremskaffelsen av beviset.114 En tillatelse til å føre bevis med slikt innhold må som 
utgangspunkt bedømmes som en ytterligere krenkelse av retten til å nekte å forklare seg om 
taushetsbelagte belysninger.115 Det vil derimot normalt ikke innebære en ytterligere 
krenkelse dersom det er tale om å legge frem bevis en ellers ville hatt anledning til å kreve 
fremlagt.116
  
 
I Rt. 1999 side 1269 (side 1272) uttalte førstvoterende at ”i tilfeller hvor føring av beviset 
vil representere en gjentakelse eller fortsettelse av rettsbruddet, må beviset normalt nektes 
ført”. Høyesterett oppstiller altså her en hovedregel om at bevis i slike tilfeller skal 
avskjæres. Også i juridisk teori er det lagt til grunn at beviset som hovedregel skal 
avskjæres i slike tilfeller.117
 
 Det ligger imidlertid i formuleringen ”normalt” at regelen om 
avskjæring i disse tilfellene ikke er absolutt. Det kan derfor ikke utelukkes at den konkrete 
avveiningen av de ulike hensyn som gjør seg gjeldende i den enkelte sak kan medføre at 
beviset likevel tillates ført.  
                                                 
113 NOU 2001: 32 side 961. 
114 Skoghøy (2001) side 655. 
115 Bjørnvik/Selfors (2000) side 28. 
116 Aall (2002) side 964. 
117 Se Hov (2007) side 310, Skoghøy (2001) side 655 og Bjørnvik/Selfors (2000) side 26. 
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I Tvisteloven kommentarutgave (2007) på side 1105 er det antatt at hvorvidt føring av 
beviset vil representere en fortsatt eller forsterket krenkelse er det viktigste momentet i 
avskjæringsvurderingen og som taler for at beviset bør avskjæres. Begrunnelsen er at 
bevisavskjæring vil sikre et effektivt vern av interessene som er krenket ved bevissikringen. 
Robberstad mener derimot at dette momentet ikke er særlig sentralt i sivile saker og 
begrunner synspunktet med at ordlyden i tvl. § 22-7 retter seg mot måten beviset er 
fremskaffet på, og ikke føringen av det i retten senere.118
 
  
På bakgrunn av rettspraksis og den rådende oppfatning i juridisk teori må det kunne legges 
til grunn at dersom føring av beviset vil innebære en fortsatt eller forsterket krenkelse i 
forhold til den som er rammet, vil det være et moment som taler sterkt for at beviset skal 
avskjæres. Også hensynet til domstolenes anseelse taler for å avskjære bevis i slike tilfeller, 
da det er betenkelig om domstolene, som skal håndheve gjeldende rett, selv viderefører 
rettskrenkelser under rettergang.119
 
 Det kan imidlertid ikke utelukkes at retten etter en 
konkret vurdering kan komme til at beviset likevel bør tillates ført.  
4.2.3 Preventive hensyn 
 
I den grad domstolene tillater føring av bevis som er ervervet gjennom urettmessige 
kontrolltiltak, vil det gi et signal om at retten indirekte anerkjenner ulovlige kontrolltiltak i 
arbeidslivet. En slik holdning fra domstolenes side kan altså i praksis oppfordre 
arbeidsgivere til å iverksette tvilsomme kontrolltiltak.120
 
 Dersom domstolene inntar en 
restriktiv holdning til visse typer beviserverv, kan derimot dette bidra til at arbeidsgivere 
unnlater å iverksette urettmessige kontrolltiltak med sikte på bevissikring og heller forsøker 
å innhente bevisene på en måte domstolene kan akseptere for å unngå bevisavskjæring.  
                                                 
118 Robberstad (2009) side 239. 
119 Bjørnvik/Selfors (2000) side 27. 
120 Hov (2007) side 301. 
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Preventive hensyn taler derfor for at bevis som er fremskaffet på en utilbørlig måte bør 
avskjæres. Hvilken vekt de preventive hensyn vektlegges vil blant annet avhenge av hvor 
grove krenkelser som er begått i forbindelse med bevissikringen. Hensynet til å motvirke 
lovbrudd i forbindelse med bevissikring vil alltid tale for at utilbørlig ervervede bevis 
avskjæres. De preventive hensyn vil imidlertid gjøre seg sterkere gjeldende jo mer 
krenkende arbeidsgiverens fremgangsmåte i forbindelse med bevisinnhentingen har vært, 
da det er større grunn til å motvirke slike alvorlige krenkelser.  
 
4.2.4 Den alminnelige rettsbevissthet og hensynet til domstolenes anseelse 
 
At det kan virke støtende å tillate bevisføringen er også fremhevet i rettspraksis som et 
hensyn som taler for å avskjære utilbørlig ervervede bevis.121 Hensynet til sakens 
opplysning og å komme til et materielt riktig resultat må derfor veies mot det prinsipielt 
betenkelige ved å tillate bevis som er ervervet på en måte rettsordenen ikke anerkjenner.122 
Det kan bidra til å svekke rettsvesenets anseelse dersom domstolene, som er satt til å 
håndheve gjeldende rett, selv godkjenner bruk av ulovlige midler.123
 
 Hensynet til 
domstolenes anseelse kan derfor tale for å avskjære bevis som er ervervet på en utilbørlig 
måte.  
På den annen side vil det også kunne krenke den alminnelige rettsfølelsen og svekke tilliten 
til domstolene dersom personer som har begått alvorlige klanderverdige forhold, går fri på 
grunn av små formelle feil i forbindelse med bevisinnhentingen.124
 
  
Hvorvidt den alminnelige rettsbevissthet og hensynet til domstolenes anseelse taler for eller 
mot bevisavskjæring avhenger av med hvilken styrke de øvrige hensyn og momenter gjør 
seg gjeldende. Det vil blant annet ha betydning hvor viktig sak det er tale om, hvor alvorlig 
                                                 
121 Se for eksempel Rt. 1991 side 616. 
122 NOU 2001: 32 side 961. 
123 Tvisteloven kommentarutgave (2007) side 1105. 
124 Tvisteloven kommentarutgave (2007) side 1105. 
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krenkelse som er skjedd i forbindelse med bevissikringen og om det dreier seg om et 
pålitelig bevis. At det vil virke støtende å føre et bevis som er utilbørlig ervervet er altså et 
moment som kan trekke i begge retninger avhengig av forholdene i den konkrete saken og 
er ikke et entydig moment.125
 
 
4.2.5 Krenkelsens grovhet 
 
Ved vurderingen av om et utilbørlig ervervet bevis skal avskjæres vil det ha betydning hvor 
utilbørlig og krenkende arbeidsgiverens fremgangsmåte ved fremskaffelsen av beviset har 
vært.126 Det vil blant annet ha betydning om man står overfor en materiell 
integritetskrenkelse eller et brudd på formelle regler ved erverv av beviset.127
 
 Ved brudd på 
formelle regler vil normalt hensynet til sakens opplysning måtte tillegges avgjørende vekt.  
Når det gjelder bevis innhentet gjennom kontrolltiltak er det imidlertid nær sammenheng 
mellom de formelle og materielle regler, i og med at brudd på de prosessuelle 
bestemmelsene kan medføre at de materielle grensene for adgangen til å innføre 
kontrolltiltak er overskredet.128
 
 I avgjørelsene om avskjæring av videoopptak som bevis, er 
det lagt avgjørende vekt på at videoovervåkningen ikke var varslet. Skillet mellom brudd 
på formelle og materielle bestemmelser er derfor ikke mer enn et utgangspunkt.  
Jo grovere arbeidsgiverens fremgangsmåte i forbindelse med bevissikringen har vært, desto 
sterkere vil det tale for at beviset nektes ført. I forarbeidene er det uttalt at beviset bør 
avskjæres dersom det er ”framskaffet ved en alvorlig straffbar handling som er foretatt i 
den hensikt”.129
                                                 
125 Tvisteloven kommentarutgave (2007) side 1105. 
 Hvorvidt lovbruddet som er begått ved beviservervet er straffbart og om 
ulovligheten er begått forsettlig eller i god tro vil altså ha betydning ved vurderingen av om 
beviset skal avskjæres. Dersom arbeidsgiveren forsettlig innhenter bevis i strid med 
126 Momentet er blant annet fremhevet i Rt. 2001 side 668, Rt. 1991 side 616 
127 Tvisteloven kommentarutgave (2007) side 1105. 
128 Se punkt 3.5 om arbeidsgivers informasjonsplikt. 
129 Ot.prp. 51 (2004-1005) side 459. 
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lovgivningens krav, vil det altså være et moment som taler for at beviset bør avskjæres. 
Også preventive hensyn vil tale sterkt for at beviset avskjæres i slike tilfeller. Det er også 
nærliggende å anta at det vil tale sterkere for bevisavskjæring dersom beviservervet er 
karakterisert som ”utilbørlig”, og ikke kun ”ulovlig”.130
 
  
4.2.6 Bevisets vekt 
 
Avskjæring kan virke urimelig dersom det er tale om et bevis av stor viktighet for sakens 
opplysning, og innvendingene mot måten det er fremskaffet på ikke er særlig 
tungtveiende.131
 
 Bevisavskjæring vil være mindre betenkelig dersom det foreligger andre 
bevis som i tilstrekkelig grad belyser forholdet. Er det derimot tale om et sentralt bevis og 
det øvrige bevisbildet er spinkelt, vil bevisavskjæring være mer betenkelig. Det øvrige 
bevisbildet kan derfor få betydning for vurderingen av hvorvidt et utilbørlig ervervet bevis 
skal avskjæres.  
Dersom det kan reises sterk kritikk mot måten beviset er ervervet på kan selv bevis av helt 
sentral og avgjørende betydning for saken bli nektet fremlagt. Høyesterettsavgjørelsene om 
bevisavskjæring av hemmelige videoopptak er gode eksempler på dette. Høyesterett har 
ansett slike opptak som så kritikkverdige og inngripende at de er blitt avskåret som bevis 
selv om det har medført at en ansatt som har bedrevet underslag ikke kan dømmes fordi det 
ikke foreligger tilstrekkelige bevis for forholdet.132 I Tvisteloven kommentarutgave (2007) 
er det antatt at bevisets vekt er et moment av mer underordnet betydning.133
 
 
 
 
                                                 
130 Tvisteloven kommentarutgave (2007) side 1105. 
131 Hov (2007) side 301. 
132 Dette ble resultatet i Rt. 1991 side 616. 
133 Tvisteloven kommentarutgave (2007) side 1106. 
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4.2.7 Bevisets verdi 
 
Bevisets pålitelighet kan påvirkets av måten det er fremskaffet på. Det vil være mindre 
behov for å føre beviset av hensyn til sakens opplysning dersom beviset ikke er pålitelig.134 
Det er derfor mindre betenkelig å avskjære bevis som anses som usikre når det gjelder å 
klarlegge sakens fakta. På den annen side kan det også hevdes at dersom det dreier seg om 
et bevis av liten verdi for sakens opplysning, vil det heller ikke skade å føre det. I Rt. 2007 
side 920 ble det vektlagt at manglende pålitelighet ved beviset kan rettes ved at motparten 
gis anledning til å imøtegå eller bestride bevisets pålitelighet.135
 
 
Som nevnt i punkt 3.9 kan provokasjon fra arbeidsgivers side trolig medføre at et bevis blir 
ansett utilbørlig ervervet. Det at beviset er fremprovosert kan også medføre at beviset er 
mindre pålitelig. Tanken er at forholdet kanskje ikke ville skjedd, eller ville utartet seg på 
en annen måte, dersom forholdet ikke ble provosert frem. Det kan se ut til at Høyesterett i 
Rt. 1997 side 795 vektla et noenlunde tilsvarende synspunkt. Saksforholdet var at en mor 
hadde foretatt hemmelige opptak av telefonsamtaler mellom hennes barn og deres far. 
Spørsmålet var om opptakene skulle avskjæres som bevis i en sak om samværsrett. Som 
ledd i sin begrunnelse for å avskjære opptaket som bevis vektla retten at beviset ikke ville 
være av stor verdi. Begrunnelsen var at opptaket var foretatt i en ”tilrettelagt” situasjon. 
Det ser altså ut til at Høyesterett antok at bevisets pålitelighet var svekket som følge av 
måten beviset var ervervet på. Dette var etter rettens syn et moment som talte for at beviset 
kunne avskjæres.  
 
4.2.8 Sakens viktighet 
 
Hensynet til sakens opplysning vil gjøre seg sterkere gjeldende dersom det dreier seg om 
en sak av stor viktighet. Det vil derfor ha betydning ved bevisavskjæringsvurderingen hvor 
                                                 
134 Tvisteloven kommentarutgave (2007) side 1106.  
135 Kjennelsen avsnitt 59. 
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alvorlig forholdet på arbeidstakerens side er. Det er imidlertid vanskelig å si noe generelt 
om hvilken vekt dette momentet kan tillegges. Hvor alvorlig en kan karakterisere det 
forhold arbeidstakeren er mistenkt for, vil avhenge av hva en sammenligner forholdet med. 
I Høyesterettsavgjørelsene angående adgangen til å føre hemmelige videoopptak som bevis 
var arbeidstakerne mistenkt for underslag.136
 
 På tross av at det dreide seg om straffbare 
forhold og forholdsvis store beløp, ble likevel ikke hensynet til sakens opplysning tillagt 
utslagsgivende vekt og opptakene ble nektet fremlagt som bevis. Det var imidlertid tale om 
et kontrolltiltak fra arbeidsgivers side som ble ansett svært integritetsinngripende overfor 
arbeidstakerne. Det kan tenkes vurderingen ville falt annerledes ut dersom det hemmelige 
opptaket for eksempel beviste at arbeidstakeren hadde begått grov vold eller seksuelle 
overgrep. Det er mer alvorlig å skade mennesker enn å tilegne seg økonomiske verdier, og 
hensynet til sakens opplysning vil da tale sterkere for at beviset ikke avskjæres. 
4.3 Hemmelige videoopptak som bevis 
 
Høyesterett har i flere saker tatt stilling til hvorvidt hemmelige videoopptak skal avskjæres 
som bevis.137
                                                 
136 Se punkt 3.8. 
 I Rt. 1991 side 616 la Høyesterett avgjørende vekt på at vesentlige 
personvernhensyn talte for at domstolene skulle nekte bruk av bevis fremskaffet ved bruk 
av hemmelig videoovervåkning av de ansatte. Overvåkningen ble ansett som en alvorlig 
integritetskrenkelse og sterkt belastende for arbeidstakerne. Høyesterett fremhevet videre at 
dersom man inntok en restriktiv holdning til denne type bevis, kunne det bidra til å 
motvirke at arbeidsgiver iverksatte en slik form for krenkelse. Det ble også lagt vekt på at 
dersom domstolene tillater slike bevis ført for at arbeidsgiver skal kunne underbygge en 
anmeldelse, oppstår det en risiko for en mer utstrakt bruk av hemmelige opptak også i 
andre tilfelle, hvor opptakene senere ikke anses egnet for fremleggelse, og hvor de da 
fortsatt forblir hemmeligholdt. Høyesterett vektla altså preventive hensyn som argument for 
å avskjære beviset. Det ble også vektlagt at det kunne virke støtende og oppfattes som en 
137 Avgjørelsene er nærmere behandlet i punkt 3.8. 
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ny krenkelse for den som er blitt overvåket dersom bevis fremskaffet ved hemmelig 
videoovervåkning ble tillatt brukt.138
 
  
Hensynet til sakens opplysning og det forhold at det ved berettiget mistanke om underslag 
kunne være nødvendig med slike metoder for å skaffe bevis, ble ikke ansett tilstrekkelig 
tungtveiende. Å tillate denne typen bevis ville i følge retten innebære en betydelig uthuling 
av personvernhensynene. Høyesterett kom til at slike bevistilbud som hovedregel måtte 
avskjæres, og kunne ikke se at sakens omfang og karakter ga grunn til å gjøre unntak fra 
denne hovedregelen. Videoopptaket ble derfor avskåret som bevis. 
 
Rt. 1991 side 616 var en straffesak. Høyesterett har imidlertid senere fulgt samme linje 
også i sivile saker. I Rt. 2001 side 668 ble et hemmelig videoopptak avskåret som bevis i en 
avskjedssak. Den hemmelige overvåkningen ble av kjæremålsutvalget ansett som et 
vidtgående integritetsinngrep som måtte oppleves som sterkt krenkende av arbeidstaker. 
Klare personvernshensyn talte derfor etter kjæremålsutvalgets syn for at slike bevis som 
hovedregel avskjæres.139
 
 Videre ble det vektlagt at domstolene gjennom sin holdning til 
denne typen bevis kunne motvirke bruk av bevis fremskaffet på en slik måte. Preventive 
hensyn talte altså for avskjæring av beviset. Den konkrete vekten opptaket kunne tenkes å 
ha som bevis ble ikke ansett avgjørende.  
Også i Rt. 2004 side 878 ble et hemmelig videoopptak avskåret som bevis i en avskjedssak. 
Kjæremålsutvalget var enig med lagmannsretten i at ulovlige opptak i slike saker som 
hovedregel ikke kan tillates brukt som bevis, men at dette likevel må vurderes konkret.140
 
 
Kjæremålsutvalget åpner altså for at det kan tenkes tilfeller hvor slike opptak vil bli tillatt 
fremlagt som bevis. 
Gjennomgangen av rettspraksis viser at hemmelige videoopptak som hovedregel nektes 
ført som bevis. Hemmelig fjernsynsovervåkning er et alvorlig integritetsinngrep overfor 
                                                 
138 Kjennelsen side 623. 
139 Kjennelsen side 671.  
140 Kjennelsen avsnitt 18. 
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arbeidstakerne, og domstolene har i sin praksis lagt til grunn at hensynet til sakens 
opplysning derfor ikke kan tillegges avgjørende vekt. Hovedargumentene er at føring av 
beviset vil stride mot tungtveiende personvernhensyn, ha karakter av gjentatt krenkelse og 
virke støtende, mens bevisavskjæring vil virke preventivt.141
 
 Heller ikke det at det ofte 
dreier seg om helt avgjørende bevis er ansett tungtveiende nok til å tillate bevisføringen. I 
Rt. 1991 side 616 medførte bevisavskjæringen at arbeidstakeren som var mistenkt for 
underslag, noe det hemmelige videoopptaket bekreftet, ikke ble dømt fordi retten ikke 
hadde tilstrekkelig med bevis ut over videoopptaket som ble avskåret.  
Heller ikke arbeidsgiverens legitime interesse i å kvitte seg med en ansatt som begår 
økonomiske misligheter er altså ansett tilstrekkelig tungtveiende til å rettferdiggjøre 
personvernkrenkelsen og tillate beviset fremlagt.142
 
 Rettspraksis viser imidlertid at det må 
foretas en konkret vurdering av om hemmelige videoopptak skal avskjæres eller tillates 
ført. Det er derfor ikke utelukket at også slike bevis kan bli tillatt fremlagt på bakgrunn av 
de konkrete forhold i den enkelte sak. Det klare utgangspunkt er imidlertid at slike bevis 
som hovedregel vil bli avskåret.  
4.4 Utskrift av e-post som bevis 
 
Det foreligger lite rettspraksis angående adgangen til å føre opplysninger fremskaffet ved 
urettmessig innsyn i e-post som bevis. Det må imidlertid antas at e-postens innhold vil ha 
stor betydning for hvorvidt avskjæring skal finne sted. Det vil for eksempel trolig være 
større grunn til å nekte e-posten fremlagt som bevis dersom innsynet er blitt ansett 
urettmessig som følge av at innholdet i e-posten er privat slik at arbeidsgiver ikke hadde 
rett til å lese den uten arbeidstakerens samtykke, enn dersom det er tale om en 
virksomhetsrelatert e-post og årsaken til at innsynet er ansett urettmessig skyldes 
manglende varsling i henhold til personopplysningsforskriften § 9-3.  
                                                 
141 Tvisteloven kommentarutgave (2007) side 1107. 
142 Tvisteloven kommentarutgave (2007) side 1107.  
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Preventive hensyn vil alltid tale for at beviset avskjæres. Hvilken vekt preventive hensyn 
tillegges beror blant annet på hvor alvorlig og krenkende arbeidsgiverens fremgangsmåte 
har vært i forbindelse med fremskaffelsen av beviset.  
 
Når arbeidstakeren benytter seg av sin personlige e-postadresse på arbeidsplassen kan det 
hevdes at vedkommende har en berettiget forventning om at arbeidsgiveren ikke leser 
denne uten arbeidstakerens samtykke eller viten. Personvernhensynet vil imidlertid ikke 
gjøre seg gjeldende med samme styrke dersom det for eksempel er fastsatt i 
arbeidsreglementet eller interne instrukser at bedriftens datasystem ikke skal benyttes til 
private gjøremål, og arbeidstakeren opptrer i strid med reglementet. I slike tilfeller vil ikke 
arbeidstakeren ha samme berettigede forventning om personvern, da vedkommende kunne 
innrettet seg i tråd med reglementet. 
 
Den vide forståelsen av begrepet ”virksomhetsrelatert e-post” som ble lagt til grunn i  
Rt. 2002 side 1500 innebærer at arbeidsgivers innsyn oftere vil være lovlig, slik at 
grunnvilkåret for bevisavskjæring i medhold av tvl. § 22-7 ikke vil være oppfylt.143
 
 Den 
vide forståelsen av begrepet vil derfor medføre en tilsvarende utvidelse av adgangen til å 
fremlegge e-post som bevis. 
Det vil antakelig oppfattes som et større inngrep i personvernet at arbeidsgiveren leser 
arbeidstakerens e-post, enn at arbeidsgiveren for eksempel benytter seg av dataloggene til å 
se hvem arbeidstakeren har utvekslet e-post med. Personvernhensynet vil derfor trolig gjøre 
seg gjeldende med større styrke ved spørsmål om å fremlegge e-post som bevis enn ved 
fremleggelse av for eksempel informasjon fra datalogger. Ved vurderingen om beviset skal 
avskjæres blir det spørsmål om personvernhensyn gjør seg gjeldende med slik styrke at 
hensynet til sakens opplysning må vike. Ettersom personvernkrenkelsen trolig vil være mer 
alvorlig ved innsyn i e-post enn ved bruk av opplysninger i bedriftens datalogger, vil det 
medføre at det skal mindre til før utskrifter av e-post avskjæres som bevis enn utskrifter av 
datalogger. 
                                                 
143 Se punkt 3.6.3.2. 
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4.5 Utskrift av datalogger som bevis 
 
Heller ikke når det gjelder bevis innhentet gjennom innsyn i eller bruk av datalogger, 
foreligger det særlig rettspraksis som gjelder spørsmål om bevisavskjæring. Avgjørelser 
som gjelder rettmessigheten av arbeidsgiveres bruk av datalogger kan imidlertid gi 
veiledning for hvordan denne typen bevis vil ble betraktet av domstolene, herunder for 
vektingen av de ulike momenter og hensyn som vil gjøre seg gjeldende ved vurderingen av 
om bevis fremskaffet ved urettmessig innsyn i eller bruk av datalogger skal avskjæres eller 
tillates ført.  
 
I RG 2004 side 347 ble arbeidsgiverens innsyn i datalogger ansett urettmessig, men en 
oversikt over filer på arbeidstakerens PC ble likevel tillatt ført som bevis.144
 
 
Lagmannsretten påpekte at krenkelse av personvernet var alvorlig, men kom likevel til at 
hensynet til sakens opplysning og prinsippet om fri bevisføring måtte veie tyngre enn 
hensynet til arbeidstakerens personvern. Lagmannsretten fremhevet at opplysninger om 
omfanget av og tidspunktet for privat bruk av arbeidsgivers PC kunne være av sentral 
betydning i en sak om gyldigheten av en oppsigelse, og at det ville være en risiko for at 
domstolene kunne komme til et materielt sett uriktig resultat dersom slike opplysninger 
ikke kunne tas med i den frie bevisvurderingen. Retten la altså stor vekt på bevisets vekt for 
sakens opplysning. På bakgrunn av en helhetsvurdering kom lagmannsretten til at det ikke 
forelå tilstrekkelig sterke hensyn til å avskjære de fremlagte bevis og fravike prinsippet om 
fri bevisføring.  
Når det gjelder avgjørelsen i RG 2004 side 347 må det imidlertid tas i betraktning at 
loggene kun ble benyttet til å undersøke omfang og tidspunkter for bruken av PC’en. Det er 
grunn til å tro at personvernhensyn ville gjort seg sterkere gjeldende dersom arbeidsgiveren 
for eksempel hadde foretatt innsyn i arbeidstakerens filer.  
 
                                                 
144 Avgjørelsen er behandlet i punkt 3.7.3. 
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I Rt. 2005 side 518 og Rt. 2001 side 1589 trakk Høyesterett relativt vide rammer for hva 
som kan anses som administrasjon og sikkerhetskontroll av datasystemet, og dermed som 
lovlig bruk av dataloggene.145
 
 Høyesterett så heller ingen problemer med at arbeidsgiverne 
kunne anvende informasjonen de fant ved slik bruk av loggene til å rette sanksjoner mot de 
enkelte arbeidstakerne. Jo større adgang arbeidsgiver tilkjennes til bruk av dataloggene og 
til videre undersøkelser på bakgrunn av informasjon fra loggene, jo større adgang blir det 
også til å fremlegge utskrifter av loggene som bevis da grunnvilkåret for bevisavskjæring i 
medhold av tvl. § 22-7 ikke vil være oppfylt. Det kan i tillegg reise vanskelige 
bevisspørsmål å avgjøre hvorvidt arbeidsgivers kontroll av loggopplysningene opprinnelig 
var begrunnet i administrasjon og sikkerhetskontroll av systemet, eller om bakgrunnen for 
kontrollen i realiteten var et ønske om å kontrollere arbeidstakernes internettbruk. 
Som fastslått under drøftelsen av kontrolladgangen ved konkret mistanke i punkt 3.10, 
tyder rettspraksis at på at arbeidsgivers bruk av datalogger ikke er ansett like graverende 
som hemmelig videoovervåkning. Ved konkret mistanke om uredelige forhold blant de 
ansatte ser det som nevnt ut til at Høyesterett har åpnet for en forholdsvis vid adgang til å 
undersøke datalogger. Hemmelige videoopptak er derimot gjennomgående avskåret som 
bevis på tross av at bakgrunnen for opptakene har vært konkret mistanke om underslag 
blant arbeidstakerne. De fleste vil nok trolig oppfatte overvåkning av internettbruk og 
lignende som mindre krenkende enn hemmelig fjernsynsovervåkning. Innsyn i e-post ligger 
kanskje i en slags mellomstilling mellom fjernsynsovervåkning og datalogger når det 
gjelder med hvilken styrke personvernhensyn gjør seg gjeldende.  
 
Arbeidsgivere kan imidlertid ved hjelp av datalogger få omfattende informasjon om hva de 
ansatte foretar seg. Personvernhensyn gjør seg derfor naturlig nok gjeldende også ved 
innsyn i datalogger. Hvorvidt personvernhensynene gjør seg gjeldende med slik styrke at 
hensynet til sakens opplysning må vike, må vurderes konkret i den enkelte sak. 
Begrunnelsen for at kontrollen er ansett utilbørlig vil blant annet spille inn ved 
vurderingen. Jo mer krenkende og inngripende kontrollen er overfor arbeidstakeren, jo 
                                                 
145 Se punkt 3.7.3. 
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større grunn er det til å avskjære beviset. Ved svært krenkende og inngripende 
kontrolltiltak vil hensynet til sakens opplysning sjelden slå gjennom overfor hensynet til 
arbeidstakerens personvern.  
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5 Avsluttende bemerkninger 
 
Det er vanskelige vurderinger domstolene står overfor ved avgjørelsen av om bevis 
fremskaffet gjennom kontrolltiltak skal avskjæres i medhold av tvl. § 22-7. Begge 
elementene i vurderingen bestemmelsen legger opp til en avveining av sentrale og viktige 
motstridende interesser og hensyn. Som følge av den teknologiske utviklingen vil 
arbeidsgivere få større faktiske muligheter til å kontrollere og overvåke de ansatte. Dette vil 
igjen medføre at lovgiver og domstolene vil få nye kontrollmetoder å ta stilling til 
lovligheten av.  
 
Det er grunn til å tro at arbeidsgiverens styringsrett vil bli undergitt stadig strengere 
begrensninger når det gjelder adgangen til å iverksette kontrolltiltak. Samtidig er det en økt 
fokusering, både nasjonalt og internasjonalt, på viktigheten av å ivareta personvernhensyn. 
Disse forhold vil medføre en vanskeliggjøring av å innhente bevis på en lovlig måte og at 
grunnvilkåret for bevisavskjæring lettere vil være oppfylt. Den økte vektleggingen av 
personvernhensyn vil også få betydning ved vurderingen av om et utilbørlig ervervet bevis 
skal avskjæres eller tillates fremlagt. Dersom personvernhensynet er tilstrekkelig 
tungtveiende vil det medføre at hensynet til sakens opplysning må vike slik at domstolene i 
større grad vil avskjære bevis som er innhentet på en utilbørlig måte. 
 
Bevisavskjæring kan få store konsekvenser for sakens utfall. Det er derfor viktig at 
arbeidsgivere holder seg innenfor lovgivningens grenser og innhenter bevis på en måte 
domstolene anerkjenner, slik at en unngår at bevis ervervet gjennom kontrolltiltak skal bli 
avskåret i en rettssak mot arbeidstakeren. Ved mistanke om straffbare forhold bør 
etterforskning og bevissikring overlates til politiet, selv om det naturlig nok ikke er 
utelukket at også disse kan fremskaffe bevis på en utilbørlig måte slik at bevisavskjæring 
blir resultatet.  
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