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CCNP: es una herramienta de aprendizaje la cual sirve para mejorar los 
conocimientos sobre la implementación, resolución de problemas, auditoria y 
planificación en las redes de comunicaciones en relación a la conmutación y el 
enrutamiento. 
Protocolo de enrutamiento: son aquellos que permiten descubrir de una manera 
dinámica las diferentes rutas que pueden existir en una estructura de red, 
permitiendo que se manifiesten cambios si en dado caso se llegara a presentar 
algún daño en un router. Dentro de los protocolos de enrutamiento más importantes 
están RIP, IGRP, EIGRP, BGP y OSPF  
Vector de distancia: las tablas de enrutamiento son informadas a los demás router 
cada cierto tiempo, con el fin de ser actualizadas. 
Enlace de estados: mediante un algoritmo se construye un árbol con todas las 
posibles rutas que existan dentro de una red, manteniendo en todo momento 
información de la topología de red. Los router que lo utilizan requieren mayor 
capacidad de memoria y recursos. 
EIGRP (Protocolo de enrutamiento de Gateway interior mejorado): utiliza el mejor 
camino en la red teniendo la posibilidad de ofrecer otras rutas en caso de fallos. 
Maneja tablas de vecinos, topología y encaminamiento, utilizando RTP (Protocolo 
de transporte confiable) para él envió de unicast o multicast. 
OSPF (Primero la ruta libre más corta): utiliza un algoritmo de estado de enlaces 
con el fin de obtener el camino con más bajo costo. En este caso cada router crea 
un mapa topológico y un árbol de caminos en todas las redes de mínimo costo. Este 
utiliza protocolo IP.  
Conmutación de paquetes: consiste en la división del mensaje en pequeños 
mensajes, con el fin de ser transmitidos en por las redes de comunicación a los 
conmutadores de destino. 
VLAN: son redes LAN virtuales las cuales son utilizadas para segmentar las redes 
dispuestas en una red de una manera lógica, estas se usan principalmente para 










El desarrollo de este documento se puede evidenciar el desarrollo de protocolos de 
conmutación y enrutamiento, bajo dispositivos y estándares que fueron 
implementados por CISCO. Para lo anterior, se hizo necesario el aprendizaje en 
CCNP para así obtener el conocimiento necesario para el diseño y solución de 
problemas en una red de comunicaciones, los cuales fueron utilizados para el 
desarrollo del diplomado de profundización dispuesto por la UNAD, donde se 
realizaron dos escenarios enfocados a la configuración de enrutamiento en el primer 
escenario y de conmutación en el segundo escenario. En todo el contenido del 
trabajo, se puede evidenciar el procedimiento necesario para cada uno de los 






The development of this document it can be evidenced by the development of 
switching and routing protocols, under devices and standards that were 
implemented by CISCO. For the above, it was necessary to learn in CCNP in order 
to obtain the necessary knowledge for the design and solution of problems in a 
communications network, which were used for the development of the in-depth 
diploma provided by the UNAD, where they are actually focused on the routing 
configuration in the first scenario and the switching configuration in the second 
scenario. In all the content of the work, it can be evidenced the necessary procedure 







Dentro de un diseño de red es necesario establecer los protocolos de enrutamiento 
los cuales tienen como función principal anunciar las rutas que se pueden utilizar 
por parte de los enrutadores, al igual que los protocolos de conmutación los cuales 
determinan los caminos que deben tomar los paquetes de información. Dentro de 
este contexto existen diversos protocolos donde en términos generales su función 
principal es encontrar la ruta más apropiada dentro de una red, donde el 
conocimiento preciso para lograr efectivamente su desarrollo se obtiene gracias al 
diplomado CCNP.  
En muchas ocasiones se ve en la necesidad de utilizar configuraciones de 
enrutamiento de multiprotocolo ya que posiblemente es necesario conectar dos 
redes que fueron configuradas independientemente. Teniendo en cuenta lo anterior, 
se implementó en el primer escenario con enrutamiento de multiprotocolo, donde se 
configuró en la misma red los protocolos OSPF y EIGRP realizando la respectiva 
redistribución. 
Por otra parte, dentro de una red la conmutación de paquetes es un factor de suma 
importancia porque de allí depende que la información llegue a su destino completa. 
Por ello en el segundo escenario se implementó el protocolo VTP el cual se 
encargaría de administrar las VLAN que se requerían utilizar, además de esto se 
desarrollaron puertos EtherChannel en la conexión de cada uno de los Switch para 









1. ESCENARIO 1 
Figura 1 Escenario enrutamiento 
 




1. Aplique las configuraciones iniciales y los protocolos de enrutamiento para los 
routers R1, R2, R3, R4 y R5 según el diagrama. No asigne passwords en los 
routers.  Configurar las interfaces con las direcciones que se muestran en la 
topología de red.   
 
Se realizó la configuración inicial de todos los routers indicando el direccionamiento 
de cada uno de las interfaces que intervienen. 
Router R1  
 
interface Serial 1/0 
ip address 10.113.12.1 255.255.255.0 




Router R2  
 
interface Serial 1/0 
ip address 10.113.12.2 255.255.255.0 
no shutdown 
exit 
interface Serial 1/1 
ip address 10.113.13.1 255.255.255.0 




Router R3  
 
interface Serial 1/0 
ip address 172.19.34.1 255.255.255.0 
clock rate 128000 
no shutdown 
exit 
interface Serial 1/1 




Router R4  
 
interface Serial 1/0 
ip address 172.19.34.2 255.255.255.0 
no shutdown 
exit 
interface Serial 1/1 
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ip address 172.19.45.1 255.255.255.0 




Router R5  
 
interface Serial 1/1 
ip address 172.19.45.2 255.255.255.0 
no shutdown 
end 
Figura 3 Configuración inicial interfaces 
 
 
Se realiza ping en cada una de las interfaces conectadas a cada ruoter con el fin de 
verificar la conexión entre cada uno de ellos. 
 





Se realiza la configuración de OSPF en R1, R2 y R3 en su respectiva área 5. 
 
Configuración de R1 a R3  
 
router ospf 1 
network 10.113.0.0 0.0.255.255 area 5 
 




Posteriormente a la configuración de OSPF se debe verificar el enrutamiento actual 








Posteriormente se realiza procedimiento de configuración con EIGRP en R4 y R5. 
Configuración EIGRP en R4 y R5 
 








Figura 7 Configuración EIGRP en R4 y R5 
   
 
2. Cree cuatro nuevas interfaces de Loopback en R1 utilizando la asignación de 
direcciones 10.1.0.0/22 y configure esas interfaces para participar en el área 5 
de OSPF.   
 
Se realiza la configuración necesaria con el fin de crea las Loopbacks necesarias 
para el ejercicio ingresándolas al área 5. 
 
Configuración loopback en R1 
 
interface Loopback0 
ip ospf network point-to-point 
ip add 10.1.0.1 255.255.252.0 
ex 
interface Loopback4 
ip ospf network point-to-point 
ip add 10.1.4.1 255.255.252.0 
ex 
interface Loopback8 
ip ospf network point-to-point 
ip add 10.1.8.1 255.255.252.0 
ex 
interface Loopback12 
ip ospf network point-to-point 
ip add 10.1.12.1 255.255.252.0 
ex 
 
router ospf 1 
network 10.1.0.0 0.0.3.255 area 5 
network 10.1.4.0 0.0.3.255 area 5 
network 10.1.8.0 0.0.3.255 area 5 
network 10.1.12.0 0.0.3.255 area 5 
 
 





Se verifica en los router R2 y R3 tenga enrutamiento hacias las loopback 
recientemente creadas. 
 
Figura 9 Enrutamiento de loopback en R2 
 





3. Cree cuatro nuevas interfaces de Loopback en R5 utilizando la asignación de 
direcciones 172.5.0.0/22 y configure esas interfaces para participar en el 
Sistema Autónomo EIGRP 15.  
 
Se procede a realizar la configuración de las loopbacks requeridas agregando las 
interfaces a EIGRP. 
 
Configuración loopback en R5 
 
interface Loopback20 
ip add 172.5.20.1 255.255.252.0 
ex 
interface Loopback24 
ip add 172.5.24.1 255.255.252.0 
ex 
interface Loopback28 
ip add 172.5.28.1 255.255.252.0 
ex 
interface Loopback32 
ip add 172.5.32.1 255.255.252.0 
ex 
 








Figura 11 Configuración interfaces de Loopback en R5 
 
 
Se verifica en el router R4 que ya encuentre el direccionamiento hacia las loopback 
recientemente creadas en el router R5 
 






4. Analice la tabla de enrutamiento de R3 y verifique que R3 está aprendiendo las 
nuevas interfaces de Loopback mediante el comando show ip route.  
 
Figura 13 Verificación enrutamiento en R3 
 
 
Al verificar la tabla de enrutamiento se puede evidenciar que aparecen las loopback 
que fueron configuradas en el área 5 de OSPF, pero las loopback de EIGRP AS 15 
aun no aparecen en la tabla. 
 
5. Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo de 
50000 y luego redistribuya las rutas OSPF en EIGRP usando un ancho de 
banda T1 y 20,000 microsegundos de retardo.  
 
Redistribución de las rutas EIGRP y OSPF en R3 
 
router ospf 1 
redistribute eigrp 15 metric 50000 subnets 
ex 
 



















6. Verifique en R1 y R5 que las rutas del sistema autónomo opuesto existen en su 
tabla de enrutamiento mediante el comando show ip route. 
  




Al verificar con el comando show ip route se puede establecer en el router R1 







Figura 16 Verificación de enrutamiento en R5 
 
 
Al verificar con el comando show ip route se puede establecer en el router R5 





2. ESCENARIO 2 
 
Una empresa de comunicaciones presenta una estructura Core acorde a la 
topología de red, en donde el estudiante será el administrador de la red, el cual 
deberá configurar e interconectar entre sí cada uno de los dispositivos que forman 
parte del escenario, acorde con los lineamientos establecidos para el 
direccionamiento IP, etherchannels, VLANs y demás aspectos que forman parte del 
escenario propuesto.  
 
Figura 17 Escenario de conmutación 
 
 
Figura 18 Escenario simulado 
 
Parte 1: Configurar la red de acuerdo con las especificaciones. 
 
a. Apagar todas las interfaces en cada switch. 
 







int range  gi 0/0 - 3 
shut 
int range  gi 1/0 - 3 
shut 
int range  gi 2/0 - 3 
shut 





int range  gi 0/0 - 3 
shut 
int range  gi 1/0 - 3 
shut 
int range  gi 2/0 - 3 
shut 





int range  gi 0/0 - 3 
shut 
int range  gi 1/0 - 3 
shut 
int range  gi 2/0 - 3 
shut 





int range  gi 0/0 - 3 
shut 
int range  gi 1/0 - 3 
shut 
int range  gi 2/0 - 3 
shut 
int range  gi 3/0 - 3 
shut 
 






















c. Configurar los puertos troncales y Port-channels tal como se muestra en el 
diagrama.   
 
1) La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 utilizando 
LACP. Para DLS1 se utilizará la dirección IP 10.12.12.1/30 y para DLS2 
utilizará 10.12.12.2/30.  
2) Los Port-channels en las interfaces Fa0/7 y Fa0/8 utilizarán LACP.  
3) Los Port-channels en las interfaces F0/9 y fa0/10 utilizará PAgP.  
4) Todos los puertos troncales serán asignados a la VLAN 500 como la VLAN 
nativa.  
 






vl 500  
name NATIVA 
interface range gi 2/1 - 2 
channel-group 12 mode on  
no shut 
ex 
interface port-channel 12 
no switchport 
ip add 10.12.12.1 
255.255.255.252 
ex 
interface range gi 1/1 - 2 
switchport trunk encapsulation 
dot1q 
switchport mode trunk 
switchport trunk native vlan 500 
channel-group 1 mode active  
no shut 
ex 
interface gi 1/3 
switchport trunk encapsulation 
dot1q 
switchport mode trunk  
switchport trunk native vlan 500 
channel-group 4 mode desirable 
no shut 
ex 
interface gi 2/0  
switchport trunk encapsulation 
dot1q 
switchport mode trunk  
switchport trunk native vlan 500 






vl 500  
name NATIVA 
interface range gi 2/1 - 2 
channel-group 12 mode on  
no shut 
ex 
interface port-channel 12 
no switchport 




interface range gi 1/1 - 2 
switchport trunk encapsulation 
dot1q 
switchport mode trunk 
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switchport trunk native vlan 500 
channel-group 2 mode active  
no shut 
ex 
interface gi 1/3 
switchport trunk encapsulation 
dot1q 
switchport mode trunk  
switchport trunk native vlan 500 
channel-group 3 mode desirable 
no shut 
ex 
interface gi 2/0  
switchport trunk encapsulation 
dot1q 
switchport mode trunk 
switchport trunk native vlan 500 






vl 500  
name NATIVA 
interface range gi 1/1 - 2 
switchport trunk encapsulation 
dot1q 
switchport mode trunk 
switchport trunk native vlan 500 
channel-group 2 mode active  
no shut 
ex 
interface gi 1/3  
switchport trunk encapsulation 
dot1q 
switchport mode trunk 
switchport trunk native vlan 500 
channel-group 3 mode desirable 
no shut 
ex 
interface gi 2/0 
switchport trunk encapsulation 
dot1q 
switchport mode trunk  
switchport trunk native vlan 500 






vl 500  
name NATIVA 
interface range gi 1/1 - 2 
switchport trunk encapsulation 
dot1q 
switchport mode trunk 
switchport trunk native vlan 500 
channel-group 2 mode active  
no shut 
ex 
interface gi 1/3 
switchport trunk encapsulation 
dot1q 
switchport mode trunk 
switchport trunk native vlan 500 
channel-group 4 mode desirable 
no shut 
ex 
interface gi 2/0  
switchport trunk encapsulation 
dot1q 
switchport mode trunk 
switchport trunk native vlan 500 























Figura 22 Configuración ALS1 
 
 
Figura 23 Configuración ALS2 
 
 
d. Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3 
 
1) Utilizar el nombre de dominio CISCO con la contraseña ccnp321 
2) Configurar DLS1 como servidor principal para las VLAN. 
3) Configurar ALS1 y ALS2 como clientes VTP.  
 





vtp domain CISCO 
vtp version 3 
vtp pass ccnp321 





vtp domain CISCO 
vtp version 3 
vtp pass ccnp321 




vtp domain CISCO 
vtp version 3 
vtp pass ccnp321 
vtp mode client
Figura 24 Configuración VTP 
 
 
e. Configurar en el servidor principal las siguientes VLAN:  
 























Figura 26 Configuración VLAN en DLS1 
 
 
f. En DLS1, suspender la VLAN 434. 
Configuración para suspender la VLAN 434 en DLS1 
vlan 434 
state suspend 
Figura 27 VLAN 434 suspendida 
 
g. Configurar DLS2 en modo VTP transparente VTP utilizando VTP versión 2, y 
configurar en DLS2 las mismas VLAN que en DLS1.  
Configuración de VTP y VLAN en DLS2 
vtp version 2 





















h. Suspender VLAN 434 en DLS2.  




Figura 29 VLAN 434 suspendida en DLS2 
 
i. En DLS2, crear VLAN 567 con el nombre de PRODUCCION. La VLAN de 
PRODUCCION no podrá estar disponible en cualquier otro Switch de la red.  




Figura 30 Configuración  VLAN 567 
 
j. Configurar DLS1 como Spanning tree root para las VLAN 1, 12, 434, 500, 
1010, 1111 y 3456 y como raíz secundaria para las VLAN 123 y 234.  
Configuración de Spanning tree en DLS1 indicando las root primarias y 
secundarias. 
spanning-tree vlan 1,12,434,500,1010,1111,3456 root primary 
spanning-tree vlan 123,234 root secondary 
 
Figura 31 Configuración STP en DLS1 
 
k. Configurar DLS2 como Spanning tree root para las VLAN 123 y 234 y como 
una raíz secundaria para las VLAN 12, 434, 500, 1010, 1111 y 3456.  
Configuración Spanning tree en DLS2 indicando las root primarias y 
secundarias. 
spanning-tree vlan 123,234 root primary 





Figura 32 Configuración STP en DLS2 
 
 
l. Configurar todos los puertos como troncales de tal forma que solamente las 
VLAN que se han creado se les permitirá circular a través de éstos puertos.  
Los puertos fueron configurados troncales durante el desarrollo del punto C. 
m. Configurar las siguientes interfaces como puertos de acceso, asignados a las 
VLAN de la siguiente manera:  





int gi 1/0 
switchport mode access 
sw access vlan 3456 
no sh 
ex 
int gi 2/3 
switchport mode access 






int gi 1/0 
switchport mode access 
sw access vlan 12 
sw voice vlan 1010 
no sh 
ex 
int gi 2/3 
switchport mode access 
sw access vlan 1111 
int ran gi 3/0 - 3 
switchport mode access 






int gi 1/0 
switchport mode access 
sw access vlan 1010 
sw voice vlan 123 
no sh 
ex 
int gi 2/3 
switchport mode access 






int gi 1/0 
switchport mode access 
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sw access vlan 234 
no sh 
ex 
int gi 2/3 
switchport mode access 





Figura 34 Configuración puertos de acceso 
 
 
Parte 2: conectividad de red de prueba y las opciones configuradas.  
 
 
a. Verificar la existencia de las VLAN correctas en todos los switches y la 





Figura 35 Verificación VLAN  
 
 





Figura 36 Verificación Etherchannel DLS1 y ALS1 
 
c. Verificar la configuración de Spanning tree entre DLS1 o DLS2 para cada 
VLAN. 








Se llevó a la práctica todos los conocimientos que se han adquirido durante el 
desarrollo de los diferentes laboratorios, donde se debió indagar dentro de los 
mismos con el fin de lograr establecer la configuración más adecuada para culminar 
efectivamente con los dos escenarios. 
El desarrollo de los escenarios probó la capacidad de interpretar cada uno de los 
ejercicios, para así aplicar lo que se ha aprendido durante el diplomado de 
profundización logrando finalizar efectivamente con la configuración requerida. 
El uso de herramientas tecnológicas de simulación es muy importante porque estos 
se asemejan a los ambientes reales a los cuales nos vamos a enfrentar, 
brindándonos retos  para obtener conocimiento concreto que van a ser puesto a 
prueba a la hora de afrontar cualquier situación que tengamos en el área 
profesional. 
En el primer escenario se desarrollaron correctamente las configuraciones tanto de 
OSPF y EIGRP en los router destinados para cada protocolo, donde posteriormente 
se logró la redistribución de estos en el router R3. 
En el segundo escenario se desarrollaron correctamente las configuraciones de los 
puertos y los canales, con el fin de aplicar de manera adecuada el protocolo VTP, y 
así conectar las VLAN dispuesta para su aplicación en los diferentes Switch. 
Finalmente continuar con una educación orientada a CISCO brinda la posibilidad de 
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