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    本研究為了改善傳統救難隊通訊使用的手持無線電
對講機之缺點，例如重量、體積龐大、天線容易折損…





        隨著 3G 通訊技術的進步、免費 WiFi 據點的拓展，
智慧型手機的持有率不斷上升。智慧型手機輕薄的特性





        我們設計了一套網路架構，以 WiFi SoftAP [1]-[4][8]
作為受困人員和救難人員間的傳輸技術。之所以不考慮
使用藍芽(Blue Tooth4.0)而採用 WiFi SoftAP 的原因如下
面三點；第一、Wifi 聯盟在生活中的普及性甚大於藍
芽，因此 WiFi SoftAP雖然比起藍芽來的複雜，不過因為
普及率的問題，採用 WiFi SoftAP 可使系統的延伸性變得
更高。第二，傳輸距離與傳輸量大於藍芽，在 WiFi 
SoftAP 的技術上，傳輸距離為 100 公尺，在傳輸的部分





而在 WiFi-SoftAP 的技術上，一開始就採用 server 作為
group，建立者建立傳輸平台，client 端連結後形成一對多
機制，且傳輸量絕對足以負荷一對多的聲音傳輸。 
        在 WiFi-SoftAP 技術中，採用軟體的方式讓 WiFi 設
備具有 AP(Access Point)的功能。我們用此方法，讓一個
WiFi 設備作為 AP，使在 AP 訊號範圍內的其他 WiFi 裝
置和此 AP 連線，形成了階層式群集 (Hierarchical 
Cluster)[5,6,9,10]的網路架構，其中 Master(Cluster Head)





















圖一： WiFi-SoftAP階層式群集(Hierarchical Cluster)架構圖 
 
二、 網路架構 
2.1     架構介紹 
        如圖 2 的網路架構中，每個網路連線單元都是一台












 圖二： 網路架構圖 
 









2.2     連線介紹 
        在此網路架構中，Master 和 Slaver 間是透過 WiFi 來
傳輸資料；Master和 Master間則是透過 3G行動通訊技術
來傳輸資料。雖然 WiFi的最大傳輸率為 11Mbps比 3G的
最大傳輸率 2Mbps 大，但其 100 公尺的理想傳輸距離卻











3.1     狀況甲：受困人員端僅接收到一位救難人員端的訊
號 
    受困人員打開 WiFi 後，僅能搜尋到一個救難人員端的
訊號(基地台訊號，MasterA)，這表示此受困人員(Slave)
僅被一個基地台訊號所覆蓋。救難人員將 WiFiAP 功能打




        此時如圖 3狀況甲，受困人員藉由 MasterA所預設的
虛擬 IP，依照此 IP 位址向 MasterA 連線，並發出















3.2.1     ΔT演算法 
        ΔT 演算法是運用來回時間差來決定最佳傳輸速率的
一種演算法，首先參考(1)，其中 Tn1 比 Tn2 時間早，由
Tn2減去 Tn1得到單次傳送封包的時間差。 
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        綜觀 (1)~(5)，我們便可取得一個穩定度及準確度
高，傳輸環境狀況最好的基地台作為傳輸對象。 
3.2.2     ΔT演算法的應用 
        在狀況乙中，受困人員將 WiFi 功能打開後，能搜尋
到多個救難人員端的訊號(Master，基地台訊號)，表示此
受困人員(Slave)被多個基地台訊號所覆蓋。受困人員須運
用 ΔT 演算法，求出各個基地台的 ΔT，比較各個基地台
的 ΔT 後，找出最小的基地台 ΔT，並向此基地進行台連
線。 
        在圖 4 以受困人員被兩個基地台訊號覆蓋為例，受
困人員的 WiFi 藉由 MasterB 所發出的 AP 訊號連結至
MasterB，形成一區域網路，此時 Slave 紀錄發出 Connect
前的時間差 T 丟出封包，並發出 Connect 訊號後，MasterB 收
到 Connect訊號像受困人員發出 Ack (Acknowledgement，
資料傳輸確認)。當 Slave 收到 MasterB 的 Ack 時，再次
紀錄時間 T 收到封包。Slave將   T 收到封包-T 丟出封包計算出來得到
ΔTB，將 ΔTB儲存以便之後比較。因為一台智慧型手機只
有一個 WiFi 裝置，無法同時連接 MasterA 和 MasterB，
所以要測量 MasterA 的 ΔT 必須先將和 MasterB 的 WiFi
連線斷線後，才可和 MasterA 進行連線並計算 ΔTA。因
此，Slave向 MasterB發出 Disconnect訊號，MasterB接到
後回傳 Ack，Slave和 MasterB已成功斷線。成功斷線後 
繼續與 MasterA 做出一樣的過程，產生 ΔTA 並再度儲
存，確認所有 AP 計算完之後，將 ΔTA 與 ΔTB 相互比較








3.3     受困人員端連線到救難人員端的程式流程圖 





















圖 五: 程式流程圖 
 
四、 結論 
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