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”Computeren er den logiske videreudvikling af mennesket. 
Intelligens uden moral.” - John Osbourne 
Indledning 
 
Overvågning og kontrol af ansatte i virksomheder, er ikke noget nyt fænomen, det har 
eksisteret lige siden mennesker blev hyret til at arbejde for andre. Karl Marx har 
engang udtalt ”Med det nittende århundredes kapitalisme, fulgte et af arbejdsgivernes 
centrale problemer, nemlig hvordan fik virksomheden mest ud deres ansatte?". Siden 
da er der gjort mange forsøg på at løse dette problem, lige fra at sulte de ansatte til at 
tvinge dem til at arbejde, fysisk tilstedeværelse af arbejdsgiveren, organisere dem i 
fagforeninger, i teambuilding aktiviteter osv. Igennem de sidste hundrede år har 
maskiner og teknologi spillet en betydelig rolle i overvågningen og kontrollen af de 
ansatte i virksomhederne, og samtidig har de også været med til at reducere den 
fysiske tilstedeværelse af en arbejdsgiver. Et af de store gennembrud i det nittende 
århundrede var udviklingen af samlebånds arbejde, som betød at 
produktionsprocessen og arbejderne blev samlet i et system. Samlebåndet gjorde 
arbejdet mere effektivt og lettere at kontrollere og overvåge for arbejdsgiveren. Men 
med deindustrialiseringen, serviceindustriens fremmarch, overgangen til 
informationssamfundet, nedskæringer og decentralisering af virksomheder, behovet 
for en mere fleksibel arbejdsstyrke og teknologiens udvikling, fulgte nogle nye 
udfordringer og muligheder for arbejdsgiverne. Det medførte dramatiske resultater i 
forhold til kvaliteten og mængden af overvågning af virksomhedernes ansatte. 
Ansatte, der i stigende omfang bruger computer og anden form for data 
kommunikation i deres arbejde, oplever, at arbejdsgivere oftere bruger de selv samme 
computere til at overvåge og kontrollere deres arbejde. På arbejdspladsen i dag er 
”the personal computer”, ikke længere så privat som navnet antyder. I dag er ”the 
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personal computer” i mange firmaer en del af et større netværk i firmaet og på 
Internettet. Det betyder, at arbejdsgiveren i meget større omfang end tidligere kan 
følge med i, hvad den ansatte foretager sig i arbejdstiden. 
Den teknologiske udvikling har gjort det muligt at overvåge ansatte i virksomheder 
på helt nye måder; f.eks. via elektronisk overvågning af e-mail, skanning af data filer, 
antal anslag på tastaturet, osv. Denne udvikling har skabt nogle nye etiske og 
moralske dilemmaer. Er det etisk rimeligt at overvåge ansatte? Hvor går grænsen for 
en persons privatsfære i forhold til virksomheden? Hvad er virksomhedens argument 
- og hvad siger lovgivningen? Det er disse spørgsmål, der er vores motivation og 
afsæt for, at skrive dette projekt. 
 
Problemformulering 
Hvilke etiske problemer er der med elektronisk overvågning af ansatte i 
virksomheder? 
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Metode 
Vi vil overvejende basere vores projekt på engelske artikler og andet litterært 
materiale af moderne filosoffer. På baggrund af dette materiale vil vi forsøge at 
redegøre for de moderne filosoffers anskuelser og vurderinger af de etiske 
problemstillinger i forhold til elektronisk overvågning af ansatte i virksomheder. I 
analysen vil vi se på den danske/EU lovgivning på området set i forhold til 
redegørelsen af filosoffernes udsagn for at undersøge, om der er en sammenhæng 
mellem lovgivningen og de etiske problemstillinger, som filosofferne ridser op. Med 
udgangspunkt i det ovenstående og på baggrund af nogle udvalgte virksomheders 
nedskrevne politik på området, samt nogle danske domsafsigelser, vil vi diskutere, 
om der er en overensstemmelse mellem teori (filosoffernes udsagn og lovgivning) og 
praksis, som alt sammen gerne skulle munde ud i en konklusion på baggrund af vores 
problemformulering.  
Vi vil runde af med en perspektivering, og der give nogle forslag til, hvad vi synes, 
man som virksomhed bør have for øje, når man overvejer at indføre overvågning af 
de ansatte, samt prøve at se ud i fremtiden. 
Afgrænsning 
Vi har valgt at beskæftige os med de filosofiske problemstillinger i forhold til 
elektronisk overvågning af ansatte i virksomheder og primært i forbindelse med 
overvågning via computer. Vi ville gerne have haft talt med nogle virksomheder, en 
jurist og nogle fagforeninger, men på grund af den fastsatte tidsramme og for ikke at 
favne for bredt, har vi valgt en fremgangsmåde som beskrevet i afsnittet ”Metode”, 
som metode for at svare på vores problemformulering. Vi er opmærksomme på, at 
der i diskussionen om etik og moral i forhold til overvågning af ansatte ligger nogle 
psykologiske aspekter; disse aspekter vil vi dog ikke gå i dybden med, eftersom det er 
den filosofiske diskussion, der interesserer os i dette projekt. 
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”Man kan aldrig vide hvad bier tænker” 
- Peter Plys 
Vejledning til opgaven 
 
For at gøre opgaven mere overskuelig har vi valgt at give en forklaring på, hvorfor de 
forskellige afsnit er med. Vores målsætning er som tidligere nævnt at føre en 
filosofisk diskussion, og derfor kan det muligvis undre, at vi har valgt at medbringe et 
afsnit som teknologi. Valget af dette, såvel som de andre afsnit, vil vi imidlertid 
uddybe nedenfor. 
Desuden vil vi forklare opgavens titel, fodnotesystemet, litteraturlisten og 
kommasystemet. 
 
Vigtigheden af de enkelte afsnit 
Hvert enkelt afsnit har sin egen betydning i det samlede perspektiv og bidrager til en 
større forståelse for, hvilke etiske problemer der er i forbindelse med elektronisk 
overvågning. 
Vi har valgt at lægge ud med en definition af privatsfæren, da det skal forklares, hvad 
vi egentlig mener med en sådan, fordi begrebet får stor betydning gennem opgaven. 
Derefter er det nødvendigt at forklare hvilke teknologiske muligheder, der findes for 
overvågning. Det er nødvendigt at forklare teknikken netop, når vi diskuterer 
elektronisk overvågning – hvorfor er dette interessant, når overvågning på 
arbejdspladser altid har fundet sted? Afsnittet ”Teknologi”  viser i hvor stort et 
omfang, det er muligt at overvåge – det kan som udenforstående være uvist, om 
elektronisk overvågning forstås som f.eks., at man skal stemple sig ind og ud, når 
man kommer og går fra arbejde. 
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”Firmaets regler og ressourcer” har vi valgt at tage med, da det i en diskussion er 
vigtigt både at vise for- og modargumenter. Dette afsnit viser hovedsageligt 
argumenter for at overvåge. 
Afsnittet ”Produktivitet og kreativitet” har vi valgt at sætte i forlængelse af førnævnte 
afsnit, da vi her diskuterer, hvordan elektronisk overvågning kan være med til at 
forøge eller mindske en virksomheds produktivitet og kreativitet med henblik på det 
økonomiske aspekt. 
Hvorfor vi mener, forholdet mellem ledelsen og den ansatte er væsentlig for opgaven 
er, at det rummer mange etiske aspekter; herunder bl.a. hvorvidt det er rimeligt at 
udsætte andre mennesker for sundhedsfarlige forhold (i afsnittet ”Stress”). 
”Arbejdsplads og fritid” rummer etiske aspekter i form af en diskussion om 
privatsfære, og hvorvidt man har ret til en sådan. Desuden er det nødvendigt at se på 
de fleksible arbejdstider, da disse kan indgå som argument i diskussionen for/imod 
elektronisk overvågning. 
I ”Spilleregler og mistillid” ser vi endnu et etisk problem i forbindelse 
problemstillingen; nemlig hvorvidt det er etisk forsvarligt at indføre beføjelser, der 
kan medføre mistillid. En verden uden tillid er jo ikke ønskelig. 
Det frie valg er et argument, som arbejdsgiveren kan fremføre, hvis en ansat er 
utilfreds med overvågningen. Dette lægger op til en spændende etisk diskussion, for 
har man altid et frit valg? 
Dernæst kommenterer vi i afsnittet ”Overvågning i praksis”, hvordan overvågning 
fungerer i erhvervslivet anno 2002. Baggrunden for dette har været et ønske om at gå 
ud over den filosofiske diskussion, og se hvad der sker i den virkelige verden, samt at 
relatere dette til netop diskussionen. Dette har vi gjort ved at se på tre større danske 
firmaer som casestudies. 
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Generelt om opgaven 
Opgaven er kommateret efter den gamle kommaregel – baggrunden herfor har været 
et ønske om læsbarhed, og da mange endnu ikke har kunnet forlige sig med det nye 
komma, har vi valgt at bruge gammel kommatering. Fodnotesystemet er nummeret 
fortløbende fra 1 og fremefter. Fodnoter for hver side findes i bunden af denne. Hvis 
man skulle have hæftet sig ved titlen på dette projekt, ”In God we trust, the rest we 
monitor”, så er det et citat fra en artikel fra det danske Computerworld, hvor den 
amerikanske devise indenfor overvågning beskrives med disse simple ord. 
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”Lad os forsøge at finde os tilrette med livet; det er ikke livets sag at finde sig tilrette 
med os” - Montesquieu 
Privatsfære 
 
I det daglige tænker man måske ikke ret meget på, at alle mennesker har en 
privatsfære. Den er så indbygget i os, at vi først ville undre os, hvis privatsfæren ikke 
længere var til stede. I dag kan man i nogle situationer påstå, at dette netop er 
tilfældet. I virksomheden er privatsfæren til en vis grad skubbet til side i forbindelse 
med elektronisk overvågning. Det er derfor interessant at se på, om den ansatte med 
rimelighed kan kræve at have en privatsfære på arbejdspladsen. For at prøve at 
besvare hvilke etiske problemstillinger der kan være i forbindelse med elektronisk 
overvågning af ansatte, er det væsentligt at se på, hvad der definerer privatsfæren set 
både fra et filosofisk og et lovmæssigt synspunkt. 
 
Hvad er privatsfære 
Privatsfæren er det enkelte menneskes personlige verden i forhold til hjem og familie, 
arbejdet og i samfundet som helhed. Begrebet privatsfære udspringer fra det engelske 
begreb ”right to privacy”. På dansk bruger man ordet ”privatsfære”, som betyder den 
enkeltes privatliv. Når man taler om retten til privatsfære, er der to betydninger af 
den. Man kan både tale om retten til at være i fred eller retten til intimitet, og om 
retten til privatsfære med hensyn til informationer. Et eksempel kan være en 
vindueskigger, som kigger ind af en anden persons vindue og derved krænker dennes 
ret til privatsfære. Her er der tale om en krænkelse af ens ret til intimitet. Selvom det 
at iagttage en anden person netop kan være en måde at få informationer om en anden, 
som man ikke burde have, er der stadigvæk en forskel på de to betydninger. 
Forskellen ligger i, at en persons dagligdags ting, som måske er tilgængelige 
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oplysninger for alle, som måtte ønske at vide det, ikke nødvendigvis også måtte være 
tilgængelig for vindueskiggeren, for han krænker personens ret til privatsfære ved at 
kigge ind igennem vinduet.  
Altså kan det godt være, at en person ikke finder det krænkende at blive set på 
stranden i bikini, men så snart vedkommende er i sit eget hjem, er sagen en anden, og 
det ville blive anset som krænkende for de fleste mennesker. Der er altså en forskel 
på det offentlige rum og det personlige rum.   
Et eksempel på en krænkelse af privatsfæren i forhold til informationer kunne være, 
hvis en læge videregav oplysninger om sin patient til en person, som ikke var 
berettiget til dem  
 Viden om en andens privatsfære handler om personlige oplysninger, som de 
fleste mennesker i et givent samfund på et givent tidspunkt ikke vil have, at andre 
skal vide noget om. Problemet ved denne definition er, at personlige data og 
privatsfære er relative i forhold til, hvilket samfund man befinder sig i, hvor man 
befinder sig i det, og i hvor stort et omfang man er interesseret i videregivelse af 
personlige oplysninger. Et eksempel kunne være, at selvom en mand valgte at sige, at 
alle måtte tage hans penge, så ville det stadigvæk være hans penge. Nu havde alle 
bare ret til at tage dem. Det kan også forklares sådan, at hvis man frasiger sig retten 
til privatsfære, har man stadigvæk en privatsfære, men ikke retten til den.  
 I den virkelige verden ser det anderledes ud. I Japan er idéen om at overvåge den 
enkeltes arbejdsindsats ikke så interessant. Det hænger sammen med den lange 
tradition, der er for at fremhæve gruppearbejdet som det essentielle på 
arbejdspladsen. I den vestlige verden er arbejdet mere præget af den individuelle 
præstation, f.eks. i forhold til konkurrence medarbejderne imellem, individuel 
lønsats, bonus for flest f.eks. solgte biler osv. 
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Warren and Brandeis 1 
Der er nogle generelle væsentlige punkter, man kunne fremføre med hensyn til 
privatsfære. Warren and Brandeis2 giver i 1890 en berømt definition af rettighederne 
til privatliv, hvor den normative og den deskriptive dimension hænger naturligt 
sammen: Den normative dimension af privatsfæren er ikke en usandsynlig ting, 
omfanget af rettighederne til at nyde privatlivet er ikke bestemt af de stærkeste 
magter i samtiden, dette være sig markedets eller bureaukratiske kræfter. Det er lige 
så vigtigt at undgå utopisk sentimentalitet. Det er kun selvoptaget, at længes efter 
hvad der umuligt kan blive virkelighed. I praksis betyder det, at man ikke kan 
forhindre andre mennesker i f.eks. at observere en, når man er i det offentlige rum. 
Med andre ord må man se realistisk på det faktum, at man ikke altid kan kontrollere 
eller indrette verden efter ens egen værdi og normgrundlag. Warren og Brandeis 
kommer i deres definition ind på følgende 7 punkter:  
1. Privatsfæren har både en deskriptiv og en normativ dimension. På den ene side 
består privatliv nemlig i, at ens privatsfære ikke bliver overskredet, eller at man 
har nogen kontrol over, hvem man vil delagtiggøre i den. På den anden side er 
privatliv en moralsk rettighed eller i det mindste et vigtigt gode. I de fleste 
tilfælde af privatsfære vil man vedkende sig ovenstående. 
2. Retten til privatsfære er et grundlæggende eller et berettiget ønske, hvis ikke 
man da kan tale om en moralsk rettighed, som en person har i relation til 
andre? Det skal dog respekteres, at andre også har private oplysninger om en 
selv, eller at andre personer observerer en selv. Denne form for indblanding er 
enten kognitiv (Erkendelsesmæssigt) eller perceptionel (selve det oplevede) 
indblanding3.    
                                          
1 Louis D. Brandeis, advokat og Samuel D. Warren 
2 Privacy, the workplace and the Internet af Seamus Miller og John Weckert s. 2 
3 Privacy, the workplace and the Internet af Seamus Miller og John Weckert s. 2 
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3. Den række af private forhold som indbefatter, hvad der kan opfattes som en 
persons indre jeg, f.eks. et ønske fra en person om at vide alt om en anden 
persons tanker, følelser, holdninger kan blive opfattet som uacceptabel. Der er 
naturligvis undtagelser, f.eks. i forhold til at en psykolog eller læge, som skal 
kunne stille den rigtige diagnose og give forslag til behandling, er nødt til at 
vide noget om personens indre. 
4. En persons personlige relationer til andre er anset som privat. Så mens en 
kæreste eller ægtefælle ved, hvad partneren føler, ville udenforstående ikke 
være berettiget til samme de oplysninger. Selvfølgeligt er det indforstået, at 
kæresten eller ægtefællen ikke videregiver disse oplysninger. 
5. Informationer vedrørende ting en person ejer eller penge vedkommende tjener, 
er også forbeholdt privatlivet. Dette hører i det meste af den vestlige verden ind 
under ejendomsretten. En undtagelse ville f.eks. være, hvis der er tale om 
skattesvindel, og man på den baggrund ville være nødt til at åbne en persons 
private oplysninger.   
6. Det er ligeledes en privatsag, hvad eller hvem man stemmer på ved et valg. 
Hvis andre finder ud af, hvad en person stemmer på, er vedkommendes ret til 
frit at vælge hvilket parti man tilhører, undermineret. Eller hvis 
virksomhedskonkurrenter har adgang til en anden virksomheds 
forretningsplaner, vil de opnå en urimelig fordel, i forhold til konkurrencen. 
Man kunne også forestille sig at, hvis en arbejdsgiver kender en ansats 
seksuelle tilhørssted, kunne arbejdsgiveren diskriminere denne. 
7. Mere generelt er det måske nødvendigt for en person at have en privatsfære for 
at forfølge sine mål ligegyldigt hvad disse mål end måtte være. Refleksion er 
vigtigt i forhold til planlægning, og refleksion kræver privatsfære/liv. En anden 
persons kendskab til ens mål kan gøre at disse mål ikke nås. Autonomi kræver 
privatsfære. 
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 I det ovenstående hos Warren og Brandeis taler de om vigtigheden i at bevare 
sin privatsfære overfor andre, som måske vil sætte sig i vejen for en persons 
personlige mål – hvad end de måtte være. Ethvert, ord der bliver sagt i det offentlige 
rum (arbejdspladsen), kan blive indsamlet, kombineret og lagret. Til enhver tid, kan 
de ting man har skrevet blive hentet frem og brugt i en anden kontekst, for 
virksomhedens server glemmer ikke. Dette har præsident Bush f.eks. taget 
konsekvensen af , og har indført, at han ikke ønsker at bruge e-mailen som 
kommunikationsmiddel. Derved har han forbeholdt sig retten til, at hans privatsfære 
med hensyn til både oplysninger og intimitet ikke bliver krænket.   
Hvis man mere konkret kigger på f.eks. aftalen mellem en ansat og en 
arbejdsgiver - set fra et etisk synspunkt - så bidrager den ansatte med sin særlige 
kompetence, og er ud over det i øvrigt ikke underlagt arbejdsgiveren. Det vil sige, at 
den ansatte beholder de rettigheder, som vedkommende ellers har i samfundet i 
forhold til sin privatsfære. I praksis er det ikke altid sådan. Et oplagt eksempel er, at 
politiet og efterretningsvæsnet altid skal indhente en dommerkendelse for f.eks. at 
kunne overvåge en borger. I den sammenhæng må det ses som problematisk, at en 
virksomhed uden dommerkendelse kan gå ind og overvåge en ansat. Set i lyset af 
dette kunne man sige, at arbejdsgiveren krænker den ansattes ret til at kontrollere 
hvilke oplysninger, vedkommende vil dele med virksomheden. For hvis en 
virksomhed har tilladt de ansatte at e-maile privat, og arbejdsgiveren efterfølgende 
læser den ansattes mail, vil man kunne betragte det som en krænkelse af privatsfæren. 
De fleste har en forventning om at blive respekteret, og at en arbejdsgiver respekterer 
deres privatsfære. Man har en umiddelbar tillid til andre mennesker, som først bliver 
brudt, i det øjeblik hvor man krænker privatsfæren. En arbejdsgiver der læser e-mails 
mærket privat, overskrider en grænse, som måske bliver anset som ikke-eksisterende 
på arbejdspladsen, men som for den ansatte hører ind under privatsfæren. Det samme 
gør sig gældende i en situation, hvor en uvedkommende læser eller ser en andens 
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personlige mål, og derved ødelægger chancen for at nå det, fordi den uvedkommende 
har overtrådt vedkommendes privatsfære. Rimeligheden i at overtræde privatsfærens 
grænser kan umiddelbart være svær at se, men tænk på hvis man havde opdaget 
Osama Bin-Ladens planer om angrebet på World Trade Center i tide, og derigennem 
kunne have forhindret ham i at nå sit mål. Dette er et absurd eksempel, men uden en 
privatsfære ville aktionen sikkert ikke have lykkedes. Det er en svær balancegang at 
skulle vurdere, hvornår det er rimeligt at overskride grænserne for en persons 
privatsfære, men det er ikke desto mindre en vigtigt del af hele beskrivelsen af 
privatsfæren.  
Lovgivning 
Ser man på lovgivningen, er privatlivets fred almindelig anerkendt som en 
menneskeret. Dette er fastslået i Den Europæiske Menneskerettighedskonvention 
artikel 84. Den danske Grundlov sikrer ikke en egentlig beskyttelse af privatlivets 
fred, det gør derimod Menneskerettighedskonventionen. Menneskerettighederne tager 
udgangspunkt i en løbende regulering i forholdet mellem stat og individ. Dette 
indebærer, at menneskerettighederne kun er relevante på det offentlige 
arbejdsmarked. Udviklingen har gjort, at disse rettigheder også har fået betydning i 
den private sektor. Efterhånden har menneskerettighederne fået større betydning i 
dansk ret, og der kan således argumenteres for, at en arbejdsgiver f.eks. ikke helt kan 
udelukke en ansat fra at foretage private opkald i arbejdstiden, da det kan opfattes 
som et indgreb i den ansattes grundlæggende rettigheder. I dag er dette argument ikke 
anerkendt af dansk ret, men kunne meget vel blive det - også i forhold til elektronisk 
post. Dog kan det tilføjes, at hvis et telefonnummer og samtaler skal registreres af 
virksomheden, skal den ansatte vide besked om registreringen af sine telefonsamtaler, 
ellers kan det virke krænkende på den ansatte. 
                                          
4  Databeskyttelse på arbejdsmarkedet, kap 1, s. 22 
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E-mail er i dag inkluderet i straffelovens bekendtgørelse om ”lukket post”5. 
Det betyder, at en e-mail skal behandles på samme måde som et almindeligt brev. Det 
er strafbart at bryde eller unddrage nogen et brev, telegram eller lignende, eller gøre 
sig bekendt med indholdet. En gennemgang af en medarbejders konkrete mails er 
straks en anden og mere følsom sag. Det er selvsagt intet problem, hvis det sker på 
medarbejderens eget initiativ, men hvis der er et konkret behov for at åbne en 
mailkonto, f.eks. ved fyraften, hvor den medarbejder, som har mailkontoen, er gået 
hjem, så er sagen en anden. Her kan der være tale om et nødstilfælde, hvor det kan 
være vigtigt at få f.eks. kunderelateret korrespondance eller filer frem, og så kan den 
ansattes private interesser ikke overskygge virksomhedens interesser. Det spiller 
selvfølgelig en rolle, at den ansatte er indforstået med, at en sådan situation kan opstå. 
Der resterer stadig nogle åbne spørgsmål. Det er nemlig kun udgående og ikke 
indgående privat post, som arbejdsgiveren i praksis kan sætte regler for. Det er heller 
ikke afklaret, om post mellem to ansatte er privat – det må dog formodes at være 
sådan. Endelig kan det diskuteres, om datatilsynets praksis, der går på at vurdere 
foreliggende situationer under forudsætning af, at der altid er tale om 
personoplysninger og aldrig følsomme oplysninger, er hensigtsmæssig. 
Delkonklusion – ”Privatsfære” 
På baggrund af diskussionen om privatsfære, vil vi foreslå at en ret til privatsfære er 
en etisk vigtig ting. Man kan spørge, om retten til privatsfære overskygger alle andre 
argumenter, der kunne være for f.eks. at overvåge en person på arbejdspladsen, eller 
andre ting, som skal tages i betragtning, når man taler om overvågning af 
medarbejdere i virksomheden, såvel som i andre dele af samfundet. I problematikken 
omkring privatsfæren og krænkelse af denne i forholdet mellem arbejdsgiver og ansat 
kan man ikke komme udenom den betydning, som overvågning i stigende omfang har 
                                          
5 Databeskyttelse på arbejdsmarkedet kap. 4, s. 112 
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i dag . Det skal overvejes, hvilken hensigt, virksomheden har med en given 
overvågning. Det giver afsæt til en masse spørgsmål om, hvorledes hensigten med 
overvågning er legitimeret eller vigtig for virksomheden - altså kan invasionen af 
privatsfæren retfærdiggøres af hensigten? Kunne den information, man får ved 
overvågningen, opnås på andre måder end ved at krænke den overvågedes 
privatsfære? 
Omkring lovgivningen kan man stille spørgsmålet, om der på arbejdsmarkedet 
findes regler eller retningslinjer, som kan bruges i forbindelse med overvågning? Og 
sidst men ikke mindst hvordan sikrer virksomheden, at de oplysninger, den har 
indhentet, kun bliver brugt til det formål de var indhentet til? 
Disse er spørgsmål, som vi vil prøve at besvare i de efterfølgende afsnit. 
Privatsfæren er i dette afsnit en meget generel definition, uden stillingtagen til de 
særlige forhold som findes, når man konkret taler om overvågning i det offentlige 
rum – herunder arbejdspladsen. Skillelinjen mellem private og arbejdsmæssige 
forhold kan både være snæver og ret flagrende, og det kan være svært præcist at 
afgøre hvor linjen er - det afhænger meget af hvilken arbejdsplads, der er tale om. 
Men grundlæggende kan vi alle vel blive enige om at værdsætte vores egen 
privatsfære, lige meget hvor vi befinder os i samfundet. 
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”Jeg tror at vi skal være varsomme med at bruge teknikken til at styre folk” 
- Claus Nørtoft Thomsen – Orange 
Teknologi 
 
Ingen vil være uenige i, at de sidste 10 års udvikling indenfor IT har været eksplosiv. 
Vi sender ikke længere breve i samme omfang som tidligere, men bruger e-mailen i 
stedet. Det samme gælder informationssøgning. Før måtte man på biblioteket for at 
finde et kort over Rom, i dag er det et par klik med musen. IT er i dag en stor del af 
vores hverdag. Vi har som mennesker, og som medarbejdere, vænnet os til 
teknologien, og bruger den i flæng og efter forgodtbefindende. 
 
Blokering af tjenester 
Man regner i dag med, at 5,2% af de statslige ansattes tid går med privat brug af 
Internet og e-mail (vel og mærke mens de er på arbejde)6. Måden man blandt andet 
har konkluderet det på, er ved hjælp af de programmer, der i dag bruges til at 
kontrollere og overvåge medarbejdere. Websense Enterprises7 er et amerikansk firma, 
der har specialiseret sig i at udvikle sådanne programmer. Websense skriver blandt 
andet som argumenter for, hvorfor man skal købe deres program at: 
”40% af alt surfing på nettet er ikke firmarelateret” – samt: ”Websense nedsætter 
risikoen for et strafansvar” (Frit oversat).  
Helt konkret giver Websense muligheden for at overvåge den enkelte medarbejders 
færden på Internettet og kan blokere for tjenester, som firmaet finder upassende. 
Tjenester, som for eksempel hjemmesider med upassende indhold, TV stationers 
                                          
6 “Lederne”, Tabel 1, side 5 
7 www.websense.com 
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”live-stream”8 samt netradioer9 ville være typiske genstande for blokering. 
Begrundelsen for at blokere er selvfølgelig at få medarbejderne til at koncentrere sig 
om det arbejdsrelaterede, men også at undgå konflikter på arbejdspladsen. Websense 
nævner selv i deres benefit beskrivelse10, at en ansat kan sagsøge firmaet i en 
situation, hvor firmaet ikke har blokeret for brug af anstødelige tjenester på Internettet 
– dette hænger dog givetvis sammen med en amerikansk lovgivning. Vi har ikke 
kunnet fastslå, om dette ville kunne lade sig gøre med dansk lovgivning. 
 Man kan hævde at det enkelte firma er i sin gode ret til at blokere for tjenester, 
som klart hører hjemme i privatlivet og ikke på arbejdspladsen. Man kan dog 
diskutere om hvorvidt at indkøbet, opsætningen og vedligeholdelsen af programmet 
opvejer den tabte arbejdsfortjeneste, og kompromitteringen af datasikkerheden. En 
anden overvejelse man kunne gøre sig er, at indførslen af tjenesteblokering helt 
sikkert vil sørge for, at nogle ansatte bliver mere produktive, mens andre vil forsøge 
at omgå blokeringen, og således bruge yderligere tid på ikke-arbejdsrelaterede 
aktiviteter. Disse overvejelser har man blandt andet gjort sig hos Orange, hvor 
blokering ikke finder sted11.  
Logning  
Et andet meget udbredt fænomen i IT-branchen i dag er ”logning” af de ansattes 
færden på Internettet. Logning er en form for ”keystroke survelleilance”12. Dog er 
logning mere avanceret end den form der f.eks. beskrives af Edward J. Ottensmeyer 
                                          
8 ”live-stream” : Når en Tv-station sender over nettet – Med moderne forbindelser er det muligt at se fjernsyn 
i en acceptabel kvalitet, over Internettet. 
9 Netradio : De fleste større radiostationer sender i dag over Internettet. 
10 www.websense.com 
11 Se  Bilag 2 – Interview med Orange
12 Keystroke surveillance er måden hvorpå man kan se alle handlinger en medarbejder har foretaget sig – 
Helt ned til det enkelte tastetryk. 
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og Mark A. Heroux i ”The Case of Electronic surveillance”. Med logning har man 
muligheden for at lave konkret statistik på den enkelte medarbejder. Mulighed for at 
se mønstre, og på baggrund af disse konkludere ikke blot hvorvidt medarbejderen 
passer sit arbejde, men også hvorvidt den enkelte ansatte besøger anstødelige 
tjenester og så videre. Man kan sige, at logning er en i firmaet intern form for 
”Echelon”13. Politiet er kendt for at benytte lignende systemer for at optrævle kredse 
af pædofile. Som en sidebemærkning skal det dog siges, at analysering af 
logdatabaser kræver enormt store ressourcer. Det er ikke svært at forestille sig at en 
mellemstor virksomhed med 100 ansatte, og mindst ligeså mange arbejdsstationer, 
kan genere enorme mængder data. Alene i analyseringen af disse data finder man 
endnu en industri14. 
”Littlebrother”15 – er et program der muliggør analysering uden de helt store 
omkostninger. Meget simplificeret er ”Littlebrother” en database med over 45.000 
hjemmesider, som er kategoriseret som ”produktive, neutrale eller uproduktive”. 
Lederen har muligheden for at se, hvilke hjemmesider den enkelte ansatte besøger, og 
kan udfra denne baggrund danne sig meninger om sine ansattes produktivitet. Alene 
titlen på programmet vækker associationer til Orson Wells ”1984”. En overvejelse 
man kunne gøre sig i dette tilfælde er: ”Hvorfor ikke bare blokere de uproduktive 
tjenester?”. Hvad er det for et instinkt, der gør, at vi har ønsket om at ”snage”?  
Ordet snage, kan med en fin betegnelse kaldes voyeurisme. Et begreb som man 
ikke kommer udenom, når man diskutere overvågning. Voyeurisme er en del af den 
                                          
13 Echelon :  Selvom det ikke er bevist mener mange, at Echelon – et verdensomspændende 
overvågningssystem ejet af den amerikanske regering og Lockhead – rent faktisk eksisterer, og blandt andet 
overvåger alle e-mails. 
14 www.platon.dk - Platon er en konsulentfirma, der har specialiseret sig i “datamining”, som er måden 
hvorpå man analyserer logdatabaser. 
15 Issues in Ethics – V.9,N.2 – Spring 1998 
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menneskelige natur. Man ved det er forkert, og ens overjeg kommer på en hård prøve, 
når man ubemærket får muligheden for at belure et andet menneske. Man kan ikke 
retfærdiggøre handlingen, og tanken om at andre belurede en selv, ville føles som en 
grov krænkelse af ens egen privatsfære (jf. ”Privatsfære”). Kigger man på de 
værktøjer, som er beskrevet ovenfor, viser det sig, hvor nemt det lader sig gøre. 
Regler eller ej, stiller det personen med denne form for magt i et slags dilemma. 
Fristelsen er stor, men på ingen måde etisk forsvarlig. Ydermere vil man i brugen af 
programmet åbenlyst krænke en anden persons privatsfære. Netop det at teknologien 
lader sig misbruge så let, stiller spørgsmål ved om ”Littlebrother” har sin berettigelse.  
E-mail 
Alene på RUC modtages der dagligt omkring 85.000 elektroniske breve af forskellig 
karakter. E-mail er i dag den mest benyttede form for kommunikation i erhvervslivet. 
I dag er det kun 5% af alle virksomheder med mere end 5 ansatte, der ikke har taget 
moderne kommunikationsformer i brug16. 
 Overvågning af ansattes elektroniske postkasser er i dag nok den mest udbredte 
og omdiskuterede form for overvågning. Der findes i dag lovgivning på området, og 
således har man mulighed for at mærke sine private e-mails, hvilket 
lovgivningsmæssigt (og for enhver med almindelig anstændighed) burde sørge for, at 
ens overordnede ikke læser brevet. Af 577 adspurgte ledere kunne 18 dog tilslutte sig 
udsagnet: ”Det er i orden, at virksomheden læser den ansattes e-mail, der er mærket 
privat”17. Der er ingen tvivl om at denne handling, udover at være i strid med 
persondataloven, kan anses for at være moralsk forkert. Ikke desto mindre må man 
som ansat gøre sig klart, at det kan være tilfældet, at ens e-mail på trods af en privat 
mærkning, kan blive læst. Der kan selvfølgelig være flere grunde til, at en leder har 
                                          
16 ”Lederne” – p.4 – “Brug af e-mail og Internet på virksomhederne” 
17 ”Lederne” – p.6 – “Tabel 2: Ledernes egen holdning til medarbejderes brug af  e-mail og Internet” 
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brug for at åbne en ansats mail-box18. Et argument kunne være, at ved længere tids 
sygdom har lederen muligvis brug for at lade en anden ansat overtage 
korrespondancen med den syges kunder (se f.eks. ”Forholdet mellem lederen og den 
ansatte”) men præcis i tilfældet med privat mærkning af e-mails er de eneste grunde, 
vi på stående fod kan forestille os, enten at snage, eller fordi lederen har mistanke 
om, at den ansatte lækker fortrolige oplysninger til et konkurrerende firma. 
 Privat eller ej, så er det et faktum, at langt de fleste medarbejdere tager små 
afbræk i arbejdsdagen, hvor de foretager sig private ting. Ting som at skrive private 
e-mails, at søge ikke-arbejdsrelateret information på Internettet har til dels afløst den 
daglige telefonsamtale med familie eller venner. Det skræmmende, og for mange 
overraskende, i dette er, at kun halvdelen af de danske virksomheder har nedskrevne 
regler om brug af IT på arbejdspladsen19. 
 Med hensyn til e-mail, specielt den ikke firmarelaterede, kan man tage fat i 
Microsofts Hotmail system. Hotmail er i dag den mest benyttede, og største, gratis e-
mail udbyder på nettet.20 Skal man forsøge at gribe tingene lidt praktisk an, kunne 
man se på et tilfælde, hvor en medarbejder er ansat i en virksomhed, som har en 
formuleret overvågningspolitik. Politikken fastslår, at man som ansat kan komme ud 
for at ens mail-box vil blive åbnet, og den ansatte må jo således gøre op med sig selv 
om hvorvidt personen ønsker at sende private e-mails henover firmaets server. Kan 
man som ansat ikke acceptere at ens e-mail kan blive åbnet og læst, har man som 
alternativ Hotmail. Dog skal man gøre sig klart, at det er muligt – om end med større 
besvær – at finde ud af præcis hvad der er blevet skrevet i denne Internetbaserede e-
mail. I et tilfælde hvor en medarbejder f.eks. er under observation af sin leder, vil 
                                          
18 ”Mail-box” – Udtryk for det “postkontor” man har på computeren hvor modtagne og sendte e-mails 
opbevares 
19 ”Lederne” – p.3 – “Sammenfatning” 
20 www.hotmail.com - Frequently asked questions. 
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man nemt kunne forestille sig, at man med ”keystroke surveillance” kan opsnappe 
den ansattes brugernavn og adgangskode for at se om den ansatte har sendt 
kompromitterende mails. Og man kan stadig retfærdiggøre det, da det er firmaets 
udstyr, der bliver benyttet til at kommunikere med Hotmail. Det er også åbenlyst at 
en side som Hotmail må være kategoriseret i ”Littlebrother” som værende 
uproduktiv. Argumentationen herfor ligger i Hotmails retningslinjer for almindelig 
brug som siger at: 
”Det ikke er tilladt for en virksomhed, at lade dens medarbejdere benytte Hotmail til 
business-relaterede emner21” (Frit oversat) 
Med andre ord må virksomheden selv sørge for at stille udstyr, i form af servere osv., 
til rådighed for den ansatte, og ikke påregne at de kan benytte sig af gratissystemer 
som Hotmail. 
Delkonklusion – ”Teknologi” 
Teknologien giver på den ene side arbejdsgivere et effektivt redskab til at forebygge 
og afsløre misbrug af IT-udstyr. På den anden side giver den også en mulighed for 
misbrug. Man kunne f.eks. forestille sig en situation, hvor en chef misbruger 
oplysninger for egen vindings skyld22. Det er også nærliggende at forestille sig, at 
man ved overvågning kan snuble over informationer. Man kan til en hver tid hævde, 
at en medarbejder kan beskytte sin privatsfære ved at lade være med at skrive private 
e-mails, mens vedkommende er på arbejde, men i tilfældet med logning må man gøre 
sig klart, at en eventuel analyse vil kunne producere adfærdsmønstre, hvor stærkt 
personlige informationer (f.eks. homoseksualitet, bekymringer om sygdom osv.) 
sagtens vil kunne afsløres blot ved at kortlægge den ansattes færden på Internettet. 
                                          
21 www.hotmail.com - Frequently asked questions. 
22 Eksempel: oplysninger om hvad en ansat holder af, med henblik på at indlede forhold til denne! 
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 Helliger målet midlet? Programmet ”Littlebrother” er på sin vis et meget lødigt 
program, idet det kategoriserer de besøgte sider, og ikke nødvendigvis fortæller 
hvilke specifikke sider, der er tale om. Et misbrug vil nemt kunne afsløres uden den 
store invasion af privatsfæren. Sværere bliver det, når e-mail overvågning skal 
diskuteres. Her er der nemlig både gode argumenter for og imod. En aktuel sag fra 
Orange viser overvågningens berettigelse: Her endte en konfidentiel skrivelse til 
bestyrelsen hos en medarbejder. Af ukendte årsager sendte medarbejderen e-mailen 
videre - dels internt men også eksternt. Da fejlen blev opdaget, kunne man således gå 
tilbage og se hvem der havde modtaget mailen, og hvem vedkommende havde sendt 
den videre til, og derefter tage de nødvendige skridt. Men berettiger denne situation at 
man overvåger e-mails generelt? Der er jo mange andre muligheder for at videregive 
fortrolige oplysninger end per e-mail (Eller værre endnu kunne en ansat jo sagtens 
sende oplysninger, og mærke dem privat). Et spørgsmål man er nødsaget til at stille 
sig selv er f.eks.: ”Er chancen for, at en overordnet misbruger teknologien større end, 
at en ansat faktisk videregiver fortrolige oplysninger?”. Vi ved, at teknologien bliver 
misbrugt, som det ses i undersøgelsen fra ”Lederne”, hvor 18 af de adspurgte ledere 
ville læse en e-mail mærket ”Privat”23, og vi må formode, at det ikke er et tilsvarende 
antal medarbejdere, der videregiver fortrolige oplysninger – og dermed er til ”fare” 
for arbejdsgiverens ejendom. Ejendom er i denne betydning ikke blot i form af 
udstyr, men også i form af informationer, fortrolige data og image. Spørgsmålet i 
denne sammenhæng er så, hvor langt en overordnet kan tillade sig at gå? Man ville til 
enhver tid kunne hævde, at hvis en butiksejer stod udenfor og tævede sine kunder, for 
at finde ud af om de havde stjålet, ville denne overskride grænsen – selvom ejeren 
blot beskytter sin ejendom, i form af varer i butikken. En konklusion af det kunne 
være, at interessen i at beskytte ejendommen ikke er et stærkt argument, eller i det 
                                          
23 ”Lederne” – p. 6 –  tabel 2 
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mindste ikke stærkt nok til at retfærdiggøre overvågningen. Hvor går grænsen, og 
hvordan påvirker dette den ansatte? 
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”Den måde du behandler dine medarbejdere på, er den måde du ønsker at dine 
kunder skal behandles” – Walt Disney 
Firmaets regler og ressourcer 
 
Efter at have set nærmere på hvilke muligheder arbejdsgivere har for at overvåge, vil 
det nu være relevant at finde ud af hvilke årsager, der ligger bag overvågning. Vi vil i 
dette afsnit se nærmere på økonomiske aspekter, opretholdelse af image, 
datasikkerhed og forhindring af at videregive fortrolige oplysninger. 
 
Økonomi 
Set fra arbejdsgiverens synspunkt kan der være mange fordele ved at overvåge de 
ansatte. Umiddelbart kan ønsket om øget produktivitet og frygt for ressourcespild 
virke som en af de væsentligste årsager til overvågning af ansatte24. En artikel skrevet 
i ”Lederne”25 på baggrund af en Internetbaseret spørgeskemaundersøgelse af 
hvorledes danske virksomheder takler medarbejdernes brug af e-mail og Internet 
illustrerer ved hjælp af et regnestykke hvor stort ressourcespildet egentlig er, når 
medarbejdere har adgang til Internettet. 
Ifølge Danmarks Statistik26 arbejdede de godt 2,5 million danske lønmodtagere i 
2001 cirka 3,13 milliarder timer. Af lønmodtagerne er det i gennemsnit 71 procent, 
der har adgang til Internet på arbejdspladsen hvilket vil sige, at der i 2,22 milliarder 
arbejdstimer er mulighed for at surfe på nettet eller skrive private e-mails. Det anslås, 
                                          
24Edward J. Ottensmeyer & Mark A. Heroux: Ethics, Public Policy, and Managing Advanced Technologies: 
The Case of Electronic Surveillance p. 1  
25 ”Lederne” - august 2002 
26 ”Lederne” august 2002, p. 4 
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at cirka 4 procent af arbejdstiden benyttes til private formål på Internettet, hvilket 
svarer til, at der sidder mere end 46.000 fuldtidsansatte og bruger al deres arbejdstid 
udelukkende på at surfe på nettet og læse/afsende private e-mails. 
Den økonomiske interesse i at overvåge de ansatte bliver via dette regnestykke 
åbenlys – det klargøres, at virksomheden kan have en interesse i at mindske den 
spildtid, der lader til at være forholdsvis stor. Men forsvares elektronisk overvågning 
via ønsket om økonomisk vinding? Det ville ganske givet vække harme hvis 
hospitalerne besluttede sig for at bruge færre midler på hygiejneforanstaltninger, 
(som beskytter den ansatte for smitte) da alle ved det ville sætte os tilbage i tiden til 
dengang hvor vi pga. vores manglende viden om bakterier udsatte både læger, 
sygeplejersker og patienter for stor smitterisiko. En sådan besparelse, ville de fleste 
mene var absolut etisk uansvarlig, og lige som et sådant tiltag indenfor 
sundhedssektoren ville være et tilbageskridt, hævder nogle kritikere af elektronisk 
overvågning, at sådanne arbejdsvilkår svarer til den tidlige industrialisering, hvor den 
ansatte blev presset til det yderste for at yde mest muligt27. Man kan også sidestille 
overvågning af den ansatte med håndværkeren, der skal installere en antenne i en 
højde af 30 meter. Sparede hans overordnede sikkerhedsudstyret væk, ville det 
udsætte ham for fare, og enhver kan også her se det uacceptable i at arbejde under 
sådanne forhold. Hvis man går ud fra, at overvågning skader den enkelte medarbejder 
i form af f.eks. stress, (se ”Forholdet mellem ledelsen og den ansatte”) skulle man 
mene, at den ansatte, der benytter computere på samme måde som håndværkeren, 
skal sikres mod forhold, der kan skade hans sundhed, som for eksempel stress. 
Helliger målet midlet? Er et ønske om øget profit og herunder øget produktivitet 
tilstrækkeligt som argument for overvågning? 
                                          
27 “Overvågning af ansatte” af Jesper Ryberg, p. 2 
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Undersøgelser viser, at der i USA bliver brugt beløb i milliard-dollars-klassen på 
overvågningsudstyr28, og selvom tallene ikke er præcise, er det dog klart, at 
elektronisk overvågning sker i et bredt omfang på arbejdspladsen. Deraf opstår et 
væsentligt spørgsmål omkring, hvorvidt det overhovedet kan svare sig for 
virksomheden at bruge de ressourcer på at overvåge. Hvad enten det er personale 
specielt ansat til at overvåge de andre ansatte, eller det er arbejdsgiveren selv, der 
udfører overvågningen, står det klart, at virksomheden har en udgift i form af enten 
løn til den personalegruppe, der skal overvåge de andre, eller den tid lederen spilder 
hvor vedkommende kunne have udført andre opgaver. 33 procent af de adspurgte 
ledere svarer ja til, at de i særlige tilfælde følger, med i de ansattes brug af e-mail på 
arbejdspladsen, og 41 procent tilkendegiver, at det samme gælder brugen af 
Internettet29. Af dette må man udlede, at en forholdsvis stor del af lederens arbejdstid 
går med at overvåge, hvilket kan siges at være lig med ressourcespild. Som eksempel 
kan man henvise til Orange, der har to personer ansat til at overvåge de andre ansatte. 
Dog er det kun den øverste ledelse, der må give tilladelse til, at disse ansatte åbner de 
andres e-mailkontoer, og det er også kun ledelsen, der må oplyses om indholdet. 
Det er faktisk også kun 13 procent af de adspurgte ledere, der mener, at for meget af 
de ansattes arbejdstid går med læsning og afsending af private e-mails og brug af 
Internettet. Hvis overvågningen ikke retfærdiggøres via et ønske om øget/sikret 
produktivitet, hvordan gør den så? 
                                          
28 Se f.eks. G.S Alder, ”Ethical issues in electronic performance monitoring: A consideration of 
deontological and teleological perspectives”, Journal of Business Ethics, vol.17. No. 7, 1998, p. 1. 
29 ”Lederne” august 2002 figur 2 og 3, p. 8 
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Image og datasikkerhed 
Det lader til, at danske virksomheder prioriterer image og datasikkerhed højest30. Der 
kan evt. skabes et image, firmaet ikke ønsker, hvis det rygtes, at de tillader de ansatte 
eksempelvis at afsende racistiske e-mails fra virksomhedens mail-adresse (der findes 
eksempler på ansatte, der er blevet fyret på baggrund af dette) eller downloade 
upassende materiale i arbejdstiden. Derudover vil de fleste firmaer også sikre sig, at 
deres gode omdømme opretholdes ved, at de ansatte ikke taler dårligt om deres 
arbejdsplads31.  
Også her kan der dog modargumenteres med, at virksomhedens bekymring om eget 
image måske ikke retfærdiggør overvågning. Er det rimeligt at bruge en hvilken som 
helst metode for at undgå et dårligt omdømme? Forestiller man sig, en ansat der – i 
yderste tilfælde – udsættes for tortur og trues til ikke at snakke dårligt om 
virksomheden, vil dette både være et brud på ytringsfriheden (i hvert fald i Danmark) 
og derudover være dybt etisk uforsvarligt. 
Et andet argument fra arbejdsgiverens side er, at risikoen for virusangreb og hacking 
øges, når den ansatte downloader filer og private e-mails. 
Det skønnes, at virusangreb gennem de sidste tre år har kostet dansk erhvervsliv fire 
milliarder kroner, og at omkostningerne ved hvert enkelt virusangreb gennemsnitligt 
forløber sig på op til 40.000 kr. i spildt arbejdstid og omsætning32. Selv om dette tal 
ikke nødvendigvis siger noget om, hvorvidt angrebene skyldes den ansattes private 
brug af Internettet, eller viraen kommer med de mails, som virksomheden modtager 
                                          
30 ”Lederne” august 2002 tabel 6, p. 12 
31 I denne forbindelse kan henvises til blandt andre Oranges ledelses bekymring angående de ansattes e-mails 
indhold: Der skulle nødigt sendes et forkert budskab ud med Orange som afsender (se 
) 
Bilag 2 – Interview 
med Orange
32 ”Lederne” august 2002, p. 1 
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fra kunder og andre virksomheder, står det dog klart, at risikoen mindskes ved at 
forbyde eller sætte begrænsning på den ansattes private brug af nettet. 
Her kan det dog indvendes, at overvågning i dette tilfælde ikke retfærdiggøres, da 
arbejdsgiveren i stedet kan sætte restriktioner - hvilket vil sige, at benytte 
brugerbegrænsning - så det f.eks. umuliggøres at downloade. Man kan derefter 
spørge, om overvågning så retfærdiggøres via ønsket om profit.  
Ønsker man øget profit, er det endda slet ikke sikkert, at denne opnås ved at begrænse 
den ansattes private brug af Internettet. Det hævdes, at kontrol af e-mail i arbejdstiden 
skaber en form for barriere for danske virksomheders konkurrenceevne, da den 
vigtigste råvare i dagens fremdriftsiver er forbindelse med omverdenen, og den 
forbindelse er lig med viden. Viden forældes, hvis det at kommunikere privat via e-
mail og informationssøgning på Internettet forbydes. Det at sætte 
kontrolforanstaltninger menes altså at bremse udviklingen33. 
Arbejdsgiveren kan desuden argumentere for overvågning af den ansattes brug af 
virksomhedens computere, fordi vedkommende ønsker at mindske belastningen af 
servere så kontakten til eksempelvis vigtige kunder ikke hindres34. 
Videregivelse af oplysninger 
I USA har mere end hver fjerde større virksomhed fyret ansatte for upassende brug af 
elektroniske arbejdsremedier. Eftersom det er ca. tre fjerdedele af de større 
amerikanske virksomheder, der benytter elektronisk overvågning35, er det tydeligt, at 
overvågningen i mange tilfælde må være skyld i fyringer. I forhold til spionage, 
sikkerhed og virksomhedsinformation er det vigtigt, at overvåge i forhold til at slå 
                                          
33 ”Arbejdspladsen er ikke privat zone” af Dan Jensen, Computerworld, onsdag 26 sep.  
34 ”Lederne” august 2002 tabel 6, p. 12 
35 ”Computer World” 28.11.01: ”Kommentar: Chefen er dum og grim”, Dan Jensen 
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ned på den kriminalitet, der kunne foregå. Uden ordentlige beviser ville det være 
svært for virksomheden at fange forbryderen36. 
Hvis årsagen til at ønske at åbne en ansats e-mail har alvorlig karakter – som f.eks. 
mistanke om en kriminel handling eller brud på firmaets IT-politik (eksempelvis 
videregivelse af fortrolige oplysninger til instanser som virksomheden ikke ønsker får 
del i) – kan datatilsynet give (og har før givet) tilladelse til at åbne den ansattes 
mailkonti37 på trods af, at e-mail i dag er inkluderet straffelovens bekendtgørelse om 
”lukket post”38. I et sådant tilfælde kan fyring måske være berettiget, men forestiller 
man sig en situation, hvor en veninde f.eks. skriver tillykke med en evt. graviditet pr. 
mail til virksomhedens adresse, og den gravide efterfølgende fyres på begrundelse af 
nødvendig nedskæring, vil vedkommende ikke kunne vide sig sikker, om 
begrundelsen var sand eller i virkeligheden skyldtes, at virksomheden havde udsigt til 
en betalt orlov. Da arbejdsgiveren får oplysningerne via overvågning, har denne 
derfor mulighed for, at nå at fyre den gravide før hun selv oplyser om graviditeten og 
derved opstår mistanken om, at det i virkeligheden var graviditeten, der var skyld i 
fyringen. Officielt var arbejdsgiveren jo ikke i besiddelse af denne viden. 
Ved fyringer sker det ofte, at den afskedigede er i tvivl om, hvorfor det netop var 
vedkommende, der blev fyret, og overvågning kan tænkes at kunne så yderligere 
tvivl, da den fyrede ved, at arbejdsgiveren kan have været i besiddelse af visse 
personlige oplysninger, men ikke nødvendigvis er det. 
Ved hjælp af elektronisk overvågning bliver det også muligt for lederen, at sikre sig, 
at virksomhedens politik omkring kundebehandling overholdes og i tilfælde af 
sygdom kan det være nødvendigt for firmaet at gå ind i den sygemeldtes mail-boks 
for at kunne bibeholde kommunikationen mellem kunder og virksomheden.  
                                          
36 Journal of Business Ethics - vol. 7, nr 1 01.01.98,  ”Monitoring employee Internet usage” af John Gorman 
37 ”Databeskyttelse på arbejdsmarkedet” kap. 4, p. 114 
38 ”Databeskyttelse på arbejdsmarkedet” kap. 4, p. 112 
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Delkonklusion – ”Firmaets regler og ressourcer” 
Selvom der tilsyneladende er store økonomiske fordele for arbejdsgiveren, er 
elektronisk overvågning på grundlag af et sådant argument ikke etisk forsvarligt. 
Underbetaling vil jo også give økonomisk vinding, men dette argument virker 
åbenlyst ikke rimeligt, hvilket førnævnte eksempler i afsnittet også illustrerer. 
Hvorfor skulle det modsatte da gælde indenfor overvågning? 
Overvågning kan altså siges at være en stor fordel for arbejdsgiveren. Når den 
anvendes præventivt, giver det tryghed og i tilfælde, hvor der er mistanke til en 
specifik ansat kan den elektroniske overvågning være et effektivt redskab til at be- 
eller afkræfte en eventuel mistanke.   
Ser man overvågning som en overskridelse af den enkeltes privatsfære og som en 
potentiel helbredsfare, i forbindelse med stress vil et profitønske (som i så mange 
andre tilfælde, jf. sammenligningen med sundhedssektoren, håndværkeren og 
underbetalingen) ikke være et tilstrækkeligt argument for elektronisk overvågning. 
I dette afsnit må alle begrundelser fra virksomhedens side om at benytte overvågning 
siges at udspringe af økonomiske overvejelser. Øget produktivitet, mindsket spildtid, 
mindsket risiko for virusangreb og hacking, bevarelse af fortrolige oplysninger, 
opretholdelse af image, sikring af god kundebehandling og tilgang til serverne er alle 
vigtige faktorer i forhold til en virksomheds økonomi. En overvejelse man i denne 
forbindelse må gøre sig, er hvorvidt overvågning af ansatte virkelig medfører en 
profitmaksimering. 
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”Lær de unge hvordan de skal tænke, ikke hvad de skal tænke.” 
 - Sidney Sugarman 
Produktivitet og kreativitet 
 
Når man behandler overvågning indenfor firmaer, er det også relevant at kigge på en 
af grundstammerne for en virksomheds succes, nemlig arbejdsgiverens krav til den 
enkelte ansattes evne til at levere et gennemarbejdet - gerne kreativt og inspirerende – 
produkt. I dette afsnit vil vi kigge på fordelene og ulemperne ved elektronisk 
overvågning i forhold til oplæring og uddannelse, forøgelsen af produktivitet og 
kreativitet, samt den indflydelse det har på den enkelte ansattes personlige og 
kompetencemæssige udvikling. 
 
Produktivitet 
En af de mest åbenlyse fordele ved overvågning er, at det giver arbejdsgiveren 
mulighed for at vurdere den ansattes arbejde. Ved at have adgang til en medarbejders 
arbejde ved computeren har arbejdsgiveren overblik over i hvor stort et omfang, 
denne bliver brugt til private eller arbejdsmæssige gøremål. Dette kan hurtigt afsløre 
en medarbejders ineffektivitet, da det så står klart, at der er for meget spildtid. En 
konsekvens af dette kan evt. føre til påtale eller afskedigelse, hvilket igen er et middel 
til at højne produktiviteten i staben som en helhed. Og netop ved at have størst muligt 
udbytte for helheden for øje gavner overvågning også den enkelte medarbejder. De 
kan jo have været udsat for at skulle tage slæbet for de dovne og inkompetente 
kolleger for at imødekomme ledelsens krav. Hvis man forestiller sig en arbejdsgruppe 
på ti, hvoraf de fem medarbejdere ikke tager deres del af arbejdsbyrden, så er de 
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resterende fem nødt til at kompensere for dette, og derved får de langt mere arbejde. 
Overvågning bliver dermed en fordel for ledelsen såvel som for den enkelte ansatte39.    
 
Samtidig kan overvågningen vise nye sider af en medarbejder. Når ledelsen 
overvåger, kan det komme til den ansattes fordel, da det kan give et overblik over 
personens arbejde og fremvise resultater og på den måde stå som et bevis for 
produktivitet. Dette retfærdiggør den ansattes tilstedeværelse i staben uden, at 
vedkommende skal igennem diverse samtaler med ledelsen – hvis ledelsen har 
mistanke om, at den ansatte ikke følger virksomhedens krav – hvilket kunne medføre 
blandt andet mistillid og nedgang i en ellers høj produktivitet og kreativitet. 
Overvågning kan også bruges, hvis ledelsen f.eks. har overvejet, om en ansat skal 
forfremmes eller have lønforhøjelse. Her er det relevant at have en dataindsamling 
over den ansattes tidligere arbejdspræstationer, så ledelsen kan gå tilbage, og kigge 
på hvad vedkommende har præsteret i en vis tidsramme og dermed have et grundlag 
for en generel vurdering. 
Ved begge udgangspunkter for overvågning vil den ansatte – forudsat personen 
ikke allerede er klar over det – finde ud af, at vedkommende er blevet vurderet, og at 
ledelsen udfra dette og uden at gå i dialog med den ansatte har truffet en beslutning 
omkring det videre arbejdsforløb. I dette tilfælde har medarbejderen et valg imellem 
at sige op eller acceptere dette og arbejde videre – medmindre overvågningen 
allerede har ført til afskedigelse – vel vidende at personen hele tiden kan risikere at 
blive kigget over skulderen. 
Et af ledelsens stærkeste argumenter for overvågning er, at de via den opnåede 
kontrol med den enkelte medarbejders præstationer eller mangel på samme kan sikre 
                                          
39 “Privacy, the workplace and the Internet”, Journal of Business Ethics, Dordrecht dec. 2000,  Miller & 
Weckert 
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sig, at medarbejderen udfører den opgave, personen får løn for. I det store hele er en 
virksomheds mål at tjene penge, og det opnås kun ved at produktiviteten holdes på et 
højt niveau. På den ene side vil en virksomhed gerne være retfærdig over for deres 
medarbejdere og behandle dem med respekt, men de er samtidig nødt til at have 
virksomheden og især dens økonomi for øje40. Derfor mener mange virksomheder, at 
det kan betale sig rent økonomisk at overvåge medarbejderne, da de så vil arbejde 
mere effektivt og ikke bruge deres tid på f.eks. at skrive private e-mails eller surfe på 
nettet.  
I den amerikanske undersøgelse CNOT41 svarer 66 % af de adspurgte 
medarbejdere negativt på, at overvågning hjælper på deres produktivitet. Samtidig 
svarer 59 % af de adspurgte, at overvågning ikke hjælper lederne til at påvirke deres 
ansatte til at udføre et mere effektivt stykke arbejde. Det er et spørgsmål om kvantitet 
overfor kvalitet. Via overvågning vil mange ansatte højst sandsynligt arbejde 
hurtigere, men det er ikke altid ensbetydende med, at deres arbejde har en  tilsvarende 
høj kvalitet. Dermed er det op til den enkelte virksomhed at vurdere hvad der er 
vigtigst for dem og dermed hvad der gavner deres virksomhed mest, set ud fra et 
økonomisk synspunkt.  
Oplæring og uddannelse af ansatte. 
Mange firmaer – især de firmaer, der har elevpladser og studiejob -  har behov for at 
have en vis form for oplæringsprocedure både som introduktion for den nyansatte, 
men også for at kunne kontrollere, at deres læreproces foregår efter en vis protokol. 
                                          
40 “Ethics, Public Policy, and managing advanced technologies: The case of electronic surveillance”, Journal 
of Business Ethics, 1991, Ottensmeyer & Heroux 
41  “Ethics, Public Policy, and managing advanced technologies: The case of electronic surveillance”, Journal 
of Business Ethics, 1991, Ottensmeyer & Heroux 
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Her er dataindsamling et nyttigt middel for virksomheden. En virksomhed kan 
gennem længere tid samle data fra de ansattes computere – det kan være diverse 
arbejdspapirer såvel som e-mails, der giver et billede af virksomheden, dens mål, 
samt den generelle forretningsorden. Når de skal oplære en elev eller en nyansat, kan 
dette være en stor fordel, så de fra starten af bliver oplyst og indført i virksomhedens 
idealer og procedurer. 
   
I Teleselskabet Orange benytter man sig af denne metode til oplæring af ansatte i 
deres call-center. De ansatte i et call-centers primære funktion er at rådgive kunder 
med diverse problemer. Derfor kan det være nyttigt for den nyansatte i dennes 
oplæringsperiode at lytte med og læse eksempler på kunderådgivning. Dette kan bl.a. 
foregå ved, at den nyansatte bliver sat ved siden af en erfaren medarbejder med 
høretelefoner for derved at få større indblik i hvad arbejdet kræver.  
Under oplæringen af den nyansatte kan overvågning derfor også være en nyttig 
metode til at kontrollere, hvordan de tilpasser sig i dette eksempel Oranges 
kundepolitik. På trods af at denne startproces er ment som en forebyggende fase for 
den nyansatte, kan dette dog virke enormt stressende og fra starten af skabe mistillid. 
Det kan derfor have den modsatte effekt. Den nyansatte kan hurtigt føle et stort pres 
fordi de muligvis vil føle, at de skal skabe en vis berettigelse for deres ansættelse. En 
berettigelse, der allerede burde være sket i og med at de er blevet ansat.  
Som argument for overvågning står det at overvåge den nyansatte i forbindelse med 
oplæring ikke særlig stærkt, da der hurtigt kan opstå en manglende tillid mellem 
arbejdsgiveren og den nyansatte. Dette kan bl.a. medføre dårligt arbejdsklima – også 
på længere sigt – og kan derfor ikke betegnes som den ultimative oplæringsproces. 
Kompetencer, kreativitet og personlig udvikling. 
Som nævnt i afsnittet ovenfor er en virksomhed i forbindelse med, at den tager 
stilling til overvågning, også nødt til at vurdere hele spørgsmålet om kvantitet overfor 
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kvalitet. Overvågning kan medføre øget produktivitet, men kan samtidig også 
medføre en stor risiko for at dræbe inspirationen, kreativiteten og initiativet hos 
medarbejderen.  
Overvågning af ens arbejdsindsats kan virke såvel stressende som konstruktiv. 
Effekten af, at andre observerer og vurderer ens arbejde, kan være stor, hvis den 
bliver udnyttet korrekt. En udenforstående har den nødvendige objektivitet til at finde 
frem til problemerne i arbejdsprocessen – eller i det færdige stykke arbejde – og 
derefter påpege dem overfor medarbejderen. Det kan medføre et grundigere stykke 
arbejde næste gang og dermed gavne virksomheden. For at overvågning skal virke 
præventivt, og efter hensigten er det dog nødvendigt, at begge parter er indforstået 
med aftalen, så der derved hersker en generel tillid mellem parterne - i stedet for 
mistillid. Samtidig kan denne metode have en negativ effekt og ødelægge en ellers 
givende arbejdsproces for en dygtig ansat.  
Hvis man forestiller sig, at chefen indfører overvågning som et middel til at skabe 
mere kvalitet i det færdige arbejde, der bliver produceret i virksomheden, kunne det 
medføre præstationsangst blandt de ansatte. Mange vil nok have tendens til at gå i stå 
– blokere – og dermed miste gnisten, som kunne gøre deres arbejde mere kreativt og 
dermed også højne kvaliteten. Det siges at være en del af det menneskelige 
reaktionsmønster at føle ubehag og mistillid ved overvågning uanset omgivelserne og 
omstændighederne42. 
En undersøgelse fra ”Lederne”43, et fagblad til ledere i Danmark, omkring e-
mail og Internetbrug i virksomhederne viser, at brugen af e-mail og Internet har givet 
en bedre mulighed for effektivt at kommunikere både eksternt og internt samt 
foretage hurtigere informationssøgning. Dette kræver dog en indsigt, der kun opnås 
                                          
42 ”Chefen er dum og grim”, Computer World, 28/9-01, Dan Jensen 
43 ”Lederne” - august 2002 
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via kurser eller ved simpelthen at prøve sig frem og derfor bruger den ansatte også en 
langt større del af arbejdsdagen på mere private gøremål.  
Som tidligere nævnt i afsnittet om ”Firmaets regler og ressourcer” anslås det, at den 
tid de ansatte, der har adgang til en computer, bruger på at surfe på nettet eller tjekke 
private e-mails svarer til mere end 46.000 fuldtidsansatte44. Umiddelbart et 
regnestykke der ikke kan være optimalt for den ambitiøse virksomhed. Alligevel 
fremgår det af ”Lederne”, at 86 % af lederne mener at det er vigtigere at fokusere på 
resultater frem for medarbejdernes private brug af e-mail og Internet. Dette kan 
hænge sammen med, at 65 % af lederne for det første betragter det som et 
personalegode, så længe det ikke tager overhånd. Derudover ser 40 % det som en 
form for kompetenceudvikling, og derved kan det retfærdiggøres.  
Ved at medarbejderne får lov til at benytte Internettet til både arbejdsmæssige og 
private formål bliver den enkelte medarbejder mere kompetent. Det er en form for 
faglig og personlig udvikling, der kan sidestilles med diverse kurser samt 
efteruddannelse. Ved større indsigt kan den ansatte nemmere hente relevante 
oplysninger i virksomhedsøjemed ned fra Internettet og generelt begå sig på 
Internettet, hvilket må regnes for en klar effektivisering af deres arbejde45.    
Delkonklusion – ”Produktivitet og kreativitet 
For at optimere en virksomheds resultater er det relevant at definere, hvad 
produktivitet er for den enkelte virksomhed. Gælder det om at udføre opgaver så 
hurtigt som muligt, eller stiler virksomheden efter en mere dedikeret indsats på trods 
af, at arbejdet muligvis tager længere tid, og der er færre resultater? Eller som 
tidligere nævnt: hvad er vigtigst? Kvalitet eller kvantitet? Umiddelbart har vi 
gennemgået flere eksempler på metoder til begge dele, men er det optimale i 
                                          
44 ”Lederne” - E-mail og Internet, s. 4, august 2002 
45 ”Lederne” - E-mail og Internet, s. 5 og 6, august 2002 
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virkeligheden ikke at forene disse? Er det ikke muligt, at arbejdet effektiviseres – der 
arbejdes hurtigere med flere resultater – samtidig med at den enkelte medarbejder 
lægger mere initiativ og ide i arbejdet og derved øger kreativiteten?  
Umiddelbart skulle man mene, at dette var muligt. Som sagt indeholder 
overvågningen mange muligheder for at øge produktiviteten men også en stor risiko 
for at ødelægge forholdet mellem ledelsen og medarbejderne på grund af mistillid og 
dårligt arbejdsklima, som vi vil uddybe nærmere i næste afsnit. Og netop et frit 
arbejdsmiljø, hvor begge parter føler sig frie til at udfolde sig fagligt uden 
begrænsning, men stadig med krav til produktiviteten, kan siges at være det optimale. 
Meget af dette kunne opnås, hvis de to parter samarbejdede mere direkte. Det gælder 
for ledelsen om at etablere et fællesskab mellem dem og deres ansatte, hvor de 
arbejder efter et fælles mål: nemlig ambitionen om at skabe den bedst muligt 
fungerende virksomhed. En måde at opnå dette er at nedbryde hierarkiet ved at 
uddelegere ansvar og generelt sørge for, at medarbejderne hele tiden føler at de er 
med i den endelige beslutningsproces.  
Med tillid følger ansvar. Derfor er det også nødvendigt, at medarbejderne erkender, at 
de gør en forskel, at de kan påvirke arbejdsprocessen, og at de har virksomhedens 
omdømme, image og ikke mindst trivsel for øje. Det kræver selvfølgelig samtidig, at 
lederen giver mulighed for dette. 
Samtidig kan det være nyttigt at udforme nogle retningslinier – ikke kun fra ledelsens 
side, men som et kompromis mellem dem og deres medarbejdere. Derved kunne det 
være muligt at bruge overvågning som et konstruktivt middel til effektivisering. 
Eftersom retningslinierne er skabt som et fælles arbejde mellem parterne, er begge 
indforstået med disse. Dermed ender det med at fungere, som et middel til det 
overordnede mål og burde ikke kunne skabe mistillid.  
En virksomheds udbytte af deres medarbejdere kan ikke kun måles i konkrete 
resultater men også i kraft af deres evne til at tænke frit, kreativt og initiativrigt. Dette 
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vil på længere sigt vise sig som en økonomisk fordel, da de hele tiden vil opnå 
personlig og faglig udvikling og dermed skabe nye og kvalitative produkter.  
Hvis alle disse omstændigheder forefindes i virksomheden, burde det absolut være 
muligt at gennemføre overvågning og stadig opnå et konstruktivt resultat i stedet for 
mistillid. 
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”Den bedste chef er den, som har dømmekraft nok til at vælge gode mennesker til at 
gøre det, han selv ville have gjort, og selvbeherskelse nok til at afholde sig fra at 
blande sig i deres arbejde, mens de gør det..” – Theodore Roosevelt 
Forholdet mellem ledelsen og den ansatte 
 
Et centralt spørgsmål i forbindelse med elektronisk overvågning er, hvorledes en 
sådan påvirker – og om den gør – forholdet mellem leder og ansat. 
Om end vi i ”Firmaets regler og ressourcer” og ”Teknologi” så, at der kan være 
økonomiske fordele forbundet med overvågning, kan man til gengæld forestille sig, at 
det må have en vis indflydelse på forholdet mellem den ansatte og lederen. Da dette 
afsnit netop beskæftiger sig med forholdet mellem lederen og den ansatte, vil der 
unægtelig opstå nogle psykologiske aspekter, som vi dog ikke vil uddybe yderligere. 
 
Arbejdsplads og fritid 
Retten til privatliv og relaterede rettigheder som fortrolighed og autonomi er 
væsentlige i forhold til at underminere ekstreme synspunkter, som f.eks. at ansatte 
skal overvåges konstant på arbejdspladsen, eller hvis de skulle være i en situation, 
hvor de har mistanke om, at de bliver overvåget uden at være oplyst om det. Disse 
ekstreme situationer involverer ikke-berettiget indblanding i privatsfæren, da de 
ansatte muligvis kommer til at afsløre private oplysninger – bl.a. fordi de 
sandsynligvis ikke mærker den elektroniske post ”privat”. Arbejdsgiverne har visse 
rettigheder i forhold til deres ansatte, men de har ingen generel eller absolut ret til at 
overvåge deres underordnede. Dette er åbenlyst men hvad der er mindre åbenlyst er, i 
hvilket omfang en arbejdsgiver med rettighed kan bryde en ansats ret til privatsfære; 
der er allerede argumenteret for retten til privatliv i afsnittet ”Privatsfære”. 
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Der kan forekomme tilfælde af overvågning, som man ikke umiddelbart vil mene, er 
en krænkelse af privatsfæren – set fra arbejdsgiverens synspunkt. Hvis en virksomhed 
har regler (en formuleret overvågningspolitik), der forbyder den ansatte at e-maile 
privat, og arbejdsgiveren på baggrund af reglerne følger med i det arbejde, den 
ansatte udfører ved at læse vedkommendes e-mail, kan det ikke ses som en krænkelse 
af den ansattes privatsfære. Dog kan der opstå tilfælde, hvor man umiddelbart vil 
mene, at den ansattes privatsfære alligevel er blevet krænket; f.eks. hvis der er tale 
om personlige oplysninger, der ikke har forbindelse til virksomheden. Disse 
oplysninger risikerer arbejdsgiveren at komme i besiddelse af, hvis e-mailen ikke er 
mærket ”privat”. På trods af at det muligvis er informationer, som den ansatte ikke 
ønsker, arbejdsgiveren skal kende, og det dermed kan føles som en krænkelse af 
privatsfæren, er det ikke tilfældet. Arbejdsgiveren havde jo ingen intentioner om at 
opnå disse oplysninger. Den ansatte har principielt givet tilladelse til, at 
arbejdsgiveren læser e-mailen, eftersom den ikke er mærket ”privat”.  
Et mere kompliceret tilfælde er, hvis der er tale om en arbejdsgiver, der bruger 
overvågningen som en undskyldning for at følge med i en ansats private 
korrespondance. Eller hvis arbejdsgiveren ufrivilligt kommer i besiddelse af private 
e-mails, men alligevel læser dem til ende46. 
Selv om man kan argumentere for retten til privatsfære (jf. ”Privatsfære”), kan 
man indvende, at denne dog ikke altid gælder. ”Privatsfæren er ikke fri og 
ubegrænset. Det er en ret, der er betinget af hensynet til andres frihed”47. 
Man inviterer jo f.eks. ikke sin familie på frokost i virksomhedens frokostordning, 
hvilket bl.a. er med til at vise, at privatsfæren altså er anderledes, så snart man træder 
indenfor virksomheden. Når man er på arbejde, indskrænkes ens personlige råderum 
                                          
46 ”Overvågning af ansatte”, Jesper Ryberg, s. 8 
47 Ansættelseschef i Dansk Arbejdsgiverforening Flemming Dreesen, ”Arbejdspladsen er ikke en privat-
zone” –Computer World  – onsdag d. 26 sep. 2001. 
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automatisk. Denne påstand er dog ikke gyldig som argument for overvågning. Ville 
det f.eks. være rimeligt at tvinge den ansatte til at gå nøgen rundt, blot fordi 
arbejdsgiveren mente, det ville effektivisere arbejdet, da det private råderum jo 
alligevel er indskrænket?  
Virksomheden har forskellige muligheder for at blokere for uønsket surfing på 
Internettet ved hjælp af overvågningssoftware. Virksomhedens interesse i dette kunne 
være at forhindre de ansatte i f.eks. at planlægge ferier, shoppe på Internettet, tjekke 
de seneste sportsnyheder osv. i arbejdstiden. 
En nylig undersøgelse af konsulent Robert Half fra International Inc.48 viser, at over 
halvdelen af de ansatte brugte tid på Internettet, som ikke havde noget med 
virksomheden at gøre. Dette underminerer de ansattes effektivitet på arbejdspladsen 
Et andet eksempel er en undersøgelse for firmaet Black and Decker Corp. 49, som 
viser, at kun 23% af alt trafik på Internettet var arbejdsrelateret.  
Over hele verden er det blevet populært at udforme IT-politik i 
virksomhederne; nogle virksomheder har endda udviklet systemer, som automatisk 
sender meddelelser om virksomhedens IT-politik ud til de ansattes computerskærme, 
med beskeden om at udstyret kun er til faglig brug.  
En anden problemstilling kunne være at se på de retslige aspekter i forhold til 
at lade ansatte sende og modtage informationer på Internettet. Virksomheden kan 
endvidere risikere at få et sagsanlæg på halsen, hvis den information, den ansatte 
sender eller modtager, er upassende.  
En fare, virksomheden står overfor, er, at den ansatte selv skal regulere, hvad 
der er fritid, og hvad der er arbejde. Problemet i dag er, at ansatte bruger for meget tid 
                                          
48 Internet Usage Business Ethics vol. 7, nr. 1, Jan 1998 – “Monitoring Employee Internet Usage”, John 
Gorman, s. 21 
49 Business Ethics vol. 7, nr. 1, Jan 1998 – “Monitoring Employee Internet Usage”, John Gorman, s. 21 
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på privat korrespondance og ikke på det arbejde, de er ansat til at udføre. Enhver, der 
har brugt tid på Internettet, ved, hvor hurtigt tiden flyver, når man surfer, uden 
egentlig at erhverve relevante oplysninger. At surfe på Internettet er selvsagt intet 
problem i privatlivet, men i virksomhedens øjne er der, som nævnt i tidligere afsnit, 
mange problemer forbundet med det hvis det, der surfes på, er uden relevans for 
virksomheden. Mange ansatte har nemlig den opfattelse, at fordi man er ved sit 
private skrivebord, så er man berettiget til at bruge computeren og nettet i personlig 
øjemed. Problemet er, at der opstår en gråzone, mellem hvad der er privat, og hvad 
der er offentligt rum. Den ansatte personaliserer sin arbejdscomputer og arbejdsplads 
og bruger dermed i større grad udstyret til private formål. Nogle arbejdsgiveres 
holdning er, at Internettet tilbyder de ansatte uendelige muligheder for at bruge tiden 
på andet end arbejde; derfor er overvågningen og kontrollen nødvendig, hvis ikke 
virksomheden vil miste profit. 
Ytringsfriheden er en frihed, som ikke er accepteret overalt i verden, og som 
ofte begrænses på arbejdspladsen. Ifølge John Gorman50 burde denne være mere 
respekteret i den nye informationsalder. Det skal være mere respektabelt at kunne 
ytre sig i et hvilket som helst format.  
Spørgsmålet er, hvor grænsen mellem individet og virksomheden går. Hvornår 
er man et individ, og hvornår er man en ansat? Hvornår taler man på egne vegne, og 
hvornår taler man på virksomhedens? Modstandere af overvågning mener, at når en 
ansat åbenlyst ytrer sin mening om emner, der ikke vedrører virksomheden, så 
opfører de sig som et individ og ikke som ansat. På den baggrund kan man heller ikke 
holde en virksomhed ansvarlig for den ansattes gøren og laden på arbejdspladsen, 
selv om det er virksomhedens udstyr, der er arnestedet. Virksomheden kunne have 
                                          
50 Internet Usage Business Ethics vol. 7, nr. 1, jan. 1998 – “Monitoring Employee Internet usage” af John 
Gorman, s. 23 
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den holdning, at når det er dennes udstyr, er den ansatte også en del af virksomhedens 
ansigt udad til. 
På den anden side kunne man stille spørgsmålet: hvornår blev privatlivet en del 
af en ansættelseskontrakt? Hvis virksomheden er bange for, at en overdreven brug af 
Internettet vil skade virksomhedens produktivitet, er det muligvis et spørgsmål om at 
give de ansatte en form for ansvarsfølelse i forhold til virksomheden, et behageligt 
arbejdsmiljø og herigennem skabe et produktivt miljø. Et miljø hvor der ikke er 
overvågning af de ansattes gøren og laden. 
Man kan også mene, at hvis virksomheden har en kontrakt med den ansatte, 
der indeholder en IT-politik, burde det ikke være nødvendigt at overvåge. 
Før i tiden lagde ansættelseskontrakter og virksomhedsregler op til, at den ansatte 
opførte sig på en, ifølge virksomheden, passende måde, og at man ikke ville 
videregive fortrolige oplysninger om virksomheden osv.  
Har Internettet virkelig ændret ansattes opførsel så drastisk, at det er 
nødvendigt at overvåge de ansatte konstant? At Internettet er en ny mulighed for at 
videregive fortrolige oplysninger er rigtigt, men har lækning af fortrolige oplysninger 
ikke altid været muligt? Dette var også en frygt, virksomheder havde før i tiden, men 
det betød ikke, at virksomhederne ansatte vagtværn.  
Mange virksomheder søger at skabe så fleksibel en arbejdsplads som muligt, 
både for virksomhedens og personalets skyld. For personalet vil det i mange tilfælde 
være en fordel at kunne strukturere fordelingen af arbejds- og fritid, alt efter hvordan 
deres privatliv ser ud. Virksomhedens fordel består bl.a. i et gladere, mere motiveret 
og dermed mere effektivt personale. Dette bevirker dog, at skillelinjen mellem 
arbejde og fritid bliver mere udvisket, da den ansatte i mange tilfælde vil tage arbejde 
med hjem. Derfor ville man muligvis kunne påstå, at eftersom den ansatte tager 
arbejde med hjem, må vedkommende også have lov til at bruge tid på sit privatliv i 
arbejdstiden. Et eksempel kunne være, at den ansatte har brugt hele aftenen på at 
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arbejde og derfor ikke har haft tid til at søge efter sin planlagte ferie på Internettet. 
Dagen efter, da personen møder på arbejde, bruger vedkommende noget af sin 
arbejdstid på at ordne dette ærinde. Umiddelbart virker det her retfærdigt, at det – 
eftersom den ansatte brugte fritid på arbejde – er tilladt at bruge arbejdstid på 
personlige formål.  
Spilleregler og mistillid  
De fleste, der er for overvågning, vil sandsynligvis mene, at overvågning kun må 
finde sted i arbejdsrelaterede tilfælde. Dog er det påregneligt at arbejdsgiverne i visse 
tilfælde kommer i besiddelse af personlige oplysninger om den ansatte, endda selvom 
han ikke ønsker det og derfor undlader at åbne de mails, der er mærket privat. 
Alligevel kunne det tænkes, at der lå nogle private mails, som ikke var mærket som 
sådanne. I dette tilfælde ville der være tale om en form for krænkelse af den ansattes 
privatsfære (jf. ”Privatsfære”). Og dog kom arbejdsgiveren jo utilsigtet i besiddelse 
af oplysningerne. På sin vis svarer dette til en samtale mellem to kollegaer, hvor den 
ene afslører personlige detaljer om sit privatliv til den anden. I et sådan tilfælde ville 
det være urimeligt at bebrejde den anden kollega for privatlivskrænkelse, da 
vedkommende jo ikke selv krævede disse oplysninger. På samme måde har 
arbejdsgiveren ikke ønsket de private oplysninger, denne utilsigtet læser i en afsendt 
e-mail; faktisk har den ansatte selv afsløret dem, da personen ikke mærkede e-mailen 
”privat”. Forestiller man sig, at den ansatte modtager en privat e-mail, som ikke er 
mærket sådan, og lederen læser den, er dette også viden, som vedkommende ikke 
søgte. Dette svarer til en situation, hvor to kollegaer har en samtale, hvori den ene 
afslører personlige oplysninger om en tredje kollega – her er det da heller ikke den 
lyttende kollega, der tiltusker sig informationen.  
Hvis du vælger at skrive en kærlighedserklæring i din spisepause og i denne 
sammenhæng bruger virksomhedens brevpapir og kuglepen, er det jo din tid, der 
bruges; nemlig din pause som du selv betaler. Det samme gælder, hvis du vælger at 
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bruge din arbejdscomputer i stedet; forskellen er blot, at kærlighedserklæringen (som 
også her er skrevet i fritiden) er lagret sammen med en masse arbejdsrelateret 
materiale som du har brugt din arbejdstid på. For lederen kan det ved en senere 
undersøgelse af medarbejdernes e-mailkonti være umuligt at gennemskue, om 
kærlighedsbrevet er skrevet i arbejdstiden eller fritiden. De fleste vil sandsynligvis 
mene, at pauserne er lig med fritid, og at det derfor er op til den enkelte medarbejder 
hvad disse skal bruges til. I denne sammenhæng er det dog relevant at nævne 
arbejdsgiverens ejendomsret. Er det ikke netop virksomhedens papir og kuglepen 
eller computer, den ansatte benytter sig af, når han skriver private breve, mails eller 
surfer, og har arbejdsgiveren dermed ikke også ret til at undersøge hvad hans 
ejendom bruges til? Men når skillelinjen mellem arbejde og privatliv udviskes, og 
man forsøger at gøre arbejdsmarkedet mere fleksibelt (jf. ”Arbejdsplads og fritid”), 
medfører dette også, at den ansatte tager arbejde med hjem. Er det så ikke rimeligt 
også at bruge din computer på arbejdspladsen til private formål, såvel som du bruger 
din private computer til arbejdsrelaterede formål? I sig selv er dette argument måske 
ikke fyldestgørende, men forholdet mellem ansat og leder forbedres givetvis, hvis den 
ansatte føler, at denne får det samme igen som gives. 
De fleksible arbejdstider kan også gøre, at man arbejder på tidspunkter, som gør, at 
man ikke har tid til at nå de private gøremål og derfor måske kan føle dig nødsaget til 
at benytte virksomhedens computere etc. Her gælder ejendomsretten dog stadig, da 
det i bund og grund er virksomhedens ejendele. 
Selvom man kan argumentere for arbejdsgiverens ejendomsret, kan overvågning af 
de ansattes brug af computere ses som et udtryk for, at lederen ikke stoler på, at de 
ansatte overholder bestemmelserne for, hvad det elektroniske udstyr skal bruges til, 
og denne mistillid har givetvis en indflydelse på forholdet mellem den ansatte og 
lederen. 
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”Kontrol skaber mistillid og vil ganske mod arbejdsgiveres forventninger ikke gøre 
medarbejderne mere effektive. Tværtimod. Man skal have ualmindeligt lidt kendskab 
til nogle af de mest almindelige menneskelige reaktionsmønstre, hvis ikke man ved , 
at følgerne af kontrol og begrænsninger rækker langt videre end de helt konkrete 
områder, der forbydes”51. 
Man kunne forestille sig, at der skabes afstand mellem virksomhedens leder og 
medarbejderne, når overvågning benyttes. Dette gælder også medarbejderne imellem. 
I første tilfælde netop pga. den mistillid overvågning er et udtryk for. Når den ansatte 
har underskrevet en arbejdskontrakt, må arbejdet anses som en aftale, den ansatte har 
indgået med arbejdsgiveren om at gøre sit bedste inden for arbejdsområdet. 
Overvågning kan derfor ses som et udtryk for, at arbejdsgiveren ikke stoler på, at den 
ansatte vil udrette sit bedste, hvilket næsten svarer til – i modsætning til hvad loven 
siger – at man er skyldig, indtil andet er bevist.  
Afstand mellem de ansatte kan forekomme, da der i mange virksomheder ikke er 
udviklet nogen klare retningslinier for overvågning. Nogle medarbejdere vil ikke føle 
overvågningen som noget videre problem, hvor andre vil blive påvirket negativt i 
deres arbejdsproces. Desuden kan overvågning medføre et konkurrencemoment og få 
medarbejderne til at modarbejde hinanden, da de ved chefen overvåger og derfor 
ønsker at gøre sig mest positivt bemærket. Det skal dog tilføjes at ikke alle vil føle 
konkurrencen som en ubehagelig faktor. 
Et eksempel på, hvordan forholdet mellem leder og ansatte kan påvirkes, er TDC, 
som fik wall-displays op hvilke skulle registrere indgående opkald. Dette medførte at 
mange af medarbejderne fik stress, hvilket igen resulterede i, at de blev taget ned. En 
af de ansatte har dog senere udtalt, at de er blevet sat op igen. På trods af at man 
vidste, at det skabte stress blandt de ansatte, valgte man at vægte en øget 
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produktivitet (som disse wall-displays må have medført) i stedet for de ansattes 
psykiske sundhed. Er det måske et faresignal for fremtiden, for kunne det ikke ske, at 
mange virksomheder ville overvåge deres ansatte uanset hvad? Denne negligering af 
medarbejdernes arbejdsmiljø kan muligvis have en skabt en vis afstand mellem 
lederen og den ansatte. Dette eksempel lægger op til en nøjere forklaring af stress, 
som er et væsentligt aspekt i diskussionen om elektronisk overvågning.  
Stress 
I dag er stress den mest udbredte grund til sygdom i den vestlige verden. En 
undersøgelse foretaget i 1999 viste, at 350.000 danskere havde helbredsproblemer 
som følge af deres arbejde, det være alt lige fra migræne, depression til angstanfald. 
Hvis man sammenholder denne undersøgelse med, at 20% af danskerne ifølge 
Danmarks Statistik har daglige stresssymptomer, kan man danne sig et billede af, 
hvor stor en trussel stress er for det danske erhvervsliv52. Med den stigende 
globalisering er det blevet sværere for virksomheder at komme ud af et regnskabsår 
uden røde tal på bundlinien. 92 % af folk i lederstillinger føler således, at deres job er 
en psykisk belastning53. Denne stress må formodes at gennemstrømme en hvilken 
som helst virksomhed fra top til bund. Men mens personer i højere stillinger primært 
bliver målt på kvaliteten af deres arbejde, bliver folk længere nede i hierarkiet  
primært målt på kvantiteten. Udover det, sidder disse ofte i store afdelinger, der 
varetager en bestemt opgave (kundeservice, telefon salg, etc.), hvilket vil sige, at de 
alle laver den samme form for arbejde. Overvågning gør det nemt at sammenligne 
medarbejdere og på denne måde holde øje med de mindre produktive.  
                                          
52 Teknologirådet, “Ti bud til IT i arbejdslivet”, september 2002.  S. 2 
53 Teknologirådet, ”Ti bud til IT i arbejdslivet”, september 2002 s 2 
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 I afsnittet om teknologi så vi de forskellige metoder, der findes for at overvåge. 
I call-centre er wall-displays54 ikke unormalt. Her kan man blandt andet se, hvor lang 
tid folk har ventet, og hvor mange kunder der står i kø. Udover det kan man overvåge 
om ansatte har sat deres telefon på hold, og dermed ikke besvarer opkald, og hvor 
længe det har været tilfældet. Desuden findes der situationer, hvor det er påkrævet, at 
en medarbejder besvarer et bestemt antal opkald indenfor et begrænset tidsrum. 
Medarbejderen vil hele tiden sidde i problemet at besvare nok opkald, og yde en 
acceptabel service til kunden. Derfor er det oplagt at overvåge e-mail og Internet her. 
Tiden, som en medarbejder bruger på at skrive private mails, er ventetid for kunden, 
og spildtid for firmaet. I en travl afdeling kan dette skabe stress og dårlig stemning 
mellem medarbejderne. Det er også oplagt at forestille sig at der kan gå sport i at 
besvare flest opkald. Det er ikke unormalt at det højest antal besvarede opkald kan 
udløse en bonus. Man skal dog have for øje, at en sådan konkurrence kan bevirke, at 
kvaliteten af den service, som medarbejderen skal yde, bliver nedsat. En amerikansk 
undersøgelse fra CNOT55, en nonprofit organisation med det formål at afhjælpe 
problemer med den teknologiske udvikling for at udnytte denne optimalt, 
konkluderer, at 66% af ansatte mener, at de ikke kan udføre et tilfredsstillende 
arbejde, da overvågningen pacer dem til at arbejde hurtigere. Umiddelbart ville man 
mene, at en sådan situation vil være meget stressende. Er det så i det hele taget 
rimeligt at indføre en sådan form for overvågning? I praksis ville vi vel ikke anse det 
for rimeligt at pace folk til at arbejde i et tempo, som kan afstedkomme fysiske 
skavanker som følge af stress. Forestiller man sig, at brandvæsenet sparede 
gasmasker og brandsikkert tøj væk og på den måde udsatte brandmændene for 
helbredsmæssig fare – udelukkende for at spare penge – ville dette selvfølgelig være 
                                          
54 Skærm der sidder rundt om i afdelingen som alle kan følge hele tiden  
55 Edward J. Ottensmeyer & Mark A. Heroux – “The case of electronic surveillance” s. 521 
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urimeligt. I denne forbindelse kan man altså spørge sig selv, om fysiske skader er 
værre end psykiske? Og i øvrigt medfører psykiske skader ofte fysiske. Der er ingen 
kontrolinstanser, der undersøger om virksomheders overvågningspolitik 
afstedkommer psykiske skavanker for medarbejderen, og yderligere er der i det hele 
taget meget få regler på området. 
Spørgsmålet er, hvor meget man rent etisk kan presse sin medarbejder. Hvis 
overvågning kunne holdes hemmeligt, ville det uden tvivl være optimalt i forbindelse 
med at undgå at påføre den ansatte stress, da det så ikke ville kunne påvirke 
medarbejderen. Og dog ville de fleste mene, at det ville være urimeligt at 
hemmeligholde oplysningen for de ansatte om, at de blev overvåget. Denne 
problemstilling er klassisk i filosofiens historie – viden gør ondt, men ville vi af 
denne grund afskrive den? Déscartes56 ”brain in a jar”-teori om at vores eksistens 
kun grunder i en ond videnskabsmands tilførsel af impulser til den enkeltes hjerne, 
der er bevaret i et glas, beskæftiger sig med netop det problem, som andre filosoffer 
også har beskæftiget sig med: Hvori består vor eksistens, og hvor sikker er vi på vor 
viden? Netop derfor vil en hemmeligholdelse af elektronisk overvågning være 
stødende og uacceptabel.  
Desuden vil det i praksis være umuligt, da det med sikkerhed ville rygtes, når den 
første blev fyret, eller fik en advarsel og ville en sådan form for overvågning ikke 
også yderligere være i strid med gældende lovgivning? 
I visse sammenhænge vil overvågning dog ikke være etisk ukorrekt så længe det ikke 
skader den ansatte i form af stress og følgerne heraf. For arbejde i sig selv kan jo også 
være stressende, uden overvågning finder sted, men det gør det jo ikke uacceptabelt. 
Lidt stress i forbindelse med overvågning kan derfor heller ikke siges at være forkert 
- det må gå under arbejdets natur. Spørgsmålet er altså, om man som chef bør tage 
                                          
56 Rene Déscartes (1596-1650) - filosof  
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hensyn til påvirkningen af den ansatte, når en overvågningspolitik skal laves, eller om 
det blot er noget, en chef kan søge at tage højde for, ud fra et økonomisk perspektiv, 
uden dog etisk at kunne bebrejdes, hvis han vælger at vægte det økonomiske aspekt i 
stedet for den enkeltes velbefindende.  
Argumentet herfor er jo netop, at folk bare kan finde et andet arbejde. Men holder det 
argument? Har vi virkelig et frit valg, og er dette argument tilstrækkeligt til, at man 
som arbejdsgiver kan gøre som man finder bedst?  
Det frie valg 
Det vil til enhver tid være rimeligt at hævde, at en person har et frit valg, når det 
drejer sig om valg af arbejdsplads. Vi vil i dette afsnit dog ikke afklare, præcist hvad 
et frit valg er, men blot forsøge at afklare i hvilket omfang man har muligheden for 
frit at vælge. 
Hvis man som ansat skal have mulighed for at foretage det frie valg, kræves det som 
minimum at overvågningen ikke bliver hemmeligholdt. Det vil være rimeligt at  
hævde, at hvis man som ansat tror, at man ikke bliver overvåget, hvor det modsatte 
faktisk er tilfældet, vil man ikke have haft muligheden for frit at kunne vælge, om 
man vil acceptere overvågningen. Som vi tidligere har beskrevet i afsnittet om stress, 
vil den hemmeligholdte overvågning dog være langt den mest givtige for 
medarbejderens helbred, men langt fra den mest rimelige. Det er oplagt at sige, at en 
hemmeligholdt overvågning i større grad trænger ind i ens privatsfære, end hvis 
overvågningen var formuleret i en politik. Bliver overvågningen hemmeligholdt, har 
man som ansat ikke mulighed for frit at vælge hvilke personlige informationer, man 
gerne vil afgive. Man kan tænke sig, at en ansat skriver private e-mails i sin 
arbejdstid, og uden at være informeret bliver disse læst. Dette er en klar invasion af 
den ansattes privatsfære, som den ansatte ikke har været i stand til at kontrollere – 
hvis den ansatte ikke er klar over at overvågning finder sted, mærker vedkommende 
sandsynligvis ikke personlige mails ”privat” og således er det frie valg i forhold til at 
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videregive personlige oplysninger suspenderet. En hemmeligholdt overvågning kan 
altså med hensyn til det frie valg ikke være rimelig. 
Man kan forestille sig, at en formuleret overvågningspolitik så må være det mest 
rimelige. Hvis man som medarbejder har en række præmisser - i form af en 
overvågningspolitik - at tage hensyn til, kan man vurdere, hvorvidt man vil acceptere 
disse. Man har friheden til at vælge, hvorvidt man vil indlade sig på disse præmisser. 
Det vil med rette kunne siges, at man ikke vil kunne klandre arbejdsgiveren noget, 
hvis man som medarbejder har været indforstået med de præmisser, man er blevet 
ansat på. Et eksempel kunne være, at man aldrig vil kunne klandre en 
automobilforhandler for at have solgt en bil. Hvis man, når man kommer hjem, er 
utilfreds med bilens størrelse, udformning eller andet der ikke er deciderede defekter 
ved bilen, vil man kunne sige, at det har været ens eget valg, og at sælgeren til enhver 
tid vil kunne holdes ansvarsfri (diskussionen vil straks blive mere kompliceret hvis 
bilen har fejl og mangler). Argumentet, med at man frit kan vælge, synes altså at 
tilgodese begge parter.  
Arbejdsgiver kan stille en række præmisser op, og den ansatte kan frit vælge, om 
vedkommende har lyst til at acceptere disse – som sådan virker overvågning i denne 
situation også meget legitimt, da man som ansat ikke giver afkald på noget, som man 
ikke selv har valgt. Og dog er argumentet, om den ansattes frie valg til selv at 
bestemme hvor vedkommende vil ansættes, måske alligevel ikke et rimeligt argument 
i forhold til at forsvare elektronisk overvågning. Forestiller man sig, at udviklingen 
indenfor elektronisk overvågning fortsætter, og bliver så udbredt at alle 
arbejdspladser får indført dette, ville det frie valg forsvinde. Som modargument 
kunne det foreslås at blive selvstændig, men dette kræver bl.a. en vis kapital, som 
man i forvejen skal have indtjent – hvilket igen kan betyde, at man måtte arbejde 
under overvågning. 
 - 52 - 
”In God we trust – the rest we monitor”  Forholdet mellem ledelsen og den ansatte 
 
Delkonklusion – ”Forholdet mellem ledelsen og den ansatte” 
Vi har i tidligere afsnit set, at der må være store økonomiske fordele for 
arbejdsgiveren ved at overvåge, men hvis dette sker på bekostning af den ansattes 
velbefindende, er det da etisk korrekt?  
Som arbejdsgiver er det sandsynligvis både i egen og den ansattes interesse, at 
virksomheden vinder økonomisk fremgang. Men hvis overvågning beviseligt 
medfører stress blandt de ansatte, og vi ved, hvor skadeligt stress er for sundheden, 
kan det i længden ikke betale sig for arbejdsgiveren at overvåge. Stress kan medføre 
flere sygedage, hvilket fører til store omkostninger for arbejdsgiveren. Set i et samlet 
perspektiv er mistillid, stress og det frie valg alle faktorer, der er væsentlige i forhold 
til et godt arbejdsklima. Det må være rimeligt, at arbejdsgiveren søger at gøre sin 
virksomhed mere produktiv, og hvis overvågning gør det må dette i en vis grad være 
forsvarligt. På baggrund af argumenterne om den ansattes velbefindende nævnt i 
ovenstående afsnit må det dog være mest rimeligt, at overvågningen sker i et omfang, 
der ikke skader eller skaber mistillid hvis man skal handle etisk korrekt. Man kunne 
sige, at den ansatte ikke skal udsættes for mere stress end nødvendigt er, men antager 
man, at elektronisk overvågning rent faktisk øger produktiviteten, effektiviteten og 
dermed virksomhedens indkomst, ville lederen kunne argumentere for, at 
overvågning er en nødvendighed. Omvendt ville den ansatte kunne argumentere for, 
at den psykiske og fysiske sundhed er en nødvendighed, og her ser vi dilemmaet: 
hvilken part skal tilgodeses? Man må derfor søge efter et rimeligt kompromis for 
begge parter. 
For at den ansatte har et frit valg angående overvågning, må det som tidligere nævnt 
kræve, at der oplyses om overvågningen og her træder vigtigheden af klare 
retningslinjer frem. Det frie valg anses af de fleste i den vestlige verden som en 
fundamental rettighed; alligevel er det ikke altid et sådant eksisterer. Forestiller man 
sig en verden, hvor alle ansatte er under overvågning vil det frie valg som tidligere 
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nævnt ophøre. For at undgå at denne udvikling eskalerer, må det være nødvendigt at 
få en lovgivning på området, hvis vi fortsat ønsker at have et frit valg. 
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”Den store leder har intet behov for at føre an – for ham rækker det at vise 
retningen.” – Henry Miller 
Overvågning i praksis 
 
Igennem vores opgave har vi set på argumenter for og imod overvågning, 
virksomhedens begrundelse for at overvåge, samt forholdet mellem ledelsen og den 
ansatte og herunder konsekvenserne for den enkelte medarbejders helbred. 
 Men én ting er teori, noget andet er praksis. Derfor har vi taget kontakt til en 
række forskellige virksomheder57. Ud fra disse har vi valgt at tage udgangspunkt i tre 
forskellige virksomheder: Novo Nordisk A/S, Orange A/S og Rambøll A/S, som hver 
især begrunder deres overvågning ud fra forskellige overvejelser. Inden vi beskriver 
de tre firmaers IT-politik, er det relevant at bemærke, at ikke alle firmaer, som vi har 
haft kontakt med, ville vise os deres IT-politik. Om dette skyldes, at emnet stadig er 
tabubelagt, er svært at vurdere. Eksempelvis ville det unavngivne større danske 
teleselskab ikke udlevere deres politik, men ville gerne svare på spørgsmål omkring 
den. Da vi sendte dem et e-mail interview, var svarene på vores spørgsmål vage og 
vigende, og på ingen måde fyldestgørende. De er af samme grund ikke medtaget i 
dette afsnit. 
I stedet har vi valgt at fokusere på de tre tidligere nævnte firmaer, som har hver deres 
begrundelse for at have indført en overvågningspolitik. Firmaerne er større danske 
virksomheder med mange ansatte, hvor leder og ansat ikke nødvendigvis behøver at 
være bekendt med hinanden, endsige have personlig kontakt. Begrundelsen for valget 
af disse større virksomheder er, at det primært er disse, der har en velovervejet, 
formuleret og indført overvågningspolitik. 
                                          
57 Et unavngivent større dansk teleselskab, Orange A/S, Rambøll, Novo Nordisk A/S, IBM og Hans Just A/S 
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Orange A/S 
Da vi tog kontakt til Orange, blev vi mødt med åbenhed. Dog kunne vi ikke få IT-
politikken udleveret uden et personligt møde. Baggrunden for dette var, at Orange 
ikke ønskede, at deres politik blev misforstået. Interviewet58, samt IT-politikken59, 
ligger i bilagene og er spændende i forhold til overvågning generelt og ikke kun i 
forhold til Oranges egen IT-politik. Hos Orange har man gjort sig mange 
overvejelser, og IT-politikken er indført og har vist sig funktionel. Medarbejderne 
bliver i starten af deres ansættelsesperiode gjort klar over, at politikken eksisterer ved 
hjælp af et link, man modtager i en e-mail, som henviser til politikken. Det er en 
forudsætning, at man accepterer politikken, hvis man skal være ansat hos Orange. 
 Orange har indført deres overvågningspolitik som et led i en større 
besparelsesplan. At medarbejdere downloader større filer og e-mailer uhæmmet 
kræver enorme ressourcer, og for at undgå kontinuerligt større investeringer i form af 
servere, logdatabaser med mere, besluttede man at indføre en politik, der satte 
begrænsninger for de ansattes brug af e-mail og Internet. For at understrege dette 
faktum viste Oranges repræsentant os deres serverrum, hvor udstyr i millionklassen 
stod og betjente de ansatte. I denne sammenhæng er det værd at bemærke, at der ikke 
er mange begrænsninger for den ansatte hos Orange. Den største begrænsning må 
siges at være, at hver enkelt medarbejder maksimalt må have 100 Mb data liggende i 
sin mail-box – hvilket i følge dagens standarder stadig må siges at være en del. For at 
perspektivere kan man kigge på de fleste Internetbaserede postsystemer, som typisk 
har en makismal grænse, der ligger mellem 1 og 10 Mb. Overvågning af e-mail konti 
eksisterer ikke hos Orange officielt. Dog bliver det gjort klart i politikken, at en mail-
box vil blive åbnet, hvis en medarbejder for eksempel er fraværende i længere tid, 
                                          
58 Se  Bilag 2 – Interview med Orange
59 Se Bilag 1 – Oranges IT-politik 
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eller ved en eventuel afskedigelse. Ved afskedigelse er det hos Orange fuldt ud tilladt 
at slette al post i sin mail-box, så der ikke er noget at se bagefter. Ydermere bliver det 
i IT-politikken gjort klart, at selvom en mail-box efter afskedigelse vil blive åbnet, vil 
eventuel post, der måtte være tilbage i denne, ikke blive læst. Hvis en medarbejder er 
under mistanke, kan denne også risikere at mail-boxen bliver åbnet. I et sådant 
tilfælde er det kun topledelsen, der kan give tilladelsen, og i hele Orange er der kun to 
medarbejdere der har tilladelse til at udføre det. Orange tager i dette tilfælde stor 
hensyn til den enkelte medarbejders ret til privatsfære. 
Begrænsninger på de ansattes Internet-brug eksisterer ikke. Dog bliver det 
gjort klart, at aktiviteter på Internettet skal være af arbejdsrelateret natur. At der ikke 
eksisterer en egentligt begrænsning er primært, fordi medarbejdere, typisk i de store 
call-centre, kan komme til at sidde sent om natten uden indkommende telefoner, og i 
en sådan sammenhæng kunne Orange ikke se nødvendigheden i at begrænse 
Internettet for den ansatte. Dette er ikke en decideret del af den skriftligt formulerede 
overvågningspolitik men blot en overvejelse, som Orange har gjort sig. Men i vores , 
interview med Claus Nørtoft Thomsen60 kom han også med en anden forklaring. 
Nemlig den at hvis man laver begrænsninger, for at undgå tidsspild, kan det have den 
effekt at folk bruger endnu mere tid på at finde en metode, til at omgå system-
restriktionerne.  
Med hensyn til logning, som vi tidligere har kommenteret i ”Teknologi”, 
fortalte Oranges repræsentant os, at hos Orange bliver alting logget. Dog bliver de 
loggede data ikke brugt til noget, ud over at lave en top 20 over de mest besøgte 
hjemmesider. Dette hænger givetvis også sammen med det massive arbejde, der skal 
lægges i at analysere logdata. 
                                          
60 Se  Bilag 2 – Interview med Orange
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Novo Nordisk A/S 
Hos Novo Nordisk finder man en af de største IT-afdelinger, der eksisterer i 
Danmark. Det er en selvstændig afdeling, der varetager alle Novos afdelinger i hele 
verden. Det var ikke muligt at komme til et personligt møde med Novo, men efter en 
kort telefonsamtale fik vi udleveret deres IT-politik uden problemer.  
Som det fremgår af Novo Nordisk IT-politik61, kan man også se, at den er 
skrevet meget åben for fortolkning. Novo gør opmærksom på deres ejendomsret, men 
tillader samtidig, at man kan foretage private gøremål, inden for rimelighedens 
grænser. Det bliver dog præciseret, at det ikke er tilladt at downloade eller 
videresende større filer, som musik og filmklip. Dette er for at undgå overbelastning 
af servere, som man også ser hos Orange.  
Det første punkt, der bliver fremhævet, omhandler dog virksomhedens 
omdømme eller med et andet ord, som vi har snakket om i afsnittet ”Firmaets regler 
og ressourcer”, image. Novo indskærper over for sine medarbejdere, at man skal 
tænke sig om med hensyn til, hvad man sender af sted fra en Novo mail adresse. Her 
tænkes der dels på indhold med karakter af racisme og pornografi, der kan virke 
stødende, men også på at man fremstår professionelt i de ting man sender rundt.  
Novo Nordisk gør i øvrigt opmærksom på, at al korrespondance (E-mail, 
breve, fax etc.) er at betragte som Novos ejendom, og at de til enhver tid forbeholder 
sig retten til at læse, hvad der skulle være lavet på deres computere. Samtidig gør de 
opmærksom på, at såfremt man benytter systemerne i privat øjemed, skal dette klart 
fremgå af emnefeltet i mailen. IT-politikken bliver jævnligt revurderet, og 
medarbejdere får på denne måde jævnligt opdateringer tilsendt, hvilket gør, at alle er 
klar over hvilke regler, der gælder.  
                                          
61 Se Bilag 3 – Novo Nordisk IT adfærdskodeks 
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Sammenfattet kan man ud fra et lille kendskab til virksomheden samt deres IT-
politik se, at overvågningen af de ansatte mere er en sikkerhedsforanstaltning mht. 
datasikkerhed/fortrolighed og image end et redskab til at øge produktiviteten. 
Medarbejdere bliver altså ikke vurderet på det kvantitative, som ellers er en udpræget 
motivation for indføre overvågning, jf. afsnit ”Produktivitet og kreativitet”, men det 
kvalitative. Det vil sige, at den enkelte medarbejder bliver vurderet på, om 
vedkommende når sine ting til tiden og kvaliteten af dennes arbejde. Dog blev det i 
en telefonsamtale med Ingrid Olsen fra Novo Nordisk gjort klart, at man også 
sammenligner de forskellige medarbejderes brug af både mailskrivning og surfing, 
for på denne måde at se, om der er nogen, der overdriver deres forbrug. 
 Set med en medarbejders øjne, må denne IT-politik være meget 
tilfredsstillende og retfærdig. En slags ”frihed under ansvar”. En IT-politik, hvor man 
ikke får en fornemmelse af, at denne er opstået på baggrund af mistillid, men som en 
slags sikkerhed for virksomheden, med en præventiv effekt i forhold til at beskytte 
Novo Nordisks image. 
Rambøll 
Rambølls IT-politik62 findes som en formuleret del af medarbejderhåndbogen. 
Ydermere udgiver Rambøll et blad - ”Viden om” - som samtlige medarbejdere 
modtager. I en artikel i dette blad bliver Rambølls e-mail politik uddybet med åbne 
svar og gode spørgsmål63. 
 Rambøll er et firma, der forventer, at deres medarbejdere opfører sig 
professionelt - ikke mindst med hensyn til deres brug af e-mail. Man skal sørge for at 
stave ordentligt og formulere sig korrekt, så man på bedste måde repræsenterer 
Rambøll.  
                                          
62 Se  Bilag 4 – Rambølls e-mail politik - Rev. 2002-01-21
63 Se  Bilag 5 – E-mailpolitik i Rambøll – Fra ”Viden om”
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Alle e-mails der modtages og sendes gennem en Rambøll e-mail adresse, 
betragtes juridisk set som Rambølls. Dette er tæt på at være den strammeste del af 
Rambølls overvågningspolitik. Generelt overvåger Rambøll nemlig ikke, men sætter i 
stedet deres lid til, at medarbejderne har en sund dømmekraft og opfører sig 
ansvarligt. Overvågning kan finde sted, men kun hvis der er mistanke om, at en mail-
box bliver misbrugt. Tilfælde af misbrug kan, ifølge Rambøll selv, f.eks. være at en 
medarbejder kører privat firma fra en Rambøll adresse, eller hvis der sendes 
kædebreve af økonomisk karakter rundt fra denne. Dette må opfattes som meget 
rimeligt set fra Rambølls side, da man med rette kan hævde, at aktiviteter af en sådan 
karakter ikke har noget med Rambøll at gøre, og således må anses som spild af den 
ansattes tid. 
 Generelt om Rambøll kan man sige, at virksomheden bruger et holistisk 
ledelsesprincip, hvor der fokuseres på firmaet som helhed i stedet for den enkelte, -  
kodeordet er tillid. Tillid mellem medarbejderne, og tillid fra ledelsen til 
medarbejderen. 
Delkonklusion – ”Overvågning i praksis” 
Som det fremgår af de tre virksomheders IT-politik, handler de mere om beskyttelse 
af image og mod virus- og hacking angreb, end decideret overvågning af ansatte - 
med henblik på at optimere produktiviteten. Det harmonerer meget godt, med den 
undersøgelse ”Lederne” har foretaget. Her fremgår det nemlig, at 83% af de 
adspurgte ledere, forbyder sine ansatte at afsende e-mails, der kan have en skadende 
effekt på virksomhedens image udadtil. Ligeledes tillægger 65% af lederne det 
”meget stor betydning” at minimere risikoen for virusangreb, mens 22% tillægger det 
”stor betydning”. De sidste 14 procent bekymrer sig ”kun lidt” eller ”slet ikke” om 
det64.  
                                          
64 ”Lederne” - E-mail og Internet. Tabel 5 
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 Til sammenligning med ovenstående bekymrer kun 13% af virksomhederne sig 
om medarbejderens tidsforbrug65.  I praksis viser der sig dog en anden tendens. En 
undersøgelse lavet af HK/Service viser, at 25% af de 1502 adspurgte ledere, har givet 
en påtale for misbrug af e-mail og Internet. 8% har givet en skærpende advarsel, 
hvilke vil sige en skriftlig advarsel. Og sidst men ikke mindst har 4% følt sig 
nødsaget til at fyre en medarbejder som følge af misbrug. 
I dag er det kun lige under halvdelen af alle virksomheder, der har en formuleret IT-
politik. Som vi har været inde på tidligere, er det primært større virksomheder med 
mange medarbejdere, der har en sådan! Forklaringen er nok - som vi også har været 
inde på - at afstanden mellem leder og ansat i mindre virksomheder er betydelig 
mindre, end den f.eks. må formodes at være i en virksomhed som Orange. Derfor 
tillægges en IT-politik ikke den store betydning, da en arbejdsgiver løbende vil kunne 
formidle retningslinier til medarbejderen. Men en konkret sag tilbageviser 
ovenstående påstands sandhed og virkning i praksis. Medio april fik en medarbejder 
medhold i, at bortvisning var uberettiget. Sagen66 går i korte træk ud på en 
bortvisning af en medarbejder i en mindre virksomhed. Virksomheden havde ikke en 
formuleret IT-politik, men arbejdsgiver havde tilladt privat brug af systemerne, så 
længe det ikke hæmmede arbejdet. Den pågældende medarbejder blev gentagne 
gange gjort opmærksom på, at privat e-mail og Internet-surfing skulle begrænses, da 
arbejdsgiver følte, at det i den pågældende sag belastede arbejdet. Da henstillingerne 
ikke virkede, endte det med, at arbejdsgiver tog en udskrift af de sites, der var besøgt 
i arbejdstiden. Endvidere åbnede han den bortviste medarbejders mail-konto, og 
antageligt læste han de private e-mails. På baggrund af det følte arbejdsgiver sig 
berettiget til at bortvise medarbejderen. Da den tidligere medarbejder fik medhold i 
                                          
65 ”Lederne” - E-mail og Internet. Tabel 6 
66 Se Bilag 6 – Fra Bender.dk 
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sin anklage, blev det lagt til grund, at arbejdsgiver ikke havde fastlagt klare 
retningslinier for medarbejdernes e-mail og Internetaktivitet. På baggrund af det fandt 
retten ikke, at den ansatte havde misligholdt sin ansættelseskontrakt, og udover løn i 
opsigelsesperioden skulle arbejdsgiveren også betale erstatning for usaglig opsigelse. 
 Eksemplet viser, at det godt kan betale sig at formulere nogle retningslinier for, 
hvilken adfærd man ønsker, at ens medarbejder skal have i forhold til e-mail og 
Internetaktivitet - ligegyldig om man er en stor eller en lille virksomhed. 
Fremgangsmåden man har brugt i udformningen af IT-politikken hos Orange, hvor de 
ansatte er blevet involveret i processen, må også være at fortrække, da man på denne 
måde undgår, at folk føler, at deres råderet er blevet krænket. Virksomheden kan 
stille sine betingelser, og medarbejderne kan komme med deres krav, og på denne 
måde bliver overvågningen et kompromis, som alle kan være tilfredse og 
indforståede med. 
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”Friheden er ingenting værd, hvis ikke den indbefatter friheden til at fejle” 
 - Mahatma Gandi 
Konklusion 
 
Når vi finder det interessant at diskutere elektronisk overvågning, er det fordi, 
teknologien gør det muligt at overvåge i et langt større omfang, end det hidtil har 
været. De færreste ønsker sig en udvikling, der fører til ekstrem overvågning - 
George Orwells roman ”1984” viser tydeligt, hvilken angst mennesket har for at blive 
overvåget. Hvorfor har vi da denne angst? Det er svært at besvare, men mange vil 
sandsynligvis være bange for, at en instans har mulighed for at overvåge alle andre, 
og de fleste vil føle, at de har ret til et privat råderum – en privatsfære. 
Der hersker altså ingen tvivl om nødvendigheden i at diskutere det etiske omkring 
elektronisk overvågning.  
Vi har i denne opgave forsøgt at belyse mange af de argumenter, der er for og imod 
overvågning – og der er mange.  
Vi har konkluderet, at der er noget der hedder privatsfære, og at man i mange tilfælde 
vil kunne kræve sin ret til denne. Dog er retten til privatsfære i forhold til 
oplysninger, der omhandler privatlivet, ikke stærk nok til at kunne forbyde 
overvågning på arbejdspladsen, for som vi har bevist i opgaven, indskrænkes ens 
råderum, når man er på arbejde. Man kan jo lade være at benytte arbejdstiden på 
private gøremål. Om end retten til fortrolighed (en af de to definitioner af 
privatsfære) i forbindelse med oplysninger om privatlivet ikke er et stærkt argument 
mod overvågning, må man mene, at der stadig gælder en ret til fortrolighed 
vedrørende arbejdsrelaterede oplysninger. Det kunne jo f.eks. tænkes, at der var 
intern konkurrence i virksomheden, og at man derfor ikke ønskede sig, at andre 
kendte ens ideer, før man selv havde fremlagt dem. Det vil f.eks. ikke være rimeligt 
 - 63 - 
”In God we trust – the rest we monitor”  Konklusion 
 
at en arbejdsgiver tager æren for en ide, der i virkeligheden var udformet af en af de 
overvågede ansatte. Det er det svært at definere hvornår en decideret overskridelse af 
privatsfæren finder sted. 
Den anden definition af privatsfære; retten til intimitet, kan ikke entydigt siges at 
overskrides, så længe den ansatte er informeret om, at der overvåges. Et eksempel 
kunne være, at man heller ikke ville tale om en overskridelse af retten til intimitet og 
fortrolighed, hvis man bliver betragtet på en cafe. Man er trådt ind i et offentligt rum, 
hvor man ved, at denne ”overvågning” kan finde sted. Dog kan man indvende, at om 
end situationen er omtrent den samme, er der den forskel, at arbejde er en 
nødvendighed, hvilket cafebesøget ikke er.  
Her træder ”det frie valg” i kraft. Har man et frit valg til at vælge arbejdsplads? Nogle 
vil svare ja, men vi må ud fra vores opgave konkludere, at der ikke altid vil være et 
frit valg, jf. ”Det frie valg”. 
Muligvis står argumentet om retten til en privatsfære altså ikke stærkt nok alene til at 
sige, at overvågning er forkert. 
Derimod kan man – i situationer hvor overvågning stresser meget – konkludere, at 
den her må være etisk uforsvarlig. Følgevirkninger af stress spås til at blive en af de 
højeste dødsårsager, og rent etisk kan man vel ikke forsvare et ønske om 
profitmaksimering, når det kan have alvorlige konsekvenser for de ansattes helbred. 
Dog står det klart, at det, selvom man gerne vil undgå en sådan udvikling, vil være 
svært at lovgive på området. Alene det udsagn, at det er etisk uforsvarligt, når 
overvågning stresser meget, viser  hvor uvist man står, idet det er op til den enkelte at 
definere ”meget”. Overvågning er desuden ikke den eneste årsag til stress, og det vil 
være individuelt i hvilket omfang, den stresser. 
Et argument fra arbejdsgiverens side er ejendomsretten til udstyret. Det er svært at 
modargumentere påstanden, at en arbejdsgiver ikke må bestemme over det udstyr, 
som han selv har købt og betalt. Det er almindeligt at ønske, at omgivelserne 
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respekterer ens ejendele. Låner man f.eks. sin computer ud, forventer man at få den 
tilbage i samme stand, som da man lånte den ud. Man har en formodning om, at den 
man låner noget til, behandler det respektabelt. Overvågning retfærdiggøres dog ikke 
ved dette argument, da vi i opgaven har set, at der er mange andre faktorer, der gør 
sig gældende. 
Som nævnt i afsnittene ”Arbejdsplads og fritid” og ”Privatsfære”, er skillelinjen 
mellem det private liv og det liv, som leves på arbejdspladsen, hårfin og bliver stadig 
gradvis mere udvisket. Der kan ikke gives et endegyldigt svar på, om man kan 
retfærdiggøre retten til privatsfæren på arbejdspladsen. 
Konklusionen må være, at der, eftersom der kan kommes med indvendinger til både 
for- og imodargumenterne, indgås et kompromis mellem de to forskellige interesser – 
arbejdsgiverens kontra den ansattes.  
For bl.a. at undgå en etisk urimelighed såsom utryghed, mistillid, overskridelse af 
privatsfære og stress, der leder til sygdom, burde ledelsen og de ansatte sammen lave 
et regelsæt for håndtering af elektronisk udstyr og overvågning af denne. Muligvis vil 
en ledelse finde det nødvendigt at overvåge, da den tidligere har oplevet, at de ansatte 
ikke fulgte reglementet. Hvis de ansatte får forklaret nødvendigheden af at overvåge 
og begrundelsen herfor, kunne det tænkes, at negative følgevirkninger såsom mistillid 
og kreativitetshæmning kunne undgås. Desuden ville stress til en vis grad også kunne 
forbygges, da de ansatte selv ville kunne argumentere for f.eks. et mindre omfang af 
overvågning. Det skal også siges, at følelsen af at ens privatsfære bliver intimideret 
måske kunne mindskes/undgås på denne måde, eftersom de ansatte på sin vis giver 
deres ”tilladelse”, når de er med til at formulere en overvågningspolitik. Selv om det 
vil være sandsynligt, at hverken de ansatte eller ledelsen måtte finde, at deres ønsker 
via dette kompromis ville blive fuldstændig opfyldt, må dette være det bedste, 
eftersom vi har konkluderet, at man ikke har et frit valg i dets fulde betydning. Dette 
skal forstås udfra følgende ræsonnement: De ansatte ville muligvis være mest 
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tilfredse hvis de alene fik lov at bestemme hvorledes deres arbejdsplads skulle se ud. 
Som bevist i opgaven forholder det sig dog således, at ens personlige råderum 
indskrænkes på arbejdspladsen i og med at man er ansat under en bestemt politik og 
med et bestemt formål. Derfor er man nødt til at gå på kompromis. Om end 
arbejdsgiveren måske ville være mest tilfreds med en overvågningspolitik, der kunne 
sikre en konstant overvågning af de ansatte, således at han kunne se om reglementet 
blev overholdt, ville dette ikke være ønskværdigt for arbejdsgiveren hvis det 
medførte et arbejdsmiljø, der er utilfredsstillende for den ansatte. Dette skaber 
medarbejdere uden loyalitet for virksomheden.   
Det må dog være nødvendigt løbende at tage overvågningspolitikken op til revision, 
eftersom personalet udskiftes i alle virksomheder og teknologien konstant udvikles. 
Det står klart, at omfanget og konsekvenserne af overvågning afhænger af hvilken 
slags arbejdsplads, der er tale om. Man kunne forestille sig, at en arbejdsplads med 
ansatte, der kun bliver for en kort periode, ville være tilbøjelig til at tilgodese de 
ansattes velfærd mindre end en med stabile medarbejdere. Dette er dog en ond cirkel 
– dårlige arbejdsforhold får jo medarbejderne til at forsvinde, og de fleste 
arbejdsgivere ønsker sig vel et stabilt og dermed erfarent personale. 
Elektronisk overvågning på arbejdsmarkedet er et forholdsvist nyt fænomen, og 
udviklingen er sket så hurtigt, at det kan være svært at lovgive i samme fart som 
udviklingen. En anden årsag til at lovgivningen er uklar må være, at det er så komplekst 
en problemstilling, idet der kan fremføres rimelige argumenter både for og imod.  
Det er altså ikke let hverken at lave en lovgivning eller komme med den perfekte 
personalepolitik på området. Alligevel mener vi, at vi udfra vores opgave kan give et 
forslag til, hvad arbejdsgiveren skal have for øje, hvis vedkommende overvejer at 
indføre overvågning: 
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1. Selv om overvågning indføres for at forbedre økonomien, kan der være mange 
udgifter forbundet med den – alene i indkøbet af udstyret. Derfor skal det 
overvejes om det kan svare sig. 
2. Produktiviteten øges muligvis, men ikke nødvendigvis kvaliteten af arbejdet, 
da den ansatte måske føler vedkommende skal haste for at nå så meget som 
muligt. Desuden vil kreativitet og dermed nyskabelse muligvis hæmmes, 
eftersom den ansatte eventuelt vil holde sig til hvad personen ved er rigtigt, når 
han overvåges. 
3. Selv om arbejdspladsen naturligvis ikke er den ansattes hjem, mister 
vedkommende ikke sin privatsfære, når han er på arbejde. Derfor kan det 
hænde, at den ansatte finder overvågningen krænkende, hvilket vil skade 
arbejdsklimaet og loyaliteten. 
4. En overvågningspolitik må løbende revurderes, da der vil være skiftende 
personale, som eventuelt ikke vil finde den eksisterende politik brugbar. 
5. IT-politikken bør udformes i samarbejde med medarbejderne, således at stress-
faktoren ikke bliver et problem. 
 
Udfra vores faktiske problemformulering: hvilke etiske problemer er der i 
forbindelse med elektronisk overvågning af ansatte i virksomheder, må vi 
konkludere, at den etiske diskussion i forhold til overvågning er meget kompleks. 
I mange henseender er det svært at komme med et endegyldigt svar på de etiske 
problemstillinger, men en løbende dialog mellem arbejdsgiveren og de ansatte, 
samt en debat i samfundet som helhed, vil være nødvendig. 
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Perspektivering 
 
IT står centralt i den udvikling, der sker på arbejdspladserne i disse år, og vi må 
formode, at denne udvikling er progressiv. Teknologien vil i stigende omfang i 
fremtiden vinde mere indpas både i hjemmet og på arbejdspladsen. Det giver de 
ansatte mulighed for at udvikle sig og selv have stor indflydelse på deres hverdag.  
 Dertil kan ønsket om hele tiden at være på forkant med udviklingen også øge presset 
på arbejdspladsen. Som tidligere nævnt i konklusionen har det en pris. 
Informationsteknologien, den øgede fleksibilitet og det øgede ansvar medfører ofte 
mere arbejde og stress for både de ansatte og arbejdsgiverne. 
Samtidig har informationsteknologien, i løbet af de sidste 10-15 år, indtaget vores 
arbejdspladser med et løfte om fleksibilitet. Fleksibilitet er godt, også på 
arbejdsmarkedet, det giver dynamik i virksomhederne på et arbejdsmarked, der aldrig 
sover. 
Med hensyn til arbejdspladsen vil vi komme med nogle bud på, hvad man allerede 
nu som virksomhed bør overveje i forhold til udviklingen, set i forhold til 
teknologien. 
 
- At man som virksomhed bruger IT til at øge fleksibiliteten i arbejdslivet, så det 
også gavner familielivet og fritiden. Og at denne fleksibilitet bliver sikret såvel 
gennem reguleringer og overenskomster, som gennem god ledelse og en 
omsorgsfuld arbejdspladskultur. 
 
- Det fremtidige arbejdsmarked skal sikre, at IT udviklingen ikke øger presset på 
de ansatte unødigt. 
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- Vi har alle et ønske om kunne udfolde os individuelt i vores arbejdsliv og i den 
forbindelse skal vi sikre, at anvendelsen af IT organiseres på en måde som ikke 
spænder ben for fællesskaberne på arbejdspladsen. Her kan nævnes, at 
overvågning i virksomhederne kan være med til at hæmme nogle af disse 
relationer, hvis de ansatte ikke tør foretage sig noget og overvågning kan 
hæmme kreativiteten.  
 
- IT baner vejen for, at kompetenceudvikling og tilegnelse af viden kan ske på 
nye områder. Men det kræver en konstant uddannelse af de ansatte på 
arbejdspladsen. 
 
- Og sidst men ikke mindst, skal der måske i fremtiden fokuseres mere på, at 
kombinere arbejdslivet, uddannelse, familieliv og fritid, set i lyset af ønsket om 
et mere fleksibelt arbejdsmarked. 
 
Disse punkter er sikkert ikke de eneste punkter, man bør overveje, for at imødegå 
nogle af de problemer som er og kommer i forbindelse informationsteknologiens 
udvikling. Udviklingen sker så hurtigt i dag, at en løbende debat på arbejdsmarkedet 
og i samfundet som helhed vil være relevant. 
Man kunne forestille sig et scenarium, hvor mødelokalet er nedlagt. For at 
imødekomme ønsket om fleksibilitet, har man i virksomheder valgt at bruge web-
kameraet i et meget større omfang. Nu kan man sidde derhjemme, i toget, i flyet etc. 
og holde et møde.  På samme måde kunne man efteruddanne sine medarbejdere via 
IT. Den ansatte kan følge kurser, som bliver sendt pr. mail, og skrive opgaver som 
bliver sendt tilbage pr. mail. Man behøver ikke længere at tage sine medarbejdere ud 
af deres normale hverdag, for f.eks. at følge et kursus i den anden ende af landet. Man 
sparer altså den ansatte for at overnatte et andet sted, og derved også at få mindre tid 
 - 69 - 
”In God we trust – the rest we monitor”  Formalia 
 
sammen med den familie der allerede bruger meget tid uden for hjemmet. Bagsiden 
af medaljen er selvfølgelig, at en overvågning her er ret ligetil. Alt foregår jo gennem 
det elektroniske medie, og kan lagres lige såvel som alt andet elektronisk. En frygt fra 
medarbejderens side kunne være at, det lagrede materiale og udtalelser kan hentes 
frem og bruges igen. Men til en vis grad har arbejdsgiveren den samme frygt, for 
også han ville jo blive lagret, når han er i dialog med sine ansatte via IT. Til slut kan 
man fremføre, at det i fremtiden, sikkert ikke kun er på arbejdspladsen, overvågning 
vil finde sted. Man kan forestille sig to forskellige situationer, enten at denne debat er 
mere aktuel end nogensinde, eller at man har forliget sig med tanken om en konstant 
overvågning i mere eller mere grad. Det vil tiden kun vise. 
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Formalia 
 
Dimensionsredegørelse 
Vi mener selv at have opfyldt dimensionerne filosofi og fremmedsprog. Vores 
opgave er af filosofisk karakter, eftersom vi beskæftiger os med etik. Vores læste 
litteratur har primært været på engelsk. Selvom der optræder mange danske artikler 
og titler i litteraturlisten er over 80% af vores kilder på engelsk. Med vores 
overordnede tema, ”brud og kontinuitet”, har vi forsøgt at redegøre for at den 
elektroniske overvågning er muliggjort med den teknologiske revolution, som må 
anses for et brud. 
Abstract 
Projektet omhandler elektronisk overvågning på arbejdspladsen. Det er et filosofisk 
projekt, med stillingtagen til privatsfæren, arbejdsgiverens argumenter for at 
overvåge, og de modargumenter som automatisk opstår i kølvandet af dette. Projektet 
er bygget op som en diskussions opgave, hvor mange aspekter omkring overvågning 
er overvejet, både ud fra et etisk synspunkt, men også med henblik på bl.a. teknologi, 
forholdet mellem ledelsen og den ansatte, regler og ressourcer på arbejdspladsen og 
hvordan overvågningen foregår i praksis. Vi lægger vægt på etikken, hvor 
spørgsmålet om det frie valg, fleksibilitet, produktivitet og stress bl.a. behandles. I 
konklusionen vurderes det hvorvidt det er rimeligt, at overvåge ansatte. Derefter 
perspektiverer vi og ser på fremtiden og den rolle som overvågning kan komme til at 
spille. 
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Bilag 1 – Oranges IT-politik 
 
Purpose:  
The purpose of this IT & Data Policy is to ensure: 
 
· the employee's privacy, according to Danish Constitutional Law 
· that the IT systems are used for supporting the business of Orange 
 
---------------------------------------------------------------------------- 
Responsibility:  
The CEO has the overall responsibility for the policy and the authority to 
grant access to employees' network drives according to the policy defined 
below. 
 
---------------------------------------------------------------------------- 
Scope:  
The IT & Data Policy is defined to provide guidelines to all employees 
regarding the daily use of the company's IT systems. 
 
---------------------------------------------------------------------------- 
Policy:   
The IT & Data policy of Orange is that: 
 
· Data stored on the server drives is the property of Orange 
· Orange PC's are intended for professional use only, and Orange accepts no 
personal data on the servers 
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· The use of the Internet should be of a work related professional nature 
only 
 
---------------------------------------------------------------------------- 
Personal data:  
Personal data can be stored on the employee's hard drive (known as the C:\ 
drive). These data will not be backed up and, and employees must be aware 
that such data risk being erased, e.g. in connection with reinstallation of 
the PC or installation of new software. 
 
---------------------------------------------------------------------------- 
Illegal usage:  
Orange is not legally responsible for any violation of copyrights of files 
or for any other illegal usage of the IT systems or software. This 
responsibility lies with the users. 
 
---------------------------------------------------------------------------- 
E-mails:  
Both internal and external communication is largely based on e-mail, so all 
employees must be aware that all electronic communication is the property of 
Orange. 
 
The e-mail storage is limited to 100 MB pr user. When the data exceeds 100 
MB, the user will not be able to send new e-mails until enough mails are 
deleted to reach below the accepted level of 100 MB. 
 
---------------------------------------------------------------------------- 
 - 79 - 
”In God we trust – the rest we monitor”  Bilag 1 – Oranges IT-politik 
 
Access:  
With the purpose of retrieving Business relevant information stored on the 
Orange PC, Orange may in special cases enter an employee's PC. These cases 
are: 
 
When a user has left Orange  
In case of long-term illness where relevant business information is stored 
on the Orange PC  
By entering a PC means obtaining access to all user drives, databases and 
e-mails. 
 
When a user has left Orange, the user's personal mailbox will be deleted. In 
order to perform this operation Orange will enter the user's mail system. In 
this case e-mails will not be read. 
 
Bypassing a user password is a sensitive matter, both when it comes to 
security and the privacy of the user. 
 
Therefore Orange must respect the following guidelines: 
 
Re. 1: When an employee has left Orange, permission to access the employee's 
data can be authorised only by the division director or the CEO. The 
division director or CEO must by e-mail authorise this action in each case. 
 
Re. 2: For users still employed by Orange, the CEO can give the 
authorisation only - regardless of the reason.  
---------------------------------------------------------------------------- 
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Authority:  
Orange will on a regular basis perform a screening of the personal network 
drives.  
 
This is done using a scanner application that creates a list sorted by file 
type for every user.  
 
Since it is technical possible to hide files from the automatic screening, a 
trusted team of two Orange operators will perform spot-tests every month. 
The StratCo committee appoints the trusted employees. 
 
To investigate the result of the screening and also during the back-up 
procedure the trusted employees do also have the authority to analyse any 
personal network drive. 
 
In order to control the system-account and the backup-account the domain 
administrators must have access to all files. If these access rights are 
removed they will be restored.  
 
Employees failing to comply with the IT & Data Policy will be notified by 
e-mail. 
 
Employees trying to hide files will receive a warning from their direct 
manager. Orange has the right to consider termination of the contract if 
employees continue to disrespect the companies IT & Data Policy.  
 
---------------------------------------------------------------------------- 
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References:  
All present and new Orange employees will receive an electronic version of 
the IT & Data Policy for electronic signature.  
 
The IT & Data Policy will always be available in the process and document 
tool - Delphi. 
 
In the employee handbook on the intranet all employees can find a link to 
the policy in Delphi. 
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Bilag 2 – Interview med Orange 
Med Claus Nørtoft Thomsen 
 
I det følgende vil spørgsmål være markeret med et fedt i (I), og svarene være 
markeret med et fedt c (C). 
 
C: Som sagt er det jo med fokus på omkostningerne, og det er det jeg kigger en hel 
del på…, og det er egentlig også det der på et tidspunkt medførte at vi fandt ud af at 
vi skulle lave en datapolitik. Fordi dansk lovgivning siger at hvis man ikke har fortalt 
medarbejderne at der er en datapolitik hvor at man har og gør nogle ting på 
virksomheden mht. til brugernes data så har man faktisk ikke lov til det. Så det satte 
vi os ned og lavede. Det tog faktisk overraskende lang tid at lave fordi der er altid to 
parter i sådan en sag. Der er dem der gerne vil beskytte brugernes interesse og så 
sådan en som mig som gerne vil have fuld ret til at sikre at ressourcerne der står til 
rådighed bliver brugt på den rigtige måde. Og det jeg kunne se ude i horisonten det 
var en mulighed for at downloade hele spillefilm som fylder de der 7-800 MB. Og 
hvis ikke jeg har ret til at se hvor folk gemte det og hvad de gemte jamen så kunne vi 
investere os ihjel på disk. Det er da også sådan i dag at vi finder de der spillefilm 
rundt omkring og de bliver så slettet så folk bruger det jo. Folk har jo ikke gjort sig 
tanker om hvad IT koster og hvor mange omkostninger der er. Ressourcerne er der og 
man bruger dem fordi man har brug for dem til nogen fortæller en at det må man 
ikke. 
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I: Det er jo det der er det store problem, ja hvis man ikke har fået at vide hvad man 
helst ikke må 
C: Ja, nu lyder det som om jeg kun tænker på omkostningerne. Det gør jeg sådan set 
ikke, jeg er også interesseret i at det bliver et tåleligt miljø.  Det er også derfor man 
kan se i denne datapolitik at vi går egentlig ikke ud og siger noget om hvad folk de 
må kigge på, på Internettet. Det mener jeg i virkeligheden, og det er min egen 
personlige holdning, og det var så også den jeg præsenterede for vores ledelse 
dengang, at det er en ledelsesmæssig opgave at sørge for at folk de har opgaver nok 
til at udfylde deres tid og hvis ikke folk de sørger for at aflevere til tiden, så er det en 
ledelsesmæssig opgave at gå ind og følge op på det og se om der er nogen der skal 
hjælpes. Når folk så sidder om natten og der ikke er nogen der ringer alligevel i 
kundeservice og surfer på – ja, hvad de nu kan finde på at surfe på – politiske sider, 
religiøse sider eller porno sider… jeg er hamrende ligeglad, bare de ikke går ind og 
ødelægger det vi har internt i huset. 
 
I: Hvad med sådan noget som image? Hvis man sender en e-mail videre - hvor der 
står et Orange ikon nede i bunden, hvordan har i det med det? 
C: Vi har ikke lavet noget, men man kan sagtens bruge teknologien til at scanne mail 
der ryger både ind og ud af huset for ord. Jeg har en historie – det er min far der 
sendte en mail til en kunde – og så blev den tilbagevist fordi han havde skrevet ”shit” 
i e-mailen. Så han fik simpelthen en e-mail fra denne her gateway eller fra firewallen 
hos modtageren der sagde at der var brugt et upassende ord. Men så fik han bare den 
besked af ham i den anden ende at han skulle bare sætte et mellemrum ind mellem 
hvert bogstav. Historien viste to ting: Den viste at man kan bruge teknologi til at 
scanne for den slags ting og styre de ting men den viste også hvor let det er at omgås 
den slags ting og så er det kattens jagt efter musen. Der tror jeg mere på at den 
afdeling som vores kommunikationsafdeling har den opgave og kommunikere ud 
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hvad det er for et image, hvad der er god tone og hvad der er af regler for brugen af 
vores logo – vores autosignatur – og sådan nogle ting og det ved jeg også at der er 
nogen der gør. Der er kommet nogle retningslinier for det.  
 
I: Men har der så ikke været lidt splid omkring de forskellige afdelingers interesse? 
Du interesserer dig mest for selve udstyret hvorimod at man kan sige at ledelsen de 
måske tænker mere på produktivitet og image. Var der lidt splid omkring hvilken 
interesse der egentlig skulle varetages? Hvad der var første prioritet? Eller var det dig 
der bare gav et oplæg? 
C: Det her har faktisk været et samarbejde. Jeg er kommet med et oplæg og det har så 
været igennem vores personaleafdeling. 
 
I: Det vil sige at det er lavet i samarbejde med medarbejderne? 
C: Ja, det kan man godt sige. Jeg har brugt medarbejderne eller jeg har brugt 
personaleafdeling som repræsentanter for medarbejderne og sagt: ”Jamen det er jo et 
personalespørgsmål det her. Hvor stramt skal det køres?”. 
 
I: Jeg tror nok du selv har sagt på et tidspunkt at du ikke mente der var noget i denne 
her der kunne støde nogen. 
C: Nej, det mener jeg ikke den kan. 
 
I: Og det har du fuldstændig ret i. det er et eller andet sted en meget blød politik men 
en af de ting jeg gerne ville have uddybet - ”For users still employed by Orange, the 
CEO can give the authorisation only - regardless of the reason”. Det er det eneste jeg 
decideret godt kunne tænke mig at høre lidt mere om. Om det er noget der 
nogensinde er blevet brugt eller om det er et forbehold.  
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C: Det er blevet brugt! Vi kan jo komme i en situation hvor vi står overfor et 
samarbejde – en partner, en kunde, hvor der kører en dialog på mail mellem den 
ansatte og den anden part. Hvis nu den ansatte lægger sig syg, har fået en tagsten i 
hovedet eller er blevet kørt ned, eller er længerevarende syg så er det utroligt vigtigt 
for forretningen, at vi kan følge med. Det kan handle om flere hundrede millioner og 
har også på et tidspunkt gjort det. Så er det klart at så må der gives grønt lys for det. 
Den måde vi så har sikret medarbejderen på er ved at sige at det skal helt op til vores 
øverste topchef. Så længe det er en ansat medarbejder. Hvis det er en medarbejder der 
er blevet fyret så er der lidt andre forbehold og forhold. Det er egentlig let udfra den 
tanke at hvis man er medarbejder og har sagt sit job op eller er fyret eller bortvist så 
er man et fæ hvis man ikke går ind og rydder mails op der ligger og andre kan kigge 
på. 
 
I: Det var selvfølgelig den ene mulighed. Den anden var om man med baggrund i en 
begrundet mistanke… Har i haft et konkret eksempel hvor en medarbejder har gået 
ind og udnyttet information som han ikke måtte via mail. Hvor I på en begrundet 
mistanke har været inde og bruge den regel? 
C: Det er svært. Det sker så sjældent. Det er ikke noget jeg går og husker så meget på 
fordi for mig handler det om at sikre at godkendelserne er i orden og så tænker jeg 
ikke så meget på hvorfor man er inde og kigge vi har selvfølgelig haft nogle tilfælde 
hvor folk har misbrugt systemerne, og hvor vi har måttet ind og se hvem de har 
kontaktet. Men i de tilfælde jeg sidder og tænker på har det ikke været om 
produktplaner og så videre, men om vedkommendes egen stilling eller fremtidige 
stilling – eller en enkelt medarbejder der gjorde alle sine kontakter opmærksom på at 
nu havde han sagt op og startede for sig selv. 
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I: Den er jo heller ikke helt legitim. 
C: Nej. Det svarer jo til at man som sælger tager kundekartoteket med sig når man 
siger op. Men med hensyn til det der står i vores IT-politik skal i vide at det hele tiden 
er noget vi løbende evaluerer. Der står for eksempel ikke noget om at vi kigger på 
brugen af Internettet, men det er ikke det samme som at vi ikke følger med i om det 
er nødvendigt at gå ind og kigge på brugen af det. Helt konkret har vi lige for 
øjeblikket et problem med båndbredde og kapacitet med vores netværksudstyr som 
skyldes at der er de her musiktjenester – disse små klienter bliver installeret i flæng 
og de trækker altså. Så der sker nok et eller andet hvor vi på en pæn måde vil 
orientere på Intranettet at vi har et problem med det, og at de ikke er på den måde 
systemet skal bruges. IT-udstyret skal bruges til arbejde. 
 
I: Men allerede det at i vælger at orientere i stedet for at slå ned på de enkelte siger jo 
en hel del om jer – kun til det gode 
C: Gennemsnitsalderen i Orange er 30 – hvis man ikke tæller kundeservice med. Så 
ryger den helt ned på 26. Det er en meget lav gennemsnitalder, så brugerne af 
systemet er meget unge og har jo et naturligt brugsmønster. 
 
I: Hvad med programmer som screener hvilke hjemmesider brugerne besøger. Bruger 
i sådan nogle programmer til at få statistikker på? 
C: Nej. Det har vi ikke. Det eneste vi gør er at vores firewall logger rent faktisk alt 
informationen. Så vi har den hvis vi skal bruge den. Det vi bruger de informationer til 
er at lave en top 20 over de mest besøgte hjemmesider. Det er det eneste. Der er ingen 
referencer til medarbejdere – det eneste der står er hvor mange klik der har været på 
en bestemt hjemmeside. Dette giver os en idé om hvorvidt vi skal stramme op – den 
smule information behøver vi. 
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I: Det undrer mig lidt at i ikke bruger de loggede data til mere 
C: Det er jo kattens jagt op på musen ikke? Vi ville komme til at bruge så mange 
ressourcer på det at det ikke kan betale sig med mindre det er et reelt problem. Hvis 
det er et egentligt problem så handler det mere om holdningsbearbejdelse. Det var 
også derfor at i kom ned og så serverrummet før. Det handler om at gøre 
medarbejderne begribeligt hvad det er for omkostninger forkert brug af systemet 
medfører. At give en fornemmelse af størrelsen af det her ikke? 
 
I: Hvor mange ansatte er i? 
C: 1131 fastansatte i hele Danmark. Men vi administrerer hele Oranges i Danmarks 
ressourcer herfra. Personligt administrerer jeg klient PC´erne – Så er der andre der 
sørger for diskkapacitet, og ressourcer, backup osv. Jeg tror at vi skal være varsom 
med at bruge teknikken til at styre folk – I stedet skal vi sørge for at give folk de 
rigtige holdninger. Hvis først man har folk som ikke har de rigtige holdninger, så vil 
man hvis man begynder at bruge teknikken for at finde ud af om de misbruger 
systemerne finde ud af hvordan de kan omgås. Og det kommer man ingen vegne 
med. Så er det meget bedre at gøre det til et ledelsesmæssigt problem og hvis folk så 
ikke får løst deres opgave så må man som leder have en samtale med folk og hvis det 
ikke hjælper så er der processer der beskriver det. Sådan er det jo! 
 
I: Det var meget pænt formuleret. Har i på noget tidspunkt da i udarbejdede denne 
her politik overvejet det etiske i at gå ind og kigge på andre folks personlige 
informationer. 
C: Jo altså. Den dag man sidder og åbner et dokument, og for eksempel ser nogle 
intime billeder som folk har gemt i et Word dokument – det her er en rent tænkt 
situation – Det er også sådan nogle ting vi har overvejet – når man støder på sådan 
nogle ting fra folks privatliv kan man jo undre sig over at de har gemt de ting på et 
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netværksdrev i virksomheden. Men holdningen er egentligt at de medarbejdere som 
vi har der er sat til at administrere de her servere – de er valgt til den stilling. De er 
udvalgt, så det er ikke hvem som helst der får lov til at sidde og åbne filer, og hvis det 
misbruges så er der ikke engang gult kort. Altså hvis jeg for eksempel sad – Jeg kan 
godt gå ind og åbne folks filer – Hvis jeg nu gik ind og gjorde det og fandt et rigtigt 
fedt billede af en medarbejder og sendte det ud på Intranettet – jamen… jeg ville ikke 
engang nå at få det gule kort. Det ville være rødt kort på stedet. Fordi det er rent 
misbrug af ens stilling, og det er det også for de førnævnte medarbejdere. Så finder 
man sådan noget – og det kan sagtens være grove ting – så sletter man det, og så 
holder man sin kæft om hvem det er der har haft det liggende. Man kan køre en 
dialog med vedkommende. Vi har set den her fil og ved godt hvad det handler om, og 
den fil er altså nu slettet. Men når vi ikke gør det, så er der sjovt nok ikke nogen der 
beder om at få en fil retableret. Men det er jo ikke ligefrem ekstrabladsjournalister vi 
har ansat til det. Og det er de overvejelser vi har gjort. 
Så det er ren professionalisme det handler om. 
 - 89 - 
”In God we trust – the rest we monitor”  Bilag 3 – Novo Nordisk IT adfærdskodeks 
 
Bilag 3 – Novo Nordisk IT adfærdskodeks 
 
Anvendelsen af Novo Nordisk's IT-systemer skal foregå med omtanke og til løsning 
af arbejdsopgaver for Novo Nordisk. Novo Nordisk's postsystem eller Internetadgang 
kan undtagelsesvis anvendes i privat sammenhæng til korrespondance eller 
informationssøgning. 
 
Novo Nordisk's IT-systemer må ikke anvendes så det kan:  
- skade Novo Nordisk's omdømme  
- påvirke tilgængeligheden til Novo Nordisk's IT-systemer eller fortroligheden af 
Novo Nordisk's data på anden måde være til gene for Novo Nordisk's medarbejdere, 
samarbejdspartnere eller kunder. 
 
Misbrug af Novo Nordisk's IT-systemer kan medføre påtale/advarsel/afskedigelse og 
i grove tilfælde bortvisning. 
 
Det skal præciseres, at det ikke er tilladt at downloade og/eller videresende musik- og 
videofiler, pornografisk og racistisk materiale, kædebreve eller misbruge 
licensbeskyttet software. Overtrædelse kan medføre bortvisning. 
 
Korrespondance og anden kommunikation, der afvikles fra Novo Nordisk's 
kommunikations- og postsystem betragtes som skreven korrespondance, der tilhører 
Novo Nordisk, og som Novo Nordisk derfor kan gøre sig bekendt med og disponere 
over som anden korrespondance til og fra virksomheden. Enhver korrespondance til 
og fra virksomhedens arbejdspladser kan tænkes uddraget og fremlagt i forbindelse 
med retssagsbehandling, der involverer Novo Nordisk. 
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Privat anvendelse af postsystemet skal udtrykkeligt markeres i det meddelelsesfelt, 
der anvendes ved afsendelse og lagring. Privat korrespondance har Novo Nordisk kun 
adgang til som led i den almindelige driftsovervågning, herunder ved den 
lejlighedsvise kontrol af systembelastning m.v. til og fra den enkelte medarbejders 
arbejdsplads. 
 
Novo Nordisk forbeholder sig ret til løbende at overvåge, at IT anvendelsen finder 
sted i overensstemmelse hermed. 
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Bilag 4 – Rambølls e-mail politik - Rev. 2002-01-21 
 
Rambølls mailsystem er et kommunikationssystem til brug for firmaets drift  
og opgavernes afvikling.  
Det er dog tilladt for medarbejderne i nødvendigt og ikke belastende omfang  
for systemet at anvende dette til private meddelelser.  
Dette indskrænker imidlertid ikke firmaets adgang til at gøre sig bekendt  
med mailsystemets indhold, under iagttagelse af hensynet til at mails kan  
være private.  
Af hensyn til drift og sikkerhed af de elektroniske systemer foretages en  
daglig logning, som ikke destrueres. Det betyder, at alle mails inklusive  
evt. private mails ligger i logsystemet.  
Firmaet foretager ikke løbende generel overvågning af mailsystemet eller af  
enkeltmedarbejderes e-post.  
Firmaet har dog i henhold til lovgivningen og de af datatilsynet beskrevne  
retningslinier ret til gennemgang af e-post når der ligger en berettiget  
interesse i at gøre dette. Firmaet har i denne forbindelse ikke ret til at  
åbne mails, der utvetydigt er af privat karakter.  
I forbindelse med fratrædelser slettes mailboxen kort tid efter at  
medarbejderen er rejst. Firmaet (afdelingslederen) tager stilling til  
indholdet i mailboxen forinden sletning.  
Medarbejderne skal være opmærksomme på, at en medarbejders private mail  
afsendt fra firmaet af en modtager kan opfattes som en Rambøll mail som  
følge af, at den er afsendt fra Rambølls mail-system. 
 
Kilde: Rambølls medarbejderhåndbog 
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Fra: “Viden om” – Medarbejderblad for ansatte I Rambøll – Oktober 2002, nr. 18 
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Bilag 6 – Fra Bender.dk 
”Dom om overvågning og kontrol af en medarbejders e-mail og Internetaktivitet.” 
af Advokatfirmaet Bender.dk 
 
Retten i Brædstrup har den 15. april 2002 givet en medarbejder medhold i at privat 
brug af arbejdsgiverens e-mail-system og internetforbindelse ikke var grund nok til at 
bortvise medarbejderen og ej heller en saglig grund for at opsige denne. 
Arbejdsgiveren på en mindre arbejdsplads havde generelt givet medarbejderne lov til 
at bruge arbejdsgiverens e-mail-system og internetforbindelse til privat brug, blot det 
skete uden at belaste arbejdet. 
 
En medarbejder havde igennem længere tid sendt/modtaget private e-mails via 
arbejdsgiverens e-mail-system, ligesom medarbejderen surfede på Internettet i privat 
øjemed. Arbejdsgiveren havde et par gang sagt til medarbejderen, at han skulle passe 
på, at dette private brug ikke tog overhånd, ligesom arbejdsgiveren havde meddelt 
medarbejderen, at brug af Internettet til private formål ikke skulle belaste 
arbejdstiden. Medarbejderen betragtede ikke disse henvendelser som egentlige 
advarsler, og han arbejdede af og til over for at kompensere for dette private forbrug. 
Arbejdsgiveren havde ikke orienteret om, at der skete overvågning af medarbejderens 
aktivitet på Internettet, men det var medarbejderne bekendt, at man kunne gå ind på 
hinandens e-mail-konti, hvilket bl.a. skete for at besvare kundehenvendelser m.v. 
I december 2000 var arbejdsgiveren gået ind på medarbejderens Internetbrowser og 
der set og udskrevet en liste over de websites, medarbejderen havde besøgt i privat 
øjemed, ligesom arbejdsgiveren også havde gennemset medarbejderens e-mail-konti, 
og antageligvis åbnet og læst private e-mails. 
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Arbejdsgiveren mente at have givet klare advarsler, ligesom arbejdsgiveren mente, at 
det måtte have stået medarbejderen klart, at det meget store private brug af e-mails 
og Internet gik ud over arbejdet. Arbejdsgiveren var i øvrigt utilfreds med 
medarbejderens arbejde, idet bl.a. frister ikke blev overholdt, hvilket bl.a. efter 
arbejdsgiverens opfattelse skyldtes det store private brug af Internettet samt, at 
medarbejderen ikke arbejdede over. Medarbejderen mente, at den private brug af e-
mails og Internettet ikke gik ud over arbejdet, og at han ikke havde hørt, at 
arbejdsgiveren ligefrem var utilfreds med hans arbejde. Vedrørende frister mente 
medarbejderen ikke, at der var frister. 
 
Retten lagde til grund, at der ikke var klare retningslinier for medarbejdernes e-mail 
og Internetaktivitet, men at det var tilkendegivet, at medarbejderen gerne måtte bruge 
Internettet til private formål. Medarbejderen havde arbejdet over, og det private brug 
var derfor efter rettens opfattelse ikke af et sådan omfang eller karakter, at 
medarbejderen havde misligholdt sin ansættelsesaftale, og det var derfor ikke 
berettiget at bortvise medarbejderen. Medarbejderen havde heller ikke i øvrigt 
handlet på en sådan måde, at dette kunne berettige en opsigelse. 
Arbejdsgiveren blev derfor dømt til at betale løn i opsigelsesvarslet samt betale 
godtgørelse for usaglig opsigelse. 
 
Dommen viser, at arbejdsgivere bør udarbejde klare retningslinier for medarbejdernes 
brug af arbejdsgiverens IT-ressourcer, herunder navnlig brug af e-mail og Internettet 
til private formål. Såfremt disse retningslinier ikke følges, bør arbejdsgiveren give 
klare advarsler til medarbejderen med en klar definition af, hvad medarbejderen må 
og ikke må for fremtiden. Af bevismæssige årsager bør disse advarsler ske skriftligt. 
Bortvisning bør endvidere altid overvejes nøje, idet der skal være tale om grovere 
brud på retningslinierne, før bortvisning kan komme på tale. 
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Medarbejderens fagforening Prosa havde ved sagens start anmeldt arbejdsgiveren til 
henholdsvis politiet for overtrædelse af reglerne om brevhemmelighed samt til 
Datatilsynet for overtrædelse af persondataloven. 
 
Anmeldelsen til politiet var sket, fordi arbejdsgiveren antageligvis havde åbne og læst 
private e-mails til og fra medarbejderen, hvilket som udgangspunkt er en 
overtrædelse af straffelovens regler om brevhemmelighed. Statsadvokaten nægtede at 
starte en efterforskning af sagen. Statsadvokatens begrundelse forekommer ikke 
umiddelbart korrekt, idet Statsadvokaten skriver, at medarbejderen kunne have brugt 
en "privat" del af systemet, med hvilken Statsadvokaten sandsynligvis mener, at 
medarbejderen kunne have anvendt sin Hotmail-konto beskyttet af password til 
private formål. Statsadvokaten anfører endvidere, at medarbejdernes e-mail-konti var 
tilgængelige for alle på arbejdspladsen, og man kunne gå ind på hinandens e-mail-
konti, og at medarbejderen havde anvendt e-mails til private formål efter, at det var 
blevet påtalt for medarbejderen. Ovenstående begrundelser ses imidlertid ikke at være 
umiddelbart relevante i forhold til den situation, hvor en person antagelig bevidst 
åbner og læser en anden persons private e-mail. Brevhemmeligheden må være 
beskyttet, uanset at der var mulighed for at bruge et andet system, som arbejdsgiveren 
ikke havde adgang til, uanset at man forholdsvis let kunne gå ind på hinandens e-
mail-konti, og uanset om arbejdsgiveren havde meddelt, at den private anvendelse 
ikke måtte belaste arbejdstiden. Datatilsynet udtalte, at det kunne være sagligt at 
overvåge og kontrollere en medarbejders e-mail og Internetaktivitet, og at dette kan 
ske uden egentlig samtykke fra medarbejderen. Det kræves dog, at medarbejderen er 
orienteret om denne registrering/overvågning og eventuel senere kontrol. Da der var 
tvist om, hvorvidt denne orientering var givet, og da der verserede en sag om bl.a. 
dette forhold, afviste Datatilsynet at foretage sig yderligere. Det er usikkert, hvorvidt  
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Datatilsynet på ny vil behandle sagen efter, at sagen nu er afgjort, og det vel af 
dommen kan udledes, at medarbejderne ikke var orienteret om, at der skete 
overvågning og kontrol. 
 
Det skal afslutningsvist bemærkes, at Datatilsynet anfører, at en arbejdsgiver ikke må 
læse private e-mails, men henviser dog til anklagemyndigheden vedrørende dette 
spørgsmål, da der er tale om en straffelovsovertrædelse. 
********* 
Rådgivning om ovenstående emne kan indhentes hos Bender.dk, mail@bender.dk. 
Skanderborg, den 3. juni 2002 
Copyright Bender.dk 
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