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5. CONCLUSIONES Y RECOMENDACIONES 
6. TRABAJOS FUTUROS 
BIBLIOGRAFÍA 
 
DESCRIPCIÓN: La auditoría al control de acceso del sistema de información de la 
Interventoría de la Universdiad de Antioquia , bajo la norma ISO 27002 validó los 
controles de acceso que permitió evidenciar el cumplimiento de la mayoría de las 
buenas prácticas generalmente aceptadas en temas de seguridad de los sistemas 
de información con el fin de mejorar la seguridad del sistema de información, que 
garantice el control de acceso. 
 
METODOLOGÍA: Aspectos metodológicos de COBIT, COSO e ISO, dirigidos a la 
evaluación de buenas prácticas en el dominio de control de acceso de la norma 
ISO/IEC 27002 del sistema de información de la Interventoría de la Universidad de 
Antioquia. 
 
PALABRAS CLAVE: ADMINISTRADOR DEL SISTEMA DE INFORMACIÓN, 
CONTRATO, CORRESPONDENCIA, INTERVENTORÍA, MÓDULO, SISTEMA DE 
INFORMACIÓN, TIPOS DE SISTEMA DE INFORMACIÓN. 
 
CONCLUSIONES: La realización de la auditoría al control de acceso del Sistema 
de Información de la Interventoría permitió evidenciar que se cumplen con la 
mayoría de lineamientos impartidos en la norma ISO/IEC 27002, dando gran valor 
a la seguridad del aplicativo de la Universidad de Antioquia. 
 
El trabajo realizado permitió identificar los principales controles de acceso que 
garantizan un nivel óptimo de la seguridad de la información en el sistema de la 
Interventoría. 
 
La evaluación de estos controles permitió detectar aspectos a mejorar que 
permitirían enriquecer el nivel de seguridad ofrecido por el sistema de la 
Interventoría de la Universidad de Antioquia. 
 
Con el informe presentado, se concluye la importancia de realizar auditorías 
internas con el fin de mejorar los procesos en la seguridad de la Información del 
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Se recomienda como trabajos futuros, realizar auditoría incluyendo el resto de los 
dominios que estableció la norma ISO/IEC 27002 con miras a ofrecer un sistema 
de información que garantice un nivel muy alto en la seguridad de la información 
en todos los niveles. En este sentido se podría adherir un plan de auditoría cada 
cierto periodo, que podría ser de manera semestral que tenga en cuenta la 
valoración de los activos y los riesgos asociados a cada uno de ellos 
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