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Abstrakt 
De senaste åren har utnyttjandet av elektronisk handel ökat markant världen vilket har 
genererat i en effektivare konsumtion och bättre möjligheter för E-handelsföretag. 
Detta är mycket tack vare att säkerhet hos nuvarande betalningssystem ökat och att 
det blivit enklare att använda. Det är i alla fall vad allmänheten tror. I denna uppsats 
granskar vi E-betalningssystem utifrån ett användarperspektiv för att undersöka 
kryptovalutans potential att etableras som en erkänd valuta och använder Bitcoin som 
forskningsobjekt. För att få en inblick i framtiden jämför vi prestandan hos Bitcoins 
med två av dagens största aktörer för nuvarande betalningssystem, Verified by VISA 
och PayPal. Vi granskar dessa betalningssystem utifrån frågor som berör huruvida 
kryptovalutor är en hållbar lösning och avgör kryptovalutors potentiella 
konkurrenskraft. I denna uppsats föreslås även ett konceptuellt ramverk för värdering 
av hur användarmottaglig ett elektroniskt betalningssystem är. 
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1 Inledning 
Det har under senaste tiden utvecklats nya metoder att genomföra transaktioner över 
internet och kryptovalutor är den senaste trenden för betalningsalternativ. En 
kryptovaluta är en modern typ av valuta och ett betalningsalternativ som tagit allt mer 
utrymme. Bitcoin är den överlägset mest etablerade kryptovalutan i dagsläget med ett 
marknadsvärde på över $5,700,000,000. Valutan är decentraliserad och bygger på ett 
“peer-to-peer” nätverk (Barber et al. 2012), vilket innebär att det inte existerar någon 
central bank eller myndighet som kontrollerar valutan (Coinmarketcap, 2014).  
 
Den första transaktionen av Bitcoin gjordes 29 Januari 2009, två år senare fanns det 
hela 6.5 miljoner Bitcoins i cirkulation mellan 10 000 användare. Bitcoin har 
etablerats världen över med en kontinuerlig tillväxt. Under 2013, i december månad 
hade Bitcoin sin hittills högsta pik med ett värde på hela 1,100USD/BTC. Efter fler 
incidenteter gällande bland annat en börskrasch, bedrägeri och attacker mot större 
valutaväxlare som hanterar Bitcoins, har värdet på Bitcoin minskat drastisk, vilket har 
skapat en stor osäkerhet kring valutan. (Reid & Harrigan, 2011). Vid sidan av detta 
har förtroendet för dagens banker minskat till följd av den bankkris som uppstod efter 
finanskrisen 2008 och senaste tidens systemhaveri som drabbat tusentals 
bankanvändare (Tuvhag. E, 2013). Bitcoin har tagit ett ordentligt fäste och skaffat 
många lojala användare världen över och bevakas dagligen av media. Det spekuleras 
vilt kring Bitcoins framtid men faktum är att denna nya typ av valuta är etablerad och 
existerar idag och om inte Bitcoin lyckas, finns det över 200 stycken andra 
kryptovalutor som har potentialen (Coinmarketcap, 2014). 
 
Användandet av Bitcoin som betalningsmedel ökar kontinuerligt och fler och fler 
företag väljer att acceptera betalningar i Bitcoins. De har dock en lång väg kvar till de 
största aktörerna för betalningslösningar idag. Vissa hävdar att kryptovalutor inte är 
en hållbar lösning och kommer dö ut mest på grund av att det inte har något egentligt 
värde. Andra menar dock det motsatta, att det har all potential den behöver för att bli 
en etablerad betalningsvaluta och dess värde definieras av utbud och efterfrågan. Det 
är dock ett flertal egenskaper som krävs för att lyckas som betalningslösning. Nedan 
går vi in på djupet huruvida de redan etablerade betalningslösningarna och Bitcoin 
uppfyller de kriterier som egentligen krävs. 
1.1 Bakgrund 
Vi valde att utforska huruvida kryptovalutor är en hållbar betalningslösning med 
anledning att det är en helt ny typ av valuta som för många fortfarande är okänd trots 
att den under senare tid fått mycket uppmärksamhet i media. Det finns väldigt lite 
forskning som tidigare berört detta ämne, så att utforska ett oexploaterat område har 
varit motiverande och ökade intresset. Då en del företag redan har påbörjat att 
acceptera Bitcoin som betalningsmedel och de har lyckats bilda en relativt stora skara 
entusiastiska användare, fångade även detta vår uppmärksamhet. En individs integritet 
på internet har blivit ett allt känsligare ämne och diskuteras frekvent i media, detta i 
linje med den enorma utvecklingen av användare av transaktioner över internet så 
bidrar denna uppsats med samhällsnytta då vi granskar en potentiellt framtida 
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valutaaktör. Bitcoin har påståtts vara en anonym valuta, vilket är en utmanad stämpel 
att leva upp till då det är nästintill omöjligt att garantera absolut anonymitet på 
internet idag. Det minskande förtroendet för banker bidrar även med relevans då ett 
alternativ till banksystemet som vi känner till det idag skulle kunna vara Bitcoin som 
är en decentraliserad valuta och inte involverar någon tredjepart som är kopplad till 
banker. 
1.2 Syfte 
Syftet med vår rapport är att ge förståelse om vilka kriterier användare ställer på 
digitala betalningsalternativ utifrån de viktigaste dimensionerna genom en jämförelse 
mellan de nya och redan etablerade aktörerna.  Vi vill undersöka vilka dimensioner 
som är viktiga vid utvärdering av ett betalningssystem och utföra en nulägesanalys på 
de olika alternativen för att kunna dra slutsats om hur Bitcoin presterar i jämförelse 
med de redan etablerade betalningslösningarna. Undersökningen görs med syfte att ge 
en hint om huruvida kryptovalutor har potential att överleva och bli en accepterad 
betalningslösning i framtiden utifrån de dimensionerna vi väljer att granska. Detta för 
att konstatera kryptovalutors styrkor och brister i relation till etablerade 
betalningsalternativ och om det finns ett samband mellan de olika dimensionerna som 
kan visa på om någon är mer väsentlig än den andra. Vi undersöker även vilka 
dimensioner som är mest essentiella i ett betalningssystem ur ett användarperspektiv, 
vilket berör en viktig substans inom informatik, människa- och data integration. Detta 
är av hög relevans för områden inom informatik, då det ger en insikt i vilka aspekter 
som är betydande vid utformning av ett digitalt betalningssystem och bidrar till en 
djupare förståelse för utformning av system. Detta är nyttigt då dessa system hanterar 
något så essentiellt som pengar och finns på fler plattformar än många andra system, 
vilket gör de väldigt tillgängliga. Så systemkraven bör vara höga samt att de nya 
systemen som under senaste tiden tagit allt mer plats bland digitala 
betalningsalternativ har gjort det utan att vara speciellt transparanta mot användarna. 
Så det är av relevans att ta reda på hur de nya betalningslösningarna presterar 
gentemot de äldre.  
1.3 Avgränsningar  
Med nya betalningssystem är det kryptovalutor vi syftar på och inom kryptovalutor 
har vi valt att enbart fokusera på Bitcoin, då det är den mest etablerade valutan i 
dagsläget. 
 
Banker och PayPal är två redan stora och etablerade betalningsalternativ, därför ansåg 
vi att en jämförelse med dessa två aktörer skulle ge oss bra material och riktlinjer för 
denna uppsats. Gällande banker så avgränsar vi oss till det digitala 
betalningssystemet, Verified by Visa som används som betalningslösning mot 
konsumenter av många stora banker, däribland Swedbank som är den bank vi valt att 
utgå ifrån. 
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1.4 Problemformulering 
Då handeln med digitala betalningssystem har ökat markant de senaste åren och det 
har börjat dyka upp nya lösningar är det viktigt att systemen lever upp till de krav som 
förväntas från dem. 
1.5 Forskningsfråga (explorativ) 
• Vilka utvärderingsdimensioner av ett betalningssystem är mest essentiella för 
användare? 
• Hur presterar kryptovalutor utifrån olika utvärderingsdimensioner i jämförelse 
med de redan etablerade betalningsalternativen?  
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2 Metod 
För att få flera perspektiv på samma problem menar Jacobsen (2002) att flera olika 
datainsamlingsmetoder skall användas vid en undersökning. De olika metoderna kan 
då komplettera, kontrollera och kontrastera mot varandra, vilket i sin tur leder till en 
mer levande och detaljerad verklighetsbild. Då vi i vår undersökning använt oss 
främst av sekundärmaterial men även kompletterat med bl.a. intervjuer, 
enkätundersökningar och experttester anser vi oss skapat en bättre helhetsbild än om 
endast en av metoderna tillämpats. 
2.1 Sekundärmaterial 
Kumulativiteten i studien uppnås genom användandet av sekundärmaterial som 
tidigare forskning inom ämnet. Orsaken till att granskningen av sekundärmaterial var 
för att få synpunkter och tolkningar av en händelse, men vi blev således tvungna att 
praktisera en form av källkritik och överväga om källan anses som tillförlitlig 
eftersom det är sekundärmaterial (Jacobsen, 2002). 
 
Vi har utifrån en initial litteraturgenomgång skapat vårt egna teoretiska ramverk från 
vad som anses vara mest relevant för en användare vid adoption av ett nytt 
betalningssystem och hur det kan värderas. Utifrån litteraturgenomgången var det 
huvudsakligen säkerhet, tillförlitlighet, användarvänlighet, skalbarhet och anonymitet 
som var det mest forskade och berörda områden inom E-betalningssystem. Vi ansåg 
att detta var det bästa tillvägagångsättet för att konstatera huruvida ett nytt 
betalningssystem kan etablera sig i framtiden. Vi har utgått ifrån Kannen et al (2003) 
“Framework for providing Electronic Payment Services” men modifierat detta 
ramverk och skapat vad vi anser vara ett mer relevant ramverk. Då det inte existerade 
tillräckligt med forskningsunderlag övervägde vi att ta bort effektivitet från ramverket 
men vid vidare forskning inom ämnet märkte vi att denna aspekt var relevant, 
speciellt inom kryptovalutor. Anonymitet var också en aspekt som visade sig vara 
essentiellt och har även varit ett av de största kontroversiella områdena som 
diskuterats kring Bitcoin i media. 
 
Då kryptovaluta är ett relativt nytt fenomen ansåg vi att detta var en relevant metod att 
anamma. Det blev en utmaning att hitta forskningsmaterial då detta ämnet är så pass 
färskt, därför ansåg vi att intervjuer och undersökningar med relevanta aktörer skulle 
bli betydelsefullt för oss som komplement till de andra metoderna vi använde oss av. 
2.2 Intervjuer 
Vår kvalitativa undersökning utgick ifrån en explorativ forskningsfråga och enligt 
Jacobsen (2002) sker ofta datainsamlingen i en kvalitativ undersökning genom 
personliga intervjuer där intervjuobjektet svarar på öppna frågor. I en kvalitativ metod 
ska undersökaren tolka sig fram till en teori och frågeställningar ska utvecklas och 
förändras kontinuerligt under undersöknings gång. Syftet med en kvalitativ 
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undersökning är att analysera och beskriva beteendet hos enskilda individer och 
grupper med utgångspunkt i det som studeras .(Lundahl & Skärvad 1999). 
 
Genom att tillämpa intervjuer med utvalda aktörer som utvalda talesmän från PSP 
(Payment Service Provider) företag som erbjuder implementation av kryptovaluta 
samt med företag som redan har infört kryptovaluta som betalningsmetod, kommer 
vår reliabilitet och validitet i forskningen att stärkas. Vi har utfört två intervjuer i 
denna uppsats då det är vanligt att vid kvalitativa studier endast intervjua ett fåtal 
respondenter. Resultaten från intervjuerna kan anses mer som subjektiva tolkningar av 
verkligheten, dock är inte syftet med en kvalitativ studie att generalisera ett 
forskningsobjekt utan istället är syftet att få en djupare förståelse i det vi undersöker 
(Jacobsen, 2007). 
 
I de två intervjuer som utförts till denna uppsats, har respondenterna noga valts ut 
utifrån positionering i deras organisationer eller företag. Vår uppsats trovärdighet 
hade kunnat öka ifall vi hade haft möjligheten att intervjua fler respondenter, dock på 
grund av svårigheter att få kontakt med representanter som ratat Bitcoin var inte detta 
möjligt.  
 
De företag vi ville komma i kontakt med är E-handelsföretag som har erfarenhet av 
implementation utav kryptovaluta, PSP-företag som erbjuder sina kunder att 
implementera kryptovaluta som ett betalningsmedel eller tjänsteleverantörer av 
betalningslösningar. När det gäller val av informanter från bank ville vi komma i 
kontakt med personer som är både insatta i kryptovalutor samt E-handel. 
2.3 Enkätundersökning 
I vår enkätundersökning där vi utgick från en komparativ ansats där vi ville titta på 
eventuella för- och nackdelar för de olika betalningsalternativen. 
Enkätundersökningen delade vi via sociala medier, detta betyder att målgruppen för 
denna undersökning nådde ut till personer som var mellan ca 20-28 år. Det vi har tagit 
i beaktning är att den yngre generationen brukar vara mer tekniskt lagda än den äldre, 
då den yngre generationen i större utsträckning använder sig av digitala medel var det 
dem vi strävade efter för just denna undersökning. Varför vi valde detta 
tillvägagångsätt var för att denna uppsats är mer digital än monetär inriktad och det är 
även störts sannolikhet att vår målgrupp har mer digital erfarenhet än den äldre 
generationen. 
 
Det var totalt sätt 63 stycken personer som deltog i denna undersökning. Vi ansåg i ett 
senare skede av denna uppsats att denna enkätundersökning var nödvändig då detta 
tillvägagångsätt var den metod som gav oss mest relevant data kring tillförlitlighet 
och användarvänlighet. 
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2.4 Experttester 
Bitcoin har existerat i snart 5 år nu, trots det finns det inte mycket information att gå 
på när det gäller användarvänlighet. Det vi har funnit har varit forum-inlägg där folk 
inte verkar ha klart för sig hur Bitcoin fungerar och hur det används. Därför bestämde 
vi oss i ett senare skede under uppsatsen att utföra egna experttester för att skapa en 
uppfattning om hur användarvänligt Bitcoin är. Det som bör tilläggas är att vi är 
studenter som har läst systemvetenskap i snart tre år och har en bredare teknisk 
kompetens än gemene man dock försökte vi ta an testet med ett objektivt perspektiv. 
2.5 För-analys 
Vi har skapat en tabell som beskrivs mer detaljerat i kapitel 3.7. Vi kom fram till att 
detta tillvägagångssätt var det som gav oss möjlighet att belysa alla aspekter på bästa 
möjliga sätt. Vårt andra alternativ var att göra någon form av för-analys som vi sedan 
fördjupade oss inom under ett senare skede i rapporten. Vi ansåg att detta 
tillvägagångsätt skulle innebära mer upprepningar och vara mindre givande för 
läsaren. Därför valde vi istället att utgå ifrån vår tabell där vi konstaterar ett värde för 
varje betalningslösning och på så sätt får vi en övergripande och sammanfattande 
tabell över litteraturgenomgången samt Empiri avsnittet. De värden vi sätter utgår 
ifrån vårt egna arbete och insamlade material. 
  
Lunds Universitet    Kaasik, Lindesvärd, Salomonsson  
Institutionen för informatik  VT-2014 
 11 
3 Litteraturgenomgång och teoretiska 
utgångspunkter 
Vid introducering av ett nytt betalsystem är det enligt Kannen et al (2003), fem 
kategorier som bör beaktas: Säkerhet, tillförlitlighet, skalbarhet, användarvänligheten 
och effektivitet. Enligt Özkan et al (2006) och en undersökning som de utförde ansåg 
50 % av de som deltog i undersökning att säkerhet är det överlägset viktigaste, 
därefter tillförlitlighet och sedan användarvänlighet. 
 
I vårt teoretiska ramverk har vi till grunden använt oss av Kannen et al (2003) 
ramverk men modifierat det en aning då vi under forskningens gång insåg att det 
behövdes kompletteras. Utöver de fem egenskaper som nämnts ovan, adderade vi en 
sjätte egenskap, anonymitet som vi konstaterade som essentiell för värdering av en ny 
betalningsmetod. Mer om detta under metod avsnittet. 
3.1 Säkerhet 
Säkerheten i ett betalningssystem anses vara ett av de mest kritiska och utforskade 
områdena inom betalningssystem. Säkerheten värderas utifrån hur väl ett system 
hanterar känslig och privat information samt hur väl den motarbetar kriminell 
aktivitet, både externt och internt. För att från grunden kunna bygga upp 
tillförlitligheten hos en kund behövs en garanti från systemet att kunders information 
inte äventyras (Özkan et al, 2006). Författaren menar att den generella användaren är 
skeptisk mot användandet av elektroniska betalningssystem i och med att det inte 
finns ett mänskligt övervakande involverat i en elektronisk transaktion. 
Kannen et al listar (2003) upp två del-säkerhetspunkter som ingår i den övergripande 
säkerheten. 
 
• System säkerhet: Hur den tekniska och organiserade IT-infrastrukturen 
uppträder när konsumenter använder sig av en elektronisk betalningsmetod. 
• Transaktionssäkerheten: Hur säker och tillförlitlig hanteringen av betalningen 
är och huruvida den sker inom ramen av fördefinierade regler. Dessutom 
fastställs hur en korrekt och fullständig betalning utförs, mekanismer för 
dataintegritet samt skydd mot obehörigt informationsflöde.  
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3.1.1 Säkerhetsprotokoll 
För att banker och andra betalningsalternativ, exempelvis PayPal, ska kunna 
säkerställa och öka säkerheten för deras transaktioner som görs över internet finns det 
en rad olika protokoll. Det mest använda och vanligaste säkerhetsprotokollet är 
Secure Socket Layer (SSL). SSL används för att upprätthålla autentiseringen mellan 
användare och klient. Användningen av SSL på en hemsida utmärks genom ett grönt 
lås bredvid adress-fältet eller ett litet gult lås vid nedersta vänstra hörnet på 
webbläsaren (se gröna rutan i Fig 1). 
 
 
Figur 1, SSL (BitCoin.se, 2014) 
 
Kommunikationen i SSL, som visas nedan på figur 2, krypteras med hjälp av server 
och klient certifikat. Krypteringen skapar virtuell information som i sin tur inte kan 
hackas av andra (Ali, 2014). En hemsida implementerar SSL via HTTPS (Hypertext 
Transfer Protocol over Secure Socket Layer). HTTPS skapades för att kryptera och 
dekryptera sidanrop och de svar som skickas tillbaka från hemsidans server. HTTPS 
använder sig av port 443 istället för 80 som HTTP använder sig av (Ali, 2014). 
 
Figur 2, SSL protokoll (Ali, 2014) 
 
SSL använder sig av 128 bitar vilket är ett bra försvar mot “brute-force-attack”1. SSL 
fungerar även som ett bra försvar mot “dictionary-attacks”2 då SSL accepterar en bred 
variation av tecken som försvårar den typen av attacker. Förutom detta använder SSL 
ett “handshake-protocol” 3  som motverkar “man-in-the-middle”- attacker 4 . 
                                                
1  En metod för att hitta exempelvis lösenord genom att datorn utför ett stort antal 
variationer med förhoppning att hitta det rätta. Metoden kallas så eftersom 
sannolikheten att lösa problemet (inom viss tid) står i proportion till datorkapaciteten. 
2   En metod som beskriver när någon försöker knäcka ett lösenord genom att testa 
olika ord från en ordlista. 
3    Ett protokoll som är en automatiserad process av en förhandling som dynamiskt 
sätter parametrarna för en kommunikationskanal vilken upprättas mellan två enheter 
innan normal kommunikation över kanalen börjar. 
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“Handshake-protocol” tillåter inte att en okänd klient skickar ett anrop till servern 
utan SSL kräver att klienten skickar sitt certifikat (se figur 2) (Ali, 2014). 
 
En av SSLs svagheter är attacker mot svaga chiffer5 och omförhandlingen av master 
nyckeln. Då det är känt att samma master nyckel används genom hela 
anslutningsprocessen, vilket kan generera i en säkerhetsbrist om SSL-protokollet körs 
på en långvarig anslutning. 
 
3.1.2 Secure Electronic Transaction (SET) 
SET är ett säkerhetsprotokoll för kreditkorts transaktioner som togs fram under 1990-
talet för att användas till att säkerställa säkerheten för alla involverade vid en specifik 
transaktion. SET togs fram av Visa och Mastercard med tre huvudsakliga mål som det 
skulle uppnå; betalningssäkerhet, autentisering av köpare och säljare samt att 
tillhandahålla konfidentiell betalningsdata (Hussin et al, 2009). SET var en 
uppsättning av ett säkerhetsprotokoll som tilläts att använda den befintliga betalkorts 
infrastruktur på internet. Ur ett integritetsperspektiv var det den viktigaste funktionen 
i SET då den undvek att utlämna användarens finansiella information till 
tjänsteleverantörer. Istället var denna information krypterad med bankers publika 
nyckel (Rial, 2013). SET blev dock en misslyckad satsning då installations- och 
utvecklingskostnaderna blev för höga samt att det tvingade användarna att erhålla en 
publik nyckel som certifierats av banken vilket ansågs problematiskt. 
3.2 Tillförlitlighet 
Tillförlitlighet för ett elektroniskt betalningssystem definieras av konsumentens 
förtroende för att systemet inte använder deras tillgångar samt personliga information 
mot deras personliga intressen (Özkan et al, 2006). En faktor som främjar 
tillförlitlighet är att nya användare har en tendens att lita på ett system som andra 
användare redan adopterat och integrerat med. Exempelvis i en analys utförd av 
Abrazhevich (2004) var framgångsfaktorn bakom den breda adoptionen av 
“Octopus”6 systemet tidigare användares förtroende för det. Vilket Abrazhevich 
(2004) menade underlättade adoptionen av företagets betalningssystem då det hade ett 
etablerat varumärke som ingav tillit.  
 
När ett företag väljer att anamma en ny betalningsmetod innebär det alltid att 
information av känslig natur kommer att hanteras. För att företaget ska kunna känna 
sig säker med den nya betalningsmetoden gäller det att den uppfyller alla krav på 
säkerhetsaspekter. Det finns tre allmänna områden av tillförlitlighet som bör beaktas: 
data, identiteter och rollbeteende (Kannan et al, 2003). 
 
                                                                                                                                      
4   Är en form av tjuvlyssnande där angriparen tar kontakt med offren och återsänder 
meddelanden mellan dem, vilket gör dem att tro att de talar direkt till varandra över 
en privat anslutning, när i själva verket hela konversationen kontrolleras av 
angriparen. 
5 Svagt/dåligt krypterad och/eller hemlig information 
6 Octopus-kortet/systemet är ett återanvändbart kontaktlöst smartcard för att göra 
elektroniska betalningar i online eller offline system i Hong Kong. 
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Även Head och Hassanein (2001), nämner en annan uppgift som beskriver vikten av 
tillförlitlighet vilken är när en leverantör utlovar att leverera specifika önskemål till 
konsument. Då leverantören inte lyckas leverera de utlovande förväntningarna så 
genererar det oftast i tillitsförlust. Från en leverantörs perspektiv är tillit av essentiellt 
värde då det bygger upp bättre kundrelationer och öppnar upp möjligheten till nya 
kunder. 
 
Vissa anser att det är enklare att utföra ett köp över telefon och utge sin 
kreditkortsinformation då de förväntar sig att tjänsteleverantören åtgärdar eventuella 
fel som kan uppstå. Däremot finns inte samma tillit hos den generella konsumenten i 
online-miljö då online transaktioner anses som mer opersonliga, anonyma och 
automatiserade än offline-transaktioner. Konsumenter har med andra ord lättare att 
etablera tillit till en process som kontrolleras av mänskliga faktorer eftersom de då 
kan få direkt mänskligfeedback (Head et al, 2001). 
3.2.1 Tekniker för att bygga upp förtroendet 
Säkerhet och tillförlitlighet är två aspekter som är nära besläktade med varandra. 
Säkerhet syftar till de tekniker som används för att säkerställa säkerheten för att 
eliminera konsumentens upplevda risktagande och bygga upp ett förtroende. För att 
skapa ett förtroende finns ett flertal säkerhetsåtgärder att använda sig utav, vilket de 
flesta banker eller tredjepartslösningar redan gör i dagsläget (Hussin et al, 2009). 
 
• Kryptering 
Kryptering innebär en process som omvandlar vanlig text till oläsbar 
chiffertext som inte kan dekrypteras av andra än utgiven mottagare. 
Kryptering används även till att säkra redan lagrad information. Det finns ett 
flertal olika krypteringstekniker men den som huvudsakligen används är 
Symmetric Key Encryption, där både mottagaren och sändaren använder 
motsvarande nyckel till att dekryptera meddelandet. Till skillnad från 
exempelvis Public Key Encryption som använder sig utav två olika digitala 
nycklar, en publik och en privat (Hussin et al, 2009). 
 
• Secure Socket Layer (SSL) 
Se kapitel 3.1.1 
 
• Secure Hypertext Transfer Protocol (S-HTTP) 
S-HTTP är ett säkert kommunikationsprotokoll som designades för att 
komplettera och integreras med/ i HTTP-applikationer. Till skillnad från SSL 
som endast används för att etablera en säker anslutning mellan två datorer 
används S-HTTP för att skicka individuella meddelanden på en säker 
anslutning. S-HTTP är alltså motsvarande HTTP fast med en SSL-anslutning 
vilket gör det mer säkert. (Hussin et al, 2009). 
 
• Tillförlitlighets program 
Det finns tillförlitlighetsprogram som utvecklats för att tillhandahålla en 
försäkran om ett visst företags tillförlitlighet. Dessa program kan jämföras 
med dagens krav märkningar på kvalificerade matprodukter. Cheskin och 
Sapient (1999) fann att där det fanns ett uppmärksammat 
tillförlitlighetsprogram så ökade konsumentens uppfattade tillförlitlighet för 
hemsidan (Hussin et al, 2009). 
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• Digital Signatur 
En digital signatur är en metod att autentisera en transaktion. Signaturen är 
relaterad till transaktionens data och ifall den ändras kommer den elektroniska 
signaturen bli invaliderad. En digital signatur är oftast en ”hash” 7  av 
meddelandet, krypterat med ägarens privata nyckel (Hussin et al, 2009). 
 
• Secure Electronic Transfer (SET) 
Se kapitel 3.1.2 
 
• Bestämmelser om sekretess skydd 
En sekretesspolicy (integritetspolicy) är ett avtal till konsumenterna som 
beskriver hur deras personliga information hanteras. Forskning visar på att 
publicera en allmän garanti för skyddad hantering av personliga uppgifter är 
en effektiv väg att ta för att öka en konsumenternas förtroende (Hussin et al, 
2009). 
 
• Digitalt Certifikat 
Ett digitalt certifikat är ett digitalt dokument utfärdat av en certifierings 
myndighet och innehåller namnet på företaget, företagets publika nyckel, ett 
certifikats serienummer, utgångsdatum, utfärdningsdatum, en digital signatur 
från certifieringsmyndigheten m.m. (Hussin et al, 2009). Certifikatet kan 
sedan användas till att verifiera känsliga aktioner. 
3.3 Användarvänlighet 
Att utföra en transaktion över internet är något som det senaste decenniet blivit allt 
mer förekommande (Özkan et al, 2006). Mycket tack vare att säkerheten blivit högre 
vilket genererat i stärkt tillförlitlighet. Något som även bidrar till att säkerheten 
upplevs som högre är det faktum att gränssnitten för betalningslösningar har blivit 
betydligt mer användarvänliga under utvecklingens gång. Att genomföra en 
transaktion över internet ska inte vara en komplicerad uppgift att utföra, utan ska 
genomföras på ett användarvänligt sätt. I de fall betalningsprocessen är utformad på 
ett icke-användarvänligt sätt kan det generera i att användaren blir omotiverad till att 
fortsätta använda systemet (Nielsen, 1993). 
3.3.1 Värdering av gränssnitt 
Definitionen av användarvänlighet enligt den internationella 
standardiseringsorganisationen (ISO) är nyttan, effektiviteten samt tillfredställelsen en 
specifik användare kan uppnå för specifika mål i en specifik användningsmiljö. 
Användarvänlighet kan därför inte anses som en egenskap som en produkt eller tjänst 
besitter. Utan användarvänlighet bör istället ses som en kvalitet som utvecklas i en 
användningssituation beroende på samspelet mellan produktens/tjänstens utformning 
och användaren, samt uppgiften och sammanhanget eller dess inramning. Vilket 
menas att en produkt eller tjänst som anses ha en hög användarvänlighet i ett 
sammanhang kan bedömas helt annorlunda i ett annat (Nielsen, 1993). 
                                                
7 En hashfunktion är en algoritm som mappar data av en ungefärlig längd till data av 
en bestämd längd. 
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Nielsen (1993) menar på att användarvänlighet kan värderas utifrån fem attribut: 
 
• Inlärningsbarhet 
Hur snabbt och i vilken utsträckning användaren kan lära sig att använda 
produkten/tjänsten.    
 
• Effektivitet 
Hur effektivt användaren kan nyttja produkten/tjänsten. 
 
• Förmåga att memorera 
Hur lätt det är för användaren att komma ihåg hur produktens/tjänstens 
funktionalitet från ett användningstillfälle till ett annat. 
 
• Felhantering 
Huruvida användaren begår misstag vid användning av produkten/tjänsten och 
hur lätt/svårt användaren har att hantera fel och åtgärda misstag. 
 
• Tillfredsställelse 
Hur tillfredställande användaren anser användandet av produkten/tjänsten är 
och huruvida den uppskattar att använda den. 
 
Genom att utreda dessa egenskaper i undersökningen av användarvänlighet blir det 
möjligt att mäta hur användarvänligt ett gränssnitt kan värderas som. Då det 
exempelvis går att notera antalet fel en användare gör, mäta tiden det tar för en 
användare att utföra en uppgift och mäta graden av subjektiv tillfredställelse genom 
en graderad skala (Nielsen,1993). 
3.3.2 Användarvänliga designkriterier 
Vid utformning av ett användargränssnitt finns det vissa designkriterier som bör 
uppfyllas för att skapa ett användarvänligt gränssnitt(Brinck et al, 2002, Jordan 2002, 
Nielsen 1993, Spool et al, 1999). Förutsättningen för ett användarvänligt gränssnitt 
utformas i produktens/tjänstens användargränssnitt. De olika designkriterier som 
återfinns i litteraturen (Brinck et al., 2002, Jordan 2002, Nielsen 1993, Spool et al., 
1999) visar på att de olika författarna är relativt eniga om vilka kriterier som behövs 
uppfyllas för att leverera ett så pass användarvänligt gränssnitt. 
 
• Den uppgift som skall lösas ska utföras med så få 
knapptryckningar/inmatningar som möjligt. 
 
• Systemet ska kommunicera på ett enkelt och naturligt sätt och presentera 
information i ett logiskt flöde samt inte innehålla irrelevant information. 
 
• Gränssnittet ska kommunicera på ett välbekant språk, inte använda ord, fraser 
och ikoner som är obekanta för användaren. 
 
• Användaren ska inte vara i behov av att memorera information, kommandon 
eller sekvenser av kommandon. Utan gränssnittet ska minimera användarens 
minnesbelastning. Endast den information som användaren har nytta av skall 
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presenteras i användarens gränssnitt. Detta innebär att information måste 
prioriteras och de val som användaren ska utföra ska presenteras tydligt i 
gränssnittet för att undvika att användaren ska behöva memorera kommandon 
eller sekvenser. 
 
• Att vara konsekvent i sin utformning är av allra största vikt. Gränssnittets 
layout, ikoner, figurer, ordval etc ska eftersträva konsekvens. Informationen 
ska vara organiserad och grupperad på ett relevant sätt samt att 
felmeddelanden och varningar ska alltid presenteras i samma position. 
 
• Information och kontinuerlig feedback är viktigt och gränssnittet skall 
informera användaren under användandets gång genom feedback inom en 
relevant tidsaspekt. Även särskilt viktig information bör förstärkas genom 
exempelvis kontrast, pilar, boxar eller stor text. 
 
• Det är viktigt att felmeddelanden guidar användaren mot en lösning av 
problemet för att minimera risken för fel och öka användarupplevelsen. Dock 
är det viktigt att fel ska kunna åtgärdas och att operationer skall göras 
reversibla. 
3.4 Effektivitet 
För att mäta hur effektivt det är att implementera en betalningsmetod kan flera 
faktorer räknas in. En komplett avläsning av enskilda kostnadsfaktorer inkluderar 
omkostnader såsom investeringar, licens-och implementeringskostnader, kostnader 
för installation, integration och underhåll samt rörliga kostnader, till exempel 
kostnader för transaktionen, annullering och insamling (Kannen et al, 2003). Förutom 
detta mäts effektiviteten även i den prestanda som finns i funktionaliteten hos ett 
elektroniskt betalningssystem, som till exempel vilket antal transaktioner som kan 
utföras per sekund. 
3.5 Skalbarhet 
Ett system anses vara skalbart när användare antalet ökar och systemets resurser kan 
hantera detta utan några betydande anmärkningar hos prestandan eller ökad 
komplexitet för administration av systemet (Neuman, 1995). Möjligheten att köra en 
mjukvara eller kod på ett expanderande system utgör definitionen för ett skalbart 
system (Gamblin, 2009). Då fler användare blir mer familjära med dagens 
elektroniska betalningslösningar blir vikten av hög skalbarhet allt viktigare. 
 
Då den kommersiella användningen av internet ökar kontinuerligt kommer 
förväntningarna på betalningslösningar bli allt högre. Alla betalningslösningar måste 
klara av denna ökade press från användare och ett större antal transaktioner utan att 
systemets prestandanivå sjunker. De servrar som existerar i betalningssystemet måste 
klara av att hantera de antal transaktioner som utförs, vilket är det som bland annat 
kan utgöra en begränsning för ett betalningssystem. Det är därmed viktigt att 
infrastrukturen tillåter en utökning av servrar inom systemet. (Neuman, 1995) 
 
Lunds Universitet    Kaasik, Lindesvärd, Salomonsson  
Institutionen för informatik  VT-2014 
 18 
Enligt Bondi (2000) går det att dela upp skalbarhet i fyra attribut, ett system kan 
beröra en eller flera av dessa attribut: 
 
• Belastnings skalbarhet 
Huruvida ett system klarar av att arbeta under bra förhållanden utan onödiga 
dröjsmål och improduktiva resursförbrukningar vid nyttjande av tillgängliga 
resurser. 
 
• Utrymmesskalbarhet 
När ett system eller applikation klarar av att hantera en kapacitetsnivå som är 
linjär med den stigande nivån av antalet föremål som systemet håller. 
 
• Utrymme kontra tid 
Om systemet i fråga klarar av att utföra en process inom en viss tid kontra 
storleken av utförandet. Ett exempel skulle vara då en sökmotor söker igenom 
en databas linjärt, om databasen innehåller flera rader kan denna process ta 
längre tid och inte klassas som skalbar. Istället skulle en algoritm som utförde 
en indexerad sökning eller ett binärt sökträd8 anses vara en skalbar lösning. 
 
• Strukturell skalbarhet 
När ett system har implementerats på så sätt att dess genomförande inte 
hindrar tillväxt av de antal objekt den omfattar. Ett exempel på detta är IP-
adressen ipv4 som har tagit slut (Ludlow, 2011) och nu blivit tvungen att 
ersättas av ipv6, vilket visar på att ipv4-systemet inte var strukturellt skalbart. 
 
För att en ny betalningslösning ska anses ha en framtid på marknaden krävs det att 
den är skalbar. De ovanstående punkterna kan användas vid utveckling och 
utvärdering för att urskilja om en betalningslösning är hållbar ur ett skalbart 
perspektiv efter. Om applikationen eller tjänsten uppfyller de kriterier nämnda ovan, 
kan det klassificeras som skalbar. 
3.6 Anonymitet 
Anonymitet är något som blir allt mer väsentligt och ständigt diskuteras i samband 
med vår utvecklande interaktion med internet med allt mer känsliga uppgifter och 
betalningar. Att vara anonym har fått en stor innebörd vid konsumtion då vetskapen 
att ens köp registreras och hanteras som värdefull data i markandsföringssyften har 
blivit stötande. Vilket har lett till att vissa konsumenter väljer att handla med enbart 
kontanter vid köp av dagliga varor för att förhindra att företag använder deras data. 
 
Då kontokort är kopplat till ens persons namn kan den informationen användas till att 
upptäcka annan information som postadress, telefonnummer, etc. Men med 
anonymitet kommer även möjligheten att det kan användas som skydd mot åtal, likväl 
på internet som i det verkliga livet. Till exempel är det många brottslingar som täcker 
                                                
8 Binärt sökträd är ett sätt att strukturera upp data. Datan är uppdelat som ett träd, 
därav namnet binärt sök-”träd”. Används ofta inom programmering för att 
effektivisera sökfunktioner. 
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över sina ansikten vid brottslighandling för att undvika identifiering och behålla sin 
anonymitet. 
 
I organisationer som behandlar personuppgifter som Swedbank och PayPal finns det 
alltid en integritetspolicy om hur organisationen behandlar den privata informationen. 
Karjoth et al (2002) menar att generellt så definieras en integritetspolicy utefter vilken 
data som är samlad, till vilket ändamål data används, ifall organisationen ger tillgång 
till uppgifter i data, vem, utöver organisation som sätter integritetspolicyn, vem som 
mottager data samt hur länge organisationen lagrar datan.  
 
Vidare finns det tre olika entiteter som påverkar hur integritetspolicyn utformas; 
säkerhetsadministratören som skyddar organisationens intressen. Kunden/användaren 
som registrerat sin information och en sekretess-ämbetsman som säkerställer att 
organisationen implementerar policyn korrekt utefter användarens data samt utefter de 
legala förordningar i landet organisationen befinner sig i (Karjoth et al 2002).  
 
Däremot är de integritetspolicy vi finner idag på internet väldigt abstrakta och därmed 
även svåra att avgöra vem som är auktoriserad till vilken typ av data. Karjoth et al 
(2002) anser att språket i policyn måste uttryckas tydligt nog att kunna specificera 
vilka rättigheter och förpliktelser de olika entiteterna har. Språket måste ha en tydlig 
semantik så att innebörden av ett godkännande krav som anges i policyn kan 
fastställas exakt. 
3.7 Sammanfattning 
x Användar-vänlighet 
Skalbar-
het Säkerhet Anonymitet 
Till-
förlitlighet Effektivitet 
Bitcoin ET & SM SM SM & I SM & I SM, I & E SM & I 
Bank ET, SM & E SM SM SM SM & E SM 
PayPal ET, SM & E SM SM SM SM & E SM 
Figur 3,  ET = Experttester, SM = Sekundärmaterial, I = Intervjuer, E = Enkät 
 
Vi kommer att ge varje cell ett värde utifrån de material vi samlat in. Vi kommer att 
ge cellerna de olika värdena: låg, medel eller hög. Motivering till varför vissa celler 
får värdet låg: är att det finns för många brister hos varje dimension. Motivering till 
varför vissa celler får medel: det får endast finnas 1-2 brister som inte anses vara 
dramatiska eller ödeläggande för användaren. Motivering till varför vissa celler får 
hög: Är att i princip finns det inga brister hos det specifika betalningsalternativet 
under en viss dimension, möjligtvis en brist dock utan större konsekvenser.  
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4 Empiriska studier 
Som tidigare nämnts så finns det ett antal olika elektroniska betalningssystem som 
används idag. I vår empiriska undersökning sorterar vi ut våra representativa 
undersökningsobjekts fördelar och nackdelar, samt styrkor och svagheter. Som 
representant från kryptovalutor använder vi Bitcoin, för banker använder vi Swedbank 
och Verified by VISA samt PayPal för tredjepartsaktörer. Vi kommer med hjälp av 
vårt empiriska material undersöka hur de olika betalningslösningarna ställer sig mot 
varandra och huruvida kryptovalutor har potentialen att leva upp till de redan 
etablerade aktörernas standarder. 
4.1 Bitcoin 
För att få en övergripande blick om hur Bitcoin fungerar gör vi kortare beskrivning 
nedan. 
 
Bitcoin är en decentraliserad valuta som inte har någon central styrenhet som i form 
av en centralbank utan styrs av ett uppbyggt peer-to-peer nätverk. Bitcoins säkerhet 
och sekretess förlitar sig på kryptografi och använder sig av en databas som är 
distribuerad över de noder som utgör peer-to-peer nätverket för att registrera 
transaktioner. Alla användares Bitcoins sparas i en plånboksfil tillsammans med ett 
antal bitcoinadresser. Användaren kan sedan välja att spara plånboksfilen på datorn 
eller hos en tredjepart som erbjuder en sådan tjänst. Bitcoins kan sedan skickas över 
internet till vem som helst med en bitcoinadress. Vid uppstarten av Bitcoin under 
2009 var alla användare berättigade att verifiera transaktioner och via det skapa nya 
Bitcoins med sina egna datorer. Dators processorer (CPU) utförde jobbet och i 
artikeln (Nakamoto, 2008) som Satoshi Nakamoto (grundaren av Bitcoins 
pseudonym) publicerade innan Bitcoins lansering beskriver Satoshi att Bitcoin 
fungerar enligt principen ”en CPU = en röst”. Vilket innebär att desto mer CPU-kraft, 
desto högre möjlighet att lyckas skapa ett block. Skaparen av ett block bestämmer 
vilka transaktioner som permanentas i blockkedjan och som lön för detta arbete får ett 
bestämt antal nyskapade Bitcoins (Bitcoin.se, 2014). 
4.1.1 Säkerhet 
Enligt Özkan et al (2006) krävs det från grunden att ett betalningsalternativ har en 
garanti att garantera att användarnas information inte äventyras och Bitcoin.org som 
är den officiella hemsidan för Bitcoin, påstår att Bitcoin har en stark meritlista när det 
gäller säkerhetsaspekter. Dock är den vanligaste sårbarheten som Bitcoin råkar utför i 
dagsläget sina användarmisstag. Även ifall det är användarmisstag som för tillfället är 
en säkerhetsbrist hos Bitcoin kan detta innebära användaren blir skeptisk mot 
användandet av Bitcoin (Özkan et al, 2006). Då användare har haft problem att 
hantera privata nyckeln till sin Bitcoin plånbok på rätt sätt vilket genererat i stor 
problematik då nyckeln ger en möjlighet att signera transaktioner för respektive 
plånbok. De vanligaste misstagen har varit att användaren radera nyckeln från datorn, 
av misstag tappat bort den eller inte haft den på en tillräckligt säker plats så att den 
blivit stulen (Bitcoin.org, 2014). 
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Enligt Kannen et al (2003) är definitionen av ett systems säkerhet hur IT-
infrastrukturen uppträder när konsumenter använder sig av betalningsalternativet. 
Bitcoin medlemmar har varit väldigt angelägna angående just IT-infrastrukturen och 
konsumentskydd sedan MtGox’s krasch (McMillan, 2014), då fortsatta 
säkerhetsbrister kan leda till liknande incidenter. Efter kraschen har dock MtGox visat 
tydligt för andra Bitcoin institutioner hur de ska och inte ska hantera andra 
människors pengar, eller i det här fallet, Bitcoins. Peter Smith, COO för 
blockchain.info säger i en intervju ”As an industry we need to be much more 
committed to consumer protection than we already are.” och menar senare i intervjun 
att de åtgärder som behövs göras är att små företag och konsumenter måste utbildas 
om växlar, säkerhetsnycklar och digitala plånböcker(Ali Najjar, 2014). Peter Smith 
menar på att detta är något som behöver hända så fort som möjligt. Då det gäller att 
endast ha ett litet belopp Bitcoins online medan majoriteten bör ligga säkert sparad, 
vilket ger konsumenten större möjlighet att motverka stöld. För genom att endast ha 
en lite summa i sin digitala plånbok som på exempelvis sidor som Blockchain så blir 
det betydligt svårare för angripare att lyckas med en attack. För då en angripare ska 
kunna utföra en lyckad attack så kommer den att behöva alla offrets säkerhetsnycklar 
för att komma åt användarens konto. Digitala plånböcker sparar inte Bitcoins på deras 
server utan alla Bitcoins spara säkert på användarens dator. Peter Smith menar även 
på att han skulle vilja se Bitcoin Foundation ta en mer aktivare roll för 
konsumentskydd och självreglering(Ali Najjar, 2014). Den osäkerhet som finns kring 
regelverk runt Bitcoin innebär att Bitcoins potentiellt skulle kunna bryta mot lagen, ett 
bekymmer vissa statliga tillsynsmyndigheter delar. 
 
Genom att ha en strukturerad regelbok avseende att göra och inte göra med Bitcoin 
för privatpersoner och företag så skulle det innebära betydligt säkrare kryptovalutor i 
framtiden(Ali Najjar, 2014). 
 
Bitcoins säkerhet baseras på kryptografi, denna teknik håller en mycket hög säkerhet 
med hjälp av matematiska algoritmer. Flera applikationer online men även banker 
använder sig av denna teknik, för att säkra att användarens information inte äventyras. 
Detta görs med hjälp av SLL som också använder sig av kryptografi. Bitcoin 
använder sig av kryptografi för att göra det omöjligt för en användare att spendera 
Bitcoins från någon annans plånbok eller att göra blockkedjan korrupt för egen 
vinning. Kryptografi används också vid kryptering av Bitcoin plånböcker för att göra 
den oläsbar för andra utan ett lösenord. (Bitcoin.org, 2014) 
 
I intervju med Christian Ander, grundare av BTCX (valutaväxlare för Bitcoin) så tog 
han upp att en av de största säkerhetsbristerna kring Bitcoin är framförallt att den 
krypteringen som används för Bitcoins är Amerikansk, så det spekuleras i huruvida 
NSA har en bakdörr. Vilket skapat en stor oros faktor angående Bitcoins egentliga 
anonymitet och säkerhet. Men då finns det andra alternativ som exempelvis Litecoin 
som bygger på en helt annan typ av kryptering så anses detta endast vara ett problem 
begränsat för Bitcoin och inte kryptovalutor i sig. 
4.1.2 Tillförlitlighet 
Hela systemet kring Bitcoin bygger på tillit och trovärdighet, då alla noder inom 
nätverket anses vara trovärdiga (Barber et al. 2012). Systemet arbetar på detta sätt för 
alla transaktioner går igenom alla noder. Om Bitcoin inte hade litat på en eller flera 
noder hade detta system inte fungerat. Att Bitcoin litar på alla noder behöver dock 
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inte innebära att alla noder ät tillförlitliga. Vi anser att det antagligen finns flera noder 
i nätverket som inte är trovärdiga men i själva verket gör detta ingenting om dem inte 
tillsammans kommer upp till 51 % av kapaciteten av nätverket. Om detta sker skulle 
dessa noder tillsammans kunna kontrollera alla nya block och förvränga blockkedjan 
för egen vinning (Bitcoin.it, 2013). 
 
Då Bitcoin tar för givet att hela nätverket är trovärdigt behöver detta inte vara hela 
sanningen. Vi kommer därför att gå igenom punkter utifrån de tekniker Hussin et al 
(2009) använder sig av för att bygga upp ett förtroende för att göra en mer rättvis 
bedömning. Bitcoin kan appliceras på tre av Hussin et als tekniker och dessa punkter 
är kryptering, digital signatur och sekretess skydd. Bitcoin grundar sig på kryptering, 
det finns ingenting som skickas över Bitcoins nätverket som inte är krypterat. 
 
För att utföra en transaktion mellan två olika Bitcoin-adresser krävs det en digital 
signatur av båda parter (Bitcoin.it 2014). Inom Bitcoin har alla användare, som 
tidigare nämnt två olika nycklar, en privat och en publik nyckel. Med hjälp av dessa 
nycklar kan användare skicka och ta emot transaktioner inom Bitcoins protokoll. För 
att förklara denna process kommer vi förenkla den för läsarens bästa men 
grundtanken är den samma. När ”Alice” gör en betalning till ”Bob” kommer ”Alice” 
ta sin privata nyckel och slå ihop den med ”Bobs” publika nyckel. Detta skapar ett 
unikt hash. Detta hash-meddelande kan endast låsas upp med hjälp av Bobs privata 
nyckel samt ”Alice” publika nyckel då de kommer generera samma hash. Tekniken 
som används vid digital signatur för Bitcoin liknar beteendet för svenska bankers 
BankID(Stackexchange, 2013). 
 
I den undersökning vi gjorde noterade vi att folk inte känner sig allt för trygga till 
Bitcoin. Det var enbart en person som har använt denna betalningslösning, dock var 
det fler som hade tankar kring ämnet. Det visade sig att Bitcoin enligt undersökningen 
var den betalningslösning som hade lägst förtroende med ett snitt på 4.2 av 10 när det 
gäller säkerhet (10 var hög säkerhet). Intressant att tillägga är att 40 % av alla 
deltagande hade varit mer entusiastisk till Bitcoin om det var mer etablerat än idag, 
vilket kan relateras till Özkan et al (2006) som menar att desto fler användare som 
adopterat ett betalningsalternativ, desto högre tillförlitlighet får betalningsalternativet. 
4.1.4 Användarvänlighet 
Bitcoin har många fördelar när det gäller den tekniska biten som vi har varit inne på 
tidigare under denna rapport dock finns det fall hål för denna kryptovaluta. Utifrån de 
intervjuer vi gjorde samt experttester vi utförde själva märkte vi fort att Bitcoin inte är 
lika användarvänligt som andra betalningsmetoder. Om vi ser över Nielsens fem 
attribut om användarvänlighet kan vi poängtera att Bitcoin har en bit kvar till att anses 
som enkelt att använda. Jon Matonis som är Executive director för Bitcoin Foundation 
menar att inom de kommande fem åren kommer Bitcoin vara lika enkelt att använda 
som Skype. Bara att ladda ner och börja använda.  
 
Med hjälp av Bitcoin.org guide undersökte vi användarvänligheten hos en av Bitcoin 
applikationerna. I detta fall valde vi att använda applikationen Bitcoin Core. Vilket är 
en av de säkrare plånböckerna på marknaden enligt Bitcoin.org. Denna applikation 
har inte många funktioner och det tog lång tid första gången att synkronisera med 
nätverket då den laddar ner hela Bitcoin transaktionskedja, vilket anses dra ner 
användarvänligheten. 
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Det finns tre olika typer av plånböcker som har etablerats i dagsläget 
(Bitcoinintro.com); Online-, smartphone-, och klientplånbok som i vårt fall var det vi 
testade. Respektive plånbok har sina för- och nackdelar, det är upp till användarna 
själva att välja typ plånbok. Bitcoinintro.com har gjort en lista över dessa för- och 
nackdelar, detta är övergripande analys som ger en klar blid över vilken som passar 
bäst för vilket användarområde. 
 
Typ Fördelar Nackdelar 
Online plånbok 
- Enkelt att skapa ett konto 
och börja använda Bitcoin 
- Intuitivt att använda. 
- Plånboken bevaras online 
tillsammans med ens privata 
nycklar, detta kan innebära 
problem om sidan blir hackad 
eller tekniska problem 
infaller. (Läs mer om detta på 
tillförlitlighet) 
Smartphone plånbok 
- Lätt åtkomlig 
- Intuitivt att använda. 
- Point of Sale (liknande 
teknik som används med 
NFC) 
- Kräver en smartphone med 
internetanslutning 
- Tar lång tid att synkronisera 
hela blockkedjan 
Klient plånbok 
- Hög säkerhet 
-Plånboken kan sättas 
offline för att öka 
säkerheten 
- Kan vara svårt att använda 
för otekniska personer 
- Kan ta lång tid att 
synkronisera hela 
blockkedjan, beror dock på 
vilken klient som används 
- Kräver mycket utrymme på 
datorn 
Figur 4, För- och nackdelar av de tre mest populära typer av Bitcoin-plånböcker 
 
 Bitcoin produceras i en fixerad fart och kommer aldrig gå över 21 miljoner BTC 
(Bitcoin.it, 2014). Likt vanliga valutor använder Bitcoin en enhet, denna heter BTC. 
Enheten kan brytas ner till hela 8 decimaler (Christian Ander, BTCX, 2014), det 
lägsta värdet som går att använda med Bitcoin är därför 0.00000001 BTC och detta 
har på senare tid kallats för 1 Satoshis för göra det mer användarvänligt. Klienten vi 
gjorde vårt experttest på hade inget stöd för denna enhet, Nickel menar att detta kan 
bli ett problem, då det är för många nollor att hantera och hålla reda på vilket inte 
optimalt för den generelle användaren (Nickel, 2014). Nickel menar på att det skulle 
bli mer användarvänligt att skicka iväg 1 Satoshi istället för att behöva skriva 
0,00000001 BTC. 
 
Figur 5, Bitcoin beräkningar 
Bitcoin beräkningar 
 
1 BTC = 100,000,000 Satoshis 
1 BTC = 1000 mBTC (millibitcoin) 
1 mBTC = 100,000 Satoshis 
1 µBTC (microbitcoin) = 100 Satoshis 
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4.1.5 Effektivitet 
För att kunna avgöra Bitcoins effektivitet mäts dess prestanda vid utförandet av 
transaktioner (Kannen et al, 2003) och Jon Matonis som är Executive director för 
Bitcoin foundation hävdade i vår intervju att i dagsläget genomförs det 1-2 
transaktioner per sekund men att Bitcoin har en kapacitet att klara av 7 transaktioner 
per sekund. Till skillnad från Visa som har ett snitt på 2000 transaktioner per sekund, 
vilket är hela 1000 gånger snabbare än Bitcoin i dagsläget. Matonis menar att detta är 
ett av Bitcoins största hot. Dock enligt Christan Ander, BTCX finns det inga tekniska 
begräsningar i dagsläget som inte kan tas bort eller ändras.  
 
Effektivitet i en betalningsmetodssituation handlar i många fall om att göra 
transaktioner effektiva och till ett förmånligt pris (Kannen et al, 2003). Vi kan dra 
paralleller till hur Bitcoin genereras, och hur effektivt detta verkligen är. Figur 6 och 7 
visar hur svårighetsgraden stiger varje gång ett nytt block är klart. Då max tak för 
Bitcoin är 21 miljoner BTC blir det allt svårare att generera nya BTC. Under Bitcoins 
start var det enklare att generera Bitcoins med en vanlig persondator, då 
svårighetsgraden låg på 2864141. 
 
 
Figur 6 Svårhetsgraden för generering av Bitcoins (Vid starten av Bitcoin) 
 
 
Figur 7 Svårhetsgraden för generering av Bitcoins (Nuläges) 
 
Till skillnad från idag då svårighetsgraden ligger 6978842649. 
 
Dessa två diagram visar att det blir mer komplext att generera Bitcoin och att det blir 
mindre effektivt. Om du har en dator som står på hela dygnet i en hel månad kommer 
du tjäna X/SEK, såvida du inte har en optimerad processor så kommer en vanlig dator 
inte generera mer Bitcoins än vad du kommer att behöva betala för elen. 
Lunds Universitet    Kaasik, Lindesvärd, Salomonsson  
Institutionen för informatik  VT-2014 
 25 
4.1.6 Skalbarhet 
Bitcoins transaktionshastighet är ett område där det finns flera frågetecken för 
användarna. Som vi har poängterat tidigare i denna rapport uppskattas Bitcoin av 
ungefär 7 transaktioner per sekund (TPS). Enligt bitcoin.it är detta en konstgjord 
gräns, denna gräns används för att inte blockkedjan skulle expandera så kraftfullt 
innan nätverket och Bitcoin-samhället var redo för det. Om denna gräns inte hade 
existerat hade Bitcoin nätverket med största sannolikhet kraschat och genererat i 
Bitcoins undergång. För tillfället spekuleras det om gränsen skall tas bort helt eller 
ifall en ny gräns ska sättas. I en artikel skriven av Washington Post, frågar de Bitcoin 
programmeraren Gavin Andresen vad som krävs för att Bitcoin ska kunna utföra fler 
än 7 transaktioner i sekunder, Gavin svarade med: 
 
“We just need to take away the limit and get people to upgrade their 
nodes. The reason it hasn’t been done yet is that we’re still trying to 
figure out whether there should be a new limit or no limit at all. If there is 
no limit, how do we ensure someone doesn’t mine an artificially bloated 
block that’s just there to annoy people?”  
- (B.Lee, 2013). 
 
Vilket, enligt Neuman (1995) är definitionen av skalbart eftersom Bitcoins 
infrastruktur tillåter en utökning av deras transaktioner utan betydande anmärkningar 
hos prestandan eller utan komplexitet för administrering av systemet.  
 
Var tionde minut skapas ett nytt block som innehåller runt 400 transaktioner 
(Blockchain.com, 2014). Alla dessa block kopplas samman till en stor kedja, som vi 
kallar för blockkedjan genomgående i rapporten. Detta har pågått sedan 2009 då den 
första transaktionen av Bitcoin genomfördes. För tillfället är storleken på denna 
blockkedja drygt 17,000 MB (Megabyte) och som vi kan urskilja i figur 8 är att den 
ökar linjärt i en fixerad fart.  
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Figur 8 Figuren visar tydligt att blockkedjan ökar med en linjär fixerad fart. 
(Blockchain.com, 2014) 
 
När en användare öppnar upp sin plånbok ska den alltid synkroniseras med resten av 
nätverket, detta betyder att plånboken hämtar hem hela blockkedjan. När vi gjorde 
vårt test om Bitcoin och dess användarvänlighet märkte vi att denna process kommer 
ta lång tid. Vilket visar på att Bitcoin tappar på sin skalbarhet då blockkedjan blir 
längre för varje dag som går. För oss tog det 4 dagar att synkronisera hela 
blockkedjan när vi använde applikationen Bitcoin Core 
(https://bitcoin.org/en/download). Detta är den mest säkra applikation och det finns 
andra applikationer som gör detta jobbet mycket snabbare (några minuter), men då 
brister säkerheten. 
4.1.7 Anonymitet 
Bitcoin har ingen integritetspolicy och kräver heller ingen känslig information för att 
använda dess funktionalitet. Men anonymiteten hos Bitcoin är en egenskap som det 
finns många delade meningar kring. Bitcoin-nätverket i sig håller ingen personlig 
information om användarna, dock finns alla transaktioner publika. Vilket innebär att 
vem som helst kan se alla transaktioner och hur många BTC en bitcoinadress har 
(Bitcoin.org, 2014). Bitcoin adressen i sig utger inte någon personlig information utan 
är endast en numerisk kombination. Detta kan ses som ett stort problem, men det är 
upp till användaren att alltid använda nya Bitcoinadresser för att hålla sig anonym. 
 
Däremot finns det tredjeparts tjänster för Bitcoin och dessa tjänster kräver vanligtvis 
någon form av personlig information och använder sig av integritetspolicy. MtGox är 
ett bra exempel när det gäller krävande av personlig information om sina användare 
då de krävde allt från namn och foto till bankuppgifter (Bitcointalk.org, 2012). Vilket 
är relativt mycket information om sina användare och framförallt känslig information. 
MtGox var den största växelhandlaren för Bitcoin på nätet under 2013 men efter ett 
antal attacker mot sidan och flera försvunna BTC har detta gjort att sidan blivit 
tvungen att stängas ner (Fernholz, 2014). Vid hantering av denna typ av känslig 
information så krävs det att tjänster som MtGox optimerar sin säkerhet och krypterar 
all information och etablerar en tydligt utformad integritetspolicy så att användarna 
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känner sig trygga med tjänsten (Karjoth et al, 2002). Vi kan konstatera att MtGox inte 
höll den standard som Karjoth et al (2002) uttrycker behövs för en väl utformad 
policy då följande står i MtGox integritetspolicy “...We cannot guarantee the security 
of your data...”. 
4.2 Banker 
Bankers betalningar sker genom instruktioner (Ali, 2014). Det är användaren, kunden 
hos banken, som beordrar banken att betala en summa pengar från ett konto till ett 
annat. Däremot sker inte transaktionen ögonblickligen, denna tid mellan att en 
betalning utförs och pengar flyttas beror ofta på systemet. Vad som är det 
övergripande viktiga vid en sådan transaktion är att bankerna eller 
kreditkortsföretaget alltid strävar efter att undvika avvikelser mellan konton. 
4.2.1 Säkerhet 
Transaktioner med kreditkort som äger rum antingen över internet, telefon eller via 
post, i situationer där handlaren eller konsumenten inte är på samma fysiska plats har 
haft en 118 % ökning i bank bedrägeriförluster, mellan 2003 till 2008 (Murdoch et al, 
2010). Vad som ledde till denna ökning i bedrägerier var på grund av utrullningen av 
EMVs (Europay, MasterCard, VISA) framework (EMVCo, 2014). EMV är det 
systemet vi använder av oss när vi ska gör ett uttag ur en bankomat eller gör en 
betalning via en kortmaskin i en butik. Bankernas respons blev 3-D Secure (3DS), 
även känt som ‘Verified by Visa’ och ‘MasterCard SecureCode’ (Murdoch et al, 
2010). 3DS, i sin ursprungsform innebar en pop-up som en bankkund använde till att 
säkerställa sin betalning via att skriva in ett personligt lösenord i 3DS pop-up:en. 
 
Ursprungligen dök problem upp i samband med utvecklingen av pop-up blockerare 
som blockerade att 3DS poppade upp och följaktligen gjorde att betalningen inte 
kunde genomföras. Istället började banker och handlare använda sig av “iframe”9 som 
kringgick problematiken med pop-up blockerare. När handlaren skickar 
kortuppgifterna till VISA eller MasterCard, får handlaren, via iframe, en URL som 
bäddas in i iframe och som sedan visas för konsumenten. 
 
Systemets säkerhet; Hur den tekniska och organiserade IT-infrastrukturen 
uppträder när konsumenter använder sig av en elektronisk betalningsmetod (Kannen 
et al, 2003): 
 
• Förvirrande för användaren. Allmänt känt för att motverka phishing-
attacker10 är att försäkra sig att sidan använder sig av TLS som verifierar 
säkerheten på hemsidan. Med TLS ändras adressfältets färg och som 
användare är det enkelt att se om sidan är säkrad. Eftersom 3DS använder sig 
av iframe så har den inget adressfält och detta underlättar för phishing attacker 
eftersom det inte går att se varifrån 3DS pop-up:en kommer ifrån eller om den 
är säker (Murdoch et al 2010) 
                                                
9 Iframe är ett HTML element som liknar beteendet av en ram. Iframe används när 
innehåll från andra sidor ska visas upp. 
10  Phishing är ett sätt att lura användare på känslig information. Vanligt i 
epostmeddelanden. 
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• ADS. För att använda sig av 3DS behöver kunden först registrera ett lösenord 
hos sin bank. De flesta banker använder sig av vad de kallar “Activation 
during shopping”. Första gången kunden försöker att genomföra en 
transaktion över internet så ber banken om ett lösenord från kunden som 
senare kommer att användas till att verifiera 3DS:en (Murdoch et al 2010). 
 
 
Figur 9, (Murdoch et al 2010) Figur 10, (Murdoch et al 2010) 
 
• Oinformerad och dåligt val av lösenord. Konsumentens fokus ligger på att 
slutföra sin betalning eftersom detta var ursprungssyftet för konsumenten och 
därför ägnar mindre uppmärksamhet till “terms and conditions”. Användare är 
även mindre benägna att välja ett lösenord med hög säkerhetsnivå eftersom 
detta är en sekundär uppgift (Murdoch et al 2010).   
 
• Ansvarsförkjutning. Eftersom det är få kunder som invänder mot bankernas 
villkor för använda sig av Verified by VISA så är bankerna fria att sätta sina 
villkor och vinkla ansvaret från sig själva och mer till kunderna (Murdoch et al 
2010). Till exempel, säger “the Royal Bank of Scotland” i sina 
användarvillkor: “You understand that you are financially responsible for all 
uses of RBS Secure.”.  
 
• Ömsesidig autentisering. 3DS kan hjälpa kunden att verifiera att det verkligen 
är ens bank kunden kommunicerar med genom att visa en igenkännande fras 
som kunden valde under ADS processen (Murdoch et al 2010).  
 
• Inkonsekventa autentiseringsmetoder. 3DS definierar inga regler för hur 
verifiering ska ske hos utgivaren (banken). Detta är helt upp till banken och 
vissa av dem har gjort en del ogenomtänkta beslut. T.ex. har vissa banker 
beslutat att verifiera kunder genom att skriva in sitt korts pinkod (Murdoch et 
al 2010). Ett annat exempel på hur en bank verifierar sina användare är ifall 
kunden tappat bort sitt lösenord, så ber bankerna sina användare att endast 
skriva ner korthållarens födelsedatum. Vilket inte är alls svårt att få tag på i 
dagens informationssamhälle.  
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4.2.2 Tillförlitlighet 
Tillförlitligheten hos en internetbanks miljö anses vara mer viktig än förtroendet i 
“offline-bank” miljö. Ett förtroende är dock svårt att skapa när alla parter inblandade i 
en transaktion på internet inte är fysiskt närvarande, eftersom kunder inte kan 
observera en parts beteende och kan inte heller ta del av fysiska anslutningar som 
inbringar förtroende, exempelvis ett handslag eller annat kroppsspråk. På grund av 
vikten av tillit i internetbanks miljö, är kundernas förtroende en viktig faktor som 
påverkar tillväxten av internetbanks användning (Suh et al 2002). 
 
Internetbank användare visar sig ha ett väldigt högt förtroende för sina banker. I vår 
undersökning, bad vi deltagarna, på en skala mellan 1-10, ange hur högt förtroende de 
har för sina banker. 10 var max värdet och innebar högsta förtroendet medan värdet 1 
innebar lägst förtroende. Det genomsnittliga värdet var 7,733 vilket även var det 
högsta förtroende värdet av de olika betalningsmetoderna vi undersökte (Bitcoin och 
PayPal efterfrågades även). 
 
Vad som kan vara intressant att anmärka på var deltagarnas svar till varför de 
litade/litade inte på banker och kan härledas till faktorn som främjar tillförlitlighet om 
tidigare användare redan adopterat betalningssystemet (Özkan et al, 2006). Följande 
utdrag är från undersökningsdeltagarna: 
 
- “Tradition, enkelt.” 
 
- “Jag litar på banker eftersom jag aldrig varit med om en situation som 
skulle få mig att inte göra det!” 
 
- “För att det aldrig har varit något problem med min bank.” 
 
- “Har ingen anledning att inte göra det. Min bank är sällan iblandad i 
konstigheter. Varför vara misstänksam mot dem när de presterar?” 
 
Bankväsendet har funnits med under en lång tid. Det finns även bevis för att 
egypterna skall ha använt sig av ett banksystem innan antika Grekland moderniserade 
banksystemet (Finanshistoria, 2010). Banker har i funnits väldigt länge och har haft 
lång tid att bygga upp ett förtroende för deras tjänster, vilket kan vara anledningen till 
det stora förtroende som finns för banker. Då när vi frågade våra deltagare om vad de 
egentligen vet om bankers säkerhetspolicy svarade de följande: 
 
“Alldeles för lite, i princip ingenting.” 
 
“Inte allt för mycket antar jag men i all allmänhet litar jag på fullt ut på 
den.” 
 
“Jag har ingen insyn i eller kunskap om detta.” 
 
I undersökningen deltog 61 personer och mer än 40 av svaren liknande de som 
redovisas ovan. Bankernas kunder litar blint på deras banker men de vet inte varför de 
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gör det. Vad som talar för bankers tillförlitlighet, utöver ovanstående uttalanden, är att 
de använder sig av tekniker som kryptering, digitala signaturer och säkerhetspolicy 
för att förstärka deras tillförlitlighet (Ali, 2014). 
4.2.3 Användarvänlighet 
Banker i största allmänhet jobbar hårt med att förbättra användarvänligheten för deras 
internetbanker, och Swedbank indikerar detta i deras hållbarhetsredovisning från 
2013. Swedbank skriver hur dem investerar i förbättringar kring deras digitala kanaler 
vad det gäller funktionalitet och användarvänlighet. Samtidigt visar denna rapport att 
enligt Svenskt Kvalitetsindex (SKI) har kundnöjdheten sjunkit i Sverige med 2 
enheter till 65 under 2013 (SKI, 2013). Detta är ingen större förändring men om 
trenden fortsätter kan detta innebära ett problem för Swedbank. 
 
Vi undersökte detta ämne mer och märkte att användarvänligheten brister på flera 
punkter inom internetbanken hos Swedbank där två användare har gjort blogginlägg 
hur användarvänligheten inte är tillräckligt bra. Ola Gustafsson som är VD för 
Patroner.se skrev ett öppet brev (2013) till Swedbank där han förklara sitt missnöje då 
användarvänligheten inte håller.  
 
Ola Gustafsson uttrycker sin missnöjdhet med en av funktionerna “Ni är t ex den enda 
bank jag vet där man vid inloggningen inte får instruktioner hur man ska göra”. Detta 
är något Nielsen (1993) menar är fel, det ska vara lätt för användaren att lära sig hur 
tjänster fungerar. Felhantering är också ett attribut som Nielsen (1993) försöker stärka 
är ett viktigt attribut för användarvänlighet. Andreas Johansson poängterar i ett 
blogginlägg (2012) hur användarvänligheten samt funktionalitet inte är anpassad för 
gemene man. När Johansson skulle fylla i ett årtal när han var anställd från fick han 
ett felmeddelande “Du har fyllt i fältet Anställd sedan felaktigt”. 
4.2.4 Effektivitet 
Effektivitet enlig Kannen et al (2003) kan mätas via bland annat licens och 
transaktions kostnader. När det gäller VISA så har de olika avgifter för deras 
transaktioner och licenser beroende på vad för typ av transaktion som görs och i vilket 
land du befinner dig. I Sverige så är transaktions- och licensavgifterna för säljare som 
använder Verified by VISA 0,15 % + € 0,015 medan i England där avgiften ligger på 
0,87 % per transaktion (VISA, 2014). VISA hanterar omkring 2000 transaktioner i 
sekunden (Bitcoin.it, 2014) vilket är betydligt mer än vad både PayPal eller Bitcoin 
hanterar idag. 
 
Vad som även effektivitet kan mätas i är funktionalitetens prestanda och att göra en 
transaktion mellan bank till bank tar i genomsnitt 3 bankdagar, ifall transaktionen sker 
inom Sverige (Swedbank, 2014). Ifall transaktionen sker inom samma bank brukar det 
endast ta ett par sekunder.   
 
Däremot att göra en utlandstransaktion med Swedbank skulle innebära mer extra 
arbete än vad det krävs för att göra en transaktion inom Sverige. Vad som krävs för 
utlandsbetalningar är: korrekta uppgifter om mottagarens bank- och kontonummer, 
d.v.s.; betalningsmottagarens namn och adress, IBAN/kontonummer samt mottagande 
banks BIC/Nationellt ID. IBAN är en internationell standard för kontonummer och 
brukar krävas för betalningar inom EU/EES. BIC och Nationellt ID är två typer 
internationell standard för att identifiera banker i samband med utlandsbetalningar. 
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Att göra en utlandsbetalning tar ofta längre tid än vanliga banktransaktioner. 
Swedbank påstår att det normalt tar mellan 2-4 bankdagar, men reserver sig att det 
även kan ta längre tid (Swedbank, 2014). 
 
I vår intervju med Christian Adner så påpekade han att i övrigt från de tredjeparts 
lösningar som bankerna är involverade i så skulle bankerna själva kunna effektivisera 
vissa transaktioner med hjälp av Bitcoin. Det system som bankerna idag använder för 
internationella betalningar är SWIFT. SWIFT i sig är effektivt och snabbt men är 
uppbyggt så att varje transaktion passerar USA där pengarna fastnar och visst 
manuellt arbete behövs utföras, vilket gör att SWIFT betalningar tar tid. Något som 
helt hade kunnat undvikas med Bitcoins teknik och hade främjat upplevelsen främst 
för kunder. Men Christian Adner menade på att det som talar emot att detta skulle 
inträffa är att det är alldeles för många stora aktörer skulle förlora stora pengar på det. 
Däremot har den tyska banken Fidor Bank AG precis annonserat att de kommer bli 
första bank att implementera Ripple´s protokoll och använda det för interna bank 
överföringar mellan banker och mellan organisationer. Ripple är ingen kryptovaluta 
utan endast ett protokoll som dock är helt öppet och decentraliserat samt bygger på 
liknande infrastruktur som kryptovalutor (M.Zagaeski, 2014). 
4.2.5 Skalbarhet 
VISA:s infrastruktur för deras betalningsprocess involverar flera redundanta lager och 
säkerhetskopieringar. VISA använder sig av ett globalt betalningsdatacenter och dessa 
datacenters är anslutna via deras egna koppar och optiska fibernätverk. Utöver detta 
så är varje VISA kund eller bank ansluten till nätverket via minst två olika 
kommersiella leverantörer och två eller fler undervattens kablar används för 
internationella kunder (Tiwari, 2013). Vad som kan påstås från detta är att VISA kan 
hantera tusentals transaktioner i sekunden samtidigt som jordbävningar och orkaner 
på 270km/h skulle kunna slå till mot deras datacenter. Som Abhishek Tiwari skriver i 
sin artikel: “So while we are processing 5000 messages a second, we’ll knock off a 
storage controller and make sure the system doesn’t skip a beat”. För att förtydliga 
citatet innebär detta att VISA datacenter har den tekniken, kapaciteten och prestandan 
att klara av naturkatastrofer samtidigt som VISA hanterar tusentals transaktioner i 
sekunden. 
 
Idag hanterar VISA i genomsnitt runt 2000 transaktioner i sekunden men under 
perioder hanterat över 24000 transaktioner i sekunden (Tiwari, 2013). Eftersom 
skalbarheten mäts i bland annat hur infrastrukturen tillåter en utökning av serverar 
med mera, är VISA, ur rent teknisk infrastruktur perspektiv, helt enkelt redo för 
miljontals nya användare för år framöver. De har som tradition att göra fullskaliga 
tester på deras system samtidigt som olika element av kaos pågår för att mäta hur 
deras system beter sig under dessa omständigheter för att ligga i framkant i 
skalbarhet. 
4.2.6 Anonymitet 
Anonymiteten hos banker varierar beroende på vilket land banken befinner sig i samt 
hur banken själv valt att utforma sin integritetspolicy. Swedbank har däremot en 
integritetspolicy som vi anser har ett bra språk och bra semantik, vilket även medför 
att de olika krav som står i policyn enkelt kan fastställas (Karjoth et al, 2002). I 
Swedbanks integritetspolicy står det följande: 
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“Personuppgifter kan för angivna ändamål, med beaktande av banksekretessen, 
komma att lämnas ut till och behandlas av företag inom Swedbankkoncernen och 
andra företag som banken samarbetar med, till exempel kreditupplysningsföretag och 
företag som hanterar betalningskrav. I vissa fall är Banken också skyldig att lämna 
uppgifter till myndighet, till exempel till Skatteverket och Finansinspektionen.” 
 
Förutom detta så nämner Swedbank att dina personuppgifter kan användas till 
följande: “...Personuppgifterna kan vidare utgöra underlag för finansiell rådgivning, 
marknads- och kundanalyser, affärs- och metodutveckling samt statistik och 
riskhantering, till exempel i riskberäkningsmodeller som Banken använder för att 
uppfylla kapitaltäckningsregler. Banken kan också, om inte direktreklamspärr har 
begärts, komma att använda uppgifterna för marknadsföringsändamål, varvid kunder 
kan komma att kontaktas via e-post.” 
 
Dock står det i deras integritetspolicy att du kan: “Om besökare eller kund önskar 
information om vilka uppgifter Banken behandlar om dig, kan du lämna eller skicka 
en skriftlig - av dig undertecknad - begäran härom till banken på den adress som du 
finner ovan. Till samma adress kan du anmäla om du inte vill ha direktreklam från 
Banken eller begära rättelse av felaktig eller ofullständig personuppgift.”   
 
Utöver detta använder sig Swedbank av Cookies (fotnot), både sessionscookies och 
persistenta cookies. En sessionscookie skapas och används när du skapar en 
anslutning till Swedbanks internetbank eller övriga tjänster och försvinner när man 
loggar ut eller stänger av webbläsaren (Swedbank, 2014). Swedbank använder sig av 
Persistenta cookies för att följa besökarnas navigerings mönster på webbplatsen och 
för att samla in statistik i syfte till att optimera och förbättra Swedbanks webbplats. 
Swedbank anlitar sig tredje-parts företag som hanterar dessa cookies följande är ett 
utdrag ur deras integritetspolicy: 
 
“En del av dessa persistenta cookies är så kallade tredjepartscookies från 
trafikmätningsföretag och andra externa parter som Banken anlitar för att följa 
besökarnas navigering på bankens webbplats. Informationen används bland annat för 
att förbättra Bankens webbplats och för att anpassa bankens digitala marknadsföring 
till besökaren även på andra webbplatser.” Däremot står det även: “Om besökaren 
inte samtycker till användningen av cookies kan besökaren göra inställningar via sin 
webbläsares (Internet Explorer, Netscpare med flera) säkerhetsinställningar. 
Besökaren kan neka användning av persistent cookies utan att det påverkar 
funktionaliteten på webbplatsen. Om besökaren nekar användningen av 
sessionscookies medför det att besökaren inte kan utföra sina bankärenden på 
webbplatsen.”  
Men som sagts tidigare, varierar olika bankers integritets policyer och t.ex. VISA:s 
policy, står det följande: “När du besöker Visa.se eller Visaeurope.com fångar vi upp 
din Internetleverantörs domännamn (t.ex. “aol.com”), det land du befinner dig i och 
mönstret i hur du rör dig från sida till sida (dvs. hur du klickar dig fram). Den 
information vi samlar in på Visa.se eller Visaeurope.com kan komma att användas för 
att förbättra webbplatsens användarvänlighet, t.ex. genom att: 
 
• Omorganisera webbplatsen på det mest användarvänliga sättet 
• Kommunicera specialerbjudanden till dig om du väljer att ta emot sådana 
meddelanden 
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• Svara på dina frågor och/eller förslag 
 
Vänligen notera att denna information från dig kan komma att hanteras utanför ditt 
lands eller din regions gränser, men kommer alltid att erhålla ett fullgott 
integritetsskydd.” 
 
Visa använder sig även av cookies, men specificerar inte vilket typ av cookies, men 
används även för att föra statistik över hur webbplatsen används (VISA, 2014). 
 
VISA:s policy kring delgivandet av den personliga informationen: 
 
“Vår policy är enkel: Under inga omständigheter vare sig säljer eller lånar/hyr vi ut 
din personliga information till tredjepart.” 
 
Fast Visa reserver sig för följande: 
 
“Visaeurope.com förbehåller sig rätten att förändra denna policy närsomhelst, men 
kommer inte att minska nivån i skyddet av personlig information som beskrivs häri. 
Läs också webbplatsreglerna på Visaeurope.com. Visa tar integritetsskydd på stort 
allvar och avser att ligga i framkanten vad gäller policies kring personlig information 
och dataskydd. Vi kommer emellan åt att uppdatera vår integritetspolicy och 
publicera dessa uppdateringar på denna sida. Du är ansvarig för att återbesöka 
denna sida för att ta del av våra uppdateringar.” 
4.3 Tredjeparts lösning 
Det finns andra alternativ än att använda sig av bankernas betalningssystem. Den mest 
etablerade tredjepartstjänst leverantören är PayPal. Förutom PayPal så finns jättarna 
Amazon och Google med deras egna e-handelssystem. För att få en kort överblick om 
hur PayPal’s betalningsmetod fungerar följer en kort beskrivningen. 
 
I PayPal’s transaktionsprocess är första steget att klicka på knappen “Check out with 
PayPal” på den sidan som handlaren använder sig av. När knapptrycket sker dirigeras 
du till PayPal, där du kan klicka på knappen “Pay Now”. När kunden klickat, 
återvänds denne till handlarens ursprungs sida där kunden ser bekräftelsen av köpet. 
Hela processen är arrangerad på det sätt att alla parter, handlaren, kunden och e-
handelssystemet är konsekvent trots deras olika platser (Ali 2014). Klientens 
(handlarens) system skickar en HTTP förfrågan genom en URL med en lista av 
argument till PayPal’s-, Amazon’s eller annat e-handels systems server som 
automatiskt konstruerar en respons till den tidigare HTTP förfrågan. De flesta av 
tjänsteleverantörernas system är helt grundade på HTML. De som inte grundar sitt 
system på HTML använder sig istället av SOAP och NVP APIs (Ali 2014). 
4.3.1 Säkerhet 
PayPal och liknande tjänsteleverantörer för betalningsmetoder erbjuder deras tjänster 
på nätet och måste därmed skydda sig från attacker som sker på nätet. För att kunna 
etablera sig på marknaden som tredjepartslösning måste de garantera att användarnas 
transaktioner sker säkert. PayPal använder sig av säkerhetsprotokollet SSL vilket 
förklaras under 3.1.1 Säkerhetsprotokoll. Därtill använder PayPal en elektronisk 
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brandvägg som försvarar data från internet. Deras servrar är skyddade av brandvägg 
och inte direkt kopplade till internet för att skydda sina användares privata 
information från obehöriga datorer (Ali, 2014). 
 
Förutom det skydd som nämnts ovan som PayPal förser med, är det oklart vad för 
andra typer av teknologier som PayPal använder sig av för att säkerställa säkerheten, 
på grund av ifall de avslöjar för mycket information till allmänheten så utsätter de sig 
för risk för attacker (Ali, 2014). 
 
PayPal’s största säkerhetsproblem har varit epostbedrägeri. En attack på PayPal 
gjordes av ett par erfarna ryska hackers som upptäckte en säkerhetsbrist i adress 
bekräftelseprocessen för PayPal’s användare. De utnyttjade detta och exponerade 
hack-processen på nätet och PayPal har bekräftat att de hade svårigheter med att 
åtgärda problemet (Nielsen, 2014). Det finns flera olika sätt att ta del av en 
användares information, vilket kallas för phishing. Det mest vanliga inom phishing 
kallas Spoofing där hackarna imiterar och utger sig att vara t.ex. från PayPal och ber 
användaren att skriva ner information av känslig natur. Genom att använda sig av 
klient certifikat kan det hjälpa till att stoppa nät-spoofing. Däremot används klient 
certifikat sällan och är egentligen inte den mest praktiska lösningen. (Ali, 2014)  
 
PayPal ger sina användare 10 försök att logga in innan de låser kontot. Detta anses 
som ett högt antal försök och även ifall det är relativt liten chans att genom en 
”bruteforce”-attack för att bryta sig in på kontot, skulle säkerheten signifikant öka 
ifall PayPal sänkte gränsen till exempelvis tre försök. Utöver detta borde PayPal ha ett 
ytterligare lager med säkerhet, när t.ex. en användare angett rätt lösenord kräva att 
även ange ett svar till en personlig fråga. (Ali, 2014) 
 
Vad som är viktigt att poängtera här är hur viktigt det är som användare att vara alert 
och “internet-kritisk” i det avseendet att noggrant granska mail och andra nät-
spoofing attacker som utger sig att vara från tjänsteleverantörer som PayPal eftersom 
det är väldigt sällan att de skickar ut mail och ber om uppgifter. XiaoFeng Wang, 
forskare från Indiana University, menar däremot att som tjänsteleverantörer bör de ta 
på sig en mer effektiv och proaktiv roll i att säkerställa sina system. (Ali, 2014) 
4.3.2 Tillförlitlighet 
PayPal är beaktat att vara allmänt tillförlitligt och arbetar för att bibehålla den statusen 
genom användandet av flera av de teknikerna som presenterats under kapitel 3.2.2. 
Efter en undersökningen vi gjorde, där 61 personer deltog, bad vi deltagarna att sätta 
ett värde på deras tillförlitlighet till PayPal. 10 var max värdet och innebar fullt 
förtroende för PayPal och 1 var det minsta värdet som representerade inget förtroende 
för PayPal. Av de 61 personerna så var det ungefär hälften som använder sig av 
PayPal och den genomsnittliga tillförlitligheten låg på 5,9 vilket kan anses som ett 
relativt högt värde. Vi frågade även deltagarna ifall de trodde att de skulle använda sig 
av PayPal ifall det inte var lika etablerat som det är idag och då svarade 51 av 61 att 
de inte skulle göra det. En av anledningarna till varför tillförlitligheten är så hög som 
den är på grund av den breda adoptionen av PayPal. 
 
En annan anledning till varför tillförlitligheten anses hög är att, vad PayPal publikt 
tillkännager, använder de sig av SSL för att autentisera användare och klienter för 
ytterligare säkerställa deras transaktioner (Ali, 2014). Förutom detta, så har PayPal ett 
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inbyggt tillförlitlighetsprogram, som fungerar som en verifierings process och 
används för att öka tillförlitligheten hos användarna (Hussin et al, 2009). 
Verifieringsprocessen är frivillig och är ingen aktivitet som tar lång tid att göra. Vad 
som krävs för att bli verifierad är olika beroende på varifrån användaren är, men 
brukar involvera ens bankuppgifter (PayPal, 2014). 
4.3.3 Användarvänlighet 
PayPal har existerat sedan 1998 och är nu en av de mest populära betalnings alternativ 
på marknaden. Dara Kerr som är författare på CNet menar att PayPal’s webbsida, 
trots deras popularitet, är klumpig och oanvändarvänlig. I en artikel som skrevs 2012 
på TechCrunch av Ingrid Lunden beskriver hon hur PayPal gör om deras gränssnitt 
för att användarvänligheten skall öka. Lunden (2012) menar att PayPal har gjort deras 
gränssnitt mer “touch”-vänligare också och detta kan bero på att allt fler börjar göra 
sina ärenden via surfplattor och mobiltelefoner. 
 
För att göra besöken enklare för användarna har PayPal bestämt sig för att endast 
använda tre flikar; köp, sälj och överför. Detta leder till färre knapptryck för 
användarna som i sin tur medför en snabbare inlärningsprocess men även en 
effektivare upplevelse, detta menar Nielsen (1993) är två viktiga attribut för bättre 
användarvänlighet. 
 
“You can spend less time looking for help and more time getting answers” skrivet av 
PayPal, 2012 
 
Lunden (2012) skriver att det ser ut som PayPal också har försökt förbättra 
“Hjälp/FAQ”-delen på PayPal’s webbsida, och detta tyder citatet ovan på. 
Användarna ska nu kunna hitta svar och information snabbare. Detta är också ett 
attribut som Nielsen (1993) vill förtydliga. 
4.3.4 Effektivitet 
Att använda sig av PayPal’s tjänster kan innebära flera fördelar om du är en handlare 
med en egen webbutik. PayPal erbjuder tre olika betalningslösningar, med tre olika 
priser. Antingen kan du använda dig av “PayPal Standard”, vilken är gratis och har 
alla grundläggande funktioner som krävs för att sätta en betalnings lösning för 
webbutiken. Utöver PayPal Standard, finns även PayPal Advanced för 5 dollar i 
månaden och Pro för 30 dollar i månaden. Vad som skiljer dessa från PayPal Standard 
är att du får mer kontroll över din betalningslösning, t.ex. i Pro får du möjlighet till att 
designa ett personligt utcheckningsgränssnitt men som fortfarande använder sig av 
PayPal’s funktionalitet (PayPal 2014), för en mer detaljerad beskrivning av de olika 
alternativen se bifogad tabell (Kapitel: 8.3.1). 
 
Vad som skiljer PayPal från VISA är att PayPal endast har en avgift för alla 
transaktioner och inga “gömda avgifter”, utöver licensavgiften som betalas varje 
månad, vilken ligger på 2.9% + 0.30 cent (PayPal 2014). Vad som kan vara viktigt att 
poängtera dock, är att PayPal, tillskillnad från VISA som hanterar runt 2000 
transaktioner i sekunden, (VISA, 2014) har PayPal ett genomsnittligt TPS på 46/s 
(Bitcoin.it, 2014). Vilket skulle kunna förklara varför PayPal valt att ha en 
affärsmodell med en högre transaktionskostnad och utan andra avgifter. 
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Simplyzesty gjorde en undersökning 2012 om olika betalningstjänsteleverantörer och 
deras effektivitet, (se bifogad tabell)(Kapitel: 8.3.2). Då effektivitet mäts i kostnader 
och prestanda (Kannen et al, 2003) kan vi mäta av att PayPal har en bra effektivitet 
när det kommer till kostnader men dock sämre prestanda i jämförelse med VISA.  
 
Vad undersökningen visar är att PayPal användes till 60 % av alla dåvarande 
transaktioner under deras testperiod. Dock var det Googles betalsystem som hade 
lägst genomsnittlig väntetid på 0.26 sekunder och PayPal hamnade på tionde plats 
med 1.45 sekunder. Undersökningen tar däremot inte med AliPay (Heggestuen, 2014) 
som relativt nyligen har gått om PayPal som världens största betalnings leverantör. 
4.3.5 Skalbarhet 
PayPal är måna om att inte dela ut viss information om t.ex. deras säkerhet och annan 
information som kan potentiellt skada dem (hackare som utnyttjar informationen). 
Där av finns det även begränsad information om PayPal’s skalbarhets möjligheter, 
men det uppskattas till att PayPal kan hantera omkring 150 transaktioner i sekunden 
(BitCoin.it, 2014). 
4.3.6 Anonymitet 
Utefter Karjoth et als (2002) definition av integritetspolicy kan vi avgöra att PayPal 
både har ett tydligt språk och en bra semantik. Angående informationen som PayPal 
samlar in, påstår integritetspolicyn följande: 
 
• Krävd information. Policyn påstår att “You must provide your name, address, 
phone number and email address. In order to make payments through the 
PayPal Services, you must provide credit card, debit card or bank account 
information. We also ask you to choose two different secuiryt questions to 
anser (such as your city of birth or your pet’s name).” Utöver detta, skrivs 
det att “We will also require other commercial and/or identification 
information if you send or receive certain high-value transactions or high 
overall payment volumes”, samt “when you acces PayPal using a mobile 
device we may additionally collect and store device sign-on data (including 
device ID) and geolocation data”. 
 
• Transaktions information. PayPal samlar in “the amount of the transaction, the 
type of transaction (purchase of goods, purchase of services or simple money 
transfer) and the email address, Skype ID (if applicable) or phone number of 
the third party”. Samt “the Internet address (IP address) and other identifying 
information about the computer or device you use”. 
 
• Information from tredje-parter. I policyn står det att PayPal samlar in 
information från dig från “Payment Processors and/or Credit Reference and 
Fraud Agencies”. Utöver det, samlar de även in “information from members 
of the eBay Inc. corporate family or other companies.” 
 
• Webbplats trafikinformation. PayPal samlar in information från “the site that 
you come from or are going to. We also collect information on which pages of 
our website you visit, IP addresses, the type of browser you use and the times 
you access our website”. 
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• Hur PayPal använder informationen. PayPal använder den insamlade 
informationen till att “provide the services and customer support you request; 
resolve disputes, collect fees and troubleshoot problems; prevent potientially 
prohibited or illegal activites and enforce our USer Agreement; customise, 
measure and improve our services and the content and layout of our website; 
deliver targeted marketing and advertising, service updates and promotional 
offers based on the communication preferences you have defined for your 
PayPal account and your activities when using the PayPal Services; and 
compare infofmation for accuracy and verify it with third parties”. 
 
• Redogörelse. Angående redogörelse till andra PayPal användare, påstår 
policyn att “your name, email address, Skype ID (if applicable), phone 
number (if applicable), date of sign-up, the number of payments you have 
received from verified PayPal users, and whether you have been verified to 
have control of a bank account are made available to other PayPal customers 
whom you have paid or who are attempting to pay you using the Paypal 
Services”. PayPal delar inte din information med tredje-parter utan ditt 
medgivande, förutom till säkerhets byråer och till organistaioner som 
kundservice företag, betalnings processer och bedrägeri byråer. 
4.4 Framtagen data 
I denna del kommer vi presentera det material som vi har tagit fram med hjälp av våra 
valda tillvägagångsätt. 
4.4.1 Intervjuer 
I samband med att Bitcoin konferensen hölls i Stockholm den 3e april så var vi på 
plats och tog detta ultimata tillfälle att få chansen att få kontakt med djupt insatta 
personer i Bitcoin världen och höll intervjuer med de väsentliga föreläsare som fanns 
på plats under konferensen. Då detta skedde i ett väldigt tidigt skede av 
uppsatsskrivandet så var det en utmaning för oss att ställa rätt frågor till rätt folk men 
vi ansåg att detta tillfälle inte fick gå om intet och valde därmed att utföra intervjuer 
oavsett. Detta för att vi ansåg att det var det bästa tillvägagångssättet för att samla in 
värdefull information. Av de tre intervjuer vi höll så fick vi betydelsefull information 
från två av de, Jon Matonis som är VD för Bitcoin Foundation samt från Christian 
Ander som är grundare av BTCX.se som är en svensk växlingssajt för bland annat 
Bitcoins. Båda två av var väldigt involverade i Bitcoin och kunde förse oss med 
väsentlig information men framför allt så kunde de ge tips på vart vi skulle leta vidare 
vilket bidrog till en enklare insamlingsprocess av information till.   
 
Vi intervjuade Jon Matonis, VD för Bitcoin Foundation som etablerades för 2 år 
sedan och har runt 1500 medlemmar världen över. Jon arbetar dagligen med att 
marknadsföra och värva medlemmar till Bitcoin Foundation då han är övertygad om 
att detta är framtiden. Han menar på att Bitcoin är revolutionerande inom valuta då 
den öppnar upp globala möjligheter som tidigare inte varit möjliga. Bitcoin gör det 
möjligt att på några få sekunder överföra pengar internationellt och menar på att det 
kommer öppna upp möjligheter som tidigare inte varit möjliga, bland annat så 
kommer utvecklingsländer som Afrika och Sydamerika kunna integrera med 
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resterande av världen på ett helt nytt sätt. De största hoten mot Bitcoin i dagsläget 
menar Jon är eventuell lagstiftning samt Bitcoins skalbarhet, då Bitcoin i dagsläget 
endast kan hantera ca 7 transaktioner/sekund medan Visa kan utföra tusentals/sekund.  
Men innan Bitcoin har möjlighet att adopteras av en kommersiell publik och komma 
upp i motsvarande transaktionsantal som Visa så menar Jon att det kommer krävas en 
applikation med betydligt bättre användarvänlighet så att det är lika lätt använt och 
självklart som Skype. Jon menar att när/om Bitcoin lyckas etableras i lika stor 
omfattning som Visa så kommer det gynna konsumenter då hela den globala 
marknaden blir tillgänglig i jämförelse med Visa som är begränsat till ca ¾ av 
världen.  Även transaktionsavgifterna kommer bli betydligt mindre samt att i och med 
att Bitcoin är decentraliserat så finns det ingen central auktoritet som exempelvis 
skulle kunna frysa ens konto som exempelvis PayPal har rätt att göra enligt Jon 
Matonis.  
 
Nästa intervju var med Christian Ander, grundare av BTCX.se som är en växlingssajt 
för bland annat Bitcoin men har även tagit fram betalningslösningar för fysiska 
butiker samt att de inom kort kommer släppa en betalningslösning för E-handel. 
Christian menar på att fördelarna med att kunna betala med Bitcoin vid konsumtion 
på internet är att risken för bedrägeri försvinner samt att transaktionskostnaderna blir 
betydligt lägre. De största hindren som talar emot att Bitcoin skulle lyckas slå igenom 
och accepteras som ett kommersiellt betalningssätt är enligt Christian att det finns 
vissa tekniska svårigheter. Då vid scenariot att Bitcoin skulle växa för snabbt så finns 
det tekniska barriärer som exempelvis att antalet transaktioner/sekund skulle bli för 
många. Sedan menar Christian på att som Bitcoin är uppbyggt idag så fungerar det så 
att om en konsument köper exempelvis en kaffe i Japan så kan användare i 
Sydamerika eller någon annanstans i världen se transaktionen vilket inte är helt 
optimalt. Dock så menar Christian på att detta är begränsningar som går att ta bort så 
de behöver inte bli ett problem.  
 
En annan teknisk begränsning som Christian nämner är att den kryptering som 
används som för Bitcoin är utvecklad av USA så att det spekuleras i att NSA kan ha 
en bakdörr samt i att de eventuellt håller på att köpa upp en större mängd Bitcoins för 
att kunna kontrollera marknaden. Detta skulle kunna vara möjligt då Bitcoin bygger 
på ett demokratiskt system då majoriteten av Bitcoin ägare styr dess utveckling. Så 
för att en uppdatering ska gå igenom så krävs det att 51 % accepterar samt börjar 
använda den samt godkänner ”the ledge” som motsvarar bokföringen av vem som 
äger vad och varje transaktion under en längre tid. Däremot tror Christian att om detta 
skulle vara fallet så skulle folk bara börja använda någon av de andra kryptovalutorna 
som exempelvis LiteCoin som bygger på en helt annan kryptering som inte har något 
med USA att göra. Christian är övertygad om att kryptovaluta skulle kunna främja e-
handel på olika sätt då exempelvis Bitcoin är ett protokoll som går att programmera 
till vilket öppnar upp möjligheten att komma in djupare i e-handelsupplevelsen, då 
betalning skulle kunna ske samtidigt som konsumenten surfar. Så exempelvis skulle 
en konsument kunna betala per sekund vid hyrning av film eller så skulle det gå att 
betala 0,00000001 Bitcoins för att få tillgång att läsa en recension eller dylikt. Men 
även Christian ser att detta är något som ligger längre fram i tiden, först så måste 
problematiken kring att folk har svårigheter att hantera Bitcoin lösas med hjälp av 
bättre tjänster med lättare gränssnitt.  Christian nämner även att han ser en stor 
potentiell för banker att nyttja Bitcoins infrastruktur vid internationella betalningar. 
För det system som används idag är det amerikanska systemet SWIFT och innebär att 
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alla internationella betalningar som görs går via USA samt i och med att de tar ut en 
avgift så håller de pengarna i några bankdagar vilket gör att transaktionen tar tid.   
 
4.4.2 Enkätundersökning 
Vårt syfte med denna enkätundersökning var att försöka få fram bra underlag för just 
tillförlitlighet, då vi ansåg att denna information var svårare att hitta jämfört med 
andra aspekter. Vår enkät bestod av tre olika delar; Banker, PayPal och Bitcoin. Vi 
ställde generella frågor för att få en klar överblick om hur nuläget är. Tex. 
 
“Använder du internetbank?” respektive “Använder du dig av Bitcoin?” 
 
“På en skala mellan 1-10, hur mycket skulle du säga att du litar på banker?” 
 
Totalt sätt bestod hela enkäten av 17 frågor varav inte alla obligatoriska. Med hjälp av 
detta resultat har vi lyckats sammanställa detta, dock var Bitcoin den del som var 
flaskhalsen i denna enkät då inte alla hade en klar uppfattning om vad det var. 
 
Det visade sig klart och tydligt i resultatet att det fanns oeniga åsikter kring alla 
aktörer. Det vi anser är mest väsentligt att redovisa är att personerna i undersökningen 
litar mest på bankers säkerhet, därefter PayPal och sist Bitcoin, varav dessa 
personerna använder 62 personer Banker, 32 PayPal och enbart en person använder 
Bitcoin. Medelvärdet i säkerheten var följande:  
 
Aktör Medelvärde Median 
Banker 7,7 8 
PayPal 5,9 6 
Bitcoin 4,3 5 
Figur 11, Sammandrag av enkätsvar 
 
Vad som är intressant med dessa siffror är att den aktör personerna använder mest är 
den som får högst förtroende inom säkerhet, dock är det vanligt att banker blir utsatta 
för intrång och förlorar värdefull information om sina kunder och deras konton. 
 
När vi ställde frågan “Tror du att du skulle använda PayPal om det inte var så 
etablerat som det är idag?” så svarade 51 stycken “Nej”. Detta kan vi dra paralleller 
till Bitcoin, då det är ett så pass nytt betalningsalternativ, hade Bitcoin varit mer 
populärt om fler använde det? Det visar sig att folk hade varit mer entusiastisk till 
Bitcoin om fler använde det idag, då 25 personer höll med denna fråga. 
 
Av de 63 personerna i denna undersökning var den 27 stycken som tror att Bitcoin 
som valuta och betalningsalternativ kommer kunna etablera sig och bli en stor aktör 
inom framtiden. Varav 24 ansåg att den inte kommer lyckas och resten hade ingen 
åsikt om denna fråga.  
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För att se hela resultatet av enkätundersökningen hänvisar vi er till bilagorna. 
4.4.3 Experttester 
Det första vi noterade var att det fanns ett flertal olika applikationer att välja bland. 
Redan i det här skedet så krävdes det viss förkunskap för att kunna avgöra vilken som 
borde användas. Vi bestämde för att testa två olika applikationer, ena var Bitcoin Core 
som är enligt Bitcoin.org den säkraste plånboken. Den andra applikationen hette 
MultiBit och är en lättviktsapplikation som inte använde sig av lika omfattande 
resurser som Bitcoin Core. 
 
Genom att utföra egna tester och prova på de två olika applikationerna gav detta oss 
en större inblick i hur de fungerar och kan användas. Vi läste samt en del guider samt 
för- och nackdelar kring olika klienter och drog därefter slutsatser om hur 
användarvänligheten är kring Bitcoin, vilket vi presenterar i ett senare kapitel i 
uppsatsen. 
 
4.5 Sammanfattning 
Utifrån det empiriska materialet vi har samlat in har vi summerat de olika avsnitten 
för de olika betalningslösningarna i en tabell vi kallar “De 6 utvärderings dimensioner 
för betalningsmetoder” och vi har gett varje betalningslösning ett värde under varje 
avsnitt. Med hjälp av denna metod får vi möjligheten att få en överblick utifrån ett 
större perspektiv. Dessa siffror kan variera markant beroende på vad för typ av bank 
det är samt hur situationen ser ut. De värden vi har satt in i vår tabell utgår från våra 
undersökningsobjekt. 
 
x Användar-vänlighet 
Skalbar-
het Säkerhet Anonymitet 
Till-
förlitlighet Effektivitet 
Bitcoin Låg Hög Hög Låg/Hög Låg Låg 
Bank Medel Hög Medel Medel/Hög Hög Medel 
PayPal Hög - Medel Hög Hög Hög 
Figur 12, Tabell: ”De 6 utvärderings dimensionerna för betalningsmetoder” 
4.5.1 Säkerhet 
Att alla våra undersökningsobjekts betalningslösningar har relativt hög säkerhet är det 
inget tvivel om då dessa aktörer hanterar pengar och skulle aldrig kunna göra det utan 
att garantera en viss nivå av säkerhet för att locka användare. De tre tjänsterna vi har 
valt att undersöka bygger till grund och botten på kryptografi som är en ansedd säker 
lösning att kryptera information med och tekniken används av många andra aktörer 
inom olika branscher. Bitcoin fick högst värdering på säkerhet då valutan aldrig har 
blivit hackad, dock finns det potentiella risker som skulle kunna äventyra säkerheten. 
Främsta risken skulle vara om någon fick kontroll över mer än 50 % av nätverket då 
det skulle innebära att denne hade kunnat utföra dubbelspenderingar då den hade haft 
möjlighet att verifiera sina egna betalningar. Tillskillnad från banker och PayPal som 
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styrs centralt och aldrig riskerar denna typ av säkerhetsbrist. I och med de antal 
hacker attacker som flera av Bitcoins valutaväxlare blivit utsatta för så har det 
associerats som en svaghet hos Bitcoin som valuta i sig hos den stora massan, det är 
dock en felaktig men fullt förståelig slutsats. Då dessa säkerhetsbrister alltså inte 
ligger hos Bitcoin själva, utan det är säkerheten hos tredje parten som har svagheter. 
 
Varför PayPal och banker inte fick det högsta värdet är på grund av att det finns 
utrymme för internetattacker i deras betalsystem, exempelvis phishing och man-in-
the-middle attacker. Banker har under en längre tid varit utsatta för attacker då dem är 
den största aktören inom detta område. Det har relativt frekvent gått att läsa i media 
om bankers säkerhetsbrister då de blivit hackade eller att deras system havererat, 
trotts dessa händelser så har gemene man fortfarande en stor tillit till banker. Vilket 
många gånger grundar sig i att banker tar på sig ansvaret för dessa attacker och ser till 
att de inte drabbar kunden i sig, dock så finns det skador vid sådana händelser som 
inte går att reparera. Vid Swedbanks system krasch i början av 2014 så var det 
tusentals kunder som inte kunde betala vilket var förödande för vissa som befann sig i 
situationer då de var tvungna att kunna betala för att utföra en uppgift. Dessa personer 
ska enligt banken blivit ersatta i efterhand men det gör i många fall inte skadan 
ogjord. Dock har banker idag lyckats bygga upp ett relativt bra säkerhetssystem efter 
många år på marknaden men de är dock inte tillräckligt bra vilket motiverar att vi 
värderar deras säkerhet till medel. 
4.5.2 Tillförlitlighet 
Eftersom bankväsendet är ett etablerat fenomen tyder det på att det finns ett 
förtroende som har byggts upp under en långtid vilket lett till den höga tillit som finns 
hos banker idag. Dock har de senaste årens ekonomiska kris lett till att tilliten för 
banker är lägre än tidigare men dock fortfarande högt. Även förtroendet för bankers 
betalningslösningar håller ett högt genomsnitt och vi anser därför att tilliten för 
banker kan värderas hög. PayPal som var en av pionjärerna för betalningslösningar 
har under de senare åren lyckats etablera en högre tillit än de tidigare haft, detta 
grundas främst i bättre användarvänlighet, högre säkerhet och att användare har haft 
en lång tid på sig att adoptera systemet. Däremot när det gäller Bitcoin så är tilliten 
inte alls hög och detta är på grund av att det fortfarande finns många obesvarade 
frågetecken kring Bitcoin och folk har svårt att relatera till vad Bitcoin egentligen är. 
Detta baseras bland annat i okunskap hos användarna, osäkerhet kring dess säkerhet 
och det faktum att Bitcoin är så pass ny på marknaden och inte haft tiden att etablera 
sitt varumärke hos allmänheten. Bitcoin har en lång väg kvar innan tillförlitligheten 
kan öka och komma upp till bankers och PayPal’s nivåer. Men utvecklingen går 
framåt och börjar sakta men säkert bli mer accepterat av samhället då även fler E-
handels butiker börjat acceptera Bitcoin som betalningslösning. 
 
Det PayPal lyckades bra med och är en av grund faktorerna till deras framgång var att 
de såg problematiken som fanns hos Ebay vid deras betalningar och lyckades få 
igenom ett samarbete med de och PayPal implementerades som en betalningsmetod 
hos dem. Detta ledde till ett stort ökat antal användare och publicitet. Denna typ av 
genombrott är definitivt något som med största sannolikhet skulle kunna bidra till att 
acceptansen och användandet av Bitcoins, då någon av de större e-handelsaktörerna 
tog de under sina vingar. 
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4.5.3 Användarvänlighet 
Användarvänligheten skiljer sig mycket mellan de olika betalningssystemen. Detta 
grundar sig i flera orsaker men en av de främsta är att både PayPal och banker haft 
betydligt längre tid på sig att bli adopterat och accepterat av stora grupper på internet 
och kan därför uppfattas som mer användarvänligt. Det är dock inte den enda faktorn 
utan det är ett faktum att gränssnittet för dessa två betalningslösningar är betydligt 
enklare att hantera vilket spelar en stor roll då det välkomnar otekniska användare på 
ett helt annat sätt.   
 
Bitcoin är för tillfället i ett stadie där den större delen av populationen inte ens är 
medvetna om vad Bitcoin och kryptovalutor är, vilket innebär att det är en mindre 
skara människor som ens överväger att använda det och skulle ha de tekniska 
förutsättningarna som krävs för att göra det. Vilket är en av anledningarna till att 
Bitcoins bristfälliga användarvänlighet. Men inom några år menar många av våra 
källor att detta inte kommer vara ett problem längre då aktörer lyckats konstatera 
användarvänlighetens problematik och åtgärdat den. Dock är det ett problem idag 
vilket motiverar det låga omdömet. 
4.5.4 Effektivitet 
PayPal ansåg vi hade högst effektivitet då det är billigt och smärtfritt att implementera 
med inga osynliga kostnader. Bankers effektivitet uppnår dock inte motsvarande 
standard, mestadels på grund av att avgifterna kan variera och processen att 
implementera bankbetalning över nätet är något mer komplext än vad det är att 
implementera PayPal. Vi gav Bitcoins effektivitet lägst värde med anledning att skapa 
ett Bitcoin-konto och implementera som betalningslösning är svårare än för de ovan 
nämnda alternativen. Även det faktum att det blir svårare och svårare att generera 
Bitcoins i framtiden motsäger definitionen av effektivitet. 
4.5.5 Skalbarhet 
När vi kommer vidare till skalbarhet finns det flera perspektiv att se detta ifrån. Vi 
gav Bitcoin den högsta siffran då potentialen finns där. Som vi har nämnt tidigare har 
Bitcoin i dagsläget en gräns som inte går att överskrida och denna var på 7 
transaktioner per sekund (TPS). Detta är en låg siffra om vi jämför Bitcoin med VISA 
och PayPal. Dessa två aktörer klarar tusentals per sekund, men som sagt finns det hög 
potential för Bitcoin då denna gräns kan höjas eller släppas helt när tiden är inne, 
dock är detta oklart när eller till och med om detta kommer ske. Bitcoin som är en 
öppen programvara utvecklas varje dag och nya tekniker kan hjälpa Bitcoin att bli en 
världsledande valuta inom internet. 
 
Om vi ser över VISA och bankers skalbarhet kan vi säga att dem ligger i framkant 
och även dem har en hög skalbarhet. Visa sitter på stora datacenter som har tillräckligt 
mycket kapacitet för några år framöver. Dock kan detta snabbt ändras om inte 
infrastrukturen och skalbarheten ses över kontinuerligt, om det inte görs kan det leda 
till liknande situation som IPV4-adresserna hade. Vid utvecklandet av IPV4 så ansågs 
det att de skulle räcka gott och väl men skalbarheten var inte tillräckligt bra och det 
slutade med att alla adresser i dagsläget är slut. 
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Gällandes PayPal:s skalbarhet så var svårt att få en överblick över hur skalbart deras 
system är, då vi inte fann tillräckligt med material för denna kategori väljer vi att inte 
uttala oss om den. 
4.5.6 Anonymitet 
Då alla banker sätter sin egen integritetpolicy så varierar det självfallet mellan olika 
banker. Därför valde vi att ta det genomsnittliga värdet för anonymiteten hos banker 
och Verified by Visa. Då vi anser att VISA har en mer kundvänlig integritetspolicy än 
vad Swedbank har så skulle VISA hamna på en hög anonymitet, medan Swedbank 
anonymitet kan anses som medel-hög. 
 
PayPal har uttryckt sin integritetspolicy väl och utformar en tydlig semantik, vilket 
motiverar varför PayPal har en hög anonymitet. 
 
Det finns en problematik när det kommer till Bitcoin och dess anonymitet, många 
väljer att börja använda Bitcoin för media och andra kanaler målar upp en bild av att 
Bitcoin är helt anonymt. Vi gav Bitcoin lågt/högt i värde, det motiverar vi med att 
Bitcoin kan hålla en hög anonymitet om det används rätt. Det gäller att generera ny 
Bitcoin-adress efter varje transaktion, detta medför en mer komplicerad process att 
följa pengaflödet i blockkedjan och att ta reda på vem som sitter bakom vissa Bitcoin-
adresser. 
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5 Diskussion 
Det vi kan konstatera enligt vår för-analys är att Bitcoin har några år kvar innan denna 
kryptovalutan Bitcoin har potential att nå̊  ut till gemene man. Orsaken till detta är på 
grund av brister i användarvänlighet och tillförlitlighet. Vi anser att dessa två element 
är huvudpelarna inom vår tabell för att en ny betalningslösning ska ha 
genomslagskraft. Folk måste våga och tro på det dem använder och dessutom tycka 
att det är smidigt och simpelt. Somliga menar att Bitcoin redan är det men dessa 
personerna har varit aktiva inom Bitcoin sedan en längre tid tillbaka och på grund av 
deras subjektivitet är det inget vi kan utgå ifrån. 
 
Vår generella uppfattning är att Bitcoin är en kryptovaluta med en hög potential. 
Säkerheten inom Bitcoin är en av de bättre inom marknaden samt att tekniken är 
skalbar och det finns därmed möjlighet att nå ut till fler användare i framtiden. I 
enlighet med vårt ramverk tillhör säkerhet en av de viktigaste dimensionerna för en 
betalningslösning och Bitcoin besitter hög säkerhet. Det är säkerhet som bygger tillit, 
dock ser vi enligt vår tabell (Fig 12) att Bitcoins tillit inte är i närheten av bankers och 
PayPals tillförlitlighet. Varför är folk så skeptiska till Bitcoin när det är en av de 
säkraste lösningarna rent tekniskt? 
 
Bitcoin är tillförlitligt i sig, men själva varumärket Bitcoin är en pionjär i kryptovaluta 
branschen och därmed väldigt utsatt för både negativ och positiv uppmärksamhet. 
Vad som har skapat den negativa uppmärksamheten hos Bitcoin är t.ex. de stora 
attackerna på hemsidan MtGox, dock är detta inte på grund av en teknisk brist eller 
liknande hos Bitcoin utan snarare en säkerhetsbrist hos MtGox. Däremot är det 
Bitcoin som får ta smällen och den dåliga publiciteten, vilket även innebär att 
allmänhetens tillförlitlighet till Bitcoin sjönks. 
 
Allmänheten anser att Bitcoin inte är tillräckligt tillförlitligt och utöver ovanstående 
argument kan det även bero på den uteblivna breda adoptionen, att det är för tillfället 
är alldeles för få användare som använder sig av Bitcoin idag. Ifall det blir så att fler 
och fler börjar använda sig av Bitcoin så tyder mycket på att det skulle anses mer 
tillförlitligt.  
 
Vad som krävs för att Bitcoin ska kunna nå liknande marknadsandelar som PayPal 
och banker har idag är att fler och fler företag, speciellt etablerade, välkända företag 
och andra stora aktörer som påverkar allmänhetens tillit, accepterar och 
implementerar Bitcoin. Ifall vi skulle spå framtiden så är detta något vi tror kommer 
att vi kommer att se mer och mer i framtiden. Vad vi ser idag, utöver de nyheter vi 
läser var dag om att nya företag valt att använda sig av Bitcoin betalningar, så börjar 
vi även se att olika länder och dess statt börja använda sig av Bitcoin betalningar. 
Som vi nämnt tidigare så har bland annat Singapore valt att acceptera Bitcoin som 
betalning för inkomst skattbetalningar. Detta är ett stort steg i riktningen till att 
Bitcoin en dag i framtiden kommer att vara en etablerad och konventionell 
betalningslösning. 
 
När det gäller betalningslösningar exponerar Bitcoin fort. Som vi nämner tidigare i 
uppsatsen börjar fler använda sig av Bitcoin. Med intervjun vi hade med Webhallens 
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försäljningschef Anton Nilsson menade han att deras största motiv till införandet av 
Bitcoin var marknadsföringssyfte och inte en större variation av betalningslösningar. 
Detta är en intressant aspekt inom Bitcoin, att en e-handel enbart skaffar Bitcoin för 
att få publicitet och marknadsföring. Vi tror detta beror på att Bitcoin är fortfarande 
ett nytt ämne och speciellt i Sverige där mene man inte känner till allt för mycket om 
kryptovalutor. Inom några år kommer flera aktörer på denna marknad också 
implementera Bitcoin som en betalningslösning, för att hänga med i utvecklingen. En 
sak som bör påpekas är att e-handlare enbart vågar göra detta tack vare de olika 
tredje-parts alternativ som finns idag (BitPay och Bips), då e-handlare inte tar några 
risker för drastiska ändringar av värdet för Bitcoin. 
  
Ett argument som talar för att Bitcoin har en potential i framtiden är att det är 
uppbyggt som ett peer-to-peer nätverk, vilket innebär att tredje-parten elimineras och 
kostnaderna dras ner. Detta är något som eventuellt skulle gynna e-handlare som 
betalar höga avgifter för att ta betalningar online. I Sverige har vi till exempel PayPal 
och Klarna, detta är stora företag som står som en mellanhand mellan köpare och 
säljare. Bitcoin ger möjligheten att ta bort denna mellanhand och detta kan bli 
lukrativt för somliga. 
 
Vi tror att Bitcoin successivt kommer bli mer familjärt men en av Bitcoins styrka i 
dagsläget är möjligheten att föra över pengar mellan landsgränser utan höga 
transaktionskostnader och väntetider. Bitcoins fördel att transaktionskostnaderna är 
betydligt lägre än hos VISA och PayPal, vilket är positivt för mindre och nystartade e-
butiker men även stora företag skulle kunna göra stora besparingar med lägre 
transaktionskostnader.  
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6 Slutsats 
De dimensioner som anses mest essentiella i vår undersökning är säkerhet, 
tillförlitlighet samt användarvänlighet. Säkerhet och tillförlitlighet går hand i hand, 
ifall ett betalningsalternativ har eller ger illusionen av att ha en hög säkerhet ökar 
användarnas tillit gentemot betalningsalternativet. Vid internetköp hanteras känslig 
information om användare och det är säkerheten i systemet som skyddar mot att 
informationen hamnar i fel händer. Även då systemet är uppbyggt på ett 
användarvänligt sätt så kan användarnas tillit öka då systemet distribuerar en naturlig 
känsla, vilket ger användare en enklare köp-upplevelse som betryggar användaren och 
bygger tillit. Som en sammanfattande slutsats så är grundstenen av de olika 
dimensionerna för betalningssystem att etablera ett förtroende hos användaren och det 
är via användarvänlighet och hög säkerhet detta förtroende skapas. 
 
Denna uppsats hade som syfte att undersöka och jämföra olika betalningsmedel för att 
kunna avgöra huruvida Bitcoin har en möjlighet att överleva framtiden samt att 
besvara vår forskningsfråga om hur kryptovalutor presterar i jämförelse med redan 
etablerade betalningsalternativen. Vi kan idag se att Bitcoin utefter våra definierade 
dimensioner konkurrerar och presterar i närheten med dagens alternativ och har till 
och med på vissa punkter ett högre värde, trotts att valutan är så pass ny. Det vi har 
kommit fram till utifrån vår för-analys och diskussion är att Bitcoin har potential då 
Bitcoin är uppbyggd på avancerad teknik som är revolutionerande för 
betalningssystem. Vilket är det som främst gör den konkurrenskraftiga mot nuvarande 
betalningslösningar och är den största anledningen till att Bitcoin har potential att 
etableras som en accepterad betalningslösning.  
 
Dock är det flera dimensioner som Bitcoin strävar med i nuläget, detta är framförallt 
användarvänlighet och tillförlitlighet. Som vi nämner tidigare är dessa två 
dimensioner de som vi anser mest essentiella för att ett nytt betalningsalternativ ska 
bli hållbart. Övergripande är andra betalningsmetoder fortfarande ett mer attraktivt 
alternativ att använda sig av. Vad som argumenteras för är att Bitcoin ska konkurrera 
ut är några få nyckelargument, decentralisering, eliminering av tredjepart och snabba 
samt billiga transaktioner. 
 
Vi hoppas på att ha bidragit med en djupare inblick i framtidens betalningslösningar 
och gett en insyn i hur kryptovalutor fungerar i jämförelse med de redan etablerade 
aktörerna samt dess framtidsmöjligheter. 
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8 Bilagor 
8.1 Intervjuer 
8.1.1 Intervju: Jon Matonis, Executive director, BitCoin foundation 
Linus - We’re writing our thesis and how Bitcoin can develop ecommerce and make it 
more efficient and were studying informatics so were looking at the technical aspect 
to see if Bitcoin is ready to go mainstream, if its going be a viable option in the future, 
and the pros and cons and we compare with bank, PayPal payments etc. 
 
Joachim - First of maybe you can tell us a little bit of the Bitcoin foundation and the 
work you do. 
 
Jon - The Bitcoin foundation is 2 years old in this summer so were very young but we 
have around 1500 and that’s companies and individuals, mostly non-us, around 55% 
non-US and we’re opening satellite office in London and we are also partnering with 
other non-profits that are in different countries, so we’re working with Swedish 
Bitcoin foundation here to form a partnership for our network, because we want to 
have a larger global network 
 
Linus - like a franchise? 
 
Jon: Yes, but still a very decentralized, so they have the local anatomy and they have 
the governance, so they still choose their name, choose their board, and they’ll 
operate in Sweden and it would be like our local office in Sweden and that helps 
everybody worldwide because it makes us stronger together, just like Wikipedia does, 
they have all the different nationalities and all the different languages for Wikipedia 
they are international.  
 
Now for the foundation in terms of what we do, we compensate some of the core 
developers, like Gavin who works on the code and it was very important to us to have 
transparency and compensation, because when you have volunteers on local source 
software, it is very difficult because you never know who’s paying, it could be KGB, 
it could be CIA, so we wanted to have a total transparent compensation and they have 
to declare if they are making any other money from other sources and that is the 
development side of what we do. And we also do the education and marketing and we 
hold an annual conference which we hold in Amsterdam may 15th - 17th and we also 
we work with the different national affiliates on promoting Bitcoin. 
 
Linus - So you are in some kind of lobbying? 
 
Jon - The third area is regulation and in that area we mostly are doing education for 
the government regulators and for government legislators so they understand what 
Bitcoin is, because if they make laws without understanding, that’s going to be really 
stupid and we don’t want to heard from the wrong persons and that’s not same as 
wanting regulation because we don’t really want regulation, we don’t want any new 
regulation for sure, 
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Joachim - So I have to ask, you obviously want to promote Bitcoin as a currency, 
what do you think is the biggest threats against making Bitcoin an established 
currency globally? 
 
Jon: The two biggest threats are the regulatory threat and the scalability, because right 
now, Bitcoin can only process about 1-2 transactions / second and VISA can do, you 
know, thousands / second. 
 
Joachim - But if you turn the question, what are the biggest possibilities you see with 
Bitcoin as a future currency. 
 
Jon - Oh no I am sorry, Bitcoin can do 7 transaction / second. Bitcoins capacity is 7, 
but at the moment it is only doing around 1-2 transactions a second. So oh your other 
question I’m sorry was theee…? 
 
Joachim - The opposite, the biggest possibilities.. 
 
Jon - Yeah, ehm, that’s amazing because that opens up everything, its the first time 
we have had global currency that cross borders electronically and gold is close to 
having a common currency to everyone in the world because it is not related to a 
government, but u cant “scruntch” it up and put it through Wi-Fi so with Bitcoin is the 
first time the world have had a global common currency that gets into countries, like I 
said, Africa, south-America, the developing part of the world where they have not had 
any interactions before so it brings us together and the other thing that makes it a very 
big plus is that it is decentralized, it has survivability, so we will survive when the 
other ones wont, like if you saw the law enforcement guy. He was putting up on the 
liberty reserve, liberty reserve is centralized so of course they can be stopped, any 
scheme that is centralized has a single point of failure, you know that from 
informatics… 
 
Linus - Yea yea  
 
Jon - So Bitcoin does not have a single point of failure, so combine that with the fact 
that is global and it makes it unstoppable. 
 
Joachim - But when you talk about technology and the user friendliness its not that 
easy for the older generation to adopt this kind of payment method and I think that is 
one of the biggest things why its not becoming mainstream today 
 
Jon - Yeah but the old people are going to be gone 
 
Joachim - Yeah well but when you do think its mature for the average population? 
 
Jon - I think in the next 4-5 years and the reason will not be the age, the reason will be 
the user application, it will become as easy to use as Skype, everybody knows how to 
download skype, you know it has a name, so easy, when Bitcoin applications gets to 
that level, then you will start to see more mainstream adoption. 
 
Linus - How do you think Bitcoin will benefit us as a merchant? 
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Jon - Well because you get a global market, if you accept visa now you don’t have a 
global market, you only have half or ¾, the other thing is, you don’t have any account 
freezes or chargebacks, if you talk to businesses even in Sweden who accept PayPal, 
they will tell you stories when PayPal freezes the account and PayPal has the right to 
do that, so they freeze it and they don’t even need a reason, they could just say “we’re 
investigating something”, you cant have any account freezes /closures with Bitcoin 
and the fees are substantially lower than PayPal and other methods, you cant have 
restrictions like visa and PayPal, like in some countries, they don’t process for 
gambling or pornography or whatever they come up with, so you have complete 
freedom as a merchant to open up your business to a world without restriction and 
that is good thing for humanity 
 
Linus - Yes for free trading, definitely a good thing… 
8.1.2 Intervju: Christian Ander, Grundare av btcx.se 
Joachim - Du nämnde i ditt föredrag en hel del om banker, vilket utrymme ser du att 
banker skulle ha användning av kryptovaluta?  
 
Christian - De skulle främst ha användning av det i samband med internationella 
betalningar, för idag använder de ett amerikanskt system som heter SWIFT. Även när 
de gör betalningar inom Europa så går det via USA. Så med kryptovalutor så skulle 
man kunna klippa bort det steget.  
 
Joachim - Tar Swift någon avgift för transaktionerna?  
 
Christian - Exakt, de tar en avgift. Swift är egentligen blixtsnabbt men i och med att 
de tar en avgift så tar det några bankdagar. Sen finns det förmodligen lite manuella 
steg som gör att det drar ut på tiden. Men även det faktum att banker gärna håller 
pengarna för att förränta de spelar in.  
 
Linus - Berätta lite om BTCX, ni är en handel portal för Bitcoin eller?  
 
Christian - Precis vi började som en växlingssajt, men det vi blir och mer mer nu en 
“service provider”. 
 
Linus - Ni har även några betal lösningar för Bitcoin, på er hemsida så marknadsför ni 
er betalningslösning för fysiska butiker. Men har ni även en lösning för e-handel?  
 
Christian - Va kul att ni frågar, för vi kommer faktiskt med en e-handelslösning nu. 
Men vi började med precis som du säger med fysiska bara för att göra Bitcoin lite mer 
verkligt. Även fast ehandel är lättare och har fler kunder så var det mer som en PR 
grej vi valde att göra så.  
 
Linus - Är det ni som ligger bakom betalningslösningen på den första och ända 
butiken i Stockholm som accepterar Bitcoins?  
 
Christian - Yes, det är vi som ligger bakom det. 
 
Linus - Hur ser du på potentialen för Bitcoin som en e-handelslösning? För/nackdelar. 
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Christian - Fördelarna - det är ingen fraud risk. I Sverige är det dock inte så mycket 
fraud men internationellt sätt om du är en E-handel i Sverige så vill du inte ta emot ett 
ryskt visa kort. Men med BC spelar det ingen roll. Det är även billigare transaktioner 
med Bitcoin. Nackdelar är dock inte min starka sida, haha.  
 
Joachim - Om vi säger såhär då. Vad ser du som det största hotet att Bitcoin inte 
skulle kunna etableras som en “mainstream” e-handelslösning? 
 
Christian - Det finns dels tekniska svårigheter. Låt säga att Bitcoin skulle växa 
alldeles för snabbt och stöter på tekniska barriärer. Te.x att antalet transaktioner blir 
för många. Om man ser Bitcoin som en världsvaluta och du köper en kaffe i Japan så 
kommer de i Sydafrika också kunna se den transaktionen och det är inte riktigt helt 
optimalt. Så det kan bli problem men det behöver inte bli det.  
 
Linus - Så du menar att det finns brister i tekniken för tillfället? 
 
Christian - Det finns tekniska begräsningar som går att ta bort, så det behöver inte bli 
ett problem.  
 
Linus - Vilka andra tekniska begränsningar menar du att det finns då? 
 
Christian - Det är den ända så som jag ser det. Men sen finns det med far fetch. Då 
Bitcoin bygger på en kryptering som USA ligger bakom. Så det finns en liten 
potential att det finns en bakdörr som NSA har tillgång till. Men då finns det andra 
valutor som t.ex. Litecoin som bygger på en annan kryptering. Så isånafall tror jag det 
bara kommer bli så att andra valutor tar över.  
 
Linus - Okej, så det spekuleras alltså i om NSA har en bakdörr?  
 
Christian - Ja exakt, det är bara spekulationer så det är svårt att veta. Det ryktas även 
om att de försöker köpa upp större mängd av Bitcoins för att de tror de ska kunna 
kontrollera marknaden.  
 
Linus - Man pratar mycket om att man ska slippa tredjepartslösningar med Bitcoin 
men det finns ju uppenbarligen ett antal sådana, vad innebär det och på vilket sätt 
skiljer sig de från de tredjepartslösningar vi ser idag som te.x PayPal?  
 
Christian - Ja exakt, det är ju bland annat det vi gör.  Det PayPal gör är att de både 
hanterar transaktionen och gör en växling. Så i det här fallet så är det Bitcoin som gör 
transaktionerna men vi som gör växlingen. Även i Sverige så har en som hanterar 
transaktionen ett inlösenavtal med banken. Så fort man går över till Bitcoin så blir det 
genast en part mindre och det är positivt.  
 
Linus - I ditt fördrag så pratade du om att “ 51 % need to agree on the ledge”, vad 
innebär det mer exakt? 
 
Christian – ”The ledge” är som bokföringen, vem äger vad och varje transaktion. Den 
beslutas gemensamt hela tiden och det är majoriteten som beslutar att såhär ska det se 
ut.  
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Linus - Men hur fungerar det rent praktiskt? 
 
Christian - Det går helt automatiskt, det är källkoden alltså datorprogrammet som kör 
på din dator. Det är din röst. Så låt säga att det kommer en uppdatering av Bitcoin så 
måste minst 51 % av alla användarna gå över till den för att den ska behållas. Så på så 
sätt blir det en demokratisk utveckling av valutan.  
 
Linus - Du pratade även att det är 12 poler som administrerar 98% av alla Bitcoins, 
Vad innebär en pool lite mer specifikt? 
 
Christian - En pool kan innefatta obegränsat antal noder, dvs antagligen personer som 
är involverade i poolen.  
 
Linus - Vet man hur stora de 12 polerna är?  
 
Christian - Ja det vet man, men jag vet inte. Men Google kan nog garanterat svaret på 
den frågan.  
 
Linus - Så då i princip den här 51 % ledgen kan då gå igenom om några av poolerna 
går ihop?  
 
Christian - ja exakt, men det är flytande demokrati så man måste ha minst 51 % under 
en längre tidperiod.  
 
Linus - Så låt säga att det är 51% som har laddat ner den nya uppdateringen hur skulle 
det kunna hamna under de 51 % igen? Skulle folk återgå till den gamla uppdatering 
då eller?  
 
Christian - Antingen så görs det ännu en uppdatering som folk hoppar över till eller så 
kan man ju hoppa tillbaka så det är vilket som. Men grejen är att det är bokföringen 
man bestämmer om, så om man byter bokföringsbok så är det extremt svårt att backa 
tillbaka och ändra i bokföringen för det skulle innebära att pengar som jag skickat helt 
plötsligt kommer tillbaka. Men däremot så kan man ändra tillbaka så att det blir 
samma system som innan. Men de bokföringsprocesserna som har skett, har skett, de 
är fasta. 
 
Linus - Man ser ju även att stora företag börjar skapa sina egna coins, så som Amazon 
som skapat Amazoncoins. Hur ser framtida utveckling ut, tror du man kommer ha 
flertalet olika coin-valutor?  
 
Christian - Ja exakt man kommer ha flera olika som kommer backas av en dominant 
och i dagsläget ser det ut som att det blir Bitcoin om inte den kraschar men då 
kommer det en annan. Skulle även kunna säga att det som skulle kunna hända är att 
områden för egna kryptovalutor skulle kunna skapas, så att norden fick sin egen 
valuta.  
 
Linus - Litecoin är det den mest potentiella konkurrenten?  
 
Christian - Exakt.  
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Linus - Hur ser du på säkerheten kring Bitcoin?  
 
Christian - Bitcoin blir så säkert som man gör det, te.x bakdörren jag pratade om 
innan, den skulle man ju kunna täppa igen.  
 
Linus - VI har ju fokus på e-handel i vår uppsatts om du punktar upp, hur ser du att 
Bitcoin skulle kunna främja just E-handel?  
 
Christian - I och med att Bitcoin är ett protokoll man kan programmera till så tror jag 
verkligen det skulle kunna komma djupare in i e-handels upplevelse. Betalningen 
skulle kunna ske samtidigt som du surfar, te.x om du ska gå in och kolla film så hade 
du kunnat betala per sekund. Eller om du vill läsa en recension om en produkt så 
skulle du kunna betala 0.000000001 för att få tillgång till den. Även det faktum att 
mobiler idag är mer eller mindre en dator så skulle pengarna redan kunnat finnas inne 
i din mobil när du handlar. Vilket som skulle vara jätte svårt för t.ex. visa att leverera 
en sådan lösning.  
 
Joachim - Hur ser ni en lösning på problematiken kring att folk har svårigheter att 
hantera Bitcoin?  
 
Christian - Det behövs bättre tjänster, med bättre gränssnitt. Bitcoin har bara funnits i 
5 år och många bolag är väldigt unga som håller på med det här. Så jag tror ge det 
något år sen så finns bitcoin integrerat i både chrome och safari. Så vem vet snart 
kanske man inte kommer ha en Bitcoin wallet utan pengarna kommer redan finnas 
direkt i applikationerna.  
8.2 Enkäter 
8.2.1 Enkätfrågor 
• Använder du banktransaktioner? 
• Hur mycket vet du om bankers säkerhetspolicy? 
• På en skala mellan 1-10, hur mycket skulle du säga att du litar på banker? 
• Varför litar/litar du inte på bankerna? 
• På en skala mellan 1-10 vad är din allmänna uppfattning om hur säkert det är 
att använda sig av bankers betalningstjänster (ex Verified by VISA)? 
• Hade du varit mer entusiastisk över att använda BitCoin, ifall en större mängd 
användare använde bitcoin, än var det är idag? 
• På en skala mellan 1-10 vad är din allmänna uppfattning om hur säkert Bitcoin 
är? 
• Var det svårt att skapa en Bitcoin Wallet och börja göra transaktioner? 
• Vet du hur Bitcoin fungerar rent tekniskt eller struntar du i det? 
• Tror du att Bitcoin kommer kunna etablera sig och bli en stor elektronisk 
valuta? 
• Använder dig av PayPal? 
• Hur mycket vet du om PayPals säkerhetspolicy 
• Tror du att du skulle använda PayPal om det inte var så etablerat som det är 
idag? 
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• På en skala mellan 1-10 vad är din allmänna uppfattning om hur säkert 
PayPals betalningstjänster är? 
• Vilken betalningslösning använder du mest frekvent när du handlar över 
nätet? 
• Har du en preferens till någon betalningslösning som du hellre föredrar att 
göra transaktioner med? 
• Använder du dig av BitCoin idag? 
8.2.2 Sammandrag av enkäter 
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8.3 Övriga bilagor 
8.3.1 PayPal - Funktionallitet 
PayPal Payments Features Standard Advanced Pro 
Monthly Fee $0 $5 $30 
Accept credit cards (your buyers don’t need a PayPal 
account) 
✔ ✔ ✔ 
Accept PayPal Payments (100M online shoppers use 
PayPal) 
✔ ✔ ✔ 
Send invoices online for fast payment ✔ ✔ ✔ 
Free PayPal Here card swiper for your Iphone, Ipad or 
Android 
✔ ✔ ✔ 
Accept Checks with the camera on your mobile device ✔ ✔ ✔ 
Get paid on eBay and Etsy ✔ ✔ ✔ 
Get a PayPal Debit Card and earn up to 1% cash back ✔ ✔ ✔ 
Comprehensive PayPal data security and fraud 
protection 
✔ ✔ ✔ 
Accept payments in 24 currencies from 190 countries ✔ ✔ ✔ 
Simplified PCI compliance (helps protect buyers’ card 
information) 
✔ ✔ ✔ 
No long-term contracts, setup, withdrawal or 
cancellation fees 
✔ ✔ ✔ 
Nonprofit discount available for PayPal transactions ✔ ✔ ✔ 
Toll-free phone support (including after-hours) ✔ ✔ ✔ 
Offer 6 months, no-interest financing on purchases $99 
and up 
✔ ✔ ✔ 
Customers pay without ever leaving your website  ✔ ✔ 
Accept credit cards via phone, fax and mail (Virtual 
Terminal) 
  ✔ 
Design and host your own checkout pages for full 
controll 
  ✔ 
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8.3.2 PayPal – How fast is your payment gateway? 
 
