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ÚVOD
Internet se stal mocným zdrojem pro získávání informací. Na internetu v dnešní
době může publikovat téměř každý a nepotřebuje k tomu zvláštní dovednosti. Zdá
se říct, že pokud umí psát, tak může publikovat.
Tuto činnost mu usnadňují například blogovací systémy. Příkladem je český pro-
jekt www.pise.cz, nebo vícejazyčný www.blogger.com. Tyto systémy jsou většinou
určeny pro publikování jednou osobou a ke zveřejňování svých zkušeností, zážitků
a dalších informací. Těmto systémům se také říká deníčky. Dále jsou k dispozici
redakční systémy, které jsou na rozdíl od těch blogovacích obsáhlejší a díky různým
rozšířením je lze upravit do podoby, která nám vyhovuje. Redakční systémy mohou
umožňovat publikaci ve více lidech.
Cílem práce je navrhnout a vytvořit fungující redakční systém, který bude pra-
covat s různými rolemi pro oddělení správy systému od publikační činnosti, uživatel-
skými účty a bude pro uživatele dostatečně jednoduchý na ovládání a také bezpečný.
Samotná aplikace má umožnit uživateli zveřejňování článků, aktualit a fotografií.
První kapitola pojednává o vlastnostech redakčních systémů, možném využití
a nakonec i o současné situaci na trhu. Druhá kapitola popisuje samotný návrh
aplikace. Kapitola začíná výčtem požadovaných vlastností. Dále je zde popsán re-
lační model aplikace a vzhled. Další pojednává o požadavcích na software. Realizace
systému s ukázkou skriptů a popsáním práce s aplikací je ve čtvrté kapitole.
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1 REDAKČNÍ SYSTÉM
Redakční systém, nebo-li systém pro správu obsahu (CMS – Content Managament
System), je software zajišťující správu dokumentů v prostředí internetu. Za doku-
ment lze považovat články, fotografie, videa a různé další multimediální a textové
soubory.
Tento software může být ve formě tlustého klienta (Fat Client), nebo tenkého
klienta (Thin Client). Tenký klient je takový, který vykonává minimum aplikační
logiky na straně klienta. Aplikační logika je vykonávaná pomocí aplikačního serveru,
na nějž se klient připojuje (obr. 1.1). Tlustý klient zase vykonává aplikační logiku
na straně klienta. Tím jsou na tlustý klient kladeny větší hardwarové a softwarové
nároky, než-li na tenký klient (obr. 1.2). Toto rozdělení není přesné a mnoho aplikací
je na rozhraní těchto dvou přístupů. [1]
Obr. 1.1: Schéma tenkého klienta
Redakční systém pro publikování dokumentů na internetu najde uplatnění na-
příklad ve firmách pro tvorbu firemních prezentací. Dále i na různých komunitních
webech, ale také i pro jednotlivce, kteří se chtějí jednoduše prezentovat na internetu.
1.1 Základní vlastnosti redakčních systémů
Za základní vlastnosti redakčních systémů lze považovat snadné ovládání, jednodu-
ché vkládání dokumentů bez nutné znalosti html tagů, nebo dokonce programování.
Možnost publikování více lidmi. Úprava již vložených dokumentů. Různé role uživa-
telů v systému pro případné oddělení správy systému od publikování. Vyhledávání
v dokumentech. Jednoduchá změna vzhledu.
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Obr. 1.2: Schéma tlustého klienta
Dále by měl splňovat požadavky na přístupnost webových stránek. Tyto po-
žadavky říkají, že webová prezentace má být přístupná pro osoby se zdravotním
postižením, především zrakově postižené [2]. Více informací se lze dočíst v [3].
Systém by měl být dostatečně zabezpečen proti zneužití.
1.2 Příklady redakčních systémů
V dnešní době lze nalézt spousty projektů, které se zabývají tvorbou redakčního
systému. Tyto projekty jsou buď volně šiřitelné, nebo na komerční bázi.
Mezi zástupce volně šiřitelných redakčních systémů lze zařadit Joomla!
(joomla.org), WordPress (wordpress.org) a phpRS (supersvet.cz/phprs). Tyto re-
dakční systémy jsou šířeny pod licencí GNU GPL, která umožňuje redakční systémy
volně šířit, a dokonce i upravovat. Díky tomu je možné si tyto systémy upravit k ob-
razu svému pomocí různých rozšíření nebo naprogramováním svých rozšíření. Na-
příklad k redakčnímu systému Joomla! existuje přes 4000 rozšíření. A to od různých
e-shopů až po správu videí. Kolem volně šiřitelných redakčních systémů je obvykle
velká komunita uživatelů, která tyto rozšíření tvoří a udržuje je. Tito zástupci jsou
napsáni ve skriptovacím jazyce PHP a využívají relační databáze.
Je zde také hodně firem, které vám vytvoří redakční systém přímo na míru, ale
nechají si za to patřičně zaplatit. Jako příklad uvedu redakční systém Miranda2
(www.miranda2.cz) a WebToDate (www.webtodate.cz). Redakční systém Miranda2
je použit například na webových stránkách České Národní Banky (www.cnb.cz)
a WebToDate na stránkách Úřadu vlády ČR (www.vlada.cz).
Informace získány z webových stránek jednotlivých redakčních systémů.
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2 NÁVRH REDAKČNÍHO SYSTÉMU
Tato kapitola pojednává o samotném návrhu webové aplikace pro publikování článků,
aktualit a fotografií na internetu.
Aplikace je typu tenký klient. Webový prohlížeč se připojuje na webový server,
kam posílá požadavky. Server tyto požadavky zpracovává a posílá zpět odpověď ve
formě výsledné html stránky.
2.1 Vlastnosti aplikace
Daná aplikace splňuje následující požadavky:
• publikování článků, aktualit, fotografií, hlasování a příloh více uživateli
• řazení článků a aktualit do kategorií
• diskuze u článků
• správu již vložených dokumentů, diskuzí
• registrace uživatelů
• správu uživatelů
• oddělení správy systému od publikování (role v systému)
• změna jazyka prostředí
• změna vzhledu prostředí
Rozdíl mezi článkem a aktualitou je v tom, že k aktualitě na rozdíl od článku
nelze přidat přílohy, fotografie ani hlasování. Aktuality mohou sloužit k informování
čtenářů o blížící se události.
2.2 Relační datový model aplikace
Datové modelování vede k návrhu datové struktury databázového systému, který
bude využit pro ukládání dat z aplikace.
Datový model se skládá z entit1 a vztahů mezi nimi. Entita popisuje objekty
skutečného světa a je definována unikátním jménem. Dále obsahuje sloupce a řádky.
Sloupec, nebo-li také atribut, je definován unikátním jménem a datovým typem.
1Tabulek
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Řádek je zase záznam v dané entitě. Záznamy obsahují množinu hodnot, které náleží
konkrétním sloupcům (atributům). Hodnoty musí mít datový typ odpovídající pro
daný sloupec (atribut). Mezi základní (nezávislé na databázovém systému) datové
typy patří:
• číselné: integer a float
• textové: string a text
• časové: date a time
• ostatní: boolen a blob
Při použití těchto datových typů je zaručena nezávislost na konkrétním datovém sys-
tému. Konkrétní databázové systémy tyto typy mohou rozšiřovat například o datový
typ smallint, smalltext a jiné.
Každá entita by měla mít sloupec (atribut) s takzvaným primárním klíčem (PK).
Hlavním požadavkem na PK je to, že musí být unikátní. Tento klíč identifikuje zá-
znam v dané entitě. Jako primární klíč se obvykle volí sloupce (atribut), u kterého
je zaručena jedinečnost v dané entitě. Tím může být například v entitě uchováva-
jící informace o uživatelích atribut s jejich loginem (uživatelským jménem). Pokud
jedinečný atribut není, tak se obvykle přidává celočíselný atribut.
Dále mohou být v entitách cizí klíče (FK). Cizí klíče reprezentují vztahy mezi
dvěma entitami. Vztah je spojení dvou entit. Rozlišujeme 3 druhy vztahů a to 1:1,
1:N a M:N, kde M a N > 1. Vztah 1:1 znamená, že z každé entity, kterou zkoumáme
vezmeme právě jeden záznam. Ve vztahu 1:N (obr. 2.1) záznam v jedné entitě od-
kazuje na N záznamů v druhé entitě. A ve vztahu M:N více záznamů v jedné entitě
odkazuje na více záznamů v druhé. Tento vztah nejde přímo realizovat. Realizace
probíhá pomocí vazební entity a dvou vztahů 1:N (obr. 2.2). Kardinalita vztahu
nám říká minimální (0 nebo 1) a maximální (1 nebo N) počet záznamů v daných
entitách, které na sobě závisí [4, 5, 7].
Obr. 2.1: Realizovaný vztah 1:N
Normalizace datového modelu vede ke vzniku entit, které lze snadno a účelně
udržovat. Tento proces má několik forem a naším cílem při návrhu je dosáhnout
alespoň 3. normální formy (3NF). Pokud by neproběhla normalizace, tak hrozí re-
dudantnost2 dat a také anomálie při manipulaci s daty (změnou, vložením, nebo
2Nadbytečnost
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Obr. 2.2: Realizovaný vztah M:N
vymazáním). Entita je v 1. normální formě (1NF) tehdy, když atributy obsahují
pouze atomické hodnoty. Tedy hodnoty, které už dále nejdou rozdělit. 2. normální
forma (2NF) znamená, že entita je v 1NF a každý neklíčový atribut je plně závislý
na primárním klíči, a to na celém klíči a nejen na nějaké jeho podmnožině. Tato
forma nás zajímá pokud je v entitě primární klíč složen z více atributů. 3. normální
formu (3NF) dostaneme tehdy, když je entita v 1NF a v 2NF a všechny její neklí-
čové atributy jsou na sobě nezávislé. Pro odstranění většiny anomálií nám stačí, aby
entita byla alespoň ve 3NF. O dalších formách (Boyce–Coddova normální forma,
4. normální forma a 5. normální forma) se lze dočíst v [6].
2.2.1 Entitně relační diagram
Entitně relační diagram, nebo-li ERD3, je výsledkem datového modelování relační
databáze. Je to schéma, ve kterém jsou znázorněny entity a vztahy mezi nimi, pri-
mární klíče, cizí klíče, atributy bez záznamů [7]. Výsledný ERD navrhované aplikace
je zobrazen na obr. 2.3.
Návrh byl proveden v programu Case Studio 2 ver. 2.22. Tento program slouží
k datovému modelování relačních databází. Umožňuje tvorbu entitně relačních a data
flow diagramů, tvorbu sql skriptů, dokumentace a další. V návrhu je 15 entit se
135 atributy. Mezi entitami je 26 vztahů. Každá entita má celočíselný primární klíč
(id název-entity), atribut state (datový typ integer), který určuje v jakém stavu je
daný záznam entity (více v kapitole 2.2.2). Dále má většina entit časové atributy
datového typu integer. V těchto atributech je ukládáno takzvané časové razítko4.
Tuto hodnotu lze jednoduše formátovat pomocí funkcí skriptovacího jazyka PHP.
Entita article (tab. A.1) slouží pro ukládání informací o článcích a aktualitách.
Attachment (tab. A.2) uchovává informace o přílohách článků. Do entit fotoga-
lery (tab. A.8) a foto (tab. A.7) se ukládají informace o fotografiích, do entit poll
(tab. A.9), poll options (tab. A.10) a vote (tab. A.13) zase o anketách. Uživatelské
účty jsou v entitě user (tab. A.14). Informace o rolích v systému jsou v entitě role
(tab. A.11). Mezi entitami role a user je vazební entita user right (tab. A.12). Pří-
stupová práva ke kategoriím (entita category tab. A.4) definuje entita category ac
3Entity-relationship diagram nebo také schéma (entity, atributy, PK, FK bez záznamů).
4Udává počet sekund od počátku éry UNIXu (1. 1. 1970 0:00 GMT). Funkce PHP time() vrací
právě tuto hodnotu.
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Obr. 2.3: ERD navrhované aplikace
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(tab. A.5). Pro komentáře uživatelů slouží user comment (tab. A.15). Data pro za-
mezení přístupu k aplikaci jsou v entitě banlist (tab. A.3). Nastavení samotného
redakčního systému je v entitě config (tab. A.6).
2.2.2 Životní cyklus entit
Životní cyklus entit (ELH) nám říká, jak se mění záznam v dané entitě během doby
a ukazuje, která role v systému daný záznam může upravit, vidět, nebo převést
záznam do jiného stavu. Životní cykly jsou znázorňovány jako diagram od vzniku
záznamu v entitě až po jeho zrušení. Přechody mezi stavy můžou být vyvolány
událostmi jako jsou kliknutí na tlačítko, vypršení času a tak podobně.
Životní cyklus má tyto prvky:
• entita
• stav
• přechod
Životní cyklus entity article je znázorněn na obr. 2.4 a role, které se záznamem
mohou pracovat jsou v tab. 2.1.
Obr. 2.4: Životní cyklus entity article
Záznam v entitě article vzniká ve stavu 1. Z tohoto stavu přechází do stavu 2
uložení pro možnost pozdější editace, nebo 3 pro zveřejnění. Záznamy ve stavu 2
může vidět a upravovat uživatel s rolí redaktor a to buď ten, který záznam vytvořil,
nebo ten, který má práva k editaci článků a aktualit. Dále může redaktor záznam
převést do konečného stavu 5 (zrušen), nebo do stavu 3 (zveřejněn). Záznamy ve
stavu 3 jsou přístupné pro zobrazení všem uživatelům, kteří mají přístupová práva ke
kategorii, ve které je článek/aktualita zveřejněna. Pokud je potřeba záznam v tomto
stavu editovat, tak jej musí redaktor s právy k úpravám článků a aktualit převést do
stavu 2. Dále je možno záznam trvale převést do stavu 4 (zrušen). Zbývající životní
cykly entit jsou v příloze B.
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Tab. 2.1: Přechody v entitě article
stav role - prohlížet role - editovat přechod do stavu
1 Redaktor *) 1→2: Redaktor *)
1→3: Redaktor *)
2 Redaktor *) Redaktor *) 2→3: Redaktor *)
2→5: Redaktor *)
3 Všichni uživatelé **) 3→2: Redaktor *)
3→4: Redaktor *)
4
5
*) Vlastní záznamy, redaktor s právy editace
**) Uživatelé s rolí, která má práva k prohlížení článků v dané kategorii
2.2.3 Diagram datových toků
Diagram datových toků (DFD5) je statické znázornění systému pomocí prvků.
Prvky DFD jsou (obr. 2.5)
• terminátor
• proces
• datové úložiště
• datový a řídící tok
Obr. 2.5: Prvky DFD
Terminátor představuje například uživatele systému (roli). Procesem se rozumí
část systému, která převádí vstupní informace na výstup. Datové úložiště je napří-
klad entita. Řídícím tokem je znázorněn pohyb mezi jednotlivými procesy a datovým
tokem přenos dat mezi částmi systému [8].
Hlavní proces DFD aplikce je na obr. 2.6. Aplikace pracuje s 5 terminátory a to
5Data Flow Diagram
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• nepřihlášený uživatel
• přihlášený uživatel
• všichni uživatelé
• redaktor (role redaktor)
• administrátor (role administrátor)
Obr. 2.6: Hlavní proces DFD
Dále je rozdělen na 21 procesů. Část systému nazvané nastavení (1) vykonává zá-
kladní nastavení celého systému podle dat uložených v entitě config. Mezi tato
nastavení patří volba vzhledu systému, zjištění názvu webu atp. Proces zamezení
vstupu (2) kontroluje IP adresu uživatele se seznamem uživatelů, kterým byl za-
mezen přístup. Pokud nastane shoda, tak je mu zobrazena informace o zamezení
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přístupu a přístup mu je zamezen. K procesu registrace (3), přihlášení (4) a žá-
dost o nové heslo (20) může přistupovat uživatel, který ještě neprošel procesem
přihlášení a nebyl mu zamezen přístup. Registrace slouží pro aktivaci a vytvoření
nového uživatelského účtu. Proces přihlášení pro přihlášení do aplikace. Po tomto
procesu uživatel získává jemu přidělené role a práva. Pokud uživatel zapomněl svoje
heslo, tak si pomocí procesu žádost o nové heslo, může nechat vygenerovat nové.
Přihlášený uživatel může v procesu editace uživatelského účtu (21) měnit informace
o svém účtu jako je heslo, jméno, e-mail a jiné. Role redaktor má přístup k pro-
cesům psaní článků/aktualit (14), kde nejprve redaktor volí mezi psaním článku,
nebo aktuality a poté může přistoupit k samotnému psaní. K článkům lze přikládat
soubory, hlasování a také fotogalerie, pokud k tomu má práva. Na závěr volí mezi
uložením a zveřejněním daného článku/aktuality. Záznamy, které byly uloženy lze
editovat v procesu editace článků a aktualit (15). Po úpravě se volí mezi uložením,
zveřejněním, nebo zrušením záznamu v entitě article. Zveřejněné články a aktuality
lze zrušit v procesu zrušení článku a aktualit (16). Tento proces sdílí některé části
s procesem 19. Redaktoři dále spravují kategorie (17) a komentáře uživatelů (18).
Další rolí je administrátor, který se stará o celkový chod systému. Před vstupem do
částí systému určené administrátorovi, musí projít přihlášením do administrace (5).
Tento proces slouží k opětovnému ověření identity a práv uživatele. Do správy uži-
vatelů (6) patří rušení, aktivace a deaktivace uživatelských účtů a přidělování rolí.
Pro vytvoření nových rolí v systému a úpravy stávajících slouží proces správa rolí
(7). Pro změnu nastavení aplikace je správa systému (8). Pro zabránění přístupu je
tu proces správa banlistu (9). Zde lze i obnovovat přístup. Ke každé vytvořené kate-
gorii lze definovat přístupová práva pro určité role. Tohle se provádí v části správa
přístupových práv ke kategoriím (10). Administrátor má dále právo spravovat pří-
lohy (11), fotogalerie (12) a hlasování (13). To spočívá v odstranění starších příloh,
anket a fotogalerií, které nebyly přiloženy k článkům. Čtení článků a aktualit řeší
proces 19. Podle přístupových práv rolí ke kategoriím se zobrazí v menu příslušné
kategorie, na hlavní straně úvodník (pokud je nastaven) a část posledních článků
a aktualit. Tento proces také řeší problematiku vyhledávání.
2.3 Základní vzhled systému
Z požadovaných vlastností na aplikaci plyne změna vzhledu systému. Základní vzhled
je zobrazen na obr. 2.7. Tento vzhled má pevnou šířku 900 px. V dnešní době je to
dostatečná hodnota, aby na stránce mohl být vyobrazen text článku a menu bez nut-
nosti horizontálního posouvání stránky. Podle globální statistiky www.toplist.cz6 má
6Projekt pro měření návštěvnosti webových stránek.
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Obr. 2.7: Základní vzhled systému
většina návštěvníků internetových stránek rozlišení obrazovky 1024 x 768 px a větší.
Další vzhledy jde vytvořit změnou šablon (viz 3.4).
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3 TECHNICKÉ PROSTŘEDKY
3.1 Webový server
Aplikace je ve formě webových stránek a tudíž důležitým prostředkem je webový
server.
Webový server je aplikace, která zpracovává HTTP požadavky uživatele a zpět
zasílá odpovědi. Uživatel zadává své požadavky většinou prostřednictvým webového
prohlížeče. Odpovědi mohou být ve formě html stránky, obrázku atp. a stavového
kódu. Tento kód identifikuje výsledek zpracování. Bezchybné zpracování je identi-
fikováno číslem 200. Dalším kódem je například 404, který identifikuje neexistují
dokument, 500 - vnitřní chyba serveru atp.
Mezi nejrozšířenější webové servery patří Apache, IIS. Aplikace byla testována
a tvořena na webovém serveru Apache verze 2.2.9. V aplikaci je použito takzvané
přepisování adres (více v 4.1). Toto přepisování je součástí Mod rewrite1 a tudíž daný
webový server musí mít tento mód povolený. Dále by měl umožňovat nastavovat
server pomocí souboru .htaccess, ve kterém jsou pravidla pro přepisování zapsány.
3.2 Skriptovací jazyk PHP
Pro generování dynamických stránek je zvolen skriptovací jazyk PHP. Tento jazyk
běží na straně serveru. Syntaxe tohoto jazyku je podobná jazyku C. PHP má své
počátky již v roce 1994, kdy vyšla první verze. Od té doby se vyvíjí a dnes lze
pracovat se stabilní verzí 5.2.9.
PHP spolu se šablonovacím systémem Smarty (kapitola 3.4) dynamicky vytváří
na straně serveru html stránky podle požadavků uživatele, které jsou uživateli zasí-
lány zpět a zobrazeny ve webovém prohlížeči.
Samotná aplikace pro svůj chod vyžaduje verzi PHP 5.0 a vyšší. Od této verze
PHP podporuje v objektovém programování konstruktory. Knihovnu GD2 pro práci
s fotogalerií.
3.3 Relační databáze MySQL
Pro ukládání dat z aplikace (články, aktuality, ankety, informace o přílohách a foto-
grafiích, uživatelské účty,. . . ) máme dvě možnosti. A to buď ukládání do databáze,
nebo do souborů. Ukládání do souboru má spousty nevýhod proti databázi a to:
1Mód, který umožňuje přesměrování a podstrkávání adres.
2Obsahuje funkce pro práci s obrázky.
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• pomalé zpracování (velké soubory)
• náročné bránění vzájemnému přístupu více uživatelů k souboru
• sekvenční zpracování souboru
• neexistuje způsob, jak omezit přístup k různým úrovním dat
Databáze byly navrhovány pro rychlý přístup k datům a snadnému vyhledávání.
Dále mají dobré mechanismy proti paralelnímu přístupu k datům a systém privilegií.
Aplikace tedy ukládá tyto data do databáze [7].
Data aplikace jsou ukládány do relační databáze Mysql. Je to víceplatformní a
víceuživatelská relační databáze. Tato databáze podporuje dotazovací jazyk SQL
(standard SQL92). Databáze je podle [7] jedna z nejrychlejších relačních databází.
Struktura entit v databázi je popsána v kapitole 2.2.1. Minimální verze MySQL je
5.0.
3.4 Šablonovací systém Smarty a CSS
Smarty je šablonovací systém, který umožňuje oddělit od sebe aplikační logiku a
prezentaci dat. Tento nástroj je podporován tvůrci skriptovacího jazyka PHP.
Toto oddělení je prospěšné pro rychlou a jednoduchou změnu vzhledu aplikace
bez nutného zásahu do skriptů, které například čtou data z databází a podobně.
Další výhodou je způsob zpracování samotných šablon. Po prvním spuštění skriptu,
který pro svůj výstup využívá šablony, jsou tyto šablony systémem zkompilovány a
výsledek je odeslán uživateli. Kompilací se zde rozumí převod do PHP skriptu. Tyto
zkompilované šablony jsou ukládány a při dalším spuštění skriptu jsou odesílány
uživateli už bez kompilování.
Samotná práce se Smarty spočívá ve vložení hlavního souboru systému Smarty
(Smarty.class.php) do skriptů aplikace. Vytvoření instance třídy Smarty, přiřazení
proměnných instanci (metoda assign třídy Smarty) a zobrazení samotné šablony
(metoda display třídy Smarty). Ukázka práce se Smarty:
// Hlavní soubor Smarty
require_once "./smarty/Smarty.class.php";
// Vytvoření instance třídy Smarty
$_page = new Smarty();
// Přiřazení proměnné instanci
$_page->asign("smarty_promenna", "hodnota");
// Zobrazení šablony
$_page->display("template.html");
25
Samotná šablona template.html může mít tvar:
<!DOCTYPE HTML PUBLIC "-//W3C//DTD HTML 4.01 Transitional//EN">
<html>
<head>
<title>Ukázka Smarty</title>
</head>
<body>
Výpis hodnoty proměnné "smarty_promenna" se provede:
{$smarty_promenna}.
</body>
</html>
Uživateli bude zobrazeno:
Výpis hodnoty proměnné "smarty_promenna" se provede: hodnota.
Smarty dále umožňuje v šablonách využívat příkazy známé z PHP (if, elseif,
foreach,. . . ). Toto lze využít pro samotnou prezentaci dat. [9]
Aplikace využívá verzi Smarty 2.6.22.
Pomocí CSS lze jednoduše vytvořit styl (řádkování, font,. . . ) webových stránek
bez zásahu do samotných šablon.
3.5 JavaScript
JavaScript je skriptovací jazyk, který na rozdíl od PHP běží na straně klienta. Tento
jazyk je využit pro kontrolu dat z formulářů před jejich odesláním ke zpracování na
server. Tato kontrola zamezí zbytečnému odeslání dat na serveru, když uživatel
zapomene vyplnit některé z povinných polí formuláře. Většina webových prohlížečů
tento jazyk podporuje a také ho umožňuje vypnout. Díky tomu se na něj nedá
spolehnout a je zde použit jako doplňková kontrola.
3.6 Adresářová struktura
Adresářová struktura je zobrazena na obr. 3.1.
Adresář files slouží pro ukládání uživatelských souborů jako jsou uživatelské
obrázky (avatar), přílohy článků (attachment) a fotogalerie (fg).
Dalším adresářem je includes, který obsahuje PHP skripty aplikace. Je zde
podadresář adm, ve kterém jsou skripty pro správu systému.
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Obr. 3.1: Adresářová struktura aplikace
V dočasném adresáři install jsou skripty pro instalační proces. V adresáři lan-
guages jsou uloženy adresáře s překladem systému (cs, en). Adresář log slouží
k uložení logu chyb s databází.
Samotný šablonovací systém Smarty je v adresáři smarty, šablony zase v tem-
plates. Tento adresář obsahuje adresáře pro zkompilované šablony (templates c)
a se stylem (default).
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4 REALIZACE
Kapitola pojednává o samotné realizaci aplikace pro publikování na internetu.
4.1 Systém url adres
V aplikaci je použito takzvané přepisování url adres. To spočívá v tom, že webový
prohlížeč si vyžádá konkrétní soubor, ale webový server provede podle pravidel pře-
směrování na jiný soubor. Uživatel se o tomto přesměrování nedozví. V adresním
řádku webového prohlížeče má stále url adresu požadovaného souboru. Pravidla pro
přesměrovávání jsou zapsány v souboru /.htaccess.
Příklad přepisovacích pravidel z aplikace:
RewriteRule ^registration\.php
./index.php?page=registration [QSA,L]
...
RewriteRule ^(.*)-(.*)\.html$
./index.php?page=article&id=$1 [QSA,L,B]
V pravidlech jsou použity regulární výrazy ^ pro začátek výrazu, $ pro konec vý-
razu a (.*) pro libovolný počet znaků. Pokud přijde na webový server požadavek
na soubor se jménem registration.php, tak se podle prvního pravidla provede pře-
směrování na soubor /index.php s parametry page=registration. Dále následují
pravidla, která říkají, že toto přepisovací pravidlo předává parametry (QSA) a je
poslední (L). Zbývající pravidla jsou obdobná až na poslední pravidlo, které slouží
k odkazování na konkrétní články. Tomuto pravidlu vyhoví požadavky na soubory,
které končí výrazem .html a kterému předchází libovolný počet znaků. A dále výraz
musí začínat libovolným počtem znaků (tato část výrazu se uloží do $1 a je dále
předána do parametrů přesměrované stránky) následovaný pomlčkou.
Přepisování adres bylo zvoleno z důvodu zlepšení tvaru url adres.
4.2 Systém skriptů
Aplikace je složena z mnoha skriptů, které jsou vkládány podle řídícího parametru
page z url adresy do hlavního skriptu /index.php. Tento skript slouží jako rozcest-
ník. Vkládání skriptů probíhá pomocí PHP funkcí include(), nebo require once().
Rozdíl mezi funkcemi je v tom, že require once() ověřuje jestli daný soubor již nebyl
do skriptu vložen a při neexistenci souboru skript ukončí a vypíše chybové hlášení.
Funkce include() neověřuje vložení a při neexistenci souboru vypíše chybové hlášení
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a skript je dále zpracováván. Výpis chybového hlášení lze potlačit zapsáním @ před
název funkce.
Díky přepisování url adres je parametr page ukyt před uživatelem aplikace a
tudíž, jeho hodnotu nelze jednoduše změnit. Dále tento parametr je použit pouze
jako rozhodovací proměnná v řídící struktuře if() a jeho hodnota není součástí názvu
vkládaného skriptu. Příklad ze souboru /index.php:
...
// přiřazení parametru z url adresy do proměnné $page
$page = $_GET["page"];
...
if (!isset($page) || $page == "article") {
include "./includes/article.php";
$_page->display("index_body.html");
}
elseif ($page ...
Jestliže je hodnota proměnné $page rovna výrazu article, nebo není nastavena, do-
chází k vložení skriptu article.php a je zobrazena šablona index body.html.
Každý vkládaný skript je chráněn proti přímému spuštění. Ve skriptu /con-
fig.php je definována konstanta InSimplyRS (viz 4.3). Uvnitř vkládaných skriptů
poté dochází ke kontrole existence této definice:
if (!defined("InSimplyRS")) {
exit("BCH");
}
Pokud konstanta není definována, tak je skript ukončen a zobrazen text BCH.
Hodnoty parametru page jsou uvedeny v tab. 4.1.
4.3 Nastavení prostředí aplikace
Mezi tato nastavení patří výběr jazykové mutace, vzhled, připojení k databázi atd.
Většinu z nastavení provádí skript /config.php. Na začátku tohoto skriptu je
definice a nastavení konstant rs debug (konstanta pro ladění aplikace), rs log error
(konstanta určující jestli budou ukládány informace o chybách do adresáře /log),
InSimplyRS (konstanta určující vložení skriptu do jiného).
Následuje vložení dalších nezbytných skriptů do tohoto souboru.
...
require_once "./includes/session.php";
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require_once "./includes/functions_general.php";
require_once "./includes/class.php";
require_once "./includes/config_db.php";
include "./includes/connect_db.php";
require_once "./smarty/Smarty.class.php";
...
Skripty functions general.php a class.php obsahují definice funkcí a tříd.
Přenos dat mezi skripty probíhá pomocí sessions proměnných. Tyto proměnné
fungují přímo na serveru. Jsou ukládány mimo kořenový adresář serveru. Funcke
session start() zajistí vytvoření, nebo připojení k již existující instanci sessions.
Každá sessions má identifikátor, který je svázaný s uživatelem a tím je zajištěna
bezpečnost těchto proměnných. Sessions lze kdykoliv zrušit. Pokud se tak ale ne-
Tab. 4.1: Hodnoty parametrů page
hodnota vkládaný soubor
administration /includes/adm/administration.php
Správa systému
article /includes/article.php
Práce s články
editor /includes/editor.php
Redaktorská činnost
foto /includes/foto.php
Zobrazování fotografií
file /includes/file.php
Práce s články
information /includes/information.php
Informace pro uživatele
login /includes/login.php
Přihlášení uživatele
memberlist /includes/memberlist.php
Seznam uživatelů
new-pass /includes/new-password.php
Nové heslo
profil /includes/profil.php
Uživatelský profil
registration /includes/registration.php
Registrace uživatelů
30
stane, tak její platnost vyprší po uplynutí doby nastavené na serveru (nastavení PHP
session.gc maxlifetime). Tyto proměnné jsou přístupné přes globální asociativní pole
$ SESSION. Základní nastavení je provedeno ve skriptu session.php.
Další možností přenosu dat mezi skripty je použití cookies. Díky ním lze na počí-
tači uživatele ukládat libovolné informace. Skripty si tyto informace mohou vyžádat
zpět. Informace lze jednoduše podvrhnout a tudíž tato metoda není moc bezpečná.
Cookies jsou přístupné přes globální asociativní pole $ COOKIE obdobně jako
sessions proměnné.
Skripty config db.php a connect db.php slouží k práci s databází (viz 4.3.1).
Další součástí je vložení systému Smarty do aplikace a jeho nastavení (viz 3.4).
Tuto činnost vykonává:
...
require_once "./smarty/Smarty.class.php";
...
$_page = new Smarty();
...
4.3.1 Připojení a práce s databází
Pro chod aplikace je potřeba připojení k MySQL serveru. K tomuto připojení je
potřeba znát adresu serveru (SQL HOST), jméno uživatele (SQL USERNAME),
heslo (SQL PASSWORD) a jméno databáze (SQL DBNAME), ve které je vytvo-
řena struktura entit této aplikace. Tyto informace jsou uloženy ve skriptu /inclu-
des/config db.php. Tento skript je generován instalací systému (více v 4.10).
Struktura je:
...
// server
define("SQL_HOST","localhost");
// nazev DB
define("SQL_DBNAME","");
// uzivatel
define("SQL_USERNAME","");
// heslo k~DB
define("SQL_PASSWORD","");
// předpona pro tabulky
$_SESSION["db"]["prefix_tbl"] = "";
Poslední výraz definuje session proměnnou, která uchovává informaci o předponě
pro samotné entity.
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Samotné připojení k databázi vykonává skript /includes/connect db.php.
Využívá k tomu php funkce mysql connect() pro připojení k MySQL serveru a
funkci mysql select db() pro výběr konkrétní databáze. Pokud nelze navázat spo-
jení, a nebo vybrat databázi, tak dochází k ukončení skriptu a zobrazení chybové
stránky (obr. 4.1). Chod samotné aplikace je tedy závislý na existujícím připojení
k databázi.
Obr. 4.1: Chybové hlášení aplikace o nenavázaném spojením s databází
Pokud je navázáno spojení s databází skript pokračuje dále.
Pro práci s databází jsou v aplikaci použity php funkce. Pro SQL dotaz funkce
mysql query(). Tato funkce přijímá unikátní SQL dotaz (vícenásobné dotazy nejsou
podporovány). Navratová hodnota se liší podle samotného SQL dotazu. Pro dotazy
typu select, show a explain vrací takzvaný datový typ resource, nebo false při chybě.
U ostatních SQL dotazů (update, insert into,. . . ) je návratová hodnota true při
úspěšném vykonání, nebo false při chybě. Pro převod datového typu resource na
asociativní pole se používá funkce mysql fetch array(). Počet záznamů, které byly
vráceny dotazem typu select lze zjistit pomocí funkce mysql num rows() (přijímá
datový typ resource). Počet ovlivněných záznamů po dotazu typu update lze zjistit
funkcí mysql affected rows(). Někdy je potřeba znát generovanou hodnotu atributu
posledního vloženého záznamu. Tuto hodnotu nám vrací funkce mysql insert id().
Tento přehled je jen část php funkcí týkající se MySQL databází. Ale dá se o nich říci,
že jsou pro chod aplikace nejdůležitější. O dalších funkcí se lze dozvědět v manuálu
skriptovacího jazyka PHP (php.net/manual/en/book.mysql.php).
4.3.2 Volba jazyková mutace
Jazykové mutace jsou uloženy v adresáři /languages/. Konkrétní jazyková mu-
tace je ukládána do adresářů s názvem dvoupísmenného kódu země. Pro češtinu
cs, angličtinu en atp. Aplikace vybere jazykovou mutaci podle čtyř možností. Nej-
vyšší prioritu má volba pomocí parametru lng v url adrese. Dále cookie uložená
na počítači uživatele. Tato cookie je ukládána po úspěšném výběru jazykové mu-
tace aplikace. Pokud cookie ještě neexistuje, tak následuje další možnost výběru a
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tím je jazyk prohlížeče. Ten je uložen v globálním asociativním poli $ SERVER.
Podle této proměnné nastane kontrola existence jazykové mutace a případné její
zvolení. Poslední možností je předdefinovaný jazyk. Tato informace je uložena v en-
titě config. Po úspěšném výběru jazykové mutace je cesta k ní uložena do proměnné
$config[”lng”][”path”], která je dále používána, a nastavena cookie rs language na
hodnotu vybrané jazykové mutace. Platnost cookie je nastavena na 30 dnů.
Adresáře s překladem obsahují inicializační soubor lng.ini. Obsahem tohoto sou-
boru jsou informace o daném překladu. A to jméno autora, název jazyka a informace
o autorství. Tyto data jsou dále použita pro zobrazení v aplikaci. Příklad souboru
s češtinou:
[name]
short = cs
name = Česky
name_en = Czech
[author]
author = Lukáš Hradecký
[copyright]
copyright = 2009
Dále obsahují soubory php s překladem textů aplikace. Soubory jsou vkládány do
samotných skriptů a v nich jsou zpracovávány. Obsahují definici asociativního pole.
Ukázka souboru common.php, ve kterém je překlad obecných textů:
...
$lang["common"] = array(
"jm_login" => "Login",
"jm_pass" => "Heslo",
...
);
Zpracování překladu spočívá v kontrole existence asociativního pole. K ověření je
použita php funkce isset(). Tato fukce vrací false pokud proměnná není nastavená.
Uživatelská funkce Redirect() provádí přesměrování (viz 4.11.2). Ukázka kontroly:
...
@include "./".$config["lng"]["path"]."common.php";
if (!isset($lang["common"])) {
Redirect("error.php?error=language-dir");
exit();
}
...
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Pokud pole neexistuje, tak je uživateli zobrazeno chybové hlášení (obr. 4.2) a zpra-
cování skriptu je ukončeno. Jestliže dané pole existuje, tak proběhne přiřazení pro-
Obr. 4.2: Chybové hlášení aplikace o chybě s jazykovou mutací
měnných instanci třídy Smarty. Ukázka přiřazení proměnných do šablon:
foreach ($lang["common"] as $key => $val) {
$_page->assign($key, strip_tags($val, "<br />"));
...
}
Php funkce strip tags() odstraní z výrazu html a php tagy, kromě html tagu <br />,
který slouží k odřádkování.
Pokud je v aplikaci více použitelných jazykových překladů, tak je v prostředí
aplikace umožněno jazykovou mutaci změnit (obr. 4.3).
Obr. 4.3: Možnost výběru jazykové mutace v aplikaci
4.3.3 Volba vzhledu aplikace
Soubory se vzhledem systému jsou ukládány do adresáře /templates/název/. In-
formace o zvoleném vzhledu aplikace je uložena v entitě config. Aplikace nejprve
zjistí název vzhledu a jeho existenci. Pokud neexistuje, je zobrazeno chybové hlášení
(obr. 4.4) a skript je ukončen. Jinak je do proměnné $config[”templates”][”path”]
nastavena cesta ke vzhledu. Adresář se vzhledem obsahuje inicializační soubor tem-
plates.ini. Obsah je obdobný jako u inicializačního souboru s jazykovou mutací:
[name]
name = Default Styl
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[author]
author = Lukáš Hradecký
www = www.hrada.info
[copyright]
copyright = 2009
Obr. 4.4: Chybové hlášení aplikace o chybě se vzhledem aplikace
Tyto informace jsou zobrazovány v aplikaci. Dále jsou obsahem samotné Smarty
šablony.
4.3.4 Ostatní
Dále je zjišťováno nastavení samotné aplikace. Toto nastavení je uloženo v entitě
config.
Nastavení zjišťuje metoda ReadConfig uživatelské třídy ConfigFromDB. Tato
metoda přijímá parametr $config. Je to unikátní hodnota atributu name entity con-
fig. Tato metoda vrací buď hodnotu atributu value, a nebo při chybě dojde k zobra-
zení chybové informace a případnému uložení chyby do logovacího souboru (metoda
SqlQuery třídy RecordingError) a následnému ukončení skriptu.
Metoda TblName třídy TableName vrací název entity (viz 4.11.3).
function ReadConfig($config) {
$table_name = new TableName ();
$table = $table_name->TblName("config");
$sql = "SELECT ‘value‘ FROM ‘$table‘ WHERE
‘state‘ = ’1’ AND ‘name‘ = ’$config’";
@$result = mysql_query($sql);
@$db_error = mysql_error();
@$c_row = mysql_num_rows($result);
if ($c_row == 1) {
@$record = mysql_fetch_array($result, MYSQL_ASSOC);
return ($record["value"]);
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}else {
if (rs_log_error) {
$log = new RecordingError();
$log->SqlQuery(mysql_error(), "ReadConfig");
}
Redirect("error.php?error=db");
exit();
}
}
4.4 Bezpečnost aplikace
Bezpečnost je v dnešní době důležitá stránka redakčních systémů. Kdyby redakční
systém nebyl ošetřen proti útokům pomocí SQL injection, XSS, nebo odposlouchá-
vání komunikace mezi klientem a serverem, hrozí nebezpečí ztráty dat nebo zobra-
zení dat uživatelům, kteří k nim nemají přístup. Z těchto důvodů by se při tvorbě
aplikace mělo brát na tuto skutečnost ohled.
4.4.1 SQL injection
SQL injection je schopnost uživatele modifikovat SQL dotaz pomocí předaných dat
z formulářů. Pokud nejsou tyto data patřičně ošetřena, hrozí tak nebezpečí získání
identity uživatele bez znalosti hesla, nebo dokonce i nevratného smazání dat z da-
tabáze.
Příkladem SQL injection může být napsání textu ’or 1 = 1 -- do pole pro
přihlášení. Uvozovky uzavřou část dotazu, který se ještě doplní o pravdivý výrok
1 = 1. Pokud je SQL dotaz pro přihlášení například ve formátu:
SELECT * FROM ‘users‘ where
‘login‘ = ’$_POST["login"]’
&
‘user_password‘ = ’$_POST["user_password"]’
tak zadáním textu uvedený výše do pole login, se změní na:
SELECT * FROM ‘users‘ where
‘login‘ = ’’ or 1 = 1 -- ’
&
‘user_password‘ = ‘$_POST["user_password"]‘
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-- způsobí odstranění zbytku dotazu a ke kontrole hesla ani nedojde [10].
Ošetřit aplikaci proti SQL injection lze například [10]:
• automatickým doplněním zpětných lomítek před každé uvozovky, které se do-
stanou z formulářů do SQL dotazů
• vyfiltrovat nebezpečná slova z formulářů
• provést typovou konverzi1
• databázový účet pod kterým aplikace přistupuje do databáze by neměl být
systémový administrátor
V aplikaci je použita metoda vkládání zpětných lomítek do uživatelských dat
za pomoci uživatelské funkce AddSlash() (viz 4.11.1). Dále je prováděna typová
konverze u všech číselných vstupů.
4.4.2 XSS
Pod zkratkou XSS se rozumí Cross-site scripting. Je to způsob jak napadnout apli-
kaci přes neošetřené vstupy do aplikace a to jak přes formuláře, tak i přes url adresu.
Tímto útokem hrozí změna vzhledu, obsahu stránek, získaní citlivých dat.
Ošetření proti těmto útokům spočívá v použití php funkce strip tags(), která
odstraňuje html i php tagy. Dále hodnoty parametrů z url adresy nejsou zobrazovány
přímo v aplikaci. Vždy se jedná pouze o řídící parametr, který je ošetřen.
4.4.3 Ověření uživatele
Uživatelský účet v redakčním systému je charakterizován unikátním uživatelským
jménem (loginem) a uživatelským heslem. Tyto údaje jsou citlivé. Heslo není v da-
tabázi uloženo jako prostý text, ale jako výsledek hashovací funkce md5()2.
Nejjednodušší ověření uživatele spočívá v porovnání zadaného uživatelského jména
a hesla s daty uloženými v databázi. Pokud by někdo přenos těchto dat od klienta
k serveru odposlechl, tak hrozí přístup do aplikace neoprávněnou osobou. V apli-
kaci lze pro tento přenos použít zabezpečené připojení https3. Pokud je v nastavení
aplikace povolena komunikace po https a nastaveno správné url, je pro přenos hesla
a uživatelského jména zvolena tato možnost. Zabezpečený přenos dat je identifikován
zeleným podbarvením vstupních polí a potvrzovacího tlačítka (obr. 4.5).
1Pokud má být $ID = $ POST[”id”] typu integer, tak lze použít funkci intval($ POST[”id”])
(funkce php), která provede konverzi na typ integer.
2Je to jednosměrná funkce, která z libovolně dlouhého vstupu udělá výstup o pevně dané délce.
3Data jsou přenášena pomocí http (Hypertext Transfer Protocol), ale jsou navíc šifrována po-
mocí SSL, nebo TLS.
37
Obr. 4.5: Identifikace zabezpečeného přenosu dat mezi uživatelem a serverem
4.5 Zpracování dat z formulářů
Vstupem do aplikace je pro uživatele formulář. Může se jednat o formulář pro při-
hlášení, psaní článků atp.
Tyto uživatelská data jsou zpracovávána ve skriptu /form.php. Obdobně jako
je ve skriptu /index.php použit řídící parametr page, tak tady je použit parametr
action. Podle hodnoty tohoto parametru dojde k vykonání jedné části skriptu. Po
vykonání je uživatel přesměrován na výslednou stránku, kde je mu zobrazena in-
formace o výsledku zpracování dat. Data lze odeslat do skriptu dvěma metodami.
Buď metodou POST, nebo GET. Metoda GET data odesílá jako parametr url ad-
resy. Metoda POST zase data odesílá nezávisle a tudíž jsou skryty. Tato metoda je
bezpečnější a je použita v celé aplikaci.
Uživatelská data odeslaná metodou POST jsou ve skriptu přístupná přes aso-
ciativní pole $ POST. Všechny části skriptu mají podobný algoritmus. Nejprve je
zjištěna správnost odeslaných dat. Mezi to patří kontrola číselných hodnot, odeslání
prázdných polí. Dále i kontrola uživatelských a přístupových práv. Pokud není kont-
rola úspěšně dokončena, tak dochází k uložení uživatelských dat do session proměnné
typu asociativní pole $ SESSION[”transfer”]. Dále je uloženo druh chyby a uži-
vatel je přesměrován k formuláři, kde mu je zobrazeno chybové hlášení. Formulář
má vyplněn daty, která odeslal ke zpracování (obr. 4.6).
Pokud projdou kontrolou, tak jsou zpracovány dále. Většina z těchto dat je vstu-
pem do SQL dotazů a z tohoto důvodu jsou ošetřeny proti SQL injection a XSS. Po
úspěšném zpracování dat je uživatel přesměrován na stranu s informací o úspěchu.
4.6 Uživatelský účet
Informace o uživatelských účtech jsou v aplikaci ukládány do entity user.
Pro plné využití aplikace je nutné si vytvořit uživatelský účet (registrace). Tato
činnost se provádí na stránce registration.php. Pro vytvoření účtu je zapotřebí si
zvolit uživatelské jméno (login) a heslo k účtu. Vyplnit emailovou adresu, na kterou
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Obr. 4.6: Chybové hlášení se zpracováním dat z formuláře pro registraci při nezadání
emailové adresy
je automaticky po registraci zaslán aktivační kód. Po úspěšné registraci je potřeba
účet aktivovat. Proces aktivace probíhá přístupem na aktivační skript. Odkaz přijde
uživateli na emailovou adresu. Tento skript provádí kontrolu existence záznamu
v entitě a samotný stav. Pokud záznam existuje a je ve stavu 1 (registrován), tak
dochází ke změně stavu entity user na 2 (aktivován) a uživatel získá roli s názvem
„Čtenářÿ.
Pokud uživatel neprošel procesem přihlášení, tak získává automaticky práva role
„Anonymní uživatelÿ. Proces přihlášení je určen pro anonymní uživatele. Začíná
vyplněním uživatelského jména a hesla do formuláře v záhlaví aplikace a nebo na
stránce login.php. Samotné ověření probíhá zjištěním existence uživatelského jména
v entitě user. Po té, co je zjištěna existence záznamu je zkontrolována možnost
zamezení vstupu do aplikace (viz 4.7.4). K úspěšnému přihlášení je ještě zapotřebí
kontrola shody zadaného hesla s daty v databázi a záznam musí být ve stavu 2.
Pokud je toto splněno, tak uživatel získává všechny role, které mu jsou přiděleny.
Tyto informace jsou uloženy v entitě user right. Informace o přihlášení jsou ukládány
z důvodu bezpečnosti v session proměnné. K těmto informacím patří uživatelské
jméno, id uživatele, jeho role a práva v aplikaci.
Anonymní uživatel může požádat o vygenerování nového hesla k účtu. K této
činnosti je nutné znát emailovou adresu přiřazenou k účtu a uživatelské jméno. Po
zadání těchto informací do formuláře na stránce new-password.php dojde k vygene-
rování hesla a jeho odeslání na emailovou adresu.
Přihlášený uživatel může změnit a doplnit informace o svém účtu (profile.php).
Stránka je rozdělena na 4 části. V části profil, lze změnit osobní údaje o uživateli.
Dále je tu část Kontakt. Zde se dají doplnit kontaktní informace. Mezi nastavení
patří vložení uživatelského obrázku (pokud je v aplikaci tato možnost povolena), dále
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tu jde zvolit možnost zasílání informací o nových článcích a aktualitách. V poslední
části jsou informace o právech uživatele v aplikaci, jeho rolích a datum registrace a
posledního přihlášení. Dále může zobrazit seznam všech aktivovaných účtů a infor-
mace o uživateli. Seznam lze řadit podle zvoleného sloupce.
Obr. 4.7: Uživatelský profil a jeho část nastavení
4.7 Administrátorská činnost
K procesům administrátorské činnosti má přístup uživatel s rolí „Administrátorÿ.
4.7.1 Uživatelské role
Uživatelské role definují práva samotného uživatele v aplikaci. Mezi tyto práva patří
právo k psaní článků a aktualit, k editaci všech článků a aktualit, k zakládání fotoga-
lerií, anket a přikládání příloh při psaní článků. Dále právo ke stahování samotných
příloh a hlasování v anketách. Posledním právem je možnost úprav komentářů.
Po instalaci aplikace jsou přístupné 4 základní role a to:
• „Administrátorÿ
• „Redaktorÿ
• „Anonymní uživatelÿ
• „Čtenářÿ
Do samotné správy patří úprava práv role, název a její popis. Role „Administrátorÿ
a „Redaktorÿ nejdou upravovat. Dále lze role bez přiřazených uživatelů rušit.
40
4.7.2 Správa uživatelských účtů
Na úvodní stránce správy účtů je zobrazen seznam registrovaných uživatelů. V se-
znamu lze filtrovat podle uživatelského jména (obr. 4.8). Konkrétnímu uživatelskému
účtu lze přiřadit, nebo odebrat role. Uživatelům ale nelze odebrat všechny role. Uži-
vatel „Adminÿ má trvale roli „Administrátorÿ, „anonymníÿ zase roli „Anonymní
uživatelÿ. Ostatní uživatelé mají roli „Čtenářÿ. Tímto je zajištěno to, že každý uži-
vatel má svoji roli. Informace o tom jakou roli uživatel má, jsou v entitě user right.
Další činností je změna stavu uživatele. Účet lze aktivovat, deaktivovat (dočasné
zrušení), nebo přímo zrušit. Deaktivované účty lze znovu aktivovat.
Obr. 4.8: Správa uživatelských účtů
4.7.3 Správa fotogalerií, hlasování a příloh
Do této správy patří odstraňování starších dokumentů z aplikace.
Pokud fotogalerie, ankety a přílohy nejsou vloženy k článkům, tak je lze ze sys-
tému odstranit. Na straně správy těchto dokumentů je seznam. Do seznamu jsou
zařazeny záznamy z entit fotogalery, poll a attachment ve stavu 1. Fotogalerie a
ankety po 10 minutách od vytvoření a přílohy ihned po vytvoření.
4.7.4 Správa zamezení přístupu
Uživatelům lze zamezit přístup do aplikace. Takzvaný ban lze udělit buď na IP
adresu, nebo uživatelské jméno.
Kontrola zamezení vstupu do aplikace na základě IP adresy probíhá pokaždé.
Pokud se IP adresa uživatele shoduje se záznamem v entitě banlist, tak je mu zob-
razeno upozornění i s odůvodněním. Do žádné části aplikace se tedy nedostane.
Kontrola na základě uživatelského jména probíhá až v procesu přihlášení. Uživatel
tedy může k aplikaci přistupovat jako anonymní.
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Obr. 4.9: Správa zamezení přístupu do aplikace
4.7.5 Přístupová práva
Některým rolím lze zamezit přístup k určitým kategoriím.
Standardní nastavení aplikace je, že každá role může do každé kategorie. Pokud
je ale definováno přístupové právo pro roli, tak uživatelé dané role se k článkům,
fotografiím a přílohám zařazené do odpovídající kategorie nedostanou. Jestliže uži-
vatel má více rolí a je zapotřebí uživateli zamezit přístup do kategorie, tak je třeba
zamezit přístup všem jeho rolím do dané kategorie. Pro role „Administrátorÿ a
„Redaktorÿ nelze definovat přístupová práva.
4.7.6 Nastavení aplikace
V aplikaci lze hodně věcí nastavit k obrazu svému.
Obr. 4.10: Ukázka z nastavení aplikace
Počínaje názvem samotného webu až po povolování různých částí. Mezi nejdů-
ležitější nastavení lze zařadit povolení zabezpečeného přenosu dat, volbu adresáře
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se vzhledem. Dále je možné povolit a nastavit parametry uživatelských obrázků
(avatarů). V publikační činnosti se dá nastavit maximální počet znaků, fotografií,
příloh a možností k hlasování na článek. Lze zakázat i samotné fotogalerie a přílohy.
V poslední části jsou volby jako povolení anonymních komentářů. Text, který bude
vypisován na zobrazené fotografie. Dále lze zvolit kolik slov z článků a aktualit bude
zobrazeno v náhledu.
4.8 Publikační činnost
Publikační činnost může vykonávat uživatel s předdefinovanou rolí „Redaktorÿ a
nebo s rolí, která má právo k psaní článků a aktualit. Tato činnost zahrnuje tvorbu
kategorií, psaní článků a aktualit, jejich upravování a rušení.
4.8.1 Kategorie
Samotné články se řadí do kategorií. Přístup k tvorbě a rušení kategorií mají uživa-
telé role „Redaktorÿ. Samotným kategoriím lze udělit přístupová práva (viz 4.7.5).
4.8.2 Tvorba článků a aktualit
Aplikace rozlišuje mezi článkem a aktualitou. Rozdíl je v tom, že k aktualitě nelze
přiřadit fotogalerii, anketu ani přílohy. U článků a aktualit lze zvolit, že daný článek
bude úvodník. Tento článek tedy bude ve výpisu článků zobrazen na první straně
vždy nahoře. Změnit to lze tím, že se zvolí nový úvodník a nebo v úpravě článků
a aktualit se tato skutečnost změní. Dále je tu možnost pro povolení komentářů,
datum vydání a v neposlední řadě, zařazení do kategorie. Pokud se jedná o článek
a je v nastavení povoleno přikládat k článkům fotogalerii a přílohy a uživatel má
právo k zakládání fotogalerií a přidávání příloh, dále jestliže má práva k zakládání
anket, tak je mu tato možnost umožněna.
Editor
V aplikaci je jednoduchý editor. Jsou zakázány všechny html i php tagy (před uklá-
dáním dat do entity article jsou odstraněny). Formátovat text lze pomocí takzvaných
BB tagů. Jsou to značky uzavřené v hranatých závorkách. Před zobrazením samot-
ného textu jsou tyto tagy za pomoci regulárních výrazů a php funkce eregi replace()
(viz 4.11.5) převedeny na html tagy (tab. 4.2). Dále probíhá kontrola uzavření všech
BB tagů. Tím je zabezpečený základní bezpečný převod. Kontrola křížení tagů,
která je v XHTML zakázána, zde není. Vzhled daného článku, nebo aktuality si lze
ověřit stiskem tlačítka „Náhledÿ.
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Tab. 4.2: Převodní tabulka mezi BB a html tagy
BB tag html tag
[b]text[/b] <strong>text<strong>
Silně zvýrazněné písmo
[i]text[/i] <em>text<em>
Kurzíva
[h1]text[/h1] <h3>text<h3>
Nadpis 1. úrovně (je ale nahrazeno za 3. úroveň)
[h2]text[/h2] <h4>text<h4>
Nadpis 2. úrovně (je ale nahrazeno za 4. úroveň)
[img]http://url[/img] <img src=”http://url” />
Obrázek
[url]http://url[/url] <a href=”http://url”>Odkaz<a>
Odkaz (text Odkaz je brán z překladu)
Obr. 4.11: Ukázka editoru
Ankety
Anketa je definována otázkou a minimálně dvěma možnostmi. Maximum možností
je závislé na nastavení samotné aplikace. Dále je možnost anketě nastavit kolik dní
po zveřejnění článku bude umožněno hlasovat. Anketa pracuje s entitami poll a
poll options.
Přílohy
K článkům lze přikládat různé soubory. Omezení je jen v maximální velikosti jedné
přílohy. Toto omezení je závislé na nastavení aplikace a nastavení samotného PHP
(upload max filesize). Rozhodující je menší možnost. Počet příloh je omezen nasta-
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vením aplikace. Přílohy pracují s entitou attachment kam je ukládáno jméno sou-
boru, přípona, velikost. Soubor je ukládán do adresáře /files/attachment/. Jméno
souboru je upraveno na formát, který zamezuje duplicitu. K tomu je použito časové
razítko. Jméno souboru má formát „časové-razítko původní-název.příponaÿ (celkový
název souboru je omezen na 230 znaků). Informace jsou ukládány do entity ve stavu
1 (nepřiložen k článku). Samotné id attachment se uloží do session proměnné a tím
je identifikováno přiložení souborů k rozepsanému článku. Přílohy lze odstranit. To
spočívá ve změně stavu záznamu entity a smazání samotného souboru.
Fotogalerie
Fotogalerie pracují s entitami fotogalery (jméno a popis fotogalerie) a foto (jméno
souboru, id fotogalerie). Přikládat je povoleno pouze fotografie v grafickém for-
mátu JPEG. Fotogalerie je založena přiložením první fotografie a zrušena odebrá-
ním poslední fotografie. Fotografie jsou přejmenovány na jméno ve formátu „časové-
razítko.jpgÿ a poté ukládány do adresáře /files/fg/id fotogalery. Dále je vyroben
za pomoci knihovny GD (funkce pro práci s obrázky) náhled v maximální obrazové
velikosti 100 x 100 px se zachováním poměru stran. Náhled je uložen do stejného
adresáře a jméno souboru je odvozeno ze jména souboru fotografie. Informace jsou
obdobně jako u příloh ukládány do entit ve stavu 1 (nepřiložena k článku) a id
fotogalerie do session proměnné, která nám identifikuje konkrétní fotogalerii. Při
odstraňování fotografií je změněn stav záznamu entity foto a soubory jsou mazány.
Obr. 4.12: Ukázka práce s přílohami a fotografiemi
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Další činnost
Článek nebo aktualitu si lze prohlédnout před samotným uložením. Dále zveřejnit,
nebo uložit pro pozdější editaci. Pokaždé probíhá základní kontrola vložení nutných
informací pro úspěšné uložení, nebo zveřejnění. Proces uložení případně zveřejnění
probíhá v tomto pořadí:
• uložení článku/aktuality
• zjištění id právě vloženého článku
• uložení ankety s možnostmi pro hlasování
• úprava záznamů entit attachment a fotogalery (stav a id article)
Anketa, přílohy a fotogalerie je součástí článků až po té, co je v záznamu uvedeno
id article a stav je 2. Pokud k článku byla přiložena příloha nebo fotogalerie, a nebo
bylo stisknuto tlačítko „Náhledÿ, tak se informace o psaní uloží do session proměnné
a je zabráněno psaní nového článku do doby uložení rozepsaného článku, nebo zrušení
psaní (obr. 4.13). Toto omezení je pouze na konkrétního uživatele. Pokud byl článek
zveřejněn, tak dochází k odeslání upozornění na nový článek uživatelům, kteří k dané
kategorii mají přístup a mají povoleno takové upozornění dostávat.
Obr. 4.13: Upozornění na rozepsaný článek nebo aktualitu
4.8.3 Úprava článků
Na straně pro úpravu článků je zobrazen seznam článků k úpravě. Pokud má daný
uživatel práva k úpravě všech článků, tak zde vidí všechny záznamy entity article,
které jsou ve stavu 2. Pokud tyto práva nemá, jsou v seznamu jen jeho záznamy, které
jsou ve stavu 2. Prostředí pro úpravu je obdobné jako pro psaní nových článků, nebo
aktualit. Uživatel nyní ale upravuje konkrétní části (ankety, přílohy atp.). Článek
nebo aktualitu lze uložit, zveřejnit nebo zrušit. Zrušení vede ke změně stavu záznamu
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v entitě article na hodnotu 5. Po zveřejnění je odesíláno upozornění na nový článek
uživatelům, kteří mají přístup k dané kategorii a mají povoleno takové upozornění
dostávat.
Ankety
Ankety u upravovaných článků lze rušit a nebo měnit. Změna ankety je možná pouze,
pokud nebylo ještě hlasováno. Proces úpravy ankety převede všechny dosavadní
platné možnosti dané ankety do stavu 2 a zapíší se nové. Dále je upraven záznam
v entitě poll (hlasovací otázka).
Přílohy
Přílohy z článku lze odebrat a nebo přikládat nové. Nyní je již známo id článku, tak
jsou samotné informace o příloze zapsány i s atributem id article a stavem 2. Jméno
souboru a místo ukládání je stejné jako při samotném psaní nového článku.
Fotogalerie
Zde platí obdobné informace jako při psaní nového článku. Při zakládání nové fo-
togalerie je už známo id článku, tak jsou informace do entity fotogalery zapsány
s atributem id article a stavem 2.
Text článku nebo aktuality
Upravovat lze i samotný text. Ten je uložen po stisku tlačítek „Uložitÿ, nebo „Zve-
řejnitÿ.
4.9 Zobrazení článků a aktualit
Na úvodní stránce je podle přístupových práv uživatele zobrazena část několika
článků a aktualit. Počet a jak velká část je zobrazena závisí na samotném nastavení
aplikace (počet článků na stránku a počet slov v náhledu). V náhledech je zobrazen
článek bez formátování. Pokud má samotný článek nebo aktualita více slov než
udává nastavení zvýšený o 10, tak je zobrazena pouze část. Jinak je vidět celý. Dále
je zde informace o autorovi, kategorii, počet komentářů a počet přečtení článku nebo
aktuality.
Tento výpis je stránkován a seřazen podle data vydání. Pokud je nastaven úvod-
ník, tak je zobrazen na první straně nahoře. Ve výpisu lze filtrovat podle kategorií.
V menu je výpis všech kategorií, ke kterým má uživatel přístup. Jsou zde vidět
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Obr. 4.14: Úvodní strana s částí úvodníku a celou aktualitou
i zrušené kategorie, ve kterých jsou stále články. Dále lze zobrazit pouze články
a aktuality s vybranými slovy.
Obr. 4.15: Seznam po vyhledávání
Pro zobrazení konkrétního článku nebo aktuality, je třeba přejít na odkaz z ná-
zvu. Tento odkaz má formát „id article-část-názvu.htmlÿ. Formát byl zvolen pro
lepší vyhledávání článků pomocí internetových vyhledávačů (www.google.com, ya-
hoo.com, seznam.cz,. . . ). Zobrazení konkrétního článku nebo aktuality vede k úpravě
entity article. Atribut views count (informace o počtu zobrazení) je navýšen o jedna
a je nastaven ochranný limit (session proměnná) proti neustálenému navyšování této
hodnoty.
4.9.1 Hlasování
Pokud článek obsahuje anketu, uživatel má právo k hlasování a ještě v anketě ne-
hlasoval, tak je mu umožněno hlasovat. Hlasy se ukládají do entity vote, dále je
upravena entita poll options. Atribut option total je navýšen o 1. Pokud hlasuje
anonymní uživatel, tak je u něho uložena cookie s informací o hlasování v anketě.
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Samotné zjištění, že uživatel hlasoval probíhá kontrolou entity vote a u anonymních
uživatelů i čtením cookie.
4.9.2 Stahování příloh
Stahování příloh je prováděno pomocí skriptu /includes/file.php. Podle parame-
tru id (z url adresy) je zjištěna kategorie pro kontrolu přístupových práv. Pokud
soubor existuje a uživatel přístup do dané kategorie má, tak mu je nabídnut ke sta-
žení. Stahování je provedeno pomocí změny http hlavičky. Počet stáhnutí (atribut
download count v entitě attachment) je navýšen o jedna.
4.9.3 Fotogalerie
V zobrazení článku je vidět náhled fotografií dané fotogalerie. Kliknutím na náhled
se otevře nové okno. Pokud uživatel k dané fotografii má přístupová práva, tak je
mu zobrazena. Do levého horního rohu fotografie je vepsán text. Jeho znění závisí
na nastavení aplikace.
Obr. 4.16: Anketa, přílohy a fotogalerie u článku
4.9.4 Komentáře
U daného článku lze zanechat uživatelský komentář. Komentáře jsou ukládány do
entity user comment. Pokud uživatel není přihlášen a jsou povoleny anonymní ko-
mentáře je pro úspěšné vložení komentáře potřeba vyplnit jméno autora a napsat
číslicí číslo čtyři (ochrana proti spamu). Přihlášený uživatel vyplňuje už pouze téma
a text komentáře. Na komentáře lze reagovat. To vede k předvyplnění tématu a ulo-
žení id komentáře do session proměnné, na který se reaguje. Samotný výpis je řazen
podle data vložení. Uživatelé s právy k editaci komentářů mohou provádět úpravy.
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Obr. 4.17: Komentáře a reakce na ně
4.9.5 Úprava a rušení zveřejněných článků
Autor článku, nebo uživatel s právy editace všech článků a aktualit může zveřejněný
článek upravit nebo zrušit. Děje se tak přímo v detailu článku, nebo aktuality. Edi-
tace převede záznam do stavu 2 (uložen) a je možné daný záznam upravit viz 4.8.3.
Zrušení provede změnu stavu na hodnotu 4 (zrušen).
4.10 Instalace
Instalace aplikace spočívá v překopírování adresářové struktury a souborů aplikace
na webový server a spuštění instalačního skriptu (/install/index.php), který slouží
pro vytvoření databázové struktury, souboru config db.php a kontrolu verzí PHP
a MySQL.
Skript provádí prvotní kontrolu splnění požadavků na verze PHP a MySQL a ově-
řuje možnost zápisu dat do adresářů pro ukládání uživatelských souborů. Při nespl-
nění nějakého z požadavků, je tato skutečnost nahlášena a nelze pokračovat dále.
Pokud je ale vše splněno, je zobrazen formulář na vyplnění informací o MySQL da-
tabázi (server, jméno databáze, uživatelské jméno, heslo a předpona pro samotné
entity). Po zadání jsou informace ověřeny. Při úspěšném připojení a výběru data-
báze je vygenerován soubor config db.php (viz 4.3.1). Poté dochází k ověření, jestli
databáze podporuje úložiště typu InnoDB4. Pokud tomu není, tak je vytvořena da-
tabázová struktura s úložištěm MyISAM. Jinak je zvoleno InnoDB. Po úspěšném
vložení databázové struktury je zobrazeno hlášení s dalšími instrukcemi. Pokud vklá-
dání selže je zobrazena informace o selhání.
4Podporuje cizí klíče.
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Pro případ selhání tvorby databázové struktury je v adresáři sql skript genero-
vaný programem Case Studio 2.22.
Do databáze jsou vkládány základní data jako je nastavení, uživatelské role, uži-
vatelský účet pro anonymní uživatele a administrátora aplikace (uživatelské jméno
admin a heslo nimda).
Po nainstalování je potřeba adresář s instalací smazat popřípadě přejmenovat. Je
prováděna kontrola existence tohoto adresáře. Pokud nebude smazán případně pře-
jmenován, tak dojde k chybovému hlášení a provádění skriptů je ukončeno. Dalším
doporučeným krokem je nastavení samotné aplikace.
4.11 Některé uživatelské funkce a třídy
Tato část obsahuje popis vybraných uživatelských funkcí a tříd.
4.11.1 Funkce AddSlash
Tato funkce slouží k doplnění zpětných lomítek před uvozovky, které se objeví v uži-
vatelských datech. Například data z formulářů. Funkce vrací upravená data.
Pokud je na serveru zapnuta možnost automatického doplnění o zpětná lomítka,
tak funkce vrací zpět data bez mezer na začátku a konci řetězců. A doplnění o zpětná
lomítka se nechá na samotném serveru. Jinak je použita php funkce addslashes(),
která řetězce doplní o zpětná lomítka a takto upravená data jsou poslány zpět.
function AddSlash($data) {
if (get_magic_quotes_gpc()) return (trim($data));
else {
$data = trim($data);
return (addslashes($data));
}
}
4.11.2 Funkce Redirect
Funkce slouží k přesměrování na jinou stránku. Samotné přesměrování je prováděno
pomocí změny http hlavičky. Z tohoto důvodu nesmí být použita v době, kdy už
aplikace odeslala uživateli nějaká data. Pokud se tak stane, k přesměrování nedojde
a je vypsáno chybové hlášení PHP.
function Redirect($page) {
$page = strip_tags($page);
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header("Location: ".$page);
}
4.11.3 Třída TableName
Třída slouží pro zjištění názvu entity. Entity mohou mít před svým názvem před-
ponu. Tato předpona je uložena v session proměnné. Metoda TblName přijímá atri-
but s obecným názvem entity, který je stejný jako v ERD (viz 2.2.1) a vrací skutečný
název entity v databázi.
class TableName {
var $tbl_name;
function TblName($tbl_name) {
$prefix = $_SESSION["db"]["prefix_tbl"];
if ($prefix != "") $prefix .= "_";
switch ($tbl_name) {
case "article":
$ret = $prefix."article";
break;
case "attachment":
$ret = $prefix."attachment";
break;
...
}
}
4.11.4 Třída Date
Tato třída formátuje takzvané časové razítko na datum. Třída má 3 metody a to For-
matDate1, FormatDate2 a EditArticle. První dvě metody vrací zpět datum s časem
respektive bez něho. Třetí metoda vrací pole. Pro samotné formtování je použita
php funkce strftime().
class Date {
var $date;
/*
Vraci naformatovany datum
*/
// HH:MM DD. MM. YYYY
function FormatDate1($date) {
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return (@strftime("%d. %m. %Y %H:%M", $date));
}
// DD. MM. YYYY
function FormatDate2($date) {
return (@strftime("%d. %m. %Y", $date));
}
function EditArticle($date) {
$ret["d"] = @strftime("%d", $date);
$ret["m"] = @strftime("%m", $date);
$ret["y"] = @strftime("%Y", $date);
return($ret);
}
}
4.11.5 Třída FormatArticle
Tato třída obsahuje 4 metody. Třída má 2 atributy a to, text, který je vkládán jako
text pro odkazy a adresář se vzhledem.
Metoda Text převádí BB tagy na html tagy. Metoda přijímá atribut text a
vrací zpět přeformátovaný text. V textu jsou nejprve nahrazeny speciální znaky (&,
>, . . . ) html entitami (&amp;, &gt;, . . . ). Poté je v textu zapomoci regulárních
výrazů a php funkce pro nahrazování textu nahrazeny samotné BB tagy za html
tagy.
function Text($text) {
//$text = strip_tags($text);
$text = htmlspecialchars($text, ENT_QUOTES);
// [b][/b] - tučný
$text = eregi_replace("\[b\]", "<strong>", $text);
$text = eregi_replace("\[/b\]", "</strong>", $text);
// [i][/i] - kurziva
$text = eregi_replace("\[i\]", "<em>", $text);
$text = eregi_replace("\[/i\]", "</em>", $text);
// [h1][/h1] - nahrazuje se [h3]
$text = eregi_replace("\[h1\]", "</p>
<h3 class=\"article\">", $text);
$text = eregi_replace("\[/h1\]", "</h3>
<p class=\"article\">", $text);
// [h2][/h2] - nahrazuje se [h4]
$text = eregi_replace("\[h2\]", "</p>
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<h4 class=\"article\">", $text);
$text = eregi_replace("\[/h2\]", "</h4>
<p class=\"article\">", $text);
// [img][/img] - nahrazuje se <img ... />
$text = eregi_replace("\[img", "</p>
<div class=\"image\">
<img class=\"article\" ", $text);
$text = eregi_replace("class=\"article\"\ \]",
" src=\"", $text);
$text = eregi_replace("\[/img\]", "\" alt=\"image\" />
</div><p class=\"article\">", $text);
// [url]...[/url]
$text = eregi_replace("\[url", "<a class=\"article\"
", $text);
$text = eregi_replace("class=\"article\"\ \]",
"class=\"article\" href=\"", $text);
$text = eregi_replace("\[/url\]", "\">".$this->url_text."</a>",
$text);
return($text);
}
Další metodou je metoda Smiles, která obdobně jako metoda Text převádí textovou
verzi takzvaných smajlíků na grafickou. Poslední dvě metody odstraňují BB tagy
z textu.
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5 ZÁVĚR
Výsledkem celé bakalářské práce je funkční verze redakčního systému. Tato verze
je schopna provozu bez větších problémů. Testovací verze je přístupná na adrese
bakule.hrada.info.
Aplikaci jsem pojmenoval „SimplyRSÿ. Má to značit jednoduchost samotného
redakčního systému.
Při návrhu byl brán zřetel na požadavky nynější doby. Těmi jsou jednoduchost
aplikace, možnost publikování fotografií souborů i samotných článků na internetu
bez zdlouhavého učení se práce s aplikací. Tyto požadavky jsou splněny. Systém
lze jednoduše nainstalovat a ihned lze začít publikovat. Menší nevýhodou může být
samotný editor článků a aktualit. Lepším řešení by mohlo být použití například edi-
torů TinyMCE (tinymce.moxiecode.com), nebo Texy (texy.info). TinyMCE je editor
podobající se vzhledu aplikace Word. Editor Texy je podobný zdejšímu editoru, ale
má více možností.
Aplikace by šla zajisté vylepšit o nové BB tagy například pro změnu barvy textu,
velikosti písma. Dále ve využití trigrů, pro automatické zálohy dat v databázi při
změnách záznamů. Pouvažovat lze také o zavedení práv k administraci obdobně jako
je nyní definice redakčních práv u rolí. Tím by šlo zařídit spojení tvorby kategorií
s přístupovými právy k nim.
Další rozšíření je možné v různých formátech výstupu. Příkladem by mohl být
převod článku do pdf souboru. Dále jazykové mutace začlenit přímo do datového
modelu aplikace. Umožnit uživateli si trvale vybrat jazykovou mutaci.
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CMS Content Management System – Systém pro správu obsahu
CSS Cascading Style Sheets – Kaskádové styly
DFD Data Flow Diagram – Diagram datových toků
ELH Entity Life History – Životní cyklus entit
ERD Entity relationship diagram – Entitně relační diagram
FK Foreign Key – Cizí klíč
GD Graphics Draw – Grafické malování
GNU GPL GNU General Public Licence – GNU Obecná veřejná licence
HTML HyperText Markup Language – Značkovací jazyk pro hypertext
HTTP Hypertext Transfer Protocol – Přenosový protokol pro hypertext
HTTPS Hypertext Transfer Protocol over Secure Socket Layer – Přenosový
protokol pro hypertext přes zabezpečenou vrstvu
IIS Internet Information Services – Internetové informační služby
JPEG Joint Photographic Experts Group – Společná expertní skupina pro
fotografování
PDF Portable Document Format – Přenosný formát dokumentů
PHP Hypertext Preprocessor – Skriptovací jazyk pro tvorbu stránek
PK Primary Key – Primární klíč
px picture element – Obrazový element
SQL Structured Query Language – Strukturovaný dotazovací jazyk
SSL Secure Sockets Layer – Vrstva bezpečných soketů
TLS Transport Layer Security – Bezpečnost transportní vrstvy
URL Uniform Resource Locator – Jednotný lokátor zdrojů
XHTML extensible hypertext markup language – rozšiřitelný hypertextový
značkovací jazyk
XSS Cross-site scripting – Skriptování napříč servery
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A POPIS ATRIBUTŮ ENTIT
Tab. A.1: Entita article
atribut komentář
id article primární klíč
id user create cizí klíč odkazující na entitu user
id category cizí klíč odkazující na entitu category
id user edit cizí klíč odkazující na entitu user
editorial určuje jestli je daný článek úvodníkem na úvodní straně
name jméno článku/aktuality
text samotný text článku/aktuality
d create časové razítko dne vytvoření
d visible časové razítko dne zveřejnění
d edit časové razítko dne úpravy
views count počet zobrazení záznamu
comment enable možnost komentování
type aricle udává, jestli se jedná o článek, nebo aktualitu
ip IP adresa redaktora
state stav, ve kterém se záznam nachází
Tab. A.2: Entita attachment
atribut komentář
id attachment primární klíč
id article cizí klíč odkazující na entitu article
filename jméno souboru
id category cizí klíč odkazující na entitu category
extension přípona souboru
download count počet stažení
file size velikost souboru v B
description popis
state stav, ve kterém se záznam nachází
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Tab. A.3: Entita banlist
atribut komentář
id banlist primární klíč
id user cizí klíč odkazující na entitu user
id user ban cizí klíč odkazující na entitu user
ip IP adresa, které byl zabráněn přístup
date časové razítko dne vytvoření záznamu
description důvod
state stav, ve kterém se záznam nachází
Tab. A.4: Entita category
atribut komentář
id category primární klíč
id user create cizí klíč odkazující na entitu user
id user edit cizí klíč odkazující na entitu user
name název kategorie
description popis
d create časové razítko dne vytvoření záznamu
d edit časové razítko dne úpravy
ip IP adresa uživatele, který záznam vytvořil
state stav, ve kterém se záznam nachází
Tab. A.5: Entita category ac
atribut komentář
id category ac primární klíč
id role cizí klíč odkazující na entitu role
id category cizí klíč odkazující na entitu category
state stav, ve kterém se záznam nachází
Tab. A.6: Entita config
atribut komentář
id config primární klíč
name název nastavení
value hodnota
state stav, ve kterém se záznam nachází
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Tab. A.7: Entita foto
atribut komentář
id foto primární klíč
id fotogalery cizí klíč odkazující na entitu fotogalery
filename název souboru
name název fotografie
description popis
state stav, ve kterém se záznam nachází
Tab. A.8: Entita fotogalery
atribut komentář
id fotogalery primární klíč
id article cizí klíč odkazující na entitu article
id user cizí klíč odkazující na entitu user
name název fotogalerie
description popis
d create časové razítko dne vytvoření záznamu
state stav, ve kterém se záznam nachází
Tab. A.9: Entita poll
atribut komentář
id poll primární klíč
id article cizí klíč odkazující na entitu article
id user cizí klíč odkazující na entitu user
name název hlasování
question otázka pro hlasování
anonymous vote možnost hlasování i pro nepřihlášené
d create časové razítko dne vytvoření záznamu
d end časové razítko dne ukončení hlasování
state stav, ve kterém se záznam nachází
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Tab. A.10: Entita poll options
atribut komentář
id poll options primární klíč
id poll cizí klíč odkazující na entitu poll
option text text možnosti
option total počet hlasů pro možnost
state stav, ve kterém se záznam nachází
Tab. A.11: Entita role
atribut komentář
id role primární klíč
name název role
description popis
article možnost vytváření článků/aktualit
article edit možnost editace cizích článků/aktualit
fotogalery možnost vytvářet fotogalerie
attachment možnost přikládat přílohy
download attachment možnost stahování příloh
poll možnost vytvářet hlasování
vote možnost hlasovat v hlasování
comment edit možnost úprav komentářů
state stav, ve kterém se záznam nachází
Tab. A.12: Entita user right
atribut komentář
id user right primární klíč
id role cizí klíč odkazující na entity role
id user cizí klíč odkazující na entitu user
default role výchozí role pro uživatele
state stav, ve kterém se záznam nachází
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Tab. A.13: Entita vote
atribut komentář
id vote primární klíč
id poll cizí klíč odkazující na entitu poll
id poll options cizí klíč odkazující na entitu poll options
id user cizí klíč odkazující na entitu user
d vote časové razítko dne hlasování
ip IP adresa hlasujícího
state stav, ve kterém se záznam nachází
Tab. A.14: Entita user
atribut komentář
id user primární klíč
login uživatelské jméno
user password hash uživatelského hesla
user password new hash uživatelského hesla po jeho ztrátě
email e-mail uživatele
first name křestní jméno
last name příjmení
avatar jméno souboru
d registration časové razítko dne registrace
d last visit časové razítko dne poslední návštěvy
ip registration IP adresa při registraci
ip last visit IP adresa při poslední návštěvě
active code kód pro aktivaci účtu
email notify upozorňování na e-mail o nových článcích/aktualitách
notify lng jazyk pro zasílaní upozornění
address bydliště
website www stránky uživatele
icq ICQ kontakt
jabber jabber kontakt
msn msn kontakt
visible email viditelnost e-mailové adresy pro ostatní uživatele
state stav, ve kterém se záznam nachází
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Tab. A.15: Entita user comment
atribut komentář
id comment primární klíč
id article cizí klíč odkazující na entitu article
id user writer cizí klíč odkazující na entitu user
id user edit cizí klíč odkazující na entitu user
id comment parrent cizí klíč odkazující na tutéž entitu
name jméno nepřihlášeného uživatele
topic téma komentáře
text text komentáře
d comment časové razítko dne napsání komentáře
d edit časové razítko dne úpravy komentáře
ip IP adresa pisatele
browser informace o webovém prohlížeči pisatele
edit reason důvod úpravy
state stav, ve kterém se záznam nachází
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B ŽIVOTNÍ CYKLY ENTIT
Tab. B.1: Přechody v entitě attachment
stav role - prohlížet role - editovat přechod do stavu
1 Redaktor *) 1→2: Redaktor *)
Administrátor 1→3: Redaktor *)
1→3: Administrátor
2 Všichni uživatelé **) 2→4: Redaktor ***)
3
4
*) Uživatel, který píše článek a přikládá soubor k článku (stav 1, 2)
**) Uživatelé s rolí, která má práva k prohlížení článků v dané kategorii
Článek musí být ve stavu 3 (zveřejněn)
***) Uživatel, který psal článek a redaktor s právy editace
Článek musí být ve stavu 2 (uložen)
Tab. B.2: Přechody v entitě banlist
stav role - prohlížet role - editovat přechod do stavu
1 Administrátor 1→2: Administrátor
2
Tab. B.3: Přechody v entitě category
stav role - prohlížet role - editovat přechod do stavu
1 Všichni uživatelé *) Redaktor 1→2: Redaktor
2 Všichni uživatelé **)
*) Uživatelé s rolí, která má práva k prohlížení kategorie
**) Pokud v dané kategorii je stále alespoň jeden článek
a uživatel k ní má práva
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Tab. B.4: Přechody v entitě category ac
stav role - prohlížet role - editovat přechod do stavu
1 Administrátor 1→2: Administrátor
2
Tab. B.5: Přechody v entitě config
stav role - prohlížet role - editovat přechod do stavu
1 Administrátor Administrátor
Tab. B.6: Přechody v entitě foto
stav role - prohlížet role - editovat přechod do stavu
1 Všichni uživatelé *) Redaktor **) 1→2: Redaktor **)
2
*) Uživatelé s rolí, která má práva k prohlížení kategorie
Článek musí být ve stavu 3 (zveřejněn)
**) Uživatel, který psal článek a redaktor s právy editace
Článek musí být ve stavu 2 (uložen)
Tab. B.7: Přechody v entitě fotogalery
stav role - prohlížet role - editovat přechod do stavu
1 Redaktor *) Redaktor *) 1→2: Redaktor *)
Administrátor 1→3: Redaktor *)
1→3: Administrátor
2 Všichni uživatelé **) Redaktor *) 2→4: Redaktor ***)
3
4
*) Uživatel, který píše článek a přikládá soubor k článku (stav 1, 2)
**) Uživatelé s rolí, která má práva k prohlížení článků v dané kategorii
Článek musí být ve stavu 3 (zveřejněn)
***) Uživatel, který psal článek a redaktor s právy editace
Článek musí být ve stavu 2 (uložen)
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Tab. B.8: Přechody v entitě poll
stav role - prohlížet role - editovat přechod do stavu
1 Redaktor *) Redaktor *) 1→2: Redaktor *)
Administrátor 1→3: Redaktor *)
1→3: Administrátor
2 Všichni uživatelé **) Redaktor *) 2→4: Redaktor ***)
3
4
*) Uživatel, který píše článek a přikládá soubor k článku (stav 1, 2)
**) Uživatelé s rolí, která má práva k prohlížení článků v dané kategorii
Článek musí být ve stavu 3 (zveřejněn)
***) Uživatel, který psal článek a redaktor s právy editace
Článek musí být ve stavu 2 (uložen)
Tab. B.9: Přechody v entitě poll options
stav role - prohlížet role - editovat přechod do stavu
1 Všichni uživatelé *) 1→2: Redaktor **)
*) Uživatelé s rolí, která má práva k prohlížení kategorie
Článek musí být ve stavu 3 (zveřejněn)
**) Uživatel, který psal článek a redaktor s právy editace
Článek musí být ve stavu 2 (uložen)
Tab. B.10: Přechody v entitě role
stav role - prohlížet role - editovat přechod do stavu
1 Administrátor Administrátor 1→2: Administrátor *)
2
*) Pouze role bez přiřazených uživatelů
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Tab. B.11: Přechody v entitě user
stav role - prohlížet role - editovat přechod do stavu
1 Administrátor 1→2: Vlastník účtu *)
1→2: Administrátor
2 Přihlášený uživatel Vlastník účtu *) 2→3: Administrátor
2→4: Administrátor
3 Přihlášený uživatel 3→2: Administrátor
3→4: Administrátor
4 Přihlášený uživatel
*) Aktivačním kódem
Tab. B.12: Přechody v entitě user comment
stav role - prohlížet role - editovat přechod do stavu
1 Všichni uživatelé *) Redaktor **) 1→2: Redaktor **)
2
*) Uživatelé s rolí, která má práva k prohlížení kategorie
**) Uživatelé s rolí, která má právo k editaci komentářů
Tab. B.13: Přechody v entitě user right
stav role - prohlížet role - editovat přechod do stavu
1 Administrátor 1→2: Administrátor
2
Tab. B.14: Přechody v entitě vote
stav role - prohlížet role - editovat přechod do stavu
1
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Obr. B.1: Životní cyklus entity attachment
Obr. B.2: Životní cyklus entity banlist
Obr. B.3: Životní cyklus entity category
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Obr. B.4: Životní cyklus entity category ac
Obr. B.5: Životní cyklus entity config
Obr. B.6: Životní cyklus entity foto
Obr. B.7: Životní cyklus entity fotogalery
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Obr. B.8: Životní cyklus entity poll
Obr. B.9: Životní cyklus entity poll options
Obr. B.10: Životní cyklus entity role
Obr. B.11: Životní cyklus entity user
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Obr. B.12: Životní cyklus entity user comment
Obr. B.13: Životní cyklus entity user right
Obr. B.14: Životní cyklus entity vote
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C DVD
Bakalářská práce má přiloženo jedno DVD, na kterém se nachází:
• elektronická podoba textu
• datový model pro program Case Studio 2.22
• vytvořený redakční systém
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