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En este período de tiempo donde pude hacer este diplomado me ha permitido 
obtener nuevos conocimientos en CCNA routing and switchig con el transcurrir del 
tiempo empezamos profundizando nuestro conocimiento  que es de vital 
importancia para cada uno de nosotros que estudiamos ingeniería Electrónica, las 
redes y sus herramientas son muy importantes en el mundo actual donde la 
tecnología avanza a pasos agigantados. Toda esta tecnología se basa en software 
que va de la mano con la virtualidad y almacenamiento, las recientes 
investigaciones señalan la importancia de las arquitecturas de red digital. 
 
Analizamos también servicios (QoS) su aplicación las interacciones y las funciones 
de controladores  en puntos determinados de acceso inalámbrico con un enfoque 
IPV6 siempre basados en la seguridad de los sistemas. 
 







In this period of time where I could do this diploma has allowed me to gain new 
knowledge in CCNA routing and switchig with the passage of time we began 
deepening our knowledge that is of vital importance for each of us who study 
Electronics Engineering, networks and their tools they are very important in today's 
world where technology is advancing by leaps and bounds. All this technology is 
based on software that goes hand in hand with virtuality and storage, recent 
research points to the importance of digital network architectures. 
 
We also analyze services (QoS), their application, the interactions and the functions 
of controllers in certain points of wireless access with an IPV6 focus, always based 
on the security of the system 
 









Durante el semestre del diplomado de profundización en CCNA de CISCO, se 
adquirieron habilidades, la cuales vamos a demostrar en el desarrollo de esta 
actividad vamos a desarrollaremos  dos ejercicios donde vamos a simular cada 
equipo con su diferente programación para formar una red y lograr enviar 
información por medio de paquetes de diferentes puntos de origen y llegada. 
 
También implementaremos un simulador llamado packed traicer donde nos 
mostrara una simulación virtual del comportamiento de la red ya conformada y 
programada. La implantación de herramientas de simulación como Packet Tracer 
permite realizar diseños de topologías de red y/o configuración de dispositivos, ya 
que brinda la posibilidad de analizar cada proceso que se ejecuta de acuerdo a la 
capa del modelo OSI, puesto que se puede detectar y corregir errores potenciales 
dentro del sistema de comunicación en el cual se realizan las configuraciones 
básicas y necesarias que permiten interconectar entre sí cada uno de los 
dispositivos que forman parte del escenario. Por lo tanto se implementan los 
lineamientos establecidos para el direccionamiento IP, El curso nos ha ofrecido las 
herramientas y conocimiento para poder abordar esta actividad y obtener un 






1. OBJETIVOS  
 
 
1.1 OBJETIVO GENERAL 
 
Usando la herramienta de cisco aprender aplicar los conocimientos adquiridos 




1.2 OBJETIVOS ESPECÍFICOS 
 
 Configurar dispositivos de una red  
 
 Configurar el protocolo de enrutamiento OSPFv2. 
 
 Asignar claves de seguridad a una red  
 
 Asignar direcciones IPV4 
 
 Conocer el funcionamiento de los comandos de la programación  
 










2. ESCENARIO 1 
 
 
En esta actividad, demostrará y reforzará su capacidad para implementar NAT, 
servidor de DHCP, RIPV2 y el routing entre VLAN, incluida la configuración de 
direcciones IP, las VLAN, los enlaces troncales y las subinterfaces. Todas las 
pruebas de alcance deben realizarse a través de ping unicamente. 
 



















Interfaces Dirección IP Máscara de subred 
Gateway 
predeterminado 
ISP S0/0/0 200.123.211.1 255.255.255.0 N/D 
R1 
Se0/0/0 200.123.211.2 255.255.255.0 N/D 
Se0/1/0 10.0.0.1 255.255.255.252 N/D 
Se0/1/1 10.0.0.5 255.255.255.252 N/D 
R2 
Fa0/0,100 192.168.20.1 255.255.255.0 N/D 
Fa0/0,200 192.168.21.1 255.255.255.0 N/D 
Se0/0/0 10.0.0.2 255.255.255.252 N/D 
Se0/0/1 10.0.0.9 255.255.255.252 N/D 
R3 
Fa0/0 
192.168.30.1 255.255.255.0 N/D 
2001:db8:130::9C0:80F:301 /64 N/D 
Se0/0/0 10.0.0.6 255.255.255.252 N/D 
Se0/0/1 10.0.0.10 255.255.255.252 N/D 
SW2 VLAN 100 N/D N/D N/D 
 VLAN 200 N/D N/D N/D 
SW3 VLAN1 N/D N/D N/D 
PC20 NIC DHCP DHCP DHCP 
 
12 
PC21 NIC DHCP DHCP DHCP 
PC30 NIC DHCP DHCP DHCP 
PC31 NIC DHCP DHCP DHCP 
Laptop20 NIC DHCP DHCP DHCP 
Laptop21 NIC DHCP DHCP DHCP 
Laptop30 NIC DHCP DHCP DHCP 
Laptop31 NIC DHCP DHCP DHCP 
 
Tabla 2. Asignación de VLAN y de puertos 
 
Dispositivo VLAN Nombre Interfa z 
SW2 100 LAPTOPS Fa0/2-3 
SW2 200 DESTOPS Fa0/4-5 
SW3 1 - Todas las interfaces 
 
Tabla 3. Enlaces troncales 
 
Dispositivo local Interfaz local Dispositivo remoto 
SW2 Fa0/2-3 100 
 
 
Descripción de las actividades  
 
 SW1 VLAN y las asignaciones de puertos de VLAN deben cumplir con la 
tabla 1. 
 














Int range f0/2-3 
Swichport mode access vlan 100 
Int range f0/4-5 




 Configuracion FIG SW2, SW3 
 
Enable  
Config t  
Vlan 1 
Exit  
Int range f0/1-24 








































Los puertos de red que no se utilizan se deben deshabilitar. R/ a continuación 
configuración para no  deshabilitar los puertos enviados en la guía 
 
Sw3  
Configure terminal  




Int  f0/1 









Int  f0/1 
Swictchport mode trunk 
 


















Config t  
Int s0/0/0 





Ip address 10.0.0.1  255.255.255.252 
Exit  
Int s0/1/1 






Config t  
Int f0/0 
Int f0/*0.100 
Encapsulation dot1q 100 
 
Ip address 192.168.20.1 255.255.255.0 
Exit  
Int f0/0.200 
Encapsulation dot1q 200 
 
Ip address 192.168.21.1 255.255.255.0 
Exit 
 
Int s 0/0/0 
Ip address 10.0.0.2 255.255.255.252 
Exit  
Int s0/0/1 







Ip address 192.168.30.1 255.255.255.0 
Exit  
 
Ipv6 unicast routing  
Int s0/0/0 









Laptop20, Laptop21, PC20, PC21, Laptop30, Laptop31, PC30 y PC31 deben 
obtener información IPv4 del servidor DHCP 
 




R1 debe realizar una NAT con sobrecarga sobre una dirección IPv4 pública. 
Asegúrese de que todos los terminales pueden comunicarse con Internet pública 








Ip nat inside 
Exit 
 








Ip nat pool Inside-devs 200.123.2 200.123.211.1218 netmask  255.255.255.0 
Access list 1 permit 192.168.0.0 0.0.255.255 
Access-list 1 permit 10.0.0.0 0.255.255.255 
Ip nat inside source list 1 interface s0/0/0 overload 
Ip nat inside source static tcp 192.168.30.6 8.200.123.211.1 80 
Router rip 






Communication entre terminals  
 


















Ip dhcp excluided-address 10.0.0.2 10.0.0.9 
Ip dhcp pool inside-devs 
Network 192.168.20.1 255.255.255.0 
Default-router 192.168.1.1 
Dns server 0.0.0.0 
Exit  
 
R2 debe, además de enrutamiento a otras partes de la red, ruta entre las VLAN 100 
y 200. 
Int vlan 100  




Int vlan 200  
Ip address 192.168.21.1 255.255.255.0 
End  
 
El Servidor0 es sólo un servidor IPv6 y solo debe ser accesibles para los dispositivos 
en R3 (ping). 
 
Figura 7. Servidor 
 
 
La NIC instalado en direcciones IPv4 e IPv6 de Laptop30, de Laptop31, de PC30 y 
obligación de configurados PC31 simultáneas (dual-stack). Las direcciones se 
deben configurar mediante DHCP y DHCPv6. 
 
La interfaz FastEthernet 0/0 del R3 también deben tener direcciones IPv4 e IPv6 
configuradas (dual- stack). 
 
R3 
Ipv6 unicast-routing int f0/0 
Ipv6 enable  
Ip address 192.168.30.1 255.255.255.0  
Ipv6 address 2001:db8:130::9C0:80F:301/64 
No shutdown  
 
R1, R2 y R3 intercambian información de routing mediante RIP versión 2. 
 
R1 
Router rip  








Router rip  






Router rip  



















R1, R2 y R3 deben saber sobre las rutas de cada uno y la ruta predeterminada 
desde R1. 
 




Verifique la conectividad. Todos los terminales deben poder hacer ping entre sí y a 
la dirección IP del ISP. Los terminales bajo el R3 deberían poder hacer IPv6-ping 
entre ellos y el servidor. 
 

















Figura 11. Conectividad 1 
 
























3. ESCENARIO 2 
 
 














Escenario.  Una empresa de Tecnología posee tres sucursales distribuidas en las 
ciudades de Miami, Bogotá y Buenos Aires, en donde el estudiante será el 
administrador de la red, el cual deberá configurar e interconectar entre sí cada uno 
de los dispositivos que forman parte del escenario, acorde con los lineamientos 
establecidos para el direccionamiento IP, protocolos de enrutamiento y demás 
aspectos que forman parte de la topología de red. 
 
Configurar el direccionamiento IP acorde con la topología de red para cada uno de 
los dispositivos que forman parte del escenario 
 




Configuración de redirecionamiento 
R1  
config t  
hostname BOGOTA  
int s0/0/0  
ip add 172.31.21.1 255.255.255.252  
clock rate 64000  
no shutdown  
 
R2  
config t  
hostname MIAMI 
int loop0  
ip add 10.10.10.10 255.255.255.255  
no shut  
int s0/0/0  
ip add 172.31.23.1 255.255.255.252  
clock rate 64000  
no shu  
int s0/0/1  
ip add 172.31.21.2 255.255.255.252  
no shu  
int g0/0  
ip add 209.165.200.225 255.255.255.248  
 
 
 R3  
config t  
hostname BUENOS AIRES 
int loop4  
ip add 192.168.4.1 255.255.255.0  
no shut  
int loop5  
ip add 192.168.5.1 255.255.255.0  
no shut  
int loop4  
ip add 192.168.6.1 255.255.255.0  
no shut  
int s0/0/1  









Configurar el protocolo de enrutamiento OSPFv2 bajo los siguientes criterios: 
 
Tabla 4. OSPFv2 area 0 
 
Configuration Item or Task Specification 
Router ID R1 1.1.1.1 
Router ID R2 5.5.5.5 
Router ID R3 8.8.8.8 
Configurar todas las interfaces LAN como pasivas  
Establecer el ancho de banda para enlaces seriales en 256 Kb/s 
Ajustar el costo en la métrica de S0/0 a 9500 
 
R1  
config t  
router ospf 1  
router-id 1.1.1.1  
network 192.168.99.0 0.0.0.255 area 0  
network 172.31.21.0 0.0.0.3 area 0  
passive-interface gi0/0  
int s0/0/0  
bandwidth 256 
ip ospf cost 9500  
int s0/0/1  
bandwidth 256  
 
R2  
config t  
router ospf 1  
router-id 5.5.5.5 
network 209.165.200.224 0.0.0.7 area 0  
network 172.31.23.0 0.0.0.3 area 0 
 network 10.10.10.10 0.0.0.3 area 0  
passive-interface gi0/0  
int s0/0/0  
bandwidth 256 
ip ospf cost 9500  




config t  
router ospf 1  
router-id 8.8.8.8 
network 172.31.23.0 0.0.0.3 area 0  
 
24 
network 192.168.4.0 0.0.0.255 area 0  
network 192.168.5.0 0.0.0.255 area 0  
network 192.168.6.0 0.0.0.255 area 0  
int s0/0/0  
bandwidth 256 
ip ospf cost 9500  
int s0/0/1  
bandwidth 256 
 
Verificar información de OSPF 
 
 Visualizar tablas de enrutamiento y routers conectados por OSPFv2 
 Visualizar lista resumida de interfaces por OSPF en donde se ilustre el costo de 
cada interface 
 Visualizar el OSPF Process ID, Router ID, Address summarizations, Routing 
Networks, and passive interfaces configuradas en cada router. 
 

















Configurar VLANs, Puertos troncales, puertos de acceso, encapsulamiento, Inter-













































3. Desactivar todas las interfaces que no sean utilizadas en el esquema de red 
 
Default Gateway  1923.168.99.3 255.255.25.0 
Int f0/3 
Swich port mode trunk native vlan 1 










5. Reservar las primeras 30 direcciones IP de las VLAN 30 y 40 para 
configuraciones estáticas. 
 
       ip dhcp pool vlan30 
network 192.168.30.0 255.255.255.0 
default-router 192.168.30.1 
ip dhcp pool vlan40 
network 192.168.40.0 255.255.255.0 
default-router 192.168.40.1 
ip dhcp pool vlan200 









Tabla 5.  Configuraciones estáticas 
 




Establecer default gateway. 




Establecer default gateway. 
 
1. Configurar NAT en R2 para permitir que los host puedan salir a internet 
 
2. Configurar al menos dos listas de acceso de tipo estándar a su criterio en para 





3. Configurar al menos dos listas de acceso de tipo extendido o nombradas a su 
criterio en para restringir o permitir tráfico desde R1 o R3 hacia R2. 
 
Ip Access- list standard name 
Permit host 172.31.21.1 
Exit  
4. Verificar procesos de comunicación y redireccionamiento de tráfico en los 





















































4. CONCLUSIONES  
 
 
Con este trabajo hemos podido dar solución a los trabajos propuestos por la guía 
donde por medio de diferentes comandos de configuración logramos programar la 
red dando como resultado la meta propuesta por la guía. 
 
En este trabajo se armó una topología simple mediante cableado LAN Ethernet, se 
accedió a diferentes switch Cisco para su configuración, utilizando los métodos de 
acceso de consola y remoto, también se visualizó la configuración predeterminada 
de cada componente, antes de configurar los parámetros básicos.  La mínima 
configuración básica del switch debe incluir desde el nombre del dispositivo, es decir 
el nombre con el cuál se va a referir en la configuración Tras realizar el 
procedimiento para la configuración de OPSF, se entiende que en primera medida 
se entra por el modo de configuración global (configure terminal) el cual activa el 
protocolo OSPF en el Router. 
 
Se implementó la configuración DHCP; haciendo uso del comando ip dhcp pool, el 
cual crea un conjunto de IPs con el nombre asignado y provoca que el Router entre 
en el modo de configuración DHCP. 
 
Usamos pines de direccionamiento para saber si la programación de los dispositivos 
era la correcta  
 
Gracias a Dios por habernos dado la oportunidad de navegar en el conocimiento en 
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