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第１はじめに
インターネットにおけるブーロードバンド化の到来は，個人が収集するこ
とができる`情報量を飛躍的に増大させるものとなった。単に収集される,情報
量が増大したことにとどまらず，情報の交換が特定のあるいは不特定の者と
の間で容易にかつ安価に行えるようになってきた。このことを可能にするた
めに開発された電子ファイル交換技術は総称して，ＰｅｅｒｔｏＰｅｅｒ技術（正
確には省略型ではないが，比較的多く利用されている略称として，以下「Ｐ
２Ｐ」という｡）と呼ばれ，そこで用いられるソフトをファイル共有（交換）
ソフトまたはＰ２Ｐ共有ソフトと言う（本稿では「ファイル共有ソフト」あ
るいは，単に「共有ソフト」という｡)。もともと，電子ファイル（本稿にお
いては，特に指示のない限り，「ファイル」を電子ファイルの意味に用い
る｡）を共有するために考え出されたシステムがＰ２Ｐであるが，その利用
方法如何によっては，重大な著作権侵害をもたらしている。共有ソフトの－
９０
（１）
っであるWinnyの開発者ｶｺﾞ刑事告訴されたことは，ことの重大さを再度認
識させるものとなった。
ファイル共有ソフトの問題で本稿において主として取り上げる「ファイル
（２）
ローグ（FileRogue)」事件の概要は次のようなものである。被告(よインタ
ーネット上でファイル交換サービスを運営する会社で，原告（JASRAC）
は音楽著作物の管理委託会社である。被告のサービスにおいてその利用者は，
（３）
ＭＰＥＧ１オーディオレイヤー３（以下「ＭＰ３」という｡）形式へ無断複製
した音楽ファイルが多数交換されていた。原告は，このような行為はファイ
ル交換サービスを提供する被告の行為であり，原告の有している著作権（複
製権，自動公衆送信権，送信可能化権）を侵害するものであると主張し，被
告に著作権に基づきサービスにおいて交換されているファイルの送受信の差
止め及び著作権侵害による損害賠償金の支払を求めた。
被告は，平成13年11月１曰から，共有ソフトを用いて，Ｃ国内に中央サー
バ（以下「被告サーバ」という｡）を設置し，インターネットを経由して被
告サーバに接続されている不特定多数の利用者のパソコンに蔵置されている
ファイルの中から，同時に被告サーバにパソコンを接続させている他の利用
者が好みのファイルを選択して，無料でダウンロードできるサービス（以下
｢本件サービス」という｡）を，「ファイルローグ（FileRogue)」の名称で
日本向けに提供している。このサービスを利用するには被告と利用者との間
で契約が必要となる。この成立により被告から必要な共有ソフトが付与され
る。
中間判決においては，「被告が運営する『ファイルローグ』という名称の
ファイル交換サービスにおいて，同サービスの利用者が，原告の許諾なく」，
｢複製したファイルを利用者のパソコンの共有フォルダ内に蔵置した状態で，
同パソコンを同被告の設置に係るサーバに接続させる行為は｣，「上記音楽著
作物について原告の有する著作権（自動公衆送信権及び送信可能化権）を侵
害する行為に当たり，同被告がその著作権侵害行為の主体であると認められ
る｡」として権利侵害の主体として判断，終局判決においては，差止め請求
電子ファイル交換ソフト行使における著作権法上の責任（五味）９１
を認め，損害賠償請求についても認容している。
「ファイルローグ」事件とほぼ同じ，共有ソフトの事例として，米国にお
（４）
いては「Grokster」事件の半Ⅱ決が出されている。この事件は，映画会社，
レコード会社，作詞作曲家及び音楽出版社が，Grokster社を相手取って著
作権侵害を助長しているとして訴えた事件である。Grokster社は，共有ソ
フトを利用者に提供して，利用者はそのソフトを用いることによって，音楽，
映画，アプリケーション・ソフトなどをファイルへと変換した上でネットワ
ーク上で交換していた。この事件は米国カリフォルニア州中部地区連邦地方
裁判所によって審理され，原告，被告双方からのsummaryjudgementの
申立てにより，2003年４月25日に中間判決が出されたものである。
本稿においては，「ファイルローグ」事件を中心に検討しながら，米国で
も問題となった「Grokster」事件の判決にも触れつつ，ファイル共有ソフ
トの利用者及び提供あるいは制作者の責任を民事上の視点から検討を加えよ
うとするものである。
第２ファイル共有の実態
比較的小規模，あるいは，狭い区域内で，ファイルを共有しようとすれば，
ＬＡＮの構築でこと足りる。ところが，不特定多数の，あるいは，遠隔地に
ある者とで，ファイルを交換・共有を行うためには，インターネットの利用
がより有効な手段と言える。ひと口に，インターネットによるネットワーク
構築と言っても中央サーバを介してファイルをやり取りするものと中央サー
バを介さないで行われるものとに区別できる。いずれを利用するかは，専ら
利用者というより運営者の判断に委ねられることとなる。ここでは，中央サ
ーバを介するファイルの共有形態（中央サーバ型）と中央サーバを介するこ
となく個人間でファイルを共有する形態（分散型）についてその概要を見て
みる。
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１中央管理型（中央サーバ型）
（５）
中央管理型ファイル共有システムは，米国Napster社が行ったのｶｺﾞ有名
であることから，Napster型などとも呼ばれる（本稿においても，中央サー
バ管理型システムのことを単に，「Napster」という)。特徴は，各利用者が
自らのコンピュータ上にあるファイルのインディクスを中央サーバが管理す
るという方式である。この方法では，各利用者が有するファイルのインデッ
クスを同社の中央サーバに蓄積させるために，大容量のサーバを設備する必
要がある。ある利用者から，特定のファイルについて検索要求が出されると，
Napster社の中央サーバは当該ファイルの所在を確認し，提供先の利用者か
ら同社の中央サーバを経由して要求者のもとへと伝達される。このシステム
の最大の欠点は，中央サーバを管理している会社が何らかの事情によりシス
テムがダウンあるいは閉鎖した場合，さらには，急激に利用者が増大してサ
ーバの蓄積容量を超えると全ての利用者がNapster社とのネットワークを
構築することができず，ファイルの交換をすることができなくなってしまう
こと（換言すると常に多額の設備投資が必要となるということ｡）にある。
さらに，中央サーバの効率化のため，交換可能なファイル形式がＭＰ３形式
となった音楽ファイルに限定されていた。これらの不都合をなくすために，
次の非中央管理型のシステムが考察される。
２非中央管理型（非サーバ利用型）
非中央管理型のシステムを利用したものとしては前記「ファイルローグ」
事件におけるそのサービス（以下，「Ｆサービス」という｡）があげられる。
ここではそのシステムについて詳述する。
（１）Ｆサービスの利用手順
利用者間でファイル交換を行うまでには次の行為を必要とする。
①クライアントソフトのダウンロード
利用を希望する者は，提供者（被告）がインターネット上に開設している
ウェブサイトからＦサービス専用のファイル交換用ソフトウェア（以下，
電子ファイル交換ソフト行使における著作権法上の責任（五味）９３
｢クライアントソフト」という｡）をダウンロードし自らのコンピュータ内に
インストールをする。通常，一つのサービスにおいて，－サーバ，－ソフト
が対応すると考えられる。利用者は，提供者に任意のユーザーＩＤ（ユーザ
ーＩＤ）及びパスワードを登録し利用準備が終了する。これらの登録内容は，
あくまでも，任意であることから，利用者が戸籍上の名称や住民票の住所等
を使用する必要も，本人確認のための情報の入力も要求されない。それゆえ，
大多数が架空のものと言われる。また，利用資格の制限もない。
②ファイルを共有・送信可能化
自らの有する，ファイルを共有化しようとする利用者（以下，「送信者」
という｡）は，自らのパソコン内にダウンロードしたクライアントソフトを
使って，送信を認めるファイルを蔵置するためのフォルダ（以下「共有フォ
ルダ」という｡）を設け，同フォルダに送信を可とするファイルを蔵置する。
クライアントソフトをインストールした送信者のパソコンがサーバに接続さ
れると，共有フォルダ内のファイルは自動的に他の利用者のパソコンに送信
できる状態となる。このことから共有ソフトの利用者は，送信者とも受信者
ともなる。
送信者は，共有フォルダ内に蔵置したファイルに任意のファイル名を付す。
ファイルの内容と全く対応していないファイル名を設定しても差し支えない
が，受信者側（送信者もまた利用者である）の利便性を考えて内容とファイ
（６）
ﾉﾚ名はほぼ一致する。
③サーバヘの接続
送信者はクライアントソフトを起動し，接続ボタンをクリックしてサーバ
に接続する（利用者は，通常はクライアントソフトを起動するだけでサーバ
に接続する）と，共有フォルダに蔵置したファイルの情報（ファイル名，フ
ォルダ名，ファイルサイズ及びユーザーＩＤ）及び送信者のパソコンに関す
（７）
る'情報が被告サーバIこ送信される。
④ファイルの送受信
ファイルの受信を希望する利用者（以下「受信者」という｡）が，本件ク
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ライアントソフトを起動して被告サーバに接続し，キーワードとファイル形
式によって，共有を希望するファイルの検索の指示を送信すると，被告サー
バからは，その時点でＦサービスに接続している他の利用者のパソコンの共
有フォルダ内から上記指示に沿ったファイルをみつけだし，それに関する'情
報（ファイル名，ファイルパス名，ユーザーＩＤ，送信者`情報等）が受信者
の元へ送信される。
受信者は，上記のファイルに関する'情報の中から取得したいファイルを選
択し，「ダウンロード」ボタンをクリックすると，そのファイルを蔵置して
いるパソコンから自動的に希望するファイルが送信され，保存先として設定
（８）
した受信者のパソコン内のフォノレダに自動的に複製される。
⑤サーバの役割
受信者からの検索指示が送信されると，上記ファイル情報等を用いて検索
処理をし，サーバに接続している利用者の共有フォルダ内から上記指示に合
致したファイル名を検出し，検出したすべてのファイルに関する情報（ファ
イル名，ファイルパス名，ユーザーＩＤ，ＩＰアドレス及びポート番号等）
を検索指示した受信者のパソコンに送信する。
Ｆサービスでサーバに蓄積されるのは，ダウンロード可能なファイル情報
等のみで，Napsterとは違い交換の対象となるファイル自体は利用者のパソ
コン内に残される。ファイル送信の指示及びファイル自体の送信は，受信者
（９）
と送信者のパソコンの間で直接１丁われる。
３非中央管理発展型
ＷｉｎＭＸやWinnyによるファイルのダウンロードについて触れておく。
これらは，従来のファイル共有ソフトを更に利便性の高いものとして作り出
されている。その最大の特徴は，中央サーバを介さないという点以外にＦサ
ービスのようなクライアント（管理者）を全く介在させないことにある。さ
らに，開発者が曰本人であることから画面表示等が曰本語である。
ＷｉｎＭＸは，ネット上においてNapster互換のプロトコルを使用し，中
電子ファイル交換ソフト行使における著作権法上の責任（五味）９５
央サーバ型ファイル交換機能と独自のプロトコルによってサーバを利用しな
いＰ２Ｐのネットワークを構築する。音楽ファイルのみならず，画像，動画，
ソフトウェアなどの共有も可能である。
利用方法は，利用者Ａが希望する音楽ファイルを利用者Ｂのファイルの中
で検索をする。希望するファイルがＢの中にあれば，一定の交渉によりＡは
希望するファイルをダウンロードする。交渉といっても，具体的に会話が交
わされるわけではなく，Ｂは，Ａが有する共有ファイルを検索し，Ｂが当該
ファイルを提供するに足る内容の共有ファイルをもっているときに限りＡは
希望するファイルをＢから受け取ることができる仕組みである。ＢがＡの提
供するファイル内容に不満がある場合には，回線を切断することによって交
渉の不成立を宣告することになる。お互いのファイル内容を知るという点で，
giveandtakeである。
また，利用者は，複数のネットワークに同時に接続することも可能である
し，相手方に対する提供条件の他に，最大ダウンロード回数の制限も可能に
なっている。レジューム機能を搭載することによって，転送が途中で中断し，
失敗に終わった場合でも，次回通信の開始時に中断された続きからダウンロ
ードを行うことができるのも特徴である。
Winnyは，ＷｉｎＭＸに更なる改良を加えたものである。改良の特徴は，
通信内容の暗号化とファイルの細分化にある。利用者（Ａ）はシステムでま
ず，提供したいファイルをキャッシュ化（暗号化）し，その暗号化されたも
のを他の利用者（Ｂ）のＰＣを介して，最終的にファイルを欲している利用
者（Ｃ）のもとまで転送する。この時に，Ｂが有しているファイルの,情報も
暗号化されＣのもとへと運ばれる。ファイルの転送方法は，どのような形で
ファイルが見つかったか，仲介となるコンピュータがどのくらいあるかによ
って異なる。欲するファイル本体を直接持っている利用者が見つかればそこ
からＣは直接ダウンロードすることになるが，共有'情報のみが流れるとその
`情報の出所まで遡ってダウンロードをする必要がある。
更に，ＷｉｎＭＸよりも改良が加えられている点は，ダウンロードにかかる
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時間の短縮のために用いられているファイル細分化である。仲介のＰＣに利
用者'情報を単に残すのではなく，要求されたファイル'情報の一部もまたキャ
ッシュというかたちで残す。一つのファイルを細切れにしておいて，要求者
のＰＣの中で組み立てて，元の形に戻す。このことは，いちいち，出所にま
で遡らずとも，経由してきたＰＣをいくつか遡る（経由する）ことによって
細切れにされた部品を集めることになる。利用頻度の高いファイルは随所に
散らばっていることから集めやすくなり，結果としてより速いダウンロード
が可能になる。
第３利用者の行為の評価
ファイル交換システムを利用している利用者の行為をどのように評価した
らよいか。「ファイルローグ」事件で示された点に言及しながら提供者の責
任を考える前提として検討する。
１行為主体性
利用者の行為自体が著作権の侵害を構成するかについて，送信者が行う複
製行為，自動公衆送信行為及び送信可能化行為の評価及び，それぞれについ
て複製権侵害，自動公衆送信権侵害，送信可能化権侵害が構成されるか，東
京地裁は次のように判断している。
（１）メディア変換行為
音楽ＣＤをＭＰ３形式へ変換する行為については，「聴覚上の音質の劣化
を抑えつつ，デジタル信号のデータ量を圧縮するものであり，変換された音
楽ＣＤと変換したＭＰ３形式との間には，内容において実質的な同一性が認
められるから，レコードの複製行為ということができる。したがって，音楽
ＣＤをＭＰ３形式で複製することは，同音楽ＣＤに複製された音楽の著作物
の複製行為」に該当する。
（２）私的使用の該当性について
「①利用者が，当初から公衆に送信する目的で，音楽ＣＤをＭＰ３形式の
竃Ｐファイル交換ソフト行使における著作権法上の責任（五味）９７
ファイルへ変換した場合には，法30条１項の規定の解釈から当然に，また，
②当初は，私的使用目的で複製した場合であっても，公衆が当該ＭＰ３ファ
イルを受信して音楽を再生できるような状態にした場合には，当該複製物に
より当該著作物を公衆に提示したものとして，法49条１項１号の規定により，
複製権侵害を構成する（｡)」と前置きした上で，「本件サービスの利用者が，
本件各管理著作物の著作権を有する原告の許諾を得ることなく，本件各ＭＰ
３ファイルをパソコンの共有フォルダに蔵置して同パソコンを被告サーバに
接続すれば，複製をした時点での目的の如何に関わりなく，本件各管理著作
物について著作権侵害（複製権侵害又はそのみなし侵害のいずれか）を構成
する（｡)」と判断した。
（３）送信者の自動公衆送信等行為と自動公衆送信権等侵害の成否
「本件サービスは，ユーザーＩＤ及びパスワードを登録すれば誰でも利用
できるものであり｣，「平均して同時に約340人もの利用者が被告サーバに接
続してファイルの交換を行っている。そして，送信者が，ファイルをパソコ
ンの共有フォルダに蔵置して，本件クライアントソフトを起動して被告サー
バに接続すると，送信者のパソコンは，被告サーバにパソコンを接続させて
いる受信者からの求めに応じ，自動的に上記ファイルを送信し得る状態とな
る｡」との特徴を示した上で，送信可能化の時点を「ファイルを共有フォル
ダに蔵置したまま被告サーバに接続して上記状態に至った送信者のパソコン
は，被告サーバと一体となって情報の記録された自動公衆送信装置（法２条
１項９号の５イ）に当たるということができ，また，その時点で，公衆の用
に供されている電気通信回線への接続がされ，当該ファイルの送信可能化
(同号ロ）がされたものと解することができる｡」とした。
自動公衆送信の行われた時点については，「ファイルが受信側パソコンに
送信された時点」と認定した。
送受信されているファイルについては，「その内容において，本件各管理
著作物と実質的に同一であるから，本件各ＭＰ３ファイルを送信可能化及び
自動公衆送信することは本件各管理著作物を送信可能化及び自動公衆送信す
9８
ることに当たる（｡)」と。
これらのことから「本件サービスの利用者が，本件各管理著作物の著作権
の管理者である原告の許諾を得ることなく，本件各ＭＰ３ファイルをパソコ
ンの共有フォルダに蔵置して被告サーバに接続すれば，本件各管理著作物に
ついて，著作権侵害（自動公衆送信権侵害及び送信可能化権侵害）を構成す
る（法23条１項)｡」と結論付けた。
第４提供者の評価
１行為主体,性
「ファイルローグ」事件においてサービス提供者の行為をどのように評価
するか，東京地裁判決は，「サービス提供者自身が，各ＭＰ３ファイルをパ
ソコンに蔵置し，その状態でパソコンを被告サーバに接続するという物理的
行為をしているわけではない」と，Napster型でないことを明らかにした上
で，侵害行為の認定には，①被告の行為の内容．,性質，②利用者に対する被
告の管理支配可能性，③被告の行為によって受ける被告の利益の状況等を
｢総合的に恩酌して提供者の行為を評価しなければならない」としている。
（１）Ｆサービスの内容・性質について
前記第２において示したＦサービスの形態が，「ファイル』情報の取得等に
関するサービスの提供及びファイルをダウンロードする機会の提供その他一
切のサービスを，被告自らが，直接的かつ主体的に行っている。利用者は，
被告のこれらの行為によってはじめてパソコンの共有フォルダ内に蔵置した
ファイルを他の利用者へ送信することができる｡」と判断した。
Ｆサービスの利用目的を，「本件サービスを利用すれば，市販のレコード
とほぼ同一の内容のＭＰ３ファイルを無料で，しかも容易に取得できること，
音楽データをＭＰ３形式に変換しても，音質はあまり低下しないことから，
市販のレコードを安価に取得したいと希望する者にとって，本件サービスは
極めて魅力的」と市販のレコードを安価に取得するためと認定した。
市販されていない音楽（ここではいわゆる'インディーズを指す）を不特
電子ファイル交換ソフト行使における著作権法上の責任（五味）９９
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定多数1こ試聴として提供する機会を与えるものであるとの被告の抗弁を次の
ように退けた。「現時点においては，利用者自らが著作した音楽等のＭＰ３
ファイルを不特定多数の者に無料で提供したり，他の不特定の者が著作した
音楽等のＭＰ３ファイルを取得したいと希望する者」の割合は，「市販のレ
コードをＭＰ３形式で複製したファイルを提供し，又は取得したいと希望す
（ＩＤ
る者に比して，かなり少ないものと推iH11される｣。更に，もし仮に，「そのよ
うな音楽等のファイルの取得を希望する者がいたとしても，本件サービスに
おける検索機能は，希望する作品の所在を正確に確認するには不十分であり
(本件サービスにける検索機能は，受信者が受信しようとする音楽が特定さ
れていることを前提としているが，市販されているレコードに収録されてい
ない音楽を受信しようとする者はその音楽の実演家，楽曲名等を具体的に把
握していないことが多いものと推測され，このように実演家及び楽曲名を把
握していない音楽を検索するには，本件サービスの検索機能は機能しない｡)，
結局，本件サービスはそのような作品のファイルを交換するためには有効に
機能しない」とした。そのうえで，「市販のレコードを複製したＭＰ３ファ
イルのほとんどすべてのものが，その送信可能化及び自動公衆送信について
著作権者の許諾を得ていないもので｣，「本件サービスにおいて送受信される
ＭＰ３ファイルのほとんどが違法な複製に係るものであることが明らか」と
して，「被告は，本件サービスの開始当時から上記事態に至ることを十分予
想していたものと認められる」と認定した。
被告が利用者に対して，サービスを受けるにあたり，noticeandtake‐
ｄｏｗｎ規約を含む誓約書に同意をしなければサービスの提供を行っていない
ことを理由に，侵害への回避義務が十分に果たされているとの反論について
は，「被告は利用者が著作権等を侵害することのないよう，著作権等の権利
を侵害するファイルを送信可能化することを禁止すること，送信可能な状態
に置かれたファイルにより権利が侵害されたと主張する者から，当該ファイ
ル公開の停止（共有の解消）を求められたときは，利用者は「ノーティス．
アンド．テイクダウン手続規約』に従うべき旨の利用契約に同意することを
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要求している。しかしこの同意契約に基づいて，被告が，送信可能化状態
にされたＭＰ３ファイルの中から，著作権，著作隣接権侵害に当たるものを
選別したり，そのファイル情報の送信を遮断するなどの技術を有していな
い」ことを勘案して，「本件サービスの利用規約において，著作権を侵害す
るファイルの送信可能化行為を禁止しているが，本件サービスを利用する者
の身元確認をしていないのであるから，同規約の実効Ｉ性が低く，本件全証拠
によっても，他に，著作権侵害を防ぐに足る措置を講じていると認めること
はできない（｡)」としている。
結局，「本件サービスは，ＭＰ３ファイルの交換に関する部分については，
市販のレコードを複製したＭＰ３ファイルを交換させる機会を与えるため，
利用者に提供されたサービスであるということができ｣，「本件サービスは，
ＭＰ３ファイルの交換に係る部分については，利用者をして，市販のレコー
ドを複製したＭＰ３ファイルを自動公衆送信及び送信可能化させるためのサ
ービスという性質」のものであるとした。
（２）被告の管理支配可能性
①クライアントソフトの必要性
被告が頒布するクライアントソフトの必要性を次の三点により指摘する。
ａ利用者がＦサービスを利用して，ファイルを自動公衆送信するには，被
告サイトからクライアントソフトをダウンロードして，これを自己のパソ
コンにインストールすることが必要であること。
ｂ利用者は，パソコンを被告サーバに接続させるためには，通常，クライ
アントソフトの起動を要すること。
ｃ自動公衆送信の相手方も，パソコンにクライアントソフトをインストー
ルし，そのパソコンを被告サーバに接続することが必要であること。
②検索機能とクライアントソフト
ファイル交換においては，検索機能が必要不可欠であることを示した上で，
検索機能をより効果的にするために，「送信者は，被告の設定したルールに
則り，自己のパソコンの共有フォルダに蔵置するファイルにファイル名を付
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し｣，受信者もまた被告クライアントソフトの設定ルールに則ることにより，
｢希望するファイルの所在を確認し」「クライアントソフトの画面上の簡単な
操作によって，希望するファイルを受信することができるように」「受信者
のための利便`性，環境整備」を図るソフトとしてクライアントソフトを位置
付けた。
③Ｆサービスの利用方法について
クライアントソフトの利用方法を被告自身が開設したウェブサイト上で説
明をし，ほとんどの利用者はその説明を参考にして，Ｆサービスを利用して
いる以上，「認定した事実を基礎にすると，利用者のファイルの送信可能化
行為（パソコンの共有フォルダにファイルを置いた状態で，同パソコンを被
告サーバに接続すること）及び自動公衆送信（本件サービスにおいてファイ
ルを送信すること）は，被告の管理の下に行われているというべきである
(｡)」と判示した。
（３）被告の利益
被告の利益については，利用対価の徴収と広告料収入の二点から検討を加
えている。
①対価の徴収
「本件サービスを利用してＭＰ３ファイルを受信しようとする者から受信
の対価を徴収するシステムを採用していないが，被告は，将来，本件サービ
スを利用してＭＰ３ファイルを受信した者から受信の対価を徴収するシステ
ムに変更することを予定していることが認められる」こと，「このように本
件サービスを将来有料化することを予定している場合は，現時点でのサービ
スの質を高め，顧客の本件サービスに対する満足度を高めることが重要であ
り，そのためには，現時点において，本件サービスを利用して人手できる音
楽`情報の曲目数をより多くすること，すなわち，本件サービスにおいて送信
可能化されるＭＰ３ファイル数をより多くすることが必須で」「このような
観点からすれば，被告が，本件サービスにおいて，より多くの送信者に被告
サーバに接続させて，より多くのＭＰ３ファイルの送信可能化行為をさせる
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ことは，本件サービスを将来有料化したときの顧客数の増加につながり，被
告の利益に資するものといえる」と，被告の将来有料化という構想が判断要
素に加えられている。
②広告収入について
現在でも，Ｆサービスの利用自体は無料であるが，被告は，被告サイトの
画面上に表示される広告から，若干の広告料収入を得ていることに触れつつ，
将来の可能性を含め，次のような相関関係を認めている。
「インターネット上にウェブサイトを開設した場合，同ウェブサイトに接
続する者の人数が増えれば，同ウェブサイトの開設者は同ウェブサイト上に
広告を載せること等により収入を得ることができ，ウェブサイト上の広告掲
載への需要は，当該ウェブサイトヘの接続数と相関関係があり，接続数が多
くなれば，広告掲載の需要が高まり，広告収入等も多くなる｣。さらに，本
件サービスにおいて，「被告サーバに接続したパソコンに情報を送信するな
どの方法により広告をすることもでき，そのような方法を採った場合には，
被告サーバへの接続数と同サーバを利用した広告の需要との間に相関関係が
認められる｡｣。このことに，現在の登録者数（４万2000人)，同時接続して
いる利用者数（平均約340人)，継続運用により更に増大する可能性を秘めて
いることから，「利用者に被告サーバに接続させてＭＰ３ファイルの送信可
能化行為をさせること，及び同ＭＰ３ファイルを他の利用者に送信させるこ
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とは，被告の営業上の下り益を増大させる行為」と評価できるとしている。
以上のことから，「①利用者をして，市販のレコードを複製したＭＰ３フ
ァイルを自動公衆送信及び送信可能化させるためのサービスという性質を有
すること，②送信者がＭＰ３ファイル（本件各ＭＰ３ファイルを含む｡）の
自動公衆送信及び送信可能化を行うことは被告の管理の下に行われているこ
と，③被告も自己の営業上の利益を図って，送信者に上記行為をさせていた
ことから，被告は，本件各管理著作物の自動公衆送信及び送信可能化を行っ
ているものと評価することができ，原告の有する自動公衆送信権及び送信可
能化権の侵害の主体であると解する」と判決している。
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２損害賠償責任
損害賠償責任について予見可能性と過失の点から検討している。
（１）予見可能性
予見可能性を具体的に判断する前に，被告には，被告のサービスの運営を
開始する以前にすでに存在したサービスへの認知，かかるサービスの著作権
侵害性及びそれらが社会問題化していた事実の認識が十分にあったと認定し
ている。
つぎに，被告サービスの実態から，以下の様に予見可能性を肯定している。
ファイル内容の認識について，①ファイル名の性質を「送信者が自己のパ
ソコンの共有フォルダ内にファイルを蔵置した状態で，同パソコンを被告サ
ーバに接続させることにより，当該ファイルの送信可能化行為が行われ，被
告サーバは，これに接続したパソコンの共有フォルダ内のファイル名，フォ
ルダ名についての情報を受信する」ことから，「被告は，現に送信可能化さ
れ，自動公衆送信される可能性のあるＭＰ３ファイルのファイル名及びフォ
ルダ名を認識することができ」るとした。②ファイルの内容物については，
｢被告サーバに送信されたファイル名又はフォルダ名の多くは，市販のレコ
ードに収録されている音楽の楽曲名及び歌手名を示す文字列が表記され」
｢このようにファイル名等に市販のレコードに収録されている音楽の楽曲名
及び歌手名を示す文字列が表記されたＭＰ３ファイルは，当該音楽の複製物
であると考えるのが常識的」と，複製ファイルである蓋然性を指摘し，③
｢被告は，被告サーバに送信された「ｍｐ３』の拡張子が付いたファイル'情
報の中から市販のレコードに収録されている音楽の楽曲名及び歌手名を示す
文字列が表記されているファイル名，フォルダ名を検索することによって，
本件サービスにおいて，市販のレコードに収録されている音楽を複製した
ＭＰ３ファイルを対象として送信可能化がされていることを容易に認識で
き｣，それらについて，「送信者が送信可能化についての著作権者及び著作隣
接権者の許諾を得ていないことも十分予見できたものと認められる」とした。
1０４
②過失の存在
「被告は，遅くとも，本件サービスの運営を開始した直後には，本件サー
ビスによって，他人の音楽著作物についての送信可能化権及び自動公衆送信
権が侵害されていることを認識し得た」と過失の存在時を認定，侵害回避義
務については，被告は，「本件サービスの運営を行う際に，このような著作
権侵害が行われることを防止するための適切，有効な措置を講じる義務があ
ったというべきである。しかるに，被告は，著作権侵害を防止するための何
らの有効な措置を採らず，漫然と本件サービスを運営して，原告の有する送
信可能化権及び自動公衆送信権を侵害したのであるから，同被告には，この
点で過失がある」と認定し，「被告が本件サービスを提供する行為は不法行
為を構成し，被告は，原告が本件サービスの運営によって被った損害を賠償
する責任がある」と結論付けた。
第５提供者の責任についての考察
１利用行為の評価
提供者の責任を問う上で，まず必要となるのが，侵害行為の存在である。
｢ファイルローグ」事件判決では，クライアントソフトを利用する行為その
ものが，無許諾で音楽ファイルなどをやり取りする著作権侵害行為と評価し
ている。このことは，送信可能化権が効果的に使われたと言えよう。音楽箸
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作物に関連して「キャッツアイ」事件半'１例以降，カラオケ訴訟全般において
カラオケ伴奏による利用者自身の歌唱行為を自由利用の範囑から解き放つこ
とに苦心してきた。その結果，カラオケ機器の提供者の歌唱行為として把握
し，違法,性の認定要件を提供者に課すという擬制的な理論構成を取っていた。
その擬制を成り立たせるファクターとして，常に管理可能性と収益‘性が重要
なテーマとして扱われてきた。「ファイルローグ」事件が自動公衆送信権及
び送信可能化権（23条１項）により，利用者自身もまた自由利用の範檮を逸
脱する行為と評価できるとしたことは，利用者個人にも，法的責任を問いう
る可能性を示し，なおかつ，提供者の責任でもあるとしている点で画期的な
電子ファイル交換ソフト行使における著作権法'二の武任（11味）１０５
（１４）（１５）
判断と言える。米国「Grokster」事件判決においても，ﾎﾞﾘ用者の行為は複
製権とディストリビューション権を侵害すると評価している。
２提供者の責任
「ファイルローグ」事件は提供者の行為を評価するにあたり侵害を媒介さ
せる物及び管理可能性という視点において従来の判例と大きく異なっている。
以下，これらの視点をもとに考察してみる。
侵害を媒介する物について作花教授は，「Grokster｣事件判決中で，「｢Gro‐
kster社とStreamCast社は，ホーム・ビデオ・レコーダや複写機器を販売
する会社と実質的に異ならない」との判示が必ずしも合理的なものとは思わ
れない」としたうえで，「非侵害専用品の中にも種々のものがあり，権利侵
害に利用されることが例外的（偶発的）であるものと定型的に想定されるも
のがあ」り，例外的侵害寄与物と定型的侵害寄与物を分け著作権侵害の要件
を検討すべきとされる。定型的侵害寄与物の場合，「直接的侵害行為に実質
的に『寄与した際に』，具体的な当該直接的侵害行為に対しての実際の認識
が存在すること」とし，「直接的侵害行為がなされる「時点において』間接
侵害者が，当該侵害行為をコントロールできる権能を有しているとの時間的
要件については，定型的侵害寄与物の提供者の（間接的な）責任を検討する
上では，ある程度，弾力的に解する必要があるのではないか」として，侵害
行為のコントロールを行える時間的要件の緩和，このことはより長時間にわ
たり利用者の行為を抽象的にではあるがコントロールできるものとなる。因
果関係については，「家庭用録音・録画機器のような例外的寄与侵害物の場
合には因果関係が中断されると介されうるとしても，定型的な侵害寄与物の
場合には，当該定型'性の存在により因果関係の中断を架橋し得る余地がある
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ものと解される」と。この二点において侵害寄与物を区Ｈ１Ｉする必要性がある
と強調される。
提供者を不法行為の主体者として評価する基準である，管理可能性は次の
ように考える。「キャッツアイ」事件等のカラオケリース関連判決（以下，
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｢カラオケリース事件」という｡）で示されてきた管理可能性の主体は，店の
経営者であり，リース業者であった。Ｆ事件においてはクライアントソフト
の提供者であった。この両者は実質的には同じものと評価できる。ただ利用
者と提供者との間にある強い契約関係から，カラオケリース事件においては，
金銭的連携と楽曲の選択行為へ提供者関与という点に，「ファイルローグ」
事件においては，クライアントソフトの役割と受益'性から管理可能性を認定
するという点で異なるに過ぎないと思われる。
提供者の意図ないしは意思の必要性に関して，「ファイルローグ」事件は，
予見可能性として損害賠償責任の有無で検討.が加えられている。しかしなが
ら，実際どのようなファイルの交換を想定してプログラムを作成するかとい
う提供者の意図の問題は，ソフトに対する自らの管理が及ぶか及ばないかと
いう問題へと収数する。それゆえに，管理可能性の存在を認める－つの要件
事実として提供者の意図，この場合は客観的にその意思が推測される事実が
認められる程度で充分，が必要であろう。客観的に意思が推測される事実と
は，「ファイルローグ」事件判決が再三にわたって次のように指摘している。
一つは，Napster事件のように共有ソフトが，著作権侵害行為に利用されて
いるという社会事実の認識である。さらには，それまでの製品（ソフト）の
欠点，不都合をより改善したものとしている事実によっても裏付けることが
可能である。しかしながら，共有ソフトが常に著作権侵害を伴うものではな
いことも一方において是認される。「ファイルローグ」事件判決において，
かなりの割合で侵害行為が行われている，との認定ではあるが，著作権のな
い単なるデータのやり取りにおいても，利用価値はある。それゆえに，管理
可能性としては，いかなるファイルの交換が可能であるか，という点の評価
も必要と言える。単なるデータのみにしか使用できない共有ソフトである場
合には，そもそも，単なるデータしか共有できないという管理可能性を付与
したものでその限りにおいては，提供者の責任は阻却し得るであろう。汎用
性のあるソフトゆえの問題と言える。
次に，提供者への不法行為責任成立のための損害発生と侵害行為との因果
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関係，過失の点に言及する。
「ファイルローグ」事件におけるクライアントソフトがプログラムの複製
をも可能にしていることは，共有ソフト自体を複製し，頒布することができ
る，ということにも繋がる。カラオケリース事件と最も異なる点と言える。
カラオケ機器自体は，権利者から無許諾で営利を目的として利用した場合侵
害行為を作り出す。しかし，侵害行為から新たなカラオケ機器が生まれるこ
とはない。ここに発生する結果に対する責任についてのもう一つの管理可能
性の問題がある。カラオケ業者の法的責任より重く評価しなければならない
部分である。
予見可能性の判断については，①社会的事象への認識，②管理者のファイ
ル内容認識可能性を指摘した上で，両者の存在を肯定している。そのうえで，
過失の存在時期を「遅くとも，本件サービスの運営を開始した直後には」と
し，侵害行為を防止するための措置を講じる義務があるにも関わらず，「漫
然と本件サービスを運営して」いたとして，不法行為を構成するとしている。
回避措置の怠'壜を認定するには，「ファイルローグ」事件判決では被告が
有するサーバにデータベースを構築するというシステムとその役割が重視さ
（１７）
れている。その一方で，noticeandtake-down条項を無意味ｲﾋすることへ
の疑問も示されている。この条項自体，ある意味で，カラオケリース業者の
リース契約内容にある権利者との適切な利用契約の締結を促す条項と同一の
（18）
ものと言える。「ファイルローグ］事件においてもサーバの運用停止措置を
講じることによって，この義務の遵守の可能性はあったと言える。
米国「Grokster」事件判決においては，「被告らが，提供しているソフト
は，被告らのコントロールが及ばないところでネットワーク上でのファイル
交換に使用されている。Grokster社の場合には，その利用しているネット
ワークはFastTrack社の所有するネットワークであり，Grokster社がコン
トロールしているものではない｡」「被告らが，共有ソフトを著作権の対象物
の交換をブロックすることができるよう変更することが可能であったのでは
ないか，という主張がなされるものの，被告らが，直接的な侵害行為を管
1０８
理・監督，コントロールする機能を有していることを示す証拠が認められな
い。当該製品のユーザーに対するコントロールが及ばない場合において，当
該製品を違法な使用に供されないように作成しうるという事実に基づいて代
位侵害の責任を肯定することはできない｡」として，代位侵害責任を肯定し
ている。
侵害行為の回避について作花教授は，定型的侵害寄与物については，「当
該者が相当の回避義務を果たしたか否かという観点から捉えていくことが一
つの筋道になる」として，「結果（侵害）発生の蓋然性及び被侵害利益の大
きさと，定型的侵害寄与物である共有ソフトの提供者に結果回避義務を課す
ことにより犠牲となる当該提供者の利益との比較考量を行う場合，一義的に
特定の結論が導かれるものではない」「しかし，当該提供者が何らの結果回
避措置も講じていない場合には，結果回避義務違反として過失が認定され，
侵害行為として認定されるべき」である，とする。
また，「共有ソフトのユーザーへの提供条件や規約等において，違法な利
用に供しない旨のルールを定めていたということだけでは，回避義務を果た
したとはいえない」「違法利用をより効果的に抑止しうる措置が必要であり，
当該共有ソフトの特`性，当該時点において利用し得る侵害回避のための技術
的手段（フィルダリング，デジタル・フィンガープリントなど)，当事者の
利益と負担などの諸事I情を総合的に勘案していくことが求められる」と，定
型的侵害物についての義務を考えている。
３新型形態（Winnyを例に）
判例の検討をふまえた上で，新型ソフトWinnyをどの様に扱うべきか考
察する。
Winnyは，送受信データの暗号化，細分化によって，利用者自体の侵害
行為への関与，あるいは，侵害行為そのものの認定という問題が生じる。第
一に，「ファイルローグ」事件で認定されているパソコン内へのアップロー
ドそのものを広く侵害行為と構成することである。私的使用の概念を考え直
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す議論はさて置き，いかなる理由において，すでにＣＤへ固定された音をＰ
Ｃへ変換する必要性があるかということが問われるべきである。それと同時
に，インターネットに繋がっていないパソコンを想定しにくくなっている現
実への認識も必要である。このような蓋然性を根拠とせずとも，利用者もま
た受信したファイル自体が再送信の可能性を持つ受信者兼送信者という立場
を合わせ持つ者としてシステムに組み込まれ侵害行為を行っているとも評価
できよう。この点，利用者が単なるファイル（著作権等の働かないファイル
を想定する）の交換を目的とする場合には，受信したファイルを共有フォル
ダ以外へと移行する等の措置を取るという方策を積極的に施し，共有ソフト
（１９）
の正当ﾈﾘ用行為をアピールすることもできる。また，キャッシュ化されたと
は言え，細分化された違法複製ファイルの断片を自らのパソコン内に蔵置す
ることについては，利用者自身の知り得ない範囲で行われている行為であっ
たとしても，Winnyを利用する行為自体の中に，その認識が含まれている
と解しても不都合ではない。少なくとも，Winnyをインストールすること
によって自らのＰＣの一部（ポート）を解放する設定が必要となり，これに
ついての認識があれば，そのこと自体が何を意味するかまでの認識は必要な
（20）
いと考えるのｶｺﾞ，道理であろう。
利用者の行為が侵害行為にあたると肯定した上で，帰責性の問題を考える。
Winnyにおいては，サーバを介する必要がないこと（見方を変えると，各
利用者のパソコン内にサーバがおかれていることになろう）から，「ファイ
ルローグ」事件のようにソフト制作者及び提供者，サーバの管理者が分断さ
れている。では，Winnyにおける制作者の責任を「ファイルローグ」事件
判決のいかなる者の責任と対置して考えるかということになる。
サーバを全く介さない方式は，ソフトの物理的な性質上は利用者一人一人
がサーバとしての役割を担っており，その責任を負わせる必要’性もある。そ
の侵害についての認識も利用者がパソコンの設定変更等を加えることである
程度帰責できる。
少なくともサーバを全く介することなく作成されたプログラムであること
1１０
(よ，サーバの使用停止という侵害回避義務は取ることができなくなる。むし
ろ，そのようなことでのサービス中断を防ぐために作成されたプログラムで
あることから導かれる当然の帰結である。このことから，製作者にサーバ管
理者と同じ侵害回避義務を課すことにはかなり無理があるかもしれない。し
かし，制作者が行っている行為は，責任回避のために，サーバ機能を各利用
者へと転化したものに過ぎず，利用者が回避措置をとるための広義の管理行
為義務を認めてもよいと思われる。回避義務自体を，過失責任を阻却するた
めの一つの事由と把握すると，制作者は自らその回避義務を放棄していると
推認することができる。このことから，実質的には，制作者の行為といえど
も，「ファイルローグ」事件判決における提供者と同じ責任を課すことがで
（21)(22）
き得る。
第６むすび
ファイル共有に関わる事例を中心に種々検討を試みた。現時点においてそ
れらの責任をどのように負わせるかは別として，共有ソフトを利用して無許
諾でファイルの交換を行っている利用者は私的使用の範嬬を逸脱するもので，
それだけで著作権侵害行為が成り立つ。また，共有ソフトを提供した者及び
制作者についても，カラオケ事件におけるような共同不法行為の責任を負わ
せることを認めた「ファイルローグ」事件判決は評価できる。しかしながら，
判例の根本的な考え（論理構造）が変わったとまでは評価できず，「キャッ
ツアイ」事件の延長線上で展開している。
非中央管理型ファイル交換システムの場合，ソフトという客体がインター
ネットを通じて撹伴される,性質から生じる侵害規模の増大，無限化が権利侵
害に対する責任の所在を暖昧化する。そこで，侵害への関与者（ここでは，
ソフトの提供者あるいは制作者）を行為者として扱うための論理が必要とな
る。具体的には，ソフト提供者に求められる侵害回避義務というものはサー
バ管理者の管理可能性由来のもので，サーバを回避することを目的として制
作されたソフト，換言すれば，侵害回避義務を回避することを目的としたソ
電子ファイル交換ソフト行使における著作権法上の責任（五味）111
フトの作成者は，実際には回避不可能な義務を（サーバの存在を）利用者へ
転嫁したことと把握できる。利用者が本来待つ管理可能性，侵害回避義務が
あることについて制作者はその責めを負うということができよう。
また，制作者自らが可能である防止策の行使を放棄していると判断できる
場合（当該ソフトに侵害防止機能を付加することはもちろん，権利者が付し
た保護手段回避のためにソフトを改良（悪？）することも含む）には広範囲
に侵害行為時点と過失を認定し，回避義務遵守の抗弁を認めないことが必要
となるであろう。このためには，提供者（あるいは制作者）が利用規約に
noticeandtake-down条項を付加し利用者に同意させるだけの存在意義
(必ずしも，利用契約がある必要はなく，契約を結んだとしたら，条項中に
入れるであろうと言う程度）を認識していることも必要であろう。
付言すれば，最終的に求められるのは，利用者のモラルの問題となるので
あろうが，この点に関しては，永久に解決されない問題かもしれない。
以上，十分に論じ尽くされない箇所，後述に譲った論点も多々あるが，大
方のご批判を賜れれば光栄である。
(1)2004年５月11日付け朝日新聞他。
（２）この事件については原告から出された仮処分請求の決定が平成14年４月11日
に，中間判決は平成15年１月29日（判時1810号29頁）に，終局判決は平成15年１２
月17日（判時1845号36頁）にそれぞれ東京地裁において出されている。時期をほ
ぼ同じくして，レコード会社が隣接権侵害として同被告を相手取った判決（こち
らも，仮処分決定，中間判決がある）も，平成15年12年17日東京地裁において出
されている（判例集未掲載)。
（３）ＭＰ３（ＭＰＥＧ１（エムペグワン）オーディオレイヤー３（スリー)）とは，
音声のデジタルデータを圧縮する（不可聴音域をカットしたりして音域を減らす）
技術規格の一つである。パソコン等を利用し，音楽ＣＤ等の音声データをＭＰ３フ
ァイルに変換することによって，聴覚上の音質の劣化を抑えつつ，データ量を元
の10分の1程度に減らすことができる。このため，音声データをハードディスク
上に複製した場合，７０分のＣＤが７分以下のデータとして読み書きできる。イン
ターネット上でのデータの送受信を迅速かつ容易にした技術と言える。
（４）Metro-Goldwyn-MayerStudios，Inc．ｖ、Grokster，Ltd．（ＣＤ・Cal，April25，
2003)．この事件についての詳細にわたる検討は，作花文雄「非中央権利型Ｐ２Ｐソ
フト提供者の法的責任一米国「Grokster』事件第一審サマリー判決をめぐる論点
1１２
－」（｢コピライト」2003年８月508号）において加えられている。また，最近の米
国事,盾については，井口加奈子「Ｐ２Ｐネットワークと著作権一米国の現状」
（｢NBL」785号52頁）が詳しい。
（５）Ａ＆MRecords,Inc.Ｖ・Napster,Inc.,114Ｆ・Supp､2，．８９６（Ｎ・ＤＣａｌ２０００)．
（６）このファイル名の任意性を悪用して，人気のあるタイトルと同一のあるいは，
気を引くタイトルを付し，ウィルスファイルを送り込む行為を行うこともある。
（７）全てのコンピュータが固有の番号を持ち，インターネットに接続する際に，
プロバイダから割り当てられる番号であるｌＰアドレスとポート番号を指す。
（８）保存先のフォルダは，通常の状態では，共有フォルダとなっている。この時
点において，受信者が別の送信者により同一ファイルの請求があった場合には，
受信者の意思に関わらず，当該ファイルは次なる受信者の元へと送られる。
（９）このようなシステムのためにNapsterのときよりもどのようなファイルの交
換が行われているかを被告会社が把握するのは困難ではある。しかし，被告会社
が共有のネットワークに入り個別にダウンロードして再生することによって電子
ファイルの内容を容易に知ることができる。
(１０）このような抗弁は，Napster社がその裁判において述べていたこととも同じ
である。実際，Napster社は，新たな音楽供給手段として，自社システムを利用
しようとしたが，最終的には，経営が行き詰まり，システムを停止している。
(11）実際にも，原告の提示している資料などから，被告サーバが送受信の対象と
しているＭＰ３ファイルの約96.7パーセントが，利用者が市販のレコードを複製し
た電子ファイルに関するものであった。
(12）裁判所は，「被告サイトには，本件サービスの利用方法についての説明も掲載
されており，利用者は，本件クライアントソフトをダウンロードするときに限ら
ず，本件サービスの利用方法についての疑問を解消する目的で被告サイトを閲覧
することもあるものと推測され，また，被告サイトを閲覧させるという方法によ
らずに，利用者が被告サーバへパソコンを接続した際に同パソコンに広告の』情報
を送信するなどの方法により広告を行うことも可能である」とも指摘している。
サイトにおける広告行為の有用性やその方法を考えると，本件サービスを問題解
消のためにやってきた利用者への広告効果は，指摘ほど期待できないはずである。
(13）最高判昭和63年３月15日民集42巻３号199頁。
(14）「ファイルローグ」事件判決では，送信可能化という点においては，かなり検
討が加えられているものの，利用者が市販のＣＤ等からＭＰ３ファイルへメディア
を変更する行為が，無許諾になされていることも「常識的」との表現で集約して
いることは，著作権侵害の現状認識としては正当であるとしても，論理として物
足りない。正に，著作物の自由利用の限界上にある問題といえよう。
(15）本件に限らず，デジタル著作物の自由利用のあり方自体が問われている。遠
山友寛弁護士は，「全ての「私的使用複製』が許されるという時代は終わるべき」
としてわが国における「私的使用複製」概念の転換を訴えている。遠山友寛「Ｐ２
Ｐ交換ファイルと私的複製」（｢コピライト」2004年４月516号２－１９頁)。
電子ファイル交換ソフト行使における著作権法上の責任（五味）１１３
(16）作花・前掲55-56頁。
(17）米国のDigitalMillenniumCopyrightAct（ＤＭＣＡ）512条（c）に定められ
たnoticeandtake-downに習って，わが国でも，平成14年から「特定電気通信役
務提供者の損害賠償責任の制限及び発信者`情報の開示に関する法律」（いわゆる’
「プロバイダ責任法｣）の３条によって規定された。個人U情報などにおいて他人の
権利が侵害されうる情報の送信が後を絶たないことから，プロバイダの責任を制
限するものとして盛り込まれた規定である。当然，著作権の侵害も含まれる。フ
ァイルローグにおいては，サービスを受けるにあたり「ノーティス.アンド・テ
イクダウン手続規約」への同意が義務づけられている。
(18）カラオケ機器の引き上げ義務は，かかる契約文言をnoticeandtake-down条
項として扱う場合には，そこから導かれる当然の義務となりうるであろう。
(19）このことは，受信者と送信者の立場を分断し，公衆送信権と送信可能化権の
及ぶ受信者ではなくそれの及ばない送信者との立場を強調するという抜け道を残
存する。しかし，提供ソフトのない利用者へはファイルも受信しないというシス
テムからは，起こりにくい。
(20）純理論として侵害行為を認定することと，具体的侵害行為，このことは損害
額の算定において重要な役割を果たすが，立証にはかなりの困難が伴うであろう。
従来，ＪＡＳＲＡＣが取ってきたサンプリングによる手法は，Winnyにおいては，コ
ピー経路が明確にならないことから，誰が，いつ誰と，侵害行為に及んでいるか
の経路をつかむことはほとんどできない。
(21）過失と因果関係に関連して，作花教授は，「不法行為の成立要件と行為主体の
把握は別次元の問題として峻別し，第一に行為者性を認定した上で，第二に当該
者に対して不法行為の各要件を当てはめるというように，両者を切り離して段階
的に認定しなければならないという合理性は特に存しないものと思われる。過失
及び因果関係など不法行為成立の要件を認定する過程で，同時に，帰責相当の行
為（侵害）主体性を規範的に判断すれば足りる｡」とされる。
(22）残された問題として，損害賠償の額と差止請求の可否の問題がある。損害賠
償の額の問題において，ファイルローグ事件は慎重な判断をして，終局判決まで
持ち込んでいる。損害賠償額自体は原告の立証手腕によるものも多い。しかしな
がら，不法行為発生の蓋然性というある種，抽象的な要件を成立要件としている
ことから，損害額の算定でより具体的な試算が必要となる。差止請求の可否は，
その法構成を含め最も懸念される問題である。特定事業者や制作者を相手取って
勝訴したとしても，市中に出回った原因となる共有ソフトを根絶しない限り無意
味なものとなる。制作者が作成したもの（ファイルそのものもであるが，それ以
上に，共有ソフト）を破棄することは可能であっても，現段階においてその全て
を廃棄することはできない。行いうる行為として想定できるのは，さらなる配布
の禁止は当然のこととして，改良版の作成及び配布の禁止程度に限定されるであ
ろう。まさに，既にプログラムをダウンロードしている利用者が侵害行為に利用
しないというモラルに委ねる部分と言えよう。
