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POVZETEK 
Zdravje predstavlja eno izmed najpomembnejših vrednot družbe. V sodobni družbi, ko so 
informacije dostopne praktično na vsakem koraku, se vedno več ljudi zaveda pomena, ki ga 
zdravje ima za posameznika, vse bolj je cenjena tudi zasebnost. Pri zdravstveni obravnavi 
posameznika je neizogibna povezava med zdravstvenim stanjem pacienta in njegovo 
zasebnostjo. Zdravstveni podatki pacienta sodijo med občutljive osebne podatke, kateri 
zahtevajo posebno obravnavo in zaščito. V prvi vrsti so varovani s Hipokratovo prisego, ki 
zdravnikom in zdravstvenemu osebju nalaga dolžnost, da informacije, ki jih izvejo ob 
opravljanju svojega poklica, varujejo kot poklicno skrivnost. Pomembno je, da se tisti, ki ima 
dostop do občutljivih osebnih podatkov, zaveda svoje odgovornosti, da prepreči morebitne 
nepooblaščene posege. Z razkritjem osebnih podatkov se namreč pacientova pravica do 
zasebnosti zoži in vanjo vstopijo tretje osebe. 
 
SUMMARY 
Patient's data protection 
Health is one of the most important values of society. In modern society where all the 
information is available practically on every corner, more and more people are aware of the 
importance that health brings to an individual and privacy is increasingly appreciated. In the 
medical treatment of an individual, there is an inevitable connection between the patient's health 
and his privacy. Patient's health data are classified as sensitive personal data, which require 
special treatment and protection. They are primarily protected by the Hippocratic Oath, which 
obliges doctors and healthcare staff to protect information they acquire, when they conduct their 
profession as a professional secret. It is important that one who has access to sensitive personal 
information is aware of his responsibility to prevent possible unauthorized interventions. By 
disclosing personal data, the patient's right to privacy is reduced and third parties enter it. 
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zdravstvena dokumentacija, zavarovanje občutljivih osebnih podatkov 
KEY WORDS: patient's personal data, medical data, professional secrecy, medical record, 
protection of sensitive personal data 
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1. UVOD 
 
»Prisežem na Apolona Zdravnika in Asklepija in Higiejo in Panakejo in na vse bogove in 
boginje ter jih kličem za priče, da bom to prisego in to pogodbo izpolnjeval po zmožnosti in 
presodnosti:… da bom molčal o vsem, kar bom pri izvrševanju prakse ali tudi izven nje videl 
ali slišal o življenju in vedenju ljudi in česar ne gre obešati na veliki zvon, ker sem mnenja, da 
je take reči treba ohraniti zase kot (poklicno) skrivnost.«1 
(del Hipokratove prisege) 
V sodobni družbi je zdravje ena izmed vrednot, ki jih večina ljudi šteje med 
najpomembnejše. Moderni svet in sodobna tehnologija sta veliko pripomogla k temu, da se 
vedno bolj briše meja med javnim in zasebnim. Zato sploh ni čudno, da ljudje vse bolj cenijo 
zasebnost. Na njeno pomembnost kaže tudi dejstvo, da pravica do varstva zasebnosti in 
osebnostnih pravic spada med tiste temeljne človekove pravice, ki jih ščiti Ustava Republike 
Slovenije (Uradni list RS, št. 33/91-I, 42/97, 66/00, 24/03, 69/04, 68/06, 47/13, 75/16, v 
nadaljevanju: Ustava). V področje pravice do zasebnosti sodi tudi pravica do varstva osebnih 
podatkov, ki se imenuje tudi informacijska ali podatkovna zasebnost.  
Namen varstva osebnih podatkov je v prvi vrsti ta, da se posameznika zaščiti pred 
nedovoljeno obdelavo osebnih podatkov in da ima posameznik v čim večji meri možnost 
nadzora nad tem, kdo in v kakšnih okoliščinah do njih dostopa ter tudi, da se vzpostavita varstvo 
in nadzor obdelave osebnih podatkov, za katero povprečni posameznik pogosto niti ne ve, da 
poteka. 2  Celoten sistem zdravstva sloni na ogromni količini osebnih podatkov pacientov, 
vsebovanih v zdravstvenih kartotekah, sistem niti ne bi deloval brez vseh teh informacij. 
Zdravniki in ostalo medicinsko osebje so tisti, ki v prvi vrsti upravljajo z zdravstveno 
dokumentacijo. Zdravstveni podatki spadajo med občutljive podatke. To pomeni, da je z njimi 
treba ravnati še posebej pazljivo in da morajo biti vzpostavljeni določeni mehanizmi, ki v 
največji meri zagotavljajo varstvo in nadzor nad njihovo obdelavo. Neizogibno je, da se pri 
delovanju zdravstvenega sistema, ki je zelo obširen, pojavijo kršitve posameznikove zasebnosti. 
Vendar se mora posameznik velikokrat odreči določeni stopnji zasebnosti, da pridobi koristi, ki 
jih prinaša zbiranje osebnih podatkov. 3  Z razkritjem osebnih podatkov se namreč 
posameznikova pravica do zasebnosti omeji in vanjo vstopijo tretje osebe. Varstvo pacientovih 
                                                     
1 Del Hipokratove prisege, prevod Antona Sovreta. 
2 Pirc Musar N. v: Pirc Musar N. (ur.), 2006, str. 40. 
3 Krušič Matè Z., 2010, str. 147. 
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osebnih podatkov je pomembno tudi z vidika preprečevanja diskriminacije in predsodkov, do 
katerih bi morebiti prišlo zaradi razkritja določenih delov medicinske dokumentacije. Prav 
zaradi tega imajo zdravniki in tudi ostalo osebje, ki ima dovoljen dostop do podatkov, posebno 
odgovornost, da te podatke varujejo kot poklicno skrivnost. Dolžnost varovanja osebnih 
podatkov izvira že iz temelja zdravniške službe in Hipokratove zaprisege. 
Moja hipoteza je, da imamo v Sloveniji na področju zdravstva dobro razvit sistem varovanja 
osebnih podatkov ter vzpostavljenih dovolj varovalk, ki omogočajo, da so kršitve v praksi bolj 
redke. Predvidevam, da so razlogi za razkritje in obdelavo pacientovih osebnih podatkov dokaj 
striktni in omejeni na namene zdravstvene oskrbe ali namene raziskav, pomembno vlogo pri 
vsem tem pa ima pacientova volja. 
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2. OSEBNOSTNE PRAVICE IN PRAVICA DO ZASEBNOSTI 
 
Pravica do zasebnosti spada med osebnostne pravice. Osebnostne pravice pripadajo 
vsakemu posamezniku in učinkujejo zoper vsakogar. Vezane so na osebo, so neodtujljive, 
neprenosljive ter predstavljajo nepremoženjsko dobrino, ki se ji nihče ne more odreči. Človeku 
pripadajo neodvisno od njegove volje.4 Ustava je osebnostne pravice povzdignila na raven 
temeljnih človekovih pravic in tako sledila trendu modernih demokratičnih držav.5 V poglavju 
»Človekove pravice in temeljne svoboščine« posebno pozornost namenja določbam, ki varujejo 
človekovo osebno dostojanstvo (34. člen Ustave), osebnostne pravice, njegovo zasebnost in 
varnost (35. člen Ustave). 
Zasebnost je zelo širok pojem, v veliki meri odvisen od posameznikovega dojemanja in tudi 
od družbenih norm, ki se pogosto spreminjajo. Pojmovanje zasebnosti je na nek način zrcalo 
družbe. Pravica do zasebnosti je osebnostna pravica, varovana z elementi civilnega prava in 
hkrati človekova pravica, varovana z Ustavo in mednarodnopravnimi dokumenti.6 Posameznik 
je varovan tako pred posegi države, kot tudi pred posegi drugih posameznikov (t.i. dualističen 
koncept pravice do zasebnosti).  
Temeljni mednarodnopravni akti, ki varujejo pravico do zasebnosti, so zlasti Splošna 
deklaracija človekovih pravic;7 Mednarodni pakt o državljanskih in političnih pravicah (Uradni 
list SFRJ, št. 7/71, Uradni list RS, št. 35/92, Mednarodne pogodbe, št. 9/92, v nadaljevanju: 
MPDPP),8 Pogodba o delovanju Evropske unije (Uradni list Evropske unije, C 202/1, 7. junij 
2016, v nadaljevanju: PDEU) 9  ter Evropska konvencija o varstvu človekovih pravic in 
temeljnih svoboščin (Uradni list RS, št. 33/94, Mednarodne pogodbe, št. 7/94, v nadaljevanju: 
EKČP).10  
 
 
                                                     
4 Krušič Matè Z., 2010, str. 11, 12. 
5 Glej 35. člen Ustave, v poglavju »Človekove pravice in temeljne svoboščine«. 
6 Pirc Musar N. v: Korošec D. (ur.), 2009, str. 224. 
7 Tako 12. člen Splošne deklaracije človekovih pravic, celotno besedilo je dostopno na URL: http://www.varuh-
rs.si/pravni-okvir-in-pristojnosti/mednarodni-pravni-akti-s-podrocja-clovekovih-pravic/organizacija-zdruzenih-
narodov/splosna-deklaracija-clovekovih-pravic/ (12.02.2018). 
8 Glej 17. člen MPDPP. 
9 V 16. členu PDEU. 
10 Pravico do spoštovanja zasebnega in družinskega življenja ureja 8. člen EKČP. 
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2.1 Varstvo osebnih podatkov 
 
Varstvo osebnih podatkov je aktualna tema današnjega časa, ki se spreminja, prilagaja in 
izpopolnjuje glede na družbene vrednote. In čeprav varstvo zasebnosti predstavlja široko 
področje, vseeno lahko izluščimo tisto, kar večina ljudi šteje kot najožji krog zasebnosti. Skrito 
naj bo vse, kar spada v osebno sfero in za kar posameznik ne želi, da postane dostopno drugim. 
Varuje se osebno življenje, nedotakljivost človekove osebne sfere, njegova stroga intima.11 Prav 
gotovo znotraj tega kroga intime, ki ga posameznik šteje za najtesnejši krog svoje zasebnosti, 
sodijo tudi zdravstveni podatki. 
Pomembnosti nadzora nad uporabo podatkov zaradi varovanja zasebnosti se je prva 
zavedala Švedska konec 18. stoletja (takrat je sprejela Zakon o dostopnosti javnih zapisov), 
zakoni o varstvu osebnih podatkov pa so bili sprejeti bistveno kasneje. Tako je Nemčija leta 
1970 kot ena izmed prvih držav sprejela zakon o varstvu osebnih podatkov, nato so ji sledile še 
Švedska (1973), ZDA (1977) in Francija (1978), kasneje pa tudi druge države.12 Pri nas je 
varstvo osebnih podatkov kot ustavna pravica varovano že od leta 1989 naprej, ko so bili 
sprejeti amandmaji k takratni republiški ustavi iz leta 1974.13 Ustava v 38. členu podrobneje 
določa ustavna jamstva v zvezi z uresničevanjem pravice do varstva osebnih podatkov: 
prepoved uporabe podatkov v nasprotju z namenom njihovega zbiranja, načelo zakonitosti, 
pravica do seznanitve z zbranimi podatki ter pravica do sodnega varstva.14  
Tako kot varstvo zasebnosti tudi varstvo osebnih podatkov zagotavljajo ne le nacionalne 
zakonodaje, pač pa tudi mednarodnopravni dokumenti. V okviru Sveta Evrope je bila, poleg 
EKČP, sprejeta še Konvencija o varstvu posameznikov glede na avtomatsko obdelavo osebnih 
podatkov z dne 28. januarja 1981 (Uradni list RS, št. 11/94, Mednarodne pogodbe, št. 3/94, v 
nadaljevanju: Konvencija št. 108). Na ravni Evropske unije (EU) varstvo osebnih podatkov v 
okviru primarne zakonodaje EU zagotavlja že omenjena PDEU, poleg nje pa še Listina EU o 
temeljnih pravicah (Uradni list Evropske unije, C 202/2, 7. junij 2016).15  
Na področju sekundarne zakonodaje EU je 25. maja 2018 začel veljati nov, celovit okvir 
varstva osebnih podatkov. Tako sta Uredba EU 2016/679 Evropskega parlamenta in Sveta z 
dne 27. aprila 2016 o varstvu posameznikov pri obdelavi osebnih podatkov in o prostem pretoku 
                                                     
11 Krušič Matè Z., 2010, str. 16. 
12 Marinič M., 2016, str. 45. 
13 Krušič Matè Z., 2010, str. 146. 
14 Sodba Ustavnega sodišča RS, št. Up 570/09-14 z dne 02.02.2012 – Uradni list RS, št. 18/12. 
15 Za to področje sta pomembna 7. in 8. člen Listine EU o temeljnih pravicah. 
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takih podatkov ter o razveljavitvi Direktive 95/46/ES (Uradni list Evropske unije, L 119/1, 4. 
maj 2016 - Splošna uredba o varstvu podatkov, v nadaljevanju: GDPR) in Direktiva EU 
2016/680 Evropskega parlamenta in Sveta z dne 27. aprila 2016 nadomestili prej veljavno 
Direktivo o varstvu podatkov (95/46/ES) in Okvirni sklep Sveta 2008/977/PNZ. Za namen 
večjega nadzora nad obdelavo podatkov je bil ustanovljen neodvisni nadzorni organ, t.i. 
evropski nadzornik za varstvo podatkov, ki skrbi, da institucije in organi EU izpolnjujejo svoje 
obveznosti glede varstva podatkov, ki jih določa Uredba ES št. 45/2001 o varstvu podatkov.16 
 
2.1.1 Organ, namenjen varstvu osebnih podatkov 
 
Za varstvo osebnih podatkov na nacionalni ravni pri nas skrbi informacijski pooblaščenec. 
Je neodvisen in samostojen državni organ, njegove pristojnosti pa se raztezajo na področji dveh 
ustavno varovanih temeljnih človekovih pravic: na področje pravice dostopa do informacij 
javnega značaja in pravice do varstva osebnih podatkov. Informacijski pooblaščenec deluje kot 
pritožbeni, inšpekcijski in prekrškovni organ. 17  Njegovi podlagi za delovanje na področju 
občutljivih (zdravstvenih) podatkov, kamor spadajo tudi pacientovi osebni podatki, najdemo v 
Zakonu o varstvu osebnih podatkov (Uradni list RS, št. 94/07 – uradno prečiščeno besedilo, v 
nadaljevanju: ZVOP-1) ter v Zakonu o pacientovih pravicah (Uradni list RS, št. 15/08, 55/17, 
v nadaljevanju: ZPacP). Informacijski pooblaščenec je zadolžen zgolj za varstvo tistih osebnih 
podatkov, ki so umeščeni v zbirke osebnih podatkov. V primeru kršitve drugih osebnostnih 
pravic se je treba odločiti za sodno pot.18 
 
2.1.2 Varstvo osebnih podatkov po ZVOP-1 
 
ZVOP-1 kot sistemski zakon določa splošne pogoje za varstvo osebnih podatkov. Glavni 
namen zakona je preprečiti neustavne, neupravičene in nezakonite posege v posameznikovo 
zasebnost ter s tem tudi v njegovo osebno dostojanstvo.  
                                                     
16Več o evropskem nadzorniku za varstvo podatkov na URL: 
http://www.europarl.europa.eu/atyourservice/sl/displayFtu.html?ftuId=FTU_4.2.8.html (19.02.2018). 
17 Pristojnosti informacijskega pooblaščenca so širše predstavljene na URL: https://www.ip-rs.si/o-
pooblascencu/pristojnosti/ (08.05.2018). 
18 Pirc Musar N. v: Korošec D. (ur.), 2009, str. 224. 
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Slovenija kot sestavni del evropskega gospodarskega prostora in kot članica EU sledi 
evropskim smernicam, rezultat tega je predlog novele zakona o varstvu osebnih podatkov, 
ZVOP-2. Namen novele je v prvi vrsti prenos pravil in sprememb, ki jih prinaša uredba GDPR, 
v slovenski pravni sistem. Slovenski zakonodajalec ima za implementacijo uredbe na voljo dve 
leti. GDPR sicer postavlja enotna pravila za varstvo osebnih podatkov na evropski ravni, 
ZVOP-2 pa lahko uredi določena vsebinska in postopkovna vprašanja. 19  V času pisanja 
magistrskega diplomskega dela je omenjeni predlog v zakonodajnem postopku, v fazi 
obravnave v Državnem zboru, zato kot osnovo za pisanje uporabljam trenutno veljavni ZVOP-
1.  
 
2.1.3 Varstvo osebnih podatkov po ZPacP 
 
Na področju zdravstvene dejavnosti kot področen zakon varstvo pacientovih podatkov ureja 
ZPacP, ki v razmerju do ZVOP-1 nastopa kot lex specialis. V delih, ki jih ZPacP ne ureja, se 
torej v celoti uporablja ZVOP-1.20 
Varstvu zasebnosti in osebnih podatkov je v ZPacP namenjeno posebno poglavje. 21 
Zasnovano je na načelu zaupnosti ter varovanju poklicne skrivnosti, v ospredje pa postavlja 
pacienta kot subjekt (in ne kot objekt) zdravljenja. V največji meri se mora namreč upoštevati 
pacientova volja, podana preko njegove privolitve ali prepovedi. 
Kljub temu, da ZPacP varstvu osebnih podatkov namenja posebno poglavje, pa v njem ne 
najdemo konkretnih postopkov ali primerov ravnanja, ki bi zdravstvenim delavcem nalagali, 
kako naj ukrepajo, da bodo v čim večji meri zavarovali pacientovo zasebnost. Zato se 
primernost in razumnost ukrepov za varstvo zasebnosti vedno obravnavata v času, ko je pacient 
deležen zdravstvene oskrbe, hkrati se upošteva še razpoložljiva sredstva in pravila stroke.22 
  
                                                     
19  Več o spremembah, ki jih prinaša GDPR, je dostopno na URL: https://www.ip-rs.si/zakonodaja/reforma-
evropskega-zakonodajnega-okvira-za-varstvo-osebnih-podatkov/najpogostejsa-vprasanja-in-odgovori/ 
(07.06.2018). 
20 Glej drugi odstavek 44. člena ZPacP. 
21 Glej 13. poglavje ZPacP, ki obsega zasebnost pri opravljanju zdravstvene storitve, varstvo osebnih podatkov, 
varovanje poklicne skrivnosti in nedovoljeno obdelavo osebnih podatkov. 
22 Pirc Musar N. v: Korošec D. (ur.), 2009, str. 227. 
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3. ZASEBNOST V MEDICINI 
 
Osnova za dobro sodelovanje med zdravnikom in pacientom je njuno medsebojno zaupanje. 
Včasih so pacienti veliko bolj zaupali zdravnikom kot jim zaupajo danes, velik vpliv na to je 
imela razvijajoča se informacijska tehnologija. V sodobnem svetu se veliko informacij najde 
na spletu, ljudje so bolj informirani in včasih celo preveč prepričani v svoj prav. Iz 
paternalističnega odnosa med zdravnikom in bolnikom smo tako prešli v odnos, kjer je 
poudarjena pacientova avtonomija.  
Paternalističen odnos je temeljil na domnevi, da je edino zdravnik tisti, ki ve, kaj je dobro 
za pacienta, bolnik pa se je temu lahko zgolj podredil. To je bil predpogoj za uspešnost 
zdravljenja bolezni.23 Sodoben odnos zdravnik-pacient daje več pravic (in hkrati tudi dolžnosti) 
pacientu, poudarek je na njegovi obveščenosti in izrecnem, informiranem soglasju (t.i. informed 
consent). Zaupanje vseeno ostaja temelj vsakega obiska pri zdravniku. Pacient mora zdravniku 
zaupati do te mere, da mu je pripravljen povedati tudi dejstva iz najbolj intimne sfere zasebnosti, 
ki bodo pripomogla do ustrezne obravnave zdravstvenega stanja.24 Preko informacij, ki jih 
zdravnik dobi od pacienta, zdravnik namreč oblikuje anamnezo in od nje sta odvisna potek in 
uspešnost nadaljnjega zdravljenja.  
Za uspešnost zaupnega odnosa med zdravnikom in pacientom je pomembno tudi to, da se 
pacient čuti spoštovanega in upoštevanega, da je obravnavan kot enakovreden sogovornik, kot 
subjekt in ne kot objekt zdravljenja.25 Odnos zaupanja med zdravnikom in pacientom je vselej 
tudi čustveni odnos, zato je zdravnik dolžan vse te informacije ohranjati tajne, kot poklicno 
skrivnost. Za uspešno zdravljenje je pomembno, da pacient zaupa zdravniku, da bo po 
najboljših močeh sledil pravilom stroke, hkrati pa pri tem ravnal pošteno, s spoštovanjem do 
njegove osebnosti in dostojanstva.26  Vendar pa zdravnikova dolžnost varovanja bolnikove 
zasebnosti proti tretjim osebam ni absolutna. Profesionalna etika zdravniku nalaga, da poleg 
pacientove zasebnosti spoštuje tudi načela dobrodelnosti in pravičnosti. Ti dve načeli mu 
narekujeta, da skozi celoten proces zdravljenja določenega pacienta ne stori nič takšnega, kar 
bi lahko ogrozilo tretje osebe. Bolnikova pravica do spoštovanja njegove zasebnosti gre torej 
lahko zgolj do tiste meje, ko izvrševanje te pravice ne prične ogrožati življenj ostalih ljudi.27  
                                                     
23 Flis V., Zwitter M., Pravnik, 9-10/96, str. 541. 
24 To je tudi ena izmed pacientovih dolžnosti – glej tretjo alinejo 54. člena ZPacP. 
25 Lemut Strle R., Dnevi prava zasebnosti in svobode izražanja, 2015, str. 83. 
26 Prav tam. 
27 Flis V., Zwitter M., Pravnik, 9-10/96, str. 540. 
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Bolniki, okuženi z virusom HIV, so na primer zaradi svojega stanja nemalokrat 
stigmatizirani. Okužba z virusom HIV je v današnji družbi še vedno tabu tema. Povsem 
razumljivo je torej, da ta podatek spada med občutljive podatke in ga bolnik ne želi deliti z 
drugimi. Vendar mora zdravnik takšen podatek v določeni meri razkriti v primeru, ko je 
takšnega bolnika treba operirati oziroma ko potrebuje zdravstveno oskrbo. Medicinsko osebje 
mora vedeti za njegovo okužbo, da se lahko ustrezno zavaruje. V tem primeru govorimo o 
varovanju zasebnosti, ko človek prevzame socialno vlogo bolnika in se mora skoraj v celoti 
podrediti ne samo zdravniku, pač pa tudi vsem ostalim, s katerimi se sreča tekom ugotavljanja 
in zdravljenja bolezni.28 
 
3.1 Medicinska etika 
 
Medicinska etika je eden izmed gradnikov zdravniškega poklica, ki ga ob obravnavi pravice 
do zasebnosti na področju medicine ne moremo obiti. Na področju medicinske etike je v našem 
pravnem prostoru pomemben dokument Kodeks medicinske deontologije Slovenije, sprejet leta 
1992. 29  Zavezuje vse zdravnike in zobozdravnike v Sloveniji in po vzoru Ženevske 
deklaracije30 vsebuje dolžnosti in obveznosti zdravnika v razmerju do pacienta ter njegovih 
kolegov in družbe na splošno. Zdravnikom in zdravstvenemu osebju daje napotke za varno in 
uspešno opravljanje dela. V poglavju zdravnik in poklicna molčečnost vsebuje tudi sklop 
določb o zaupnosti in zasebnosti, ki se nanašajo na osebne podatke pacientov.31  
 
3.2 Poklicna skrivnost 
 
Kodeks medicinske deontologije Slovenije definira poklicno skrivnost kot vse, kar zdravnik 
in zdravstveno osebje pri opravljanju svojega poklica izvedo o bolniku ter njegovih osebnih, 
družinskih in socialnih razmerah, pa tudi vse informacije v zvezi z ugotavljanjem, zdravljenjem 
in spreminjanjem bolezni.32 Podlaga za varovanje poklicne skrivnosti je torej na eni strani 
                                                     
28 Flis V., Zwitter M., Pravnik, 9-10/96, str. 541. 
29  Besedilo kodeksa je dostopno na URL: http://www.kme-nmec.si/files/2016/08/Slovesnki-kodeks-med-
deontol.pdf (25.02.2018). 
30 Sprejeta je bila leta 1948 s strani skupščine Svetovnega zdravniškega združenja in pomeni prenos Hipokratove 
prisege v sodobnejšo obliko. 
31 Glej 35.-37. člen Kodeksa. 
32 Glej 35. člen Kodeksa. Podobno definicijo poklicne skrivnosti vsebuje ZPacP – glej prvi odstavek 45. člena 
ZPacP. 
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pacientova oziroma posameznikova pravica do zasebnosti, na drugi strani pa omenjena dolžnost 
izvira iz razmerja med zdravnikom (zdravstvenim osebjem) in pacientom.33 Varovanje poklicne 
skrivnosti ne veže le zdravnikov, pač pa veže tudi ostalo zdravstveno osebje, ki se seznani s 
pacientovimi zdravstvenimi podatki, pa naj bo to na podlagi pogovora s pacientom, pregleda, 
izvidov preiskav, iz zdravstvene dokumentacije.34 K varovanju poklicne skrivnosti so zavezani 
torej vsi tisti, ki so jim zdravstveni podatki dosegljivi zaradi narave njihovega dela. Zmotno pa 
je prepričanje, da poklicna skrivnost bolj bremeni zdravnike, ki naj bi bili edini upravičeni do 
vpogleda v zdravstveni karton in posebej usposobljeni za varstvo podatkov.35 Pri zdravstveni 
obravnavi pacienta pogosto sodelujejo dijaki v okviru praktičnega pouka in študentje med 
kliničnim usposabljanjem. V tem času se seznanijo z zdravstvenimi kartotekami pacientov, zato 
so tudi oni zdravstvene podatke pacientov dolžni varovati kot poklicno skrivnost.36 
Kljub široki definiciji poklicne skrivnosti ta vendarle ni neomejena. Pomembno je poudariti, 
da zdravnika načela medicinskega kodeksa glede podatkov medicinske narave, ki jih izve izven 
svojega poklica (recimo zasebno, po naključju), ne vežejo, saj v takem primeru ne gre za 
poklicno skrivnost.37 
V določenih primerih lahko zdravnik oziroma zdravstveno osebje razkrije poklicno 
skrivnost. V primeru, ko pacient38 zdravnika odveže poklicne molčečnosti, je zdravnik tudi tisti, 
ki oceni, katere podatke bo razkril in katere bo še naprej ohranil v tajnosti.39 Namreč kljub temu, 
da je zdravnik od pacienta dobil dovoljenje za razkritje podatkov o zdravstvenem stanju tretjim 
osebam, tega ni vezan storiti.40 V primeru, da poklicno skrivnost neupravičeno (ne da bi prejel 
odvezo molčečnosti) razkrije, ravna protipravno in lahko odgovarja kazensko.41 Javni interes 
po razkritju zdravstvenih podatkov posameznika je včasih tako močan, da posebna zakonska 
določba narekuje zdravniku, da mora posredovati določene podatke, s katerimi se je seznanil 
pri svojem delu. Prav gotovo sem spada poročanje o nalezljivih boleznih in epidemijah, pa tudi 
                                                     
33 Krušič Matè Z., 2010, str. 123. 
34 Šetinc M., Pravnik 1-3/99, str. 91. 
35 Starc I., Pravna praksa 33/06, str. 3. 
36  Mnenje Informacijskega pooblaščenca, št. 0712-1/2018/250 z dne 09.02.2018, dostopno na URL: 
https://www.ip-rs.si/vop/zdravstveni-podatki-pacientov-3058/ (14.06.2018). 
37 Šetinc M., Pravnik 1-3/99, str. 91. 
38 Poleg pacienta kot prizadete osebe, lahko zdravstvenega delavca oziroma zdravstvenega sodelavca razreši 
dolžnosti varovanja poklicne skrivnosti tudi sodišče. Namesto mladoletne osebe in osebe pod skrbništvom 
zdravnika razbremenijo poklicne molčečnosti starši oziroma skrbnik. Glej drugi odstavek 45. člena ZPacP. 
39  Glej 36. člen Kodeksa medicinske deontologije, celotno besedilo je dostopno na URL: http://www.kme-
nmec.si/files/2016/08/Slovesnki-kodeks-med-deontol.pdf (25.02.2018). 
40 Glej tretji odstavek 45. člena ZPacP. 
41 Glej 142. člen Kazenskega zakonika (KZ-1). Pregon se začne na zasebno tožbo. 
15 
 
dolžnost prijave, da se pripravlja kaznivo dejanje.42 V takem primeru je zdravnik razbremenjen 
varovanja poklicne skrivnosti. 
 
3.3 Terapevtski privilegij 
 
Terapevtski privilegij oziroma obzirni molk zdravnika pomeni izjemo od pacientove 
pravice do obveščenosti. Zdravnik sme pacientu zamolčati določene podatke o njegovem 
zdravstvenem stanju, vendar to lahko stori le takrat, kadar glede na okoliščine oceni, da bi 
takšno razkritje lahko povzročilo resno zdravstveno škodo za pacienta. Te izjeme zdravnik ne 
sme uporabiti takrat, kadar pacient izrecno zahteva, da je o svojem zdravstvenem stanju 
popolnoma obveščen.43 
Razloge, na podlagi katerih se zdravnik odloči, da bo uporabil terapevtski privilegij, mora 
ločeno dokumentirati v zdravstveni dokumentaciji. 
Možnost zamolčanja določenih podatkov predvideva tudi Kodeks medicinske deontologije 
Slovenije, in sicer za primere, ko zdravnik oceni, da je pacient v takšnem psihičnem stanju, da 
obrazložitve niso ustrezne, saj bi lahko negativno vplivale na nadaljnji potek zdravljenja. V 
takšnih primerih se o bolnikovem zdravstvenem stanju seznani njegove svojce.44  
Obzirni molk kot izjemo od pravice do pacientove obveščenosti je treba razlagati 
restriktivno in jo torej uporabiti zgolj v izjemnih primerih, ko bi seznanitev z zdravstvenimi 
podatki dejansko slabo vplivala na pacientovo zdravstveno stanje.45 Slab vpliv na pacientovo 
zdravstveno stanje se lahko kaže kot poslabšanje bolezni, zavračanje nadaljnjega zdravljenja, 
prenehanje sodelovanja z zdravnikom ali podobno.  
 
3.4 Zasebnost pri opravljanju zdravstvenih storitev 
 
Pri zdravstveni obravnavi pacienta le redko deluje zdravnik sam. Njegovo delo spremlja 
medicinska sestra, med posegom so pogosto prisotni še drugi zdravniki specialisti ter pomožno 
zdravstveno osebje. ZPacP določa, da morajo izvajalci zdravstvene dejavnosti pri vsakokratni 
                                                     
42 Šetinc M., Pravnik 1-3/99, str. 95. 
43 Glej prvi odstavek 22. člena ZPacP. 
44 Glej 16. člen Kodeksa medicinske deontologije Slovenije. 
45 Pirc Musar N., Novak B. v: Korošec D. (ur.), 2009, str. 212. 
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obravnavi pacienta spoštovati njegovo zasebnost in tu mora izvajalec zdravstvenih storitev v 
čim večji meri upoštevati pacientovo voljo.46 Pacient tako lahko omeji navzočnost oseb pri 
medicinskem posegu oziroma zdravstveni obravnavi na minimum (le tisto zdravstveno osebje, 
ki je nujno potrebno za korektno opravljen poseg). Osebe, katerih navzočnost je potrebna za 
namene izobraževanja (dijaki in študentje), so lahko prisotne zgolj in samo s pacientovo 
predhodno privolitvijo.47  
Pravica do zasebnosti pacienta med zdravstveno obravnavo je torej zagotovljena. Ni pa 
vedno tudi upoštevana. Sodba Višjega delovnega in socialnega sodišča48 nam daje vpogled v 
posledice, ki jih lahko prinese kršitev pacientove pravice do zasebnosti. V omenjenem primeru 
je kirurg dobil izredno odpoved pogodbe o zaposlitvi, ker je dopustil, da medicinskemu posegu 
prisostvuje njegov 13-letni sin. Tudi v primeru, ko bi za sinovo prisotnost dobil predhodno 
pacientovo soglasje (katerega naj bi prejel šele naknadno), se situacija ne bi spremenila – v tem 
primeru je šlo namreč ne le za kršitev pacientove pravice do zasebnosti, pač pa tudi za 
neupoštevanje pravil stroke. Spornost kirurgovega ravnanja se kaže tudi z vidika etike in 
morale. 
3.5 Pravica javnosti do obveščenosti 
 
Pravica pacienta do zasebnosti ni absolutna, zato lahko pride v nasprotje z interesi drugih 
posameznikov ali celo v nasprotje z javnim interesom. Pogosto se pojavi vprašanje o meji med 
javnim in zasebnim. Takrat je treba pretehtati, katerega izmed interesov ali pravic je v dani 
situaciji treba močneje zavarovati. Posegi v omejitev pravice do zasebnosti so zato dopustni 
samo na podlagi zakona in samo v naštetih primerih, med katerimi sta tudi varstvo zdravja ali 
morale in varstvo pravic in svoboščin drugih.49  
Javnozdravstveni ukrepi, kot so cepljenje, nadzor nad pitno vodo in urejenost komunalnih 
storitev, pripomorejo k varovanju zdravja prebivalstva. Zato je pomembno, da je javnost 
obveščena o zdravstvenih tveganjih, ki se pojavijo v družbi. Pravica javnosti do obveščenosti 
se največkrat udejanja preko medijev. Novinarji so tisti, ki informirajo javnost o dogajanju v 
družbi in sem sodi tudi razkrivanje informacij o zdravju ljudi. Zdravstveni podatki spadajo med 
občutljive teme, zato morajo biti novinarji pri poročanju o zdravstvenih tematikah posebej 
                                                     
46 Glej prvi odstavek 43. člena ZPacP. 
47 Glej 43. člen ZPacP. 
48 Sodba Višjega delovnega in socialnega sodišča RS, št. Pdp 1071/2014 z dne 26.02.2015 - baza VDSS. 
49 Glej drugi odstavek 8. člena EKČP. 
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pazljivi. Tu so jim v pomoč etična načela, zakonodaja in vest – dejavniki, ki zavezujejo obe 
plati – tako zdravniško kot novinarsko.50 
Javni interes včasih od medijev zahteva, da poročajo o zdravstvenem stanju oseb na 
vodstvenih položajih. Osebe, ki opravljajo javne funkcije, se ne morejo izogniti dejstvu, da ima 
javnost pravico dostopati do dela podatkov, ki se tičejo njihovega družabnega življenja.51 Tu 
morajo biti novinarji še posebej pazljivi in obzirni. Obstaja namreč razlika med položajem, ko 
je v javnem interesu, da so ljudje seznanjeni z nevarnostjo širjenja nalezljive bolezni in 
možnostjo epidemije ter položajem, ko se poroča o zdravstvenem stanju nekega funkcionarja. 
Osebe na javnih funkcijah so že zaradi narave svojega dela bolj izpostavljene javnosti kot 
ostali, vendar to še ne pomeni, da so upravičene do varstva zasebnosti v manjšem obsegu. 
Novinar ne sme podleči senzacionalizmu, želji po večji gledanosti in prodaji. Poseg v zasebnost 
javnih oseb je dopusten, kadar gre za obveščanje javnosti o delovanju v politiki in za nadzorno 
funkcijo medijev. Za javno velja vse, kar se nanaša na javno funkcijo, vprašanja vpliva zdravja 
in zdravstvenih podatkov na opravljanje javne funkcije pa zakonodajalec ne opredeli.52 
Tudi Evropsko sodišče za človekove pravice (v nadaljevanju: ESČP) poudarja dolžnost 
medijev, da ne prekoračijo tistih meja, ki so določene s pravicami drugih subjektov. Medijem 
je namreč priznan ožji obseg pravice do poseganja v zasebnost javnih osebnosti, če te osebnosti 
niso politiki oziroma ne izvršujejo politične funkcije.53  
 
3.6 Prepoved diskriminacije 
 
ZPacP v okviru pravice do zasebnosti določa tudi prepoved kakršnekoli diskriminacije.54 
Tako sledi splošnemu zakonu na področju varstva osebnih podatkov – ZVOP-1, ki vsebuje 
splošno klavzulo in tako primeroma našteva okoliščine, na podlagi katerih ni dovoljeno 
diskriminirati.55  
                                                     
50 Novak K., Zdravniški vestnik 75/06, str. 671. 
51 Marinič M., 2016, str. 65. 
52 Marinič M., 2016, str. 71. 
53 Sodba Ustavnega sodišča RS, št. Up 570/09-14 z dne 02.02.2012 – Uradni list RS, št. 18/12. 
54 Glej prvi odstavek 43. člena ZPacP.  
55 Tako 4. člen ZVOP-1 določa, da je varstvo osebnih podatkov zagotovljeno vsakemu posamezniku ne glede na 
narodnost, raso, barvo, veroizpoved, etnično pripadnost, spol, jezik, politično ali drugo prepričanje, spolno 
usmerjenost, premoženjsko stanje, rojstvo, izobrazbo, družbeni položaj, državljanstvo, kraj oziroma vrsto 
prebivališča ali kakšno drugo osebno okoliščino. 
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Znotraj prepovedi diskriminacije se skriva načelo enakosti. To je pomembno tudi na 
področju medicine. Zdravniki in ostalo zdravstveno osebje morajo namreč vse paciente 
obravnavati enako. Načelo enake obravnave pacientov izhaja že iz temeljnega izhodišča 
medicinske etike, iz Hipokratove prisege. Zdravnik se ne sme odločati samovoljno, pač pa lahko 
posameznemu pacientu da prednost zgolj zaradi resnosti njegovega zdravstvenega stanja. Drugi 
kriteriji razlikovanja pacientov ne pridejo v poštev. 
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4. OSEBNI PODATEK 
4.1 Osebni podatek 
 
Osebni podatek ZVOP-1 opredeljuje kot katerikoli podatek, ki se nanaša na posameznika, 
ne glede na obliko, v kateri je izražen.56 Gre za splošno definicijo, ki jo je poznala že Direktiva 
o varstvu podatkov (95/46/ES),57 ohranila pa jo je tudi GDPR.58 Definicija osebnega podatka 
je precej široka, vendar vseeno opredeljiva. Bistveno je, da osebni podatek prinaša informacijo, 
na podlagi katere lahko z malo truda ugotovimo, na katero osebo se nanaša.59 Osebni podatek 
torej lahko opredelimo kot podatek oziroma kombinacijo različnih podatkov, na podlagi katerih 
lahko informacijo, ki jo prinaša, povežemo z določeno osebo.  
Kadar podatek ne prinaša informacije o določeni osebi (torej je v celoti anonimen), ne 
govorimo o osebnem podatku, pač pa zgolj o neki informaciji, ki posledično tudi ne spada pod 
zaščito s področja varstva osebnih podatkov. Ločnico o tem, kdaj nek podatek obravnavamo 
kot osebni podatek, je leta 2003 podalo pritožbeno sodišče Anglije in Walesa v obrazložitvi 
sodbe v zadevi Durant. Kot osebni podatek je štelo podatek ali pojem, ki lahko vpliva na 
družinsko življenje, zasebnost ter poklicne ali poslovne sposobnosti, označuje pa natančno 
določeno osebo.60 
ZVOP-1 podrobneje postavlja pravila obdelave osebnih podatkov ter standarde zavarovanja 
njihovih zbirk in varstva osebnih podatkov na splošno;61 hkrati pa tudi dopušča, da se varstvo 
osebnih podatkov za posamezna pravna področja ureja s področnimi zakoni. ZVOP-1 
predstavlja konkretizacijo ustavne pravice do varstva osebnih podatkov (38. člen Ustave).  
Varstvo osebnih podatkov oziroma informacijska zasebnost je del širšega področja pravice 
do zasebnosti. ZVOP-1 posebej za področje informacijske zasebnosti poudarja načela 
zakonitosti in poštenosti ter načelo sorazmernosti, kar pomeni, da morajo biti ta načela vselej 
upoštevana pri obdelavi osebnih podatkov (sicer obdelava osebnih podatkov ni zakonita). 
 
                                                     
56 Tako prva točka 6. člena ZVOP-1. 
57 Direktiva v 2. členu osebni podatek opredeli kot katerokoli informacijo, ki se nanaša na določeno ali določljivo 
fizično osebo. 
58 Glej prvo točko 4. člena GDPR. 
59 Marinič M., 2016, str. 97. 
60 Sodba je dostopna na URL: http://www.bailii.org/ew/cases/EWCA/Civ/2003/1746.html (21.08.2018). 
61 Pirc Musar N., Korošec D. v: Korošec D. (ur.), 2009, str. 107. 
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4.2 Občutljivi osebni podatki 
 
Občutljivi osebni podatki so posebna kategorija osebnih podatkov. Opredeljeni so zelo 
restriktivno, našteti so taksativno in ne primeroma. To so podatki o rasnem, narodnem ali 
narodnostnem poreklu, političnem, verskem ali filozofskem prepričanju, članstvu v sindikatu, 
zdravstvenem stanju, spolnem življenju in drugi.62 Gre za takšne podatke, ki posegajo v najbolj 
intimne sfere posameznikove osebnosti, njihovo razkritje lahko prinese neugodne posledice za 
življenje posameznika v družbi, med njimi celo stigmatizacijo. Podatke o zdravstvenem stanju 
ter spolnem življenju lahko uvrstimo pod širši pojem zdravstveni podatki. Občutljivi osebni 
podatki so tudi informacije v zvezi s postopki z otroki, obsodbe posameznikov, zapisi o nasilju 
v družini in razna strokovna mnenja.63  
Posameznik za občutljive osebne podatke želi, da ostane njihova vsebina nepoznana čim 
večjemu številu ljudi. ZVOP-1 zato posebej natančno ureja njihovo obdelavo. Ta je dopustna 
samo v naštetih primerih, na osnovi osmih pravnih podlag. 64  Ker bi razkritje občutljivih 
podatkov pomenilo večji poseg v zasebnost posameznika, na katerega se ti podatki nanašajo, je 
ZVOP-1 posebno pozornost namenil tudi njihovemu zavarovanju. 65  Namen posebnega 
zavarovanja te vrste podatkov je v zagotavljanju čim manjšega posega v zasebnost. 
 
4.3 Zdravstveni podatek 
 
Zdravstveni podatki spadajo v kategorijo občutljivih osebnih podatkov. Za zdravstveni 
podatek štejemo vsak podatek, ki se nanaša na zdravstveno stanje posameznika. Sem sodijo 
tudi podatki, ki so v neposredni povezavi z zdravstvenim stanjem posameznika in podatki, ki 
kažejo na posameznikove dedne lastnosti (t.i. genetski podatki).66  
Zdravstveni podatki razkrivajo mnogo več kot le informacije, na podlagi katerih lahko 
identificiramo nekega posameznika. Takšni podatki na eni strani razkrivajo informacije iz 
zasebnega življenja pacienta, ki so varovane v okviru nedotakljivosti človekove zasebnosti (35. 
člen Ustave), na drugi strani pa je zaradi stigme, ki se povezuje z določenimi boleznimi ali 
zdravstvenimi stanji v družbi, ogroženo pacientovo osebno dostojanstvo in hkrati lahko tudi 
                                                     
62 Celotna definicija je vsebovana v 19. točki 6. člena ZVOP-1. 
63 Marinič M., 2016, str. 253. 
64 Glej 13. člen ZVOP-1. 
65 Glej 14. člen ZVOP-1. 
66 Krušič Matè Z., 2010, str. 147. 
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dostojanstvo njegovih bližnjih (34. člen Ustave).67 In prav zaradi tega, ker poseg v zdravstvene 
podatke pomeni nevarnost za ohranitev pacientovega osebnega dostojanstva, so zdravstveni 
podatki kot kategorija občutljivih podatkov predmet posebne zaščite. 
V slovenskem pravnem redu še ni sprejete zakonske ureditve, ki bi določala režim varstva 
zdravstvenih podatkov, prilagojen specifikam zdravstvenega sistema. Vendar pa vseeno ne 
moremo reči, da je ureditev varstva zdravstvenih podatkov nezadostna. Pomeni zgolj to, da se 
za varstvo zdravstvenih podatkov uporabljajo splošna pravila za varovanje vseh osebnih 
podatkov in da za zdravstvene podatke velja enak pravni režim prepovedi razkritja kot recimo 
velja za podatke o premoženjskem stanju posameznika.68  
 Kot občutljive osebne zdravstvene podatke ščiti ZVOP-1, pravno podlago za njihovo 
obdelavo in varstvo pa najdemo tudi v področnih zakonih – tako Zakon o zdravstveni dejavnosti 
(Uradni list RS, št. 23/05, 15/08, 23/08, 58/08, 77/08, 40/12, 14/13, 88/16, 64/17, v 
nadaljevanju: ZZDej) kot tudi Zakon o zdravniški službi (Uradni list RS, št. 72/06, 68/06, 58/08, 
15/08, 107/10, 40/12, 88/16, 40/17, 64/17, v nadaljevanju: ZZdrS) zdravnikom in drugim 
zdravstvenim delavcem predpisujeta dolžnost varovanja poklicne skrivnosti glede podatkov o 
zdravstvenem stanju posameznika ter o vzrokih, okoliščinah in posledicah tega stanja. 69 
Zdravnikova molčečnost je nekakšen predpogoj za dober, zaupen odnos med zdravnikom in 
pacientom.  
  
                                                     
67 Sodba Ustavnega sodišča RS, št. U-I-70/12-14 z dne 21.03.2014 – Uradni list RS, št. 24/14. 
68 Starc I., Pravna praksa 33/06, str. 3. 
69 Tako 51. člen ZZDej in prvi odstavek 51. člena ZZdrS. 
22 
 
5. ZDRAVSTVENA DOKUMENTACIJA KOT ZBIRKA PODATKOV 
5.1 Zbirka osebnih podatkov 
 
Podatek sam zase nam redko pokaže celotno sliko situacije, zato se podatki zbirajo in med 
seboj povezujejo. Govorimo o zbirkah osebnih podatkov. Zbirka osebnih podatkov je 
strukturiran niz podatkov, ki vsebuje vsaj en osebni podatek, dostopen na podlagi meril, ki 
omogočajo uporabo ali združevanje podatkov, ne glede na to, ali je niz centraliziran, 
decentraliziran ali razpršen na funkcionalni ali geografski podlagi.70 Zelo podobno definicijo 
vsebuje GDPR.71 Oba pravna akta govorita o zbirki podatkov kot o strukturiranem nizu osebnih 
podatkov, kar pomeni, da gre za ponavljanje določenega zaporedja kategorij podatkov, ki je 
obdelano na način, da je možno neposredno ali z malo truda nadgraditi informacijsko vsebnost 
podatkov oziroma zbirke.72 Kot zbirko osebnih podatkov tako lahko štejemo razne evidence, 
registre, sezname, vpisnike, tabele in podobno. 
Področje zbirk osebnih podatkov na področju zdravstva ureja ZVOP-1 kot sistemski zakon, 
ZPacP in Zakon o zbirkah podatkov s področja zdravstvenega varstva (Uradni list RS, št. 65/00, 
47/15, v nadaljevanju: ZZPPZ) kot specialna zakona, posamezne določbe najdemo tudi v 
ZZDej, Zakonu o zdravstvenem varstvu in zdravstvenem zavarovanju (Uradni list RS, št. 72/06, 
114/06, 91/07, 76/08, 62/10, 87/11, 40/12, 21/13, 91/13, 99/13, 99/13, 111/13, 95/14, 47/15, 
61/17, 64/17, v nadaljevanju: ZZVZZ) in ZZdrS.  
ZZPPZ kot področen zakon ureja tri sklope zbirk, ki se uporabljajo v zdravstvu: osnovno 
zdravstveno dokumentacijo, centralni register podatkov o pacientih in druge zbirke, opredeljene 
v prilogah. Za vsako izmed teh zbirk določa namen, vsebino, roke, upravljavca in upravičence 
do podatkov. Sicer pa se za zbiranje, obdelavo in posredovanje osebnih podatkov, ki so 
vsebovani v teh zbirkah podatkov, uporabljajo določbe ZVOP-1.73  
 
5.2 Zdravstvena dokumentacija 
 
Na področju medicine zdravnik preko anamneze s pomočjo podatkov pride do diagnoze, 
nemalokrat podatki o preteklih boleznih in zdravljenjih pripomorejo k rešitvi aktualnega 
                                                     
70 Glej peto točko 6. člena ZVOP-1. 
71 Glej šesto točko 4. člena GDPR. 
72 Bogataj J., Pirc Musar N. v: Pirc Musar N. (ur.), 2006, str. 61. 
73 Tako 2. člen ZZPPZ. 
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bolezenskega stanja. Skupek vseh podatkov, ki jih zdravnik zbere o nekem pacientu, predstavlja 
zdravstvena dokumentacija. Le-ta po veljavnem mednarodnem pravu, pravu Evropske Unije in 
tudi našem nacionalnem pravu vsebuje občutljive osebne podatke, zato tudi uživa posebno 
varstvo.  
Zdravstvena dokumentacija74 je opredeljena kot izvirno in reproducirano dokumentarno 
gradivo, ne glede na obliko zapisa in nosilce zapisa podatkov.75 Vodena je lahko ročno, z 
razvojem modernih tehnologij pa je vse več zapisano v elektronski obliki. Predstavlja obširno 
zbirko podatkov, ki nastaja od pacientovega prvega obiska pri zdravniku naprej, vse do njegove 
smrti. Vsebuje zapise zdravnikov (v primeru zdravljenja so lahko poleg osebnega zdravnika 
vključeni tudi zdravniki specialisti in drugi izbrani zdravniki), rezultate preiskav, slikovni 
material in torej predstavlja celotno pacientovo zdravstveno zgodovino. Dobro vodena 
zdravstvena dokumentacija predstavlja izraz zdravnikovega dela in njegove vestnosti pri delu, 
poleg tega pa tudi temelj dobre zdravstvene obravnave in pravne varnosti tako za pacienta kot 
tudi izvajalce zdravstvene obravnave.76 
Zelo pogosto podatki iz zdravstvene kartoteke razkrivajo številne intimne podrobnosti ne le 
iz pacientovega življenja, pač pa tudi intimne podrobnosti o njegovih bližnjih. Ker dostopnost 
in njihova uporaba lahko pomenita grob poseg v osebno dostojanstvo širšega kroga ljudi, ki so 
pacientu blizu, je zato še toliko bolj poudarjena potreba po varstvu podatkov, ki jih zajema 
zdravstvena dokumentacija.77 
 
5.2.1 Pravica do seznanitve z zdravstveno dokumentacijo 
 
Eden od temeljnih pogojev, da pacient lahko uveljavlja varstvo svojih pravic, je ta, da je 
seznanjen z vsebino svoje zdravstvene dokumentacije. Edino na ta način namreč lahko izve, 
katere podatke obsega njegov zdravstveni karton. Na ta način uresničuje temeljno človekovo 
pravico do varstva osebnih podatkov (38. člen Ustave), ki vključuje tudi pravico do vpogleda v 
osebne podatke in pravico do njihovega popravka.  
                                                     
74 Pogosto se kot sinonim za zdravstveno dokumentacijo uporablja izraze medicinska dokumentacija, zdravstvena 
kartoteka, zdravstveni karton. 
75 Tako zdravstveno dokumentacijo definira 1a. člen ZZPPZ. 
76 Marinič M., 2016, str. 263. 
77 Sodba Ustavnega sodišča RS, št. U-I-70/12-14 z dne 21.03.2014 – Uradni list RS, št. 24/14. 
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Seznanitev z zdravstveno dokumentacijo je tudi ena izmed pravic, ki jih zagotavlja ZPacP.78 
Pacient ima možnost seznanitve z zdravstveno dokumentacijo ob prisotnosti zdravnika oziroma 
drugega zdravstvenega osebja. Pri tem ni omejen glede obsega vpogleda in prepisa zdravstvene 
dokumentacije, ki se nanaša nanj. Omejen je le na možnost vložitve zahteve za seznanitev z 
zdravstveno dokumentacijo pri istem izvajalcu zdravstvene dejavnosti, in sicer to lahko stori 
največ dvakrat mesečno.79 Ob vložitvi zahteve pacientu ni treba navajati razlogov, iz katerih 
podaja svojo zahtevo.  
Pri vsem tem je pomembno, da odgovorna oseba izvajalca na ustrezen način ugotovi, ali je 
tisti, ki je vložil zahtevo, res upravičen do vpogleda v zdravstveno dokumentacijo.80 Pozorna 
mora biti na to, da se z zdravstveno dokumentacijo ne seznanijo neupravičene osebe. 81 
Identiteto prosilca najbolj ustrezno ugotovi z osebnim dokumentom s fotografijo. 
Problematično je dajanje informacij preko telefona, zato se ta pristop tudi odsvetuje, razen v 
primerih, ko je izvajalec zdravstvene storitve z gotovostjo prepričan, da gre za osebo, ki je 
upravičena prejeti osebne podatke pacienta.82 
Vsak izvajalec zdravstvenih storitev mora omogočiti fotokopiranje ali drugo reprodukcijo 
zdravstvene dokumentacije. Izvajalec pacientu v tem primeru lahko zaračuna zgolj materialne 
stroške preslikave, ki poleg fotokopiranja zajemajo tudi prepis na nosilec podatkov. 83 
Verodostojno kopijo slikovne dokumentacije, ki se ne hrani v elektronski obliki, je dolžan 
zagotoviti zgolj v primeru, da razpolaga s tehničnimi sredstvi, ki mu to omogočajo.84 Če teh 
tehničnih sredstev nima na voljo, pacient ne bo mogel v celoti izkoristiti pravice do seznanitve 
z lastnimi osebnimi podatki. Fizično oziroma elektronsko kopijo izvajalec zdravstvenih storitev 
lahko zagotovi tudi na podlagi dogovora z drugim izvajalcem, ki razpolaga s potrebnimi 
sredstvi za reprodukcijo. Izročitev izvirnika pacientove zdravstvene dokumentacije je možnost, 
uporabna zgolj v izrednih primerih in se je izvajalec zdravstvenih storitev lahko oziroma mora 
poslužiti zgolj takrat, kadar je dokumentacijo skoraj nemogoče reproducirati oziroma ko 
enostavnejši način reprodukcije ne bi dosegel svojega namena.85 
                                                     
78 Glej 41. člen ZPacP. 
79 Tako tretji odstavek 41. člena ZPacP. 
80 Glej drugi odstavek 41. člena ZPacP. 
81 Pacient lahko pisno pooblasti osebo, ki izpolnjuje pogoje iz drugega odstavka 32. člena ZPacP, da se lahko 
seznani s podatki iz njegove zdravstvene kartoteke. Glej sedmi odstavek 41. člena ZPacP. 
82 Pirc Musar N. v: Korošec D. (ur.), 2009, str. 206. 
83 Prav tam. 
84 Glej prvi odstavek 41. člena ZPacP. 
85 Tako navaja informacijski pooblaščenec v Smernicah za izvajalce zdravstvenih storitev, ki so dostopne na URL: 
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Izvajalec zdravstvenih storitev pacientu enostavneje omogoči reprodukcijo zdravstvene 
dokumentacije, kadar je celotna dokumentacija informatizirana. Večje težave so pri 
reprodukciji dokumentacije, ki je v papirnati obliki. Nekateri podatki so še posebej težavni za 
fotokopiranje, njihova reprodukcija pa niti ni smiselna, recimo klasične rentgenske slike, odtisi 
zob, toda te že uspešno nadomeščajo moderni digitalni posnetki. 
Tako ZVOP-1 kot tudi ZPacP določata rok, v katerem mora izvajalec ugoditi pacientovi 
zahtevi po seznanitvi z lastno zdravstveno dokumentacijo. Rok, ki ga predpisuje ZVOP-1, je 
takoj oziroma najkasneje 15 dni po prejemu zahteve.86 ZPacP za to zahtevo določa krajši rok, 
in sicer zgolj 5 delovnih dni.87 Specialna ureditev po ZPacP, ki jo upoštevamo na področju 
zdravstva, je torej bolj v prid pacientu, krajši rok pa je tudi bolj smiseln. Pacient namreč želi 
vpogledati v svoj zdravstveni karton denimo zato, ker bo uveljavljal zahtevek pri zavarovalnici, 
morda želi medicinski poseg opraviti v tujini in zato potrebuje podatke o svojem preteklem 
zdravstvenem stanju. 
ZPacP daje pacientu tudi pravico, da lahko določi krog oseb, ki se lahko seznanijo z njegovo 
zdravstveno dokumentacijo in določi osebe, katerim to prepoveduje (če to ni v nasprotju z 
zakonom). Beleženje dostopov do zdravstvenega kartona mora biti takšno, da omogoča 
naknadno preverjanje: kdo, kdaj in do katerih osebnih podatkov je dostopal.88 
ZPacP ureja tudi seznanitev z zdravstveno dokumentacijo po pacientovi smrti (42. člen 
ZPacP). Navedeni člen določa krog upravičencev do vpogleda v pokojnikovo zdravstveno 
dokumentacijo in na ta način omogoča posthumno varstvo pacientovih zdravstvenih podatkov. 
Pri tem ima še vedno veliko vlogo pacientova avtonomija volje, kajti pacient lahko da bodisi 
predhodno izrecno pisno privolitev bodisi prepoved seznanitve določenim osebam. Pacientova 
privolitev ali prepoved se morata upoštevati v okviru varovanja poklicne skrivnosti, lahko pa 
se evidentirata tudi v centralnem registru podatkov o pacientih. 
 
 
                                                     
https://www.ip-rs.si/fileadmin/user_upload/Pdf/brosure/Smernice_za_izvajalce_zdr._storitev_net.pdf 
(14.06.2018). 
86 Tako drugi odstavek 31. člena ZVOP-1. 
87 Glej tretji odstavek 41. člena ZPacP. 
88  Mnenje Informacijskega pooblaščenca, št. 0712-1/2018/250 z dne 09.02.2018, dostopno na URL: 
https://www.ip-rs.si/vop/zdravstveni-podatki-pacientov-3058/ (14.06.2018). 
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5.2.2 Zdravstvena dokumentacija kot arhivsko gradivo 
 
Arhivsko gradivo je dokumentarno gradivo s trajnim pomenom za zgodovino, druge 
znanosti in kulturo, ali pa ima trajen pomen za pravni interes pravnih in fizičnih oseb.89 
Namenjeno je ohranjanju kolektivnega in individualnega spomina, to je seznanjanju 
posameznika in družbe kot celote o svoji preteklosti, skratka obveščenosti javnosti. Glede na 
opredelitev temeljnih pojmov v Zakonu o varstvu dokumentarnega in arhivskega gradiva ter 
arhivih (Uradni list RS, št. 30/06, 51/14, v nadaljevanju: ZVDAGA), med dokumentarno 
gradivo spada tudi zdravstvena dokumentacija.90 
Prav v tem delu je Ustavno sodišče RS zaznalo problem. Ugotovilo je, da je ZVDAGA v 
delu, ki med javno arhivsko gradivo uvršča tudi zdravstveno dokumentacijo, v neskladju z 
Ustavo. Splošna ureditev arhiviranja po ZVDAGA namreč ne more veljati za tako specifično 
gradivo, kot je medicinska dokumentacija. 91  Še posebej so kočljivi zdravstveni kartoni s 
področja psihiatrije. Arhiviranje zdravstvene dokumentacije in njen prenos v javni arhiv z 
namenom omogočiti dostopnost javnosti pomenita nadaljnjo uporabo osebnih podatkov (izven 
primarnega namena njihovega zbiranja). Zato gre tu tudi za odstop od enega izmed temeljnih 
načel varstva osebnih podatkov, načela namenskosti.92  
Primarni namen zbiranja informacij, ki so zajete v zdravstveni dokumentaciji, je 
zagotavljanje pacientove zdravstvene oskrbe ter spremljanje in vrednotenje zdravljenja. Zato 
naj bi se ti podatki shranjevali le toliko časa, kot je najmanj potrebno za dosego namena 
njihovega zbiranja. Ko je namen dosežen, se ti podatki praviloma izbrišejo, uničijo, blokirajo 
ali anonimizirajo. To ne velja za osebne podatke, ki so po ZVDAGA obravnavani kot arhivsko 
gradivo.93  
Problematično pri ZVDAGA je tudi to, da arhivskega gradiva ne ločuje glede na stopnjo 
občutljivosti njegove vsebine, pač pa le po različnih rokih nedostopnosti za javnost. Za 
občutljive osebne podatke sicer obstaja izjema od načela prostega dostopa do javnega 
arhivskega gradiva,94 vendar ta izjema ne reši vsebinskega problema ZVDAGA. Zakonodajalec 
je predvidel zgolj daljše obdobje nedostopnosti za občutljive osebne podatke. Javno arhivsko 
                                                     
89 Tako osma alineja 2. člena ZVDAGA. 
90 Primerjaj 2. člen in drugi odstavek 65. člena ZVDAGA. 
91 Sodba Ustavnega sodišča RS, št. U-I-70/12-14 z dne 21.03.2014 – Uradni list RS, št. 24/14. 
92 Sodba Ustavnega sodišča RS, št. U-I-70/12-14 z dne 21.03.2014 – Uradni list RS, št. 24/14. 
93 Sodba Ustavnega sodišča RS, št. U-I-70/12-14 z dne 21.03.2014 – Uradni list RS, št. 24/14. 
94 Načelo prostega dostopa do javnega arhivskega gradiva določa 6. člen ZVDAGA. 
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gradivo, ki vsebuje osebne podatke, kateri se nanašajo na zdravstveno stanje, postane dostopno 
za javno uporabo po preteku 75 let od nastanka gradiva oziroma 10 let po smrti posameznika, 
na katerega se podatki nanašajo, če je datum smrti znan.95 
Prav zaradi vsebinskega problema ZVDAGA je Ustavno sodišče RS zakonodajalcu 
naložilo, naj v roku enega leta s posebnim zakonom uredi zbiranje, varovanje, rok hrambe in 
nadaljnjo obravnavo gradiv psihiatričnih ustanov. Rezultat odločbe Ustavnega sodišča RS je 
Zakon o arhivskem gradivu, ki vsebuje osebne podatke o zdravljenju pacienta (Uradni list RS, 
št. 85/16, v nadaljevanju: ZAGOPP). ZAGOPP sledi specifikam zdravstvene dokumentacije in 
primerneje ščiti dokumente, ki vsebujejo občutljive podatke pacientov. Določa, da je skrajni 
rok za izročitev arhivskega gradiva, ki vsebuje občutljive osebne podatke pristojnemu arhivu, 
150 let po nastanku gradiva. Poleg tega določa, da tovrstno gradivo javnosti ni dostopno. 
Izjemoma je dostopno le pacientu, na katerega se nanaša, ali osebam, ki imajo pravico do 
seznanitve z zdravstveno dokumentacijo pacienta po njegovi smrti.96 
ZVDAGA ima torej kar nekaj vrzeli, kar se tiče arhiviranja zdravstvene dokumentacije. 
ZAGOPP je te vrzeli uspešno zapolnil, saj daljši roki in omejena dostopnost gradiva prispevajo 
k večji varnosti pacientovih občutljivih podatkov. Obravnavana odločba Ustavnega sodišča 
pomeni velik prispevek k spoštovanju zasebnosti pri rokovanju z zdravstveno dokumentacijo, 
izpostavlja pa tudi specifičnost zdravstvenih zapisov pacientov z duševnimi težavami, kar daje 
močan precedens za prihodnje primere. 
 
5.3 eZdravje 
 
eZdravje je na nacionalni ravni usklajen zdravstveni informacijski sistem, ki omogoča 
obdelavo zdravstvenih in drugih podatkov.97 Uveden je bil leta 2008 v želji po vzpostavitvi 
večje varnosti in kakovosti zdravstvenih storitev, hkrati pa pomeni korak nasproti digitalizaciji 
zdravstvene dokumentacije in zdravstvenega sistema na sploh. S tem tudi Slovenija sledi 
nacionalnim in evropskim usmeritvam in prav tako usmeritvam Svetovne zdravstvene 
organizacije.98 
                                                     
95 Tako drugi odstavek 65. člena ZVDAGA. 
96 Glej 6. člen ZAGOPP. 
97 Natančneje glej 14. člen ZZPPZ. 
98 Cilji in namen projekta so dostopni na URL: http://www.nijz.si/sl/ezdravje (06.06.2018). 
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Dolgoročno projekt eZdravje prinaša manjše administrativne stroške in učinkovito 
obvladovanje zajetnih količin zdravstvenih in z zdravstvom povezanih podatkov ter informacij. 
Informatizacija zdravstvenih storitev omogoča nemoteno komunikacijo, poleg tega pa tudi 
varno in sledljivo izmenjavo podatkov oziroma elektronske zdravstvene dokumentacije med 
izvajalci zdravstvene dejavnosti.99 
Kot obširen informacijski sistem eZdravje torej zajema zbirke podatkov. Tako so v shemo 
eZdravje vključeni Centralni register podatkov o pacientih (v nadaljevanju: CRPP) in zbirke 
podatkov, ki se vzpostavijo in vodijo zaradi izvajanja posameznih storitev eZdravja.100  
 
5.3.1 Centralni register podatkov o pacientih (CRPP) 
 
CRPP je zbirka podatkov, del sheme eZdravje, in zajema podatke o pacientih s stalnim ali 
začasnim prebivališčem v Republiki Sloveniji. Je temeljnega pomena za celostno in 
kontinuirano obravnavo pacienta v zdravstvenem sistemu. Register je sestavljen iz dveh delov, 
in sicer iz povzetka osnovnih podatkov o pacientu ter pacientove zdravstvene dokumentacije.101 
Povzetek osnovnih podatkov o pacientu sestavljajo naslednji sklopi: identifikacijski in 
statusni podatki, zdravstveni podatki s časovno omejitvijo in zdravstveni podatki brez časovne 
omejitve. Med osnovnimi podatki o pacientu so zajeti podatki o alergijah, krvnih skupinah, 
podatki o osebnem zdravniku, podatki o družinskih članih, pisne izjave o izraženih voljah glede 
zdravljenja in seznanitve z zdravstveno dokumentacijo.102 CRPP torej omogoča celovit vpogled 
v zdravstveno stanje pacienta. 
Od januarja 2017 dalje si lahko vsak pacient preko spletnega portala zVem ogleda svoje 
zdravstvene podatke, ki jih zajema njegova zdravstvena dokumentacija.103 To je pomembno z 
vidika varnosti in krepitve zaupanja v odnosu zdravnik – pacient, hkrati pa pacientu prinaša 
tudi večjo vlogo v procesu zdravljenja in boljšo odzivnost izvajalcev zdravstvenih storitev. Vsi 
ti podatki so namreč namenjeni izmenjavi, zato je pomembno, da je izvajalcem zdravstvenih 
                                                     
99 Več o projektu eZdravje je dostopno na URL: http://www.ezdrav.si/ezdravje/ (06.06.2018). 
100 Podrobneje glej 14.a člen ZZPPZ in Prilogo 2 ZZPPZ. 
101 Glej 14.b člen ZZPPZ. 
102 Natančneje glej četrti odstavek 14.b člena ZZPPZ. 
103 Do dokumentacije svojih otrok lahko starši oziroma skrbniki dostopajo do dopolnjenega 15. leta otrokove 
starosti. 
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storitev omogočen hiter dostop. Na ta način se izboljša kvaliteta zdravstvenih storitev, prav tako 
pa je mogoče sproti posodobljati zapis bistvenih in aktualnih dokumentov o pacientu.104 
  
                                                     
104 Osnovne informacije o CRPP-ju so dostopne na URL: 
http://www.mz.gov.si/fileadmin/mz.gov.si/pageuploads/eZdravje/e_zdravje_slepi_in_slabovidni/zapis_zlozenka
_CRPP.pdf (06.06.2018). 
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6. OBDELAVA OSEBNIH PODATKOV 
6.1 Splošno o obdelavi osebnih podatkov 
 
Z razvojem modernih tehnologij se veča tudi potreba po digitalizaciji zapisov o 
pacientovem zdravstvenem stanju, vendar je še vedno največ zdravstvene dokumentacije – tako 
pri izvajalcih zdravstvenih storitev, kot tudi v arhivih – v papirnati obliki. Tako je večina 
obdelave podatkov še vedno ročna, težnja pa vsekakor je, da bi le-to zamenjala avtomatizirana 
obdelava podatkov.105 
ZVOP-1 obdelavo osebnih podatkov opredeljuje kot kakršnokoli delovanje ali niz delovanj, 
ki se izvaja v zvezi z osebnimi podatki, ki so avtomatizirano obdelani ali so pri ročni obdelavi 
del zbirke osebnih podatkov ali so namenjeni vključitvi v zbirko osebnih podatkov.106 Kot 
obdelavo ZVOP-1 šteje zlasti zbiranje, pridobivanje, vpis, shranjevanje podatkov, vpogled 
vanje, prav tako pa tudi njihovo anonimizacijo ter izbris ali uničenje. 107  Vsaka obdelava 
podatkov mora biti zakonita in poštena ter v prvi vrsti služiti ljudem.108  
Osebne podatke je dopustno obdelovati le takrat, kadar tako določa zakon ali je bila podana 
osebna privolitev posameznika.109 Do obdelave podatkov lahko pride tudi na podlagi drugih 
pravnih podlag, čeprav je varstvo osebnih podatkov primarno prepuščeno zakonskemu 
urejanju.110 Kadar je obdelava osebnih podatkov dopuščena že s samim zakonom, dodatna 
osebna privolitev posameznika ni potrebna. Izjema velja v tistih primerih, ko zakon izrecno 
zahteva osebno privolitev posameznika, na katerega se osebni podatki nanašajo.  
Da se zagotovi ustrezna obdelava osebnih podatkov, takšna torej, ki služi ljudem in ni sama 
sebi namen, je treba vedno izhajati iz prvotnega namena njihovega zbiranja, poleg tega pa je 
treba upoštevati tudi načelo sorazmernosti. Načelo sorazmernosti narekuje, da v primeru, ko 
zakon določa oziroma, ko posameznik privoli v določen namen zbiranja in obdelave podatkov, 
tega namena ne smemo širiti. Hkrati to pomeni, da zakon oziroma posameznik ne dovoljujeta 
obdelave podatkov za kakršnekoli druge namene od predvidenega. 111 
                                                     
105 Avtomatizirana obdelava podatkov pomeni uporabo sredstev informacijske tehnologije. 
106 Tako tretja točka 6. člena ZVOP-1. 
107 Podobno definicijo vsebuje GDPR, glej drugo točko 4. člena GDPR. 
108 Tako v uvodnih izjavah poudarja GDPR. 
109 Glej 8. člen ZVOP-1.  
110  Obdelava osebnih podatkov je možna tudi na podlagi pogodbe, zaradi varovanja življenjskih interesov 
posameznika ali drugih, z zakonom upravičenih razlogov. Glej 11. in 12. člen ZVOP-1. 
111 Prelesnik M. v: Pirc Musar N. (ur.), 2006, str. 84. 
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Namen obdelave osebnih podatkov mora biti določen v zakonu,112 v primeru obdelave na 
podlagi osebne privolitve posameznika pa mora biti ta predhodno pisno ali kako drugače 
seznanjen z namenom njihove obdelave. Ustreznost načina seznanitve se presoja od primera do 
primera, vsekakor pa je najboljši način pisna seznanitev. Pisna seznanitev je tudi najprimernejša 
z vidika morebitnega naknadnega preverjanja oziroma dokazovanja seznanjenosti z namenom 
obdelave.113 
 
6.1.1 Upravljavec osebnih podatkov 
 
Upravljavec osebnih podatkov je fizična ali pravna oseba (oziroma druga oseba javnega ali 
zasebnega sektorja), ki sama ali skupaj z drugimi določa namene in sredstva obdelave osebnih 
podatkov.114 Prav tako je upravljavec lahko tudi oseba, določena z zakonom. 
Upravljavce zbirk podatkov s področja zdravstvenega varstva in eZdravja podrobneje 
določa ZZPPZ. Kot upravljavca določa Nacionalni inštitut za javno zdravje (NIJZ) oziroma 
ostale izvajalce zdravstvene dejavnosti v Republiki Sloveniji.115 Sem sodijo tudi zdravniki in 
ostalo medicinsko osebje. Poleg tega je na primer upravljavec zbirke podatkov na zdravstveni 
kartici Ministrstvo za zdravje, Zavod za zdravstveno zavarovanje Slovenije (ZZZS) pa na 
podlagi Zakona o zdravstvenem varstvu in zdravstvenem zavarovanju vodi obširne zbirke 
osebnih podatkov, predvsem zaradi izvajanja kontrol in nadzora nad pravilnostjo obračuna ter 
uveljavljanja pravic do zdravstvenih storitev in materialov v breme zdravstvenega 
zavarovanja.116  
Upravljavec osebnih podatkov lahko posamezna opravila v zvezi z obdelavo s pogodbo 
zaupa pogodbenemu obdelovalcu. Pogodbeni obdelovalec mora biti registriran za opravljanje 
takšne dejavnosti, poleg tega mora zagotavljati ustrezne ukrepe in postopke za primerno 
zavarovanje osebnih podatkov. Posamezna opravila, opredeljena s pogodbo, sme izvajati zgolj 
v okviru naročnikovih pooblastil, osebne podatke pa lahko obdeluje zgolj za dogovorjen namen 
in tega namena ne sme širiti.117 
                                                     
112 Tako določa 38. člen Ustave, temu sledi tudi drugi odstavek 8. člena ZVOP-1. 
113 Prelesnik M. v: Pirc Musar N. (ur.), 2006, str. 78. 
114 Glej šesto točko 6. člena ZVOP-1. 
115 Glej 3. člen ZZPPZ. 
116 Marčun T., Dnevi prava zasebnosti in svobode izražanja, 2015, str. 91. 
117 Tako določata prvi in drugi odstavek 11. člena ZVOP-1. 
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6.2 Obdelava občutljivih podatkov 
 
Upravljanje z zdravstvenimi podatki in tudi z osebnimi podatki pacientov spada pod 
obdelavo občutljivih podatkov, kot jo ureja ZVOP-1. Občutljivi osebni podatki zaradi svoje 
narave zahtevajo strožje pogoje za obdelavo, ki jih z razlago ne smemo širiti. ZVOP-1 tako 
taksativno našteva osem dopustnih pravnih podlag, ki omogočajo obdelavo občutljivih osebnih 
podatkov.118 Poleg ZVOP-1 obdelavo občutljivih osebnih podatkov urejajo še področni zakoni: 
ZPacP, ZZPPZ, ZZDej, ZZdrS in drugi. Sama pravila ravnanja z zdravstveno dokumentacijo v 
našem pravnem sistemu ustvarja vsak upravljavec zase, na podlagi ZVOP-1 in ZPacP ter 
ZZPPZ. 
Glede na to, da razkritje osebnih podatkov pomeni velik poseg v posameznikovo zasebnost, 
ima pomembno vlogo zavarovanje občutljivih osebnih podatkov. Ti podatki morajo biti pri 
obdelavi posebej označeni in zavarovani tako, da je nepooblaščenim osebam onemogočen 
dostop do njih. Tu zakon pozna zgolj eno izjemo,119 ko posameznik sam javno objavi svoje 
osebne podatke in pri tem nima izrecnega namena, da bi omejil namen njihove uporabe. Smisel 
te izjeme je v tem, da posameznik kot lastnik svojih osebnih podatkov sam sprejme odločitev o 
razkritju osebnih podatkov. Posebno zavarovanje osebnih podatkov zato ni potrebno, saj se 
šteje, da je posameznik vzel v zakup tudi vse posledice, ki jih razkritje zanj prinaša. 
Ob primerjavi naše ureditve obdelave osebnih podatkov z nemško ureditvijo, naletimo na 
nekaj razlik. V nemški pravni ureditvi je obdelava osebnih podatkov v veliki meri odvisna od 
soglasja pacienta. Zakoni o varstvu osebnih podatkov dajejo velik poudarek osebni privolitvi 
posameznika, ki mora biti podana prostovoljno. Poleg tega mora biti posameznik seznanjen 
tako z obsegom kot ciljem načrtovane obdelave podatkov, prav tako pa tudi s prostovoljnostjo 
svoje privolitve in možnostjo, da soglasje kadarkoli lahko prekliče. Tako imenovano pavšalno 
soglasje pravno ni veljavno.120 
 
 
                                                     
118 Najbolj relevantne pravne podlage se nanašajo na varovanje življenja ali telesa posameznika, na situacije, ko 
posameznik občutljive osebne podatke sam objavi brez namena omejitve njihove uporabe, za namene 
zdravstvenega varstva ali za uveljavljanje ali nasprotovanje pravnemu zahtevku. Podrobneje glej 13. člen ZVOP-
1. 
119 Glej peto točko 13. člena ZVOP-1. 
120 Mand E., Medizinrecht 7/03, str. 396. 
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6.2.1 Načelo sorazmernosti 
 
Načelo sorazmernosti predstavlja pomemben vidik varstva zasebnosti. 121  Pri obdelavi 
zdravstvenih podatkov je to načelo upoštevano takrat, kadar je obdelava omejena le na takšen 
obseg osebnih podatkov, kot jih nujno potrebujemo za dosego namena njihove obdelave.  
Namen zbiranja zdravstvenih podatkov je v prvi vrsti zagotovitev pacientove zdravstvene 
oskrbe. Iz ustaljene sodne prakse Ustavnega sodišča RS sicer izhaja, da vsako zbiranje in 
obdelovanje osebnih podatkov že samo po sebi pomeni poseg v informacijsko zasebnost.122 
Zato pogosto pride v poštev splošni test sorazmernosti: tehtanje, ali so ukrepi, ki jih določa 
zakon, skladni z njegovim namenom. Načelo sorazmernosti mora zakonodajalec upoštevati že 
ob samem snovanju zakona, določiti obseg osebnih podatkov in namen njihovega zbiranja ter 
obdelave.123 
Zakonodajalec je tako z vključitvijo načela sorazmernosti v ZPacP želel preprečiti 
prekomerno zbiranje osebnih podatkov oziroma zbiranje osebnih podatkov na zalogo. 124 
Zbirajo in obdelujejo se lahko torej le tisti pacientovi osebni podatki, ki so nujno potrebni za 
pravilno in ustrezno oceno zdravstvenega stanja in ki omogočajo morebitno nadaljnjo 
zdravstveno obravnavo. 
Poleg zakonodajalca načelo sorazmernosti zavezuje tudi upravljavca, ki mora uporabniku 
osebnih podatkov125 dovoliti vpogled ali posredovati zgolj tiste osebne podatke, ki jih izvajalec 
zdravstvenih storitev potrebuje za to, da svoje delo lahko opravi korektno in zakonito.126 
Izvajalec zdravstvenih storitev mora biti posebej pozoren, kadar posreduje osebne podatke 
drugemu izvajalcu zaradi potreb zdravljenja svojega pacienta. Biti mora pazljiv, da zdravniku 
specialistu (oziroma v primeru uveljavljanja pravice do drugega mnenja, drugemu zdravniku, 
ki ni pacientov osebni zdravnik) posreduje le tisti del pacientove zdravstvene dokumentacije, 
ki je potrebna za delo specialista, in ne celotne zdravstvene kartoteke.127  
 
                                                     
121 Glej sedmi odstavek 44. člena ZPacP. 
122 Sodba Ustavnega sodišča RS, št. U-I-238/99 z dne 09.11.2000 – Uradni list RS, št. 113/00, OdlUS IX, 257. 
123 Pirc Musar N. v: Korošec D. (ur.), 2009, str. 232. 
124 Pirc Musar N. v: Korošec D. (ur.), 2009, str. 231. 
125 Uporabnik osebnih podatkov je fizična ali pravna oseba, ki se ji posredujejo ali razkrijejo osebni podatki. Glej 
osmo točko 6. člena ZVOP-1. 
126 Pirc Musar N. v: Korošec D. (ur.), 2009, str. 232. 
127 Pirc Musar N. v: Korošec D. (ur.), 2009, str. 233. 
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6.2.2 Izmenjava zdravstvene dokumentacije 
 
Izbrani osebni zdravnik 128  v smislu obdelave podatkov nosi naloge in pristojnosti 
upravljavca zdravstvenih podatkov. Deluje kot vratar v svet zdravstvenih storitev. Zato ima 
izbrani osebni zdravnik pomembne usklajevalne, usmerjevalne in dokumentacijske naloge.129 
V prvi vrsti skrbi za pacientovo zdravje, pacienta po potrebi napoti na nadaljnje zdravljenje k 
zdravniku specialistu ali v bolnišnico, ob tem pa zbira in upravlja njegove zdravstvene podatke, 
ki se nahajajo v zdravstveni kartoteki. 
Izmenjava zdravstvene dokumentacije je včasih neizogibna in zdravnik je dolžan 
zdravstvene podatke posredovati tretjim osebam – to lahko stori na podlagi zakona ali 
pacientove osebne privolitve.130  
Pacientove osebne privolitve ne potrebuje takrat, kadar pacient potrebuje nadaljnje 
zdravljenje in mora zdravnik njegove zdravstvene podatke posredovati drugemu izvajalcu 
zdravstvenih storitev.131 Tako mora v primeru, ko je potrebno zdravljenje na sekundarni ravni, 
osebni zdravnik relevantno pacientovo dokumentacijo posredovati zdravniku specialistu. 
Enako mora ravnati tudi v primeru, ko pacient uveljavlja pravico do drugega mnenja.  
Prav tako mora izbrani osebni zdravnik sodelovati s pooblaščenim zdravnikom delodajalca 
v primeru napotitve delavca na zdravstveni pregled. Namen sodelovanja je celovita in pravilna 
zdravstvena obravnava za izvedbo preventivnega zdravstvenega pregleda delavca ter ocena 
njegove zmožnosti za delo. Pri tem izbrani osebni zdravnik ni dolžan posredovati celotne 
pacientove zdravstvene dokumentacije, pač pa posreduje zgolj tiste zdravstvene podatke iz 
pacientovega zdravstvenega kartona, ki bodo pripomogli k pravilni oceni zdravstvenega stanja 
in oceni delavčeve zmožnosti za delo. 
Pooblaščeni zdravnik delodajalca mora izbranemu osebnemu zdravniku vrniti posredovano 
zdravstveno dokumentacijo najkasneje dan po njenemu prejemu. Pri tem je pooblaščeni 
zdravnik osebnega zdravnika dolžan obvestiti zgolj, če je ob pregledu ugotovil kakšno okvaro 
zdravja delavca, ki ogroža njegovo življenje. Drugače pa izsledkov preiskav ni dolžan deliti z 
delavčevim osebnim zdravnikom.132 
                                                     
128 Izbrani osebni zdravnik je lahko splošni zdravnik, zobozdravnik in ginekolog. 
129 Strban G., Gradišek A., Balažic J., Zdravniški vestnik, 80/11, str. 776. 
130 Strban G., Gradišek A., Balažic J., Zdravniški vestnik, 80/11, str. 778. 
131 Prav tam. 
132 Strban G., Gradišek A., Balažic J., Zdravniški vestnik, 80/11, str. 782. 
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7. ZAVAROVANJE OBČUTLJIVIH OSEBNIH PODATKOV 
7.1 Splošno o zavarovanju  
 
Večina osebnih podatkov, s katerimi se vsakodnevno srečujejo izvajalci zdravstvenih 
storitev, spada med občutljive osebne podatke. Ker se zdravstveni podatki med seboj razlikujejo 
po stopnji občutljivosti, se glede na vrsto podatkov in vrsto postopka obdelave pojavljajo 
različna tveganja, na podlagi katerih je treba sprejeti različne varnostne ukrepe.133 Učinkovito 
zavarovanje osebnih podatkov je eden od bistvenih pogojev za učinkovito varstvo osebnih 
podatkov. Pripomore tudi k temu, da je načelo zaupnosti razmerja med zdravnikom in 
pacientom bolj upoštevano. 
ZPacP zavarovanja osebnih podatkov izrecno ne ureja, zato kot temelj služi ZVOP-1, ki 
določa minimalne zahteve za zavarovanje zbirk osebnih podatkov.134 Od upravljavcev osebnih 
podatkov zahteva izvedbo organizacijskih, tehničnih in logično-tehničnih postopkov ter 
ukrepov za zavarovanje.135  
Podrobnejših ukrepov in postopkov zavarovanja ZVOP-1 ne določa, saj so ti odvisni od 
različnih okoliščin, v katerih se osebni podatki v praksi obdelujejo. Temu sledi tudi ZZPPZ.136 
Zato pa ZVOP-1 upravljavcem in pogodbenim obdelovalcem nalaga dolžnost, da predpišejo 
ustrezne postopke in ukrepe zavarovanja.137 Pravilnik o tehničnih in organizacijskih ukrepih za 
zavarovanje podatkov v zbirkah podatkov, ki naj bi podrobneje uredil to materijo, še ni bil 
sprejet. 
Običajna praksa upravljavcev oziroma pogodbenih obdelovalcev osebnih podatkov je, da 
sprejmejo pravilnik o varstvu osebnih podatkov. Pravilniki različnih upravljavcev se lahko 
vsebinsko razlikujejo, saj ZVOP-1 ne določa natančne vsebine notranjega akta. Posledično se 
stopnja varnosti zdravstvenih podatkov razlikuje od izvajalca do izvajalca. Zato je pomembno, 
da upravljavec osebnih podatkov zagotovi, da se bodo predpisani postopki in ukrepi 
zavarovanja dosledno izvajali. 
 
                                                     
133 Tako tretji odstavek 24. člena ZVOP-1. 
134 Glej 24. člen ZVOP-1. 
135 Glej prvi odstavek 24. člena ZVOP-1. 
136  Mnenje Informacijskega pooblaščenca, št. 0712-1/2017/2507 z dne 20.12.2017, dostopno na URL: 
https://www.ip-rs.si/vop/omara-za-shranjevanje-zdravstvenih-datotek-3029/ (18.06.2018). 
137 Glej 25. člen ZVOP-1. 
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7.2 Načelo sledljivosti obdelave podatkov 
 
Sledljivost obdelave osebnih podatkov predstavlja pomemben vidik zavarovanja osebnih 
podatkov. Zavarovanje mora biti urejeno tako, da omogoča poznejše ugotavljanje, kdaj so bili 
posamezni podatki vneseni v zbirko osebnih podatkov, uporabljeni ali drugače obdelani. Prav 
tako mora biti omogočena tudi sledljivost vpogledov, da se lahko ugotovi, kdo je bil tisti, ki je 
obdeloval podatke oziroma kateri uporabnik je videl določene podatke.138  
Zdravstveni informacijski sistem mora biti zasnovan tako, da omogoča naknadno 
ugotavljanje, kateri uporabnik je ob katerem času naslovil zahtevo za pridobitev ali prikaz 
osebnih podatkov določene osebe. Takšna sledljivost omogoča naknadno ugotavljanje zlorab 
zaradi nepooblaščene seznanitve z osebnimi podatki pacientov. 139  Upravljavec osebnih 
podatkov mora za vsako posredovanje oziroma izmenjavo osebnih podatkov zagotoviti, da je 
mogoče pozneje ugotoviti, kateri osebni podatki so bili posredovani ter komu, kdaj in na kakšni 
podlagi.140 
V dobi modernih tehnologij je zagotavljanje načela sledljivosti dokaj preprosto, saj 
informacijski sistemi omogočajo, da se vsak vpogled v zbirke podatkov (tudi vpogled v 
konkretne osebne podatke) zabeleži na strežniku. Na strežniku se vodi dnevnik vpogledov, iz 
katerega je razvidno, kateri uporabnik je, preko uporabniškega imena in gesla, uporabil določen 
osebni podatek oziroma vpogledal vanj.141 
Večjo težavo pri zagotavljanju načela sledljivosti predstavlja ročno vodena zdravstvena 
dokumentacija. Takšne zbirke morajo biti na primeren način shranjene, da se tako zagotovi čim 
večja varnost pred nepooblaščenimi dostopi. Poleg tega morajo biti v primeru ročno vodene 
zdravstvene dokumentacije v pravilniku ali drugem ustreznem aktu natančno določene osebe, 
ki imajo pravico dostopa do osebnih podatkov.142  
                                                     
138 Tako navaja informacijski pooblaščenec v Smernicah za zavarovanje osebnih podatkov v informacijskih 
sistemih bolnišnic, ki so dostopne na URL: https://www.ip-
rs.si/fileadmin/user_upload/Pdf/smernice/Smernice_za_zavarovanje_OP_v_IS_bolnisnic_15022008.pdf 
(18.06.2018). 
139 Glej Smernice za zavarovanje osebnih podatkov v informacijskih sistemih bolnišnic, ki so dostopne na URL: 
https://www.ip-
rs.si/fileadmin/user_upload/Pdf/smernice/Smernice_za_zavarovanje_OP_v_IS_bolnisnic_15022008.pdf 
(18.06.2018). 
140 Tako navaja informacijski pooblaščenec v Smernicah za zavarovanje osebnih podatkov, ki so dostopne na URL: 
https://www.ip-rs.si/fileadmin/user_upload/Pdf/smernice/Smernice_o_zavarovanju_OP.pdf (18.06.2018). 
141 Pirc Musar N. v: Pirc Musar N. (ur.), 2006, str. 211. 
142 Prav tam. 
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7.3 Omejitev dostopa preko dostopnih pravic 
 
Dostopne pravice so povezane z že omenjenim načelom sledljivosti obdelave osebnih 
podatkov. Nanašajo se predvsem na informatizirano zdravstveno dokumentacijo, saj je v tem 
primeru veliko enostavneje omejiti dostop do določenih podatkov iz celotne zbirke, kot v 
primeru ročno vodenega zdravstvenega kartona. Dostop do posameznih vrst podatkov je 
predpisan s shemami pooblastil, ki so določene v notranjem aktu upravljavcev osebnih 
podatkov.  
Predstojnik izvajalca zdravstvenih storitev mora natančno razdelati sistem dostopnih pravic 
in paziti na politiko dodeljevanja gesel za vstop v elektronske zbirke osebnih podatkov.143 Prav 
tako mora paziti, kako so dodeljena pooblastila za kakršnokoli obdelavo in na ustrezno urejanje 
nivojskega dostopa do podatkov. Zdravnik tako lahko dostopa do vseh podatkov, medicinska 
sestra ima že bolj omejen dostop, tehnično osebje in zaposleni v kadrovskih službah pa lahko 
dostopajo le do tistih podatkov, ki so potrebni za izvajanje njihovih nalog.144 
 
7.4 Shranjevanje zdravstvene dokumentacije 
 
Osebni podatki se lahko shranjujejo le toliko časa, kolikor je to potrebno za namene 
njihovega zbiranja oziroma nadaljnje obdelave. Nato se izbrišejo, uničijo, blokirajo ali 
anonimizirajo, na ta način se prepreči njihova nadaljnja obdelava. 145  ZZPPZ za zbirke 
zdravstvenih podatkov posebej določa roke dopustne hrambe podatkov. Tako se 
zobozdravstveni karton hrani trajno, zdravstveni karton in popis bolezni se hrani še 10 let po 
smrti pacienta, medtem ko se ostala osnovna zdravstvena dokumentacija hrani 15 let.146 
Poleg časovnih omejitev hrambe zdravstvenih podatkov je za varstvo teh podatkov 
pomemben tudi način njihovega shranjevanja. Že samo dejstvo, ali se zdravstvena 
dokumentacija obdeluje ročno ali s pomočjo sredstev za avtomatizirano obdelavo, narekuje 
drugačne pristope glede njene hrambe.  
                                                     
143 Pirc Musar N. v: Korošec D. (ur.), 2009, str. 230.  
144 Prav tam. 
145 Glej 21. člen ZVOP-1. 
146 Tako določa Priloga 1 ZZPPZ. 
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7.4.1 Shranjevanje ročno vodene zdravstvene dokumentacije 
 
Glede na to, da je večina zdravstvene dokumentacije še vedno v papirni obliki, običajen 
pristop k varnosti zdravstvenih podatkov temelji na omejevanju fizičnega dostopa do 
zdravstvenega kartona.147  
Sicer ZVOP-1 ne predpisuje minimalnih tehničnih standardov za zavarovanje dokumentov 
z občutljivimi osebnimi podatki, vendar morajo biti ti vseeno ustrezno varovani. Informacijski 
pooblaščenec v svojem mnenju priporoča, da se, glede na občutljivost in pomen podatkov, 
takšni dokumenti hranijo v zaklenjenih ognjevarnih omarah. S tem se podatke zavaruje pred 
zunanjimi vplivi, na primer pred požari, poplavami, vlomi, izlivi tekočin in drugimi nevarnimi 
tveganji. Pri vsem tem je zelo pomembno, da takšna omara ni prosto in nenadzorovano dostopna 
nepooblaščenim osebam, tako pacientom kot tudi tretjim osebam.148  
V praksi se je pogosto dogajalo, da so bili zdravstveni kartoni shranjeni v omarah na 
hodniku, predali so bili odklenjeni ali celo odprti in tako izpostavljeni nepooblaščenemu 
dostopu. Zato je zaradi občutljivosti zdravstvenih podatkov smiselno, da se njihove zbirke 
hranijo v prostorih, ki so opremljeni z video nadzornim sistemom, alarmom in protipožarno 
zaščito. 
 
7.4.2 Shranjevanje digitalne zdravstvene dokumentacije 
 
Za hrambo zdravstvene dokumentacije v informatizirani obliki so potrebni drugačni ukrepi 
zavarovanja občutljivih podatkov, kljub temu pa cilj ostaja enak. To je preprečiti nepooblaščen 
dostop in tudi nepooblaščeno obdelavo zdravstvenih podatkov. Posebno grožnjo varnosti 
osebnih podatkov predstavlja dejstvo, da so računalniki vse pogosteje priključeni na 
komunikacijsko omrežje, ki je povezano z javno telekomunikacijsko infrastrukturo.149 
                                                     
147 Sedlar U., Volk M. in Bešter J., Elektrotehniški vestnik 3/15, str. 135. 
148  Mnenje Informacijskega pooblaščenca, št. 0712-1/2017/2507 z dne 20.12.2017, dostopno na URL: 
https://www.ip-rs.si/vop/omara-za-shranjevanje-zdravstvenih-datotek-3029/ (18.06.2018). 
149 Sedlar U., Volk M. in Bešter J., Elektrotehniški vestnik 3/15, str. 135. 
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Za zaščito informatiziranih podatkov o posameznem pacientu obstaja več ukrepov za 
zagotovitev informacijske varnosti. Avtentikacija,150  avtorizacija151  in zaupnost152  so samo 
primeri zaščite. Zaupnost poleg avtentikacije in avtorizacije pomeni tudi to, da mora biti 
onemogočeno prestrezanje podatkov na komunikacijskem omrežju. To lahko dosežemo s 
šifriranjem podatkov.153 
V informacijskih sistemih, ki so izpostavljeni javnemu internetnemu omrežju, je tipična 
zahteva po anonimizaciji ali psevdoanonimizaciji podatkov. Anonimizacija zagotovi, da so 
podatki shranjeni brez možnosti identifikacije posameznika, na katerega se nanašajo. Z vidika 
varstva zasebnosti je to dober ukrep, saj v primeru, ko podatki pridejo v napačne roke, ni 
mogoče ugotoviti, na koga se nanašajo. Po drugi strani pa popolna anonimizacija onemogoča 
poznejšo uporabo podatkov v zdravstvenem postopku. Zato v primeru, ko želimo v podatkih 
ohraniti informacijo, na koga se nanašajo, uporabimo metodo psevdoanonimizacije. Tu je 
nadaljnja obdelava enostavnejša, saj je podatke mogoče deanonimizirati z manj napora.154 
  
                                                     
150 Avtentikacija pomeni, da se prepričamo, da je zdravnik ali pacient res ta, za kogar se izdaja v postopku 
pridobivanja podatkov. To dosežemo recimo z unikatnim uporabniškim imenom in geslom. 
151 Avtorizacija pomeni, da lahko uporabnik dostopa samo do podatkov ali izvaja dejanja, za katera je pooblaščen 
preko dostopnih pravic. 
152 Zaupnost narekuje, da občutljivi podatki ne smejo priti v roke nepooblaščeni osebi. 
153 Sedlar U., Volk M. in Bešter J., Elektrotehniški vestnik 3/15, str. 135. 
154 Sedlar U., Volk M. in Bešter J., Elektrotehniški vestnik 3/15, str. 136. 
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8. ZAKLJUČEK 
 
Področje varstva osebnih podatkov se je tekom pisanja magistrskega dela izkazalo za zelo 
obširno področje, v katerem je le majhen delček namenjen varstvu občutljivih osebnih 
podatkov, kamor sodijo tudi zdravstveni ter osebni podatki pacienta. Zdravstvena 
dokumentacija vsebuje veliko količino občutljivih podatkov o posamezniku, zato mora 
izvajalec zdravstvenih storitev s sprejetjem postopkov in ukrepov zavarovanja v čim večji meri 
zagotoviti varstvo pred nepooblaščenim dostopanjem in njihovo obdelavo.  
Za varstvo osebnih podatkov na področju zdravstva se v pretežni meri uporablja ZVOP-1 
kot sistemski predpis. ZPacP kot področni zakon je varstvu osebnih podatkov posvetil posebno 
poglavje, kar kaže na pomembnost varstva zasebnosti na zdravstvenem področju. Zdravje in 
zasebnost posameznika sta dva tesno povezana pojma, hkrati pa tudi dve vrednoti, ki ju 
posameznik v današnjih časih najbolj ceni. Pri zdravstveni obravnavi nemalokrat trčita ena ob 
drugo in posameznik se mora odreči delu zasebnosti, da je deležen celovite zdravstvene oskrbe. 
Z razvojem modernih tehnologij se vse več poudarka daje elektronskim zbirkam 
zdravstvenih podatkov. V Sloveniji sicer še vedno prevladuje zdravstvena dokumentacija v 
papirni obliki oziroma se zdravstveni karton vodi dvojno – ročno in elektronsko. Z 
informatizacijo zdravstvene dokumentacije se tako odpirajo nove in enostavnejše poti za njeno 
obdelavo in posredovanje, hkrati pa obstaja tudi več možnosti za zavarovanje podatkov, ki jih 
zdravstvena dokumentacija vsebuje.  
Popolnega varstva pred zlorabo in nepooblaščenim dostopanjem do zdravstvenih podatkov 
ni mogoče zagotoviti, kršitev pravice do zasebnosti se ne da povsem zatreti. Slovenski pravni 
sistem zgledno sledi evropskim smernicam. Glede na to, da na temo varstva pacientovih 
osebnih podatkov in na splošno o varstvu občutljivih osebnih podatkov na zdravstvenem 
področju še ni veliko sodne prakse, se zdi, da je sistem varovalk na zdravstvenem področju 
dobro vzpostavljen. Moja hipoteza in predvidevanja so se tako izkazala za resnična. 
Prostor za izboljšave pa seveda vedno obstaja. Glede na naravo in občutljivost zdravstvenih 
podatkov, bi bilo v prihodnje smiselno še natančneje urediti sistem varstva osebnih podatkov, 
ki bi bil posebej prilagojen specifikam in tveganjem na zdravstvenem področju. Na ta način bi 
tudi olajšali položaj izvajalcev zdravstvenih storitev, saj bi ti dobili vse informacije na enem 
mestu. 
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