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BAB II 
TINJAUAN PUSTAKA 
2.1 Redistribusi 
Redistribusi memanfaatkan routing protocol untuk mengiklankan rute 
yang dilaluinya dengan routing protocol lain, static route, atau rute yang 
terhubung langsung [4]. Redistribusi bisa diartikan sebagai penghubung pada 
suatu jaringan yang ingin menggunakan 2 atau lebih routing protocol. Dengan 
menggunakan redistribusi, 2 atau lebih routing protocol dalam suatu jaringan 
dapat berkomunikasi satu dengan yang lainnya. Setiap routing protocol 
memiliki karakteristik yang berbeda-beda seperti metric, jarak administratif, 
dan lainnya [4]. Konsep redistribusi yang mengiklankan rute menjadikan 
karakteristik di setiap routing protocol berpengaruh pada saat redistribusi. 
2.2 Routing 
2.2.1 Pengertian Routing 
Routing merupakan sebuah mekanisme untuk menentukan jalur 
yang akan dilewati suatu paket dari host asal ke host tujuan [6]. Untuk 
pemilihan jalur dari setiap routing protocol menggunakan parameter 
yang berbeda-beda. Parameter yang digunakan seperti hop count 
digunakan oleh RIPv2. OSPF menggunakan parameter bandwidth 
untuk menetukan jalurnya.. 
Router merupakan device yang bisa melakukan routing. Router 
akan bertugas mempelajari infomasi routing yang terdapat pada Tabel 
routing [7]. Tabel routing berisi informasi interface dan jaringan yang 
terhubung atau pun tidak pada router. Tabel routing menjadi patokan 
router untuk menentukan port mana yang digunakan untuk meneruskan 
paket yang datang. 
2.2.2 Jenis Routing 
Jenis routing pada umumnya ada 2, yakni routing statis dan 
routing dinamis. Routing statis ialah pengaturan routing yang dilakukan 
secara manual oleh administrator [8]. Rute yang akan dilalui paket pada 
routing statis tidak akan berubah kecuali diubah oleh pihak 
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administrator. Routing statis digunakan pada jaringan yang kecil karena 
mudah diaplikasikan 
Routing dinamis pada dibagi menjadi Interior Gateway Protocol 
(IGP) dan Eksterior Gateway Protocol (EGP) [8]. Pada routing IGP 
terbagi menjadi 2 yakni link state dan distance vector. OSPF dan IS-IS 
termasuk dalam link state dan RIP EIGRP termasuk dalam distance 
vector.RoutingBorder Gateway Protocol (BGP) termasuk di EGP. Pada 
routing dinamis tabel routing akan bekerja secara otomatis. 
Routing dinamis menggunakan metric untuk menentukan jalur 
terbaik yang akan di lewati paket. Suatu perhitungan algoritma yang 
dilakukan oleh protocol routing baik berupa jarak atau cost ke tujuan 
disebut metric [2]. Setiap protocol routing memiliki perhitungan metric 
tersendiri seperti OSPF yang menggunakan bandwidth sebagai metric 
nya. 
2.3 Interior Gateway Protocol(IGP) 
2.3.1 Open Shortest Path First (OSPF) 
Open Shortest Path First (OSPF) merupakan routing protocol 
yang berbasis link-state. Dalam menghitung jalur terpendek OSPF 
menggunakan algoritma Dijkstra dan menggunakan cost sebagai metric 
[9]. Database link-state akan terbentuk pada masing-masingrouter 
ketika sudah melakukan pertukaran informasi. Autentikasi yang 
digunakan antar router sebelum menerima Link-state Advertisement 
(LSA) adalah MD5 
Cara kerja routing protocol OSPF yang pertama yakni dengan 
mengirim hello packet secara broadcast pada semua link state. Setelah 
itu router neighbor akan memberikan reply yang menandakan bahwa 
kedua router sudah bisa melakukan komunikasi. Tahap kedua yakni 
dengan membangun topological database. Isi dari topological database 
ini adalah tabel yang berisi jalur yang nantinya bisa dilewati saat 
pengiriman paket. Tahap ketiga yakni melakukan perhitungan metric 
bandwidth dengan algoritma djisktra. Routing OSPF akan memilih jalur 
yang memilki bandwidth yang lebih besar. Tahap ke empat adalah 
 6 
 
membuat open shortest path tree, pada tahap ini routing OSPF akan 
membuat tree untuk menentukan router sebagai router root yang 
nantinya akan terhubung ke router lain. Tahap ke lima ialah membuat 
tabel routing yang berisi jalur terbaik pada menuju ke semua router 
[10]. Dari tabel routing dapat diketahui jaringan yang terhubung dengan 
router tersebut dan interface yang dilaluinya. 
2.3.2 Routing Information Protocol (RIP) 
Routing protocol RIP merupakan salah satu protocol distance 
vector. RIP memiliki timer tersendiri untuk mengetahui kapan suatu 
router akan mengirimkan informasi routing kembali [11]. Pada routing 
protocol ini ketika terjadi perubahan dalam jaringan tetapi timer belum 
habis, router tetap harus memberikan informasi routing. 
Setiap 30 detik sekali routing protocol RIP akan mengirimkan 
routing tabel ke semua interface yang aktif. Untuk menentukan cara 
terbaik menuju network remote, RIP hanya menggunakan jumlah 
lompatan (hop). Jumlah nilai maksimum lompatan ialah 15, lebih dari 
15 dinyatakan unreachable [11]. Dengan terbatasnya jumlah lompatan, 
RIP sering digunakan pada jaringan dengan lingkup yang kecil. 
Dalam perkembangannya terdapat 3 jenis RIP yakni RIPv1, 
RIPv2 dan RIPng. Dari ketiga jenis RIP, memiliki perbedaan diantara 1 
dengan yang lainnya. Perbedaan RIPv1 dan RIPv2 dapat dilihat pada 
tabel 2.1 [2]: 
Tabel 2.1 Perbedaan RIPv1 dan RIPv2 [2] 
RIPv1 RIPv2 
Distance Vector Distance Vector 
Maximum Hop Count 15 Maximum Hop Count 15 
Class full Classless 
Broadcast based Use multicast 224.0.0.9 
Not Suport for VLSM Support VLSM 
No Authentication MD5 Authentication 
No support for discontiguous Support discontiguous 
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RIPv1 RIPv2 
networks networks 
 
Untuk RIP jenis ketiga adalah RIPng. RIPng menggunakan UDP 
port 521, berbeda dangan Ripv2 yang menggunakan port 520. RIPng 
juga tidak mendukung authentication [12]. RIP jenis ketiga ini 
digunakan pada Internet Protocol version 6. IPv6 menyediakan lebih 
banyak IP dibandingkan IPv4. 
2.3.3 Enhanced Interior Gateway Routing Protocol (EIGRP) 
EIGRP merupakan salah satu routing protocol yang masuk dalam 
Interior Gateway Protocol. Routing EIGRP ini hanya bisa digunakan 
pada sesama router Cisco [6]. Dalam menentukan jalur terpendek yang 
akan dilalui pada saat komunikasi berlangsung EIGRP menggunakan 
algoritma Diffusing Update Algorithm (DUAL). 
Balanced Hybrid Routing merupakan sebutan Cisco untuk 
EIGRP. Sebutan tersebut diberikan pada EIGRP dikarenakan 
menggunakan beberapa fitur seperti protocol link-state dan protocol 
distance vector. Untuk menghitung metrik, EIGRP menggunakan 
parameter bandwidth dan delay [8]. Metric digunakan untuk 
menentukan jalur terbaik yang akan dilewati packet saat terjadi 
komunikasi. 
Dalam melakukan routing untuk menentukan rute terbaik, EIGRP 
menghasilkan tiga informasi tabel yakni tabel neighbor, tabel topologi 
dan Tabel routing [2]. Tabel neighbor berisi tentang informasi router 
yang terhubung ke dirinya sendiri. Informasi rute yang dihasilkan oleh 
tetangga merupakan isi tabel topologi. Yang terakhir tabel routing yang 
berisi semua router tetangga yang terhubung serta jalur terbaik. 
Dalam hal waktu konvergensi routing EIGRP lebih cepat dari 
routing protocol lainnya. Ketika jalur yang dimiliki EIGRP mengalami 
kegagalan, routing ini tidak perlu mencari feasible successor pada 
topologi. Jalur alternatif yang terdapat pada tabel topologi akan 
digunakan oleh routing EIGRP [13]. 
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Dalam routing protocol EIGRP digunakan beberapa terminologi. 
Successor, neighbor tabel, feasible successor, topology tabel, dan 
reliable transport protocol merupakan terminologi yang terdapat pada 
routing EIGRP. Berikut ini penjelasan terminologi yang digunakan 
dalam routing protocol EIGRP [9]: 
 Successor: jalur yang akan digunakan untuk meneruskan paket data. 
 Feasible successor: suatu istilah yang digunakan untuk jaluryang 
akan digunakan untuk meneruskan paket ketika successor 
mengalami masalah. 
 Neighbor tabel: berisi tentang informasi router berupa alamat dan 
interface yang terhubung ke dirinya sendiri 
 Topology tabel: berisi informasi keseluruhan tujuan dari router 
sekitarnya. 
 Reliable transport protocol: routing protocol EIGRP menjamin 
urutan dalam pengiriman data. 
2.4 Eksterior Gateway Protocol (EGP) 
BGP (Border Gateway Protocol)merupakan salah satu jenis routing 
yang masuk pada Eksterior Gateway Protocol (EGP). Routing BGP dibagi 
menjadi 2, yakni iBGP dan eBGP. Routing BGP digunakan untuk koneksi 
antar Autonomous System (AS) [14]. Dalam 1 AS dapat mencakup jaringan 
yang cukup besar.  
Dalam routing BGP terdapat banyak terminologi yang digunakan. 
Nomor AS, tipe AS dan BGP session merupakan contoh dalam terminologi 
yang ada dalam routing protocol BGP. Berikut ini beberapa terminologi pada 
BGP [9]: 
1. BGP Speaker : Istilah untuk router yang mendukung BGP 
2. BGP Neighbor : Dalam BGP, ada 2 jenis neighbor yakni : 
 Internal Border Gateway Protocol (IBGP) : Pasangan BGP 
dengan AS yang sama 
 Eksternal Border Gateway Protocol (EBGP) : Pasangan BGP 
dengan AS berbeda. 
3. BGP Session : sesi dari 2 BGP yang sedang terhubung 
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4. Tipe trafik:  
 Lokal: trafik lokal ke AS 
 Transit: Semua trafik yang bukan termasuk trafik lokal 
5. Tipe AS 
 Stub : Bagian dari AS yang terkoneksi hanya 1 koneksi ke AS 
 Multihomed : terkoneksi dengan 2 AS atau lebih tetapi tidak 
menerus trafik transit 
 Transit: sama seperti multihomed yang terkoneksi dengan 2 AS 
atau lebih, tetapi meneruskan paket lokal dan transit. 
6. Nomor AS : nomor unik yang panjangnya sampai 16 bit 
7. AS Path : Jalur yang dilalui oleh routing dengan nomor AS 
8. Routing Policy : suatu aturan yang harus ditaati untuk meneruskan 
suatu paket 
9. Network Layer Reachability Information (NLRI) : digunakan ketika 
advertise router. 
10. Routes and Path : entry routing tabel. 
2.5 Quality of Service (QoS) 
QoS merupakan suatu metode yang digunakan untuk mengukur 
seberapa baik suatu jaringan serta dapat didefinisikan karakteristik dan sifat 
dari layanan [15]. Jitter, throughput, packet loss dan delay merupakan 
parameter QoS yang sering digunakan sebagai parameter di suatu jaringan. 
Parameter tersebut digunakan untuk menentukan bagus atau tidaknya layanan 
suatu jaringan. 
Delay merupakan waktu yang dibutuhkan paket sampai ke tujuan. 
Kongesti, waktu proses dan jarak bisa mempengaruhi delay [16]. Semakin 
tinggi delay suatu jaringan,maka performa jaringan tersebut tidak bagus. 
Kategori delay dapat dilihat pada tabel 2.2. 
Tabel 2.2 Kategori Delay [16] 
Kategori Delay Besar Delay Indeks 
Sangat bagus < 150 ms 4 
Bagus 150 ms s/d 300 ms 3 
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Kategori Delay Besar Delay Indeks 
Sedang 300 ms s/d 450 ms 2 
Jelek >450 ms 1 
 
Pada tabel 2.2 menjelaskan kategori dalam delay. Jaringan dengan nilai 
delay<150 ms termasuk dalam kategori sangat bagus. Nilai delay diantara 
150 s/d 300 ms dikategorikan bagus. Untuk kategori sedang nilai delay 
berada diantara 300 ms s/d 450 ms dan untuk nilai >450 ms termasuk dalam 
kategori jelek. 
Packet loss merupakan packet yang hilang pada saat komunikasi 
berlangsung. Congestion dan collision dapat mempengaruhi parameter Qos 
yang satu ini [18]. Semakin banyak packet yang hilang pada saat pengiriman, 
menandakan jaringan terebut tidak bagus. Besar packet loss yang baik dapat 
dilihat pada tabel 2.3. 
Tabel 2.3 Kategori Packet loss [16] 
Kategori Packet loss Besar Packet loss Indeks 
Sangat bagus 0 4 
Bagus 3 3 
Sedang 15 2 
Jelek 25 1 
 
Tabel 2.3 menjelaskan kategori packet loss. Dalam suatu jaringan yang 
memiliki nilai packet loss 0, dikategorikan sangat bagus. Besar packet loss 
sebanyak 3 dikategorikan bagus. Nilai untuk Kategori packet loss yang 
sedang yakni 15 dan yang jelek yakni 25. 
Jitter atau sering disebut variasi delay dapat dihitung dengan mencari 
selisih antara delay pertama dengan delay selanjutnya [17]. Jitter dapat 
diakibatkan oleh panjang antrean ketika waktu pengolahan data. Semakin 
besar nilai jitter, maka semakin buruk performa jaringannya. Besarnya nilai 
jitter dapat dilihat pada tabel 2.4 
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Tabel 2.4Kategori Jitter [16] 
Kategori Jitter Besar Jitter Indeks 
Sangat bagus 0 ms 4 
Bagus 0 ms s/d 75 ms 3 
Sedang 75 ms s/d 125 ms 2 
Jelek 125 ms s/d 225 ms 1 
 
Tabel 2.4 menjelaskan kategori jitter. Jaringan yang memiliki nilai jitter 
0 ms dikategorikan sangat bagus. Nilai jitter diantara 0 ms s/d 75 ms 
dikategorikan bagus. Untuk kategori sedang memiliki rentang nilai 75 ms s/d 
125 ms dan untuk rentang nilai 125 ms s/d 225 ms termasuk dalam kategori 
jelek. Semakin tinggi nilai jitter, maka semakin jelek layananya. 
 
