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JIKA TERJADI KEGAGALAN SISTEM 
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A. PENDAHULUAN 
Peradaban dunia dewasa ini, dicirikan dengan fenomena 
kemajuan teknologi informasi dan globalisasi yang berlangsung hampir 
di semua bidang kehidupan.
2
  Salah satu pendorong Globalisasi adalah 
kemajuan teknologi Informasi yang memungkinkan manusia untuk 
saling berhubungan tanpa dibatasi oleh batas-batas negara sehingga 
dunia seakan-akan menjadi datar
3
. Era informasi (information age) 
merupakan tahapan selanjutnya setelah era pra sejarah, era agraris dan 
era industri
4
. 
Lahirnya teknologi digital telah mengakibatkan terjadinya 
keterpaduan ataupun konvergensi dalam perkembangan Teknologi 
Informasi, Multimedia dan Telekomunikasi (Information, Media and 
Communication Technology)
5
. Semula masing-masing teknologi 
tersebut seakan berjalan terpisah atau linear antara yang satu dengan 
yang lainnya, namun kini semua teknologi tersebut semakin menyatu. 
Wujud konvergensi (perpaduan) teknologi Telekomunikasi,  
Multimedia dan Informatika (“Telematika”)6 tersebut adalah lahirnya 
produk-produk teknologi baru yang memadukan kemampuan sistem 
informasi dan sistem komunikasi yang berbasiskan sistem komputer 
yang selanjutnya terangkai dalam suatu jaringan (network) sistem 
informasi dan/atau sistem komunikasi secara elektronik (selanjutnya 
disebut, "sistem elektronik") baik dalam lingkup lokal, regional 
maupun global. Kehadiran sistem informasi tersebut seakan-akan telah 
membuat suatu ruang baru dalam dunia ini yang populer dengan istilah 
cyberspace.
7
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Seiring dengan dinamika tersebut, masing-masing bidang hukum 
yang terkait dengan konvergensi Telematika, yakni Hukum 
Telekomunikasi, Hukum Multimedia dan Hukum Informatika 
(Komputer) yang semula dikaji secara terpisah/linear, dalam 
perkembangannya kini juga kian menyatu menjadi Hukum terhadap 
Informasi, Multimedia dan Komunikasi itu sendiri. Jelas terlihat bahwa 
konvergensi  hukum Telematika (hukum telekomunikasi, hukum media 
dan hukum informatika) sesungguhnya merupakan benturan paradigma 
hukum sebelumnya yang selanjutnya melahirkan suatu paradigma 
hukum yang baru.  
Benturan paradigma hukum tersebut juga membuat 
ketidakjelasan tentang siapa yang harus bertanggungjawab dan 
bagaimana pertanggungjawabannya jika terhadap penyelenggaraan 
sistem elektronik terjadi suatu kerusakan atau tidak bekerja 
sebagaimana mestinya sehingga mengakibatkan kerugian kepada pihak 
lain. Hal tersebut tidak dapat dengan mudah ditentukan karena begitu 
rumit atau kompleksnya hubungan para pihak yang mempunyai 
kontribusi terhadap penyelenggaraan sistem tersebut kepada publik.  
Pemerintah telah beberapa kali merubah kebijakannya. Dengan 
menggulirkan Inpres No.6 Tahun 2001 tentang Pengembangan dan 
Pendayagunaan Telematika, Pemerintah c.q. Bapenas sebelumnya juga 
pernah mencanangkan pengembangan Kerangka Teknologi Informasi 
Nasional (National IT Framework) yang menekankan pembangunan 
sistem informasi dalam lima pilar besar, yakni E-Democracy, E-
Society, E-Commerce, E-Education dan E-Government. Selanjutnya, 
pemerintah juga telah mengeluarkan Instruksi Presiden No.3 Tahun 
2003 tentang Kebijakan dan Strategi Nasional Pengembangan E-
government untuk mewujudkan penyelenggaraan sistem pemerintahan 
yang baik. Terakhir, Presiden RI langsung melibatkan diri sebagai 
Ketua Pengarah dari Dewan Teknologi Informasi dan Komunikasi 
Nasional (”Dewan TIK Nasional”) berdasarkan Keppres No.20 Tahun 
2006 tentang Dewan Teknologi Informasi dan Komunikasi 
                                                                                                                                         
untuk memperlihatkan suatu bentuk halusinasi virtual. Ia menguraikan seakan-akan 
adanya suatu ruang baru (space) yang lahir akibat terhubungnya medium kawat 
penghantar listrik (cyber) yang mempertemukan sistem komputer dengan sistem 
telekomunikasi dalam suatu penyelenggaraan sistem elektronik. Istilah tersebut 
bergulir terus sebagai istilah populer dari keberadaan suatu komunikasi virtual 
melalui jaringan komputer (the net), yang selanjutnya berwujud menjadi jaringan 
sistem komputer global (internet). Keberadaan kata 'space' dalam istilah 'cyberspace' 
secara teknis adalah berbeda sifatnya dengan kata 'space' dalam 'aerospace,' karena 
makna space pada 'aerospace' adalah ruang semesta yang tak terbatas yang 
diciptakan oleh sang pencipta, sementara space pada 'cyberspace' adalah ruang 
komunikasi ciptaan manusia yang bersifat terbatas meskipun jumlah pengunanya 
akan bertambah terus dari waktu kewaktu sesuai dinamika masyarakat. 
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Nasional("Keppres DETIKNAS"), yang selanjutnya secara teknis 
operasional dimotori oleh Menteri Komunikasi dan Informatika selaku 
Ketua Hariannya. 
Tanggal 21 April 2008 telah diundangkan Undang-Undang No.11 
Tahun 2008 tentang Informasi dan Transaksi Elektronik (“UU-ITE”), 
dan tak lama kemudian tanggal 30 April 2008 juga diundangkan 
Undang-Undang No.14 Tahun 2008 tentang Keterbukaan Informasi 
Publik (“UU-KIP”). Kedua Undang-Undang tersebut berpengaruh besar 
terhadap penyelenggaraan sistem elektronik, dan merupakan langkah 
penting bagi bangsa Indonesia sebagai suatu negara demokrasi modern  
terbesar ke tiga dalam upaya menjelmakan sistem elektroniknya untuk 
kepentingan publik. 
UU KIP telah memberikan kewajiban bagi setiap Badan Publik 
untuk membangun dan mengembangkan sistem informasi dan 
dokumentasi untuk mengelola Informasi Publik secara baik dan efisien 
sehingga dapat diakses dengan mudah oleh Publik
8
. Sementara Pasal 15 
ayat (1) UU ITE, telah memberikan kewajiban bagi setiap 
penyelenggara untuk menyelenggarakan Sistem Elektroniknya secara 
andal dan aman serta bertanggung jawab terhadap beroperasinya 
Sistem Elektronik sebagaimana mestinya. Selanjutnya dalam ayat (2) 
dan (3), dinyatakan bahwa Penyelenggara Sistem Elektronik 
bertanggung jawab terhadap Penyelenggaraan Sistem Elektroniknya, 
kecuali dapat dibuktikan terjadinya keadaan memaksa, kesalahan, 
dan/atau kelalaian pihak pengguna Sistem Elektronik.  
Selanjutnya timbul pertanyaan sebagai konsekwensi dari rumusan 
Pasal 15 UU ITE tersebut, apakah dalam prakteknya nanti, pola 
pertanggungjawaban penyelenggara sistem informasi akan didasarkan 
atas prinsip kesalahan (liability based on fault), praduga selalu bertanggung 
jawab (presumption of liability),) praduga selalu tidak bertanggung jawab 
(presumption of non liability), tanggung jawab mutlak (strict liability), atau 
pembatasan tanggungjawab (limitation of liability)? Dalam UU ITE, 
kemudian dijabarkan dalam Peraturan Perintah nomor 82 tahun 2012 
tentang Penyelenggaraan Sistem dan Transaksi Elektronik, prinsip apa 
yang dianut dalam menentukan tanggung jawab tersebut, khususnya 
jika terjadi kegagalan sistem yang menyebabkan kerugian pada pihak 
lainnya, tidak dinyatakan secara tegas, oleh karena itu sangat 
diperlukan kajian penelitian ini untuk dapat melihat prinsip apa yang 
dapat diterapkan dalam konteks penyelenggaraan sistem informasi 
tersebut. 
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B. PERUMUSAN MASALAH 
Berdasarkan semua uraian tersebut di atas, pokok masalah yang diteliti 
dapat dirumuskan sebagai berikut; 
1. Bagaimana  tanggungjawab penyelenggara sistem informasi, 
berdasarkan sistem hukum nasional yang berlaku? 
2. Bagaimana  implikasi kegagalan sistem pada tanggungjawab 
penyelenggara sistem informasi? 
 
C. METODOLOGI PENELITIAN 
Penelitian dilakukan di Perpustakaan Universitas Sam Ratulangi 
Manado, Perpustakaan Fakultas Hukum Universitas Sam Ratulangi Manado, 
Perpustakaan Minahasa Law Center di Manado, Kantor Wilayah Departemen 
Hukum dan HAM Sulawesi Utara di Manado. Penelitian ini dilaksanakan 
dalam waktu 4 (empat) bulan dari bulan Desember 2012 sampai dengan 
Maret 2013.  
Agar dapat menyelesaikan suatu penelitian ilmiah diperlukan metode 
pendekatan yang tepat sesuai dengan permasalahan yang telah ditentukan. 
Pendekatan masalah yang dipilih dalam penelitian ini merupakan pendekatan 
yuridis normatif. Berdasarkan pendekatan tersebut, inventarisasi hukum 
positif merupakan kegiatan pendahuluan dari seluruh proses penelitian. 
Dalam penelitian ini bahan hukum diperlukan untuk mengkaji pengertian-
pengertian dasar yang terdapat dalam sistem hukum jaminan dan perbankan 
yang mengatur tentang Tanggungjawab Penyelenggara Sistem Informasi. 
Mengingat penelitian ini menggunakan pendekatan normatif, maka 
pengumpulan bahan hukum dilakukan dengan prosedur identifikasi dan 
inventarisasi bahan-bahan hukum primer dan bahan-bahan hukum sekunder 
secara kritis. Biasanya, pada penelitian hukum normatif yang diteliti hanya 
bahan pustaka atau data sekunder, yang mungkin mencakup bahan hukum 
primer, sekunder dan tertier.  
Adapun bahan hukum primer, yaitu bahan-bahan hukum yang 
mengikat yang terdiri dari Peraturan Perundang-undangan yang berkaitan 
dengan teknologi informasi, sedangkan bahan hukum sekunder, yaitu bahan 
yang memberikan penjelasan mengenai bahan hukum primer seperti: hasil-
hasil seminar, karya ilmiah maupun hasil penelitian, jurnal yang ada 
kaitannya dengan permasalahan yang dibahas. Bahan hukum tertier, yakni 
bahan yang memberikan petunjuk maupun penjelasan terhadap bahan hukum 
primer dan sekunder yang terdiri dari buku-buku petunjuk lain yang ada 
kaitannya dengan permasalahan dalam penelitian ini. 
Penelitian yang dilakukan dengan cara meneliti bahan pustaka atau 
data sekunder dapat dinamakan penelitian hukum normatif atau penelitian 
hukum kepustakaan.   Bahan-bahan hukum yang terkumpul akan diediting 
untuk memeriksa kembali validitasnya guna menghindari penggunaan data 
yang kurang relevan dengan materi penelitian. Bahan hukum tersebut 
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kemudian diolah dan dianalisis secara normatif dengan menggunakan logika 
berpikir secara deduksi yang didasarkan pada  aspek hukum normatif. 
 
D. PEMBAHASAN 
1. Tanggungjawab Penyelenggara Sistem Informasi, Berdasarkan 
Sistem Hukum Nasional Yang Berlaku? 
Penyelenggaraan sistem elektronik  diatur dalam UU No. 11 tahun 
2008 tentang Informasi dan Transaksi Elektr onik (ITE). Undang-Undang 
No.11 Tahun 2008 tentang Informasi dan Transaksi Elektronik (ITE) menjadi 
tonggak  lahirnya payung hukum baru dalam pengaturan masalah 
pemanfaatan Informasi dan Transaksi Elektronik. UU tersebut mengatur 
aspek-aspek penting dalam pemanfaatan informasi dan transaksi elektronik. 
Disamping itu, UU tersebut mengatur juga masalah-masalah yang 
kemungkinan timbul dari pemanfaatan  teknologi infomasi seperti; hak cipta, 
transaksi elektronik, sengketa, yusridisksi dan lain-lain.  
Dalam konteks pengadaan secara elektronik, UU ITE telah memberi 
landasan hukum yang lebih kokoh atas dilaksanakannya penga daan secara 
elektronik (e-procurement). Dalam proses pengadaan secara elektronik, 
kedudukan pemerintah adalah selaku penyelenggara sistem elektronik. 
Pemerintah selaku penyelenggara  e-procurement seperti disebutkan 
sebelumnya diwakili oleh pengelola sistem elektronik (unit layanan) yang 
dibentuk berdasarkan surat keputusan pejabat tertentu dalam lingkungan 
instansi pemerintah. Berbeda dengan pemerintah dalam konteks hubungan 
kontraktual pengadaan yang diwakili oleh pejabat pembuat komitmen selaku 
penandatangan kontrak.  
Dalam konteks penyelenggaraan sistem elektronik, UU ITE telah 
memberikan standar pertanggungjawaban yang bersifat presumed liability 
karena tidak mungkin konsumen dapat membuktikan kesalahan yang terjadi 
pada sistem tersebut, karena sistem tersebut adalah teknologi tinggi (hi-tech) 
yang tidak  mungkin dapat dengan mudah mengakses dan mengetahui 
bagaimana substansi sistem tersebut sebenarnya
9
. 
Didalam UU ITE mengatur tentang penyelenggara sistem informasi. Di 
dalam Pasal 15 menyebutkan : 
a) Setiap Penyelenggara Sistem Elektronik harus menyelenggarakan 
Sistem Elektronik  secara andal dan aman serta bertanggung jawab 
terhadap beroperasinya Sistem Elektronik sebagaimana mestinya. 
b) Penyelenggara Sistem Elektronik bertanggung jawab terhadap 
Penyelenggaraan Sistem Elektroniknya. 
c) Ketentuan sebagaimana dimaksud pada ayat (2) tidak berlaku dalam 
hal dapat dibuktikan terjadinya keadaan memaksa, kesalahan, dan/atau 
kelalaian pihak pengguna Sistem Elektronik. 
Selanjutnya dalam Pasal 16 diseutkan : 
                                                          
9
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a) Sepanjang tidak ditentukan lain oleh undang-undang tersendiri, setiap 
Penyelenggara Sistem Elektronik wajib mengoperasikan Sistem 
Elektronik yang memenuhi persyaratan minimum sebagai berikut: 
1) dapat menampilkan kembali Informasi Elektronik dan/atau 
Dokumen Elektronik secara utuh sesuai dengan masa retensi 
yang ditetapkan dengan Peraturan Perundang-undangan;  
2) dapat melindungi ketersediaan, keutuhan, keotentikan, 
kerahasiaan, dan keteraksesan Informasi Elektronik dalam 
Penyelenggaraan Sistem Elektronik tersebut; 
3) dapat beroperasi sesuai dengan prosedur atau petunjuk dalam 
Penyelenggaraan Sistem Elektronik tersebut; 
4) dilengkapi dengan prosedur atau petunjuk yang diumumkan 
dengan bahasa, informasi, atau simbol yang dapat dipahami oleh 
pihak yang bersangkutan dengan Penyelenggaraan Sistem 
Elektronik tersebut; dan 
5) memiliki mekanisme yang berkelanjutan untuk menjaga 
kebaruan, kejelasan, dan kebertanggungjawaban prosedur atau 
petunjuk. 
b) Ketentuan lebih lanjut tentang Penyelenggaraan Sistem Elektronik 
sebagaimana dimaksud pada ayat (1) diatur dengan Peraturan 
Pemerintah. 
Dalam Peraturan Pemerintah No. 82 tahun 2012 tentang Penyelenggara 
Sistem dan Transaksi Elektronik, didalam Pasal 12 menyebutkan : 
Penyelenggara Sistem Elektronik wajib menjamin:  
a) tersedianya perjanjian tingkat layanan;  
b) tersedianya perjanjian  keamanan  informasi  terhadap jasa  layanan  
Teknologi  Informasi  yang  digunakan; dan  
c) keamanan  informasi  dan  sarana  komunikasi  internal yang 
diselenggarakan. 
Selanjutnya dalam Pasal 13, 14 dan 15 disebutkan : 
a) Penyelenggara  Sistem  Elektronik  wajib  menerapkan manajemen  
risiko  terhadap  kerusakan  atau  kerugian  yang ditimbulkan.   
b) Penyelenggara  Sistem  Elektronik  wajib  memiliki kebijakan tata 
kelola, prosedur kerja pengoperasian, dan mekanisme  audit  yang  
dilakukan  berkala  terhadap Sistem Elektronik.  
c) Penyelenggara Sistem Elektronik wajib:   
1) menjaga  rahasia,  keutuhan,  dan  ketersediaan Data Pribadi 
yang dikelolanya;  
2) menjamin  bahwa  perolehan,  penggunaan,  dan pemanfaatan 
Data  Pribadi  berdasarkan  persetujuan pemilik  Data  Pribadi,  
kecuali  ditentukan  lain  oleh peraturan perundang-undangan; 
dan   
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3) menjamin  penggunaan  atau  pengungkapan  data dilakukan 
berdasarkan persetujuan dari pemilik Data Pribadi  tersebut  dan  
sesuai  dengan  tujuan  yang disampaikan  kepada  pemilik Data  
Pribadi pada  saat perolehan data. 
Menyangkut tanggungjawab penyelenggar sistem informasi, dalam 
Pasal 28 disebutkan Penyelenggara  Sistem  Elektronik bertanggung  jawab  
terhadap  pengamanan  dan perlindungan sarana dan prasarana Sistem 
Elektronik. Jika terjadi kegagalan terhadap suatu sistem informasi yang 
mengakibatkan sistem menjadi tidak berjalan sebagaimana mestinya, maka 
tentunya akan terjadi suatu ’kerugian’ baik materil maupun imateril yang 
mungkin tidak hanya diderita oleh pihak penyelenggara secara langsung 
melainkan juga oleh pihak lain (’pihak ketiga’) sebagai pengguna atas 
keberadaan sistem tersebut. Sebagai konsekuensinya akan timbul suatu 
tanggung jawab hukum atas gugatan ganti rugi akibat kerusakan sistem 
tersebut. 
 
2. Implikasi Kegagalan Sistem Pada Tanggungjawab Penyelenggara 
Sistem Informasi 
Eksistensi suatu sistem informasi berbasiskan komputer akan merujuk 
kepada tiga hal penting, yakni (i)keberadaan komponen-komponen yang 
digunakannya, (ii) keberlangsungan aktivitas-aktivitas fungsi yang telah 
ditentukan, dan (iii) sifat keterpaduan dari semua hal tersebut. Untuk melihat 
adanya kerusakan pada suatu sistem informasi tentunya juga akan melihat 
kepada tiga hal tersebut, yakni: 
a. Tidak bekerjanya komponen-komponen (hardware, software, data, 
procedure dan brainware) dalam sistem sebagaimana yang 
diharapkan; 
b. Tidak berfungsinya semua aktivitasfungsional (input, proses, output, 
storage, communicate) dalam sistem sebagaimana yang telah 
ditentukan; 
c. Tidak terjaganya sifat keterpaduan (integrasi) dalam sistem. 
Sehubungan dengan itu, kegagalan tersebut pada dasarnya disebabkan 
oleh tiga hal yang menyebabkan malfunction, yakni: tidak bekerjanya 
perangkat keras (hardware malfunction) sebagaimana mestinya; atau tidak 
bekerjanya kode-kode instruksi dalam perangkat lunak sebagaimana yang 
ditentukan, mencakup (i) kesalahan pemrograman yang berdampak langsung 
kepada proses fisik (software produces incorrect information which feeds 
directly into a physical process), atau (ii) kesalahan program yang 
menghasilkan informasi yang tidak sebagaimana yang diharapkan (software 
produces incorrect information which is relied on by human mind). 
Untuk menentukan tanggung jawab tersebut, maka tanggung jawab 
dapat ditentukan berdasarkan (i) kontrak/perjanjian para pihak, atau (ii) 
tanggung jawab berdasarkan ketentuan dalam undang-undang yang disebut 
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juga sebagai perbuatan melawan hukum (PMH). Tanggung jawab 
berdasarkan kontrak akan melihat kepada keberadaan klausul-klausul dalam 
kontrak, seperti kontrak penjualan atau pemasokan perangkat, kontrak 
penyediaan jasa, atau kontrak lisensi penggunaan software. Sementara PMH, 
akan melihat kepada (a) tanggung jawab produk akibat cacat produk 
(defective product), (b) tanggung jawab atas kelalaian yang berakibat 
kerusakan barang atau lukanya badan, atau kelalaian yang berakibat kerugian 
finansial (financial loss), mencakup kerugian konsekwensial akibat software 
yg tidak dapat digunakan atau kerugian akibat keterpercayaan terhadap 
informasi yang diproduksi oleh suatu software yang tidak benar. Kelalaian 
tersebut dapat terjadi karena (i) kelalaian atas perancangan/desain sistem 
(negligencein designing the system), (ii) kelalaian dalam pengoperasian 
sistem (negligence in operating the system), (iii) kelalaian dalam penentuan 
hasil keluaran dari sistem (negligencein relying on the output of the system), 
atau (iv) kesalahandalam penggunaan sistem (failure to use a computer 
system).  
Umumnya kontrak tentang pengembangan sistem elektronik ataupun 
sistem komputer (system supply contract) jika dilakukan dari awal, akan 
mencakup secara keseluruhan komponen-komponen yang dibutuhkandalam 
sistem tersebut, yakni umumnya akan berbentuk turn-key contract, yang 
mencakup: (i) Pengadaan perangkat keras komputer (baik jual beli ataupun 
sewa menyewa); (ii) Pengadaan perangkat lunak komputer, baik sistem 
operasi maupun sistem aplikasinya, (iii) pengadaan perangkat tambahan 
(peripherals), seperti antara lain cabling dan power supply, dan (iv) 
pengadaan jasa pelayanan yang dibutuhkan (contoh: consultancy, 
installation, support and maintenance). 
Dalam prakteknya, jika sistem elektronik tersebut telah ada 
sebelumnya dan yang dilakukan berikutnya hanyalah proses pengembangan 
lebih lanjut, maka kontrak tersebut tidak lagi merupakan pengadaaan secara 
keseluruhan melainkan cukup parsial saja dengan kombinasi dari setiap 
komponen-komponen yang dibutuhkan tersebut. Menurut Chris Reed. Any 
well drawn contract will have provisions relating to three board categories of 
expectation: 
a. Contract mechanics: for example who delivers what, and when? 
b. Commercial highlights: for example, what is the price, who owns 
IPR’s, what warranties are given in respect of the system? 
c. Problem management: what happens if the project goes wrong, and 
what remedies are available?
10
 
Setidaknya ada empat pertanyaan yang dapat menjadi tolok ukur 
untuk menentukan bilamana suatu tanggung jawab tersebut adalah 
bersifat kontraktual ataukah Perbuatan Melawan Hukum.  
                                                          
10
 Chris Reed et. al,Computer Law (4thed.).,( London: Blackstone Press Ltd,2000) 
87-88. 
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1) Apakah Penggugat mempunyai hubungan kontraktual (privity of 
contract) dengan tergugat? 
2) Apakah Penggugat hanya menderita kerugian ekonomis 
(material) saja ataukah juga menderita kerugian fisik ?  
3) Apakah klausul pembatasan atau pembebasan tanggung jawab 
telah sesuai atau konsisten dengan kebijakan publik atau keadilan 
(fairness) ? 
4) Apakah pemulihan hak berdasarkan kontrak sudah sepadan 
dengan kerugian? 
Penerapan strict liability di lapangan TI, ternyata 
memperlihatkan dua hal, yakni (i) terhadap tanggung jawab produk 
perangkat keras karena dapat dikategorikan sebagai barang (goods) 
dapat dilakukan penerapan prinsip strict liability (strict product 
liability) dengan mudah, sedangkan (ii) terhadap tanggung jawab atas 
data, perangkat lunak (software) atau tanggung jawab terhadap jasa 
yang digunakan, tampaknya sulit untuk menerapkan strict liability 
meskipun kebutuhan ataupun desakan untuk menerapkanstrict  lebih 
mengemuka ketimbang penerapan negligence.  
 
E. PENUTUP 
Beberapa prinsip tanggungjwab yaitu, prinsip kesalahan (liability 
based on fault), praduga selalu bertanggung jawab (presumption of liability),) 
praduga selalu tidak bertanggung jawab (presumption of non liability), 
tanggung jawab mutlak (strict liability), atau pembatasan tanggungjawab 
(limitation of liability)? Dalam UU ITE, kemudian dijabarkan dalam 
Peraturan Perintah nomor 82 tahun 2012 tentang Penyelenggaraan 
Sistem dan Transaksi Elektronik, prinsip apa yang dianut dalam 
menentukan tanggung jawab tersebut, khususnya jika terjadi kegagalan 
sistem yang menyebabkan kerugian pada pihak lainnya, tidak 
dinyatakan secara tegas. 
Di dalam konteks penyelenggaraan sistem elektronik, Pasal 15 
dan Pasal 16 UU ITE, memberikan standar pertanggungjawaban yang 
bersifat presumed liability karena tidak mungkin penguna dapat 
membuktikan kesalahan yang terjadi pada sistem tersebut, karena 
sistem tersebut adalah teknologi tinggi (hi-tech) yang tidak  mungkin 
dapat dengan mudah mengakses dan mengetahui bagaimana substansi 
sistem tersebut sebenarnya. Maka prinsip yang sesuai yang dapat 
diterapkan adalah tanggung jawab mutlak (strict liabilit) 
Penerapan strict liability dalam sistem informasi memperlihatkan 
dua hal, yakni (i) terhadap tanggung jawab produk perangkat keras 
karena dapat dikategorikan sebagai barang (goods) dapat dilakukan 
penerapan prinsip strict liability (strict product liability) dengan 
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mudah, sedangkan (ii) terhadap tanggung jawab atas data, perangkat 
lunak (software) atau tanggung jawab terhadap jasa yang digunakan.  
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