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Вступ. На сьогоднішній день спостерігається бурхливий розвиток морських технологій 
та водного транспорту. 
Морські акваторії можуть розміщувати різноманітні об’єкти морської інфраструктури, а 
також об’єкти загальнодержавного значення. 
В залежності від призначення акваторії та об’єктів, розміщених на ній, тимчасово або 
стаціонарно, вони можуть представляти  інтерес для зловмисника. 
На сьогоднішній день питання захисту акваторії знаходяться в основному на стадії розробки 
і включають в себе захист надводного, підводного та приповерхневого простору. Найбільшу 
складність, з технічної точки зору, представляє собою захист підводного простору. Розташування 
пристроїв несанкціонованого доступу до інформації на акваторіях представляє собою серйозну 
загрозу роботі об’єктів морської діяльності, в тому числі, загальнодержавного значення.  
Метою роботи є розрахунок параметрів підводного прив’язного охоронного робота, 
призначеного для виявлення донних пристроїв несанкціонованого зняття інформації на 
акваторії. 
Для досягнення поставленої мети необхідно розв’язати такі задачі: 
 виконати огляд та критичний аналіз підводних роботів та систем захисту акваторій;  
 проаналізувати акваторії з метою виявлення їх особливостей як об’єктів захисту; 
 виконати аналіз загроз, з урахуванням особливостей акваторій; 
 розрахувати параметри підводного охоронного робота для захисту акваторії від 
несанкціонованого доступу до інформації. 
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