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Specialets omfang 
Der er 199.668 enheder inklusive fodnoter, hvilket svarer til 79,87 sider. Her tæller forside, 
forord, indholdsfortegnelse, referencer, formidlende artikel, abstract og bilagsoversigt ikke 
med. 
 
Tak til 
Tak til vejleder, Maria Bendix Olsen, for med stort engagement at guide mig på rette vej. 
Der skal også sendes et mægtigt tak til de ti informanter, som meget åbent har fortalt om 
deres metoder, overvejelser og udfordringer i relation til digital kildebeskyttelse. Deres 
åbenhed betyder, at vi andre kan blive klogere på udfordringerne, og undersøgelsen her skal 
således ses som et forsøg på at rejse spørgsmål og debat, der kan føre til mere viden om og 
dermed bedre forhold for den digitale kildebeskyttelse. Undersøgelsen er omvendt ikke til 
for at hænge nogen ud for at være enten paranoide eller for at gøre for lidt. Med det in men-
te – endnu en gang tak til informanterne for at gøre denne undersøgelse mulig. Her bør det 
for god ordens skyld indskydes, at ingen af informanterne har været udsat for, at en beskyt-
tet kilde blev utilsigtet afsløret. De udskrevne interviews kan kun læses af vejleder og cen-
sor, da de af hensyn til informanterne er klausulerede. 
 
Forside 
Ideen kommer fra Huffington Post-artiklen Sony Hack A Reminder To Stop Saying Stupid 
Things In Email fra 18.12.14. 
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Forord  
Bør jeg sende en sms til min hemmelige kilde? Skal jeg bede om at få de fortrolige bilag 
sendt til arbejdsmailen? Og er det smart at scanne stakken af dokumenter med følsomme 
oplysninger ind og lægge det i redaktionens Dropbox?  
 
Disse er eksempler på overvejelser, der indeholder udfordringer, som mange journalister 
løber ind i. Hvordan øger man sin egen sikkerhed, og hvordan skal man kommunikere og 
dele information, når man har med beskyttede kilder at gøre? Stort set alle journalister be-
nytter dagligt digitale redskaber som telefonopkald, sms, mail, Facebook, Drop Box, søg-
ninger på Google… Listen fortsætter, og fælles er, at alle redskaber kan være med til at røbe 
en kildes identitet eller gøre det nemmere at finde frem til den for eksempel via de efterladte 
digitale spor og metadata. Derfor rummer digital beskyttelse af kilder en række benspænd, 
men det ændrer ikke ved, at journalisten har et ansvar for at sikre den beskyttelse, som er 
lovet kilden.  
 
Journalisters digitale kildebeskyttelse og træning i sikre metoder er i mine øjne emner, som 
ikke får nok opmærksomhed herhjemme. Ikke mindst set i forhold til de mange hacker- og 
overvågningsskandaler, der er vrimlet frem de seneste år, som hver især understreger, at vi 
ikke kan vide os sikre, og at digitale sikkerhedshuller bliver udnyttet. Af sagerne kan ek-
sempelvis nævnes NSA’s overvågning og indsamling af data; det man kalder Danmarks 
største hackerangreb, som var rettet mod CSC, der håndterer statens it-sikkerhed (!), hvor en 
masse personfølsomme oplysninger blev stjålet, samt hacking af Apple’s iCloud-tjeneste, 
der førte til, at Hollywood-stjernes nøgenbilleder endte på nettet.  
 
Jeg har været i kontakt med Dansk Journalistforbund, som en enkelt gang har afholdt et kur-
sus om sikker digital kommunikation i foråret 20141. Forbundet har endnu ikke andet mate-
riale om emnet, skrev dets kommunikationschef Troels Johannesen til mig i en mail i okto-
ber 2014. Det er desuden journalisters eget ansvar at holde sig opdateret, og hvis man leder 
og holder øje, vil andre events med fokus på digital sikkerhed eller digital kildebeskyttelse 
sandsynligvis dukke op. Eksempelvis havde dokumentarfilmfestivalen CPH:DOX til min 
store glæde bedt journalist og instruktør Laura Poitras sammensætte et program om masse-
overvågning og redskaber til at komme udenom denne overvågning i anledning af præmie-
ren på hendes dokumentar om whistlebloweren Edward Snowden: Citizenfour. Det resulte-
rede i en hel uge af arrangementer dedikeret til netop dette emne. Men vender man blikket 
mod den danske medieforskning, er der et tomrum, når det kommer til digital kildebeskyt-
telse. Vi skal ud over den danske grænse for at finde noget, men det er dog stadig begræn-
set. Det kommer jeg tilbage til senere i specialet. 
 
Med denne undersøgelse ønsker jeg derfor at sætte fokus på udfordringer og dilemmaer og 
samtidig forsøge at komme med inspiration til, hvad man kan gøre for at arbejde mere sik-
kert som journalist. 
 
Specialet kan have interesse for journalister og journaliststuderende samt folk, der generelt 
følger med i temaerne: overvågning, sikker brug af internet, kryptering, undersøgende jour-
nalistik, journalistisk metode og kildebeskyttelse. 
 
 
                                                
1 Programmet kan findes her: http://journalistforbundet.dk/Kalender/2014/Marts/5-tips-til-sikker-digital-
kommunikation-DJ-rabat/  
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Kapitel 1: Indledning !
Følgende kapitel er en indføring i problemets omfang og natur. Det vil give indblik i eksi-
sterende viden på området og skitsere de udfordringer og forhold, specialet videre vil under-
søge. Desuden vil specialets problemformulering blive præsenteret, ligesom begreber vil 
blive forklaret og problemfeltets afgrænsning præciseret. 
 
1.1 Problemfelt 
En journalists mulighed for at kunne tilbyde kilder beskyttelse er helt central for det journa-
listiske virke. Uden kildebeskyttelsen vil journalister have dårligere betingelser for at skaffe 
oplysninger fra en whistleblower eller en sårbar kilde om for eksempel staten, kommuner og 
virksomheder og derefter bringe dem frem i dagens lys (Wien, 2003: 55f; Fossum og Mey-
er, 2008: 119; Jørgensen, 2013:147; Schmidt, 2011: 115). Det kan være svigt i en kommu-
ne, magtmisbrug i et ministerium eller måske en virksomhed, som bevidst snyder sine kun-
der. Et par eksempler på historier, hvor journalister har benyttet kildebeskyttelse er Mor-
genavisen Jyllands-Postens historie om snyd med forskningsmidler i sundhedsvæsenet fra 
2013 og 2014 (Jyllands-Posten, 15.06.13), DR1-programmet 21 Søndags historie fra 2013 
om DSB og PR-bureauet Waterfront, hvor DSB betalte Waterfront for at afholde en bestemt 
journalist fra at skrive kritisk om DSB (DR Nyheder, 10.04.14), samt Ekstra Bladets histo-
rie fra 2013 om Global Green Growth Institute (GGGI), hvor det kom frem, at Venstres 
formand Lars Løkke Rasmussen på et år havde brugt over en million kroner på flyrejser, 
hotelophold og chauffører i forbindelse med sit hverv som formand for GGGI (Ekstra Bla-
det, 05.10.13). Der eksisterer mange flere eksempler, og det, der går igen hos dem, er, at de 
ofte skaber stor offentlig debat. 
 
Det er her, man gennem tiderne populært har benyttet de idealtypiske betegnelser den fjerde 
statsmagt eller vagthund om mediernes rolle (Coronel, 2009: 111; Hallin og Giles, 2005: 8 
og 12; Bro, 2006: 68f). For journalistikken har en demokratisk opgave, der går på at give 
borgerne adgang til vigtig og relevant viden og at granske magthaverne. Jesper Strömbäck, 
professor i journalistik, fremhæver opgaverne som en del af den sociale kontrakt, der er 
mellem demokratiet og medierne. I kontrakten ligger der nogle idealer for pressen, som net-
op handler om at indsamle og sprede vigtig information samt at gå kritisk til dem, som sid-
der på magten. Omvendt skal demokratiet sikre, at pressen kan fungere frit og uafhængigt 
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(Strömbäck, 2004: 82f). Ligeledes skriver Oluf Jørgensen, tidligere forskningschef på 
Danmarks Medie- og Journalisthøjskole, at den enkelte borger har brug for information for 
at udvikle personlige opfattelser og deltage som aktiv borger, mens den enkelte organisati-
on, virksomhed, myndighed eller forening har brug for viden for at kunne varetage sine in-
teresser. Dermed har medier en meget vigtig rolle for at sikre, at oplysninger og meninger er 
tilgængelige, og at offentlig kontrol, debat og ansvar bliver levende realiteter (Jørgensen, 
2013: 17).  
 
For at kunne leve op til den rolle og sikre borgerne adgang til relevant og vigtig viden, så 
kan princippet om kildebeskyttelse fra tid til anden være nødvendigt at bringe i spil, for at 
journalisten kan få indsigt i visse informationer og derefter offentliggøre dem via det aktuel-
le medie (Fossum og Meyer, 2008: 119). Hvis journalisten ikke kan tilbyde beskyttelse, så 
kan man nemt forestille sig, at mange vigtige historier aldrig ville komme frem, fordi kilder 
så vil vælge ikke at sætte deres fremtid over styr ved at videregive hemmelige oplysninger. 
Et andet scenarie kunne være, at de måske vælger at tippe journalister anonymt i form af 
usignerede breve eller anonyme tip-tjenester, og det vil gøre det meget svært for journalister 
at verificere afsenderen (Brenna, 2012: 21). Derfor er det ud fra et demokratisk synspunkt 
fundamentalt, at kildebeskyttelsen findes og vedligeholdes. 
 
Og den holdning deler journalister. En af specialets ti informanter, har udtrykt sig følgende 
om kildebeskyttelse: 
 
”Det betyder alt. For hvis jeg ikke kunne det, så skulle jeg nok ikke være journalist. Det 
handler jo om troværdighed. Har du en gang ødelagt et løfte om kildebeskyttelse, så kan det 
jo få fatale konsekvenser for vedkommende, men det får jo også fatale konsekvenser for mig 
som journalist, vil jeg mene, fordi så er jeg jo ikke troværdig, og troværdig, det er det, vi 
skal leve af, altså hvis ikke vi er troværdige, så stopper alt.” (Bilag 5: 47). 
 
Citatet er meget sigende for, hvad der er på spil med kildebeskyttelsen. Den er både uund-
værlig og ufravigelig, når den først er blevet lovet. 
 
Journalisters og redaktørers ret til at beskytte kilder er desuden sikret i retsplejelovens § 
172. Heri står der, at redaktionelle medarbejdere og redaktører ikke har pligt til at afgive 
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vidneforklaring om, hvem der er kilde til en oplysning (Retsplejeloven, 2014: stk. 1 og 2). 
Andre, der kan have kendskab til kilden i kraft af deres tilknytning til mediet, er også omfat-
tet af vidnefritagelsen (ibid.: stk. 3). Flere perspektiver på kildebeskyttelse vil blive berørt i 
kapitel 3. Her skal det blot gøres klart, at én ting er ikke selv at fortælle, hvor oplysningerne 
kommer fra. En anden ting er at sikre, at information om kilden ikke kan opsnappes eller 
spores. Og det er særligt dén udfordring, specialet her kredser om.  
 
1.1.1 Digitale udfordringer 
Problematikken om kildebeskyttelse er ekstra interessant at dykke ned i nu, hvor vi ved, at 
det ikke er uden udfordringer at beskytte sig selv – og derfor også sine kilder – når man til 
daglig kommunikerer digitalt via telefon, e-mails og diverse tjenester på internettet. Over-
vågningen er over alt, og individers gøren og laden bliver ofte både sporet og lagret (Rule, 
2014: 64; Andrejevic, 2014: 91). De seneste års afsløringer af, hvordan den amerikanske 
efterretningstjeneste National Security Agency (NSA) står bag en nærmest Orwellsk masse-
overvågning af private borgere, aktivister og politikere (Wood, 2014: 338; Information 
04.01.13 – 23.11.13; Information 04.11.13; Greenwald, 2014: 73ff), sikkerhedshuller hos 
teleselskaber (Information 02.01.15), og hvordan hackere gang på gang skaffer sig adgang 
til andres computere og computersystemer, hvorfra de kan stjæle data (Komputer 08.08.14; 
New York Times 30.01.13; DR Nyheder 27.12.14) er alle eksempler, som cementerer nød-
vendigheden af at overveje, hvordan man håndterer information om og fra sine anonyme 
kilder samt håndterer den kommunikation, man har. Eksemplet fra New York Times 
(30.01.13) handler om netop et angreb på avisen selv, hvor hackere gennem flere måneder 
har skaffet sig adgang til reporteres og andre ansattes kodeord. Det er selvsagt kritisk, når 
uvedkommende får åbnet portene til den slags. 
 
Den amerikanske whistleblower og internetsikkerhedsekspert Edward Snowden, der står 
bag de lækkede interne dokumenter fra NSA, udtalte til den britiske avis The Guardian, at 
journalisters arbejde er blevet meget sværere de seneste år, fordi man skal være ekstremt 
varsom for at undgå, at nogen kan finde vej til ens anonyme kilder (The Guardian 19.07.14) 
Han begrunder det med de digitale spor, vi efterlader, samt den omfangsrige digitale over-
vågning, vi udsættes for. Det synspunkt er han ikke ene om at bære frem. Her kan blandt 
andet også nævnes Committee to Protect Journalists (16.10.14), Fagbladet Journalisten 
(21.10.13), it-sikkerhedsekspert fra CSIS Security Group A/S Peter Kruse (Bilag 11), flere 
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it-eksperter på konferencen Chaos Communication Congress (Information 02.01.15) og 
Amnesty International, der nu har udviklet et program, der kan advare om spyware eller 
spionprogrammer på ens computer (Amnesty International 26.11.14). Og selvom Snowden 
selv valgte at stå frem som kilde til den historiske lækage, så var han meget forsigtig i op-
takten til offentliggørelsen, da han kontaktede to journalister for at delagtiggøre dem i sin 
viden om NSA’s overvågning. De to journalister er Laura Poitras og Glenn Greenwald. Det 
foregik med kodesprog, delvist anonymt og uden detaljer om indholdet i dokumenterne. 
Først skulle korrespondancen krypteres, førend han ville ud med sproget (Greenwald, 2014: 
8, 10; New York Times, 13.08.13), og det var ikke før de havde købt nye computere, som 
aldrig skulle kobles på internettet eller bruge programmer, som er koblet på netværk – det 
man på engelsk kalder en air-gapped computer – at Greenwald og Poitras fik NSA-
dokumenterne at se og i samarbejde med Snowden kunne dokumentere NSA’s overvågning 
over for resten af verden (Greenwald, 2014: 26f). 
 
Det er svært at sige noget præcist om, hvornår der er risiko for, at for eksempel en efterret-
ningstjeneste, en virksomhed eller hackere begynder at overvåge journalister for at drive 
klapjagt på en kilde, der har afsløret eller har hensigter om at afsløre hemmeligheder. Men 
historierne om blandt andet NSA’s overvågning, teleselskabers sikkerhedsbrist og diverse 
hackeres aggressivitet har lært os, at der under alle omstændigheder er risiko for, at det kan 
ske, og at det er teknisk (og juridisk) muligt (MacFadyen i Carlo og Kamphuis, 2014: 1; In-
formation 02.01.15; DR Nyheder 27.12.14). Derfor er eksemplet med Snowden’s, Poitras’ 
og Greenwald’s samarbejde også relevant at trække frem, da det er lykkedes dem at forblive 
under radaren – selvom de samlet set havde at gøre med en af historiens største overvåg-
ningsafsløringer, som man kun kan gætte på, at den amerikanske regering og NSA havde 
interesse i at forpurre. Og på trods af at Poitras har været i myndighedernes søgelys længe 
(Poitras i Aflyttet, Radio24syv, uge 46, 2014: 10min45sek). Men deres metoder viste sig at 
være sikre nok til, at de fik afsløringerne frem i medierne. De benyttede eksempelvis kryp-
terede mails, krypteret chat, ingen mobiltelefoner i nærheden, når de diskuterede emnet og 
computere uden internetopkobling til at researche i de lækkede dokumenter (Greenwald, 
2014: 12f, 16f, 19ff, 37). Mange it-sikkerhedsfolk, hackere og organisationer peger også på, 
at denne type af foranstaltninger og et bevidst brug af særlige digitale værktøjer har betyd-
ning for sikkerheden (Snowden i New York Times 13.08.13; Bitbureauet2 i Fagbladet Jour-
                                                
2 Bitbureauet er en uafhængig internetpolitisk tænketank og en interesseorganisation for internettet. 
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nalisten 21.10.13; Carlo og Kamphuis3, 2014; Kruse i bilag 11; Amnesty International 
26.11.14; Andersson, Laurin og Jankov, 20124; Lee5, 2013). 
 
Faktisk skrev Snowden i en mail til New York Times (13.08.13), at: 
 
”I was surprised to realize that there were people in news organizations who didn’t recog-
nize any unencrypted message sent over the Internet is being delivered to every intelligence 
service in the world.” 
 
Ifølge Snowden er der altså god grund til at kryptere data og tænke i sikker brug af internet 
og kommunikationsformer. 
 
Et eksempel fra i år understreger netop vigtigheden i at passe godt på den information, man 
har liggende på computere, telefoner, og hvad man ellers benytter – ved eksempelvis at 
kryptere. Højesteret har i Se og Hør-sagen, hvor en kilde angiveligt har lækket personføl-
somme data fra Nets til Se og Hør, fastslået, at politiet skal have adgang til journalisters 
computere, telefoner og andet materiale (Fagbladet Journalisten 08.01.15). Selvom der er 
tale om kriminelle forhold, der skal efterforskes, så risikeres det, at kilder, der intet har med 
sagen at gøre, kompromitteres, da der kan ligge oplysninger på enhederne fra andre histori-
er.  
Der er også eksempler fra udlandet, som er interessante at trække frem her. På den anden 
side af Øresund er der et eksempel på, at kildebeskyttelsen er gået galt. Kilden var ansat i en 
virksomhed, som en avis havde skrevet en række kritiske artikler om. I kølvandet på artik-
lerne tjekkede arbejdsgiveren opkaldslister for de ansattes arbejdstelefoner og fandt, at én 
havde talt med journalisten fra avisen, og det resulterede i en fyreseddel (Andersson, Laurin 
og Jankov, 2012: 24). Et lignende eksempel fra den amerikanske efterretningstjeneste CIA 
kan skydes ind her. Her blev ansatte og tidligere ansatte i CIA udsat for løgnedetektorsessi-
oner og fik advarsler om uautoriseret kontakt til pressen. En medarbejder, der havde haft 
kontakt til pressen, blev fyret (Lee, 2008: 1455). Og for en britisk filminstruktør gik det 
galt, da han havde været i Syrien under borgerkrigen og havde lavet en række optagelser og 
                                                
3 Silkie Carlo er britisk journalist og forfatter, der beskæftiger sig med emnerne kryptografi og overvågning. 
Arjen Kamphuis er hollandsk it-specialist og informationssikkerhedsspecialist. 
4 Har skrevet en bog om digital kildebeskyttelse med støtte fra det svenske Journalistförbundet. 
5 Micha Lee er teknologisk chef i Freedom of the Press Foundation.  
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interview med aktivister. Han blev sidenhen tilbageholdt af syriske sikkerhedsagenter og fik 
beslaglagt sin computer, sin telefon, sit kamera og sine optagelser. Dermed fik de syriske 
myndigheder adgang til en masse sårbar information og billeder af aktivister, fordi han ikke 
havde krypteret materialet eller smuglet det ud på anden vis. Da aktivisterne fandt ud af, at 
han var blevet tilbageholdt måtte de flygte ud af landet, og dem der ikke nåede det, blev an-
holdt eller er forsvundet (Columbia Journalism Review 03.05.12). 
 
Eksemplerne viser, at det i de helt ekstreme situationer altså kan være kildens liv, der er på 
spil. I andre situationer er det måske kildens job eller det sociale liv, der kan ryge. Derfor 
har journalister et stort ansvar for at sikre, at kommunikationen og håndteringen af oplys-
ninger foregår på en mere sikker måde for ikke at kompromittere kilderne. Og derfor er det 
vigtigt med mere sikre digitale metoder (JournoSec6 06.02.14). 
 
Men det er lettere sagt end gjort. Og formålet med at fremhæve eksemplerne er ikke at hæn-
ge nogen ud for at benytte arbejdstelefoner eller ikke at kryptere, når man har med hemme-
lige kilder at gøre. Formålet er at eksemplificere det, man kan kalde en stor udfordring for 
journalistikken – nemlig at beskytte kilder i en tid, hvor den teknologiske udvikling sker i 
supersonisk fart og bringer udfordringer med sig, som kan være svære eller besværlige at 
opbygge et forsvar mod. Beskyttelsen kan ligge i de metoder, journalister benytter, og det 
leder os til problemformuleringen. 
 
1.2 Problemformulering 
Hvad gør undersøgende journalister for at beskytte deres kilder, og hvilke fordele og ulem-
per kan metoderne give?  
 
1.2.1 Uddybning af problemformulering 
For at svare på problemformuleringen er der foretaget ti kvalitative interviews med under-
søgende journalister. Undersøgelsen har ikke til formål at skabe et generelt billede af, hvor-
dan undersøgende journalister i Danmark arbejder og tænker. Den kan udelukkende beskri-
ve tanker og metoder for de ti informanter, som danner det empiriske grundlag for specialet. 
                                                
6 JournoSec er en serie af kronikker, der har til formål at hjælpe journalister med sikkerhedsmæssige udfor-
dringer. Blandt andet skrevet af Susan McGregor, assisterende professor på Tow Center for Digital Journa-
lism, Columbia Journalism School. 
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Havde de ti informanter været nogle andre, havde resultatet også set anderledes ud – måske 
ikke i de store træk, men i detaljen (Riis, 2012: 357). Derfor kan specialets konklusion ikke 
bredes ud til at sige noget generelt om danske undersøgende journalister og deres overvejel-
ser og metoder, men det kan give et indblik i emnet.  
 
Specialets fokus er, som tidligere beskrevet, på de udfordringer, den digitale udvikling giver 
kildebeskyttelsen. I visse tilfælde kan udfordringerne føre til, at journalister fravælger digi-
tale redskaber og tyer til mere klassiske metoder, hvilket også er interessant at berøre. Der-
for vil kildebeskyttelse generelt og overvejelserne omkring til- og fravalg af digitale tjene-
ster og enheder også være et omdrejningspunkt for undersøgelsen. 
 
Specialet vil både kredse om de beskrivelser af praktiske foranstaltninger, som journalister-
ne gør brug af samt om de overvejelser, de gør sig. Undersøgelsen er  udelukkende kvalita-
tiv, og vil derfor ikke se på, hvor mange og hvor meget; det er beskrivelserne, der er i fokus. 
Specialet vil desuden især gå i dybden med de ulemper og dilemmaer, der kan opstå, da det 
i mine øjne er mere interessant end fordelene.  
 
1.3 Specialets bidrag til feltet 
Kildebeskyttelse er et emne, som journaliststuderende møder på studiet, og som mange 
journalister og medieforskere beskæftiger sig med på forskelligt niveau. Alligevel er der 
foretaget meget få kvalitative undersøgelser af journalisters arbejdsmetoder til at beskytte 
sig selv og deres kilder digitalt7.  
Kun en enkelt undersøgelse, der minder om denne, er dukket op. Det er en norsk masterop-
gave fra Høgskulen i Volda – Journalister og dataangrep (Åsland, 2014). Her er problem-
stillingen mere normativ end i dette speciale, da undersøgelsen også svarer på, om journali-
ster tager tilstrækkeligt hensyn til informationssikkerhed (ibid.: 3). Ligheden er, at forfatte-
ren har lavet kvalitative interviews. Åslands metode til at udvælge informanter er dog mar-
kant anderledes end her. Han har interviewet journalister, der mener at have været udsat for 
dataangreb, eller journalister som er it-uddannede. I alt er fem journalister med i undersø-
gelsen (ibid.: 37, 89). Masteropgaven kommer frem til, at norske journalister generelt kan 
                                                
7 Jeg har søgt på: digital kildebeskyttelse, digitalt kildevern, digitalt källskydd, digital protection of sources, 
protection of confidential sources, protect anonymous sources - og afledte søgeord på Google Scholar, på 
Google, på Roskilde Universitetsbiblioteks samlede søgemaskine SUMMON, som dækker diverse databaser, 
tidsskrifter og alverdens elektroniske medier (Roskilde Universitetsbibliotek). 
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blive meget bedre, når det kommer til at beskytte sig selv og deres kilder digitalt (ibid.: 79). 
Men konklusionen er hovedsageligt bygget på, hvad de fem informanter mener om norske 
journalisters arbejdsmetoder, hvilket jeg ikke mener er et stærkt grundlag, og derfor vil un-
dersøgelsen ikke blive brugt videre.   
 
Hvis vi kigger på andre undersøgelser, der beskæftiger sig med emnet kildebeskyttelse eller 
anonyme kilder, så er der indtil videre hovedsageligt blevet lavet analyser af troværdighe-
den, når medier benytter anonyme kilder, balanceproblemer mellem anonyme kilder og 
journalister samt optællinger af brugen af anonyme kilder. Tidligere lektor på Danmarks 
Journalisthøjskole, som den hed dengang, Meilby (1993) og efterfølgende lektor på Syd-
dansk Universitet Wien (2003), nævner begge en række amerikanske undersøgelser lavet af 
henholdsvis Riffe i 1980, Hale i 1983, Culbertson i 1975 og i 1978, Wulfemeyer i 1985, 
Baker-Plummer i 1989, Blankenburg i 1992, Hallin et al. i 1993 og Denham i 1997 (Meilby, 
1993: 18ff; Wien, 2003: 55ff). De første to er om troværdighed, og de sidste er optællings-
undersøgelser med forskellige underemner. I medieforskningen herhjemme har fokus ifølge 
Wien især været på optællingsundersøgelser (Wien, 2003: 56). Hun har gransket området og 
har i 2003 fundet to optællingsundersøgelser. Den første er den af Meilby i 1993 og den næ-
ste af Ugebrevet Mandag Morgen i 2002, som ikke vil blive inddraget videre, da den bygger 
på en anden metode til optælling (ibid.: 61). Den kan derfor ikke benyttes i en sammenlig-
ning på samme måde, som de andre kan. Selv foretog Wien en optællingsundersøgelse af 
anonyme kilder i dagbladene i 2003.  
 
Endvidere har begrebet en anonym kilde i de danske undersøgelser været defineret som en 
person, der er citeret i en artikel eller i en nyhedsudsendelse (ibid.: 56). Det kan være ”en 
talsmand fra Det Hvide Hus” eller ”eksperter vurderer”, hvor journalisten har vurderet, at 
navnet ikke var væsentligt at have med. Dermed indbefatter definitionen ikke whistleblo-
wers eller andre kilder, der bidrager med information uden at blive citeret som anonym kil-
de. Men både Meilby og Wien skelner mellem årsager til anonymisering af kilder og byder 
derfor også ind med, hvor ofte anonymisering er sket på baggrund af kildebeskyttelse, hvil-
ket har relevans for dette speciale.  
 
Den relativt smalle definition hos Meilby og Wien er siden blevet udvidet af et hold journa-
liststuderende på Roskilde Universitet, som har videreført netop Meilbys og Wiens under-
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søgelser og lavet en supplerende optælling af anonyme kilder i foråret 2014 (Husted, Jen-
sen, Mencke, Mirzaei-Fard og Sundby-Lebech, 2014). Deres definition rummer også ”me-
diet erfarer”-historier (ibid.: 15), som hentyder til, at ”nogen har peget journalisten i retning 
af” eller ”lækket dokumenter til journalisten”, hvilket rimer godt med fokus i denne under-
søgelse. Men undersøgelsen fra 2014 har, som i de andre undersøgelser, også fokus på antal 
og ikke på forhold omkring selve kildebeskyttelsen. Det er dog, som nævnt, interessant at se 
på, hvor ofte anonymisering af kilder kan tilskrives kildebeskyttelse, og derfor vil disse un-
dersøgelser indgå i det videre arbejde. Det vender vi tilbage til i kapitel 3.  
 
Men overordnet set står det altså klart, at dette speciales interesse for beskyttede kilder og 
definition af en sådan, ligger et stykke fra interessen og definitioner i den eksisterende dan-
ske forskning på området med anonyme kilder. 
 
Derfor skal vi igen kigge ud over den danske grænse. Her er det nemlig muligt at finde un-
dersøgelser med fokus på journalisters (og aktivisters) metodiske tilgang til digital sikker-
hed og dermed også kilders beskyttelse. De to, jeg har kunnet finde, er surveys og dermed 
kvantitative. Den ene er en undersøgelse lavet af Bytes for All, der er en pakistansk menne-
skerettighedsorganisation med fokus på informations- og kommunikationsteknologier og 
med støtte fra NGO’en The Internews Center for Innovation & Learning. Den undersøger 
52 pakistanske journalisters og bloggeres digitale sikkerhedsbevidsthed (The Internews 
Center for Innovation & Learning, 2012). Den anden er en amerikansk undersøgelse fra 
Harvard University af 98 bloggere i Mellemøsten og Nordafrika og deres online-sikkerhed 
(Faris et al., 2011). Den første om pakistanske forhold er nået frem til, at meget få af de re-
sponderende benytter for eksempel kryptering (2,8 pct.) eller skjuler deres IP-adresse (2,8 
pct.) (The Internews Center for Innovation & Learning, 2012: 10). 
I surveyundersøgelsen om Mellemøsten og Nordafrika er konklusionen, at på trods af at re-
spondenter har oplevet at blive truet (30 pct.), arresteret eller tilbageholdt (7 pct.), har været 
udsat for cyberangreb (18 pct.) eller virus (17 pct.), så er det meget få, der prioriterer sik-
kerhed i form af muligheden for at kryptere (7 pct.), at tjekke udbyderens sikkerhedspolitik 
(12 pct.) frem for brugervenlighed ( 47 pct.) (Faris et al., 2011: 2 og 7f).  
Resultaterne er såmænd interessante nok, men vi har i begge tilfælde at gøre med områder, 
hvor forholdene for journalister og aktivister er meget anderledes end i Danmark (Reporters 
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Without Borders, 2014), og derfor kan resultaterne ikke indgå som materiale i denne sam-
menhæng.  
 
Det har således ikke været muligt at finde eksisterende kvalitative undersøgelser med fokus 
på journalisters metoder til at øge den digitale sikkerhed i relation til kildebeskyttelsen. 
Dermed kan specialet her bidrage med viden til et nyetableret felt om, hvordan ti undersø-
gende journalister tænker og handler i forhold til netop digital kildebeskyttelse.  
 
1.4 Begrebsafklaring  
Specialet benytter begreber, der kan være tvetydige eller flertydige. Derfor er det nødven-
digt at gøre klart, hvad der præcist menes, når de forskellige begreber benævnes. Der vil 
desuden indgå ord af en vis computerteknisk art, og de forklares for god ordens skyld også 
her. Hvis man videre i læsningen bliver forvirret over et ords betydning, kan man derfor 
med fordel vende tilbage til dette afsnit og få en forklaring.  
 
1.4.1 En beskyttet kilde 
I specialet vil begreberne kilder, anonyme kilder, beskyttede kilder og hemmelige kilder bli-
ve brugt i flæng. Med mindre andet er pointeret, vil det henvise til de anonyme kilder, som 
har peget journalister i retning af en historie, har bidraget med information eller har lækket 
dokumenter eller anden type af materiale. Herunder skal det også nævnes, at ordet whist-
leblower vil blive benyttet, når der er tale om en kilde inden for et system, der vælger at 
bringe information frem for offentligheden, fordi der er foretaget noget kritisabelt eller kri-
minelt (Jørgensen, 2013: 153).  
Der er altså ikke tale om kilder, hvor journalisten har udeladt navnet, fordi det er skønnet 
ligegyldigt for publikum, eller hvor kilden er unavngiven, fordi historien bygger på et ny-
hedstelegram, hvor der eksempelvis blot er citeret ”en vagthavende på politistationen” 
(Wien, 2003: 55f). Det drejer sig altså om situationer, hvor journalisten har vurderet, at hi-
storien vil være umulig at fortælle, hvis ikke kilden tilbydes beskyttelse. Det vil samtidig 
sige, at der mellem journalist og kilde er lavet en helt klar aftale om, at kilden ikke skal 
kunne identificeres.  
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1.4.2 Informationssikkerhed  
Informationssikkerhed handler om at forsvare oplysninger fra uautoriseret adgang. Oplys-
ningerne kan omfatte en artikel eller nyhedsudsendelse, som en journalist arbejder på, og 
eventuelle tilknyttede filer, en kildes identitet, kommunikationen med kilden, og til tider ens 
egen identitet (Carlo og Kamphuis, 2014: 7). I specialet vil betegnelserne digital sikkerhed, 
it-sikkerhed, internetsikkerhed, mere sikre metoder, mere sikker kommunikation og lignende 
dække over det samme med mindre andet er forklaret.  
 
1.4.3 Kryptering og PGP 
Et ord som specialet vil komme omkring en del gange er kryptering. Det dækker over en 
matematisk metode til at kode data, som eksempelvis skal sendes i en mail eller gemmes på 
en ekstern harddisk, så teksten forvandler sig til uforståelige tegn og talrækker. Kun perso-
ner, der har en nøgle til at dekryptere eller låse det op, kan ændre indholdet tilbage til al-
mindelig tekst. Kryptering anvendes derfor til at sikre mod, at uvedkommende får adgang til 
fortrolig information (DKCERT; Surveillance Self-Defense A). Kryptografi kan være stærk 
eller svag, det vil sige koden kan være svær at bryde, eller den kan være nem – krypterin-
gens styrke gøres op i den tid og de ressourcer, det vil tage at bryde den (Network Associa-
tes, Inc.: 12). Ifølge flere eksperter er et stærkt krypteringsprogram det populære PGP, som 
står for Pretty Good Privacy8. Det fungerer sådan, at man med PGP opretter et personligt 
nøglesæt, der er knyttet til ens mailkonto – det kan være en Google mail eller lignende. I det 
nøglesæt er der en offentlig og en privat nøgle, hvor man selvfølgelig holder den private 
helt for sig selv. Nøglesættet hænger matematisk sammen.  
Hvis for eksempel en whistleblower ønsker at sende en hemmelig besked til en journalist, så 
skal whistlebloweren have fingrene i journalistens offentlige nøgle. Et godt sted at lede efter 
folks offentlige nøgler er på Twitter, her kan man se, at eksempelvis it-specialister, hackere 
og journalister ofte har deres ”PGP public key” stående i deres profiltekst. Whistlebloweren 
henter den offentlige nøgle og krypterer meddelelsen til en uforståelig besked med nøglen 
inde i sit eget mailsystem og trykker så send. Kun journalisten kan afkode den, fordi han har 
den tilsvarende private nøgle (Surveillance Self-Defense B og C; Fagbladet Journalisten 
21.10.13). På denne måde kan man relativt sikkert sende hemmelig information med mail. 
                                                
8 Programmet GnuPG – eller GPG – er egentlig mere populært end PGP, men ofte bliver udtrykkene brugt i 
flæng (Lee, 2013: 16), og i specialet bruges for enkelthedens skyld kun PGP, da det er det, informanterne bru-
ger. 
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Men det er vigtigt at understrege, at det kun er indholdet af mailen, der er beskyttet. Det er 
derfor stadig muligt for mailudbyderen at se, hvilke mailkonti, der kommunikerer med hin-
anden. Og for lige at tage skridtet helt ud, så kan ondsindede kræfter have installeret et spi-
onprogram på computeren, og så kan de også følge med, når man dekrypterer mailen (Fag-
bladet Journalisten 21.10.13). Det leder os til næste forklaring. 
 
1.4.4 Tor-netværk  
Hvis man ønsker at surfe rundt på internettet for at researche og faktatjekke, uden at nogen 
kan følge med i, hvad man er interesseret i at vide, så kan det være en god idé at benytte det, 
der kaldes Tor – The Onion Router. For når man bruger internettet, kan internetudbyderne 
normalt følge med i, hvilke sider man besøger. Hjemmesiderne vil ofte også kunne se ens 
IP-adresse, som senere kan bruges til at identificere en med en retskendelse. Men det kan 
man undgå ved at bruge Tor-netværket. I stedet for at bruge en internetudbyders server bli-
ver internettrafikken dirigeret gennem tre forskellige Tor-servere, som sørger for, at man 
ikke kan blive sporet (ibid.; Tor A). Journalister kan således bruge Tor til at sende kryptere-
de mails fra og således kommunikere mere sikkert med eksempelvis whistleblowers, dissi-
denter og aktivister. Programmet er open source – eller fri software – som eksperter peger 
på er vejen frem. Her er der ingen virksomhed, der har en bagdør, og dermed en teknisk mu-
lighed for at bryde sikkerheden (Fagbladet Journalisten 21.10.13), og det kan downloades 
på få minutter. En ulempe er, at det arbejder langsommere end for eksempel Firefox og In-
ternet Explorer.  
I samme kategori findes der et system, som hedder Tails – the amnesic incognito live sy-
stem. Det har ingen informanter dog erfaringer med, hvorfor det blot præsenteres kort. Det 
er et system, som ligger på et USB-stick eller et SD-kort, der så kan sættes i en computer. 
Det forsøger, som Tor, at holde brugeren anonym og privat, og Tails bruger Tor’s netværk. 
Ideen er, at man ingen spor efterlader sig, og på den måde kan man arbejde i fortrolige do-
kumenter, uden at der efterfølgende kan laves en datagendannelse af computeren (Tails).  
 
Her til sidst kan det påpeges, at Laura Poitras har understreget, at NSA-afsløringerne og 
hendes dokumentarfilm om Snowden ikke havde været mulige uden kryptering, Tor og 
Tails (Aflyttet, Radio24syv, uge 52, 2014: 33min31sek). I den danske CSC-hackersag har 
politiet forgæves forsøgt at bryde en kryptering, selvom de har haft over et år til det (ibid.: 
22min40sek). Det fortæller lidt om, hvor effektivt det kan være at kryptere. Og ligeledes 
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viser lækkede NSA-dokumenter fra Snowden, at nogle typer af kryptering stadig giver NSA 
sved på panden (Spiegel 28.12.14). 
 
1.5 Afgrænsning 
Ingen teknologi er 100 procent sikker (Tor, 19.12.14; Surveillance Self-Defense D; Brenna, 
2012: 142) – ikke mindst, fordi det er os mennesker, der skaber og benytter den, og vi har 
det med at fejle fra tid til anden – derfor skal de nævnte værktøjer og programmer ikke ses 
som løsninger på udfordringen. De skal ses som en måde, hvorpå man kan forbedre sin sik-
kerhed, og derfor også kilders sikkerhed. Specialet arbejder derfor ud fra en antagelse om, at 
man kan være mere eller mindre sikker – ikke helt sikker. 
 
Yderligere er det ikke muligt at følge med i, om man bliver overvåget af eksempelvis en 
efterretningstjeneste eller en virksomhed, og man kan ikke nødvendigvis teste, om nogen 
kigger med i ens e-mails og sms’er. Derfor er det svært at sige noget om, hvor stor risikoen 
er. I specialet er antagelsen, at risikoen eksisterer, og at den skal tages alvorligt (Brenna, 
2012: 10; Andrejevic, 2014: 91ff; Rule, 2014: 64; Carlo og Kamphuis, 2014: 1ff). Ikke 
mindst begrundet med de eksempler, som er nævnt ovenfor med kilder, der utilsigtet er ble-
vet afsløret (se eksempelvis Columbia Journalism Review 03.05.12). 
 
Når journalister benytter anonyme kilder falder snakken ofte på, at det kan være problema-
tisk, fordi kilden så ikke skal stå til ansvar for ytringen (Fossum og Meyer, 2008: 119; Jør-
gensen, 2013: 153). Det kan føre til en masse interessante diskussioner, om end det ikke er 
omdrejningspunktet for denne undersøgelse. Specialet har ikke til formål at vurdere, om 
journalisterne har været tilstrækkeligt kildekritiske, når de har lovet en kilde beskyttelse. 
Derfor vil det perspektiv af kildebeskyttelse ikke blive behandlet i specialet. Det kan her 
tilføjes, at langt de fleste anonyme kilder ikke skyldes kildebeskyttelse (Schmidt, 2011: 
113). Det ændrer dog ikke ved, at problematikken med digital kildebeskyttelse er værd at 
undersøge – ikke mindst fordi, kildebeskyttelsen er så central for den magtkritiske journali-
stik (ibid.: 115). 
 
Videre har specialet heller ikke en hensigt om at udmønte en udtømmende guide til, hvor-
dan man kan arbejde og kommunikere mere sikkert. Der findes mange sikkerhedsforanstalt-
ninger, og undersøgelsen kommer ikke omkring alle. Håbet er snarere, at specialet kan in-
 19 
spirere til, hvordan man kan komme i gang med at øge sin sikkerhed, og få inspiration til 
hvilke muligheder, der blandt andet eksisterer. 
 
1.6 Specialets opbygning 
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Kapitel 2: Metode 
I dette kapitel vil specialets metodiske valg blive præsenteret og begrundet. Det drejer sig 
både om den kvalitative tilgang til emnet, overvejelser omkring indsamling af empiri, op-
bygning og udførelse af analysen samt samspillet mellem empiri og teori. Kapitlet skal så-
ledes gøre det muligt at forstå specialets videnskabelige grundlag.  
 
2.1 Litteratursøgning til et nyt felt 
Digital kildebeskyttelse er et relativt nyt forskningsfelt, når man sammenholder det med an-
dre mere grundfæstede felter inden for journalistikken. Derfor har det krævet en åben og 
nysgerrig tilgang til andre forskningsfelter for at skabe et fundament af relevant viden. Spe-
cialet bygger således på en blanding af litteratur fra forskellige fagområder, der alle har rela-
tion til digital kildebeskyttelse. Her kan blandt andet nævnes it-teknologi, informationssik-
kerhed, medier og samfund, journalistisk metode, jura og overvågningssamfund. Alle har de 
værdifulde indspark og viden at tilbyde det overordnede emne digital kildebeskyttelse, og 
på den måde udgør de tilsammen den tværfaglige ramme for undersøgelsens genstandsfelt 
(Andersen og Gamdrup, 1994: 37).  
 
Den tværfaglige tilgang har krævet en bred litteratursøgning – også inden for felter, der var 
forholdsvis ukendte for mig9. Så udover at begynde arbejdsprocessen med vidtrækkende 
research, tog jeg også kontakt til fagspecialister inden for områderne internetsikkerhed og 
it-teknologi for at sikre, at der blev søgt efter pålidelige og opdaterede kilder. Jeg foretog i 
den sammenhæng et baggrundsinterview med den førnævnte it-sikkerhedsspecialist fra 
CSIS Security Group A/S Peter Kruse (Bilag 11), havde kontakt med Bitbureauet – en uaf-
hængig internetpolitisk tænketank, samt PROSA – Forbundet af IT-professionelle, som 
begge pegede mig i retning af brugbar litteratur og materiale.10 Disse bidrag har været es-
sentielle i arbejdet med at afgrænse og tematisere undersøgelsen og interviewguiden. De har 
ligeledes skabt et større grundlag for den begrebslige og teoretiske forståelse af emnet (Kva-
le og Brinkmann, 2009: 127). 
                                                
9 Min faglige baggrund er samfundsvidenskabelig, og jeg er derfor ikke vant til at begå mig videnskabeligt i 
den mere it-tekniske verden. 
10 Jeg har også haft kortere korrespondancer med: kommunikationschef Troels Johannesen, Dansk Journalist-
forbund; Kristian Strøbech, faglig leder med ansvar for nye medier på DJMX; Dirk Voorhoof, juraprofessor på 
Gent University (anbefalet af Brigitte Alfter, ekstern lektor i journalistik på Roskilde Universitet); Katrine 
Ravndal, pressechef hos CPH:DOX (i forhold til at få et interview med Laura Poitras, hvilket desværre ikke 
lykkedes).  
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2.2 Kvalitativ undersøgelse af emnet 
Netop fordi forskningsfeltet digital kildebeskyttelse endnu er relativt uetableret, og fordi 
der, som beskrevet i afsnit 1.3 om specialets bidrag til feltet, ikke er lavet videnskabelige 
undersøgelser med det formål at beskrive, hvordan danske undersøgende journalister for-
holder sig til digital kildebeskyttelse rent praktisk og i deres overvejelser, kan specialet ikke 
læne sig op ad andre lignende undersøgelser. Den kvalitative tilgang med fokus på den 
menneskelige erfaring er derfor valgt ud fra et ønske om at frembringe ny, relevant viden på 
området (Rendtorff, 2013: 267). Den viden kan både være med til at besvare problemformu-
leringen og rejse nye spørgsmål, der kan være interessante at undersøge videre i andre 
sammenhænge. 
 
Den kvalitative metode er desuden valgt for via forskningsinterviewene at give plads til in-
formanternes egne perspektiver i undersøgelsen. Det fandt jeg nødvendigt, netop fordi der 
ikke i forvejen eksisterede anden viden at trække på, og fordi analysens fokuspunkter, i en 
kvalitativ undersøgelse som denne, til en hvis grad bør være inspireret af forskningsobjek-
terne – altså informanterne – for at undgå at overse deres vigtige bidrag (Ankersborg, 2002: 
83; Mik-Meyer og Järvinen, 2005: 10; Bryman, 2008: 437). Denne tilgang har blandt andet 
betydet, at emner, som interviewguiden ikke havde fokus på, er kommet med i analysen, 
fordi informanterne selv bragte dem frem. Her kan nævnes, at journalisterne ikke altid kan 
skabe kontakt til kilder via det, specialister ville kalde mere sikre digitale måder, fordi kil-
derne eksempelvis ikke benytter krypteret mail. Og det kan give nogle dilemmaer (Bilag 6: 
65; Bilag 7: 95). Andre informanter oplever udfordringer i forhold til den arbejdsplads, de 
er ansat på, og det kan også spille ind i forsøget på at øge sin egen sikkerhed og dermed og-
så kilders beskyttelse (Bilag 2: 19; Bilag 4: 44). Informanternes egne erfaringer og oplevel-
ser har således haft indflydelse på analysens fokuspunkter. Empirien har dog ikke stået ale-
ne i udformningen af analysens struktur, men er sket i kombination med teorien. Formålet 
med også at lade de teoretiske begreber være styrende for analysestrukturen er for at sikre, 
at den bliver inden for rammen af undersøgelsens felt og for at fastholde fokus på besvarelse 
af problemformuleringen. Med andre ord: for at afbalancere den empirinære tilgang med en 
forankring i det teoretiske fundament (Riis, 2012: 347).  
 
Den kvalitative tilgang er ikke oplagt til at undersøge, hvor mange der gør det ene og tænker 
det andet. Havde dette været målet for undersøgelsen, var valget faldet på en kvantitativ me-
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tode. Som beskrevet er det i denne sammenhæng informanternes egne perspektiver og be-
skrivelser af tankeprocesser og handleforløb, der er det centrale empiriske materiale at brin-
ge frem. Og netop den type af viden er det kvalitative forskningsinterview en enestående 
mulighed for at få adgang til. Samlet kan de ti kvalitative interviews altså være med til at 
skabe et nuanceret billede af emnet og dermed danne grundlag for at besvare problemfor-
muleringen (Kvale og Brinkmann, 2009: 44ff; Hviid Jacobsen og Qvotrup Jensen, 2012: 14; 
Bryman, 2008: 438).  
 
Var valget af den kvalitative metode til at frembringe empiri landet på et skriftligt spørge-
skema, kunne undersøgelsen muligvis have nået et højere antal informanter end de ti, der er 
med her. En af styrkerne ved et spørgeskema er nemlig, at det kan sendes via e-mail, hvilket 
gør indsamlingsprocessen mere ligefrem i forhold til at skulle aftale et møde og afsætte tid 
til interview, og efterfølgende bruge timevis på at transskribere. Omvendt ville det indsam-
lede materiale sandsynligvis være mere overfladisk og derfor mindre værdifuldt i denne 
sammenhæng. Dette begrundes med, at det er sværere at opnå tillid til en person, der sender 
et spørgeskema via e-mail, end til en person man sidder ansigt til ansigt med, og det kan be-
tyde mindre fyldestgørende svar fra informanterne. Der ville desuden ikke være mulighed 
for at stille opfølgende spørgsmål eller udfordre informanternes svar ved at bede dem for-
klare hvordan eller hvorfor – ligesom informanterne ikke på samme måde ville have mulig-
hed for at protestere over spørgsmålene eller komme med indvendinger eller tilføjelser 
(Kvale og Brinkmann, 2009: 270). En spørgeskemaundersøgelse er altså valgt fra, da detal-
jerede beskrivelser og et hensyn til de perspektiver, informanterne selv kunne forventes at 
byde ind med, er vigtigere end antallet af informanter for at besvare problemformuleringen i 
dette speciale. Men det ville uden tvivl være en spændende metode til et andet projekt, der 
eksempelvis undersøger, hvor udbredt bevidstheden om digital kildebeskyttelse er.11 
 
Kvalitative forskningsmetoder rummer dog nogle udfordringer, når det kommer til at vurde-
re gyldighed og pålidelighed. Man kan ikke, på samme måde som med kvantitative meto-
der, foretage målinger og kontroltests, som kan verificere resultaterne (Riis, 2012: 346f). 
Det gør sig også gældende for denne undersøgelse. Specialet opererer netop med et fæno-
men og et problemfelt, som ikke kan måles eller kvantificeres, da det har subjektiv karakter 
                                                
11 Her kan det indskydes, at P1 Dokumentar havde fokus på digital kildebeskyttelse den 5. februar 2015. Her 
var valgt en kvantitativ journalistisk rundspørge, og den fandt, at de syv danske medier, som svarede, havde 
taget relativt få skridt for at øge sikkerheden i relation til digital kildebeskyttelse. Det understreger yderligere, 
hvor vigtigt emnet er at diskutere og belyse på forskellige måder (DR Kultur, 05.02.15).    
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– forstået på den måde, at det er informanternes bevidsthed om og erfaringer med at beskyt-
te deres kilder digitalt, der er i centrum. I stedet for måling og kontroltest skal specialets 
gyldighed og pålidelighed findes i de metodiske valg og de kriterier, som ligger til grund for 
valgene (ibid. 347f og 372; Olsen, 2002: 193f). Metodevalgene bliver derfor fortsat forkla-
ret i det følgende. Først sættes undersøgelsen ind i en bredere forståelsesramme, og dernæst 
beskrives de mere praktiske forhold.  
 
2.3 Konstruktioner, interaktioner og min position som både jour-
nalist og specialestuderende 
Interview er i forskningsøjemed en velanset metode til at opnå viden om et fænomen, og der 
udføres i Danmark omtrent lige meget kvalificeret kvalitativ og kvantitativ forskning (Hviid 
Jacobsen og Qvotrup Jensen, 2012: 12). Men der er visse forhold, man bør have in mente, 
når man vælger denne metode. Enhver person har forud for udarbejdelsen af en interview-
guide og forud for en interviewsituation en forforståelse og bestemte antagelser og forvent-
ninger. Det forhold, at jeg selv er journalist, er dermed relevant at nævne her.12 Det giver 
anledning til at understrege, at jeg vil være tilbøjelig til at forstå informanternes svar ud fra 
den journalistiske hverdag, jeg indgår i. Det er altså ikke muligt for mig at nærme mig feltet 
i specialet uden ideer og tanker om, hvad det indeholder, og den kendsgerning har utvivl-
somt betydning for undersøgelsen (Mik-Meyer og Järvinen, 2005: 13ff; Järvinen, 2005: 29; 
Kvale og Brinkmann, 2009: 50 og 69; Riis, 2012: 353; Schultz, 2005: 73ff; Rendtorff, 2013: 
278ff). Ligeledes vil jeg med min forankring i faget, min forforståelse og via mit fokus, mi-
ne formuleringer og min fysiske tilstedeværelse aktivt påvirke den fortælling, der skabes i 
selve interviewsituationen, og det er her den konstruktivistiske og interaktionistiske dimen-
sion ligger. Kvale og Brinkmann forklarer det meget præcist i det følgende:  
 
”Forskningsinterviewet er en byggeplads for viden. Interviewviden konstrueres socialt i 
samspillet mellem interviewer og interviewperson. Den resulterende viden er ikke blot no-
get, der bliver fundet, gravet op eller er givet, men noget der skabes aktivt gennem spørgs-
mål og svar.” (Kvale og Brinkmann, 2009: 72).  
 
                                                
12 Jeg har arbejdet i DR Nyheder i over to et halvt år – først som universitetspraktikant på Deadline på DR2, 
siden som journalistpraktikant på forskellige redaktioner og nu som reporter på hovedsageligt Radioavisen og 
P3 Nyheder. 
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Her understreger de, hvordan det er utænkeligt, at en forsker kan frasige sig at have indfly-
delse på den viden, der fremkommer i interviewet. Dertil kommer, at jeg som både speciale-
studerende og journalist kan beskrives som en ”insider researcher”, idet forskningsobjekter-
ne i specialet er fra min egen profession (Brannick og Coghlan, 2007: 1)13. Det kan både 
have positive og negative implikationer. Men metodeforskning har diskuteret, at fordelene 
klart overskygger ulemperne, som desuden kan holdes i hævd ved en solid videnskabelig 
metode (ibid.: 11). Af fordele kan nævnes, at man som insider researcher kan gennemskue 
en eventuel over- eller underdrivelse af forhold, og man kan trække på sin egen erfaring fra 
fagområdet og dermed følge op på svarene. Samlet set argumenteres der for, at man således 
kan opnå mere fyldestgørende data (ibid.: 9). Af negative konsekvenser kan nævnes, at der 
kan opstå en art indforståethed i interviewsituationen, der fører til, at man ikke får spurgt 
grundigt nok ind til diverse emner (ibid.: 9). 
 
Disse forhold er også kommet til udtryk i denne undersøgelse. For eksempel har spørgetek-
nikken til forskningsinterviewene været præget en del af rutinen fra det journalistiske inter-
view, som jeg via mit arbejde laver til radio14. Her er det vigtigt at få interviewpersonen til 
at udtrykke sig med sine egne ord og ikke bare ”ja” og ”nej”, så man har noget godt indhold 
at klippe til radioen. Det har jeg oplevet som en positiv ballast, at jeg har haft opmærksom-
hed på og træning i at få spurgt ind til deres – nogle gange kortfattede – svar eller bedt om 
en uddybning eller forklaring (se for eksempel Bilag 7: 91; Bilag 8: 104 og 105; Bilag 4: 
36; Bilag 5: 68; Bilag 10: 131). Samtidig har jeg været klar over, at min journalistiske bag-
grund kunne medføre en indforståethed i interviewsituationen, hvor det kunne føre til, at 
forskellige praktiske forhold ikke bliver nævnt eksplicit, da både interviewpersonen og jeg 
kender til det fra vores dagligdag. Det ville skabe en del udfordringer i arbejdet med empiri-
en. Jeg har derfor lagt vægt på at få eksplicitte beskrivelser af de forskellige situationer, 
selvom det måske har virket banalt i interviewsituationen. For eksempel har jeg spurgt ind 
til, hvordan informanterne laver aftaler om kildebeskyttelse med kilderne (se eksempelvis 
Bilag 9: 118) eller bedt dem forklare, hvordan de helt konkret har håndteret en situation, 
gentaget mit spørgsmål eller bedt dem komme med eksempler (se eksempelvis Bilag 1: 8; 
Bilag 10: 142).  
                                                
13 Teksten ”In Defense of Being ”Native”: The Case for Insider Academic Research diskuterer insider re-
search i forhold til organisationer. Logikkerne mener jeg dog sagtens kan anvendes til at forstå metoden i an-
dre henseender, hvor der er et tilhørsforhold som eksempelvis til fagområder. 
14 For mere om forskelle mellem forskningsinterview og journalistisk interview se Schultz, 2005: 75. 
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En anden ting i relation til indforståethed, som bør fremhæves, er et forhold, som jeg ikke 
har været nok opmærksom på. I interviewsituationen er jeg gået ud fra, at journalisterne 
vidste, hvad jeg mente med digital kildebeskyttelse – ikke mindst fordi, jeg havde beskrevet 
emnet kort i introduktionsmailen til dem. Men her blev det i enkelte situationer klart for 
mig, at jeg skulle have gjort mere ud af at definere det inden interviewets start (se eksem-
pelvis Bilag 5: 52). Det ville have sparet mig tid og måske også givet mere præcise svar fra 
begyndelsen af hvert interview.  
 
Sidst skal det bemærkes, at vi fra anden forskning ved, at journalister kan opleve det som 
sært at være dem, der bliver interviewet og ikke selv interviewer. Det giver blandt andet an-
ledning til, at der kan opstå visse positioneringer mellem interviewperson og interviewer 
(Schultz, 2005: 73ff). Her kan min dobbelte rolle som både repræsentant for det journalisti-
ske felt og det akademiske felt også spille ind. Det vender jeg tilbage til i afsnit 2.4.4 om 
udførelsen af interviewene.  
 
Lad os bevæge os lidt videre fra selve interviewsituationen, for det er ikke kun her, kon-
struktionen af viden foregår. Den fortsætter i det videre arbejde med interviewet gennem 
transskription, analyse og rapportering, da forskerens til- og fravalg får betydning for den 
endelige konklusion (Kvale og Brinkmann, 2009: 72; Rendtorff, 2013: 278).  
 
De ovennævnte forhold om forforståelse, bestemte antagelser og forventninger giver selv-
sagt grund til refleksion over empiriens kvalitet. Men omvendt skal det også pointeres, at 
uden en vis viden om det fænomen, som skal undersøges, så er der intet grundlag for at stil-
le de rigtige forskningsspørgsmål (Dahlager og Fredslund 2008: 158). Man kan ligeledes 
argumentere for, at det ville være svært at udvælge de mest oplagte informanter, hvis man 
kun havde en begrænset viden om feltet. Og informanter bør netop vælges ud fra en for-
ventning om, at de kan bidrage med relevante perspektiver til undersøgelsens problemstil-
ling (Olsen, 2002: 82). Ud fra denne betragtning styrker en indsigt i emnet altså den viden, 
som produceres gennem interviewet og videre i processen. Men det skal samtidig under-
streges, at det er helt centralt, at interviewets spørgsmål ikke sigter mod at verificere en 
eventuel hypotese eller visse antagelser, og dermed skaber et ensidigt og fordrejet resultat. 
For at undgå denne fejlkilde har specialet en åben interviewguide, der giver mulighed for at 
afvige fra den for at give plads til informanternes egne perspektiver, ligesom specialet har 
 26 
en empirinær tilgang, som det også er beskrevet ovenfor, hvor analysebegreberne ikke er 
fastlagt på forhånd. Det kommer vi tilbage til i afsnit 2.4.3 om interviewguiden. Men over-
ordnet har den åbne interviewguide betydet, at vi har fulgt nogle af de stier, informanterne 
selv valgte.  
 
Den empirinære tilgang med fokus på informanternes egne perspektiver – og ikke på allere-
de anlagte teorier – gør sig også gældende for, hvordan vi kan forstå undersøgelsen i en vi-
denskabsteoretisk sammenhæng. Interessen for at forstå de tankemæssige og praktiske for-
hold ved digital kildebeskyttelse ud fra journalisternes egne beskrivelser og oplevelser, læg-
ger sig i tråd med en fænomenologisk inspireret synsvinkel (Rendtorff, 2013: 266ff). I den 
kvalitative forskning er fænomenologi netop et begreb, der peger på interessen i at forstå 
sociale fænomener ud fra aktørernes egne perspektiver (ibid.: 285f; Järvinen, 2005: 41; 
Kvale og Brinkmann, 2009: 44). Via de kvalitative interviews bliver informanterne i den 
fænomenologiske tilgang således repræsentanter for den oplevede virkelighed angående di-
gital kildebeskyttelse, som specialet her netop undersøger.  
 
Når specialet placerer sig i en fænomenologisk forståelse, så betyder det også, at der lægges 
afstand til et formål om at nå en objektiv konklusion (Rendtorff, 2013: 285). Det er derimod 
et studie i et eller flere individers oplevelse af og erfaringer med et bestemt fænomen, og 
dermed er det subjektivt, hvorfor en generalisering heller ikke er målet. Om end det kan 
tænkes, at nogle træk vil gå igen hos andre journalister med lignende karakteristika (Riis, 
2012: 357). Det vil dog kræve supplerende undersøgelser at slå dette fast. 
 
2.4 Indsamling af empiri 
I det følgende gøres der rede for, hvordan informanterne er blevet udvalgt og kontaktet, 
hvordan interviewguiden er blevet udformet, og hvordan forskningsinterviewene er blevet 
udført.  
 
2.4.1 Kontakt til medier 
Fra begyndelsen var antagelsen, at informationssikkerhed for mange journalister stadig var 
relativt fremmed, da der generelt i befolkningen ikke er den store viden om emnet og om 
overvågning (Bruno, 2014: 349). Antagelsen var derfor videre, at informationssikkerhedsø-
gende redskaber sjældent blev benyttet i det journalistiske arbejde. Dette er i særdeleshed 
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begrundet af det tidspres, mange journalister arbejder under (Otkjær, 2013: 27). Derfor stod 
det også klart, at det ikke skulle være deciderede nyhedsjournalister, der skulle være mål for 
specialets undersøgelse, men i stedet journalister, der har nogle lidt længere deadlines – og 
måske også arbejder med mere sårbare emner og kilder, og af den grund er tvunget til at 
overveje sikkerheden ganske nøje. Derfor tog jeg via e-mail kontakt til syv medier, som alle 
har redaktioner eller journalister, der hovedsageligt beskæftiger sig med undersøgende jour-
nalistik. De syv medier eller redaktioner er: DR’s Det Fri Indland, Dagbladet Information, 
Morgenavisen Jyllands-Postens gravergruppe, Berlingskes graverredaktion, Politikens gra-
verredaktion, Ekstra Bladets gravergruppe og BT’s gravergruppe. Mailen kan ses i bilag 12. 
Nogle sprang på med det samme og formidlede også kontakt til andre kolleger, og nogle 
skulle kontaktes anden, tredje, fjerde, femte eller sjette gang, før en aftale var i hus, eller før 
jeg droppede at få mediet med i undersøgelsen. Andre sagde nej tak til at være med, da der 
ikke var tid.  
Resultatet blev, at ti personer, der arbejder med undersøgende journalistik, fra henholdsvis 
DR’s Det Fri Indland, Morgenavisen Jyllands-Postens gravergruppe, Berlingskes graverre-
daktion, Politikens graverredaktion og Ekstra Bladets gravergruppe ville stille op til inter-
view (Se bilag 1 til 10) 15.  
 
2.4.2 Om specialets informanter 
Først skal det slås fast, at informanterne ikke vil fremgå med fulde navne i specialet16, lige-
som deres initialer ikke vil blive knyttet eksplicit til medie og køn. Dette er begrundet med, 
at undersøgelsens formål og interesse ikke er at se på, hvordan medierne adskiller sig, ej 
heller at se på eventuelle kønsmæssige forskelle. For at undgå at en læsning af specialet kan 
føre til dette uønskede fokus, har jeg valgt at sløre informanternes identiteter og profiler. 
For læseren med stort kendskab til mediebranchen, som følger med i nyhedsstrømmen, vil 
det dog ikke være umuligt at gætte eller finde frem til, hvem de forskellige personer er, da 
informanterne begrunder mange af deres metoder og tanker i specifikke sager, de har dæk-
ket. Det vil nogen måske genkende. Det skal således ikke forstås som et forsøg på at ano-
nymisere informanterne, men blot som et forsøg på at holde fokus på præcis dét, specialet 
                                                
15 Til orientering har jeg ikke i min tid hos DR Nyheder arbejdet sammen med den eller de person(er), som er 
fra DR. Jeg kender heller ikke nogen af de andre personer. 
16 Kun i bilagene kan informanternes navne og profilbeskrivelser findes. Det skal dog understreges, at bilage-
ne, af hensyn til informanterne, ikke er offentligt tilgængelige. Kun vejleder og censor vil have adgang til bi-
lagene. 
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undersøger – de personlige erfaringer med beskyttelse af kilder og digitale udfordringer 
uanset køn og medie.  
 
De ti informanter fra de fem forskellige medier har stor relevans for problemformuleringen, 
da de netop er journalister, som arbejder med undersøgende journalistik og dagligt har med 
kilder at gøre, og fra tid til anden også lover kilder beskyttelse. Derfor kan de fortælle om, 
hvordan de handler og tænker i forhold til deres egen og kildernes sikkerhed – også i digitalt 
regi – hvorfor de alle befinder sig inden for specialets problemfelt (Riis, 2012: 361ff). Her 
skal det nævnes, at der blandt informanterne også er chefer. De fleste fungerer dog i det 
daglige som producerende journalister, hvorfor de også kan bidrage med relevante overve-
jelser. Videre kan det fremhæves, at informanten eller informanterne fra DR har et noget 
anderledes produktionsforløb i forhold til dagbladene, da radio og i særdeleshed tv kræver 
en større logistisk planlægning end artikelskrivning. Det kan måske spille ind på overvejel-
serne, men grundlæggende bør det ikke have indflydelse på, hvordan man håndterer sin sik-
kerhed og sine kilder. 
 
Blandt informanterne er der to kvinder og otte mænd, hvilket meget godt afspejler kønsfor-
delingen på de forskellige redaktioner, da der suverænt er flest mænd. Kun på én redaktion 
er der flere kvinder end mænd, og på flere er der slet ingen kvinder (jævnfør profilbeskri-
velserne i bilag 1 til 10). Aldersmæssigt ligger informanterne mellem sidst i 20erne og start 
60erne, og de spreder sig meget fint over de cirka 30 år – der er således ikke anledning til at 
fremhæve en særlig stor eller lille aldersgruppe. Alderen har heller ikke vist sig signifikant 
udslagsgivende for forholdet til teknologi og digitale metoder, hvorfor det ikke vil blive be-
rørt yderligere. 
 
2.4.3. Interviewguide 
Som det er beskrevet ovenfor, er der i empiriindsamlingsfasen blevet forsøgt at balancere 
mellem en åben og empirinær tilgang og et fokus på specialets problemformulering og teo-
retiske fundament. Dette præger også målet med interviewguiden.  
For at skabe et teoretisk grundlag for at udarbejde guiden lavede jeg, jævnfør afsnit 2.1, et 
baggrundsinterview med en it-sikkerhedsekspert (Bilag 11), læste en introduktion om digital 
kildebeskyttelse, som det Svenske Journalistförbundet har fået udarbejdet (Andersson, Lau-
rin og Jankov, 2012), og lod mig desuden inspirere af Alan Bryman’s tjekliste (2008: 469). 
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Disse bidrag var dermed med til at kvalificere spørgsmålene. For at sikre plads til informan-
ternes egne perspektiver er flere af spørgsmålene i guiden meget åbne og brede. Guiden er 
yderligere udformet til at fungere i et semistruktureret interview (Kvale og Brinkmann, 
2009: 143ff; Bryman, 2008: 438), hvor der netop er plads til afvigelser fra spørgsmål eller 
spørgsmålenes rækkefølge – men hvor det er klargjort, hvilke emner interviewet skal kom-
me omkring for at kunne besvare problemformuleringen. Det semistrukturerede interview 
giver på den måde mulighed for at lægge guiden til side for en stund og forfølge de speci-
fikke svar, informanterne giver og dermed få flere nuancer frem (Kvale og Brinkmann, 
2009: 144). Guiden er blevet benyttet i alle ti interviews og er ikke blevet ændret undervejs, 
da den hele tiden blot har fungeret vejledende, og der har derfor hele tiden været mulighed 
for at afvige fra den. Guiden kan ses i bilag 13.  
 
2.4.4 Udførelse af interviews  
Alle ti interviews er foregået ansigt til ansigt og blev udført i specialets anden og tredje ar-
bejdsmåned af i alt seks måneder. De er lavet i informanternes arbejdstid, og det var aftalt 
på forhånd, at interviewet ville vare omkring 45 minutter til en time. Det var i den forbin-
delse ikke min oplevelse, at nogen havde travlt med at komme tilbage til deres skiveborde 
og derfor svarede kortfattet. 
De er alle sammen blevet optaget på diktafon, så interviewene senere kunne skrives ud. 
Forud for selve interviewet er alle kort blevet briefet om specialet, og alle interviews er ble-
vet rundet af med at høre, om informanterne havde noget at tilføje (Kvale og Brinkmann, 
2009: 149; se evt. Bilag 1-10). Det har der sjældent været.  
De fleste interviews har varet omkring 50 minutter. Et enkelt varede 30 minutter, og nogle 
få tog over en time. Længden har været afhængig af, om vi blev bremset af vigtige opkald 
undervejs, og hvor meget informanterne havde at sige – og hvor meget jeg spurgte ind til 
deres svar.  
 
Flere gange er min rolle som aktiv deltager i at konstruere viden kommet særligt meget til 
udtryk i interviewsituationen (Riis, 2012, 362f). Det er sket få gange, når jeg har spurgt ind 
til noget, som informanten, efter min opfattelse, ikke havde overvejet i forvejen eller måske 
ikke har en holdning til. Eksempelvis følgende:  
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” (…) Det er også derfor, det er så diffust for mig, jeg ved faktisk ikke… – du har virkelig 
sat tanker i gang, nu må jeg sgu finde ud af, hvad er rent faktisk tryghed, og hvad er falsk 
sikkerhed, og hvornår er jeg bare til grin. Det er jo irriterende, så nu bliver jeg nødt til at 
finde ud af det.” (Bilag 9: 129f). 
 
Eksemplet understreger meget tydeligt den konstruktivistiske og interaktionistiske dimensi-
on i interviewsituationen, da informanten gennemgår en proces i selve interviewet. 
 
Videre er det sket nogle gange, at informanten har haft behov for at dreje svaret over på no-
get andet, end det spørgsmålet gik på, for eksempelvis at fortælle om, at sikkerheden tages 
alvorligt eller lignende (se for eksempel Bilag 3: 23; Bilag 7: 85). Der kan være tale om, at 
informanten ikke har ønsket at fremstå ufornuftig. Ifølge Järvinen vil begge personer i en 
interviewsituation positionere sig over for hinanden, og her vil informanten ofte forsøge at 
fremstå som – i denne sammenhæng – en ”professionel journalist” (Järvinen, 2005: 30f). 
Det kan tænkes, at det kan være en utryg situation for journalisterne at sidde over for en in-
terviewperson, som udmærket kender til de journalistiske idealer og derfor kan måle deres 
praksis op mod dem. 
 
Interessant er her at indskyde Schultz’s erfaringer med forskningsinterview af journalister. 
Ligesom Järvinen har hun også beskæftiget sig med interviewsituationer og positionering, 
og hun går lidt videre og kalder interviewsituationen for en kamp mellem det videnskabeli-
ge felt og det journalistiske felt (Schultz, 2005: 83ff).  
 
Det billede kan jeg ikke genkende fra mine interviews, og det kan muligvis skyldes, at jeg 
har en fod i begge felter, og at min insider-position får mig til at fremstå mere som journa-
list end som akademisk researcher.  
Så selvom man kunne forestille sig, at det kan være en unaturlig situation for journalisterne 
at blive interviewet af en anden journalist om deres journalistiske metoder, så har det måske 
også haft sine positive effekter, at jeg ikke blot er akademiker, men tilmed journalist.  
 
Opsummerende og overordnet er mit indtryk, at alle informanter har forsøgt at svare ærligt, 
og de har alle detaljeret og velbegrundet fortalt om deres erfaringer, handlinger og tanker – 
og også sagt fra til specifikke spørgsmål, hvis de ikke mente, de havde noget at byde ind 
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med. Derfor er det min vurdering, at empirien er pålidelig (Kvale og Brinkmann, 2009: 
270ff). 
 
2.5 Behandling af empiri 
Følgende beskrives det, hvordan de optagede interviews er blevet bearbejdet. Det gælder 
både udskrivningen af optagelserne, informanters gennemlæsning, og kodning af indholdet. 
 
2.5.1 Transskription 
For at få et overblik over alle ti interviews, har jeg valgt at transskribere dem fuldt ud. Det 
valg har jeg truffet, da interviewene gør sig mere tilgængelige for analysearbejdet i udskre-
vet form, og det hjælper til at huske alle detaljer. Dermed kan analysen af, hvad informan-
terne siger, blive mere grundig (Kvale og Brinkmann, 2009, 202; Bryman, 2008: 451). Jeg 
har selv transskriberet hver og et, hvorfor proceduren og kriterierne for fortolkningen af 
transskriptionen er så godt som ens ved alle ti. Med fortolkning menes der, at der i proces-
sen med at oversætte talesprog til skriftsprog sker en transformation af sproget. Talesprog 
og skriftsprog har forskellige kulturer, og derfor kan et velformuleret mundtligt udtryk virke 
usammenhængende og præget af gentagelser, når det transskriberes direkte (Kvale og 
Brinkmann, 2009: 199f). For at undgå et rodet og uklart sprog, der er fyldt med pauser og 
øh, når det kommer ned på papir – og eftersom sproget ikke er centralt for denne analyse, 
hvor det er indholdet, der er i fokus – er øh’er udeladt, og lange pauser er ikke beskrevet. 
Der vil desuden være steder, hvor jeg har udeladt sætninger, der ikke er blevet afsluttet, men 
i stedet er blevet skiftet ud med en anden sætning. Her er et eksempel for at demonstrere 
proceduren: ”Og det er jo rigtig… øhhh…. Det man kan sige om kildebeskyttelse, det er jo, 
at jeg gør sådan og sådan.…”. Her har jeg ikke transskriberet første uafsluttede sætning, da 
den ikke bidrager med indhold til analysen. Transskriptionen har således haft fokus på at 
gøre interviewene mere letforståelige i tekstform fremfor at prioritere hvert enkelt ord og 
pause. Havde analysen fokuseret på sprog og sprogbrug, havde dette ikke været en mulig-
hed (Olsen, 2002, 110).  
 
Endvidere har de udskrevne interviews gjort det muligt for informanterne at tjekke, om de 
er gået så meget i detaljer med deres beskrivelser, at de risikerede at kompromittere beskyt-
tede kilder. Det leder os til næste afsnit. 
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2.5.2 Gennemlæsning og debriefing  
Flere informanter bad om at få det udskrevne interview til gennemlæsning for at sikre, at 
følsom information, der måske kunne kompromittere en kilde, ikke kom videre. I alt har 
fem informanter haft interviewene til gennemlæsning (MSE, EJ, PM, AF, KK). Af dem øn-
skede MSE, PM og EJ at få ord eller hele afsnit sløret eller slettet. De sidste to havde ingen 
ændringer. Set fra en journalists synspunkt er det problematisk og uhørt at give informan-
terne redigeringsret. Men fra et videnskabeligt synspunkt er det god skik at vise omhu for 
eventuelle konsekvenser, og derfor er det helt oplagt at lade informanterne læse deres inter-
views igennem, så følsomme oplysninger om en sag eller kilde ikke kommer videre (Kvale 
og Brinkmann, 2009: 92). Særligt set i lyset af specialets emne ville det være katastrofalt, 
hvis specialet selv var med til at kompromittere en kilde.  
 
For at sikre mig, at alle informanter var indforståede med forholdene omkring specialet, og 
hvordan deres interviews ville blive brugt (ibid.: 86ff), skrev jeg efterfølgende en mail til 
dem (Bilag 14). Her blev det forklaret, hvordan de ville fremgå med initialer, at de trans-
skriberede interviews ikke ville blive offentliggjort, men at specialet ville være tilgængeligt 
via online-biblioteket på Roskilde Universitet. I mailen stod det klart, at hvis de havde 
spørgsmål eller indvendinger, så kunne de kontakte mig. Og hvis ikke jeg hørte fra dem, så 
ville det blive tolket som om, at de ingen kommentarer havde. Seks vendte tilbage med ac-
cept af forholdene, og fire vendte ikke tilbage.  
 
2.5.3 Kodning af interviewene 
For at gøre den relativt store datamængde – 145 siders transskriberede interviews –  tilgæn-
gelig for analysearbejdet, har det været nødvendigt med en kodning, for at strukturere inter-
viewenes indhold (Kvale og Brinkmann, 2009: 223). Med kodning menes, at der er foreta-
get gennemlæsninger af empirien og herigennem fundet de elementer, der er mest relevante 
for problemstillingen, ligesom der har været fokus på informanternes egne perspektiver. 
Kodningen har således været delvist datastyret og delvist begrebsstyret (ibid.: 224f), hvilket 
igen lægger sig op ad den balance, undersøgelsen forsøger at skabe mellem en empirinær 
tilgang og et fokus på feltets begreber, så der ikke opstår en uheldig distance til feltet. 
 
Koderne kan deles op i to overordnede kategorier – generelle overvejelser om digital kilde-
beskyttelse og de praktiske forhold. Emnerne vil alle blive behandlet i analysen. 
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De er som følger: 
 
 
 
 
 
• Om"balancen"mellem"sikkerhed"og"
paranoia"
• Om"at"skabe"kontakt"bl"kilder,"der"ikke"har"
en"pgp"
• Om"balancen"mellem"sikkerhed"og"
effekbvitet"
Overvejelser"
• Telefonopkald"og"sms"
• Mails"og"sociale"medier"
•  Internetvaner"
• Opbevaring"af"dokumenter"både"hvad"
angår"fysiske"dokumenter"og"digitale"filer"
• Samarbejde"med"andre"på"redakbonen"
• Udfordringer"på"arbejdspladsen"
De"prakbske"
forhold"
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Kapitel 3: Kildebeskyttelse – en teoretisk begrebsramme 
I følgende kapitel gøres der rede for kildebeskyttelse ud fra de juridiske perspektiver, de 
samfundsmæssige perspektiver og de journalistiske perspektiver. Ud fra disse tre områder 
bliver præmissen om, at kildebeskyttelse er vigtig, dermed undersøgt. De juridiske anlig-
gender sættes også i forhold til den udvikling, der er sket på overvågningsfronten de seneste 
år. Yderligere belyses mediernes samfundsmæssige opgaver ud fra medieteoretiske bud, og 
opsummerende sættes de i relation til kildebeskyttelsen. Kapitlet danner således baggrund 
for at forstå rammerne for kildebeskyttelse i den samtid, undersøgelsen tager udgangspunkt 
i. 
 
3.1 Kildebeskyttelsens paragraffer 
Kildebeskyttelse er et grundlæggende element i pressens arbejde i og med, at den har afgø-
rende betydning for pressefriheden og for ytringsfriheden. Det har Den Europæiske Menne-
skerettighedsdomstol slået fast i en dom fra 1996 (Jørgensen, 2013: 147). Her fik en journa-
list en fortrolig, intern rapport fra en kilde. Rapporten afslørede, at et engelsk firma var i 
store økonomiske problemer, og da journalisten bad firmaet kommentere forholdene, endte 
det med et fogedforbud mod at offentliggøre oplysningerne og et pålæg om at afsløre kil-
den. Sagen kom for Den Europæiske Menneskerettighedsdomstol, og her konkluderede den, 
at det var i strid med gældende lovgivning og lagde i sin afgørelse blandt andet vægt på, at 
kildebeskyttelsen er central for pressefriheden, og at firmaets interesse i at afsløre illoyale 
ansatte ikke kan opveje offentlighedens interesse i at sikre kildebeskyttelse. Og det er ikke 
den eneste gang, at domstolen har truffet den slags afgørelser (ibid.: 147). Hvis vi zoomer 
ind på Danmark, så er det blevet præciseret tidligere, at vidnefritagelsen gælder både redak-
tionelle medarbejdere, redaktører og andre, der kan have kendskab til kilden i kraft af deres 
tilknytning til mediet, og de har således ikke pligt til at afgive vidneforklaring om, hvem der 
er kilde til en oplysning (Retsplejeloven, 2014: § 172 stk. 1, 2 og 3). Vidnefritagelsen gæl-
der også materiale, der direkte eller indirekte kan afsløre kildens identitet – for eksempel e-
mails, lækkede dokumenter eller ransagning af computere etc. (Jørgensen, 2013: 148ff). 
 
For nogle historier gælder det, at en ansat et sted har afsløret forhold om arbejdspladsen, 
selvom den ansatte har tavshedspligt som i eksemplet med det engelske firma. Her regulerer 
 35 
retsplejeloven også. Hvis der er tale om forhold, der har samfundsmæssig betydning, så 
holder kildebeskyttelsen (ibid.: 152; Retsplejeloven, 2014: § 172 stk. 6). Med andre ord er 
whistleblowers, der afslører alvorlige forhold, der har betydning for eller interesse for sam-
fundet, altså beskyttet – selvom de bryder deres tavshedspligt. Her kan et eksempel med en 
lækage fra 2007 fremhæves. Lækagen handlede om danske jægersoldater, der skulle indsæt-
tes i Irak. Der var ingen kilde på oplysningen, da TV 2 bragte nyheden, og Forsvarsministe-
riet fandt oplysningerne kritiske for de danske soldaters sikkerhed, og var derfor meget util-
freds med lækagen. Uden at gå i detaljer med forløbet, så afgjorde Højesteret til slut, at de 
involverede journalister og redaktører ikke skulle påbydes at afgive vidneforklaring. Afgø-
relsen blev blandt andet begrundet med, at indsættelsen i Irak havde samfundsmæssig be-
tydning (Jørgensen, 2013: 152). 
 
I sager, hvor der er tale om kriminelle forhold som voldtægt, drab, grov vold, frihedsberø-
velse og grov økonomisk kriminalitet, kan kildebeskyttelsen tilsidesættes, hvis en række 
betingelser er opfyldt (ibid.: 151; Retsplejeloven, 2014: § 172 stk. 5). Ligesom der i situati-
oner, hvor journalister får information om planer for handlinger, der udsætter menneskers 
liv eller vigtige samfundsværdier for alvorlig fare, gælder andre regler. Her har alle jævnfør 
straffeloven pligt til at forsøge at forhindre handlingerne eksempelvis ved at underrette poli-
tiet. Det kan i den sammenhæng være nødvendigt også at røbe, hvem der er kilden til infor-
mationen. Det sker dog meget sjældent (Jørgensen, 2013: 154).  
 
Tiden efter terrorangrebet den 11. september 2001 har ført til nye former for overvågning 
både globalt og nationalt i Danmark, og det er værd at bemærke her, da det spiller en rolle 
for lovgivningen. Samtidig sker der en udvikling i den globale internetadfærd, hvor virk-
somheder som Microsoft, Facebook, Apple og Google forsøger at få folk til at flytte deres 
personlige data væk fra computeren og op i ”skyen”, som er et online drev, der kan tilgås 
med en kode fra enhver enhed, som har internetforbindelse (Wood, 2014: 333 og 339). 
Samlet set giver disse udviklinger nye muligheder for at overvåge og indsamle data som 
aldrig før (ibid.: 338; Andrejevic, 2014: 91). Forsker på Center for the Study of Law and 
Society på University of California, Berkeley James B. Rule kalder indsamlingen af person-
data for ”(…) One of the most far-reaching social changes of the last 50 years.” (Rule, 
2014: 64). Overvågning er allestedsnærværende, og det er således muligt at spore individer 
og deres handlinger. Og Rule kritiserer det forhold, at  
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”Law-enforcement, espionage and counterterrorist agencies are rarely expected to make 
their records of ongoing tracking and other surveillance activities open or accountable to 
the public” (ibid.: 68).  
 
Det understreger den pointe, som er bekrevet tidligere om, at man aldrig kan vide, om man 
bliver kigget over skulderen af eksempelvis efterretningstjenester.  
 
Danmark er ingen undtagelse. Her har Politiets Efterretningstjeneste og politiet fået nemme-
re adgang til at overvåge kommunikation efter den 11. september 2001, og her er journali-
ster ikke undtaget (Jørgensen, 2013: 150f). Retsplejeloven sikrer dermed ikke journalister 
og medier særlig beskyttelse mod politiets og efterretningstjenesters brug af telefonaflyt-
ning, aflæsning af datatransmission – eksempelvis e-mails, teleoplysninger om, hvilke tele-
foner og computere, der har været i forbindelse med hinanden; rumaflytning, observation, 
fotografering og tv-overvågning, brevåbning og brevstandsning samt dataaflæsning af en 
computer (ibid.: 150). Det, retsplejeloven gør, er at regulere i hvilke tilfælde, politiet må 
bruge disse indgreb i en efterforskning. Hovedreglen er her, at politiet skal have en godken-
delse fra retten, men politiet kan dog handle på egen hånd, hvis det vurderer, at en retsken-
delse vil tage for lang tid at få fingrene i. I dette tilfælde skal retten kort efter afgøre, om 
indgrebet kan fortsætte (Retsplejeloven, 2014: § 783 stk. 1 og stk. 4; Jørgensen, 2013: 150). 
Politi og anklagemyndighed skal dog tage hensyn til informations- og ytringsfrihed, når de 
tager stilling til telefonaflytninger, dataaflæsning af computere etc. mod journalister (Jør-
gensen, 2013: 151). 
 
I juraens verden er der altså både paragraffer og retspraksis, der sikrer kildebeskyttelsen – 
med undtagelse af, når der er tale om alvorlig kriminalitet. Men alligevel kan der opstå di-
lemmaer. Særligt det sidste afsnit om øget overvågning som følge af kampen mod terror, 
kan skabe ekstra udfordringer for journalister, der død og pine skal holde deres kildes iden-
titet skjult. Kildebeskyttelsen er jo til for – som navnet også indikerer – at beskytte kilden. 
Det er ikke blot et journalistisk redskab (Brenna, 2012: 26). Opsummerende kan det dog 
slås fast, at både lovgivningen og de forskellige domstolsafgørelser viser, at kildebeskyttel-
sen bliver opfattet som vigtig. Den bliver forklaret som en grundsten, når pressen skal ud-
fylde sin samfundsmæssige opgave. Det leder os til næste perspektiv. 
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3.2 Samfundsperspektivet på kildebeskyttelse 
For hvad er det så for idealer, medierne skal leve op til i et samfund? Det forsøger dette af-
snit at se nærmere på for så at koble det med kildebeskyttelsen.  
 
Det danske pressesystem er kendetegnet ved at have meget stærke principper om pressefri-
hed og hører under den type, Hallin og Giles – med inspiration fra Hallin og Mancini (2004) 
– kalder The Democratic Corporatist Model (2005: 12) I den demokratiske korporative mo-
del har pressen følgende rolle: 
 
1. At give information til borgere, så de selv kan danne meninger om samfundsforhold 
2. At kommentere på begivenheder i samfundet  
3. At granske magthaveres aktiviteter som repræsentant for det offentlige  
4. At fremme kommunikationen i og mellem politiske grupper, foreninger og andre 
grupper i samfundet (Hallin og Giles, 2005: 12). 
 
Dermed fremhæves pressens opgave som at agere vagthund over for regeringen og personer 
i magtfulde positioner samt at sikre information til befolkningen. Medieorganisationers op-
gave er således at tjene samfundet som helhed (ibid.: 12 og 14).  
Stort set samme beskrivelse af nyhedsmediernes funktion i et demokrati frembringer  Chri-
stians, Glasser, McQuail, Nordenstreng, og White (2009: 116). Her understreges det videre, 
at førend medierne kan leve op til disse opgaver, må en række kriterier være på plads. De 
vigtigste i denne sammenhæng er, at borgerne har tillid til pressen, at der er redaktionelle 
intentioner om at give adgang til en bred vifte af kilder og synspunkter, samt at pressefrihe-
den bliver brugt aktivt for at sikre en sund offentlig sfære (ibid.: 116f).   
  
Her byder også Strömbäck ind med relevante perspektiver. Helt grundlæggende beskriver 
han, at mennesker har behov for medierne, og deres strukturelt set vigtigste funktion er at 
indsamle, sortere, kontrollere og formidle den information, som er relevant for folket i et 
samfund (Strömbäck, 2004: 29). Det forhold, som eksisterer mellem medier og demokrati, 
kalder han for den sociale kontrakt (ibid.: 72f). Kontrakten indebærer for medierne, at de 
har en moralsk forpligtelse til netop at indhente og sprede relevant information. Dette skyl-
des, at i et demokrati har både magthavere og medborgere brug for information. Det er ek-
sempelvis helt centralt, at medborgerne kan følge med i, hvordan magten udøves. For at sta-
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ten kan opretholde kontrakten, skal den sikre grundlæggende fri- og rettigheder – herunder 
ytringsfrihed og pressefrihed (ibid.: 73). Også Strömbäck understreger, hvor vigtig pressens 
kritiske granskning af magthaverne er (Strömbäck, 2000: 258).  
 
Det kan altid diskuteres, om medierne og staten lever op til disse idealer i virkeligheden (se 
eksempelvis Strömbäck, 2000: 251ff). I specialet her kan de dog understrege, hvilke norma-
tive syn, der er på mediernes rolle i et demokratisk samfund. Og dét er interessant i kobling 
til kildebeskyttelsen. For hvis mediernes opgave er at viderebringe så sandfærdig informati-
on som muligt gennem en granskning af magthaverne og ved at fungere som et offentligt 
forum for debat (Strömbäck, 2004: 82), så kan det her indskydes, at journalister vil løbe ind 
i situationer, hvor de behøver kildebeskyttelsen for at kunne frembringe vigtig information 
om for eksempel magtfulde personer eller institutioner, organisationer eller virksomheder 
(Fossum og Meyer, 2008: 119; Wien, 2003: 55f; Jørgensen, 2013:147; Coulter, 2005: 66). 
Princippet er netop et værktøj til at sikre sig, at journalister – i visse sager – via beskyttelsen 
kan få adgang til vigtig information, så de kan fortælle historien til offentligheden og der-
med udøve den granskning og sikre den debat, som medborgerne skal have jævnfør den so-
ciale kontrakt (Strömbäck, 2004: 83). 
 
3.3 Journalistiske perspektiver på kildebeskyttelse 
Lad os bevæge os lidt væk fra de overordnede juridiske forhold og samfundsmæssige idea-
ler, og gå til den journalistiske litteratur. Det er i afsnit 1.3 blevet beskrevet, at der ikke fin-
des videnskabelige undersøgelser om digital kildebeskyttelse med samme kvalitative fokus, 
som specialet her har. I Danmark er der hovedsageligt lavet optællingsanalyser af dagblade-
nes brug af anonyme kilder. Selvom deres interesseområde ligger en del fra specialets, så 
præsenteres undersøgelserne alligevel kort, da der er enkelte betragtninger, som er interes-
sante i denne sammenhæng.  
 
De omtalte optællingsundersøgelser er lavet af medieforsker Mogens Mejlby i 1993 (se 
Meilby, 1993), af medieforsker Charlotte Wien i 2003 (se Wien, 2003), og den nyeste er 
lavet af et hold studerende på kandidatfaget Journalistik på Roskilde Universitet (se Husted, 
Jensen, Mencke, Mirzaei-Fard og Sundby-Lebech, 2014). Sidstnævnte undersøgelse er en 
videreførelse af netop Meilbys og Wiens optællinger, og det, der gør den særligt relevant for 
specialet, er, at den udvider Wiens og Meilbys definition af en anonym kilde til også at 
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dække over kilder, der ikke citeres, men hvor ”medierne erfarer”. Det vil sige, at forståelsen 
af en anonym kilde også kan dække over whistleblowers eller personer, som har peget en 
journalist i retning af en historie uden selv at udtale sig som anonym kilde. Dermed ligger 
den definition tættere på den, dette speciale arbejder med. Yderligere er det vedkommende, 
at undersøgelsen fra 2014 konkluderer, at mens der er sket et fald i antallet af anonyme kil-
der i dagbladene, er markant flere af anonymiseringerne i dag begrundet med kildebeskyt-
telse, når man sammenligner med Wiens optælling fra 2003 (ibid.: 42). Niveauet ligner 
dermed i højere grad det, der kunne iagttages i 1993 i Meilbys undersøgelse. Her lå det på 
5,5 procent i de landsdækkende dagblade (Meilby, 1993: 18).  
 
Om end 5,5 procent ikke lyder af meget, så mener jeg alligevel, at de seneste års stigning er 
værd at bemærke – ikke mindst i relation til den digitale udvikling, som kan give store ud-
fordringer for beskyttelsen.  
 
Og der er heller ingen tvivl om, at kildebeskyttelse er et emne, som optager både folk i me-
diebranchen og i medieforskningen, og ens for begge er, at beskyttelsen af en kilde også her 
bliver beskrevet som et meget vigtigt princip, ligesom den gør juridisk og samfundsmæs-
sigt. I bogen Investigative Journalism er kildebeskyttelse blevet kaldt ”the key professional 
duty of the journalist” (Horrie, 2008: 121). Og lektor i journalistik John Coulter skriver føl-
gende om kildebeskyttelse i British Journalism Review: 
 
”The fundamental ethical principle of journalism is that we have a moral imperative to give 
a guarantee of anonymity to genuine confidential sources providing bona fide information. 
There can be no transparency in the trust that our sources must have in us as professional 
journalists. If we sacrifice that trust, we betray our credibility as reporters of the truth.” 
(Coulter, 2005: 66). 
Holdningen er altså, at kildebeskyttelsen er et grundelement, og at den ikke kan gradbøjes. 
Det er journalistens moralske ansvar at give en garanti på, at en beskyttet kildes identitet 
ikke bliver afsløret. Kildens tillid til journalisten må ikke blive krænket, for så ryger journa-
listers troværdighed. Dermed står det klart, at der følger et stort ansvar med, når man giver 
beskyttelse til en kilde.  
I relation til ansvar er det interessant at inddrage et stort EU-finansieret projekt, som går un-
der navnet MediaAct – Media Accountability and Transparency in Europe, som har skrevet 
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en rapport om mediers troværdighed og ansvar. Her er der blevet lavet en stor survey med i 
alt 1762 journalister fra 12 europæiske og to arabiske lande (Maier, 2014: 1). I rapporten 
slås det, ud fra McQuail, professor emeritus på University of Amsterdam, fast, at mediernes 
eksistensgrundlag er troværdighed, og at troværdigheden er afhængig af journalisternes an-
svarlighed (Lauk, Harro-Loit og Väliverronen, 2014: 83ff). Undersøgelsen viser videre, at 
på trods af de 1762  journalisters forskellige kulturelle baggrunde, så var der bred konsensus 
om en grundlæggende idé om mediernes troværdighed som en manifestation af ansvarlig-
hed. Og dén ansvarlighed bliver i høj grad forbundet med professionelle principper, herun-
der kildebeskyttelse må man antage. Hele 89 procent betragtede ansvaret og loyaliteten over 
for de journalistiske standarder og deres kilder som noget af det mest essentielle i at opret-
holde mediernes troværdighed (ibid.: 85f). På den måde opfatter journalisterne sig selv som 
helt centrale, når det kommer til mediernes troværdighed. Den står og falder med deres me-
toder.  
 
Det er medierne også opmærksomme på, får man indtrykket af, når man læser deres etiske 
retningslinjer. Her fremhæves blot de medier, som informanterne i dette speciale arbejder 
for. 
 
I Jyllands-Postens redaktionelle grundpiller står der:  
 
”Opgiv aldrig navn på kilden til oplysninger, som er givet under løfte om anonymitet, hvis 
ikke kilden selv samtykker.” (Jyllands-Posten). 
 
Det minder meget om ordlyden i Berlingskes regler for journalistisk etik: 
”Anonymitet respekteres fuldt ud, og navnet vil under ingen omstændigheder blive videregi-
vet.” (Berlingske). 
I DR’s etiske retningslinjer er retsplejelovens paragraffer om kildebeskyttelse gengivet, og 
så står der desuden ikke meget andet, end at det er ”fundamentalt for DR at kunne beskytte 
sine kilder” (DR: 22). Ekstra Bladets retningslinjer har det ikke været muligt at finde onli-
ne. Men Politikens etiske kodeks byder på en interessant vinkel. Det er nemlig det eneste 
medie, som inddrager ordet digital i retningslinjerne: 
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”Navne på kilder, der er lovet anonymitet, vil ikke blive røbet til tredjemand. Der skal udvi-
ses særlig omhu ved enhver form for indsamling, opbevaring eller videregivelse af fortroligt 
materiale, digitalt såvel som fysisk, deriblandt materiale, der kan røbe en anonym kildes 
identitet. ” (Politiken 07.09.14). 
Selvom der er bred enighed om vigtigheden af kildebeskyttelse, så er det kun ét medie, der 
eksplicit medtager den digitale dimension af beskyttelse i retningslinjerne. Det betyder dog 
ikke, at de andre medier ikke finder det vigtigt eller ikke har overvejet det. Det kan være, at 
ræsonnementet hos de andre medier er, at det er en selvfølgelighed, at hensynet til beskyt-
telsen gælder, uanset om vi taler den digitale verden eller den fysiske verden, og dermed 
ligger implicit i, at man aldrig må opgive eller videregive oplysninger, som kan afsløre kil-
den.  
 
For at få idealet om kildebeskyttelse helt ned på individniveau, som er fokus i denne under-
søgelse, så præsenteres her kort informanternes syn på kildebeskyttelse og vigtigheden der-
af, så udgangspunktet for deres beskrivelser samt præmissen for hele undersøgelsen er på 
plads.  
 
Som både lovgivning, medieforskning, samfundsteori og medierne selv, forstår også dette 
speciales informanter kildebeskyttelse som et grundlæggende essentielt princip. JOH forkla-
rer, hvordan beskyttelsen er uundværlig: 
 
”JOH: Jeg vil sige, jeg kan dårligt komme i tanke om nogen [historier], hvor der ikke har 
været kilder, der skulle beskyttes. (…)  
C: Hvad betyder det for dig og din journalistik, at du kan beskytte dine kilder?  
JOH: Alt! Man kan ikke lave journalistik – hvis ikke kilderne stoler på, at de kan blive be-
skyttet, så ville vi have store vanskeligheder.” (Bilag 4: 33f).  
 
Og JEH beskriver det som følgende: 
 
”(…) fordelen [ved kildebeskyttelse] er, at vi kan lave de historier, som vi nogle gange lyk-
kes med, nemlig at få beskrevet, hvad der egentlig foregår bag kulisserne eller få afdækket 
ting, som ellers ikke ville være kommet til offentlighedens kendskab. Og der har vi brug for, 
at der er whistleblowers og andre folk, der sidder inde med en viden, som er parate til at 
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tale med os, og hvis ikke de stoler på, at vi betragter deres informationer som fortrolige, og 
at vi gør vores yderste for at beskytte deres identitet, jamen så har vi jo bare ikke de mulig-
heder.” (Bilag 8: 115). 
 
Denne forståelse af at kildebeskyttelsen er altafgørende for en journalists – og i hvert fald 
en undersøgende journalists – arbejde, og at det er ekstraordinært vigtigt at holde beskyttel-
sen, det udtrykker de andre informanter også (Bilag 1: 13; Bilag 2: 16 og 19; Bilag 3: 24; 
Bilag 5: 47f; Bilag 6: 66; Bilag 7: 8; Bilag 9: 120; Bilag 10: 134). Flere understreger her, at 
de slet ikke ville kunne fortælle de historier, de gør, hvis ikke kildebeskyttelse var en mu-
lighed, ligesom flere påpeger, at hvis der er risiko for, at man ikke kan holde sin hemmelige 
kilde uidentificeret, så må man droppe at fortælle historien. Med AF’s ord lyder det sådan 
her: ”Jeg mener, at kildebeskyttelse må altid være over ønsket om at fortælle en historie.” 
(Bilag 2: 19). For at konkretisere, hvad der menes, så skal vi se på en situation, som MP har 
stået i: 
 
”MP: For eksempel i lægesagen17 har jeg undladt at bruge oplysninger, som kunne give rig-
tig gode historier, men jeg kan ikke bruge dem, fordi jeg ville risikere at afsløre en af mine 
kilder.  
C: Hvad er dine overvejelser omkring det, hvis du skal sætte nogle flere ord på. Hvad hand-
ler det i bund og grund så om? 
MP: Jamen det handler jo om det, jeg sagde før, synes jeg, at du må jo ligesom beskytte det, 
du lever af, det er din troværdighed. Din troværdighed har du ikke, hvis du ofrer en kilde.” 
(Bilag 5: 48f). 
  
Ifølge disse udmeldinger kan en god historie således aldrig trumfe hensynet til kildebeskyt-
telsen og dermed troværdigheden.  
 
Informanternes syn på vigtigheden af kildebeskyttelse i forhold til deres arbejde, og derfor i 
forhold til at grave historier frem til folket i samfundet, er hermed ganske klar: kildebeskyt-
telsen er helt afgørende for deres arbejde, og hensynet til beskyttelsen bør veje tungere end 
hensynet til at fortælle en historie. 
 
                                                
17 Lægesagen er en sag, som handler om lægers million-fusk med forskningsmidler.  
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Her bør det også nævnes, at kildebeskyttelsens principper ikke er forankret i en naturlov, 
om end de ovenfor er beskrevet som ganske faste. I tråd med den fænomenologiske forståel-
se bliver de også til i kraft af menneskers meningsproducerende aktivitet (Rendtorff, 2013: 
286), og fra tid til anden dukker der diskussioner frem blandt journalister og medieforskere 
om, hvor kildebeskyttelsens grænse bør gå, ligesom der er eksempler på journalister, der har 
brudt beskyttelsen intentionelt. Her er dog ofte tale om nogle helt særlige sager, der således 
ikke er repræsentative, men det nævnes blot for at slå fast, at kildebeskyttelsens grænser 
rent faktisk bliver diskuteret en gang imellem (se Fagbladet Journalisten, 05.12.11 A og 
05.12.11 B; Information 16.08.11; Dansk Journalistforbund 05.12.11).  
 
Opsamlende kan det slås fast, at fra et overordnet samfundsmæssigt perspektiv er kildebe-
skyttelse et yderst vigtigt princip for pressen og dermed også for de mennesker i samfundet, 
som skal informeres. Den præsenterede teoretiske ramme skaber grundlag for forståelse af 
det mere idealistiske og overordnede niveau af kildebeskyttelse, men udfordringerne med 
den digitale del af beskyttelsen indgår ikke, grundet det relativt urørte forskningsområde. Så 
for at besvare problemformuleringens praktiske niveau, der har fokus på journalisters meto-
der, er det nødvendigt at operationalisere den teoretiske tilgang yderligere. Og det skal vi se 
nærmere på i næste kapitel. 
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Kapitel 4: Digital beskyttelse – en praktisk-teoretisk til-
gang 
Som det er understreget tidligere, så udgøres specialets teoretiske ramme af en sammen-
smeltning af forskellige vidensområder for at omfavne problemfeltets både it-tekniske, sam-
fundsmæssige og journalistiske aspekter. Beskyttelse af kilder er nemlig blevet en tværfag-
lig disciplin, hvor det ikke længere blot er en øvelse i at holde munden lukket med syv segl 
og holde sin notesblok for sig selv. Kildebeskyttelse er ofte meget mere end det. Og særligt 
journalisters digitale vaner giver ekstra udfordringer, som kalder på it-teknologiske svar 
samt en viden om overvågningens muligheder, internetkultur og juraens begrænsninger og 
beføjelser. Kapitlet er ud over at være bygget op om bidragene fra de forskellige relevante 
fagområder også inspireret af de centrale emner, der er dukket op i empirien (se afsnit 2.5.3 
om kodning). På den måde er det tilstræbt at koble informanternes centrale oplevelser og 
erfaringer med de, ifølge teorien, væsentlige problematikker, som eksisterer i relation til di-
gital kildebeskyttelse18. Løbende præsenteres de metoder, som litteraturen mener øger in-
formationssikkerheden, og som efterfølgende vil blive anvendt i analysen. 
 
Først vil jeg kort præsentere hovedbidragsyderne til denne praktiske del af teorirammen. 
Det gøres for at klarlægge deres faglige baggrunde, og hvorfor deres bøger, artikler eller 
hjemmesider er relevante for undersøgelsen, samt hvorfor de er aktuelle at benytte i denne 
sammenhæng. Specialet har internetreferencer og kilder, der er nye for mig – og måske også 
nye for andre inden for medie- og journalistikfagområdet – derfor har jeg valgt eksplicit at 
beskrive forfatternes baggrunde og ikke blot deres bidrag.  
 
4.1 Præsentation af bidragsyderne  
Lektor Ian Kerr og ph.d-studerende Jennifer Barrigar er begge fra Centre for Law, Techno-
logy and Society på University of Ottawa og forsker i emner som overvågning, privatliv og 
teknologi. De har sammen skrevet et bidrag til bogen Routledge Handbook of Surveillance 
Studies, hvor de stiller skarpt på de netop nævnte emner (Kerr og Barrigar, 2014), som alle 
                                                
18 Det kombinerede fokus på både empiri og teori betyder, at der er sikkerhedsforanstaltninger, som ikke bli-
ver beskrevet i kapitlet. Dermed kan kapitlet ikke ses som en fyldestgørende guide til øget informationssikker-
hed. Hvis man har interesse i at læse mere, så anbefales det særligt at læse Carlo og Kamphuis, 2014; Surveil-
lance Self-Defense og Andersson, Laurin og Jankov, 2012. 
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har relevans for problemfeltet. Deres bidrag vil være med til at forme en forskningsbaseret 
tilgang til problemfeltet.  
 
I samme bog har lektor i Kommunikation og Kultur på Federal Univeristy of Rio de Janeiro, 
Fernanda Bruno skrevet et afsnit om overvågning og deltagelse på web 2.0. Web 2.0 refere-
rer til en digital kultur, hvor brugerne kommunikerer og selv skaber og deler indhold via de 
tilgængelige internettjenester og -platforme (Bruno, 2014: 343). Hendes bidrag kan give et 
indblik i netop den kultur, som mange journalister er en del af. Ligeledes er hendes bidrag 
funderet i forskning.  
 
Sidste bidrag fra Routledge Handbook of Surveillance Studies, som skal nævnes her, leve-
res af lektor på Department of Communication Studies på University of Iowa, Mark Andre-
jevic. Han forsker i overvågning, magt og populærkultur, og har dermed også relevante 
forskningsbaserede perspektiver på problemfeltet (Andrejevic, 2014). Gældende for alle tre 
bidrag er, at de er fra 2014 og derfor nærmest er så opdaterede som muligt. 
 
En kende mere it-teknisk er Carlo og Kamphuis’s bidrag. De har sammen forfattet bogen 
Information Security for Journalists, som er udgivet online på Centre for Investigative Jour-
nalism’s hjemmeside (Carlo og Kamphuis, 2014). Den er også fra 2014, og er dermed helt 
opdateret, hvilket har sin styrke, når det drejer sig om digital teknologi, som er under kon-
stant udvikling. De er begge blevet præsenteret i en fodnote tidligere, men det skader vist 
ikke at gentage præsentationerne her. Silkie Carlo er britisk journalist og forfatter, der be-
skæftiger sig med emnerne kryptografi og overvågning, og Arjen Kamphuis er hollandsk it-
ekspert og informationssikkerhedsspecialist. I bogen kommer de omkring alt fra sikkerhed i 
browsing og systemer til e-mails og kodeord. Bogen er henvendt til journalister, og har altså 
direkte relevans for specialet. 
 
Anders Brenna er norsk it-specialist og journalist. Med 16 års erfaring i både it- og medie-
branchen har han et indgående blik for, hvilke digitale udfordringer journalister kan løbe ind 
i, i det spændingsfelt der er netop mellem it-teknologi og journalistisk produktion. Med en 
motivation om at få journalister til at indse, at de konstant sætter digitale spor, som kan 
misbruges til at afsløre deres kilder, skrev han i 2012 en bog om lige præcis digital kildebe-
skyttelse (Brenna, 2012). Den hedder Digitalt kildevern – norsk for kildebeskyttelse – og er 
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en udførlig indføring i, hvordan digitale spor efterlades, og hvordan man kan håndtere ud-
fordringerne med at beskytte sin kilder. Derfor er den helt oplagt at benytte i specialet. 
 
The Electronic Frontier Foundation har Bitbureauet peget mig i retning af, fordi den skulle 
være troværdig, ligesom jeg har hørt foreningen nævnt ad flere omgange som en god kilde 
til bedre sikkerhed i radioprogrammet Aflyttet på Radio 24syv (blandt andet i uge 52, 
2014). The Electronic Frontier Foundation har, gennem et projekt den kalder Surveillance 
Self-Defense, udformet en guide til journalister, der gerne vil være mere bevidste om risici 
og herigennem øge deres sikkerhed (Surveillance Self-Defense E og F) 19. Guiden indehol-
der en masse god viden og forslag til at undgå elektronisk overvågning, som også vil blive 
bragt i spil.   
 
Freedom of the Press Foundation er endnu en organisation, der har arbejdet med digital sik-
kerhed. Her har den teknologiske chef Micah Lee skrevet en artikel om, hvordan og hvorfor 
kryptering virker (Lee, 2013). Den er blandt andet spændende at inddrage, fordi det fra tid 
til anden netop bliver diskuteret, om kryptering nu også virker.  
 
Videre har det svenske Journalistförbundet i samarbejde med Stiftelsen för Internetinfra-
struktur udgivet en introduktion til Digital Källskydd – svensk for kildebeskyttelse – som 
også kommer omkring en række overvejelser og foranstaltninger, man som journalist kan 
gøre sig (Andersson, Laurin og Jankov, 2012). Den er ligeledes oplagt at trække på, da den 
også henvender sig direkte til journalister.  
 
Yderligere vil der bliver inddraget viden fra baggrundsinterviewet med sikkerhedsspecialist 
Peter Kruse (Bilag 11), eksempler fra Laura Poitras og Glenn Greenwald’s metoder til dæk-
ning af NSA-afsløringerne (Greenwald, 2014; Poitras i Aflyttet, Radio24syv, uge 46, 2014) 
og få andre artikler, som fungerer supplerende. 
 
                                                
19 Jeg kan ikke lade være med at pointere, at projektet også har udformet guides til eksempelvis kinesiske ak-
tivister, LGBT-personer i Uganda og Mac-brugere. Hjemmesiden har noget for alle, så den er et kig værd! 
https://ssd.eff.org/en/about-surveillance-self-defense  
 47 
4.2 Praktiske tiltag hen mod digital sikkerhed 
Kapitlet er struktureret efter de emner, som er væsentlige for både empiri og teori, og ikke 
efter teoretikernes bidrag, da de ofte overlapper og derfor indgår på kryds og tværs i emner-
ne. For overblikkets skyld opridses strukturen i det følgende:  
Først beskrives vigtigheden i at overveje, hvilke risici og udfordringer man potentielt står 
overfor, da det er den naturlige indgang til emnet. Dernæst følger et afsnit om journalistens 
direkte kommunikation med kilden – telefon, e-mail, sociale medier og deling af materiale. 
Den direkte kommunikation er central at fremhæve, da den må ses som bærende i det jour-
nalistiske arbejde. Herefter kommer et afsnit om generel sikkerhed med fokus på opbeva-
ring af data både digitalt og fysisk samt internetsøgninger. Sidst diskuteres det, hvorvidt 
kryptering højner sikkerheden, da kryptering fylder meget i flere af de følgende afsnit.  
 
4.2.1 Erkendelsen af en udfordring 
Første skridt i forsøget på at øge sin sikkerhed er at være bevidst om den risiko, som kan 
være tilstede. Og ifølge Kerr og Barrigar er der ingen tvivl om, at vi efterhånden er på et 
stadie, hvor truslen for at blive overvåget er stor, da det er meget få, som ikke bliver monito-
reret og sporet: 
 
”We are shifting away from (…) spaces where anonymity and privacy were once the default 
position to spaces where nearly every human transaction is subject to tracking, monitoring 
and the possibility of authentication and identification.”(Kerr og Barrigar, 2014: 388). 
  
Udsagnet understreger, at der nærmest ingen vej er udenom. Det gælder både på internettet 
og i forhold til forskellige kommunikationsformer, som alle spiller en afgørende rolle i en 
journalists arbejde, hvad angår research og direkte kontakt.  
En mobiltelefon kan eksempelvis afsløre ens geografiske placering, ligesom programmer og 
applikationer på en computer kan samle informationer om brugerens aktiviteter (Andrejevic, 
2014: 92). De teknologiske muligheder for at overvåge både fysisk og på computeren åbner 
op for en risiko for misbrug. Og den risiko vokser med konvergensen mellem informations-
teknologi, telekommunikation og internet. Bruno påpeger, at:  
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”Day-to-day activities and social exchanges in cyberspace have become susceptible to 
tracking and constitute a valuable source of information and knowledge about individuals 
and groups.” (Bruno, 2014: 343).  
 
Det er ikke udelukkende negativt, da det åbner for en masse muligheder. Men Bruno frem-
hæver også den mere mørke side af udviklingen, nemlig at ”(…) the technologies (…) have 
become potential surveillance and control instruments”(ibid.: 343). Og en af hendes pointer 
er videre, at med det såkaldte web 2.0 er kulturen, at det er brugerne selv, der aktivt produ-
cerer indhold og gør det tilgængeligt via de forskellige platforme. Det er særligt tydeligt på 
tjenester som Twitter og YouTube, hvor hele ideen er, at man deler sit indhold og sine 
synspunkter offentligt. Men også tjenester som webmail og online data backup – det man 
også kalder cloud service – hører under web 2.0’s tendenser (Kaufman, 2009: 62). Og web 
2.0’s logik med brugerens egne aktive status, mener jeg, vi kan anvende her. For når man 
vælger en tjeneste eller et program til, så må det være brugerens eget ansvar aktivt at sætte 
sig ind i, hvilke sikkerhedspolitikker der eksempelvis er. Når først vi benytter dem, så har vi 
på sin vis også accepteret det sikkerhedsniveau, virksomheden eller foreningen bag tilbyder. 
Der er det vigtigt at være kildekritisk, når man vælger sine online-værktøjer (ibid.: 62; Kru-
se, bilag 11: 32min27). Det skal indskydes, at man jo ikke kan helgardere sig mod hemme-
lig overvågning af data fra virksomheders servere, som for eksempel NSA-afsløringer viste 
os, er en realitet. Her havde det nu berygtede PRISM-program adgang til brugerinformation 
hos blandt andre Google og Apple (The Guardian, 07.06.13).   
 
Ydermere er modbevægelser mod de mindre sikre tjenester blevet mere tydelige, og bevæ-
gelserne har blandt andet bragt gratis og open source software med sig (Bruno, 2014: 343). 
Det betyder også, at vi har mulighed for at vælge tjenester, som vurderes at være mere sikre 
end andre. Af hensynet til kildebeskyttelse er det for journalister et nemt valg ifølge Brenna, 
Carlo og Kamphuis – der er behov for at prioritere de mere sikre tjenester (Carlo og Kamp-
huis, 2014: 4; Brenna, 2012: 10).  
 
Sikkerhedsniveauet skal tilpasses den potentielle risiko, og for at blive bevidst om den kræ-
ver det både en viden om, hvad der teknisk set er mulighed for at overvåge, og at man tæn-
ker over, hvem der kunne være interesserede i at følge med (Brenna, 2012: 45; Carlo og 
Kamphuis, 2014: 7; Lee, 2013: 4; Andersson, Laurin, og Jankov, 2012: 10 og 47). Et be-
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greb, der nævnes hos flere af forfatterne, er risikovurdering. De foreslår, at journalister lø-
bende overvejer de potentielle trusler, en given historie, som de arbejder på, kan medføre. 
Surveillance Self-Defense beskriver den erkendelsesproces, man skal igennem, således: 
 
”Digital security isn’t about which tools you use; rather, it’s about understanding the thre-
ats you face and how you can counter those threats. To become more secure, you must de-
termine what you need to protect, and whom you need to protect it from.” (Surveillance 
Self-Defense D). 
 
Alt afhængigt af hvilken type af historie man som journalist sidder med, og hvilke typer kil-
der der leverer information, kan det variere meget, hvor stor en risiko, man eventuelt står 
overfor. Men som samfundets informationsindsamlere er journalister og deres historier og 
deres viden om forskellige sager interessante for alt fra politikere, interesseorganisationer, 
investorer til kriminelle og fremmede nationers efterretningstjenester og spioner (Brenna, 
2012: 45f). Og det må ifølge Brenna derfor antages, at der findes personer, som er villige til 
at benytte moralsk betænkelige – og måske endda ulovlige – metoder for at finde ud af, 
hvad journalister ved, og hvem der har tippet dem (ibid.: 46).  
Det skal her understreges, at det ikke er hensigtsmæssigt at have et sikkerhedsniveau udover 
det nødvendige, da det kan komme i vejen for det praktiske journalistiske arbejde (Carlo og 
Kamphuis, 2014: 9; Brenna, 2012: 143 og 161; Kruse, bilag 11: 24min41sek). Men et tilpas 
niveau af sikkerhed er en god investering. Med afsæt i forrige kapitel står det nemlig klart, 
at en ubrudt beskyttelse af kilder er afgørende for kilders tillid til pressen. At sætte sig ind i, 
hvilke risici, der kan være i en given situation og handle derefter er således ikke blot en be-
skyttelse af sin kildes identitet. Men tilmed en beskyttelse af sig selv, sin troværdighed og 
sin professionalisme – og dermed måske også journalistfagets troværdighed (Coulter, 2005: 
66; Brenna, 2012: 21). Endvidere er det her vigtigt at slå fast, at paranoia ikke er hverken en 
forudsætning for eller formålet med at lave en risikovurdering – helt modsat er forudsætnin-
gen et roligt sind og ganske almindelig sund fornuft (Andersson, Laurin og Jankov, 2012: 
46). Desuden er en vis viden om de tekniske detaljer en fordel (Brenna, 2012: 49f). 
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4.2.2 Kommunikation med hemmelige kilder 
En journalist lever af at have kontakt til diverse kilder. Det foregår ofte via telefon, e-mail 
og måske fysiske møder. De sikkerhedsudfordringer, der følger med den direkte kontakt, 
skal vi se nærmere på her. 
 
4.2.2.1. Telefoni  
Telefonen er et af journalistens vigtigste og mest brugte værktøjer. Desværre er telefonen 
også en guldgrube for kildejægere, da den sætter en række afslørende spor, som lagres på 
flere forskellige steder (Brenna, 2012: 111; Andrejevic, 2014: 92; Carlo og Kamphuis, 
2014: 68). Hver gang vi ringer og sms’er, registreres information om, hvem det er til, hvor-
når, hvor længe en samtale varer, og til en hvis grad også hvor vi er, når vi skriver eller rin-
ger. Sporene lagres hos teleoperatørerne og opbevares her i et år (Logningsbekendtgørelsen, 
2006: §§ 4, 5, 6 og 9; Justitia, 2014: 2). Derudover lagres de også i telefonens egen log, alt 
efter hvilken slags telefon, man benytter. Og det tager kun nogle sekunder at kopiere en te-
lefons data (Brenna, 2012: 112; Surveillance Self-Defense G).  
 
Hvis det er en smartphone, der er tale om, efterlades der endnu flere spor end ved en gam-
meldags mobiltelefon. Den fungerer nemlig som en lille computer, der logger på netværk 
(Brenna, 2012: 117). Telefonen er derfor et meget usikkert værktøj til at kommunikere med 
en hemmelig kilde, og særligt sms er en uholdbar kommunikationsform. Kruse går så langt 
som til at kalde sms for dødssynd nummer et, netop på grund af de lagrede spor, og fordi 
den sendes i ”totalt klar tekst”, der er lige til at læse (Kruse, bilag 11: 30min08sek).  
 
4.2.2.2 E-post og sociale medier 
Mails er også et meget brugt redskab til at kommunikere (Carlo og Kamphuis, 2014: 55). 
Men også her efterlades der digitale spor, hver gang man trykker send og selv modtager 
mails. For eksempel rummer metadataen viden om afsender, modtager, tidspunkter, post-
servere og internetprotokoladresse (IP-adresse) hos afsenderen. En IP-adresse er en unik 
adresse, som identificerer en opkobling med en netværksenhed. IP-adressen er ikke tilknyt-
tet enheden – som computere eller telefoner – men selve forbindelsen til et givent netværk 
(Brenna: 119f og 177). Her er således en del information, der kan lede til hemmelige kilder. 
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Som en sms er en e-mail også klar tekst, og derfor løber man ifølge Carlo og Kamphuis en 
stor sikkerhedsrisiko, hvis man sender en ikke-krypteret mail. Det kan for eksempel hænde, 
at uvedkommende skaffer sig adgang til indholdet i mailen inklusiv eventuelle vedhæftede 
dokumenter (Carlo og Kamphuis, 2014: 55). En god løsning til at undgå, at uvedkommende 
kan følge med, og en løsning som alle bidragsyderne i specialet peger på, kan findes i at in-
stallere et krypteringsprogram, som gør det muligt at sende og modtage krypteret indhold 
(Carlo og Kamphuis, 2014: 55; Andersson, Laurin og Jankov, 2012: 20; Surveillance Self-
Defense A; Lee, 2013: 4; Kruse, Bilag 11: 01min18sek). Krypteret kommunikation var des-
uden præcis, hvad Snowden, Poitras og Greenwald benyttede sig af i deres forarbejde til de 
historiske NSA-afsløringer (Greenwald, 2014: 8 og 10; Aflyttet, Radio24syv, uge 52, 2014: 
33min31sek). Ved at kryptere mails kan man altså opnå en væsentlig højere sikkerhed for, 
at uvedkommende ikke kan læse med, og erfaringer viser, som vi kan se i eksemplet med 
NSA-afsløringerne, at det virker.  
 
Ved ekstremt følsomme sager er det måske ovenikøbet nødvendigt at benytte krypteret net-
værk til at sende de krypterede mails, da det yderligere slører, at der overhovedet er korre-
spondance mellem journalisten og kilden. Jævnfør afsnit 1.4.3 om kryptering, så er det nem-
lig kun indholdet af mailen, der er beskyttet, og det er derfor stadig muligt for mailudbyde-
ren at se, hvilke mailkonti, der kommunikerer med hinanden. Krypterede netværk vender vi 
tilbage til senere. 
 
Hvad der til gengæld ikke kan fungere som en holdbar kommunikationsform, når man har 
sikkerheden for øje, er sociale medier som Facebook. Sociale medier er bygget op omkring 
en forudsætning om, at brugerne – eller produkterne, som mange mener man bør kalde dem 
– gerne vil dele deres personlige data, og privatpolitikken kan være svær at gennemskue. 
Ved at benytte eksempelvis Facebook til at kommunikere med, risikerer man derfor at afslø-
re hemmelig information (Wallbridge, 2009: 86ff; Tranberg og Heuer, 2012: 21, 69).  
 
4.2.2.3 Deling af materiale online 
Som journalist er man afhængig af dokumentation. Enhver historie kræver en form for do-
kumentation, der sikrer, at der er hold i historien. Og en nem måde at sende filer med do-
kumentation mellem kilde og journalist er ved at maile dem eller lægge dem i en online de-
lingstjeneste som Dropbox eller Google Drev, der er knyttet til ens mailadresse. Yderligere 
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er det meget almindeligt, at journalister på en redaktion arbejder sammen om en historie og 
således må have adgang til de samme filer og researchdokumenter. Derfor kan nogle af de 
nævnte tjenester gøre det muligt for alle at tilgå materialet, uanset hvilken computer man 
sidder ved, og hvor i verden man sidder. Men hvis man benytter disse metoder, er der også 
sikkerhedsovervejelser, der trænger sig på. Ofte ved brugerne ikke, hvor deres data rent fak-
tisk er gemt henne eller med hvilke andre data, deres filer ligger gemt (Kaufman, 2009: 62). 
Og det er derfor nyttigt at tænke over graden af fortrolighed, integritet og tilgængelighed.  
Der opstår i hvert fald en risiko for, at uvedkommende kan få direkte adgang til informatio-
nen (Carlo og Kamphuis, 2014: 55; The Guardian 19.07.14; The Guardian 07.06.13), og det 
kan være ganske uheldigt. For i sådan en situation opdager modtager, afsender og brugere 
sjældent, at filen er blevet opfanget og kopieret af en tredjepart (Carlo og Kamphuis, 2014: 
44). Derfor udebliver en form for ”damage control” også, og afsending og deling af fortro-
ligt materiale fortsætter måske mellem kilde og journalist og mellem redaktionsmedlemmer. 
Man kan også risikere, at virksomheder bag tjenester udleverer information til politiefterfor-
skere, såfremt de har en retskendelse (Brenna, 2012: 156). Det vil ligeledes kunne kompro-
mittere kilder.  
 
Som i forrige afsnit er kryptering også her en måde at øge sikkerheden på (Carlo og Kamp-
huis, 2014: 44f; Lee, 2013: 4). Desuden findes der mere sikre delingstjenester end Dropbox 
og Google Drive20. Alternativt kan en ikke-digital deling være at foretrække – man kan for 
eksempel mødes fysisk eller sende et brev. Generelt er fysiske møder betragtet som en god 
måde til at højne sin sikkerhed på (Carlo og Kamphuis, 2014: 50f; Kruse, bilag 11: 
08min06sek).  
 
4.2.3 Generel sikkerhed 
”Hele ens sikkerhedspraksis er afgørende for, at man i en eller anden grad er sikker på, at 
kommunikationen, som man måtte have, ikke bliver brudt, og nogen kigger med.” (Kruse, 
bilag 11: 25min28sek). 
 
Med Kruses citat står det klart, at kildebeskyttelse ikke blot kan fokusere på den direkte 
kommunikation med kilden og ej heller blot på de digitale forhold. Hvis man vil øge sin 
                                                
20 Eksempelvis tjenesten Spider Oak, som krypterer alting. Det er også den tjeneste, som Snowden benytter sig 
af (The Guardian 19.07.14). For mere inspiration og flere muligheder se Carlo og Kamphuis, 2014: 50f. 
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sikkerhed mest muligt, og på den måde arbejde for at holde sine kilder hemmelige, må man 
hele vejen rundt.  
 
4.2.3.1 Opbevaring af data  
En metode til at beskytte følsomme data, kan være at overføre dataene til et USB-stick eller 
en ekstern harddisk, som man så gemmer et sikkert sted eller låser inde (Carlo og Kamphu-
is, 2014: 44). Ved brug af USB afhænger sikkerheden af, om uvedkommende finder den 
gemte enhed eller de gemte dokumenter, ligesom hvis man har fået fysiske dokumenter af 
sin kilde. Hvis man vil hæve sikkerhedsniveauet endnu mere, kan man kryptere indholdet på 
en USB-stick, og det findes der forskellige programmer til (Lee, 2013: 20; Carlo og Kamp-
huis, 2014: 44ff; Surveillance Self-Defense G; Brenna, 2012: 156). Her kan det nævnes, at 
det også er muligt at kryptere hele computerens harddisk.21  
 
Under den generelle sikkerhed hører også en redaktions metoder til at dele materiale imel-
lem sig, hvis flere end én journalist arbejder på den samme historie. Her gælder de samme 
forhold, som er nævnt i afsnit 4.2.2.3 om deling af materiale online.  
 
Brenna anbefaler desuden, at man som journalist overvejer at benytte håndskrevne noter ved 
særligt følsomme sager, da analog hukommelse ikke kan nås gennem hackerangreb på 
samme måde som digital lagret information (Brenna, 2012: 157f). Men han understreger 
også, at det mest sikre er slet ikke at skrive noget ned.  
 
4.2.3.3 Internetsøgning 
Journalister er også afhængige af research. Ligesom med dokumentation er research helt 
central, når man arbejder med at verificere historier og finde baggrundsviden, relevante kil-
der, perspektiver etc. Men der kan ligeledes være risiko for at blive overvåget, når man re-
searcher på internettet, og også den type af overvågning kan være med til at afsløre en 
hemmelig kilde (Andersson, Laurin og Jankov, 2012: 53; Carlo og Kamphuis, 2014: 39). 
Faktisk skriver Carlo og Kamphuis, at:  
 
                                                
21 Systemerne Linux og Mac har indbyggede muligheder for at gøre det. For Microsoftbrugere kan man benyt-
te programmet TrueCrypt21 (se evt. Carlo og Kamphuis, 2014: 49). 
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”(…) we have serious privacy issues with our web browsing. It remains that most browsers 
collect vast amounts of data about their users, which are often made available for marke-
ting, intelligence agencies, and other nefariuos purposes.” (ibid.: 39).   
 
Ifølge citatet samler de fleste browsere altså information om brugerne. I forlængelse af det 
beskriver Bruno, med henvisning til tidligere studier af Andrejevic22, at der findes utallige 
services på internettet til at overvåge andre. For eksempel ”(…) software that allows other 
people’s e-mails and browsing history to be tracked” (Bruno, 2014: 346). Og videre forkla-
rer Bruno, at selvom debatten om emnet har fået mere gennemslagskraft de seneste år, så 
viser studier, at internetbrugere har en relativt lav bevidsthed om sikkerhedsrisiciene (Bru-
no, 2014: 349). 
 
Grundet disse risici, så anbefales det, at man benytter Tor-browseren, når man researcher på 
følsomme emner og oplysninger, da man ikke efterlader digitale spor og derfor holder både 
identitet og den geografiske placering skjult (Carlo og Kamphuis, 2014: 20 og 39; Anders-
son, Laurin og Jankov, 2012: 54; Lee, 2013: 9 og 24; Surveillance Self-Defense H og G).  
  
Ud over at tænke over, hvilke digitale spor, man efterlader sig, anbefales det også, at man 
relativt ofte husker at slette sin historik og sine cookies (Tranberg og Heuer, 2012: 171). 
 
4.2.4 Virker kryptering og Tor? 
Når man kaster et blik på de forrige afsnit om at øge sin informationssikkerhed og dermed 
også sikkerheden i sin kildebeskyttelse, så er kryptering ofte bidragsydernes løsning til at 
kommunikere og opbevare data mere sikkert. Følger man onlinedebatter og læser artikler 
om kryptering, så vil det stå klart, at det løbende bliver diskuteret, om kryptering nu også er 
så sikkert, og om efterretningstjenester, virksomheder etc. har bagdøre til de forskellige 
krypteringsprogrammer og derfor kan følge med.  
Interne og tophemmelige NSA-dokumenter fra Snowdens lækage viser imidlertid, at der 
både findes krypteringsprogrammer, som NSA har knækket koden til, og krypteringsprog-
rammer, som NSA endnu ikke har fået hul igennem til (Spiegel, 28.12.14). I dokumenterne 
                                                
22 Andrejevic, Mark (2007): iSpy: Surveillance and Power in the Interactive Era. Lawrence: University Press 
of Kansas. 
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er det eksempelvis beskrevet, hvordan NSA har store problemer med at dekryptere kommu-
nikation og tekst, der er krypteret via programmer med stærk kryptering. Ligeledes volder 
det store problemer for NSA at monitorere brugere af Tor-netværket. Men heller ikke det 
kan tilbyde absolut sikkerhed, står der på Tors egen hjemmeside. Der er utvivlsomt speci-
fikke ting og angreb, som man ikke kan helgardere sig imod (Tor B). 
Men alligevel giver dokumenterne en indikator på, at ens sikkerhedsniveau bliver hævet, 
hvis man benytter kryptering.   
Teknologisk chef  i Freedom of the Press Foundation, Lee, mener også, at det er muligt at 
stole på kryptering: ”(…) thanks to the dedicated work of civilian cryptographers and the 
free and open source software community, it's still possible to have privacy on the Internet, 
and the software to do it is freely available to everyone.” (Lee, 2013: 4). 
Pointen i at vælge lige netop dette citat er at fremhæve begreberne open source og gratis 
software, som også er beskrevet tidligere. Eksperter peger på, at det er at foretrække, for her 
er der ingen virksomhed, der har en bagdør, og dermed en teknisk mulighed for at bryde 
sikkerheden (Fagbladet Journalisten 21.10.13). 
Informationssikkerhedsspecialist Kamphuis mener også, at kryptering er den bedste måde at 
øge sin sikkerhed på. Han skriver om kryptering og forskellige anonymiseringsprogrammer, 
at de er: ”(…) tools and methods that have been proven to work in the most  extreme situa-
tions by experts all over the world.” (Kamphuis i Carlo og Kamphuis, 2014: 4).   
Og herhjemme er et godt eksempel på, at kryptering virker, CSC-sagen23, hvor politiet har 
haft utrolig svært ved at åbne en såkaldt krypteringscontainer. Det fortæller, ifølge it-
sikkerhedsspecialist Kruse, alt om, hvor godt et redskab kryptering er (Kruse, bilag 11: 
31min35sek).  
Opsummerende kan man således ikke slå entydigt fast, om kryptering virker eller ej. Der er 
eksempler på kryptering, som er blevet brudt, ligesom der er eksempler på, at det virker. 
Specialet følger de anvendte specialister og antager, at kryptering forstærker sikkerheden og 
dermed kan være med til at holde kilder så beskyttede som muligt. 
                                                
23 Som beskrevet tidligere er CSC-sagen den, man kalder Danmarks største hackerangreb. Det var rettet mod 
virksomheden CSC, der håndterer statens it-sikkerhed, og her blev en masse personfølsomme oplysninger stjå-
let. 
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Kapitel 5: Analyse 
Med afsæt i de to forrige kapitler vil specialets empiri her blive analyseret. Formålet er at 
frembringe viden, der kan føre til en besvarelse af problemformuleringen, som lyder: Hvad 
gør undersøgende journalister for at beskytte deres kilder, og hvilke fordele og ulemper kan 
metoderne give? 
 
Informanternes overvejelser og beskrivelser vil løbende blive fremhævet, men af hensyn til 
den store mængde data kan alle relevante citater ikke finde vej til analysen hver gang, og det 
vil derfor kun være udvalgte citater, der fremgår udtrykkeligt. For at skabe en bred forståel-
se af informanternes overvejelser og beskrivelser, vil der dog kontinuerligt også blive refe-
reret til de citater, der ikke fremgår eksplicit.  
 
Analysen er bygget op omkring emnerne i figuren i afsnit 2.5.3. Først undersøges overvejel-
ser om risiko, derefter anvendte metoder i den direkte kommunikation, og sidst generelle 
sikkerhedsforhold på redaktionen. Flere steder går informanternes beskrivelser ind under 
mere end et emne – det kan være, at de i samme åndedrag fortæller om, hvordan de både 
telefonerer og mailer med en hemmelig kilde – og derfor skal opdelingen i underemner ikke 
ses som absolut. Det betyder også, at analysen ikke kan deles op i et afsnit, der skal besvare 
første del af problemformuleringen og et afsnit, der skal besvare den anden del, fordi be-
tragtninger om fordele og ulemper knytter sig til deres løbende beskrivelser af en given me-
tode. Endvidere vil jeg minde om, at navne på redaktioner og mediehuse er blevet sløret, 
ligesom informanternes køn ikke vil fremgå. Som forklaret i afsnit 2.4.2 er ræsonnementet, 
at eksplicit brug af navne og køn kan skævvride fokus i læsningen, og det forsøges undgået 
ved disse greb.  
 
5.1 Risikoen rykker tættere på  
I afsnit 4.2.1 om erkendelsen af en udfordring blev det gjort klart, at bevidsthed omkring de 
potentielle risici, der kan være ved at fortælle en given historie til offentligheden, er hele 
fundamentet for derefter at håndtere sagen mere sikkert. Derfor skal vi først undersøge, 
hvordan informanterne tænker om de risici, der følger med arbejdet. Analyseafsnittet vil 
primært være deskriptivt.  
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Ordet risici dækker både over risikoen for at blive overvåget og den risiko, som kilden løber 
ved at informere journalisten, da begge ifølge afsnit 4.2.1 bør indgå i en risikovurdering. 
Hvis vi begynder med et fokus på den risiko, som kilderne løber, så har JOH oplevet at ar-
bejde med en sag, hvor kilder var angste. JOH dækkede en historie om en hemmelig højre-
fløjsorganisation ved navn ORG, og hvor JOH havde kilder i selve organisationen: 
 
”(…) jeg [blev] sådan virkelig mindet om, hvor alvorligt det i det tilfælde var, fordi de sim-
pelthen var bange. (…) De havde en form for underorganisation – nogle af de der hooligans 
i Aarhus, som skulle være ret voldelige folk, og de var simpelthen bange. Jeg kan huske en, 
som jeg interviewede, som jeg i øvrigt sådan mødte under meget konspiratoriske omstæn-
digheder, han var så bange, at dagen efter, så ringede jeg lige til ham for at tjekke, om han 
var okay, og at tingene var i orden, og der begyndte han simpelthen at græde i telefonen, 
fordi han var så bange for, hvad han havde kastet sig ud i. (…) vi laver næsten altid noget, 
som generer nogen på den ene eller den anden måde, ikke. Så derfor er vi selvfølgelig også 
nødt til at… Mange af dem, som vi taler med, er nogen, som på en eller anden måde… Altså 
hvor det kan komme dem til skade, hvis man ved, at de har talt med os.” (Bilag 4: 33f). 
 
Her er risikoen altså, at kilder kan blive udsat for voldelige overfald, hvis de bliver afsløret. 
Andre informanter har haft overvejelser, der minder om dette eksempel  (Bilag 8: 102), eller 
hvor risikoen for kilden har været at miste jobbet (Bilag 7: 86), eller et helt ekstremt tilfæl-
de, hvor risikoen både har været, at kilden kunne miste jobbet og ryge i fængsel på grund af 
brud på tavshedspligt i Politiets Efterretningstjeneste (Bilag 10: 131).  
 
I andre typer af sager kan der være en risiko for, at kilder bliver udsat for fare samtidig med, 
at kildens baggrund øger sandsynligheden for, at kilden også udgør et mål for politiover-
vågning. MSK beskriver, hvordan der ofte kan være en del på spil for den journalistik, MSK 
bedriver: 
 
”Jeg beskæftiger mig meget med islamistiske ekstremister, og i det miljø, der kræver det 
meget stor kildebeskyttelse, fordi (…) hvis de andre i miljøet finder ud af, at de taler med 
mig, så kan det godt give dem problemer, og dels kan det give dem problemer med myndig-
hederne, fordi de måske har kendskab til nogle ting, der er ulovlige (…) hvis man journali-
stisk beskæftiger sig med den slags ting, jeg gør – altså også folk, der befinder sig i ekstre-
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mistiske miljøer – så må man gå ud fra, at man nogle gange havner på nogle aflytninger, 
hvis du taler med de typer i de miljøer. (…) jeg kan jo ikke en gang rigtig tillade mig at sige, 
jeg synes, det er for galt, for myndighederne gør det, fordi nogle af de personer, jeg taler i 
telefon med, bør de overvåge ud fra et sikkerhedsmæssigt hensyn, så jeg må jo bare gå ud 
fra, at så risikerer jeg at ende på nogle båndaflytninger ude i PET.” (Bilag 6: 67f). 
 
Her er vurderingen altså, at risikoen for at blive aflyttet er relativt massivt til stede med 
denne slags kilder, ligesom kilderne selv risikerer at komme i uheldige situationer, hvis de 
afsløres over for andre i miljøet. MP har siddet med en sag, hvor der var lignende overvejel-
ser, og hvor der måtte tages ekstra foranstaltninger – både på grund af kildernes sikkerhed 
og risikoen for at blive overvåget: 
 
”(…) Morten Storm-sagen er jo et godt eksempel, hvor vi har været i kontakt med kilder, 
som vi ikke har kunnet identificere, fordi de blev kompromitteret, og det kunne også udsætte 
dem selv for fare. Så er der jo så det, at Morten Storm var jo i sig selv ikke hemmelig, men 
vi var nødt til at tage mange hensyn, før vi gik i luften med historien for ikke at blive kigget 
over skuldrene af efterretningstjenester.” (Bilag 5: 47). 
 
Disse eksempler viser overvejelser om potentielle risici, da man ikke (altid) kan vide, om 
man for eksempel bliver overvåget. Men for nogle af informanterne er risikoen for at få af-
sløret kilder blevet ganske håndgribelig, i og med at informanterne fortæller, at de simpelt-
hen ved, at der har været klapjagt efter kilder. Fælles er her, at kilderne er whistleblowers – 
altså personer der har lækket fortrolig information fra deres arbejdsplads. LSP fortæller om 
en historie om indsmugling af hash i fængselsanstalten Herstedvester, hvor drabsdømte Pe-
ter Lundin sidder. Her havde LSP og kolleger fået fat i en intern rapport, som viste, at fæng-
selsbetjentene var utilfredse med, at de ikke kunne undersøge Lundins besøgende ordentligt.  
 
”(…) fordi det var jo velkendt, at han [Lundin] var en af dem, der solgte hash inde i fængs-
let. Og de havde jo specielt kig på en, der jævnligt besøgte ham, som de aldrig kunne… 
Fordi at det på daværende tidspunkt ikke var tilladt at lave grundigere undersøgelser af 
folk, når de kom ind i fængslerne med hash. Og den historie lavede vi jo selvfølgelig. Men 
det fik jo selvfølgelig fængselsledelsen til at gå i spåner, fordi der lå jo i det, at de vidste 
godt, at det [hashen] var der, men de gjorde bare ikke noget ved det. Og der gik ledelsen jo 
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selvfølgelig i gang med en klapjagt på at finde ud af, hvem det var, der havde lækket den 
rapport.” (Bilag 1: 8). 
 
LSP fortæller videre, at det ikke var hvem som helst, der forsøgte at finde frem til kilden 
blandt andet via telefonisk kontakt til redaktionen og via e-mails. 
 
”(…) der var da et massivt pres, det var da oppe i Justitsministeriet og pres derfra, og det 
skal man jo stå imod, når det kommer.” (Bilag 1: 8).  
 
Ligeledes har KK været i en situation, hvor personer fra en myndighedsinstans begyndte at 
interessere sig for KK’s kilde i en sag om forholdene i militærlejren Armadillo i Helmand-
provinsen i Afghanistan, hvor Danmark var i krig.  
 
”Det var flere år siden, hvor jeg fik sådan et kort – også af en officer, som havde været i 
Helmand – et kort over, (…) Hvor man havde fundet miner i det danske ansvarsområde i 
Helmand through out all times, vi var der. Og der kunne man se, hvordan Armadillo var 
fuldstændig plastret til i landminer, og det man kalder vejsidebomber, ikke? Det var der, 
hvor vi kunne afsløre, at de danske soldater kunne ikke komme ud af Armadillo (…) Og der 
bekræftede – var det den nuværende forsvarschef, Bartram, tror jeg, det var, han var før-
stebrigadechef dengang – bekræftede, at de var på jagt efter vores whistleblower, altså det 
sagde han til citat. Og det er jo, altså den nemmeste måde er jo at overvåge mig, fordi de 
ved, at det er det ene sted, der er en kontakt, ikke? Men om det indebar det, det kan jeg ikke 
vide med 100 procents sikkerhed. Men han bekræftede i hvert fald, at de ledte efter ved-
kommende.” (Bilag 10: 136). 
 
Og for PM blev det klart, at der var blevet taget hårde metoder i brug for at lokalisere en 
kilde til en læk i sagen om pengefrås i klimaorganisationen GGGI, der har hovedsæde i 
Sydkorea: 
 
”PM: Da vi så skrev om det, vi lavede nogle rimelig store artikler om det, så er der faktisk 
kilder, der – jeg siger ikke, at det er mine kilder – men der er faktisk medarbejdere i GGGI, 
der både er blevet truet og afhørt og alt muligt andet, efter vi havde skrevet historierne… 
C: Hvordan blev du gjort opmærksom på det? 
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PM: Det har jeg fået at vide af kilder, som meget detaljeret kunne fortælle om den efter-
forskning, der blev sat i gang i Korea, for at finde ud af, hvor deres læk var. (…) jeg [fik] 
også indtryk af, at man brugte faktisk ret hårdhændede metoder derude” (Bilag 9: 119). 
 
Og der er flere eksempler på sager, hvor der ifølge informanter har været en kildejagt i gang 
blandt andet ved hjælp af privatdetektiver (Bilag 1: 12; Bilag 7: 88). 
 
Disse eksempler understreger, hvordan informanterne oplever at have stået over for ganske 
seriøse risici for at få afsløret deres kilder, og for at det ville få alvorlige konsekvenser for 
kilderne, hvis det skete. For andre er overvejelserne mere diffuse og risikovurderingen beror 
i højere grad på uforklarlige hændelser end på en klar forestilling om, hvad der er på spil. 
AF fortæller om en underlig oplevelse med AF’s  mailkonto, som gjorde, at AF følte sig 
overvåget: 
 
”Der var nogle mails, der forsvandt i min mailboks. (…) Så begyndte jeg i hvert fald at 
tænke over det med, hvad man sender fra sin mail og sådan.” (Bilag 2: 18f). 
 
Men uanset hvad der ligger til grund for overvejelserne, så understreger disse betragtninger 
samlet set, at informanterne har oplevet at stå i situationer med større eller mindre risiko for 
at få afsløret en kilde. Det er noget, de har overvejet, og dermed kan der spores en be-
vidsthed omkring udfordringer og risici. Og det understreger yderligere, at det er interessant 
at undersøge de metoder, som informanterne så benytter for at sikre kildebeskyttelsen, og 
det skal vi se nærmere på i det følgende. 
 
5.2 Kontakt til kilder 
Der er alverdens muligheder for at overvåge den kommunikation, en journalist har med sin 
kilde, hvad enten det er telefonopkald, e-mails eller via sociale medier, ligesom der er risiko 
for at blive udsat for hackerangreb. Det blev beskrevet tidligere. Derfor skal vi undersøge, 
hvordan informanterne forholder sig til de udfordringer i praksis. Afsnittene er delt op i te-
lefonisk kontakt, mail- og Facebookkorrespondancer, deling af hemmelige dokumenter, fy-
siske møder og instruktion af kilder.  
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5.2.1 ”Kilderne plaprer nogle gange selv løs” 
Både Kruse og Brenna kalder telefonen for en guldgrube for kildejægere, da den sætter en 
række afslørende spor. Hver gang vi ringer og sms’er, bliver der registreret en masse infor-
mation om personer, tidspunkter og geografiske placeringer, og de spor lagres hos teleope-
ratørerne og opbevares der i et år. Når en journalist arbejder med en følsom sag med fortro-
lige kilder, kan det altså være risikabelt at benytte telefonopkald og sms til at kommunikere. 
Og det er også overvejelser, flere informanter gør sig, om end de alle benytter telefoner på 
den ene eller anden måde i deres kontakt til beskyttede kilder (Bilag 1: 5; Bilag 2: 21; Bilag 
3: 26; Bilag 4: 42; Bilag 5: 56; Bilag 6: 67; Bilag 7: 98; Bilag 8: 112; Bilag 9: 125; Bilag 
10: 134). AF, MP, JEH og PM fortæller, at de ofte gør det ret åbent, hvor der ikke bliver 
spekuleret meget i detaljeringsgrad i forhold til de emner, som drøftes (Bilag 2: 21; Bilag 5: 
56; Bilag 8: 112; Bilag 9: 125). Dermed er risikoen for, at følsomme detaljer kan blive op-
snappet, og at kilden kan blive identificeret, ikke typisk overvejelser, informanterne her 
handler ud fra. Videre bringer MSE en pointe frem om, at relationen mellem kilde og jour-
nalist er menneskelig, hvorfor det kan være svært at helgardere sig mod fejl. MSE siger føl-
gende, da jeg spørger ind til, om MSE ofte ringer og sms’er med de kilder, som MSE har 
givet beskyttelse: 
 
”Ja, men ikke ringer – sms’er. Men ikke skriver, hvad det hele handler om, ikke altid i hvert 
fald. (…) For at sige det ligeud: Det er svært, fordi kilderne nogle gange selv plaprer løs. 
Og jeg dummer mig garanteret også selv. Altså, det gør jeg. Det vil jeg godt erkende 
blankt.” (Bilag 7: 98). 
 
Den pointe understreger, at man aldrig kan vide sig helt sikker på noget i denne kildebeskyt-
telsessammenhæng, netop fordi der kan opstå menneskelige fejl, men det fritager ikke jour-
nalister fra at gøre et forsøg. Her kan man argumentere for, at journalisten har et ansvar for 
at forklare kilden, hvilke risici der er ved at tale og sms’e åbent. Det er journalistens forplig-
telse at sikre kilden bedst muligt – både ifølge de etiske principper og informanternes egne 
overbevisninger, som de står beskrevet i kapitel 3 – derfor må dét ansvar stå klart. Det kan 
yderligere bemærkes, at MSE foretrækker sms frem for opkald, hvilket, Kruse peger på, er 
forbundet med en øget risiko. For hvis kommunikationen skulle blive forsøgt opsnappet, så 
er sms et lettere mål, da sms’er fremgår i klar tekst modsat telefonsamtaler. 
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Dog beskriver MSE, at MSE forsøger at holde følsomme detaljer ude af en sms eller en tele-
fonsamtale. Det greb benytter MSK og EJ sig også af i deres kommunikation med beskytte-
de kilder, hvor de fortæller, at de som udgangspunkt ikke siger eller skriver noget, der ikke 
må blive opsnappet af andre (Bilag 6: 67; Bilag 3: 26). EJ kan endvidere finde på kun at 
bruge telefonen til at skabe kontakt til kilder, for så derefter at rykke kommunikationen over 
på krypterede e-mails eller til fysiske møder: 
 
”Jeg ville aldrig over telefonen sige noget, som jeg ikke ville have, nogen skulle høre. Jeg er 
ekstremt påpasselig med, hvad jeg siger i telefonen, om det så er udenlandske kilder eller 
hjemlige kilder, så vil jeg hellere aftale at mødes. Enten siger jeg, at jeg finder deres nøgle, 
deres pgp-nøgle, eller også siger jeg: ”Lad os mødes et sted uden vores telefoner”. Og så 
er det med telefoner, der ligger et andet sted, vi har dem ikke i lommen.” (Bilag 3: 26). 
 
Hvis denne manøvre følges, er der tale om et relativt højt sikkerhedsniveau. Her er det nem-
lig kun den initierende kontakt mellem kilde og journalist, der er særligt udsat for at blive 
registreret af eventuelle kildejægere, da den efterfølgende kommunikation bliver rykket 
over på mere sikre metoder.  
 
Videre er der flere informanter, der en gang imellem benytter gammeldags anonyme tale-
tidstelefoner. Fra afsnit 4.2.2.1 ved vi, at de kan være mere sikre at benytte end smartpho-
nes, da de ikke på samme måde kobler sig til netværk. Desuden gør taletidskortet, at tele-
fonnummeret ikke er registreret i personens navn, hvilket kan være med til at sløre sporene. 
Men de bliver under alle omstændigheder sporet og logget som andre telefoner, hvorfor de 
heller ikke kan kategoriseres som sikre. Både LSP, EJ, JOH, MP og KK har været i situati-
oner, hvor de har valgt at anskaffe taletidsmobiler (Bilag 1: 5; Bilag 3: 28; Bilag 4: 41f; Bi-
lag 5: 56f og 59; Bilag 10: 131f).  
 
Og så er der et helt ekstremt eksempel med en PET-sag, som KK fortæller om, og som er 
interessant at fremhæve. Kilderne var fra PET, og kommunikationen blev besværliggjort af, 
at der kørte en masse kontraspionage i PET, da historien begyndte at rulle. Her er baggrun-
den, som KK forklarer den: 
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”Og de laver ikke andet [end at spionere/overvåge], det er deres primære arbejde her i li-
vet, så de er jo ekstremt dygtige til det, de har jo hele afdelinger med folk, der aldrig har 
lavet andet. Og det kommer man så op mod som journalist, det stiller jo nogle ekstreme ud-
fordringer til, hvordan kommunikerer du så med de her kilder. Man kan så sige – heldigvis 
for mit vedkommende – så kommer kilderne jo fra det her system, så de er også rigtig godt 
med på, hvordan gør man, og især hvordan gør man ikke.” (Bilag 10: 131f). 
 
KK forklarer videre, hvordan de så tacklede udfordringerne: 
 
”Men det vi så gjorde, det er, at så har man sådan et menneskeligt postkassesystem, hvor 
du har en mellemmand, fordi det gør, at alle deres elektroniske overvågningssystemer og 
computerprogrammer, som sporer sådan noget som en mobil, de bliver distraherede af den 
menneskelige postkasse. Det vil sige, at når jeg skulle snakke med en af mine kilder, så rin-
ger jeg til en bestemt person og siger, at jeg skal snakke med min kilde, og hvad jeg gerne 
vil tale om. Og så lægger han på og kontakter kilden og siger, at [KK] vil gerne have svar 
på det og det. Og i og med (…) der er det her mellemled, så kortslutter du alle de elektroni-
ske overvågningssystemer, og det er sådan, vi har kommunikeret primært. To af kilderne 
kommunikerede sådan her med en menneskelig postkasse som mellemled” (Bilag 10: 134). 
 
KK’s overvejelser har i denne sammenhæng været godt hjulpet på vej af den type af kilder, 
som har leveret information, da de, som KK forklarer, selv er fra systemet og derfor kender 
til smuthullerne. Og selvom der er telefonisk kontakt, så er der aldrig direkte kontakt mel-
lem kilderne og journalisten.  
 
Med en lidt anden type kilder har både MP og MSE haft lignende systemer kørende. For 
MP var det i en sag om lægers svindel med forskningsmidler, og MP kalder det for et binde-
ledssystem (Bilag 5: 53). For MSE var det i Waterfront-sagen om aftalt spil med DSB om at 
afholde en journalist fra at skrive kritisk om netop DSB (Bilag 7: 101). Her var der heller 
ikke direkte kommunikation mellem kilde og journalist. Dermed kan relationen være svære-
re at finde frem til for dem, der kunne have lyst til det.  
 
Telefonen er overordnet set et redskab, som alle informanterne bruger, og den har også sine 
fordele. For en telefon giver mulighed for hurtigt at få kontakt til kilder. Men med den for-
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del skal indregnes, at der altid vil være en risiko for overvågning og sporing, og det øger 
således risikoen for, at relationen mellem kilde og journalist bliver afsløret.  
 
5.2.2 Krypteringsnøgler er for elitekilder  
Vi ved fra afsnit 4.2.2.2, at en ukrypteret e-mail ikke er en sikker kommunikationsform til 
fortrolige sager, ligesom sociale medier heller ikke er det. Men alligevel er der flere af in-
formanterne, der har kontakt med beskyttede kilder via disse tjenester. Det kan diskuteres, 
om det er forsvarligt i henhold til kildebeskyttelsen og risikoen for, at kilden bliver identifi-
ceret. Men omvendt kommer eksempelvis JOH, MSE, MSK og JEH med en ret central po-
inte om, at journalisterne jo må møde kilderne, der hvor de er (Bilag 4: 41; Bilag 7: 95; Bi-
lag 6: 75f; Bilag 8: 112f). 
 
Her forklarer MSE om det dilemma, der kan opstå: 
 
”(…) nogle af dem [kilderne] kan du kun få fat i på mail. Og det er der, du ligesom starter. 
Og hvordan skal du få fat i din kilde på mail, hvis vedkommende ikke har nogen krypte-
ringsnøgler eller opererer inden for det univers, det er jo kun eliten, der gør det stadigvæk, 
det er der mange almindelige mennesker, der trods alt ikke gør. Og det er faktisk der, jeg se 
den store udfordring.” (Bilag 7: 95). 
 
Betragtningen, om kilder der ikke anvender eksempelvis kryptering, ligger helt i tråd med 
Brunos forklaring om, at vi har en relativt lav bevidsthed om sikkerhedsrisiciene ved brug 
af internettets muligheder. Citatet giver videre udtryk for udfordringen, at på den ene side, 
skal journalister dække vigtige historier, så offentligheden bliver holdt informeret, og på 
den anden side skal de beskytte deres kilder, så de ikke bliver afsløret. Der opstår altså et 
dilemma mellem to idealer, som journalister og medier skal forsøge at leve op til, og som 
det står helt klart i kapitel 3, at informanterne sætter en stor ære i at gøre. Men med det di-
lemma – altså de normative modsætninger – følger også en prioritering, og i de fremhævede 
bilagsreferencer ovenfor fornemmes det, at hensynet til idealet om den sociale kontrakt – at 
pressen skal informere borgerne – vejer tungest. Her kan det indskydes, at en Ph.d.-
afhandling fra Syddansk Universitet har fundet, at journalister føler sig mest ansvarlige over 
for borgerne dog tæt efterfulgt af deres kilder (Skovsgaard, 2010: 42). Det forspring, som 
borgerne har i forhold til journalisters ansvarlighedsfølelse, kan altså rumme en forklaring 
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på den tendens, vi ser blandt informanterne ovenfor. Det bliver videre understreget af, at 
MSE en enkelt gang også har taget Facebook i brug til at kontakte en kilde på trods af mo-
ralske skrupler: 
  
”(…) hvor jeg tænkte bagefter: ”Hold kæft, hvor er det dumt det der”. (…) Det var faktisk i 
en efterretningsmæssig sammenhæng, det var fordi, det var det eneste sted hvor kilden op-
trådte, og der er du igen inde i det der med, at verden fungerer jo på en måde, hvor du nog-
le gange bliver nødt til at gøre det. Men allerede i det jeg havde gjort det, tænkte jeg: ”Hold 
kæft, så hellere lade være, det er simpelthen for dumt”.” (Bilag 7: 98f). 
 
Også dette citat tydeliggør dilemmaet mellem hensynet til det ene og det andet ideal, lige-
som det fremhæver, at det er hensynet til pressens samfundsmæssige funktion som formid-
ler, der tillægges størst værdi i denne sammenhæng. Hensynet til kildebeskyttelsen står altså 
i disse tilfælde i skyggen af det andet ideal, da der bliver benyttet mindre sikre metoder, 
hvilket kan være en stor ulempe for kildebeskyttelsen. 
 
MSE er ikke den eneste informant, som har benyttet Facebook i sin kontakt med kilder. EJ 
kan finde på at skabe kontakt til kilder via Facebook og derefter rykke kommunikationen til 
et andet forum (Bilag 3: 30). For MSK gælder det, at kildenetværket ofte kun er at fange på 
Facebook, så her står vi igen over for det ovennævnte dilemma mellem det etiske princip 
om at bevare en kildes beskyttelse og idealet om at være en stærk demokratisk kraft via ind-
samling og formidling af vigtig information. MSK understreger yderligere, at det er den ini-
tierende kontakt, det drejer sig om, når MSK benytter Facebook, og hvis MSK går videre 
med kilden, så bliver det i et fysisk møde. Men i og med at informanter overhovedet vælger 
at bruge Facebook, så er der også nogle negative konsekvenser, der kan risikere at følge 
med, som MSK gør sig overvejelser om her: 
 
”(…) helt konkret, så tit, så handler det om for mig, hvor jeg skal tale med en eller anden i 
det islamistiske miljø, det er meget tit det, det handler om, og de… Ofte kan jeg ikke få fat 
på dem, på deres mobiltelefoner, for de skifter hele tiden telefoner, fordi de bliver aflyttet. 
(…) og derfor er den eneste måde, jeg kan få fat på dem [via] Facebook. (…) så kan jeg 
sagtens skrive til dem: ”ham her, der har været anholdt, kender du noget til ham?”, og hvis 
de så siger ”ja, ham kender jeg godt”, så aftaler vi at mødes. Så jeg forventer jo ikke, at de 
 66 
sidder og skriver til mig, og det vil de jo nok heller ikke gøre, og jeg spørger dem heller ikke 
ind til detaljer. Det skriver jeg ikke på Facebook. Men altså, myndighederne kan jo sagtens 
se, at jeg har kommunikeret med de her mennesker. Det har jeg heller ikke noget problem 
med. Der er simpelthen ikke andre muligheder stort set. ” (Bilag 6: 75f). 
 
Heri ligger der altså, at MSK er klar over risikoen ved at bruge Facebook, men at MSK 
samtidig ikke ser det som en mulighed at lade være med at kontakte kilderne den vej rundt, 
da MSK dermed ikke ville kunne få den nødvendige information. Citatet understreger også, 
at der ikke bliver udvekslet nogle følsomme detaljer netop ud fra overvejelserne om, at det 
ikke er sikkert.  
 
De ovennævnte eksempler peger på, at informanterne kan finde på at skrue sikkerhedsni-
veauet ned i jagten på en historie. Her kan nævnes den kendsgerning, at journalister jo også 
er i konkurrence med hinanden, og at der er prestige i at finde gode historier. Derfor vil det 
være naivt at tro, at det kun er hensynet til professionelle idealer, der er i spil. Den pointe 
medgiver MSE (Bilag 7: 93). 
 
Videre er PM gået lidt længere og har ind imellem haft længere korrespondancer med kilder 
over Facebook. Og det er også noget, PM har gjort sig tanker om, om det nu er klogt: 
 
”PM: (…) Jeg ved ikke, hvor problematisk det er. Men det sker rigtig tit, at jeg prøver at 
kontakte folk på Facebook. 
C: Og at du har kontakt med dem efterfølgende på Facebook? 
PM: Ja, der er også nogen, der aldrig vender tilbage. Men det sker jo også, at der nogle 
gange kommer svar, og at man så skriver frem og tilbage over Facebook. Og jeg har ikke 
rigtig undersøgt, om det er et sikkerhedsproblem, men Facebook kan jo sikkert godt kigge 
med. Det lyder jo helt forfærdeligt det her…” (Bilag 9: 126).  
 
Her kommer PM selv ind på, at problemet ligger i, at PM ikke rigtig ved, om Facebook er 
sikkert eller ej. Mavefornemmelsen siger, at det nok ikke er smart, men det har ikke fået PM 
til at stoppe med at benytte Facebook. Man kan argumentere for, at i og med at Facebooks 
privatindstillinger og sikkerhed har været diskuteret bredt både i Danmark og globalt de se-
neste år, så kan der nærmest ikke herske tvivl om, hvorvidt Facebook er anset som et sikkert 
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kommunikationsredskab. Det burde under alle omstændigheder være nemt at finde frem til, 
hvad sikkerhedskyndige personer mener om Facebooks sikkerhed. Således indrammer cita-
tet nok snarere det skisma, der kan opstå mellem digital sikkerhed og arbejdsvaner, end det 
berører en problematik om mangel på viden. Og eftersom digital kildebeskyttelse er et gan-
ske nyopstået emne, kan man sagtens forestille sig, at det ikke er slået igennem hos alle 
endnu og dermed har sat sit præg på arbejdsvanerne. Der kan tilmed være elementer af den 
ovenfor beskrevne hældning mod informationsjagt frem for sikkerhed.  
 
Men der findes også kilder, hvor det er muligt at holde e-mailkorrespondancen krypteret. 
Om end der er stor forskel på, hvor ofte kryptering bliver benyttet, så har EJ, JOH, MSE og 
JEH installeret en pgp (Bilag 3: 23; Bilag 4: 41; Bilag 7: 97f; Bilag 8: 111). EJ har eksem-
pelvis benyttet kryptering, når kilder har bedt om det – det kan være aktivister og overvåg-
ningsinteresserede kilder. EJ oplever derudover også, at det er en snæver målgruppe af kil-
der, der benytter pgp (Bilag 3: 23 og 28). JOH har brugt sin pgp i forskellige konkrete sager, 
men synes generelt, det er et tungt system at benytte. JOH frembringer også udfordringen 
med, at mange kilder ikke har en krypteringsnøgle (Bilag 4: 41). For JEH gælder det, at kil-
der i en sag krævede, at kommunikationen var krypteret. Det var i CSC-sagen, der er nævnt 
tidligere (Bilag 8: 102). Og MSE har ikke brugt sin så ofte (Bilag 7: 97). Eksemplerne viser, 
at der interesse for at bruge pgp fra informanters side, hvilket kan siges at have store fordele 
for den digitale sikkerhed. Men her er ulempen, at ønsker man at holde mailkorrespondan-
cer krypterede, så afskærer man sig, ifølge informanterne, fra at kontakte enormt mange kil-
der. Her konflikter de normative hensyn endnu en gang. 
 
I relation til kryptering er der et særligt interessant eksempel, som skal fremhæves. AF har 
nemlig forsøgt at installere et krypteringsprogram på arbejdspladsens computer, men det har 
vist sig ganske besværligt på grund af arbejdspladsens systemer: 
 
”AF: Jeg brugte en dag eller to på det, og så opgav jeg. (…) 
C: Så du forsøgte at oprette en krypteret mail? 
AF: Ja. Og det brugte jeg to dage på, og det lykkedes aldrig. (…) jeg synes, vi skulle have 
mulighed for at kryptere. Altså, og det vil jeg måske lige – når nu vi har snakket om det – så 
vil jeg tage det op igen, ikke? Fordi det er jo bare oplagt, at det skal man kunne. Og derud-
over sidder jeg jo tit og får tilsendt folks patientjournaler og sådan noget, fordi det tit er 
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rigtig vigtigt materiale, og det er jo ting med personnummer på, og jeg har faktisk ret dårlig 
samvittighed over, at det bare går over almindelig mail. Og folk har egentlig ikke noget 
problem med det og sender det gerne, men det har jeg selv tit tænkt over, at der burde være 
en kryptering, det er jo også en form for kildebeskyttelse.” (Bilag 2: 19f). 
 
Eksemplet understreger, at der også kan være udfordringer på arbejdspladsen i forhold til at 
øge sin sikkerhed og sine kilders beskyttelse. Det er en yderst interessant problematik, som 
AF her beskriver. Citatet understreger nemlig en modsætning mellem mediers etiske ko-
deks, som rummer, at det er vigtigt ikke at få afsløret en beskyttet kildes identitet, samtidig 
med at et vigtigt redskab til netop at sikre beskyttelsen af kilden ikke kan fungere i et medi-
es computersystemer. Praktiske forhold på arbejdspladsen modarbejder således, at AF kan 
øge sin sikkerhed. Der er dog her tale om en praktisk problemstilling og ikke en etisk, som 
når idealerne konflikter. Men problemstillingen er alligevel af alvorlig karakter, ikke mindst 
på grund af den type af materiale, som AF ofte sidder med, hvor personnumre og sygdoms-
forløb fremgår. Det kan i den grad siges at være følsomme informationer, der både kan røbe 
en kildes identitet og krænke kildens privatliv.  
 
Videre er der informanter, AF, PM og KK (Bilag 2: 18; Bilag 9: 119; Bilag 10: 143), som 
har haft overført logikken fra den anonyme taletidsmobil til mails ved at oprette mailkonti i 
falske navne. Igen bør det indskydes, at e-mails anses af specialister for at være åbne, og at 
IP-adressen afslører, hvilket netværk mailen er sendt fra, hvorfor man geografisk kan lokali-
sere korrespondancen. Derfor skal man eksempelvis tænke i at benytte andre netværk end 
det på sin arbejdsplads eller sit eget private, hvis man vil øge sikkerheden. Anonyme e-
mailadresser er altså ikke umiddelbart vejen til øget sikkerhed på trods af anonymiseringen, 
men det kan måske være med til at sløre sporene.  
 
Informanterne fortæller løbende i interviewene, at det kan virke enormt besværligt at for-
holde sig til de digitale sikkerhedsforhold (se eksempelvis Bilag 2: 22; Bilag 5: 53; Bilag 6: 
80; Bilag 8: 115), og MSE påpeger da også, at den moderne teknologi og risici for overvåg-
ning og hacking har betydet, at MSE en gang imellem faktisk helt dropper e-mailen og i 
stedet finder fyldepen og frimærker frem: 
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”(…) et håndbåret brev, som enten er skrevet i hånden eller skrevet uden for netværket, (…) 
det nedskærer mulighederne for andre for at komme ind.” (Bilag 7: 94). 
 
JEH har også benyttet fysiske breve (Bilag 8: 114), og den metode med helt at lægge digital 
post på hylden har KK også været nødsaget til at bruge i en særligt fortrolig sag: 
 
”(…) en af kilderne (…) kommunikerede jeg kun med via gammeldags breve og fysiske mø-
der. Så sender han mig et brev med frimærke på og spørger, om vi ikke skal mødes – nu 
slynger jeg et eller andet ud – i Tivoli ved ballongyngen på fredag klokken 12. (…) 
C: Og i sådan et brev, hvordan henvender man sig personer imellem. Er der navne og så-
dan? 
K: Nejnejnej, han kalder sig noget, men noget som jeg går ud fra, han bare har fundet på. 
C: Så der bliver talt i koder. 
K: Ja, det kan du sige. Men altså, der står jo ikke noget i brevet. Der står bare: ”kan du 
mødes der og der på fredag?”. Og så mødes vi der. Så rydder jeg kalenderen, og så dukker 
jeg op. ” (Bilag 10: 134). 
 
Med fysiske breve og fysiske møder bliver de digitale spor, vi efterlader os, reduceret mar-
kant. Men det er oplagt at indskyde her, at det selvsagt kræver mere tid at sende fysiske bre-
ve og mødes fysisk, end det gør at maile sammen. Derfor er det selvfølgelig også en overve-
jelse, som informanterne står med i en ofte ganske travl mediehverdag. Det bliver berørt 
senere i analysen. 
 
Sidst kan det bemærkes, at flere informanter fortæller, at de forsøger at holde på de fortroli-
ge detaljer, som ved telefon og sms, når de mailer for netop at undgå, at nogen skulle kunne 
opsnappe følsom information (Bilag 7: 96; Bilag 10: 143). Her kan det understreges, at sel-
ve relationen mellem kilde og journalist – deres korrespondances metadata – ikke er skjult. 
Det er derfor blot de mest følsomme informationer, som bliver holdt skjult ved slet og ret 
ikke at nævne dem. Men hvis eksempelvis den type af information, som journalisten får af 
kilden, og derefter rapporterer om, er så specifik, at kun få personer ville kunne levere den, 
så kan der altså være risiko for, at interesserede ville kunne finde frem til kilden ved hjælp 
af udelukkelsesmetoden. De overvejelser har eksempelvis både MP og JEH stået i og hand-
let på – dog ikke i relation til e-mails (Bilag 5: 48; Bilag 8: 103). Denne risiko betyder også, 
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at særligt følsomme sager kan kræve, at man helt holder sig fra mails, eller at man benytter 
et krypteret netværk til at sende en krypteret mail, da det yderligere slører, at der overhove-
det er korrespondance mellem journalisten og kilden. Ingen af informanterne fortæller, at de 
har stået i sådan en situation.  
 
5.2.3 Hemmelige dokumenter i åbne e-mails 
En e-mail kan også benyttes til hurtigt at sende dokumenter mellem kilde og journalist. Og 
der er også informanter, som har modtaget hemmelige filer på arbejdsmailen (se eksempel-
vis Bilag 4: 42 og Bilag 9: 126). Det kan være, at kilden selv foreslår, at følsomme doku-
menter kan sendes med e-mail (Bilag 2: 16). Men man kan her argumentere for, at det er 
journalistens ansvar at forsøge at rådgive kilden for at opnå en større sikkerhed og altså 
overveje ikke at sende via mail. Det kan også være, at det er den metode, som bliver valgt, 
fordi det skal gå hurtigt eller kilden sidder i udlandet (Bilag 7: 99f). I disse tilfælde opstår 
der en konflikt mellem arbejdsvaner og tidspres på den ene side og hensynet til kildebeskyt-
telse på den anden side, hvor fordelene ved at spare tid bliver prioriteret over at øge sikker-
heden. 
 
PM gør sig nogle tanker omkring netop det dilemma mellem, at en e-mail på den ene side er 
en nem måde at dele materiale på, men at det på den anden side er en usikker metode. Sagen 
drejer sig om en afsløring af personer, som modtager offentlige ydelser, mens de tjener pen-
ge i udlandet. Den historie kunne PM fortælle ved at skaffe fortrolige personoplysninger fra 
kilder i en offentlig instans med adgang til netop de data.  
 
”PM: (…) det er jo en lækage det her om deres personlige forhold. Der har jeg da tænkt, at 
det kunne give problemer, og at jeg måske ikke har slettet sporene godt nok. Eller at jeg er 
ret sikker på, at hvis politiet af en eller anden grund skulle efterforske sådan en sag her, 
jamen så ville de godt kunne finde mine kilder, ikke? 
C: De kilder hos myndighederne, som har givet dig adgang til de informationer her? 
PM: Ja, nogle af dem i hvert fald. 
C: Når du siger, at du blev opmærksom på det og tænkte ekstra meget over det – fik det dig 
så til at håndtere kontakten på en anderledes måde? 
PM: Ja, altså… Ja og nej. I forhold til nogle kilder ja, og i forhold til andre kilder, der blev 
vi for eksempel ved med at maile til hinanden. 
 71 
C: Arbejdsmail? 
PM: Ja.” (Bilag 9: 122). 
 
Her kan ses en bekymring omkring kilders sikkerhed, men samtidig er det ikke helt nok til, 
at PM vælger at kommunikere mere sikkert med dem. Dermed taber hensynet til kildebe-
skyttelsen igen. Senere kommer PM selv ind på, som det er også er nævnt tidligere i eksem-
plet med Facebook, at det er frustrerende at være i tvivl om digitale sikkerhedsforhold – 
hvad er øget digital sikkerhed, og hvad er falsk tryghed? (Bilag 9: 129f). PM tilføjer, at PM 
vil undersøge området mere, fordi der fremover skal styr på sikkerhed. Dermed kommer PM 
i interviewsituationen frem til, at det er noget, PM vil sætte sig ind i. Om det bliver efter-
fulgt, kan specialet ikke gætte på. 
 
Andre informanter sagde under interviewene, at når der er tale om fortrolige dokumenter, så 
foretrækker de at få dem overleveret på en USB, CD eller på print på et fysisk møde, netop 
af hensyn til kildernes sikkerhed og beskyttelse (Bilag 1:12; Bilag 3: 30; Bilag 6: 65; Bilag 
7: 99f; Bilag 10: 131f). Hvis enheden med de hemmelige filer bliver passet godt på, så er 
fordelen ved denne metode, at den øger sikkerheden, fordi de digitale spor minimeres.  
 
5.2.4 ”Vi skal passe på ikke at gøre det for besværligt for os selv” 
Hvis man vil undgå at efterlade for mange digitale spor, så kan man mødes fysisk i stedet 
for at kommunikere på telefon eller over mail. Her er det vigtigt at gøre sig overvejelser om, 
om man skal have sin mobiltelefon med, eftersom den afslører, hvor man er hvornår. I sær-
ligt følsomme sager kan det derfor øge sikkerheden at både kilde og journalist lader mobilen 
ligge hjemme, så eksempelvis en efterretningstjeneste ikke efterfølgende kan spore, at kilde 
og journalist er nogenlunde det samme sted på samme tid. Og det er en praksis, som EJ kan 
finde på at iværksætte (Bilag 3: 26), og MP nævner, at i en sag som den om Morten Storm, 
skal man ikke have sin mobil med, men at den ellers som regel er med i lommen (Bilag 5: 
60). 
 
For KK gjaldt det, at en kilde fra PET bad KK lade mobilen ligge på redaktionen inden et 
møde (Bilag 10: 142). Der er altså forskellige historier om, hvad der kan føre til, at man la-
der telefonen ligge for at øge sikkerheden. Det kan både være historiens karakter eller kil-
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dernes krav, der spiller ind. Og det bliver understreget i interviewene, at det er en sjælden 
praksis, der ikke er meget opmærksomhed omkring.  
 
Foruden de ovennævnte, så mødes LSP, AF, JOH, MSK, MSE, JEH og PM også nogle 
gange med deres kilder, og flere nævner, at det er af sikkerhedsmæssige årsager (Bilag 1: 
11; Bilag 2: 21; Bilag 4: 44; Bilag 6: 66; Bilag 7: 85; Bilag 8: 113f; Bilag 9: 128). Særligt 
interessant er det her, at der også er nogle, som ikke gør det af hensyn til kildebeskyttelsen, 
men af hensyn til det journalistiske produkt.  
 
”C: Mødes du ofte med dine kilder fysisk ud fra den her tanke om, at du ikke vil efterlade 
digitale spor? 
AF: Nej. Det er møder, fordi det er en bedre måde at møde kilder på.” (Bilag 2: 21). 
 
Og  
 
”C: Møder du ofte dine kilder fysisk netop for at undgå at efterlade digitale spor? 
JEH: Ikke for at undgå digitale spor, men jeg mødes ofte med mine kilder. 
C: Men det er på grund af andre…? 
JEH: Altså jeg har også oplevet situationer, hvor folk har sagt, at det har de ikke lyst til at 
tale om over telefonen. Men oftest så er min begrundelse, at man får mere ud af dem, når 
man sidder over for hinanden. Så det er ikke altid et sikkerhedsissue.” (Bilag 8: 113f). 
 
Informanterne understreger helt entydigt, at fysiske møder ofte kommer i stand ud fra en idé 
om, at det vil styrke relationen til kilden og resultere i bedre journalistik og altså ikke for at 
styrke de sikkerhedsmæssige forhold. Et fysisk møde er et fysisk møde, og derfor får sik-
kerheden sig alligevel et skub opad som en art sidegevinst. Man kan sige, at der ikke på 
samme måde, som vi tidligere har fundet, er en konflikt mellem to idealer, da hensynet til 
det ene perspektiv her har en positiv effekt på det andet perspektiv. Her modarbejder hensy-
nene ikke hinanden. Men alligevel kan citaterne være udtryk for, at den teknologiske udvik-
ling og overvågningens muligheder ikke helt har brændt sig fast i bevidstheden, eftersom 
den digitale sikkerhed ikke typisk bliver inddraget i overvejelserne om fysiske møder. Om-
vendt kan det dog også være en afvejning af, hvor meget tid man skal bruge på at forholde 
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sig til sikkerheden over for, hvor mange benspænd man lægger for sig selv. Det fortæller 
JEH videre om: 
 
”(…) vi [redaktionen] var inde at besøge Center for Cybersikkerhed, hvor at du bliver bedt 
om at aflevere din mobil ved indgangen, og også din computer og din iPad. Og det er jo 
sådan noget, der sætter nogle tanker i gang hos en selv, fordi vi netop betragter kildebeskyt-
telse som så hellig, at ”okay, der er altså nogen, der virkelig har nogle meget markante sik-
kerhedsforanstaltninger, burde vi måske have det samme?”. Men vi skal også bare passe på 
med at gøre det for besværligt for os selv, ikke? Men det kan godt være, hvis der en dag op-
står en sag, hvor der er nogen, der har hacket sig ind på en journalists computer og har fået 
adgang til meget fortroligt og følsomt materiale, at det så vil være en øjenåbner for os alle 
sammen. Jeg har det sådan lidt, at i og med, at det ikke er noget, der er sket, og vi gør vores 
yderste, og jeg vil overhovedet ikke nedtone faren for det, fordi det er noget, vi skal gøre os 
overvejelser om, men altså, jeg betragter det ikke som noget kæmpe stort problem, at vi ikke 
gør mere, end vi gør. (…) Og jeg synes, vi gør meget.” (Bilag 8: 113f). 
 
Det er tankevækkende, at JEH beskriver, hvordan det nærmest skal gå galt, før end risikoen 
for alvor vil blive taget seriøst samtidig med, at JEH oplever, at de gør deres yderste. Det er 
modsætningsfyldt. Her ses altså igen et skisma mellem hensyn til arbejdsvaner og hensyn til 
digital sikkerhed. Videre er det værd at bemærke, at i samme åndedrag, som JEH ræsonne-
rer sig frem til, at på nuværende tidspunkt gør JEH nok, så nævner JEH også kildebeskyttel-
sen som hellig og beskriver en overvejelse om, at man måske burde gøre noget mere for at 
værne om den. Det fremstår også som modsatrettede udmeldinger. Det bliver således tyde-
ligt, at arbejdet med den digitale kildebeskyttelse kan være en modsætningsfyldt proces. Og 
i citatet lader det til, at det etiske princip om kildebeskyttelsens vigtighed igen bliver skub-
bet i baggrunden til fordel for de arbejdsrutiner, der med færre anstrengelser gør det muligt 
at indsamle og sprede information til samfundet. Det kan indskydes her, at det ifølge, Bren-
na, Kruse,  Carlo og Kamphuis ikke er hensigtsmæssigt at have et sikkerhedsniveau udover 
det nødvendige, da det kan komme i vejen for det praktiske journalistiske arbejde. Derfor er 
det en helt legitim proces at gøre sig overvejelser om, om diverse sikkerhedstiltag kan 
spænde så meget ben for journalistikken, at den ikke bliver til noget. Men holder man det op 
mod informanternes egne udmeldinger om, at kildebeskyttelse altid må ligge over ønsket 
om at fortælle en historie, så ser vi altså en praksis, der ligger et stykke fra idealet. 
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5.2.5 Jagten på historien kan overhale hensynet til kildebeskyttelsen 
Når man forsøger at øge den digitale sikkerhed, så skal det selvfølgelig gå begge veje. Det 
nytter ikke meget, hvis det kun er journalisten, der forsøger at fremme sikkerheden med fy-
siske møder og krypterede mails, mens kilden eksempelvis sender hemmelige dokumenter 
fra sin ukrypterede arbejdsmail og ringer og sms’er til journalisten. Som jeg har været inde 
på tidligere, så kan man argumentere for, at eftersom kildebeskyttelse er noget, journalisten 
lover kilden, så må det også være journalisten, der har ansvaret for at instruere kilden i, 
hvordan det er mest hensigtsmæssigt at have kontakt og dele hemmelige filer. Det, mener 
jeg, kan sammenlignes med det etiske ansvar, journalister har om at informere knap så me-
dievante kilder om eventuelle konsekvenser ved at stå frem (Kramhøft, 2001: 144). Og det 
er også en praksis, som AF, EJ, JOH, MP, MSK, MSE på hver deres vis har (Bilag 2: 21f; 
Bilag 3: 31; Bilag 4: 44f; Bilag 5: 60f; Bilag 6: 79f; Bilag 7: 100; Bilag 8 : 114f). Instruk-
serne kan være alt fra at foreslå at oprette en særlig mail til kommunikationen, at man fore-
slår, at man ikke skal maile og tale i telefon, eller måske at pointere, at man kun skal mødes 
fysisk. Vi ved dog fra tidligere, at der også er situationer, hvor kilder ikke er blevet instrue-
ret, og hvor informanter har valgt det, kapitel 4 beskriver, som relativt usikre metoder til at 
kommunikere og dele materiale. Så selvom der er opmærksomhed omkring behovet for at 
rådgive kilder, så er det ikke en procedure, informanterne konsekvent iværksætter.  
 
Som vi allerede har været inde på, så er der stor forskel på kilders it-viden og derfor også 
forskel på, hvilke metoder man kan benytte i samarbejde med kilderne. EJ siger, at en snak 
med kilden om sikkerhed faktisk ofte ender med, at man må benytte ikke-digitale metoder, 
da mange kilder ikke er så velbevandrede i den digitale sikkerhedsverden: 
 
”(…) Nogle kilder vil straks være med på at bruge pgp, andre kilder skal man spørge, om 
man kan mødes eller bede dem om at aflevere tingene i papir i stedet for digitalt. Det er jo 
meget sjovt på den måde, at tit opdager jeg jo og finder ud af, hvilke digitale virkemidler, 
jeg kan bruge, men jeg går meget tilbage i tiden og bruger meget det der med at mødes an-
sigt til ansigt uden digitale hjælpemidler.” (Bilag 3: 31). 
 
Hermed bliver forsøget på at øge den digitale sikkerhed overført til at vende sig helt væk fra 
de digitale redskaber. I afsnit 4.2.2.3 nævnes det som en god manøvre, netop fordi man mi-
nimerer digitale spor, som kan føre til afsløring af kilden. Om end man kan forestille sig, at 
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det er en tidskrævende foranstaltning, der ikke altid spiller sammen med de forhold, journa-
lister ofte arbejder under. Her skal vi huske på, at specialets informanter er undersøgende 
journalister, og derfor har de andre deadlines end nyhedsjournalister, når de sidder med en 
stor sag. Og EJ oplever heller ikke et svært dilemma mellem tidspres og hensyn til kildebe-
skyttelsesidealet:    
 
”Det er noget man efterhånden regner ind som en given ting, at sådan er det, så selvfølgelig 
tager det lidt længere tid. Men jeg synes også, at vi har nok tid til at benytte os af de greb 
hos os.” (Bilag 3: 31). 
 
Citatet kommer ind omkring en udvikling, EJ oplever, der er sket på arbejdspladsen. Det ses 
i formuleringen, at det efterhånden er en given ting. Det udtrykker, at man er blevet mere 
bevidste om den udfordring, der kan ligge i at kommunikere med beskyttede kilder, hvorfor 
der en gang imellem må påregnes ekstra tid for at øge sikkerheden. Hvor vi tidligere har set, 
at en arbejdsplads har stået i vejen for sikkerhedstiltag i forhold til computersystemer, ses 
det altså her, at en informant oplever, at arbejdspladsen giver plads til, at man kan tilpasse 
sig de forhold, man i dag må arbejde under for at øge sikkerheden. De arbejdsforhold er en 
klar fordel for kildebeskyttelsen. 
 
Videre kan det påpeges, at i og med der er markant forskel på typen af kilder, er der også 
stor forskel på, hvilke krav det stiller til journalisternes instruktioner. Og der er også eksem-
pler på, at informanten ikke oplever, at det er nødvendig at instruere, fordi kilderne allerede 
ved en masse om risiciene og i forvejen benytter sig af forskellige digitale sikkerhedstiltag 
(Bilag 4: 44f; Bilag 6: 77f). Her følger informanter så at sige den metode, som kilderne be-
nytter. Og helt modsat tanken om at journalisten har et etisk ansvar om at instruere kilder, så 
har en informant også modtaget instrukser af sine kilder, fordi kilderne var langt mere opda-
terede på sikkerhedsspørgsmål (Bilag 10: 133). 
 
Videre har instruktion af kilder for MP ofte beroet mere på at etablere tryghed end digital 
sikkerhed: 
 
”MP: Jeg kan jo typisk mærke på dem, hvilken grad af nervøsitet de har. Så snakker jeg 
simpelthen bare stille og roligt med dem om, at jeg for det første altid gør, hvad jeg kan for 
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at beskytte dem som kilde, at de skal ikke være bange. Og så foreslår jeg dem jo, hvad vi 
kan gøre, altså hvordan vi kan kommunikere. Og så er der jo et par tilfælde, hvor jeg fore-
slår dem: ”Så lad os prøve et taletidskort og en telefon, vi sætter det ind i, og så lad os 
kommunikere den vej til en start”. Og det er jo så endt med, at det er vi så gået væk fra i 
takt med at det er gået godt. Vedkommende er blevet tryg. 
C: Så det er sådan opstartsforanstaltninger…? 
MP: Ja, men det er der, hvor nervøsiteten er størst, at jeg har brugt det, ikke? Men det 
handler jo meget om at få skabt tryghed, og at de stoler på dig.” (Bilag 5: 60f). 
 
Her er det altså i mindre grad hensynet til den digitale sikkerhed, der er i spil, men mere et 
spørgsmål om tillid. Som Christians, Glasser, McQuail, Nordenstreng og White er inde på i 
afsnit 3.2, er det også en vigtig del af forholdet mellem journalist og kilde. Men kildens til-
lid er ikke ensbetydende med øget sikkerhed, og for at fastholde et øget sikkerhedsniveau 
ved vi fra kapitel 4, at det er vigtigt at være konsistent med foranstaltningerne, hvis beskyt-
telsen skal sikres bedst muligt. Citatet rummer derfor, ligesom vi har set i tidligere situatio-
ner, en kløft mellem to idealer. Målet for at få kilden til at stole på en er jo i sidste ende, at 
man kan få adgang til information, der kan føre til en historie. Her fremkommer altså hen-
synet til idealet om den sociale kontrakt og pressens funktion som formidler af vigtige sa-
ger. Omvendt har alle informanterne en opfattelse af kildebeskyttelsen som noget helt 
grundlæggende vigtigt for både kilde, journalist og pressen som helhed. Det handler om tro-
værdighed, og som Lauk, Harro-Loit og Väliverronen beskriver i kapitel 3, så er troværdig-
heden afhængig af journalisternes ansvarlighed – også over for kilders beskyttelse. Når man 
analyserer sig ned i MP’s beskrivelser med dette perspektiv for øje, bliver det altså klart, at 
der, måske ganske ubevidst, sker en afvejning af hensyn til to idealer, hvor det er det ene, 
der får fortrin – nemlig forsøget på at leve op til idealet om at udfylde den samfundsmæssi-
ge rolle som indsamler og formidler af information via kildens tillid.    
 
Interessant er det desuden, at både LSP og PM i interviewene kommer ind på, at det her 
med at instruere kilder, det er noget, man godt kunne blive bedre til (Bilag 1: 12; Bilag 9: 
128). De kommer altså begge frem til en erkendelse af, at de på tidspunktet for interviewene 
ikke gør nok. Her er særligt PM’s overvejelser relevante at fremhæve, da de giver udtryk 
for, at PM er bevidst om potentielle risici og dilemmaer, men at det alligevel aldrig er blevet 
en fast del af processen, at man diskuterer den digitale sikkerhed med kilden. 
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”C: Hvordan instruerer du dine kilder i at benytte mere sikre kontaktformer i sårbare sa-
ger, de kilder, som du gerne vil beskytte? 
PM: Det gør jeg faktisk ikke. Jeg har da nogle gange tænkt, når jeg har snakket med folk – 
det er typisk, hvis man skal have nogen til at fortælle fortrolige oplysninger, det kan være 
nogle ansatte i en virksomhed eller offentligt ansatte – der har jeg da bagefter tænkt, at det 
er ikke så smart, (…) at vi har snakket. (…) Hvis der kom en eller anden undersøgelse, så 
ville man kunne se: ”jamen hov, du har snakket med PM fra [medie] – her snakker du med 
[PM] i en halv time, her en time…”, det tænker jeg faktisk, at det kunne give dem proble-
mer. Men omvendt, så vil jeg også være ærlig at sige, at så tænker jeg også, at hvis jeg på 
forhånd siger det til kilden: ”køb et taletidskort,” eller ”jeg tør ikke tale med dig over tele-
fonen,” så tænker jeg måske også, at så vil man skræmme kilden, og så vil kilden måske væ-
re bange for at komme med de oplysninger. Det har jeg det faktisk en lille smule dårligt 
over, fordi jeg faktisk er bevidst om det der med, at man vil kunne se på den telefon, at vi 
har snakket sammen. De oplysninger ligger jo hos teleselskaberne… Så, jeg tænker over det 
uden at gøre det helt store ved det.” (Bilag 9: 128). 
 
Her beskriver PM en balance mellem på den ene side at foreslå at øge sikkerheden og så 
måske skræmme kilden væk, hvilket vil betyde, at historien ikke kan blive bragt. Og på den 
anden side at være bevidst om udfordringerne, men ikke at gøre noget ved det og samtidig 
have det dårligt med beslutningen om at løbe den risiko, det potentielt kan være ikke at øge 
sikkerheden.  
 
Opsummerende og ganske sigende for afsnittene om den direkte kontakt med kilder frem-
hæver citatet, endda eksplicit, igen det, der, ifølge informanternes beskrivelser, er et centralt 
dilemma i arbejdet med digital kildebeskyttelse – nemlig at jagten på information og histo-
rier nogle gange trumfer hensynet til kildens beskyttelse. Hvis vi inddrager McQuails teori 
om, at mediernes eksistensgrundlag, nemlig troværdighed, er afhængigt af, at journalister 
benytter ansvarlige metoder, så kan denne prioritering altså være problematisk. Jagten på 
information og historier rummer et hensyn til pressens demokratiske funktion i samfundet 
om at viderebringe vigtig information. Men det sætter paradoksalt nok netop hensynet til 
idealet om pressens demokratiske funktion over styr, da metoderne til at få information kan 
være med til at mindske pressens troværdighed, hvis metoderne er uansvarlige. Sat på spid-
sen kan det føre til, at mediernes eksistensgrundlag smuldrer. Det giver anledning til at stille 
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spørgsmål om, hvordan man kan forsøge at mindske den kløft, der kan være mellem hensy-
nene til de journalistiske idealer. Det ligger dog uden for dette speciales problemfelt. 
 
5.3 På redaktionen 
Som undersøgende journalist bruger man udover kildekontakten også meget tid på online 
research og behandling af følsom data. Den data skal undertiden opbevares et sted, som in-
gen andre kan få adgang til, ligesom brug af internet efterlader spor, der kan misbruges til at 
jagte kilder. Nogle gange foregår arbejdet med fortroligt materiale endvidere i samarbejde 
med andre på redaktionen. Det kan betyde, at man er afhængig af at dele fortroligt materiale 
eksempelvis ved at opbevare det steder, som alle kan tilgå. Disse forhold spiller i den grad 
også ind i den digitale sikkerhed og dermed kildebeskyttelsen. Derfor er det også essentielt 
at undersøge, hvordan informanterne handler og tænker på det område. Afsnittene er delt op 
i opbevaring af fortrolig data, deling af fortrolig data, sikkerhed omkring internetsøgninger 
og sletning af digitale spor og udbredelse af viden om digital sikkerhed på arbejdspladsen. 
 
5.3.1 Fysiske versus digitale risici 
Lad os begynde med online opbevaringstjenester. Vi ved fra forrige kapitel, at der er store 
sikkerhedsrisici forbundet med at benytte for eksempel Dropbox og Google. Det er der dog 
informanter, som bruger (Bilag 2: 21; Bilag 8: 103), og i den sammenhæng har JEH nogle 
interessante perspektiver: 
 
”(…) Men hvis der er tale om noget, hvor det virkelig bliver kritisk, hvor det kan få konse-
kvenser for vedkommende, så vil jeg ikke lægge det på en Dropbox. Eller også så vil jeg 
hvert fald ikke skrive, hvem det er, der siger det her til mig. Og det er jo også sådan en er-
kendelse, man når til, for jeg har sådan set i en del år brugt Dropbox og har ikke overvejet, 
at det skulle være en risiko, men det er jo klart, at det er det jo. Der kan jo lige pludselig ske 
et eller andet. Vi har jo set, hvordan brugernavne og kodeord er blevet lækket i store hack-
ersager, så der er vi ikke længere, det tør vi simpelthen ikke. (…) vi er bare begyndt at tage 
ekstra forholdsregler.” (Bilag 8: 103). 
 
Citatet understreger, at der på JEH’s redaktion er kommet øget opmærksom på, at Dropbox 
ikke er sikkert nok til opbevaring af følsomt materiale, og derfor har JEH ændret praksis i 
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forhold til at bruge tjenesten. Det giver udtryk for en udvikling hen imod et større hensyn til 
kildens beskyttelse via en omlægning af arbejdsvaner. 
 
Eksterne harddiske, USB-stick og CD’er er også mulige at anvende til opbevaring, og dem 
finder alle informanter nyttige til følsomt materiale (Bilag 1: 5; Bilag 2: 20; Bilag 3: 25; Bi-
lag 4: 42f; Bilag 5: 55f; Bilag 6: 78; Bilag 7: 100; Bilag 8: 113; Bilag 9: 129; Bilag 10: 
141). I forrige kapitel blev det understreget, at når man benytter den type af enheder til op-
bevaring, så afhænger sikkerheden af, hvor godt de gemmes. Derfor er det centralt, at de 
bliver opbevaret fornuftigt – ligesom det selvfølgelig gør sig gældende med fysiske doku-
menter. MP, MSK, MSE, JEH og PM låser eksempelvis enheder og dokumenter inde i skuf-
fer og skabe på redaktionerne (Bilag 5: 55f; Bilag 6: 78; Bilag 7: 100; Bilag 8: 105f; Bilag 
9: 126). Der er også informanter, der gemmer enheder eller dokumenter rundt om på ar-
bejdspladsens forskellige afdelinger (Bilag 6: 78; Bilag 10: 141), eller tager USB-stick og 
dokumenter med hjem (Bilag 3: 25; Bilag 8: 113; Bilag 9: 126). KK er gået skridtet videre i 
en sag, hvor KK fandt det nødvendigt at benytte en vens hjem til opbevaring: 
 
” (…) [der] havde jeg fået nogle papirer fra Forsvarets egen efterretningsenhed, som jeg 
skulle lave en serie af historier på, og der havde jeg lånt en lejlighed af en ven, hvor jeg 
lagde tingene. Både forud for og så mens artikelserien kørte.” (Bilag 10: 141). 
 
EJ er også inde på, at det i beslutningen om, hvordan man skal opbevare data, også handler 
om at vurdere, om eksempelvis politiet kunne finde på at troppe op med en ransagningsken-
delse, for så skal man være ekstra varsom (Bilag 3: 25). 
Der tegner sig således et billede af, at informanterne tænker relativt meget over, hvordan de 
opbevarer deres materiale og altså forsøger at øge sikkerheden omkring de mest følsomme 
data. 
 
I disse eksempler strækker hensynet til kildens beskyttelse sig altså længere end i  nogle af 
de eksempler, der var i den direkte kommunikation. Carlo og Kamphuis er i forrige kapitel 
inde på, at det sjældent opdages, når en uvedkommende har skaffet sig adgang til at følge 
med i for eksempel mails og fildelinger i Dropbox. Til sammenligning kan man pointere, at 
hvis man mister eksempelvis et USB-stick, så vil man lægge mærke til det. Et bud kan der-
for være, at det er nemmere at forholde sig til risikoen for at miste eller få stjålet fysiske en-
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heder, ligesom man kan forholde sig til en politibetjent, der tropper op med en kendelse. Det 
er alt sammen noget, der sker i den fysiske verden, og derfor kan risikoen fremstå mere 
konkret, hvorimod risikoen er abstrakt, når det handler om eksempelvis overvågning og op-
snapning af den direkte kommunikation.  
 
Lad os blive i sporet med en håndgribelig risiko. JOH har været i en situation, hvor det iføl-
ge en kilde var en reel trussel at få besøg af politiet på redaktionen. Her endte JOH med at 
ændre opbevaringsstedet for sikkerhedens skyld: 
 
”(…) der talte jeg så på et tidspunkt med en medarbejder i PET for at spørge om nogle ting. 
Og så fik den pågældende sagt – uden at sige det – fik den pågældende sagt, at det måske i 
den situation ikke ville være hensigtsmæssigt at have ting liggende på redaktionen eller i et 
dokument. (…) Det her kunne teoretisk set udvikle sig til noget, som kunne blive til en ran-
sagning. Der blev jeg så opmærksom på, fordi jeg havde det hele liggende på et drev på vo-
res interne netværk, fordi så er det normalt godt beskyttet, men det er jo ikke beskyttet, hvis 
der kommer nogen med ransagningskendelse. Der gjorde jeg så det, at der tog jeg det ned 
på et USB-stick og slettede det på drevet og tog USB-sticket med hjem.” (Bilag 4: 35). 
 
Det understreger meget præcist, at risikoen her bliver taget alvorligt, og at der bliver handlet 
på den. Det kommer sig selvfølgelig af, at JOH får et vink med en vognstang om risikoen. 
Men alligevel mener jeg, det er værd at fremhæve, da det også er med til at skabe forståelse 
for erkendelsesprocessen, som er vigtig for den sikkerhedsmæssige praksis. Her kan det 
indskydes, at i forlængelse af sammenligningen ovenfor med afsnittene om den direkte 
kommunikation, så kan det også tænkes, at det spiller ind, at metoderne til at opbevare data 
mere sikkert ikke på samme måde er tidskrævende og besværlige at benytte, som eksempel-
vis fysiske møder eller gammeldags breve. Dermed modarbejder de mere sikre metoder til 
opbevaring ikke på samme måde arbejdsvanerne, som vi så nogle af kommunikationsfor-
merne gør.  
 
En anden mulighed for at øge sikkerheden ved brug af eksterne diske er at kryptere indhol-
det. Men den mulighed viste sig ikke så udbredt hos informanterne (Bilag 1: 10; Bilag 3: 
29; Bilag 5: 55; Bilag 6: 76; Bilag 7: 98; Bilag 9: 124; Bilag 10: 139). JEH har dog arbejdet 
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lidt med kryptering af fortroligt materiale ved hjælp af pgp og har i tråd med dilemmaet om 
tid over for sikkerhed gjort sig nogle overvejelser om den foranstaltning: 
 
”Det [benyttet kryptering] har jeg gjort i ganske få tilfælde. Det har jeg faktisk droppet 
igen. Jeg synes, det blev for omstændigt og for besværligt for mig. (…) Det handler også 
om, at for eksempel har jeg på min computer indekseret alt indhold og downloadet for ek-
sempel alt indhold fra Statstidende, og der er også udenlandske udgivelser med ændringer 
som Statstidende, og når jeg så har indekseret, så betyder det, at jeg kan lave lynhurtige 
søgninger på et eller andet bestemt ord og slå en person op (…) Men hvis jeg begynder at 
kryptere alt mit indhold, så har jeg ikke den der indeksering, så det vil begrænse mine egne 
muligheder for at researche også. (…) det ville begrænse mig i mine egne metoder. Men 
selvfølgelig, hvis vi står i en situation, som er meget meget følsom, så ville det helt klart væ-
re en overvejelse.” (Bilag 8: 110f). 
 
For JEH gør en kryptering således arbejdet mere tidskrævende og mere uoverskueligt, fordi 
det lægger nogle benspænd i forhold til søgninger i databaser. Som det fremgår af citatet, så 
vil metoden til at øge sikkerheden altså modarbejde andre metoder, som er vigtige for JEH. 
Hvis vi stiller overvejelserne om at blive begrænset i sine researchmetoder over for det eti-
ske ansvar, det er at holde en kildebeskyttelse, så er vi tilbage ved det samme dilemma, som 
er dukket op flere steder før – de to vigtige professionsidealer kan ende i karambolage, når 
der skal tages hensyn til digital sikkerhed.  
 
5.3.2 Udfordringer afføder nye ideer 
Ligesom med journalist og kilde imellem, må også journalister være varsomme med at dele 
hemmelige filer, hvis de forsøger at øge den digitale sikkerhed. MSK forklarer dog, at det 
ikke er fast praksis at øge sikkerheden i eksempelvis mailkorrespondancer: 
 
”Jeg kan sige, en ting, hvor man måske burde have det [kryptering], for det er nok det sted, 
hvor jeg og sikkert også andre sænker paraderne mest, det er i forhold til interne mails med 
kollegaer, der kunne det være, at vi faktisk skulle bruge det. Fordi der er det jo tit – det er 
jo researchdele, vi sender rundt til hinanden. Og det er måske ikke helt smart.” (Bilag 6 : 
75).  
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Her erkender MSK helt åbent, at de benyttede metoder på MSK’s redaktion ikke giver øget 
sikkerhed. MSK kommer også ind på, at netop mellem samarbejdende kolleger kunne kryp-
tering af mails og data være et fornuftigt tiltag, og man kan argumentere for, at man her ikke 
står over for samme udfordring, som informanterne oplever, der er, ved at benytte krypte-
ring i kontakten med kilder. Modsat med kilder kan journalister godt forvente og kræve af 
hinanden, at de anskaffer en pgp og benytter den til følsomme data. Helt som MSK under-
streger LSP også, at der er plads til forbedringer, når journalister deler materiale på LSP’s 
redaktion (Bilag 1: 9). 
 
Videre har JEH og kollegerne siddet i nogle overvejelser omkring, hvordan de skulle hånd-
tere en meget følsom sag, som rummer spændende elementer. Det handlede om en virksom-
hed, der viste sig at være baseret på falske regnskaber, og hvor en pensionskasse havde in-
vestereret en milliard kroner i den på vegne af pensionsopsparere. Efter JEH og kollegerne 
tog sagen op, faldt luftkastellet sammen, og det skabte en stor intern opmærksomhed om-
kring, hvem der havde informeret journalisterne. Og det kunne få alvorlige konsekvenser 
for de whistleblowers, hvis de blev afsløret. Den risiko resulterede i en udskiftning af meto-
den til at dele materialet undervejs i forløbet. Følgende beskriver JEH overvejelserne: 
 
”JEH: (…) der gik vi så langt som, at vi simpelthen besluttede, at her gemmer vi ikke noget 
i skyen [Dropbox], og når vi kommunikerer per mail, så omtaler vi dem ikke ved navn, så er 
det sådan noget med, vi skriver – vi var 3-4 journalister på (…), så når vi kommunikerede 
sammen om en ny information, vi havde fået, så brugte vi en slags kodesprog. (…) Vi havde 
også et notat, som vi gemte i vores Dropbox. (…) Under forløbet blev vi så skeptiske over 
for, eller vi blev så nervøse for, om der alligevel kunne være – du ved, når en kilde taler, 
nogle gange kan du jo næsten se ud af det sprog, kilden har brugt, om der kan være et eller 
andet, som alligevel kan identificere ham, eller det kan være noget, han fortæller om sig 
selv eller om sit arbejde, der gør, at så nytter det jo intet, at du kalder ham A, fordi så vil du 
alligevel kunne identificere ham. Så vi gjorde faktisk det på et tidspunkt, at vi lagde hele den 
der Dropbox-folder ned, selvom det virkelig var gavnligt for os i hverdagen, at vi havde ad-
gang til hinandens notater og materiale og sådan. (…) så lagde vi alt på USB-stick hver 
især, som vi så gik rundt med, jeg gik rundt med den i min nøglering.” (Bilag 8: 102f). 
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Processen her demonstrerer, hvordan journalistgruppen løbende har foretaget risikovurde-
ringer og derudfra taget stilling til, hvordan de skulle håndtere de følsomme data. I takt med 
at risikoen vurderedes øget, hævede gruppen også sikkerhedsniveauet. Dette er altså et ek-
sempel på, at journalisters loyalitet over for kildebeskyttelsen kan være med til at ændre på 
arbejdsvanerne.   
 
JOH beskriver også, hvordan JOH er gået væk fra tjenester som Google Drev efter Snow-
den-afsløringerne, og dermed også har ændret vaner. Videre fortæller JOH om et projekt, 
som har krævet, at der er blevet etableret en anden type delingsmulighed: 
 
”Jeg sidder lige nu og arbejder på en historie, hvor vi er et par og 30 medier i 31 lande el-
ler sådan noget, hvor vi skal dele nogle ting (…) Dels har vi lavet en database, som vi har 
adgang til alle sammen, og dels har vi lavet sådan et forum, hvor vi kan kommunikere og 
uploade dokumenter. Men du skal jo have nogen, som kan sidde og lave sådan noget, ikke? 
Hvor det fede var, at indtil man blev bange for det [overvågning], så var det bare sådan en 
hyldevare, hvor du kunne sige, vi bruger lige det her [Google Drev], hvis vi skal udveksle 
det her. (…) Men altså, sådan er det jo bare. Man er jo nødt til at tage højde for det.” (Bi-
lag 4: 45). 
 
Citatet understreger for det første, at JOH har været igennem en erkendelsesproces, der har 
ført til et farvel til de mere usikre tjenester. Og for det andet påpeger det, hvordan det har 
været nødvendigt at have nogle it-kyndige til at sætte en sikker database op, som de forskel-
lige journalister kunne tilgå. Det er endnu et eksempel på, at journalister har taget udfor-
dringen med digital sikkerhed op og forsøgt at finde mere holdbare metoder i erkendelsen 
af, at risikoen for overvågning fra uvedkommende er til stede, når man arbejder med føl-
somme sager. 
 
I forlængelse af dette eksempel har JEH påpeget, at man på JEH’s medie har undersøgt mu-
ligheden for at lave en sikker intern digital delingstjeneste – netop for at undgå at benytte en 
tjeneste, der bliver administreret af en tredjepart som Dropbox (Bilag 8: 103). Det under-
streger yderligere, at de digitale udfordringer nok afføder dilemmaer, men at de ifølge in-
formanterne også i visse tilfælde fører til forsøg på at udvikle nye arbejdsredskaber, som 
skal være med til at øge sikkerheden. Og hvis vi sammenholder det med teorien om, at ny-
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hedsmedier skal leve af troværdighed, der står og falder med journalisternes ansvarlighed, 
så er det initiativer som disse, der kan forestilles at være med til at holde medierne på rette 
kurs.  
 
MP har været ude i nogle helt anderledes situationer i forsøget på at højne sikkerheden i 
Morten Storm-sagen, som også rummer spændende elementer: 
 
”(…) når det handlede om at udveksle udkast til historier, og det kunne være materiale, der 
skulle sendes frem og tilbage, så foregik det på, altså man skrev på computere, som ikke var 
tilsluttet til [mediets] system eller det system derhjemme, og hvor tingene blev lagret på et 
USB-stick, og så blev det sendt fra [en redaktion] med kurer til [anden redaktion]…” (Bi-
lag 5: 58). 
 
Det skal understreges, at der er tale om en helt enestående sag (Bilag 5: 60), men den giver 
et interessant indblik i de tiltag, holdet bag historien fandt nødvendige. Eksemplet er, mod-
sat de ovennævnte, baseret på mere gammeldags metoder, hvor der ikke er internet involve-
ret, og hvor delingen foregår via USB-stick, der bliver sendt med en kollega først den ene 
og så den anden vej mellem de involverede redaktioner. Metoden er selvsagt tidskrævende, 
og derfor kan den være for besværlig at bruge i mange sammenhænge, men sikkerhedsni-
veauet er ganske højt, da der arbejdes i et lukket system uden tilknytning til internet, som vi 
ved giver risiko for hacking eller overvågning. Der kan her trækkes tråde til ideen om en 
air-gapped computer, altså en computer som netop ikke på nogen måde er tilsluttet usikre 
netværk. Disse eksempler viser, at de digitale udfordringer og risici er med til at skabe for-
søg på nye løsninger med både digitale og mere gammeldags metoder. 
 
5.3.3 Optakt til nye samarbejder  
Når vi er på internettet, så efterlader vi spor, der i yderste tilfælde kan risikere at være med 
til at afsløre en beskyttet kilde. Den potentielle online overvågning gør, at det kan være for-
delagtigt at undgå at lægge spor ved at bruge en anonym browser, eller man kan slette digi-
tale spor ved at huske at slette sin søgehistorik og sine cookies.  
 
For nogle informanter gælder det, at de sletter deres spor, men at det sker ret vilkårligt (Bi-
lag 2: 20; Bilag 4: 40; Bilag 9: 123f). Andre gør det slet ikke (Bilag 1: 10; Bilag 5: 54; Bilag 
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8: 108; Bilag 10: 138). Den sidste gruppe af informanter har installeret programmer, der 
forhindrer cookies, eller måske oven i købet automatisk sletter historik, og så er de samtidig 
selv opmærksomme på at slette manuelt fra tid til anden (Bilag 3: 29; Bilag 6: 74f og 77; 
Bilag 7: 96f). Disse relativt simple tiltag kan være med til at sløre ens færden på internettet, 
og derfor er det med til at hæve sikkerheden. Man kan, grundet manøvrens meget lidt res-
sourcekrævende karakter, argumentere for, at det nemt kunne implementeres i det daglige 
arbejde. Det er nok et spørgsmål om bevidsthed og vane.  
 
Anonyme søgninger er heller ikke noget, der er slået rigtigt igennem hos informanterne. Der 
er få, der en gang imellem eller meget sjældent bruger Tor (Bilag 3: 29; Bilag 7: 97). JEH, 
PM og KK har haft det installeret, men det er nærmest aldrig blevet brugt (Bilag 8: 109; Bi-
lag 9: 124f; Bilag 10: 139). LSK, AF, JOH og MP har ikke benyttet Tor eller andre anony-
miseringstjenester i arbejdsøjemed (Bilag 1: 11; Bilag 2: 21; Bilag 4: 42; Bilag 5: 55). På 
internetsøgningsfronten er der således generelt blevet taget relativt få initiativer til at øge 
sikkerhedsniveauet. Men der er et særligt eksempel, som skal fremhæves. Det er EJ, der har 
siddet med et projekt, hvor redaktionen fandt det nødvendigt at skrue helt op for sikkerheds-
foranstaltningerne, fordi det var to folketingspolitikeres personlige oplysninger, de – efter 
aftale med politikerne – havde fået adgang til: 
 
”EJ: Jeg har også haft computere, der kun kan bruges offline – der aldrig har været på net-
tet. Det gjorde vi med metadataprojektet, der havde vi computere, som var fuldstændig ren-
sede, og som aldrig kom på nettet. Og vi kørte med harddisks, som heller aldrig havde væ-
ret på nettet. Og kørte det sådan ret adskilt fra forskellige ting, låste dem inde om natten og 
sådan. 
C: Hvordan fik I stablet al den her sikkerhed på benene – kontaktede I en it-
sikkerhedsekspert, eller var det noget I selv stod for? 
EJ: Vi har en ret it-sikkerhedsminded her i huset, som vi diskuterede tingene med, og så var 
vi også i løbende kontakt med forskellige sikkerhedseksperter, fordi vi generelt interessere-
de os for opsnapning af metadata. Så dem snakkede vi jo med. Hele projektet handlede jo 
om, hvordan man beskytter sin egen data, så på den måde var vi løbende i interviewsituati-
oner om, hvordan vi beskyttede deres data.” (Bilag 3: 28f). 
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Eksemplet her tydeliggør for det første en interesse i emnet digital sikkerhed og et stort en-
gagement ud i at lære noget om metadata, hvilket direkte relaterer sig til sikkerhed. Be-
vidstheden omkring udfordringerne er derfor til stede. For det andet har projektet ifølge EJ 
krævet, at journalisterne tog nogle meget sikre metoder i brug som eksempelvis den oven-
nævnte logik med en air-gapped computer. Samtidig havde de løbende kontakt til it-
specialister, som kunne give feedback på metoden. Her vil jeg gerne fremhæve netop sam-
arbejdet mellem journalister og it-specialister, da det et eller andet sted giver udtryk for en 
nytænkning, der kan være anvendelig i denne sammenhæng. Journalister benytter hver dag 
kilder i relation til indholdet i deres produkter, men det er sjældnere set, at der inddrages 
personer, der forholder sig til journalisters metoder netop med det formål at øge sikkerhe-
den. Derfor er det en interessant detalje at fremhæve, da processen formentlig kan føre til 
mere viden om risici og digital sikkerhed. Dermed skabes der altså et mere solidt fundament 
at handle ud fra.  
 
5.3.4 Mangel på opbakning fra arbejdspladserne 
Det virker til, at der er god grund til at udfolde den type af samarbejde, som er beskrevet 
ovenfor, hvor journalister selv tager kontakt til it-specialister. For det første fordi digital 
sikkerhed generelt ikke er noget, der ifølge informanterne bliver diskuteret meget på redak-
tionerne (Bilag 1: 7; Bilag 2: 19f; Bilag 4: 38; Bilag 5: 52; Bilag 7: 93; Bilag 9: 123; Bilag 
10: 137). JOH har et citat, som fint beskriver forholdene: 
 
”(…) de der måder at beskytte sig mod digital overvågning og sådan noget, det kender vi 
ikke så meget til. Der tror jeg ikke, at vi tænker nok over det og taler nok om det.” (Bilag 4: 
38). 
 
Og for det andet fordi arbejdsgiverne heller ikke har taget initiativ til eksempelvis at udar-
bejde retningslinjer om, hvordan man kan øge beskyttelsen af sine kilder digitalt, som jour-
nalisterne kan følge – lidt i tråd med mediernes etiske kodeks (Bilag 1: 6; Bilag 2: 19; Bilag 
3: 26; Bilag 5: 52; Bilag 7: 93; Bilag 8: 107; Bilag 9: 123; Bilag 10: 137). Dermed er infor-
manterne i høj grad selv ansvarlige for forløbet omkring beskyttelsen. 
På et enkelt medie var der retningslinjer på vej. De var under udarbejdelse, da interviewene 
blev lavet (Bilag 4: 37; Bilag 6: 70f). En anden informant nævnede, at der havde været snak 
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om på arbejdspladsen, at der skulle laves nogle retningslinjer, men arbejdet var ved inter-
viewdatoen endnu ikke påbegyndt (Bilag 7: 93).  
 
Set i forhold til mediernes etiske retningslinjer for, hvordan deres journalister skal sikre kil-
debeskyttelsen, kan man argumentere for, at der i relation til digital kildebeskyttelse er et 
tomrum. Digitale udfordringer er i den grad blevet en del af den journalistiske virkelighed 
med både fare for overvågning og hackerangreb, ligesom vi var inde på i kapitel 4, hvorfor 
det kan virke uambitiøst, at de endnu ikke er blevet inddraget mere på arbejdspladserne. Vi 
har endog set et eksempel på, at det ikke var muligt for en informant efter to dages kamp at 
installere et krypteringsprogram på arbejdscomputeren, hvor man kan tale om direkte mod-
stand. Så er der de lidt mere lavpraktiske forhold, som arbejdspladsens fysiske rammer, og 
her kommer MSE i interviewet ind på, at kontorforholdene også kan være en udfordring:  
 
”(…) der [er] ting, som jeg mener, fuldstændig bliver overset i den her diskussion [om kil-
debeskyttelse]. Og det er, at vi som journalister i dag alle sammen sidder i åbne kontor-
landskaber, og det er virkelig en pestilens, det er helt bizart. Jeg skal simpelthen lede efter 
et rum for at finde privathed til at snakke med de her kilder.” (Bilag 7: 87). 
 
MSE er helt tydeligt frustreret over arbejdspladsens indretning, og åbner op for, at den ofte 
bliver glemt i denne sammenhæng med fokus på kildebeskyttelse. Arbejdspladserne har 
ifølge nogle informanter altså en opgave i at forbedre forholdene, så deres ansatte får bedre 
vilkår for at arbejde sikkert med henblik på at leve op til det etiske princip om at holde kil-
debeskyttelsen. Når det så er sagt, så er det selvfølgelig ikke blot arbejdsgivernes ansvar at 
holde journalister opdaterede på emnet digital kildebeskyttelse, journalister har selv et an-
svar. 
 
Men tydeligt er det, at flere informanter ikke har beskæftiget sig særligt meget med infor-
mationssikkerhed i det store hele. Både LSK og AF fortæller, at de ikke har taget kurser, og 
at deres redaktioner egentlig ikke holder sig opdaterede om sikkerhedsforhold (Bilag 1: 14; 
Bilag 2: 22). MSK har ingen kurser taget og siger, at det i mere struktureret form først for 
alvor er nu, der er kommet mere fokus på digital kildebeskyttelse på arbejdspladsen (Bilag 
6: 80f). MP og MSE forklarer, at de ingen kurser har fulgt, men at de i konkrete sager begge 
har fået hjælp fra husets interne it-folk eller fra folk udefra (Bilag 5: 62; Bilag 7: 101). Hel-
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ler ikke JEH, PM eller KK har taget nogen form for kurser i digital sikkerhed. Kun JOH og 
EJ har været til konferencer om digital sikkerhed, og EJ har, som det er nævnt ovenfor, haft 
løbende kontakt med it-specialister (Bilag 3: 28f; Bilag 4: 45f).  
 
Hvis vi sammenholder disse kendsgerninger med informanternes egne holdninger til vigtig-
heden af kildebeskyttelse, som de fremgår af kapitel 3, så kan man argumentere for, at hen-
synet til og bevidstheden om den digitale del af beskyttelsen endnu halter. Både i forhold til 
dele af arbejdet på redaktionen, og særligt i den direkte kommunikation med kilder har der 
gennem analysen vist sig at være dilemmaer og udfordringer. Der er med andre ord et styk-
ke vej, førend den digitale sikkerhed for alvor får sit gennembrud hos de fleste informanter, 
og derved formentlig kan spores mere konsekvent i de praktiske realiteter. 
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Kapitel 6: Konklusion 
Specialet bygger på ti kvalitative interviews om emnet digital kildebeskyttelse med under-
søgende journalister fra forskellige landsdækkende medier. Via analysen bliver det under-
søgt, hvad journalisterne gør for at beskytte deres kilder, og hvilke fordele og ulemper me-
toderne kan give. Specialets resultater kan ikke føre til en generalisering af undersøgende 
journalisters metoder, og de skal derfor ses som et indblik i et felt. Konklusionen må desu-
den forstås i lyset af, at problemfeltets udfordringer er i konstant forandring grundet udvik-
ling inden for teknologi og lovgivning.  
 
I det teoretiske kapitel blev det slået fast, at alle ti informanter oplever at være afhængige af 
muligheden for at give en kilde beskyttelse i arbejdet med at forfølge idealet om at indsamle 
og sprede information til samfundet. Alle ti informanter føler endvidere en stærk tilknytning 
til professionens etiske princip om, at det er altafgørende for deres egen og fagets trovær-
dighed, at en kildebeskyttelse ikke bliver brudt.  
 
Trods det blev det gennem analysen klart, at der er stor forskel på, hvordan sikkerhedsud-
fordringerne bliver håndteret. Her er der ikke nødvendigvis tale om stor forskel fra infor-
mant til informant, men mere fra historie til historie. Hvis vi begynder med informanters 
direkte kommunikation med beskyttede kilder, så bliver der relativt ofte benyttet det, teorien 
betegner som mindre sikre metoder, som eksempelvis telefonsamtaler, sms, e-mails og lidt 
sjældnere også Facebookbeskeder. Når disse metoder benyttes, bliver der ikke altid tænkt 
over, hvad der bliver sagt og skrevet for at undgå, at følsom information kan opsnappes af 
uvedkommende. Flere nævner dog, at de forsøger at holde fortrolige detaljer ude af samta-
lerne, eller at de har taget anonyme taletidstelefoner eller anonyme mailkonti i brug for at 
sløre en relation til en beskyttet kilde. Flere informanter har også stiftet bekendtskab med 
krypteringsværktøjer til e-mails, der kan føre til mere sikre informationsudvekslinger. Dog 
er denne metode begrænset af, at de færreste kilder benytter kryptering. Og der er, overord-
net set, ikke en konsekvent kultur om at instruere kilder til at benytte mere sikre metoder. 
 
Få informanter har været i situationer, hvor den eneste direkte kontakt var fysiske møder, 
ligesom få i sjældne tilfælde har vendt ryggen til digitale metoder og skrevet et gammeldags 
brev. For nogle begrundes det med overvejelser om ikke at efterlade digitale spor, der kan 
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misbruges og overvåges. For andre kan et fysisk møde være valgt med henblik på at skabe 
en bedre relation til kilden.  
 
Der fremstår generelt ikke en konsistent tilgang til iværksættelse af sikkerhedsforanstaltnin-
ger i den direkte kontakt – det er lejlighedsvis, at der bliver taget ekstra hensyn til den digi-
tale sikkerhed. Det kan også være afhængigt af, hvilke krav kilden selv stiller til sikkerhe-
den.  
 
I forhold til at opbevare fortrolige dokumenter tegner der sig et billede af et lidt større fokus 
på risici og sikkerhed. De fleste af informanterne benytter sig af USB-stick, aflåste skabe og 
privat opbevaring af de særligt følsomme sager. Men når det drejer sig om samarbejde med 
kolleger, bliver der igen brugt mindre sikre metoder til at dele materiale, som eksempelvis 
via e-mail. Der er også få ekstreme historier, der skiller sig ud ved at have et særligt højt 
niveau af sikkerhed. Det kan være, at man arbejder i lukkede netværk uden opkobling til 
internet og deler materiale via en personlig kurer.  
 
Muligheden for at browse anonymt via Tor er langt fra blevet en efterstræbt metode. Der er 
lidt flere, som arbejder med at slette søgehistorik, men få har en decideret fast rutine om-
kring det.  
 
Analysen har også vist, at der er interesse for emnet digital sikkerhed, og at der bliver skabt 
nye typer af samarbejder med it-specialister. Men det er endnu ikke blevet en integreret del 
af arbejdet med beskyttede kilder. 
 
Opsummerende kan det understreges, at fordelene ved de mere sikre metoder selvfølgelig 
er, at man mindsker risikoen for, at en beskyttet kilde kan identificeres, og det skaber øget 
tillid fra kildernes side.  
 
Ulemperne er, at metoderne kan være enormt tidskrævende, besværlige og tunge at arbejde 
med, ligesom det kræver, at man omlægger sine arbejdsvaner. Derudover kan det være 
svært at skabe kontakt til kilder, som ikke nødvendigvis har en krypteringsnøgle eller er 
særligt bevidste om sikkerhedsrisici. Yderligere er der på nogle arbejdspladser udfordringer 
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i forhold til at installere krypteringsværktøjer, ligesom de færreste arbejdsgivere har taget 
skridt hen imod at udforme en guide til øget digital sikkerhed. 
 
Sidst skal det bemærkes, at der i arbejdet med digital sikkerhed opstår et dilemma mellem 
de to professionsidealer, som informanterne gerne vil tilgodese: pressens demokratiske 
funktion som informationsindsamler og -formidler, herunder kan der også ligge et ønske om 
at udkomme med historier af hensyn til prestige og konkurrence med andre journalister, 
over for forpligtelsen til at holde en kildebeskyttelse. De to idealer er på den ene side af-
hængige af hinanden, da mange kritiske historier ikke ville kunne blive til, hvis ikke det var 
en mulighed at give en kilde beskyttelse. Men på samme tid skal kildebeskyttelsen sikres, 
og derfor må journalisten, inden beskyttelsen overhovedet gives, overveje, om det er muligt 
at holde beskyttelsen via de tilgængelige metoder. Det er her hensynet til de to idealer kan 
modarbejde hinanden, og hvor man derfor må prioritere. Flere steder er det ud fra informan-
ters overvejelser blevet diskuteret, at hensynet til pressens demokratiske funktion som ind-
samler og formidler af information fremstår som det vigtigste. Det betyder, at hensynet til 
kildebeskyttelsen i nogle tilfælde taber. 
  
 92 
Referencer 
 
Aflyttet, Radio24syv, uge 46, 2014. Kan findes på hjemmesiden: 
http://www.radio24syv.dk/programmer/aflyttet/ 
 
Aflyttet, Radio24syv, uge 52, 2014. Kan findes på hjemmesiden: 
http://www.radio24syv.dk/programmer/aflyttet/ 
 
Amnesty International 26.11.14: Amnesty udvikler program mod overvågning. Læst online 
16.12.14: http://www.amnesty.dk/artikel/overvagning/amnesty-udvikler-program-mod-
overvagning 
 
Andersen, Vilmer og Gamdrup, Peter (1994): Om problemformulering og projektarbejde i 
Heine Andersen (red.): Videnskabsteori og metodelære. Bind I Introduktion. Frederiksberg 
C, Samfundslitteratur. 
 
Andersson, Sus; Laurin, Fredrik og Jankov, Petra (2012): Digitalt källskydd – en introdukti-
on. Svenska Journalistförbundet og Stiftelsen för Internetinfrastruktur, Internetguide, nr. 26, 
version 1.0.  
 
Andrejevic, Mark (2014): Ubiquitous Surveillance i Ball, Kirstie; Haggerty, Kevin D. og 
Lyon, David (red.): Routledge Handbook of Survellance Studies. Oxon, Routledge. 
 
Ankersborg, Vibeke (2002): I Erslevs fodspor. En lærebog i kildekritik som samfundsviden-
skabelig metode. 2. Udgave, København K, Forlaget Politiske Studier.  
 
Berlingske. Berlingske Medias regler for journalistisk etik. Læst online 01.02.15: 
http://www.b.dk/etik  
 
Bitbureauet. Hjemmeside besøgt 16.12.14: https://bitbureauet.dk/  
 
Brannick, Teresa og Coghlan, David (2007): In defense of being "native": The case for in-
sider academic research. Organizational Research Methods, 10(1), 59-74. 
Brenna, Anders (2012): Digitalt Kildevern. 1. udgave, 1.oplag, Kristiansand, IJ-Forlaget. 
 
Bro, Peter (2006): Nye roller i redaktionslokalerne – Hvad danske journalister gør og bør. 
Journalistica 1. 
  
Bruno, Fernanda (2014): Surveillance and Participation on Web 2.0 i Ball, Kirstie; Hagger-
ty, Kevin D. og Lyon, David (red.): Routledge Handbook of Survellance Studies. Oxon, 
Routledge. 
 
Bryman, Alan (2008): Social Research Methods. 3. udgave, Oxford, Oxford University 
Press.  
 
Carlo, Silkie og Kamphuis, Arjen (2014): Information Security for Journalists. Version 
1.01, Logan Handbooks 7, Centre for Investigative Journalism.  
 
 93 
Christians, Clifford G., Glasser, Theodore L., McQuail, Denis, Nordenstreng, Kaarle og 
White, Robert A. (2009): Roles of News Media in Democracy i Normative Theories of the 
Media. Journalism in Democratic Societies. Chicago, University of Illinois Press.  
 
Columbia Journalism Review 03.05.12: The spy who came in from the code. How a filmma-
ker accidentally gave up his sources to Syrien spooks. Læst online 16.12.14: 
http://www.cjr.org/feature/the_spy_who_came_in_from_the_c.php?page=all  
 
Committee to Protect Journalists 16.10.14: Simple steps to protect journalists and sources 
from eavesdroppers. Læst online 16.12.14: 
https://cpj.org/blog/2014/10/simple-steps-to-protect-journalists-and-sources-fr.php  
 
Coronel, Sheila (2009): Corruption and the Watchdog Role of the News Media i Norris, 
Pippa (red.): Public Sentinel. News Media and Governance Reform. Washington DC, The 
World Bank. 
 
Coulter, John (2005): The Moral Reason Never to Tell. British Journalism Review, vol.16 
no.1. 
 
Dansk Journalistforbund 05.12.11: Kildebeskyttelsen kan ikke gradbøjes. Læst online 
15.01.15: http://journalistforbundet.dk/Nyheder/2011/December/Kildebeskyttelsen-kan-
ikke-gradbojes/ 
 
DKCERT – Computer Security Incident Response Team. Datasikkerhed. Hjemmeside be-
søgt 03.01.15: https://www.cert.dk/faq/datasikkerhed/ 
 
DR Kultur 05.02.15: Sikkerheds-ekspert: En dansk Snowden ville få det svært. Læst online 
05.02.15: http://www.dr.dk/nyheder/kultur/medier/sikkerheds-ekspert-en-dansk-snowden-
ville-faa-det-svaert 
 
DR Nyheder 10.04.14: Overblik – Forstå Waterfront-skandalen på fem minutter. Læst onli-
ne 16.12.14: http://www.dr.dk/Nyheder/Indland/2014/04/10/094841.htm  
 
DR Nyheder 27.12.14: Overblik – Hackere gik efter kendte, politikere – og alle andre i 
2014. Læst online 02.01.15: http://www.dr.dk/Nyheder/Indland/2014/12/27/210946.htm  
 
DR. DRs etik. Læst online 01.02.15: http://www.dr.dk/NR/rdonlyres/533D8CF2-6CA3-
4B55-870C-20AA25BE2A82/6051530/DRs_Etik_18122014.pdf  
 
Ekstra Bladet 05.10.13: Skattekroner betaler Løkkes luksusrejser. Læst online 16.12.14: 
http://ekstrabladet.dk/nyheder/politik/danskpolitik/article4822274.ece  
 
Fagbladet Journalisten 05.12.11 A: Hurra – kildebeskyttelsen er krænket! Læst online 
14.01.15: http://journalisten.dk/hurra-kildebeskyttelsen-er-kraenket 
 
Fagbladet Journalisten 05.12.11 B: Uenighed om kildebeskyttelse i Thornings skattesag. 
Læst online 15.01.15: http://journalisten.dk/uenighed-om-kildebeskyttelse-i-thornings-
skattesag  
 
 94 
Fagbladet Journalisten 21.10.13: Sådan krypterer du hemmelige oplysninger. Læst online 
16.12.14: http://journalisten.dk/saadan-krypterer-du-hemmelige-oplysninger  
 
Faris, Robert; Roberts, Hal; Heacock, Rebekah; Zuckerman, Ethan og Urs Gasser (2011): 
Online Security in the Middle East and North Africa. A Survey of Perceptions, Knowledge 
and Practice. The Berkman Center for Internet and Society, Harvard University. Kan tilgås 
her: 
http://cyber.law.harvard.edu/sites/cyber.law.harvard.edu/files/OnlineSecurityintheMiddleEa
standNorthAfrica_August2011.pdf  
 
Fossum, Egil og Meyer, Sidsel (2008): Er nå det så sikkert? Journalistikk og kildekritikk. 3. 
Udgave, 1. Oplag. Cappelen Akademisk Forlag. 
 
Greenwald, Glenn (2014): No Place To Hide. Edward Snowden and the Surveillance State. 
London, Penguin Books Ltd. 
 
Hallin, Daniel C. og Giles, Robert (2005): Presses and Democracies i Overholzer, G. og 
Jamieseon, K. Hall (red.): The Press. Oxford University Press.  
 
Hallin, Daniel C. og Paolo Mancini (2004): Comparing Media Systems. Three Models of 
Media and Politics. Cambridge University Press. 
 
Horrie, Chris (2008): Investigative Journalism and English Law i de Burgh, Hugo (red.): 
Investigative Journalism. 2. udgave, Oxon, Routledge. 
 
Hviid Jacobsen, Michael og Qvotrup Jensen, Sune (2012): Kvalitative udfordringer. 1. ud-
gave, 1. oplag, København K, Hans Reitzels Forlag. 
 
Husted, Jeppe Reedtz; Jensen, Daniel Stolzenbach; Mencke, Mathias Ertmar; Mirzaei-Fard, 
Marcel og Sundby-Lebech, Frederik (2014): 394 anonyme kilder. En undersøgelse af dan-
ske mediers brug af anonyme kilder. Roskilde Universitet. Kan findes her: 
http://rudar.ruc.dk/bitstream/1800/16763/2/F%C3%A6rdig%20opgave.pdf  
 
Information 16.08.11: Tøgers triste testamente. Læst online 15.01.15: 
http://www.information.dk/271059  
 
Information 04.01.13 – 23.11.13: NSA Dokumenterne. Læst online 15.12.14: 
http://www.information.dk/journal/463610  
 
Information 04.11.13: NSA-skandalen: 46 afsløringer, ét overblik. Læst online 15.12.14: 
http://www.information.dk/databloggen/477406  
 
Information 02.01.15: Global sikkerhedsbrist rammer teleselskaber i Danmark. Læst online 
02.01.15: http://www.information.dk/520200  
 
Justitia (2014): Revision af logningsreglerne. Læst online 22.01.15: http://justitia-
int.org/wp-content/uploads/2014/09/Analyse_Revision-af-logningsreglerne_sep142.pdf  
 
Jyllands-Posten 15.06.13: Ny sag om fuck med penge til forskning. Læst online 16.12.14: 
http://jyllands-posten.dk/indland/ECE5622128/ny-sag-om-fusk-med-penge-til-forskning/ 
 95 
 
Jyllands-Posten. Jyllands-Postens redaktionelle grundpiller. Læst online 01.02.15: 
http://www.jyllands-posten.org/journalistiske-grundpiller.php 
    
JournoSec 06.02.14: How to Teach Digital Security to Journalists. Læst online 02.01.15: 
http://www.pbs.org/idealab/2014/02/how-to-teach-digital-security-to-journalists/   
 
Jørgensen, Oluf (2013): Mediejura - det handler om informations- og ytringsfrihed. 3. ud-
gave, 1. oplag, Aarhus N, Forlaget Ajour. 
 
Järvinen, Margaretha (2005): Interview i en interaktionistisk begrebsramme i Mik-Meyer, 
Nanna og Järvinen, Margaretha (red.): Kvalitative metoder i et interaktionistisk perspektiv – 
interview, observationer og dokumenter. 1. Udgave, 4. Oplag, København K, Hans Reitzels 
Forlag. 
 
Kaufman, Lori M (2009): Data Security in the World of Cloud Computing. IEEE Computer 
and Reliability Societies.  
 
Kerr, Ian og Barrigar, Jennifer (2014): Privacy, Identity and Anonymity i Ball, Kirstie; Hag-
gerty, Kevin D. og Lyon, David (red.): Routledge Handbook of Survellance Studies. Oxon, 
Routledge. 
 
Kramhøft, Peter (2001): Journalistik med omtanke. Arbejdsmetoder i edredende og analy-
tisk journalistik. 1. udgave, 2. oplag, Forlaget Ajour. 
  
Dahlager, Lisa og Fredslund, Hanne (2008): Hermeneutisk analyse – forståelse og forfor-
ståelse i Vallgårda, Signild og Koch, Lene (red.): Forskningsmetoder i folkesundhedsviden-
skab. 3. udgave, 2. Oplag, København K, Munksgaard. 
 
Komputer 08.08.14: Russiske hackere stjæler 1,2 milliarder kodeord. Læst online 15.12.14: 
http://komputer.dk/nyheder/sikkerhed/russiske-hackere-stjaeler-12-milliarder-kodeord  
 
Kvale, Steinar, Brinkmann, Svend (2009): InterView. Introduktion til et håndværk. 2. Ud-
gave, 3. Oplag, København K, Hans Reitzels Forlag.  
 
Lauk, Epp; Harro-Loit, Halliki og Väliverronen, Jari (2014): Media Accountability through 
the Eyes of Journalists: Feedback, Responsiveness, Interaction i Fengler, Susanne; Eber-
wein, Tobias; Mazzoleni, Gianpietro; Porlezza, Colin og Russ-Mohl, Stephan (red.): Jour-
nalists and Media Accountability. An International Study of News People in the Digital Age. 
New York, Peter Lang Publishing.    
 
Lee, Micah (2013): Encryption Works. How to Protect Your Privacy in the Age of NSA Sur-
veillance. Freedom of the Press Foundation. 
 
Lee, William E. (2008): Deep Background: Journalists, Sources, and the Perils of Leaking. 
American University Law Review 57, no. 5.  
 
Logningsbekendtgørelsen (2006). BEK nr 988 af 28/09/2006 Gældende. Læst online 
22.01.15: https://www.retsinformation.dk/Forms/r0710.aspx?id=2445&exp=1  
 
 96 
Maier, Scott R. (2014): Foreword i Fengler, Susanne; Eberwein, Tobias; Mazzoleni, Gian-
pietro; Porlezza, Colin og Russ-Mohl, Stephan (red.): Journalists and Media Accountability. 
An International Study of News People in the Digital Age. New York, Peter Lang Publi-
shing.    
 
Meilby, Mogens (1993): Anonymitet – af hensyn til kilde, læser eller journalist? Nordisk 
Journalistisk 7. 
 
Mik-Meyer, Nanna og Järvinen, Margaretha (2005): Kvalitative metoder i et interaktioni-
stisk perspektiv – interview, observationer og dokumenter. 1. Udgave, 4. Oplag, København 
K, Hans Reitzels Forlag. 
 
Network Associates, Inc. An Introduction to Cryptography. Version 6.5.1. PDF hentet 
03.01.15: ftp://ftp.pgpi.org/pub/pgp/6.5/docs/english/IntroToCrypto.pdf  
 
New York Times 13.08.13: How Laura Poitras Helped Snowden Spill His Secrets. Læst 
online 16.12.14: http://www.nytimes.com/2013/08/18/magazine/laura-poitras-
snowden.html?pagewanted=all 
 
New York Times 30.01.13: Hackers in China Attacked The Times for Last 4 Months. Læst 
online 15.12.14: 
http://www.nytimes.com/2013/01/31/technology/chinese-hackers-infiltrate-new-york-times-
computers.html?pagewanted=all&_r=1& 
 
Olsen, Henning (2002): Kvalitative kvaler – Kvalitative metoder og danske kvalitative in-
terviewundersøgelses kvalitet. København K, Akademisk Forlag A/S. 
 
Otkjær, Mia Jo (2013): Politiske journalister på Facebook og Twitter. Kilderelationer og 
kildekritik på de sociale medier. Roskilde Universitet.   
 
Politiken 07.09.14: Politikens journalistik og etik. Læst online 01.02.15: 
http://politiken.dk/om_politiken/ECE874841/politikens-journalistik-og-etik/ 
 
Rendtorff, Jacob Dahl (2013): Fænomenologien og dens betydning i Fuglsang, Lars; Olsen, 
Poul Bitsch og Rasborg, Klaus (red.): Videnskabsteori i samfundsvidenskaberne. På tværs 
af fagkulturer og paradigmer. 3. udgave, Frederiksberg C, Samfundslitteratur. 
 
Reporters Without Borders (2014): World Press Freedom Index 2014. Middle East and 
North Africa. Hjemmeside besøgt 09.01.15: http://rsf.org/index2014/en-middle-east.php  
 
Retsplejeloven (2014). LBK nr 1308 af 09/12/1014 Gældende. Læst online 16.12.14: 
https://www.retsinformation.dk/forms/r0710.aspx?id=164280  
 
Riis, Ole (2012): Kvalitet i kvalitative studier i Hviid Jacobsen, Michael og Qvotrup Jensen, 
Sune (red.): Kvalitative udfordringer. 1. udgave, 1. oplag, København K, Hans Reitzels For-
lag. 
 
Roskilde Universitetsbibliotek. Hjemmeside besøgt 03.01.15: 
http://rub.ruc.dk/soeg/summon/  
 
 97 
Rule, James B. (2014): ”Needs” for Surveillance and the Movement to Protect Privacy i 
Ball, Kirstie; Haggerty, Kevin D. og Lyon, David (red.): Routledge Handbook of Survel-
lance Studies. Oxon, Routledge. 
 
Schmidt, Solveig (2011): Journalistikkens Grundtrin II. Roller, krav, metoder. Aarhus N, 
Forlaget Ajour. 
 
Schultz, Ida (2005): Kampen om at definere virkeligheden: Journalisten, forskeren og inter-
viewet som et møde mellem to felter i Mik-Meyer, Nanna og Järvinen, Margaretha (red.): 
Kvalitative metoder i et interaktionistisk perspektiv – interview, observationer og dokumen-
ter. 1. Udgave, 4. Oplag, København K, Hans Reitzels Forlag. 
 
Skovsgaard, Morten (2010): The Danish Journalist. Syddansk Universitet.  
 
Spiegel 28.12.14: Prying Eyes: Inside the NSA’s War on Internet Security. Læst online 
13.01.15: http://www.spiegel.de/international/germany/inside-the-nsa-s-war-on-internet-
security-a-1010361.html#spRedirectedFrom=www&referrrer=http://t.co/mL6qw0rv3o  
 
Strömbäck, Jesper (2000): Makt och medier. En bok om samspelet mellan medborgarna, 
medierna och de politiska makthavana. Lund, Studentlitteratur.  
  
Strömbäck, Jesper (2004): Den medialiserade demokratin. Stockholm, SNS Förlag.  
 
Surveillance Self-Defense A. A Project of the Electronic Frontier Foundation. Communica-
ting with others. Hjemmeside besøgt 03.01.15: https://ssd.eff.org/en/playlist/journalism-
student#communicating-others  
 
Surveillance Self-Defense B. A Project of the Electronic Frontier Foundation. How to: Use 
PGP for Mac OS X. Hjemmeside besøgt 04.01.15: https://ssd.eff.org/en/module/how-use-
pgp-mac-os-x 
 
Surveillance Self-Defense C. A Project of the Electronic Frontier Foundation. An Introduc-
tion to Public-Key Cryptography and PGP. Hjemmeside besøgt 04.01.15: 
https://ssd.eff.org/en/module/introduction-public-key-cryptography-and-pgp 
 
Surveillance Self-Defense D. A Project of the Electronic Frontier Foundation.  An Introduc-
tion to Threat Modelling. Hjemmeside besøgt 13.01.15: 
https://ssd.eff.org/en/playlist/journalism-student#introduction-threat-modeling  
 
Surveillance Self-Defense E. A Project of the Electronic Frontier Foundation. Journalist on 
the move? Hjemmeside besøgt 19.01.15: https://ssd.eff.org/en/playlist/journalist-move 
 
Surveillance Self-Defense F. A Project of the Electronic Frontier Foundation. Journalism 
student? Hjemmeside besøgt 19.01.15: https://ssd.eff.org/en/playlist/journalism-student  
 
Surveillance Self-Defense G. A Project of the Electronic Frontier Foundation. Keeping Your 
Data Safe. Hjemmeside besøgt 23.01.15: 
https://ssd.eff.org/en/playlist/journalism-student#keeping-your-data-safe 
 
 98 
Surveillance Self-Defense H. A Project of the Electronic Frontier Foundation. How to: Use 
Tor for Windows. Hjemmeside besøgt 23.01.15: https://ssd.eff.org/en/module/how-use-tor-
windows 
 
Tails, hjemmeside besøgt 13.01.15: https://tails.boum.org/  
 
The Guardian 07.06.13: NSA Prism program taps into user data of Apple, Google and 
others. Læst online 22.01.15: http://www.theguardian.com/world/2013/jun/06/us-tech-
giants-nsa-data  
 
The Guardian 19.07.14: I Spy: Edward Snowden in Exile. Læst online 15.12.14: 
http://www.theguardian.com/world/2014/jul/18/-sp-edward-snowden-interview-rusbridger-
macaskill 
 
The Internews Center for Innovation & Learning (2012): Digital Security and Journalists. A 
SnapShot of Awareness and Practices ind Pakistan. Kan tilgås her: 
http://www.internews.org/sites/default/files/resources/Internews_PK_Secure_Journalist_20
12-08.pdf  
 
Tor A, hjemmeside besøgt 13.01.15: https://www.torproject.org/  
 
Tor B, hjemmeside besøgt 25.01.15: https://www.torproject.org/docs/faq.html.en#Backdoor  
 
Tor 19.12.14: Possible upcoming attempts to disable the Tor network. Læst online 13.01.15: 
https://blog.torproject.org/blog/possible-upcoming-attempts-disable-tor-network  
 
Tranberg, Pernille og Heuer, Steffan (2012): Fake it. København V, Berlingske Media For-
lag i samarbejde med People’s Press. 
 
Wallbridge, R. (2009): How Safe is Your Facebook Profile? Privacy Issues of Online Socia-
le Networks. ANU College of Law, The Australian National University. 
 
Wien, Charlotte (2003): Vis mig hvem dine kilder er... Om selvjustits og moral i dansk dag-
bladsjournalistik. Nordicom Information 3/2003. 
 
Wood, David Murakami (2014): Globalization and Surveillance i Ball, Kirstie; Haggerty, 
Kevin D. og Lyon, David (red.): Routledge Handbook of Survellance Studies. Oxon, Rout-
ledge. 
 
Åsland, Morten (2014): Journalister og dataangrep. Masteroppgave i Dokumentar og jour-
nalistikk. Høgskulen i Volda.  
  
 99 
Formidlende artikel 
 
Kronik til Information24, 7.467 anslag. 
 
 
Journalisters beskyttelse af kilder på vildspor i den digitale labyrint 
 
Kronik: Kildebeskyttelse er et kerneelement for pressen. Den giver journalister mu-
lighed for at få adgang til vigtige informationer, der kan sikre kritisk granskning af 
magthavere. Men beskyttelsen er under pres fra den digitale overvågning, og journali-
ster tager meget langsomme skridt hen imod øget digital sikkerhed. 
 
Af Camilla Høj Eggers 
 
Kildebeskyttelse forpligter, for hvis den utilsigtet bliver brudt, taber journalisten troværdig-
hed, mens der kan være mere alvorlige konsekvenser for den afslørede kilde. Og i en tid, 
hvor vores telefonsamtaler, e-mailkorrespondancer og færden på gader og internet bliver 
registreret og lagret, kan det være en stor udfordring at beskytte relationen til sin kilde. Det 
kræver bevidsthed om risici og villighed til at omlægge arbejdsvanerne, så den digitale sik-
kerhed får en højere prioritet.  
 
I min specialeafhandling har jeg undersøgt, hvordan ti undersøgende journalister fra fem af 
landets største medier beskytter deres kilder. Undersøgelsen viser, at journalisterne er be-
vidste om den digitale overvågning og de udfordringer, den potentielt kan medføre for ar-
bejdet med at beskytte en kilde. Men den viser også, at digital sikkerhed – og dermed digital 
kildebeskyttelse – endnu ikke er en integreret del af det journalistiske arbejde.  
 
De færreste dropper mobiltelefonen i deres kontakt med beskyttede kilder. Ikke alle er op-
mærksomme på, hvilke følsomme detaljer der bliver skrevet i e-mails, og arbejdsmailen bli-
ver brugt til at sende fortrolige dokumenter rundt mellem både kilde og journalist og mel-
lem journalister på redaktionen. Kun nogle få har taget initiativ til at sætte sig ind i det digi-
tale univers og de dertilhørende mere sikre metoder til at kommunikere. Det har ført til, at 
den såkaldte Tor-browser til anonym internetsurfing er blevet installeret, og nogen har an-
skaffet sig en nøgle til at kryptere e-mails. Men bliver det brugt? Ikke så ofte.  
 
Besværligt og tungt 
Jovist er der undtagelser. Det gælder alle ti journalister. Flere har endog forsøgt at træde helt 
ud af den digitale sfære og har i stedet skrevet et gammeldags brev, mødtes fysisk og kun 
brugt computere uden tilslutning til internet. Men disse sikkerhedstiltag er besværlige og 
tunge at iværksætte. Og de kræver tid, som er en mangelvare i en travl mediehverdag.  
»Vi skal også bare passe på med ikke at gøre det for besværligt for os selv. Men det kan 
godt være, hvis der en dag opstår en sag, hvor der er nogen, der har hacket sig ind på en 
journalists computer og har fået adgang til meget fortroligt og følsomt materiale, at det så 
vil være en øjenåbner for os alle sammen,« siger en journalist. 
                                                
24 Information er valgt, da avisen beskæftiger sig meget med overvågning både fysisk og digitalt, logning samt 
privatlivsspørgsmål, hvorfor emnet Digital Kildebeskyttelse passer fint ind. Desuden vedrører emnet også kil-
der, hvorfor Fagbladet Journalisten ville være for snæver en målgruppe i mine øjne. 
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Det skal altså gå galt, før arbejdsvanerne for alvor bliver lagt om. Derfor bliver den digitale 
sikkerhed endnu ofte glemt eller valgt fra, og det er problematisk set i forhold til det etiske 
ansvar, det er at give en kilde beskyttelse. For når journalister sætter kildebeskyttelsen på 
spil ved at vende ryggen til den digitale sikkerhed, så er det samtidig deres egen troværdig-
hed, de vover. Og det er blot et spørgsmål om tid, hvis vi sammenligner med eksempler fra 
udlandet, hvor kilder er blevet afsløret via digitale spor.  
  
Og går det galt, så bliver det besværlige og tunge arbejde pludselig at rejse sig, børste 
skammen af sig og genvinde kilders tillid.  
 
Jagten på en god historie  
Set fra et andet perspektiv, skal journalisterne også forsøge at leve op til deres demokratiske 
opgave med at indsamle og formidle vigtig information til samfundet. For at det kan lykkes, 
må kildebeskyttelsen nogle gange i brug. Og beskyttelsens besværligheder må ikke spænde 
ben for historien. Eller er det omvendt?  
 
Alle journalisterne siger i interviewene, at de mener, at kildebeskyttelse er altafgørende for 
deres arbejde, og at den for alt i verden aldrig må blive brudt. En journalist beskriver balan-
cen mellem de to professionsidealer som følgende:  
 
»Jeg mener, at kildebeskyttelse altid må være over ønsket om at fortælle en historie.« 
 
Men gennem undersøgelsen blev det klart, at i jagten på en vigtig historie, bliver hensynet 
til den digitale kildebeskyttelse nogle gange skubbet i baggrunden, og telefonopkald, sms’er 
og ukrypterede e-mails flyver rundt mellem journalist og kilde. Dermed efterlades der spor, 
som kan lede eventuelle kildejægere på vej til kildens identitet.  
 
Journalisterne er simpelthen faret vild i både deres idealer og i de digitale udfordringer. 
 
Kryptering er for journalister, hvad kryptonit er for Superman 
It-sikkerhedsspecialister peger på, at man med kryptering opnår et højt niveau af sikkerhed i 
sin digitale kommunikation. Med kryptering kan man forvandle tekst til uforståelige talko-
der, der så kun kan dekrypteres via den nøgle, man har krypteret teksten til. Det er dem, 
man kalder krypteringsnøgler. Og for at en journalist kan kontakte en kilde mere sikkert, 
kræver det altså, at kilden har en nøgle, som journalisten kan kryptere en tekst til. 
 
Men den håndfuld af specialets journalister, der benytter kryptering, oplever, at det er de 
færreste kilder, der har en nøgle:  
 
»Og hvordan skal du få fat i din kilde på mail, hvis vedkommende ikke har nogen krypte-
ringsnøgle eller opererer inden for det univers, det er jo kun eliten, der gør det. Det er der 
mange almindelige mennesker, der trods alt ikke gør. Og det er faktisk der, jeg ser den store 
udfordring,« siger en journalist. 
 
Det er hovedsageligt kun aktivister og overvågningsinteresserede, der har en nøgle. Og flere 
journalister frygter, at et krav om kryptering kan skræmme de mindst it-kyndige kilder væk. 
Dermed bliver kryptering i praksis et benspænd for journalisterne, det svækker dem i deres 
arbejde med at skaffe kilder. Og så er vi tilbage ved dilemmaet mellem de to idealer – histo-
rien eller hensynet til kildens beskyttelse? 
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Digitalt tomrum 
Med mediernes egne retningslinjer for, hvordan man bør håndtere nærmest enhver anden 
situation, kan man undre sig over, at der i relation til digital sikkerhed er et tomrum. På 
tidspunktet for interviewene var der ingen af de fem medier, der havde udformet guides til 
deres ansatte om, hvordan de bør håndtere den digitale sikkerhed.  
 
Journalisterne er overladt til sig selv, og ikke alle er gode til at råbe om hjælp: 
 
»De der måder at beskytte sig mod digital overvågning og sådan noget, det kender vi ikke så 
meget til. Der tror jeg ikke, at vi tænker nok over det og taler nok om det,« siger en journa-
list. 
 
Noget kan altså tyde på, at journalisterne har brug for hjælp til at finde rundt i den digitale 
labyrint. Nogen må tage et ansvar.  
 
Kampen om troværdighed 
Hvis vi træder et par skridt bagud og ser problemstillingen i et bredere perspektiv, så er det 
ikke blot journalistens egen troværdighed, der står og falder med en ansvarsfuld håndtering 
af kildens beskyttelse. For troværdighed er også mediernes eksistensgrundlag. Og medier-
nes troværdighed er afhængig af journalisternes ansvarlighed. Det er altså ikke blot journali-
sterne, der mister anseelse, men også medierne, der risikerer at få revet tæppet væk under 
sig. Interessen i at skabe et solidt fundament for at øge den digitale sikkerhed bør altså ligge 
hos både journalist og medie.  
 
 
 
Kronikken er skrevet på baggrund af specialeafhandlingen ”Digital kildebeskyttelse. – Ud-
fordringer. Idealer. Dilemmaer” af Camilla Høj Eggers på Journalistik ved Roskilde Uni-
versitet. Specialet bygger på kvalitative interviews med ti undersøgende journalister fra fem 
landsdækkende medier. 
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Abstract 
 
In journalism, the challenges concerning the protection of confidential sources have grown 
alongside the increase in surveillance. Almost every individual lays out a digital track by 
using a cell phone, browsing the Internet and sending e-mails, and this track can be used to 
hunt down and expose sources. Through qualitative interviews with a focus on everyday 
practices this thesis examines how ten investigative journalists from five of the largest na-
tional media outlets attempt to protect their confidential sources in a time where digital sur-
veillance is ubiquitous. 
 
The study shows that all ten journalists are somewhat aware of the potential risks of being 
under surveillance and most of them have a clear idea of which digital communication ser-
vices and platforms are more vulnerable to surveillance. However, the methods to enhance 
the digital security are not implemented consistently. 
 
Phone calls, un-encrypted e-mails, text messages and sharing of sensitive files through work 
e-mails are all part of the journalists’ day-to-day work, although some are very aware of try-
ing to keep the most sensitive details out of telephone conversations, text messages and e-
mails. Some go even further in trying to keep the communications off digital devices and 
services in order to keep the relation hidden from those who might have an interest in track-
ing down the source. Old-fashioned letters and physical meetings are included in the jour-
nalistic practice, albeit not always chosen as the method of contact.  
 
But the journalists argue, that the methods to enhance the level of security in communica-
tions with sources are too time-consuming and often difficult to establish with a source that 
is not well-versed in the digital world. For example it is the journalists’ experiences that 
very few sources use encryption, and therefore using encryption to heighten the security of 
the communication is not always an option.  
 
The study finds that these challenges give rise to a dilemma. On one side trying to live up to 
the democratic responsibility of gathering and conveying important information to society, 
not to mention the competitiveness of the media buisness and the perosnal gain of breaking 
a story, and on the other side, to live up to the ethical responsibility it is to protect a 
confidential source. 
 
This security dilemma could leave the journalists with a choice between publishing the sto-
ry and risking the protection of their source, and deciding not to publish the story altogether, 
because of the lack of digital security.  
 
According to the journalists’ descriptions of their strong commitment to the protection of 
sources it seems an easy choice: the protection of sources is more important than publishing 
a story. However the journalistic practices do not always follow this ideal. 
 
Furthermore it is important to note, that the media organisations participating in this study, 
have policies concerning the ethical and responsible practice of journalism in general in-
cluding the protection of sources, but at the time of the study none have guidelines specifi-
cally concerning digital security and the new challenges these impose. 
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