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Tema naloge je simulacija protokola TCP v različnih omrežnih okoljih. Specifikacija 
protokola TCP (transmission control protocol) v osnovnem načinu delovanja brez izgub je 
podana v formalnem programskem jeziku SDL (specification and description language). 
Potem je izveden prehod v programsko kodo v programskem jeziku C. Koda v C oz. 
simulacijski program skupaj s simulatorjem, ki vsebuje različne simulacijske funkcije, med 
njimi tudi naključne, omogoča izvajanje eksperimentov in uvid v učinkovitost TCP protokola, 
ko gre za različna izgubna omrežna okolja. Naključne funkcije določajo: a) verjetnost, da se 
bo kakšen segment pri prenosu izgubil zaradi zamašitev pri naključno generiranem 
bremenskem prometu v vmesni čakalni vrsti in b) da se bo pokvaril zaradi bitnih napak v 
fizičnem prenosnem kanalu [4]. Namen naloge je bil opazovati rezultate simulacij TCP v 
primeru prenosa po neki poenostavljeni zvezi. To je lahko zveza v fiksnem omrežju ali 
brezžični kanal, lahko je kombinacija obeh. Glavno merilo pri primerjanju je učinkovitost 
protokola. Učinkovitost protokola med izvajanjem simulacije je definirana kot kvocient med 
časom, potrebnim za oddajo vnaprej določenega števila segmentov, predvidenega v 
simulaciji, in dejanskim časom izvajanja simulacije. Čas, potreben za prenos segmentov, je 
produkt med njihovim številom in časom oddaje enega segmenta. Čas izvajanja simulacije 
narašča v izgubnih okoljih zaradi ponovnih oddaj segmentov. Čas izvajanja simulacije 
narašča, zato ker mora oddajnik izgubljene segmente ponovno oddati in po potrebi zmanjšati 
hitrost oddajanja [7]. Vrednosti učinkovitosti so opazovane pri različnih vrednostih 
parametrov, kot so širina drsečega okna, dolžina prenašanih segmentov in dolžina čakalne 
vrste. Učinkovitost je odvisna od lastnosti simuliranega protokola. Neodvisna parametra, ki ju 
spreminjamo, sta pogostost oddajanja bremenskih segmentov, namenjenih simulaciji 
zamašitev v vmesni čakalni vrsti, in pogostost bitnih napak. Simulacija je izvedena na več 
načinov. Simulirane izgube so lahko posledica zamašitev v vmesni čakalni vrsti, ali so 
posledica bitnih napak v prenosnem kanalu. Tretja možnost so izgube zaradi zamašitev in 
bitnih napak istočasno. Temu ustrezno je definiran simulacijski model v načinih 1, 2 in 4. 
Namen simulacije v načinu 1 je pokazati, kako se protokol TCP odziva na izgube zaradi 
zamašitev. Segmenti, ki pridejo v čakalno vrsto, so lahko zakasnjeni ali zavrženi, kar je 
odvisno od števila segmentov, ki so že v čakalni vrsti. V stacionarnih internetnih omrežjih so 
mogoče zamašitve in TCP je narejen za takšna omrežja. Način 2 predstavlja simulacijo 
prenosa po fizičnem kanalu z bitnimi napakami. Primer takšnega kanala je brezžični kanal. 
Sprejemnik označi segmente z napakami kot pokvarjene. Pokvarjeni segmenti so zavrženi. 
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Oddajnik ponovno pošlje segmente, ki so imeli napake in so bili zavrženi. Način 4 predstavlja 
simulacijo prenosa z zamašitvenimi izgubami in bitnimi napakami istočasno. Namen takšne 
simulacije je prikazati, kako se TCP obnaša v primeru prenosa v kombiniranih omrežjih. V 
nalogi je prikazan tudi poenostavljen protokol TCP, prilagojen za prenos po brezžičnem 
kanalu, imenovan WTCP (wireless trasnmission control protocol). Rezultati simulacij TCP in 
WTCP v načinu 2 so primerjani z namenom ugotavljanja učinkovitosti poenostavljenega in 
prilagojenega WTCP. WTCP ne uporablja mehanizmov za krmiljenje zamašitev, kot so 
počasni zagon, izogibanje zamašitvam, hitra ponovna oddaja po treh ponovljenih potrditvah in 
hitro okrevanje. Odddajnik že na podlagi prve ponovljene potrditve ponovno pošlje segment, 
za katerega pričakuje, da je bil izgubljen na prenosni poti. Taka ponovna oddaja se za določen 
segment izvaja enkrat. V primeru več izgub ostane kot reševalni mehanizem iztek časovnika 
T za ponovno oddajo. Protokol TCP v kombiniranih omrežjih naj bi imel dodane mehanizme 
za ločevanje različnih vrst izgub, saj nepotreben zagon mehanizmov za krmiljenje zamašitev 
upočasni prenos podatkov. Krmiljenje zamašitev je potrebno, ko so segmenti izgubljeni v 
vmesnih čakalnih vrstah zaradi zamašitev. V primeru bitnih napak v prenosnem kanalu in 
posledično zavrženih segmentov, ki so bili pokvarjeni, so ti nepotrebni in je ena izmed rešitev 
poseben protokol na brezžičnem delu povezave, kot je npr. WTCP, ki ne uporablja 





















The theme of the task is the simulation of TCP in different network environments. 
Specification of the protocol TCP (transmission control protocol) in the basic mode of 
operation without losses is given in the formal programming language SDL (specification and 
description language). Then is carried out the transition in the programming code in the 
programming language C. The code in the C presents the simulation program  together with a 
simulator, which contains a variety of simulation functions, among them random allows the 
implementation of experiments and an insight into the effectiveness of the TCP protocol when 
it comes to different network environment with losses. Random functions determine a) the 
probability that some segment in the transmission lost due to clogging in a random generated 
load transport in the intermediate queue, and b) that will ruin due to bit errors in the physical 
transmission channel [4]. The purpose of the tasks was to observe the results of the 
simulations of TCP in the case of a transfer by a simplified connection. This can be a 
connection in the fixed network or the wireless channel, it can be a combination of both. The 
main criterion when comparing the performance is the effectiveness of the protocol. The 
efficiency of the protocol during the implementation of the simulation is defined as ratio 
between the time necessary for transmitting of a predetermined number of segments projected 
in the simulation and the actual time of the implementation of the simulation. The time 
required for the transfer of segments is the product between their number and the time of the 
transmitting of one segment. The time of simulation is increasing in the loss environments due 
to the re-transmitted segments. The duration of the simulation increases because the 
transmitter must retransmit lost segments and where appropriate to reduce the speed of 
transmitting [7].  The values of efficiency are observed for different values of the parameters 
such as the width of the sliding window, the length of the segments and queue length. 
Efficiency depends on the properties of the simulated protocol. The independent parameters 
that we change are the frequency of transmitting load segments intended for simulation of 
clogging in the intermediate queue and the frequency of the bit errors. Simulation is carried 
out in several ways. The simulated loss can be a result of blockage in the intermediate queue, 
or are the result of bit errors in the transmission channel. The third option is the loss due to 
clogging and bit errors at the same time. Accordingly, it is a defined simulation model in 
modes 1, 2 and 4. The purpose of the simulation in mode 1 is to show how TCP reacts to 
losses due to blockage. The segments that arrive in the queue can be delayed or discarded, 
depending on the number of segments that are already located in the queue. In the fixed 
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internet networks are possible congestion and the TCP is made for such networks. Mode 2 
means the simulation of the transmission by the physical channel with bit errors. An example 
of such a channel is the wireless channel. Receiver mark segments with errors as corrupt. 
Corrupted segments are discarded. The transmitter re-sends the segments that had errors and 
were discarded. Way 4 means the simulation of the transmission losses due to the congestion 
and bit errors at the same time. The purpose of such simulations is to show how TCP behaves 
in case of a transfer in combined networks. In the task is also shown simplified TCP adapted 
for transmission through a wireless channel, called the WTCP (wireless trasnmission control 
protocol). The results of the simulations for the TCP and WTCP in mode 2 are compared with 
the aim to determine the effectiveness of a simplified and adjusted protocol WTCP. WTCP 
does not use mechanisms to control congestion, such as slow start, avoiding congestion, fast 
re-sending after three repeated confirmation and fast recovery. Odddajnik already on the basis 
of the first repeated confirmation re-sends the segment, for which it is expected that has been 
lost on the transmission path. Such resending the segment carried out only once. In the case of 
multiple losses remains as a rescue mechanism expiry timer T for resending. Protocol TCP in 
combined networks must have an mechanism for the separation of different types of 
losses. Mechanisms for the control of the congestion will slow down the data transfer. TCP 
should used them when segments were lost in the intermediate queues due to congestion. In 
the case of bit errors in the transmission channel and consequently the discarded segments 
that were corrupt is one of the solutions a special protocol on the wireless part of the 
















1      Uvod 
 
TCP se nahaja na četrti ravni TCP/IP protokolnega modela, ki ga uporablja internetno 
omrežje za komunikacijo med dvema točkama oz. med klientom in strežnikom. Njegova 
naloga je zagotoviti povezavno orientiran in zanesljiv prenos za aplikacijsko raven [1]. V 
vmesnih usmerjevalnikih v internetnem omrežju se lahko zgodijo zamašitve. Naloga TCP je 
odpraviti te izgube. Zanesljiv prenos je izveden z uporabo več mehanizmov. Uporabniški 
podatki so porazdeljeni v manjše dele, t. i. segmente, ki so potem oštevilčeni. Na osnovi 
sekvenčnih številk sprejemnik preverja, ali so bili segmenti sprejeti v pravilnem vrstnem redu. 
Pri oddaji segmenta je postavljen časovnik in postavljen ostane, dokler oddajnik čaka sprejem 
potrditve za oddani segment s strani sprejemnika. Če se časovnik izteče pred sprejemom 
čakane potrditve, sledi ponovna oddaja tega še nepotrjenega segmenta in potem vseh ostalih 
segmentov, ki so bili oddani za tem. V primeru sprejema treh ponovljenih potrditev pa bo 
ponovno oddal le iskani segment [1]. Po izteku časovnika za ponovno oddajo deluje TCP kot 
protokol z drsečim oknom in ponovno oddajo zadnjih n oddanih in nepotrjenih segmentov 
(go-back-n protocol), po sprejemu treh ponovljenih potrditev pa kot protokol z drsečim 
oknom in selektivnim ponavljanjem (selective-repeat-protocol) [3]. Sprejemnik z oddajo t. i. 
kumulativne potrditve sporoča oddajniku, katere segmente je pravilno sprejel do vključno 
segmenta, na katerega se potrditev nanaša. Kontrolna vsota (cheksum) je izračunana na glavi 
vsakega sprejetega segmenta z nadzornimi podatki in na polju z uporabniškimi podatki. Na ta 
način sprejemnik ugotavlja, ali je med prenosom segmentov prišlo do kakšnih sprememb oz. 
okvar segmentov [1]. Nadzor pretoka je zasnovan na mehanizmu drsečega okna. Oddajnik in 
sprejemnik imata na razpolago končno mnogo spomina. Sprejemnik sporoči oddajniku, koliko 
podatkov je pripravljen sprejeti kot vrednost parametra razpoložljive širine sprejemnega okna. 
Oddajnik na osnovi razpoložljive širine sprejemnega okna in števila že oddanih in nepotrjenih 
segmentov določi, koliko segmentov je pripravljen oddati takoj, ne da bi čakal na potrditev 
sprejemnika. Število segmentov, ki jih lahko oddajnik takoj odda, se imenuje širina drsečega 
okna [1]. TCP je protokol z drsečim oknom in s ponavljanjem [3], narejen za prenos skozi 
omrežja, v katerih se lahko zgodijo zamašitve in se lahko pokaže kot neučinkovit v primeru 
prenosa podatkov po neidealnih fizičnih medijih z možnostjo bitnih napak ali v kombiniranih 
omrežjih [8]. Bitne napake so posledica neidealnega prenosnega medija, v primeru katerih 
sprejemnik zavrže pokvarjeni segment. TCP se odziva na vse vrste izgub kot na zamašitvene 
izgube, ko uporablja mehanizme za krmiljenje zamašitev, kot sta počasni zagon in izogibanje 
zamašitvi. Po izteku časovnika za ponovno oddajo in po ponovni oddaji bo zmanjšal hitrost 
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oddajanja in podvojil vrednost časovne konstante časovnika za ponovno oddajo. Končni 
rezultat sta zmanjšana hitrost prenosa in nizka učinkovitost prenosa v brezžičnem kanalu [8]. 
Pri protokolu TCP so šteti okteti, v tej nalogi so zaradi preglednosti šteti segmenti, prav tako 
je v segmentih podana širina drsečega okna. Pri simulatorju protokola TCP so postavljene 
določene poenostavitve, ki v praksi niso vedno izpolnjene: dolžina segmentov je v nalogi 
konstantna; segmenti in potrditve so enako dolgi; čas prenosa po potrditvenem prenosnem 
kanalu je enak času prenosa po posameznem prenosnem kanalu; hitrost prenosa po vseh 




























2       Protokol TCP 
  
TCP (transmission control protocol) se nahaja na četrti ravni protokolnega modela TCP/IP, ki 
ga uporablja internetno omrežje za komunikacijo med dvema točkama oz. klientom in 
strežnikom. Naloga četrte oz. transportne ravni je TCP-ju zagotoviti povezavno orientiran in 
zanesljiv prenos za višjo, aplikacijsko raven [1]. Na sliki 1 je prikazan položaj tega protokola 
v protokolnem skladu TCP/IP. Vmesne točke izvajajo usmerjanje prometa na drugi oz. 
podatkovni in na tretji oz. usmerjevalni ravni. V vmesnih točkah se lahko zgodijo zamašitve, 









Sloj dostopa do omrežja
Internetni sloj
Sloj dostopa do omrežja
Internetni sloj
Sloj dostopa do omrežja
Komunikacija na trasnportnem nivoju
Komunikacija na aplikacijskem nivoju
 
Slika 1:Pozicija in naloga TCP protokola v TCP/IP protokolnem skladu [1] 
 
Naloga protokola TCP je odpraviti te izgube. Zanesljiv prenos podatkov je izveden z uporabo 
naslednjih mehanizmov:  
 
 Delitev podatkov v manjše dele, t.i. segmente, ki so oštevilčeni. 
 Pri oddaji segmenta je postavljen časovnik in takšen ostane dokler oddajnik čaka 
sprejem potrditve. Če se časovnik izteče pred sprejemom čakane potrditve, sledi 
ponovna oddaja nepotrjenega segmenta. 
 Sprejemnik z oddajo t.i. kumulativne potrditve sporoča oddajniku katere segmente je 
pravilno sprejel do vključno segmenta na katerega se potrditev nanaša. 
 Kontrolna vsota (cheksum) je izračunana na glavi vsakega sprejetega segmenta z 
nadzornimi podatki in na polju z uporabniškimi podatki. Na ta način je možno 
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ugotoviti ali je med prenosom segmentov prišlo do kakšnih sprememb oz. okvar. Bitne 
napake so večinoma posledica neidealnega prenosnega medija. V primeru teh 
sprejemnik zavrže spremenjeni segment.   
 Segmenti potujejo skozi omrežje kot IP datagrami in lahko pridejo v spremenjenom 
vrstnem redu ali so lahko celo podvojeni. Sprejemnik postavi segmente v pravilen 
vrstni red na osnovi sekvenčnih številk, duplikate segmentov pa zavrže.   
 Ker ima vsaka stran v komunikaciji na razpolago končno mnogo spominskega 
prostora, TCP uporablja mehanizem za nadzor pretoka. Sprejemnik dovoli oddajniku 
oddajo toliko podatkov, kolikor jih je pripravljen sprejeti.  
 
Na sliki 2 je prikazana zgradba segmenta TCP. Polje z nadzornimi podatki, t.i. glava 
segmenta je dolga 20 oktetov. To je normalna velikost v primeru da ni dodatnih opcij. Izvorna 
in ponorna številka vrat (source and destination port) določata oddajno in sprejemno 
aplikacijo. Vsaka povezava je enoumno določena s parom številka vrat in IP naslov na strani 




Slika 2: Zgradba glave TCP segmenta [1] 
 
Paru IP naslov in številka vrat imenujemo vtičnica (socket). Sekvenčna številka pokaže na 
začetni zlog v podatkovnem nizu. Vsak zlog je oštevilčen, sekvenčna številka pa je 32 bitov 
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dolgo nepredznačeno celo število, ki je lahko med 0 in 2³² – 1. Potrditvena sekvenčna številka 
predstavlja številko segmenta, ki ga sprejemnik pričakuje kot naslednjega pri sprejemu. To 
polje je veljavno če je zastavica ACK postavljena. TCP je protokol z drsečim oknom, ki v 
svoji osnovni različici ne uporablja selektivnih ali negativnih potrditev pač pa s potrditveno 
številko v kumulativni potrditvi sporoča oddajaniku pravilen sprejem vseh segmentov s 
sekvenčnimi številkami do potrditvene [1]. Nadzor pretoka se izvaja preko parametra širina 
drsečega okna (window size). Širina okna določa število zlogov počev od tistega v potrditveni 
sekvenčni številki, ki jih je sprejemnik pripravljen sprejeti. Maksimalna velikost segmenta oz. 
parameter MSS (maximum segment size) določa koliko podatkov v enem segmentu bo TCP 
poslal na drugi konec zveze. Vsaka stran po vzpostavljanju zveze sporoči vrednost MSS oz. 
koliko velike segmente pričakuje. V primeru da ena stran ne sprejme podatka za MSS, 
uporabi uobičajeno vrednost 536 oktetov. Zaželena je čim večja vrednost MSS, saj to pomeni 
manj nadzornih informacij. V primeru Ethernet omrežij je zgornja meja 1460 in v primeru 
IEEE 802.3 standarda pa je 1452 oktetov [1]. MSS je določen v opcijskem polju glave. 
 
2.1        Prenos podatkov 
 
V primerih na slikah 3, 4 in 5 so prikazani simbolični primeri prenosa podatkov brez izgub, z 
izgubo enega segmenta in z izgubo več segmentov. Maksimalni širini oddajnega in 
sprejemnega okna sta Wodd = 4 in Wspr = 4, Ti je čas oddaje segmenta in/oz. potrditve, Tp 
čas prenosa  prenosnem kanalu med oddajnikom in sprejemnikom in je RTT = 2*Ti + 2*Tp 
obhodni čas v primeru prenosa brez izgub. Primer prenosa segmentov 0-8 brez izgub je 
prikazan na sliki 3. Potrditev ACK vsebuje potrditveno številko Vspr, ki pa je inkrementirana 
sekvenčna številka prej poslanega in uspešno prenesenega segmenta Vodd in razpoložljivo 
širino sprejemnega okna Wspr. Oddajnik oddaja segmente IPDU v katerih so segmenti 
oštevilčeni s sekvenčno številko Vodd. Sekvenčne številke Vspr in Vodd, ter širine oken 
Wodd in Wspr so podane v segmentih. V samih simulacijah je prikazan enosmerni prenos 
podatkov od oddajnika proti sprejemniku. Če sprejemnik nima zasedenih lokacij v 
sprejemnem oknu, lahko oddajnik oddaja nove segmente dokler ne zapolni oddajnega okna 
oz. postane razpoložljiva širina oddajnega okna Wodd = 0. Oddajnik je oddal  segmente 0-3. 
Po sprejemu segmenta 0 odgovori sprejemnik s potrditvijo 1, ki prispe do oddajnika v 
obhodnem času RTT. Ker je bil prvi oddani segment uspešno prenesen in potrjen, lahko 
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oddajnik odda novi segment 4. Vsakič, ko prispe nova potrditev, lahko oddajnik odda novi 
segment. 
 
IPDU (Vodd = 0)
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IPDU (Vodd = 4)
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Slika 3: Osnovno delovanje protokola TCP v primeru prenosa brez izgub 
 
Primera prenosa z izgubami sta prikazana na slikah 4 in 5. Izgube v internetnih omrežjih so 
lahko posledica zamašitev v vmesnih usmerjevalnikih. Pri teh TCP se odziva z enim izmed 
mehanizmov na osnovi katerih zagotavlja zanesljiv prenos. Gre lahko za ponovno oddajo 
izgubljenega segmenta na osnovi več ponovljenih potrditev, ki kot potrditveno številko nosijo 
sekvenčno številko manjkajočega segmenta ali je oddaja po izteku časovnika za ponovno 
oddajo najstarejšega in še nepotrjenega segmenta in potem vseh preostalih oddanih in 
nepotrjenih segmentov znotraj oddajnega okna [1]. Primer prenosa segmentov 0-8 z izgubo 
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IPDU (Vodd = 6)
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ACK(Vspr = 6, Wspr = 4) ]
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Po sprejemu tretje ponovljene potrditve 1, ki se je zgodil znotraj obhodnega časa RTT je bil 
segment 1 ponovno oddan. TCP se v tem primeru obnaša kot selective-repeat protokol.  
 
IPDU (Vodd = 0)
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Sprejemnik po sprejemu segmenta 1 odda potrditev 5, ki potrjuje pravilen sprejem segmentov 
0-4. Sledi oddaja novih segmentov 5 in 6. Po prihodu potrditev za segmenta 5 in 6 sta oddana 
še segmenta 7 in 8. Ponovljene potrditve pridejo do oddajnika znotraj časa RTT oz. lahko na 
osnovi teh oddajnik pričakuje da ni bilo resnih izgub oz. resnih zamašitev. V primeru na sliki 
4 je bil časovnik za ponovno oddajo postavljen pri oddaji prvega segmenta v oddajnem oknu. 
Pri naslednjih segmentih, ki so bili oddani časovnik za ponovno oddajo ni bil več postavljan. 
Po morebitnem izteku časovnika ker potrditev za prvi oddani segment ni prišla v času RTT 
oz. zaradi izgube prvega segmenta ali izgube prvega in več zaporedno oddanih segmentov bo 
oddajnik ponovno oddal prvi oddani in nepotrjeni segment in potem vse ostale nepotrjene 
segmente. Oddajnik na osnovi izteka časovnika ugotavlja da je zamašitev v omrežju vzrok 
izgube segmentov. V tem primeru se TCP obnaša kot go-back-n protokol saj ponovno oddaja 
vse nepotrjene segmente [3]. Po sprejemu nove potrditve za pravilen prenos znotraj 
obhodnega časa RTT bo ponovno postavil časovnik in oddal naslednji segment. Na sliki 5 je 
primer prenosa, kjer je bilo zaradi zamašitve izgubljenih več segmentov 0-3 in je prišlo do 
izteka časovnika. Ponovno je oddan najstarejši segment 0, po prihodu potrditve 1 je povečana 
širina oddajnega okna Wodd = 2 in sta oddana segmenta 1 in 2. Po prihodu potrditev 2 in 3 je 
povečana širina oddajnega okna Wodd = 4 in so oddani segmenti 3, 4, 5 in 6. Po izteku 
časovnika oddajnik izvaja algoritem počasnega zagona. 
 
2.2        Algoritem drsečega okna 
 
Algoritem drsečega okna je uporabljen za krmiljenje pretoka podatkov in zamašitev, poleg 
tega pa omogoča delovanje protokola s ponavljanjem in pouporabo sekvenčnih številk. 
Sprejemnik, ki ima na razpolago končno mnogo spomina sporoči v potrditvi poleg sekvenčne 
številke segmenta, ki ga naslednjega pričakuje pri sprejemu Vspr tudi razpoložljivo širino 
sprejemnega okna oz. spominski prostor Wspr. Oddajnik ne bo oddal naenkrat več 
segmentov, kot jih je sprejemnik pripravljen sprejeti. Na ta način je preprečeno da oddajnik 
pripelje sprejemnik v stanje zasičenja s podatki [1]. Primer prenosa podatkov, na katerem je 
prikazano delovanje mehanizma drsečega okna pri oddajniku je na sliki 6. Maksimalna 
razpoložljiva širina sprejemnega okna v segmentih je Wspr = 4 in maksimalna širina odajnega 
okna je Wodd = 4. Oddajnik takoj pošlje segmente 0, 1, 2 in 3. Sprejemnik potrdi sprejem 
segmenta 0. Oddajnik po sprejemu potrditve za segment 0 premakne levi konec okna oz. 
njegov začetek za eno lokacijo naprej oz. v desno. Ker je povečana trenutna širina oddajnega 
okna za en segment, je oddan novi segment 4. Ponovno sledi prihod potrditve za segment 1, 
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premik začetka okna in oddaja novega segmenta 5. Vsakič, ko je oddan novi segment je 
premaknjen desni konec okna za eno lokacijo naprej oz. v desno. 
 
0 1 2 3
Oddaja segmentov 0-3
0 1 2 3
Sprejem potrditve za 0
4 5 6 7
0 1 2 3
Oddaja segmenta 4
4 5 6 7
0 1 2 3 4 5 6 7
Sprejem prve potrditve za 1
0 1 2 3 4 5 6 7
Oddaja segmenta 5  
 
Slika 6: Delovanje mehanizma drsečega okna na oddajni strani 
 
Drseče okno se zapira ko se njegov levi konec približuje desnemu. To bi bil primer, ko 
sprejemnik sporoči ničelno sprejemno okno Wspr = 0. Ko sprejemna aplikacija prebere 
podatke oz. je sprejemnik pripravljen, se drseče okno odpre in sprejemnik sporoči novo širino 
sprejemnega okna Wspr > 0. Levi konec okna se ne more premikati v levo saj je omejen z 
potrditveno številko. Če pa oddajnik dobi potrditev, ki bi zahtevala premik okna v levo, potem 
gre za duplikatno potrditev ali potrditev izven oddajnega okna, ki jo lahko zavrže. V prej 
navedenem primeru je bil prikazan prenos podatkov med neposredno povezanima oddajnikom 
in sprejemnikom. V praksi sta slednja dva ločena in se lahko nahajata v različnih omrežjih. Če 
oddajnik in sprejemnik nista v istem lokalnem omrežju (LAN-local area network), oz. so 
vmes usmerjevalniki in mogoče bolj počasne povezave med njimi (WAN-wide area network), 
se lahko na usmerjevalnikih zgodijo zamašitve ali je prenos upočasnjen. Algoritem drsečega 
okna se prilagaja tudi če je oddajnik hitrejši, sprejemnik pa počasnejši. Velikokrat je 
sprejemna aplikacija tista, ki je počasnejša in sprejemnik ne potrjuje sprejema segmentov 
preden podatkov ne prebere sama aplikacija. Na sliki 7 je prikazan primer prenosa skozi 
prenosni kanal z manjšo prenosno hitrostjo. Med oddajnikom in počasnim prenosnim 
kanalom je vmesni umjerevalnik (router) R1 in med počasnim prenosnim kanalom in 
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Slika 7: Primer prilagajanja hitrosti oddaje zaradi počasnega prenosa pri oddajniku [1] 
 
Če oddajnik zaradi pogosto oddajanih segmentov zapolni počasno povezavo se lahko v 
vmesni točki R1 zgodijo zamašitve. Algoritem drsečega okna izvaja prilagajanje oddajne 
hitrosti razmeram v omrežju. Zaradi počasnega prenosnega kanala sprejemnik dobija 
segmente z nižjo hitrostjo kot jih oddajnik oddaja. Posledično z nižjo hitrostjo oddaja tudi 
potrditve. Oddajnik oddaja nove segmente na osnovi sprejetih potrditev, kar pomeni da bo 
upočasnil oddajo in na ta način preprečil morebitno zamašitev v čakalnih vrstah pri R1 in R2 
in razbremenil prenosni kanal. Če pa pride do zamašitve v čakalni vrsti in izgub, bo oddajnik 
po izteku časovnika za ponovno oddajo še dodatno upočasnil oddajo novih segmentov po 
pravilih algoritma počasnega zagona. Segmenti in potrditve v prikazanem primeru naj bi bili 
enako dolgi, kar pa v splošnem ni res. Na sliki 6 so segmenti predstavljeni so z pravokotniki, 
katerih dolžina predstavlja čas oddaje in površina količino podatkov, ki jih je treba prenesti. 
 
2.3        Algoritem počasnega zagona 
 
Algoritem počasnega zagona je eden izmed mehanizmov, ki jih oddajnik pri TCP uporablja za 
krmiljenje zamašitev. V primeru prenosa brez izgub je v omrežji ves čas polno oddajno okno 
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podatkov. Drseče okno za nadzor pretoka in zamašitev se ne premakne naprej oz. oddajnik ne 
odda novega segmenta preden dobi potrditev za pravilen prenos že oddanih segmentov. Lahko 
bi rekli da se prenos segmentov izvaja v ravnovesju [2]. Prenos segmentov lahko izpade iz 
ravnovesja ob zagonu prenosa ali pa ob ponovnem zagonu prenosa po izgubi segmentov. V 
stanju ravnovesja uporablja oddajnik potrditve za vsklajevanje oddaje novih segmentov z 
razpoložljivim spominom pri sprejemniku in razmerami v omrežju. Sprejemnik ne more 
generirati potrditev hitreje kot segmenti prihajajo skozi omrežje oz. se protokol prilagaja 
razmeram v omrežju. Parametra, ki se spreminjata sta razpoložljiva prenosna kapaciteta in 
zakasnitve. Usklajevanje oddaje z prihajajočimi potrditvami ni izvedljivo pri postavljanju 
zveze TCP, saj preden pridejo potrditve mora oddajnik že oddati nekaj segmentov. Algoritem 
počasnega zagona omogoča da oddajnik postopoma povečuje zamašitveno okno cwnd in na 
osnovi pripelih potrditev določi kolikšna je dejanska prepustnost omrežja [2]. Zamašitveno 
okno cwnd je podano v segmentih in vrednost tega parametra določa koliko je maksimalna 
nezasedena širina oddajnega okna. Oddajnik ne bo oddal več segmentov kot je minimum med 
nezasedenim delom zamašitvenega okna cwnd in sporočeno razpoložljivo širino sprejemnega 
okna Wspr. Sprejemnik se navečkrat nahaja v drugem omrežju, zato je postavljeno 
zamašitveno okno na en segment. Vsakič, ko je sprejeta potrditev je cwnd povečan za en 
segment. Parameter cwnd je tukaj podan v segmentih in je njegovo povečanje eksponentno.  
 
 
Slika 8: Delovanje algoritma počasnega zagona 
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Na neki točki se lahko zgodi da bo internetna hitrost dosežena in da vmesni usmerjevalnik 
zavrgel novoprispele pakete. To pomeni da je vrednost cwnd postala prevelika. V takšnih 
primerih pride zaradi zamašitev in izgub segmentov do izteka časovnika za ponovno oddajo. 
Iztek časovnika za ponovno oddajo obravnava oddajnik pri TCP kot pokazatelj zamašitve in 
zaradi tega požene algoritem počasnega zagona. Na sliki 8 je prikazano delovanje algoritma 
počasnega zagona. Ob prihodu vsake potrditve je zamašitveno okno povečano za en segment. 
Na osnovi prve potrditve sta oddana dva segmenta. Ob prihodu dveh potrditev so oddani štirje 
segmenti, saj je zamašitveno okno povečano za dva segmenta, ob prihodu štirih potrditev je 
bilo oddanih osem segmentov itn..  
 
2.4        Algoritem izogibanja zamašitvi 
 
Pri počasnem zagonu povečevanje zamašitvenega okna traja dokler ni presežena kapaciteta 
enega izmed vmesnih usmerjevalnikov. Takrat se zgodi zamašitev in so segmenti lahko 
zavrženi. Algoritem izogibanja zamašitvi CA (congestion avoidance) je uporabljen za 
krmiljenje zamašitev oz. za preprečevanje zamašitvenih izgub v takšnih primerih. Pri startu 
algoritma počasnega zagona je določena tudi vrednost parametra sstr kot min(cwnd, Wspr)/2 
oz. je sstr enak najmanj dolžini dveh segmentov. Parameter sstr je tudi podan v segmentih in 
predstavlja pragovno vrednost zamašitvenega okna. Ko je izpolnjena enakost cwnd = sstr, 
neha oddajnik izvajati algoritem počasnega zagona in nadaljuje z izvajanjem algoritma 
izogibanja zamašitvi. Zaradi tega se od te točke naprej cwnd povečuje počasneje in je korak 
povečevanja zamašitvenega okna enak 1/cwnd. Zamašitveno okno je povečano za 1/cwnd ob 
prihodu vsake nove potrditve za pravilen prenos [1] tako kot v enačbi (2.1): 
 
                                            cwnd = cwnd + 1 / cwnd                                (2.1) 
 
Simulator TCP šteje v segmentih, kar predstavlja poenostavitev, saj v praksi TCP šteje v 
oktetih in je temu ustrezno določen tudi korak povečevanja 1/cwnd. Na sliki 9 je prikazan 
potek širine oddajnega okna Wodd v času izvajanja algoritmov počasnega zagona in 
izogibanja zamašitvi v odvistnosti od simulacijskega časa. Ko se izteče časovnik za ponovno 
oddajo, je postavljeno zamašitveno okno na vrednost cwnd = 1 in je ponovno oddan 
najstarejši nepotrjeni segment. Temu ustrezno je širina oddajnega okna Wodd = 0 kot je 
prikazano na sliki na časovnem intervalu med vrednostima 2,76 in 2,77 simulacijskega časa. 
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Slika 9: Potek širine oddajnega okna Wodd 
 
Pragovna vrednost je postavljena kot sstr = 2 in ko je dosežena, preide oddajnik iz faze 
počasnega zagona v fazo izogibanja zamašitvi, oddajno okno pa se povečuje počasneje oz. 
linearno. Maksimalna vrednost oddajnega okna na sliki 9 je Wodd = 5 in je določena z 
maksimalno širino sprejemnega okna Wspr = 5. 
 
2.5        Algoritem hitre ponovne oddaje in okrevanja 
 
Ko dobi segment izven vrstnega reda, sprejemnik pošlje oddajniku ponovljeno potrditev s 
številko segmenta, ki ga pričakuje naslednjega pri sprejemu. Na ta način oddajnik izve da je 
bil sprejet segment izven vrstnega reda. Spremenjen vrstni red je lahko posledica izgube 
segmenta ali spremenjenjega vrstnega reda, saj segmenti lahko potujejo znotraj IP datagramov 
po različnih poteh. V prvem primeru imamo eno do dve ponovljeni potrditvi, v drugem pa tri 
ali celo več in je to pokazatelj da je prišlo do izgube. V primeru velikega cwnd bi ponovna 
oddaja izgubljenega in vseh drugih, že oddanih segmentov vzrok slabemu izkoristku zveze. 
Zato je uporabljen algoritem hitre ponovne oddaje (fast retransmit) in hitrega okrevanja (fast 
recovery). Sledi takojšnja ponovna oddaja iskanega segmenta ne da bi oddajnik čakal na iztek 
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časovnika za ponovno oddajo. Skupaj označimo algoritma kot FR [1]. Algoritem hitre 
ponovne oddaje in okrevanja deluje na naslednji način: 
 
 Po sprejemu tretje ponovljene potrditve je prag za izvajanje počasnega zagona 
postavljen na vrednost sstr = min(cwnd, Wspr)/2. 
 Izgubljeni segment je ponovno oddan in je postavljeno zamašitveno okno kot cwnd = 
sstr + 3. 
 Vsakič, ko pride nova ponovljena potrditev, je povečano zamašitveno okno za širino 
enega segmenta oz. cwnd = cwnd + 1 in če dovoli nova vrednost oddajnega okna, je 
oddan novi segment. 
 Ko pride nova potrditev, je postavljeno zamašitveno okno na cwnd = sstr. Ta potrditev 
pomeni tudi  da je sprejemnik dobil ponovno oddani segment, v enem obhodnem času 
po ponovni oddaji. Potrditev se nanaša tudi na segmente, ki so bili pravilno sprejeti 
vmes med izgubo segmenta in sprejemom ponovljenih potrditev. V tej fazi se izvaja 
naprej algoritem izogibanja zamašitvi. 
 
2.6        Algoritem časovnika za ponovno oddajo 
 
Protokol TCP zagotavlja zanesljiv prenos s potrjevanjem sprejetih segmentov. Ker se lahko 
izgubijo tako segmenti kot potrditve, TCP pri oddajniku uporablja časovnik za ponovno 
oddajo T. Časovnik T je pognan pri oddaji segmenta in če oddajnik ne dobi ustrezne potrditve 
pred njegovim iztekom, sledi ponovna oddaja najstarejšega nepotrjenega segmenta in potem 
še preostalih nepotrjenih segmentov [2]. Da bi časovnik pravilno deloval, je treba vskladiti 
časovno konstanto z razmerami v omrežju. Treba je izvajati meritev obhodnega časa, saj se ta 
s časom spreminja. Obhodni čas RTT (round trip time) je merjen med trenutkom oddaje 
segmenta, označenega s sekvenčno številko in sprejemom potrditve z ustrezno potrditveno 
sekvenčno številko [2] in je enak merjenemu času M. Izračun časovne konstante je zasnovan 
na srednji vrednosti obhodnega časa in odstopanjem od srednje vrednosti. Časovno konstanto 
Tout računamo po enačbah (2.2), (2.3) in (2.4): 
 
                                                     Tout = A + 4 ∙ D                                       (2.2) 
                                                 D = D + h ∙ (|Err| - D)                                (2.3) 
                                    A = A + g ∙ Err;  Err = M – A                               (2.4) 
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A je izglajeni obhodni čas oz. približek njegovega povprečja, D izglajeno srednje odstopanje, 
Err je razlika med izmerjenim obhodnim časom in trenutnim približkom obhodnega časa. 
Dobitek za povprečje g je postavljen na 0,125 in dobitek za odstopanje h je postavljen na 
0,25. Če se zgodi iztek časovnika za ponovno oddajo, je ob ponovni oddaji časovna konstanta 
podvojena. To se imenuje eksponentni back off algoritem [1]. Po sprejemu ustrezne potrditve 
pa ni jasno, ali se ta nanaša na prvotno oddani segment ali ponovno oddani segment. Zato je 
uporabljen Karnov algoritem, ki določa da po izteku časovnika za ponovno oddajo in 
sprejemu ustrezne potrditve obhodni čas ne bo osvežen [1]. Podvojena vrednost časovne 
konstante je uporabljena še naprej pri naslednjih oddajah in novi izračun sledi šele po 
sprejemu potrditve za segmente, ki niso bili ponovno oddani. TCP izvaja le eno meritev 
obhodnega časa na oddajno okno. Če je časovnik že pognan, sledi oddaja segmentov ne da bi 
časovnika ponovno pognali. Po sprejemu potrditve pa je časovnik vstavljen in če ni išlo za 
ponovno oddajo sledi izračun novega približka. Začetne postavitve za časovno konstanto so 
postavljene po enačbi (2.5): 
 




















3       Simulacijski model TCP 
 
Zmogljivost protokola TCP je ugotavljana s pomočjo simulacij. Uporabljena je metoda 
simulacije diskretnih dogodkov, simulator pa je načrtovan v programskem jeziku C. 
Načrtovanje simulatorja izhaja iz specifikacije protokola podane v formalnem 
specifikacijskem jeziku SDL. Gre za specifikacijo osnovnega delovanja protokola, potem pa 
so v primeru prenosa v različnih in izgubnih okoljih uporabljeni simbolični diagrami toka za 
prikazovanje delovanja protokolnih entitet[4]. Model simuliranega sistema je dograjevan 
sproti v programskem jeziku C. Simulacijski program je sestavljen iz modela simuliranega 
sistema in množice simulacijskih funkcij. Tukaj je uporabljena simulacijska knjižnica Kevina 
Watkinsa, v kateri so že implementirane simulacijske funkcije [4].  
 
3.1        SDL specifikacija 
 
Specifikacija v SDL (specification and description language) podaja funkcionalni opis 
simuliranega sistema. Ta je podan s procesi, ki komunicirajo s signali. Pri procesu so lahko 
deklarirane spremenljivke in časovniki in je predstavljen z modelom končnega avtomata, 
njegov prehod iz enega v drugo stanje se zgodi ob sprejemu stimulusa, ki ga predstavljata 
sprejem signala ali pa iztek časovnika [4]. Ob sprejemu stimulusa proces lahko spremeni 
vrednosti spremenljivk, odda signale, upravlja časovnike in izvaja logične odločitve. 
Določene kombinacije stimulusa in stanja niso mogoče in je stimulus postavljen v čakalno 
vrsto. Če kombinacija ni sprecificirana, je stimulus zavržen. Komunikacijski proces v sloju 
protokolnega sklada je modeliran z množico uporabnikov, protokolnih entitet in enim ali več 
kanali. SDL je uporaben predvsem za opis protokolnih entitet kot logičnih avtomatov in ne za 
opis uporabnikov in kanalov, ki so lahko opisani s statističnimi lastnostimi, pogostnostjo 
napak in zakasnitvami. Od tod tudi specifikacija protokola TCP v različnih in izgubnih 
okoljih na osnovi simboličnega diagrama toka [4].  
 
3.2        Simulacijski model v C 
 
V Watkinsovi simulacijski knjižnici je entiteta dinamični objekt, ki mu lahko pridružimo 
enega ali več dogodkov. V programskem jeziku C je to struktura, katere najpomembnejše 
komponente so 'state', ki kaže na stanje entitete, 'event', ki kaže na dogodkovno funkcijo, ki 
definira entiteti pridruženi dogodek, 'attr', ki kaže an entiteti pridruženo podatkovno strukturo, 
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'phase' pa v primeru procesno usmerjenega modela označuje vrsto dogodka v življenju 
procesa. Osrednja podatkovna struktura je urnik, kjer so uvrščeni dogodki, ki naj se zgodijo v 
prihodnosti. Entitete dogodkov v urniku so v stanju 'pending'. Entiteta, ki jo simulator aktivira 
iz urnika preide v stanje 'active'. Seznam pogojnih dogodkov vsebuje entitete v stanju 
'conditional'. Ko so aktivirane vse entitete uvrščene za določen simulacijski čas, simulator 
kliče še dogodkovne funkcije entitet v seznamu pogojnih dogodkov. Entitete iz seznama 
pogojnih dogodkov ostanejo še naprej v stanju 'conditional'. Entiteta, ki ni v urniku in ne na 
seznamu pogojnih dogodkov je v stanju 'passive'. Funkcije simulacijske knjižnice omogočajo 
ravnanje z entitetami. Entiteto kreiramo s klicem funkcije make_entity: 
 
make_entity(EventFunction, DataPointer, Phase, Priority, Destroy) 
 
Event function kaže na dogodkovno funkcijo, DataPointer na entiteti pridruženo podatkovno 
strukturo, vrednost Phase se shrani v komponento entitete phase, Destroy pa kaže na funkcijo, 
ki bo uničila pridruženo podatkovno strukturo, ko bo uničena tudi entiteta. Funkcija vrne 
kazalec na novo ustvarjeno entiteto. Entiteto z naslovom EntityPointer uničimo klicem 
funkcije terminate(EntityPointer). S kKlicem funkcije schedule(EntityPointer, Delay) 
uvrstimo pasivno entiteto z naslovom entityPointer v urnik tako da se bo aktivirala po času 
Delay. S klicem funkcije  make_scheduled_entity(EventFunction, DataPointer, Delay, Phase, 
Priority, Number, Destroy) je možno kreirati Number novih entitet in jih hkrati uvrstiti v 
urnik. S klicem funkcije hold(EntityPolinter) uvrstimo entiteto v seznem pogojnih dogodkov. 
Klicem funkcije passivate(EntityPointer) spremenimo stanje entitete iz 'active', 'pending' ali 
'conditional' v stanje 'passive'. Preslikava SDL specifikacije v simulacijski model je izvedena 
na osnovi metodologije, ki je bila objavljena v referenci [4]. Pri preslikavi je signal 
predstavljen z entiteto, proces pa s procesno funkcijo. 
 
3.3        Simulacijski model v različnih načinih delovanja 
 
Simulacijski model prikazuje dvoslojni model komunikacijskega sistema [5]. V najvišjem 
delu sta oddajni in sprejemni uporabnik. Oddajni uporabnik users odda zahtevo po oddaji 
REQ(sdu), kjer sdu predstavlja uporabniško informacijo. Sprejemni uporabnik sprejema 
uporabniško sporočilo IND(sdu) z isto uporabniško informacijo. Pod uporabnikoma sta 
protokolna osebka, ki po pravilih protokola TCP skrbita za zanesljiv prenos uporabniških 
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sporočil. Oddajni uporabnik odda sporočilo REQ(sdu) proti oddajniku send. Ko je oddajnik 
pripravljen, odda segment oštevilčen s številko Vodd. V segmentu IPDU(sdu, Vodd) se 
nahajata uporabniška informacija sdu in številka segmenta Vodd. Če je trenutna širina 
oddajnega okna Wtren večja od nič, pošlje oddajnik oddajnemu uporabniku dovoljenje PERM 
za oddajo nove zahteve. Oddajnik oddaja segmente proti sprejemniku receive. Prenos 
segmentov med oddajnikom in sprejemnikom je izveden po prvem podatkovnem kanalu chi1 
in drugem podatkovnem kanalu chi2. Prenos potrditev je izveden po potrditvenem kanalu cha. 
Vmes med chi1 in chi2 se nahaja čakalna vrsta CV, ki simulira zamašitvene izgube. 
Sprejemnik po sprejemu segmenta IPDU(sdu, Vodd) obvesti sprejemni uporabnik userr o 
sprejemu tako da mu pošlje sporočilo IND(sdu). Sprejemni uporabnik odgovori s sporočilom 
ANS. Po sprejemu ANS, ki je znak da je sprejemni uporabnik prebral en podatek sprejemnik 
pošlje potrditev ACK(Wspr, Vspr) proti oddajniku preko potrditvenega kanala cha. Glavna 
značilnost dvoslojnega modela sta združeni funkcionalnosti protokola TCP in prenosa 
sporočil preko fizičnega kanala. Oddajni protokolni osebek se zaveda kdaj se neko protokolno 
sporočilo dejansko oddaja in koliko časa se oddaja. Ima popoln nadzor nad sporočilom – 
lahko se odloča ali ga bo oddal ali ne [5]. Vrste simulacijskih modelov so določene glede na 
naravo in vzrok simuliranih izgub. Simulacija se izvaja na več načinov. Izgube so lahko 
posledica zamašitev v vmesni čakalni vrsti dolžine L ali so posledica bitnih napak v 
neidealnem fizičnem mediju v prenosnem kanalu in tretja možnost so izgube kot posledica 
zamašitev in bitnih napak istočasno.Ustrezno so postavljeni simulacijski modeli za izvajanje 





















Za simuacijo zamašitev je uporabljen generator naključnega dodatnega prometa. V čakalno 
vrsto prihajajo segmenti IPDU, ki jih oddaja oddajnik in bremenski segmenti BREME, ki jih 
oddaja generator. Zaradi mogoče preobremenjenosti oz. zasedenenosti vseh lokacij 
novoprispele segmente lahko čakalna vrsta zavrže. Namen simulacije v načinu 1 je pokazati 
kako se protokol TCP odziva na izgube, ki so posledica zamašitev. Odvisno od števila 
segmentov, ki so že v čakalni vrsti so novi segmenti lahko tudi zakasnjeni. Zamašitve se 
dogajajo v stacionarnih internetnih omrežjih in je za takšne primere TCP narejen. V primeru 
podaljšanih obhodnih časov poskuša TCP z povprečenjem preprečiti nepotrebne izteke 
časovnika za ponovno oddajo. V primeru zamašitev, ko je čakalna vrsta polna in se zgodi 
iztek časovnika za ponovno oddajo pa po pravilih algoritma počasnega zagona oddajnik zniža 
hitrost oddajanja segmentov in jo potem počasi dviguje v odvistnosti od hitrosti prihajanja 
potrditev. Spremenljiva parametra, ki vplivata na velikost izgube oz. zamašitve sta dolžina 
čakalne vrste strežnega sistema in čas med zaporednima oddajama pri generatorju. Naključni 
parameter je čas Tout med zaporednima oddajama bremenskih segmentov BREME podan po 
enačbah (3.1), (3.2) in (3.3): 
 
                                            Tout = twait * Ti * t                                       (3.1) 
                                           twait = exponential(r1)                                   (3.2) 
                                                     Ti = LS / R                                             (3.3)    
  
Eksponentna verjetnostna funkcija določa verjetnost da bo spremenljivka twait zavzela neko 
naključno realno vrednost. Kot vhodni parameter uporablja naključno število r1. Povprečna 
vrednost twait je 1. Ti je čas oddajanja segmenta dolžine LS pri prenosni hitrosti R in t je 
mnogokratnik povprečne vrednosti časa med zaporednima oddajama. Tako kot so časi med 
prihodi bremenskih segmentov v čakalno vrsto eksponencijalno porazdeljeni, so posledično 
na enak način porazdeljeni časi med odhodi vseh segmentov iz čakalne vrste [6]. Čas 
oddajanja posameznih segmentov iz čakalne vrste je konstanten in enak Ti. Parameter, ki se 
zaradi naključnega prihajanja bremenskih segmentov v čakalno vrsto spreminja je čas 
ostajanja segmentov v čakalni vrsti oz. čas med sprejemom in oddajo enega segmenta. Ta je 
odvisen od zasedenosti čakalne vrste in njene dolžine. V simulacijah z zamašitvenemi 
izgubami predstavlja t neodvisni in spremenljivi parameter. Tukaj uporabljen strežni sistem 
uporabljen pri čakalni vrsti je tipa M/M/1/L. Sestavljen je iz enega strežnika in končno dolge 
čakalne vrste in ima eksponencijalno porazdeljene čase med prihodi in odhodi segmentov. V 
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čakalno vrsto prihajajo segmenti IPDU (na sliki označeni z I in dodatni promet iz 
bremenskega generatorja (na sliki segmenti označeni z B. Prihodi in odhodi so izvedeni kot 
FIFO (first in first out) [6]. Prihodi bremenskih segmentov BREME so naključni in 
posledično tudi število vseh segmentov, ki so v čakalni vrsti. Na sliki 11 je simboličen 
prikazan prihod segmentov ipdu in breme te njihova razporeditev v čakalno vrsto M/M/1/L. 
 










Slika 11: M/M/1/L strežni sistem 
 
Simulacijski model za način 2 izvajanja simulacije je prikazan na sliki 12. Način 2 predstavlja 
simulacijo protokola TCP z bitnimi napakami, ki nastanejo pri prenosu po neidealnem 














Slika 12: Simulacijski model TCP protokola v načinu 2 izvajanja simulacije 
 
Tukaj je kot brezžični kanal postavljen kanal chi2. V realnih sistemih sprejemnik detektira in 
označi segmente z napakami kot pokvarjene, potem pa jih zavrže. Tukaj je ta lastnost 
sprejemnika simulirana z verjetnostno funkcijo Ptr, ki v odvistnosti od ber določa ali bo 
segment prenesen po prenosnem kanalu ali ne. Oddajnik ''pokvarjene'' segmente ponovno 
odda. Funkcija Ptr ima za vhodne parametre naključno število r1, ki z enako verjetnostjo 
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zavzame vrednosti med 0 in 1 in verjetnost Pi da bo segment prenešen. Ptr lahko zavzame 
vrednost Ptr = 1 za uspešen prenos oz. Ptr = 0 za pokvarjen segment/neuspešen prenos. 
Verjetnost Pi je funkcija pogostnosti bločnih napak BLER, ki je funkcija dolžine segmenta v 
bitih oz. LS*8 in pogostnosti bitnih napak ber [7]. Izrazi za Ptr, Pi in bler so podani v enačbah 
(3.4), (3.5) in (3.6): 
 
                                          Ptr = probability(r1, Pi)                                  (3.4)     
                                                   Pi = 1.0 – bler                                          (3.5) 
                                      bler = 1 - (1 - ber)pow(LS * 8)                            (3.6) 
 
Namen simulacije v načinu 2 je pokazati delovanje TCP v primeru bitnih napak, ki je 
zasnovano na mehanizmih namenjenih za reševanje zamašitvenih izgub. V simulacijah z 
bitnimi napakami predstavlja ber neodvisni in spremenljivi parameter. Simulacijski model za 
















Slika 13: Simulacijski model TCP protokola v načinu 4 izvajanja simulacije 
 
Način 4 pomeni simulacijo protokola TCP pri istočasnih zamašitvenih izgubah in bitnih 
izgubah v prenosnem kanalu chi2. Njen namen je pokazati kako se TCP obnaša v primeru 
istočasnega prenosa v različnih omrežnih  okoljih. To bi bila lahko izhodiščna točka za 
morebitne spremembe TCP ali pa dodajanje novega transportnega protokola v brezžičnem 
delu povezave. ki bi bitne napake reševal lokalno. V simulacijskem modelu na sliki 13 so 
uporabljeni generator bremenskih segmentov v čakalno vrsto tako kot pri modelu na sliki 10 
in brezžični prenosni kanal chi2 z možnostjo bitnih napak tako kot pri modelu na sliki 12. 
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4      Parametri simulatorja 
 
Simulacije so izvajane pri različnih vrednostih neodvisnih parametrov t in/oz. ber. Kateri so 
neodvisni parametri izbrani je odvisno od izbranega načina  simulacije. Vhodni parametri, ki 
so bili spreminjani pri različnih izvajanjih simulacije so širina drsečega okna w, dolžina 
segmenta LS in dolžina čakalne vrste L. Pri različnih vrednostih neodvisnih in vhodnih 
parametrov je kot rezultat opazovana učinkovitost protokola S [7] podana z enačno (4.0): 
 
                                           S = (frames*Ti)/sim_clock                             (4.0) 
 
Spremenljivka frames določa število segmentov, katerih uporabniške vsebino sprejemenik 
preda sprejemnem uporabniku oziroma je to število uporabniških sporočil, ki jih v teku 
simulacije oddajni uporabnik odda oddajniku. Navzgoraj je omejena z vrednostjo 
MAX_FRAMES. Čas potreben za eno izvajanje simulacije v primeru prenosa brez izgub je 
produkt frames*Ti, kjer je Ti čas oddaje segmenta oz. potrditve (v sekundah) podan z enačbo 
(4.1): 
 
                                               Ti = (LS *8)  / R                                          (4.1) 
 
Spremenljivka sim_clock določa čas izvajanja simulacije. Pri simulaciji prenosa z izgubami 
prenos vnaprej določenega števila segmentov frames traja dalj časa. Zaradi izgub so 
manjkajoči segmenti bili ponovno oddani in je podaljšan čas izvajanja simulacije. To pripelje 
do učinkovitosti protokola manj kot 1 [3]. Odvisno od števila izgubljenih segmentov in 
lastnosti načrtovanega simulatorja se spreminja vrednost učinkovitosti S. Učinkovitost 
protokola η s drsečim oknom z ponavljanjem n sporočil ali pa s selektivnim ponavljanjem je v 
primeru prenosa brez izgub podana z enačbo (4.3) [3]: 
 
                                               η = (w*Ti) / RTT                                         (4.3) 
 
Pri tem je w širina oddajnega okna v segmentih oz. je Wodd = w, RTT je obhodni čas merjen 
od momenta oddaje segmenta do momenta sprejema potrditve o pravilnem prenosu in Ti čas 
oddajanja segmenta oz. potrditve. Za maksimalno učinkovitost η = 1 mora biti izpolnjena 





                                                    w ≥ RTT / Ti                                          (4.4) 
 
Produkt bitne hitrosti prenosa R (v itih na sekundo) in obhodnega časa RTT (v sekundah) oz. 
skrajšano BPD (bandwidth delay product) je parameter uporabljen pri izračunu maksimalne 
kapacitete C (v bitih) prenosnega kanala, ki je podan z enačbo (4.5) [1]: 
 
                                                    C = R * RTT                                          (4.5) 
 
Kapaciteti kanala je prilagojena velikost drsečega okna w. Kapaciteto je mogoče povečati 
dvigovanjem hitrosti prenosa ali pa podaljšanjem obhodnega časa. Na sliki 14 je simbolično 
prikazano kako s pomočjo podvojenega obhodnega časa ali podvojene hitrosti prenosa 
podvojiti prenosno kapaciteto oz. BPD produkt.  
 
1 2 3 4
1 3 3 4 5 6 7 8
Enak R, podvojen RTT
1 2 3 4
1 3 3 4 5 6 7 8
R, RTT R, RTT
Enak RTT, podvojen R
 
Slika 14: Podvojevanje prenosne kapacitete z podvojevanjem RTT ali R 
 
Na osnovi podanih vhodnih parametrov LS in R sta izračunana čas oddaje Ti in obhodni čas 
RTT za simulacijski model. Ne glede na način delovanja simulacijskega modela so pri enakih 
vhodnih parametrih postavljene enake vrednosti časov Ti in RTT. Razlog temu je lažje 
primerjanje rezultatov simulacij v različnih načinih. Vpoštevati  treba da je maksimalna 
učinkovitost protokola pri prenosu brez izgub mogoča pri w ≥ RTT/Ti [3]. Temu ustrezno je 
izbrana vrednost w. Obhodni čas, časi prenosa in oddaj so podani z enačbami (4.6), (4.7) in 
(4.8): 
 




                                                Tisend=Tireceive=Ti                                        (4.7) 
 
                                     Tpchi1 = Tpchi2 = Tpcha = Tp                                   (4.8) 
 
Čas oddaje segmenta Ti pri oddajniku je enak času oddaje segmenta iz čakalne vrste in času 
oddaje potrditve pri sprejemniku. V prenosnih kanalih chi1, chi2 in cha so enake hitrosti 
prenosa R in enaki časi prenosa oz. propagacije Tp. Vmesna čakalna vrsta CV je v 
simulacijskem modelu uporabljena med prenosnima kanaloma chi1 in chi2 namenjenima za 
prenos segmentov, potrditve pa potujejo neposredno med sprejemnikom in oddajnikom po 
potrditvenem kanalu cha. Izraz za obhodni čas velja v primeru prenosa segmentov brez izgub 
ali zakasnitev v čakalni vrsti. Pri simulacijskem modelu v načinu 2 je segment poslan 
neposredno iz prenosnega kanala chi1 v kanal chi2 oz. ne gre skozi čakalno vrsto, saj 
simulacija v načinu 2 predstavlja prenos brez zamašitev. Hitrost prenosa R je ponovno enaka 
v vseh prenosnih kanalih in je čas oddaje Ti enak pri oddajniku in sprejemniku. Glede na to 
da segment ne ostane v čakalni vrsti in da ni oddaje segmenta iz čakalne vrste, je treba izraz 
za obhodni čas v načinu 2 korigirati. Za enak obhodni čas v načinu 2 kot v načinih 1 in 4 so 
izrazi za obhodni čas, čase prenosov in oddaj podane v enčbah (4.9), (4.10), (4.11) in (4.12): 
 
       RTT=3*Ti + 3*Tp = Tisend + Tpchi1 + Tpchi2 + Tireceive + Tpcha         (4.9)  
 
                                               Tisend=Tireceive=Ti                                        (4.10) 
 
                                                  Tpchi1=Tp + Ti                                         (4.11) 
 
                                                 Tpchi2 = Tpcha = Tp                                 (4.12) 
 
Tukaj je čas oddaje segmenta iz čakalne vrste Ti dodan času prenosa segmenta Tp v 
prenosnem kanalu chi1. Za določanje časa prenosa v prenosnem kanalu chi1 je odvisno od 
izbranega načina v katerem se simulacija izvaja uporabljen  if stavek: 
 
if((nacin_delovanja == 1) || (nacin_delovanja == 4)){ 
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make_scheduled_entity                  
(cakalnavrsta,(void*)make_IPDUdata(sdu,Vodd),Tp,IPDU,0,1,free); 
// po sprejemu segmenta sledi oddaja z casovno zakasnitvijo Tp 
state = WAIT; 
 } 
else{ 
make_scheduled_entity               
(chi2,(void*)make_IPDUdata(sdu,Vodd),Tp+Ti,IPDU,0,1,free); 
// po sprejemu segmenta sledi oddaja z zakasnitvijo Tp + Ti 
state = WAIT; 
} 
V primeru zamašitev in že zasedenih mest v čakalni vrsti je obhodni čas RTT spremenljiv in 
učinkovitost protokola tudi. V simulaciji so na osnovi podanih vhodnih vrednosti parametrov 
bitne hitrosti R, dolžine prenašanih segmentov LS, časa prenosa v posameznih prenosnih 
kanalih Tp in na osnovi modulacijskega modela v katerem je obhodni čas podan kot RTT = 
3*Ti + 3*Tp izračunani čas oddaje segmentov, ki je enak času oddaje potrditev Ti, obhodni 
čas RTT v primeru prenosa brez izgub in ob pogoju w ≥ RTT/Ti širina drsečega okna w. Pri 
vrednosti w izbrani na ta način so za primer prenosa brez izgub zagotovljeni optimalni pogoji, 
ki so enaki ne glede na način simulacije. Časovni diagram na sliki 15 a) ustreza simulacijskim 
modelima v načinu 1 prikazanem na sliki 10 in v načinu 4 prikazanem na sliki 13 in časovni 



























Slika 15: Prenos segmenta in potrditve v časovnem diagramu za v načinu a) 1 in 4 b) 2 
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5       Simulator TCP 
 
Pri Inicijalizaciji simulatorja so določane vrednosti globalno definiranih spremenljivk, 
potrebnih za izvajanje simulacije. Globalne spremenljivke so postavljene:  
 
 MAX_FRAMES = 128000 je maksimalno število podatkov, ki jih oddajni uporabnik 
lahko odda. S tem je določeno maksimalno število segmentov, ki jih lahko odda 
oddajnik v primeru simulacije prenosa brez izgub. V izgubnem okolju je treba 
vpoštevati tudi ponovne oddaje izgubljenih segmentov in je s tem celotno število 
oddanih segmentov višje. 
 R = 10⁶ b/s je bitna hitrost prenosa in je enaka v vseh prenosnih kanalih. Prenosni 
kanali so označeni kot  chi1 in chi2 za prenos segmentov in cha za prenos potrditev. 
 Toutmax = 10 s je maksimalna vrednost časovne konstante časovnika za ponovno 
oddajo T oz. maksimalna vrednost časa po katerem sledi ponovna oddaja najstarejšega 
nepotrjenega segmenta.  
 Parameter t je mnogokratnik povprečne vrednosti časa med zaporednima oddajama 
bremenskih segmentov. Čas med zaporednima oddajama je podan kot Toutwait = 
twait*Ti*t. Eksponentna verjetnostna funkcija določa verjetnost da bo spremenljivka 
twait zavzela neko naključno realno vrednost, katere povprečje je twaitpov = 1. 
Spreminjanjem vrednosti t je mogoče spreminjati čas med zaporednima oddajama in 
na ta način twaitpov. Ti je čas oddaje segmenta oz. potrditve in je konstanten. Pri 
manjših t bodo večje zamašitve in obratno. Zato je t uporabljen kot neodvisni 
parameter pri simulacijah, ko gre za prenos z zamašitvenemi izgubami. Večkratno 
izvajanje simulacije pri različnih t je izvedeno s pomočjo parametrov t, nt, ta in tb. Na 
začetku je postavljen t = 1. Pri vsakem izvajanju simulacije se poveča parameter t kot t 
= t + 0,1. Simulacija se izvaja dokler je t med ta = 1 in tb = 10. Na osnovi t je 
izračunan povprečni generirani bremenski promet G = 1 / (1 + t). Ustrezno 
vrednostima ta in tb je G med 0,5 in 0,1. 
 Parametri nber, NBER, ber1, ber2 in ber3 so uporabljeni za večkratno izvajanje 
simulacije pri različnih pogostnostih bitnih napak. Vrednost ber se povečuje ob 









t = ta = 1













w = RTT / Ti





Slika 16: Inicijalizacija globalno definiranih spremenljivk simulacijskega modela TCP 
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 Simulacija se ponavlja dokler je ber v mejama med ber1 in ber2 oz. dokler parameter 
nber postavljen ne dosegne vrednosti  NBER - 1. Mejni vrednosti sta ber1 = 10ˉ⁸ in 
ber2=10ˉ⁴. Maksimalno število izvajanj simulacije je NBER = 40. Vrednosti ber1 in 
ber2,  ter NBER je mogoče ob inicijalizaciji spreminjati. Faktor povečanja ber3 je 
odvisen od ber1, ber2 in NBER in je podan kot ber3 = (ber2/ber1)¹′⁽ᴺᴮᴱᴿˉ¹⁾. 
 Parametra dolžina segmenta LS, podana v oktetih in dolžina čakalne vrste L, podana v 
segmentih sta neodvisna in izbrana na začetku izvajanja simulacije tako kot čas 
prenosa Tp. 
 Na osnovi vnešenih vrednosti parametrov LS, Tp in R so ob inicijalizaciji določene 
vrednosti parametrov Ti , RTT in w. Obhodni čas je izračunan po izrazu RTT = 3*Ti + 
3*Tp. Na osnovi pogoja za maksimalno učinkovitost je določena širina drsečega okna 
v segmentih kot w ≥ RTT / Ti. Spremenljivka wopt = RTT / Ti je realna vrednost, ki 
zaokrožena navzgor poda iskano vrednost w širine drsečega okna v segmentih 
potrebno za maksimalno učinkovitost ob določenih RTT in Ti.  
 
Izbira načina delovanja simulatorja je mogoča ob vnosu vrednosti neodvisnih parametrov. 
Simulacija se bo izvajala v enem od načinov 1, 2 ali 4. V načinu 1 je neodvisni parameter 
parameter t tako kot pri načinu 4. V načinu 2 je to parameter ber. Simulacija se naenkrat lahko 
izvaja samo v enem načinu in je ob zagonu simulacije določen način izvajanja. Po končanem 
izvajanju v datoteko z koncnico .prn vpisejo rezultati za ta način izvajanja in vnesene w, LS, 
ter ber  oz. L odvisno od nacina izvajanja. Parameter L lahko zavzame vrednosti 5, 10 in 15 
segmentov. Nedovisni parameter pri katerem se simulacija večkrat zaporedoma izvaja je 
parameter t, ki se nahaja med ta in tb pri simulacijah v načinih 1 in 4 oz ber, ki se nahaja med 
ber1 in ber2  v načinu 2.  
 
5.1        Procesi v simulatorju 
 
5.1.1          Oddajni uporabnik 
 
Specifikacija procesa oddajnega uporabnika users je na sliki 17 a), ki prikazuje inicijalizacijo 
in na sliki 17 b) delovanje. Po inicijalizaciji pošlje oddajni uporabnik zahtevo REQ(sdu) po 
oddaji z ničelnim podatkom sdu = 0 proti oddajniku. Potem, ko dobi dovoljenje oddajnika 
PERM, pa pošlje novo zahtevo z inkrementiranim podatkom sdu. Simulacija se izvaja do 
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maksimalnega števila zahtev MAX_FRAMES, ki jih lahko odda oddajni uporabnik. Število 
zahtev določa število segmentov, ki so oddani v simulaciji v primeru prenosa brez izgub. Če 


















Slika 17: Oddajni uporabnik a) inicijalizacija b) sprejem dovoljenja PERM 
 
 
5.1.2         Sprejemni uporabnik 
 
Inicijalizacija sprejemnega uporabnika userr je na sliki 18 a) in delovanje na sliki 18 b). Pri 
inicijalizaciji je spremenljivka VS postavljena na začetno vrednost in sprejemni uporabnik 
čaka na sprejem sporočila IND(sdu). 
 
Inicijalizacija
















Po sprejemeu sporočila IND(sdu), ki nosi oddani podatek sdu in ki ga pošlje sprejemnik po 
pravilnem sprejemu segmenta IPDU(sdu, Vodd) sprejemni uporabnik preverja ali sprejeti 
podatek sdu ustreza pričakovani vrednosti Vs. V primeru da ne, se izvajanje simulacije vstavi. 
V primeru pravilnega delovanja pa pošlje sprejemni uporabnik sporočilo ANS sprejemniku in 
na ta način tudi potrdi da je prebral sprejeti podatek. Potem je Vs inkrementiran in pripravljen 
za sprejem naslednjega sporočila IND. 
 
5.1.3         Oddajnik 
 
Proces oddajnika je prikazan v različnih fazah delovanja začev od inicijalizacije. V 
podpoglavjih so prikazani primeri sprejema zahtev po oddaji novega segmenta in sprejema 
potrditev in na koncu primera iztekov časovnika za ponovno oddajo T in časovnika za oddajo 
segmenta Tseg. Potrditve so lahko sprejete v fazah izvajanja različnih algoritmov in je dodano 
poglavje za primer sprejema potrditve v času izvajanja vsakega algoritma. Primeri sprejema 
ponovljenih potrditev so opisani v odvistnosti od števila sprejetih ponovljenih potrditev. 
Oddajnik se lahko nahaja v stanjih 'window is not full', 'window is full' in 'transmitting'.   
   
5.1.3.1          Inicijalizacija oddajnika 
 
Na sliki 19 je prikazan proces oddajnika send v fazi inicijalizacije. Parametri, katerih 
vrednosti so tukaj postavljene omogočajo krmiljenje pretoka podatkov in zamašitev, ponovno 
oddajo po treh ponovljenih potrditvah ali izteku časovnika za ponovno oddajo, postavljanje 
časovnikov in regulacijo časovne konstante časovnika za ponovno oddajo: 
 Parametri za krmiljenje pretoka so: FlightSize je število segmentov, ki se nahajajo v 
omrežju in niso bili potrjeni, Vzac je številka najstarejšega nepotrjenega segmenta, 
Vodd je številka naslednjega segmenta za oddati, Vposlan je številka zadnjega 
poslanega segmenta.  
 Parametri za krmiljenje pretoka in zamašitev: cwnd je celo število, ki predstavlja širino 
zamašitvenega okna v segmentih, omogoča pa nadzor pretoka pri oddajniku. 
Parameter Cwnd je realna vrednost cwnd uporabljena pri linearnem povečevanju 
zamašitvenega okna cwnd v fazi izvajanja algoritma izogibanja zamašitvi. Cwnd je ob 
sprejemu potrditve povečan za faktor 1 / Cwnd, potem pa je postavljena enakost cwnd 
= Cwnd. Ko je celotno povečanje Cwnd doseglo vrednost 1 oz. enega segmenta, je 
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potem tudi cwnd povečan za en segment. Parameter sstr je pragovna vrednost 
zamašitvenega okna podana v segmentih pri kateri preide oddajnik iz faze počasnega 
zagona v fazo izogibanja zamašitvi. Wodd je širina oddajnega okna definirana kot 
minumum med cwnd in Wspr, Wtren trenutna širina oddajnega okna, ki upošteva 
število oddanih in ne še potrjenih segmentov oz. je razlika med Wodd in Flightsize. 
 Parametri za ponovno oddajo segmenta po treh ponovljenih potrditvah: PrejPotr je 
številka predzadnje potrditve, PonPotr je število zaporedno sprejetih potrditev z enako 
potrditveno številko. 
 Zastavice za določanje algoritma, ki ga oddajnik izvaja: rCA za oddajnik v načinu 
izogibanja zamašitvi. Ob prihodu potrditve za pravilen sprejem se cwnd linearno 
povečuje. Zastavica rSS postavi oddajnik v način počasnega zagona. Ob prihodu 
potrditve za pravilen sprejem segmenta se cwnd eksponencijalno povečuje. Zastavica 
rFR pove ali je oddajnik v fazi hitrega okrevanja, v katero preide po sprejemu treh 
ponovljenih potrditev in takojšnji ponovni oddaji. V tej fazi so postavljeni sstr in cwnd 
= sstr + 3. Zastavica r3PP pove da je oddajnik sprejel tri ponovljene potrditve in 
označi fazo hitre ponovne oddaje. 
 Zastavice za postavljanje časovnikov: Zastavica rT pokaže ali je časovnik za ponovno 
oddajo T postavljen. Pri rT = 1 in istočasno ob izteku T bo ponovno oddan segment 
oštevilčen z Vzac in potem ostali že oddani in nepotrjeni segmenti. Če je postavljena 
zastavica rTseg = 1, pomeni da se oddajnik trenutno nahaja v stanju 'transmitting'.  
 Postavljena zastavica rIztek = 1 pove da je pred sprejemom potrditve, ki se nanaša na 
pravilno sprejeti segment prišlo do izteka časovnika T. Če ni postavljena ob sprejemu 
potrditve, bo osvežena časovna konstanta Tout časovnika T. 
 Parameter st_ure pokaže številko segmenta, pri oddaji katerega je časovnik T bil 
postavljen. Po sprejemu potrditev, ki se nanašajo na pravilen prenos segmentov 
oddanih po postavljanju parametra st_ure bo časovna konstanta Tout časovnika T 
osvežena. Na ta način se oddajnik prilagaja trenutnim razmeram v omrežju. Parametra 
CasOdhod in CasPrihod sta simulacijska časa zabeležena ob oddaji segmenta in 
sprejemu ustrezne potrditve. Razlika teh je merjeni obhodni čas M. Parameter A je 
izglajena vrednost meritve, parameter D izglajeno srednje odstopanje, Err je 
odstopanje med izglajeno in merjeno vrednostjo obhodnega časa. Parameter g je 
dobitek pri povprečenju, parameter h je dobitek pri odstopanju in parameter Toutseg je 





Vzac = Vodd = Vposl = 0
WIND_IS_NOT_FULL
PrejPot = 0
Wodd = Wodd = 1
sstr = 100
st_ure = 0





 h = 0.25
 CasPrihod, CasOdhod = 0
rCA, rFR, r3PP = 0









Slika 19: Inicijalizacija oddajnika 
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5.1.3.2          Sprejem zahteve 
 
Sprejem zahteve po oddaji REQ(sdu) je mogoč če se oddajnik nahaja v stanju 'window is not 


























Slika 20: Sprejem zahteve REQ(sdu) 
 
Če se oddajnik nahaja v stanju 'window is full', je zahteva zadržana v čakalni vrsti tako kot pri 
sprejemu zahteve v stanju 'transmitting' V zahtevi se nahaja podatek sdu. Pri sprejemu zahteve 
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v stanju 'window is not full' je vrednost spremenljivke sdu prepisana v spremenljivko 
sdu_poslan, ki se nahaja v segmentu skupaj s sekvenčno številko segmenta Vposlan. Preden je 
segment oddan, je številka naslednjega segmenta za oddati Vodd inkrementirana in 
pripravljena za sprejem naslednje zahteve po oddaji. Inkrement številke segmenta, ki bo 
naslednji oddan pomeni premik desnega konca drsečega okna pri oddajniku za eno mesto 
naprej oz. v desno. Osvežena je vrednost spremenljivke FlightSize, ki pove koliko segmentov 
se nahaja v omrežju, ki niso bili potrjeni. Širini oddajnega okna Wodd in trenutnega 
oddajnega okna Wtren sta zmanjšani za en segment. Po začetku oddaje preide oddajnik v 
stanje 'transmitting', ko je postavljen časovnik za oddajo segmentov Tseg. Časovna konstanta 
časovnika Tseg je enaka času oddajanja segmenta dolžine LS pri hitrosti prenosa R oz. času 
Ti. Postavljena je zastavica rTseg = 1. Ob oddaji bo postavljen tudi časovnik za ponovno 
oddajo T, če že ni bil postavljen. V tem primeru bo osvežena tudi zaporedna številka ure oz. 
st_ura in posnet trenutni simulacijski čas ob oddaji segmenta CasOdhod. Oddajnik pošlje 
segment IPDU(sdu_poslan, Vposlan).  
 
5.1.3.3          Sprejem potrditve 
 
Sprejem potrditve ACK(Vspr, Wspr) je mogoč v vseh treh stanjih oz. v 'window is not full', 
'window is full' in 'transmitting'. Na sliki 21 je specifikacija procesa oddajnika v primeru 
sprejema potrditve v stanjih 'window is not full' in 'window is full' in na sliki 22 za sprejem 
potrditve v stanju 'transmitting'. V obeh primerih oddajnik obravnava potrditve v odvistnosti 
od tega v kateri fazi delovanja se trenutno nahaja. Oddajnik se po izteku časovnika za 
ponovno oddajo T ali po vzpostavljanju zveze nahaja v fazi izvajanja algoritma počasnega 
zagona (Slow Start oz. SS). Ob vsaki potrditvi, s katero je potrjen pravilen sprejem segmenta 
se poveča zamašitveno okno cwnd za en segment. Ko širina zamašitvenega okna cwnd doseže 
pragovno vrednost sstr, preide oddajnik v fazo izvajanja algoritma izogibanja zamašitvi 
(Congestion Avoidance oz. CA). Če se kakšen segment pri prenosu izgubi ali pokvari, 
sprejemnik to sporoča s ponovljenimi potrditvami. Po sprejemu tretje ponovljene potrditve 
preide oddajnik v fazo izvajanja algoritma hitre ponovne oddaje (Fast Retransmit oz. FR) in 
potem po ponovni oddaji manjkajočega segmenta v fazo izvajanja algoritma hitrega okrevanja 
(Fast Recovery oz. FR). Prehodi med posameznimi fazami so regulirani z zastavicami rSS, 
rCA, rT, r3PP in rFR. Sprejemnik po sprejemu pričakovanega segmenta obvesti oddajnik o 
številki segmenta, ki ga naslednjega pričakuje. Za sprejem potrditve v različnih fazah 






















PonPotr>3 v WNF in WF PonPotr=3 v WNF in WF
SlowStart=3 v WNF in WF
CongAvoid=3 v WNF in WF
PonPotr<3 v WNF in WF
FastRecov=3 v WNF in WF
 
 



























Slika 22: Sprejem potrditve ACK(Wspr, Vspr) v stanju 'transmitting' 
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Oddajnik preveri po sprejemu potrditve: a) ali se potrditev ponavlja a1) ali je število 
ponovljenih potrditev manjše od 3 a2) enako 3 a3) večje od 3, b) ali se oddajnik nahaja v fazi 
izvajanja algoritma hitrega okrevanja, c) ali se oddajnik nahaja v fazi izvajanja algoritma 
izogibanja zamašitvi in d) če nobeden od prejšnjih pogojev ni bil izpolnjen oddajnik deluje po 
pravilih algoritma počasnega zagona. 
 
5.1.3.3.1       Ponovljene potrditve 
 
Sprejemnik ob prihodu vsakega segmenta izven vrstenga reda pošlje oddajniku potrditev z 
enako sekvenčno številko. Če je potrditev enaka prejšnji, je inkrementirano število 
ponovljenih potrditev PonPotr. Oddajnik se odziva odvisno od števila ponovljenih potrditev.  
 
5.1.3.3.1.1       Sprejem manj kot tri ponovljene potrditve 
 
Na sliki 23 a) je prikazan sprejem manj kot tri ponovljene potrditve v stanjih 'window is not 
full' in 'window is full' in na sliki 23 b) v stanju  'transmitting'. Ne glede v katerem stanju se 
nahaja, oddajnik prvo osveži parametre Flightsize, Wodd in Wtren, ki jih uporablja za nadzor 
pretoka podatkov in preveri ali je časovnik za ponovno oddajo T postavljen. Vzac je 
zaporedna številka najstarejšega oddanega in nepotrjenega segmenta oz. levi konec drsečega 
okna pri oddajniku in Vodd je sekvenčna številka naslednjega segmenta za oddati oz. desni 
konec istega okna. Razlika med njima predstavlja število segmentov, ki so bili oddani in 
nepotrjeni oz. FlightSize. Oddajnik izvaja nadzor pretoka preko parametara Wtren oz. 
trenutne širine oddajnega okna in Wodd oz. širine oddajnega okna. Zaradi mogoče zamašitve 
v omrežju kot posledice prevelikega števila oddanih segmentov v primeru trenutne zamašitve 
ali pa zasedenosti sprejemnika je širina oddajnega okna Wodd podana kot minimum med 
cwnd in Wspr. Če je Wodd manjši kot število že oddanih segmentov v omrežju FlighSize, je 
trenutna širina oddajnega okna Wtren postavljena na nič. Če je Wodd > Flighsize, je vrednost 
Wtren izračunana kot razlika Wodd – FlightSize. Odvisno od nove vrednosti Wtren lahko 
oddajnik iz stanja 'window is not full' preide v stanje 'window is full' ali pa ostane v istem 
stanju. Podobno je mogoč prehod iz stanja 'window is full' v stanje 'window is not full' ali pa 
da oddajnik ostane v stanju 'window is full'. Če oddajnik preide ali ostane v stanju 'window is 
not full' oz. je Wtren > 0 lahko oddaja naprej in zato pošlje novo dovoljenje PERM 

















































PonPotr<3 v WNF in WF PonPotr<3 v TR
                                                             
(a)                                                                                                                 (b) 
Slika 23: Manj kot tri ponovljene potrditve v stanju a) 'window is / not full' b) 'transmitting' 
 
Oddajnik preverja ali je časovnik T za ponovno oddajo postavljen na osnovi vrednosti rT. Če 
časovnik T ni postavljen in se v omrežju nahajajo nepotrjeni oddani segmenti oz. velja pogoj 
Flightsize > 0, je časovnik T postavljen. Specifikacija procesa oddajnika v stanju 
'transmitting' je podobna s tem da oddajnik ostane v stanju 'transmitting'. V stanju 
'transmitting' oddajnik trenutno oddaja segment in zato ne bo poslal dovoljenja PERM 
oddajnem uporabniku tudi če je Wtren > 0. V tej fazi ni jasno, ali je prišlo do izgube segmenta 
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ali je samo spremenjen vrstni red segmentov. Oddajnik ne bo naredil več kot je osvežitev 
Wtren in eventualno postavljanje časovnika T. 
 
5.1.3.3.1.2       Sprejem treh ponovljenih potrditev 
 
Sprejem tretje ponovljene potrditve je pokazatelj za izgubo vsaj enega segmenta. Na sliki 24 
je primer sprejema tretje ponovljene potrditve v stanju 'window is not full' ali pa v stanju 
'window is full' in na sliki 25 če se oddajnik nahaja v stanju 'transmitting'. Oddajnik se bo v 
stanju 'transmitting' odzval drugače kot v stanjih stanju 'window is not full' in pa 'window is 
full'. Prvo kar naredi oddajnik je da postavi po sprejemu tretje ponovljene potrditve zastavico 
r3PP = 1, ki pove da je bila sprejeta tretja ponovljena potrditev in da bo treba ponovno oddati 
izgubljeni segment. Sledi izvajanje algoritma hitre ponovne oddaje. Oddajnik bo nehal 
izvajati algoritem počasnega zagona ali pa izogibanja zamašitvi, če se je eden od teh 
algoritmov že izvajal pred sprejemom tretje ponovljene potrditve. To pomeni da bodo 
zastavice rSS in rCA ničlirane. V primeru na sliki 24 a) po postavljanu zastavice rFR = 1 sledi 
ponovna oddaja segmenta s sekvenčno številko enako številki Vspr. Postavljen je časovnik za 
oddajo segmenta Tseg tako kot v primeru oddaje po zahtevi in temu ustrezno zastavica rTseg 
= 1. Določeni sta številka segmenta za poslati Vposl in podatek za poslati sdu_posl. Potem, ko 
je določeno število segmentov v omrežju FlightSize sledi postavljenje pragovne vrednosti 
zamašitvenega okna sstr in samega zamašitvenega okna cwnd = sstr + 3. Postavljena je tudi 
parameter Cwnd. Cwnd predstavlja zamašitveno okno v segmentih podano z realnim številom 
in je ta parameter uporabljen pri linearnem povečevanju zamašitvenega okna v fazi izvajanja 
algoritma izogibanja zamašitvi. Pragovna vrednost zamašitvenega okna sstr je minimum med 
širino sprejemnega okna Wspr in trenutnim zamašitvenim oknom cwnd in je minimalno enaka 
dva segmenta. Oddan je segment IPDU(sdu_posl, Vposl). Časovnik T bo postavljen če 
trenutno ni in istočasno obstajajo segmenti, ki so bili oddani in ne še potrjeni. Ker gre za 
ponovljene potrditve, konstanta časovnika T ne bo osvežena in časovnik ne bo resetiran ob 
oddaji segmenta. Po ničliranju zastavice r3PP = 0 sledi prehod v stanje 'transmitting' in 
oddajnik nadaljuje z oddajo segmentov po pravilih algoritma hitrega okrevanja. Če se je 
oddajnik nahajal v stanju 'transmitting' v času sprejema tretje ponovljene potrditve, sledi 
podoben potek s tem da tukaj časovnik Tseg ne bo postavljen. Oddajnik bo po prehodu v fazo 
hitre ponovne oddaje v stanju 'transmitting' določil številko segmenta za oddati V3pp in 











































PonPotr=3 v WNF in WF
  





































                                                                                                           
Slika 25: Tri ponovljene potrditve v stanju 'transmitting' 
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Oddaja samega segmenta bo počakala dokler se izteče časovnik Tseg. in oddajnik preide iz 
stanja 'transmitting'. Šele takrat konča z fazo hitre ponovne oddaje. To pomeni da sedaj tudi 
zastavica r3PP ne bo ničlirana. Na osnovi te zastavice oddajnik po izteku časovnika Tseg ve 
da ima segment za oddati zaradi sprejema treh ponovljenih potrditev. Šele po izteku 
časovnika Tseg za oddajo segmentov in ponovni oddaji trikrat potrjenega segmenta bo 
zastavica r3PP ničlirana. V tem primeru bo oddajnik spet prišel v stanje 'transmitting'. Tretja 
ponovljena potrditev pomeni manjšo izgubo in zato okno cwnd ni zmanjšano na vrednost 
enega segmenta, kot pri ponovni oddaji po izteku časovnika T. V primeru večje zamašitve pa 
kot 'reševalni' ukrep za odpravljanje izgub ostane še iztek časovnika T in potem oddaja po 
pravilih algoritma počasnega zagona. Ker gre za manjšo izgubo časovnik T ne bo 
nepotrebnem resetiran, saj bi s tem samo podaljšali čas reakcije oddajnika na mogoče večje 
izgube.  
 
5.1.3.3.1.3       Sprejem več kot tri ponovljene potrditve 
 
Po sprejemu tretje ponovljene potrditve in po ponovni oddaji izgubljenega segmenta je 
mogoče da bo oddajnik sprejel še kakšno ponovljeno potrditev saj so lahko pred ponovno 
oddanim segmentom bili poslani segmenti, ki jih sprejemnik sprejel kot segmente izven 
vrstnega reda. Sprejemnik oddaja ponovljene potrditve vsakič, ko dobi segment s sekvenčno 
številko različno od številke pričakovanega segmenta Vspr. Na sliki 26 a) je prikazan primer 
sprejema več kot tri ponovljene potrditve v stanjih 'window is not full' in 'window is full', ter 
na sliki 26 b) za oddajnik v stanju 'transmitting'. V času sprejema več kot treh ponovljenih 
potrditev se oddajnik nahaja v fazi hitrega okrevanja. Vsakič, ko oddajnik dobi ponovljeno 
potrditev, bo zamašitveno okno cwnd povečano za en segment in parameter Cwnd tudi. Ko 
oddajnik določi število segmentov, ki se nahajajo v omrežju FlightSize, potem določi širino 
oddanega okna Wodd kot minimum med zamašitvenim oknom cwnd in razpoložljivo širino 
sprejemnega okna Wspr sporočeno v potrditvi. Na osnovi širine oddajnega okna Wodd in 
števila segmentov, ki se nahajajo v omrežju FlightSize je na koncu postavljena trenutna širina 
oddajnega okna Wtren. Če časovnik T za ponovno oddajo ni bil postavljen in če so še 
segmenti v omrežju, ki niso bili potrjeni, je postavljen zdaj. Pri ponovljenih potrditvah 
časovnik ni nikoli resetiran in nikoli ni osvežena vrednost časovne konstante Tout časovnika 
T. To je zato ker v primeru resnih izgub zaradi zamašitev reset in ponovno postavljanje 
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časovnika T ob ponovljenih potrditvah lahko pripelje do podaljšanega časa rekcije oddajnika 























































PonPotr>3 v WNF in WF PonPotr>3 v TR
cwnd = cwnd + 1
Cwnd = Cwnd + 1
 
                                                     (a)                                                                                                       (b) 
 




Če je oddajnik bil v stanju 'window is not full', tam ostane pri izpolnjenem pogoju Wtren > 0, 
drugače pri Wtren = 0 preide v stanje 'window is full'. Odvisno od Wtren je možen prehod iz 
stanja 'window is full' v stanje 'window is not full' če je Wtren > 0 oz. Pri Wtren = 0 ostane 
oddajnik v stanju 'window is full'. V stanju 'window is not full' oz. pri Wtren > 0 oddajnik 
lahko odda novo dovoljenje PERM oddajnemu uporabniku users, ki potem lahko odda novo 
zahtevo po oddaji REQ(sdu). Če se je v času sprejema ponovljene potrditve oddajnik nahajal 
v stanju 'transmitting', ostane v istem stanju do izteka časovnika Tseg. V stanju 'transmitting' 
ni mogoča oddaja novega dovoljenja PERM ne glede na novo vrednost Wtren.  
 
5.1.3.4          Faza hitrega okrevanja  
 
Sprejem potrditve za pravilno in uspešno sprejet segment v fazi hitrega okrevanja v stanju 
'window is not full' in 'window is full' je prikazan na sliki 27 in v stanju 'transmitting' na sliki 
28. Specifikacija procesa oddajnika v fazi hitrega okrevanja je enaka vseh točkah razen v 
končnem stanju, v katero na koncu preide oddajnik. Sprejemnik odgovori po sprejemu 
ponovno oddanega segmenta z potrditvijo o pravilnem sprejemu. Ker gre za potrditev, ki ni 
bila ponovljena sta osvežena parametra PrejPotr v  katerem je shranjena številka prejšnje 
potrditve in PonPotr v katerem je shranjeno število ponovljenih potrditev. Osvežena je 
vrednost števca Vzac, ki predstavlja začetek drsečega okna pri oddajniku in najstarejši 
segment, ki je bil oddan in ne še potrjen. To pomeni premik levega konca okna naprej oz. v 
desno za eno lokacijo. V tej točki preide oddajnik iz faze hitrega okrevanja v fazo izogibanja 
zamašitvi. Postavi vrednost zamašitvenega okna cwnd na pragovno vrednost sstr, Cwnd tudi. 
Prehod je evidentiran z zastavicama rFR = 0 in rCA = 1. Odvisno od tega ali se je pred 
sprejemom zgodil iztek časovnika za ponovno oddajo T oz. od vrednosti zastavice rIztek 
preide oddajnik pri rIztek = 1 neposredno v fazo 1 prikazano na sliki 29 a) za stanje 'window 
is not full' oz. 'window is full' in na sliki 29 b) za stanje 'trasnmitting'. V tem primeru ne bo 
osvežitve konstante Tout časovnika T za ponovno oddajo in bo zastavica rIztek ničlirana. 
Postavljena zastavica rIztek = 0 pomeni da prispela potrditev ne potrjuje ponovno oddanega 
segmenta po izteku časovnika T. Oddajnik preveri v tem primeru ali je inkrementirana 
številka ure, ki predstavlja sekvenčno številko segmenta, pri oddaji katerega je bil časovnik T 
postavljen manjša vrednost kot je potrditvena številka Vspr. Če je izpolnjen pogoj Vspr > 
st_ure + 1, oddajnik vstavi časovnik T, kar evidentira z zastavico rT = 0. Potem na osnovi 
zabeleženih simulacijskih časov ob prejšnji postavitvi časovnika in ob sprejemu potrditve 




















Err = M - A
A = A + g*Err
Err > 0 Err = (-1)*Err
D=D+h*(Err–D)







FR v WNF in WF_1
Vzac = Vspr
rCA = 1
FlightSize = Vodd - Vzac
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A = A + g*Err
Err > 0 Err = (-1)*Err
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FastRecov v WNF in WF_1 FastRecov v TR_1
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                                                      (a)                                                                                                                (b) 
 
Slika 29: Faza1 hitrega okrevanja v stanju a) 'window is / not full' b) 'transmitting' 
 
Na osnovi meritve obhodnega časa M in parametrov Err, D, A, g in H izračuna novo časovno 
konstanto Tout, ki je navzgor omejena z Toutmax. Po preverjanju zastavice rIztek sledi 
prehod v fazo 1 algoritma hitrega okrevanja. Tukaj bo oddajnik na osnovi minimuma med 
širino sprejemnega okna Wspr in velikosti zamašitvenega okna cwnd določil širino oddajnega 
okna Wodd. Potem ko ugotovi vrednost parametra Flightsize bo na osnovi primerjanj z 
vrednostjo Wodd določil končno, trenutno širino oddajnega okna Wtren. Iz stanj 'window is 
not full' preide oddajnik v stanje 'window is full' ali pa ostane v istem stanju, kar je odvisno od 
vrednosti Wtren. Podobno je možno da ostane v stanju 'window is full', če je v tem stanju 
sprejel potrditev ali pa preide v stanje 'window is not full'. V primeru prehoda v stanje 
'window is not full' oz. pri Wtren > 0 sledi oddaja dovoljenja PERM oddajnemu uporabniku 
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po sprejemu katerega oddajni uporabnik odda novo zahtevo po oddaji REQ(sdu). Sprejem 
nove zahteve in oddaja segmenta pa v primeru da časovnik T ni postavljen pomenita njegovo 
postavljanje in tudi novo vrednost parametra st_ure. Če je oddajno okno trenutno polno oz. 
Wtren = 0, je samo evidentirano ali je časovnik T postavljen in če ni ali so še oddani segmenti 
zaradi katerih ga je treba postaviti. Če je oddajnik v stanju 'transmitting', potem ostane v istem 
stanju in v primeru Wtren > 0 ne pošilja dovoljenj. Preveri pa ali je časovnik T postavljen ne 
glede na vrednost Wtren.  
 
5.1.3.5          Faza izogibanja zamašitvam  
 
Faza izogibanja zamašitvam CA sledi za fazo hitrega okrevanja FR. Zastavica rCA je 
postavljena in potrditev pravilno sprejetega segmenta bo obravnavana kot na sliki 30 za 
oddajnik v stanjih 'window is not full' oz. 'window is full' in na sliki 31 za oddajnik v stanju 
'transmitting'. Čeprav vsaka potrditev potrjuje pravilen sprejem enega segmenta, TCP 
uporablja kumulativne potrditve. Lahko da je kakšna potrditev bila izgubljena ali pa se 
zgodijo izgube posameznih segmentov in zato po ponovni oddaji izgubljenega segmenta 
naslednja potrditev potrjuje vse do takrat pravilno sprejete segmente. Takrat je pomembno 
koliko pravilno sprejetih segmentov potrjuje prispela potrditev. Za krmiljenje začetka 
drsečega okna v odvistnosti od števila potrjenih pravilno sprejetih segmentov je uporabljena 
zanka tipa while, pri kateri se povečuje vrednost števca Vzac, ki predstavlja levi konec 
drsečega okna dokler se ne izenači s sekvenčno številko naslednjega pričakovanega segmenta 
pri sprejemniku Vspr. Vsakič, ko se zanka izvede, se poveča tudi vrednost realnega parametra 
Cwnd ki predstavlja širino zamašitvenega okna, v simulatorju podano v segmentih. Cwnd se 
poveča po izrazu Cwnd = Cwnd + 1 / Cwnd. Po osvežitvi Cwnd je uporabljena enakost cwnd 
= Cwnd. Ko povečanje Cwnd doseže vrednost enega segmenta, se poveča tudi celoštevilska 
vrednost parametra cwnd za 1. Ta predstavlja dejansko zamašitveno okno in je podana v 
segmentih. Pri prirejanju vrednosti tipa real (float v C) celoštevilski spremenljivki (int v C) 
kot je izvedeno pri izrazu cwnd = Cwnd bo vrednost parametra Cwnd zaokrožena navzdol [9]. 
Na ta način je omogočeno v približku linearno povečevanje zamašitvenega okna ob sprejemu 
potrditev po pravilnem prenosu. Osvežena je vrednost parametra PrejPotr in določeno število 
segmentov FlightSize. Če se je pred sprejemom potrditve zgodil iztek časovnika T in velja 





















Err = M - A
A = A + g*Err
Err > 0
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CongAvoid v WNF in WF_1
cwnd = Cwnd
 
Slika 30: Faza izogibanja zamašitvi v stanju 'window is not full' oz. 'window is full' 
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Cwnd = Cwnd + 1 / Cwnd
Vzac=Vzac+1
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CongAvoid v TR_1CongAvoid v WNF in WF_1
                           (a)                                                                                                             (b) 
 
Slika 32: Faza1 izogibanja zamašitvi v stanju a) 'windows is / not full' b) 'transmitting' 
 
Če je bila zastavica rIztek = 0, bo oddajnik preveril ali izpolnjuje pogoj za osvežitev časovne 
konstante Tout časovnika T. Izpolnjen pogoj Vspr ≥ st_ure + 1 pove da se potrditev s 
sekvenčno številko Vspr nanaša tudi na segment, ob oddaji katerega je časovnik bil 
postavljen. Številka časovnika st_ure je številka takrat oddanega segmenta. Ob izpolnjenem 
pogoju bo oddajnik resetiral časovnik T. Osvežitev časovne konstante Tout zahteva meritev 
obhodnega časa M kot razliko simulacijskih časov CasOdhoda in CasPrihoda. Prvi 
simulacijski čas je zabeležen ob oddaji segmenta in drugi ob sprejemu ustrezne potrditve. 
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Sledi izračun napake Err med povprečeno A in merjeno vrednostjo M, ter izračun 
povprečenega odstopanja D. Nova vrednost konstante Tout je navzgoraj omejena z vrednostjo 
Toutmax. Potem preide oddajnik v fazo 1 izvajanja algoritma izogibanja zamašitvi. Prikazana 
je na sliki 32 a) za oddajnik v stanju 'window is not full' oz. 'window is full' in na sliki 32 b) 
za oddajnik v stanju 'transmitting'. V fazi 1 ne glede v katerem stanju se oddajnik nahaja je 
prvo določana trenutna širina oddajnega okna Wtren kot razlika med širino oddajnega okna 
Wodd in število segmentov v omrežju FlightSize. Wodd je minimum med širino 
zamašitvenega okna cwnd in širino sprejemnega okna Wspr. Pri Wtren > 0 oddajnik iz stanja 
'window is full' preide v stanje 'window is not full' oz. ostane v stanju 'window is not full' če 
se je v tem stanju že nahajal v času sprejema potrditve. Podobno preide oz. ostane v stanju 
'window is full' pri Wtren = 0. Če se oddajnik nahaja v stanju 'transmitting', tam ostane do 
izteka časovnika Tseg. Ne glede na stanje je izračunana nova vrednost Wtren in je postavljen 
časovnik T v primeru da ni bil prej postavljen in so istočasno še kakšni segmenti v omrežju, ki 
niso bili potrjeni. V stanju 'window is not full' lahko oddajnk pošlje oddajnemu uporabniku 
dovoljenje PERM za novo zahtevo po oddaji. V primeru da je Wtren > 0 in oddajnik pošlje 
dovoljenje PERM, ne bo preverjal ali je časovnik T postavljen. Ta korak bo opravil ob oddaji 
novega segmenta.  
 
5.1.3.6          Faza počasnega zagona  
 
Oddajnik izvaja algoritem počasnega zagona če prej navedeni pogoji na slikah 21 a) in 21 b) 
niso bili izpolnjeni. Na sliki 33 je prikazan sprejem potrditve v fazi izvajanja algoritma 
počasnega zagona v stanjih 'window is not full' in 'window is full' in na sliki 34 v stanju 
'transmitting'. Eksponencijalno povečevanje zamašitvenega okna ob sprejemu potrditev za 
pravilen prenos značilno za fazo počasnega zagona je izvedeno z povečanjem širine 
zamašitvenega okna cwnd za en segment kar pomeni da ob potrditvi, ki se nanaša na pravilen 
in uspešen sprejem enega segmenta sprosti oddajnik eno zasedeno lokacijo v oddajnem 
zamašitvenem oknu in istočasno poveča zamašitveno okno cwnd za 1, saj so širine oken 
podane v segmentih. Na enak način je povečan tudi parameter Cwnd. Kot je že povedano 
Cwnd predstavlja širino zamašitvenega okna podano kot realno število. Ker so potrditve 
kumulativne in lahko potrjujejo pravilen in uspešen sprejem več segmentov naenkrat, je treba 
ustrezno številu potrjenih segmentov premakniti začetek drsečega okna Vzac oz. njegov levi 
konec pri oddajniku in povečati zamašitveno okno cwnd kot je povedano. Za kumulativne 
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SlowStart v WF in WNF_1
cwnd = cwnd + 1
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Slika 34: Faza počasnega zagona v stanju 'transmitting' 
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Zanka se izvaja dokler Vzac ne dosegne vrednosti Vspr oz. se začetek okna in številka 
potrjenega segmenta ne izenačita. Ta pogoj omogoča premik levega konca drsečega okna do 
vključno zadnjega pravilnega segmenta oštevilčenega z Vspr – 1. Ob vsakem prehodu skozi 
zanko se cwnd in tudi Cwnd povečata za en segment. Ker gre za potrditev pravilnega in 
uspešnega sprejema in ne za ponovljene potrditve, je z vrednostjo Vspr osvežen parameter 
PrejPotr.Parameter Prej Potr je uporabljen za ugotavljanje ali je sprejeta potrditev bila 
ponovljena. Če so se zgodile ponovljene potrditve, katerih število je manjše kot tri je števec 
ponovljenih potrditev PonPotr resetiran. Na ta način je preprečeno da se ponovljene potrditve 
za različne segmente nabirajo in pride do nepotrebne ponovne oddaje po treh ponovljenih 
potrditvah. Potem, ko je določil vrednost spremenljivke FlightSize, oddajnik ugotavlja na 
osnovi vrednosti zastavice rIztek ali se je mogoče pred sprejemom te potrditve zgodil iztek 
časovnika T za ponovno oddajo. Če se je zgodil iztek časovnika za ponovno oddajo T, kar je 
evidentirano z postavljeno zastavico rIztek = 1 bo oddajnik izvajal fazo 1 algoritma počasnega 
zagona. Faza 1 algoritma počasnega zagona za oddajnik v stanju 'window is not full' in 
'window is full' je prikazana na sliki 35 a) in na sliki 35 b) za oddajnik v stanju 'transmitting' v 
času izvajanja algoritma počasnega zagona. Če je bila postavljena pred preverjanjem 
zastavica rIztek = 1, potem je v fazi 1 zastavica ničlirana. V primeru da je zastavica pred 
preverjanjem bila rIztek = 0, oddajnik bo če je številka potrditve Vspr večja od 
inkrementirane vrednosti številke ure pri kateri je bil časovnik T postavljen izvajal osvežitev 
časovne konstante Tout časovnika T. Oddajnik v tem primeru vstavi časovnik, kar evidentira 
tudi z zastavico rT = 0. Potem na osnovi zabeleženih simulacijskih časov ob oddaji postavitvi 
časovnika pri oddaji segmenta in ob sprejemu ustrezne potrditve izračuna oz. izmeri čas M. 
Na osnovi meritve obhodnega časa M in parametrov Err, D, A, g in H izračuna nova časovna 
konstanta Tout, ki je navzgor omejena z Toutmax. Na enak način kot v primeru algoritma 
izogibanja zamašitvi tudi tukaj je izračunana nova vrednost Tout. V fazi 1 oddajnik preveri ali 
je nova, povečana vrednost zamašitvenega okna cwnd dosegla pragovno vrednost sstr Če je, 
oddajnik preide v fazo izvajanja algoritma izogibanja zamašitvi. To je evidentirano z 
zastavicama rSS = 0 in rCA = 1. Sledi določanje nove vrednosti trenutne širine oddajnega 
okna Wtren kot razlike med širino oddajnega okna Wodd in številom segmentov ki se 
nahajajo v omrežju FlightSize. Širina oddajnega okna Wodd je minimum med zamašitvenim 
oknom cwnd in širino sprejemnega okna Wpsr. Možen je prehod iz stanja 'window is not full' 
v stanje 'window is full' če je Wtren = 0. Pri Wtren > 0 ostane oddajnik v stanju 'window is 
not full'. Podobno je v stanju 'window is full' iz katerega izide oddajnik v primeru Wtren > 0. 
Pri prehodu v stanje 'window is not full' sledi oddaja dovoljenja PERM za novo zahtevo po 
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oddaji. Če je oddajnik v stanju 'transmitting'pa ni odaje dovoljenja PERM tudi ne pri Wtren > 




























































SlowStart v WF in WNF_1 SlowStart v TR_1
     
                            (a)                                                                                                                 (b) 
 
 




5.1.3.7          Iztek časovnika T za ponovno oddajo  
 
Na sliki 36 je prikazan iztek časovnika T za ponovno oddajo. Po izteku bo ponovno oddan 
najstarješi oddani in nepotrjeni segment oštevilčen z Vzac. Iztek pomeni za oddajnik da so se 
nekje v omrežju zgodile zamašitve, katerih posledica so izgube segmentov. Oddajnik se 
odziva kot go-back-n protokol in ponovno odda vse segmente, za katere pričakuje da so bili 
izgubljeni. To so segmenti, ki so bili oddani in so še nepotrjeni. Oddajnik ob sprejemu 
potrditev za pravilen sprejem poskuša osvežiti vrednost časovne konstante Tout časovnika T 
in na ta način preprečiti da se bo časovnik T iztekel prezgodaj ali prepozno kar je mogoče če 
so vmesne čakalne vrste obremenjene in so posledično podaljšani obhodni časi. Iztek je 
evidentiran z zastavicama rT = 0 in rIztek = 1. Zastavica rIztek pove oddajniku da se je zgodil 
iztek časovnika za ponovno oddajo. Uporabljena je kasneje, ko po ponovni oddaji 
manjkajočega segmenta ali segmentov oddajnik dobi potrditve o uspešnem prenosu 
segmentov. Če ne bi bilo izteka časovnika T, bi takrat oddajnik osvežil vrednost časovne 
konstante Tout. Ker pa je zastavica rIztek v tem primeru postavljena, oddajnik potem ne bo 
osveževal vrednosti Tout ne glede na uspešen prenos segmentov. Preden odda prvi segment, 
bo oddajnik ničliral zastavice rSS in rCA, ki povedo če se je oddajnik v času izteka nahajal v 
fazi izvajanja algoritma počasnega zagona ali izogibanja zamašitvi. Določil bo število 
segmentov, ki so bili oddani v omrežje in nepotrjeni FlightSize. Postavljena bo vrednost 
zamašitvenega okna cwnd na 1, dokler je pragovna vrednost sstr postavljena na polovico 
vrednosti Flightsize oz. najmanj 2. Ustrezno cwnd bo postavljen tudi parameter Cwnd, realno 
število, ki pove širino zamašitvenega okna v segmentih. Uporabljen bo pri lineranem 
povečevanju zamašitvenega okna v fazi izogibanja zamašitvi, ki sledi za fazo počasnega 
zagona postavljeno po izteku časovnika in po ponovni oddaji najstarejšega nepotrjenega 
segmenta. Časovna konstanta Tout časovnika T je podvojena, saj oddajnik pričakuje da 
segmenti potujejo dalj časa zaradi obremenjenosti vmesnih točk. Vrednost Tout je navzgoraj 
omejena z Toutmax. Segment z podatkoma sdu_posl in Vposl je oddan in je bil postavljen 
časovnik T, kar je evidentirano z zastavico rT = 1. Postavljen je tudi časovnik Tseg za oddajo 
segmenta in preide oddajnik v stanje 'transmitting'. Vrednosti parametrov Wodd in Wtren sta 
nič in ne bo oddaje novih segmentov dokler ne prispe potrditev, ki se nanaša na pravilen 
sprejem ponovno oddanega segmenta. Oddajnik po ponovni oddaji po izteku časovnika T 
izvaja algoritem počasnega zagona, kar evidentira z zastavico rSS = 1. Če se iztek časovnika 
T zgodi ko se oddajnik nahaja v stanju 'transmitting', potem je ta dogodek postavljen na 
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čakanje. Ker se je časovnik T iztekel, bo pri ponovni oddaji segmenta zabeležena vrednost 























cwnd = Cwnd = 1
















Slika 36: Iztek časovnika T za ponovno oddajo 
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Obhodni čas bo evidentiran šele po sprejemu potrditve za segment, ki ni bil ponovno oddan. 
Razlog zakaj ne bo Tout osvežen že po prvi sprejeti potrditvi za pravilen prenos je da 
oddajnik ne ve ali se potrditev nanaša na segment, za katerega pričakuje da je bil izgubljen ali 
pa na ponovno oddani segment. V ta namen je bila postavljena zastavica rIztek. 
 
 
5.1.3.8          Iztek časovnika Tseg za oddajo segmenta 
 
Iztek časovnika Tseg za oddajo segmenta pomeni da je oddajnik končal oddajo, kar je 
evidentirano z zastavico rTseg = 0. Iztek je prikazan na sliki 37. Oddajnik na osnovi pogoja 
ali je zastavica r3PP bila postavljena ob izteku časovnika Tseg prvo preveri če se je medtem, 
ko je oddajnik bil v stanju 'transmitting' zgodil sprejem treh ponovljenih potrditev, ki zahteva 
ponovno oddajo manjkajočega segmenta. Če je zastavica postavljena r3PP = 1, bo oddajnik 
ponovno postavil časovnik Tseg in oddal segment z podatkoma IPDU(sdu3pp, V3pp). V tem 
primeru je ničlirana zastavica r3PP in končana faza hitre ponovne oddaje, ki se je začela prej 
ko je oddajnik bil v stanju 'transmitting'. Če je zastavica r3PP že na začetku bila nič, potem 
oddajnik preide iz stanja 'transmitting' v stanje 'window is not full' ali pa v stanje 'window is 
full'. Prehod je odvisen od tega ali je Wtren > 0. V stanju 'window is not full' bo oddajnik 























5.1.4        Sprejemnik 
 
Proces sprejemnika receive se nahaja lahko v stanjih 'wait' in 'transmitting'. Sprejemnik lahko 
sprejema segmente v vrstnem redu, izven vrstnega reda ali pa izven sprejemnega okna. V 
simulacijskem modelu je končni spomin pri sprejemniku predstavljen s širino sprejemnega 
okna Wspr. Wspr pove koliko segmentov izven vrstnega reda lahko sprejme sprejemnik 
preden dobi iskani segment. Širina sprejemnega okna v segmentih je enaka w oz. optimalni 
širini drsečega okna oz. je enaka količini podatkov, ki se lahko nahaja na prenosni poti 
definirani z konkretno vrednostjo obhodnega časa RTT in hitrosti prenosa R. Stanje 
''transmitting' pomeni da sprejemnik oddaja potrditev za pravilno sprejeti segment ali segment 
sprejet izven vrstnega reda ali segment sprejet izven sprejemnega okna. Sprejemnik preide v 
stanje 'transmitting' iz stanja 'wait'. Čas v katerem se sprejemnik nahaja v stanju 'transmitting' 
je definiran z časovno konstanto časovnika za oddajo Tout, ki je enaka času oddaje potrditve 
oz. segmenta Ti pri danih R in LS. Po izteku časovnika preide sprejemnik v stanje 'wait'.  
 
5.1.4.1          Inicijalizacija 
 
Proces sprejemnika v fazi inicijalizacije je na sliki 38. V fazi inicijalizacije so postavljene 
začetne vrednosti spremenljivk, ki omogočajo nadzor pretoka podatkov, spremenljivk ki 
regulirajo postavljanje časovnika T za oddajo potrditve in spremenljivk uporabljenih v zanki 
za sproščanje zasedenih lokacij:  
 
 Spremenljivka sdu bo sprejela vrednost podatka prenašanega v segmentu IPDU(sdu, 
Vodd). 
 Vspr je sekvenčna številka segmenta, ki ga sprejemnik naslednjega pričakuje pri 
sprejemu. Predstavlja levi konec drsečega okna pri sprejemniku in se ob sprejemu 
pričakovanega segmenta premika naprej oz. v desno.  
 Vpod je spremenljivka, ki omogoča izvajanje zanke pri sprejemniku z namenom 
določanja števila zasedenih lokacij in s tem tudi trenutne širine sprejemnega okna. 
Zanka tipa while uporabljena je v primerih sprejema segmenta izven vrstnega reda ali 
izven sprejemnega okna. 
 Vzac je številka najstarejšega sprejetega segmenta. Po sprejemu sporočila ANS od 
sprejemnega uporabnika userr se Vzac poveča za en segment, kar pomeni premik 
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začetka drsečega okna pri sprejemniku naprej  oz. v desno. Predstavlja levi konec 
sprejemnega okna. 
 Vodd je sekvenčna številka sprejetega segmenta. Na osnovi primerjanj Vodd in Vspr 
je mogoče ugotoviti za kakšno vrsto sprejema gre. 
 Wspr je razpoložljiva širina sprejemnega okna v segmentih in je maksimalno enaka 
Wspr = w. Vrednost Wspr sprejemnik sporoči oddajniku v potrditvah. 
 Tout je časovna konstanta časovnika T, ki je postavljen ob začetku oddaje potrditve. 

























 Zastavica rT je postavljena ob začetku oddaje potrditve in prehodu v stanje 
'transmitting'. Po končani oddaji je ničlirana. 
 Zastavica rPotr je postavljena v stanju 'transmitting' v primeru prihoda segmenta izven 
vrstnega reda ali izven sprejemnega okna. V teh primerih naj bi sprejemnik takoj 
oddal potrditev s sekvenčno številko pričakovanega segmenta, mora pa počakati na 
iztek časovnika T. Če je ob izteku časovnika T postavljena zastavica rPotr = 1, sledi 
takojšnja oddaja potrditve in prehod v stanje 'transmitting'.  
 Zastavica r[i] označi zasedenost lokacije za določen segment. Pri večkratnem izvajanju 
simulacije je uporabljena for zanka za ničliranje zastavice za vse oddane segmente.  
 
5.1.4.2          Sprejem segmenta 
 
Na sliki 39 je prikazana specifikacija procesa sprejemnika v primeru sprejema segmenta v 















Sprejem izven vrstnem redu






Slika 39: Sprejem segmenta IPDU v stanju 'wait' 
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Sprejem segmenta je mogoč v obeh stanjih. Glede na vrednost parametra Vodd oz. sekvenčne 
številke sprejetega segmenta so možni trije primeri sprejema: V vrstnem redu, izven vrstnega 
reda in izven sprejemnega okna. Ob prihodu segmenta IPDU(sdu, Vodd) v stanju 'wait' 
sprejemnik preveri za kakšen sprejem gre. Če je prispel segment izven sprejemnega okna, bo 
sprejemnik poslal potrditev, ki se nanaša na pričakovani segment in prispeli segment bo 
zavržen. To bi bil sprejem izven sprejemnega okna. Če je sprejet segment, ki sodi v 
sprejemno okno oz. sta izpolnjena istočasno pogoja Vodd ≥ Vspr in Vodd ≤ Vspr + w, kjer je 
w maksimalna širina sprejemnega okna bo sprejemnik preveril ali je sprejeti segment tisti, ki 
ga naslednjega pričakuje pri sprejemu oz. ali je izpolnjena enakost Vodd = Vspr.  V primeru 
da je, sprejemnik izvaja proceduro normalnega sprejema in potem preide v stanje 'wait'. Če 
enakost Vodd = Vspr ni izpolnjena, gre za sprejem segmenta izven vrstnega reda. Sprejemnik 
izvaja proceduro sprejema izven vrstnega reda in potem odda potrditev za segment, ki ga 
naslednjega pričakuje. Po sprejemu segmenta v stanju 'transmitting' sprejemnik prvo preveri 





















Sprejem izven vrstnem redu
Sprejem v vrstnem redu
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Če je izpolnjen pogoj, potem tako kot v prejšnjem primeru sprejemnik ugotavlja za kakšno 
vrsto sprejema gre. Ker se nahaja v stanju 'transmitting', tam tudi ostane do izteka časovnika T 
ne glede na procedur, ki jo bo izvajal ob sprejemu. V primeru sprejema izven sprejemnega 
okna ali izven vrstnega reda bo postavil zastavico rPotr = 1. Ta zastavica pove sprejemniku da 
po izteku časovnika T ima za oddati potrditev kot posledico sprejema nepričakovanega 
segmenta.  
 
5.1.4.2.1           Sprejem segmenta v vrstnem redu 
 
Po sprejemu pričakovanega segmenta oz. pri pogoju Vodd = Vspr sledi izvajanje procedure 










Sprejem v vrstnem redu




Slika 41: Sprejem segmenta v pravilnem vrstnem redu 
 
Z zastavico r[Vodd] = 1 je evidentirana zasedenost te lokacije in je zmanjšana širina 
razpoložljivega sprejemnega okna Wspr za en segment. Sprejemnik prebere podatek iz 
segmenta in ga v sporočilu IND(k) pošlje sprejemnem uporabniku userr. Lahko da je ravno 
sprejeti segment prej manjkal pri sprejemu in zdaj, ko se pri sprejemniku že nahaja več 
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segmentov zaporedoma in pravilno sprejetih, bo sprejemnik oddal več zaporednih sporočil 
IND(k). S tem namenom je uporabljena zanka tipa while, ki se izvaja dokler so še kakšne 
zasedene lokacije oz. dokler je r[k] = 1. Prvič, ko sprejemnik naide na prosto lokacijo oz. da 
pogoj r[k] = 1 ni izpolnjen, se zanka vstavi. Na ta način so poslani podatki iz zaporedoma in 
pravilno sprejetih segmentov proti sprejemnem uporabniku. Vsakič, ko se izvaja zanka, je 
inkrementiran tudi števec Vspr = Vspr + 1. Sekvenčna številka Vspr kaže na naslednji 
pričakovani segment in tudi na desni konec drsečega okna. Tukaj je ob vsakem izvajanju 
zanke desni konec premaknjen naprej za eno lokacijo. Lokacije s podatki ostanejo zasedene 
dokler sprejemni uporabnik ne prebere podatkov in o tem obvesti sprejemnik. Sprejemnik po 
sprejemu pričakovanega segmenta ostane v istem stanju tudi po sprejemu. 
 
5.1.4.2.2           Sprejem signala izven vrstnega reda 
 
Sprejem segmenta izven vrstnega reda pomeni da njegova sekvenčna številka ne ustreza 
številki pričakovanega segmenta oz. ni izpolnjen pogoj Vodd = Vspr. Sprejemnik izvaja 
proceduro sprejema izven vrstnega reda prikazano na sliki 42. Postavljena zastavica r[Vodd] 
= 1 označi lokacijo kot zasedeno. S pomočjo zanke tipa while je ugotovljena trenutna 
razpoložljiva širina sprejemnega okna Wspr. Med izvajanjem zanke spremenljivka Vpod 
zavzame različne vrednosti od Vzac, ki predstavlja začetek drsečega okna pri sprejemniku do 
Vzac + w, ki predstavlja konec drsečega okna. Pri tem je w maksimalna širina sprejemnega 
okna v segmentih. Trenutna širina sprejemnega okna Wspr je pred izvajanjem zanke 
postavljena na maksimalno vrednost w. Pri vsakem prehodu skozi zanko bo za ustrezno 
lokacijo Vpod preverjeno ali je ta zasedena z pogojem r[Vpod] = 1. Če je lokacija zasedena, 
je celotna razpoložljiva širina okna Wspr zmanjšana za 1. Potem se pri povečani vrednosti 
števca Vpod = Vpod + 1 postopek ponovi. Če se sprejemnik nahaja v stanju 'wait', sledi 
takojšnja oddaja potrditve. Postavljen bo časovnik za oddajo potrditev T in zastavica rT. Ob 
začetku oddaje je poslana potrditev ACK(Wspr, Vspr) s sekvenčno številko segmenta, ki ga 
sprejemnik pričakuje naslednjega v vrstnem redu in trenutno razpoložljivo širino sprejemnega 
okna Wspr. Sprejemnik preide v stanje 'transmitting'. Če se je ob sprejemu tega segmenta že 
nahajal v stanju 'transmitting', potem mora počakati na iztek časovnika T in po njegovem 
izteku oddati ponovljeno potrditev. Zato je postavljena zastavica rPotr = 1 pri sprejemu 
segmenta izven vrstnega reda in v stanju 'transmitting'. Po izteku časovnika T in postavljeni 
zastavici rPotr sledi takojšnja oddaja ponovne potrditve. Drugače je procedura sprejema 
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segmenta izven vrstnega reda enaka ne glede na to ali se sprejemnik nahaja v stanju 'wait' ali 















Sprejem izven vrstnega redu
Izhod iz Sprejem izven vrstneg redu
 
 
Slika 42: Sprejem segmenta izven vrstnega reda 
 
5.1.4.2.3           Sprejem segmenta izven sprejemnega okna 
 
Sprejem segmenta znotraj sprejemnega okna določata pogoja Vodd ≥ Vspr in Vodd ≤ Wspr + 
w. Če pogoja nista izpolnjena sledi oddaja potrditve s sekvenčno številko pričakovanega 
segmenta. Sprejem je mogoč v stanjih wait' in 'transmitting'. Sledi prehod v stanje 
'transmitting' iz stanja 'wait' zaradi oddaje ponovljene potrditve in v primeru sprejema izven 
sprejemnega okna. Če je segment izven sprejemnega okna sprejet v stanju 'transmitting', je 
postavljena zastavica rPotr = 1 in bo potrditev oddana po izteku časovnika T.  
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5.1.4.3          Sprejem odgovora 
 
Ko sprejemni uporabnik userr prebere podatek, ki mu ga je v sporočilu IND(k) poslal 
sprejemnik, odgovori s sporočilom ANS. Sprejem ANS je mogoč v stanjih 'wait' in 





















   (a)                                                                      (b) 
 
Slika 43: Sprejem sporočila ANS v stanju a) 'wait' b) 'transmitting' 
 
V obeh primerih gre za sporočilo, ki pove sprejemniku da je sprejemni uporabnik prebral en 
podatek in temu ustrezno je lahko lokacija označena z zastavico r[Vzac] = 1 ničlirana. Ker je 
prvo prebran najstarejši sprejeti podatek iz segmenta s številko Vzac, je števec Vzac 
inkrementiran oz. povečan za korak 1. S tem je začetek drsečega okna pri sprejemniku oz. 
njegov levi konec premaknjen naprej za eno lokacijo. Tudi razpoložljiva širina sprejemnega 
okna Wspr je povečana za 1 oz. en segment. V stanju 'wait' sprejemnik po sprejemu sporočila 
ANS pošlje potrditev v kateri sporoči oddajniku novo, povečano širino sprejemnega okna. 
Postavljen je časovnik T in preide sprejemnik v stanje 'transmitting'. Če je sprejemnik že v 
stanju 'transmitting', pa evidentira premik drsečega okna in povečanje Wspr, ter postavi 
zastavico rPotr = 1. Na osnovi postavljene zastavice rPotr bo sprejemnik po izteku časovnika 
T oddal potrditev z osveženimi vrednostimi parametrov Wspr in Vspr. 
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5.1.4.4          Iztek časovnika T  
 
Iztek časovnika T postavljenega ob začetku oddaje potrditve pomeni da je oddaja potrditve 
končana. Prikazan je na sliki 44. Čas oddaje potrditve je enak Ti. Zastavica, ki označi stanje 
oddaje rT je ničlirana. Iztek pomeni prehod iz stanja 'transmitting' v stanje 'wait' pri pogoju 
rPotr = 0. Ob postavljeni zastavici rPotr = 1, kar se lahko zgodi v primeru sprejema segmenta 
izven vrstnega reda in/oz. izven sprejemnega okna ali pa sporočila ANS dokler se sprejemnik 
nahaja v stanju 'transmitting' sledi oddaja zakasnjene potrditve. Zastavica rPotr je ničlirana, 
postavljen je časovnik T, zastavica rT = 1 in sledi oddaja potrditve, v kateri sta širina 
sprejemnega okna Wspr in sekvenčna številka pričakovanega segmenta Vspr. Sprejemnik 
oddaja potrditve ko dobi sporočilo ANS, na osnovi katerega ve da je sprejemni uporabnik 



















Slika 44: Iztek časovnika T za oddajo potrditve 
 
5.1.5         Čakalna vrsta 
 
Čakalna vrsta CV ima končen spomin oz. število lokacij na katere lahko sprejema segmente 




5.1.5.1          Inicijalizacija čakalne vrste 
 
Specifikacija procesa čakalne vrste v fazi inicijalizacije je prikazana na sliki 45. Pri 




Vodd, Vposl = 0
WAIT
CV[n] = 0






Slika 45: Inicijalizacija čakalne vrste 
 
Števci segmentov so Vodd za prihajajoči segment in Vposl za poslani segment. Prenašani 
podatek je vrednost parametra sdu. Krmiljenje premikov znotraj čakalne vrste je izvedeno z 
parametri ZacLok za prvo zasedeno lokacijo in z KonLok za zadnjo zasedeno lokacijo. 
Parameter BrojZasLok pove koliko je trenutno zasedenih lokacij v čakalni vrsti. Ob 
inicijalizaciji je enak nič. Spremenljivka n je uporabljena pri zanki tipa for za njeno večkratno 
izvajanje dokler niso vrednosti na vseh lokacijah CV[n] postavljene na nič.  
 
5.1.5.2          Sprejem segmentov 
 
Čakalna vrsta deluje po pravilih FIFO oz. prvi sprejeti segment bo prvi oddan naprej. Ker je 
čas med zaporednima oddajama bremenskih segmentov naključen, se lahko zgodi v primeru 
velikega števila prihajajočih bremenskih segmentov da novi prispeli segment IPDU ali 
bremenski segment ne more biti sprejet saj so vse lokacije že zasedene. Na sliki 46 je prikazan 
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Slika 46: Sprejem segmentov IPDU in BREME v stanju 'wait' 
 
Ob vpisu podatka se števec KonLok, ki kaže na naslednjo prosto lokacijo poveča za ena oz. 
pokaže na naslednjo prosto lokacijo. Ker po prihodu segmenta čakalna vrsta ima vsaj en 
segment za oddati, je takoj postavljen časovnik za oddajo D in čakalna vrsta preide v stanje 
'transmitting'. V času Ti oz. dokler se časovnik D ne izteče oddaja čakalna vrsta najstarejši 
sprejeti segment. Dejansko bo segment oddan ob izteku časovnika D, kot je prikazano na sliki 
47. Odvisno od tega, kakšen segment se nahaja na toj lokaciji, bo oddan IPDU ali pa 
bremenski segment. Ker je število razpoložljivih lokacij L končno, je za označevanje 
naslednje proste lokacije uporabljen krožni pomikalni register. Princip delovanja je  naslednji: 
Prvi sprejeti segment zasede prvo prosto lokacijo označeno z KonLok, potem se števec 
KonLok poveča za ena. Čakalna vrsta ima na raspolago L lokacij. Spremenljivka KonLok 
lahko zavzame vrednosti od 0 do L-1. Ko doseže vrednost L-1, preskoči nazaj na vrednost 0. 
To je štetje po modulu L. Pri sprejemu segmentov v stanju 'transmitting' je ugotavljano če je 
čakalna vrsta zapolnjena. To je mogoče ugotoviti z pogojem BrojProstLok > 0, se podatek iz 
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segmenta ne zapiše v nobeno lokacijo. Praktično je segment zavržen. Na ta način simuliramo 
zamašitev v vmesni čakalni vrsti in izgube zaradi zamašitve. Če so proste lokacije na 
razpolago, potem je podatek iz segmenta zapisan v prvo razpoložljivo. Številka segmenta 
Vodd je zapisana v prosto lokacijo označeno s KonLok. V primeru sprejema segmenta 
BREME je na prosto lokacijo zapisana sekvenčna številka enaka za vse bremenske segmente. 
Tukaj je to ponovno številka enaka MAX_FRAMES + 1 s katero ne more biti oštevilčen 
IPDU segment. Kot v primeru sprejema v stanju 'wait' tudi tukaj je zmanjšano število prostih 
lokacij in premaknjen števec za naslednjo prosto lokacijo KonLok po modulu štetja L. 





























Slika 47: Sprejem segmentov IPDU in BREME v stanju 'transmitting' 
 
5.1.5.3          Iztek časovnika D 
  
Po izteku časovnika D, ki se zgodi v stanju 'transmitting' sledi oddaja segmenta, ki se nahaja 
na prvi zasedeni lokaciji, označeni kot ZacLok. Iztek časovnika D je prikazan na sliki 48. 
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Slika 48: Iztek časovnika D in oddaja segmentov 
 
Če se je ob izteku časovnika D na prvi zasedeni lokaciji nahajal bremenski segment BREME, 
ta ne bo poslan v prenosni kanal chi2. Kakšen segment se nahaja na konkretni lokaciji je 
ugotovljeno z pogojem Vposl != MAX_FRAMES + 1. Na lokacijah, kjer je sprejet bremenski 
segment je vpisano realno število MAX_FRAMES + 1. Na lokacijah, jer je sprejet segment 
IPDU, je vpisana sekvenčna številka Vodd sprejetega segmenta. Ne glede na vrsto segmenta, 
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ki se nahaja na dani lokaciji označeni kot ZacLok, bo po oddaji njena vsebina ničlirana in 
povečano število prostih lokacij BrojProstLok za 1. Bremenski segmenti ne nosijo 
uporabniške informacije in so namenjeni simulaciji zamašitev v čakalni vrsti. To pomeni da 
bo njihova oddaja navidezna oz. da bo po izteku časovnika D njihova lokacija samo 
sproščena. Čas oddaje je v obeh prmerih enak Ti. Po oddaji in sproščanju zasedene lokacije 
sledi premik začetka drsečega okna pri čakalni vrsti naprej na naslednjo lokacijo. Števec 
ZacLok bo povečan za ena pri pogoju ZacLok < L - 1. Povečevanje števca ZacLok poteka po 
modulu L med vrednostima 0 in L – 1. Če zasedenih lokacij ni, kar pomeni da je broj prostih 
lokacij enak L, preide čakalna vrsta v stanje 'wait'. V primeru da so še kakšne zasedene 
lokacije, je ponovno postavljen časovnik D in preide čakalna vrsta v stanje 'transmitting'.  
 
5.1.6         Podatkovni kanal 1 
 
Na sliki 49 je prikazana inicijalizacija, sprejem in oddaja segmenta IPDU(Vodd, sdu) pri 
podatkovnem kanalu chi1. V stanju 'wait' sprejme podatkovni kanal 1 segment IPDU, ki ga je 
oddal oddajnik send. Če je simulacija izvajana v načinu 1 ali v načinu 4, bo segment poslan z 
časovno zakasnitvijo Tp proti čakalni vrsti. Tp je čas prenosa v kanalu 1. Podatkovni kanal 1 














T = TpT = Tp + Ti
 
 
Slika 49: Prenosni kanal 1: Inicijalizacija, sprejem in oddaja segmenta 
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To bi bil v približku prenosni medij, kjer ne nastanejo bitne napake zaradi neidealnosti 
fizičnih lastnosti. Če je simulacija bila izvajana v načinu 2, bo segment, ki ga je oddajnik 
poslal v prenosni kanal 1 nadaljeval svojo pot neposredno v prenosni kanal 2. Način 2 
simulacije ima za namen pokazati kako se TCP obnaša pri prenosu skozi neidealni medij z 
bitnimi napakami in brez zamašitvenih izgub. Segment je v kanalu chi1 poslan z časovno 
zakasnitvijo Ti + Tp. Povečana časovna zakasnitev upošteva čas oddaje segmentov v čakalni 
vrsti enak Ti. Na ta način so zagotovljeni enaki obhodni časi v primeru prenosa brez izgub ne 
glede na način delovanja simulacije. To je izhodišče za prenos brez izgub z učinkovitostjo η = 
1 pri pogoju w ≥ RTT[s] / Ti[s]. Dejansko bo segment oddan po izteku časovnika D, pri 
katerem je časovna konstanta T enaka Tp ali Ti + Tp. 
 
5.1.7         Podatkovni kanal 2 
 
Podatkovni kanal chi2 ob inicijalizaciji, sprejemu in oddaji segmenta IPDU(sdu, Vodd) je 
























V načinih delovanja 2 in 4 bo v prenosnem kanalu chi2 segment IPDU(Vodd, sdu) časovno 
zamaknjen za čas Tp in bodo v njem simulirane bitne napake. V načinu 1 izvajanja simulacije 
pa vnaša kanal chi2 samo časovno zakasnitev Tp. Verjetnostna funkcija Ptr v podatkovnem 
kanalu 2 v odvistnosti od dolžine segmenta LS in pogostnosti bitnih napak ber oz. skupaj v 
odvistnosti od pogostnosti okvar celih segmentov BLER in naključnega števila r zavzame 
vrednost 1 ali 0. V prvem primeru to pomeni uspešen prenos segmenta, v drugem pa 
pokvarjen segment oz. neuspešen prenos segmenta.  
 
5.1.8         Potrditveni kanal  
 
Potrditveni kanal cha tako kot podatkovni kanal chi1 vnaša le časovno zakasnitev Tp. Ob 
sprejemu potrditve ACK(Wspr, Vspr) je ta oddana naprej in pri tem je časovno zamaknjena za 

























6       Simulator WTCP 
 
W-TCP (wireless transport control protocol) je poenostavljena različica protokola TCP. 
Prilagojen je za prenos po kanalih v katerih so prisotne bitne napake. V nalogi je približek 
brezžičnega kanala z bitnimi napakami simulacija prenosa v načinu 2. Simulacija protokola 
WTCP ima za namen pokazati kako je lahko protokol TCP neučinkovit pri prenosu po 
brezžičnih kanalih predvsem zaradi uporabe mehanizmov za krmiljenje zamašitev. Temu 
ustrezno je narejena primerjava rezultatov simulacij protokolov TCP in WTCP v načinu 2. 
 
6.1        Oddajnik 
 
Pri prenosu z bitnimi napakami in brez vmesnih točk med oddajnikom in sprejemnikom kjer 
nastanejo zamašitve so odvečni mehanizmi za krmiljenje zamašitev počasni zagon, izogibanje 
zamašitvi in algoritmi hitrega okrevanja in hitre ponovne oddaje. Uporabljeni so mehanizmi 
drsečega okna, ponovne oddaje po prvi ponovljeni potrditvi in ponovne oddaje po izteku 
časovnika T. Mehanizem drsečega okna je nespremenjen, dokler sta mehanizma ponovnih 
oddaj spremenjena. Ponovna oddaja se izvaja po prvi sprejeti ponovljeni potrditvi. Čakati na 
tretjo ponovljeno potrditev, ki je lahko posledica spremenjenga vrstnega reda pri prenosu 
segmentov ali pa manjših zamašitev je tukaj nepotrebno, saj v primeru brezžičnega prenosa 
med oddajnikom in sprejemnikom brezžični kanal vnaša samo časovno zakasnitev in izgube 
nastanejo lahko kot posledica bitnih napak. Če so kakšni segmenti bili pokvarjeni in zaradi 
tega zavrženi pri sprejemniku, oddajnik se odziva že po prvi ponovljeni potrditvi. Odziv 
oddajnika na posamezne izgube je hitrejši kot pri TCP-ju. Oddajnik sprejem potrditve za 
pravilen prenos segmentov obravnava na enak način kot TCP. Na enak način izvaja algoritem 
drsečega okna in postavljanje časovnika za ponovno oddajo T. V primeru izteka časovnika T 
ponovno odda najstarejši nepotrjeni segment in po potrebi ostale že oddane segmente. Pri tem 
ne podvoji časovne konstante Tout časovnika T saj izgube ne nastanejo zaradi mogočih 
zamašitev in izteki niso posledica podaljšanih obhodnih časov.   
 
6.1.1         Inicijalizacija.  
 
Na sliki 52 je prikazana inicijalizacija spremenljivk pri oddajniku. Inicijalizacija podrazumeva 
postavljanje začetnih vrednosti parametrov potrebnih za izvajanje algoritma drsečega okna 
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kot so Vzac, Vodd, Wodd in Wtren, časovnih parametrov CasOdhod, CasPrihod, A, Err, M, h, 
st_ure, g, D, Tout in Toutseg, parametrov za obravnavo ponovljenih potrditev 
PrejsnjaPotrditev in PrejsnjePonovljenePotrditve in zastavic rIztek, rPonPotr, rT in rTseg. 
PrejsnjaPotrditev je parameter, ki vsebuje sekvenčno številko prejšnjega pravilno sprejetega 
segmenta, parameter PrejšnjePonovljenePotrditve pa sekvenčno številko segmenta, ki je že bil 




rPonPotr = rTseg = 0
st_ure = 0




 h = 0.25
 CasPrihod, CasOdhod = 0
rTiztek = rT  = 0
Wodd = Wtren = w







Slika 52: Inicijalizacija oddajnika pri WTCP 
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Zastavica rPonPotr pove oddajniku da se je v stanju 'transmitting' zgodil sprejem prve 
ponovljene potrditve. Ostali parametri, ki so tukaj navedeni imajo enak namen kot pri TCP 
protokolu oz. njegovoj simulaciji. 
 
6.1.2         Sprejem zahteve REQ 
 
Na sliki 53 je sprejem zahteve REQ(sdu) po oddaji. V stanju 'window is not full' po sprejemu 

























Slika 53: Sprejem zahteve REQ(sdu) po oddaji novega segmenta pri WTCP 
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Ob oddaji segmenta postavi časovnik za oddajo segmenta Tseg in preide v stanje 
'transmitting'. Premakne desni konec drsečega okna naprej in poveča vrednost števca Vodd za 
1. Zmanjša širino oddanega okna Wodd oz. Wtren za en segment in postavi časovnik za 
ponovno oddajo T, če ni že postavljen. Sprejem zahteve je mogoč če je trenutna širina 
drsečega okna pri oddajniku Wtren > 0. Wtren je minimum med širino oddajnega okna Wodd 
in sprejemnega okna Wspr in vrednost tega parametra je uporabljena za preprečevanje 
zamašitev pri sprejemniku. V primeru sprejema zahteve v stanju 'window is full' ali v stanju 
'transmitting' je ta postavljena v čakalno vrsto. 
 
6.1.3        Sprejem potrditve ACK 
 
Na sliki 54 a) je prikazan sprejem potrditev ACK(Wspr, Vspr) v stanjih 'window is not full' 










PonovljenaPotrditev v WNF in WF
NormalenSprejem v WNF in WF
ACK(Wspr, Vspr)
NE







Slika 54: Sprejem potrditve ACK v stanju a) 'window is / not full' b) 'transmitting' 
 
Pri WTCP je mogoč sprejem potrditve za pravilno preneseni segment ali sprejem ponovljene 
potrditve v primeru da je kakšen segment bil izgubljen oz. pokvarjen pri prenosu. Pogoj, ki ga 
oddajnik preverja po sprejemu potrditve in na osnovi katerega določi za kakšno potrditev gre 
je enakost med sekvenčno potrditveno številko Vspr in vrednostjo parametra 
PrejšnjaPotrditev, ki predstavlja prej sprejeto potrditveno številko za uspešno prenesen 
segment. Če je izpolnjena enakost Vodd = PrejsnjaPotrditev, gre za ponovljeno potrditev in 
temu ustrezno izvaja oddajnik proceduro ponovljenih potrditev. Če enakost ni izpolnjena, 
oddajnik izvaja proceduro normalnega sprejema potrditve. Ker se proceduri nekoliko 
razlikujeta odvisno od tega ali se oddajnik v času sprejema potrditve nahaja v stanju 'window 
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is not full' oz. v stanju 'window is full' ali pa v stanju 'transmitting' sta dve proceduri označeni 
odvisno od stanja v katerem se oddajnik nahaja.  
 
6.1.3.1         Sprejem potrditve za pravilen prenos  
 
Na sliki 55 je prikazan oddajnik ob sprejemu potrditve za uspešen prenos v stanjih 'window is 
not full' oz. 'window is full' in na sliki 56 za oddajnik v stanju 'transmitting'. Ker so potrditve 
kumulativne, lahko potrjujejo pravilen sprejem več segmentov naenkrat in je zaradi tega 
uporabljena zanka tipa while ob izvajanju katere se ustrezno povečuje števec Vzac. Vzac 
označi začetek oz. levi konec drsečega okna. Poleg premika levega konca je povečana širina 
oddajnega okna Wodd za en segment ob vsakem izvajanju zanke. Preverjanje pogoja za 
izvajanje zanke Vzac < Vspr pove oddajniku ali je drseče okno premaknjeno naprej ustrezno 
številu potrjenih segmentov. Če so bile kakšne ponovljene potrditve oz. je bila vrednost števca 
Ponpotr > 0, je ta števec ničliran. Osvežena je tudi vrednost parametra PrejPotr, ki pove katera 
potditev je bila zadnja sprejeta. Delovanje zastavice rIztek je enako kot pri TCP-ju. Če pred 
sprejemom te potrditve ni bilo oddaje zaradi izteka časovnika T za ponovno oddajo oz. je 
riztek = 0, potem sledi osvežitev časovne konstante Tout časovnika T. Pri rIztek = 1 pa je ta 
zastavica ničlirana in časovna konstanta Tout ne bo osvežena. V nasprotnem je časovnik 
vstavljen in je osvežena vrednost Tout, pri pogoju da se potrditev za pravilen prenos nanaša 
na segment, pri oddaji katerega je bil časovnik postavljen. Sledi prehod v fazo 1 algoritma 
sprejema potrditve za uspešen prenos, ki je prikazana na sliki 57 a) za oddajnik v stanju 
'window is not full' oz. 'window is full' in na sliki 57 b) za oddajnik v stanju 'transmitting'. 
Vrednost Wtren predstavlja minimum med širino oddajnega okna Wodd in širino sprejemnega 
okna Wspr. Odvisno od tega ali je Wtren > 0 bo oddajnik oddal dovoljene oddajnemu 
uporabniku userr za oddajo nove zahteve po oddaji REQ(sdu) in naredil prehod v stanje 
'window is not full'. Če je Wtren = 0, oddajnik ne more oddajati novih segmentov in 
posledično tudi ne odda dovoljenja za novo zahtevo. Preveri ali je časovnik T postavljen in če 
ni, ali so še kakšni segmenti v omrežju, ki niso bili potrjeni. V tem primeru postavi časovnik 
T. Ker je Wtren = 0, preide v stanje 'window is full'. Podobna procedura se ob potrditvi za 
uspešen prenos segmenta oz. normalen sprejem izvaja tudi če se oddajnik nahaja v stanju 
'transmitting'.  V tem primeru ostane oddajnik v stanju 'transmitting' tudi po sprejemu 
potrditve in določanju nove vrednosti parametra Wtren. Ker ne bo oddaje novih dovoljenj 
dokler je oddajnik v stanju 'transmitting', bo oddajnik ne glede na vrednost Wtren preveril ali 



















Err = M - A
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Err = M - A


























































                                         (a)                                                                                           (b) 
Slika 57: Faza1 sprejema potrditve v stanju a) 'window is / not full' b) 'transmitting' 
  
6.1.3.2         Sprejem ponovljene potrditve   
 
Na sliki 58 a) je prikazan sprejem ponovljenih potrditvev v stanjih 'window is not full' oz. 
'window is full' in na sliki 58 b) v stanju 'transmitting'. Kot minimum med Wodd in Wspr je 
določena trenutna širina oddajnega okna Wtren. Odddajnik preverja ali je časovnik T za 
ponovno oddajo postavljen in če ni in so istočasno pogoji za njegovo postavljanje izpolnjeni, 
ga postavi. Pogoj prejšnjePonovljenePotrditve != Vspr pove oddajniku ali je prispela potrditev 
enaka prejšnji sprejeti potrditvi. Če se oddajnik nahaja v stanju 'window is not full' ali v stanju 
'window is full' in če gre za prvo ponovljeno potrditev, sledi takojšnja ponovna oddaja 
manjkajočega segmenta na katerega se nanaša ponovljena potrditev. Postavljen je časovnik 
Tseg in oddan segment IPDU(sdu_posl, Vposl). Osvežena je vrednost 






























































                                             (a)                                                                                           (b) 
 
Slika 58: Ponovljena potrditev v stanju a) 'window is / not full' b) 'transmitting' 
 
Ob prihodu več ponovljenih potrditev z enako potrditveno številko ne bo novih ponovnih 
oddaj istega segmenta. V primeru večjih izgub pa ostane še mehanizem ponovne oddaje po 
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izteku časovnika T. Z oddajo segmenta preide oddajnik v stanje 'transmitting'. Če je prispela 
potrditev bila ponovljena več kot enkrat, potem oddajnik pri Wtren > 0 samo preide v stanje 
'window is not full' in odda dovoljenje PERM oz. pri Wtren = 0 preide v stanje 'window is 
full'. Če se oddajnik ob sprejemu prve ponovljene potrditve nahaja v stanju 'transmitting', 
potem do izteka časovnika Tseg ne more ponovno oddati iskani segment. Postavljena je 
zastavica rPonPotr = 1,  ki pove oddajniku da po izteku časovnika Tseg ima za oddati 
segment IPDU(sdu_ponpotr, Vponpotr). Osvežena je vrednost parametra 
PrejšnjePonovljenePotrditve in oddajnik ostane v končnem stanju 'transmitting'.  
 
6.1.4        Iztek časovnika T za ponovno oddajo 
 
Iztek časovnika T za ponovno oddajo je na sliki 59 a) za oddajnik v stanjih 'window is not 
full' oz. 'window is full' in na sliki 59 b) za oddajnik v stanju 'transmitting'. Po izteku 
časovnika T sledi ponovna oddaja najstarejšega oddanega in nepotrjenega segmenta, če se je 























                                                
(a)                                                                                     (b) 
 
Slika 59: Iztek časovnika T v stanju a) 'window is not full'  in 'window is full' b) 'transmitting' 
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Časovnik T je ponovno postavljen, kar je evidentirano z zastavicama rT = 1 in rIztek = 1, 
posnet je simulacijski čas pri oddaji CasOdhoda, postavljen časovnik za oddajo Tseg in oddan 
segment IPDU(sdu_posl, Vposl. Naraščanje vrednosti časovne kontante Tout je navzgor 
omejeno z vrednostjo Toutmax. Oddajnik preide v stanje 'transmitting'. Iztek časovnika T v 
stanju 'transmitting' je postavljen na čakanje.  
 
6.1.5        Iztek časovnika Tseg za oddajo segmentov 
 
Iztek časovnika Tseg je na sliki 60. Oddajnik po izteku preverja prvo ali je postavljena 
zastavica rPonPotr = 1, saj to pomeni ponovno oddajo segmenta za katerega je bila prva 
ponovljena potrditev sprejeta v času oddaje oz. pred iztekom časovnika Tseg. V tem primeru 
odda segment IPDU(sdu_ponpotr, Vponpotr), ničlira zastavico rPonPotr in postavi časovnik 
Tseg. Če je rPonPotr = 0, pa odvisno od vrednosti Wtren preide oddajnik v stanje 'window is 
















Slika 60: Iztek časovnika Tseg za oddajo segmentov 
 
6.2       Sprejemnik 
 
Pri sprejemniku pri W-TCP protokolu je mogoč sprejem pričakovanega segmenta ali 
segmenta, ki je prispel izven vrstnega reda. Sporočilo ANS pove sprejemniku da je sprejemni 
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uporabnik userr prebral en podatek in da lahko o tem sprejemnik obvesti oddajnik z oddajo 
potrditve, v kateri navede kateri je naslednji pričakovani segment. Ob oddaji potrditve po 
sprejemu sporočila ANS ali pa po sprejemu segmenta, ki ni bil pričakovan postavi sprejemnik 
časovnik T, ki določa čas oddaje potrditve ACK(Wspr, Vspr). Sprejemnik se lahko nahaja v 
stanjih 'wait' in 'transmitting'. Čas oddaje potrditve je enak času oddaje segmenta Ti.  
 
6.2.1        Inicijalizacija 
 
Na sliki 56 je inicijalizacija sprejemnika,  kjer so določene vrednosti parametrov Vspr, Vzac 












Vzac = Vodd = 0
Vpod = Vspr = 0
 
 
Slika 59: Inicijalizacija sprejemnika pri WTCP 
 
Vspr je številka naslenjega pričakovanega segmenta, Vzac številka najstarejšega sprejetega 
segmenta, Vodd številka sprejetega segmenta in Vpod je spremenljivka, ki lahko zavzame 
sekvenčne številke segmentov znotraj sprejemnega okna in je uporabljena za preiskovanje 
sprejemnega okna pri določanju števila zasedenih lokacij v primeru sprejema segmentov 
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izven vrstnega reda. Wspr predstavlja razpoložljivo širino sprejemnega okna in je maksimalno 
lahko w, Ti je čas oddaje potrditve in zastavica rT = 1 označi postavljen časovnik T za oddajo 
potrditve. Zanka tipa for je uporabljena za ničliranje zastavice r[i] = 0, ki potem označi 
lokacijo i kot prosto. 
 
6.2.2        Sprejem segmenta 
 
Sprejem segmenta IPDU(sdu, Vodd) je na sliki 60 za sprejemnik v stanju 'wait' in na sliki 61 
za sprejemnik v stanju 'transmitting'. V stanjih 'wait' in 'transmitting' je obravnava prispelega 
segmenta podobna. Ne glede v katerem stanju se nahaja, prvo kar naredi sprejemnik je 
ugotavljanje ali sprejeti segment predstavlja pričakovani segment oz. ali je to segment, ki je 
prispel izven vrstnega reda.  Na osnovi izpolnjene enakosti Vodd = Vspr, kjer je Vodd 
sekvenčna številka sprejetega segmenta in Vspr sekvenčna številka pričakovanega segmenta 
oddajnik izvaja sprejem pričakovanega segmenta. Če enakost ni izpolnjena, potem izvaja 
sprejem segmenta izven vrstnega reda. Ob sprejemu pričakovanega segmenta v stanju 'wait' 
ostane sprejemnik v istem stanju. Ob sprejemu segmenta izven vrstnega reda v stanju 'wait' pa 
preide na koncu sprejema v stanje 'tramsitting'. Če se sprejemnik v času prihoda segmenta 
nahaja v stanju 'transmitting', v istem stanju ostane ne glede na vrsto sprejema do izteka 
časovnika T za oddajo. 
 
6.2.2.1         Sprejem pričakovanega segmenta 
 
Sprejem pričakovanega segmenta je evidentiran z postavljeno zastavico r[Vodd] = 1, ki 
pomeni da je lokacija k = Vodd zasedena. Zmanjšana je širina sprejemnega okna Wspr za en 
segment. V primeru izgub segmentov pri prenosu v sprejemnem oknu lahko od prej manjka 
določen segment oz. so bili sprejeti segmenti izven vrstnega reda. Prihod manjkajočega 
segmenta oz. dopolnitev v sprejemnem oknu omogoča sprejemniku da za vsak segment 
posebej oz. večkrat za zdaj vse zaporedoma in pravilno sprejete segmente v sprejemnem oknu 
odda sporočila IND(sdu) proti sprejemnem uporabniku userr. Vsako sporočilo IND(sdu) pa 
vsebuje podatek sdu, ki naj ga sprejemni uporabnik prebere in ki je prenašano v segmentih. 
Večkratno branje zaporedo sprejetih segmentov iz sprejemnega okna je izvedeno z zanko tipa 
while. Ob vsakem izvajanju zanke je povečan k in je preverjeno ali je postavljena zastavica 
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NormalenSprejem v WNF in WF_1
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Slika 60: Sprejem segmenta IPDU v stanju 'transmitting' 
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Če je lokacija med izvajanjem zanke zasedena, je povečana vrednost števca Vspr za 1, ki 
pokaže da številko naslednjega pričakovanega segmenta. Če so bili prej sprejeti segmenti 
izven vrstnega reda bo po sprejemu manjkajočega segmenta sprejemnik za vse segmente 
skupaj povečal Vspr in premaknil levi konec drsečega okna oz. njegov začetek naprej oz. v 
desno. Sprejemnik ne bo sprostil zasedenih lokacij in poslal potrditve o pravilnem sprejemu, 
dokler ne dobi sporočila ANS od sprejemnega uporabnika userr za vsak podatek posebej.  
 
6.2.2.2         Sprejem segmenta izven vrstnega reda 
 
Sprejem segmenta, ki ni bil pričakovan zaradi izgub na prenosni poti je drugi primer 
sprejema. Sprejemnik z zastavico r[Vodd] = 1 označi lokacijo na kateri se nahaja podatek kot 
zasedeno. Pri postavljenih Vpod = Vzac in Wspr = w, kjer je w maksimalna vrednost širine 
drsečega okna v segmentih izvaja sprejemnik zanko tipa while. Ob vsakem izvajanju preveri 
ali je lokacija označena z Vpod zasedena. Če je, zmanjša širino drsečega okna Wspr za en 
segment. Vsakič poveča vrednost števca Vpod za en segment in gre ponovno izvajati zanko 
dokler je izpolnjen pogoj  Vpod < Vzac  + w. V primeru da se sprejemnik nahaja v stanju 
'wait', bo postavil časovnik T in oddal potrditev s sekvenčno številko pričakovanega 
segmenta. V primeru da se nahaja v stanju 'transmitting' pa oddaje ne bo.  
 
6.2.3        Sprejem odgovora 
 
Sprejem sporočila ANS je na sliki 61 a) za sprejemnik v stanju 'wait' in na sliki 61 b) za 
sprejemnik v stanju 'transmitting'. Po prihodu ANS sprejemnik sprosti lokacijo, kjer se je 
nahajal najstarejši sprejeti segment označen z Vzac, poveča razpoložljivo širino drsečega 
okna Wspr za en segment, postavi časovnik T za oddajo potrditve, pošlje potrditev in preide v 
stanje 'transmitting'. Če se nahaja v stanju 'transmitting' v času prihoda sporočila ANS, potem 
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Slika 61: Sprejem sporočila ANS v stanju a) 'wait' b) 'transmitting' 
 
6.2.4        Iztek časovnika T za oddajo potrditev 
 
Iztek časovnika T za oddajo potrditev je na sliki 62. Po izteku časovnika preide sprejemnik v 

















7      Rezultati simulacij 
 
Rezultati simulacij so krivulje izkoristkov S simuliranih protokolov TCP in WTCP. 
Simulacija TCP je izvajana v načinih 1, 2 in 4 in WTCP v načinu 2. Prikazane so tudi krivulje 
števil ponovnih oddaj po izteku časovnika T za ponovno oddajo IztekT in ponovnih oddaj na 
osnovi ponovljenih potrditev PonPotr. Simulacije so izvajane pri različnih širinah drsečega 
okna w, z različno dolgimi segmenti LS in različno dolgimi čakalnimi vrstami L (za 
simulacije v načinih 1 in 4). V načinu 2 je neodvisni parameter pogostnost bitnih napak ber, ki 
se nahaja med 10⁻⁸ in 10⁻⁴. Neodvisni parameter v načinih 1 in 4 je povprečni generirani 
bremenski promet G. Odvisen je od parametra t, ki je med 1 in 10. G je med 0,5 in 0,1 in je 
podan kot G = 1 / (1 + t). 
 
7.1       Primerjava rezultatov simulalcij protokola TCP v načinih 1 in 4 
 
Simulacija TCP v načinu 1 pokaže kako se ta obnaša v okolju z zamašitvenemi izgubami in 
simulacija v načinu 4 TCP v kombniranih omrežnih okoljih, kjer so poleg zamašitvenih 
prisotne še izgube zaradi bitnih napak v prenosnem kanalu. Zaradi bitnih okvar sprejemnik 
zavrže pokvarjene segmente oz. je v simulaciji definirana verjetnost ali bo segment uspešno 
prenesen ali ne. Ta je odvisna od pogostnosti bitnih napak ber in dolžine segmenta LS. V 
načinu 1 je ber = 0 in v načinu 4 je ber = 10⁻⁵. Primerjava med rezultati v načinih 1 in 4 
pokaže katere so težave pri TCP pri prehodu v kombinirana omrežna okolja. Na slikah 63, 64, 
65, 66 in 67 so prikazani primeri simulacij TCP pri parametrih z vrednostimi w=5-LS=500-
L=5, 10 in 15, w=10-LS=500-L=5, 10 in 15, w=15-LS=500-L=5, 10 in 15, w=10-LS=1000-
L=5, 10 in 15 in w=10-LS=2000-L=5, 10 in 15. Iz grafov je razvidno da so zaradi manjših 
zamašitev pri bolj redko oddajanih bremenskih segmentih oz. v grafu pri nižjih vrednostih 
povprečnega generiranega prometa G večinoma boljši poteki krivulj izkoristkov S pri daljših 
čakalnih vrstah. Zaradi vrednosti ber = 10⁻⁵ v načinu 4 so poteki izkoristkov v splošnem 
slabši. Povečanje širine drsečega okna pripelje do slabših izkoristkov predvsem pri najkrajših 
čakalnih vrstah, kjer lahko nastanejo večje zamašitve kot je tudi prikazano na slikah 63, 64 in 
65. Širše drseče okno pomeni da oddajnik lahko naenkrat odda več segmentov ne da bi čakal 
na potrditev. Rezultati simulacij v načinu 1 se neodvisni od dolžine segmentov dokler je pri 
rezultatih simulacij v načinu 4 prisotna razlika pri daljših segmentih zaradi visoke pogostnosti 
bitnih napak kot pokaže primerjava med grafi 64, 66 in 67. 
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Slika 63: Učinkovitost S za TCP v načinih 1 in 4 pri w = 5 in LS = 500 
 



































































































Slika 65: Učinkovitost S za TCP v načinih 1 in 4 pri w = 15 in LS = 500 
 





































































































Slika 67: Učinkovitost S za TCP v načinih 1 in 4 pri w = 10 in LS = 2000 
 
7.1.1        Potek števila ponovnih oddaj po izteku časovnika 
Ustrezno grafom na slikah 63-67 so za primere simulacij TCP v načinih 1 in 4 na slikah 68, 
69, 70, 71 in 72 prikazani poteki števil ponovnih oddaj po izteku časovnika za ponovno 
oddajo označeni kot IztekT1, 2, 3, 4, 5 in 6. Pri enako dolgih čakalnih vrstah in enaki širini 
drsečega okna je število ponovnih oddaj po izteku časovnika T nižje pri simulaciji v načinu 1 
saj je takrat tudi število neuspešno prenesenih oz. zavrženih segmentov nižje. Število 
ponovnih oddaj je višje pri krajših čakalnih vrstah in tudi pri krajših drsečih oknih kot je 
razvidno iz slik 68, 69 in 70. Krajše čakalne vrste pomenijo več zamašitvenih izgub in s tem 
več ponovnih oddaj. Pri širših drsečih oknih pa oddajnik lahko rešuje več izgub na osnovi 
ponovnih oddaj po ponovljenih potrditvah ne da bi čakal na iztek časovnika oz. pri krajših 
drsečih oknih več ponovnih oddaj izvaja po izteku časovnika. Pri daljših segmentih je zaradi 
višje verjetnosti da bo segment nepravilen povečano število izgubljenih segmentov v 
prenosnem kanalu z bitnimi napakami in s tem tudi iztekov časovnika kot je razvidno iz 
grafov 69, 71 in 72. TCP v kombiniranih omrežnih okoljih oz. pri simulaciji v načinu 4 
obravnava bitne izgube kot zamašitvene in posledično velikokrat se odziva z ponovnimi 
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oddajami po izteku časovnika. Glede na to da iztek časovnika za ponovno oddajo pomeni 
izvajanje algoritma počasnega zagona, tukaj velikokrat po nepotrebnem bi lahko bila ta 
primerjava izhodiščna točka za modifikacijo protokola TCP v kombiniranih omrežnih okoljih. 
Modifikacija bi se lahko nanašala na vpeljavo mehanizmov pri oddajniku za ločevanje vzroka 
izgub segmentov [8]. Na ta način oddajnik ne bi obravnaval iztek časovnika T kot dogodek, ki 
je posledica resne zamašitve v primeru da so izgube segmentov posledica bitnih napak. 
Odzval se bo z ponovno oddajo iskanega segmenta in brez upočasnjevanja hitrosti oddajanja 
segmentov. V primeru da oddajnik ve da je iztek časovnika posledica resnih zamašitev v 
vmesni čakalni vrsti, pa bo po izteku časovnika nadaljeval oddajo po pravilih počasnega 
zagona, kar pomeni tudi nižjo hitrost oddajanja.  
















































































































Slika 69: Ponovne oddaje IztekT za TCP v načinih 1 in 4 pri w = 10 in LS = 500 
 

















































































































Slika 71: Ponovne oddaje Iztek T za TCP v načinih 1 in 4 pri w = 10 in LS = 1000 
 
 






















































Slika 72: Ponovne oddaje Iztek T za TCP v načinih 1 in 4 pri w = 10 in LS = 2000 
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7.1.2        Potek števila ponovnih oddaj po ponovljenih potrditvah  
 
Ustrezno grafom na slikah 63-67 so za primere simulacij TCP v načinih 1 in 4 na slikah 73, 
74, 75, 76 in 77 prikazani poteki števil ponovnih oddaj po treh ponovljenih potrditvah. Na 
vseh grafih ne glede na izbrane vrednosti parametrov w, LS in L je število ponovnih oddaj po 
treh ponovljenih potrditvah v primeru simulacij TCP v načinu 4 minimalno. Kot je že 
povedano, TCP v kombiniranih okoljih zaradi dodatnih izgub v fizično neidealnem mediju 
rešuje izgube večinoma s ponovnimi oddajami po izteku časovnika. V primeru simulacij v 
načinu 1 pa je število ponovnih oddaj po ponovljenih potrditvah dosti višje. Upada pri daljših 
čakalnih vrstah in pri širših drsečih oknih kot je prikazano na slikah 73, 74 in 75. Poteki števil 
ponovnih oddaj v načinu 1 so neodvisni od dolžine prenesenih segmentov kot je prikazano na 
slikah 74, 76 in 77. Pokaže da TCP v kombiniranih omrežnih okoljih se odziva slabše kot v 
primeru omrežij s samimi zamašitvenemi izgubami. Zaradi bitnih napak in izgub, ki jih 
obravnava kot zamašitvene uporablja TCP v načinu 4 predvsem mehanizme ponovnih oddaj 
po izteku časovnika za ponovno oddajo in zanemarljivo mehanizme ponovnih oddaj po treh 
ponovljenih potrditvah in hitre ponovne oddaje. TCP v kombiniranih omrežjih bi lahko 
uporabljal mehanizem za ločevanje izgub glede na to kje so nastale. Mogoča je tudi 
modifikacija v smeri lokalnega reševanja izgub zaradi bitnih napak. Ta se lahko nanaša na 
uporabo posebnega protokola v drugem prenosnem kanalu, ki naj bi izgube reševal takoj in 
brez uporabe mehanizmov za krmiljenje zamašitev. Nadaljne prilagajanje TCP bi lahko 
potekalo v smeri združevanja in vsklajevanja protokola TCP, ki je tipa točka-točka in nekega 
''skritega'' protokola na posameznem prenosnem kanalu, ki izgube rešuje lokalno in ki bi ostal 
za oddajnik transparenten [8]. V naslednjem poglavju so primerjani in prikazani rezultati 
simulacij protokola TCP in njegove prilagojene različice protokola WTCP v primeru prenosa 
po brezžičnem kanalu oz. v načinu 2 izvajanja simulacije. Protokol WTCP ne bo uporabljal 

































































Slika 73: Ponovne oddaje PonPotr za TCP v načinih 1 in 4 pri w = 5 in LS = 500 
 



























































Slika 74: Ponovne oddaje PonPotr za TCP v načinih 1 in 4 pri w = 10 in LS = 500 
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Slika 75: Ponovne oddaje PonPotr za TCP v načinih 1 in 4 pri w = 15 in LS = 500 
 














































































































Slika 77: Ponovne oddaje PonPOtr za TCP v načinih 1 in 4 pri w = 10 in LS = 2000 
 
7.2       Primerjava rezultatov simulacij TCP in WTCP v načinu 2 
 
Na slikah 78 in 79 so prikazani poteki izkoristkov S za simulacije protokolov TCP in WTCP v 
načinu 2 za primere z vrednostimi parametrov w = 5, 10 in 15-LS = 500 ter w = 5, 10 in 15-
LS = 2000. Krivulje izkoristkov so opazovane v odvistnosti od pogostosti bitnih napak ber, ki 
je v mejah ber1 = 10⁻⁸ in ber2 = 10⁻⁴. Ne glede na postavljene vrednosti parametrov w in LS 
so poteki pri protokolu WTCP boljši. WTCP ne uporablja mehanizmov za krmiljenje 
zamašitev, saj zamašitev v brezžičnih kanalih ni. Če se zgodi iztek časovnika za ponovno 
oddajo, bo oddajnik nadaljeval z oddajo segmentov ne da bi upočasnjeval hitrost oddajanja 
kar pa ni primer pri protokolu TCP. V brezžičnem kanalu so prisotne bitne napake in kot 
posledica teh pokvarjeni segmenti, ki jih po sprejemu sprejemnik zavrže. Zaradi izgube oz. 
okvare enega ali več segmentov in ker so potem lahko oddani novi segmenti, ki so prispeli do 
sprejemnika ne da bi čakali na oddajo v vmesni čakalni vrsti ali da bi bili tam zavrženi je 
odvečna tudi uporaba mehanizma ponovne oddaje po treh ponovljenih potrditvah. Oddajnik 
pri WTCP ponovno oddaja manjkajoči segment že po prvi ponovljeni potrditvi. Poteki 
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izkoristkov pri obeh protokolih vpadajo pri daljših segmentih kot je prikazano na slikah 78 in 
79 saj takrat narašča verjetnost bitne okvare in verjetnost da bo segment zavržen. Povečanje 
širine drsečega okna pripelje do slabših potekov izkoristka simuliranih protokolov. Na slikah 
80 in 81  so za primere  simulacij na slikah 78 in 79 prikazani poteki kvocientov števil 
ponovnih oddaj po izteku časovnika za ponovno oddajo označeni kot IztekT1, 2, 3, 4, 5 in 6 in 
števil ponovnih oddaj po ponovljenih potrditvah PonPotr1, 2, 3, 4, 5 in 6. Razmerje ponovnih 
oddaj je pokazatelj, ki pove kako rešuje protokol izgube segmentov. Večja je vrednost 
kvocientov IztekT / PonPotr, bolj pogosto je uporabljen mehanizem ponovne oddaje po izteku 
časovnika in manj mehanizem ponovne oddaje po ponovljenih potrditvah. Kvocienti med 
ponovnimi oddajami naraščajo hitrejše pri daljših segmentih in manjših širinah drsečega okna. 
Poteki pri WTCP zavzamejo nižje vrednosti kar potrdi predpostavko da je ta protokol 
prilagojen za brezžični prenos. V primeru daljših oz. rafalnih izgub bi lahko WTCP uporabljal 
selektivne potrditve, s pomočjo katerih bi sprejemnik sporočil oddajniku katere segmente 
pogreša [8]. WTCP bi lahko deloval nedvisno od protokola TCP med končnima oddajnikom 






















































































































































































































































































8      Zaključek 
 
V nalogi je zasnovan, razvit in prikazan simulator protokola TCP. Simulacije TCP so bile  
izvajane v različnih simulacijskih okoljih in pri različnih vrednostih ključnih parametrov. Pri 
simulaciji zamašitvenih izgub je bil v nalogi razvit in uporabljen model za dodatne 
obremenitve na spletu. Na osnovi rezultatov simulacij TCP je nakazano kakšne 
pomanjkljivosti ima TCP v kombiniranih omrežnih okoljih, kjer so poleg zamašitvenih izgub 
prisotne tudi izgube zaradi bitnih napak. Namen simulacije protokola WTCP je bil dodatno 
prikazati neučinkovitost TCP-ja v primeru prenosa po fizično neidealnih medijih kot je npr. 
brezžični kanal. Simulacija TCP je izvajana na več načinov: a) prenos z zamašitvenemi 
izgubami, ki nastanejo v vmesni čakalni vrsti, b) prenos z bitnimi napakami, ko v prenosnem 
kanalu zaradi bitnih okvar sprejemnik zavrže pokvarjene segmente oz. je v sami simulaciji 
definirana verjetnost ali bo segment uspešno prenesen ali ne in c) prenos v kombiniranih 
okoljih, kjer so poleg zamašitvenih izgub v vmesni čakalni vrsti prisotne tudi izgube zaradi 
bitnih napak v prenosnem kanalu. Simulacija WTCP pa je izvajana v primeru prenosa z 
bitnimi napakami. Opazovani rezultati so bili izkoristek protokola, število ponovnih oddaj po 
izteku časovnika za ponovno oddajo in število ponovnih oddaj po ponovljenih potrditvah. 
Primerjava med rezultati v prvem in tretjem primeru pokaže katere so težave pri TCP-ju v 
primeru prehoda v kombinirana omrežna okolja. Ne glede na način izvajanja so pri daljših 
čakalnih vrstah prisotne manjše zamašitvene izgube in posledično so boljši poteki izkoristkov. 
Razlika med krivuljami ob enako postavljenih opazovanih parametrih kot so širina drsečega 
okna, dolžina čakalne vrste in dolžina prenašanih segmentov je posledica povečanega števila 
izgubljenih segmentov v primeru kombiniranega prenosa, kjer je bil v prenosnem kanalu 
postavljen končen ber. Povečanje širine drsečega okna pripelje do nekoliko slabših 
izkoristkov predvsem pri najkrajših čakalnih vrstah, kjer lahko nastanejo večje zamašitve kar 
velja za oba simulacijska modela TCP. Širše drseče okno pomeni da lahko oddajnik naenkrat 
odda več segmentov ne da bi čakal na potrditev. Rezultati simulacij pri prenosu z 
zamašitvenemi izgubami so neodvisni od dolžine prenesenih segmentov dokler je pri 
rezultatih simulacij pri prenosu v kombiniranih omrežjih nastane razlika pri daljših segmentih. 
TCP v tem primeru zaradi dodatnih bitnih izgub velikokrat izgube rešuje s ponovnimi 
oddajami po izteku časovnika. Pri prenosu z zamašitvami so poteki števil ponovnih oddaj po 
izteku časovnika za ponovno oddajo podobni pri vseh vrednostih opazovanih parametrov w, 
LS in L, dokler pri kombiniranem prenosu število ponovnih oddaj po izteku časovnika 
narašča pri krajših čakalnih vrstah in pri ožjih drsečih oknih. Krajše čakalne vrste pomenijo 
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več zamašitvenih izgub in s tem več ponovnih oddaj. Pri ožjih drsečih oknih pa lahko 
oddajnik rešuje manj izgub na osnovi ponovnih oddaj po ponovljenih potrditvah ne da bi 
čakal na iztek časovnika. Pri daljših segmentih je zaradi višje verjetnosti da bo segment 
nepravilen povečano število izgubljenih segmentov v prenosnem kanalu z bitnimi napakami 
in s tem tudi število iztekov časovnika, kar pomeni da je število ponovnih oddaj pri 
kombiniranem prenosu odvisno od dolžine prenašanih segmentov. TCP v kombiniranih 
omrežnih okoljih obravnava bitne izgube kot zamašitvene in posledično velikokrat se odziva z 
ponovnimi oddajami po izteku časovnika. Glede na to da iztek časovnika za ponovno oddajo 
pomeni izvajanje algoritma počasnega zagona, tukaj velikokrat po nepotrebnem bi lahko bila 
ta primerjava izhodiščna točka za modifikacijo protokola TCP v kombiniranih omrežnih 
okoljih. Modifikacija bi se lahko nanašala na vpeljavo mehanizmov pri oddajniku za 
ločevanje vzroka izgub segmentov [8]. Ne glede na izbrane vrednosti parametrov w, LS in L 
je število ponovnih oddaj po treh ponovljenih potrditvah v primeru simulacij TCP pri 
kombiniranem prenosu nižje kot v primeru prenosa z zamašitvami. Kot je že povedano, TCP 
v kombiniranih okoljih zaradi dodatnih izgub v fizično neidealnem mediju rešuje izgube 
večinoma z ponovnimi oddajami po izteku časovnika. V primeru simulacij pri prenosu z 
zamašitvami pa je število ponovnih oddaj po ponovljenih potrditvah dosti višje. Upada pri 
daljših čakalnih vrstah in pri širših drsečih oknih. Poteki števil ponovnih oddaj so takrat 
neodvisni od dolžine prenesenih segmentov. TCP v kombiniranih omrežnih okoljih se odziva 
slabše kot v primeru omrežij s samimi zamašitvenemi izgubami. Zaradi bitnih napak in izgub, 
ki jih obravnava kot zamašitvene uporablja TCP pri simulacijah pri kombiniranem prenosu 
predvsem mehanizme ponovnih oddaj po izteku časovnika za ponovno oddajo in zanemarljivo 
malo mehanizme ponovnih oddaj po treh ponovljenih potrditvah in hitre ponovne oddaje. 
Primerjava med TCP in WTCP v primeru prenosa po fizično neidealnem prenosnem kanalu in 
brez zamašitvenih izgub pokaže ne glede na postavljene vrednosti parametrov w in LS boljše 
poteke izkoristkov pri WTCP. Razloga za to sta predvsem dejstvo da WTCP ne uporablja 
mehanizmov za krmiljenje zamašitev in uporaba mehanizma ponovne oddaje že po prvi 
ponovljeni potrditvi namesto da bi oddajnik čakal na tretjo ponovljeno potrditev. Poteki 
izkoristkov upadajo pri daljših segmentih, saj takrat narašča verjetnost izgube segmentov. 
Povečanje širine drsečega okna pripelje do slabših potekov izkoristka simuliranih protokolov. 
Število ponovnih oddaj po izteku časovnika narašča pri daljših segmentih in je vedno ne glede 
na izbrane vrednosti parametrov w in LS manjše pri protokolu WTCP. upada ali je izenačeno 
pri širših drsečih oknih. Zmanjšano število ponovnih oddaj po izteku časovnika pri WTCP je 
pokazatelj da se ta protokol hitrejše odziva na izgube kot TCP. Poteki ponovnih oddaj po 
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ponovljenih potrditvah so opazno višji pri protokolu WTCP ne glede na izbrane vrednosti w 
in LS. Število ponovnih oddaj narašča pri obeh protokolih pri daljših segmentih. Pri WTCP so 
poteki enaki ali zelo podobni pri različnih širinah drsečega okna, dokler pri TCP narašča 
število ponovnih oddaj pri širših drsečih oknih. WTCP kot je razvidno iz vseh grafov pri 
odpravljanju izgub uporablja predvsem takojšnje oddaje po prvi ponovljeni potrditvi ne da bi 
čakal na tretjo ponovljeno potrditev. Tudi uporaba mehanizma izteka časovnika je manj 
pogosta kot pri TCP. Zaradi tega je WTCP bolj učinkovit oz. je prilagojen protokol za 
brezžčni oz. prenos z bitnimi napakami. Iz prikazanih rezultatov je mogoče zaključiti da 
razvoj TCP za prenos v kombiniranih omrežnih okoljih lahko poteka v smeri modifikacije 
TCP na ta način da bo poleg mehanizmov za ločevanje med različnimi vrstami izgub in 
uporabe algoritmov krmiljenja zamašitev ko so te dejansko prisotne. V primeru izgub zaradi 
bitnih napak na brezžičnem kanalu bi lahko TCP uporabljal dodatne mehanizme za hitrejše 
odpravljanje izgub. Lahkoj bi bil pri oddajniku TCP nespremenjen dodan pa bi bil poseben 
protokol na brezžičnem delu zveze, ki naj bi lokalno reševal bitne napake [8]. Ta naj bi bil po 
možnosti transparenten za oddajnik. Nadaljne prilagajanje TCP-ja bi lahko potekalo v smeri 
združevanja in usklajevanja protokola TCP, ki je tipa točka-točka in tega protokola na 
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