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Abstrak
Alokasi alamat IP yang masih banyak digunakan sekarang ini yaitu IPv4, diramalkan akan segera
habis karena keterbatasannya. Keterbatasan IPv4 dalam jumlah address yang dimilikinya
membuat berbagai teknik digunakan, seperti NAT, supaya host bisa terhubung dengan jaringan
luar dengan jalan “meminjam” IP public.
IPv6[1] telah dikembangkan oleh Internet Engineering Task Force (IETF) untuk menggantikan
Protokol IPv4[2]. Untuk memungkinkan integrasi IPv6 ke jaringan yang sudah ada, beberapa
mekanisme transisi telah diajukan oleh IETF IPng Transition Working Group, sebuah grup kerja
yang dibentuk untuk mengembangkan Protokol Internet generasi mendatang.
Pada tugas akhir ini diimplementasikan dua mekanisme transisi, yaitu 6over4[6], dan IPv6 in
IPv4 tunneling yang menggunakan 6to4[7], yang berhubungan dengan performansi dari IPv6.
Akan dibahas akibat penggunaan implementasi ini pada aplikasi end-to-end menggunakan
parameter Throughput, Delay, Jitter, Packet Loss, TCP Connection Time, dan CPU Utilization.
Berdasarkan hasil pengamatan yang dilakukan dengan aplikasi HTTP dan video streaming,
dipengaruhi oleh background traffic yang berbeda maka didapatkan hasil yang lebih baik untuk
aplikasi video streaming dengan metode 6to4. Hal ini dibuktikan dengan throughput yang besar
serta delay, jitter, dan packet loss yang kecil pada metode 6to4 dengan video streaming.
Sedangkan untuk aplikasi HTTP, parameter delay, dan TCP Connection Time menunjukkan hasil
yang lebih baik dengan metode 6over4. Hasil CPU Utilization menunjukkan penggunaan CPU
yang lebih besar pada metode 6over4 dengan rata-rata 10% lebih tinggi.
Kesimpulan yang bisa didapatkan yaitu metode 6to4 lebih baik dan cocok aplikasi multimedia
seperti video streaming. Sedangkan untuk komunikasi TCP via HTTP lebih baik ditunjukkan oleh
6over4.
Kata Kunci : IPv4, IPv6, 6over4, 6to4, enkapsulasi, tunneling, perbandingan performansi. ii
Abstract
The allocation of the IP that is being used at present, IPv4, is predicted to be used up because of
its limitation. The limitation of IPv4 in the amount made technique such as NAT to enable hosts
so they can be connected by borrowing the Public IP.
IPv6[1] has been proposed by the Internet Engineering Task Force (IETF) to replace the existing
IPv4[2]. To enable the integration of IPv6 to the existing network, several mechanisms have been
proposed by the IETF IPng Transition Working Group, a work group that was formed to develop
the next generation Internet Protocol.
In this final project were implemented two mechanisms, 6over4[6] and IPv6 in IPv4 tunneling
using 6to4[7], which is connected with the performance of IPv6. The impact of the usage of the
implementation will be discussed on end-to-end application using the parameter of Throughput,
Delay, Jitter, Packet Loss, TCP Connection Time, and CPU Utilization. Based on the observation of
the HTTP application and video streaming, influenced by different background traffic, the
implementation showed better result for video streaming using 6to4 method. This fact was proved
by the bigger throughput and less delay, jitter, and packet loss on the network using 6to4 method
by video streaming. On the other side, for HTTP, the delay, TCP Connection Time showed better
results using 6over4. The CPU Utilization result also showed the bigger usage on 6over4 method
by mean of 10% higher.
The conclusions that can be depicted are the 6to4 method is better for multimedia application
such as video streaming, meanwhile the TCP communication via HTTP is better on 6over4.
Keywords : IPv4, IPv6, 6over4, 6to4, encapsulation, tunneling, performance comparation. i
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1.1 Latar Belakang 
Teknologi komputer telah berkembang dengan sangat pesatnya, dengan 
beragam layanan yang dapat disediakannya. Hal ini tidak terlepas dengan 
berkembangnya protokol jaringan. Pada awalnya komunikasi data hanyalah 
sebatas transfer data, tapi sejalan dengan perkembangan teknologi protokol 
jaringan kemudian berkembang pula aplikasi audio-visual sehingga 
memungkinkan satu user di satu tempat bisa berkomunikasi dengan user lain di 
tempat lain. 
Kebutuhan akan komunikasi semakin meningkat tajam seiring 
perkembangan kebutuhan akan layanan yang memanfaatkan jaringan komputer. 
Pada jaringan komputer, protokol merupakan yang paling penting yang 
memfasilitasi dalam transfer data dari satu komputer ke komputer lainnya. Pada 
sistem konvensional yang masih banyak dipakai sekarang ini adalah IPv4 
(Internet Protocol version 4). Ketika dibuat pada awalnya, protokol ini kurang 
memperkirakan jumlah pengguna komputer yang terhubung ke jaringan. Dengan 
peningkatan jumlah pengguna komputer dan internet yang tumbuh secara 
eksponensial, maka dalam beberapa tahun mendatang diperkirakan alamat IPv4 
yang berjumlah 232 akan habis. Salah satu cara untuk mengatasi keterbatasan ini 
adalah dengan menggunakan NAT (Network Address Translation). Namun ini 
juga belum menyelesaikan masalah, karena masih ada protokol penting yang tidak 
dapat melewati NAT.  
Menyadari pentingnya protokol internet untuk komunikasi data, maka 
IETF (Internet Engineering Task Force) membuat standar protokol baru, yaitu 
IPv6 (Internet Protocol version 6). Protokol ini mempunyai kapasitas alamat 
sebesar 2128 yang bahkan bila diperlukan bisa mengalamati seluruh perangkat 
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elektronik yang ada di seluruh dunia. Alamat IPv6 diharapkan sudah mulai 
diimplementasikan sehingga nantinya akan menggantikan alamat IPv4 
seluruhnya. 
Untuk menggantikan seluruh alamat IPv4 di jaringan komputer seluruh 
dunia dibutuhkan transisi secara bertahap karena tidaklah mungkin seluruh 
perangkat jaringan di seluruh dunia diganti pada saat yang sama. Biaya yang 
cukup besar akan dibutuhkan untuk mengganti seluruh perangkat jaringan agar 
mendukung pengalamatan dan perutingan IPv6.  
Untuk memungkinkan integrasi IPv6 ke jaringan internet IPv4 yang sudah 
ada, beberapa mekanisme transisi telah diajukan oleh IETF IPng Transition 
Working Group. Di antaranya adalah 6over4, dan IPv6 in IPv4 tunnelling, yang 
berhubungan dengan performansi dari IPv6. Dengan mekanisme ini diharapkan 
proses peralihan dari IPv4 ke IPv6 dapat diimplementasikan dengan baik dalam 
jaringan yang kompleks. 
 
1.2. Permasalahan 
1.2.1 Rumusan Masalah 
Penerapan IPv6 sudah tidak dapat ditawar-tawar lagi. Namun, tidaklah 
mungkin untuk langsung menerapkan seluruh IPv6 pada semua perangkat 
jaringan dapat digantikan secara keseluruhan. Tidak semua device dapat secara 
langsung mendukung pengalamatan IPv6, karena dukungan mencakup sisi 
software dan hardware.  
1. Apakah device-device jaringan yang ada sudah mendukung IPv6, termasuk 
di dalamnya Router, mengingat IPv6 merupakan protokol yang relatif 
masih baru, sehingga dukungan terhadap IPv6 masih terbatas. 
2. apakah pengaruhnya terhadap performansi jaringan dengan menggunakan 
metode transisi IPv6 yang berbeda. 
3. Menganalisa hasil implementasi yang telah dilakukan dengan pengukuran 
parameter performansi: Throughput, Delay, CPU Utilization, TCP 
Connection Time, Jitter, dan Packet Loss. 
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4. Skenario yang akan diamati antara lain adalah pengaruh available 
bandwidth tiap link, jumlah client, dan aplikasi yang dijalankan. 
1.2.2 Batasan Masalah 
 Batasan masalah dalam tugas akhir ini adalah: 
1. Implementasi host IPv4 dan IPv6 menggunakan sistem operasi Microsoft 
Windows. 
2. Implementasi dilakukan dengan menggunakan subnet yang berbeda. 
3. Sistem tidak memperhitungkan aspek keamanan. 
4. Implementasi untuk subnet yang berbeda menggunakan PC sebagai router 
dengan sistem operasi GNU/Linux. 
5. Implementasi akan dilakukan di satu ruangan (jaringan terisolasi). 
6. Implementasi menggunakan metode transisi 6over4 dan 6to4. 
7. Implementasi tidak memperhitungkan kompresi codec video dan audio. 
 
1.3. Maksud dan Tujuan 
 Maksud dan tujuan penulisan tugas akhir ini adalah: 
1. Mengimplementasikan pengalamatan IPv6 dalam jaringan IPv4. 
2. Mengimplementasikan transisi IPv4 ke IPv6 dengan dua mekanisme, yaitu 
6over4 dan IPv6 in IPv4 Tunneling (6to4). 
3. Analisis dengan menggunakan metode transisi akan dilakukan dengan 
parameter Throughput, Delay, CPU Utilization, TCP Connection Time, 
Jitter, dan Packet Loss. 
 
1.4. Metode Penelitian 
Metode penelitian yang digunakan dalam tugas akhir ini  adalah: 
1. Tahap Studi Literatur 
 Pada tahap ini dilakukan pencarian dan pengumpulan literatur-literatur 
berupa artikel, jurnal, buku referensi, dan sumber lain untuk mendalami 
tentang konsep pengalamatan IPv6, tunnelling IPv6 in IPv4, 6over4, dan 
penguasaan terhadap konfigurasi sistem operasi dan jaringan. 
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2. Tahap Implementasi  
Pada tahap ini akan didesain sebuah konfigurasi dengan jaringan berbeda 
yang berbasis IPv6 pada sistem operasi Windows dengan PC Router 
berbasis Linux. Kemudian di antara kedua jaringan tersebut 
dikonfigurasikan pula jaringan IPv4 yang sama sekali tidak mengenal 
jaringan IPv6 (Existing Infrastructure IPv4 Internet). Kemudian 
diimplementasikan mekanisme transisi 6over4 dan IPv6 in IPv4 
tunnelling. 
3. Pengukuran dan pengumpulan data  
Untuk memperoleh data parameter, dilakukan metoda pengukuran dengan 
menggunakan software network protocol analyzer Wireshark. 
4. Tahap Analisis 
Dari implementasi kemudian dilakukan analisis untuk mengetahui 
performansi kinerja sistem diatas. Analisis akan ditekankan pada 
parameter Throughput, Delay, CPU Utilization, TCP Connection Time, 
Jitter, dan Packet Loss. 
 
1.5. Sistematika Penulisan 
Sistematika penulisan pada tugas akhir ini dibagi menjadi beberapa 
bab yang meliputi: 
1. Bab I Pendahuluan 
Dalam Bab I ini akan dibahas mengenai Latar Belakang, Perumusan 
Masalah, Pembatasan Masalah, Maksud dan Tujuan, Metode Penelitian, 
dan Sistematika Penulisan. 
2. Bab II Dasar Teori 
Bab ini akan membahas model dan konfigurasi jaringan yang akan 
digunakan, teori dan konsep IPv6, mekanisme transisi pada IPv6, 
parameter-parameter jaringan. 
3. Bab III Implementasi Jaringan 
Bab ini akan menjelaskan proses implementasi mekanisme transisi untuk 
jaringan LAN yang berbeda dengan transfer data yang berbeda-beda pada 
sistem operasi Windows sebagai server dan client. 
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4. Bab IV Analisis 
Bab ini akan dilakukan analisis terhadap performansi mekanisme transisi 
dari hasil implementasi dengan parameter-parameter yang telah 
ditentukan. 
5. Bab V Kesimpulan dan Saran 
Berisi mengenai kesimpulan dan saran yang berkaitan dengan Tugas Akhir 
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5.1. KESIMPULAN 
 Dari hasil implementasi dan perancangan serta pengambilan data serta 
analisis pengaruh metode mekanisme transisi IPv4 ke IPv6, yaitu tunneling 
6over4 dan 6to4, maka dapat diambil kesimpulan: 
1. Dari hasil delay yang diperoleh, disimpulkan 6over4 menghasilkan delay 
lebih kecil untuk aplikasi HTTP daripada metode 6to4. Besar paket yang 
dilewatkan tidak akan terlalu membebani router yang dilewati, beban 
paling besar dirasakan hanya oleh host pengirim dan penerima. Sedangkan 
pada tunneling 6to4, besar paket TCP yang dilewatkan membebani router 
gateway. 
Sedangkan pada aplikasi video streaming metode 6to4 menghasilkan delay 
lebih kecil karena metode 6to4 pemrosesan tunnel UDP membutuhkan 
waktu yang lebih kecil disebabkan karena besar paket yang dikirim dan 
langsung diterima oleh host 6to4 adalah paket yang berukuran tetap. 
Sedangkan pada 6over4 pemrosesan yang sudah dilakukan sejak dari host 
membuat paket-paket UDP terfragmentasi sehingga waktu yang 
dibutuhkan lebih besar oleh host untuk menerima paket yang dimaksud. 
2. Throughput yang didapat dari aplikasi HTTP lebih baik pada 6to4. Hal ini 
disebabkan besar paket yang diterima dan ditransmit pada 6to4 lebih besar 
ketika dikirim dan diterima dari host.  
Throughput video streaming pada 6to4 memberikan hasil yang jauh lebih 
baik daripada 6over4. Penyebabnya adalah besar paket size yang ditunnel 
oleh metode 6to4 tidak difragmentasi sejak dari host pengirim karena 
traffic yang keluar dari host adalah paket IPv6, sedangkan untuk metode 
6over4 terjadi kebalikannya.  
3. Packet loss yang dihasilkan oleh metode 6to4 lebih kecil dari pada 6over4. 
Hal ini disebabkan oleh fragmentasi paket IPv6 pada 6over4 memberikan 
kemungkinan loss lebih besar. 
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4. Hasil pengukuran jitter memperlihatkan hasil yang lebih baik pada metode 
tunneling 6to4. Hal ini dikarenakan proses tunneling yang dilakukan di 
router dapat memberikan hasil jitter yang lebih baik karena untuk 6to4 
tidak terdapat fragmentasi ketika paket dikirim dari host asal, sedangkan 
untuk 6over4 terdapat fragmentasi paket UDP yang dilakukan dari host. 
5. Hasil pengukuran TCP connection time memperlihatkan bahwa 
performansi paling baik ditunjukkan oleh 6over4. Ini dapat disebabkan 
background traffic yang mempengaruhi jalannya data dari host ke router 
gateway mempengaruhi waktu koneksi TCP, karena beban yang diterima 
oleh router gateway untuk tunnel 6to4 lebih besar. Pada tunneling 6over4, 
beban yang diterima oleh tiap router adalah sama sehingga waktu 
pembangunan koneksi TCP relatif sama untuk tiap background traffic. 
6. Dari hasil CPU Utilization untuk mengetahui penggunaan CPU saat terjadi 
koneksi, pada koneksi HTTP maupun video streaming dijumpai 
penggunaan CPU pada metode 6over4 lebih besar daripada 6to4 karena 
proses tunneling sudah dilakukan dari host, di mana kerja host menjadi 
lebih besar ketika melakukan tunneling. 
7. Secara keseluruhan pengukuran performansi aplikasi yang bersifat real 
time dengan protokol UDP memberikan hasil yang lebih baik pada metode 
tunneling 6to4 yang mentunnel paket IPv6 dari router ke router. Sedangan 
aplikasi data yang bersifat connection oriented seperti TCP/HTTP 
diberikan performansi yang lebih baik oleh metode 6over4 yang 
melakukan tunnel dari host ke host. 
  HTTP  Video Streaming 
  6over4 6to4  6over4  6to4 
Delay  √       √ 
Throughput     √     √ 
CPU Utilization     √     √ 
Jitter           √ 
Packet Loss           √ 
TCP Con Time  √          
8. Metode 6over4 tidak membutuhkan kapabilitas router yang mendukung 
IPv6. Sedangkan metode 6to4 hanya membutuhkan kapabilitas router 
gateway yang mendukung dual stack. 
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 Beberapa saran yang bisa diberikan untuk pengembangan lebih lanjut: 
1. Perlunya penelitian lebih lanjut tentang mekanisme-mekanisme yang 
diperlukan sebagai transisi dari IPv4 ke IPv6, seperti Tunnel Broker, NAT-
PT, SIIT. 
2. Untuk penelitian lebih lanjut sebaiknya digunakan router dedicated yang 
sudah mendukung pengalamatan IPv6, terutama untuk router gateway untuk 
IPv6. 
3. Perlu diadakan penelitian lebih lanjut dengan jaringan IPv4 yang 
menerapkan jaminan QoS seperti MPLS dan RSVP. 
4. Perlu dianalisa konfigurasi jaringan yang murni IPv6. 
5. Perlu dilakukan penelitian lebih lanjut untuk membahas pengaruh 
kompresi dan codec pada video atau audio. 
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