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ABSTRACT 
 
Along with the development of computer technology, the growing crimes against the computer. 
Crimes against the computer makes people increasingly competing to make the algorithms-algorithms 
that can maintain the confidentiality of data. Algorithms algorithm Magenta is one of the many 
algorithms that exist today. Magenta algorithms have been developed since 1990 by using a simple and 
transparent technique that can be implemented in hardware and software. First time algorithms are 
analyzed using the butterfly structure - the structure of the butterfly which was then replaced by a Fast 
Hadamard Transform (FHT) shuffle structure which has the advantage of providing some structure in 
each level. In 1994 there was a slight change in the use of hardware that was not processed according to 
plan so that now the algorithm used by Deutsche Telekom Magenta for secure management of sensitive 
data with 128-bit key length. These algorithms break the 128-bit key length into 16 blocks with each block 
containing the 8-bit and one other advantage of this algorithm is the recursive part is calculated 
repeatedly at each iteration. 
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ABSTRAK 
 
Seiring dengan perkembangan teknologi komputer, kejahatan terhadap komputer semakin 
berkembang. Kejahatan terhadap komputer ini membuat orang semakin berlomba untuk membuat 
algortima–algortima yang dapat menjaga kerahasiaan suatu data. Algortima Magenta adalah salah satu 
algortima dari sekian banyak algoritma yang ada saat ini. Algortima Magenta ini telah dikembangkan 
sejak tahun 1990 dengan menggunakan teknik sederhana dan transparan yang dapat diimplementasikan 
dalam hardware dan software. Pertama kali algortima ini dianalisa menggunakan struktur kupu – kupu 
yang kemudian struktur tersebut diganti dengan Fast Hadamard Transform (FHT) shuffle structure yang 
memiliki keunggulan dalam memberikan struktur pada setiap tingkatannya. Pada tahun 1994 terjadi 
sedikit perubahan dalam penggunaan hardware yang tidak diproses sesuai rencana sehingga sekarang 
algoritma Magenta digunakan oleh Deutsche Telekom untuk mengamankan manajemen data yang sensitif 
dengan panjang kunci 128 bit. Algortima ini memecah kunci dengan panjang 128 bit menjadi 16 blok 
dengan masing–masing blok berisi dengan 8 bit dan salah satu keunggulan lain dari algoritma ini adalah 
bagian rekursifnya yang dihitung secara berulang–ulang pada setiap iterasi. 
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