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Abstrak 
Sistem keamanan saat ini adalah menciptakan sistem pengamanan terhadap publik yang 
memberikan kemudahan serta sekuritas dengan tingkat keamanan yang tinggi. 
Mikrokontroler DT51 MinSys menjadikan suatu basis yang dapat berdiri sendiri dan 
sangat diminati serta banyak manfaat yang berguna bagi para pecinta perangkat keras 
yang berbasiskan pemprograman bahasa mesin yang menunjang sistem keamanan 
tersebut. Perangkat ini dapat bekerja secara normal (online) dengan keadaan 
mikrokontroler DT51 MinSys dan komputer beserta program pengendali dan pengolahan 
citra pola sidik jari bekerja dengan baik, namun dapat juga bekerja walaupun dalam 
keadaan listrik padam atau disebut juga bekerja secara mandiri (offline), karena 
disediakannya suplai tegangan yang berasal dari catu daya dan juga ada sumber 
tegangan yang lain berasal dari bateri yang dapat diisi ulang dan berkesinambungan.  
Papan tekan yang dikendalikan oleh mikrokontroler DT51 MinSys digunakan sebagai alat 
masukan yang berbentuk kode. Liquid Crystal Display (LCD) dijadikan sebagai penampil 
dari aktifitas kegiatan sistem pengamanan tersebut. Dalam penggunaan sistem 
pengamanan yang berbasiskan mikrokontroler DT51 MinSys ini hanya pengguna yang 
mengetahui kode akses dan memiliki kartu pintar serta pola sidik jari yang telah tersimpan 
didalam kartu pintar yang berhak masuk kedalam sistem pengamanan yang berbasiskan 
pola sidik jari. Percobaan yang dilakukan bertujuan untuk mengetahui kestabilan, 
kecepatan, kompatibilitas, info program, tingkat keamanan yang tinggi serta menunjukkan 
hasil yang baik. 
Program pengendali pada komputer PC dikembangkan menggunakan Delphi dan 
database menggunakan SQL Server 2000. Program terutama akan melakukan verifikasi 
dan identifikasi pengguna berdasarkan pola sidik jari yang diambil melalui sensor sidik 
jari BioCardKey 60 beserta penulisan/pembacaan data pada kartu pintar (smart card) 
ACOS 1 dimana template pola sidik jari tersimpan. 
 
Kata kunci: mikrokontroler DT51 MinSys, online dan offline, papan tekan 
   
1. Pendahuluan 
Perkembangan teknologi sistem keamanan saat ini adalah menciptakan sistem keamanan terhadap 
publik yang memberikan kemudahan serta sekuritas dengan tingkat keamanan yang tinggi. Masalah ini 
juga dapat dijumpai pada lingkungan kerja apa saja yang membutuhkan faktor-faktor seperti, sistem 
sekuritas dan ketepatan dalam sistem keamanan. Faktor-faktor tersebut memegang peranan penting dalam 
sistem keamanan karena berpengaruh langsung pada tingkat keamanan. 
Mikrokontroler menjadikan suatu basis pengendali yang sangat diminati serta banyak manfaat 
yang signifikan bagi para pecinta pemprograman bahasa mesin, serta kita dapat mengatur keluaran serta 
masukan dengan mengatur  program yang dibuat. Keluaran ataupun masukan yang dikontrol dengan 
menggunakan mikrokontroler ini didisain agar dapat dipergunakan secara terpisah dan berdiri sendiri. 
Makalah ini akan membahas bagaimana merancang suatu sistem keamanan dan pemprograman 
untuk mengendalikan sistem tertanam pada sistem pengaman berdasarkan pola sidik jari yang tersimpan 
pada kartu pintar. 
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Tujuan dari penelitian ini adalah menghasilkan suatu sistem keamanan yang tinggi dan 
pemprograman untuk sistem tertanam pada sistem pengaman berdasarkan pola sidik jari yang tersimpan 
pada kartu pintar menggunakan sistem tertanam sebagai dasar pengendali. 
Sistem keamanan ini merupakan salah satu dari sekian banyak sistem keamanan yang ada. Sistem 
ini dapat diterapkan dalam suatu ruangan pada instansi atau perumahan yang membutuhkan suatu 
kerahasiaan. Dengan menggunakan kartu pintar, sebagai pengganti kunci, sidik jari sebagai akses untuk 
membuka pintu, dan adanya sistem tertanam sebagai pengendali, sistem ini dapat memberi manfaat untuk 
peningkatan keamanan. Bagi dunia ilmu pengetahuan dan teknologi, sistem ini dapat dikembangkan 
bukan hanya sebagai sistem keamanan saja, namun bisa digunakan untuk sistem absensi, sistem 
pendataan warga. 
Mikrokontroler DT-51 MinSys adalah alat pengembangan mikrokontroler keluarga MCS-51 yang 
sederhana, handal, dan ekonomis. DT-51 MinSys berbentuk sistem minimum dengan komponen 
utamanya mikrokontoler 89C51. Dengan adanya DT-51 MinSys memungkinkan kita untuk 
bereksperimen sendiri mengembangkan aplikasi digital dan dapat bebas berkreasi dengan menulias pada 
perangkat lunak pada komputer, kemudian mengunduh ke papan DT-51 MinSys, dan menjalankanya[2].  
Fitur-fitur yang dimiliki DT-51 MinSys, sesuai dengan namanya, DT-51 MinSys merupakan 
sebuah minimun system yang mempunyai spesifikasi sebagai berikut[2] :  
• Berbasis mikrokontroler 89C51 yang berstandar industri. 
• Pengantar muka serial standar RS-232 untuk komunikasi antara komputer dengan papan DT-51. 
• 8 Kbyte non-volatile memori (EEPROM) untuk menyimpan program dan data. 
• 4 pengantar muka masukan/keluaran dengan kapasitas 8 bit tiap pengantar mukanya. 
• Programmable Peripheral Interface 8255 (PPI 8255) 
• Penyearah pengubah tegangan dari AC ke DC 5 Volt. 
Kalau dilihat dari perangkat keras DT51 merupakan penggabungan dari berbagai macam 
komponen yang di gabungkan sedemikian rupa sehingga terbentuk seperti gambar 4. DT51 MinSys 
adalah perpaduan antara berbagai perangkat, yang menjadi basis dari perangkat ini adalah mikrokontroler 
89C51 produksi dari Atmel.  
Mikrokontroler DT51 memiliki kaki-kaki data dan dibagi-bagi menjadi 6 bagian. Setiap bagian 
memiliki fungsi tersendiri, Data & CS, Address, Control, ada yang mewakili pengantar muka dari 
mikrokotroler itu sendiri yang disebut pengantar muka 1 dan juga mewakili pengantar muka dari PPI 
8255. 
 
 
 
Gambar 1. Sensor Sidik Jari, Smart Card Read/Write AET 60 BioCardKey dan  Mikrokontroler DT51 
MinSys 
 
Kaki-kaki LCD terdiri dari 16 kaki yang berfungsi untuk tampilan menggunakan LCD 16x2. Kaki 
LCD ini adalah hasil keluaran dari pengantar muka 1 mikrokontroler, tetapi pengantar muka 1 itu sendiri 
juga terdapat kaki tersendiri. Pengantar muka Control difungsikan untuk menggabungkan DT51 MinSys 
dengan DT51 papan latihan. Pengantar muka Addres difungsikan untuk penambahan memori. Rangkaian 
Clock yang berfungsi sebagai denyut sudah dijadikan menjadi satu atau sudah terintegrasi pada papan 
DT51 MinSys, serta pengantar muka serial yang berfungsi untuk proses mengunduh file hexa, selain 
untuk proses pengunduh, pengantar muka serial juga berfungsi untuk komunikasi antara komputer dengan 
mikrokontroler DT51 MinSys[2]. 
Alat pemindai sidik jari AET60 adalah suatu alat kombinasi sidik jari dan kartu pintar (lihat 
gambar 1) , satu satunya cara untuk menghubungkan kartu pintar dengan ‘dunia luar’ adalah lewat 
komunikasi USB. Fitur-fitur yang dimiliki Alat Kartu Pintar AET60[8] : 
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• Antar mukaan USB kecepatan tinggi. 
• ISO 7816-3 dan PC/SC  
• Tidak membutuhkan suplai tegangan tambahan. 
• Resolusi gambar yang dihasilkan adalah 508 DPI 
• Mendukung kartu mikroprosesor dengan protokol T=0 dan T=1 
Terminal akan melayani mekanisme khusus dalam melakukan kontak elektrik ke kartu pintar, dan 
memberikan suplai listrik ke dalam chip kartu pintar, sebelum melakukan proses selanjutnya. Pada saat 
kartu pintar dimasukkan ke dalam terminal maka proses yang terjadi adalah terminal melakukan kontak 
dan menyalurkan suplai listrik ke dalam kartu pintar, kemudian terminal mendeteksi respon dari kartu 
pintar, dan mengirim byte-byte dalam format tertentu lewat USB. 
Berbagai jenis sistem memerlukan mekanisme pengenalan individu/personal yang terpercaya 
untuk konfirmasi atau mengidentifikasi individu yang meminta layanan sistem tersebut. Mekanisme ini 
untuk memastikan bahwa layanan yang tersedia diakses oleh pengguna yang sah. Biometrik mengacu 
pada identifikasi secara otomatis terhadap manusia berdasarkan pada pengenalan fisik atau karakteristik 
tingkah laku manusia tersebut[10]. Biometric dapat diterapkan untuk aplikasi atau sistem antara lain[10] : 
• Aplikasi komersial seperti akses gedung, sistem komputer, telepon selular, ATM, dsb.   
• Aplikasi Pemerintahan, KTP nasional, SIM, kontrol passport, dll. 
• Aplikasi Forensik, seperti identifikasi jenazah, investigasi kriminal, identifikasi teroris, penentuan 
orang tua, anak hilang, dll. 
Dengan biometrik dimungkinkan konfirmasi atau keberadaan individu didasarkan pada siapa dia 
“who she is” bukannya apa yang dia miliki “what she possesses” seperti KTP ataupun apa yang diingat 
“what she remembers” seperti kata password/PIN.  
Setiap bentuk fisik manusia atau karakteristik tingkah laku dapat digunakan sebagai karakteristik 
biometrik selama memenuhi persyaratan sebagai berikut : 
• Universality, setiap orang memiliki karakteristik tersebut. 
• Distinctiveness, setiap dua orang  seharusnya memiliki perbedaan karakteristik yang cukup. 
• Permanence, karakteristik tersebut tidak berubah karena waktu. 
• Collectability, karakteristik tersebut dapat diukur secara kuantitatif. 
Biometrik mengacu pada identifikasi secara otomatis terhadap manusia  berdasarkan pada 
physiological atau karakteristik tingkah laku manusia tersebut. Banyak jenis teknologi biometrik antara 
lain[10] :  pindai sidik jari 
Penggunaan sistem biometrik juga harus memperhatikan kondisi-kondisi berikut[3]: 
• Performance, mengacu kepada tingkat akurasi pencapaian pengenalan dan kecepatan proses, sarana 
yang diperlukan untuk mencapai tingkat akurasi pengenalan dan kecepatan yang diinginkan, serta 
kondisi operasi lingkungan yang mempengaruhinya 
• Accetability, yang mengindikasikan seberapa penerimaan masyarakat terhadap penggunaan biometric 
tertentu dalam kehidupan sehari-hari. 
• Circumvention, merefleksikan seberapa mudah sistem dapat dikelabui menggunakan metode yang 
curang. (fake characteristic). 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Gambar 2. Bentuk Sistem Biometrik [3] 
 
Bentuk dari sistem biometrik yang merupakan bagian esensial dari pengenal pola (pattern 
recognition) beroperasi dengan mengambil data biometrik dari individu tertentu, mengekstraksi ciri-ciri 
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dari data yang diperoleh, membandingkan ciri-ciri ini dengan sekumpulan contoh ciri-ciri dari suatu 
database. Pada skema identifikasi perbandingan dilakukan terhadap semua contoh yang tersimpan pada 
database (one to many matching). Sedangkan pada skema verifikasi perbandingan dilakukan hanya 
terhadap satu template yang diklaim sebagai identitasnya (one to one matching). Jadi, pada identifikasi 
adalah mencari siapa pemilik data biometrik ini, sedangkan pada verifikasi memastikan apakah benar data 
biometrik tersebut milik individu tertentu. Hal ini adalah dua permasalahan yang berbeda dengan tingkat 
kompleksitas masing-masing. Templates (contoh pola) pada umumnya dibuat pada saat pendaftaran 
(enrollment) dan tergantung pada aplikasinya. Kadang digunakan istilah biometric recognition untuk 
tidak membedakan istilah identification ataupun verification. Gambar 2 mengilustrasikan modul 
enrollment dan modul verifikation pada suatu tipikal sistem biometrik[3]. Dengan demikian komponen 
dasar dari sistem biometrik terdiri dari : Sensor, ekstraksi feature, pencocokkan, dan database. 
 
2. Metodologi 
Pengembangan  perangkat keras dibagi menjadi enam bagian seperti yang dijelaskan pada 
diagram blok dibawah ini. 
 
 
Gambar 3. Perancangan Sistem 
 
Cara kerja perangkat keras ini secara umum adalah sebagai berikut : 
a. PC / Aplikasi sebagai pemberi informasi yang berfungsi mengambil citra sidik jari dan 
pembacaan kartu pintar. 
b. Mikrokontroler sebagai pengendali modul displai LCD, papan tekan 4x4, pengendali kunci pintu 
elektrik (Driver Elektric Etrike Door Lock) dan penanda yang dimasukkan pada pengantarmuka 
B berupa sinyal tinggi untuk keadaan (online) atau rendah untuk keadaan (offline). 
c. Papan tekan 4x4 sebagai masukanan yang berfungsi sebagai sistem keamanan kedua jika PC 
atau Aplikasi dalam keadaan mati, hanya seorang pengelola (administrator) yg berhak dan dapat 
merubah kode sandi untuk membuka pengendali kunci pintu elektrik. 
d. Penampil LCD (Liquid Crystal Display) adalah keluaran dari aktifitas kerja yang berasal dari 
aplikasi maupun dari mikrokontroler. 
e. Keadaan online atau offline berfungsi sebagai penanda keadaan listrik dalam keadaam nyala atau 
padam.  Penanda tersebut hanya berupa sinyal tinggi (online) dan sinyal rendah (offline). 
f. Pengendali yang terdiri dari rangkaian elekronik sebagai penguat tegangan, di fungsikan sebagai 
pengerak pengendali kunci pintu elektrik.  
g. Pengendali kunci pintu elektrik (Driver Elektric Srike Door Lock) adalah suatu perangkat yang 
bertugas sebagai pengunci pintu. 
 
Secara garis besar, Program pada perangkat keras pada sistem tertanam ini terdiri atas 5 bagian, 
dimana setiap bagian memiliki fungsi-fungsi tertentu.  Kelima bagian program tersebut adalah : 
• Inisialisasi 
 Inisialisasi digunakan untuk mendeklarasikan register-register pada register fungsi khusus 
(special function register) yang digunakan oleh program. 
• Pengiriman Serial 
 Serial pada DT51 MinSys yang berfungsi sebagai proses download program, serial COM pada 
DT51 MinSys juga berfungsi sebagai sarana komunikasi serial antara aplikasi pada PC dengan 
DT51 MinSys. 
• Modul Masukan (Input Scaning Keypad) 
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 Pemindaian papan tekan sebenarnya hanyalah mengirimkan data keluaran ke satu bagian papan 
tekan (baris/kolom) kemudian membaca perubahan masukan pada bagian kolom atau baris 
papan tekan pada satu saat. 
• Mode Pengendali Online dan Offline 
 Pembagian mode-mode dibagi atas dua bagian, dimana setiap bagian mewakili suatu keadaan 
“nyala listrik” dan “padam listrik”. 
• Modul Penampil (Display LDC)  
 LCD (Liquid Crystal Display) difungsikan sebagai tampilan dari kegiatan-kegiatan aplikasi dan 
DT51 MinSys. 
 
 
Gambar 4. Diagram Alur Program 
 
3. Hasil dan Pembahasan 
Dalam melakukan pengujian, penulis membagi 2 cara pengujian, yaitu pengujian secara software 
serta hardware dan pengujian secara hardware.  Pengujian ini dilakukan terutama untuk mengetahui 
waktu tanggap yang diberikan oleh sistem. Dalam melakukan pengujian penulis menggunakan komputer 
AMD Sempron 2600 + 
 1,8 GHz. Dalam melakukan pengujian di bagi menjadi 2 bagian, yaitu pengujian secara hardware, dan 
pengujian secara software serta hardware.  
 
Untuk pengujian secara hardware dengan menggunakan parameter kecepatan, penulis membagi 
menjadi 3 bagian, pengujian ini dilakukan dengan cara pergantian kode akses dengan cara kode yang 
telah ada di dalam memori mikrokontroler DT51 MinSys diubah dengan kode baru, dengan cara 
penekanan menggunakan keypad 4x4. Pengujian dilakukan hanya dengan perangkat kerasnya saja yang 
bernama sistem akses. 
 
Tabel 1. Pengujian Berdasarkan parameter Kecepatan Pergantian Kode Akses 
 
Kode Akses Lama Kode Akses Baru Kecepatan Pergantian Kode 
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Akses (detik) 
0000 0123  24 
0123  1234 21 
1234 2345 25 
2345 3456 24 
3456 4567 20 
4567 5678 24 
5678 6789 24 
6789 7890 24 
7890 8901 22 
8901 9012 24 
 
Pengujian ini dilakukan dengan cara, kode akses yang sudah ada kita uji sebanyak 5 kali 
pengujian terhadap 1 kode akses.  Pengujian ini dipengaruhi juga oleh pengguna dalam penggunaan kode 
akses. 
 
Tabel 2. Pengujian Berdasarkan Parameter Kecepatan Penggunaan Kode Akses  
 
Pengambilan ke- (detik) Kombinasi 
Angka 1 2 3 4 5 
0123  14 14 15 14 14 
1234 14 14 14 14 14 
2345 16 14 15 14 14 
3456 14 14 14 15 14 
4567 14 14 14 14 14 
5678 15 14 14 14 14 
6789 16 14 15 14 14 
7890 14 14 14 15 14 
8901 14 14 14 14 14 
9012 14 14 14 14 14 
 
Tabel 3. Pengujian Berdasar Parameter Kecepatan, Program Enrollment dengan Sidik Jari Penulis 
 
Pengambilan Ke – (detik) No. Kartu Obyek 
1 2 3 4 5 
 Tangan Kiri :  
1 - Jari Kelingking 9 10 11 8 8 
2 - Jari Manis 8 7 6 7 7 
3 - Jari Tengah 10 7 9 7 7 
4 - Jari Telunjuk 7 7 6 7 7 
5 - Jari Jempol 10 7 8 7 7 
  
 Tangan Kanan : 
 
6 - Jari Kelingking 7 7 6 7 7 
7 - Jari Manis 7 7 8 6 6 
8 - Jari Tengah 8 7 11 9 8 
9 - Jari Telunjuk 7 7 8 7 8 
10 - Jari Jempol 7 6 7 7 7 
 
Untuk pengujian dengan menggunakan parameter kecepatan, penulis membuat 10 sampel sidik 
jari dengan terlebih dahulu komputer dan alat terhubung dengan baik. Penguji menggunakan program 
aplikasi verifikasi dan alat sistem akses dan menghitung waktu antara proses verifikasi dan respon alat 
sistem akses. l Hasil pengujian dapat dilihat pada tabel 3 dan 4. 
 
Tabel 4. Pengujian Berdasar Parameter Kecepatan, Program Verifikasi dengan Sidik Jari Penulis 
Ditambah Dengan Alat 
 
Pengambilan Ke – (detik) No. Kartu Obyek 
1 2 3 4 5 
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 Tangan Kiri :      
1 - Jari Kelingking 17 15 15 16 14 
2 - Jari Manis 15 14 14 14 15 
3 - Jari Tengah 14 14 14 14 15 
4 - Jari Telunjuk 14 14 14 14 15 
5 - Jari Jempol 15 14 14 15 14 
       
 Tangan Kanan :      
6 - Jari Jempol 14 14 14 14 15 
7 - Jari Telunjuk 14 14 15 14 14 
8 - Jari Tengah 14 14 14 14 14 
9 - Jari Manis 14 14 15 15 16 
10 - Jari Kelingking 15 14 14 14 15 
 
4. Kesimpulan 
Alat telah berfungsi sesuai dengan tujuan penulisan yaitu  pengimplementasian antara aplikasi 
yang bekerja menggunakan komputer dengan mikrokontroler DT51 MinSys. Pengaplikasian dari alat ini 
sangat terbatas pada pengendali sistem penguncian  menggunakan elektric strike door untuk pintu ruang 
terbatas yang berbasiskan sistem yang tertanam, tetapi tidak menutup kemungkinan pengembangan dari 
perangkat keras yang menggunakan mikrokontroler DT51 MinSys dapat menciptakan aplikasi yang lain.  
Waktu tanggap sistem rata-rata untuk enrollment adalah 7,4 detik dan verifikasi 14,52 detik 
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