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Resumen 
Hoy en día el uso de los servicios de Google está muy extendido entre la sociedad, la 
disponibilidad de los datos que Google permite junto con la facilidad de uso de sus 
servicios han hecho que empresas que ofrecen servicios en la nube como Yunbit, inicien 
proyectos de investigación y desarrollo para dar soporte a tareas de sincronización de 
datos entre ambas empresas. 
El desarrollo de nuevas herramientas que expandan la funcionalidad ofertada desde 
Yunbit a sus clientes, junto con el propio beneficio de automatizar tareas repetitivas y 
costosas para los usuarios han sido los motivos que han llevado a la realización de este 
TFG. 
En este documento vamos a ver en detalle el proceso llevado a cabo para la creación de 
una serie de módulos web junto con su integración en un entorno empresarial actual como 
posee Yunbit. Se analiza en profundidad el uso de las librerías ofrecidas por Google para 
el trabajo con sus APIs así como el trabajo a nivel de peticiones HTTP/XML para aquellos 
servicios que a día de hoy no están presentes en las librerías de Google. 
Se realizarán sincronizaciones tanto en ambos sentidos como en un único sentido 
adecuándose a las necesidades de la empresa y haciendo los módulos tan genéricos como 
sea posible por si en el futuro se decide personalizar dichas herramientas por necesidades 
de clientes. Los servicios utilizados en este TFG son Google Calendar, Google Contacts y 
Google Drive a su vez se ha necesitado hacer uso del servicio Google OAuth para la 
autenticación de usuarios en plataformas ajenas a Google.  
De manera adicional se ha llevado a cabo el desarrollo de una extensión de Google Chrome  
para la interfaz de Gmail con el fin de mejorar la experiencia de los usuarios con paneles 
informativos y permitir la vinculación de emails. 
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Abstract 
Nowadays the use of Google services in our society has spread, the availability of the data 
that Google lets you together with the facility of the use of their services have enable 
companies, which are currently offering services in the cloud like Yunbit, do research and 
development projects to synchronize data between both enterprises. 
The development of new tools that improve the product offered by Yunbit to their clients 
together with the advantage to avoid users from doing repetitive and time-consuming 
tasks have been the main reasons why we have developed the TFG. 
In this document we will see in detail the process carried out for the creation of a series of 
web modules with their integration in a framework like the one Yunbit has. The use of the 
libraries Google that offers to work with their services, are going to be deeply analysed as 
well as the use of HTTP/XML requests for those services that are still not present in those 
Google APIs yet. 
Synchronizations will be done in both ways as well as in one way adapting to the company 
necessities and making those modules as generic as possible in case in the future the 
clients decide to personalize them. The services used in this TFG are Google Calendar, 
Google Contacts and Google Drive in turn Google OAuth has been used to authenticate 
users for those Google outside platforms like Yunbit. 
Additionally a new extension of Google Chrome has been developed in order to improve 
the users experience with informative sidebars and offering a tool to make a connection 
of emails in Yunbit’s platform. 
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1 Introducción 
1.1 Motivación 
Hoy en día, debido a la gran presencia que Google produce en la sociedad y a la cantidad 
de clientes que actualmente hacen uso de los servicios de Google, se hace vital el poder 
disponer de la gran cantidad de información que se genera en plataformas externas desde 
un punto en común. 
La posibilidad de disponer de los contactos empresariales en el teléfono móvil o eventos 
de empresa añade un gran valor a las plataformas de gestión comercial y financiera como 
Yunbit S.L.[1]. Junto con la posibilidad de expandir la funcionalidad existente a través de 
los servicios de Google es motivo suficiente para la realización de este TFG. 
El hecho de poder trabajar en un entorno de trabajo real junto con la posibilidad de 
aprender el uso de muchas tecnologías nuevas, han sido motivo suficiente para 
impulsarme en el desarrollo de este TFG. 
1.2  Objetivos 
Este proyecto tiene como propósito la unificación de una serie de servicios entre ambas 
plataformas, Google y Yunbit para facilitar el uso de esta última plataforma a aquellos 
usuarios que dispongan de cuenta en Google y quieran disponer cierta sincronización entre 
ambas plataformas extendiendo la funcionalidad existente.  
Los objetivos definidos por Yunbit han ido variando frente a la descripción inicial de la 
propuesta de TFG, a medida que se han ido completando las distintas fases de las cuales 
se ha compuesto el proyecto. 
Los objetivos principales del proyecto son: 
 Unificar la información de los usuarios que hacen uso de la plataforma. 
 Mantenibilidad de la información sincronizada entre ambas plataformas. 
 Disponer de la información relativa a contactos y eventos empresariales en 
cualquier sitio gracias a una cuenta de Google. 
 Facilitar tareas repetitivas y costosas en tiempo a los usuarios. 
 Acceso inmediato a elementos almacenados en servidores externos a través de 
servicios de Google. 
A su vez, de manera más específica teniendo en cuenta los servicios con los que se ha 
trabajado: 
 Eventos: Sincronización de eventos en ambos sentidos con su correspondiente 
actualización. 
 Contactos: Sincronización unidireccional desde Yunbit a Google para disponer de 
los contactos empresariales en Google Contacts. 
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 Documentos: Sincronización unidireccional desde Google a Yunbit, para disponer 
de metadatos de los documentos almacenados en Google. 
 Email: Sincronización unidireccional desde Gmail a Yunbit para disponer de la 
información de los emails en la plataforma de Yunbit. 
1.3  Organización de la memoria 
En primer lugar se detallan cada uno de los cuatro módulos realizados para la 
sincronización con los servicios de Google y por último la extensión de Google Chrome 
realizada. 
 
Figura  1 . Relación entre subsistemas 
Para simplificar la estructura de la memoria y con el fin de favorecer la lectura continua del 
documento, se ha optado por fragmentar la estructura de la memoria en cada subsistema 
implementado, profundizando de manera individual sobre cada subsistema ya que estos 
no poseen una relación directa entre los mismos a excepción de la dependencia con Google 
OAuth[2] que veremos más adelante. 
La estructura que se ha seguido es la siguiente: 
1. Explicación del Servicio y su integración en la plataforma de Yunbit. 
2. Análisis de requisitos. 
a. Requisitos funcionales. 
b. Requisitos no funcionales. 
3. Diseño y desarrollo del subsistema. 
a. Diseño de la base de datos en caso de introducir alguna modificación. 
b. Diseño del módulo final realizado. 
De esta manera cada subsistema es fácilmente localizable junto con las características que 
lo componen.  
En primer lugar se detalla en profundidad el módulo correspondiente al log in de usuarios 
a nivel de API, Google OAuth, y después en orden secuencial los servicios, calendario, 
eventos y documentos, para terminar con la extensión de Google Chrome para la interfaz 
de Gmail. 
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1.4 Tecnologías empleadas 
A continuación se detallan las tecnologías utilizadas durante todo el desarrollo del 
proyecto junto con las APIs y cualquier otra herramienta utilizada. 
Las tecnologías utilizadas en la empresa Yunbit son las siguientes: 
 PHP: lenguaje de programación interpretado utilizado para implementar la 
funcionalidad del lado del servidor. 
 Javascript: lenguaje de programación tipado dinámico que soporta la orientación a 
objetos, utilizado para mejorar la interfaz de las páginas web y hacerlas dinámicas. 
A su vez ha sido el lenguaje principal utilizado para el desarrollo de la extensión. 
o Jquery[3]: librería utilizada para facilitar la interacción con los elementos 
DOM de los ficheros HTML desde la parte del cliente. 
o Gmail.js[4]: librería de código abierto utilizada para la interacción con los 
elementos de la interfaz de Gmail junto con Jquery. 
 SQL: Lenguaje de consulta estructurado para bases de datos relacionales, utilizado 
para la extracción, inserción, modificación y eliminación de datos. 
 Framework Yunbit: Yunbit ofrece una serie de herramientas para la creación 
automática de interfaces, facilita la conexión la base de datos y aporta más 
herramientas para la creación de herramientas en el ecosistema. 
 Google Client PHP API[5]: Librería de Google, para el lenguaje de programación 
PHP que permite trabajar con las peticiones HTTP que se realizan a sus servidores 
para la administración de los datos de usuario de una manera cómoda. Esta librería 
se aplica a muchos se los servicios existentes de Google a pesar de ello todavía no 
han sido portados todos los servicios. 
Las herramientas utilizadas para llevar un seguimiento del proyecto así como un control 
de versiones han sido: 
 Wunderlist[6]: Herramienta web utilizada para la gestión de tareas. 
 SVN: Sistema de control de versiones utilizado actualmente en Yunbit, junto con 
Syncro SVN Client[7] como programa para la gestión visual del repositorio. 
Para la implementación del código se ha utilizado como entorno de desarrollo 
PhpStorm[8], es un IDE enfocado al desarrollo web que facilita en gran medida la 
interacción con distintos servidores. 
Otras herramientas utilizadas durante el desarrollo son las siguientes: 
 Para el desarrollo local se ha utilizado WampServer[9], herramienta que ofrece un 
servidor Web Apache y un sistema de bases de datos local MySQL, que facilita en 
gran medida el testeo del producto realizado sin necesidad de utilizar entornos de 
preproducción o producción. 
 Como gestor de bases de datos con interfaz gráfica se ha utilizado Navicat[10] que 
soporta bases de datos de tipo MySQL y conexiones SSH con otros entornos. Para 
la transferencia masiva de datos desde servidores externos es una herramienta 
muy potente y fácil de utilizar, de ahí que se haya optado por su uso. 
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 Para la transferencia de ficheros a otros entornos como el de preproducción se ha 
utilizado Filezilla[11], programa que utiliza el protocolo FTP. 
 Para la conexión por consola a otros entornos, se ha utilizado Putty[12], como 
herramienta para la actualización de los ficheros en otros entornos con SVN por 
consola. 
 Google API Console[13]: Herramienta web proporcionada por Google para la 
gestión de proyectos que hacen uso de servicios de Google a través de APIs. 
Desde aquí se pueden crear modificar y eliminar proyectos así como consultar 
estadísticas de uso de los servicios. 
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2 Autenticación de usuarios y creación de 
Servicios de Google. 
2.1 Introducción a Google OAuth 2.0 
Las librerías de Google hacen uso del protocolo OAuth 2.0 para el proceso de autenticación 
y de autorización. Este protocolo está basado en el uso de un sistema de tokens que se 
intercambian entre las aplicaciones y Google para la autenticación de los usuarios en la 
plataforma solicitante. 
Existen dos tipos de tokens y su obtención depende del escenario en el que nos 
encontremos así como del tipo de acceso a los datos del usuario que haga la aplicación ya 
siendo estos online u offline. 
 Access token: Código que autoriza la solicitud de un servicio, este código se puede 
utilizar siempre que no haya caducado, para ello existe una propiedad, expires_in, 
que determina el periodo de tiempo por el que el token será válido para su 
utilización. 
Ejemplo de token de acceso: {"access_token": "ya29….Ung66IYzg", "expires_in": 
3600, "created": 1463049904} 
 
 Refresh token: Código de refresco, que permite solicitar un nuevo token de acceso. 
Este token no varía con el tiempo y puede renovar tantos tokens de acceso como 
la aplicación requiera, únicamente se puede obtener si durante el proceso de 
autorización del usuario se indica que se va a hacer uso de los servicios de manera 
offline es decir, cuando el usuario no esté presente en la aplicación. 
Véase por ejemplo tareas de mantenimiento de datos o procesos de sincronización 
cuando el usuario no se encuentra presente en la plataforma como es el caso. 
Dependiendo del tipo de aplicación que tengamos la gestión de estos tokens variará así 
como el proceso de solicitud de permisos a los usuarios, los escenarios existentes son los 
siguientes: 
 Aplicaciones Web 
Escenario en el que conectamos una aplicación existente que funciona sobre un 
servidor Web con los servicios de Google, este es el caso de Yunbit. 
En este escenario la secuencia de autorización por parte de los usuarios que quieran 
hacer uso de los servicios, comienza con una redirección a una página de autorización 
previamente generada a partir de una serie de parámetros, donde el usuario recibe la 
información relativa a los permisos que la aplicación solicita para posteriormente 
decidir si se autoriza al uso de dichos servicios en su nombre. 
El intercambio de tokens en este escenario funciona de la siguiente manera: 
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Figura  2. Diagrama de secuencia intercambio Token 
Como se puede apreciar en la Figura  2, se pueden producir casos en los que el 
intercambio de tokens no sea correcto. Estos casos hay que evitarlos para que los 
usuarios puedan hacer un correcto uso de la herramienta. 
A su vez cabe destacar que para el correcto funcionamiento de la aplicación con la 
librería PHP de Google es necesario cargar previamente un secreto de cliente desde su 
Google API Console, documento que contiene parámetros de ajuste necesarios para la 
vinculación entre ambas plataformas. 
 Aplicaciones instaladas 
Similar al caso anterior a excepción de que se utiliza en aplicaciones instaladas en 
dispositivos, para ello es necesario indicar previamente en qué tipo de dispositivo se va 
hacer uso de los servicios, ya que Google no tiene manera de identificar la aplicación 
de manera exacta. De manera adicional informará al usuario de esto durante el proceso 
de autorización. El sistema de intercambio de tokens es equivalente al de la Figura  2. 
 Aplicaciones cliente Javascript 
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Equivalente a las aplicaciones de servidores web, pero con una serie de diferencias, en 
este caso el secreto de cliente no es secreto por encontrarse embebido en el cliente y 
ser accesible el código del mismo. Este escenario permite redireccionar a todas las 
URLs incluyendo así “http://localhost”, URL que típicamente no se permite en el resto 
de escenarios. 
Por último, no se puede realizar un proceso de autorización incremental, es decir, no 
se pueden incrementar los permisos autorizados por un cliente sin tener que 
eliminarlos previamente y crearlos de nuevo con la nueva solicitud. 
 Aplicaciones en dispositivos limitados 
Algunos dispositivos como consolas o cámaras que necesitan hacer uso de APIs de 
Google, necesitan un intermediario para la fase de autorización introduciendo un 
código de autenticación proporcionado por Google, por ser un tipo de aplicación que 
difiere notablemente con el contenido del TFG no se profundiza en sus sistema de 
intercambio de tokens.  
 Aplicaciones servidor-servidor 
Típicamente aplicaciones web que hagan uso de servicios del tipo Google Maps[15], es 
decir, aplicaciones que no accedan a datos de usuarios si no que hagan uso de una 
cuenta de Google para obtener acceso a los servicios de Google con sus propios datos, 
como texto o direcciones. 
Doy paso a explicar en mayor profundidad la utilización del protocolo OAuth con 
aplicaciones Web, por ser la que tiene mayor interés en el proyecto. 
El protocolo desde el punto de vista del usuario funciona de la siguiente manera: 
1. El usuario que quiere autorizar a la aplicación, accede a una URL proporcionada por la 
aplicación que dirige a los servidores de Google con una serie de parámetros ya 
definidos. 
2. El usuario da permisos a la aplicación para hacer uso de una serie de servicios en su 
nombre. 
3. El usuario regresa de manera automática a la plataforma inicial trayendo consigo un 
código de acceso que autoriza a los servicios antes mencionados. 
El protocolo en sí, es más complejo y todos los pasos que se realizan sin que el usuario lo 
vea son los siguientes: 
1. Cuando el usuario accede a la aplicación, se establecen los parámetros para la 
generación de la URL de acceso a los servidores de Google, estableciendo de que 
servicios va a hacer uso el usuario. 
2. Una vez generada la URL y tras el proceso de autorización del usuario, se intercambia 
el código de autorización por un token de acceso. 
A El token de acceso se utiliza para realizar las solicitudes de los servicios 
B Se solicita a los servidores de Google un token de refresco y se almacena en un 
sistema de almacenaje de datos persistente como una base de datos. 
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3. El elemento gclient ya está completo y se puede empezar a hacer uso de los servicios 
por parte de la plataforma. 
2.2 Análisis de requisitos 
En esta sección se presentan los requisitos tanto funcionales como no funcionales del 
subsistema de autenticación de Google. Para ello se muestran los datos de entrada y de 
salida correspondientes a cada requisito junto con una breve descripción del 
funcionamiento del mismo. 
2.2.1 Requisitos funcionales 
RF 1.1 Selección de servicios a utilizar 
Descripción: Se ha de disponer de un sistema de selección de servicios, para determinar 
cuales se van a utilizar en la plataforma de Yunbit por parte del usuario. 
Entrada:  
 Seleccionable de tipo checkbox que muestra las distintas opciones: 
o Google Calendar 
o Google Contacts 
o Google Drive 
Salida: Actualización del campo correspondiente en la base de datos. 
RF 1.2 Generación de URL de autenticación 
Descripción: Se ha de crear la URL de autenticación con los servidores de Google en base 
a los servicios que previamente haya seleccionado el usuario (RF 1.1). 
Entrada:  
 Listado de servicios a autorizar 
 Nombre de la aplicación 
 Tipo de acceso (online u offline) 
 URL de redireccionamiento 
 Fichero JSON de configuración de la aplicación 
Salida: Cadena con la correspondiente URL de autenticación. 
RF 1.3 Solicitud de token de refresco  
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Descripción: Se ha de poder solicitar a Google el token de refresco para actualizar los 
tokens de acceso en un futuro sin necesidad de solicitar de nuevo permisos al usuario. 
Entrada:  
 Objeto o instancia ya autenticada con Google OAuth 
Salida: Token de refresco de tokens de acceso 
RF 1.4 Autenticación de usuario 
Descripción: Comprobación de token de autenticación e intercambio por el token de 
acceso y de refresco (RF 1.3). 
Entrada: 
 Código de autenticación proporcionado por Google 
Salida: Actualización en la base de datos del usuario introduciendo los tokens de acceso y 
de refresco intercambiado por el de autenticación. 
RF 1.5 Obtención de servicios con autorización 
Descripción: Una vez que el usuario puede hacer uso de los servicios, necesitamos saber 
exactamente a qué servicios finalmente ha dado permisos. 
Entrada: 
 Token de acceso actualizado. 
Salida: Listado de servicios autorizados por el usuario. 
RF 1.6 Actualización de token de acceso 
Descripción: Será necesario comprobar y en caso de ser necesario, actualizar el token de 
acceso correspondiente al usuario cuando se vaya a hacer uso del mismo. 
Entrada: 
 Token de refresco 
 Objeto o instancia ya autenticada con Google OAuth 
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Salida: Token de acceso actualizado y actualización del token de acceso en la base de 
datos. 
RF 1.7 Eliminación de permisos 
Descripción: Se ha de disponer de una herramienta para eliminar los permisos dados por 
un usuario a la plataforma Yunbit. 
Entrada: 
 Objeto o instancia ya autenticada con Google OAuth 
Salida: Estado de la operación y eliminación de los tokens almacenados en la base de 
datos. 
2.2.2 Requisitos no funcionales 
RNF 1.1 
Es necesario que el usuario final no tenga que tener conocimientos acerca del uso de los 
tokens y el sistema que se produce por debajo, para el usuario el proceso debe de ser tan 
simple como seleccionar que servicios quiere utilizar y dar permisos a la aplicación. 
RNF 1.2 
La interfaz que ofrezca estas características al usuario ha de ser fácil de utilizar e intuitiva. 
RNF 1.3 
El sistema tiene que evitar en la medida de lo posible estar realizando peticiones a los 
servidores de Google continuamente, por lo que hará uso de un sistema de almacenaje de 
tokens persistente para los tokens de acceso, una base de datos. 
 
2.3 Diseño y desarrollo del subsistema 
2.3.1 Diseño de la base de datos 
En primer lugar se muestra un diagrama entidad-relación, Figura  1, con la información 
necesaria para llevar a cabo el módulo de autenticación con Google. 
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Figura  3. Diagrama Entidad – Relación Usuarios 
En esta figura se puede ver que se han introducido tres campos nuevos a la tabla ya 
existente de la plataforma Yunbit. Estos cambios son necesarios para almacenar la 
información que veremos a continuación: 
NKUSERS 
SERVICES Campo que almacena los servicios a los 
cuales se quieren dar permisos para la 
creación de la URL de autenticación. 
ACCESS_TOKEN Token de acceso utilizado en las peticiones 
a los servicios de la API. Se almacena todo 
el token obtenido tras la autenticación o 
refresco. 
REFRESH_TOKEN Token de actualización de tokens de 
acceso. 
Tabla 1. Entidad Usuarios 
2.3.2 Diseño del módulo desarrollado 
En cuanto al diseño del módulo, se ha optado por aplicar el patrón de diseño singleton para 
la creación del objeto que representa esta clase, ya que no tiene sentido para el sistema 
que exista más de una instancia de esta clase activa por usuario en un determinado 
momento. 
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De esta manera garantizamos que siempre se accede a la misma instancia del objeto en 
cualquier momento y de manera global. 
Este módulo realiza una carga en primer lugar la API de Google para hacer uso del servicio 
de Google OAuth 2.0 mencionado en el punto 2.1. Tras esto y crear por primera vez una 
instancia de la clase se procede a la carga del valor SERVICES definido en la base de datos 
para el usuario activo. 
Si dicho campo está vacío no se generará una URL de autorización por cuestiones obvias. 
Tras el proceso de autorización del usuario Figura  6, cuando se regresa a la pestaña de 
“Datos personales” Figura  7, se extrae el código de autenticación de la URL como 
parámetro GET y se intercambia por los tokens de acceso y refresco almacenando su 
contenido en la base de datos y asociándolo al usuario que ha realizado la autorización. 
Esta clase proporciona una herramienta para que desde cualquier punto de la aplicación 
que requiera hacer uso de un servicio de Google con un usuario autenticado, pueda 
utilizarla con un token de acceso activo, ya que de manera automática se comprueba la 
caducidad de dicho token y en caso de haber expirado se procede a su renovación con el 
token de refresco que estaba en la base de datos, en caso de que el token de acceso no se 
encuentre caducado, se continuará trabajando con el sin necesidad de solicitar uno nuevo 
a Google. 
Desde el portal inicial de cualquier plataforma de Yunbit siempre que hayamos iniciado 
sesión como usuario, dispondremos de las pestaña “Datos personales”, pestaña que 
almacena la información personal relativa al usuario que está activo en la plataforma. 
 
 
Figura  4. Portal Intranet plataforma Yunbit 
La gestión de Google Apps se ha realizado en una pestaña dentro del módulo existente 
como se puede apreciar en la siguiente Figura  5. Se ha decidido ubicar la gestión de la 
sincronización con Google Apps en este módulo por unificar todos los servicios que hacer 
referencia al usuario activo en una misma aplicación. De esta manera los usuarios pueden 
localizar fácilmente su panel de configuración de Google Apps. 
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Figura  5. Panel de gestión OAuth (Vacío) 
Estos campos son modificables a excepción del campo “token de refresco” que es 
puramente informativo, cuando el usuario lo decida realizar una modificación tendrá que 
confirmar seleccionando en la parte superior “Realizar modificación” de esta manera se 
efectuarán los cambios de manera definitiva. 
A través de esta vista tenemos acceso al hipervínculo en “Link de autorización” que nos 
lleva directamente a la pantalla de OAuth que se había configurado en el ANEXO B, en 
esta ocasión vemos la vista como la vería un usuario final, Figura  6. 
 
 
Figura  6. OAuth Google 
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Cuando regresamos a la plataforma de Yunbit a través de la URL de redirección indicada 
previamente, visualizamos la siguiente información ya completa: 
 
Figura  7. Panel de gestión OAuth (Lleno) 
A partir de este momento, ya podemos utilizar los servicios de Google que hayamos 
seleccionado de manera autenticada desde cualquier punto de la aplicación que lo 
requiera. 
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3 Sincronización con Google Calendar 
3.1 Introducción al servicio Google Calendar 
Google Calendar[13], es un servicio gratuito ofrecido por Google, basado en una agenda y 
calendario electrónico para la gestión de eventos cuya utilización se realiza a través de una 
interfaz Web. Google Calendar es un servicio incluido de manera automática con la 
creación de una cuenta de Google. 
Desde Google Calendar, los usuarios pueden administrar eventos de manera online, desde 
su creación hasta su eliminación. Las posibilidades que permite Google Calendar con sus 
eventos son muy diversas, desde un sistema de notificaciones automático a asistentes, 
hasta la creación de eventos recurrentes con excepciones de días. 
Es una aplicación muy útil por permitir tener sincronizados entre todos nuestros 
dispositivos que accedan a la misma cuenta de Google, los calendarios personales creados 
en la aplicación, de manera adicional tiene un sistema de alarmas local para avisar a 
aquellos dispositivos que tengan un evento próximo de su existencia, dependiendo de si 
esta opción está activa. 
De manera adicional el servicio proporciona herramientas para compartición de eventos 
notificando a los invitados de la creación, modificación y eliminación del evento junto con 
un control de asistencia. 
 
Figura  8. Vista web Google Calendar General 
Como vemos a continuación, Figura  9, toda la información relativa al evento se introduce 
en la creación del mismo a través de distintos formularios. 
  
24 
Por norma general el título junto con las fechas de inicio y de finalización del evento vienen 
definidas de manera automática, siendo estas modificables de manera manual. 
 
Figura  9. Vista web Google Calendar Inserción 
La complejidad de la aplicación varía desde eventos simples con fechas de inicio y de fin, 
hasta eventos recurrentes con reservas automáticas de espacios. Es una herramienta muy 
potente que junto con una interfaz atractiva y sencilla de utilizar hace que su uso esté muy 
extendido entre los usuarios y empresas en la actualidad. 
Lo que se pretende con esta herramienta en Yunbit es que los eventos estén sincronizados 
entre ambas plataformas de manera bidireccional y continua, es decir, si se realizan 
modificaciones de los eventos por ejemplo, desde un teléfono móvil con la aplicación de 
Google Calendar, estos cambios deben de producirse de manera similar en la medida que 
el sistema de gestión de eventos de Yunbit permita y de manera inversa, de Yunbit a 
Google.  
 
Figura  10. Relación sincronización Yunbit – Google Calendar 
Gracias a esta última figura podemos apreciar que el proceso de sincronización desde 
Yunbit a Google se va a realizar bajo demanda indicando el usuario que esté haciendo uso 
de la plataforma de Yunbit si desea replicar dichos cambios en Google Calendar. 
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Por el contrario se requiere que los eventos creados, modificados o eliminados en Google 
Calendar se sincronicen de manera automática con la plataforma de Yunbit. 
Por último indicar que el alcance de este TFG  se ha limitado a dar soporte a: 
 Eventos individuales entre dos puntos de tiempo. 
 Eventos recurrentes básicos. 
 Eventos con asistentes. 
Ya que para dar soporte a toda la funcionalidad de gestión de eventos que ofrece Google 
habría que realizar numerosos cambios en el sistema de calendarios actual de Yunbit. 
3.2 Análisis de requisitos 
En esta sección se presentan los requisitos tanto funcionales como no funcionales del 
subsistema de sincronización de eventos. Para ello se muestran los datos de entrada y de 
salida correspondientes a cada requisito junto con una breve descripción del 
funcionamiento del mismo. 
En primer lugar para facilitar la comprensión de los requisitos se especifican aquellos 
correspondientes a la sincronización de Yunbit a Google y posteriormente los requisitos 
en el otro sentido. 
3.2.1 Requisitos funcionales 
RF 2.1 Sincronización de evento  
Descripción: Se ha de proporcionar al usuario un sistema para decidir si el evento que está 
creando, modificando o eliminando de la plataforma de Yunbit va a sincronizarse con 
Google Calendar. 
Entrada: 
 RadioButton con dos estados dependiendo de si se requiere sincronización o no. 
Salida: Replicación de los cambios en Google Calendar o no. 
RF 2.2 Crear evento individual 
Descripción: Creación de un evento individual entre dos puntos de tiempo con 
sincronización en Google Calendar desde Yunbit. 
Entrada: 
 Fecha del evento, fecha de inicio del evento junto con la hora de comienzo. 
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 Fin del evento, fecha de finalización del evento junto con la hora de fin. 
 Creador, creador del evento. 
 Título del evento. 
 Descripción del evento. 
 Lugar de evento. 
 Privacidad, determina si el evento es público o privado. 
Salida: Evento individual creado en la plataforma de Yunbit y en Google Calendar. 
RF 2.3 Modificación evento individual 
Descripción: Modificación de un evento individual entre dos puntos de tiempo con 
sincronización en Google Calendar desde Yunbit. Si previamente no existía en la 
plataforma Google Calendar, se crea por primera vez. 
Entrada: 
 Fecha del evento, fecha de inicio del evento junto con la hora de comienzo. 
 Fin del evento, fecha de finalización del evento junto con la hora de fin. 
 Creador, creador del evento. 
 Título del evento. 
 Descripción del evento. 
 Lugar de evento. 
 Privacidad, determina si el evento es público o privado. 
 Invitados, datos personales de los posibles asistentes al evento 
Salida: Evento individual modificado en la plataforma de Yunbit y creado o modificado en 
Google Calendar en función de su estado previo. 
RF 2.4 Creación evento recurrente 
Descripción: Creación de un evento recurrente con sincronización en Google Calendar 
desde Yunbit. 
Entrada: 
 Fecha del evento, fecha de inicio del evento junto con la hora de comienzo. 
 Fin del evento, fecha de finalización del evento junto con la hora de fin. 
 Creador, creador del evento. 
 Título del evento. 
 Descripción del evento. 
 Lugar de evento. 
 Privacidad, determina si el evento es público o privado. 
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 Frecuencia de recurrencia, frecuencia diaria, semanal, mensual o anual. 
 Fecha de fin de recurrencia. 
Salida: Evento recurrente creado en la plataforma de Yunbit y en Google Calendar. 
RF 2.5 Modificación evento recurrente 
Descripción: Modificación de un evento recurrente con sincronización en Google Calendar 
desde Yunbit. Si previamente no existía en la plataforma Google Calendar, se crea por 
primera vez. 
Entrada: 
 Fecha del evento, fecha de inicio del evento junto con la hora de comienzo. 
 Fin del evento, fecha de finalización del evento junto con la hora de fin. 
 Creador, creador del evento. 
 Título del evento. 
 Descripción del evento. 
 Lugar de evento. 
 Privacidad, determina si el evento es público o privado. 
 Invitados, datos personales de los posibles asistentes al evento  
 Frecuencia de recurrencia, frecuencia diaria, semanal, mensual o anual. 
 Fecha de fin de recurrencia. 
Salida: Evento recurrente modificado en la plataforma de Yunbit y creado o modificado 
en Google Calendar en función de su estado previo. 
RF 2.6 Eliminación evento 
Descripción: Eliminación del evento que se está mostrando en la plataforma de Yunbit y 
en Google Calendar en caso de existir. 
Entrada: 
 Identificador del evento a eliminar 
Salida: Desaparición del evento en ambas plataformas. 
RF 2.7 Sincronización eventos nuevos de Google Calendar 
Descripción: Se requiere la funcionalidad de sincronización de los eventos creados desde 
Google a Yunbit de manera automática. 
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Entrada: 
 Listado de eventos nuevos a partir de la fecha actual 
o Id, identificador único del evento. 
o Updated, fecha de actualización. 
o Created, fecha de creación. 
o Start, fecha de inicio del evento. 
o End, fecha de finalización del evento. 
o Summary, título del evento. 
o Description, descripción del evento. 
o Place, lugar del evento. 
o Attendees, asistentes al evento.  
o Status, estado del evento. 
o Recurrence,  formato de definición de eventos según el RFC 5545. 
 Usuario al que se van a asociar dichos eventos. 
 
Salida: Creación de los eventos en la plataforma de Yunbit. 
 
RF 2.8 Sincronización de eventos modificados de Google Calendar 
Descripción: Se requiere poder sincronizar en Yunbit aquellos eventos que han sido 
modificados desde la plataforma de Google Calendar, con el fin de mantener la 
consistencia de los datos. 
Entrada: 
 Listado de eventos modificados a partir de la fecha actual 
o Id, identificador único del evento. 
o Updated, fecha de actualización. 
o Created, fecha de creación. 
o Start, fecha de inicio del evento. 
o End, fecha de finalización del evento. 
o Summary, título del evento. 
o Description, descripción del evento. 
o Place, lugar del evento. 
o Attendees, asistentes al evento.  
o Status, estado del evento. 
o Recurrence,  formato de definición de eventos según el RFC 5545. 
 Usuario al que se van a asociar dichos eventos. 
Salida: Actualización de los eventos ya existentes en la plataforma de Yunbit. 
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RF 2.9 Sincronización de eventos eliminados de Google Calendar 
Descripción: Se requiere mantener la consistencia de los eventos eliminados en la 
plataforma de Google Calendar respecto de Yunbit.  
Entrada:  
 Listado de eventos cancelados a partir de la fecha actual 
o Id, identificador único del evento. 
 
 Usuario de la plataforma de Yunbit. 
 
Salida: Eliminación de los datos asociados ha dicho evento. 
3.2.2 Requisitos no funcionales 
RNF 2.1 
Es necesario que la sincronización desde los servidores de Google a la plataforma de 
Yunbit se realice de manera automática sin interacción del usuario, sincronizando así 
únicamente los eventos actuales y a futuro. 
RNF 2.2 
Se ha de dar soporte a la gestión de diferentes zonas horarias con su correspondiente 
desplazamiento horario. 
 
3.3 Diseño y desarrollo del subsistema 
En esta sección vamos a ver en detalle cuales han sido los cambios necesarios en la 
plataforma existente de Yunbit para llevar a cabo la funcionalidad antes mencionada y su 
integración. 
3.3.1 Diseño de la base de datos 
Para adecuarse en esta primera versión a las funcionalidades requeridas no ha sido 
necesario modificar los campos relativos a eventos ya existentes, si no que únicamente ha 
sido necesario añadir un nuevo campo de identificación a los eventos con la posibilidad de 
almacenar el GID, identificador único de evento de Google, con aquellos eventos que lo 
requieran por tener activa la sincronización. 
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Figura  11. Diagrama Entidad – Relación Eventos 
En esta figura podemos ver que el GID es el único campo que necesitamos para extraer 
información de los eventos de Google o para fácilmente modificar los datos de los mismos 
en los servidores de Google. A su vez se puede apreciar la relación existente entre 
contactos y usuarios en los eventos, para las diferencias entre usuarios y contactos se 
detallan en el punto 4.3.2, en este módulo representan los posibles asistentes que se 
vinculan con el evento. 
A continuación se muestra una tabla de relación entre los campos que Google almacena y 
los existentes en la plataforma de Yunbit, mostrando únicamente los que tienen relación 
directa con la funcionalidad implementada en el TFG. 
GOOGLE YUNBIT 
CAMPO DESCRIPCIÓN CAMPO DESCRIPCIÓN 
 ID Identificador único 
ID Identificador único GID Identificador de 
elemento en Google 
CREATOR Creador del evento OWNER Usuario propietario del 
evento 
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SUMMARY Título del evento TITLE Título del evento 
DESCRIPTION Descripción del evento DESCRIPTION Descripción del evento 
LOCATION Lugar del evento LOCATION Lugar del evento 
UPDATED Fecha de modificación del 
evento, formato RFC3339 
UPDATED Fecha de modificación 
del evento con formato 
(Y-m-d H-i-s) 
START.DATE Fecha de inicio del evento, 
formato (yyyy-mm-dd) 
DATESTART Fecha de inicio del 
evento con formato (Y-
m-d H-i-s) 
START.TIMEZ
ONE 
Zona horaria de la fecha de 
inicio 
END.DATE Fecha de finalización del 
evento, formato (yyyy-mm-
dd) 
DATEEND Fecha de finalización 
del evento con formato 
(Y-m-d H-i-s) 
END.TIMEZO
NE 
Zona horaria de la fecha de 
finalización 
STATUS Estado del evento  
VISIBILITY Visibilidad del evento PRIVATE Visibilidad del evento 
ATTENDES Asistentes al evento  
RECURRENCE Listado de parámetros 
concatenados que definen 
el tipo de recurrencia 
según el RFC 5545 
RECURRENT Tipo de recurrencia 
según la frecuencia de 
repetición 
RECURRENT_
DATEEND 
Fecha de finalización de 
la recurrencia formato 
(Y-m-d H-i-s) 
Tabla 2. Relación campos Google Event- Eventos Yunbit 
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Respecto a la relación anterior mencionar que los asistentes a los eventos en Yunbit como 
se refleja en el diagrama de la Figura  11, son almacenados en dos tablas de la base de datos 
independientes y no tienen por qué tener relación con los asistentes que se definan en la 
plataforma de Google Calendar, por lo que se ha decidido que estos sean sincronizados en 
la única dirección de Yunbit a Google. 
Se extrae de la base de datos aquellos o bien contactos o usuarios de las plataformas y se 
incluyen en el evento de Google con el fin de disponer del sistema de notificaciones de 
correo de Google. 
3.3.2 Diseño del módulo desarrollado 
3.3.2.1 Tarea programada sincronización Google – Yunbit 
Para llevar a cabo la sincronización de eventos de Yunbit a Google Calendar, se ha optado 
por crear un proceso recurrente que sincronice aquellas cuentas de los usuarios que tengan 
activa la sincronización de Google Calendar de manera autónoma. 
De tal manera que cada x tiempo, aún por definir por parte de Yunbit, se ejecute un script 
PHP de manera automática que recorra las bases de datos de los portales de Yunbit en 
busca de aquellos usuarios que tengan activa la sincronización para actualizar sus 
calendarios personales. 
Este mecanismo de sincronización conlleva a una serie de ventajas y desventajas: 
 Los calendarios personales de los usuarios de la plataforma Yunbit tienen 
sincronizados sus calendarios personales de manera automática. 
 Los usuarios no necesitan hacer ningún ajuste o acción adicional para disponer de 
esta sincronización. 
 Si la tarea se demora más de lo normal el usuario no lo percibe. 
 Si ocurre un error durante la sincronización de los calendarios, el error es reportado 
a aquella persona encargada de la tarea programada de manera automática para 
su posterior solventación. 
 De esta manera se pierde la sincronización en tiempo real, de tal manera que no 
sabremos con seguridad si ambos calendarios están sincronizados en el momento 
de visualización, ya que el tiempo que pasa entre ejecución y ejecución de la tarea 
programada, los calendarios pueden verse modificados. 
Entrando en detalle con el funcionamiento de la tarea programada. Existe una base de 
datos que recoge la información necesaria para recorrer cada una de las personalizaciones 
del portal de Yunbit, de tal manera que la tarea sincroniza los calendarios personales de 
todos los usuarios de todas las plataformas. 
La sincronización se realiza para situaciones diferentes de los eventos: 
 Creación: Se detecta si en Google Calendar los usuarios disponen de un evento 
nuevo que no ha sido previamente sincronizado con la plataforma de Yunbit y se 
procede a su creación con la debida sincronización. 
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 Modificación: Se detecta si un evento ha sido modificado en la plataforma de 
Google Calendar con una fecha de actualización anterior a la almacenada en la 
plataforma de Yunbit, en caso de ser así, se extrae la información de dicho evento 
y se modifican los cambios producidos. 
 
 Eliminación: Si se detecta que en la plataforma de Yunbit existen eventos con 
sincronización con Google Calendar que actualmente ya no existen en dicha 
plataforma o son considerados como cancelados, estos se actualizan en el sistema 
de Yunbit con su correspondiente eliminación. 
En cada una de estas situaciones se aplica una rutina diferente y cuando finaliza la tarea 
programada se genera un reporte que es enviado por correo para que los administradores 
de los sistemas puedan conocer el estado de la tarea y número de eventos sincronizados 
por usuario. 
3.3.2.2 Herramienta sincronización Yunbit - Google 
Desde Yunbit, se ha decidido simplificar la integración con la aplicación de calendarios 
existente, Figura  12, hasta el punto de que en la operación que esté realizando el usuario 
con marcar un checkbox, Figura  13, dicha operación será adaptada al formato de evento 
correspondiente para la sincronización con Google Calendar. 
De esta manera el usuario tendrá que operar lo menos posible y entenderá que si el 
checkbox de sincronización con Google Calendar no se encuentra visible es que no ha dado 
permisos al servicio de Google Calendar en su panel de configuración en datos personales, 
punto 2.3.2. 
 
Figura  12. Panel de gestión de calendarios Yunbit 
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Figura  13. Vista de inserción de evento Yunbit 
Durante la inserción, por motivos internos del framework de Yunbit, la relación entre 
evento y asistentes no se puede realizar por lo que esta opción únicamente está disponible 
durante la modificación de eventos. 
De manera predeterminada se ha decidido que si se opta por la sincronización con Google 
Calendar, se produzcan notificaciones a los asistentes, tanto de creación, modificación y 
eliminación en eventos. 
El campo de sincronización con Google Calendar únicamente está presente durante la 
inserción o modificación de eventos y no en listados o visualización de los eventos. Por 
visualización de eventos se considera a la generación de un listado con los campos del 
evento en modo de solo lectura, a su vez el modo de listado de eventos es otra 
funcionalidad ofrecida por Yunbit que permite navegar fácilmente a través de los eventos 
mostrando aquellos campos que son considerados de mayor importancia. 
Como se puede apreciar en la Figura  13 los campos mostrados son los mencionados en el 
punto 3.3.1 y estos son modificados y ajustados a las necesidades de la API de Google 
Calendar para que puedan ser gestionados en ambas plataformas. Este proceso de cambio 
y de detección de la operación que estamos realizando se lleva a cabo en una clase de PHP 
que requiere que previamente exista un usuario de Google autenticado y que haya dado 
permisos al servicio de Google Calendar.  
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4 Sincronización con Google Contacts 
4.1 Introducción al servicio Google Contacts 
Google Contacts es un servicio proporcionado por Google que consiste en una cartera de 
contactos integrada en los diversos servicios que Google. Esta cartera de contactos es 
totalmente gestionable a partir de la interfaz de Google Contacts[16], permite un amplio 
abanico de posibilidades en cuanto al nivel de personalización que permite de cada 
contacto así como herramientas para su gestión. 
 
 
Figura  14. Vista web Google Contacts Inserción 
Lo que se quiere obtener a través de la sincronización de los contactos es que cada usuario 
que haga uso de la plataforma de Yunbit pueda sincronizar de manera unidireccional sus 
contactos almacenados de la plataforma a Google Contacts. 
Antes de continuar cabe aclarar el concepto de contactos existente en el ecosistema de 
Yunbit. En la plataforma existe una diferenciación entre usuarios y contactos: 
 Usuarios: Los usuarios son aquellas personas que tienen acceso a las herramientas 
de la plataforma web. 
 Contactos: Son entradas de datos personales en las bases de datos de Yunbit que 
representan personas ajenas a la empresa. 
Tanto los usuarios como los contactos tienen datos de carácter personal que se quieren 
sincronizar y estos no tienen por qué tener una relación entre sí, es decir, existen usuarios 
que tienen un contacto asociado para extender sus datos personales con los campos 
reflejados en los contactos al igual que por el contrario existen usuarios que no poseen un 
contacto asociado. 
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Se quiere que de manera transparente al usuario, este tenga la opción de sincronizar toda 
la información de carácter personal sobre las personas que tengan algún tipo de relación 
con los mismos. 
Estos nuevos contactos serán introducidos en el grupo principal que todas las cuentas de 
Google Contacts disponen, “Mis contactos” y en caso de duplicación por error del usuario, 
Google pone a disposición de los usuarios una herramienta de eliminación de duplicados 
muy intuitiva que automáticamente combina los contactos mostrándolos uno a uno con 
los datos combinados resultantes. 
 
4.2 Análisis de requisitos 
En esta sección se presentan los requisitos tanto funcionales como no funcionales del 
subsistema de sincronización de contactos. Para ello se muestran los datos de entrada y 
de salida correspondientes a cada requisito junto con una breve descripción del 
funcionamiento del mismo. 
4.2.1 Requisitos funcionales 
RF 3.1 Selección de categorías de contactos 
Descripción: Se ha de disponer de una herramienta en la interfaz de Yunbit para filtrar que 
contactos queremos generar en el listado de contactos a sincronizar. 
Entrada: 
 Checkbox con tres campos a seleccionar: 
o Proyectos relacionados 
o Propuestas comerciales 
o Mis empresas 
Salida: Listado de contactos o de usuarios del sistema que cumplen la selección en base al 
usuario activo en la plataforma. 
RF 3.2 Selección de contactos manual 
Descripción: Se ha de poder permitir al usuario decidir que usuarios o contactos quiere 
sincronizar con Google Contacts de manera manual, es decir, uno a uno del listado 
previamente generado en la interfaz de Yunbit. 
Entrada:  
 Listado de contactos o usuarios generado en el (RF 3.1). 
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Salida: Listado de contactos o usuarios a sincronizar. 
RF 3.3 Selección múltiple de contactos 
Descripción: Se ha de ofrecer al usuario una herramienta en la interfaz de Yunbit para 
seleccionar de un listado todos los contactos disponibles a sincronizar, ya que en algunos 
casos este listado es demasiado extenso como para realizar una gestión manual. 
Entrada: 
 Listado de contactos o usuarios generado en el (RF 3.1) 
Salida: Listado de contactos o usuarios a sincronizar. 
RF 3.4 Vaciar listado múltiple de contactos   
Descripción: Se ha de ofrecer al usuario una herramienta en la interfaz de Yunbit para 
desmarcar todos los contactos de un listado. 
Entrada: 
 Listado de contactos o usuarios generado en el (RF 3.1) 
Salida: Listado vacío de contactos o usuarios a sincronizar. 
 
4.2.2 Requisitos no funcionales 
RNF 3.1 
Se ha de eliminar la diferencia entre contactos y usuarios de cara al usuario final de la 
plataforma, únicamente verá un listado con una mezcla entre la información de contactos 
y usuarios. 
RNF3.2 
Es necesario que el tiempo de ejecución no exceda en ningún caso más de 30 segundos de 
ejecución del servidor para el envío de todas las solicitudes de inserción de los contactos. 
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RNF 3.3 
La interfaz para la sincronización de datos de contactos ha de ser intuitiva y sencilla de 
utilizar informando al usuario del estado de la operación de sincronización en todo 
momento. 
RNF 3.4 
En aquellos casos en los que por falta de datos, no se disponga de número de contactos 
asociados al usuario o contacto, se obtendrá el número correspondiente a su empresa en 
caso de existir una relación entre ambos, esta relación se detalla en el punto 4.3.2. 
 
4.3 Diseño y desarrollo del subsistema 
En esta sección se detallan aquellos aspectos del diseño que se ha llevado a cabo para la 
implementación de las funcionalidades antes mencionadas. 
Comenzando con una explicación de la API para posteriormente detallar como se ha 
automatizado el proceso de sincronización. 
 
4.3.1 Google Contacts API 
Google Contacts es un servicio muy antiguo  de Google que todavía no dispone de un 
módulo gestión de las peticiones HTTP intermediario como otras APIs disponen si no que 
es necesario el manejo y formación de las entradas XML enviadas a Google de manera 
manual. 
Google poco a poco ha ido actualizando todos sus servicios para que no dependan de la 
librería Google Data API[17], librería que define la estructura de datos de los elementos de 
Google. Esta librería funciona sobre el protocolo GData[18] , actualmente existen muy 
pocos servicios que sigan utilizándolo. 
Google menciona posibilidad de utilizar un nuevo servicio que sí ofrece un módulo dentro 
de la librería PHP de Google (People API), pero este módulo únicamente puede trabajar 
con la lectura de la cartera de contactos, no permite su por lo que sigue siendo necesario 
utilizar Google Contacts API. 
Se da paso a una descripción en profundidad de los distintos niveles que utiliza Google 
Contacts para el trabajo con la cartera de contactos: 
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 Google Data API: Esta librería sobre la que trabaja Google Contacts es una API o 
estándar que determina que campos son necesarios para la definición de los 
objetos a almacenar, Figura  15. La capa de Google Contacts API, determina que 
datos son necesarios para almacenar objetos de tipo contacto. El protocolo GData 
así como la estructura y formación de los XML correspondientes a estas 
operaciones los veremos con detalle a continuación. 
 
Figura  15. Relación entre capas Google Contacts 3.0 
En primer lugar vamos a analizar la formación de un elemento o entrada de Google Data. 
A continuación en la Figura  16 se muestra un objeto almacenado en los servidores de 
Google que cumple con el estándar XML de GData. 
 
 
Figura  16. Ejemplo de entrada GData 
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En este caso vemos la información relativa al usuario que creó dicha entrada, es una 
entrada vacía que se puede obtener a través de una petición HTTP como: 
GET /myFeed 
Sin entrar en más detalle sobre los distintos campos que Google Data puede almacenar 
sobre los objetos, vamos a analizar cuáles son los que definen los datos personales de los 
contactos en Google Contacts API. 
El conjunto de campos que definen los datos personales que se pueden almacenar de los 
contactos vienen indicados en lo que se denomina Contact Kind. 
Estos kinds permiten omitir la inserción de información que carece de sentido en 
determinados contextos, como podría ser en este caso una entrada de un contacto. En 
estos casos elementos considerados de obligatoria cumplimentación en el estándar Atom 
son omitidos, como: 
 Id 
 Published: Fecha de publicación 
 Updated: Fecha de actualización 
 Author: Autor de la entrada 
Para indicar en la operación que se va a utilizar el esquema o estructura de un objeto de 
contacto es necesario formar la entrada XML con:  
< 𝑎𝑡𝑜𝑚: 𝑐𝑎𝑡𝑒𝑔𝑜𝑟𝑦 𝑠𝑐ℎ𝑒𝑚𝑒 = "ℎ𝑡𝑡𝑝://𝑠𝑐ℎ𝑒𝑚𝑎𝑠. 𝑔𝑜𝑜𝑔𝑙𝑒. 𝑐𝑜𝑚/𝑔/2005#𝑘𝑖𝑛𝑑" 
  𝑡𝑒𝑟𝑚 = "ℎ𝑡𝑡𝑝://𝑠𝑐ℎ𝑒𝑚𝑎𝑠. 𝑔𝑜𝑜𝑔𝑙𝑒. 𝑐𝑜𝑚/𝑔/2005#𝑐𝑜𝑛𝑡𝑎𝑐𝑡"/> 
La estructura del Contact Kind define una serie de parámetros tanto obligatorios como 
opcionales, a continuación se muestra la composición de estos campos así como todos los 
que han sido abarcados en el TFG. 
  CAMPOS 
ATOM: CATEGORY Campo que establece el tipo Contact Kind como estructura 
a utilizar. 
ATOM: TITLE Nombre del objeto almacenado, típicamente el nombre 
del contacto. 
GD: EMAIL* Campo opcional múltiple, permite definir múltiples 
direcciones de correo. 
GD: NAME* Campo opcional, nombre del contacto. 
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GD: PHONENUMBER* Campo opcional múltiple, que define números de teléfono. 
Tabla 3. Campos Contact Kind 
Una vez que disponemos de toda la información necesaria para la creación de los 
contactos, tan solo hay que escoger la URL adecuada del servicio de Google Contacts API 
para realizar la operación deseada. 
Estas peticiones HTTP van autenticadas gracias al cliente autenticado explicado en la 
punto 2.1, se realizan a través de la librería de PHP de Google y hasta que no se obtiene la 
respuesta de cómo ha resultado la operación no continúa la ejecución, lo que es un 
problema cuando hay subidas iniciales de varios cientos de contactos. 
Este problema se ha resuelto haciendo uso de las denominadas operaciones Batch. Google 
ofrece una herramienta para aquellas aplicaciones que necesitan hacer muchas peticiones 
en poco tiempo, agrupando todas estas peticiones en una sola petición. 
Esta petición que engloba a todas las demás tiene un límite de 100 operaciones y es 
necesario indicar cuál es la operación que se va a realizar en cada entrada o entry. 
 
Figura  17. Ejemplo Operaciones Batch 
Con este sistema se da solución a la limitación del tiempo de ejecución establecida en el 
(RNF 3.2). 
 
4.3.2 Diseño de la base de datos 
A nivel de base de datos, como únicamente se realiza la sincronización unidireccional 
desde la plataforma Yunbit a Google, tan solo necesitamos almacenar un dato relativo al 
campo que define de que partes de la aplicación se obtiene el listado de contactos y 
usuarios a sincronizar. 
Siendo este campo similar al campo SERVICES definido en el punto 2.3.1 para la definición 
de los servicios a autorizar. 
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Figura  18. Diagrama Entidad – Relación Usuarios (Contactos) 
Para la obtención de los datos de los contactos a sincronizar, en función del campo 
seleccionado en el checkbox que determina de donde se obtienen los contactos, se siguen 
los siguientes pasos: 
 Proyectos relacionados: Existen diversos tipos de usuarios que hacen uso de la 
plataforma, usuarios de marketing, usuarios desarrolladores, etc. En algunos casos 
estos son asignados a proyectos dentro de la plataforma. Los datos que se 
obtienen de esta manera son los datos personales de contactos asociados a los 
proyectos en los que nos encontramos. 
o Contactos locales y externos: Usuarios de la plataforma asignados al 
proyecto. 
o Contactos de interés: Existen contactos relacionados a proyectos que son 
considerados de interés. 
 
Para entender mejor la relación existente se muestra una porción del diseño de la 
base de datos existente Figura  19. 
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Figura  19. Diagrama relacional Usuarios-Proyectos 
 
 Propuestas comerciales: Existe el rol del comercial dentro de la plataforma, en 
estos casos es interesante obtener los contactos asociados a las propuestas 
comerciales que realizan. 
 
 
Figura  20. Diagrama relacional Usuarios-Propuestas 
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 Mis empresas: En algunos casos los administradores de los portales pueden 
representar el rol de propietario de una empresa, en estos casos se obtendrían los 
contactos de todos aquellos contactos de la empresa propietaria. 
 
 
Figura  21. Diagrama relacional Usuarios-Empresas 
En todos estos casos partimos siempre desde el mismo campo en común, el identificador 
del usuario activo en la plataforma y finalmente se juntan los resultados obtenidos de las 
distintas opciones seleccionadas obteniendo un listado con todos los datos personales ya 
combinados. 
4.3.3 Diseño del módulo desarrollado 
Sección que explica el funcionamiento del subsistema así como su integración con las 
vistas existentes en la plataforma. 
Por cuestiones de diseño, se ha decidido que la vista correspondiente a la gestión de los 
contactos a sincronizar sea la misma que la del punto 2.3.2, para que los usuarios localicen 
fácilmente esta herramienta. 
 
Figura  22. Herramienta de gestión de contactos 
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Desde esta única vista se hace uso de toda la funcionalidad de la herramienta desarrollada. 
La primera vez que se entra a la aplicación se ha de definir el estado del seleccionable 
“Sincronizar Contactos”, con el fin de obtener un listado de contactos como se ha visto en 
el punto anterior. 
Al ser el campo “Listado de contactos a sincronizar” una vista inyectada en un campo, para 
que su contenido varíe es necesario realizar la modificación del campo “Sincronizar 
Contactos” previamente para que se genere el listado al recargar la página. 
Una vez generado el listado, podemos hacer scroll por la vista seleccionando uno a uno los 
contactos a sincronizar o con los botones de “Todos” o “Ninguno” para interactuar de 
manera más cómoda por el listado. 
Cuando se obtiene el listado final de contactos a sincronizar, se presiona el botón de 
“Sincronizar contactos” y comienza la transferencia, Figura  23. 
 
Figura  23. Sincronización Contactos (Cargando) 
Cuando la operación es completada como se puede observar en la Figura  24, si se accede 
a la vista de Google Contacts del usuario que está realizando la sincronización Figura  25, 
podremos ver que los nuevos contactos se encuentran sincronizados con los datos de la 
plataforma de Yunbit. 
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Figura  24. Sincronización Contactos (Finalizado) 
 
 
Figura  25. Contactos sincronizados (Google Contacts) 
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5 Sincronización con Google Drive 
5.1 Introducción al servicio Google Drive 
Google Drive es un servicio que ofrece un repositorio de ficheros online. Este servicio 
permite a los usuarios almacenar elementos, compartirlos y editarlos a través de una 
interfaz web. 
Su principal uso en el ámbito empresarial es la compartición de documentos y la 
posibilidad de no almacenar dichos documentos en los propios servidores de la empresa. 
Desde Yunbit se quiere disponer de una herramienta para mantener una vinculación entre 
las entradas de sus servidores que hacen referencia a documentos y los documentos en sí 
almacenados en Google Drive. 
Google Drive es un servicio que se mantiene actualizado y actualmente se dispone de un 
módulo en la API de Google para el trabajo con el repositorio documental de manera 
cómoda desde PHP. Tan solo es necesario tener un cliente de Google que haya autorizado 
el uso de dicho servicio a través de APIs. 
5.2 Análisis de requisitos 
En esta sección se presentan los requisitos tanto funcionales como no funcionales del 
subsistema de sincronización con el repositorio documental Google Drive. Para ello se 
muestran los datos de entrada y de salida correspondientes a cada requisito junto con una 
breve descripción del funcionamiento del mismo. 
5.2.1 Requisitos funcionales 
RF 4.1 Visualización de árbol de ficheros Google Drive 
Descripción: Desde la herramienta de administración de documentos de Yunbit, se 
necesita visualizar el árbol de contenidos de Google Drive para seleccionar con que 
elemento se va a realizar la vinculación. 
Entrada: 
 Listado de elementos en Google Drive desde la raíz sin carpetas. 
Salida: Representación de los elementos en Google Drive. 
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RF 4.2 Obtención de datos de ficheros Google drive 
Descripción: Una vez que se conoce que fichero de Google Drive se quiere vincular, se ha 
de traer la información relativa a dicho elemento desde Google Drive a la plataforma 
Yunbit. 
Entrada:  
 Identificador de elemento en Google Drive 
Salida: Modificación en la base de datos de Yunbit con: 
o Link de previsualización 
o Link de descarga 
 
5.2.2 Requisitos no funcionales 
RNF 4.1 
El módulo ha de tener una interfaz sencilla de comprender y que visualmente no rompa 
con el diseño de la plataforma actual. 
 
5.3 Diseño y desarrollo del subsistema 
En esta sección se detallan aquellos aspectos del diseño que se han llevado a cabo para la 
implementación de las funcionalidades antes mencionadas. 
Comenzando con una explicación de la API para posteriormente detallar como se ha 
automatizado el proceso de sincronización. 
5.3.1 Diseño de la base de datos 
En este caso al ser la sincronización unidireccional y una única vez cuando se crea el 
documento o cuando este es modificado, tan solo es necesario modificar la estructura 
actual de la plataforma Yunbit añadiendo los nuevos campos que se van a almacenar y a 
mostrar a los usuarios. 
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Figura  26. Diagrama Entidad – Relación Documentos 
Los campos introducidos son los siguientes: 
 GOOGLE_DRIVE_ID: Identificador de elemento en Google Drive, necesario para 
la obtención del resto de metadatos. 
 VIEWLINK: Hace referencia al link de previsualización que Google proporciona en 
algunos casos cuando el fichero solicitado dispone de una visualización en red, 
previa a la descarga. 
 CONTENTLINK: Link de descarga del fichero existente en todos los elementos de 
Google Drive que no representen carpetas. 
 
5.3.2 Diseño del módulo desarrollado 
Se ha introducido 3 campos nuevos durante la modificación de documentos en la 
plataforma de Yunbit, por limitaciones del framework estos campos no son incluidos 
durante la inserción de documentos en la plataforma. 
La sección de Google drive consta de los siguientes campos: 
 Google Drive: Árbol de documentos 
 Google Drive previsualización 
 Google Drive link descarga 
Campos que únicamente son mostrados al usuario en caso de tener autorizado el uso de 
Google drive en el panel de información personal visto en el punto 2.3.2. 
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Figura  27. Vista de la herramienta para la vinculación con Google Drive 
En el caso de la Figura  27, estamos ante un documento de la plataforma Yunbit, que está 
siendo modificado, por ello se muestran los campos nuevos, permitiendo seleccionar al 
usuario un nuevo documento del repositorio de Google Drive con el que vincular el 
documento. 
Cuando se selecciona el documento del árbol de Google Drive, y se realiza la modificación 
se extraen los datos y se insertan o modifican en la base de datos, de tal manera que 
durante la visualización del documento o la modificación se muestran los datos previos. 
Ambos campos, tanto el link de previsualización como el de descarga únicamente de 
lectura. 
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6 Extensión Google Chrome 
Con el desarrollo de una extensión de Google Chrome se espera facilitar la sincronización 
de los correos entre ambas plataformas, de tal manera que la integración de una serie de 
herramientas nuevas en la interfaz de Gmail sea lo más cómodo e intuitivo para los 
usuarios. 
Para ello se ha creado una extensión de Google Chrome que modifica la vista actual del 
panel de correo Gmail incluyendo a grandes rasgos dos nuevas funcionalidades. 
 Extracción de datos de Yunbit y visualización dentro de la interfaz de Gmail. 
 Envío y manejo de datos desde Gmail para la sincronización de emails. 
Estas dos funcionalidades se espera que interfieran lo menos posible con la interfaz de 
Gmail y sean fáciles de utilizar así como de instalar. 
Por la falta de tiempo así como de experiencia en el desarrollo de servicios REST en la 
plataforma Yunbit se ha desarrollado un prototipo no funcional  que trabaje con datos 
propios. En esta sección se tratarán aspectos como cuál ha sido el análisis y diseño de la 
arquitectura final de la extensión así como el proceso de integración en la interfaz de Gmail 
a falta de la implementación de dichos servicios en un futuro. Por lo que los datos 
mostrados en los diseños son ficticios y no tienen relación directa con los datos 
almacenados en Yunbit. 
 
6.1 Introducción a las extensiones de Google Chrome 
Google ofrece a los desarrolladores un amplio abanico de posibilidades a mezclar para la 
composición de las extensiones en función de cuales sean sus necesidades, disponiendo 
de aplicaciones instaladas, apps, extensiones y dentro de cada categoría diversas 
herramientas. 
En este proyecto se ha optado por el desarrollo de una extensión de Google Chrome por 
ser la que mejor se adapta a las necesidades de los usuarios y así requerirlo por parte de 
Yunbit, para ello vamos a ver que es una extensión de Google Chrome y cuáles son las 
características que la definen. 
Una extensión de Google Chrome es un conjunto de ficheros (HTML, CSS, Javascript, etc.) que 
añaden funcionalidad al navegador Google Chrome. 
En este caso no se quería crear de aplicaciones externas al navegador Google Chrome y ya 
que el uso de las extensiones de Google Chrome está muy extendido, la integración de una 
serie de herramientas que modifiquen la interfaz de Gmail ha sido la solución tomada. 
Las extensiones de Google Chrome poseen una serie de características comunes entre 
todas ellas por lo que vamos a analizar una a una cuales son: 
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 Interfaz de usuario: Todas las extensiones de Google Chrome tienen que tener un 
icono para dar conocimiento a los usuarios de que estas extensiones están 
habilitadas, estos iconos son mostrados en el lateral de la barra de navegación y en 
función de su color podemos saber si se están ejecutando en la página web que 
estamos visualizando, si están realizando tareas en segundo plano o por el 
contrario no están ejecutándose. 
 
 
Figura  28. Diseño icono seleccionable extensión 
 Ficheros: Existe un fichero de configuración que todas las extensiones poseen 
llamado manifest este fichero almacena las características de la extensión 
definiendo los permisos, recursos y servicios de los que va a hacer uso la extensión 
así como reglas de seguridad que se detallan en mayor profundidad en el punto 6.3. 
El resto de ficheros son opcionales y dependen de la funcionalidad de la extensión. 
6.2 Análisis de requisitos 
En esta sección se presentan los requisitos tanto funcionales como no funcionales de la 
extensión de Google Chrome. Para ello se muestran los datos de entrada y de salida 
correspondientes a cada requisito junto con una breve descripción del funcionamiento del 
mismo. 
6.2.1 Requisitos funcionales 
RF 5.1 Creación de credenciales de usuario 
Descripción: Es necesario que la extensión almacene de manera segura las credenciales 
de acceso a la plataforma de Yunbit correspondiente para poder hacer uso de los servicios 
de Yunbit. Estos servicios de Yunbit pueden funcionar o bien a partir de una contraseña o 
bien mediante el uso de un token previamente generado en la plataforma de Yunbit. 
Entrada:  
 Email,  email de identificación obligatorio de la plataforma de Yunbit. 
 Password, contraseña del email. 
 Token, token previamente generado en la plataforma Yunbit. 
Salida: Actualización del sistema de almacenaje de la extensión con los datos. Inyección 
de la extensión en Gmail. 
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RF 5.2 Modificación de credenciales de usuario 
Descripción: Es necesario disponer de un sistema de modificación de credenciales por su 
posible modificación en el futuro. 
Entrada: 
 Email,  email de identificación obligatorio de la plataforma de Yunbit. 
 Password, contraseña del email. 
 Token, token previamente generado en la plataforma Yunbit. 
Salida: Modificación de las credenciales guardadas  en la extensión con los datos nuevos. 
RF 5.3 Obtención de las tareas de usuario 
Descripción: Como aspecto informativo se ha de mostrar al usuario la lista de tareas 
existentes de la plataforma Yunbit en la interfaz de Gmail. 
Entrada: 
 Email, email del usuario que realiza la solicitud de obtención de sus tareas. 
 Password o Token, necesario para autorizar la llamada a los servicios REST. 
Salida: Listado de tareas del usuario solicitante y su visualización por pantalla. 
RF 5.4 Obtención de los eventos de usuario 
Descripción: Como aspecto informativo se ha de mostrar al usuario el listado de eventos 
futuros existentes de la plataforma Yunbit en la interfaz de Gmail. 
Entrada: 
 Email, email del usuario que realiza la solicitud de obtención de los eventos. 
 Password o Token, necesario para autorizar la llamada a los servicios REST. 
Salida: Listado de eventos del usuario solicitante y su visualización por pantalla. 
RF 5.5 Obtención de las últimas actividades realizadas de usuario 
Descripción: Como aspecto informativo se ha de mostrar al usuario un listado con las 
últimas actividades realizadas de la plataforma Yunbit en la interfaz de Gmail. 
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Entrada: 
 Email, email del usuario que realiza la solicitud de obtención de sus últimas 
actividades realizadas. 
 Password o Token, necesario para autorizar la llamada a los servicios REST. 
Salida: Listado de actividades recientes por el usuario solicitante y su visualización por 
pantalla. 
RF 5.6 Obtención de los datos de un contacto 
Descripción: Cuando nos encontramos dentro de un email es necesario obtener la 
información relativa a dicha dirección de correo de la plataforma Yunbit, más 
concretamente los datos personales de dicho contacto. 
Entrada: 
 Email, email del usuario que realiza la solicitud. 
 Password o Token, necesario para autorizar la llamada a los servicios REST. 
 Email, email del sujeto que ha enviado el email en visualización. 
Salida: Listado de datos personales relativos al email mostrado. 
o Nombre 
o Teléfono 
o Email 
RF 5.7 Obtención de las tareas de un contacto 
Descripción: Cuando nos encontramos dentro de un email es necesario obtener la 
información relativa a dicha dirección de correo de la plataforma Yunbit, más 
concretamente las tareas pendientes a realizar con dicho contacto. 
Entrada: 
 Email, email del usuario que realiza la solicitud. 
 Password o Token, necesario para autorizar la llamada a los servicios REST. 
 Email, email del sujeto que ha enviado el email en visualización. 
Salida: Listado de tareas pendientes relativas al email mostrado. 
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RF 5.8 Obtención de los eventos de un contacto 
Descripción: Cuando nos encontramos dentro de un email es necesario obtener la 
información relativa a dicha dirección de correo de la plataforma Yunbit, más 
concretamente los eventos que posee dicho contacto. 
Entrada: 
 Email, email del usuario que realiza la solicitud. 
 Password o Token, necesario para autorizar la llamada a los servicios REST. 
 Email, email del sujeto que ha enviado el email en visualización. 
Salida: Listado de eventos futuros existentes en Yunbit sobre el email mostrado. 
RF 5.9 Obtención de las oportunidades de un contacto 
Descripción: Cuando nos encontramos dentro de un email es necesario obtener la 
información relativa a dicha dirección de correo de la plataforma Yunbit, más 
concretamente las oportunidades de marketing relacionadas con dicho contacto. 
Entrada: 
 Email, email del usuario que realiza la solicitud. 
 Password o Token, necesario para autorizar la llamada a los servicios REST. 
 Email, email del sujeto que ha enviado el email en visualización. 
Salida: Listado de oportunidades relativas al email mostrado. 
RF 5.10 Sincronización de un email con Yunbit  
Descripción: Cuando nos encontramos dentro de un email se ha de disponer de una 
herramienta de envío del email mostrado a la plataforma de Yunbit para disponer de una 
relación o asociación entre contactos y emails. 
Entrada: 
 Email, email del usuario que realiza la solicitud. 
 Password o Token, necesario para autorizar la llamada a los servicios REST. 
 Email, email del sujeto que ha enviado el email en visualización. 
 Cuerpo del email, contenido del email. 
 Formulario adicional de vinculación. 
o Tipo de acción 
o Contacto relacionado 
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o Propuesta relacionada 
o Cuenta relacionada 
Salida: Solicitud de inserción en la plataforma de Yunbit del email junto con su relación 
con las correspondientes partes de la plataforma. 
RF 5.11 Obtención de los tipos de acción 
Descripción: Dentro del formulario de vinculación de un email con la plataforma de 
Yunbit, es necesario seleccionar el tipo de acción con la que se va a realizar la vinculación, 
este listado es obtenido de Yunbit. 
Entrada: 
 Email, email del usuario que realiza la solicitud. 
 Password o Token, necesario para autorizar la llamada a los servicios REST. 
Salida: Listado de tipos de acción de la plataforma Yunbit. 
RF 5.12 Obtención de contactos relacionados a contactos 
Descripción: Dentro del formulario de vinculación de un email con la plataforma de 
Yunbit, se ofrece la posibilidad de relacionar el email con otro contacto de la plataforma 
de Yunbit. 
Entrada: 
 Email, email del usuario que realiza la solicitud. 
 Password o Token, necesario para autorizar la llamada a los servicios REST. 
 Email, email del sujeto que ha enviado el email en visualización. 
Salida: Listado de contactos de la plataforma Yunbit relacionados a su vez con el contacto 
del email a vincular. 
RF 5.13 Obtención de propuestas relacionadas a contactos 
Descripción: Dentro del formulario de vinculación de un email con la plataforma de 
Yunbit, se ofrece la posibilidad de relacionar el email con una propuesta relacionada con 
dicho contacto. 
Entrada: 
 Email, email del usuario que realiza la solicitud. 
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 Password o Token, necesario para autorizar la llamada a los servicios REST. 
 Email, email del sujeto que ha enviado el email en visualización.  
Salida: Listado de propuestas de la plataforma Yunbit relacionadas a su vez con el 
contacto del email a vincular. 
RF 5.14 Obtención de cuentas relacionadas a contactos 
Descripción: Dentro del formulario de vinculación de un email con la plataforma de 
Yunbit, se ofrece la posibilidad de relacionar el email con una cuenta relacionada con dicho 
contacto. 
Entrada: 
 Email, email del usuario que realiza la solicitud. 
 Password o Token, necesario para autorizar la llamada a los servicios REST. 
 Email, email del sujeto que ha enviado el email en visualización.  
Salida: Listado de cuentas de la plataforma Yunbit relacionadas a su vez con el contacto 
del email a vincular. 
 
6.2.2 Requisitos no funcionales 
RNF 5.1 
La interfaz de la extensión ha de ser fácil de utilizar por usuarios no experimentados en el 
uso de extensiones de Google Chrome 
RNF 5.2 
El usuario de la extensión ha de ser informado continuamente de una manera visual sobre 
el estado de las operaciones llevadas a cabo. Ya sean operaciones informativas como 
mostrar información de la plataforma de Yunbit o el envío de emails. 
6.3 Diseño y desarrollo de la extensión 
Para el diseño de la arquitectura de la extensión me he basado en extensiones actuales que 
tienen usos similares como pueden ser las extensiones de Ebsta para Salesforce[20], 
Wunderlist, Strike[21], Right in box[22] y El camelizer[23]. 
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Tras el análisis de estas extensiones y a la documentación que Google proporciona para el 
desarrollo de extensiones se ha definido la siguiente arquitectura: 
 Action Page: Como hemos visto anteriormente Google muestra un icono de 
manera predeterminada para cada una de las extensiones habilitadas, en este caso 
el hecho de poseer un action page permite activar o desactivar la funcionalidad de 
la extensión a partir del filtro de la URL para que únicamente tenga efecto en 
páginas del dominio de Gmail. 
Las extensiones pueden optar por disponer de esta herramienta opcional pero en 
este caso su utilidad principal es dar un punto de almacenaje y administración de 
credenciales. 
 
 
Figura  29. Action page extensión 
 Background: Lo que es denominado el background page o página en segundo 
plano, es una página web que mantiene la lógica de la extensión suele ser  
considerado el núcleo de la lógica de la extensión. 
Existen dos tipos de background page en función del tipo de extensión que se 
quiera desarrollar. Persistente, como el nombre indica, son procesos de Google 
Chrome que siempre están abiertos, ejecutándose de manera continua. Páginas de 
eventos, son extensiones que se inician y se cierran cuando son necesitadas, suelen 
ser extensiones ligeras que no requieren de interacciones de usuarios. 
En este caso se ha optado por un background persistente que siempre está abierto 
para minimizar el tiempo que tarda la extensión en inyectarse en la interfaz de 
Gmail. 
  
59 
Desde el background se dispone de la biblioteca de funciones propias de las 
extensiones. 
Se dispone de una funcionalidad para el paso de mensaje entre las distintas capas 
de las extensiones, lo veremos a continuación debido a su importancia. 
Por otro lado existen funciones para el almacenaje de datos persistentes que han 
sido utilizadas para el guardado de las credenciales del usuario. 
Podemos distinguir una serie de funcionalidades de las que se encarga este 
módulo: 
o Detección de una URL del dominio de Gmail para la activación de la action 
page antes mencionada. 
o Detección de cambios en las pestañas de Gmail para la inyección del panel 
correcto. 
o Realización de peticiones AJAX para la obtención o inserción de datos en el 
servidor de Yunbit. 
 
 Content Script: Capa intermedia entre el background y los elementos DOM de la 
página web que permite la interacción con los elementos de la página web que se 
está visualizando, es un Javascript ejecutado en el contexto de la página web y 
cargado desde el navegador.  
Cuando hablamos de los content-scripts hablamos de mundos aparte (isolated 
worlds) que poseen una copia de los elementos DOM de la página web pero 
haciendo que su referencia a window no tenga porqué ser la misma que los 
Javascript que ejecuta directamente la página web. 
Desde esta capa nos podemos comunicar con el background a través a través de 
un sistema de paso de mensajes de tal manera que ya dispondríamos de la 
capacidad de modificar todos los elementos DOM de la interfaz de Gmail, pero 
existe un gran problema con este último aspecto. 
Gmail administra los elementos de su interfaz de manera,  digamos automática, a 
base de identificadores y clases con nombres no representativos o fáciles de 
utilizar, lo que hace que trabajar con una interfaz que puede variar en cualquier 
momento y dependamos de hacer ingeniería inversa para localizar los elementos 
en la interfaz, no sea  la mejor solución. 
A partir de este punto es cuando  se ha optado por hacer uso de una librería de 
código abierto llamada Gmail.js[18] que facilita en gran medida la interacción con 
los elementos de la interfaz de Gmail. 
Esta librería de código abierto da una serie de herramientas para trabajar 
fácilmente con la barra de botones (toolbar) barra en la que se va a inyectar un 
botón y permite crear ventanas con el diseño de Google. Se ha llevado a cabo una 
modificación de la librería para adecuarse al diseño de esta extensión y permitir la 
inyección de sidebars o barras laterales con información. 
Para hacer uso de esta librería como el autor indica es necesario hacer uso de 
Jquery y de la nueva capa que vamos a ver en detalle a continuación esto es debido 
a que esta librería únicamente puede funcionar si se encuentra inyectada en la 
cabecera del HTML que va a hacer su uso, tal y como indica su autor. 
 
  Injected Script: Capa de menor nivel por ser inyectada directamente en el header 
del HTML de la interfaz de Gmail, desde esta capa podemos utilizar la librería de 
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Gmail.js e interactuar con la interfaz de Gmail para inyectar el diseño de la 
extensión. 
Al no encontrarnos dentro del ecosistema de la extensión propiamente dicho, la 
comunicación entre las capas superiores y esta se ha de realizar mediante la 
gestión de eventos Javascript. 
Al no tener acceso a las librerías de almacenaje de datos que hace uso el background 
y por motivos de seguridad, las peticiones al servidor externo de Yunbit se realizan 
desde el background con un sistema de paso de mensajes entre las 3 capas que 
veremos a continuación, Figura  30. 
 
 
Figura  30. Arquitectura de la extensión 
Para aclarar el funcionamiento del paso de mensajes se adjunta otro diagrama indicando 
como se produce el proceso para la inyección del primer panel, Figura  31. 
Con primer panel, se hace referencia al diseño de la interfaz cuando se inyecta por primera 
vez, cuando el usuario se encuentra en la bandeja de correo por ejemplo. 
 
 
Figura  31. Diagrama de secuencia, inyección extensión 
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La extensión dispone de dos áreas informativas con datos de la plataforma de Yunbit, para 
entender mejor su funcionamiento así como su estructura se acompañan una serie de 
capturas de la extensión con datos de prueba. 
 
Figura  32. Bandeja de correo con panel de usuario 
En esta primera figura del diseño de la extensión podemos apreciar un área lateral que 
ocupa en parte el ancho de la interfaz de Gmail, este área es lo que es denominado “marco 
Yunbit”, este marco es inyectado en la interfaz de Gmail una vez que esta da el aviso de 
que existen credenciales y se ha realizado un evento de navegación o de actualización. 
Este primer panel muestra información relativa al usuario que hemos insertado en las 
credenciales, información que proviene de la plataforma de Yunbit como son las tareas, 
eventos y últimas actividades realizadas. Estos aspectos permiten a los usuarios de Yunbit 
tener de una manera centralizada la información de su cuenta sin necesidad de acceder al 
portal, si no que desde el propio correo se pueden gestionar diversas funcionalidades. 
En esta área que es común al área que se genera al entrar en la visualización de un email 
en detalle, está compuesta por una serie de marcos. 
Cada marco representa uno de los servicios REST del servidor de Yunbit del que se recogen 
los datos y de esta manera se pueden definir especializaciones de estos marcos en función 
de la necesidad de representación de los datos obtenidos. En este caso todos los marcos 
son del mismo tipo pero como veremos en el otro panel, se ha definido un marco de tipo 
tabla en lugar del tipo lista como el aquí mostrado. 
Estos marcos tienen en común que cuando no se dispone del contenido que han de 
mostrar, muestran un spinner de Google, Figura  33, para indicar al usuario que se está 
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cargando el contenido y cuando finalmente es obtenido, se reemplaza por el marco con el 
formato solicitado. 
Como las peticiones AJAX son peticiones asíncronas es de vital importancia para los 
usuarios el saber que no se muestran los datos porque estos se están obteniendo. 
 
Figura  33. Bandeja de correo con panel de usuario (Loading) 
Para entender mejor el funcionamiento de estos marcos, se plantea el siguiente escenario: 
1. Injected Script recibe el orden de inyectar la extensión a través de un evento desde 
el Content Script. 
2. Se crean los marcos con los spinners y se realiza la solicitud del dato a Content a 
través de un evento. 
3. Content tras haber contactado con Background y haber obtenido el contenido, lo 
reenvía a Injected haciendo uso de un evento con el nombre del campo a 
sobrescribir. 
4. Injected recibe un evento de sustitución de spinner por contenido, en función del 
nombre de este evento se reemplaza un campo u otro. 
Se ha decidido incluir un segundo panel, Figura  34, que se muestra cuando nos 
encontramos dentro de un email, este panel de carácter informativo muestra datos 
relativos al sujeto que ha enviado dicho email. Estos datos son extraídos a través de 
servicios desde Yunbit. 
A su vez cuando nos encontramos dentro de un email, aparece en el toolbar un nuevo 
botón que implementa la función de sincronización del email, es decir, el envío del 
contenido del email a la plataforma de Yunbit para su sincronización. 
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Figura  34. Visualización de correo con panel 
Se obtienen datos tales como datos personales, tareas, eventos y oportunidades del 
contacto, a su vez la gestión de este panel se realiza a través del sistema de marcos, la 
estructura del marco de Datos del contacto varía frente al resto. Estos marcos, son 
fácilmente adaptable a las necesidades de visualización y permiten en un futuro 
implementar diferentes estilos y diseños. 
En relación con el nuevo botón, que únicamente es inyectado en la interfaz cuando el 
usuario se encuentra dentro del email, hace que se muestre un formulario en una ventana 
emergente dentro de la interfaz de Gmail, con los datos a rellenar por el usuario para la 
vinculación dentro de la plataforma de Yunbit. 
Estos campos del formulario, Figura  35, a pesar de que no funcionan como marcos, siguen 
teniendo la capacidad de mostrar un spinner mientras se cargan los valores de la 
plataforma de Yunbit. 
Actualmente debido a que no están implementados los servicios en la parte de Yunbit, se 
simula el envío notificando al usuario que el email seleccionado con los valores del 
formulario ha sido sincronizado. 
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Figura  35. Formulario vinculación email 
Un aspecto muy importante a tener en cuenta durante el desarrollo de extensiones a nivel 
de seguridad, es el CSP (Content Security Policy)  y CORS (Cross-Origin Resource Sharing). 
 CSP: Dentro del manifest se puede declarar una barrera adicional de protección 
para las peticiones que realice la extensión, evitando así evaluar contenidos traídos 
a través de solicitudes a servidores externos, evaluar códigos Javascript in-line, etc. 
Con esta herramienta se permite un mayor control de los ficheros que se ejecutan 
y dominios a los que se realizan llamadas, se puede considerar un mecanismo de 
listas de recursos permitidos y prohibidos. En este caso se han habilitado las 
peticiones a los servidores de Yunbit. 
 
 CORS: En ocasiones y más exactamente esta ocasión, las extensiones necesitan 
realizar peticiones a servidores remotos. Estas peticiones están limitadas por la 
política de same-origin que de manera estándar solo permite acceder a contenidos 
que estén almacenados bajo el mismo dominio, para permitir la realización de 
estas llamadas durante la fase de desarrollo es necesario permitir este tipo de 
peticiones desde el servidor que las atiende añadiendo un header de permiso. 
Cuando la extensión ya se encuentra empaquetada y sin estar en desarrollo local, 
tan solo es necesario dar permisos a los dominios que se soliciten en el manifest 
siempre y cuando concuerden con el CSP en caso de estar declarado. 
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7 Conclusiones y trabajo futuro 
Tras la realización de este proyecto, Yunbit dispone de la estructura de un sistema de 
sincronización con Google fácilmente personalizable a las necesidades de los clientes y 
fácilmente extensible con nuevas funcionalidades que puedan requerir en el futuro. 
A medida que he ido trabajando con la librería de Google para PHP me he dado cuenta 
de la necesidad que tiene la comunidad de liberar proyectos de este tipo para facilitar la 
creación de nuevos proyectos por la falta de documentación o de ejemplos complejos. 
He cometido los errores comunes en este tipo de proyectos con Google por lo que he 
podido apreciar en Internet, hasta que finalmente he desarrollado la capacidad de 
moverme por las herramientas y documentación que Google proporciona con soltura, 
obteniendo la capacidad de abstracción necesaria para entender el funcionamiento de 
todo lo anterior visto como un conjunto. 
Las herramientas desarrolladas son útiles para los usuarios de la plataforma de Yunbit y 
fácilmente extensibles con nuevas funcionalidades como podrían ser: 
 Creación de los servicios REST en la plataforma Yunbit para dar soporte a las 
funcionalidades de la extensión de Google Chrome para la interfaz de Gmail. 
 
 Creación de un cargador de ficheros automático desde dentro de la plataforma de 
Yunbit para Google Drive, evitando así el tener que subir el documento a Google 
Drive de manera manual para posteriormente obtener los metadatos en la 
plataforma de Yunbit. 
 
 Mejorar el soporte al sistema de eventos de Google rediseñando la estructura 
actual de eventos de la plataforma Yunbit para adecuarse a los RFC de eventos y 
fechas. 
 
 Añadir más funcionalidad a la extensión de Google Chrome para fomentar el uso y 
la instalación por parte de los usuarios. 
 
 Optimizar y mejorar los tiempos de ejecución de algunas tareas de sincronización. 
 
 Hacer la extensión de Google Chrome redimensionable o adaptable a pantallas en 
las que su visualización no sea la más adecuada. 
 
Por último quedaría realizar más pruebas de los módulos desarrollados antes de hacerlos 
públicos a todas las plataformas y realizar observaciones del uso que los usuarios dan a la 
herramienta para mejorar aquellos puntos más utilizados. 
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Glosario 
 
API Application Programming Interface  
AJAX Asynchronous Javascript and XML 
CSP Content Security Policy 
CRM Customer Relationship Management 
CORS Cross-Origin Resource Sharing 
DOM Document Model Tree 
HTML HyperText Markup Language 
HTTP HyperText Transfer Protocol 
JSON Javascript Object Notation 
TPL Template 
URI Uniform Resource Identifier 
URL Uniform Resource Locator 
XML Extensible Markup Language 
XMLNS Espacio de nombres XML 
 
 
 
 
 
 
 
 
 
 
  
 
 
 
 
 
ANEXO A 
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Anexos 
A Creación de proyectos en la consola de desarrolladores de 
Google
Para la creación de un nuevo proyecto de Google que haga uso de APIs es necesario en 
primer lugar visitar la Google API Console[14] y disponer de una cuenta de Google. 
Desde cualquier parte de la aplicación tendremos acceso al desplegable de selección de 
proyectos desde el cual podremos crear el nuevo proyecto a utilizar, a través de este 
seleccionable se abrirá un formulario donde rellenando únicamente el nombre del 
proyecto se creará automáticamente. 
 
 
Figura  36. Google Console Developers (Vista general) 
Una vez creado el proyecto procederemos a la autorización de uso de las APIs de las que 
vayamos a hacer uso de manera manual seleccionándolas del listado proporcionado en la 
Figura  36. 
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B Creación y administración de credenciales de proyectos para 
aplicaciones web 
Para realizar este paso es necesario haber realizado los pasos mencionados en el ANEXO 
A para la creación de un proyecto. 
En este caso vamos a trabajar con credenciales para aplicaciones web, por ser las utilizadas 
en este TFG, para ello accedemos a la vista de la Figura  37 de la Google API Console[14]. 
 
 
Figura  37. Google Console Developers (Credenciales) 
A continuación en primer lugar se solicitará al administrador que cumplimente un 
formulario de configuración de la pantalla de autorización OAuth, Figura  38, esta 
configuración se aplica a la pantalla que se mostrará a los usuarios de la aplicación cuando 
den autorización de uso de los servicios requeridos. 
Los datos obligatorios a cumplimentar son: 
 Dirección de correo electrónico: En caso de producirse un error durante el proceso 
de autorización del usuario, Google muestra de manera automática la dirección de 
correo electrónico de la plataforma para que los usuarios puedan ponerse en 
contacto con la misma dando datos del error producido. 
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 Nombre del producto mostrado a los usuarios: Este nombre es una referencia 
clara junto con el logotipo de la empresa para el usuario para saber a quién está 
dando permisos de manera exacta. 
Existe una serie de campos adicionales que se pueden rellenar si se desea, no obstante es 
muy recomendable su cumplimentación con el fin de dar más seguridad al usuario final 
durante el proceso de autenticación de permisos. 
 
 
Figura  38. Configuración de pantalla OAuth 
Por último pero muy importante, tenemos que definir las URLs de redirección que vamos 
a utilizar en nuestras aplicaciones, esto es, una entrada por cada proyecto que haga uso de 
este servicio y tenga una URL diferente. 
Estas URLs hay que añadirlas en el campo “URIs de redireccionamiento autorizados” de la 
Figura  39, como únicamente trabajamos con solicitudes desde un servidor web, este será 
el único campo que necesitaremos rellenar para poder trabajar con la plataforma, a su vez 
cabe destacar que han de ser URLs sin rutas relativas. 
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Figura  39. Configuración de credenciales 
Una vez que se haya definido la configuración de las credenciales, se ha de descargar el 
fichero JSON con la información nueva y transferirlo a los servidores o lugares donde se 
hacer uso de la plataforma en el mismo directorio que la instalación de la librería de 
Google, este fichero JSON es el denominado secreto de cliente. 
Esto es necesario ya que si no concuerdan las direcciones de redireccionamiento definidas 
en la Google API Console con las URLs en el JSON utilizado, Google mostrará un error de 
desajuste entre las URLs en la pantalla de autorización OAuth. 
 
ANEXO C 
 
i 
C  Instalación del proyecto en local 
Para llevar a cabo el proceso de instalación del proyecto de manera local, se han de seguir 
los siguientes pasos: 
 Para la instalación de la librería PHP de Google se recomienda encarecidamente 
hacer uso de un administrador de dependencias PHP como Composer que realizará 
de manera automática el proceso de instalación y configuración de la librería con 
sus correspondientes dependencias. 
Otro aspecto importante de la librería es descargar la versión 1.1.6 que hace uso de 
la versión de PHP 5.4 presente en la plataforma de Yunbit. 
 
 Además hace falta configurar la extensión de “php_openssl” en la configuración de 
WampServer para que se admitan las peticiones que realizamos a Google, a su vez 
es necesario modificar el documento “php.ini” de la versión de PHP que estemos 
utilizando descomentando la línea correspondiente al dll de “openssl”. 
 
 Para el correcto funcionamiento de la aplicación hay que tener en cuenta que las 
peticiones curl que se realizan al servidor de Google, necesitan comprobar que el 
certificado de Google es correcto, para ello es necesario añadir un bundle, conjunto, 
de direcciones certificadoras que validen dicha dirección. Este fichero no viene de 
forma automática con open_ssl por lo que hay que descargarlo [24]. 
De manera adicional para que WampServer reconozca este bundle, tenemos que 
modificar los ficheros de inicio “php.ini” tanto de Apache como de la instalación  de 
Wamp, añadiendo la siguiente variable de configuración: 
curl.cainfo = "path\cacert.pem" 
Esto permitirá a la extensión de open_ssl que cuando se realice una petición curl 
pueda verificar el certificado CA. 
 
 
 
