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A la indústria 4.0, és clau la utilització de xarxes industrials i la seva 
integració amb les TIC. Cada vegada més,  la indústria i les TIC estan més 
enllaçades, fet que  provoca que els busos industrials avancin a la mateixa 
velocitat que les tecnologies de la informació. És per això que en aquest 
treball s’ha fet un recull dels busos més utilitzats  i s’ha realitzat un estudi 
d’un dels busos industrials més importants del mercat, EtherCAT. Una 
vegada estudiat el protocol d’una forma exhaustiva, s’han dissenyat, realitzat 
i pressupostat diferents escenaris per comprovar de forma empírica el seu 
funcionament.  
 
Primerament,  s’ha muntat una  maqueta de baix cost mitjançant el software 
Codesys i controladors Arduino amb shields EasyCAT. Aquest escenari ha 
permès estudiar sense realitzar un esforç econòmic important,  aspectes 
relacionats amb la configuració entre el màster i els esclaus segons els 
diferents estats de la màquina d’estats  i el sistema del Working Counter. 
Seguidament,   s’ha muntat un segon escenari mitjançant Codesys, aquest 
cop sobre Raspberry Pi, i dos servos industrials Omron. Aquest segon 
escenari ha representat un esforç econòmic més elevat,  però ha permès  
entrar molt més a fons en el funcionament del protocol, treballant aspectes 
com la sincronització dels rellotges distribuïts i el nivell d’aplicació CANopen 
a través de EtherCAT.  
 
Finalment, un cop assolits tots els objectius anteriors,  s’ha muntat un 
escenari que és representatiu de la indústria 4.0, realitzant la integració  
d’EtherCAT en un entorn TIC utilitzant el protocol  OPC UA . S’ha controlat 
via internet i amb una aplicació Android, Prosys OPC UA Client, una xarxa 
industrial EtherCAT formada per el conjunt de hardware EtherCAT utilitzat 
en el projecte, és a dir, Arduino amb shields EasyCAT i dos Servos 
industrials Omron. D’aquesta forma s’ha demostrat que una aplicació 
industrial no és una funció tancada que realitza una aplicació determinada, 
sinó que la majoria de vegades venen acompanyades de funcions de 
supervisió o manteniment que necessiten de comunicacions determinades, 
fins i tot a través d’Internet, per poder realitzar-les. Aquesta és la direcció 
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When we refer to the 4.0 industry, one of the keys is the usage of industrial 
networks and their integration with the IT. The industry and the IT are 
increasingly related to each other. This fact causes that the evolution of 
industrial fieldbuses goes at the same speed as the information technologies. 
That is why this paperwork contains a recompilation of the most used 
fieldbuses and a study about EtherCAT, one of the most important fieldbuses 
of the market. In addition, following an in-depth study about this protocol, we 
have designed, accomplished and budgeted different testbeds to empirically 
verify the behavior of this protocol.  
 
Firstly, we have built a low cost testbed with Codesys software and Arduino 
controllers with EasyCAT shields. This scenario has allowed us to study, 
without an important economic effort, aspects related to the configuration 
between master and slaves according to the different states of the State 
Machine, and the Working Counter system defined by EtherCAT 
specification. Subsequently we built a second testbed with Codesys, this time 
using a Raspberry Pi, and two Omron industrial servos. This second scenario 
needs of a higher investment but allows us a deepen study of the protocol 
behavior, showing how works the distributed clocks synchronization and the 
application level of CANopen through EtherCAT. 
  
Finally, after achieving all the mentioned goals, we have built a testbed which 
represents a 4.0 industry scenario, integrating EtherCAT in an IT 
environment, using the OPC UA protocol. Thus, the EtherCAT industrial 
network is controlled via Internet using an Android application, the Prosys 
OPC UA Client. This EtherCAT industrial network is made up of the all 
EtherCAT hardware used in the project, that is to say, the two Arduinos with 
Shields EasyCAT and the two Omron Industrial servos. In this way, it has 
been shown that an industrial application is not a closed function which 
performs a particular application, but most of them are accompanied by 
monitoring or maintenance functions, even through the Internet, in order to 
carry them out. This is the direction to which things are going, all connected 
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Abreviatures 
 
μC  Microcontroller, host controller, application controller 
AoE  ADS over EtherCAT 
ASIC  Application Specific Integrated Circuit 
CoE  CAN application protocol over EtherCAT 
CPU  Central Processing Unit 
DC  Distributed Clocks 
DPRAM  Dual Ported Random Access Memory 
ENI  EtherCAT Network Information (Network configuration in XML format) 
EoE  Ethernet over EtherCAT 
ESC  EtherCAT Slave Controller 
ESI  EtherCAT Slave Information (device description in XML format) 
SM  State Machine 
ETG  EtherCAT Technology Group 
EtherCAT Ethernet for Control Automation Technology 
FMMU  Fieldbus Memory Management Unit 
FoE  File Access over EtherCAT 
FSoE  Fieldbus Safety over EtherCAT 
FPGA  Field Programmable Gate Array 
GPIO  General Purpose I/O 
LED  Light Emitting Diode 
LVDS  Low Voltage Differential Signalling 
MII  Media Independent Interface 
MDP  Modular Device Profile 
NIC  Network Interface Controller 
NVRAM  Non Volatile Random Access Memory 
OEM  Original Equipment Manufacturer 
PDI  Process Data Interface 
PDO  Process Data Object 
PIC  Programmable Integrated Circuit 
PLC  Programmable Logic Controller 
RMII  Reduced Media Independent Interface 
SII  Slave Information Interface 
SoE  Servo drive over EtherCAT 
SPI  Serial Peripheral Interface 
TCP/IP  Transmission Control Protocol/Internet Protocol 
USB  Universal Serial Bus 
XML  Extended Mark-up Language 
OPC UA  OLE for Process Control Unified Architecture 
EEPROM  Electrically Erasable Programmable Read-Only Memory 
VPN  Virtual Private Network 
DLL  Dynamic-Link Library 
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Introducció 
 
L'essència de cada revolució industrial és augmentar la productivitat. Les tres primeres 
revolucions industrials han estat provocades per innovacions tècniques: la utilització de 
l'aigua i el vapor com a font d'energia, la introducció de tècniques de producció en 
cadena mitjançant l'ús de l'energia elèctrica i el pas de la tecnologia analògica a la digital. 
La quarta revolució,   està sent  provocada per l'impacte més extens d’Internet, que 
permetrà la comunicació entre humans i màquines en sistemes ciberfísics a través 
d'extenses xarxes.  
Per aquest motiu, en la indústria 4.0, és clau la utilització de xarxes industrials i la seva 
integració amb les TIC . Cada vegada més,  la indústria i les TIC estan més enllaçades. És 
per això que en aquest treball es farà un recull dels busos més utilitzats i es realitzarà un 
estudi d’un dels busos industrials més importants del mercat, el  protocol EtherCAT. Una 
vegada estudiat el protocol d’una forma exhaustiva,  es realitzaran diferents escenaris 
per comprovar de forma empírica el protocol.  
Primerament es realitzarà una  maqueta de baix cost, que ens permetrà estudiar el 
màxim possible d’aspectes del protocol i sense realitzar un esforç econòmic important. 
Seguidament  es definirà  un segon escenari amb material industrial comercial, que 
permetrà  entrar molt més a fons en el funcionament del protocol encara que això 
representi un esforç econòmic més elevat.  
Finalment, un cop s’hagin assolit tots els objectius anteriors,  s’elaborarà un escenari 
que serà representatiu de la indústria 4.0, realitzant la integració  d’EtherCAT en un 
entorn TIC utilitzant el protocol  OPC UA . D’aquesta forma es mostrarà que una aplicació 
industrial no és una funció tancada que realitza una aplicació determinada, sinó que la 
majoria de vegades venen acompanyades de funcions de supervisió o manteniment que 
necessiten de comunicacions determinades.  
Per fer evident la importància de les TIC a la indústria, en el següent apartat es farà 
referència als aspectes més rellevants que incorpora la indústria 4.0, com ara els 
principals aspectes que engloben aquesta nova revolució industrial i els avanços 
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1. Què és la indústria 4.0? 
 
El terme "Indústria 4.0" descriu la digitalització esperada de les cadenes de valor 
industrials amb la idea d'utilitzar les tecnologies emergents per implementar la Internet 
de les Coses i els serveis amb l'objecte d'integrar diferents processos d'enginyeria i 
negoci, permetent que la producció operi d'una manera eficient i flexible amb baixos 
costos i alta qualitat. 
Els principals aspectes abordats en la Indústria 4.0 són els següents: 
1. La personalització massiva possibilitada per les tecnologies d'Informació en la 
fabricació de productes, el que significa que la producció s'ha d'adaptar a les 
necessitats dels individus. 
2. Adaptació de la cadena de producció d'una manera flexible i automàtica a les 
exigències de l'entorn que canvia ràpidament. 
3. El seguiment i l'auto-consciència de diferents components i productes i la seva 
comunicació mútua amb altres productes i màquines. 
4. Avançats paradigmes d'interacció home-màquina, que inclou noves formes 
radicals d'interactuar i operar en les fàbriques. 
5. Optimització de la producció gràcies a la comunicació possibilitada per la 
Internet de les coses en les fàbriques intel·ligents. 
6. L'aparició de nous models de negoci el que contribuirà a noves i radicals formes 
d'interacció en la cadena de valor. 
Els avenços tecnològics en els quals es basa la Indústria 4.0 es poden resumir en nou 
conceptes següents: els robots autònoms, el núvol,  la Internet de les Coses, les dades 
massives (Big data), la ciberseguretat, la simulació, la fabricació per addició , la integració 
de sistemes horitzontals, verticals i la realitat augmentada. 
Aquesta revolució també tindrà un gran impacte a tot el món, com per exemple, 
creixement dels ingressos, productivitat, inversió i ocupació. És podria  dir que la 
Indústria 4.0 no es limita a la indústria en si, sinó a la forma en què la humanitat treballa 
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2- Xarxes industrials 
 
2.1- Xarxes Industrials: selecció de la tecnologia objecte d’estudi 
 
La comunicació és la columna vertebral dels sistemes automàtics de control. 
Històricament s'ha desevolupat en interfícies basades en la connexió per port sèrie com 
ara PROFIBUS® (Process Field BUS), CAN (Controller Area Network) bus, Modbus® i CC-
Link®. Avui dia es segueixen utilitzant aquestes connexions a causa del llarg cicle de vida 
dels sistemes industrials. 
Actualment però existeixen interfícies més ràpides, barates i eficaces, totes elles 
basades en xarxes Ethernet. Aquestes xarxes aporten millor temps de reacció, 
topologies de xarxes molt flexibles i quantitats més elevades de nodes a la xarxa. Per 
aquestes raons moltes industries estan migrant a aquestes noves interfícies. Alguns dels 
protocols més importants basats en Ethernet s'expliquen a continuació: 
- EtherCAT: El protocol EtherCAT va ser desenvolupat inicialment per Beckhoff, i 
l'estàndard ha estat lliurat al EtherCAT Technology Group (ETG). Els resultats en 
temps real han demostrat que EtherCAT ofereix la resposta més determinista de 
qualsevol sistema Ethernet industrial en temps real disponible. Ser capaç de 
processar 1.000 E/S a 32.5 μs o 100 eixos en 125 μs ofereix als fabricants de 
màquines l'oportunitat d'oferir un avanç en el rendiment de la màquina a un 
preu més baix. 
- Ethernet / IP: Inicialment llançat en 2000, Ethernet / IP és un estàndard industrial 
obert desenvolupat per Allen-Bradley (Rockwell Automation) i la ODVA (Open 
DeviceNet Vendors Association). El "Protocol Industrial Ethernet" és 
essencialment un port del protocol d'aplicació CIP (Common Industrial Protocol), 
que ja va ser utilitzat per ControlNet i DeviceNet, al protocol de transferència de 
dades Ethernet. Ethernet / IP està particularment ben establert en el mercat 
nord-americà i s'utilitza sovint amb els sistemes de control de Rockwell. 
- PROFINET: Protocol molt utilitzat en els equips industrials. Té tres classes 
diferents. 
• PROFINET classe A: proporciona accés a una xarxa PROFIBUS a través d'un 
intermediari, connectant Ethernet i PROFIBUS. Presenta uns temps de 
cicle de 100ms. 
• PROFINET classe B: partint de les capacitats de la classe A introdueix una 
aproximació per software al temps real, reduint els temps de cicle fins 
10ms. També es denomina PROFINET Real-Time (PROFINETRT). 
• PROFINET classe C: inclou capacitats de temps real per hardware reduint 
els temps de cicle fins 1ms. 
- POWERLINK: ETHERNET Powerlink va ser introduït per B&R en 2001. El seu 
objectiu era proporcionar Ethernet estàndard amb propietats en temps real i 
permetre solucions universals fins a l'extrem de demanar aplicacions de 
moviment. Des de llavors, EPSG (ETHERNET Powerlink Standardization Group) ha 
promogut Ethernet Powerlink i assumit la responsabilitat per la seva obertura, 
millora contínua i independència. 
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- SERCOS III: SERCOS III no només especifica l'arquitectura de hardware de les 
connexions físiques, sinó també una estructura de protocol i una àmplia gamma 
de definicions de perfils. Per SERCOS III, efectivament la tercera generació de 
SERCOS Interface (SERCOS Serial Realtime Communication System) que va ser 
introduïda originalment al mercat el 1985, Standard Ethernet segons IEEE 802.3 
serveix com a protocol de transferència de dades. Aquest sistema de 
comunicació s'utilitza predominantment en sistemes d'automatització basats en 
control de moviment. Una associació registrada, SERCOS International, dóna 
suport al desenvolupament continu de la tecnologia i assegura el compliment de 
la norma. 
2.2- Comparativa de protocols 
 
Per tal de triar quin dels protocols serà objecte d’estudi en aquest projecte, s’ha utilitzat 
la següent taula que compara el comportament en temps real d'una aplicació en la qual 
100 eixos necessiten ser controlats de forma sincronitzada. 
Els dos criteris analitzats en termes de mesurament dels resultats són el temps de 
resposta, és a dir, el temps de cicle, i la fluctuació de fase, és a dir, la variació en el temps 
de resposta. 
 
Il·lustració 1. Comparativa protocols Ethernet. Font: Kingstar.  Ethernet-Based Fieldbus compared 
Els cinc mètodes en temps real són potents en rendiment, amb temps de resposta 
menors o iguals a 1 ms. Ethernet/IP, Powerlink i PROFINET-IRT són similars en magnitud; 
SERCOS-III i EtherCAT són més ràpids i més precisos que els altres tres mètodes en temps 
real per un ordre de magnitud. 
Clarament, els protocols de major rendiment, com són PROFINET IRT, SERCOS i 
EtherCAT, es van beneficiar de tenir una millor integració de hardware. PROFINET IRT 
requereix interruptors (costosos) substancials i un esforç de configuració complex 
perquè funcioni. SERCOS depèn d'una estació de hardware, també car. L’alta acceptació 
d’EtherCAT es deu a que Beckhoff cobra una petita quota per l'ASIC (Application Specific 
Integrated Circuit) en el dispositiu esclau i no hi ha altres costos associats. 
En conclusió, EtherCAT es distingeix d'una perspectiva de preu / rendiment. Ofereix el 
millor rendiment, la menor fluctuació de fase i el cost més baix per a incorporar el 




Disseny i implementació d'una maqueta de xarxa industrial per a l'estudi del protocol EtherCAT 
Alejandro Salcedo García 
3- EtherCAT 
 
3.1- Visió general 
 
EtherCAT és un protocol de xarxa Ethernet altament flexible que s'està desenvolupant a 
un ritme ràpid i creix a una velocitat encara més ràpida. Un principi únic anomenat 
"processament sobre la marxa" dóna a EtherCAT un conjunt d'avantatges únics envers 
d’altres protocols.  
El processament sobre la marxa,  funciona a una velocitat i eficiència molt elevades. A 
més crea flexibilitat en la topologia i una sincronització idònia. Fora de les avantatges 
obtinguts pel "processament sobre la marxa", EtherCAT es beneficia d'una bona 
infraestructura. EtherCAT inclou, entre altres coses, un protocol de seguretat i múltiples 
perfils de dispositius [4] [5]. 
3.2- Principi de funcionament 
 
EtherCAT es podria definir com un protocol de codi obert i alt rendiment que pretén 
utilitzar el protocol Ethernet en un entorn industrial. La característica fonamental de 
EtherCAT és la lectura dels missatges mentre passen pels nodes. 
Per tant,  el missatge que s'envia des del màster no té com a destinació un únic node, 
sent consumit per aquest, sinó que segueix cap al següent node. La informació d'entrada 
del node és llegida del missatge mentre aquest és processat i la informació de sortida és 
escrita en el mateix moment abans d'anar al següent node. Això vol dir que cada esclau 
ha de tenir dos ports Ethernet i haurà de ser capaç de deixar passar la informació a través 
seu, mentre realitza l'escriptura i lectura dels missatges.  
Com a resultat d'aquestes millores, l'ampla de banda utilitzable en una xarxa de 
100Mbps amb EtherCAT és de més del 90%. És una millora molt significativa si es 
compara amb l'ampla de banda utilitzable en les xarxes on el màster ha de comunicar-
se separadament amb cada esclau, en aquestes xarxes l'ampla de banda utilitzable és 
de tan sols el 5%.  
Per tant, un únic missatge és creat per el màster EtherCAT en cada cicle, amb informació 
per a tots els nodes de la xarxa. El missatge recorre tots els nodes i finalment torna al 
màster amb la informació recopilada en cada node. Una xarxa amb EtherCAT pot 
aprofitar al màxim l'ampla de banda utilitzat [4] [5].  
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Il·lustració 2. Principi de funcionament EtherCAT. Font: ETG. The Ethernet Fieldbus 
3.3- Capes OSI EtherCAT 
 
El protocol de comunicació EtherCAT defineix únicament 3 capes de les 7 de la pila OSI. 
Tal i com es pot observar en la següent imatge, aquestes són la capa física, la capa 
d’enllaç i la capa d’aplicació. 
 
 
Il·lustració 3. Capes OSI EtherCAT. Font: BECKHOFF. 
El conjunt dels tres nivells OSI amb tots els blocs de funció que el conformen es poden 
observar en la següent imatge: 
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Il·lustració 4. Capes OSI complet. Font: BECKHOFF. 
3.4- Capa física (PHY) 
 
La capa física del protocol EtherCAT segueix els estàndards del protocol IEEE  802.3, 
www.ieee802.org . Dins de la capa física del protocol hi podem trobar de dos tipus, els 
de capa física per cable (100BaseTX) o fibra (100Base-FX) i els de dispositiu intern E-BUS 
(LVDS) [6]. 
Pel que fa el 100BaseTX és la capa física més popular per Fast Ethernet. És un cable de  
parell apantallat amb dos parells de fils. Les categories de cables que suporten són CAT5, 
6 i 7. Pel que fa al connector, utilitza el RJ45 estàndard. 
L’altra possibilitat és la 100Base-FX, aquesta suporta totes les opcions de medis 
possibles i és la solució més simple per el convertidor TX a FX. 
Pel que fa E-BUS, s'integra en els ASIC EtherCAT. EtherCAT requereix 100 Mbit/s amb 
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3.4-1. Gestió de ports i processament de la trama 
 
Una controlador esclau pot tenir fins a 4 ports EtherCAT. En el cas de què es tanqui un 
port, el controlador ho envia al següent. Els ports es poden obrir o tancar 
automàticament mitjançant missatges EtherCAT. L’orde de processament i enviament 
de les trames EtherCAT depèn dels ports lògics configurats. 
Qualsevol topologia de xarxa EtherCAT física sempre forma un anell lògic ja que el 
processament de trames en un esclau funciona com una rotonda. El processament de 
trames es realitza només una vegada a l’ESC,  en la unitat de processament EtherCAT 
(EPU) que es troba després del port 0.  
Per exemple, si només hi ha ports 0, 1, i 2, una trama rebuda al port 0 passa a través de 
l'auto-Forwarder i la loopback function l’envia a l’EPU, que el processa. A continuació, 
s'envia la trama al port lògic 3 que no està configurat, de manera que el loopback 
function del port 3 reenvia al port 1. Si el port 1 està tancat, la trama es reenvia per la 
funció de loopback al port 2. Si el port 1 està obert, s'envia la trama al port 1.  Quan la 
trama torna a entrar al port 1, que és absorbit per l'Auto-Forwarder,  s'envia al port 2. 
De nou, si el port 2 està tancat, la trama es reenvia al port 0, en cas contrari, s'envia al 
port 2. Quan la trama torna a entrar al port 2, que és absorbit per l'Auto-Forwarder i el 
loopback l’envia al port 0 (torna al màster) [6]. 
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3.5- Capa d’Enllaç (DL) 
 
La capa d’enllaç es la que uneix el bus EtherCAT amb el nivell d’aplicació dels Esclaus. A 
continuació veurem en detall tot els elements que entren en acció dins d’aquesta capa 
del protocol. 
3.5-1. Telegrama i Capçalera EtherCAT 
 
El telegrama de comunicació EtherCAT està format per una capçalera Ethernet , per una 
trama de dades Ethernet (on estarà inclòs el protocol EtherCAT)  i per últim el Frame 
Check Sequence (FCS) [6].  
 
Il·lustració 6.Telegrama complet EtherCAT. Font: BECKHOFF. 
Pel que fa la capçalera Ethernet es troba:  
- Destí (Destination): Indica si el missatge es dirigeix a tots els elements de la xarxa. 
 
- Font (Source): direcció origen de la trama. 
 
- Tipus de dada (EtherType): Indica el tipus de dada que envia, en aquest cas 0x88A4 
que és el corresponent a EtherCAT. 
Una vegada coneguda la capçalera Ethernet ens centrarem en el funcionament de la 
capçalera d’EtherCAT. La capçalera EtherCAT està composta per 3 camps: 
- Longitud (Length) : Longitud del missatge EtherCAT . 
- Reservat(Res.) : Reservat. 
- Tipus de dada (Type): Tipus de informació que porta . 
Les següents parts que resten per completar el telegrama EtherCAT són el datagrama 
EtherCAT i el FCS. 
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- Datagrama: En aquesta part del protocol és on es troba la informació transmesa per 
el sistema . En el següent apartat  es veurà en detall. 
 
- FCS: El Frame Check Sequence (Seqüència de comprovació de trama) és una 
seqüència per verificar la integritat de la informació rebuda.  
 
3.5-2. Datagrama EtherCAT 
 
Una vegada identificada la capçalera EtherCAT , es fa èmfasi en el datagrama EtherCAT. 
En la següent imatge es pot veure la seva estructura i com està distribuïda [6]:  
 
Il·lustració 7. Datagrama EtherCAT. Font: BECKHOFF. 
La capçalera del datagrama està formada per : 
- Command (Cmd) : Indica el tipus de telegrama EtherCAT enviat per el màster. 
- Índex (Idx): És un comptador que s’incrementa cada vegada que s’envia una 
nova trama, aquest va des de 00 fins a ff.  
- Adreça (Address): És l’adreça de l’esclau al que va dirigit el datagrama dins de la 
xarxa.  
- Longitud (Len): Longitud de dades dins de la informació del datagrama. 
- R: Reservat. 
- M: Indica si hi ha més datagrames EtherCAT. Mostrarà 0 si és l’últim datagrama 
i 1 si hi ha més que els segueixen.  
- IRQ: Indica que les dades a continuació formen el missatge enviat. 
Finalitzem el datagrama amb el WKC :  
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3.5-3. Modes d’adreçament EtherCAT 
 
En aquest apartat s’explica les diferents formes que té el màster per adreçar-se als 
esclaus.  
Hi ha dues maneres d'adreçament de dispositius EtherCAT que són compatibles dins 
d'un segment: adreçament de dispositius  i adreçament lògic. Dins de l’adreçament de 
dispositius es troben tres maneres d'adreçament: increment automàtic, adreça 
configurada i broadcast (de difusió) [6]. Per un altre part es troba l’adreçament lògic [6].  
Adreçament de dispositius 
Increment automàtic (Auto increment): El datagrama conté l'adreça de la posició de 
l’esclau adreçat com un valor negatiu. Cada esclau incrementa la l’adreça. L'esclau, que 
llegeix  direcció igual a zero és el que executa el command que ha rebut. Només s'ha 
d'utilitzar durant la posada en marxa del sistema EtherCAT per escanejar la posició 
d'adreçament del bus de camp i més tard, només de tant en tant per detectar els esclaus 
recentment connectats.   
 
Il·lustració 8. Adreçament del tipus Auto increment . Font: BECKHOFF. 
Adreça configurada (Configured address) : L’adreça de l'estació configurada és 
assignada pel màster durant la posada en marxa i no es pot canviar per l'esclau. Aquesta 
direcció configurada s'emmagatzema a la memòria EEPROM i ESI de l’esclau.  
Per tant, L'acció command corresponent s'executarà si l’adreça del node coincideix amb 
qualsevol direcció estació configurada.  
 
Il·lustració 9. Adreçament del tipus Adreça configurada . Font: BECKHOFF. 
Difusió (Broadcast) : En aquest tipus d’adreçament cada esclau EtherCAT és adreçat.                 
L’ adreçament broadcast s'utilitza, per exemple, per a la inicialització de tots els esclaus 
i per comprovar l'estat de tots els esclaus si s'espera que siguin idèntics. 
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Adreçament lògic 
Adreçament Lògic (Logical address) 
Tots els dispositius de lectura i escriptura tenen el mateix espai d'adreces de 4 GB lògic 
(camp de direcció de 32 bits dins del datagrama EtherCAT). Un esclau fa servir una unitat 
de mapeig (FMMU) per mapejar les dades de la imatge de dades de procés lògic del seu 
espai d'adreces local.  
Durant la posada en marxa del màster configura les FMMUs de cada esclau. L'esclau sap 
quines parts de la imatge de dades del procés lògic han de ser assignades de l’espai 
d'adreces local , mitjançant  la informació de configuració de la FMMUs.   
 
Il·lustració 10. Adreçament del tipus Adreçament lògic . Font: BECKHOFF. 
3.5-4. Commands EtherCAT 
 
Segons els tipus d’adreçament, existeixen diferents tipus de commands dins de la 
capçalera EtherCAT. A continuació es fa un resum segons el tipus d’adreçament i 
posteriorment el significat de cada un d’ells [6]. 
 
Il·lustració 11. Taula d'adreçaments . Font: BECKHOFF. 
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CMD Abreviatura Nom Descripció 
0 NOP No hi ha operació L'esclau ignora el command  
1 APRD Auto Increment Read L'esclau incrementa l’adreça. L'esclau fica les 
dades de lectura dins del datagrama EtherCAT 
si l’adreça rebuda és 0.  
2 APWR Auto Increment Write L'esclau incrementa l’adreça. L'esclau fica les 
dades d'escriptura dins del datagrama 
EtherCAT si l’adreça rebuda és 0.  
3 APRW Auto Increment Read Write L'esclau incrementa l’adreça. L'esclau fica les 
dades de lectura dins del datagrama EtherCAT 
i escriu les dades d'escriptura en la mateixa 
ubicació  de la memòria si l’adreça rebuda és 
0. 
4 FPRD Configured Address Read L'esclau fica les dades de lectura en el 
datagrama EtherCAT si correspon amb 
l'adreça de una de les adreces configurades.  
5 FPWR Configured Address Write L'esclau escriu les dades dins d'una ubicació de 
la memòria  si les adreces corresponent amb 
una de les adreces configurades.  
6 FPWR Configured Address Read 
Write 
L'esclau fica les dades de lectura en el 
datagrama EtherCAT i escriu les dades 
d'escriptura en la mateixa ubicació de 
memòria si correspon amb l'adreça de una de 
les adreces configurades.  
7 BRD Broadcast Read Tots els esclaus ficant una OR lògica 
d'informació de la àrea de memòria i 
informació del datagrama EtherCAT en el 
datagrama EtherCAT . Tots els esclaus 
incrementen el camp de posició.  
8 BWR Broadcast Write Tots els esclaus fiquen la informació de 
escriptura a una ubicació de la memòria . Tots 
els esclaus incrementen cal camp de posició.  
9 BRW Broadcast Read Write Tots els esclaus ficant una OR lògica 
d'informació de la àrea de memòria i 
informació del datagrama EtherCAT en el 
datagrama EtherCAT i escriuen la informació 
en una ubicació de la memòria . Normalment 
aquest command BRW no s'utilitza. Tots els 
esclaus incrementen el camp de posició.  
10 LRD Logical Memory Read L'esclau fica la informació de lectura dins del 
datagrama EtherCAT si rep que correspon amb 
una de les àrees de configuració de lectura de  
FMMU  
11 LWR Logical Memory Write L'esclau fica la informació de d'escriptura dins 
del datagrama EtherCAT si rep que correspon 
amb una de les àrees de configuració 
d'escriptura de  FMMU  
12 LRW Logical Memory Read Write L'esclau fica la informació de lectura dins del 
datagrama EtherCAT si rep que correspon amb 
una de les areas de configuració de lectura de  
FMMU . Els esclaus escriuen informació dins 
d'una ubicació de la memòria si rep que 
l'adreça corresponent amb una de les àrea de 
configuració d'escriptura de FMMU 
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13 ARMW Auto Increment Read 
Multiple Write 
L'esclau incrementa l’adreça. L'esclau fica les 
dades de lectura dins del datagrama EtherCAT 
si l’adreça rebuda és 0, d'un altre manera 
l'esclau escriu la informació dins d'una 
ubicació de la memòria. 
14 FRMW Configured Read Multiple 
Write 
L'esclau fica la informació de lectura dins del 
datagrama EtherCAT si rep que correspon amb 
una de les àrees de configuració de 
adreçament, d'una altre manera l'esclau 
escriu la informació dins d'una ubicació de la 
memòria.  
 
Taula 1. Commands 
3.5-5. Working Counter (WKC) 
 
Cada datagrama EtherCAT acaba amb un comptador de 16 bits de treball (WKC). El 
comptador de Treball compta el nombre de dispositius que hagin tractat amb èxit el 
datagrama EtherCAT. Amb èxit vol dir que l’ESC s’ha adreçat  i la memòria adreçada està 
accessible (per exemple, pot estar protegida per SyncManager). Cada datagrama ha de 
tenir un valor de comptador de treball que ha de ser igual al calculat pel màster. Per 
tant, el màster pot comprovar si el processament de datagrames EtherCAT és el correcte 
comparant el WKC amb el valor esperat. 
El comptador de treball s'incrementa si almenys un byte/ bit de la connexió s’ha llegit 
amb èxit i/o escrit. La lectura de múltiples ordres d'escriptura , ARMW o FRWM són 
tractats ja sigui com un command de lectura  o com una ordre d'escriptura, en funció de 
la coincidència de l’adreça [6]. 
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3.5-6. EtherCAT Slave Controller (ESC) 
 
L’ESC s’encarrega de realitzar la comunicació EtherCAT com a  una interfície entre el bus 
de camp EtherCAT i l’aplicació de l’esclau. 
 
Il·lustració 13. Capa d'enllaç del protocol EtherCAT, ESC. Font: BECKHOFF 
Els elements que formen L’EtherCAT Slave Controller són els esmentats a continuació 
[6]: 
- EtherCAT Interfaces (Ethernet/EBUS): Els ports EtherCAT connecten l’ESC amb 
altres esclaus EtherCAT i el màster. La capa MAC és una part integrada de l'ESC. 
La capa física pot ser Ethernet o EBUS. La capa física per EBUS està totalment 
integrada en els ASICs. Per el que fa els ports Ethernet, es connecten als ports 
MII (Media Independent Interface)  del ESC. La velocitat de transmissió de 
EtherCAT es fixa a 100 Mbit/s amb la comunicació de full dúplex.  
- EtherCAT Processing Unit: La Unitat de Processament EtherCAT (EPU) rep, 
analitza i processa el flux de dades EtherCAT. El propòsit principal de la unitat de 
processament de EtherCAT és activar i coordinar l'accés als registres interns i 
l'espai de memòria del ESC, que poden ser abordats tant des del màster 
EtherCAT com per l’aplicació a través de la PDI (Process Data Interface).  
- Auto-Forwarder : L'Auto-Forwarder rep les trames Ethernet, realitza la 
comprovació de trama i l'envia a la funció de loopback. Les marques de temps 
de les trames rebudes són generats per l'Auto-Forwarder. 
- Loopback: La funció de loopback envia trames Ethernet al següent port lògic . 
- PHY Management: La unitat de gestió de PHY es comunica amb PHY d'Ethernet 
a través de la interfície de gestió MII. Això s'utilitza ja sigui pel màster o per 
l'esclau. La interfície de gestió MII es utilitzat pel propi ESC per reiniciar la 
negociació automàtica opcionalment després de rebre errors amb el mecanisme 
de detecció d'enllaç. 
- Fieldbus Memory Management Units (FMMU) : Les unitats de gestió de 
memòria del bus de camp (FMMU)  s'utilitzen per a l'assignació de bit a bit 
d'adreces lògiques a adreces físiques de l'ESC. 
- SyncManager: Atès que tant la xarxa EtherCAT (màster) i el PDI (µc local) poden 
accedir al DPRAM al ESC, l'accés DPRAM necessita garantir la consistència de les 
dades. El SyncManager és un mecanisme de protecció de dades en el DPRAM 
que evita l'accés simultani.  
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- Monitoring: La unitat de supervisió conté comptadors d'errors i gossos guardians 
(Watchdogs). Els organismes de control s'utilitzen per a l'observació de la 
comunicació i de tornar a un estat segur en cas d'error.  
- Distributed Clocks: Els Rellotges distribuïts (DC) permeten la generació 
sincronitzada amb precisió dels senyals de sortida i d'entrada de mostreig. La 
sincronització pot abastar tota la xarxa EtherCAT. 
- SII (ESI EEPROM) : Es necessita una memòria no volàtil per a la configuració ESC 
i descripció del dispositiu, normalment una EEPROM I²C. 
- Status/LED :  El bloc d'estat proporciona informació de l’ESC i de l’estat de 
l’aplicació. 
3.5-7. Fieldbus Memory Management Units (FMMU)  
 
Fieldbus Memory Management Units (FMMU) converteix les adreces lògiques en 
adreces físiques pels mitjans d'assignació de la direcció interna. Per tant, l’FMMU 
permet utilitzar adreçament lògic de segments  de dades que abasten tots els dispositius 
esclaus: adreces de dades d'un datagrama dins de diversos ESC arbitràriament 
distribuïts.  
Cada canal FMMU enllaça un espai d'adreces lògiques contínues a una espai d'adreces 
físiques contínua de l'esclau. De forma que,  es mapeja tot l'espai de memòria de la 
xarxa, fent que, tots els esclaus utilitzin una memòria lògica que pot ser tractada amb 
un sol paràmetre [6].  
 
Il·lustració 14. Exemple del funcionament del FMMU. Font: BECKHOFF 
3.5-8. SyncManager 
 
Degut a que la xarxa EtherCAT (màster) i el PDI accedeixen a la DPRAM a l’ESC, l’accés a 
la DPRAM necessita assegurar la coherència de dades. El SyncManager és el mecanisme 
que protegeix les dades en la DPRAM de l’accés simultani.  
El SyncManager pot operar de dos modes per Mailbox i per Buffered Mode [6]: 
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El mode Mailbox implementa un mecanisme de protocol d’enllaç per  l’intercanvi de 
dades. El màster EtherCAT i el µC de l’aplicació  únicament tenen accés al buffer després 
de què un altre hagi acabat amb l’accés. Quan el remitent escriu al buffer, el buffer està 
bloquejant l’escriptura fins que el receptor ho acaba de llegir. El mode Mailbox s’utilitza 
típicament per el protocol de la capa d’aplicació i intercanvi de dades acícliques (SDO).  
 
Il·lustració 15. Procés Mailbox. Font: BECKHOFF 
- Buffered Mode 
El mode buffered s’usa típicament en els canvis de dades cíclics, el procés de dades 
(PDO) des de el mode buffered permet accedir a la comunicació buffer en qualsevol 
moment en les dos bandes, el màster EtherCAT i el µC. El remitent pot sempre carregar 
el contingut del buffer.  
 
Il·lustració 16. Procés Buffered Mode. Font: BECKHOFF 
3.5-9. SII (ESI EEPROM) 
 
Els controladors esclaus EtherCAT utilitzen una NVRAM obligatòria (normalment una 
EEPROM sèrie amb I²C) per emmagatzemar la Informació (ESI). La SII conté la informació 
de configuració de hardware per a l’ESC que es càrrega als registres de l’ESC durant 
l'encesa. Les  mides de la EEPROM són des de 1 Kbit fins a 4 Mbit, depenent de l'ESC. 
L’estructura de dades de la EEPROM es pot observar en la següent imatge [6]:  
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Il·lustració 17. Estructura de dades de la EEPROM. Font: BECKHOFF 
3.5-10. Rellotges distribuïts (DC) 
 
En aquelles aplicacions on es requereixen accions simultànies, la sincronització és molt 
important, com pot ser el cas d'aplicacions on es té diversos motors que han de realitzar 
moviments coordinats. En contrast amb la comunicació completament síncrona (no 
utilització de DC) , la qualitat pateix immediatament pels errors de comunicació. Els DC 
sincronitzats tenen un alt nivell de jitter1 en la comunicació del sistema. Per tant, la 
solució de EtherCAT per sincronitzar els diferents nodes a la xarxa està basada en els 
rellotges distribuïts (DC).  
 
Il·lustració 18. Controlador Esclau amb el bloc DC. Font: BECKHOFF 
El calibratge d'aquests rellotges en els nodes està basada en hardware. El temps del 
primer DC del primer esclau és cíclicament distribuït a la resta de dispositius del sistema. 
Amb aquest mecanisme, el rellotge de cada esclau pot ser ajustat amb precisió al primer 
rellotge de referència. El jitter resultant en el sistema és significativament inferior a 1μs. 
El temps enviat des del rellotge de referència arriba a la resta d'esclaus amb un retard. 
Aquest retard de propagació ha de ser mesurat i compensat en cada esclau per 
assegurar el sincronisme i simultaneïtat entre els diferents esclaus de la xarxa. Aquest 
retard es mesura al inici de la comunicació o de forma contínua durant l'operació, 
assegurant que els rellotges treballen simultàniament amb menys de 1μs de retard entre 
ells. 
                                                        
1 Variació del retard 
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Si tots els nodes tenen la mateixa informació de temps, poden escriure les sortides 
requerides de manera simultània i fixar-ne les senyals d'entrada amb una precisió alta. 
En aplicacions de control de moviment, la precisió del cicle és també important. En 
aquestes aplicacions, la velocitat és típicament derivada de la mesura de posició i per 
tant és molt important que la mesura de posició es faci a intervals constants. Petites 
imprecisions en la lectura de posició es poden traslladar a imprecisions majors en el 
càlcul de la velocitat, especialment en temps de cicle baixos. Amb EtherCAT, la mesura 
de posició és activada pel rellotge local i no la xarxa del sistema, aconseguint així major 
precisió. 
Addicionalment, l'ús dels rellotges distribuïts alleugera el treball del màster ja que 
accions com la mesura de posició és activada pels rellotges locals en comptes de fer-ho 
quan la trama és rebuda [6].  
 
Il·lustració 19. Mecanisme de realització dels Rellotges Distribuïts. Font: BECKHOFF 
3.6- Capa d’Aplicació (AL) 
 
Mentre que la capa d’enllaç  s’encarrega de com fem la comunicació, en la capa 
d'aplicació s'encarrega del que pot ser transferit i de quina manera.  
Hi ha dos possibilitats d’intercanvi de comunicació entre el màster i els esclaus, per una 
part Mailbox i per l’altre part PDO.  
 
Il·lustració 20. Capa d'aplicació EtherCAT. Font: BECKHOFF 
Les comunicacions Process Data i Mailbox estan habilitades en funció de l'estat en què 
es trobi l'esclau.  
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L'estat de cada un dels esclaus es controla a través de la màquina d’estats  EtherCAT 
(SM), que en funció de l'estat en què es trobi permetrà l'accés o l'execució de 
determinades funcions en l'esclau.  
En els següents apartats primerament es comenta com funciona la màquina d’estats  i 
posteriorment, Mailbox amb els seus diferents protocols. 
3.6-1. Màquina d’estats (SM) 
 
La SM és responsable de la coordinació de les aplicacions del màster i l’esclau,  en 
l'arrencada i durant el funcionament. Els canvis d'estat són típicament iniciats per les 
sol·licituds del màster. Aquests canvis són reconeguts per l'aplicació local després de 
què les operacions associades hagin estat executades.  
Aquests dispositius es limiten a acceptar i reconèixer qualsevol canvi d'estat de forma 
automàtica. Hi ha quatre estats obligatoris i un opcional dins d’un esclau EtherCAT: Init, 
Pre-operacional, Safe-operacional, Operacional, Bootstrap (opcional).  
Per a cada canvi d’estat, una seqüència de commands específics de l’esclau han de ser 
enviats per el màster EtherCAT als dispositius eslaus EtherCAT. 
 
Il·lustració 21. Esquema de la Màquina d’estats. Font: BECKHOFF 
Hi ha diferents funcions per cada estat EtherCAT [6]: 
Init 
- Màster : Estat inicial .  
- Esclau : Estat inicial després d’encendre.  
- Comunicacions : No hi ha comunicació Mailbox ni intercanvi de dades de procés.  
Pre-Operational  
- Màster: Inicialització dels canals SyncManager per a la comunicació Mailbox 
durant la transició de Init al Pre-operational.  
- Esclau: Validació de la configuració del SyncManager durant la transició de Init a 
pre-operacional.  
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Safe-Operational:  
- Màster: La inicialització dels canals SyncManager per a l'intercanvi de dades de 
procés, inicialització de canals FMMU, PDO mapeig/assignació i configuració de 
DC. 
- Esclau: Validació de tots els valors configurats durant la transició de Pre-
operational a Safe-operacional.  
- Comunicació: Hi ha comunicació Mailbox i PDO, però l'esclau manté les seves 
sortides en un estat segur mentre que la Data d'entrada s'actualitza cíclicament. 
Operational: 
- Màster: Funciona a ple funcionament.  
- Esclau: Funciona ple funcionament.  
- Comunicació: Hi ha comunicació Mailbox i intercanvi de dades de procés. 
Bootstrap:  
- Màster: És un estat opcional que únicament pot ser entrat des de Init.  
- Esclau: És un estat opcional que únicament pot ser entrat des de Init para 
actualitzar el firmware.  
- Comunicació: Hi ha comunicació Mailbox limitada (FoE) i sense intercanvi de 
dades de procés.  
3.6-2. Mailbox 
 
Per a moltes classes de dispositius, la tecnologia de bus de camp ja ofereix perfils de 
dispositius fiables, com per exemple dispositius E/S, unitats o vàlvules. Els usuaris estan 
familiaritzats amb aquests perfils i amb els paràmetres i eines associats.  En el cas de 
EtherCAT, no hi ha perfils de dispositius-EtherCAT específics que hagin estat 
desenvolupats per aquestes classes de dispositius. En lloc d'això,  s’ofereix interfícies 
simples de perfils de dispositius existents. Això ajuda enormement als usuaris i 
fabricants de dispositius per igual durant la migració del bus de camp existent per al de  
EtherCAT. 
El mode Mailbox es sol utilitzar per protocols de capa d’aplicació i intercanvi de dades 
acícliques (SDO) [6]. 
 
Il·lustració 22. Tipus de Protocols Mailbox i PDO. fONT: BECKHOFF 
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Ethernet sobre EtherCAT (EOE) 
 
EtherCAT fa ús de capes físiques d'Ethernet i de la trama Ethernet. El terme Ethernet 
també s'associa freqüentment amb la transferència de dades en les aplicacions de TI, 
que es basen en una connexió TCP/IP. Utilitzant el protocol Ethernet sobre EtherCAT 
(EOE) tot el tràfic de dades Ethernet pot ser transportat dins d'un segment de EtherCAT.  
Els dispositius Ethernet estan connectats a un segment EtherCAT a través dels 
anomenats switch2 ports.  
Les trames Ethernet són un túnel a través del protocol EtherCAT, de manera similar als 
protocols d'Internet (per exemple, TCP/IP, VPN (Virtual Private Network), etc.) , com a 
tal, fa que la xarxa EtherCAT sigui completament transparent per als dispositius de 
Ethernet. El dispositiu amb la propietat de switch s'encarrega de la inserció de fragments 
de TCP/IP en el tràfic EtherCAT i per tant evita que les propietats en temps real de la 
xarxa es vegin afectades. A més, els dispositius EtherCAT també poden donar suport als 
protocols d'Internet (com HTTP) i, per tant, poden comportar-se com un node Ethernet 
estàndard fora del segment de EtherCAT.  
D'aquesta manera, totes les tecnologies d'Internet també es poden implementar en un 
entorn de EtherCAT, com per exemple un servidor web integrat, correu electrònic, 
transferència FTP3 (File Transfer Protocol) , etc. 
 
Il·lustració 23. Protocol EoE. Font: BECKHOFF 
CANopen sobre EtherCAT (COE) 
 
Amb el protocol CoE, EtherCAT proporciona els mateixos mecanismes de comunicació 
com a CANopen®, és a dir, diccionari d'objectes, Mapping PDO (Procces Data Objects) i 
SDO (Service Data Objects) , fins i tot la gestió de la xarxa és similar.  
                                                        
2 Dispositiu digital lògic d'interconnexió d'equips que opera a la capa d'enllaç 
3 Procés de transferència d’arxius 
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Il·lustració 24. Protocol CoE. Font: BECKHOFF 
Això fet, fa  que sigui possible l'aplicació de EtherCAT amb el mínim esforç en dispositius 
que anteriorment estaven equipats amb CANopen. Per tant, un gran nombre 
d’aplicacions CANopen seran reutilitzables.  
 
Il·lustració 25. Exemple intercanvi de CANopen a EtherCAT. Font: BECKHOFF 
File axes sobre EtherCAT (FOE) 
 
Aquest protocol és molt simple i similar a TFTP4  (Trivial File Transfer Protocol ) permet 
l'accés a qualsevol estructura de dades en el dispositiu. Per tant, és possible la càrrega 
estàndard de firmware en els dispositius, independentment de si suporten o no TCP/IP. 
Servo Drive sobre EtherCAT (SOE) 
 
SERCOS ™ es coneix com una interfície de comunicació en temps real, especialment per 
a aplicacions de control de moviment. El perfil SERCOS ™ per servo accionaments 
s'inclou en la norma internacional IEC 61.800-75.  
La norma també conté l'assignació d'aquest perfil a EtherCAT. El canal de servei, incloent 
l'accés a tots els paràmetres i funcions d'accionament intern, s'assigna a la bústia 
EtherCAT.  
                                                        
4 Protocol de transferència molt simple semblant a una versió bàsica de FTP 
5 IEC 61800-7-301/304 (Ed.1.0), sistemes de velocitat variable d'accionament elèctric - Part 7-301: 
interfície genèrica i ús de perfils per a sistemes d'accionament elèctric - Mapeig del tipus de perfil 1 a 
tecnologies de xarxa - Part 7-304: interfície genèrica i ús de perfils per a sistemes d'accionament elèctric 
- Cartografia de perfil de tipus 4 a tecnologies de xarxes 
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4- Procés de selecció del hardware per a la realització del projecte 
 
Una vegada estudiat el  protocol EtherCAT d’una forma exhaustiva, es volen realitzar 
una sèrie de muntatges pràctics per tal de poder estudiar empíricament el protocol.  
Per tal de realitzar aquests escenaris pràctics , s’ha realitzat un estudi de mercat sobre 
els màsters i esclaus disponibles. En els següents apartats es comenten les seves 
principals característiques i la selecció final que s’ha dut a terme. 
4.1- Màster 
 
La selecció del màster ha donat peu a una recerca molt extensa, ja que es va trobar un 
gran numero de softwares que podien servir pel  projecte, aquests es mostren en els 
següents 4  subapartats.  
4.1-1. SOEM Software 
 
SOEM és una biblioteca màster EtherCAT escrita en C. El seu sistema és GNU6/Linux, 
però SOEM tracta de no imposar cap arquitectura de disseny, per tant es pot utilitzar en 
el mode d'usuari genèric, PREEMPT RT7 o Xenomai8.  SOEM proporciona l'aplicació 
d'usuari amb els mitjans per enviar i rebre trames EtherCAT. 
SOEM és un software gratuït que es pot redistribuir i/o modificar-se sota els termes de 
la Llicència Pública General de GNU versió 2, publicat per la Free Software Foundation 
[7]. 
4.1-2. EtherLab Software 
 
IgH EtherCAT Màster és una biblioteca màster EtherCAT que està escrita en llenguatge  
C pel Ingenieurgemeinschaft CIB. Aquesta llibreria EtherCAT màster  treballa en temps 
real per el nucli de Linux 2.6 i va amb NIC 9comuns [8].  
4.1-3. Codesys V3 Software 
 
Molts usuaris finals empren Codesys V3 per a la creació d'aplicacions senzilles i 
sofisticades d'automatització per als controladors industrials que s'utilitzen a les 
fàbriques, màquines mòbils, màquines de potència i sistemes d'automatització 
d'edificis, així com moltes altres àrees.  
 
 
                                                        
6 GNU és un sistema operatiu de tipus Unix desenvolupat per al Projecte GNU, i afavorit per la Free 
Software Foundation 
7 Kernel Real Time. < https://rt.wiki.kernel.org/index.php/RT_PREEMPT_HOWTO> 
8 Kernel Real Time. < https://xenomai.org/> 
9 Controladors específics d'interfície de xarxa 
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El software Codesys consta de diferents característiques [9]: 
- És gratuït per qualsevol usuari. 
- Inclou els 5 llenguatges de programació definits per l'estàndard PLCOpen10: 
llistat d'Instruccions (IL), text estructurat (ST), diagrama d'escala (LD), diagrama 
de blocs de funció (FUP), gràfic seqüencial de Funcions (SFC). 
- Inclou simulador. 
- És possible crear visualitzacions complexes. 
- És l'eina de desenvolupament basada en la norma IEC 61131-311 més estesa a 
Europa. 
- Més de 250 fabricants de dispositius de diferents sectors industrials  l’utilitzen. 
- Diferents busos de camp poden ser utilitzats dins de l'eina: PROFIBUS, CANopen, 
EtherCAT, PROFINET i Ethernet / IP. 
- Suporta comunicacions OPC UA.  
- Suporta el mòdul opcional de control. 
 
Il·lustració 26. Logo Codesys. Font: codesys.com 
4.1-4. TWINCAT Software 
 
El sistema Beckhoff TwinCAT converteix pràcticament qualsevol PC compatible en un 
controlador en temps real, mitjançant en un entorn de programació senzill i complet. 
TwinCAT PLC consta de diferents característiques [10] : 
- És un hardware compatible per un PC. 
- Software encastat per PLC IEC 61131-3, software de Control Numèric i Software 
de CNC per a Windows NT / 2000 / XP / Vista, NT / XP Embedded, CE. 
- Programació i run-time en sistemes conjunt a un PC o separats. 
- Connexió comú a tots els busos de camp. 
- Suport a interfícies de PC. 
- Comunicació de dades amb interfícies d'usuari i altres programes per mitjà de 
normes obertes de Microsoft (OPC, DLL (Dynamic-Link Library), etc)  
                                                        
10 PLCopen és una organització independent que proporciona eficiència en l'automatització industrial 
<www.plcopen.org> 




Disseny i implementació d'una maqueta de xarxa industrial per a l'estudi del protocol EtherCAT 
Alejandro Salcedo García 
 
Il·lustració 27. Logo TwinCAT. Font: BECKHOFF 
4.1-5. Selecció final 
 
S’ha de d’estacar que el perfil de l’estudiant que realitza aquest projecte és el d’un 
enginyer industrial elèctric i no el d’un informàtic. Els coneixements de programació en 
C i Python eren molts bàsics. Per aquest motiu es va preferir centrar-se en software amb 
arquitectures acabades i documentades, com Codesys i TwinCAT,  en comptes de  
màsters de l’estil codi obert, com SOEM o EtherLab. 
TwinCAT va ser una opció molt ferma ja que tant Codesys V3 com TwinCAT disposen 
d’un software gratuït amb una interfície idònia per tal de realitzar les pràctiques que es 
volien realitzar en aquest treball .  
Van ser  petites diferències les que van fer decantar-se finalment per Codesys V3. Una 
d’elles va ser que prèviament s’havien realitzat algunes proves amb el software de 
programació d’ABB, que també utilitza Codesys. Una altra característica favorable va ser 
que amb Codesys hi havia  la possibilitat de instal·lar el màster dins d’una Raspberry pi 
descarregant un paquet des de la web Codesys, de tal manera que feia molt més atractiu 
el màster de cara a presentar-lo com una pràctica futura del màster.  
4.2- Esclaus 
 
En l’aparat dels esclaus no es va tenir tanta incertesa, ja que des d’un primer moment 
es va tenir clar que per tenir un esclau de baix cost volíem utilitzar la plataforma Arduino. 
Per tant la recerca es va reduir a quasi 1 candidat potencial.  
Pel que fa l’esclau industrial, pràcticament va ocórrer el mateix, ja que es va voler 
aprofitar el material que es disposava al departament tècnic de l’empresa Comercial 
Automatismos & Neumática12 . Per tant, es tenia clar que la pràctica amb servos 
industrials seria amb servos Omron13 que comuniquessin via EtherCAT.  
  
                                                        
12 Comercial Automatismos & Nerumática < http://caautomatismos.com/> 
13 Industrial Omron <https://industrial.omron.es/> 
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4.2-1. EasyCAT 
 
El shield EasyCAT[11] és fabricat per  la empresa AB&TTM . Aquesta empresa s’encarrega 
de vendre tant software com hardware i opera en tot el camp de l'automatització 
industrial i el desenvolupament de tecnologies que permetin impulsar el rendiment i l'ús 
immediat del control de moviment .  
 
Il·lustració 28. Placa EasyCAT. Font: bausano.net 
El shield EasyCAT permet a una placa Arduino  convertir-se en un esclau EtherCAT®.                 
La unió del món Arduino i el món EtherCAT® et permet crear innombrables dispositius 
per a l'automatització d'una manera senzilla, ràpida i econòmica. Algunes de les 
possibles aplicacions són: 
- E/S dels dispositius, tant analògics i digitals amb possibilitat de pre-elaboració i 
elaboració dels senyals com a mitjanes, linealitzacions, filtres, etc... 
- Generadors de senyals PWM per pilotar motor i altres 
- Portes d'enllaç sèrie RS-232, RS-485, CAN, Modbus TCP/IP ... des de i cap a 
EtherCAT®  
- Pantalla tàctil TFT EtherCAT®  
4.2-2. Servo Drive R88D-KN01H-ECT 
 
El servo drive és un dispositiu que proporciona la tensió i corrent necessària al 
servomotor perquè segueixi la referència de la unitat de control de posició. 
El Servo Drive Accurax G5 proporciona un posicionat ràpid i eficient ja que tanca el llaç 
de control mitjançant la realimentació de l'encoder del motor. La unitat de control de 
posició s'encarrega de realitzar els càlculs per obtenir els perfils de posicionat i 
s'encarrega d'enviar la consigna al servodrive. 
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Il·lustració 29. Esquema del sistema de control. Font: industrial.omron.es 
A més, la transmissió de dades entre la unitat de control de posició i el servomotor es 
realitza a través de comunicacions EtherCAT, que permet una major sincronització dels 
eixos, alta velocitat en les comunicacions i redueix el cablejat. Disposa també de 
autotunning, que realitza la configuració automàtica dels paràmetres del motor, i filtres 
adaptatius que proporcionen una operació estable eliminant vibracions. 
En aquest projecte s'utilitzen dos servo drives Accurax G5 EtherCAT de 100W amb 
alimentació monofàsica 220 AC i dos servo motors R88M-K10030H-S2. La informació 
completa d’ambdós elements  es poden trobar al datasheet del producte I576-E1-
02+G5-Drive_EtherCAT+UsersManual [12] [13] . 
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5- Estudi bàsic del protocol EtherCAT mitjançant Arduino 
 
En aquesta primera part pràctica del projecte, s’ha tingut en consideració les restriccions 
econòmiques que té la Universitat. Per aquest motiu,  s’han  buscat mecanismes i 
material que permetessin estudiar el protocol EtherCAT amb un pressupost de baix cost. 
5.1- Escenari a estudiar 
 
Tal i com es pot observar en la següent imatge, l’assaig està format per Codesys com a 
màster de l’aplicació, junt a dos esclaus Arduino amb EasyCAT. La idea és aprofitar el 
port Ethernet d’un ordinador i transformar-lo en el màster de l’aplicació EtherCAT.  
 
Il·lustració 31. Escenari de pràctiques 1 
En aquest primer escenari,  el primer esclau llegeixi la lectura de temperatura del sensor 
LM3514 i  el segon esclau il·lumina els diferents leds segons la temperatura que li arriba 
del primer esclau.  
Aprofitant que el mateix ordenador és el que fa de màster,  s’ha utilitzat l’analitzador de 
protocols Wireshark per  estudiar el protocol EtherCAT.  
S’ha de destacar que en el moment de fer aquest projecte, el shield EasyCAT no suporta 
la funcionalitat  de rellotges distribuïts, per tant no s’ha pogut comprovar la 
sincronització dels rellotges entre el màster i esclaus utilitzant aquest hardware. 
5.2- Configuració màster 
 
5.2-1. Configuració màster al PC 
 
La configuració del màster Codesys es troba inclosa als ANNEXOS 1.A 
 
                                                        
14 Sensor de temperatura calibrat amb precisió 1 ºC 
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5.2-2. Configuració màster a la Raspberry PI 
 
La configuració del màster Codesys Control for Raspberry pi es troba inclosa als 
ANNEXOS 1.B. 
5.2-3. Programació del màster 
 
La programació del màster Codesys es troba inclosa als ANNEXOS 1.C 
5.3- Configuració esclaus 
 
El programa utilitzat per programar els esclaus EasyCAT, com no podia ser d’un altre 
manera,  és Arduino.   
La llibreria EasyCAT es pot descarregar des de la pròpia web del fabricant. Aquesta 
llibreria consta d’un exemple de programació junt amb els arxius de la llibreria,  
EasyCAT.h i EasyCAT.cpp . Una vegada inclosa a la llibreria del software Arduino, ja es 
pot començar a programar segons les necessitat de l’aplicació. 
La descripció de la llibreria EasyCAT es troba inclosa als ANNEXOS 1.D i 1.E. 
L’arxiu .xml EasyCAT es troba inclòs als ANNEXOS 1.F. 
5.4- Anàlisi del funcionament del protocol mitjançant Wireshark 
 
Per una banda, el primer estudi que s’ha realitzat és la configuració entre el màster i els 
esclaus segons els diferents estats de la màquina d’estats.  Per altra banda,  aprofitant 
aquest escenari,  s’ha estudiat el  funcionament del WKC desconnectant un dels dos 
esclaus del sistema.  
5.4-1. Màquina d’estats : INIT 
 
A l’estat INIT no es pot dur a terme una comunicació directe entre el màster i l’esclau. 
Per tant, en aquest estat es realitza la configuració prèvia per conèixer informació de 
l’ESC de cada esclau . 
En un dels primers commands que es poden observar, és veu com el màster envia l’estat 
dels ports dels esclaus en un missatge de escriptura (BWR) . Com es pot observar en la 
següent captura, no hi ha cap dada en els missatges, això es degut a que no ha realitzat 
prèviament cap command del tipus lectura que hagués fet que els esclaus llegeixin 
l’estat dels seus ports i  fiquessin la informació al datagrama.  
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Il·lustració 32. Captura Wireshark, Ports 
A la següent captura es veu com el màster  escriu  l’estat de la màquina d’estats al que 
han d’anar els esclaus. Durant tota la comunicació el màster va fent petició de lectures 
d’estat del tipus Al status , on els esclaus informaran de l’estat en el que es troben. En 
aquest cas es produeix Al ctrl, per tant fa canviar l’estat de l’esclau.  
 
Il·lustració 33. Captura Wireshark, Al ctrl 
En la següent captura es veu com el màster escriu informació FMMU i SyncManager als 
esclaus. S’ha de destacar que tal i com s’indicia en la teoria, el màster no pot  transmetre 
dades FMMU ni SyncManager per tant,  no hi envia cap informació. 
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Il·lustració 34. Captura Wireshark, SyncManager i FMMU 
En la següent imatge es veu com el màster envia un command del tipus lectura (APRD), 
el que vol dir que  els esclaus llegeixen les seves dades sobre els ports configurats i la 
fiquen al datagrama.  Com es pot veure, el primer esclau informa de què el port 1 i 2 
estan actius  i que operen en open loop .  
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Pel que fa el segon esclau, declara que te el port 1 actiu,  i que també opera en open 
loop. 
 
Il·lustració 36. Captura Wireshark, Ports 
Finalment, els últims commands a destacar en aquest primer estat INIT, és la 
lectura/escriptura de l’estat de les EEPROM de cada esclau. En aquest conjunt de 
missatges,  els esclaus  emmagatzemen la informació provinent del màster. 
 
Il·lustració 37. Captura Wireshark, EEPROM 
5.4-2. Màquina d’estats : PREOP 
 
En aquest estat, el màster inicialitza els canals de SyncManager per al tipus Mailbox i 
FMMU. Pel que fa l’esclau valida la configuració SyncManager i FMMU. En aquest estat 
ja hi ha comunicació Mailbox però sense intercanvi de dades. 
Tal i com s’ha explicant anteriorment, el màster una vegada ha realitzat totes les 
configuracions referents al estat INIT, canvia l’estat dels esclaus al següent. Es pot 
comprovar com el màster els indiquen que estan al estat PREOP. 
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Com es pot comprovar en la següent captura, el màster escriu les dades del canal 
SyncManager configurades al màster referents a un esclau determinat (en aquest cas el 
primer 0x3e9). Destacar que com s’ha explicat en la teoria , treballa en mode 3 buffers, 
això és degut a que no implementa Mailbox, i per tant no pot treballar en SyncManager 
per 1 buffer. 
 
Il·lustració 39. Captura Wireshark, SyncManager 
De la mateixa manera que amb el SyncManager, ja hi ha intercanvi d’informació sobre 
el FMMU entre els esclaus i màster. Per tant el màster escriu la informació referida al 
FMMU al esclau 0x3e9 : 
 
Il·lustració 40. Captura Wireshark, FMMU 
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5.4-3. Màquina d’estats : SAFEOP 
 
En aquest tercer estat, el màster inicialitza els canals de SyncManager per l’intercanvi 
de dades de procés (PDO) , FMMU  i configuració dels DC. L’esclau valida tots els valors 
configurats i ja hi ha comunicació Mailbox PDO. 
En la següent imatge es pot comprovar com una vegada s’han tramès les dades del 
SyncManager i FMMU el màster fa passar als esclaus al tercer estat SM, SAFEOP.  
 
Il·lustració 41. Captura Wireshark, AL Ctrl 
En aquest estat ja es realitza intercanvi de dades. Tal i com es pot veure en la següent 
captura, el primer esclau ha llegit dades (LRW = WKC = 2) però encara no ha realitzat la 
lectura del valor del sensor, ja que sinó hauria de ser 2 + 1 = 3.  
 
Il·lustració 42. Captura Wireshark, Comunicació SAFEOP 
S’ha d’indicar que com aquest hardware no realitza comunicació Mailbox, no hem pogut 
observar el procés d’intercanvi de dades entre el màser i l’esclau. En l’apartat 6.4-2 es 
podrà entrar més en detall en aquesta comunicació.  
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Il·lustració 43. Nivell d'aplicació EtherCAT 
5.4-4. Màquina d’estats : OP 
 
En aquest quart estat, el màster i els esclaus treballen a ple rendiment. En la següent 
captura es comprova com el màster fa canviar als esclaus a l’últim estat de la màquina 
d’estats. 
 A partir d’aquest últim canvi d’estat, el màster començarà a enviar periòdicament 
missatges de lectura de l’estat dels esclaus del tipus Al Status.  
 
Il·lustració 44. Captura Wireshark, AL Ctrl 
Es pot apreciar que ara es té un WKC = 3 al command LRW, per tant llegeix del primer 
esclau i escriu del segon esclau correctament. Aquest missatge amb els 3 commands 
s’anirà realitzat sense canvis, sempre i quan no hi hagi un error en algun esclau i el WKC 
pateixi alguna modificació. 
Destacar que el command Logical Read Write (LRW), implementa les direccions lògiques, 
per tant en un mateix missatge rep i dona informació de dos esclaus a la vegada. 
 
Il·lustració 45. Captura Wireshark, Comunicació OP 
 45 
 
Disseny i implementació d'una maqueta de xarxa industrial per a l'estudi del protocol EtherCAT 
Alejandro Salcedo García 
5.4-5. Comprovació d’errors :  desconnectem el segon esclau. WKC 
 
En aquest apartat s’estudia el sistema de comprovació d’errors que té EtherCAT. Durant 
la comunicació, hem desconnectat el segon esclau i hem analitzat les trames per veure 
si coincideix la teoria del WKC amb el que veiem a l’analitzador de protocols. 
En aquest primera captura es mostra tal qual s’està realitzant la comunicació, el primer 
LRW (Read and Write)  compta WKC =3 ja que es té un esclau que llegeix (+2) i un altra 
que escriu (+1). El següents commands van adreçats a cadascun dels esclaus,  en el cas 
que hagi d’escriure les dades o llegir-les, per això observem que el WKC= 1.  A més a 
més,  l’últim command BRD és el que realitza el broadcast de tots els esclaus per veure 
l’estat dels mateixos, i efectivament, passa per els dos ja que el seu WKC és 2.  
 
Il·lustració 46. Captura Wireshark, WKC ok 
En la següent imatge  es comprova com ja s’ha desconnectat el segon esclau. En el 
primer command,  únicament llegim el WKC = 1, que pertany a la lectura del primer 
esclau.  
 
Il·lustració 47. Captura Wireshark, WKC desconnexió 
Arribats a aquest punt, el màster ja s’ha adonat que no és igual el que està arribant per 
part dels esclaus amb el que sap que ha de rebre.  Tant els commands FPWR com FPRD 
no arriben a cap esclau ja que anaven destinats al segon i no està connectat (WKC=0). 
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Es pot observar com el màster envia un command APRD de lectura, ja que enviant una 
direcció fixe a (x3eA) com el cas del FPRD, no aconsegueix cap resposta. Aquest 
command (APRD) fa que l’esclau auto incrementi la seva direcció i fiqui les dades de 
lectura. En aquest cas encara no rep cap informació sobre el segon esclau. 
 
Il·lustració 48. Captura Wireshark, WKC comprovació d'error 
En el moment en que es torna a connectar el dispositiu, el màster rep un WKC = 1 tant 
per la petició de lectura  de  l’estat de l’esclau amb l’adreça directe (FPRD) com en el de 
auto increment (APRD).  
 
Il·lustració 49. Captura Wireshark, WKC recuperació del comptatge 
Finalment una vegada l’escenari torna a la “normalitat” torna a la situació inicial. 
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6- Estudi avançat del protocol EtherCAT mitjançant servos 
industrials Omron 
 
La intenció de realitzar aquest segon escenari de proves,  és poder aprofundir en 
aspectes més avançats del protocol EtherCAT,  com són la sincronització dels rellotges 
distribuïts (DC) i la comunicació Mailbox entre màster i esclau en el nivell d’aplicació.  
6.1- Escenari a estudiar 
 
Després de realitzar moltes proves per fer que el màster Codesys reconegués els esclaus 
Omron, es va comprovar com finalment la millor solució era implementar el màster dins 
de la Raspberry PI 3.  
Per dur a terme aquest escenari es necessita Real Time (RT) en el port del màster, fet 
que prohibia reutilitzar el PLC de l’escenari de proves  anterior,  on no es necessitava RT 
(ja que no es disposava de sincronització per DC) .  
D’aquesta manera tal i com es pot  veure en la següent imatge,  l’escenari consta del 
màster EtherCAT a través de la Raspberry PI junt amb els dos servos industrials d’Omron.  
 
Il·lustració 51. Escenari de proves 2 
L’escenari es basa en realitzar una sincronització de posició dels dos esclaus utilitzant 
DC. D’aquesta manera , escollirem un esclau “màster” que guiarà la posició de l’esclau 
“esclau”.  
6.2- Configuració màster 
 
6.2-1. Configuració màster al PC 
 
La configuració i el problemes que van sorgir amb  PLC Codesys RTE com a màster es 
troben inclosos als ANNEXOS 2.A 
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6.2-2. Configuració màster al Raspberry PI3 
 
En aquest cas per proporcionar a la  Raspberry Pi suport de RT, únicament es necessitava 
instal·lar el kernel PREEMPT_RT al  SO Raspbian15, o tenir instal·lat en la  SD un SO que 
el tingués inclòs, com el cas d’Emlid16. D’aquesta manera, ja es podria  utilitzar la 
Raspberry PI com a màster de l’escenari.  
Finalment fent captures dins de la Raspberry mitjançant Tshark17 es va poder analitzar 
el comportament del segon escenari de proves  del  projecte.  
La configuració de la Raspberry Pi per convertir-la en màster EtherCAT mitjançant el PLC 
Codesys  for Raspberry PI , es troba inclosa als ANNEXOS 2.B. 
6.2-3. Programació del màster Codesys 
 
La programació del màster es troba inclosa als ANNEXOS 2.C. 
6.3- Configuració esclau 
 
 La configuració de l’esclau es troba inclosa als ANNEXOS 2.D 
6.4- Anàlisi del funcionament del protocol mitjançant Wireshark + Pluguin 
 
En aquesta part de l’anàlisi del funcionament s’ha estudiat la part relacionada amb el 
control dels rellotges distribuïts (DC) i el nivell d’aplicació Mailbox (CoE).  
S’ha de destacar que per entendre millor el funcionament dels rellotges distribuïts, s’ha 
fet ús d’un pluguin18 EtherCAT que permetia aplicar filtres en la captura a partir dels 
diferents registres EtherCAT. Per tant, coneixent els registres que realitzen la 
configuració dels DC, va agilitzar la recerca i la comprensió de la configuració.  
6.4-1. Estudi de la configuració dels rellotges distribuïts (DC) 
 
Es podria  dir que el procés de sincronització dels rellotges distribuïts consta de 3 passos: 
1- Mesura del retard de propagació 
 
El màster inicia el mesurament del retard de propagació entre tots els esclaus en totes 
les direccions. Cada controlador esclau EtherCAT mesura el temps de recepció de la 
trama de mesurament. El màster recull les marques de temps després i calcula els 




                                                        
15 És una  distribució del sistema operatiu GNU / Linux utilitzada per Raspberry 
16 Sistema Raspbian amb kernel PREEMPT_RT incorporat <https://emlid.com/shop/navio2/> 
17 Eina d’anàlisis de protocol, mitjançant TShark es poden utilitzar els filtres de Wireshark 
18 Plugin EtherCAT <http://www.thetaooffieldbus.com/> 
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2- Compensació de l’offset al rellotge de referència (System time) 
 
L'hora local de cada rellotge esclau es comparat amb l'hora del sistema. La diferència es 
compensada individualment per escrit a cada esclau. Tots els dispositius reben la 
mateixa hora del sistema. 
 
3- Compensació de la desviació al rellotge de referència 
La desviació entre el rellotge de referència i el rellotge local dels esclaus ha de ser 
compensada mitjançant el mesurament de les diferències dels rellotges locals amb 
regularitat i reajustant les diferències en cas de què sigui necessari. 
 
Il·lustració 52. Esquema resum de la configuració dels DC. Font: BECKHOFF 
Mesura del retard de propagació 
 
Per mesurar el  retard que hi ha entre què el màster envia el seu temps i l’esclau ho rep, 
el màster enviarà un command d’escriptura BWR, de forma que bloqueja la hora actual 
dels esclaus al començament de la recepció de la trama. 
 
Il·lustració 53. Captura Wireshark, Command de bloqueig DC 
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Una vegada s’ha enviat aquest primer command, cada esclau emmagatzema el seu 
rellotge local quan el primer bit del preàmbul Ethernet es rebut, es realitza 
separadament per cada port.  
 
Il·lustració 54. Captura Wireshark, Temps d'entrada i sortida dels ports 
S’ha de destacar que en el cas del PORT D , les dades de temps no es té en consideració 
ja que és soroll. Òbviament l’esclau 1 treballa amb 2 ports, per tant identifiquem la 
diferència entre el port A i B. És més, es pot comprovar com el pluguin no realitza la 
diferència de temps entre el port D ja que sap que és merament soroll.  
Una vegada es tenen les dades del temps que tarda en passar d’un port a l’altra, el 
màster llegeix totes les marques de temps i calcula el temps de retard. El temps de retard 
entre el rellotge de referència i el rellotge individual de l’esclau es escrit al registre , 
System Time Delay (0x0928:0x092b). 
 
Il·lustració 55. Captura Wireshark, Delay 
Com es pot veure, el retard que hi ha entre que el màster envia el seu temps de 
referència fins que el primer esclau ho rep per el primer esclau és 0 i per el segon esclau 
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Compensació de l’offset 
 
Per tal de aconseguir el mateix System time en tots els esclaus, l’offset entre el rellotge 
de referència i cada rellotge dels esclaus es calculat per el màster.  L’offset es escrit en 
el registre System Time Offset, per tal d’ajustar el temps local de cada esclau.  
Per tant, cada esclau  calcula la seva còpia local de l'hora del sistema amb l’hora local i 
el valor de la correcció local (offset): 
𝑇𝑙𝑜𝑐𝑎𝑙 𝑐𝑜𝑝𝑦 𝑜𝑓 𝑆𝑦𝑠𝑡𝑒𝑚 𝑇𝑖𝑚𝑒 = 𝑇𝑙𝑜𝑐𝑎𝑙 𝑇𝑖𝑚𝑒 + 𝑇𝑜𝑓𝑓𝑠𝑒𝑡 [1] 
Tenint en compte que els registres que tenen la informació per tal de comprovar el càlcul 
són els següents : 
 
Il·lustració 56. Taula resum dels registres que calculen l'offset 
Es pot comprovar que : 
 
Il·lustració 57. Captura Wireshark, Registres càlcul offset 
𝑇𝑙𝑜𝑐𝑎𝑙 𝑐𝑜𝑝𝑦 𝑜𝑓 𝑆𝑦𝑠𝑡𝑒𝑚 𝑇𝑖𝑚𝑒 = 𝑇𝑙𝑜𝑐𝑎𝑙 𝑇𝑖𝑚𝑒 + 𝑇𝑜𝑓𝑓𝑠𝑒𝑡 [1] 
459.401.988.771 𝑛𝑠 ∼= 459.401.470.210 𝑛𝑠 + 18.561 𝑛𝑠 = 459.401.488.771 𝑛𝑠  
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Com es pot veure es té una diferència de 500.000 ns , però tenint en compte que el cicle 
de sincronització del sistema són 500 µs, la relació de temps és exactament la mateixa : 
 
Il·lustració 58. Cicle de l'aplicació 
𝟒𝟓𝟗. 𝟒𝟎𝟏. 𝟗𝟖𝟖. 𝟕𝟕𝟏 𝒏𝒔 = 459.401.470.210 𝑛𝑠 + 18.561 𝑛𝑠 + 500 µ𝑠
= 𝟒𝟓𝟗. 𝟒𝟎𝟏. 𝟗𝟖𝟖. 𝟕𝟕𝟏 𝒏𝒔 
Compensació del drift 
 
Una vegada el temps de retard entre el rellotge de referència i el dels esclaus ha estat 
calculat i l’offset entre els rellotges compensat, el drift de cada rellotge local es 
compensat pel time control loop que està integrat en cada ESC. La idea és que cada 
rellotge no té sempre el mateix període de comptatge, per aquest fet, es realitza la 
comprovació (entre el rellotge del màster i esclau) per fer que el rellotge de l’esclau vagi 
més de pressa o més lent.   
Per realitzar aquesta compensació, el màster distribueix el System time del rellotge de 
referència a tots els esclaus periòdicament. El time control loop de cada esclau pren els 
últims 32 bits del System time rebuts del rellotge de referència i el compara amb el seu 
System time. Per aquesta diferència, s’ha de tenir en compte el retard de propagació: 
𝛥𝑡 = (𝑇𝑙𝑜𝑐𝑎𝑙 𝑇𝑖𝑚𝑒 + 𝑇𝑜𝑓𝑓𝑠𝑒𝑡 − 𝑇𝑟𝑒𝑡𝑎𝑟𝑑 𝑝𝑜𝑝𝑎𝑔𝑎𝑐𝑖ó ) − 𝑇𝑡𝑒𝑚𝑝𝑠 𝑑𝑒𝑙 𝑠𝑖𝑠𝑡𝑒𝑚𝑎 [2] 
Si Δt és positiu,  el temps local va més ràpid que el temps de sistema , per tant s’ha de 
baixar. En el cas de què el valor sigui negatiu, el cas contrari. 
En la següent captura es pot veure com el màster envia la seva referència de temps al 
registre 0x910 i calcula la diferència de temps entre l’última còpia del temps de 
referència i la referència de temps enviada. En aquest cas la diferència és 2148942146 
> 0 per tant, s’ha rebut un temps inferior a la còpia del temps de referència i s’ha de 
disminuir. 
 
Il·lustració 59. Captura Wireshark, Drift Compensation > 1 
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En el següent exemple es troba el cas contrari : 
 
Il·lustració 60. Captura Wireshark, Drift Compensation <= 1 
6.4-2. Mailbox CoE (CANbus over EtherCAT) 
 
La comunicació entre el màster i l’esclau es realitza mitjançant Mailbox CoE.  A diferència 
del cas anterior on no s’ha pogut analitzar el nivell d’aplicació mitjançant Mailbox, ara 
amb servos industrials si s’ha sigut capaç de capturar el procés CoE. 
State Machine Mailbox 
Primer de tot s’ha fet una petita referència a la màquina d’estats dels esclaus per 
recordar on i quan es produeixen les diferents configuracions Mailbox.  
A l’estat Pre-Operational, és on s’inicialitzen els canals SyncManager Mailbox, per tant 
comença el procés de descàrrega.  
 
Il·lustració 61. Captura Wireshark, Procés Mailbox per PREOP 
Recordem que en el estat Safe-Operational, s’inicialitza els canals SyncManager per 
PDO, per tant no hi ha cap missatge Mailbox.  
Finalment en el estat Operational, recordem que ja hi ha comunicació Mailbox per tant 
és quan es produeix la càrrega de dades.  
 
Il·lustració 62.  Procés Mailbox per OP 
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CANbus  
Una vegada recordada com funciona la màquina d’estats per els canals Mailbox , es fa  
un recordatori sobre com està configurada una trama CANopen a EtherCAT: 
 
Il·lustració 63. Datagrama CANopen. Font: BECKHOFF 
EtherCAT pot proporcionar els mateixos mecanismes de comunicació que els 
mecanismes coneguts de CANopen: diccionari d'objectes, PDO (objectes de dades de 
procés) i SDO (objectes de dades de servei). En el  exemple, com s’ha realitzat 
comunicació Mailbox, únicament es produirà comunicació SDO.  
A continuació es veurà un exemple de SDO Request per la descàrrega dels diferents 
paràmetres.  
 
Il·lustració 64. Captura Wireshark, SDO Download Request 
En la següent captura,  es pot veure el procediment que realitza el missatge CoE 
anteriorment analitzat, el paràmetre que porta és el mode d’operació (0x6060) i passa 
per el canal Mailbox de sortides (0x1800) configurat al màster amb accés d’escriptura. 
En aquest moment l’esclau rep la informació. El procediment és el següent : 
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Il·lustració 65. Procés esquemàtic de la configuració Mailbox CoE, Request . Font: BECKHOFF (Modificada) 
Seguidament, la resposta SDO Response es pot veure en la següent captura: 
 
 
Il·lustració 66. Captura Wireshark, SDO Download Response 
A diferència del cas anterior, quan passa el següent missatge,  el SDO realitza la 
descàrrega passant per el canal Mailbox d’entrada (0x1C00) configurat al màster com 
accés de lectura. Per tant llegeix les dades i les introdueix al datagrama que li pertoca.  
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Il·lustració 67. Procés esquemàtic del procés Mailbox CoE, Response. Font: BECKHOFF (Modificada) 
Per el cas del procés de càrrega  dels paràmetres , SDO Upload Request du a terme el 
mateix procediment: 
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Y per últim la resposta, SDO Upload Response : 
 
Il·lustració 69. Captura Wireshark, SDO Upload Response  
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7- OPC UA 
 
7.1- Objectiu  
 
L’objectiu primordial de realitzar aquesta part del projecte és apropar-se el més possible 
a una aplicació industrial real.  
Qualsevol aplicació comporta una part de gestió de dades, supervisió, manteniment etc. 
Per aquest motiu, s’ha decidit introduir un protocol de comunicació que porta 
funcionant durant molt de temps en la  indústria com és el sistema OPC, però en la 
situació de indústria 4.0 ha passat a ser OPC UA.  
7.2- OPC UA 
 
OPC UA és la següent generació de la tecnologia OPC.  OPC UA és un mecanisme més 
segur, obert i fiable per a transferir informació entre servidors i clients. OPC UA 
proporciona un mecanisme molt flexible i adaptable per moure dades entre sistemes de 
tipus empresarial, control, dispositius de monitorització i sensors que interactuen amb 
dades del món real. 
L’OPC clàssic és limitat i no està ben adaptat als requisits d'avui dia per moure dades 
entre sistemes empresarials/Internet i els sistemes que controlen processos reals que 
generen i monitoritzen dades en temps real. Aquestes limitacions inclouen [14] [15]: 
- Dependència de la plataforma de Microsoft: OPC Clàssic es basa en DCOM 
(Distribution COM), una tecnologia de comunicació més antiga que no està sent 
emfatitzada per Microsoft 
- Models de dades insuficients: OPC Clàssic no té la capacitat de representar 
adequadament els tipus de dades, informació i relacions entre els elements de 
dades, fet que és molt important avui dia. 
- Seguretat inadequada :  Microsoft i DCOM són percebuts per molts usuaris com 
mancats del tipus de seguretat necessària en un món connectat amb sofisticades 
amenaces de virus i malware. 
Per tant, es pot dir que OPC UA és la primera tecnologia de comunicació construïda 
específicament per viure en aquest "no man's land" on les dades han de travessar 
tallafocs, plataformes especialitzades i barreres de seguretat per a arribar a un lloc on 
les dades puguin convertir-se en informació. OPC UA està dissenyat per connectar bases 
de dades, eines analítiques, sistemes de planificació de recursos empresarials (ERP) i 
altres sistemes empresarials amb dades del món real de controladors de gamma baixa, 
sensors, actuadors i dispositius de monitorització que interactuen amb processos reals 
que controlen i generen, dades mundials. 
OPC UA utilitza plataformes escalables, múltiples models de seguretat, múltiples capes 
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Les característiques d'aquesta tecnologia inclouen [13] [14]: 
- Escalabilitat: OPC UA és escalable i independent de la plataforma. Pot ser 
suportat en servidors de gamma alta i en sensors de gamma baixa. A més, utilitza 
perfils detectables per incloure petites plataformes incrustades com servidors en 
un sistema OPC UA. 
- Un espai d'adreces flexible: L'espai d'adreces OPC UA està organitzat al voltant 
del concepte d'un objecte. Els objectes són entitats que consten de variables i 
mètodes i proporcionen una forma estàndard perquè els servidors puguin 
transferir informació als clients. 
- Transports i Codificacions Comuns:  OPC UA utilitza transports i codificacions 
estàndard per garantir que la connectivitat es pot aconseguir fàcilment en els 
ambients empresarials. 
- Seguretat:  OPC UA implementa un sofisticat model de seguretat que garanteix 
l'autenticació de clients i servidors, l'autenticació dels usuaris i la integritat de la 
seva comunicació. 
- Capacitat d'Internet: OPC UA és completament capaç de moure dades a través 
d'Internet. 
- Un robust conjunt de serveis: OPC UA ofereix un conjunt complet de serveis per 
a events, alarmes, lectura, escriptura, descobriment i molt més. 
- Integració amb models estàndard: La Fundació OPC està treballant amb una 
sèrie de grups comercials de la indústria per definir models específics 
d'informació per les seves indústries i per donar suport aquests models 
d'informació dins d'OPC UA.  
Tal i com es pot veure en la següent imatge, la capa d’aplicació del protocol OPC UA 
es pot considerar TCP/IP.  Aquest, utilitza TCP i té un port assignat 4840.  Això vol dir 
que un client i un servidor OPC UA han d’estar connectats a través d’una xarxa IP 
que potser privada o Internet.  
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7.3- Escenaris a estudiar 
 
La idea principal és aprofitar els dos escenaris que s’han realitzat anteriorment i 
introduir un servidor OPC. Amb l’ajuda d’un software que realitzi les funcions de client 
OPC, com per exemple el Matrikon19 o  UaExpert20, es podrà analitzar el comportament 
del sistema OPC.  
Per tal de configurar el màster com a servidor OPC UA, es necessita obrir el Symbol 
Configuration dins de l’aplicació i declarar les variables que es vol compartir mitjançant 
el servidor.  
Pel que fa la configuració física entre servidor i esclau, s’ha inclòs un adaptador Ethernet 
dins de la configuració Codesys. Dins de la configuració, s’ha d’identificar la IP del 
servidor que permetrà que el client pugui connectar-se al sistema. 
7.3-1. Primer assaig OPC UA 
 
En aquest primer assaig s’ha de destacar que s’ha modificat l’escenari del primer assaig 
EtherCAT amb el sensor LM35 i s’ha seguit el següent muntatge: 
 
Il·lustració 71. Escenari de proves 1, OPC UA 
Aquest escenari ens permet visualitzar els valors del potenciòmetre modificant la 
lluminositat i posteriorment monitoritzar els valors dels leds junt amb el del polsador 
per activar-los/desactivar-los remotament mitjançant el client OPC UaExpert.  
La configuració del màster i els codis de programació dels esclaus,  es troben inclosos en 




                                                        
19 Client OPC .Disponible: <www.matrikonopc.es> 
20 Client OPC . Disponible: < www.unified-automation.com> 
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7.3-2. Segon assaig OPC UA  
 
En aquest segon escenari de proves s’estudia el segon assaig EtherCAT junt amb  el 
protocol  OPC UA . El esquema que s’ha utilitzat és el següent: 
 
Il·lustració 72. Escenari de proves 2,  OPC UA 
En aquest cas és la mateixa configuració i programació que en el assaig avançat 
EtherCAT. Mitjançant Symbol Configuration es selecciona les variables que es volen 
compartir. 
7.4- Anàlisi del funcionament EasyCAT + OPC UA 
 
Tal i com s’ha comentat en la teoria del protocol, es pot comprovar en la següent 
captura,  com el protocol OPC UA ve encapsulat dins una trama Ethernet, IP i TCP.  
 
Il·lustració 73. Captura Wireshark, Encapsulat Ethernet TCP IP, OPC UA 
Pel que fa la configuració de OPC UA, es  podria dir que consta de 5 parts. Dins de les 
captures realitzades amb Wireshark, s’ha pogut comprovar el funcionament: 
1. En aquest punt, la connexió amb l’OPC server ha estat establerta. Aquesta acció la 
realitza automàticament el client OPC. En aquesta primera part, és dur a terme la 
primera fase de la  negociació inicial entre servidor i client, obtenint els endpoints. 
 
Il·lustració 74. Captura Wireshark, Primera fase de la negociació, OPC UA 
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2. Una vegada s’ha realitzat la primera fase de la negociació inicial, comença la segona 
fase. En aquesta s’obté  la creació i activació de  la sessió amb el servidor. Una vegada 
realitzat aquest pas s’ha completat la negociació inicial entre servidor i client. 
 
Il·lustració 75. Captura Wireshark, Segona fase de la negociació, OPC UA 
3. En el següent punt, es confecciona la subscripció i monitorització de les variables 
(objectes). Una vegada realitzat, el sistema envia PublishRequest-PublishResponse 
que notifiquen al client de qualsevol canvi en la subscripció del objecte. Les 
PublishRequest són ficades en cua per el servidor i envia de tornada missatges 
PublishResponse al client en un interval específic. 
 
 
Il·lustració 76. Captura Wireshark, Subscripció dels tags, OPC UA 
4. En el següent punt, es pot trobar cadenes de ReadRequest-ReadResponse, 
WriteRequest-WriteResponse segons les necessitats del client amb un determinat 
objecte. El missatges per comprovar el valor d’una variable són els següents : 
 
 
Il·lustració 77. Captura Wireshark, Procés Read Request- Read Response 
A continuació es pot veure com el client pregunta per el tag byOut1_1 : 
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I el servidor li respon amb un ReadResponse ficant les dades d’aquesta variable: 
 
Il·lustració 79. Captura Wireshark, Read Response Tag 
De igual manera, els missatges WriteRequest-WriteResponse serveixen per modificar el 
valor d’un objecte. Posteriorment , una vegada s’ha realitzat la modificació del valor, el 
servidor et confirma mitjanant el missatge Response.  
 
Il·lustració 80. Captura Wireshark, Procés Write Request- Write Response 
Com es pot veure el client ha modificat el valor en 1 Byte de la variable byOut12: 
 
Il·lustració 81. Captura Wireshark, Write Request Tag 
El servidor contesta que la modificació s’ha realitzat correctament : 
 
Il·lustració 82. Captura Wireshark, Write Response Tag 
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5. Si el client no necessita fer cap operació més , llegir escriure o activar subscripcions, 
es desconnectarà del servidor tancant la sessió i posteriorment el canal. 
 
Il·lustració 83. Captura Wireshark, Desconnexió OPC UA 
7.5- Anàlisi del funcionament Servos R88D + OPC UA 
 
El funcionament del protocol és exactament igual que en el cas anterior, la configuració 
inicial, creació de canals, subscripcions i lectures-escriptures dels objectes. Tot i així s’ha 
tornat a analitzar els aspectes més destacables d’aquest segon assaig OPC UA, com la 
monitorització dels tags i un exemple de Write Request/Response.  
Primerament tal i com passava en el exemple anterior, es realitza la negociació inicial 
entre el servidor i el client. Primer configurant els endpoints i posteriorment la sessió. 
 
Il·lustració 84. Captura Wireshark, negociació inicial OPC UA 
A continuació es subscriu als objectes que es volen monitoritzar, en aquest cas s’ha 
seleccionat tots d’una vegada, per això únicament es troba un únic missatge  
monitoreditemsRequest. 
 
Il·lustració 85. Captura Wireshark, Procés de monitorització d'un Tag OPC UA  
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Una vegada creat la monitorització de la subscripció dels tags, es comencen a produir 
els missatges ReadRequest-ReadResponse i el WriteRequest-WriteResponse segons la 
necessitat. En el exemple, s’ha activat els servos remotament,  posteriorment s’ha 
seleccionat la velocitat  a la que es vol que giri el servo màster i finalment  s’ha activat 
la sincronització entre l’esclau màster i l’esclau.  
A continuació es veurà la modificació del valor de la velocitat mitjançant WriteRequest 
i WriteResponse. 
 
Il·lustració 86. Captura Wireshark, Procés Write Request - Write Response OPC UA 
Finalment una vegada ja no s’han de realitzar més modificacions ni lectures per part 
del client, el sistema tanca sessió de la mateixa manera que en el exemple anterior. 
 
Il·lustració 87. Captura Wireshark, Finalització de la comunicació OPC UA  
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La idea d’aquest apartat és elaborar un escenari que englobi tot el hardware utilitzat i 
tots els protocols estudiats en el treball.  Per tal de dur a terme aquesta última pràctica 
del projecte, s’ha realitzat una escenari que vol exemplificar la idea de indústria 4.0, tot 
connectat i en temps real.  
8.2- Escenari a estudiar 
 
A diferència dels assajos anteriors amb OPC UA, on el servidor i client es comunicaven 
directament mitjançant Wi-Fi, ara es té la possibilitat de connectar-se mitjançant 
Internet, fet que fa molt més atractiu l’escenari.  
En la següent imatge es pot observar un esquema dels elements i configuracions 
realitzades: 
 
Il·lustració 88. Esquema de l’escenari de proves complet 
Dins de l’escenari es podria  diferenciar 3 parts d’estudi, per una banda la connexió WI-
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8.2-1. Connexió WI-FI 
 
Per diferenciar dels altres escenaris realitzats en el projecte, la connexió entre la 
Raspberry Pi 3 i Codesys s’ha realitzat mitjançant Wi-Fi. Per tant es va haver d’activar el 
Wi-Fi intern de la  Raspberry PI3 (wlan0). 
8.2-2. EtherCAT 
 
Per tal de reunir tot el treball realitzat amb els diferents esclaus tractats en el projecte, 
no podia ser d’un altra manera que englobar tots en un mateix escenari.  
Gràcies als arxius .xml es pot comprovar com un esclau que aparentment no té res a 
veure amb un altra, poden comunicar-se sense problemes. Tant és així, que en l’aplicació 
l’esclau EasyCAT serà el que realitzi l’activació dels dos esclaus industrials Omron.  
D’aquesta manera introduint dos interruptors i dos leds d’estat, que indiquen si els 
servos estan activats o no, es podrà crear una aplicació amb 3 esclaus que permeten 
comunicar-se entre ells sense cap problema.  
Aquest fet exemplifica la  indústria a la que s’està anant, qualsevol equip de diferents 
fabricants, podran enllaçar-se i compartir informació sense problemes, cosa que fa uns 
anys veuríem com impossible.  
L’arxiu .xml EasyCAT es troba inclòs als ANNEXOS 1.F. 
8.2-3. OPC UA 
 
Aquesta part de l’aplicació és la que més engloba la idea de indústria 4.0. A diferència 
dels anteriors escenaris, en la que ja utilitzàvem OPC UA, tant per EasyCAT com amb els 
servos industrials Omron, aquesta vegada es realitza la connexió des de Internet.  
La idea és la següent, aprofitant que la  Raspberry PI 3 està connectada a la xarxa Wi-Fi, 
s’ha cercat el port que utilitza el  router per configurar OPC UA. Una vegada conegut, el 
port TCP 4840, s’ha entrat a la configuració interna del router Livebox per dir-li que quan 
identifiqui una petició dirigida a aquest port que arribi per la IP pública del  router , la 
80.102.62.167, la redireccioni a la  Raspberry PI 3 amb IP 192.168.1.227. 
D’aquesta manera, cada vegada que el  router rebi una petició OPC UA provinent 
d’Internet, s’adreçarà directament a la  Raspberry Pi 3, de forma que qualsevol client 
OPC UA amb connexió a Internet podrà accedir a l’aplicació coneixent la IP pública del 
router.  
En aquest escenari, mitjançant un client OPC UA,  s’ha configurat la velocitat a la que a 
d’anar el servo màster, s’ha enviat la velocitat i s’ha activat la sincronització entre 
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8.3- Configuració a destacar per tal de dur a terme l’aplicació 
 
8.3-1. Programació del màster EtherCAT 
 
La programació del màster per aquest escenari es troba inclòs als ANNEXOS 4. A 
8.3-2. Configuració dels esclaus EtherCAT 
 
El codi de programació de l’esclau EasyCAT per aquest escenari es troba inclòs als 
ANNEXOS 4.B 
8.3-3. Configuració del Router Livebox 
 
La configuració del router per aquest escenari es troba inclòs als ANNEXOS 4.C 
8.3-4. Configuració del protocol OPC UA 
 
La configuració del protocol OPC UA per el servidor i client per aquest escenari troben 
inclosos als ANNEXOS 4.D i 4.E. 
8.4- Resultats 
 
En aquest apartat no s’ha realitzat un estudi precís amb un analitzador de protocols , 
simplement s’ha realitzat una demostració del funcionament del escenari realitzat.  
Primerament s’activen els dos servos mitjançant el tercer esclau EasyCAT .  
 
Il·lustració 89. Resultats, EasyCAT 
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Una vegada activats, es realitza la connexió amb el servidor OPC des el  mòbil amb 
connexió a Internet. Una vegada dins de l’aplicació Prosys OPC UA client21,  es configura 
l’adreça IP del servidor al que es vol connectar: 
 
Il·lustració 90. Resultats, configuració adreça IP 
Realitzada la comunicació, es cerquen les variables que es volen utilitzar en l’apartat 
Browser. El procés de selecció de les variables és el següent:  
Object DevieServerObjectsApplicationProgramsSYNC  
Una vegada seleccionades, s’agreguen a la monitorització: 
 
Il·lustració 91. Resultats, variables monitoritzades 
En el moment en que es tenen agregades, ja es pot monitoritzar l’aplicació remotament. 
Primerament es selecciona la VELOCITAT amb un número enter, en aquest cas 9. 
Seguidament s’envia la velocitat al servo ficant un “true” a la variable 
ACTIVAR_VELOCIDAD i finalment s’escriu un altra “true” a la variable ACTIVAR_SYNC per 
activar la sincronització entre servos. 
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Il·lustració 92. Resultats, Variables modificades 
Tal i com es pot veure, s’ha monitoritzat l’escenari remotament via OPC UA amb Internet 
i englobat tots els esclaus estudiats en el treball en una mateix escenari. 
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9- Pressupost 
 
En l’aparat de pressupostos del treball s’ha realitzat un resum econòmic del preu dels 
dos assajos EtherCAT que s’ha dut  a terme en el treball. Els preus indicats es mostren 
sense IVA. 
S’ha de destacar que tot i que el software PLC Control for Raspberry Pi és gratuït per 2 
hores d’utilització, és d’interès tenir constància del preu de la llicència.  
Primerament es mostra el pressupost de l’assaig avançat amb material industrial 
Omron: 
Assaig avançat 





Accurax G5, Servo Drive, ECT , 100 
W, 200 V 
2,00 730,50 1.461,00 
R88MK10030HS2 OMRON 
Accurax G5, Servomotor, 100 W, 
200 V, 3000 rm 
2,00 484,50 969,00 
R88ACRKA003CRE OMRON 
Accurax G5, Cable d'encoder 
servomotor 3m 
2,00 86,10 172,20 
R88ACAKA003SRE OMRON 
Accurax G5, Cable de potència 
servomotor 200V 
2,00 131,47 262,94 
R88AFIK102RE OMRON 
Serie G/G5 Filtre RFI 2,4A, 250VAC, 
100 W 
2,00 41,51 83,02 
Raspberry Pi 3 Raspberry Raspberry Pi 3 Model B 1,00 39,95 39,95 
Sistema Operatiu EMILD 
Sistema operatiu Raspbian + Real 
time 
1,00 0,00 0,00 
SD G.Skill 
MicroSDHC 16GB Classe 10 + 
Adaptador SD 
1,00 10,95 10,95 
Alimentació RPI Raspberry 
Font d'alimentació per Raspberry 
5,1V 2.5 A 
1,00 10,95 10,95 
Cables Ethernet OEM 
Cable de red UTO RJ45 CAT 6 50cm 
Groc 
3,00 1,75 5,25 
Codesys 
Raspberry 
Codesys Codesys Control for Raspberry PI 1,00 50,00 50,00 
     
3.065,26 
€ 
Taula 2. Pressupost assaig avançat 
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Seguidament es mostra el pressupost de l’assaig bàsic amb Arduino i Shields EasyCAT: 
Assaig bàsic 




EasyCAT AB&T EasyCAT 2,00 68,50 137,00 
Arduino 
UNO 
Arduino Arduino UNO R3 ATmega32BP 2,00 13,95 27,90 
LM35 NS/NC DZ Sensor Temperatura 1,00 1,75 1,75 
LV3I NS/NC LED VERD 1,00 0,47 0,47 
LA3I NS/NC LED GROC 1,00 0,47 0,47 
LR3I NS/NC LED VERMELL 1,00 0,47 0,47 
Raspberry Pi 
3* 
Raspberry Raspberry Pi 3 Model B 1,00 39,95 39,95 
Sistema 
Operatiu* 
EMILD Sistema operatiu Raspbian + Real time 1,00 0,00 0,00 
SD* G.Skill 
MicroSDHC 16GB Classe 10 + 
Adaptador SD 




Font d'alimentació per Raspberry 5,1V 
2.5 A 




Cable de red UTO RJ45 CAT 6 50cm 
Groc 
3,00 1,75 5,25 
Codesys 
Raspberry* 
Codesys Codesys Control for Raspberry PI 1,00 50,00 50,00 
     279,46 € 
Taula 3. Pressupost assaig bàsic 
* Al treball, l’assaig bàsic s’ha realitzat sense Raspberry PI. Tot i així es deixa constància 
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10- Conclusions 
 
Es pot dir que gràcies a la realització d’aquest projecte, s’ha tingut l’oportunitat d’entrar 
a fons en el funcionament d’un dels protocols industrials més interessants i diferents del 
mercat.  
Després d’haver realitzat l’estudi sobre aquest protocol, en destacaria,  la utilització 
d’adreces lògiques i la configuració dels DC. Gràcies a les adreces lògiques del protocol, 
el màster envia un únic missatge que passa per cada esclau i que permet llegir i escriure 
dades “on the fly” . De forma que amb un únic missatge te tota la informació del sistema 
EtherCAT. Pel que fa el sistema de rellotges distribuïts, aconsegueix que tots els esclaus 
tinguin la mateixa informació de temps. Per tant, poden escriure les sortides 
simultàniament i fixar-ne les senyals d'entrada amb alta precisió. Aquestes són 
característiques que cap altre bus de comunicacions industrial té, i que per tant,  el fan 
el més ràpid i fiable del mercat. 
Un altre protocol que es va conèixer gràcies a aquest treball és l’OPC UA. Prèviament es 
coneixia de l’existència d’OPC,  però no la nova versió d’aquest protocol. Aquest protocol 
està dissenyat per connectar bases de dades i sistemes empresarials amb dades del món 
real industrial com controladors, sensors i actuadors d’una forma segura i senzilla.  
Respecte a OPC UA, destaca la seva capacitat de donar servei a través de xarxes TCP/IP 
en general i en particular, Internet. OPC UA sense dubte serà una de les peces 
importants del futur de l’automatització en la nova indústria 4.0.  
Una de les parts més destacables és haver tingut l’oportunitat d’haver ficat en pràctica 
tota la part teòrica del projecte. El fet d’haver pogut realitzar diferents escenaris amb 
diferents pressupostos i finalment haver pogut englobar tot en un assaig final, ha sigut 
una de les experiències més gratificants del treball.  
Tenint en compte que el perfil de l’estudiant que ha realitzat el projecte és el d’un 
enginyer elèctric i no un de telecomunicacions o informàtic, no es pot concloure aquest 
treball sense destacar l’esforç que ha sigut explicar i entendre bona part de la part 
teòrica que incorpora. A més, per poder arribar fins on s’ha arribat s’ha hagut d’arriscar 
en sectors on no hi havia molta documentació, com són els casos de realitzar esclaus 
EtherCAT a partir de dispositius Arduino o sobre la realització del màster EtherCAT 
mitjançant PC o Raspberry Pi.  Tot i així, gràcies al suport que van proporcionar els serveis 
tècnics de les diferents empreses involucrades, es van poder aconseguir tots els 
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10.1- Línies futures 
 
Tot i haver aconseguit la majoria d’objectius marcats en el projecte, no es pot obviar que 
sempre hi han coses que es poden millorar o que no han donat temps de realitzar en el 
transcurs del projecte. Per aquest fet, en aquest apartat es fa referència als temes que 
creiem que en un futur es podrien tractar aprofitant el treball realitzat en aquest treball 
final de màster.  
1. Una proposta molt interessant seria realitzar el màster EtherCAT mitjançant un 
màster que no tingui cap arquitectura de disseny, és a dir, que es pugui utilitzar en 
mode d'usuari genèric. Un bon exemple seria el màster SOEM. D’aquesta manera es 
pot entrar més a fons en el funcionament del protocol,  ja que el usuari és el que 
realitza les instancies necessàries per dur a terme la comunicació entre el màster i 
els esclaus. 
 
2. La segona proposta que es presenta,  és la realització del mateix escenari bàsic amb 
EasyCAT però amb la implantació de la configuració DC. D’aquesta manera es 
podrien analitzar aspectes més específics del protocol sense arribar a realitzar un 
esforç econòmic tan gran. Ens consta que estan treballant per implementar-ho, per 
tant en futures edicions de la llibreria es podrà fer ús . 
 
3. En lo referent a la comunicació OPC UA, no s’ha pogut entrar en aspectes de 
seguretat ja que el software Codesys no permetia encara implementacions de 
seguretat del tipus Basic128Rsa15 o Basic256. En futures actualitzacions de software 
hi haurà inclòs aquesta seguretat i es podrà entrar més a fons en les restriccions de 
seguretat que porta aquest protocol. 
 
4. Realitzar una assaig de pràctiques complementat per diferents estudiants de 
diferents especialitats. D’aquesta manera mitjançant diferents enginyeries i treballs 
finals de grau/màster es podria confeccionar un banc de pràctiques complex on una 
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Agraïments 
 
Portar a terme un treball final de màster és un repte molt atractiu i gratificant, i més 
encara quan una vegada finalitzat te'n adones que has aconseguit arribar a tots els teus 
objectius. Tot i així,  es obvi que tot aquest treball no es podria haver realitzat sense 
l’ajuda i el recolzament d’altres persones. Per aquest motiu, es vol aprofitar aquesta 
última part del treball per agrair a tota aquesta gent que ha contribuït durant aquests 
mesos de projecte.  
En primer lloc, no puc sinó agrair la confiança que va dipositar en mi el director del 
projecte, Rafael Vidal Ferré. Sense la publicació d’aquella proposta de treball final de 
màster, segurament m’hagués perdut l’oportunitat d’haver realitzat aquest interessant 
projecte, sobre una de les comunicacions industrials que més em cridaven l’atenció. A 
més a més, no em puc oblidar de tots els consells i conceptes referents amb xarxes de 
telecomunicacions que durant tot el projecte he anat necessitant.  Sens dubte, aquest 
projecte i la seva ajuda,  m’han fet créixer com a enginyer.  
En segon lloc, s’ha tingut la sort de disposar d’un excel·lent suport tècnic per part de les 
dos plataformes hardware i software amb les que s’ha treballat en el projecte, AB&T i 
Codesys. Agrair a Andrea Bausano tot el suport que va aportar durant tot el projecte, 
sobretot al principi, proporcionant solucions a moltes de les preguntes que se’ns 
plantejava.  A demostrat que és un excel·lent professional i que estan fent una labor 
increïble com empresa. No puc oblidar-me d’Edwin Schwellinger, gràcies a la seva 
implicació, resolució de problemes i consells es va poder arribar fins on s’ha arribat amb 
el software Codesys. Se’ns dubte,  ha demostrat ser un professional que no únicament 
resol els problemes que se li planteja, sinó que s’implica en el teu problema 
desinteressadament.  
Per acabar,  no puc oblidar-me de l’Antonio Luna Oltra, enginyer d’aplicacions d’Omron,  
per haver-se interessat per el projecte i haver prestat el material industrial que ha 
permès donar un valor afegit al projecte. I sens dubte, a l’empresa Comercial 
Automatismos & Neumática, molt concretament  al meu company de treball José 
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ANNEXOS  
ANNEX 1. Assaig bàsic EtherCAT  
 
A. Configuració màster PC 
 
El primer pas per realitzar la configuració del màster és descarregar-se gratuïtament el 
software , Codesys Development V3 dins de la web de Codesys.  Una vegada el software 
està instal·lat correctament al PC, es pot iniciar la creació del projecte.  
 
Il·lustració 94. Creació del projecte Codesys 
En aquest primer escenari, s’ha escollit el PLC Codesys Control Win V3, degut que amb 
aquests esclaus no es pot implementar restriccions de temps real. Una vegada s’ha 
escollit el PLC, es selecciona el mètode de programació del projecte.  
 
Il·lustració 95. Selecció del PLC del projecte 
Una vegada s’ha creat el projecte, s’ha d’introduir a la llibreria de dispositius de Codesys 
el arxiu .xml de l’esclau EasyCAT. Una vegada estigui introduït, es pot configurar el 
projecte introduint els elements que el formen.  L’arxiu .xml EasyCAT es pot trobar als 
ANNEXOS 1 F. 
Primerament,  s’introdueix el màster EtherCAT clicant al botó dret sobre el projecte i 
posteriorment els esclaus EasyCAT clicant al botó dret sobre el màster, en aquest cas es 
selecciona la marca AB&T , EasyCAT.  
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Il·lustració 96. Agregar dispositius al projecte, esquerra(màster), dreta (esclaus) 
Quedant de la següent manera: 
 
Il·lustració 97. Elements del projecte 
Una vegada declarat el projecte, es pot configurar el PLC Codesys Control Win. Accedint 
al apartat Device i examinant la xarxa, s’haurà de mostrar el PLC configurat en el nostre 
ordinador disponible.  Prèviament haurà d’haver estat activat, clicant a Start PLC a la 
barra inferior dreta de l’ordinador.  
Una vegada activat, dins de l’apartat del màster s’ha de seleccionar la MAC a la que està 
localitzat el màster, quedant de la següent manera: 
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Il·lustració 98. Configuració MAC del màster EtherCAT 
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B. Configuració màster Raspberry PI 
 
El procediment per configurar el màster EtherCAT a través de la  Raspberry PI és el 
mateix que en el cas anterior, amb la diferencia que s’ha de descarregar el PLC Codesys 
Control for Raspberry PI. Una vegada descarregat, S’ha d’afegir la llibreria del PLC dins 
del gestor de llibreries de Codesys, amb drets d’administrador.  
A l’hora d’escollir el PLC del projecte, en aquest cas s’ha de seleccionar el PLC Codesys 
Control for Raspberry PI. 
 
Il·lustració 99. Selecció del PLC Raspberry PI 
Els següents passos de configuració són exactament iguals que en el cas anterior. L’única 
diferencia és que s’haurà de realitzar un Update a la Raspberry Pi abans d’activar el 
dispositiu, tal i com es pot observar en la següent imatge: 
 
Il·lustració 100. Carregar programa a la Raspberry 
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C. Programació del màster Codesys 
 
Una vegada es té configurat el màster, s’han de configurar les E/S dels esclaus del 
projecte. La programació de les E/S dels esclaus consta de 32 bytes d’entrada i 32 bytes 
de sortida. Per tant, els bytes que s’hagin configurat a l’Arduino d’E/S hauran de ser 
configurats dins de les E/S dels esclaus a Codesys.  
En aquest escenari el primer esclau llegeix la lectura del sensor de temperatura en el 
Byte 0. Per tant s’ha declarat al Byte 0 la variable in0. S’ha de destacar que per després 
poder observar online el valors de les variables, s’ha de seleccionar a Always Update : 
Enabled 2, tal i com es mostra a la següent imatge. 
 
Il·lustració 102. Declaració de variables del primer esclau 
El procés per el segon esclau és exactament el mateix, però en aquest cas el segon esclau 
té 1 sortida. Aquesta sortida serà la que li comunicarà a les sortides configurades de 
l’Arduino a quina intensitat haurà d’il·luminar els leds segons la temperatura que li envií 
el primer esclau.  
 
Il·lustració 103. Declaració de variables del segon esclau 
Finalment en el arxiu de programació del Codesys, simplement s’ha de relacionar que 
l’entrada del primer esclau serà igual a la sortida del segon esclau. 
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D. Programació de l’esclau 1 EasyCAT 
 
L’esquema dels elements que conformen l’esclau EasyCAT 1 són els següents:  
 
 
Il·lustració 105. Esquema d'elements Esclau 1 
Pel que fa el codi de programació Arduino:  
 
#include "EasyCAT.h"             // EasyCAT library to interface the LAN9252 
#include <SPI.h>                     // Llibreria SPI 
 
EasyCAT EASYCAT;                // Inicialització de la llibreria EasyCAT 
 
//---- Declaració dels pins del projecte------------------------------------------------------------- 
 
const int Ana0 = A0;                // analog input 0 
const int Ana1 = A1;                // analog input 1 
 
const int BitOut0 = A2;             // digital output bit 0 
const int BitOut1 = A3;             // digital output bit 1 
const int BitOut2 = A4;             // digital output bit 2 
const int BitOut3 = A5;             // digital output bit 3 
 
const int BitIn0 = 3;               // digital input  bit 0 
const int BitIn1 = 5;               // digital input  bit 1 
const int BitIn2 = 6;               // digital input  bit 2 
const int BitIn3 = 7;               // digital input  bit 3 
 




  Serial.begin(9600);                                               // inicialització del port sèrie                               
  Serial.print ("\nEasyCAT - Generic EtherCAT slave V1.1\n");     // Impressió del banner 
 
  pinMode(BitOut0, OUTPUT);                                         // digital output pins setting 
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  pinMode(BitOut1, OUTPUT);                                         //  
  pinMode(BitOut2, OUTPUT);                                         // 
  pinMode(BitOut3, OUTPUT);                                         // 
 
  pinMode(BitIn0, INPUT_PULLUP);                                   // digital input pins setting  
  pinMode(BitIn1, INPUT_PULLUP);                                   //  
  pinMode(BitIn2, INPUT_PULLUP);                                  // 
  pinMode(BitIn3, INPUT_PULLUP);                                   // 
 
  iif (EASYCAT.Init() == true)                                      // inicialització realitzada  
  {                                                                  //  
    Serial.print ("initialized");                                   // 
  }                                                                  // 
  else                                                               // inicialització fallida    
  {                                                               
    Serial.print ("initialization failed");                           
  }  
    
} 
 
//---- main loop ---------------------------------------------------------------------------------------- 
  
void loop ()                                                       // En el main loop cal trucar a la tasca cíclica 
{                                                                  // EasyCAT i la nostra aplicació 
                                                                  // 
                                                                   // Això permet que el intercanvi bidireccional de les dades 
                                                                   // Entre el mestre EtherCAT i la nostra sol·licitud 
                                                                   // 
                                                                   // El cicle EasyCAT i el cicle Mestre són asíncrones 
 
  delay(2);                                                       // Aquest retard ens permet establir el temps de cicle 
EasyCAT 
                                                                   // D'acord amb les necessitats de l'aplicació 
  EASYCAT.MainTask();                               // Executa la tasca EasyCAT 
  Application();                                                   // Executa l’aplicació 
} 
//---- aplicació ------------------------------------------------------------------------------ 
 
void Application ()                                                                               
 
{ 
  //ANALOG INPUT LM35 
   
  int value = analogRead(Ana0);                                    
  float millivolts = (value / 1023.0) * 5000;                      // Realitzem la calibració del sensor 
  float celsius = millivolts / 10;  
  EASYCAT.BufferIn.Byte[0]=(celsius);                              // L’entrada Byte[0] de l’esclau 1 serà = al valor 
celsius 
  delay(1000); 
 
}     
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E. Programació de l’esclau 2 EasyCAT 
 
L’esquema dels elements que conformen l’esclau EasyCAT 2 són els següents:  
 
 
Il·lustració 106. Esquema d'elements esclau 2 
Pel que fa el codi de programació Arduino:  
 
#include "EasyCAT.h"             // EasyCAT library to interface the LAN9252 
#include <SPI.h>                     // Llibreria SPI 
 
EasyCAT EASYCAT;                // Inicialització de la llibreria EasyCAT 
 
//---- Declaració dels pins del projecte------------------------------------------------------------- 
 
const int Ana0 = A0;                // analog input 0 
const int Ana1 = A1;                // analog input 1 
 
const int BitOut0 = A2;             // digital output bit 0 
const int BitOut1 = A3;             // digital output bit 1 
const int BitOut2 = A4;             // digital output bit 2 
const int BitOut3 = A5;             // digital output bit 3 
 
const int BitIn0 = 3;               // digital input  bit 0 
const int BitIn1 = 5;               // digital input  bit 1 
const int BitIn2 = 6;               // digital input  bit 2 
const int BitIn3 = 7;               // digital input  bit 3 
 




  Serial.begin(9600);                                               // inicialització del port sèrie                               
  Serial.print ("\nEasyCAT - Generic EtherCAT slave V1.1\n");     // Impressió del banner 
 
  pinMode(BitOut0, OUTPUT);                                         // digital output pins setting 
  pinMode(BitOut1, OUTPUT);                                         //  
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  pinMode(BitOut2, OUTPUT);                                         // 
  pinMode(BitOut3, OUTPUT);                                         // 
 
  pinMode(BitIn0, INPUT_PULLUP);                                   // digital input pins setting  
  pinMode(BitIn1, INPUT_PULLUP);                                   //  
  pinMode(BitIn2, INPUT_PULLUP);                                  // 
  pinMode(BitIn3, INPUT_PULLUP);                                   // 
 
  iif (EASYCAT.Init() == true)                                      // inicialització realitzada  
  {                                                                  //  
    Serial.print ("initialized");                                   // 
  }                                                                  // 
   
  else                                                               // inicialització fallida    
  {                                                               
    Serial.print ("initialization failed");                           
  }  




//---- main loop ---------------------------------------------------------------------------------------- 
  
void loop ()                                                       // En el main loop cal trucar a la tasca cíclica 
{                                                                  // EasyCAT i la nostra aplicació 
                                                                  // 
                                                                   // Això permet que el intercanvi bidireccional de les dades 
                                                                   // Entre el mestre EtherCAT i la nostra sol·licitud 
                                                                   // 
                                                                   // El cicle EasyCAT i el cicle Mestre són asíncrones 
 
  delay(2);                                                       // Aquest retard ens permet establir el temps de cicle 
EasyCAT 
                                                                   // D'acord amb les necessitats de l'aplicació 
  EASYCAT.MainTask();                               // Executa la tasca EasyCAT 




//---- Aplicació ------------------------------------------------------------------------------ 
 
void Application ()                                         
 
{ 
   
  float baselineTemp = 20.0;                                         //Temperatura ambient                                    
  int sensorVal = EASYCAT.BufferOut.Byte[0];        //El valor de sortida [0] és igual a temperatura 
actual 
 
  if(sensorVal < baselineTemp){                                      //Si el valor < la temperatura ambient tot apagat 
    digitalWrite(A2, LOW); 
    digitalWrite(A3, LOW); 
    digitalWrite(A4, LOW); 
  }else if(sensorVal >= baselineTemp+2 && sensorVal < baselineTemp+4){  // valor entre +2 Tambient y 
+4 
      digitalWrite(A2, HIGH);                                            //Activem 1 led 
      digitalWrite(A3, LOW); 
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      digitalWrite(A4, LOW); 
  }else if(sensorVal >= baselineTemp+4 && sensorVal < baselineTemp+6){  // valor entre +4 Tambient y 
+6 
      digitalWrite(A2, HIGH);                                            //Activem 2 leds 
      digitalWrite(A3, HIGH); 
      digitalWrite(A4, LOW);   
  }else if(sensorVal >= baselineTemp+6){            //Si el valor és > que +6 Tambient 
      digitalWrite(A2, HIGH);                                            //Activem tots els leds 
      digitalWrite(A3, HIGH); 
      digitalWrite(A4, HIGH); 
  } 
       







Disseny i implementació d'una maqueta de xarxa industrial per a l'estudi del protocol EtherCAT 
Alejandro Salcedo García 

















































<Type ProductCode="#x00DEFEDE" RevisionNo="#x00005A00">EasyCAT 32+32</Type> 
<Name LcId="1033"> 
<![CDATA[ Generic 32+32 bytes ]]> 
</Name> 
<URL LcId="1033"> 





<!--  indirizzo fisico di base per gli output  --> 
<Sm StartAddress="#x1000" ControlByte="#x64" Enable="1">Outputs</Sm> 
<!--  indirizzo fisico di base per gli input  --> 
<Sm StartAddress="#x1200" ControlByte="#x20" Enable="1">Inputs</Sm> 
<!-- 
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 ***************** PDO di input ***********************************************************  
--> 
</RxPdo> 
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ANNEX 2. Assaig avançat EtherCAT  
 
A. Configuració màster PC . Codesys RTE 
 
La utilització del PLC Codesys RTE anava relacionat amb moltes necessitats de 
hardware/software per tal de que el sistema funcionés correctament. En aquest apartat 
s’ha deixat constància d’algunes d’aquestes especificacions:  
- Targeta de xarxa determinada  
- Velocitat de la CPU determinada 
- Tenir deshabilitat speedstep22 / C-states23 en la bios del PC 
- Deshabilitar Hyper-Threading24 per tenir únicament un nucli de CPU real 
disponible  
El no tenir disponibilitat de PCs  per realitzar els assajos (s’hagués canviat la  targeta de 
xarxa sense problemes) ,  va provocar que la targeta de xarxa fos un punt determinista. 
Únicament es disposava de portàtils, per tant, depèn de quin portàtil, no disposava 
d’una de les targetes següents:  
 
Il·lustració 107. Targetes de xarxa disponibles per Codesys RTE 
Una vegada es va trobar un portàtil que complís amb les targetes de xarxa esmentades, 
el següent impediment va ser la falta d’una actualització de seguretat de Windows 
Update en el sistema operatiu Windows , que va provocar  que el software no s’instal·lés 
correctament.  
Una vegada solucionat aquest segon problema, el PLC necessitava tenir un únic nucli de 
CPU real activat, per tant feia que el ordinador treballés amb un únic nucli i no utilitzes 
el dual core. Aquest fet provocava que el portàtil funcionés amb molta lentitud , per 
tant,  feia casi impossible poder engegar el software Codesys RTE.    
                                                        
22 Tecnologies aplicades a alguns microprocessadors d'Intel que permet canviar la freqüència de rellotge 
del mateix per a minimitzar el consum i la calor dissipada 
23 (ídem 1) 
24 La tecnologia Intel ® Hyper-Threading utilitza els recursos del processador de manera més eficient, 
permetent que múltiples fils s'executin en cada nucli. 
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Finalment, després d’haver instal·lat el software, es va realitzar la configuració 
necessària per que el PLC funcionés correctament. Seguint la guia de configuració de 
Codesys RTE  es va modificar el controlador de xarxa per el de Codesys RTE i 
posteriorment es va configurar el codi de l’arxiu CodesysControl.cfg segons el hardware 
que es volia utilitzar a l’aplicació.  
Arribats a aquest punt  i una vegada es tenia tot configurat correctament, el sistema 
donava un error de comunicació,  ja que al principi de la comunicació no enviava 
correctament la configuració prèvia SDO, per tant els esclaus mai s’inicialitzaven i no els 
reconeixia. 
 
Il·lustració 108. Error al start up de l'aplicació a Codesys RTE 
Finalment, després de diferents proves,  es va decidir triar l’opció d’utilitzar la Raspberry 
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B. Configuració màster  Raspberry PI 
 
Per configurar la Raspberry PI com a màster EtherCAT es necessitava un sistema 
operatiu que tingués Real Time.  
Finalment es va escollir l’opció  d’utilitzar directament la imatge de sistema Emild , que 
té inclòs el kernel Prempt_RT. El sistema operatiu es pot trobar en la següent adreça: 
docs.emlid.com/navio2/Navio-APM/configuring-raspberry-pi/.  
Una vegada descarregat, i introduït a la SD s’inicia la configuració:  
A. Primer de tot s’ha d’entrar al sistema introduint el nom d’usuari i la contrasenya. 
Com en tots els dispositius Raspberry,  el nom d’usuari és pi i la contrasenya 
raspberry. 
 
B. Dins del terminal de programació  del sistema Emild, primer de tot és realitzar un 
Sudo apt-get Update i Sudo apt-get upgrade, d’aquesta manera es tindrà 
actualitzats els repositoris. Això si,  primer de tot es necessita accés a internet. Per 
aquest cas s’ha de configurar el port wlan0 de la Raspberry PI mitjançant 
/boot/wpa_supplicant.conf. i /etc/network/interfaces . Una vegada amb accés a 
internet, ja es pot actualitzar la Raspberry PI.  
 
C. Una vegada es té la Raspberry Pi actualitzada, es configura l’accés dels ports 
d’internet. En aquesta primera prova es va utilitzar un adaptador USB-RJ45 per 
comunicar amb el software Codesys i l’ordinador. Per tant es va modificar les 
propietats del port eth1 mitjançant : sudo nano /etc/network/interfaces per 
assignar una IP fixe. Per que es realitzin les modificacions es realitza un sudo reboot 
i posteriorment es comprova  que s’hagin realitzat els canvis introduïts, mitjançant 
ifconfig. 
 
D. Finalment,  per tal de poder capturar les trames EtherCAT que es produïen en el 
port eth0 de la Raspberry, es  necessita instal·lar el software Tshark. Introduint al 
terminal sudo apt-get install iw tshark es va instal·lar el software. Una vegada 
instal·lat abans de realitzar la comunicació s’activava la captura mitjançant tshark 
–i eth0 –w /home/pi/name.pcap. 
 
E. Per acabar, es recuperaven les captures .pcap mitjançant SSH. Prèviament s’havia  
d’activat el port SSH de la Raspberry PI per tal de poder fer la adquisició de les 
captures.  
Una vegada configurada la Raspberry PI, simplement s’ha de seguir els passos explicats 
en el ANNEXE 1.B i realitzar un Update Raspberry PI, per enviar el programa a la 
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Pel que fa la configuració del màster EtherCAT, es selecciona el port eth0 com a port 
màster. 
 
Il·lustració 109. Configuració MAC màster Raspberry PI 
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C. Programació del màster Codesys 
 
La programació del màster s’ha realitzat mitjançant codi de programació PLC Open. 
D’aquesta manera es realitza una sincronització entre servos mitjançant els blocs de 
funció MC_Power, MC_MoveVelocity i MC_GearInPos.  
Les variables internes declarades al programa SYNC són les següents : 
 
Il·lustració 110. Variables locals 
Una vegada declarades les variables que s’utilitzaran en el programa, els blocs de 
funcions declarats per dur a terme l’aplicació són els següents : 
   
Il·lustració 111. Programació SYNC 
Amb els blocs de funció MC_POWER s’activaran els servos. Destacar que s’ha declarat 
com a 1 la senyal enable del servo, per tal de poder encendre i apagar el servo sense 
necessitat de tancar la comunicació.  
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Pel que fa el FB MC_MoveVelocity és el que configura la velocitat de l’esclau màster i el 
que li envia la velocitat. El FB MC_GearInPos és el que realitza la copia de la posició del 
segon esclau activant la sincronització. 
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D. Configuració de l’esclau Omron 
 
Pel que fa la configuració de l’esclau, es dur a terme mitjançant el software Codesys. 
Simplement a l’apartat  SM_Drive_ETC_Omron i SM_Drive_ETC_Omron_1 es realitza  la 
següent modificació. 
 
Il·lustració 113. Captura de la configuració dels servos 
Pel que fa el segon servo, la única diferencia és indicar que la identificació (ID) serà el 
número 2.   
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ANNEX 3. Assaig  OPC UA 
 
A. Programació màster 
 
La configuració de les variables en el màster Codesys es duien a terme de la mateixa 
manera que en els exemples anteriors. Segons el Byte seleccionat a l’Arduino per una 
variable determinada, s’ha de seleccionar el mateix byte en el software Codesys.  
La programació del màster és la següent :  
 
Il·lustració 114. Programació màster OPC UA . EasyCAT 
El programa defineix que el valor de sortida de l’esclau 2 serà igual al valor d’entrada de 
l’esclau 1. Per tant l’esclau 2,  il·luminarà amb més o menys intensitat el led, segons els 
valors enviats per el primer esclau.  
Per el cas del polsador, si la entrada 12 de l’esclau 2 es polsa, s’activarà la sortida 1 del 
primer esclau. D’aquesta manera es produeixen accions de lectura/escriptura per part 
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B. Programació de l’esclau 1 EasyCAT 
 
L’esquema dels elements que conformen l’esclau EasyCAT 1 són els següents:  
 
 
Il·lustració 115. Esquema d'elements esclau 1 
Pel que fa el codi de programació Arduino: 
#include "EasyCAT.h"             // EasyCAT library to interface the LAN9252 
#include <SPI.h>                     // Llibreria SPI 
 
EasyCAT EASYCAT;                // Inicialització de la llibreria EasyCAT 
 
//---- Declaració dels pins del projecte------------------------------------------------------------- 
 
const int Ana0 = A0;                // analog input 0 
const int Ana1 = A1;                // analog input 1 
 
const int BitOut0 = A2;             // digital output bit 0 
const int BitOut1 = A3;             // digital output bit 1 
const int BitOut2 = A4;             // digital output bit 2 
const int BitOut3 = A5;             // digital output bit 3 
 
const int BitIn0 = 3;               // digital input  bit 0 
const int BitIn1 = 5;               // digital input  bit 1 
const int BitIn2 = 6;               // digital input  bit 2 
const int BitIn3 = 7;               // digital input  bit 3 
 




  Serial.begin(9600);                                               // inicialització del port sèrie                               
  Serial.print ("\nEasyCAT - Generic EtherCAT slave V1.1\n");     // Impressió del banner 
 
  pinMode(BitOut0, OUTPUT);                                         // digital output pins setting 
  pinMode(BitOut1, OUTPUT);                                         //  
  pinMode(BitOut2, OUTPUT);                                         // 
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  pinMode(BitOut3, OUTPUT);                                         // 
 
  pinMode(BitIn0, INPUT_PULLUP);                                   // digital input pins setting  
  pinMode(BitIn1, INPUT_PULLUP);                                   //  
  pinMode(BitIn2, INPUT_PULLUP);                                  // 
  pinMode(BitIn3, INPUT_PULLUP);                                   // 
 
  iif (EASYCAT.Init() == true)                                      // inicialització realitza  
  {                                                                  //  
    Serial.print ("initialized");                                   // 
  }                                                                  // 
   
  else                                                               // inicialització fallida    
  {                                                               
    Serial.print ("initialization failed");                           
  }  
    
} 
//---- main loop ---------------------------------------------------------------------------------------- 
  
void loop ()                                                       // En el main loop cal trucar a la tasca cíclica 
{                                                                  // EasyCAT i la nostra aplicació 
                                                                  // 
                                                                   // Això permet que el intercanvi bidireccional de les dades 
                                                                   // Entre el mestre EtherCAT i la nostra sol·licitud 
                                                                   // 
                                                                   // El cicle EasyCAT i el cicle Mestre són asíncrones 
 
  delay(2);                                                       // Aquest retard ens permet establir el temps de cicle 
EasyCAT 
                                                                   // D'acord amb les necessitats de l'aplicació 
  EASYCAT.MainTask();                               // Executa la tasca EasyCAT 
  Application();                                                   // Executa la nostre aplicació 
} 
//---- aplicació------------------------------------------------------------------------------ 
void Application ()                                         
{ 
  //ANALOG INPUT 
  UWORD Analog0; 
     
  Analog0.Word = analogRead(Ana0);                    // El que llegeixi l’entrada An0 s’envia per el byte 0 
  Analog0.Word >>= 2;                                   
  EASYCAT.BufferIn.Byte[0] = Analog0.Byte[0];          
  
  //DIGITAL OUTPUT 
  if (EASYCAT.BufferOut.Byte[12])                          
    digitalWrite(BitOut3,HIGH);               
  else                                                
    digitalWrite(BitOut3,LOW);  
}     
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C. Programació de l’esclau 2 EasyCAT 
 
L’esquema dels elements que conformen l’esclau EasyCAT 2 són els següents:  
 
 
Il·lustració 116. Esquema d'elements esclau 2 
Pel que fa el codi de programació Arduino: 
#include "EasyCAT.h"             // EasyCAT library to interface the LAN9252 
#include <SPI.h>                     // Llibreria SPI 
 
EasyCAT EASYCAT;                // Inicialització de la llibreria EasyCAT 
 
//---- Declaració dels pins del projecte------------------------------------------------------------- 
 
const int Ana0 = A0;                // analog input 0 
const int Ana1 = A1;                // analog input 1 
 
const int BitOut0_2 = 9;             // digital output bit 0 
const int BitOut1 = A3;             // digital output bit 1 
const int BitOut2 = A4;             // digital output bit 2 
const int BitOut3 = A5;             // digital output bit 3 
 
const int BitIn0_2 = 3;               // digital input  bit 0 
const int BitIn1 = 5;               // digital input  bit 1 
const int BitIn2 = 6;               // digital input  bit 2 
const int BitIn3 = 7;               // digital input  bit 3 
 




  Serial.begin(9600);                                               // inicialització del port sèrie                               
  Serial.print ("\nEasyCAT - Generic EtherCAT slave V1.1\n");     // Impressió del banner 
 
  pinMode(BitOut0_2, OUTPUT);                                         // digital output pins setting 
  pinMode(BitOut1, OUTPUT);                                         //  
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  pinMode(BitOut2, OUTPUT);                                         // 
  pinMode(BitOut3, OUTPUT);                                         // 
 
  pinMode(BitIn0_2, INPUT_PULLUP);                                   // digital input pins setting  
  pinMode(BitIn1, INPUT_PULLUP);                                   //  
  pinMode(BitIn2, INPUT_PULLUP);                                  // 
  pinMode(BitIn3, INPUT_PULLUP);                                   // 
 
  iif (EASYCAT.Init() == true)                                      // inicialització realitzada  
  {                                                                  //  
    Serial.print ("initialized");                                   // 
  }                                                                  // 
   
  else                                                               // inicialització fallida    
  {                                                               
    Serial.print ("initialization failed");                           
  }  
    
} 
 
//---- main loop ---------------------------------------------------------------------------------------- 
  
void loop ()                                                       // En el main loop cal trucar a la tasca cíclica 
{                                                                  // EasyCAT i la nostra aplicació 
                                                                  // 
                                                                   // Això permet que el intercanvi bidireccional de les dades 
                                                                   // Entre el mestre EtherCAT i la nostra sol·licitud 
                                                                   // 
                                                                   // El cicle EasyCAT i el cicle Mestre són asíncrones 
 
  delay(2);                                                       // Aquest retard ens permet establir el temps de cicle 
EasyCAT 
                                                                   // D'acord amb les necessitats de l'aplicació 
  EASYCAT.MainTask();                               // Executa la tasca EasyCAT 
  Application();                                                   // Executa la nostre aplicació 
} 
//---- aplicació ------------------------------------------------------------------------------ 
 
void Application ()                                         
 
{ 
   
  //Output LED 
  int AnaValue=0; 
  int Analight=0; 
  AnaValue = EASYCAT.BufferOut.Byte[0]; 
  Analight = map(AnaValue,0, 1024, 0, 255); 
 
  //analogWrite(BitOut0_2,Analight); 
  analogWrite(BitOut0_2,AnaValue); 
   
  // Input PULSADOR                                             
  EASYCAT.BufferIn.Byte[12]=(digitalRead(BitIn0_2));  
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ANNEX 4. Assaig Complet  
 
A. Configuració màster 
 
Un dels aspectes importants en la configuració del màster en aquest assaig és la 
combinació entre variables locals i globals. El fet de que l’activació dels servos  es realitzi 
amb l’esclau EasyCAT mitjançant unes entrades físiques,  fan que es necessitin 
transformar les variables locals dels blocs MC_Power i Mc_Reset del programa SYNC a 
variables globals.  
Per aquesta raó es va configurar les variables globals d’aquesta manera:  
 
Il·lustració 117. Variables globals 
D’aquesta manera l’EasyCAT podrà modificar aquestes variables tot i que siguin 
variables creades en el programa SYNC. Pel que fan les variables que s’han deixat com a 
locals per que siguin monitoritzades per el client OPC UA, són les següents:  
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Una vegada declarades totes les variables del projecte, el programa configurat al màster 
és el següent :  
Primerament es declaren els blocs de funció d’activació dels servos , MC_POWER junt 
amb els blocs de funció MC_RESET:  
 
Il·lustració 119. Programa de l’escenari de proves complet 
El FB MC_MoveVelocity és el que selecciona  la velocitat de l’esclau màster i el que envia 
la consigna de velocitat al servo.  
 
Il·lustració 120. Programa de l’escenari de proves complet 
Seguidament, es configura el FB MC_GearInPos per realitzar la sincronització entre 
esclaus i el FB MC_GearOut per desactivar la sincronització.  
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Il·lustració 121. Programa de l’escenari de proves complet 
Per últim, mitjançant blocs de programació ST (Structural Text), es fa que els dos 
interruptors de l’esclau EasyCAT activin les tres variables del FB  MC_Power dels servos 
i  facin un reset en cas de que es produeixi un flanc de baixada i pujada.  
 
Il·lustració 122. Programa de l’escenari de proves complet 
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B. Programació de l’esclau EasyCAT 
 
Pel que fa la configuració dels esclaus Omron és la mateixa configuració que en el segon 
escenari de proves  del projecte.La configuració de l’esclau EasyCAT és el que ha sofert 
variacions. 
L’esquema dels elements que conformen l’esclau EasyCAT són els següents:  
 
 
Il·lustració 123. Esquema d'elements esclau 2 
Pel que fa el codi de programació Arduino: 
 
#include "EasyCAT.h"             // EasyCAT library to interface the LAN9252 
#include <SPI.h>                     // Llibreria SPI 
 
EasyCAT EASYCAT;                // Inicialització de la llibreria EasyCAT 
 
//---- Declaració dels pins del projecte------------------------------------------------------------- 
 
const int Ana0 = A0;                // analog input 0 
const int Ana1 = A1;                // analog input 1 
 
const int BitOut0 = A2;             // digital output bit 0 
const int BitOut1 = A3;             // digital output bit 1 
const int BitOut2 = A4;             // digital output bit 2 
const int BitOut3 = A5;             // digital output bit 3 
 
const int BitIn0 = 3;               // digital input  bit 0 
const int BitIn1 = 5;               // digital input  bit 1 
const int BitIn2 = 6;               // digital input  bit 2 
const int BitIn3 = 7;               // digital input  bit 3 
 
bool inicio, inicio2 = 0;           // variables per convertit el polsador en interruptor 
bool valoractual, valoractual2 =0; 
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  Serial.begin(9600);                                               // inicialització del port sèrie                               
  Serial.print ("\nEasyCAT - Generic EtherCAT slave V1.1\n");     // Impressió del banner 
 
  pinMode(BitOut0, OUTPUT);                                         // digital output pins setting 
  pinMode(BitOut1, OUTPUT);                                         //  
  pinMode(BitOut2, OUTPUT);                                         // 
  pinMode(BitOut3, OUTPUT);                                         // 
 
  pinMode(BitIn0, INPUT_PULLUP);                                   // digital input pins setting  
  pinMode(BitIn1, INPUT_PULLUP);                                   //  
  pinMode(BitIn2, INPUT_PULLUP);                                  // 
  pinMode(BitIn3, INPUT_PULLUP);                                   // 
 
  iif (EASYCAT.Init() == true)                                      // inicialització realitzada  
  {                                                                  //  
    Serial.print ("initialized");                                   // 
  }                                                                  // 
   
  else                                                               // inicialització fallida    
  {                                                               
    Serial.print ("initialization failed");                           
  }  
    
} 
 
//---- main loop ---------------------------------------------------------------------------------------- 
  
void loop ()                                                       // En el main loop cal trucar a la tasca cíclica 
{                                                                  // EasyCAT i la nostra aplicació 
                                                                  // 
                                                                   // Això permet que el intercanvi bidireccional de les dades 
                                                                   // Entre el mestre EtherCAT i la nostra sol·licitud 
                                                                   // 
                                                                   // El cicle EasyCAT i el cicle Mestre són asíncrones 
 
  delay(2);                                                       // Aquest retard ens permet establir el temps de cicle 
EasyCAT 
                                                                   // D'acord amb les necessitats de l'aplicació 
  EASYCAT.MainTask();                               // Executa la tasca EasyCAT 





//---- Aplicació  ------------------------------------------------------------------------------ 
 
void Application ()                                         
 
{ 
   
  // INPUT ENABLE DRIVER 1 
 
  valoractual = digitalRead(BitIn0);   // passem de polsador a interruptor 
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  if (valoractual && valoranterior == 0){ 
    inicio=1 - inicio; 
    delay(100); 
  } 
  valoranterior = valoractual; 
  EASYCAT.BufferIn.Byte[0]=(inicio);  
   
   // INPUT ENABLE DRIVER 2 
    
  valoractual2 = digitalRead(BitIn1);  // passem de polsador a interruptor 
  if (valoractual2 && valoranterior2 == 0){ 
    inicio2=1 - inicio2; 
  delay(100); 
  } 
   
  valoranterior2 = valoractual2; 
  EASYCAT.BufferIn.Byte[1]=(inicio2);  
 
  // ENABLE SERVO 1 
  if (EASYCAT.BufferOut.Byte[0]) {  // activem led quan s’activi el servo 
    (digitalWrite(BitOut0,HIGH));     
    }            
  else{ 
    (digitalWrite(BitOut0,LOW)); 
  } 
  // ENABLE SERVO  
  if (EASYCAT.BufferOut.Byte[1]) {  // activem led quan s’activi el servo 
    (digitalWrite(BitOut1,HIGH));     
    }            
  else{ 
    (digitalWrite(BitOut1,LOW)); 
 
  } 
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C. Configuració del router Livebox 
 
Primer de tot, s’introdueix l’adreça IP del router al explorador d’internet:  
 
Il·lustració 124. Configuració router 
Una vegada dins de la configuració del router, primer a  configuració avançada i després 
a  l’apartat de Firewall s’ha d’activa la funció DMZ25 (DeMilitarized Zone) i posteriorment 
es configura la relació entre la IP publica amb la IP privada.  
 
Il·lustració 125. Configuració router. DMZ 
Finalment, el següent pas és obrir l’apartat NAT26 (Network Address Translation) i dins 
del mapeig de ports s’ha d’indicar el port que es vol configurar amb la IP. 
                                                        
25 És una zona segura que se situa entre la xarxa interna d'una organització i una xarxa externa 
26 És un mecanisme utilitzat per routers IP per intercanviar paquets entre dues xarxes que s'assignen 
mútuament adreces incompatibles 
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D. Configuració del protocol OPC UA. Servidor 
 
De igual manera que en assajos anteriors, es configuren les variables del servidor OPC 
UA mitjançant Symbol configuration dins de l’aplicació. 
 
Il·lustració 127. Esquema del projecte Codesys 
Posteriorment es marquen les variables que es volen compartir. En aquest cas les 
variables locals del programa SYNC.  
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E. Configuració del protocol OPC UA. Client 
 
Per lo que respecta el Client OPC UA, s’utilitzarà l’aplicació de PROSYS 
(www.prosysopc.com). Una vegada dins de l’aplicació s’indica la IP a la que es vol 
connectar: 
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ANNEX 5. Pressupost  material industrial Omron. 
 
 
Il·lustració 130. Pressupost material Industrial. Font: Comercial Automatismos & Neumática 
 
