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1. Introducción  
 
La identificación por radiofrecuencia (RFID) es una tecnología de captura e identificación automá-
tica de información contenida en etiquetas electrónicas (tags). Cuando estas etiquetas entran en el área 
de cobertura de un lector RFID, éste envía una señal para que la etiqueta le transmita la información al-
macenada en su memoria, habitualmente un código de identificación. Una de las claves de esta tecnolo-
gía es que la recuperación de la información contenida en la etiqueta se realiza vía radiofrecuencia y sin 
necesidad de que exista contacto físico o visual (línea de vista) entre el dispositivo lector y las etiquetas, 
aunque en muchos casos se exige una cierta proximidad de esos elementos. Se prevé que el uso de la 
tecnología RFID tenga un impacto importante sobre la actividad diaria de empresas, instituciones y ciuda-
danos cuando cada vez más productos sean etiquetados y lleguen a los clientes finales propiciando la 
aparición de nuevas aplicaciones y servicios basados en RFID. 
 
Las tecnologías de identificación por radiofrecuencia no son nuevas, llevan funcionando desde 
hace muchos años, sin embargo es recientemente cuando están teniendo una mayor aplicación y con 
mayor diversidad sectorial. En los últimos años las tecnologías RFID se han desarrollado y perfeccionado 
técnicamente, disponiendo actualmente de estándares internacionalmente aceptados para las bandas de 
frecuencia de trabajo más habituales con mayor número de aplicaciones, y con la aceptación de las Ad-
ministraciones Públicas responsables de la asignación de frecuencias, que entienden que deben liberar 
recursos suficientes que permitan el desarrollo de las tecnologías RFID, pensando además en que los 
recursos (por ejemplo las bandas de frecuencia) deben ser compatibles para el uso de la tecnología a 
nivel internacional, punto imprescindible para que se produzca el uso masivo de la tecnología consideran-
do la globalización de productos que existe en la actualidad. Esta evolución de la tecnología RFID tam-
bién ha supuesto un avance en las aplicaciones que se derivan de su uso. Si inicialmente el funciona-
miento estaba limitado a distancias cortas por el uso de las tecnologías HF, más maduras tecnológica-
mente, actualmente los nuevos estándares en UHF permiten lecturas a varios metros con gran fiabilidad. 
Este aumento en el rango de lectura supone para las soluciones basadas en RFID un gran avance en los 
procesos de identificación, máxime si lo comparamos con las tecnologías más usadas en la actualidad, 
como el código de barras, que necesita visión directa y por tanto distancias muy cortas entre lector y códi-
go. El despliegue e implantación de la tecnología RFID está siendo apoyado por algunas de las empresas 
internacionales de distribución más grandes (Wal-Mart, Metro,…), por lo que se prevé una adopción glo-
bal en la cadena de suministro en los próximos años atendiendo al efecto de tracción que ejercen estas 
empresas fomentando el uso de la tecnología RFID entre sus proveedores.  
Entre los factores más influyentes en la propagación del uso de RFID figuran aspectos relacionados con 
la seguridad y privacidad, los costes iniciales de despliegue, precio actual de las etiquetas RFID y las 
inercias para acometer y gestionar procesos de cambio en muchas empresas.  
Hasta hace poco, las experiencias de implantación de la tecnología tenían como actores principales a los 
llamados “early adopters”, empresas con perfil innovador que esperan tomar ventaja de su experiencia 
frente a competidores y obtener beneficios comerciales. De los datos recogidos en encuestas recientes se 
desprende un cambio en esa tendencia y el número de empresas acometiendo proyectos con esta tecno-
logía está creciendo cada año, esperándose un número muy importante de implantaciones antes del año 
2012. 
 
Como cualquier tecnología que tiene una gran aplicación a nivel comercial, para el desarrollo del 
RFID es fundamental la existencia de estándares internacionales que recojan los protocolos de comuni-
cación y los modos de operación para conseguir un funcionamiento global. A su vez, por ser una tecnolo-
gía basada en la radiofrecuencia, necesita que se controlen y regulen las emisiones radioeléctricas y el 
uso del espectro mediante normativas. La variedad de bandas de frecuencias en las que RFID puede 
trabajar ha generado a su vez una gran variedad de estándares y normativas que se corresponden con 
cada una de las posibles bandas de trabajo. 
 
Aunque inicialmente los sistemas RFID se están aplicando principalmente en soluciones internas 
o de “ciclo cerrado”, se prevé una migración a situación de “ciclo abierto” en donde sistemas de informa-
ción independientes comparten información mediante servicios de red seguros tanto en control de acceso 
como integridad de datos, dotando así de toda su funcionalidad a las aplicaciones de la tecnología RFID y 













2. Objetivo del proyecto 
 
 
 El objetivo de este proyecto es analizar las prestaciones de una red que se forma en un entorno 
cerrado. Una persona formara parte de dicha red, la cual portara etiquetas (tags) pasivas en diferentes 
partes de su cuerpo (torso y muñeca), Dicha red inalámbrica de comunicación en campo cercano (NFC) 
está formada por un lector y transponedores o tags pasivos que operan con tecnología RFID (Identifica-
ción por radio frecuencia). Por tanto, realizaremos un análisis observando cómo afecta la presencia de 
una persona como parte de la red a la hora de estudiar la potencia recibida en el tag y su posterior poten-
cia recibida en el lector. 
 
 Dentro del estudio de esta red NFC, analizaremos la potencia recibida en el tag y en el lector, 
como disminuye su potencia con su llegada al tag y su vuelta al lector, prescindible ya que se trata del 
problema general de esta tecnología ya que se trata de etiquetas sin una batería incrustada, por lo tanto 
la potencia deberá ser alta para que la sensibilidad del lector la pueda captar esta señal de identificación.  
 
Se supondrán varios escenarios mediante simulaciones basadas en el método de trazado de 
rayos y también mediante medidas realizadas in situ recreando dichos escenarios. Se realizará una 
comparativa entre ambas y se extraerán ciertas conclusiones sobre la fiabilidad del método de trazado de 
rayos. 
  
Todo esto con una finalidad clara, la de extraer el máximo de información posible sobre la amplia 
casuística realizada, para entender y mejorar la tecnología a la hora de utilizarla en sus aplicaciones 
reales de identificación tales como:   
 
 Identificación de pacientes, mejora y verificación de procesos, localización de instrumental, 
seguridad 
       
 Disminución de los tiempos de espera en urgencias. 
 



























3. Estado del arte 
 
3.1 Propagación RFID 
  
 En la tecnología RFID tenemos en cuenta, que tenemos diferentes elementos que pueden formar 
parte de nuestra red de identificación, tales como: 
 
 Lector RFID: el cual usaremos un lector de mano modelo IP 30 de la empresa intermec más ade-
lante mostraremos sus especificaciones 
 
 Tag pasivo RFID: utilizaremos un tag pasivo grande modelo IT 65 
 
 Tag activo RFID: el cual no utilizaremos ya que la Casuística del proyecto no utiliza este disposi-
tivo. 
 
En esta tecnología lo más importante es el rango máximo de lectura, para ello tendremos que te-
ner en cuenta la sensibilidad del lector. Ya que la propagación y su retrodispersión nos puede llevar a 
diferentes métodos empíricos, de forma que tengamos diferentes puntos de vista, para tratar la perdida de 
propagación del envió de los datos identificativos del lector RFID al tag pasivo. 
 
Para ello vamos a considerar las diferentes características y sus respectivas graficas dadas con 
el Excel  y sus datos adicionales de la siguiente fórmula: 
 
Figura 3.1.1 formula de griis  
 
 
Fuente:  S. R. Banerjee, R. Jesme, and R. A. Sainati, “Performance analysis of short range 
UHF propagation as applicable to passive RFID,” in Proc. IEEE Int. Conf. RFID, Grapevine, 
TX, Mar. 26–28, 2007, pp. 30–36, Gaylord Texan Resort. 
 
 Las siguientes características de las que hablaremos serán: 
 
 Coeficiente de reflexión del microchip   . 
 
 Factor de pérdida para los diferentes escenarios . 
 
 2 formas para calcular las pérdidas para cuando tag y lector se encuentren en diferentes alturas. 
 















3.1.1 Coeficiente de reflexión del microchip   
 
 
Este coeficiente se opera con las impedancias del lector y del tag, como mostramos en esta fór-
mula: 
 
Figura 3.1.1.1 formula del coeficiente de reflexión. 
 
Fuente: K. Finkenzeller, RFID Handbook. New York: Wiley, 1999. 
 
 Produce diferentes emisiones del rayo, ya que el rayo se transmite para todas las direcciones 
depende como llegue a los dispositivos tendrá diferentes perdidas, para poder saber cómo la directividad 
de la onda siendo longitudinal o horizontal afecta a la potencia, este coeficiente varía entre 0 y 1, Con 
estos datos reproducimos la variación dependiendo de la distancia según la ecuación PLS: 
 
Preader Greader Lsys Londa Gtag PI 
23 0 0 0,34562212 0 3,14159265 
 
      
      
La ecuación PLS es la siguiente: Lp=Lp (1mt)+PLS*log (distancia en metros) 
Por lo tanto, depende de: 
1) El valor de Lp(1mt) = 31 dB de momento 
2) LPS: puede valer desde 33 a 40 Consejo: prueba variar LPS desde 33 a 40 en saltos de 1 
 





































Y la gráfica es la siguiente: 
 











 El factor de perdida  que consta en la siguiente formula: 
  
 Figura 3.1.2.1 formula de pérdidas por diferentes medios 
 
 
  Fuente: C. Y. Lee, Mobile Comunications Engineering. New York: McGraw- 
Hill, 1995. 
 
Esta fórmula nos permite tener un punto de vista de escenarios cerrados, teniendo en 
cuenta singulares espacios, con las posibilidades de tener varios obstáculos en el escenario con 
sus complejas reflexiones debido al material, difracción, atenuación media, etc. 
 
Tiene en cuenta la distancia porque se utilizan diferentes partes de la formula, según se 
trate de distancias largas o distancias cortas, como nosotros vamos a utilizar distancias cortas 
debido a que utilizamos tag pasivos, la formula se quedara en: 
 
Figura 3.1.2.1 formula de pérdidas por diferentes medios 
 
 
Fuente: C. Y. Lee, Mobile Comunications Engineering. New York: McGraw- 
Hill, 1995. 
 






















      
Las gráficas serán las siguientes: 
 















 Para N1=6 
 






























3.1.3 formas para calcular las pérdidas para 
cuando tag y lector se encuentren en diferentes alturas. 
 
 Cuando nos encontramos en un medio de tierra plana y tenemos el lector y el tag a diferentes 
alturas, tenemos dos formas de averiguar las perdidas por medio empírico, la primera seria mediante esta 
fórmula: 
 
Figura 3.1.3.1 formula de pérdidas por diferentes alturas 
 
  
Y como  
 
La fórmula se queda en: 
 
 
Fuente: W. C. Jakes, Microwave Mobile Communications. New York: Wiley, 
1974, Reprinted by IEEE Press 1994.  
 
 
Entonces obtenemos los siguientes datos. 
Preader Lsys Londa Gtag PI 
23 0 0,34562212 0 3,14159265 
  






























Y la gráfica seria: 
 







 Para tener utilizar la otra formula la distancia deberá ser menor: 
 




 Fuente: W. C. Jakes, Microwave Mobile Communications. New York: Wiley, 
1974, Reprinted by IEEE Press 1994.  
 
 Los datos son los siguientes: 
 
  
Preader Greader Lsys Londa Gtag 


























La grafica sería: 
 




3.1.4 Trazado de rayos en un escenario cerrado. 
 
 En este apartado vamos a ver cómo influyen las reflexiones de los rayos en un recinto cerrado. Al 
emitir en todas las direcciones hay rayos que llegan directos al dispositivo pasivo, otros que llegan más 
tarde a su destino, y otras que se atenúan por completo en la sala mediante reflexiones y nunca llegan a 
su destino. Esto conlleva a tener una red destructiva o constructiva, ya que si llega información que se 
está emitiendo anteriormente, y llega cuando se llega la actual información se cometerán errores. 
 
 A través de las distancias de rayos reflejados en partes del escenario y distancias de rayos que 
llegan directos al tag y vuelven basado en esta ecuación: 
 




      
  
 Fuente: J. D. Griffin, G. D. Durgin, A. Haldi, and B. Kippelen, “RF tag antenna performance 
on various materials using radio link budgets,” IEEE Antennas Wireless Propag. Lett., vol. 5, pp. 
247–250, 2006. 
 
 Y los datos son los siguientes: 
 
  
Preader Greader Lsys Londa Gtag PI 
23 0 0 0,34562212 0 3,14159265 
































Q permisividad conductividad 
0,53333333 15 0,005 
 
 Y la gráfica final sería: 
 
















4. Tecnologia RFID 
 
4.1 Que es RFID y cómo funciona 
 
La tecnología de identificación por radio frecuencia, conocida por sus siglas en inglés RFID (Ra-
dio Frequency Identification), no es una tecnología nueva, lleva conviviendo entre nosotros desde hace ya 
muchos años, aunque es recientemente cuando ha cobrado mayor relevancia y presencia especialmente 
debido al desarrollo tecnológico (miniaturización) y el descenso de los costes de fabricación de los com-
ponentes electrónicos, factores que están permitiendo orientar el uso de esta tecnología de identificación 
hacia sectores tan amplios como la logística y la cadena de suministro, entre otros. 
 
La tecnología RFID se usó por primera vez en la segunda guerra mundial, por la armada británi-
ca, con el fin de identificar aviones amigos. Actualmente podemos encontrar sistemas que usan la tecno-
logía RFID en gran variedad de servicios del ámbito civil y militar, públicos y privados, tales como la identi-
ficación de pacientes en hospitales, el pago automático en autopistas, identificación de animales, etc. 
 
En un sistema RFID, el elemento a identificar (puede ser un objeto, animal o persona) se etiqueta 
con un pequeño chip de silicio unido a una antena de radiofrecuencia (conocido como 'tag' o etiqueta) de 
modo que pueda comunicarse y ser identificado, a través de ondas de radiofrecuencia, por un dispositivo 
transmisor/receptor (conocido como 'Reader') diseñado para ese propósito. La característica principal que 
dota a este sistema de identificación de un gran valor añadido, es que el chip de RFID permite almacenar 
en su interior información de identificación que confiere a cada uno de los elementos etiquetados de un 
carácter único. 
 
Los fundamentos físicos en los que se basa la tecnología RFID, implican la aparición de varios 
modelos de comunicación entre los dispositivos básicos del sistema. La comunicación por radiofrecuen-
cia, requiere la incorporación de una antena RF en cada uno de los dispositivos implicados en la comuni-
cación cuya forma y características depende de la banda de frecuencia en la que funcionen. 
 
Las siguientes bandas de frecuencia son las que utilizan los diferentes sistemas de RFID que ac-
tualmente están presentes en el mercado: 
 
Figura 4.1.1  Bandas de frecuencia utilizadas en RFID 
 
 
Fuente: Documento de la empresa Aetic 
 
 
Cada una de estas bandas de frecuencia tiene unas características específicas que confieren 
elementos diferenciales a la funcionalidad de los dispositivos RFID, por lo tanto elegir la frecuencia de 
trabajo es un punto fundamental al diseñar una solución RFID. Dependiendo de los requisitos funcionales 
de la aplicación final, la identificación automática puede requerir o no, una mayor o menor distancia de 
identificación, generar la menor interferencia radioeléctrica posible, estabilidad de la señal frente a entor-
nos hostiles o una alta capacidad de penetración en los materiales. Según sean los requisitos, así se 
seleccionará la frecuencia de trabajo del sistema. 
 
Los componentes básicos de un sistema RFID son: tag, lector, antena RF y sistema gestor de in-
formación. Un sistema RFID no está completo si carece de alguno de estos cuatro elementos. El modo de 
operación de un sistema RFID básico consiste en la identificación localizada y automática de objetos 
etiquetados. Dentro de este objetivo final, cada uno de los componentes del sistema tiene su función 
particular que permite que, de forma secuencial, se lleve a cabo el proceso de identificación. 
 
 













Fuente: Documento de la empresa Aetic 
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a) El tag o etiqueta RFID, o en ámbito de electrónica “transpondedor”, es el componente estrella 
del sistema RFID. Se denomina dispositivo “transpondedor” por su modo de operación básico, tiene capa-
cidad de recibir y transmitir señales, pero sólo transmitirá a modo de respuesta ante una posible petición 
de un dispositivo “transceptor” o lector RFID. El tag es un pequeño chip, o circuito integrado, adaptado a 
una antena de radiofrecuencia (RF) que permite la comunicación vía radio. Estos dos elementos integra-
dos sobre un substrato, forman lo que se conoce como tag. 
 
Dependiendo de la aplicación final del sistema de identificación, el substrato donde se encapsula 
el chip y la antena RF será diferente permitiendo la adaptación de sus características a los requisitos de la 
aplicación, por ejemplo hay tags especiales para textil, líquidos, metales, libros, etc. 
 
Los tags son fabricados en una amplia variedad de formatos. El proceso básico de montaje cons-
ta en primer lugar de una base de material de substrato (papel, PVC, PET, etc.), sobre ésta una antena 
hecha de diferentes materiales conductivos, tipo aluminio, cobre, etc. A continuación el chip del tag es 
conectado a la antena. 
 
Finalmente, se reviste con una capa protectora realizada en diferentes tipos de materiales tales 
como PVC laminado, resina epóxica o papel adhesivo, según requerimientos que se necesiten por las 
distintas condiciones finales del entorno. 
 
Los tags tienen características o capacidades muy diferentes, por lo que podemos realizar múlti-
ples clasificaciones que nos ayuden a entender cómo afectan a su comportamiento o modo de trabajo. 
Podríamos clasificar tags según su tipología (activo, pasivo y semiactivo), por su tipo de memoria, capaci-
dad de almacenamiento, origen de alimentación, frecuencias de trabajo, características físicas, protocolo 
de interfaz aérea (cómo se comunica con el equipo lector) y así sucesivamente con casi todas las caracte-
rísticas. Clasificar los tags según todas estas características, nos permite obtener una guía para encontrar 
el mejor tipo de tag para cada una de las aplicaciones o proyectos. La elección de la etiqueta o “tag” ade-
cuado es un factor clave para garantizar el éxito de la aplicación RFID y su aportación a los procesos 
productivos. 
 
Hay muchas características básicas que pueden modificar el comportamiento de un tag RFID, al-
gunas comunes a todos los tags (requerimientos mínimos que todos deben cumplir) y otras que sólo se 
encuentran según modelo. 
 
 Adhesión del tag: cualquier tipo de tag debe tener un mecanismo adhesivo o mecánico para ad-
juntarlo al objeto. 
 
 Lectura del tag: Cualquier tag debe poder comunicar la información mediante la radiofrecuencia. 
 
 Kill/Disable (inhabilitación): Algunos tags permiten al lector enviar un comando (orden) para que 
deje de funcionar permanentemente, siempre y cuando reciba el correcto “Kill code”. Esto provo-
ca que no responda nunca más. 
 
 Write Once (una sola escritura): A muchos tags se les introduce la identificación en la propia fa-





bricación, pero los que contienen la característica writeonce permiten al usuario configurar o 
escribir su valor una sola vez; después de modificar el inicial, es imposible cambiarlo. 
 
 Write many (varias escrituras): Algunos tags tienen la capacidad de poder escribir y reescribir 
tantas veces como se desee (normalmente hay un límite de ciclos muy elevado, como por ejem-
plo 100.000 escrituras) el campo de datos del identificador. 
 
 Anticolisión: Cuando hay muchos tags próximos a un lector, éste puede tener la dificultad de 
“hablar” o comunicarse con ellos a la vez. La característica anticolisión permite al tag conocer 
cuándo debe transmitir para no entorpecer o molestar otras lecturas. Esta característica se reali-
za mediante protocolos que permiten controlar las comunicaciones entre tag y lector. 
 
 Seguridad y encriptación: Algunos tags permiten encriptar la información en la comunicación, 
además existe la posibilidad en varios tipos de estos tags de responder sólo a lectores que les 
proporciona un password secreto. 
 
 Estándares soportados (conformidad): Los tags pueden cumplir con uno o más estándares, 
permitiendo comunicarse con los lectores que los cumplen. 
 
Los tags RFID toman multitud de formas y tamaños según los diferentes entornos donde deben 
utilizarse, esta característica de adaptación proporciona un elevado surtido de tags. Además estos tags 
pueden estar encapsulados en diferentes tipos de material. Hay tags que se encapsulan en plástico (nor-
malmente PVC), o botones para obtener mayor durabilidad, sobre todo en aplicaciones de ciclo cerrado 
donde se tiene que reutilizar o en ambientes hostiles. Si por el contrario el objetivo final es identificar obje-
tos, como podrían ser cajas y paletas dentro y fuera de un almacén, la solución más común es utilizar un 
substrato de plástico con forma de etiqueta que se adhiera a la superficie del objeto a identificar. 
 
También pueden estar insertadas en tarjetas de plástico como las de crédito, este tipo se deno-
minan “contactless smart cards”, o láminas de papel (similar a los códigos de barras), que reciben el nom-
bre de “smart labels”. Por último, destacamos los encapsulados de cristal o cerámica especialmente idó-
neos en entornos corrosivos, líquidos o para incrementar la protección del tag, por ejemplo, su utilización 
en la trazabilidad animal. Si el objetivo final de la aplicación es la identificación de animales, suele usarse 
el método de insertar el tag debajo de la piel del animal o bien en el estómago. Para hacer esto posible, el 
chip y la antena se encapsulan en substratos no tóxicos a modo de cápsula o bolo rumial. Entre estos dos 
casos extremos, se encuentran otras aplicaciones como las llaves de seguridad del automóvil, o las tarje-
tas de control de acceso a zonas restringidas y/o edificios. 
 























Fuente: Documentación comercial de los fabricantes, Documento de la empresa Aetic 
 
Otra característica importante a considerar a la hora de seleccionar tags para una aplicación 
concreta, es el modo de alimentación. Esta característica es uno de los principales factores que determina 
el coste y vida del tag. Los tags pasivos obtienen la energía de la transmisión del lector, los activos utili-
zan una batería propia y los semi activos o semi pasivos utilizan una batería para activar los circuitos del 
chip pero la energía para generar la comunicación es la que recoge de las ondas radio del lector (como en 
los pasivos). 
 
Los más comunes son los tags pasivos, ya que permiten al dispositivo transpondedor trabajar sin 
necesidad de fuente de alimentación propia, lo que lo hace más económico, de menor tamaño, y con un 
ciclo de vida ilimitado. Como desventaja está la dependencia con el campo electromagnético generado 
por el dispositivo lector y por tanto la correspondiente limitación de la distancia de identificación. Los tags 
semipasivos, tienen su propia batería, lo que le permite aumentar la distancia de identificación, pero si-
guen dependiendo de la señal proveniente del dispositivo lector, ya que la necesitan para generar la señal 
de respuesta. En este caso, el ciclo de vida del tag aparece limitado por el ciclo de vida de su batería. El 
caso más extremo es el de los tags activos. Tienen su propia batería y su propio transmisor, lo que los 
hace totalmente independientes a la señal transmitida por el dispositivo lector. La distancia de identifica-
ción se incrementa muchísimo con respecto de los tags pasivos. El ciclo de vida estará limitado al ciclo de 
vida de su propia batería. 
 




























Figura 4.1.5 Comparativa entre características de tags pasivos y tags activos 
 
Fuente: Documento de la empresa Aetic 
La capacidad de almacenamiento de información y su capacidad de procesamiento son también importan-
tes a la hora de escoger la utilidad del tag, además de las otras características descritas anteriormente. 
Los tags RFID existentes en el mercado nos permiten elegir una amplia variedad de capacidades. De los 
más simples con sólo un bit de almacenamiento (utilizado para soluciones antihurto) hasta kilobytes de 
datos para almacenar identificadores y datos complementarios. 
 
Finalmente se muestran diversos ejemplos de tags de diferentes fabricantes, con distintas formas 
y tamaños, y características específicas según su aplicación: 
 
Figura 4.1.6 Ejemplos de tags de diferentes fabricantes 
 















Fuente: Documento de la empresa Aetic 
 
b) El dispositivo lector, o en ámbito de electrónica “transceptor”, actúa como estación de identifi-
cación transmitiendo señales de petición hacia los tags y recibiendo las respuestas a estas peticiones. Es 
un dispositivo receptor/transmisor radio, que incorpora además de los subsistemas de transmisión y re-
cepción, un procesador de señales digitales que lo dota de mayor funcionalidad y complejidad en sus 
operaciones. Un dispositivo lector, necesitará de una o varias antenas RF para transmitir la señal genera-
da y recibir la respuesta del tag. Es posible encontrar lectores con la antena RF integrada en su propio 
hardware y lectores con conectores de antena RF externos. Según el ámbito de la aplicación final, será 
necesario disponer de una configuración u otra. En el caso de la identificación de animales o incluso pa-
cientes en un hospital, lo más usual es disponer de dispositivos lectores de mano, tipo PDA, en los que la 
antena aparece integrada en el propio lector. En el caso de un centro de distribución o almacén, en el que 
la identificación está localizada en una zona de paso o comprobación, se utilizan dispositivos lectores con 
varias antenas externas que posibilitan una configuración de arco de identificación acotando una determi-
nada área de lectura. 
 
La funcionalidad y/o complejidad de cálculo y operaciones de un dispositivo lector, es totalmente 
proporcional al tamaño del hardware. La capacidad de proceso, memoria y velocidad requiere hardware 
adicional y por tanto el tamaño del dispositivo va en aumento. Podemos encontrar desde lectores del 
tamaño de una tarjeta PCMCIA para acoplarlos a una PDA, hasta lectores robustos para entornos hostiles 
que requieren protección física, mayor velocidad de lectura y multiplexación entre antenas y procesado de 
información, cuyo tamaño aumenta considerablemente respecto a los primeros. De forma similar al caso 
de las antenas de los tags, las antenas RF conectadas al dispositivo lector, variarán de forma y de tamaño 
según la frecuencia de operación del sistema. La figura siguiente muestra algunos lectores ejemplo de 




























Figura 4.1.7 Ejemplos de lectores RFID de diferentes fabricantes 
 
Fuente: Documentación comercial de los fabricantes, Documento de la empresa Aetic 
 
 
c) La base de datos es una plataforma software adicional que permite almacenar, de forma orga-
nizada, la información de identificación que genera el subsistema hardware (tag y lector). Sin este subsis-
tema software, una aplicación cliente sería incapaz de gestionar la información que genera un dispositivo 
lector. Previo a este pasó, se necesita almacenar la información de identificación en un formato común 
para que cualquier aplicación cliente, de nivel superior, sea capaz de trabajar y acceder a esta informa-
ción. Entre la base de datos y el dispositivo lector es necesario un interfaz middleware que ejecute un 
tratamiento previo sobre los datos en bruto que genera el lector. Según lo citado con anterioridad, el pro-
pio dispositivo lector dispone de una unidad de procesado inteligente que, dependiendo del grado de 
complejidad de su diseño, implementará este interfaz dentro del propio lector. En otros casos será nece-
sario el diseño externo de este interfaz middleware. La gráfica siguiente muestra la idea de un sistema 
RFID básico. 







Figura 4.1.8 Esquema de un sistema RFID básico 
 
Fuente: Documentación comercial de los fabricantes, Documento de la empresa Aetic 
 
Hoy en día es fácil encontrarse con sistemas RFID tanto en el ámbito cotidiano, como en el pro-
fesional e industrial. Algunos ejemplos de aplicaciones en el ámbito cotidiano son las llaves de inmoviliza-
ción de vehículos que contienen chips RFID con códigos de autenticación de baja frecuencia 
(LF), o el pago automático en autopistas que utiliza tags activos de UHF. 
 
En el ámbito profesional las aplicaciones más frecuentes hoy en día son la identificación de animales a 
través de chips subcutáneos o bolos rúmiales que trabajan en baja frecuencia (LF) según los estándares 
ISO 11784 e ISO 11785, la identificación de personas en entornos controlados como el acceso a edificios 
o áreas restringidas mediante chips RFID HF bajo el estándar ISO 14443, el control antirrobo mediante 
EAS (Electronic Article Surveillance) que trabaja en la banda de frecuencia media (7,4-8,8 MHz), poco 
común en aplicaciones RFID, la identificación y control de equipajes en aeropuertos mediante etiquetas 
UHF (860 - 960 MHz) o incluso la identificación de pacientes en hospitales que utiliza HF (ISO 15693 a 
13,56 MHz). 
 
En el campo industrial, una de las aplicaciones principales hacia la que se orienta el RFID en la banda 
UHF es la gestión y visibilidad (se emplea para indicar la posibilidad de acceder a los datos en tiempo real 
que permitan conocer en cada momento la situación de los productos que se mueven por la cadena de 
suministro) de la cadena de suministro, desde la fabricación hasta el punto de venta, así como hacia el 
control de la calidad, automatización y reducción de tiempos y costes de producción, y detección de falsi-
ficaciones. Para ello se trabaja en el diseño de equipos y etiquetas adecuadas para el seguimiento de 
artículos, cajas o palés y se ha creado un estándar mundial EPC EPCglobal Class1 Generation 2 adopta-
do además como estándar internacional en la norma ISO 18000-6C. Este estándar pretende ser indepen-
diente de la tecnología, es decir, define la estructura de los datos a codificar y las diferentes funcionalida-
des del sistema sin determinar la frecuencia de trabajo. 
 
Actualmente se ha concluido que para la identificación de cajas y palés es imprescindible utilizar 
UHF, pero todavía está en estudio la frecuencia óptima de trabajo para etiquetar el artículo final. 
 
Por otra parte y pensando en una visión más futurista, con el desarrollo de la tecnología NFC 
(Near field communication) (www.nfcforum.org) aparecerán cada vez más teléfonos móviles equipados 
con módulos RFID que permitirán hacer compras o incluso descargar información a través de enlaces 
RFID. Otras aplicaciones vislumbradas son por ejemplo electrodomésticos con capacidad RFID que per-
mitan un uso más eficiente y fácil por parte del usuario ayudando por ejemplo a detectar artículos caduca-
dos en el frigorífico, identificar prendas de ropa delicada en la lavadora o programación automática de la 
temperatura adecuada de la plancha al tipo de tejido. Todas estas aplicaciones se contemplan en el mar-
co de lo que se ha denominado “Internet de los Objetos”, concepto que se revisa en más detalle más 
adelante. 
En la siguiente tabla muestra las características principales y ejemplos de aplicación de diferen-
















Figura 4.1.9Características principales y ejemplos de aplicación de las distintas ban-
das de frecuencia utilizadas en RFID  
 




















4.2 Qué utilidad tiene RFID 
 
Una primera visión general de la utilidad de la tecnología RFID se obtiene comparando los bene-
ficios obtenidos por la aplicación de la misma, frente a otras tecnologías equivalentes: 
 
Figura 4.2.1 Principales beneficios de la tecnología RFID 
 
 












4.2.1 Beneficios en la cadena de suministro 
 
Son muchos los sectores industriales que pueden beneficiarse de las ventajas de la tecnología 
de identificación por radiofrecuencia (RFID). Estos beneficios derivan principalmente de la optimización 
por la automatización de los procesos de gestión de la cadena de suministro. 
 
Algunos ejemplos a destacar son: 
 
 Reducción de inventarios como resultado de una mejor visibilidad del stock. Permite llevar a cabo 
la trazabilidad y visibilidad a lo largo de la cadena de producción y de suministro, con mayor 
fiabilidad y agilidad que con los sistemas actuales, lo que ayuda a las compañías a adoptar 
políticas de planificación de stocks más ajustadas a las necesidades reales. 
 
 Mejora del nivel de servicio. Gracias a un mayor control en las entregas de los pedidos a clientes, 
se puede asegurar una trazabilidad de pedidos mucho más fiable, lo que se traduce en una 
disminución de errores y por tanto devoluciones, redundando en ahorro de costes administrativos 
y en aumento de ventas. Mejora de la eficiencia y reducción de costes operativos y laborales. Al 
no ser necesario hacer coincidir en la misma línea visual la unidad lectora y el chip, como sí 
ocurre con el código de barras, se puede recurrir al uso de arcos de lectura fijos similares a los 
que encontramos en las tiendas para prevenir hurtos. De esta forma, los procesos de gestión 
logística en almacenes se simplificarán enormemente al no ser necesarias las operaciones de 
escaneo para identificar los productos en cada una de las fases por donde pasan (producción, 
almacén de producto terminado, centro de distribución, picking, expedición, recepción en el 
punto de venta, etc.) 
 
 Exactitud en la identificación de mercancía. Como la recogida de información no depende de 
operaciones manuales, se consigue aumentar notablemente la seguridad y exactitud en el 
proceso de altas y bajas de inventarios. 
 Disminución de la pérdida desconocida por hurto externo, interno o errores administrativos, como 
consecuencia de las mejoras mencionadas anteriormente. 
 
 Mejor uso de los activos reutilizables de la empresa (embalajes reutilizables, palés, carretillas de 
carga, etc.) 
 
 Lucha contra la falsificación de productos. La identificación unívoca de productos y la 
accesibilidad de esos datos a través de Internet hace mucho más fácil el control del producto 
comercializado. 
 
 Facilita y hace más segura la retirada de productos concretos del mercado en el caso de que se 
descubra la existencia de un peligro para la seguridad y salud de los consumidores. 
 
En general, la identificación por medio de radiofrecuencia (RFID) aporta una notable mejora en 
los mecanismos de seguimiento de los envíos a través de las cadenas globales de distribución, permitien-
do así que tanto proveedores como distribuidores y clientes, puedan disponer de información real del 
número de productos y de las fechas de entrega. Permite además detectar las fases del proceso en las 
que se produce un alto índice de pérdida desconocida, ralentizaciones, etc., con el objetivo de aliviar 
cuellos de botella y reducir de forma considerable la falta de productos en las tiendas. 
 
4.2.2 Principales aplicaciones 
 
A continuación se describen en detalle algunas de las aplicaciones más comunes hoy en día y en 
las que se detecta un mayor beneficio por la aplicación de la tecnología RFID. 
 
Gestión de Expediciones 
 
El etiquetado RFID de los productos finales bien a nivel de ítem, caja o palé, permite abordar de 
forma más eficiente la gestión de expediciones, automatizando los procesos asociados a la salida de 





En la figura siguiente, se detalla la arquitectura típica de un sistema de gestión de expediciones. 






Figura 4.2.2.1 Arquitectura en la gestión de expediciones 
 
Fuente: Documento de la empresa Aetic 
 
Los productos (ítem, caja o palé) son etiquetados en el final del proceso de producción con eti-
quetas de RFID que contienen la información suministrada por el sistema de información de la empresa. 
Una vez que los productos pasan a la zona de carga, se puede verificar de forma automática que se co-
rresponden con la orden de expedición adecuada, todo ello con una reducción sustancial de la interven-
ción humana en este proceso de comprobación, pudiendo además generar las instrucciones adecuadas 
para el personal de expediciones en caso de necesidad de intervención, con el objetivo principal de evitar 
que las expediciones con errores salgan de las instalaciones, reduciendo drásticamente los costes aso-































Fuente: AT4 wireless, Documento de la empresa Aetic 
 
Gestión de Almacén Inteligente  
La automatización de la gestión de almacén mediante el uso de la tecnología RFID, implica una 
mejora substancial en todo el proceso fundamentada en la reducción de los tiempos de inventariado y la 
optimización de los stocks, lo que facilita las decisiones de producción adecuándolas a las necesidades 
reales. De esta forma se puede conseguir un importante ahorro de espacio de almacenaje. 
 
Los elementos típicos de la gestión RFID del almacén son: 
 
 Puestos de etiquetado para identificar los productos que no lleven el etiquetado en origen. 
 
 Terminales móviles para identificación de productos con conectividad inalámbrica al sistema de 
información central 
 





















Figura 4.2.2.3 Esquema general del sistema de gestión de inventarios RFID 
 
 
Fuente: AT4 wireless, Documento de la empresa Aetic 
 
Un sistema típico dispone de equipos de lectura RFID móviles, que se encargan de identificar y 
verificar la correcta localización y estado de los productos almacenados, contrastando la información con 
las bases de datos correspondientes del sistema de información, y actualizándola en caso necesario. 
 
Las funcionalidades y capacidades que se ven notablemente mejoradas por la aplicación de la 
tecnología RFID son: 
 
 Identificación de productos 
 
 Identificación de ubicación 
 
 Gestión de ubicación 
 
 Gestión de inventarios 
 
 Localización selectiva del producto 
 
 Gestión dinámica de stock e intercambio de información con los proveedores y clientes 
 
 
Gestión de recepción de productos 
 
La recepción de materias primas o productos semielaborados provenientes de distintos provee-
dores es uno de los procesos comunes en todas las industrias. Durante la recepción hay que comprobar 













Figura 4.2.2.4 Ejemplo de codificación EAN-13  
 
Fuente: GS1, Documento de la empresa Aetic 
 
La adopción progresiva de sistemas de identificación basados en códigos de barras con codificaciones de 
acuerdo a estándares tales como el EAN-13, GS1- 128, ITF-14, etc., ha permitido cierto nivel de automa-
tización de los procesos de recepción pero manteniendo una alta necesidad de intervención humana en el 
mismo. 
 
Actualmente el código de barras unidimensional sigue vigente de forma mayoritaria en la codifi-
cación de palés, cajas y productos individuales. Debido a las limitaciones que presenta en términos de 
contenido de información que se puede registrar en el código se hace necesario el uso de sistemas que 
permitan un aumento de la información contenida, apareciendo por ejemplo los nuevos códigos de barras 
llamados “bidimensionales” de mayor capacidad. 
 
Figura 4.2.2.5 Ejemplo de codificación Data Matrix 
 
Fuente: GS1, Documento de la empresa Aetic 
 
Sin embargo la incorporación de estos sistemas no da solución a una serie de dificultades (nece-
sidad de línea de visión directa para lectura, fiabilidad, etc.) para aumentar el nivel de automatización del 
proceso de recepción, el uso de la tecnología RFID da solución a estas dificultades permitiendo el aumen-
to del grado de automatización de este proceso. Queda claro que en este caso las posibilidades de im-
plantación de la tecnología RFID en el proceso de recepción están condicionadas por el etiquetado RFID 
de los productos en origen. 
 
 
Servicios de trazabilidad en la cadena de suministro 
 
Las aplicaciones anteriores se centran en procesos internos de las empresas o involucran en al-
gunos casos a los clientes o receptores inmediatos de la producción, sin embargo, la cadena de suminis-
tro es un sistema abierto y geográficamente distribuido en el que intervienen una gran cantidad de empre-
sas. Esta diversidad refuerza la necesidad de usar estándares de adopción internacional, poder compartir 
información a lo largo de la cadena de suministro de forma que se aporte mayor eficiencia a los procesos 
y permita cumplir la legislación vigente. 
 
La apuesta del empleo de la tecnología RFID para mejorar los requisitos de trazabilidad, se fundamenta 





en la propuesta de EPCGlobal de codificar cada objeto usando el código EPC (Electronic Product 
Code) y fomentar el intercambio de información entre los sistemas de información de las distintas empre-
sas empleando el servicio de información EPCIS (EPC Information Services) que registra cada observa-
ción de un objeto así codificado (y etiquetado con un tag RFID). De esta manera, y mediante el uso de 
otros servicios de red como el ONS (On Naming Service) y los Discovery Service (El estándar ONS está 
ratificado, sin embargo no los Discovery Services aunque existen prototipos a nivel I+D como el planteado 
en el proyecto BRIDGE del 6º Programa Marco de investigación cofinanciado por la Unión Europea.)  Se 
dispone de herramientas para mejorar la visibilidad de los productos. 
 
EPCglobal es una organización sin ánimo de lucro, neutral y con casi 1.200 miembros suscritos. 
Su misión es el desarrollo e implantación de un sistema de estándares globales (abiertos y gratuitos) que 
combinan RFID, redes de comunicaciones, y el EPC (Código Electrónico de Producto, un número único 
que identifica a cada ítem), con la finalidad de: 
 
 Asegurar la interoperabilidad entre los sistemas utilizados por las diferentes compañías que 
componen la cadena de suministro. 
 
 Permitir la identificación y trazabilidad de un ítem a través de toda la cadena de suministro. 
 
Los estándares desarrollados por EPCglobal están enfocados hacia la implementación de la 
EPCglobal Network, cuyo objetivo, como se ha comentado, es mejorar la eficiencia y visibilidad de la 
cadena de suministro. Dicha red constituirá un medio seguro de conexión entre los servidores que contie-
ne información relacionada con los artículos o elementos identificados mediante un EPC y permitirá cono-
cer información relativa a sus movimientos a lo largo de toda la cadena de suministro. 
 
Figura 4.2.2.6 Esquema de red EPCglobal 
 






















La Red EPCglobal está formada por seis elementos fundamentales: 
 
1. Etiquetas (Tags). Las etiquetas disponen de un chip RFID en el que se almacena el Código 
Electrónico de Producto (EPC). El EPC es un conjunto de números que identifica única e inequívocamen-
te a cada artículo de la cadena de suministro. 
 
2. Lectores (Readers). Los lectores pueden leer el EPC de varios artículos a la vez, de modo que 
al pasar la mercancía por sus inmediaciones se activan y se identifican los productos que están pasando. 
Los lectores EPC están situados en puntos estratégicos de la cadena de suministro con el fin de poder 
localizar los movimientos de los artículos. 
 
3. Software Personalizado (Middleware). Es una capa software que aísla el mundo de los even-
tos físicos del mundo de los eventos lógicos y de negocio. Se encarga de gestionar y filtrar los EPC identi-
ficados por el lector y de comunicar el sistema de información de la compañía con los servicios de infor-
mación de la Red EPCglobal. 
 
4. Sistema de Información EPC (EPCIS). Servidores que actúan como repositorios locales de in-
formación y como suministradores de información al exterior para compartir la información en la Red 
EPCglobal. 
 
5. Servicio de Descubrimiento (DS). Son un conjunto de servicios que permiten a los usuarios 
encontrar datos relacionados con un EPC específico y solicitar acceso a los mismos. Proporcionan una 
lista de enlaces a los EPCISs que contienen información de los movimientos llevados a cabo por un EPC 
concreto. 
 
6. Servicio de Nombre del Objeto (ONS). Servicio que proporciona un enlace al fabricante que 
asocia el EPC a uno de sus productos. A partir de este enlace se pueden conocer los movimientos del 
producto mediante el DS. 
 
Los servicios de la Red soportan transacciones básicas como la localización de información so-
bre un objeto o artículo etiquetado, la identificación de un artículo en la cadena de suministro y el segui-
miento y trazabilidad de productos con pedigrí. Además, dispone de control de acceso y autorización para 
proporcionar privacidad y protección de los datos, limitando quién y qué información puede ver y en qué 
momento le está permitido a un usuario acceder a ella. 
 
Cada participante de la Red EPCglobal guarda información relativa a sus EPCs dentro de su ser-
vidor EPCIS. Cuando un usuario entre en la red a través de su sistema de gestión interno (ERP (Entrepri-
se Resource Planning, sistema de información para planificación de recursos empresariales.), WMS (Wa-
rehouse Management System, sistema de información para la gestión de Almacenes.),...) y requiera cierta 
información sobre un determinado EPC, la Red le indicará el servidor EPCIS que contiene dicha informa-
ción y se la suministra al usuario. 
 
El objetivo de la Red es que la etiqueta almacene únicamente el EPC del producto y que el resto 
de información relevante esté contenida en las bases de datos de la Red. De este modo, la información 
está protegida, ya que sólo los usuarios autorizados tienen acceso a la Red EPCglobal. 
 
El código EPC es un estándar de identificación de productos que va más allá del código de ba-
rras actual. Permite asignar un identificador único a cada artículo, de modo que cualquier empresa en la 
cadena de suministro, incluido los minoristas, puede hacer un seguimiento de producto a nivel individual. 
 
Servicios de trazabilidad de la producción 
 
Muchos de los procesos de producción empleados en las PYMES están organizados en seccio-
nes de fabricación diferenciadas. En estos casos es necesario conocer la evolución de los productos en 
cada una de las secciones, garantizando que el suministro a las siguientes secciones en la cadena sea 
continuo, minimizando los tiempos muertos y haciendo la producción más eficiente. 
 
Así mismo, en productos en los que se van incorporando partes u otros subproductos de distintos 
lotes es necesario conocer en cada momento la procedencia de cada una de estas partes para mantener 
la trazabilidad del producto final. 
 
Para conseguir la mejora de este proceso, los productos pueden ser identificados al inicio de la 
cadena mediante etiquetas RFID que facilitan el seguimiento de los mismos en puntos determinados de 
cada una de las secciones y, de esta forma, se puede disponer de información que facilite la visibilidad del 
proceso en tiempo real proporcionando herramientas de medida de los procesos y capacidad de reacción 
frente a retrasos inesperados. 






Las funcionalidades y capacidades que se ven notablemente mejoradas por la aplicación de la 
tecnología RFID en este proceso son: 
 
 Medida de tiempos de proceso en diferentes secciones 
 
 Trazabilidad de productos 
 
 Gestión de tienda inteligente 
 
Otro aspecto positivo de la incorporación de tecnología RFID es la diferenciación que se consi-
gue con respecto a la competencia. La aplicación de la tecnología RFID en este caso permite facilitar el 
proceso de compra por ejemplo haciendo más fácil el proceso de cobro de los artículos y por lo tanto 
disminuyendo las colas en las cajas, suministrando una información completa sobre los productos (origen, 
composición, usos, recomendaciones, etc.) Además de conseguir una mejor imagen frente a los clientes 
finales, se logra un ambiente más agradable e interactivo que puede mejorar el grado de satisfacción de 
los mismos. Además de esa interacción directa con los clientes, la tecnología RFID puede utilizarse en 
este caso para controlar los stocks de producto a disposición de los clientes en cada momento, es bien 
conocido que las situaciones de falta de stock suponen uno de los motivos principales de pérdidas de 
venta. Mediante estanterías “inteligentes” dotadas de lectores de RFID se puede controlar en cada mo-




Existen diferentes tecnologías RFID para aplicación a la localización de personas y materiales en 
función de la precisión que se requiere, estos sistemas son denominados RTLS (Real Time Location Sys-
tem). Básicamente se puede distinguir entre soluciones que utilizan RFID pasiva (normalmente UHF) en 
las que la localización se realiza por zonas, o RFID activas (sistemas basados en tecnología Wifi a 2,4 
GHz u otros sistemas propietarios a 433 MHz), más precisas y que pueden llegar a facilitar las coordena-
das de posición de una persona u objeto ubicados dentro de una zona de cobertura. 
 
Identificación de personas 
 
Aunque el tema de privacidad es crítico en este tipo de aplicaciones, existe un gran número de 
soluciones de identificación de personas, sobretodo enfocado al aumento de la seguridad. 
 
Algunas de las aplicaciones más extendidas en este campo figuran a continuación: 
 
 Pasaporte electrónico: En el año 2000, la International Civil Aviation Organization (ICAO) 
comenzó la evaluación de la tecnología RFID en chips sin contacto y su aplicación al pasaporte 
para identificar personas y evitar la suplantación o falsificación de identidad. Finalmente Estados 
Unidos impuso a todos los países del VWP5 la implementación del pasaporte electrónico basado 
en RFID antes del 26 de Octubre de 2006. Es a partir de estos mandatos de los gobiernos 
cuando se extiende el uso de la tecnología RFID de forma masiva para la identificación de 
ciudadanos en tránsito procedentes de otros países. La adopción de la tecnología RFID junto 
con técnicas de autenticación y cifrado en los documentos de identificación permite identificar 
personas de forma segura evitando la falsificación y la suplantación de identidad. 
 
 Identificación de clientes en instalaciones (hoteles, centros deportivos, etc.): Mediante una tarjeta 
que porta un chip RFID que contiene los datos de la persona usuaria de los servicios de un hotel, 
club deportivo, gimnasio, etc. se puede agilizar el acceso a los servicios por parte de los clientes. 
La tarjeta puede incluir datos como la fotografía, nombre, apellidos, DNI, información acerca de 
los servicios contratados por el cliente, horarios establecidos para disfrutar de los mismos e 
información sobre si se encuentra al corriente de los pagos de las cuotas. Cuando un cliente 
accede a las instalaciones prestatarias de los servicios, un dispositivo lector RFID se encarga de 
leer la información contenida en la tarjeta que porta con él y comparar la misma con la que posee 


















Fuente: AT4 wireless, Documento de la empresa Aetic 
 
 Identificación de pacientes: Una de las aplicaciones de identificación de personas mediante RFID 
más utilizada es la identificación de pacientes en centros sanitarios. Uno de los factores claves 
para el aumento de la seguridad de los pacientes en el ámbito hospitalario es la identificación 
correcta. Los eventos adversos asociados a la identificación incorrecta del paciente son un 
riesgo para la seguridad de los mismos durante su tratamiento. Para dotar al personal sanitario 
de una herramienta fiable de identificación que ayude a minimizar los riesgos asociados al 
proceso, se utilizan soluciones basadas en la tecnología RFID, con la que cada paciente es 
identificado de forma unívoca y segura, por ejemplo mediante pulseras que incorporan un chip 
RFID que almacena la información del paciente. 
 
Seguridad y control de procesos sanitarios 
 
El valor de la tecnología RFID destaca en los procesos más críticos, donde la necesidad de iden-
tificación correcta de pacientes y sus tratamientos asociados es fundamental. 
 
Como tecnología más adecuada para estas aplicaciones, considerado la privacidad y seguridad 
como aspectos fundamentales en todo el proceso, se ha extendido el uso de RFID en la banda de HF ya 
que es la más indicada para evitar lecturas no deseadas gracias al limitado rango de lectura de las pulse-
ras (10-15 cm), al tiempo que no produce interferencias con otros equipos médicos debido al bajo nivel de 
potencia empleado por los dispositivos lectores. La combinación de tecnologías HF y UHF también es de 
utilidad en algunas aplicaciones concretas. 
 
Algunos ejemplos de aplicaciones a servicios hospitalarios se indican a continuación. 
 
 Tratamientos que incluyen aplicación de medicación especial 
 
 Seguridad en circuitos quirúrgicos 
 









4.3 Casos de éxito 
 
En estos ámbitos de aplicación de la tecnología RFID que hemos mencionado existen multitud 
de casos de éxito prácticamente en todos los sectores industriales y de servicios. A continuación se 
muestran de manera muy resumida algunos de estos casos tanto nacionales como internacionales. 
 
Figura 4.3.1 Casos de éxito 
 
 








































4.4 ¿QUÉ ES EL EPC? 
 
El EPC (Electronic Product Code) es un nuevo sistema de identificación y seguimiento de mer-
cancías en tiempo real basado en la radiofrecuencia de identificación (RFID) y que asocia una serie nu-
mérica unitaria e inequívoca a cada objeto. 
 
El EPC forma parte de un entramado denominado EPCglobal Network o “internet de los objetos” 
que, utilizando tags o chips, lectores de RFID y una serie de mecanismos informáticos de acceso a datos, 
permite automatizar totalmente los procesos y obtener toda la información relativa al objeto identificado 
con EPC de forma rápida y eficaz. 
 
La filosofía del sistema EPC consiste en que cada uno de los objetos está identificado con un 
número seriado grabado en un chip de radiofrecuencia y que toda la información relativa a cada uno de 
ellos está deslocalizada, es decir, no está grabada en el propio tag, sino que reside en los diferentes sis-
temas de información de cada uno de los agentes involucrados en una transacción comercial. 
 
El EPC forma parte de la lista de estándares promovidos por GS1, organización de la que 
AECOC es representante en España. 
 
 
4.4.1 EL EPC: ASPECTOS A TENER EN CUENTA 
 
 El EPC no es una alternativa al código de barras, sino un nuevo sistema para el transporte de 
información que presenta ventajas sobre él pero todavía hoy con un coste más elevado. Es decir, 
el EPC y el código de barras coexistirán durante mucho tiempo. 
 
 En la evaluación de una implantación EPC hay que cuantificar tanto los beneficios directos 
(ahorros económicos por reducción de stocks, reducción de pérdidas desconocidas, etc.) como 
los indirectos (seguridad, control de falsificaciones,...). 
 
 A la hora de implantar o no EPC es importante hacer un análisis partiendo de la necesidad y 
poniendo la tecnología al servicio de esta necesidad, y no a la inversa. 
 
 Los beneficios que aporta una implantación EPC dependen de la categoría de productos, y del 
nivel de aplicación (palet, caja, producto, etc.) pero también, y muy importante, del punto de 





4.4.2 BENEFICIOS DE LA UTILIZACIÓN DE LA RED 
EPCglobal 
 
La Red EPCglobal (EPCglobal Network) es una estructura que permite la identificación inmediata 
y automática de los productos y la posibilidad de compartir la información de estos artículos en la cadena 
de suministro. 
 
Con la combinación de diferentes tecnologías, entre las que se incluyen la RFID e internet, así 
como el aprovechamiento al máximo de la capacidad de los actuales sistemas de información, la Red 
EPC se convierte en el proveedor de identificación y localización de artículos en la cadena de suministro 
más inmediato, automático y preciso de cualquier compañía, en cualquier sector y en cualquier parte del 
mundo. 
 
 Lecturas más rápidas y más precisas 
Un lector de RFID (reader) detecta automáticamente todas las etiquetas EPC que pasan a través 
de su campo de radiofrecuencia. Como resultado, puede leer el número EPC de cada objeto eti-
quetado en una sola operación. De este modo, eliminando la necesidad de tener una línea de vi-
sión directa para leer los números de identificación con los códigos de barras, se consigue la lec-
tura simultánea de los códigos de identificación de multitud de objetos. 
 
 






 Niveles más bajos en el inventario 
La RFID consigue reducir los niveles de inventarios posibles sin que la disponibilidad de los pro-
ductos se vea afectada, proporcionando información en tiempo real sobre la ubicación de los 
productos. Esto aporta a la compañía la confianza para reducir el inventario en toda la cadena de 
suministro, mejorando de esta manera el flujo de caja y la reducción potencial de los gastos ge-
nerales. 
 
 Reducción de roturas de stock 
La radiofrecuencia de identificación tiene la capacidad de informar al personal o a los encargados 
de cuándo se deben reponer las estanterías o cuándo un artículo se ha colocado en el sitio equi-
vocado. 
 
 Disminución de la pérdida desconocida 
Según el último estudio de AECOC, se estima que la distribución española pierde prácticamente 
el 1% de sus ventas como consecuencia de la pérdida desconocida. Utilizando RFID se podrá: 
 
· Calcular con exactitud las pérdidas en tiempo real, permitiendo identificar las áreas de “vulnera-
bilidad” de una empresa o un proceso y así emplear las estrategias correctas de prevención. 
 
· Automatizar totalmente los procesos y agilizar todos los procedimientos de comprobación de 
mercancías que proporciona una implantación de EPC, así como garantizar una reducción en los 
errores, tanto administrativos como de procesos. 
 
· Tener información detallada del movimiento exacto de un producto a lo largo de la cadena ayu-
da a conocer exactamente qué elementos han sido sustraídos y, si es necesario, dónde localizar-
los. 
 
· Integrar múltiples tecnologías como vídeo, sistemas de localización, etc. con lectores de RFID 
en estanterías ayudan a prevenir el robo en tienda. 
 
 Mejor utilización de los activos 
La tecnología utilizada en la Red EPCglobal permite a las empresas realizar un seguimiento de 
sus activos reutilizables empaquetamientos, embalajes, carretillas– de una forma más precisa. 
 
 Luchar contra la falsificación 
Las etiquetas actúan como elemento disuasivo para los falsificadores. Si la etiqueta no está en el 
producto puesto a la venta, aparece la sospecha de que los productos puedan ser una falsifica-
ción. La fecha de la etiqueta se puede codificar y leer a la vez que cruzarse con la referencia pa-
ra que la base de datos de los fabricantes pueda determinar la autenticidad. Esto es primordial 
para la Administración y las industrias farmacéuticas. 
 
 Retirada del mercado de productos concretos  
La Red EPCglobal consigue localizar y hacer un seguimiento de cada artículo de manera indivi-
dual, con el fin de que, en caso de que haya una alerta o crisis, sólo se retiren aquellos artículos 




4.4.3 ¿QUÉ ES EPCglobal? 
 
EPCglobal es una organización integrada en GS1 con la misión de”hacer que las compañías 
sean más eficientes permitiendo una verdadera visibilidad de la información de los artículos a lo largo de 
toda la cadena de suministro”. Entre sus objetivos cabe destacar: 
 
· Trabajar con las empresas para desarrollar y gestionar este nuevo estándar global de identifica-
ción automática en tiempo real en la cadena de suministro (1). 
 
· Acelerar la adopción e implementación del estándar global. 
 
· Trabajar con las compañías líderes para detectar necesidades y promocionar la integración del 
estándar. 
 
· Seguir realizando una exhaustiva investigación en relación a este estándar global. 
 






4.4.4 EPCglobal ESPAÑA 
 
EPCglobal proporcionan la experiencia técnica y de negocio de sus empresas con la finalidad de 
apoyar el proceso de desarrollo de estándares. Para ello, se han creado dos grupos de trabajo: 
 
· Business Action Groups (BAGs), que identifican las necesidades y requerimientos que tienen 
los diferentes negocios y consensuan y elaboran las mejores prácticas. 
 
· Technical Action Groups (TAGs) (Hardware y Software), que facilitan el desarrollo de los es-
tándares técnicos, basándose en los requerimientos de negocio. 
 
Estos grupos de trabajo están compuestos exclusivamente por miembros de EPCglobal, pudien-
do cualquier miembro de la Organización participar en diferentes grupos de trabajo. 
 
Actualmente los grupos de trabajo que están activos son: 
 
Business Action Groups: 
 
1. Fast Moving Consumer Goods Business Action Group (FMCG BAG):  
 
European Adoption Group: Este es uno de los grupos de trabajo más interesantes para los 
miembros de EPCglobal España. Sus principales objetivos son: 
 
· Intercambiar de información entre los miembros para facilitar la implementación práctica del 
RFID en Europa. 
 
· Establecer acuerdos y expectativas comunes de cómo la tecnología EPC debe ser adoptada en 
Europa. 
 
· Organizar apoyos comunes frente a organizaciones relevantes como pueden ser las asociacio-
nes de usuarios, gobierno, autoridades reguladoras etc. 
 
Pero también hay otros grupos como: 
 
· Asian Adoption Program (AAP) 
 
· Data Exchange 
 
· Pilot and implementation 
 
· Reusable Transport Item (RTI) 
 
· Strategic Planning 
 
· Tag and Label Inlay Standards 
 























4.5 Partes esenciales de la tecnología RFID 
 
Varias organizaciones están implicadas en el desarrollo y definición de la tecnología RFID tales 
como conceptos hardware, aplicaciones del medio, y otros más. Varias organizaciones toman parte en la 
estandarización tales como la organización internacional de estandarización (ISO), EPCglobal Inc., el 
instituto europeo de estándares en telecomunicación (ETSI), y la comisión federal de comunicaciones 
(FCC). 
 
Un sistema RFID está hecho de 2 componentes importantes; el transpondedor y el lector. El 
transpondedor es el componente el cual está localizado en un producto u objeto para ser identificado, y el 
lector es el componente que lee los datos desde el transpondedor o lector/escritor al transpondedor : 
 
 El transpondedor mantiene el dato actual entre un conjunto de elementos y un circuito integrado. 
El transpondedor en realidad es un tag RFID. El transpondedor puede ser cualquiera de los dos 
activo o pasivo. Cuando el transpondedor está en el rango de un lector RFID, es alimentado por 
unas señales entrantes. 
 
 El lector típicamente contiene un transceptor (o módulo de alta frecuencia) con un decodificador 
el cual es para interpretar los datos, una unidad de control y una antena. Muchos lectores RFID 
son equipados con un interfaz adicional los establece que permite del dato recibido a otro 
sistema. 
 
4.5.1 Tags RFID como transponedores 
 
Los tags RFID son pequeños circuitos integrados con elementos enlazados. Ellos tienen bastante 
capacidad para almacenar montones de datos. Ellos están divididos en dos grupos principales: tags pasi-
vos los cuales no tienen batería; y tags activos los cuales tienen sus propias baterías. 
 
 Tags pasivos RFID 
 
 Los tags pasivos RFID tienen un circuito integrado incrustado y una antena, pero no tiene una 
batería interna. Las señales de radio-frecuencia  entrantes proporcionan bastante potencia para arrancar 
el circuito integrado en el tag y transmitir una respuesta. Debido a la falta de una batería incrustada, los 
tags pasivos son bastante pequeños. En términos de tamaño, ellos pueden variar entre el tamaño de un 
sello que hay en las postales. Ellos pueden ser leídos solo a corta distancia la cual varía desde 10 cm a 
unos pocos metros. Este rango realmente depende de la radio-frecuencia seleccionada, diseño de la 
antena y tamaño. Los tags pasivos RFID son útiles solo para un conjunto limitado de aplicaciones porque 
ellos no tienen una fuente de alimentación interna y puede ser leído solo a corta distancia. El tag pasivo 
permanece siendo leíble mucho tiempo; incluso después de que el producto comercial contenga un tag 
pasivo RFID han sido vendidos. Estos tags son muy baratos para manufacturar. 
 
 Tags activos RFID   
 
 Similarmente, tags activos RFID también tienen un circuito integrado y una antena. Sin embargo, 
tags pasivos RFID desemejantes, tags activos RFID tienen sus propias baterías incrustadas. Esta es 
usada para alimentar el circuito integrado dentro del tag para generar una señal exterior. Tags activos 
RFID tienen la habilidad para conducir una sesión con un lector RFID. Ellos pueden transmitir unos nive-
les de potencia muy altos y son más seguros que los tags pasivos. Estos tags pueden ser tan efectivos en 
desafíos medioambientales de radiofrecuencia tales como en el agua, en transporte de contenedores y en 
vehículos para largas distancias. 
 
 Tags activos RFID tienen más rango de distancia y más tamaño de memoria que los tags pasivos 
RFID. Los tags activos RFID son típicamente más caros, y físicamente más grandes que un tag pasivo 
RFID. Ellos tienen la habilidad de almacenar información adicional enviada por un lector RFID. Tags acti-
vos RFID pueden ser integrados con sensores tales como para registro de temperatura, humedad, 
shock/vibración, luz, y atmosféricos.  
 
 Lectores RFID    
 
 Un lector RFID es un dispositivo que es usado para interrogar un tag RFID. Como hemos men-
cionado anteriormente, este contiene un transceptor, una unidad de control, y una antena. La antena 
emite ondas de radio y el lector captura los datos transmitidos por el tag, y lo entrega a las infraestructu-
ras para procesos adicionales. Por ejemplo, recuperar contenido conectado al número de identificación en 





el tag. Lectores son capaces de leer frecuencias solitarias donde el multi-protocolo de los lectores 
puede leer el espectro de las bandas con mejor disponibilidad. 
 
 Rangos de frecuencia  
 
 RFID hace uso del rango de frecuencias desde 300 kHz hasta 3 GHz; el rango exacto depende 
de las regulaciones de los países. Tags activos transmiten solo las más altas frecuencias de las radio-
frecuencias, mientras que los tags pasivos transmiten para todas las frecuencias. 
 
 Principios de tecnología RFID operativa 
 
  Los principios operativos más importantes de la tecnología RFID son el acoplamiento inductivo y 
el acoplamiento retrospectivo: 
 
 Acoplamiento Inductivo 
 
 Un transpondedor de acoplamiento inductivo forma parte de un dispositivo de transmisión de 
datos electrónicos, suele ser un solo microchip y una bobina de gran área que funciona como una antena. 
Transponedores de acoplamiento inductivo o tags son generalmente tags pasivos los cuales no tienen 
una batería interna. Así ellos solo pueden ser usados en casos de campo cercano. Esto significa que toda 
la energía del microchip incrustado en el tag tiene que ser proporcionado por el tag lector para que el 
microchip opere. 
 
 Para esta propuesta, la antena lectora RFID genera una alta frecuencia de campo electromagné-
tico. Este campo penetra en la sección del área del bobinado de la antena y el área alrededor de la bobi-
na. La longitud de onda del rango de frecuencias en varias veces más grande que la distancia entre la 
antena lectora RFID y el tag pasivo RFID. Este campo electromagnético puede ser identificado como un 
simple campo alterno de magnetismo. 
 
 Cuando el tag RFID está reemplazando el campo magnético de los lectores RFID, cuando los 
transponedores consiguen energía desde este campo magnético. Esta consumo de energía puede ser 
descrita como una caída de voltaje en la resistencia interna en la antena lectora RFID cruzando el actual 
suministro de la antena lectora RFID. Así, el encendido y apagado de la resistencia de carga (o modula-
dor de carga) en el transpondedor de la antena afecta a los cambios de voltaje en la antena lectora RFID. 
Si el encendido y apagado del modulador de carga es controlado por los datos, cuando estos daros pue-
den ser transferidos desde el tag RFID hasta el lector RFID. Este tipo de transferencia de datos es llama-
do modulación de carga. 
 
 Acoplamiento retrospectivo  
 
 Vamos a considerar el campo magnético de la tecnología RADAR. Las ondas electromagnéticas 
golpean en objetos, y los objetos se reflejan. Estos objetos tienen una gran reflexión cruzando la sección 
característica la cual es una medida de eficiencia en un objeto de ondas reflejadas. 
 
 En un sistema típico RFID, un campo electromagnético se propaga hacia fuera desde las ante-
nas lectoras RFID. Una pequeña proporción de ese campo es reducido por razones de libre espacio. El 
resto del campo alcanza el transpondedor de la antena o tag RFID de la antena. La antena suministra el 
voltaje de alta frecuencia. Después de la rectificación por diodos , esta potencia puede ser usada para 
cambiar el voltaje para la desactivación o activación de la potencia en modo salvado. 
 
 En este caso de acoplamiento retrospectivo, la potencia entrante por radio-frecuencia es refleja-
da por el transpondedor de la antena . La reflexión cruza la sección del transpondedor de la antena puede 
ser influenciada por la alteración de la carga conectada a la antena. Para transmitir datos desde el tag 
RFID hasta el lector RFID, una carga resistente conectada en paralelo con el tag de la antena esta en-
cendido o apagado según los datos transmitidos. Así la fuerza de la señal reflejada en el transpondedor 
puede ser modulada. Esto es llamado modulación retrospectiva.  
 
 La señal del transpondedor esta radiada en el libre espacio. Esta señal es recibida por la antena 
lectora RFID. Así, la señal reflejada va dirección hacia fuera a la antena lectora RFID. Puede ser desaco-












4.5.2 Transmisión en Campo Cercano contra 
Transmisión en campo lejano 
 
 
Hay dos enfoques diferentes para el diseño de la transferencia de energía entre el lector al tag en 
RFID: magnetismo inductivo y captura de ondas electromagnéticas. Las dos hacen uso de estos enfoques 
y son llamados campo cercano y campo lejano: 
 
 Campo cercano en RFID 
El campo cercano en RFID usa magnetismo inductivo entre un lector y un transpondedor. Mien-
tras un RFID está generando un campo magnético en su localización, pasa por una corriente al-
terna atravesando la lectura del bobinado. Si un tag RFID con una bobina más pequeña está co-
locado dentro del rango del lector, la corriente alterna aparece cruzándolo y el campo magnético 
está afectado por los datos almacenados en el tag. El voltaje es rectificado y potencia el tag. 
Como es potenciado, los daros son enviados de vuelta al lector usando la modulación de carga. 
 
 Far field RFID 
Tags utilizan principios del campo lejano para operar por encima de 100 MHz, típicamente en el 
rango 865-915 MHz hasta 2,45 GHz Ellos usan principios operativos del acoplamiento retrodis-
persado. En campo lejano la señal del lector es reflejado y es modulado a una diferencia de po-
tencia alterna para transmitir los datos. El rango del sistema es limitado por la transmisión de 
energía enviada por el lector. Debido a los avances en el manejo semiconductor, la energía re-
querida para poder potenciar un tag la cual su potencia está disminuyendo. La posibilidad de que 
incremente el rango máximo con lo acordado. 
 
 
4.6 Seguridad en RFID 
 
 
 Ataques en tags RFID 
 
 En esta sección, nosotros analizaremos el tag NFC cuando está en modo espera.  Los ataques 
más comunes contra los tags NFC pueden estar en las categorías siguientes: 
 
 Tag clonado y suplantación del tag   
 
Desde el punto de vista de la tecnología RFID, la mayoría de desafíos en amenazas en la segu-
ridad en aplicaciones comerciales RFID son la clonación del tag y la suplantación del tag. La in-
vestigación en las direcciones de comunidad, estas amenazas ocurren primariamente por el in-
tento de hacer la clonación más complicada por uso de los protocolos de autentificación cripto-
gráficos del tag. Las dificultades fundamentales de esta investigación giran entorno a la compen-
sación  y el coste del tag, nivel de seguridad y rendimiento en términos de velocidad y distancia 
del lector. Este desafío actualmente protege un tag pasivo RFID desde la clonación.  
 
La clonación tiene el mismo impacto como los ataques relé está realizando durante una comuni-
cación NFC, donde la clonación es  realizada antes de la que la comunicación empiece. Por lo 
tanto, técnicamente parece más fácil realizar la clonación del tag. 
 
 Cambiar el contenido del tag 
 




Una falsificación es provista por una información falsa al usuario que parece valida. La falsifica-
ción típicamente implica una falso nombre de dominio, número de teléfono o información falsa 
sobre la identificación de persona, artículo, o actividad. Radiodifusión de un incorrecto código de 
producto de producto electrónico (EPC)  es un ejemplo de falsificación en un sistema RFID. Al-
gunos de las posibles falsificaciones son: 
 
a) Falsificación URI: Básicamente este ataque abusa en posters inteligentes y ocultación del 
real URI tienen la ventaja de la debilidad de los GUI en los móviles. Engaña a los usuarios 
realizando dañando en las operaciones. 
b) Falsificación URL: Un fallo, la inocente presencia de la URL es almacenada en un título de 





poster inteligente mientras el real y malicioso URL es almacenado en el tag NFC. 
Usuarios generalmente no pueden dar noticias de la URI real después de leer el tag. Ellos 
asumen la URL en el poster inteligente que está siendo usado. 
c) Falsificación en la llamada de teléfono: Un error en el número de teléfono es almacenado en 
un poster inteligente mientras un número de tasa Premium tal como 0900xxxxxxx es 
almacenado en la grabación URI. Así, la posibilidad de impacto de los ataques es alta. Esta 
clase de ataques es probable desde el atacante se beneficie económicamente fuera de ello. 
d) Falsificación SMS: Un error en el número de teléfono y un mensaje son almacenados en un 
poster inteligente mientras otro número de servicio es mencionado; por ejemplo, para 
descargar un tono de llamada la cual tiene un coste. Este es menos probable para que 
ocurra desde el usuario tiene que confirmar los SMS en una pantalla clara. 
 
-Manipulación de los datos del tag   
 
Dependiendo de la naturaleza del tag, el precio , numero de stock y otro dato en el tag puede ser 
modificado o manipulado. Por ejemplo, por cambiar los datos del precio en el tag, un hacker pue-
de obtener un descuento dramático. Otros cambio a los datos del tag pueden ser usados para 
engañar al usuario. 
 
-Ataque al DOS 
  
 Ataques DoS pueden ser usados frustrados por la relación entre el consumidor y el proveedor del 
servicio. Por ejemplo, un tag malicioso contiene un mensaje malformado NDEF que es usado pa-
ra un servicio que pueden causar los móviles para romperse y rebotar varias veces por el servicio 
usado. Usuario eventualmente pararan de usar el servicio y evitar la rotura. 
   
 Reemplazo y ocultamiento del tag 
 
Pega un ataque malicioso en lo alto del tag original o reemplazo del tag original con un tag mali-
cioso es bastante permitiendo el sistema de trabajo como los deseos del atacante. En el caso de 
un pega en un nuevo tag, es posible inhabilitar el viejo tag. Otro método para atacar tags pasivos 
es romper la protección de escritura del tag y sobrescribir con datos maliciosos. 
 
Mecanismos de defensa 
 
Los tags NFC pueden ser protegidos por la firmarlos usa técnicas de firma tales como la encrip-
tación. Sin embargo solo la firma de los datos del tag todavía no previene la clonación. 
 
4.7 Seguridad en temas del lector NFC 
 
En lector NFC es un importante dispositivo NFC el cual principalmente establece el modo de 
emulación de la tarjeta aplicaciones consisten de un móvil que permite NFC por un lado y un lector por el 
otro. Un lector NFC es similar a un lector RFID la seguridad que concierne son el mismo. EL método de 
ataque mejor en los lectores NFC son su eliminación o destrucción y suplantación: 
 
 Eliminación o destrucción de los lectores NFC: como con los lectores RFID, los lectores NFC 
pueden ser sujetos de eliminación o destrucción. Los lectores NFC pueden ser robados 
particularmente cuando ellos con situados en sitios desatendidos. Un lector NFC puede incluir 
información crítica tales como contraseñas criptográficas las cuales pueden ser la tarjeta de un 
atacante. El impacto de un robo al lector NFC es considerable desde su manipulación potencial 
podría establecer atacantes maliciosos que no ganen el acceso a los móviles NFC, pero si al 
estado final del proceso del sistema donde se puede dar la posibilidad de manipular los datos. 
 
 Suplantación: Cuando comunicación NFC es desautorizada, atacantes pueden fácilmente 
falsificar la identidad de un lector legítimo para dañar información sensible y modificar datos en 
los tags. La factibilidad de estos ataques dependen de las medidas de seguridad para 
autentificar el lector. Por ejemplo, si las credenciales son almacenadas en el lector, un robo del 
lector puede proveer las credenciales necesarias para ganar el acceso a los tags RFID y estado 
final del sistema. 










5. Análisis de simulación y medidas 
 
En este apartado se analizarán todos los elementos de relevancia utilizados tanto en las simula-
ciones como en las mediciones realizadas in situ. También se expondrán, analizarán y compararán los 
resultados obtenidos por ambos caminos, principalmente los de Potencia recibida para los casos más 
relevantes, también se expondrán los resultados obtenidos en todos los casos y sus correspondientes 




A continuación se presentarán los aparatos que se han utilizado para realizar las correspondien-
tes medidas.  
 
Figura 5.1.1  Instrumentación 
    
                 Analizador de espectros                                 Generador de señal  
 
                
 












5.1.1 Analizador de espectros  
 
Se ha utilizado el analizador de espectros en las medidas realizadas in situ, se ha colocado en 
cada punto de recepción obteniendo así el valor de la potencia recibida en cada uno de esos puntos de 
interés.  
 
El analizador de espectros utilizado ha sido el Agilent FieldFox N9912A.  
 
Es un analizador portátil, de reducido tamaño y peso, ya que para obtener datos en multitud de 
posiciones sería inviable desplazar un analizador de espectros de gran  tamaño y peso.  
 
Sus características principales son las siguientes:  
  
 Sensibilidad: -148dBm  
 
 Rango de frecuencia: 9KHz a 6GHz  
 
 Conectores: 2xUSB 2.0, 1xminiUSB, 1xLAN, 1xminiSD slot.  
 
 Calibración en el Puerto de salida RF: Sí.  
 
 



















5.1.2Dipolos de 868 MHz     
 
En vez de lector y tag pasivo RFID hemos utilizado dos dipolos que hacen de lector y tag pasivo. 
 
En este caso en base a las medidas, no se medirán desde el RFID al lector, sino solo la ida del 
proceso total que sería medir del lector al tag, aunque como nos dicen en anteriores formulas las pérdidas 
de la ida y de la vuelta deberían ser iguales. 
 
Entonces tenemos un dipolo que emite a -10 dBm y el otro dipolo que recibe la potencia, que 
posteriormente es medida por el analizador de espectros colocado en paralelo. La señal es emitida para 
868 MHz y a -10 dBm a través del generador de señal que hablaremos posteriormente. 
 
La ganancia de los dipolos nos resulta indiferente, ya que para la formula hay que hacer la dife-
rencia de la una con la otra y vemos que ambas dos tienen la misma ganancia seria 0 , por lo tanto no 
influiría para las mediciones finales. 
 




   
     
 La hoja de especificaciones la mostramos en el Anexo II     
 
 
5.1.3.1Generador de señal 
 
Para generar la señal desde el dipolo de 868 MHz se ha utilizado este generador de señal 
 





El generador genera una señal en el dipolo de 868 MHz de -10 dBm a 848 MHz. Más información 
en el anexo III. 
 





5.2 Realización de medidas in situ 
 
El recinto donde se han realizado las medidas es la planta baja del edificio de I+D+I Jerónimo de 
Ayanz de la Universidad Pública de Navarra. Consta de una planta de dimensiones 19.6m x 13.8m x 3.8m 
formada por varias habitaciones. En la sala se encuentra situada una persona que cuenta con 1,8 metros 
de altura colocado en el punto 4.2425m de distancia de la cristalera (pared lateral)  y  6.8m de la pared de 
hormigón (pared  frontal), en lo siguiente se muestran los casos a exponer. 
 
Se han realizado medidas con el lector, en este caso un dipolo, alrededor de la persona, para ver 
cómo influye la persona en diferentes posiciones del dipolo con la persona estática, para ello mostramos 
los puntos diferentes don se pondría el dipolo lector. 
 
Figura 5.2.1 Esquema de las posiciones de las medidas in situ  
 
       
 
Se ha utilizado un generador de ondas , el cual emite a una señal de -10 dBm y a una frecuencia 
de  868 MHz y a un metro del suelo. 
La persona está en el medio mirando hacia la posición 16, mirando hacia la pared frontal de la 
sala jerónimo, las cristaleras estarían hacia las medidas 4 y 40. Y los ordenadores hacia la medida 28. En 




























Figura 5.2.2 Imagen que muestra la posición de la persona en el escenario 
 
  
A continuación exponemos la lista con todas las medidas, tengamos en cuenta que el numero 1 
corresponde con la muñeca y el 2 con el torso. 
Ejemplo. 
1.1 -Sería el escenario 1 y la medida sería en el brazo. 
1.2 –Sería el escenario 1 y la medida sería en el torso. 
 
Las medidas son las siguientes: 
 
Figura 5.2.2 Tabla de medidas in situ 
 
posiciones medidas (dB)     
1.1 -52,48 9.1 -47,13 17.1 -45,23 
1.2 -51,53 9.2 -41,39 17.2 -47,86 
2.1 -56,56 10.1 -49,67 18.1 -46,86 
2.2 -49,65 10.2 -45,21 18.2 -52,38 
3.1 -55,5 11.1 -50,8 19.1 -49,15 
3.2 -56,15 11.2 -48,91 19.2 -58,78 
4.1 -62,37 12.1 -52,79 20.1 -54,89 
4.2 -52,26 12.2 -59,09 20.2 -48,45 
5.1 -53,25 13.1 -44,04 21.1 -48,3 





5.2 -52,92 13.2 -40,44 21.2 -53,29 
6.1 -57,92 14.1 -47,65 22.1 -45,41 
6.2 -52,3 14.2 -42,14 22.2 -51,7 
7.1 -63,65 15.1 -50,32 23.1 45,55 
7.2 -58,05 15.2 -52,69 23.2 -60,33 
8.1 -56,77 16.1 -46,86 24.1 -61,69 
8.2 -53,55 16.2 -49,59 24.2 -56,01 
 
 
25.1 -41,88 33.1 -52,06 41.1 -54,8 
25.2 -53,71 33.2 -50,77 41.2 -56,92 
26.1 -43,24 34.1 -54,02   
26.2 -57,28 34.2 -52,1   
27.1 -44,55 35.1 -55,54   
27.2 -63,72 35.2 -56,43   
28.1 -55,04 36.1 -60,03   
28.2 54,83 36.2 -55,08   
29.1 -46,39 37.1 -53,09   
29.2 -46,66 37.2 -54,22   
30.1 -51,91 38.1 -51,14   
30.2 -60,12 38.2 -56,23   
31.1 -57,18 39.1 -63,34   
31.2 -51,01 39.2 -55,84   
32.1 -58,01 40.1 -63,11   
32.2 -56,84 40.2 61   






















5.3 Simulaciones. Software de trazado de rayos  
 
Se ha utilizado un software de trazado de rayos en 3D, el cual ha sido desarrollado íntegramente 
en la Universidad Pública de Navarra. Este software ha sido programado en lenguaje Matlab con la finali-
dad de poder ser utilizado como simulador de propagación de ondas en espacios interiores.  
 
El método de trazado de rayos 3D que se ha utilizado, se basa en el ya comentado algoritmo de 
Ray Lunching (ANEXO IV) que consiste en la distribución espacial uniforme, a partir de un trasmisor, de 
un número finito de rayos, con los que se pretende modelar la propagación de los frentes de ondas, así 
como su interacción con el entorno. Por tanto tiene en cuenta reflexiones y refracciones de los rayos en el 
espacio cerrado donde se realiza la simulación.  
 
En este caso particular se han utilizado los 5 primeros rebotes de los rayos para conseguir cierta 
precisión. Según incrementa este número, aumenta el tiempo de cálculo, simulación y requerimiento 
computacional. Aunque estos factores también variarán dependiendo de otros parámetros como por 
ejemplo el tamaño del recinto en cuestión.  
 
Dentro del escenario se componen todas las formas mediante cubos, ya sean paredes, mesas, 
sillas o cualquier otro tipo de objeto. También se precisa su constante dieléctrica. Todo ello para que el 
escenario en simulación sea lo más cercano posible a la realidad.  
 
En el mismo software se especifica el tipo de antena o antenas que se utilizarán y sus paráme-
tros (frecuencia, directividad, etc.). 
 
 La cantidad de datos dependerá de la resolución. Éste también es un parámetro que se puede 
modificar dependiendo de las zonas de interés. A mayor interés de la zona, se pondrá una mayor resolu-
ción y se extraerán una mayor cantidad de datos de esa zona de interés.  
 
Como resultado se obtienen datos como la potencia recibida en cada punto de la sala. 
 
Más información en ANEXO VI 
 
 
5.4 Modelo de cuerpo humano  
 
Debido a que en el proyecto se implementa una red inalámbrica de área personal, a la hora de 
realizar las simulaciones se ha contado con un modelo de cuerpo humano implementado en el software y 
cedido por su diseñador, Erik Aguirre, compañero de la Universidad Pública de Navarra.  
 
Se trata de un modelo que busca el realismo dentro de las limitaciones del propio software, (co-
mo puede ser la imposibilidad de dibujar basándonos en otra forma geométrica que no sea un cubo).  
 
En su diseño se han tenido en cuenta factores como las proporciones y la morfología humanos, 
el grosor de la piel y las constantes dieléctricas de todos los tejidos que componen las partes del cuerpo 
humano.  
 
A la hora de implementar el modelo de cuerpo humano simplificado se ha intentado dotarlo de 
cierta practicidad, con varias características configurables por el usuario. La más simple es la posibilidad 
de orientarlo en las cuatro direcciones posibles, que junto con la posibilidad de sentarlo, ofrece una gran 
adaptabilidad a los diferentes escenarios.  
 
También existe la posibilidad de dotarlo con mayor o menor “resolución”. En este caso la resolu-
ción se refiere al detalle del modelo, pudiendo generar una persona que cuenta con huesos, órganos, 
músculos, capa de piel y sangre o simplemente usando un modelo simple mediante una carcasa de piel. 
El fin de esta posibilidad es decrementar los datos a procesar al estar compuesto de menos cubos dife-
rentes.  
 
Estos parámetros que se acaban de mencionar: la resolución de la persona, la posición y la 









5.5 Resultados de simulaciones  
 
El objetivo de estas simulaciones es el análisis de una red RFID, compuesta por un lector y un 
tag pasivo en un entorno interior. Mediante el software, se modelan los distintos escenarios. El recinto es 
la planta baja del edificio de I+D+I Jerónimo de Ayanz de la Universidad Pública de Navarra. Consta de 
una planta de dimensiones 19.6m x 16.6m x 3.8m formada por varias habitaciones. En la sala se encuen-
tra situada una persona que cuenta con 1,8 metros de altura y cuya posición variará dependiendo del 
caso a estudio.  
 
Durante la realización de este proyecto se han estudiado las posiciones del lector al tag pasivo 
en tobillo, muñeca y torso del individuo, y del tag pasivo en muñeca y torso (no está el tobillo, ya que hubo 
problemas con el programa al lanzar los rayos desde el tobillo con la potencia recibida, anteriormente en 
el otro proceso) , en el caso de las medidas reales de dipolo a dipolo en muñeca y pecho del individuo,  
(Toda la casuística realizada se encuentra en el ANEXO VIII ). 
 
En las simulaciones no tienen ningún problema a la hora de configurarlo en base a los compo-
nentes las señales reales, pero hay que decir que las potencias que se muestran a continuación , es emi-
tida desde una potencia de 10 dBm a un metro del suelo, y las medidas reales se emiten a -10 dBm a un 
metro del suelo también, por lo tanto en el balance restaremos 20 dBm a las potencias de la simulación. 
 
A continuación mostramos las diferentes simulaciones realizadas desde el matlab: 
 




La relación con las medidas in situ es la siguiente: 
 
 Antena 1 =15, Antena 2 =16, Antena 3 =14, Antena 4 =11, Antena 5 =7, Antena 6 =3, Antena 7 
=47, Antena 8 =43, Antena 9 =39, Antena 10 =35, Antena 11 =31, Antena 12 =27, Antena 13 =23, Antena 
14 =19. 
 
Sabiendo la relación, ahora se expone la parte de la casuística, en concreto las antenas 1, 2 y 3, 
las gráficas que se mostrarán de cada una serán: 
 
-  Gráfica de la potencia recibida en cada punto a la altura de 0.17 metros (altura del tobillo), con 
una resolución de 0.2 metros. 
 
-  Gráfica de la potencia recibida en cada punto a la altura de 0.8 metros (altura de la muñeca), 
con una resolución de 0.2 metros. 
 
-  Gráfica de la potencia recibida en cada punto a la altura de 1  metro (altura de otras antenas), 
con una resolución de 0.2 metros. 
 
 





-  Gráfica de la potencia recibida en cada punto a la altura de 1,4  metros (altura del torso), 
con una resolución de 0.2 metros. 
 
-  Gráfica  de  radiales de las potencias desde la antena hasta la persona con alturas de (0.17 , 0.8 
, 1 ,1.4 metros) alturas para las cuales podremos aplicar el tag pasivo. 
 
-  Gráfica de la potencia recibida, a la altura de un metro, en estos resultados emitiremos la señal 
desde el tag pasivo, en un punto determinado y a una potencia determinada por anteriores resul-
tados, para contrastar con graficas anteriores.  
El punto en la habitación sería : 4,2775 X 6,9850 X 0.8 metros. 
La potencia que se recibe en la anterior simulación con la persona nos es la que utilizaremos pa-
ra emitir desde el tag pasivo. 
 
- Gráfica de la potencia recibida en cada punto, a la altura de 1,4 metros, en estos resultados emi-
tiremos la señal desde el tag pasivo, en un punto determinado y a una potencia determinada por 
anteriores resultados, para contrastar con graficas anteriores.  
 
- Gráfica  de  radiales de las potencias desde el tag pasivo en la persona hasta la antena con altu-
ras de (0.17 , 0.8 , 1 , 1.4 metros) . 
 
- Gráfica  de  los retardos potenciales que llegan a la antena, emitidas desde el tag de la persona. 
 
Las Gráficas son las siguientes: 
 
Figura 5.5.2 Gráficas de las medidas en simulación  
 





















































- Radiales antena 1 horizontal, en el punto 4,2425 metros se encuentra la persona, no es to-






































































- Radiales antena 1 tag a la altura del brazo  horizontal , en el punto 4,2425 metros se encuentra la 

















































































- Radiales antena 1 tag a la altura del torso  horizontal , en el punto 4,2425 metros se encuentra la 












































































































- Radiales antena 2 vertical, en el punto 6,8 metros se en cuanto la persona 
 
 
- Radiales antena 2 horizontal, en el punto 4,2425 metros se en cuanto la persona, no es todo sino 
















































- Radiales antena 2 tag a la altura del brazo  horizontal , en el punto 4,2425 metros se en cuanto la 

















































































- Radiales antena 2 tag a la altura del torso  horizontal , en el punto 4,2425 metros se en cuanto la 


















































































































- Radiales antena 3 horizontal, en el punto 4,2425 metros se encuentra la persona, no es todo sino 















































- Radiales antena 3 tag a la altura del brazo  horizontal , en el punto 4,2425 metros se encuentra la 

















































































- Radiales antena 3 tag a la altura del torso  horizontal , en el punto 4,2425 metros se encuentra la 




























5.6 Comparativa  
 
En este apartado se van a exponer los datos de medidas in situ y medidas en simulaciones, para 
ello se propone lo siguiente: 
 
 Primeramente los lectores de las respectivas medidas tienen diferentes características: 
 
-Para las medidas in situ, se dispone de un dipolo que suplanta a un lector de -10 dBm de poten-
cia, en una señal de 848 MHz.  
 
-Para las medidas en simulación, se incorpora un lector de 10 dBm de potencia, en una señal de 
848 MHz. 
 
 -Por lo tanto a las medidas en simulación les sumamos 20 dB, en la potencia recibida al receptor 
 
 La siguiente imagen como están distribuidas las medidas que vamos a utilizar, y expondremos 
los nombres que tendrán: 
 
Figura 5.6.1 Esquema de comparativa  
 
 






Para las siguientes graficas deberemos saber que cada posición tiene 2 medidas. La primera se 
corresponde con la medida, cuando el receptor está situado en la muñeca, y la segunda se corresponde 
con la medida, cuando el receptor está situado en el torso. Ejem 
 
 Posición 1 , receptor en la muñeca 
 Posición 1,5, receptor en el torso 
 
 Una vez aclarado las diferentes posiciones que vamos a comparar mostramos las siguientes 
gráficas: 
 
- En primer lugar aportamos la gráfica que compara las potencias recibidas en el receptor, tanto en 
las medidas in situ, como en las medidas por simulación en el punto exacto. Aquí la 
representamos. 
 































- En la siguiente grafica mostraremos la gráfica que contiene las medidas in situ, medidas en 
el  punto exacto y medidas más símiles a las medidas in situ, en un radio de 40 cms. 
 




- En la siguiente grafica mostraremos la gráfica, que contiene los errores con las medidas in situ. 
Errores con las Medidas en el  punto exacto y errores con las medidas más símiles a las medidas 
in situ, en un radio de 40 cms. 
 
Figura 5.6.2 Gráfica de la comparativa error con el punto exacto y el punto símil  
 
 





5.7 Balance de la simulación. 
 
Aquí es donde se mezcla las medidas en simulación con las formulas empíricas. 
 
En primer lugar en las simulaciones que se han realizado vamos a hacerle los siguientes cam-
bios, antes de nada tenemos que tener cuenta que en simulación, sabemos que la potencia con la que se 
enviaba la señal RFID es de 10 Dbm. Y que los tags eran pasivos, por lo tanto no modificaban la señal a 
su recepción y no mostraban ganancia. 
 
Ahora mostramos los siguientes balances teniendo en cuenta la siguiente formula: 
 
Figura 3.1 formula de griis  
 
 
Fuente:  S. R. Banerjee, R. Jesme, and R. A. Sainati, “Performance analysis of short range 
UHF propagation as applicable to passive RFID,” in Proc. IEEE Int. Conf. RFID, Grapevine, 
TX, Mar. 26–28, 2007, pp. 30–36, Gaylord Texan Resort. 
 
 
 A continuación vamos a mostrar los siguientes balances: 
 
 Primero buscamos un lector en el mercado actual, en este caso el lector es llamado  IP30  
Product profile Handheld RFID Reader (hoja de especificaciones anexo IV), lo mostramos a 
continuación.  
 











 Los datos sabemos que el elemento muestra una potencia máxima de 23 dBm, por lo tanto 
en la formula deberemos poner 13 dBm ya que le debemos de restar los 10dBm que se puso en 
simulación .  
 
 Utilizando un tag ficticio que con ganancia 0Db, mostramos el siguiente balance correspondiente 
al coeficiente de directividad del cual hablamos en el estado de arte. Como Perdidas cogemos la 
radial correspondiente a la posición 1 antes mencionada, nos darán las siguientes graficas: 
 
- En esta grafica mostraremos toda la radial desde la pared detrás de la persona a la pared delan-
te de la persona. 
 

































- En la siguiente grafica mostramos solo de la persona hasta donde está situada el lector. 
 




 Ahora hacemos el balance para un tags con ganancias de 2, 2.5, 3 dBi, las graficas las mostra-
mos a continuación.  
 
 Para un tag de ganancia 2 dBi, grafica de la persona a la posición de la antena. 
 
Figura 5.7.4 Gráfica de la radial ganancia del tag 2 dBi   
 
 





 Para un tag de ganancia 2,5 dBi, grafica de la persona a la posición de la antena. 
 




 Para un tag de ganancia 3 dB, grafica de la persona a la posición de la antena. 
 











Ahora se exponen tag pasivos UHF (sus consiguientes especificaciones vendran en el 
anexo IV). 
 
Figura 5.7.7 Tags pasivos UHF 
 




























6. Conclusiones   
Las conclusiones que se han extraído del proyecto son las siguientes: 
  
 Debido a las características de propagación indoor es complicado determinar las posiciones de 
colocación del lector y receptor para obtener una recepción óptima de la señal.  
 
 La presencia de una persona en el escenario influye en gran medida en la propagación de la se-
ñal. Si el receptor es colocado sobre el cuerpo, los primeros rayos emitidos experimentan la ab-
sorción proporcionada por el mismo cuerpo, lo que atenúa la señal y por tanto llega en menor ni-
vel a la recepción.  
 
 La potencia recibida está estrechamente relacionada con la localización del receptor, por lo que 
es necesario estudiar diferentes puntos lector para estimar cuál de ellos logra proporcionar un ni-
vel de señal de recepción de mayor calidad.  
 
 La calidad de la antena también influye en la potencia recibida, ya que al realizar medidas con 
lectores de distintas potencias de salida se ha comprobado. 
 
 El software de trazado de rayos permite realizar simulaciones de innumerables escenarios pro-
porcionando resultados de potencia recibida muy cercanos a los reales. Permite realizar un aná-




7. Líneas futuras  
 
Una vez terminado este proyecto, la línea de investigación continúa. La evolución de este proyec-
to podría comenzar por los siguientes puntos:  
 
 Hacer simulaciones tomando diferentes localizaciones del individuo para intentar mejorar la cali-
dad de potencia recibida 
 
 Realizar simulaciones de escenarios con varias personas.  
 
 Situar los individuos en diferentes puntos del recinto y por tanto aumentar la complejidad de la 
red, estudiando cómo interfieren unas personas con otras, ya que habrá varias antenas transmi-
tiendo al mismo tiempo.  
 
 Realizar escenarios dinámicos con las personas en movimiento.  
 
 Estudiar entornos más complejos donde existieran interferencias con distintas tecnologías.  
 
Recientemente he asistido a las medidas de una red de identificación de radio frecuencia, Utilizaban 
una antena que emitia a 2,4 Ghz y las ubicaciones de la persona y de las diferentes posiciones de la an-




























Hemos utilizado un lector que emitia la señal cada 2,5 segundos y se ha posicionado en las dis-
tintas distancias que se han expuesto en la siguiente imagen. Se han colocado tags activos en diferentes 
partes del cuerpo (tobillo, muñeca y torso). Al adquirir los resultados del proceso, se van a incorporar el 
PER de las medidas in situ para las posiciones 1 y 20, posiciones mas alejadas y cerca de la persona. La 
persona miraría hacia el lector, mas adelante haremos lo mismo para la persona dando la espalda al 
lector, exponemos los resultados. 
 
Resultados del PER mirando la persona hacia el lector: 
 
Posición 1 tobillo: 16,6666667 % 
Posicion 1 torso: 33,3333333 % 
Posicion 1 muñeca: 22,9166667 % 
 
Posición 20 tobillo: 50 % 
Posicion 20 torso: 35,4166667% 
Posicion 20 muñeca: 50 % 
 
Resultados del PER dando la persona la espalda al lector: 
 
 
Posición 1 tobillo: 18,75 % 
Posicion 1 torso: 25 % 
Posicion 1 muñeca: 27,0833333 % 
 
Posición 20 tobillo: 72,9166667  % 
Posicion 20 torso: 29,1666667  % 
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Anexo I: Analizador de espectros  
 
Ficha técnica del analizador de espectros Agilent FieldFox N9912A.  
Key measurements:  
 
 Cable and antenna test (distance to fault, return loss, etc.)  
 Cable loss measurement  
 Insertion loss and transmission measurement  
 Spectrum analyzer  
 Power meter with USB power sensor  
 Vector network analysis with Smith chart display 
 
Figura I.1 Analizador de espectros 
 
 








Warranted performance. Specifications include guard bands to account for the expected statistical 
performance distribution, measurement uncertainties, and changes in performance due to environmental 
conditions. The following conditions must be met: 
  
•  FieldFox has been turned on at least 90 minutes  
• FieldFox is within its calibration cycle  

























Figura I.2 Tabla de expecificaciones analizador 
 
 







































Anexo II: Dipolo de 868 MHz 
 
Figura II.1 Especificaciones del dipolo 
 













































Anexo III : Generador de señal 
 
Figura III.1 Especificaciones del generador de señal 
 













































































Anexo IV: Lector RFID 
 
Figura IV.1 Especificaciones del lector 
 
 








































Anexo V: Tags Pasivos UHF RFID 
 
Figura V.1 Especificaciones de los Tags 
 
 







































































Anexo VI: Software de trazado de rayos.  
 
En este capítulo, se expondrá el funcionamiento del algoritmo de forma teórica, sin entrar en el 
código fuente de la implementación práctica del mismo.  
 
El algoritmo ha sido realizado con la misión de poder evaluar las comunicaciones en un entorno 
interior, para ello, posee las siguientes características.  
 
• Recreación de una propagación multitrayecto realista.  
 
• Modelado en tres dimensiones de todo tipo de habitaciones con diferentes formas y tamaños.  
 
• Creación de entornos complejos tan grandes como se desee, múltiples plantas, múltiples edifi-
cios.  
 
• Caracterización y modelado de cualquier tipo de objeto (ventanas, mesas, sillas, paredes, etc.) 
mediante su forma tridimensional y su constante dieléctrica.  
 
• Modelado de la reflexión y refracción.  
  
• Cálculo de las interacciones entre los rayos y los objetos teniendo en cuenta la polarización de la 
onda.  
 
• Modelado de cualquier tipo de transceptor.  
 
• Duración de la simulación de un rayo determinado caracterizable mediante el número de rebotes 
y el retardo máximo.  
 
• Análisis del escenario extrayendo parámetros tales como el campo eléctrico, la potencia, la rela-
ción señal-interferencia, el retardo potencia, la dispersión, etc.  
 
En la programación del algoritmo se ha intentado modularizarlo lo máximo posible, por lo que el 
algoritmo se desarrolla en 3 fases  
 
• Fase 1: Creación del escenario. En esta fase se crea el escenario, formado por las habitaciones, 
los objetos que hay en éstas y los transmisores y receptores.  
 
• Fase 2: Simulación de trazado de rayos en tres dimensiones. En esta fase se lanzan los rayos 
desde cada uno de los transmisores, guardando los parámetros necesarios en cada posición del 
espacio.  
 
• Fase 3: Análisis de los resultados. En esta fase se tratan los valores obtenidos de la simulación 
para obtener los parámetros deseados.  
 
Creación del escenario:  
 
El escenario está compuesto por cuatro variables  
 
• Habitaciones: Esta variable posee la información necesaria para caracterizar cada una de las ha-
bitaciones y los objetos que hay en éstas.  
 
• Interconexiones: Esta variable define la manera en la que están interconectadas las habitaciones.  
 
• Transmisores: Posee información que caracteriza a cada uno de los transmisores.  
 
• Receptores: Caracteriza cada uno de los receptores del escenario.  
 
Una de las ventajas de dividir el escenario en habitaciones, es que al simularse cada habitación 
por separado, solo hay que tener en la memoria RAM la habitación que se está simulando en ese momen-
to. Por tanto, da igual como de grande sea el entorno de la simulación, puesto que en memoria RAM solo 











 Escenario modelado en el software.  
 






Simulación de trazado de rayos en tres dimensiones:  
 
Una vez creado el escenario, se procede a la simulación por trazado de rayos en 3 dimensiones. 
En esta fase, se lanzan los rayos desde cada uno de los emisores. Estos rayos se propagan a través del 
espacio interactuando con los obstáculos que encuentran en su camino, provocando fenómenos físicos 
tales como la reflexión y la refracción, y se van almacenando los parámetros de estos rayos cuando en-
tran en cada uno de los hexaedros de resolución hasta que el rayo ha dado un número determinado de 
rebotes o ha superado el tiempo de propagación previamente fijado.  
 
El algoritmo funciona de una manera iterativa, considerando un rayo y sus reflexiones hasta que 
alcanza el número de rebotes o el retardo establecidos, almacenando los rayos creados por el fenómeno 
de la difracción para procesarlos más tarde.  
 
Esta fase de la simulación se realiza en 3 pasos recurrentes. El primer paso consiste en coger 
todas las antenas de una misma habitación y meterlas al simulador. El segundo paso es simular la habita-
ción, y en el tercer paso se transforman los rayos que salen de la habitación en nuevas antenas en otras 
habitaciones.  
 
Los cálculos más importantes son:  
 
• Cálculo del punto de impacto.  
 
• Recorrido del punto inicial al punto de impacto guardando los parámetros.  
 
• Cálculo del rayo reflejado.  
 
• Cálculo del rayo transmitido.  
 
Análisis de los resultados:  
 
Una vez se ha simulado el escenario, se obtiene una cell de tamaño (Resx * Resy * Resz) y cada 
elemento de esta cell posee una matriz con la información de cada uno de los rayos que ha pasado por 
esa localización.  
 
La información que se ha guardado de cada rayo es:  
 
• Tiempo que ha tardado el rayo en llegar.  






• Distancia recorrida por el rayo.  
 
• Coeficiente de pérdidas en cada polarización.  
 
• Dirección del rayo en el transmisor.  
 
• Dirección del rayo en el receptor.  
 
• Antena transmisora.  
 
Además, se tiene la información referente a los transceptores:  
 
- Potencia radiada.  
 
- Directividad.  
 
- Polarización.  
 





















































Anexo VII: Función fabricapersona.  
 
En este anexo se comentará la implementación de la función fabricapersona.  
  
Esta función es capaz de generar con cubos un modelo de persona en matlab, siempre con las 
limitaciones de esta forma geométrica y tratándose el resultado de un modelo muy simplificado de lo que 
en realidad es un cuerpo humano.  
 
La idea es que mediante la altura se pueda definir un modelo de ser humano de proporciones 
medias con posibilidad de variar su postura y con diferentes niveles de resolución dependiendo del expe-
rimento al que se le quiera someter.   
 




Se introducen las siguientes variables:  
 
• x0,y0,z0 = posición del cuerpo en el escenario creado.  
 
• h = altura del modelo.  
 
• postura = postura en la que se quiere poner al modelo.  
 
• posición = dirección a la que mira el modelo.  
 
• resolución = precisión que se le quiere dar al modelo.  
 
Variables de posición  
 
Aquí se define dónde se situará el modelo en el escenario. El código está programado de tal for-
ma que x0 e y0 sean el centro del cuerpo y que z0 esté definido como el talón del pie y la parte más baja 
del modelo, de tal manera que si se quiere poner a una persona de pie en el suelo z0 siempre tiene que 
valer cero.  
 
• Variable h: Aquí se introduce la altura del modelo a simular, el código está programado de tal 
manera que partiendo de esta altura sea capaz de generar un modelo proporcionado de forma 
realista.  
 
• Variable postura: Esta variable permite poner el modelo en dos posturas diferentes, sentado o de 
pie. Si la variable toma el valor 1, la persona se generará de pie y si la variable tiene el valor 2 la 
persona se generará sentada.  
 
Figura VII.1 posiciones del modelo humano 
 





• Variable resolución: La variable resolución permite definir modelos de cuerpo humano con 
más o menos detalle, aumentando el detalle si se aumenta este valor. De esta manera el valor 0 
genera el modelo como cubos de piel, sin ningún tipo de órgano o hueso en el interior. Si la va-
riable toma el valor 1 se definen los huesos, si toma el valor 2, capas de piel y sangre y si toma 
el valor 3 se generan también órganos.  
 
 
Figura VII.2 resolución corporal  del modelo humano 
 
 








   
 















































Anexo VIII: Casuística realizada. 
 
Estos son los resultados de las diferentes simulaciones: 
 
Tratamos la misma antena en distintas distancias a la persona, 2 , 3 y 4 metros y también en di-
ferentes ángulos para 3 metros. 
 
Aquí se muestra como sería la planta baja de la sala Jerónimo y donde coloco la antena. 
 






Al comienzo se exponen  los resultados de la antena 1 llamada escenario 1. 
 
Las antenas están colocadas a un metro del suelo, por lo tanto se han representado las siguien-
tes graficas: 
 
- Gráfica de la potencia recibida en cada punto a la altura de 0.17 metros (altura del tobillo), con 
una resolución de 0.2 metros.  
 
- Gráfica de la potencia recibida en cada punto a la altura de 0.8 metros (altura de la muñeca), con 
una resolución de 0.2 metros.  
 
- Gráfica de la potencia recibida en cada punto a la altura de 1  metro (altura de otras antenas), 
con una resolución de 0.2 metros.  
 
- Gráfica de la potencia recibida en cada punto a la altura de 1,4  metros (altura del torso), con una 
resolución de 0.2 metros.  
 
- Gráfica  de  radiales de las potencias desde la antena hasta la persona con alturas de (0.17 , 0.8 












- Gráfica de la potencia recibida, a la altura de un metro, en estos resultados emitiremos la 
señal desde el tag pasivo, en un punto determinado y a una potencia determinada por anteriores 
resultados, para contrastar con graficas anteriores.  
 
El punto en la habitación sería : 4,2775 X 6,9850 X 0.8 metros. 
La potencia que se recibe en la anterior simulación con la persona nos es la que utilizaremos pa-
ra emitir desde el tag pasivo. 
  
 
- Gráfica de la potencia recibida en cada punto, a la altura de 1,4 metros, en estos resultados emi-
tiremos la señal desde el tag pasivo, en un punto determinado y a una potencia determinada por 
anteriores resultados, para contrastar con graficas anteriores.  
 
 
- Gráfica  de  radiales de las potencias desde el tag pasivo en la persona hasta la antena con altu-
ras de (0.17 , 0.8 , 1 , 1.4 metros) . 
 
- Gráfica  de  los retardos potenciales que llegan a la antena, emitidas desde el tag de la persona. 
 
Las Gráficas son las siguientes: 
 
Figura VIII.1 Gráficas de casuística 
 
 






















































- Radiales antena 1 horizontal , en el punto 4,2425 metros se encuentra la persona, no es to-














































- Radiales antena 1 tag a la altura del brazo  horizontal , en el punto 4,2425 metros se encuentra la 


































- Radiales antena 1 tag a la altura del torso  horizontal , en el punto 4,2425 metros se encuentra la 















































































































- Radiales antena 2 horizontal, en el punto 4,2425 metros se en cuanto la persona, no es todo sino 
















































- Radiales antena 2 tag a la altura del brazo  horizontal , en el punto 4,2425 metros se en cuanto la 


















































































- Radiales antena 2 tag a la altura del torso  horizontal , en el punto 4,2425 metros se en cuanto la 















































































































- Radiales antena 3 horizontal, en el punto 4,2425 metros se encuentra la persona, no es todo sino 















































- Radiales antena 3 tag a la altura del brazo  horizontal , en el punto 4,2425 metros se encuentra la 

















































































- Radiales antena 3 tag a la altura del torso  horizontal , en el punto 4,2425 metros se encuentra la 















































































































- Radiales antena 4 horizontal, en el punto 4,2425 metros se encuentra la persona, no es todo sino 















































- Radiales antena 4 tag a la altura del brazo  horizontal , en el punto 4,2425 metros se encuentra la 
















































































- Radiales antena  4 tag a la altura del torso  horizontal , en el punto 4,2425 metros se encuentra la 

















































































































- Radiales antena 5 horizontal, en el punto 4,2425 metros se encuentra la persona, no es todo sino 
















































- Radiales antena 5 tag a la altura del brazo  horizontal , en el punto 4,2425 metros se encuentra la 


















































































- Radiales antena  5 tag a la altura del torso  horizontal , en el punto 4,2425 metros se encuentra la 
















































































































- Radiales antena 6 horizontal, en el punto 4,2425 metros se encuentra la persona, no es todo sino 
















































- Radiales antena 6 tag a la altura del brazo  horizontal , en el punto 4,2425 metros se encuentra la 


















































































- Radiales antena  6 tag a la altura del torso  horizontal , en el punto 4,2425 metros se encuentra la 














































































































- Radiales antena 7 horizontal, en el punto 4,2425 metros se encuentra la persona, no es todo sino 
















































- Radiales antena 7 tag a la altura del brazo  horizontal , en el punto 4,2425 metros se encuentra la 


















































































- Radiales antena  7 tag a la altura del torso  horizontal , en el punto 4,2425 metros se encuentra la 















































































































- Radiales antena 8 horizontal, en el punto 4,2425 metros  en cuanto la persona, no es todo sino la 































- Antena 8 a 1,4 metros, la altura del torso, cogemos los resultados a 1 metro   ¡!!!!!!!!!!!no está la 











































- Radiales antena 8 tag a la altura del  brazo  horizontal , en el punto  4,2425 metros se en cuanto 































- Radiales antena 8 tag a la altura del torso  vertical , en el punto 6,8 metros se encuentra la per-
sona no hay 
 
- Radiales antena  8 tag a la altura del torso  horizontal , en el punto 4,2425 metros se en cuanto la 













































































- Radiales antena 9 horizontal, en el punto 4,2425 metros se encuentra la persona, no es todo sino 














































- Radiales antena 9 tag a la altura del brazo  horizontal , en el punto 4,2425 metros se encuentra la 


















































































- Radiales antena 9 tag a la altura del torso  horizontal , en el punto 4,2425 metros se encuentra la 
















































































































- Radiales antena 10 horizontal, en el punto 4,2425 metros se encuentra la persona, no es todo 











































- Radiales antena 10 tag a la altura del brazo  horizontal , en el punto 4,2425 metros se encuentra 


















































































- Radiales antena 10 tag a la altura del torso  horizontal , en el punto 4,2425 metros se encuentra 


















































































































- Radiales antena 11 horizontal, en el punto 4,2425 metros se encuentra la persona, no es todo 














































- Radiales antena 11 tag a la altura del brazo  horizontal , en el punto 4,2425 metros se encuentra 


















































































- Radiales antena 11 tag a la altura del torso  horizontal , en el punto 4,2425 metros se encuentra 

















































































































- Radiales antena 12 horizontal, en el punto 4,2425 metros se encuentra la persona, no es todo 














































- Radiales antena 12 tag a la altura del brazo  horizontal , en el punto 4,2425 metros se encuentra 


















































































- Radiales antena 12 tag a la altura del torso  horizontal , en el punto 4,2425 metros se encuentra 
















































































































- Radiales antena 13 horizontal, en el punto 4,2425 metros se encuentra la persona, no es todo 















































- Radiales antena 13 tag a la altura del brazo  horizontal , en el punto 4,2425 metros se encuentra 


















































































- Radiales antena 13 tag a la altura del torso  horizontal , en el punto 4,2425 metros se encuentra 
















































































































- Radiales antena 14 horizontal, en el punto 4,2425 metros se encuentra la persona, no es todo 
















































- Radiales antena 14 tag a la altura del brazo  horizontal , en el punto 4,2425 metros se encuentra 


















































































- Radiales antena 14 tag a la altura del torso  horizontal , en el punto 4,2425 metros se encuentra 




















































































































Anexo IX: Casuística realizada con el escenario 




Estos son los resultados de las diferentes simulaciones: 
 
Se Trata la misma antena en distintas distancias a la persona, 2 , 3 y 4 metros. Aquí se expone 
como sería la planta baja de la sala Jerónimo y donde se posiciona la antena. 
 





Escenario visto en alzado donde se observa con un círculo rojo donde está situado el tag pasivo 
(receptor) altura 1.33  metros. 
 
Figura IX.2 Esquema del tag en el modelo humano 
 
 





Se comienza exponiendo los resultados de la antena 1 denominado escenario 1. 
 
Las antenas están colocadas a un metro del suelo, por lo tanto se ha representado las siguientes 
graficas: 
 
- Gráfica de la potencia recibida en cada punto menos en la habitación de la persona (habitación 2 
(0,55 X 0,55 X 3,8 metros)), a la altura de un metro.  
 
- Gráfica de la potencia recibida en cada punto menos en la habitación de la persona (habitación 2 
(0,55 X 0,55 X 3,8 metros)), a la altura de 1,33 metros. 
 
- Gráfica de la potencia recibida en cada punto menos en la habitación de la persona (habitación 2 
(0,55 X 0,55 X 3,8 metros)), a la altura de un metro, en estos resultados excluimos a la persona 
para contrastar con graficas anteriores.  
 
- Gráfica de la potencia recibida en cada punto menos en la habitación de la persona (habitación 2 
(0,55 X 0,55 X 3,8 metros)), a la altura de 1,33 metros, en estos resultados excluimos a la perso-
na para contrastar con graficas anteriores.  
 
- Gráfica  de  radiales de las potencias desde la antena hasta la persona con alturas de (1,35 , 
1,45 , 1,65 metros) alturas para las cuales podremos aplicar el tag pasivo. 
 
- Gráfica de la potencia recibida en cada punto menos en la habitación de la persona (habitación 2 
(0,55 X 0,55 X 3,8 metros)), a la altura de un metro, en estos resultados emitiremos la señal des-
de el tag pasivo, en un punto determinado y a una potencia determinada por anteriores resulta-
dos, para contrastar con graficas anteriores.  
- El punto en la habitación sería : 4,2775 X 6,9850 X 1,33 metros. 
- La potencia que se recibe en la anterior simulación con la persona nos da:  
- 1,7515e-007 dBm 
- Es la que utilizaremos para emitir desde el tag pasivo. 
 
 
- Gráfica de la potencia recibida en cada punto menos en la habitación de la persona (habitación 2 
(0,55 X 0,55 X 3,8 metros)), a la altura de 1,33 metros, en estos resultados emitiremos la señal 
desde el tag pasivo, en un punto determinado y a una potencia determinada por anteriores resul-
tados, para contrastar con graficas anteriores.  
 
 
- Gráfica  de  radiales de las potencias desde el tag pasivo en la persona hasta la antena con altu-
ras de (1,35 , 1,45 , 1,65 metros) . 
 
- Gráfica  de  los retardos potenciales que llegan a la antena, emitidas desde el tag de la persona. 
 



























Figura IX.3 Gráficas casuística 5 habitaciones  
 
 




























































































































- Escenario 1 d radial 
 































































Ahora se exponen los resultados de la antena 2 denominado escenario 2. 
 
Las antenas están colocadas a un metro del suelo, por lo tanto se ha representado las siguientes 
graficas: 
 
- Gráfica de la potencia recibida en cada punto menos en la habitación de la persona (habitación 2 
(0,55 X 0,55 X 3,8 metros)), a la altura de un metro.  
 
- Gráfica de la potencia recibida en cada punto menos en la habitación de la persona (habitación 2 
(0,55 X 0,55 X 3,8 metros)), a la altura de 1,33 metros. 
 
- Gráfica de la potencia recibida en cada punto menos en la habitación de la persona (habitación 2 
(0,55 X 0,55 X 3,8 metros)), a la altura de un metro, en estos resultados excluimos a la persona 
para contrastar con graficas anteriores.  
 
- Gráfica de la potencia recibida en cada punto menos en la habitación de la persona (habitación 2 
(0,55 X 0,55 X 3,8 metros)), a la altura de 1,33 metros, en estos resultados excluimos a la perso-
na para contrastar con graficas anteriores.  
 
- Gráfica  de  radiales de las potencias desde la antena hasta la persona con alturas de (1,35 , 
1,45 , 1,65 metros) alturas para las cuales podremos aplicar el tag pasivo. 
 
- Gráfica de la potencia recibida en cada punto menos en la habitación de la persona (habitación 2 
(0,55 X 0,55 X 3,8 metros)), a la altura de un metro, en estos resultados emitiremos la señal des-
de el tag pasivo, en un punto determinado y a una potencia determinada por anteriores resulta-
dos, para contrastar con graficas anteriores.  
El punto en la habitación sería : 4,2775 X 6,9850 X 1,33 metros. 
La potencia que se recibe en la anterior simulación con la persona nos da:  
6.0383e-008 dBm 
Es la que utilizaremos para emitir desde el tag pasivo. 
 
- Gráfica de la potencia recibida en cada punto menos en la habitación de la persona (habitación 2 
(0,55 X 0,55 X 3,8 metros)), a la altura de 1,33 metros, en estos resultados emitiremos la señal 
desde el tag pasivo, en un punto determinado y a una potencia determinada por anteriores resul-
tados, para contrastar con graficas anteriores.  







- Gráfica  de  radiales de las potencias desde el tag pasivo en la persona hasta la antena con altu-
ras de (1,35 , 1,45 , 1,65 metros) . 
 
- Gráfica  de  los retardos potenciales que llegan a la antena, emitidas desde el tag de la persona. 
 
Las Gráficas son las siguientes: 
 





















































































































- Radiales escenario 2 
 



















































- Escenario radiales tag desde la persona a la antena 
 
 









Ahora Se exponen los resultados de la antena 3 denominado escenario 3. 
 
Las antenas están colocadas a un metro del suelo, por lo tanto se ha representado las siguientes 
graficas: 
 
- Gráfica de la potencia recibida en cada punto menos en la habitación de la persona (habitación 2 
(0,55 X 0,55 X 3,8 metros)), a la altura de un metro.  
 
- Gráfica de la potencia recibida en cada punto menos en la habitación de la persona (habitación 2 
(0,55 X 0,55 X 3,8 metros)), a la altura de 1,33 metros. 
 
- Gráfica de la potencia recibida en cada punto menos en la habitación de la persona (habitación 2 
(0,55 X 0,55 X 3,8 metros)), a la altura de un metro, en estos resultados excluimos a la persona 
para contrastar con graficas anteriores.  
 
- Gráfica de la potencia recibida en cada punto menos en la habitación de la persona (habitación 2 
(0,55 X 0,55 X 3,8 metros)), a la altura de 1,33 metros, en estos resultados excluimos a la perso-
na para contrastar con graficas anteriores.  
 
- Gráfica  de  radiales de las potencias desde la antena hasta la persona con alturas de (1,35 , 
1,45 , 1,65 metros) alturas para las cuales podremos aplicar el tag pasivo. 
 
- Gráfica de la potencia recibida en cada punto menos en la habitación de la persona (habitación 2 
(0,55 X 0,55 X 3,8 metros)), a la altura de un metro, en estos resultados emitiremos la señal des-
de el tag pasivo, en un punto determinado y a una potencia determinada por anteriores resulta-
dos, para contrastar con graficas anteriores.  
El punto en la habitación sería : 4,2775 X 6,9850 X 1,33 metros. 
La potencia que se recibe en la anterior simulación con la persona nos da:  
3,6011e-008 dBm 
Es la que utilizaremos para emitir desde el tag pasivo. 
 








- Gráfica de la potencia recibida en cada punto menos en la habitación de la persona (habitación 2 
(0,55 X 0,55 X 3,8 metros)), a la altura de 1,33 metros, en estos resultados emitiremos la señal 
desde el tag pasivo, en un punto determinado y a una potencia determinada por anteriores resul-
tados, para contrastar con graficas anteriores.  
 
- Gráfica  de  radiales de las potencias desde el tag pasivo en la persona hasta la antena con altu-
ras de (1,35 , 1,45 , 1,65 metros) . 
 
- Gráfica  de  los retardos potenciales que llegan a la antena, emitidas desde el tag de la persona. 
 
Las Gráficas son las siguientes: 
 











































































































- Radiales escenario 3  
 



















































- Escenario radiales tag desde la persona a la antena 
 















































En este apartado se van a comparar las emisiones: antena/receptor y receptor antena. 
 
Para lo siguiente se van a comparar la misma antena y la misma potencia en el tag para las dife-
rentes situaciones: 
 
-  En la primera situación se tiene un escenario distribuido en 5 habitaciones, en la cual la habita-
ción 2 correspondiente a la persona, tiene una resolución de 3 centímetros, y las habitaciones 
restantes tendrán una resolución mayor de 20 centímetros. 
 
- Su distribución viene dada en el siguientes esquemas: 
 
-  Escenario visto en planta donde se observa con círculos rojos donde está situado la antena , y 
donde está situado el tag pasivo (receptor). 
 





- - Escenario visto en alzado donde se observa con un círculo rojo donde está situado el tag pasivo 
(receptor) altura 1.33  metros. 
 
Figura IX.1.1 Esquema de comparativa del tag modelo humano 
 






-  En la segunda situación se crea un escenario distribuido en 1 habitación,  la cual tendrá una re-
solución de 20 centímetros. 
 
- Su distribución viene dada en el siguientes esquemas: 
 
-  Escenario visto en planta donde se observa con círculos rojos donde está situado la antena, y 
donde está situado el tag pasivo (receptor). 
 






-  Escenario visto en alzado donde se observa con un círculo rojo donde está situado el tag pasivo 
(receptor) altura 1.33  metros será el mismo. 
 
- Ya vistas las diferentes situaciones, se expondrán en orden las gráficas que escribimos a conti-
nuación: 
 
-  Gráfica de la potencia recibida en cada punto menos en la habitación de la persona (habitación 2 
(0,55 X 0,55 X 3,8 metros)), a la altura de un metro.  
 
-  Gráfica de la potencia recibida en cada punto con una sola habitación, a la altura de un metro.  
 
-  Gráfica de la potencia recibida en cada punto menos en la habitación de la persona (habitación 2 
(0,55 X 0,55 X 3,8 metros)), a la altura de 1,33 metros. 
 
-  Gráfica de la potencia recibida en cada punto con una sola habitación,  a la altura de 1,33 me-
tros. 
 
-  Gráfica de la potencia recibida en cada punto menos en la habitación de la persona (habitación 2 
(0,55 X 0,55 X 3,8 metros)), a la altura de un metro, en estos resultados excluimos a la persona 
para contrastar con graficas anteriores.  
 
-  Gráfica de la potencia recibida en cada punto con una sola habitación, a la altura de un metro, 
en estos resultados excluimos a la persona para contrastar con graficas anteriores.  
 
-  Gráfica de la potencia recibida en cada punto menos en la habitación de la persona (habitación 2 
(0,55 X 0,55 X 3,8 metros)), a la altura de 1,33 metros, en estos resultados excluimos a la perso-
na para contrastar con graficas anteriores.  
 
-  Gráfica de la potencia recibida en cada punto con una sola habitación, a la altura de 1,33 me-
tros, en estos resultados excluimos a la persona para contrastar con graficas anteriores. 






-  Gráfica  de  radiales de las potencias desde la antena hasta la persona, con diferentes alturas  
(1,35 , 1,45 , 1,65 metros) para las cuales podremos aplicar el tag pasivo. 
 
 
-  Gráfica  de  radiales de las potencias desde la antena hasta la persona, con diferentes alturas  
(1,2 , 1,4 , 1,6 metros) para las cuales podremos aplicar el tag pasivo, con una sola habitación. 
 
-  Gráfica de la potencia recibida en cada punto menos en la habitación de la persona (habitación 2 
(0,55 X 0,55 X 3,8 metros)), a la altura de un metro, en estos resultados emitiremos la señal des-
de el tag pasivo, en un punto determinado y a una potencia determinada por anteriores resulta-
dos, para contrastar con graficas anteriores.  
El punto en la habitación sería: 4,2775 X 6,9850 X 1,33 metros. 
La potencia que se recibe en la anterior simulación con la persona nos da:  
1,7515e-007 dBm 
Es la que utilizaremos para emitir desde el tag pasivo. 
  
- Gráfica de la potencia recibida en cada punto con una sola habitación, a la altura de un metro, en 
estos resultados emitiremos la señal desde el tag pasivo, en un punto determinado y a una po-
tencia determinada por anteriores resultados, para contrastar con graficas anteriores.  
El punto en la habitación sería: 4,2775 X 6,9850 X 1,33 metros. 
La potencia que se recibe en la anterior simulación con la persona nos da:  
1,7515e-007 dBm 
Es la que utilizaremos para emitir desde el tag pasivo. 
 
-  Gráfica de la potencia recibida en cada punto menos en la habitación de la persona (habitación 2 
(0,55 X 0,55 X 3,8 metros)), a la altura de 1,33 metros, en estos resultados emitiremos la señal 
desde el tag pasivo, en un punto determinado y a una potencia determinada por anteriores resul-
tados, para contrastar con graficas anteriores.  
 
- Gráfica de la potencia recibida en cada punto con una sola habitación, a la altura de 1,33 metros, 
en estos resultados emitiremos la señal desde el tag pasivo, en un punto determinado y a una 
potencia determinada por anteriores resultados, para contrastar con graficas anteriores.  
 
- Gráfica  de  radiales de las potencias desde el tag pasivo en la persona hasta la antena, con dife-
rentes alturas  (1,35 , 1,45 , 1,65 metros). 
 
- Gráfica  de  radiales de las potencias desde el tag pasivo en la persona hasta la antena, con dife-
rentes alturas  (1,35 , 1,45 , 1,65 metros) con una sola habitación. 
-  
- Gráfica  de  los retardos potenciales que llegan a la antena, emitidas desde el tag de la persona. 
 
- Gráfica  de  los retardos potenciales que llegan a la antena, emitidas desde el tag de la persona, 
con una sola habitación. 
 
Las Gráficas son las siguientes: 
























Figura IX.1.3 Gráficas de la comparativa 
                        









































































































































































































































































































































- Escenario 1 d radial 5 habitaciones 
 
 


















































































































































































- Escenario radiales tag desde la persona a la antena 5 habitaciones 
 
 











- Retardo potencial del tag a la antena escenario 1 ,5 habitaciones 
 
- Retardo potencial del tag a la antena escenario 1 ,1 habitación 
 
