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Abstrak 
Tujuan penelitian ini untuk mengelompokan dan menganalisis hasil serangan yang 
didapat dari honeypot yang digunakan, yaitu Dionaea dan Glastopf sehingga mengetahui 
kelebihan dan kekurangan honeypot yang satu dengan yang lainnya. Metode penelitian 
yang digunakan adalah metode penelurusan pustaka dengan mempelajari teori dan 
konsep yang berhubungan dengan honeypot dari sumber acuan umum dan metode 
eksperimen dengan menguji langsung honeypot yang telah dibangun dengan 
menggunakan tools yang direkomendasikan. Hasil yang didapat dalam seminggu, data 
Dionaea menunjukan bahwa serangan paling banyak terjadi pada malam hari (pukul 
20.00-4.00 WIB) yaitu 443.709 serangan (41,94% dari total serangan) dan paling banyak 
menyerang port 445 sebanyak 1.048.300 serangan (99% dari total serangan) dan port 80 
sebanyak 7915 serangan. Sedangkan hasil dari Glastopf yang hanya melayani port 80 
hanya menerima 16 serangan. Setelah mengelompokan dan menganalisis data serangan 
yang diterima kedua honeypot, dapat dilihat bahwa Dionaea menawarkan layanan yang 
lebih banyak dan lebih sensitif dalam menangkap serangan(malware) terutama pada port 
80 dibandingkan dengan serangan yang diterima Glastopf.  
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