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Semakin berkembangnya dunia teknologi dan informasi dewasa ini maka 
teknologi komputer dengan sistem jaringan berkembang dengan cepat pula,  salah 
satu bentuk nyatanya adalah teknologi Internet dan Intranet. 
Dengan adanya teknologi Internet maupun Intranet maka akan dibutuhkan 
pengamanan yang kuat terhadap sistem jaringan internal yang ada, banyak alat-
alat pengamaman yang bisa dipakai untuk melindungi sebuah sistem jaringan dan 
alat/sarana tersebut mempunyai kelebihan masing-masing dan memberikan 
ukuran perbandingan yang berbeda pula untuk masing-masing jenis terhadap 
suatu serangan. Alat pengamanan yang efektif dan yang paling paling populer 
adalah Firewall, kamus mendefinisikan Firewall sebagai berikut “Suatu dinding 
tahan api yang digunakan untuk mencegah merambatnya api”. Pada sistem 
komputer, Firewall internet mencegah bahaya apapun yang akan masuk kedalam 
sistem jaringan internal.   
 
 
 
