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Resumen 
BIND es el servidor de DNS más comúnmente usado en Internet,1 2 especialmente en sistemas Unix, en los cuales es un Estándar 
de facto. Una nueva versión de BIND (BIND 9) fue escrita desde cero en parte para superar las dificultades arquitectónicas 
presentes anteriormente para auditar el código en las primeras versiones de BIND, y también para incorporar DNSSEC (DNS 
Security Extensions). BIND 9 incluye entre otras características importantes: TSIG, notificación DNS, nsupdate, IPv6, rndc flush, 
vistas, procesamiento en paralelo, y una arquitectura mejorada en cuanto a portabilidad. Es comúnmente usado en sistemas 
GNU/Linux. 
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Abstract 
BIND DNS server is the most commonly used on the Internet, especially on Unix January 2 systems, which is a de facto standard. A 
new version of BINDwas written from scratch in part to overcome the architectural previously present difficulties to audit the code 
in early versions of BIND, and also to incorporate DNSSEC (DNS Security Extensions). BIND 9 includes among other important 
features: TSIG, DNS notification, nsupdate, IPv6, rndc flush, views, parallel processing, and improved in terms of portability 
architecture. It is commonly used on GNU / Linux systems. 
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Un servidor DNS (Domain Name System) es un sistema que nos permite usar nombres de dominio en lugar de 
direcciones IP. Su principal ventaja es que para nosotros es mucho más fácil recordar un nombre que una dirección IP. 
El servidor DNS más utilizado es BIND. Vamos a ver cómo instalarlo y configurarlo sobre él paso a paso.  
1. INSTALACIÓN DE BIND 
La instalación de BIND en Ubuntu, se puede realizar desde el Gestor de Paquetes de Synaptic, tal y como se aprecia en 
las siguientes imágenes, se introduce BIND9 en búsqueda rápida y se mostraran los paquetes en la zona central de la 
pantalla, se selecciona marcando la casilla que se encuentra a la izquierda del nombre del paquete y se selecciona Aplicar, 
acto seguido se procede a la descarga e instalación de los paquetes seleccionados y todos aquellos dependientes para el 
correcto funcionamiento del programa en este caso bind9-host al cual actualiza, y bind9utils que descarga como 
dependiente. 
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En la siguiente imagen se aprecia la descarga de los paquetes.  
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La otra posibilidad de descarga e instalación del programa BIND9 y sus paquetes dependientes es mediante la terminal 
bash de Linux Ubuntu, mediante el comando apt-get install bind9, el cual nos muestra la información en modo texto sobre 
los paquetes extra que serán instalados, los paquetes sugeridos para la instalación, los paquetes nuevos y las 
actualizaciones que serán realizadas en los paquetes existentes, todo ello se aprecia en la siguiente imagen. 
 
 
 
Procediendo al final del proceso a iniciar el servicio de DNS en el sistema  
2. CONFIGURACIÓN DE ARCHIVOS Y CONFIGURACIÓN DEL SERVIDOR DNS 
Una vez instalado el programa BIND9, se procede a configurar los archivos necesarios para el funcionamiento del 
mismo, en base a la configuración de nuestra red, en este caso para lograr que las maquinas clientes DNS tuvieran acceso 
además de a la red interna virtual a internet, se ha elegido el rango de IP 192.168.0.198 para el servidor DNS Ubuntu Linux 
cuyo nombre de equipo es “dns”, la siguiente IP es 192.168.0.199 para el cliente Windows XP cuyo nombre de equipo es 
“pc01” y la última IP es 192.168.0.200 para el cliente Windows XP cuyo nombre de equipo es “pc02”. 
Todos los equipos están en el dominio “jct.com”, por lo que sus nombres en el dominio son “dns.jct.com” para el 
servidor, “pc01.jct.com” para el pc01 y “pc02.jct.com” para el pc02. 
Todas las configuraciones siguientes se acreditaran mediante las capturas de imagen correspondientes. 
El primer archivo de configuración que se ha de configurar es /etc/bind/named.conf.local mediante el comando nano 
con una terminal de administrador abierta. 
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Realizado el mismo nos editara el archivo, en el cual introduciremos los siguientes parámetros para configurar la 
resolución de zonas directa e inversa de nuestro dominio en el servidor DNS, en este caso declaramos para la resolución 
de zona directa: 
 
zone “jct.com” {   (declaramos el nombre de dominio completo o FQDN) 
type master;    (declaramos el tipo de dominio en este caso maestro) 
file “/etc/bind/db.jct.com”;  (declaramos donde están contenidos los datos del dominio) 
};     (Fin de declaración) 
 
Para la resolución de zona inversa de nuestro dominio, a continuación de los parámetros de configuración de la zona 
directa se declara lo siguiente:  
 
zone “0.168.192.in-addr.arpa” {  (se declaran los 3 primeros octetos de la ip de nuestra red en este caso es  
     192.168.0.0)  
type master;    (declaramos el tipo)  
file “/etc/bind/db.192”    (declaramos donde están contenidos los datos)  
};      (fin de declaracion)  
 
Tanto el archivo “db.jct.com” y “db.192” no existen y habra que crearlos a partir de otros archivos existentes, el archivo 
“db.192” en este caso esta declarado conteniendo los 3 primeros octetos de la ip de la red pero se podria haber declarado 
con 1 o con 2 de los octetos de la siguiente forma “192.in-addr.arpa” en la declaracion de zona en el interior del archivo 
“db.192” contendria los restantes 3 octetos de la direccion ip de cada equipo de red, o 2 en el caso de declarar 2 octetos 
en in-addr.arpa.  
 
 
 
Ya tenemos declaradas las zonas de nuestro dominio, tanto directa como inversa, y el tipo de dominio que es maestro, 
se va a proceder a declarar los registros de nuestra zona de resolucion directa, para ello realizamos desde la terminal bash 
de linux un cp /etc/bind/localhost /etc/bind/db.jct.com el cual nos creara una copia con el nombre de nuestro archivo de 
configuracion y pasaremos a editarlo mediante el comando nano /etc/bind/db.jct.com, como se aprecia en la imagen 
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aumentamos el numero de serie en uno por los cambios efectuados, declaramos SOA a nuestro dominio y le añadimos ns. 
asi como un punto al final del sufijo ns.jct.com. lo que indica que es el servidor principal de nombres, introducimos la 
direccion de correo sustituyendo la @ por un ., root.jct.com, y declaramos IN NS a nuestro dominio ns.jct.com., mediante 
A (address direction) 127.0.0.1 le indicamos que es el mismo, la AAAA es la direccion ipv6 en este caso ::1 e indicamos la 
direccion ip en la red del servidor de nombres ns IN A 192.168.0.198. 
 
 
 
A continuacion nombramos los distintos equipos por su nombre de HOST y sus correspondientes ips que componen el 
dominio ( dns.jct.com IN A 192.168.0.198) como se aprecia en la imagen, guardamos el archivo y salimos del mismo.  
A continuacion configuramos la zona de resolucion inversa de nuestro servidor editando el archivo “db.192”, y se 
configura teniendo en cuenta las declaraciones realizadas en el archivo de zona de resolucion directa, declaramos como 
SOA nuestro servidor de nombres “ns.jct.com”, el correo del administrador, y al ser la zona de resolucion inversa 
declaramos en primer lugar en este caso el ultimo octeto de las ips del servidor de nombres y de los equipos de nuestro 
dominio y a continuacion el nombre de HOST de los mismos.  
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A continuacion comprobamos que nuestro equipo servidor de DNS su nombre de HOST corresponde con lo solicitado 
en esta practica editando el archivo /etc/hostname.  
 
 
 
Como deseamos que nuestro servidor DNS provea de resolucion de nombres no solo a nuestro dominio sito en la red 
local sino que ademas deseamos que provea resolucion de nombres de internet, editamos el archivo 
/etc/bind/named.conf.options y editamos las lineas comprendidas entre fowarders y añadimos las direcciones de los 
servidores DNS que nos ha proporcionado nuestro proveedor de servicios de internet en este caso 192.168.0.1. 
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Editamos el archivo /etc/resolv.conf para que el equipo linux sepa que es el mismo el servidor DNS para eso 
modificamos los parametros como se observa en la imagen inferior.  
 
 
 
Una vez configurados todos los parametros reiniciamos el servidor DNS BIND en nuestra maquina mediante el comando 
/etc/init.d/bind9 restart como se observa en la imagen inferior.  
 
 
 
Una vez realizados estos pasos la instalacion y configuaracion de nuestro servidor DNS mediante el programa BIND 
estara completa y estara lista para ser comprobada.  
 ● 
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