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Nadzor digitalnih medijev nad uporabniki kot panoptikonski sistem 
 
Vzpon in današnja vseprisotnost digitalnih medijev ter interneta uporabnikom predstavljata 
neskončen vir informacij. S svojo aktivno participacijo, z možnostjo (so)kreiranja medijskih 
vsebin in vpogleda v širok spekter informacij, jim mediji dajejo občutek, da imajo kot aktivni 
uporabniki nadzorstveno funkcijo. Na tej točki pride do reverzibilnega procesa, saj so ravno 
uporabniki postali predmet nadzora, ki je z vzponom digitalnih medijev in interneta postal 
vseprisoten ter se le še dodatno okrepil. V začetku besedila bomo opredelili nadzor in kako se 
je ta v družbi razvijal skozi zgodovino do vzpona informacijsko-komunikacijskih tehnologij in 
interneta. V nadaljevanju bomo definirali Benthamovo opredelitev Panoptikona in Foucaultovo 
nadaljevanje istega koncepta o panoptikonskem sistemu v sodobni družbi ter ga aplicirali na 
nadzor medijev. Vse teoretske ugotovitve bomo navezali na družbeno omrežje Facebook in se 
osredotočili na naturalizacijo nadzora na omenjeni spletni platformi. S pomočjo analize 
diskurza bomo v empiričnem delu analizirali, kako arhitekturna platforma Facebook omogoča 
nadzor nad uporabniki in ugotovitve aplicirali na panoptikonski sistem.  
Ključne besede: Foucault, nadzor, mediji, panoptikon, Facebook. 
 
 
Surveillance of digital media over its users as a panopticon system 
 
The rise and current omnipresence of digital media and internet provide users with the 
infinitive source of information. With their active participation, the possibility to (co-)create 
media content and ability of insight into the broad spectrum of information, users are given the 
feeling of the surveillance function by digital media. At this juncture the reversible process 
occurs because users have become the subject of surveillance, additionally, surveillance has 
been strengthened and omnipresent with the rise of digital media and the internet. At the 
beginning of the text, we define surveillance and its development in society through history 
until the rise of the information and communication technologies and internet. Furthermore, we 
explain Bentham’s definition of the Panopticon and Foucault’s continuation of the concept of 
panopticon system in the modern society. Moreover, we apply it to the surveillance of media.  
We attach all the theoretical findings to Facebook social media, and we focus on the 
surveillance naturalization on the aforementioned web platform. With the discourse analysis in 
the empirical part we analyse how Facebook enables surveillance over users and apply our 
findings on panopticon system.  
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Digitalni mediji in internet uporabnikom omogočajo dostop do ogromne količine informacij, 
denimo do podatkov drugih ljudi na družbenih omrežjih, državnih in zasebnih institucij ter 
krajev, skratka dostop do ''celega sveta''. Uporabniki imajo na podlagi širokega spektra 
vpogledov na različna področja občutek, da jim mediji kot aktivnim uporabnikom podeljujejo 
neke vrste nadzorstveno funkcijo. Na tej točki pride do reverzibilnega procesa, saj so v bistvu 
prav uporabniki tisti, ki so venomer pod nadzorom. Čeprav gre pri nadzoru na področju uporabe 
digitalnih medijev in interneta za dvosmeren proces, saj ga imajo tako upravljalci kot 
uporabniki, so slednji tisti, ki so deležni večjega nadzora. Danes ta nadzor v veliki meri vrši 
tako imenovana umetna inteligenca, ki z nastavljenimi algoritmi zbira in arhivira informacije o 
uporabnikih, spremlja njihovo aktivnost in odnose med posamezniki ter jih na podlagi teh 
podatkov klasificira. Uporabniki digitalnih medijev so tako postali predmet nadzora, slednji pa 
je postal vseprisoten v družbenem življenju. 
Internet in družbena omrežja so v relativno kratkem času prodrla v vse sfere našega življenja 
ter zavzela ključno vlogo v sodobni kulturi in družbi nasploh. Ne le, da so preoblikovala načine 
naše komunikacije, pač pa se je njihova raba integrirala v naš vsakdan. Njihova vedno večja 
integracija vpliva tako na naše delo, študij in nakupovanje kot na mnoga druga področja, hkrati 
pa je imela velik vpliv na preoblikovanje družbenih, gospodarskih in političnih odnosov 
(Farinosi in Taipale, 2018, str. 53). S pojavom informacijske dobe in razvojem tehnologije so 
uporabniki tehnologij oz. družba nasploh postali še bolj izpostavljeni nadzoru, kot so to bili v 
času pred informacijsko dobo, torej v industrijski dobi. Tehnologija in mediji so razvijalcem 
omogočili nadgradnjo mehanizmov nadzora. Slednji je postal venomer prisoten in intenziven 
ter bdi nad slehernim virtualnim manevrom uporabnikov (Miller, 2011, str. 111). 
Internet je dinamična platforma, ki uporabnikom omogoča participativnost v njegovem 
prostoru. Uporabnikom je omogočena interakcija z ostalimi uporabniki, dopuščena jim je 
kreativnost pri oblikovanju vsebin, imajo možnost redistribucije in izmenjave informacij ter 
mnenj, hkrati pa lahko izražajo svoja stališča. Ravno participativna sovpetost v kreiranje 
medijskih vsebin omogoča uporabnikom določen nadzor nad vsebinami inkibernetskimi 
manevri drugih uporabnikov. Vendar pa niso le uporabniki tisti, ki jim mediji podeljujejo 
nadzorstveno funkcijo, pač pa je slednja reverzibilna. Oblast in druge kapitalistične korporacije 
vršijo nadzor nad posamezniki tako v javni kot zasebni sferi. S pomočjo nadzora vzpostavljajo 
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totalitaren sistem pod pretvezo demokracije. Uokvirjajo mišljenja posameznikov in kreirajo 
njihovo življenje, kar je pokazala tudi Foucoltova analiza panoptikonskega sistema. 
Posamezniki namreč še zmeraj nimajo dovolj svobode in moči, da bi sami krojili lastno 
življenje, kar se je izkazalo tudi na podlagi Facebookove afere Cambridge Analityca (Angus in 
Winslade, 2015, str. 9). 
V nadaljevanju diplomskega dela bomo s pomočjo kvalitativne metode opredelili zgodovinski 
nastanek nadzora in kako se je ta udejanjil v vseh sferah tako družbenega kot zasebnega 
življenja, sploh pa v dobi množičnih medijev in interneta. Nato bomo na podlagi predelane 
literature opredelili Benthamov panoptikon in Foucaltov panoptikonski sistem ter slednjega 
aplicirali na nadzor medijev, še posebej v kibernetskem prostoru. Predelano literaturo in teorijo 
bomo v empiričnem delu aplicirali na študijo primera, kjer bomo s pomočjo analize diskurza 
analizirali arhitekturno platformo družbenega omrežja Facebook. Zanimalo nas bo, kako 
njegova zasnova in delovanje omogočata vpogled v življenje, interese, spletno aktivnost in 
psihološki profil uporabnikov ter nenazadnje, kako poteka nadzor nad in med le-temi. Na 
podlagi ugotovitev bomo skušali odgovoriti na naslednji raziskovalni vprašanji, in sicer na 
kakšen način arhitekturna platforma družbenega omrežja Facebook omogoča nadzor nad 
uporabniki in na podlagi katerih ključnih elementov arhitekturne platforme Facebook lahko le-
tega primerjamo s panoptikonskim sistemom. Ob koncu diplomskega dela bomo potrdili oz. 
ovrgli zastavljeni tezi. Prva teza trdi, da princip delovanja medijskih platform lahko enačimo s 
panoptikonskim sistemom. Druga teza pravi, da je arhitekturna platforma družbenega omrežja 
Facebook zasnovana tako, da omogoča nadzor nad njegovimi uporabniki.  
Cilj diplomskega dela je poiskati paralele med panoptikonskim sistemom in nadzorom, ki 










2 POD BUDNIM OČESOM – OD TEMELJEV NADZORA DO VSEPRISOTNEGA 
PANOPTIKONSKEGA SISTEMA 
 
Tekom zgodovine smo bili priča različnim definicijam in teoretskim konceptov nadzora. Vsem 
je v splošnem skupno, da gre za usmerjen vpliv, ki teži k zastavljenemu cilju, brez njegovega 
delovanja pa bi družba težko delovala oz. celo ne bi mogla obstajati. Gre za orodje, ki usmerja 
delovanje posameznikov oz. pripadnikov neke družbe, hkrati pa se pojavlja tudi v obliki 
zbiranja informacij, na podlagi katerih lahko nadzorni usmerjajo vedenje in delovanje 
posameznikov. V nadaljevanju diplomskega dela se bomo podrobneje lotili različnih definicij 
nadzora in opredelili definicije Panoptikona kot arhitekturne zasnove ter panopticizma. 
Panoptikon je torej arhitekturna zasnova, ki jo je zasnoval angleški filozof Jeremy Bentham. 
Tega je opredelil kot načrt zapora, ki nadzornikom omogoča konstanten vpogled v celice 
zapornikov, medtem ko sami niso vidni. Gre za sistem asimetričnega transparentnega nadzora, 
v katerem se nadzorovani zavedajo, da so venomer izpostavljen predmet nadzoru, kar pa 
posledično privede do samonadzorovanja. Benthamova arhitekturna zasnova Panoptikona je 
služila kot odskočna deska za nadaljnje teoretske razprave o nadzoru, ki so ga obravnavali 
predvsem kot tehnologijo oblasti. Eden izmed temeljnih avtorjev, ki je razvil teorijo nadzora 
kot novo tehnologijo oblasti na podlagi koncepta Benthamovega Panoptikona, je bil filozof 
Michel Foucault. Panoptikonski sistem je razumel kot novi mehanizem nadzora, ki ga uporablja 
disciplinarna oblast. Gre za konstantno izvajan nadzor nad posamezniki z namenom discipline 
le-teh (Kovačič, 2006, str. 22–24).  
 
2.1 ZGODOVINSKI PREGLED NASTANKA NADZORA 
Nadzor je že pradavni pojav, ki je služil kot orodje nadzorovanja med posamezniki, tako za 
namene organizacije v skupnosti kot skrbi za druge. Začetki formalnega nadzora s strani oblasti 
segajo v čas starodavnih civilizacij. Denimo Egipčani so s pomočjo nadzora urejali 
administrativne zadeve, torej popisovali prebivalstvo, imigracije, s pomočjo nadzora 
obdavčevali prebivalstvo itd. Podobne poskuse zapisov o prebivalstvu pa so zgodovinarji našli 
že pri nomadskih ljudstvih iz 15. st. pr. n. št. Nadzor je torej skozi zgodovino venomer prisoten 
pojav, tekom časa so se spreminjale le tehnike izvajanja nadzora, načini pridobivanja informacij 
in hranjenja le-teh, obstoječe kapacitete, ki so bile na voljo za arhiviranje informacij … Močan 
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porast nadzora se je zgodil v času razvoja tiska. Sicer je bil nadzor že od samega začetka 
razumljen kot orodje, ki  tistemu, ki ga izvaja, podeljuje moč (Lyon, 1994, str. 22–23).   
Sociologi 19. stoletja so družbeni nadzor razumeli kot nekaj dobrega, saj ta po njihovem mnenju 
omogoča sobivanje posameznikov v družbi, hkrati pa vzpostavlja red. Družbeni nadzor so 
razumeli kot orodje, s katerim opravljajo predvsem državni organi in kapitalistični podjetniki, 
ki težijo k doseganju svojih ciljev (Kovačič, 2003, str. 19). Zagovorniki marksizma so denimo 
nadzor razumeli kot sredstvo za nadzorovanje produktivnosti delavcev, ki bi delovali k 
maksimiranju produkcije in obenem pazili na čim manjše stroške. Nadzor so razumeli v 
navezavi z močjo in disciplino (Kovačič, 2003, str. 20).  
Foucault nadzor razume kot sredstvo za dobro dresiranje posameznikov. Mehanizmov 
dresiranja se poslužuje disciplinska oblast, katere glavni namen je, da zdresira neuporabne 
množice teles do te mere, da se ji uklonijo oz. podredijo in se začnejo vesti disciplinirano. Za 
mehanizme nadzora, ki se jih poslužuje disciplinska oblast je značilno tudi, da posameznike ves 
čas analizira, klasificira in diferencira (Foucault, 2004, str. 189). 
Ena izmed starejših definicij družbenega nadzora iz začetka 20. stoletja, le-tega definira kot 
skupek procesov, preko katerih skupnost postane družba. Tako družbeni nadzor kot vzajemna 
podreditev posameznikov neke družbe izvirata iz konflikta. Izoblikujeta in okrepita se skozi 
procese prilagajanja in asimilacije. Tako so tradicija, ljudski običaji in navade, verska in 
politična prepričanja, javno mnenje, zakoni itd. le ene izmed oblik oz. drugačnih poimenovanj 
družbenega nadzora.  Zakoni so sicer eden najočitnejših izkazov institucionaliziranega 
družbenega nadzora, zaradi tega pa niso druge oblike družbenega nadzora nič manj efektivne 
(Ezra Park, 2007, str. 104). 
Nadzor, kot ga poznamo v sodobni družbi, se je začel razvijati s pojavom vojaških organizacij, 
industrializacijo, kapitalizmom, predvsem pa z vzponom informacijsko-komunikacijskih 
tehnologij, ki so vplivale tudi na pojav dilem o problematiki zasebnosti posameznikov 
(Kovačič, 2003, str. 22). Podobno trdi tudi Lyon, ki pravi, da je vzpon družbe nadzora neločljivo 
povezan z razvojem nacionalne države, kjer so se začele vzpostavljati administrativne prakse 
in birokratske organizacije. Življenja posameznikov  v neki nacionalni državi so z vzponom le-
te postala predmet nadzora s strani birokratičnih institucij. Avtor na tovrsten nadzor gleda iz 
dveh perspektiv; nadzor kot preventiva situacijam, ki bi lahko vplivale na razpad sistema in kot 
način pridobitve polnega državljanstva posameznika in pravice do demokratične participacije 
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v novem sistemu, kar pa zahteva pošteno obravnavo vseh posameznikov, ki jo dosežejo skozi 
identifikacijo posameznikov in njihovo registracijo v državne dosjeje (Lyon, 1994, str. 33).  
 
2.2 SPLOŠNI DRUŽBENI NADZOR  
Družbeni nadzor iz vidika sociologije se nanaša na številne principe, s pomočjo katerih se 
regulira vedenje, misli in videz posameznikov. Slednje lastnosti posameznikov so pogojene z 
družbenimi normami, pravili, zakoni in socialno strukturo družbe, ki poganjajo mehanizem 
nadzora. Večina sociologov se strinja, da je družbeni nadzor nujen sestavni del družbenega 
reda, saj družba brez nadzora sploh ne bi mogla obstajati (Crossman, 2019). Družbeni nadzor 
se torej iz splošnega vidika nanaša na vse mehanizme in prakse, ki ljudi bodisi neposredno 
bodisi posredno prisilijo do tega, da svoje vedenje podredijo ali prilagodijo določenemu 
standardu oz. normi. Učinkovit družbeni nadzor naj bi s svojimi mehanizmi posameznike 
pripravil do poslušnosti do družbenih norm, saj se zavedajo, da ob kršitvi pravil lahko sledijo 
sankcije (Chriss, 2010, str. 4). 
Družbeni red oziroma nadzor je trajen, vseživljenjski proces socializacije, ki ga je deležen vsak 
posameznik. Ti se vse od rojstva učijo ustaljenih pravil in norm neke družbe, prilagajajo se 
vedenjskim in interaktivnim pričakovanjem, ki so skupna posameznikovi družini, sovrstnikom, 
njihovi skupnosti in splošni družbi (Crossman, 2019).  
Nadzor lahko razumemo tudi kot predpostavko, ki omogoča uspešno sodelovanje 
posameznikov v neki družbeni organizaciji. Za uspešno sodelovanje je potrebna avtoriteta, ki 
skrbi za razreševanje konfliktov med posamezniki in družbi nasploh. Družbeni nadzor je potem 
takem nekaj pozitivnega, ki omogoča nekonfliktno bivanje v družbi, saj vpliva na disciplino in 
samonadzor posameznikov. V primeru kršenja pravil, norm in družbenih pričakovanj, so 
posamezniki deležni sankcij bodisi formalnih bodisi neformalnih (neodobravajoči pogledi, 
obrekovanja, družbeno izobčenje itd.). Nadzor pa ima v sodobni družbi tudi protislovno vlogo, 
saj gre po eni strani za upravljanje in usmerjanje delovanja ljudi, na drugi strani pa 
posameznikom sploh omogoča življenje v neki družbi. Sodobna družba tako od posameznikov 
zahteva, da pristanejo na določeno stopnjo nadzora, saj je vidnost postala njena norma 
(Kovačič, 2006, str. 18–22).  
Prav tako tudi družbeni nadzor delimo na formalnega in neformalnega. Neformalne oblike 
družbenega nadzora se nanašajo na skladnost posameznikov z normami in vrednotami neke 
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družbe ter se ga priuči skozi proces socializacije. Formalni družbeni nadzor uveljavlja država 
in predstavniki le-te. Gre za uzakonjena pravila, ki ohranjajo družbeni nadzor. V primeru, da 
posameznik krši formalna pravila, ki zagotavljajo nadzor, vmes intervenirajo policija ali drugi 
državni organi (Crossman, 2019). 
Lyon (v Lyon, 1995, str. 26) nadzor v moderni družbi opredeli kot orodje, ki omogoča vse večje 
nadzorovanje in opazovanje posameznikov, beleži njihove aktivnosti in jih klasificira z 
namenom ustvarjanja populacije, ki bi ustrezala družbenim normam. Hkrati nadzor opredeljuje 
kot orodje, ki je neločljivo povezano z močjo. 
 
2.3 NADZOR V DOBI MNOŽIČNIH MEDIJEV IN INTERNETA  
Klasični nadzor po navadi razumemo kot namensko spremljanje posameznikovih aktivnosti s 
strani organov, ki imajo premoč in avtoriteto. V času razmaha množičnih medijev v ospredje 
prihaja participativni nadzor, pri katerem posamezniki prostovoljno spremljajo eden drugega 
preko družbenih omrežij (Fulton in Kibby, 2017, 189). 
Nadzor se je z vzponom tehnologije, digitalnih medijev in interneta še dodatno poglobil, okrepil 
in globaliziral. Večji nadzor nad informacijami in podatki drugih ljudi imajo tako uporabniki 
kot tudi upravljalci raznih spletnih platform ter oblast. Oboji so z vzponom interneta in 
tehnologij pridobili neomejen nadzor nad nami. S pomočjo tako imenovane umetne inteligence 
lahko spremljajo vsakršne aktivnosti uporabnikov, posegajo po njihovih informacijah in 
nadzorujejo odnose med njimi. Informacijsko-komunikacijska tehnologija in internet sta tako 
omogočila še dodatno krepitev nadzora. Njun namen je tako aktivno zbiranje kot arhiviranje 
podatkov, kar je privedlo do ogrožanja zasebnosti uporabnikov (Kovačič, 2006, str. 28–29). 
Ker velike korporacije in oblast na dnevni ravni v računalniških bazah beležijo in hranijo 
natančne informacije o poteku našega osebnega življenja, je Lyon sodobno družbo poimenoval 
''družba nadzora'' (Lyon, 1994, str. 3).  
Glede nadzora s strani digitalnih medijev in interneta sta se v razmahu le-teh pojavili dve 
opoziciji. Na eni strani so bili tisti pripadniki, ki so trdili, da kibernetski prostor omogoča 
popolno svobodo delovanja uporabnikom, medtem ko je njihova opozicija trdila, da gre le za 
nadgradnjo starejših mehanizmov nadzora, ki so ga prilagodili novemu prostoru, in sicer naj bi 




Nadzor lahko deluje dvosmerno, in sicer s strani oblasti ali družbe proti posamezniku ali 
reverzibilno. Sodobna tehnologija in mediji pa so tovrsten dvosmeren nadzor omejili na 
predvsem enosmeren proces, ki je veliko bolj usmerjen k nadziranju posameznikov kot oblasti. 
Nadzorovanje je s pomočjo novih tehnologij postalo neopazen in venomer vseprisoten pojav 
(Kovačič, 2006, str. 22). Tovrsten nadzor nad podatki je postal rutinski in je namenjen 
klasificiranju uporabnikov. Sodobne tehnologije, ki omogočajo nadzor, so skoraj nevidne, 
predvsem pa neprostovoljne. Uporabniki so tako primorani sprejeti dejstvo, da so pod 
nadzorom, saj se temu ne morejo izogniti. Sicer ne gre le za nadzorovanje in obravnavo točno 
določenega uporabnika, pač pa za kategorizacijo vseh (Kovačič, 2006, str. 30). 
Zaradi vzpona nadzora, ki sta ga omogočila tehnološki razvoj in množični mediji, se je pod 
vprašaj postavila tudi pravica o zasebnosti posameznikov, hkrati pa je v družbi vzniknil strah 
pred izgubo le-te. Začele so se zabrisovati meje med zasebnim in javnim. Dom je pred vzponom 
digitalnih medijev pomenil zasebni prostor posameznika, kjer je bila njegova zasebnost 
nedotakljiva. Omogočal je umik pred javnim življenjem in nadzorom, ki je vladal tam zunaj  
(Lyon, 1994, str. 14–16). Z razvojem množičnih medijev pa so ti vstopili v naš dom, postali del 
naših vsakdanjih praks, in kot pravi McLuhan, postali podaljšek naših teles ter tako začeli 
zabrisovati meje med zasebnim in javnim. Znotraj doma, ki je nekoč veljal za zasebno sfero, so 
uporabniki medijev dobili dostop  do zunanjega, javnega sveta, hkrati pa sami postali predmet 
nadzora. Lyon (v Lyon, 1994, str. 180) tehnološki nadzor enači z Orwellovim ''Velikim 
bratom'', saj se zdi, da mu posamezniki več ne morejo uiti in se skriti pred njim. Vse je postalo 
javno, transparentno in vidno nevidnim drugim. Zasebnost in stene domov, ki so nekoč nudile 
zatočišče pred javnim, so zrušile digitalne tehnologije in množični mediji. 
Eden izmed mehanizmov nadzora, ki se ga zmeraj bolj poslužujejo novi digitalni mediji, je 
zbiranje biometričnih podatkov. Gre za proces, ki je venomer bolj v porastu. Biometrične 
informacije, ki jih nadzorniki pridobijo na podlagi uporabe digitalnih medijev in družbeni 
platform s strani uporabnikov, omogočajo edinstveno identifikacijo posameznikov na podlagi 
njihovih fizičnih in bioloških lastnosti, ki se pretvorijo v elektronski zapis (Schmidt in Cohen, 
2013, str. 77). S tem, ko je denimo Facebook omogočil, da lahko lažje sledimo objavam drugih 
uporabnikov, ki delijo naše slike na podlagi vektorske točkovne zaznave našega obraza in s 
tem, ko nam tehnologija omogoča, da lahko mobilni telefon odklenemo na podlagi prstnega 
odtisa, ni prišlo le do napredka tehnologije v tej meri, da nam olajša uporabo, pač se sunkovito 
približujemo novi eri vsesplošnega digitalnega nadzora, ki je prešel v popolnoma druge 




2.4 BENTHAMOV PANOPTIKON 
Jeremy Bentham, angleški pravnik in filozof, je leta 1791 opredelil arhitekturni načrt zapora, ki 
ga je poimenoval Panoptikon.  
Gre za arhitekturno figuro (gl. sliko 2.1 in 2.2), ki sicer v realnosti ni bila nikoli zgrajena. Stavba 
sestoji iz oboda v obliki prstana, znotraj tega poslopja pa stoji nadzorni stolp. V obodu so 
pozicionirane celice zapornikov, ki jih obdajata dve okni; ena na zunanji strani oboda, ki 
osvetljuje celico in druga na notranji strani, ki gleda proti nadzornemu stolpu in se ujema z 
velikimi okni na njem, ki so usmerjene v celice.  Nasprotna svetloba v celicah na notranjih 
oknih oboda izriše silhuete in tako omogoča vpogled v celice nadzornikom, ki se nahajajo v 
stolpu. Gre za obrnjeno načelo temnice; namesto, da se zapornike zapira v temnice, se jih v tej 
arhitekturni zasnovi osvetljuje in izpostavlja pogledu. Foucalt pravi, da je prav vidnost tista, ki 
predstavlja past (Foucault, 2004, str.  219–220). Namen vidnosti, ene izmed temeljnih lastnosti 
panoptikona, je ta, da zapornike na nek način poučuje ustreznega vedenja in tako maksimizira 
cilje določene institucije. Hkrati gre za lastnost, ki je ena od ključnih značilnosti delovanja naše 
družbe. Gre za vrsto moči v obliki stalnega nadzora nad posamezniki z namenom, da bi slednji 
upoštevali in se vedli v skladu z družbenimi normami (Brunon-Ernst, 2013, str. 8).  
Poleg tega, da so zaporniki pod konstantnim nadzorom, so celice ločene tako, da jim je odvzeta 
tudi pravica do komunikacije med njimi samimi. Nadzornik ima iz nadzornega stolpa možnost 
poslušati dogajanje v celici, kar mu omogoča kositrna cev, ki je speljana iz stolpa v vsako celico 
posebej. Vstop in izstop iz Panoptikona je omogočen le po eni poti (Kovačič, 2006, str. 23). 
Arhitekturno zasnovo panoptikona lahko torej razumemo kot disciplinski aparat, ki enemu 
samemu pogledu omogoča nenehno vidnost in kontinuiran ter intenziven nadzor s strani 








Slika 2.1: Arhitekturna zasnova Benthamovega Panoptikona 
 
 
Vir: Wikipedia (2018). 
 
Slika 2.2: Notranji izgled Benthamovega Panoptikona 
 
Vir: Publicationcoach.com (2018). 
 
 
Glavni cilj panoptikona teži k stalnemu nadzoru in tako zagotavlja samodejno delovanje oblasti. 
Nadzorni se zavedajo, da so neprestan objekt nadzora in izpostavljeni pogledu. Bentham je 
izpostavil dva pogoja, in sicer, da mora biti oblast vidna, hkrati pa nepreverljiva. Zaradi 
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nepreverljivosti oblasti, zapornik nikoli ne bo vedel, ali je ravno takrat predmet pogleda oz. pod 
nadzorom. Zaradi nepreverljive navzočnosti ali odsotnosti nadzornika, se jetniki začnejo 
samonadzorovati. Glavna značilnost panoptikona je torej ta, da so jetniki v obodu zmeraj vidni, 
sami pa nikoli ne morejo videti v središčni stolp, čeprav vedo, da jih iz stolpa morebiti lahko 
nadzorujejo nadzorniki (Foucault, 2004, str. 221). Bivanje v panoptikonu temelji na 
transparentnosti in nezaupanju, saj so zaporniki pod stalnim nadzorom, hkrati pa so izgubili 
svojo avtonomijo (Engel, 2018, str. 2).  
Bentham je menil, da tovrstna zamisel o prosojnosti in neprenehni vidnosti, ki jo omogoča 
Panoptikon, ni primerna le za zapore, pač pa tudi za druge institucije, denimo bolnišnice, 
norišnice, šole, pa tudi za namene nadzorovanja političnih skupščin. Tovrstna vpeljava 
arhitekturne zamisli v realnost naj bi po njegovem mnenju 'izboljšala moralo' (Kovačič, 2006, 
str. 24). Hkrati je bil mnenja, da lahko tovrsten nadzorni stroj, kot je panoptikon, doprinese k 
razvoju dobre vlade (Brunon-Ernts, 2013, str. 8). 
V nadaljevanju bomo spoznali Foucaultovo interpretacijo panoptikonskega sistema. Ta je svojo 
teorijo razvil na podlagi Benthamovega arhitekturnega koncepta panoptikona in bil zaslužen, 
da je slednjega spoznalo širše občinstvo. Prav tako je Benthamov panoptikon postal predhodnik 
Big Brotherja (Brunon-Ernst, 2013, str. 3). 
 
2.5 FOUCAULTOVA TEORIJA PANOPTIKONSKEGA SISTEMA 
Ta zaprti, razrezani, na vseh točkah nadzorovani prostor, v katerem so posamezniki posajeni na 
točno določeno mesto, v katerem je tudi najmanjše premikanje nadzorovano, v katerem 
registrirajo vse dogodke, v katerem nepretrgano pisno delo povezuje središče in obrobje, v 
katerem se oblast izvršuje nedeljeno in v skladu s kontinuirano hierarhijo, v katerem slehernega 
posameznika nenehno opazujejo, preiskujejo in uvrščajo med žive, bolne in mrtve - vse to tvori 
kompakten model disciplinskega dispozitiva (Foucault, 2004, str. 217). 
Benthamov Panoptikon je predstavljal temelje nadaljnji teoriji o panoptikonskem sistemu, ki jo 
je kot nov mehanizem za izvajanje nadzora s strani disciplinarne oblasti opredelil francoski 
filozof Michel Foucault. 
Foucault je ugotovil, da je Benthamov Panoptikon služil kot odličen prototip novemu tipu 
kaznovanja, ki se je pojavil konec 18. stoletja. Pred tem je kaznovalni sistem temeljil na 
'spektaklu mučenja'. Kaznovanje zapornikov je predstavljal javni dogodek, s pomočjo katerega 
se je oblast razkazovala. Prakse javnega kaznovanja telesa pa so konec 18. stoletja zamenjale 
prakse, ki so pri kaznjencih učinkovale na voljo. Po Foucaltovih besedah je šlo za kaznovanje 
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duše. Namen kaznovanja je bil zdravljenje posameznikov z namenom odvračanja od škodljivih 
in nezaželenih ravnanj. Oblast je tako na podlagi Panoptikona začela uporabljati nov 
mehanizem kaznovanja, in sicer s pomočjo nadzorovanja. Ta se je usmeril na ljudi in je bil 
konstantno prisoten. S pomočjo takšnega nadzora ima oblast sposobnost nadzorovati 
posameznike, jih dresirati in po potrebi tudi kaznovati. Zaradi tega Foucault takšno oblast 
poimenuje disciplinarna oblast (Kovačič, 2006, str. 24).  
Zapornika panoptikona opiše kot objekt, ki je deležen asimetričnega nadzora. Ta je namreč 
venomer viden, a sam ne vidi. Je predmet informacij, a nikoli subjekt v komunikaciji 
(McMullan, 2015).  
Foucault je torej Panoptikon razumel kot metaforo, ki mu je omogočala, da je raziskal odnos 
med sistemi družbenega nadzora in ljudmi znotraj disciplinske situacije, navezan na koncept 
moči in znanja. Pravi namreč, da moč in znanje izhajata iz nadzora in opazovanja drugih. Moč 
prihaja iz znanja, ki si ga opazovalec pridobi tekom opazovanja. Pri tovrstnem izvajanju 
nadzora, kot ga omogoča panoptikonski sistem, gre za sprejetje nadzora in predpisov ter 
pokornost s strani nadzorovanih. Prišlo je do normalizacije nadzora, ki pa izvira iz grožnje 
discipline. Ustrezno vedenje se tako ne doseže s popolnim nadzorom, pač pa s panoptično 
disciplino, ki populacijo spodbuja, da se prilagodi internalizaciji disciplinarne resničnosti. 
Foucault trdi, da nevarnost nadzora ni ta, da bi družbeni red ljudi zatrl, pač pa ta, da jih 
izoblikuje in formira po svojih načelih (Mason, b. d.).  
Disciplino opredeljuje kot specifično tehniko sumničave oblasti, ki posameznika dojema tako 
za predmet kot orodje za svoje izvrševanje (Foucault, 2004, str. 189). Oblast je začela 
panoptikonski nadzor vpeljevati v arhitekturne zasnove javnih ustanov. Foucault se je 
osredotočil na raziskavo tovrstnega psihološkega principa in delovanja panoptikona kot 
arhitekturne zasnove in prišel do sklepa, da je nadzor bolj učinkovit, če se ljudi (denimo 
paciente, zapornike itd.) ne postavlja v samice in temnice, pač pa se jih izpostavi pogledu in 
zunanjemu nadzoru. Pri definiciji panoptikona se ni osredotočal le na nadzor, ki se vrši s 
pomočjo arhitekturnih zasnov, pač pa ga je dojemal kot vsesplošni družbeni nadzor, ki poteka 
s pomočjo satelitov, mobilnikov in videokamer (Likar, Ostan, Pleterki, Rožič in Štular, 2008, 
str. 15–16). Tovrstna disciplinska oblast je prisotna povsod, saj je pod nadzorom popolnoma 
vsako območje, je vselej budna in deluje nenehno, a v velikem delu po tiho (Foucault, 2004, 
str. 197). Opazovani akterji se sicer v večini zavedajo, da so v polju vidnosti. Zaradi tega 
prevzamejo prisile oblasti, le-tej pa posledično ni potrebno uporabiti sile, s katero bi akterje 
pripravili, da ubogajo ukaze (Foucault, 2004, str. 222). Nadzorovani začno brez prisile sami 
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regulirati svoje vedenje, da bi čim bolje ustrezali družbenim in političnim pričakovanjem 
(Wolters, 2013).  
Foucault nenehno nadzorovanje razume kot nenehno kaznovalnost, ki deluje v režimu 
disciplinske oblasti. Kaznovanje deluje tako, da diferencira posameznike  v razmerju eden do 
drugega, hkrati pa določa zunanjo mejo nenormalnega. Gre za popoln in venomer prisoten 
nadzor in posledično kaznovanje, ki ''primerja, diferencira, hierarhizira, homogenizira in 
izključuje''. Avtor te značilnosti povzame z eno besedo, in sicer pravi, da gre za normalizacijo 
(Foucault, 2004, str. 203).  
Panoptični nadzor je v dobi digitalnih tehnologij in medijev postal še močnejši. Sodobna 
nadzorna tehnologija se uporablja v mestnih javnih prostorih, kjer s pomočjo kamer izvajajo 
nadzor nad mimoidočimi, hkrati pa so posamezniki pod nadzorom tudi v privatnih prostorih. Z 
vsakokratno uporabo digitalnih medijev, postanejo predmet nadzora. Gre torej za sledenje in 
nadzor ter spreminjanje vedenja posameznikov, ki niso zaprti, pač pa mobilni (Mason, b. d.). 
Koncept Panoptikona po besedah Kurnika (v Kurnik, 1997, str. 946) ni utopija. Gre za 
disciplino, ki pa ni nujno vezana na posamezno institucijo. Panoptizem je mehanizem oblasti, 
ki se je razplamtel na celotno družbeno telo. Ker je posameznikom znano, da nadzorniki vršijo 
nadzor, vendar slednji ni preverljiv, dobijo posamezniki občutek konstantne nadzorovanosti. 
Zaradi občutka nenehne nadzorovanosti, se začnejo nadzorovati sami. Panoptikon neomogoča 
le stalen nadzor, pač pa nadzornikom projicira tudi vednosti o nadzorovanih (Kurnik, 1997, str. 
946). 
 
2.6 NADZOR MEDIJEV IN DRUŽBENIH OMREŽIJ KOT PANOPTIKONSKI SISTEM 
Četudi je Foucault umrl pred prihodom interneta, lahko njegove študije o družbeni pogojenosti 
in konstruiranju ter oblikovanju identitete apliciramo na dogajanje v kibernetskem prostoru. 
Gledano iz Foucaultove perspektive, so družbeni mediji veliko več kot le sredstva in kanali za 
izmenjavo informacij. Gre namreč za medije, ki imajo velik vpliv na oblikovanje identitete 
posameznikov, zatorej je zanje značilna subjektivizacija. Za družbene medije je značilen tudi 
koncept transparentnosti. Gre za mehanizme, ki omogočajo razkritje uporabnikov, in sicer z 
deljenjem vsebin, ki je ena izmed osnovnih značilnosti družbenih omrežij. Ne gre le za 
nevtralno izmenjavo informacij. Ko delimo vsebine, te postanejo transparentne in vidne 
javnosti. Deljenje vsebin s strani uporabnikov lahko torej razumemo kot njihov performans, ki 
19 
 
je odvisen od samorefleksije. Uporabniki družbenih omrežij so kot igralci na odru, venomer 
izpostavljeni pogledu - nadzoru. Te izpostavljenosti se zavedajo, zato venomer prilagajajo svoje 
vedenje z namenom, da bi zadovoljili oz. navdušili prisotno množico (Rayner, 2012). Na 
podlagi tega lahko vidimo paralele med uporabo družbenih medijev in panoptikonskim 
sistemom, za katerega je prav tako značilno, da je akter izpostavljen nevidnemu pogledu, ki 
sproži proces samonadzorovanja oz. delovanja akterja v skladu s pričakovanji. Tudi Foucault 
je poudarjal, kako velik vpliv ima nenehna izpostavljenost posameznika nevidnim pogledom 
na njegove psihične procese in posledično na samoregulacijo vedenja.  
Načelo panoptikona kot arhitekturne zasnove je centralni pregled, ki omogoča nadzor. Za 
tovrsten nadzor pa vršilci nadzora ne potrebujejo okrogle stavbe, kot je panoptikon, pač pa ga 
lahko izvajajo s pomočjo digitalne tehnologije in spremljanja elektronskih komunikacij. 
Opazovalna stavba panoptikon je le predhodnica kameram, ki nas danes spremljajo povsod v 
javnem prostoru, vse pogosteje pa tudi v zasebni sferi. Kamere McMullan opredeli kot 
namensko vidne tehnološke naprave s človeškimi očmi, slednje pa so skrite pogledu 
nadzorujočih (McMullan, 2015).  
Ne le, da so uporabniki digitalnih medijev in interneta neprestano pod nadzorom, hkrati tudi 
sami popolnoma prostovoljno nadzornikom podajajo informacije o sebi. Ker nimajo v 
kibernetskem prostoru popolnoma nobene zasebnosti, saj so venomer izpostavljeni nevidnemu 
nadzoru, Miller kibernetski prostor enači s superpanoptikonom (Miller, 2011, str. 127).  
Z vsakokratno uporabo določene medijske platforme tvegamo izgubo zasebnosti in varnosti. 
Vsakršne informacije in podatke, ki jih s pomočjo interneta delimo o sebi v kibernetskem 
prostoru, ostanejo arhivirane za vedno. Gumbi, ki nam omogočajo izbris datotek, so po mnenju 
Schmidta in Cohena le velika iluzija. Podatke morda lahko izbrišemo iz polja vidnosti, vendar 
pa jih bodo operacijski sistemi ohranili (Schmidt in Cohen, 2013, str. 54). Potemtakem lahko 
sklepamo, da uporabniki nimajo nadzora niti nad svojo vsebino, ki jo delijo na družbenih 
omrežjih, saj ko jo enkrat objavijo na internetu, nad njo več nimajo popolnega nadzora 
regulacije. Podrobnosti o uporabnikovi rabi interneta in njegovih informacijah postajajo vse 
bolj transparentne upraviteljem spletnih platform ter so konstantno pod budnim očesom le-teh. 
Slednji imajo premoč nad uporabniki. S svojimi nadzornimi mehanizmi rudarijo v podatke 
uporabnikov, jih hranijo, kontrolirajo, analizirajo in si jih lastijo. Gre za asimetričen hierarhični 
množični nadzor, ki spominja na panoptikonski sistem (Amon Prodnik, 2014, str. 1231). Razvoj 
tehnologij in umetne inteligence je upraviteljem medijskih platform omogočil, da se vsi podatki 
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in informacije o uporabnikih avtomatsko zbirajo in klasificirajo v baze podatkov, ki hranijo 
virtualne identitete uporabnikov (Miller, 2011, str. 125). 
Različni spletni brskalniki, ki ponujajo brezplačne internetne storitve, kot so denimo Google, 
Bing in Yahoo!, shranijo IP naslov slehernega uporabnika, ki obišče in uporablja njihovo 
spletno platformo. S pomočjo tovrstnega sledenja imajo nadzor nad slehernim posameznikom, 
ki obišče njihovo spletno stran. Nadzorujejo vsakršen premik uporabnikov, informacije pa nato 
služijo kot usmeritve oglaševalcem, ki se poslužujejo nišnega oglaševanja ter tako na podlagi 
pridobljenih podatkov spremljajo interes uporabnikov (Miller, 2011, str. 118). Pridobljene 
informacije o interesu uporabnikov oglaševalcem omogočajo, da kreirajo učinkovitejše oglase, 
za katere vedo, da bodo naredili močnejši vtis na ciljno publiko. Tovrstna učinkovitost oglasov 
je ključna iz vidika finančnih sredstev, saj tovrsten oglaševalski oz. marketinški proces, ki je 
usmerjen direktno k ciljni publiki in ne k masovni razpršeni množici, terja neprimerljivo manj 
finančnega zalogaja za podjetja (Miller, 2011, str. 123).  
Schmidt in Cohen pravita, da država posega po razvoju mehanizmov nadzora zato, ker se ji zdi 
preveč tvegano, da bi se množice ljudi oz. anonimnežev, ki se jih ne bi dalo izslediti in preveriti 
posluževali medijskih platform in s tem kreirali novo populacijo medijskih državljanov. 
Nadzorniki želijo vedeti, kdo je povezan s katerim profilom, in s tem vzpostaviti kontrolo nad 
virtualnim svetom, zaradi tega so medijske platforme zastavljene tako, da mora vsak uporabnik, 
ki skuša na novo ustvariti svoj profil, iti skozi nek proces verifikacije (Schmidt in Cohen, 2013, 
str. 33). Pojem zasebnosti in pravica do zasebnosti posameznikov se je z razmahom digitalnih 
in množičnih medijev redefinirala, in sicer pod pretvezo, da državo skrbi za varnost in mora 
zaradi zagotavljanja le-te uvajati in vršiti večji nadzor (Miller, 2011, str. 225). 
Medij, ki je zagotovo najbolj okrnil zasebnost uporabnikov, je mobilni telefon. Ne le, da 
predstavlja eno izmed močnih orodij nadzora nad digitalno komunikacijo uporabnikov na 
podlagi prisluškovanja, pač pa omogoča vpogled v zasebno življenje uporabnika. Slednji je pod 
nadzorom na vsakem koraku, saj mobilni telefon omogoča natančno lociranje uporabnika v 
realnem življenju, kjerkoli in kadarkoli. Točno določanje lokacije nadzornim omogočajo sateliti 
in mobilni oddajniki, ki sledijo mobilnim napravam in posledično njihovim uporabnikom 
(Miller, 2011, str. 119). Uporabniki se velikokrat ne zavedajo, da je vsaka sleherna vsebina, ki 
jo imajo na mobilnem telefonu izven njihove zasebne lasti.   
Trditev McMullana (v McMullan, 2015), ki pravi, da digitalne medije in internet lahko enačimo 
s panoptičnim nadzorom, bi lahko postavili pod vprašaj. Zaporniki panoptikona se namreč 
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zavedajo, da so nadzorovani, vprašanje pa je, ali se tudi uporabniki digitalnih medijev in 
interneta zavedajo zunanjega nadzora.  Menim, da se sicer uporabniki digitalnih medijev, ki se 
gibljejo v kibernetskem prostoru zavedajo možnosti nadzora, ki preti nad njimi, vendar je ravno 
ta implicitna izpostavljenost privedla do tega, da so uporabniki postali nekoliko manj previdni 
pri svojem internetnem manevriranju. Mnogi menijo, da najbrž ne bodo ravno oni tisti, ki bodo 
postali predmet nadzora med milijoni drugih uporabnikov, in so zato nekoliko nepazljivi pri 
deljenju svojih vsebin. Ravno na tak način pa nadzorniki pridobivajo na premoči in znanju, saj 
jim uporabniki tako dajejo dostop do še večje količine podatkov.  
Metaforo nadzornega stolpa panoptikona lahko torej vsekakor apliciramo na primer nadzora 
medijev. Kar se tiče vpliva na vedenje posameznikov, pa bi se navezala na deljenje vsebin in 
prispevkov s strani medijskih hiš, ki jih lahko enačimo s panoptičnimi nadzorniki. Z vsebinami, 
ki jih delijo med uporabnike, uokvirjajo njihovo mišljenje in vedenje. Z medijskimi vsebinami 
pod pretvezo, da gre za dejstva in relevantne podatke, medijskim potrošnikom podajajo 
prirejene slike o svetu in realnosti, ki se dogaja. Te vsebine oblikujejo na podlagi pridobljenih 
informacij o uporabnikih, do katerih so prišli s pomočjo nadzora. Panoptični sistem tako še 
zmeraj s polno močjo prevladuje tako v realnem kot kibernetskem prostoru. Transparentnost 
nad vedenjem uporabnikov je zopet ostala asimetrična, hkrati pa ima nadzor nad posamezniki 
še vedno velik vpliv na njihovo delovanje.  
Družbena omrežja sicer težijo tudi k medsebojnemu nadzoru med uporabniki. Gre torej za 
stanje stalnega medsebojnega nadzora. Družbeno omrežje, kot je Facebook, je v proces 
nadzorovanja drugih vneslo novo dinamiko. Namesto redkih posameznikov, ki so včasih imeli 
možnost nadzirati množice oz. je množica imela vpogled samo v par radiodifuznih medijev, se 
je z razmahom družbenih medijev redefinirala tudi ta kategorija, zato lahko moderni panoptikon 
imenujemo tudi omnoptikon. Slednja definicija se nanaša na moderni panoptikon, za katerega 
je značilno stanje stalnega vzajemnega nadzora. Zanj je tudi značilno, da omogoča mnogim 
nadzor in pogled nad mnogimi (Fulton in Kibby, 2017, str. 190). 
 
2.7 NATURALIZACIJA NADZORA S STRANI MEDIJEV 
Novodobni digitalni mediji – tako televizija, internet kot družbena omrežja – težijo k 
prikazovanju družbene realnosti (Couldry, 2003, str. 96). Couldry pravi, da gre za 'žive' medije, 
saj delujejo kot projektorji zunanje družbene realnosti (denimo razni prenosi družbenih 
dogajanj v živo), s čimer konstruirajo percepcijo in dojemanje realnosti uporabnikov medijev. 
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Mediji uporabnikom zaradi dejstva, da gre za oddajanje v živo, dajejo občutek, da gre za 
kredibilne informacije. S pomočjo vseh manipulativnih tehnik, ki jih omogoča tehnologija, 
lahko mediji uokvirjajo prikaz realnosti, s čimer, kot že omenjeno, vplivajo na percepcijo 
realnosti s strani uporabnikov. Na tej točki se lahko navežemo na Foucaulta, saj gre v bistvu za 
nek način nadzorovanja posameznikov, ki jim mediji podajajo in že v naprej izoblikujejo oz. 
strukturirajo predstave ter reprezentacije o realnosti in zunanjem svetu. Kot pravi Foucault, da 
sta nadzor in kaznovanje s strani disciplinarne oblasti postala naturalizirana, tako tudi Couldry 
trdi (v Couldry, 2003, str. 99), da je ena izmed ključnih vlog medijev, torej konstrukcija 
družbene realnosti, postala normalizirana. Uporaba medijev s strani uporabnikov je postala 
popolnoma ritualizirana, saj s pomočjo njih vsakodnevno posegamo po informacijah, medtem 
ko slednje kritično selekcionira le peščica uporabnikov. Disciplinarna oblast na ta način vrši 
normaliziran nadzor, ki je prav tako postal ritualiziran, saj uokvirja in usmerja mišljenje množic. 
Zaradi integracije medijev v naš vsakdanjik, avtorici Luthar in Pušnik le-te poimenujeta osebni 
oz. intimni mediji. Družba je namreč vedno bolj konstruirana preko tehnološko posredovanih 
procesov, ki so postali naturaliziran del našega vsakdanjika. Medijsko občinstvo je na področju 
razmaha družbenih omrežij pridobilo tudi aktivno proizvodno vlogo, zato so postali tako 
občinstvo kot producenti medijskih vsebin (Luthar in Pušnik, 2018, str. 64). Prišlo je namreč 
do stalne in rutinske utelešene uporabe ter povezanosti s tehnologijami, zaradi česar je 
omogočen tudi nenehen in učinkovitejši nadzor. V analizi medijske potrošnje mladih sta 
avtorici Luthar in Pušnik prišli do ugotovitve, da so družbena omrežja – sploh Facebook – 
postala diskurzivna platforma osrednjega družbenega središča, kjer medijski potrošniki 
konstantno preverjajo družbeno dogajanje (Luthar in Pušnik, 2018, str. 71–73). 
Nadzor nad uporabniki se s pomočjo medijev ne vrši le v virtualnem prostoru, pač pa tudi v 
realnem zunanjem svetu. V današnji družbi nadzora je ta venomer prisoten. Tega se poslužujejo 
tudi države, ki vršijo nadzor nad rezidenti z namenom zagotavljanja varnosti, zato da se 
izognejo raznim nemirom, kriminalu ter terorističnim napadom. Eden izmed ekstremnih 
primerov vršilcev tovrstnega nadzora je Velika Britanija. Miller trdi, da gre za eno najbolj 
nadzorovanih družb na svetu. Aktivnost vsakega posameznika, ki se mudi po londonskih ulicah, 
naj bi kamere CCTV (varnostne nadzorne kamere) v povprečju fotografirale vsaj 300-krat v 
enem dnevu. S pomočjo sistemskih orodij prepoznavanja registrskih tablic nadzorujejo promet 
na cestah, tistim, ki uporabljajo javni promet pa sledijo na podlagi uporabe kartice Oyster. Gre 
za kartico, s pomočjo katere posameznik plača storitev na določenem javnem transportu. Zelo 
poostren je tudi nadzor nad mobilnimi signali. Tovrsten vseprisoten nadzor je omenjena 
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prestolnica začela vršiti po množičnih izgredih in terorističnih napadih s strani IRE v 70-ih in 
80-ih letih prejšnjega stoletja. Po terorističnem napadu na dvojčka, 11. septembra, so tovrsten 
nadzor pričele prakticirati praktično vse svetovne prestolnice. Medtem, ko se je družbi tovrsten 
nadzor še pred petdesetimi leti zdel nepredstavljiv, je v dobi digitalnih medijev in interneta 
postal popolnoma naturaliziran. Kot pravi Miller, gre za družbo 'Big Brother', ki je venomer 
pod budnim očesom države. Ta beleži in zbira podatke o slehernem gibu državljanov, njihovem 





3 BITI ALI BITI VIDEN – FACEBOOK IN NJEGOVA TRANSPARENTNA 
ZASEBNOST 
 
Facebook je ameriško podjetje, ki ponuja svoje storitve na spletnem družbenem omrežju. Leta 
2004 ga je s pomočjo sošolcev na Univerzi Harvard ustanovil Mark Zuckerberg. Sprva je služil 
za namene izmenjave informacij med študenti univerze, danes pa je postal eden največjih 
družbenih omrežij na svetu. Beleži že več kot dve milijardi uporabnikov po celem svetu (Hall, 
2019). Fulton in Kibby (v Fulton in Kibby, 2017, str. 190) trdita, da je Facebook sinonim 
nadzoru. Informacije so v digitalni dobi postale valuta, za katere ni zainteresirana le država. 
Facebook namreč raznim korporacijam služi kot učinkovito orodje, ki jim omogoča stik s 
potrošniki in identifikacijo interesov na trgu. Gre za komercialno organizacijo, katere 
ekonomski cilj je doseči čim večji profit, in sicer s pomočjo ciljno usmerjenega in personalno 
prilagojenega oglaševanja. Ta temelji na preciznem podatkovnem rudarjenju, s pomočjo 
katerega podjetje Facebook pridobiva osebne informacije in podatke o vedenju, preferencah, 
lastnostih itd. uporabnikov, ki pa jih nato prodaja korporacijam za namene trženja, marketinga 
in oglaševanja (Farinosi in Taipale, 2018, str. 56). 
Zasebnost je na področju družbenih omrežij zelo kompleksen pojem. Imeti zasebnost na 
družbenem omrežju Facebook ne pomeni, da omenjena platforma uporabnikom zagotavlja 
anonimnost, pač pa da lahko svoj profil regulirajo samo do določene mere. Na Facebooku je 
namreč že ob prvi registraciji zaželeno, da uporabnik odpre profil pod svojim realnim imenom 
in priimkom, s čimer mu je anonimnost pred drugimi uporabniki odvzeta. Edina ''zasebnost'', ki 
jo omogoča, je ta, da ima posameznik nadzor nad tem, kdo od drugih uporabnikov lahko vidi 
njegove vsebine, medtem ko imajo upravitelji neomejen vpogled v njegov profil ne glede na to, 
kakšne nastavitve je uporabnik izbral. Sicer se večina uporabnikov raje zadovolji z izgubo 
konvencionalne zasebnosti v zameno za uporabo storitev in ugodnosti, ki jih nudijo družbena 
omrežja. Vsakršen vdor v zasebnost dojemajo kot popolnoma racionalno značilnost, ki je lahko 
posledica vidnosti oz. prisostvovanja na družbenih medijih (Fulton in Kibby, 2017, str. 190–
191). 
Facebook beleži ogromne količine podatkov in informacije o njegovih uporabnikih, kot so 
denimo podatki o demografiji, osebne informacije, interesi uporabnikov, komunikacijska 
sporočila, všečki, lokacije, kjer se uporabniki nahajajo (Farinosi in Taipale, 2018, str. 67) … 
Žal se le peščica uporabnikov Facebooka zaveda njegovega glavnega poslanstva in kako ter za 
kakšne namene razpolaga s podatki uporabnikov. Mnogi namreč menijo, da njihovi 
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kibernetkski manevri in komunikacija ostajajo zasebni in nevidni državi ali oglaševalskim 
korporacijam (Farinosi in Taipale, 2018, str. 56). Komodifikacijo uporabniških podatkov bi 
lahko razumeli tudi kot izkoriščanje delovne sile digitalnih sužnjev (Farinosi in Taipale, 2018, 
str. 67),. 
Menim, da se je ozaveščenost o nadzorovanju s strani Facebooka in njegovem razpolaganju z 
osebnimi podatki uporabnikov dvignila zaradi afere Cambridge Analytica1. Farinosi in Taipale 
(v Farinosi in Taipale, 2018, str. 66) sta v svoji raziskavi dokazala, da so uporabniki bolj 
zaskrbljeni, do katerih njihovih informacij imajo dostop ostali uporabniki Facebooka kot pa 
podjetje Facebook in tretje osebe. To nakazuje tudi na dejstvo, da se uporabniki ne zavedajo 
glavnega poslanstva Facebooka oz. poslovnega modela podjetja, kot si ga je zamislil Mark 
Zuckerberg (Farinosi in Taipale, 2018, str. 66–67). 
 
3.1 ANALIZA ARHITEKTURNE PLATFORME DRUŽBENEGA OMREŽJA FACEBOOK 
Analize arhitekturne platforme Facebook se bomo lotili od začetnih korakov ustvarjanja profila, 
in sicer nas bo zanimalo, katere informacije omenjena platforma zahteva od uporabnika v 
procesu registracije. Nato se bomo lotili pregleda uporabniškega profila in orodij, ki omogočajo 
nadzor nad uporabniki s strani upravljalcev družbenega omrežja ter med uporabniki samimi. 
Tekom analize se bomo opirali na literaturo, ki je v splošnem že obravnavala dotično temo ter 
izsledke analize v diskusiji aplicirali na panoptikonski sistem.           
                                                          
1 Leta 2018 je v javnosti odjeknila afera o zlorabi podatkov uporabnikov Facebooka, s katerimi je operirala 
britanska družba Cambridge Analytica. Omenjena afera je požela veliko kritik in povzročila ogromno razburjenja, 
hkrati pa uporabnike ozavestila o ranljivosti njihove zasebnosti na družbenem omrežju Facebook. Po nekaterih 
ocenah naj bi bilo zlorabljenih podatkov od kar 87 milijonov uporabnikov Facebooka. Podatke so pridobivali s 
pomočjo aplikacije, ki so jo uporabniki naložili na svoje pametne telefone. Vanjo so dostopali s svojim računom, 
podjetje Facebook pa je dotični aplikaciji, ki jo je razvil cambriški raziskovalec, dalo pristojnost, da ima vpogled 
v podatke uporabnikov. Šlo je za množično zlorabo podatkov, saj so še dodatno lahko dostopali tudi do podatkov 
uporabnikovih prijateljev, ki so aplikacijo namestili. Afera se je nadaljevala s pričanjem ustanovitelja Facebooka 
Marka Zuckerberga, ki je moral potek zlorabe in njenih posledic aprila 2018 zagovarjati pred pristojnim odborom 
ameriškega kongresa, pričanje pa je bilo lansirano v živo na vseh svetovnih spletnih platformah  (Raičevič, 2018). 
Cambridge Analytica je podatke zlorabila z namenom manipulacije javnega mnenja v času predvolilne ameriške 
kampanje in dokazala, kakšno moč imajo informacije oz. naše sledi, ki jih za seboj puščamo v kibernetskem 
prostoru, in kako lahko je mogoče z analizo tovrstnih podatkov manipulirati z javnostjo (Šuštaršič, 2018). Za 
celotno afero je stal štab Trumpa, ki je vodil politično kampanjo v predvolilnem času ameriških predsedniških 
volitev leta 2016. Cambridge Analytico so najeli z namenom, da pridobijo informacije o osebnih lastnostih in 
interesih ameriških volivcev, s pomočjo katerih bi lahko lansirani njim prilagojene vsebine ter tako vplivali na 




                                                                   Slika 3.1: Registracijski obrazec  
Ob vstopu na začetno stran družbene 
platforme Facebook je novim uporabnikom 
na voljo vpisni obrazec, preko katerega se 
lahko vpišejo v že obstoječi profil oz. se 
registrirajo na družbeno omrežje in ustvarijo 
svoj novi profil (gl. sliko 3.1). Facebook že 
ob sami registraciji želi pridobiti osebne 
podatke bodočega uporabnika, torej ime, 
priimek, številko mobilnega telefona ali 
elektronski naslov, datum rojstva in spol 
osebe. Tudi, če se posameznik v procesu 
registracije ni odločil podati svoje 
telefonske številke, to od njega zopet 
zahteva naslednji korak (gl. sliko 3.2).            Vir: Facebook (2019). 
 






                            
                            
 
                                                         
                Vir: Facebook (2019). 
27 
 
 Slika 3.3: Uvod v uporabniški profil                V nadaljevanju Facebook uporabnika poziva, 
naj naloži svojo profilno sliko, že v naslednjem 
koraku pa je zaželeno, da uporabnik 
Facebooku podeli dostop do svojih 
elektronskih sporočil, saj bi mu na tak način 
olajšali iskanje prijateljev, ki že imajo 
registriran profil na spletni platformi (gl. sliko 
3.3). Facebook na podlagi algoritmično 
izračunanih razmerij samodejno predvideva, 
katere osebe uporabnik morebiti pozna in mu 
jih predlaga, da jih lahko doda kot prijatelje 
(van Dijck, 2013, str. 47). Kljub temu, da lahko 
uporabnik te korake preskoči, ga Facebook 
venomer opozarja, da v tem primeru morda 





Vir: Facebook (2019). 
 
Pred kratkim je Facebook uvedel tudi točkovno oz. vektorsko zaznavo obraza. Gre za sistem, 
ki je s pomočjo umetne inteligence sposoben prepoznati fotografije, na katerih se nahaja                                                                       
posameznik, ki jih deli sam ali jih delijo drugi uporabniki. Če denimo naložimo fotografijo s 
prijatelji, spletna platforma že vnaprej predvideva, kdo je na fotografiji, kar naj bi olajšalo 
označevanje oseb na fotografijah.  
Čeprav je po prvih korakih registracije kazalo, da lahko naložitev osebne fotografije uporabnik 
preskoči, nas je po tem, ko se je spletna stran osvežila, pričakalo naslednje obvestilo (gl. sliko 
3.4). Facebook potemtakem od vsakega uporabnika pričakuje, da mora v zameno za uporabo 
njegovih storitev naložiti fotografijo svojega obraza. Kljub temu, da trdijo, da bodo po overitvi 
sliko izbrisali in ne bo prikazana na uporabnikovem profilu, fotografija ostane v bazi podatkov 
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Facebooka. Sistem točkovne zaznave obraza bo tvojo fotografijo venomer prepoznal, ko bo 
naložena na katerem koli profilu oz. na širšem spletu. Tovrstne mehanizme uporabljajo tudi 
razne kriminalistične agencije in policija za preverjanje potencialnih osumljencev v policijski 
bazi fotografij osumljencev (ang. mug shot). Sodeč po tem, da ne vemo, s katerimi tretjimi 
osebami Facebook deli podatke, lahko sklepamo, da tudi tovrstne institucije širijo svoje baze 
na podlagi tovrstnih podatkov, ki jih uporabniki samovoljno nalagajo na splet. Takšne 
nadzorstvene ukrepe razne institucije po navadi utemeljujejo z izgovorom, da gre za 
zagotavljanje miru in varnosti v širši družbeni sferi, kar lahko prav tako apliciramo na 
panoptikonski sistem. Njegov namen delovanja naj bi bil tudi preventivno zagotavljanje 
varnosti zaradi izogibanja raznim izgredom in deviantnim vedenjem posameznikov.  
 
                    Slika 3.4: Zahtevek za verifikacijo uporabnika 
                    Vir: Facebook (2019). 
Največ zasebnih informacij o posamezniku lahko drugi uporabniki pridobijo na njegovem 
profilu v rubriki ''Več o'' (gl. sliko 3.5). Posameznik ima sicer izbiro, če želi tovrstne informacije 
sploh vpisati oz. narediti vidne drugim uporabnikom. Prav tako lahko regulira, katerim 
uporabnikom bo omogočen dostop do določenih informacij in katerim ne. Četudi uporabnik 
denimo ne poda informacije o lokaciji, kjer biva, si Facebook venomer, ko ima posameznik na 
mobilnem telefonu vklopljeno funkcijo zaznave njegove lokacije, beleži, kje se oseba nahaja. 
Na podlagi tega posameznikom targetirajo oglase, ki jih prejemajo na družbenem omrežju. 
Namreč, ko si na mobilnem telefonu namestimo aplikacijo Facebook, moramo sprejeti pogoje 
podjetja in aplikaciji podeliti dostop do naših zasebnih informacij, kot je dostop do fotografij, 
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kontaktov v telefonskem imeniku, kamere, naše lokacije … Sicer imamo kot uporabniki izbiro, 
katere dostope želimo podeliti, a v primeru, da le-te omejujemo, naj aplikacija ne bi delovala 
tako učinkovito.  
Slika 3.5: Rubrika o informacijah uporabnika 
 Vir: Facebook (2019). 
Slika 3.6: Interesi uporabnika 
Kot lahko vidimo na sliki 3.6, 
Facebook kategorizacijsko 
beleži naše interese (od glasbe, 
filmov, literature itd.) in 
lokacije, kjer se nahajamo. 
Tovrstne informacije lahko 
uporabnik sicer naredi nevidne 
drugim uporabnikom, vendar so 
le te venomer transparentne 
Facebooku.  




Vir: Facebook (2019). 
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Vsak klik, vsak virtualni manever, ki ga uporabnik naredi na njihovi spletni platformi, algoritmi 
zabeležijo v baze podatkov ter uporabnika avtomatsko kategorizirajo. Najpogosteje, kot smo že 
omenili, gre za kategorizacijo, ki služi za namene oglaševanja. Hkrati se uporabnikov Facebook 
profil poveže tudi z drugimi aplikacijami in spletnimi platformami, ki jih posameznik uporablja, 
kar še dodatno poveča vpogled v njegove interese, lastnosti in značilnosti. Na nemalo ostalih 
spletnih platformah uporabniki namreč več ne rabijo iti čez primarni proces registracije, pač pa 
se vanje lahko registrirajo z že obstoječim profilom Facebook. 
Družbena interakcija na Facebooku poteka na podlagi deljenja vsebin in podeljevanja všečkov 
s  strani uporabnikov drugim uporabnikom. Ena izmed ključnih značilnosti družbenega omrežja 
Facebook je ta, da lahko uporabniki z drugimi delijo in distribuirajo vsebine. Omogočena jim 
je regulacija vidnosti in dostopnosti vsebin drugim uporabnikom, vendar pa te venomer ostajajo 
transparentne tretjim, nevidnim osebam, zaradi česar zasebnost uporabnikov nikoli ne bo 
popolna. Četudi se imetniki platforme do neke mere trudijo, da uporabnikom omogočijo 
zasebnost, ta ostaja še zmeraj transparentna (van Dijck, 2013, str. 46). 
Uporabnik ima glede regulacije vidnosti lastnih vsebin ostalim uporabnikom na voljo naslednje 
opcije, in sicer da lahko njegove vsebine in informacije vidijo popolnoma vsi uporabniki (opcija 
''javno''), prijatelji njegovih prijateljev, samo njegovi prijatelji, samo določeni prijatelji, ali pa 
le posameznik sam (opcija ''samo jaz''). Posameznik lahko tovrstne funkcije uporabi pri 
upravljanju s svojimi fotografijami, osebnimi informacijami in vsebinami, ki jih deli na svoji 
časovnici. Določi lahko tudi, komu je omogočena funkcija, da ga doda za prijatelja (denimo 
prijatelji že obstoječih prijateljev ali tudi tretje osebe, s katerimi nima skupnih prijateljev). 
Četudi se uporabnik odloči izbrisati določene vsebine ali informacije, te morda res več niso 
vidne njemu in drugim uporabnikom spletne platforme, vendar so permanentno shranjene v 
bazi podatkov podjetja Facebook. Kljub temu, da Facebook uporabnikom omogoča določen 
nadzor nad nastavitvami svojih osebnih podatkov, gre predvsem za manipulativno gesto, 
podeljeno uporabnikom s strani upravljalcev spletne platforme.  Zasebni podatki uporabnikov, 
četudi so nevidni občinstvu na spletu, so pogosto (brez vednosti uporabnikov) posredovani 
korporacijam, ki obdelujejo podatke o uporabnikih za svoje interese (Farinosi in Taipale, 2018, 
str 56).  
Ena izmed naslednjih funkcij nadzora, ki jo je Facebook podelil uporabnikom, in jim omogoča 
nadzor med njimi samimi, je informacija o aktivnosti posameznika na družbenem omrežju. 
Uporabniki lahko vidijo, ali je drug uporabnik trenutno dosegljiv oz. pred koliko časa je 
nazadnje bil. Hkrati lahko spremljajo, ali je uporabnik, ki so mu poslali sporočilo, slednje že 
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prejel oz. ali ga je tudi že prebral. Omenjena funkcija sproža polemike, sploh kar se tiče osebnih 
odnosov med posamezniki, saj lahko tovrsten nadzor privede do posesivnega preverjanja s 
strani uporabnikov nad aktivnostjo drugih (denimo v partnerskem odnosu). 
Družbeno omrežje Facebook je na svoji platformi lansiralo tudi spletno tržnico, na kateri lahko 
tako fizične kot pravne osebe tržijo svoje produkte. Uporabniki lahko v svoj profil vnesejo 
informacije o bančni kartici in izdelke kupujejo direktno preko omenjene spletne platforme. 
Kljub temu, da naj bi Facebook težil k temu, da bi posameznikom olajšali uporabniško izkušnjo, 
saj bi lahko več dejavnosti opravljali preko ene same spletne platforme, s tem po drugi strani le 
širi in nadgrajuje svoje mehanizme nadzora, s katerimi pridobiva vedno več informacij o 
uporabnikih. 
Facebook je eden odličnih primerov panoptikonskega vohunskega skladišča, kjer lahko 
nadzorniki oz. inšpektorji pridobijo podatke o posameznikih, njihovih interesih, osebnosti, 
psiholoških in fizičnih karakteristikah … Njihova analiza podatkov o posameznikih lahko tudi 
vpliva na življenje posameznikov. Kot primer lahko navedemo delodajalce, ki velikokrat 
preverijo svoje potencialne kandidate na družbenih omrežjih, njihova virtualna identiteta pa 
lahko vpliva tudi na odločitev glede zaposlitve. Gre torej za neke vrsto diskriminatorno 
panoptično sortiranje, ki razvršča ljudi v kategorije. Tega se uporabniki socialnih platform vse 
bolj zavedajo, zato svoje profile kreirajo tako, da skušajo čim bolj zadovoljiti pričakovanjem 
družbe in njenim normam. Zopet se vrnemo k panoptikonskemu sistemu, saj posameznike 
ravno neviden in nepredvidljiv, vendar znan nadzor kategorizira in pripravi do tega, da začnejo 
spreminjati svoje vedenje (Jespersen, Albrechtslund, Øhrstrøm, Hasle in Albretsen, 2007, str. 
117). Kategorizacija na Facebooku poteka, kot smo že omenili, tudi zaradi njegove komercialno 
naravnane narave. Facebook svoj finančni dobiček primarno pridobiva s strani oglaševalske 
industrije. Zatorej svoje uporabnike kategorizira s pomočjo umetne inteligence glede na 
specifike njihovih interesov, saj tako lažje targetira ustrezno ciljno publiko. Kot primer navajam 
svojo izkušnjo na Facebooku. Po tem, ko sem v spletnem brskalniku Google in na spletni strani 
Booking iskala ustrezne nastanitve v Londonu, so se podobni oglasi iz istih in drugih spletnih 
platform, kot je Airbnb, začeli prikazovati v stranskih oglasnih okencih na mojem profilu 
Facebook. Ali pa denimo, ko sem na spletu poizvedovala o trgovinah, ki ponujajo korekcijska 
očala, sem bila podobnim oglasom prav tako priča na strani Facebook.  
Celo igre in razni kvizi, ki jih lahko igramo na omenjeni spletni platformi, predstavljajo 
mehanizme nadzora, ki omogočajo ekspliciten nabor podatkov o posameznikih. Praktično vse, 
kar je na Facebooku, služi kot sredstvo za pridobivanje podatkov o uporabnikih. Platforma 
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Facebook je torej veliko več, kot le orodje, ki omogoča posameznikom ohranjanje stikov in 
komunikacijo. Je močan stroj oglaševalskih korporacij in prefinjen poslovni model, na katerem 
naj bi bilo sodelovanje vzajemno. Uporabniki imajo dostop do brezplačnega orodja, ki jim 
omogoča komunikacijo in nudi svoje storitve v zameno, da jim le-ti posredujejo informacije o 
sebi, ki jih nato naprej obdeluje oblast, oglaševalske agencije, tržne korporacije in nenazadnje 
Facebook sam (Netchitailova, 2012, str. 686). 
V času razmaha digitalne kulture se je terminologiji medijskih pojmov pridružil nov pojem – 
profiliranje. Gre za oblikovanje profilov posameznikov na podlagi njihovega virtualnega 
vedenja in osebnih podatkov, ki deluje avtomatizirano s pomočjo algoritmov (Kaj je 
profiliranje?, b. d.). Profiliranje se hkrati nanaša na samoreprezentacijo uporabnikov v 
kibernetskem prostoru. Je eden izmed dobrih primerov, kako uporabniki medijskih platform 
nevede in popolnoma prostovoljno delijo svoje osebne podatke nadzornikom oz. upravljalcem 
spletnih platform in to le v zameno za uporabo brezplačnih storitev, ki jih nudijo določeni 
medijski ponudniki (Miller, 2011, str. 126). Medtem ko ustvarjajo svoje profile na medijskih 
platformah, brez pomisleka podajajo svoje osebne podatke. Hkrati svoje vsebine prilagajajo 
tako, da bi dobili čimveč všečkov, se pravi, da bi zadovoljili družbena pričakovanja. Na tej točki 
lahko potegnemo paralelo med Facebookom in panoptikonskim sistemom, ki teži k temu, da se 
začnejo opazovani vesti tako, da bi ugajali drugim. V procesu profiliranja analitiki pridobijo 
podatke o uporabniku, ki jim ga pomagajo klasificirati. Zmožni so ga locirati na podlagi 
demografskih informacij, klasificirajo ga na podlagi ambicij in interesov, ki jih uporabnik 
nevede deli na podlagi svoje aktivnosti na spletu. S pomočjo profiliranja upravljalci pridobijo 
dokaj točne podatke dotičnih populacij (Miller, 2011, str. 126),. 
Facebook uporabniki dojemajo kot platformo, ki jim omogoča ostajanje v stikih z ostalimi 
uporabniki oz. mreženje le-teh. Medtem ko uporabniki nenehno spremljajo aktivnosti drug 
drugega, se je njihov odnos sprevrgel v nadzor (Fulton in Kibby, 2017, str. 189).  
 
3.2 DISKUSIJA 
Dobo informacijske tehnologije lahko razumemo kot novodobni panoptikon. Internet in 
družbena omrežja, kot so Facebook in ostala, so integriran sistem osebnih podatkovnih zbirk, 
do katerih imajo dostop nadzorniki – bodisi uporabniki bodisi upravljalci spletnih platform 
(Jespersen in drugi, 2007, str. 116). Tako kot pri panoptipkonskem sistemu gre torej za venomer 
prisoten nadzor, ki pa več ne poteka enosmerno, pač pa dvosmerno, vendar imajo nekateri 
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posamezniki privilegije in moč, ki jim še zmeraj podeljuje višjo stopnjo nadzora kot ostali 
večini. Popolnoma transparentni nadzor imajo v tem primeru nadzorniki družbenega omrežja 
Facebook, ki zavzemajo mesto inšpektorjev v nadzornem stolpu panoptikona. Tudi Rayner (v 
Rayner, 2012) Facebook enači z virtualnim panoptikonom. Pravi, da v njem ni posameznikov, 
ki bi bili definirani samo kot stražarji ali samo kot zaporniki. Vsi uporabniki namreč igramo 
obe vlogi. Tako, kot smo sami izpostavljeni pogledom drugih uporabnikov, tako imamo tudi 
sami omogočen pregled nad njihovim delovanjem. Eden drugega opazujemo in eden drugemu 
implicitno sodimo na podlagi deljenih vsebin (Rayner, 2012). 
Tekom analize smo lahko uvideli, da uporabniki med seboj nimajo popolnega nadzora, saj se 
da določene podatke regulirati, komu in do kolikšne mere so vidni. Kljub temu gre za 
manipulativno gesto, ki je uporabnikom podeljena s strani upravljalcev družbenega omrežja 
Facebook. Foucault je trdil, da je panoptični model discipliniranja možno uporabiti tudi zunaj 
institucije zapora. Za panoptikon je izpostavil, da je zanj značilno manipulativno delovanje, in 
sicer deluje kot laboratorij oblasti. Ta na podlagi mehanizmov nadzora, do katerega ima s 
pomočjo interneta še večji dostop do posameznikove zasebnosti, prodira v njegovo življenje in 
posledično vpliva na njegovo vedenje. Disciplinske tehnike novodobnega virtualnega 
panoptikona omogočajo podrejanje in spremembo vedenja posameznikov (Trampuž, 2002, str. 
352). Četudi imajo uporabniki med seboj omogočeno določeno stopnjo regulacije vidnosti 
lastnih vsebin, te ostajajo popolnoma transparentne upravljalcem spletne platforme ne glede na 
to, kakšne nastavitve zasebnosti uporabnik izbere. Na Facebooku torej poteka tako dvosmerni 
kot enosmerni nadzor. Dvosmerni poteka med uporabniki samimi in enosmerni poteka s strani 
upravljalcev ter oblasti nad uporabniki. Slednji namreč nad delovanjem nadzornikov skoraj da 
nimajo vpogleda, izjemoma, ko zaradi kršenja pravic uporabnikov kakšna afera nehote odjekne 
v javnosti. Tovrstnemu primeru v praksi smo lahko bili priča, ko je v javnosti odjeknila afera 
Cambridge Analytica, v katero je bil vpleten Facebook. Gre za dober primer opazovanja in 
nadziranja ljudi s strani oblasti, ki je kasneje pridobljene podatke o posameznikih izkoristila 
sebi v prid in tako zmanipulirala javno mnenje ter posledično vplivala na vedenje in mišljenje 
ljudi. Skratka, sledila je načelom panoptikonskega sistema.  
Na podlagi analize smo prišli do ugotovitve, da je celotna arhitekturna zasnova platforme 






Živimo v dobi množičnih digitalnih medijev, kjer je kibernetska realnost začela nadomeščati 
dejansko realnost. V manj kot desetletju se je uporaba digitalnih medijev in družbenih omrežij 
razširila na celotno družbeno telo. Njihova razsežnost je vplivala na transformacijo vedenja, 
delovanja in komuniciranja posameznikov (Rayner, 2012). Naše življenje se venomer bolj vrti 
okoli družbenih omrežij in virtualnega sveta. Kljub temu so naši nevidni nadzorniki, predvsem 
država in upravljalci spletnih medijskih platform, začeli temu primerno prilagajati mehanizme 
nadzora, ki še nikoli do sedaj niso bili tako dovršeni in učinkoviti. Država z izgovorom, da teži 
k preprečevanju kriminalitete, vrši vedno večji nadzor nad uporabniki medijev in tako 
popolnoma formalno posega po zasebnih informacijah posameznikov. Oblast je tista, ki zarisuje 
mejo, do koder lahko sega posameznikova pravica privatnosti in zasebnosti. Schmidt in Cohen 
trdita, da je skrajni čas, da se začnemo boriti za svojo zasebnost, v nasprotnem primeru jo bomo 
popolnoma izgubili (Schmidt in Cohen, 2013, str. 256).  
Družbeno omrežje Facebook deluje na podlagi profiliranja in kategorizacije uporabnikov, kar 
ima močan vpliv na njihovo življenje. Nadzor je v informacijsko-tehnološko napredni družbi 
postal vsakdanji in rutinski, pojem zasebnosti in varstva podatkov pa postavil pod vprašaj 
(Jespersen in drugi, 2007, str. 117). Naša vse pogostejša uporaba digitalno-komunikacijskih 
tehnologij, ki jih uporabljamo v vsakodnevnem življenju tako za poslovne potrebe, za namene 
nakupovanja in komuniciranja kot zabave, nas je privedla do točke, kjer so naša komunikacija, 
okus, naš finančni status, naše misli in interesi ter mnenja nadzorovani ter beleženi tako kot še 
nikoli v zgodovini. Nadzor je napredoval do te točke, da se ga ne da več nikakor regulirati, saj 
je postal venomer prisoten na vseh področjih našega življenja tako v realnem kot v 
kibernetskem prostoru.  
Tehnološke platforme, kot so denimo Facebook, Pinterest, Google, Amazon itd., podeljujejo 
uporabnikom moč, saj jim omogočajo, da do neke mere kontrolirajo in soustvarjajo vsebine na 
njihovih platformah. Uporabniki so postali tako potrošniki kot kreatorji informacij in vsebin ter 
ostalih opcij, ki jim jih nudijo tehnološke platforme (Schmidt in Cohen, 2013, str. 10). Medtem, 
ko imajo uporabniki občutek moči, ker imajo nadzor ter neke vrste vpliv nad vsebino medijskih 
družbenih platform, gre za reverzibilen proces, v katerem so ravno uporabniki tisti, ki so 
neprestano izpostavljeni nevidnemu pogledu. Družbena omrežja, sploh Facebook, namreč 
temeljijo na konceptu, da uporabnikom nudijo brezplačne storitve v zameno za nadzor in 
beleženje naših podatkov (Šuštaršič, 2018).  S tem, ko uporabniki prostovoljno delijo 
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informacije o sebi in poteku svojega življenja (fotografije, všečkajo preferenčne strani, 
objavljajo lokacije, kjer se nahajajo itd.), postanejo predmet nadzora ter nevidnim nadzornikom 
še dodatno olajšajo delo. Informacije in podatki o uporabnikih niso vidni le upravljalcem 
spletnih platform, pač pa so v veliki meri transparentne tudi ostalim uporabnikom družbenih 
platform. Gre torej za nadzor med uporabniki samimi ter s strani tistih, ki upravljajo spletne 
platforme nad uporabniki le-teh. Kot smo že omenili, gre za dvosmeren proces nadzora, za 
panoptikon pa je značilen enosmeren nadzor. Kljub temu, lahko nadzor s strani medijev, sploh 
pa družbenega omrežja Facebook, apliciramo na panoptikonski sistem, saj je ta v veliki meri še 
vedno asimetričen. Še vedno so upravljalci platforme tisti nadzorniki, ki imajo večji oz. 
popolnoma transparenten nadzor nad uporabniki, kot pa ti sami med seboj. V ''nadzorni stolp'', 
torej v dogajanje in vedenje s strani upravljalcev nimajo vpogleda, prav tako pa ne vedo, kdaj 
so opazovani. Tekom analize smo videli, da ima nadzor na Facebooku in spletu nasploh velik 
vpliv na vedenje posameznikov in, da celotna zasnova arhitekturne platforme družbenega 
omrežja Facebook temelji na zagotavljanju medsebojnega nadzora med uporabniki in tudi 
nadzora nad njimi. Zatorej potrjujem obe tezi, ki sem si ju zadala v začetku diplomskega dela. 
Princip delovanja medijskih platform lahko enačimo s panoptikonskim sistemom, arhitekturna 
platforma družbenega omrežja Facebook pa je zasnovana tako, da omogoča nadzor nad 
njegovimi uporabniki. 
Očitno se tudi Mark Zuckerberg, ustanovitelj Facebooka, zaveda, da panoptikon ni le utopija, 
pač pa ima še kako veliko moč. Pravi, da je za družbene medije značilna zavestna in trajna 
vidnost uporabnikov. S tem, ko nam družbeni mediji omogočijo, da svoje delovanje v 
kibernetskem prostoru vidno delimo s publiko, nas hkrati nemudoma izpostavijo nekakšnemu 
virtualnemu panoptikonu. Naša spletna aktivnost je venomer pod nadzorom. Če ne s strani 
velikih korporacij, kot denimo s strani tržnikov za namene tržnih analiz ali ciljnega oglaševanja, 
pa ta poteka s strani drugih uporabnikov. Takšno neprestano nadzorovanje ima zagotovo vpliv 
na naše vedenje v kibernetskem prostoru (Rayner, 2012). 
Diplomsko delo bi lahko nadgradili z raziskavo, kako tovrsten nadzor dojemajo mlajše v 
primerjavi s starejšimi generacijami. Glede na to da se je množična uporaba interneta in 
nadzora, ki poteka z njegovo pomočjo, ukoreninila komaj dobri dve desetletji nazaj, milenijci 
tovrstne prakse nadzora gotovo dojemajo drugače kot starejše generacije, ki so živele že pred 
razmahom množične rabe interneta. Predvidevam, da so starejše generacije veliko bolj 
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