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Nevarnosti povezane z uporabo brezpilotnih zrakoplovov (dronov)  
 
Povzetek: V magistrskem delu smo opisali vrste oz. načine uporabe dronov, njim 
pripadajoče pojmovne izraze, predstavili tri različne zakonodajne okvire (slovenska, 
evropska in ameriška zakonodaja o dronih), ki opredeljujejo uporabo in delovanje 
dronov, izpostavili nevarnosti, ki jih sama uporaba dronov predstavlja, analizirali nekaj 
nezgod in podali ukrepe za zmanjšanje tveganj.  
 
Namen magistrskega dela je bil: 
Identificirati nevarnosti pri uporabi dronov, oceniti njihovo tveganje in podati ukrepe za 
zmanjšanje tveganja; preučiti in primerjati različne zakonodajne okvire, ki se nanašajo 
tako na operativne in tehnične vidike, kot tudi na vidik človekovih temeljnih pravic in 
svoboščin, pravice do zasebnosti in varstva osebnih podatkov; na podlagi rezultatov oz. 
ugotovitev, podati možne ukrepe in rešitve.  
 
Cilj magistrskega dela je bil:  
Podati ustrezne ukrepe za zmanjšanje tveganja na sprejemljivo raven, ob upoštevanju 
zakonodajnih okvirjev (slovenski, evropski, ameriški).  
 
Široka uporaba dronov omogoča številne tehnološke izboljšave in napredke. Z droni 
lahko človeku olajšajo marsikatero delo ali pa ga storijo namesto njega (rešujemo 
življenja, optimiziramo določene storitve, zagotavljamo varnost državljanov, gasimo 
požare, gradimo itd.), pa vendar se lahko njihove prednosti tudi zlorabi (na področju 
varovanja zdravja, varovanja zasebnosti in osebnih podatkov, splošne varnosti), ali pa 
škodljivo posegajo v naravno in bivanjsko okolje (hrup, umik določenih živalskih vrst).  
S tehničnimi, organizacijskimi in zakonskimi ukrepi pa zagotovimo, da bo njihova 
uporaba varna in sprejemljiva za okolje in družbo.  
 
 




Hazards associated with the use of unmanned aircrafts (drones) 
 
Abstract: In this master's thesis we described the types and different ways of using 
drones, their conceptual terms, presented three different legislative frameworks 
(Slovenian, European and American legislation) defining the use of drones, highlighted 
the hazard posed by the use of drones, analyzes some accidents and put in place risk 
mitigation measures 
 
The purpose of the master's thesis was: 
To identify the hazard of using drones, assess their risk and take risk reduction 
measures; examine and compare the various legislative frameworks that relate to both 
operational and technical aspects, as well as aspects of human funfamental rights and 
rights and freedom, rights to privacy and protection of personal data; based on the 
results or findings, provide possible actions and solutions. 
 
The aim of the master's thesis was: 
Take appropriate measures to reduce risk to an acceptable level, taking into account 
legislative frameworks (Slovenian, European, American). 
 
The widespread use of drones allows for numerous technological improvements and 
advances. For people, drones can make work easier or do more work for them (saving 
lives, optimizing certain services, ensuring citizens safety, extinguishing fires, building 
etc.), but their benefits can also be misused (in the field of health protection, privacy 
protection and personal data, general safety), or adversely affecting the natural and 
living environment (noise, withdrawal of certain animal species). 
Technical, organizational and legal measures ensure that their use is safe and acceptable 
to the environment and society. 
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Seznam uporabljenih kratic in simbolov  
 
 
ACLU   Ameriško združenje za zaščito civilnih svoboščin (angl. American Civil 
Liberties Union) 
ARP  Referenčna točka letališča (angl. airport reference point) 
COA   Potrdilo o odobritvi (angl. Certificate of Authorization) 
CTR  Cona, območje letališča (angl. controlled traffic region) 
EASA Evropska agencija za varnost v letalstvu (angl. European Union Aviation 
Safety Agency) 
EDA  Evropska obrambna organizacija (angl. European Defence Agency) 
EU   Evropska Unija (angl. European Union) 
FAA   Zvezna letalska organizacija (angl. Federal Aviation Administration) 
FMEA  Analiza odpovedi in njihovih učinkov (angl. failure Mode and Effects 
Analysis) 
FPV   Prikaz pogleda iz zrakoplova  (angl. first-person view) 
GPS   Globalni sistem za določanje položaja (angl. Global Positioning System) 
HD  Visoka resolucija (angl. high resolution) 
IR   Infrardeče sevanje (angl. infrared radiation) 
ISR  Inteligenca, nadzor, prepoznavanje (angl. intelligence, surveillance, 
reconnaissance) 
MD   Magistrsko delo 





PIA   Ocena učinka na zasebnost (angl. Privacy Impact Assessment) 
RFID   Radio-frekvenčna identifikacija (angl. Radio-frequency identification) 
RPA  Oddaljeno pilotirani zrakoplovi (angl. Remotely Piloted Aircraft) 
RPAS Oddaljeno pilotirani zrakoplovni sistemi (angl. Remotely Piloted Aircraft 
System) 
TOM  Masa pri vzletu (angl. Talking of Mass) 
UAS  Zrakoplovni sistemi brez posadke (angl. Unmanned Aerial System) 
UAV  Zrakoplovno vozilo brez posadke (angl. Unmanned Aerial Vehicle) 
UCAV  Zrakoplovno bojno vozilo brez posadke (angl. Unmanned Combat Aerial 
Vehicle) 
VLOS   Vizualna linija vida (angl. Visual Line of Sight) 














»Ker industrija dronov leti do vrtoglavih višin, bo znatno spremenila nebo, kot ga vidimo 
danes.« [1] 
 
Lahko bi rekli, da je bilo leto 2014, leto dronov. Časopisi so bili polni novic o dronih; 
najprej o tistem, ki je ga je podjetje Amazon uporabilo za dostavo paketov, potem o tistem, 
ki je zmotil nogometno tekmo med Srbijo in Albanijo. Ko se je leto odvijalo, se je pisalo o 
dronih, ki so brneli blizu jedrske elektrarne v Franciji, in o tem, ko je imelo potniško letalo 
skorajšnjo zamudo zaradi drona, ki je zmotil tok letov na letališču [2].  
 
V Veliki Britaniji je do zdaj izdanih približno 600 dovoljenj za komercialne, daljinsko 
vodene zrakoplovne sisteme ali zrakoplove brez posadke. Le-ti so postali zelo priljubljeni 
nadomestek pilotnim letalom, ki so (pred njimi) opravljali različne naloge. Droni so se 
začeli uporabljati tako za osebne namene, kot tudi za komercialne, gospodarske in vladne 
namene. Nenazadnje se pričakuje, da bo do leta 2050 150,000 služb v sektorjih, ki se bodo 
ukvarjali z brezpilotnimi sistemi [2]. Leta 2015 se je drone največ uporabljajo v 
infrastrukturi, v kmetijstvu in transportu, pričakuje pa se rast tudi v komercialnem sektorju. 
Rast uporabe dronov ima vpliv na različne deležnike, in sicer: na operaterje (licencirani 
uporabniki dronov), piloti/uporabniki (brez licence), na splošno javnost in ekonomijo [3]. 
 
Kaj so sploh droni? Tehnično gledano jih imenujemo z besedno zvezo »zrakoplovni sistemi 
brez posadke« (ang. unmanned aircraft systems - UAS), saj delujejo brez pilota na krovu. 
Kljub temu jih vsi imenujejo kar »droni«. Le-ti lahko variirajo od zelo majhnih (kot muha 
na vašem prstu, tj. nano-droni, težki zgolj od 10 do 20 g), do zelo velikih (projektirajo se 
tudi v velikosti letala A320). Cene dronov zelo padajo, tehnologija pa zelo napreduje in 
tako se trg z droni čedalje bolj veča in širi. Droni nudijo tudi nove zaposlitvene možnosti, 
od katerih naj bi imeli vsi koristi [4]. 
 
Droni, pa tudi drugi mehanski roboti, po eni strani pomagajo pri mnogih človeških 
opravilih, po drugi pa lahko neko človeško delo tudi povsem nadomestijo. Skratka, ko neka 
industrijska panoga začne z uporabo dronov, robotov in drugih naprav, postanejo možnosti 
za njihovo uporabo skoraj neskončne. Tako se pojavljajo predpostavke, da droni in drugi 
roboti ogrožajo fizično delo človeka, pa tudi delo »belih ovratnikov«.1 Ta predpostavka ni 
 
1 Hopkins pa se v zvezi s tem vpraša: Ali je etično odvzeti službe nekaterim ljudem na račun vključevanja in uporabe 
dronov? Implementacija nove tehnologije bo zagotovo nekaterim odvzela delovna mesta. Dobro bi bilo, da če/ko bi se to 
hotelo zgoditi, da bi neko podjetje tovrstno delovno silo preusmerilo na druga delovna področja (operacije z droni, 




povsem resnična. Cilj »dronizacije« (ang. dronnovation) ni za vsako ceno nadomestiti 
človekovo delo, toda najti načine, ko lahko določeni stroji pomagajo človeku in nudijo 
nekaterim dejavnostim podporo. Človeku olajšajo delo  na ta način, da izboljšajo kakovost 
zbiranja različnih informacij, podatkov itd.; opravljajo lahko rutinska dela in naloge, tudi 
tiste, ki so za človeka tvegane in nevarne (v vojski, pregledovanje mostov, dostopanje na 
nevarna območja, …) [5]. 
 
Droni se lahko uporabljajo na različne načine in v različnih sektorjih. Drone, na katere so 
nameščene oz. pričvrščene kamere, lahko uporabljamo za namene pregledovanja, 
opazovanja, spremljanja, kar lahko počnejo mnogo boljše kot človek. Poleg tega so mnogo 
bolj fleksibilni kot človek in lahko prenašajo različne podatkovne naprave za snemanje, 
zbiranje informacij itd. Drone lahko uporabljamo za namene fotografiranja, nadzora, 
opazovanja, merjenja, snemanja, in sicer na mnogih področjih: od kmetijskega 
(nadzorovanje stanja pridelkov), rudarskega do filmskega in drugega nadzorovanja, 
pregledovanja (npr. pri različnih nevarnih in tveganih reševalnih akcijah, kriminalnih 
dejanjih itd.); ali pa jih lahko uporabljamo v povsem ljubiteljske namene (za boljše 
fotografije pri porokah in drugih srečanjih, pri športnih aktivnostih). Droni s kamerami in 
senzorji lahko posnamejo video, mapirajo (ustvarijo zemljevid) ali pa so pravi mali 
detektivi. Ti odčitki in videi, ki jih dron zbere, se nato vnesejo v določeno programsko 
opremo z namenom analiziranja posnetih podatkov [5]. Nedavna tehnologija dronov 
omogoča, da razberejo podatke 6 metrov globoko skozi škatle in zaboje – v vseh smereh: 
nad in pod neko lokacijo. Tako posamezne občine, kraji uporabljajo drone za na primer 
natančen pregled mostov (njihove strukture, stanja, napak) [5]. V zvezi s tem lahko 
omenimo, da je gradbeno podjetje CIO leta 2013 najavilo preizkušanje dronov pri gradnji 
sten in nadzoru varnosti na gradbiščih, piše revija Techworld. Maja lani sta Balfour Beatty 
in svet okrožja West Sussex uspešno sklenila testno preverjanje mostov z droni [7]. 
 
Tudi britansko telekomunikacijsko podjetje BT preskuša drone – uporablja jih za namen 
vzpostavitve zasilne internetne povezave na bojiščih in območjih, ki so jih prizadele 
različne nezgode. Če bi se zgodile poplave, bi dron lahko pregledal nastalo škodo, in 
vzpostavil internetno povezavo s pomočjo med sabo povezanih dronov in balonov [7]. Tudi 
podjetje Facebook za vsem tem ne zaostaja. Le-ta želi z velikanskimi droni v velikosti 
potniških letal, ki bi jih poganjala sončna energija, poleteti nad področja, ki nimajo dostopa 
do svetovnega spleta, in jim z oddajanjem signala ponuditi brezžični širokopasovni internet 
[8]. 
 
Drone s HD-kamero so že leta 2015 uporabljali tudi devonski in cornwallški policisti. Z 
njimi iščejo pogrešane ljudi, nadzorujejo prometne ne in fotografirajo kraje zločina. Leto 




Drone uporabljajo tudi poštna podjetja. Ameriški UPS je januarja lani predstavil drona, ki 
dostavlja pakete. Dron do nekih vrat poleti iz dostavnega avtomobila, kjer se tudi baterijsko 
na-polni. UPS je drone za dostavo paketov v sodelovanju z izdelovalcem dronov CyPhy 
Works začel testirati že septembra 2016. Tudi izraelsko zagonsko podjetje Flytrex se je 
podalo v dostavo, v islandski prestolnici Reykjavik pa so vzpostavili prvo celovito dostavo 
hrane in dobrin z droni. V Flytrexu pravijo, da jo lahko dostavijo v zgolj štirih minutah. V 
floti na Islandiji imajo dva drona, ki opravita 20 dostav na dan, a pričakujejo, da se bo 
povpraševanje povečalo. Drone kot dostavljalce paketov želi uporabljati tudi velikanski 
spletni gigant Amazon (Primer Air) in nemški DHL. Storitev dostavljanja paketov pa 
razvija tudi Google, ki je pred časom prevzel proizvajalca dronov Titan Aerospace [8]. 
 
Skratka, kot vidimo, uporaba dronov lahko presega našo domišljijo: lahko nam dostavijo 
pošto, kosilo pred vrata naše hiše, nadzorujejo gradnjo, pregledujejo plinovode in 
naftovode, čistijo visoke stavbe, pogozdujejo, gnojijo v kmetijstvu itd. Podjetje 
Pricewaterhouse Coopers je januarja najavilo ustanovitev skupine za drone (lokacija v 
Veliki Britaniji). Zatrjujejo, da bo svetovni trg storitev z droni dosegel 127 milijard 
dolarjev; tudi v finančni družbi Goldman Sachs, kjer predpostavljajo, da bo leta 2020 trg 
dronov vreden 100 milijard dolarjev, petino od tega na račun vojaškega povpraševanja. 
Business Insider Intelligence pa zatrjuje, da bo na globalnem trgu leta 2021 prodanih okoli 
805.000 dronov. Ker jih je bilo leta 2016 prodanih 102.600, bi uresničitev napovedi 
pomenila 51-odstotno povprečno letno rast prodaje. Mednarodno združenje za zrakoplovne 
sisteme brez posadke trdi, da bi komercialni droni lahko prispevali 82 milijard dolarjev in 
ustvarili 100.000 delovnih mest v ZDA [7]. 
 
Ko že omenjamo ZDA: S pomočjo drona oz. brezpilotnega letala predator, tipa B, ki ga 
sicer redno uporabljata Pentagon in Homeland Security, so prvikrat aretirali tri osumljence, 
ki so storili neko kaznivo dejanje; dron jih je namreč našel s prečesavanjem območja, 
velikega 12 kvadratnih kilometrov. Skratka, to je bila prva aretacija v ZDA, storjena s 
pomočjo drona. Na sploh, ZDA uporabljajo brezpilotna letala za vohunjenje in nadzor nad 
vojaškimi območji v tujini [9]. Od tod tudi njihov izvor; droni izvirajo iz oboroženih 
vojaških sporov, v katerih so sprva (vietnamska vojna) opravljali delo izvidnikov, pozneje 
(Irak, Afganistan) pa so jih uporabljali za bombardiranje strateških ciljev [8]. Tehnologijo 
dronov, ki so opremljeni z močnimi senzorji in objektivi, so torej izpopolnili prav med 
vojno v Iraku in Afganistanu. Pentagon je v zadnjih nekaj mesecih tudi spremenil strategijo 
spopada s talibani, s katerimi se bojuje s pomočjo vodenih izstrelkov, ki prihajajo iz 
dronov, ki krožijo nad oblaki. Na sprožilce za rakete pritiskajo piloti, ki sedijo v ameriških 





Tehnologija dronov se tudi čedalje bolj izpopolnjuje. Le-ti postajajo vse manjši, dobivajo 
izredno močne optične instrumente in senzorje, poleg infrardeče tehnologije, ki zaznava 
toploto, se teži k temu, da bi drone opremili tudi s takšnimi senzorji in radarji, ki bodo 
uporabljali ultravijolične žarke, s pomočjo katerih se vidi ponoči, gleda skozi oblake, meglo 
in najdebelejše zidove. Tudi dimenzije brezpilotnih letal se krčijo. Od velikih letal se je 
njihova velikost zmanjšala do drona, ki ga je mogoče spraviti v nahrbtnik. Policija v 
Houstonu trenutno preizkuša dron, ki ga je proizvedel Boeing. Insitu je dolg meter in pol, 
njegov krilni razpon je 2,5 metra. Leti lahko do 6000 metrov visoko, v zraku pa lahko 
ostane tudi 24 ur. Prav tako se v ZDA za uporabo dronov zanima tudi agencija za boj proti 
mamilom, pa FBI, ki jih že deloma uporablja, ter organi za nadzor meja na meji z Mehiko, 
ki že uporabljajo sedem predatorjev [9]. 
 
Chris Anderson, direktor podjetja 3RD in ustanovitelj nekaj robotskih skupnosti, kot so 
DYI Drones in DYI Robocars, v Harvard Business Review uspevanje industrije dronov 
pripisuje digitalizaciji fizičnega sveta. Samo poglejte google maps, kjer sateliti, letala in 
avti zbirajo podatke v 2-D in 3-D, piše Anderson. »Danes tovrstno kartografiranje, ki je 
bilo sprva namenjeno ljudem, z droni izvajamo bolj učinkovito, z višjo resolucijo, kar je 
podlaga za samovozeče avtomobile. Ti potrebujejo natančne 3-D zemljevide mest, da bi se 
po njih varno premikali,« pravi Drevenšek [7]. 
 
Kot vsak robot, je tudi dron lahko avtonomen (tj. neodvisen, samostojen). Današnja 
zakonodaja še vedno zahteva, da brezpilotni letalnik upravlja oseba na tleh (čeprav le 
pritisne na ikono na pametnem telefonu). S pametnejšimi droni pa se bodo verjetno 
spremenile tudi uredbe, razmišlja Anderson. Morda nekoč ne bo več veljalo pravilo, da 
moramo imeti drona ves čas v vidnem polju, da lahko naše oči nadomestijo senzorji in 
strojni vid. Ko bo dovoljena avtonomna raba, se bo enačba »en pilot, eno letalo« 
spremenila v »en operater, veliko letalnikov«, ali pa bo mnoštvo letalnikov lahko letalo 
brez  nadzornika. »V zadnjih primerih se skriva ekonomski potencial – ko so marginalni 
stroški mapiranja sveta nični (ker delo opravljajo roboti, in ne ljudje). Temu lahko rečete 
'demokratizacija opazovanja Zemlje', ki je poceni, z večjo resolucijo, kot jo premorejo 
sateliti. Pa še v nebo se lahko podajo kjerkoli in kadarkoli,« je prepričan Anderson [10]. 
 
Slovenski poznavalec dronov, Janez Nebec, vodja letalskih operacij in izobraževanj v 
podjetju Onedrone, pa noče biti prehiter pri napovedih, da nas bodo kmalu nadletavali 
droni: »Da bi nekaj samo od sebe letalo po zraku, morajo biti naprave standardizirane, kar 
v svetovnem merilu ne obstaja. Zagotovljena mora biti elektronska daljinska identifikacija 
– nadzorni organi morajo v vsakem trenutku vedeti, kaj imate nad glavo in kje, zagotavljati 
je treba preprečevanje trčenj. Ves svet se zaveda, da bi to morali urediti, a v tej smeri še ne 




naprave, ki bodo same letale po zraku,« razvoj sveta dronov in z njimi povezanega posla 
pojasnjuje Nebec [7]. 
 
Uporabo in operacije donov regulira določena zakonodaja v posamezni državi. Slednja se 
lahko med državami tudi razlikuje. Medtem ko je tradicionalna letalska industrija predmet 
skupnih mednarodnih konvencij, je le-to težko trditi za drone; na področju dronov namreč 
(še) ni usklajenega, skupnega mednarodnega standarda ali smernic, kljub temu, da si 
nekatere države k temu prizadevajo. Tisti, ki pišejo zakone, imajo težko nalogo, 
upoštevajoč tako rast in inovacijo (in da ne zaostajajo za drugimi trgi, konkurenco), kot tudi 
varnostne smernice in ukrepe zagotavljanja zasebnosti lastnih državljanov [1]. 
 
V prihodnosti se največja rast dronov pričakuje v komercialnem sektorju. Hkrati pa bodo 
imeli droni čedalje večjo vrednost za energetski sektor, gradbeništvo, kmetijstvo, 
nepremičninski sektor, transport, kurirske in poštne aktivnosti, telekomunikacije, rudarstvo 
in zdravstvo. Največji proizvajalec dronov so Združene države Amerike, sledi pa jim 
Kitajska. V Evropi pa se največ certificiranih upravljavcev dronov nahaja v Veliki Britaniji, 
sledita pa ji Francija in Španija [1]. 
 
Razvoj, prodaja in uporaba dronov naj bi imela mnogo ekonomske koristi za veliko število 
sektorjev; še posebej pa velja omeniti dejstvo, da se bo na njihov račun veliko privarčevalo 
in to ob povečani produktivnosti. Najbolj bo privarčeval tehnološki sektor, mediji in 
telekomunikacijski sektor. Prav tako je bilo med letoma 2017 in 2018 vsaj 65 življenj 
rešenih na račun uporabe dronov. Droni tudi zmanjšujejo marsikatero tveganje pri nevarnih 
opravilih. Glede na to, da se tudi povečuje potrošnja hrane, nam lahko uporaba drona za 
namen spremljanja, znatno izboljša upravljanje pridelkov ter na ta račun povečanje letine. 
Marsikatera vlada je že prepoznala potrebo po »odpiranju«, »odklepanju« različnih 
političnih in zakonodajnih barier (ovir), saj se mora na področju dronov nujno spodbujati 
inovacijo (tudi na področju storitev), hkrati pa še vedno zagotavljati standarde varnosti in 
zasebnosti. Hkrati z vsem tem se pojavlja tudi vprašanje, kako drone na najboljši možni 
način integrirati v neko družbo (z namenom uresničevanja nekih lokalnih potreb), ne da bi 
se ta počutila ogroženo, ali imela takšne in drugačne dileme, pomisleke, celo nasprotovanja. 
Priporočljivo je, da posamezna država ustanavlja majhna in srednja podjetja, ki se ukvarjajo 
z razvojem dronov in njegovih produktov, z raziskovanjem, testiranjem – kar bi pripomoglo 
k prihodnjemu razvoju tega sektorja. Hkrati z razvojem dronov pa je potreben razvoj tudi 
temu primerne zakonodaje; zgodi se, da se drone uporablja tudi v kriminalne in zle namene; 
še vedno pa so tudi primeri, ko posamezniki neka pravila povsem nenamerno kršijo, saj ne 
poznajo zakonodaje, ki se nanaša na drone. Zato je na tem področju priporočljivo stalno 





V magistrskem delu bomo opisali vrste oz. načine uporabe dronov, njim pripadajoče 
pojmovne izraze, predstavili tri različne zakonodajne okvire, ki opredeljujejo določene 
standarde pri delovanju in sami uporabi dronov ter izpostavili možne pomanjkljivosti na 
zakonodajni ravni. Prav tako bomo izpostavili nevarnosti (materialno in nematerialno), ki 
se navezujejo na uporabo in delovanje dronov, ter na podlagi tega naredili varnostno 
analizo za drone (identifikacija nevarnosti, ocena tveganj, določitev ukrepov). V 
magistrskem delu bomo predstavili tudi nekaj primerov nezgod z droni ter predložili 


































2 Namen dela  
 
Namen magistrskega dela je identificirati nevarnosti dronov, oceniti njihovo tveganje in 
podati ukrepe za zmanjšanje tveganja. Preučiti in primerjati različne zakonodajne okvire, ki 
se nanašajo tako na operativne in tehnične vidike, kot tudi na vidik človekovih temeljnih 
pravic in svoboščin, pravice do zasebnosti in varstva osebnih podatkov. Na podlagi 
rezultatov oz. ugotovitev, podati ukrepe in rešitve.  
 
Cilji magistrskega dela so:  
Podati ustrezne ukrepe za zmanjšanje tveganja na sprejemljivo raven, ob upoštevanju 




V magistrskem delu smo preverjali naslednje hipoteze: 
 
H1: Široka uporaba dronov omogoča številne tehnološke izboljšave in napredke.  
 
H2: Droni predstavljajo nevarnost tako na tehničnem, kot na področju varstva osebnih 
podatkov. 
 
H3: Droni so varni ob predhodni kritični analizi (delovanja in uporabe) in zagotovitvi 
potrebnih ukrepov. 
 
2.2 Metode dela 
 
V magistrskem delu smo uporabili deskriptivno metodo dela (študija virov, literature), 
metodo analiziranja pisnih in elektronskih virov; prav tako smo uporabili komparativno 
(primerjalno) metodo dela. S pomočjo teh dveh metod smo odkrivali podobnosti in razlike 
ter izpeljevali temeljne ugotovitve in predloge. Deskriptivna metoda je bila v delu 
uporabljena predvsem pri opisovanju temeljnih pojmov, izrazov, definicij, ki se navezujejo 
na drone. Opisna in primerjalna metoda sta bili uporabljeni pri obravnavi posameznih 
pravnih okvirov, metoda analiziranja pa pri obravnavanju nevarnosti in nezgod v zvezi z 
droni. V delu smo uporabili metodo pregleda različne pisne in elektronske, strokovne in 
poljudne literature, najdene v različnih podatkovnih bazah, ter različne zakonske predpise, 




3 Teoretični del 
 
3.1 Definicija dronov 
 
Kaj sploh je dron? Dron je brezpilotno zračno plovilo (ang. kratica UAV - unmanned aerial 
vehicle; torej, zračno plovilo brez posadke). Pravijo jim tudi samodejna zračna plovila, 
letala z daljinskim upravljanjem in brezpilotni letalski sistemi. Drugo ime zanj je tudi 
kvadrokopter – tj. plovilo na daljinsko upravljanje, ki ga poganjajo propelerji (praviloma 
štirje, lahko pa jih je tudi manj ali več) [8]. 
 
Cambridge English Dictionary navaja dve definiciji dronov: 
(1) Zrakoplov, ki nima pilota, vendar ga nadzoruje nekdo na tleh, in se uporablja v 
vojaške namene (bombardiranje, nadzorovanje); 
(2) Zrakoplov, ki nima pilota, vendar ga nadzoruje nekdo na tleh, in se uporablja v 
prostočasne namene [1]. 
V zvezi z droni se uporabljajo tudi različni izrazi in njim pripadajoče kratice (navedli jih 
bomo v angleščini in slovenščini): 
(1) Zrakoplovno vozilo brez posadke (Unmanned Aerial Vehicle – UAV); 
(2) Zrakoplovni sistem brez posadke (Unmanned Aerial System – UAS); 
(3) Zrakoplovno bojno vozilo brez posadke (Unmanned Combat Aerial Vehicle – 
UCAV); 
(4) Oddaljeno pilotirani zrakoplovi (Remotely Piloted Aircraft – RPA); 
(5) Oddaljeno pilotirani zrakoplovni sistemi (Remotely Piloted Aircraft System – 
RPAS) [1]. 
Droni se med seboj razlikujejo glede na naloge, ki jih lahko opravljajo in glede na namen 
njihove uporabe. Le-to potem določa, kakšen obseg in vrsto podatkov zbirajo, kakšne 
velikosti so, kakšne imajo zmožnosti pri letenju oz. manevriranju, kakšna je njihova 
programska in strojna oprema. Njihova oprema, ki izvaja določen nadzor, lahko vključuje: 
(1) Moč leč; 
(2) Nočni pogled, infrardeči, ultravijolični, FLIR (toplotno slikanje), LIDAR (detekcija 
svetlobe); 
(3) Radarsko tehnologijo; 
(4) Video-analitično tehnologijo, osnovano na določenih algoritmih; 





(6) Zmožnost prepoznave obrazov ali drugih »mehkih« biometričnih karakteristik; 
(7) WiFi komunikacijska tehnologija; 
(8) Prepoznavanje registrskih tablic; 
(9) Prestrezanje kibernetičnih napadov (Modular cyber attack hardware and software) 
[12]. 
Droni oz. zračna plovila brez posadke so lahko dalje klasificirana na tri različne skupine 
(glede na velikost): strateško (vozila, ki letijo približno 20,000 m; npr. ameriški Predator 
drone; slednja vozila si želijo tudi »velikana« kot sta Google in Facebook, in sicer za 
namen vzpostavitve omrežij, integracije zmožnosti zajemanja slik – Google Street), 
taktično (vozila do 1,5 kg, ki se prav tako uporabljajo za vojaške namene, pa tudi za 
policijo) in mikro/makro vozilo (za lete na nižjih višinah, na gosto poseljenih območjih, za 
dostavljanje pošiljk – npr. Amazon) [12]. 
 
Droni se – glede na svojo težo – delijo še na tri kategorije: 
(1) 20 kg ali manj – majhni brezpilotni zrakoplovi: ta kategorija vključuje vse tipe 
dronov, vključno z oddaljeno vodenimi modeli letal, helikopterjev ali jadralnih letal, 
kot tudi oddaljeno vodene zrakoplove, ki so pravzaprav igrače. Za tovrstne 
zrakoplove veljajo določena pravila v aviaciji.  
(2) Od 20 kg do 150 kg – lahki brezpilotni zrakoplovi: v to kategorijo spadajo večji in 
potencialno bolj kompleksni tipi brezpilotnih zrakoplovov in večji modeli 
zrakoplovov. Ta kategorija dronov spada pod vse vidike zakonodaje o aviaciji in 
potrebuje se dovoljenje s strani pooblaščene organizacije, povezane z letalstvom 
(npr. v Veliki Britaniji).  
(3) Nad 150 kg: brezpilotni zrakoplovi znotraj te kategorije so predmet zakonodajne 
odobritve kot pilotni zrakoplovi; so certificirani s strani EASA [11]. 
Droni imajo lahko fiksna krila (kar pomeni, da lahko dlje letijo in dalj časa), rotorje (kar 
pomeni, da ima lahek, enostaven vzlet, natančen nadzor) ali pa so hibridni (kombinacija 
obojega).2 Kot smo že rekli, imajo lahko kamere, LIDAR sistem, senzorje in sistem 
napajanja (ang. emiting system). Lahko so oddaljeno upravljani, sledijo določenim 
nalogam, ali pa so pol ali povsem avtonomni [13]. 
 
Kot smo že rekli, droni lahko tehtajo od nekaj gramov do 10 ton; poganjajo jih lahko 
energija, pridobljena iz sončnih celic, ali pa fosilna goriva; lahko dosežejo tudi hitrost 
 
2 Glede na rotorje lahko drone dalje delimo na trikopterje (kot helikopter), kvadkopterje (4 rotorji; ima 
žiroskop), heksakopterje (6 rotorjev), oktokopterje (osem rotorjev; ti droni lahko letijo zelo daleč, hitro, 




1000km/h, njihov čas letenja pa lahko traja tudi nekaj mesecev; razdalja, ki jo lahko 
preletijo, sega čez 500 km, dvignejo pa se lahko tudi do 20 km visoko [14]. 
 
Dve osebi imata posebni vlogi, navezujoči se na drona. To sta operater in oddaljeni pilot. 
Operater je oseba, ki je upravljavec majhnih brezpilotnih zrakoplovov (upravljanje, 
menedžment lahko vključuje vzdrževanje dronov, registracija tveganj, nadzorovanje 
morebitnega kršenja zakonov, …). Oddaljeni pilot ja posameznik, ki upravlja krmarjenje 
brezpilotnega zrakoplova z ročno uporabo kontrol, ali pa ko le-to leti avtomatsko, spremlja 
njegov let in intervenira, če gre kaj narobe [11]. 
 
3.2 Zgodovina nastanka dronov 
 
Hkrati z razvojem civilnega letalstva, ki ga vodijo ljudje/piloti, se je hkrati in počasi 
razvijal tudi tisti sektor zrakoplovov, ki deluje brez pilotov in posadke. Še nedavno je bila 
uporaba dronov večinoma omejena za vojaške in nadzorne namene, v zadnjih letih pa so 
droni prišli tudi v druge sektorje – kot smo videli, od kmetijskega do prostočasnega [1]. 
Izvor brezpilotnih zrakoplovnih sistemov lahko zasledimo kar 95 let nazaj, ko so se začeli 
razvijati zračni torpedi. Prvi dron je bil ustvarjen pod okriljem fizika Nikole Tesla leta 
1898. Njegov model je izboljšal inženir Charles F. Kattering. Razvojna prizadevanja na tem 
področju so se nadaljevala v času korejske vojne, med katero je vojska eksperimentirala z 
uporabo senzorjev in drugih pripomočkov za namene vojskovanja ter izvidniških akcij. 
Leta 1950 sta se tako mornarica kot letalske sile osredotočili na razvoj brezpilotnih letal in 
križarsko raketo (ang. cruise missile) – tj. enosmerno, smrtonosno strelivo, zasnovano za 
napad na specifičen cilj, tarčo. Brezpilotni zrakoplovi, njihova ideja in prvi poizkusi, tako 
torej obstajajo že dlje časa, kot si zamišljamo. Med 1. svetovno vojno, sta mornarica in 
vojska že eksperimentirali z zračnimi torpedi in letečimi bombami. Vojska in mornarica sta 
težili k razvoju takšnih sistemov, ki bi jih lahko uporabili pri napadu na podmorske baze 
(ang. U-boat bases). Premik v razvoju je pomenil tudi nastanek propelerjev. A vendar so 
bile ene izmed pomanjkljivosti takšnih sistemov težave pri stabilizaciji med letom ter zagon 
brezpilotnih sistemov. Čas med vojnama so razvoj radia in izboljšave na področju 
letalskega inženirstva omogočila razvijalcem brezpilotnih zrakoplovnih sistemov nove 
tehnološke izboljšave, a kljub temu mnogo poizkusov ni bilo uspešnih. V času 2. svetovne 
vojne se je nadaljevalo z uporabo tarčnih oz. ciljnih brezpilotnih zrakoplovov za namen 
proti-zračnega orožnega sistema. Uporabljali so se tudi droni, in sicer radijsko vodene 
leteče, drsne bombe. Leta 1944 je bila japonska vojska bombardirana z 10-imi bombami, 






Slika 1: Fi-103 (križarska raketa, ang. cruise missile) [16] 
 
 
Slika 2: TDR-1 (z bombami leteči dron) [16] 
 
V obdobju po vojnama je nastal tudi t. i. raziskovalni dron, imenovan Northrop P-61 Black 
Widow; le-ta je imel nalogo zbiranja podatkov o vremenu. Leta 1951 so bili uporabljeni 
prvi reaktivni motorji (dron Ryan Firebee II) [16]. 
 
 
Slika 3: Ryan Firebee II [16] 
 
V času hladne vojne so se brezpilotni zrakoplovi začeli uporabljati kot ISR (t. i. 
Intelligence, surveillance, reconnaissance) sistemi, kot orožja dostavne platforme. Razvoj 
le-teh se je nadaljeval v času vietnamske vojne (npr. The Lightning Bug), še bolj pa v času 
zalivske vojne leta 1991. Predvsem v času vietnamske vojne lahko zasledimo prve korake 
uporabe brezpilotnih zrakoplovov za namen bojevanja tako na morju kot tudi na kopnem. 
Ko so se poglobili še konflikti na Balkanu, je vojaško osebje čedalje bolj uporabljajo ISR 
informacije (s strani brezpilotnih sistemov) za namene analiziranja. S pomočjo ISR 
informacij se lahko registrira posamezno lokacijo, z uporabo brezpilotnega sistema pa se jo 
lahko napade (zrak-zemlja). Med letoma 1973 in 1982 so Izraelci razvili brezpilotni 
zrakoplovni sistem po imenu Pioneer, majhen, propelerski zrakoplov, ki sicer ni bil najbolj 
uspešen; motile so ga elektromagnetne motnje drugih ladijskih sistemov, celo tako močno, 
da je tudi strmoglavil. Kljub temu je Pioneer v času zalivske vojne opravil več kot tristo 
vojaških izvidov. Pioneerja je vojska uporabljala tudi v Bosni, na Haitiju, v Somaliji itd. Še 




primer Predator in Global Hawk, ki delujeta skoraj popolnoma avtonomno, s strani 
operaterjev tisoče kilometrov stran, in uporabljata GPS sistem ter predvajata videe 
operacijskim centrom); ne smemo pozabiti omeniti niti mikro-dronov, ki jih lahko 
poženemo z naših rok, in jih lahko prav tako uporabimo za namen odkrivanja in 
preprečevanja kriminala ter drugih vojaških operacij (odkrivanje zased itd.) [17, 16, 15].    
 
3.3 Uporaba dronov 
 
Na splošno lahko uporabo dronov razvrstimo v naslednje kategorije: 
(1) Droni kot igrače. Uporaba dronov ima lahko na tem področju tudi izobraževalno 
noto. Uporabniki so lahko mladi, otroci.  
(2) Hobiji/prosti čas. Droni se uporabljajo pri rekreacijskih aktivnostih. Uporabniki so 
lahko mladi in odrasli.  
(3) Profesionalna uporaba dronov. Uporabniki dronov so lahko piloti, ki uporabljajo 
drone za namene fotografiranja, snemanja iz zraka. 
(4) Komercialna uporaba dronov. Končni uporabniki, potrošniki dronov so podjetja, ki 
lahko drone uporabljajo v kmetijstvu, na področju množičnih medijev, rudarstva, v 
energetskem sektorju in gradbeništvu. 
(5) Vojaška uporaba dronov. Uporabnik dronov je vlada; namen njihove uporabe pa je 
vojskovanje, nadzor itd. [18].   
Droni se lahko uporabljajo za različne namene. Na primer v državi kot je Kanada jih v 
javnem sektorju uporabljajo za (1) identificiranje nevarnih snovi, (2) izvajanja reševalnih 
akcij, (3) fotografiranje zatemnjenih, zasenčenih področij znotraj stanovanjskih 
kompleksov z namenom preprečevanja kriminala, (4) taktična podpora za policijo (preden 
se le-ti izpostavijo nevarnim situacijam), (5) opazovanje vedenja množic, toka ljudi in 
prometa, načrtovanje dogodkov, (6) lociranje poškodovancev v različnih nezgodah, (7) 
fotografiranje mesta zločina, (8) ocena škode, ki jo je storil nek požar, iskanje izvora 
požara, (9) zagotavljanje dokazov, kjer bi bila lahko eksplozivna sredstva, (10) snemanje 
treningov različnih športnikov, (11) preiskovanje plovil pred vkrcanjem, reševalne akcije v 
vodah, (12) ocenjevanje okolja, kjer se je zgodil vnos strupenih snovi vanj, pospeševanje 
triaže za reševanje takšne nastale situacije. V privatnem, zasebnem sektorju pa se droni 
uporabljajo za podjetja, ki se ukvarjajo z rudninami, za medijska podjetja (kjer se pojavlja 
nov izraz, in sicer drone journalism), za raziskovalne organizacije, za telekomunikacijske 
organizacije, za filmsko in televizijsko produkcijo, za kmetijska in gradbena ter druga 
podjetja. Seveda pa drone uporabljajo tudi posamezniki, in sicer pri športnih aktivnostih, 





Kraljevsko letalsko društvo (ang. Royal Aeronautical Society)  navaja različna področja, 
kjer se lahko uporabljajo zrakoplovni sistemi. Prikazani so v tabeli 1 [19].  
 
Tabela 1: Področja uporabe zrakoplovnih sistemov [19] 
Redne storitve Prenos različnega tovora po zraku.  
Opazovanje iz zraka Analiziranje, meritve, spremljanje, sledenje in 
raziskovanje – večinoma okoljske, vremenske dejavnike, 
kot tudi atmosfero, morebitna radioaktivna sevanja ter 
druge delce v zraku, živali v oceanih, na kmetijah, v 
divjini itd.  
Pregled z višine Inšpekcija, razkrivanje, mapiranje, meritve, nadzorovanje 
– kritične infrastrukture, vegetacije, invazivnih vrst, 
vodnih, obalnih poti, pregled turbin za vino, raziskovanje 
mest z nafto, območij plimovanja. 
Kmetijstvo Doziranje, razprševanje, mapiranje, spremljanje rasti 
poljščin, gnojenje, morebitnih bolezni, žetve itd.  
Pomoč pri požarih Opazovanje, spremljanje različnih požarov ter gašenje – v 
stavbah, gozdovih, mestih, pomoč pri reševanju.  
Gozdarstvo Spremljanje in kartiranje – rast dreves, bolezni, poseke 
itd.  
Fotografija Fotografiranje in snemanje iz zraka.  
Reševalne akcije Iskanje, reševanje v mestih, na deželi, na morju, na 
območju plazov itd.  
Policija Posnetek mesta zločina, nadzorovanje (prometa, 
nelegalnih dejavnosti, migracij, trgovine z ljudmi, 
zbiranja ljudi (protesti, shodi, …), preprodaje drog, 
nadzorovanje meja, nadzor nad kritičnimi območji.  
Obalna straža Proti-piratske operacije, nadzorovanje ribolova, nadzor 
nad marinami itd.  
Vojaške operacije Nadzorovanje, vojskovanje.  
Komunikacijska omrežja v 
sili 
Lokalna, regionalna, nacionalna.  
Spremljanje nezgod in 
mapiranje 
Hurikani, potresi, poplave, snežnih neviht, letalske in 
druge prometne nezgode, izpust nafte v okolje, 
spremljanje vulkanskih oblakov, polnih pepela.  
Spremljanje nuklearnih 
nesreč 
Meritev kontaminacije, koordinacija reševanja.  




Nekaj od teh področij uporabe dronov ter tudi druga bomo v nadaljevanju na kratko 
predstavili.  
 
3.3.1 Uporaba dronov v primeru nezgod 
 
Drone se lahko uporablja tudi pri takšnih nezgodah (v primeru železniškega prometa), kjer 
se zgodi razlitje nevarnih, škodljivih snovi zaradi določenih tehničnih napak. Z namenom 
zagotoviti varnost med prevozom nevarnih substanc ter zagotoviti hitro in učinkovito 
ravnanje z nevarnimi snovmi, v kolikor le-te preidejo v okolje, se lahko uporabi 
radioferkvenčno identifikacijo takšnega tovora prav s pomočjo dronov. Z uporabo drona, 
opremljenega z RFID odčitala, se lahko identificira nevarne, škodljive snovi, predmeti 
(vnetljive snovi, kisline, radioaktivne snovi itd.) s čimer se lahko zagotovi preventiva pred 
resno škodo, ki jo lahko povzroči njihovo razlitje. Radioferkvenčno identifikacija pomeni 
odčitavanje informacijskih čipov, nameščenih v vagonih vlaka, s pomočjo radijskih 
frekvenc, seveda z varne razdalje, v primeru nezgode. Na tak način se lahko odčitajo 
informacije o točni lokaciji razlitja ter naravo razlitih snovi. Strokovnjaki za takšne 
nezgode so lahko takoj seznanjeni s takšnimi informacijami, še preden pridejo na mesto 
nezgode, in lahko vnaprej pripravijo potrebno opremo, metode in sredstva za zaščito 
območij, strategijo reševanja nastale nezgode, možno vključitev drugih strokovnjakov, v 
kolikor je mesto nezgode težko dostopno, ali pa so snovi že začele škodljivo delovati na 
prebivalce nekega kraja [20].   
 
Drone se na zdravstveno-medicinskem področju lahko uporablja za prenos pripomočkov, 
laboratorijskih vzorcev med oddaljenimi zdravstvenimi institucijami, prav tako se lahko 
dron uporabi za dostavo defibrilatorjev pri zastoju srca. Dron je lahko v takšnih primerih 







Slika 4: Primerjava časov dostave med dronom, vozilom in človekom [21] 
 
Ker so današnji droni že opremljeni s termičnimi senzorji, lahko locirajo položaj izgubljene 




Slika 5: Dron, ki se ga uporablja v reševalne namene [22] 
 
3.3.2 Uporaba dronov v gradbeništvu, konstrukciji in inženirstvu 
 
Droni lahko v inženirstvu in konstrukciji znatno zmanjšajo stroške dela; pa ne samo to: s 
svojimi senzorji lahko delajo zelo natančno, zmanjšajo uporabo varnostne opreme, 
nadomestijo delavce oz. njihova morebitna tveganja različnim oblikam nevarnih 
izpostavljenosti. Nedavno je ekipa znanstvenikov demonstrirala, da lahko droni zgradijo 
most, narejen iz vrvi [13]. Tradicionalni nadzor velikih mostov, jezov, zgradb zahteva 
mnogo opreme in številne varnostne ukrepe. Prav na tem področju in v ta namen se lahko 




natančno, ne da bi kogar koli izpostavili raznim tveganjem. Dron neko zgradbo »poskenira« 
s svojimi senzorji; na ta način lahko odkrije različne frakture, napake itd. [15].  
 
 
Slika 6: Preiskovanje mostu z dronom [15] 
 
Z uporabo tehnologije dronov je mogoče prepoznati tudi puščanje tekočine v različnih 
rezervoarjih, silosih, v ceveh pod zemljo, preden postanejo okvare kritične. Prav tako se 
mora nadzorovati solarne panele z namenom, da učinkovito generirajo energijo. Dron lahko 
na takšnih panelih izvede termografski pregled (s pomočjo IR kamere); enako lahko stori 
tudi pri vetrnicah [15].  
 
3.3.3 Uporaba dronov v varnostne namene 
 
Eden izmed potencialov dronov je tudi ta, da lahko zagotavljajo varnost. Droni lahko na 
tem področju nadomestijo varnostnike (pri varovanju domov, zgradb, podjetij, območij, 
…). Dron se lahko premika naokoli in ustvarja fotografije; le-to lahko počne tudi v primeru 
slabe vidljivosti. Na primer: Zasebno podjetje, ki nudi varnostne storitve (za javni in 
privatni sektor) z droni, se imenuje Europa security. Njihovi varnostniki za nadzorovanje 
uporabljajo drone – identificirajo oddaljeno težavo, ne da bi poslali koga na nujno vožnjo, 
ogled [15]. Drone se v varnostne namene lahko uporabi tudi pri nadzorovanju meja, za 
opazovanje množic (protestnih shodov) in možnih kriminalnih dejanj, kjer je na enem 
mestu veliko ljudi [22].  
 
3.3.4 Uporaba dronov za namen opazovanja naravnega okolja 
 
Z uporabo dronov lahko spremljamo topljenje ledenikov, njihovo dinamiko in stanje 
vodnih virov. Droni nam lahko tako omogočijo dostop do tistih ozemelj, kjer je običajni 
dostop težak, ali sploh nemogoč. Z droni lahko merimo in spremljamo tudi onesnaženost 
zraka oz. njegovo kakovost [22]. Z droni lahko opazujemo tudi morfološke variacije v 




3.3.5 Uporaba dronov v kmetijstvu 
 
Kmetje se v kmetijstvu lahko soočajo s težavami pri namakanju, s pojavom škodljivcev in 
bolezni, kar lahko uniči njihov pridelek. Droni, ki letijo nad njihovimi polji, lahko 
posnamejo visoko resolucijske fotografije. S pomočjo teh kmetovalec dobi podatke o 
velikosti svojega pridelka, o njegovi gostoti, o potrebi po namakanju itd. [15]. 
 
3.3.6 Uporaba dronov pri poučevanju 
 
Z dronom se da narediti poučevanje bolj atraktivno, inovativno in uporabno ter slušateljem 
ponuditi nove učne možnosti – še posebej na področju znanosti, tehnologije, inženirstva, 
matematike, kjer udeleženci pridobivajo znanja o programskih in strojnih opremah, o 
različnih tehničnih specifikacijah (npr. uporaba senzorjev), matematičnih konceptih in 
fizikalnih zakonih. Prav tako se lahko uporabijo tudi za namen socialne inkluzije 
(vključevanja) posameznikov, ki so tako ali drugače za nekaj prikrajšani. V ta namen so 
raziskovalci razvili t. i. HandiDrone, ki jih lahko posamezniki, ki so na primer na 
invalidskih vozičkih, uporabljajo in postanejo piloti dronov; ali pa uporabijo drone za ogled 
predmetov, ki so izven njihovih zmožnosti dosega [15].  
 
 
Slika 7: Uporaba drona gibalno-prikrajšanih posameznikov [15] 
 
3.3.7 Uporaba dronov za prenos in dostavo 
 
Sodobni droni že lahko nosijo težje predmete. Ljudem bi tako omogočili dostavo paketov 





3.3.8 Uporaba dronov za dostop do interneta  
 
Gre za to, da se lahko s pomočjo drona ustvari internetno povezavo na oddaljenih 
območjih. Kmalu bomo lahko lovili signal na svojih telefonih, ki ga bomo prejeli s 
pomočjo letečega drona [22]. 
 
 
Slika 8: Dron, ki se ga lahko uporablja za dostop do interneta [22] 
 
3.3.9 Uporaba dronov v vojaške namene 
 
Kot smo v poglavju o zgodovini nastanka dronov videli, so se droni najprej začeli pojavljati 
v vojski. V Vietnamu so z droni mapirali vietnamske in kitajske logistične mreže. Kljub 
temu, da so jih Kitajci mnogo sestrelili, so se vsaj ognili (namesto tega) uporabiti običajna 
letala. V naslednjih dveh desetletjih, se je Izrael priključil Združenim državam Amerike pri 
razvijanju dronov. Še pred napadom sirskih oporišč v Libanonu leta 1982, je Izrael uporabil 
drone zato, da je z njimi preizkusil sirijski radarski sistem. Tudi v času zalivske vojne so si 
ZDA pomagale z droni pri lociranju tarč. Osem let kasneje so imeli droni še pomembnejšo 
vlogo, in sicer na Kosovu, saj so pričeli leteti zelo nizko in identificirali tarče, ki so jih 
potem napadla običajna letala, 4500 metrov visoko. To so uspešno počeli tudi zato, ker so 
bili na drone nameščeni laserji, ki so pilotom kazali tarče. Tedaj se je tudi pojavila ideja, da 
bi lahko na drone namestili lahke rakete. To se je zgodilo leta 2002, ko so na ta način v 
Jemnu vzeli življenje Al Qaeda teroristu. Droni so se na tak način uporabljali tudi v vojni z 
Afganistanom in Irakom, pri čemer je časovni razpon med lociranjem tarče in napadom že 
trajal samo pet minut. Prav tako so droni postajali čedalje bolj neslišni, dlje časa so lahko 
leteli ter se včasih tudi izpostavili sovražnikovemu ognju z namenom identifikacije narave 
njihovih tarč; zmanjšana je bila tudi kolateralna škoda, ne pa popolnoma eliminirana. S 
pomočjo dronov je ameriška vojska tudi odkrivala nastavljene zakopane bombe. ZDA naj 
bi s pomočjo dronov spremljale iranski nuklearni program. Sami droni pa se trenutno še ne 
morejo zavarovati pred izstrelki sovražnika (to je njihova slabost). Trenutno pa naj bi drona 
tipa Predator in tipa Reaper v Afganistanu ameriški vojski dnevno pošiljala kar 400-urnih 




3.3.10 Druga uporaba dronov 
 
Droni lahko predstavljajo tudi grožnjo splošni varnosti – iz kriminalne perspektive. Droni 
se žal uporabljajo tudi za prenos prepovedanih predmetov v zapore, letijo nad zavarovanimi 
območji, stavbami, lahko so vključeni v sosedske spore (nadlegovanje), še huje, pa tudi za 
teroristične namene (nadzorovanje, napadi, spuščanje eksplozivnih predmetov, …) [11].  




3.4 Zakonski predpisi o dronih 
 
V sledečem poglavju bomo predstavil zakonske predpise o dronih, ki se uporabljajo v 
Republiki Sloveniji, Evropski uniji in v Združenih državah Amerike. Vsaka država v 
Evropski uniji ima (zaenkrat še) svoja pravila kako obravnava drone in nevarnosti povezane 
z njihovo uporabo. Evropska unija podaja samo okvirje, kako pa jih država implementira je 
pa odvisno od nje. Leta 2021 bo stopila v veljavo evropska zakonodaja, ki bo predpisala 
zakone za vse evropske članice. Združene države Amerike  imajo spet drugače urejeno 
področje o dronih. Zakon je v slovenskem pravnem redu (v hierarhiji) takoj za ustavo, kar 
pomeni, da morajo biti pravni akti  v skladu z zakom. 
 
Vse dosedanje regulacije, normativi, ki zadevajo uporabo dronov, imajo skupen cilj – tj.  
minimizacija tveganja do drugih uporabnikov zračnega prostora, do ljudi, predmetov, bitij 
in lastnine - na tleh. Zato mora posamezna regulacija dronov vključevati: 
(1) Tehnične zahteve (ki se tičejo samega produkta, njegovih lastnosti in načina 
delovanja). 
(2) Operativne omejitve (oddaljenost od letališč, ljudi, prepovedanih, obljudenih 
območij, maksimalna višina letenja, vidno polje leta, …). 
(3) Administrativni postopki (certificiranje, registracija, zavarovanje dronov). 
(4) Zahteve glede človeških virov (kvalifikacije pilotov). 
(5) Implementacija etičnih omejitev (varstvo osebnih podatkov, zasebnosti 
posameznikov) [28]. 
  
3.4.1 Republika Slovenija 
 
Uredba o sistemu brezpilotnih zrakoplovov (v nadaljevanju uredba) je v slovenskem 
prostoru začela veljati v sredini meseca avgusta 2016, vse dotlej pa je bila zakonodaja na 
tem področju precej ohlapna. Nadzor nad uredbo izvaja Javna agencija za civilno letalstvo 
RS (v nadaljevanju agencija). [24] 
 
Ta uredba določa splošne tehnične in operativne pogoje za varno uporabo brezpilotnih 
zrakoplovov, sistema brezpilotnih zrakoplovov in letalskih modelov ter pogoje, ki veljajo 
za osebe, ki sodelujejo pri upravljanju teh zrakoplovov in sistemov. Določbe te uredbe se 
uporabljajo za sisteme brezpilotnih zrakoplovov z vzletno operativno maso do 
150 kilogramov, ki se uporabljajo v Republiki Sloveniji, ne pa za sisteme brezpilotnih 
zrakoplovov, namenjenih opravljanju vojaške, carinske, policijske, iskalne, reševalne in 
gasilske dejavnosti, dejavnosti obalnih služb ali podobnih dejavnosti (v nadaljnjem 




gasilske dejavnosti, morajo imeti dokaz o usposobljenosti za upravljanje sistema. Uredba 
velja za vse sisteme brezpilotnih zrakoplovov, ki ne presegajo 150 kg. Prosta pa je uporaba 
brezpilotnih zrakoplovov z vzletno operativno maso 500 gramov ali manj, če se z njimi ne 
izvajajo letalske dejavnosti. Izvajanje letalskih dejavnosti je uporaba sistema brezpilotnega 
zrakoplova, za plačilo ali brez njega, kadar gre za potrebe opravljanja nalog iz zraka 
(npr. snemanje iz zraka, oglaševanje iz zraka, nadzor iz zraka, protipožarna zaščita, 
proženje plazov, letenje v znanstveno-raziskovalne namene, letenje za televizijske in 
filmske potrebe in potrebe poročanja, letenje za potrebe posebnih dogodkov). Določbe te 
uredbe se uporabljajo za sisteme brezpilotnih zrakoplovov, ki se uporabljajo v odprtem, 
javnem prostoru.  
 
Uredba opredeljuje brezpilotni zrakoplov kot zrakoplov, ki je namenjen izvajanju letov brez 
pilota ali drugih oseb na krovu, ki je daljinsko krmiljen ali programiran ali avtonomen. 
 Letenje v vidnem polju (VLOS) je izvajanje letov s sistemom brezpilotnega zrakoplova, 
pri čemer ima upravljavec sistema brezpilotnega zrakoplova neprekinjen vizualni stik z 
brezpilotnim zrakoplovom brez uporabe optičnih ali elektronskih pripomočkov. Kontaktne 
leče ali korekcijska očala se po tej uredbi ne štejejo kot optični pripomočki. Operater 
sistema brezpilotnega zrakoplova (v nadaljnjem besedilu: operater) je fizična ali pravna 
oseba, ki izvaja letalske dejavnosti s sistemom brezpilotnega zrakoplova.  
 
Naloge operaterja so: 
- Operater imenuje osebo, ki je odgovorna za aktivnosti operaterja. 
- Operater pred izvajanjem letalskih dejavnosti o nameravani letalski dejavnosti 
obvesti agencijo. 
- Operater vzpostavi sistem poročanja o dogodkih, povezanih z varnostjo v zračnem 
prometu, v skladu z veljavno zakonodajo. 
- Operater vzpostavi sistem vodenja in hrambe zapisov o letu, ki vsebujejo vsaj 
naslednje podatke (datum leta, čas in konec leta, lokacija, klasifikacija področja 
letenja, teža drona itd.).  
- Operater tudi hrani zapise o letu najmanj dve leti.  
- Operater tudi izdela oceno tveganj pri kategorijah C in D, kar tudi dokumentira v 
posebnem obrazcu.  
- Operater mora biti sposoben v vsakem trenutku prekiniti programiran in avtonomen 
let ter v celoti prevzeti kontrolo upravljanja nad brezpilotnim zrakoplovom. 
- Operater opravi analizo okvar pomembnejših komponent oziroma funkcij sistema 




- Operater mora ob vsaki spremembi brezpilotnega zrakoplova, ki vpliva na 
delovanje pomembnih komponent oziroma funkcij sistema brezpilotnega 
zrakoplova, opraviti analizo okvar in njihovega vpliva na delovanje.  
- Operater mora pred izvajanjem letalskih dejavnosti izvesti oceno učinkov v zvezi z 
varstvom osebnih podatkov na posebnem obrazcu. Obrazec posreduje 
Informacijskemu pooblaščencu, ki tudi vrši nadzor nad možnim kršenjem varstva 
osebnih podatkov.  
 
Sistem brezpilotnega zrakoplova (UAS) je sistem za izvajanje letov z zrakoplovom brez 
pilota, ki je daljinsko krmiljen ali programiran in avtonomen. Sestavljen je iz brezpilotnega 
zrakoplova in drugih komponent za upravljanje ali programiranje, nujnih za upravljanje 
brezpilotnega zrakoplova s strani ene ali več oseb.  Upravljavec sistema brezpilotnega 
zrakoplova je oseba, ki upravlja sistem brezpilotnega zrakoplova in se v skladu z zakonom, 
ki ureja letalstvo, šteje kot vodja zrakoplova. Uredba je drone - glede na operativno maso 
(TOM) - tudi klasificirala na tri razrede: 
- razred 5: do vključno 5 kilogramov; 
- razred 25: nad 5 do vključno 25 kilogramov; 
- razred 150: nad 25 do 150 kilogramov. 
 
Dalje, uredba klasificira tudi področja letenja, in sicer glede na izgradnjo, naseljenost in 
prisotnost ljudi so področja letenja razdeljena v naslednje razrede: 
- razred I je področje, kjer ni objektov in ljudi, razen upravljavcev in osebja, ki je 
potrebno za letenje; 
- razred II je področje, kjer so pomožni objekti ali objekti, ki niso namenjeni bivanju 
ljudi in kjer ni ljudi, razen upravljavcev in osebja, ki je potrebno za letenje, in kjer 
je dovoljen le občasni prehod brez zadrževanja ljudi na tem področju (npr. kolesarji, 
sprehajalci); 
- razred III je področje, na katerem so objekti, namenjeni za stanovanje, za 
poslovanje ali rekreacijo (npr. stanovanjske zgradbe, stanovanjske hiše, šole, 
pisarne, športni objekti, parki), ali na katerem so objekti nizke gradnje, kjer so ljudje 
(npr. avtoceste); 














Operater, lastnik sistema brezpilotnega zrakoplova morajo skleniti zavarovanje za sistem 
brezpilotnega zrakoplova v skladu s predpisom, ki ureja obvezna zavarovanja v prometu.  
 
Brezpilotni zrakoplov mora pridobiti tudi identifikacijo: 
- Brezpilotni zrakoplov z operativno maso, ki presega 5 kilogramov, mora imeti 
pritrjeno negorljivo identifikacijsko ploščico (enako kot nalepka spodaj: navedba 
operaterja oz. lastnika; naslov in kontaktni podatki; operativna masa).  
- Brezpilotni zrakoplov z operativno maso 5 kilogramov ali manj mora imeti pritrjeno 
identifikacijsko nalepko. 
- Brezpilotni zrakoplov, ki se uporablja za izvajanje letalskih dejavnosti, označi 
operater, letalski model pa njegov lastnik. 
 
Upravljavec mora pri upravljanju in letenju drona zagotoviti: 
- da se let brezpilotnega zrakoplova odvija podnevi, ponoči pa s predhodnim 
dovoljenjem agencije, če za to obstaja utemeljena operativna potreba; 
- pravilno delovanje sistema brezpilotnega zrakoplova; 
- pridobi vse potrebne informacije za načrtovani let ter preveri, ali meteorološke in 
druge razmere v območju letenja zagotavljajo njegovo varno izvedb; 





- zagotovi, da se brezpilotni zrakoplov med vzletanjem ali pristajanjem varno izogne 
vsem oviram v zraku in na tleh; 
- med letom zagotovi varno razdaljo brezpilotnega zrakoplova od ljudi, živali, 
objektov, vozil, plovil, drugih zrakoplovov, cest, železniških prog, vodnih poti ali 
daljnovodov, ki ne sme biti manjša od 30 metrov; 
- zagotovi, da je minimalna oddaljenost brezpilotnega zrakoplova od skupine ljudi 
najmanj 150 metrov; 
- zagotovi, da se let brezpilotnega zrakoplova odvija v vidnem polju upravljavca in na 
oddaljenosti največ 500 metrov od upravljavca; 
- zagotovi, da se let brezpilotnega zrakoplova odvija zunaj kontroliranega zračnega 
prostora do višine 150 metrov, višje pa po predhodnem dovoljenju agencije za 
določeno in objavljeno področje letenja; 
- zagotovi, da se let brezpilotnega zrakoplova ne odvija v coni letališča (CTR) znotraj 
radija 5 kilometrov od referenčne točke letališča (ARP) in da se zunaj radija 
5 kilometrov odvija največ do višine 50 metrov nad terenom, višje pa izključno s 
predhodnim dovoljenjem agencije za letalske prireditve in tekmovanja; 
- zagotovi, da se na letališčih, kjer ni zagotovljena služba zračnega prometa, let 
brezpilotnega zrakoplova odvija največ do višine horizontalne, bočne in priletno-
vzletne omejitvene ravnine letališča, razen v primerih, ko so posebej predvideni 
postopki za letenje brezpilotnih zrakoplovov opredeljeni v navodilih obratovalca 
letališča za uporabo letališča; 
- zagotovi, da med letom iz brezpilotnega zrakoplova ne padajo predmeti; 
- zagotovi, da se letenje ne izvaja na območju izvajanja državnih aktivnosti; 
- zagotovi, da imajo zrakoplovi s posadko vedno prednost pred brezpilotnimi 
zrakoplovi. 
 
Upravljavec sistema brezpilotnega zrakoplova ali pridruženi opazovalec, ko se izvaja 
letenje v sistemu za prikaz pogleda iz letala (FPV), opazujeta drug zračni promet. V 
primeru konflikta mora upravljavec sistema brezpilotnega zrakoplova nemudoma začeti 
manevre za zagotovitev ustreznega horizontalnega ali vertikalnega razdvajanja. 
En upravljavec lahko hkrati upravlja en brezpilotni zrakoplov. Upravljavec mora biti 
sposoben v vsakem trenutku prekiniti programiran in avtonomen let ter v celoti prevzeti 
kontrolo upravljanja nad brezpilotnim zrakoplovom. Upravljavec je dolžan skrbeti za svojo 
izurjenost tako, da lahko ustrezno ravna v izrednih razmerah. Drona se lahko upravlja tudi 
na manjših razdaljah od predpisanih, če operater predhodno pridobi dovoljenje agencije (tj. 
Javne agencije za civilno letalstvo RS). Prav tako se lahko izvajanje letalskih dejavnosti 




vidnega polja upravljavca, če operater predhodno pridobi dovoljenje agencije. Enako je z 
možnostjo odmetavanja predmetov iz sistema brezpilotnih zrakoplovov.  
V kolikor želi operater izvajati letalsko dejavnost z dronom v kategorijah A in B, mora pred 
začetkom dejavnosti agenciji predložiti izjavo, na podlagi katere agencija izda potrdilo. 
Izjava vključuje prevzem odgovornosti operaterja pri izvajanju letalskih dejavnosti, 
določilo, da dron izpolnjuje veljavne tehnične zahteve in da bo izvajal letalske dejavnosti v 
skladu z določbami te uredbe. Operater pri izvajanju letalske dejavnosti kategorije C pred 
začetkom izvajanja dejavnosti izdela operativni priročnik in agenciji predloži izjavo, na 
podlagi katere mu agencija izda potrdilo. Operater mora pred začetkom izvajanja letalske 
dejavnosti kategorije D pridobiti dovoljenje agencije, ki vključuje njegove osebne podatke, 
opis letalskih dejavnosti, vrsta brezpilotnih sistemov, dokazila o izpolnjevanju operativnih 
in tehničnih zahtev, oceno tveganja, operativni priročnik3 in fotografije sistema brezpilotnih 
zrakoplovov, ki jih bo uporabil. Operater sistema brezpilotnega zrakoplova, ki se uporablja 
za izvajanje letalskih dejavnosti v kategoriji D in katerega operativna masa je nad 
25 kilogramov, ali operater sistema brezpilotnega zrakoplova, ki se uporablja za izvajanje 
letalskih dejavnosti in katerega operativna masa je nad 40 kilogramov, ne glede na 
kategorijo, mora imeti atest v skladu s 15. členom Pravilnika o ultralahkih letalnih 
napravah. [57] 
 
Obstaja še obvezna dokumentacija pri izvajanju letalskih dejavnosti, ki jo mora imeti pri 
sebi upravljavec: 
- letalski priročnik ali navodila proizvajalca za uporabo sistema brezpilotnega 
zrakoplova; 
- izvirnik ali overjeno kopijo dovoljenja za izvajanje letalskih dejavnosti, kadar je 
zahtevano; 
- zavarovalno polico, kadar je predpisano. 
 
Za kategorije izvajanja letalskih dejavnosti A in B mora upravljavec poleg dokumentov iz 
prejšnjega odstavka imeti še dokazilo o poznavanju veljavnih predpisov na področju 
letalstva, o psihofizični sposobnosti in usposobljenosti za upravljanje tega tipa oziroma 
modela sistema brezpilotnega zrakoplova. 
Za kategorije izvajanja letalskih dejavnosti C in D mora upravljavec poleg dokumentov iz 
prvega odstavka tega člena imeti še: 
 
 
3 Operativni priročnik vsebuje npr. naloge osebja, vključenega v aktivnosti operaterja, standardne operativne 
postopke, vzdrževanje sistema brezpilotnega zrakoplova, postopke v sili, postopke v primeru nezgod ali 
resnih incidentov, kontrolne liste za kritične faze leta, obveščanje, omejitve izvajanja letalskih dejavnosti, 




- operativni priročnik; 
- dokaz o usposobljenosti upravljavca oziroma pridruženega opazovalca za 
upravljanje sistema; 
- potrdilo o opravljenem izpitu iz poznavanja pravil letenja, ki ga izda agencija, pri 
čemer agencija imetnikom pilotskih licenc lahko prizna posamezne vsebine; 
- dokaz o psihofizični sposobnosti za upravljanje sistema brezpilotnega zrakoplova.  
Prekrški se kaznujejo z denarnimi globami (če ni sklenjeno zavarovanje, pa bi moralo biti; 
če se krši izvajanje letov, ki so določeni oz. predpisani v uredbi oz. gre za prekrške v zvezi 
s pravili letenja, če ni primernih identifikacij dronov, v kolikor operater ne posreduje 
Informacijskemu pooblaščencu izpolnjenih obrazcev, predpisanih s strani uredbe itd.  
Obrazec ocene učinkov v zvezi z varstvom osebnih podatkov vključuje nabor osebnih 
podatkov, ki bodo s pomočjo drona lahko zajeti, shranjeni ali obdelani. To so fotografije 
posameznikov, videoposnetki posameznikov, avdioposnetki, registrske tablice, 
identifikatorji naprav posameznikov (bleutooth, IP, MAC naslovi, …), sistematični nadzor 
javnih površin, oznake RFID, podatki o električnih, vodnih ali plinskih odjemnih mestih, 
lokacijski podatki posameznikov, podatki o gibanju posameznikov (npr. potovalni vzorci) 
ter drugo. Operater mora na tem obrazcu navesti, kaj bo počel z osebnimi podatki. Prav 
tako mora imeti pravno podlago za zbiranje, hrambo ali drugo vrsto obdelave osebnih 
podatkov. To je lahko:  
- posameznik, na katerega se nanašajo osebni podatki, je privolil v obdelavo osebnih 
podatkov za enega ali več določenih namenov; 
- obdelava je potrebna za izvajanje pogodbe, katere pogodbena stranka je 
posameznik, na katerega se nanašajo osebni podatki, ali za izvajanje ukrepov na 
zahtevo takega posameznika pred sklenitvijo pogodbe; 
- obdelava je potrebna za izpolnitev zakonske obveznosti upravljavca; 
- obdelava je potrebna za zaščito življenjskih interesov posameznika, na katerega se 
nanašajo osebni podatki, ali druge fizične osebe; 
- obdelava je potrebna za opravljanje naloge v javnem interesu ali pri izvajanju javne 
oblasti, dodeljene upravljavcu; 
- obdelava je potrebna zaradi zakonitih interesov, za katere si prizadeva upravljavec 
ali tretja oseba, razen kadar nad takimi interesi prevladajo interesi ali temeljne 
pravice in svoboščine posameznika, na katerega se nanašajo osebni podatki, ki 
zahtevajo varstvo osebnih podatkov, zlasti v primeru otrok. 
Operater mora izbrati tudi načine obveščanja javnosti, v kolikor bo zbiral osebne podatke. 
To lahko stori z letaki, tiskanimi gradivi, obvestili v medijih, s pomočjo informacij na 




podatki zbirali (primarni namen pa ne sme biti zbiranje, hramba ali druga vrsta obdelave 
osebnih podatkov, npr. nadzor infrastrukturnih objektov). Operater lahko tudi določi 
načine, postopke zmanjšanja obsega zbranih osebnih podatkov. To so lahko naslednji 
postopki: 
- prilagajanje urnikov letenja in poti (npr. izogibanje zasebnim zemljiščem, zasebnim 
prostorom, izogibanje terminom, ko je pričakovati večje število posameznikov); 
- izbor samo nujnih senzorjev (npr. brez zajema videoposnetkov, če to ni potrebno); 
- časovno omejevanje zajema podatkov (npr. šele ob prihodu na ciljno lokacijo oz. ob 
opravljanju naloge in ne ves čas letenja); 
- uporaba tehnologij za anonimizacijo (npr. zameglitev obrazov, registrskih tablic); 
- sprotno in naknadno pregledovanje/urejanje posnetkov in zajetih podatkov ter 
čimprejšnje naknadno izločanje oz. brisanje nepotrebnih osebnih podatkov. 
 
Operater mora zagotoviti tudi t. i. informacijsko varnost. To pomeni, da morajo biti osebni 
podatki med obdelavo ustrezno zavarovani s postopki in ukrepi, s katerimi preprečujemo, 
da bi bili podatki dostopni nepooblaščenim osebam, bili uničeni, spremenjeni ali na drug 
način zlorabljeni. Operater mora določiti tudi rok hrambe osebnih podatkov ter določiti, 
katere ukrepe bo sprejel za obvladovanje splošnih tveganj v povezavi z varnostjo podatkov 
(interne akte o varnosti osebnih podatkov, s pogodbenimi obdelovalci osebnih podatkov je 
sklenjena ustrezna pogodba, uporabljajo ukrepe za fizično in komunikacijsko varnost 
podatkov, podatki so šifrirani med prenosom in med hrambo, opredeljene in vzdrževane so 
pravice uporabnikov za dostop do podatkov, beležijo dostope do osebnih podatkov, 
udeležene osebe so obveščene glede zakonodaje o varstvu osebnih podatkov). 
 
V isti prilogi oz. obrazcu ocene učinkov v zvezi z varstvom osebnih podatkov je na koncu 
navedena tudi analiza naslednjih specifičnih tveganj, ki jih mora operater določiti – to je 
lahko: 
- padec brezpilotnega zrakoplova in izguba podatkov; 
- možnost prisluškovanja komunikaciji med brezpilotnim zrakoplovom in bazno 
postajo; 
- možnost prevzema nadzora nad brezpilotnim zrakoplovom in zbranimi podatki; 
- neustrezno upravljanje informacijske varnosti pri zunanjem izvajanju (pogodbena 
obdelava osebnih podatkov) [24]. 
Tudi na spletni strani Informacijskega pooblaščenca (kot nadzornega organa za varstvo 
osebnih podatkov) je navedeno, da le ta skrbi za varnost osebnih podatkov v delu, ki 
operaterjem brezpilotnikov pred izvajanjem letalskih dejavnosti nalaga izvedbo enostavne 




pooblaščenca navajajo, da kot izhaja iz javno dostopnih podatkov Javne agencije za civilno 
letalstvo 40 pravnih oseb, sicer vpisanih v seznam izvajalcev letalskih dejavnosti z 
brezpilotniki, Informacijskemu pooblaščencu ni predložilo ocene učinke, zato smo jih 
pozvali, da v roku 30 dni izpolnijo svoje obveznosti. Zoper tiste pravne osebe, ki 
obveznosti ne bodo izpolnile, bo Informacijski pooblaščenec uvedel inšpekcijski in 
prekrškovni postopek. To je bilo leta 2018.  
 
Informacijski pooblaščenec navaja tudi način izvedbe ocene učinkov na varstvo osebnih 
podatkov;  glede tega podaja tudi obrazec. Namen ocen učinkov na varstvo osebnih 
podatkov je predvsem preventivne in informativne narave. Preventivne zato, da se pred 
letenjem premisli, ali bi res radi zbirali osebne podatke in če ne, kako se temu izogniti. V 
kolikor se jih zbira, se upoštevati Zakon o varstvu osebnih podatkov. Zato je obrazec 
operaterjem v pomoč, da se premisli, katere vrste podatkov bi utegnili zajeti, kaj se bo z 
njimi počelo in ali se ima pravno podlago za njihovo zbiranje in uporabo. Kot smo rekli, 
oceno učinkov na varstvo podatkov izdela operater. Če le-ta dela po pogodbi za naročnika, 
potem je naročnik zbiranja upravljavec osebnih podatkov in mora naročnik operaterju 
zagotoviti dovolj informacij, da lahko (operater sam ali skupaj z naročnikom) izpolni 
obrazec. Pravna podlaga za zbiranje podatkov je v tem primeru za operaterja pogodba z 
naročnikom, oba pa morata spoštovati Zakon o varstvu osebnih podatkov. 
 
Kaj so sploh osebni podatki? Osebni podatki se nanašajo na določljive posameznike. Če 
torej zbirate podatke, iz katerih se da razbrati posameznika (npr. fotografije ali video 
zadostne ločljivosti), če zbirate podatke o gibanju posameznikov, registrske tablice, ki se 
jih da razbrati, potem zbirate osebne podatke. Če ste v dvomih, ali bo posameznik določljiv 
ali ne, je bolj varno šteti, da se lahko zgodi, da bodo posamezniki določljivi in izpolniti 
obrazec kot tvegati kršitev zakonodaje. Pri t. i. »stock« posnetkih praviloma ne bi smeli 
zajeti osebnih podatkov (vsaj brez izrecne privolitve zajetih posameznikov ne). Prav tako je 
potrebno biti pazljiv v primeru snemanj v bližini cerkva in zdravstvenih ustanov, saj to 
lahko pomeni zajem občutljivih osebnih podatkov. 
 
Torej, za zbiranje osebni podatkov je treba imeti pravno podlago. Označiti morate vsaj eno, 
pravna podlaga se nanaša na pravno podlago naročnika letalske dejavnosti (za snemanje 
poroke bo npr. naročnik rabil privolitev zajetih posameznikov, pri reševalnih akcijah je 
lahko pravna podlaga zaščita življenjskih interesov(zakonska podlaga je v tem primeru 12. 
člen ZVOP-1 in posebna privolitev v tem primeru ni potrebna), javni medij ima zakonsko 
podlago ali zakonite interese itd.). 
 
Posamezniki naj bi bili obveščeni o zbiranju njihovih osebnih podatkov. Razmislite, kako 




Udeleženci koncerta so lahko obveščeni s pomočjo vstopnic/letakov, udeležencev prometne 
nezgode ali ponesrečencev v primeru reševanja v gorah pa seveda ne morete obveščati. 
Navedite namene zbiranja osebnih podatkov (npr. snemanje reklame za kamp za objavo na 
spletu, snemanje tekaškega maratona, prikaz državne proslave v živo iz zraka). Manj 
osebnih podatkov pomeni manj dolžnosti. Premislite, s katerimi ukrepi se jim lahko 
izognete in te ukrepe označite. Kot smo že rekli, izpolnjeni obrazec ocene učinkov in kopijo 
izpolnjene izjave operater posreduje Informacijskemu pooblaščencu [25].  
 
3.4.2 Evropska unija 
 
Kako je z uporabo in aktualnostjo dronov v EU? Trenutno je situacija takšna, da več kot 30 
držav članic poseduje in razvija drone, ki so oboroženi, in so namenjeni vojaški uporabi 
(npr. Francija, ki je od ZDA kupila drona MQ-9 Reaper, Italija, Velika Britanija, ki pa ga je 
dejansko uporabila v Siriji, leta 2015, za napad na terorista, Reyaada Khana). Ena izmed 
najbolj perečih dilem je stalna uporaba EU infrastrukture s strani ZDA za namen uporabe 
vojaških dronov v centralni Aziji in na Bližnjem Vzhodu. ZDA uporablja satelitsko 
povezavo, nameščeno v zračni bazi Ramstein v Nemčji. Takšna dejanja s strani civilne 
javnosti poženejo marsikatero kritiko. EU se namreč ponaša s spodbujanjem urejene pravne 
države, kot tudi z varovanjem človekovih pravic. In ne samo to: iz zakonodajne perspektive 
lahko takšne oblike mednarodnega sodelovanja prispevajo k vzniku kompleksnih vprašanj 
o odgovornostih, tveganjih in sokrivdi partnerskih držav: kajti kdo je pri uporabi dronov na 
tak način odgovoren? In do katere mere? [26]. To je zadeva o problematični rabi dronov, 
kateri bomo posvetili nekaj pozornosti tudi v nadaljevanju. Zdaj pa se osredotočimo na 
zakonodajno obravnavo dronov v EU.   
 
V oktobru leta 2012 je Evropska komisija izdala delovno gradivo, dokument z naslovom  
Towards a European Strategy for the development of Civil Applications of Remotely 
Piloted Aircraft Systems (krajše RPAS)4, in oblikovala usmerjevalno skupino. Junija, leta 
2013, je le-ta za Evropsko komisijo oblikovala priporočila z naslovom Roadmap for the 
Integration of Civil Remotely Piloted Aircraft Systems. Leta 2014 pa je Evropska komisija 
objavila dokument z naslovom A new era for aviation, kjer je predstavila svoje poglede na 
prihodnjo regulacijo daljinsko vodenih zrakoplovnih sistemov v EU [27].  
 
4 Termini, ki se navezujejo na RPAS, vključujejo drone, zračna plovila brez posadke, ali zrakoplovne sisteme 
brez posadke. Evropska komisija uporablja izraz »oddaljeno vodeni zrakoplovni sistemi«, v katerega 
vključuje tudi drone. Osnovne komponente oddaljeno vodenih zrakoplovnih sistemov so  letalo, ki leti v 
zraku, pilotna, zemeljska postaja, preko katere se z njimi upravlja, ter povezovalni ukazi, ki povezujejo oba 





Ostali pomembnejši dokumenti, ki jih je v zvezi z droni izdala EU, pa so še:  
(1) Riga deklaracija (ang. Riga Declaration) iz leta 2015, ki se ukvarja z vprašanjem 
letalstva v prihodnosti (ang. Framing the future of Aviation). 
(2) EASA: Predstavitev zakonodajnih okvirov pri operacijah z droni (ang. Introduction 
of a regulatory framework for the operation of drones) iz leta 2015. 
(3) EU mnenje (ang. EU Opinion) o zasebnosti in varstvu podatkov pri operacijah z 
droni; prav tako iz leta 2015. 
(4) Droni v EU (ang. Civil Drones in the European Union) [28].   
 
Z regulacijo letalskega sektorja v EU se ukvarja Evropska agencija za varnost v letalstvu 
(ang. European Aviation Safety Agency – krajše in v nadaljevanju EASA), ki je bila 
ustanovljena leta 2003 v Cologni. Le-ta je odgovorna za operacije različnih zrakoplovov v 
EU; EASA je odgovorna tako za zrakoplove nad 150 kg, kot tudi pod 150 kg, kar je bilo 
prej v pristojnosti posameznih držav članic. Načrt je torej, da EASA oblikuje skupna 
pravila za vse oddaljene brez/pilotne sisteme, torej tudi tiste pod 150 kg, saj se je do sedaj 
izkazalo, da manjkajo primerni zakonski okviri, ali pa so ti pomanjkljivi, v mnogih državah 
članicah – zato torej se teži k razširitvi zakonskih moči EASE. Ne samo, da na primer v 
Belgiji ni bilo primernih zakonskih okvirov za brezpilotne sisteme, ampak bi lahko s takšno 
harmonizacijo nacionalnih pravil vplivali tudi na prodajo (in operacije) oddaljenih 
brezpilotnih sistemov. Skupni evropski okvir se zahteva tudi zato, ker se bodo zagotovo 
dogajali leti tudi čez evropske meje [28].  
 
Naj na tem mestu pregledamo mnenje EASE iz leta 2018 (meseca februarja), ki ga je 
podala na brezpilotne zrakoplovne sisteme in njihove operacije, glede na »odprte« in 
»specifične« kategorije. Glede na predlagano osnovno regulacijo, uredbo (ang. Basic 
Regulation), plod političnega dogovora med Svetom EU, EU parlamentom in EU komisijo 
(22. 12. 2017), so bile razširjene kompetence EU, in sicer na področja, ki usmerjajo 
operacije brezpilotnih zrakoplovnih sistemov, ne glede na njihovo težo. Cilj tega mnenja je 
oblikovati nov zakonodajni okvir, ki definira ukrepe za zmanjšanje tveganja pri operacijah 
brezpilotnih zrakoplovnih sistemov ter temelji na kategorizaciji tveganj, ne pa zgolj 
razvrščanju dronov glede na njihovo težo, kar je veljalo do še pred kratkim; to so naslednje 
točke: 
(1) »Odprte« kategorije za manjša tveganja: Tu gre za majhne drone, s težo max. 25 kg. 
Kljub temu morajo pooblaščene organizacije določiti območja, primerna za njihovo 
letenje (npr. močno obljudena območja, letališča, nuklearke) z operacijskimi 
omejitvami in prepovedmi letenja. Prav tako je določena višina letenja, in sicer do 
150 m. Letenje čez množice ljudi ni dovoljeno; držati je potrebno razdaljo 50 m. 




(2) »Specifične« kategorije za srednja tveganja: Za upravljanje drona je ključno imetje 
dovoljenja (avtorizacije), ki ga izdajo aviacijske organizacije v posamezni EU 
državi. Za pridobitev dovoljenja mora upravljavec drona izvesti oz. izdelati oceno 
tveganja, ki ga specifična operacija drona predstavlja za tiste na tleh ali v zraku. 
Upravljavec mora tudi predlagati ukrepe za zmanjšanje tveganja (npr. s pomočjo 
tehničnih lastnosti drona, kot so senzorji, ki zaznajo ovire in omogočajo avtomatsko 
izogibanje oviram, predmetom, ..). Upravljavec mora pilotom drona zagotoviti tudi 
priročnik, ki vključuje vse informacije, opise, pogoje in omejitve, nujne pri 
operacijah z dronom. Upravljavec oz. operater mora pilotu drona zagotoviti, da je 
pilot dovolj usposobljen za izvajanje operacij z dronom.   
(3) »Certificirane« kategorije za visoka tveganja: Tu gre za krovno potrjevanje dronov 
(certificiranje) s strani EASE, in sicer, da so le-ti plovni (tj. varno opravljivi), da 
ustrezajo okoljskim standardom; posamezna pooblaščena, nacionalna letalska 
organizacija pa izda certifikat plovnosti za nek dron. Prav tako mora biti operacija z 
dronom avtorizirana s strani nacionalne letalske organizacije. Piloti morajo imeti 
licenco, tista podjetja, ki pa se ukvarjajo s proizvodnjo in vzdrževanjem dronov, 
morajo imeti odobritev s strani nacionalne letalske organizacije, agencije. 
(4) Zagotavljanje visoke in uniformne stopnje varnosti pri upravljanju z brezpilotnimi 
zrakoplovnimi sistemi. 
(5) Določanje omejitev zračnega prostora na območjih, conah, ki jih zadevajo pogoji, 
kot nujna predhodna avtorizacija, operacije s točno določenimi razredi oddaljenih 
zrakoplovnih sistemov, z nujnostjo elektronske identifikacije, geo-omejitvenega 
sistema ter okoljskimi standardi.  
(6) Spodbujanje razvoja trga takšnih sistemov. 
(7) Upoštevanje in naslavljanje varnosti državljanov, zasebnosti, varovanja osebnih 
podatkov in varovanja okolja [14, 29, 30, 31].  
Tovrstne usmeritve za države članice niso fiksne, temveč fleksibilne, in sicer v tem, da 
lahko določijo cone, območja, kjer je letenje z oddaljenimi zrakoplovnimi sistemi 
prepovedano, omejeno, ali, po drugi strani, celo zaželeno, spodbujano.5 V skladu s prej 
omenjeno osnovno uredbo CE markiranje zrakoplovnih sistemov zagotavlja skladnost s 
tehničnimi zahtevami za serijsko proizvodnjo teh sistemov, kar spada v omenjeno »odprto« 
kategorijo [29, 30, 31]. Vsekakor pa se bo v EU v prihodnosti na področju operacij z droni 
pojavilo in uresničilo še nekaj iniciativ, ki bodo vključevale še bolj dosledno spoštovanje 
standardov regulacije za vse vrste dronov [1].   
 
5 Na primer v Veliki Britaniji so morali od leta 2017 uporabniki dronov, težkih nad 250 g, le-te registrirati [3]. 
Na splošno se v različnih EU državah lahko opazi različne regulacije in pravne ureditve, ki zadevajo drone. 
Močna pravna ureditev tega področja je razvidna v Španiji in Belgiji, šibkejša pa v Veliki Britaniji, ki daje 





EASA je izdala tudi brošuro s priporočili za upravljanje z droni. Le-ta so naslednja: 
(1) Imetje primernega zavarovanja. 
(2) Preveriti drona pred samim letom. 
(3) Preveriti omejitve posameznih področij, kjer bomo drona upravljali, in le-te 
spoštovati. 
(4) Imeti drona ves čas v vidnem polju. 
(5) Ohranjati primerno razdaljo med dronom, ljudmi, živalmi in drugimi zrakoplovi. 
(6) Če se z dronom leti v bližini ljudi, naj se njegova hitrost zniža, obdrži horizontalna 
distanca do njih, a nikoli manj kot 5 metrov.  
(7) Upravljanje drona v skladu z omejitvami, ki so izdana s strani proizvajalca; 
upoštevati navodila proizvajalca. 
(8) Nujno obvestiti nacionalno letalsko organizacijo, v kolikor je dron vključen v 
nesrečo z resnimi ali smrtonosnimi posledicami, ali pa je nesreča prizadela 
zrakoplovno posadko. 
(9) Na dronu se ne sme povzročati sprememb, ki niso podprte s strani proizvajalca.  
(10) Dron ne sme leteti več kot 120 m nad zemljo.  
(11) Dron ne sme leteti v bližini letališč, pristajališč za helikopterje in drugih pilotnih 
zrakoplovov; kot tudi ne na območjih, kjer bi lahko ogrozil javno varnost, ali na 
območjih, kjer se nahajajo zapori, vojaške baze, elektrarne itd. 
(12) Dron ne sme leteti nad velikimi skupinami ljudi. 
(13) Z dronom se ne sme snemati videov, ustvarjati fotografije, snemati zvok 
posameznikov brez njihovega predhodnega dovoljenja.  
(14) Če z dronom letimo nad zemljišči, posestvom posameznikov, moramo upoštevati 
razdaljo najmanj 20 m; če manj, moramo imeti njihovo dovoljenje.  
(15) Spoštovanje zasebnosti posameznikov.  
(16) Dron ne sme nositi nevarnih snovi, predmetov. 
(17) Načrtuj svoj let. 
(18) Preveri omejitve posameznih območij in spoznaj območje, kjer želiš leteti.  
(19) Preveri vremenske pogoje. 
(20) Preveri, da elektronska identifikacija in sistem geo-zaznavanja (ang. geo-awarness) 
delujeta [32].  
 
Evropska komisija načrtuje tudi izgradnjo infrastrukture z imenom U-space. To je termin, 
ki označuje skupek storitev, namenjene operacijam z droni, ki letijo pod 120 m; je pa to 
evropska verzija ameriškega »brezpilotnega prometnega sistema upravljanja« Gre za 
popolnoma avtomatizirano infrastrukturo, ki naj bi upravljavcem dronov nudila 
informacije, potrebne za izvedbo varnega letenja, vključno z načrtovanjem zračnega 




Infrastruktura bo tudi nudila podporo pri letenju izven vidnega polja, skrbela za 
uveljavljanje obstoječe zakonodaje in ščitila pravice državljanov. Za tovrstno infrastrukturo 
je pomembna izgradnja temeljnih elementov, kot so: možnost za registracijo dronov, 
elektronska identifikacija in geo-zamejitev (virtualna geografska zamejitev) v urbanih 
okoljih. Pobude, iniciative EU komisije so v svojih temeljih usmerjene k temu, da se čim 
prej omogoči in zagotovi širjenje skupnega EU trga dronov. Poudariti velja, da je celo 
slovenska komisarka za promet v EU, Violeta Bulc, dejala, da »droni pomenijo inovacijo, 
ponudbo novih storitev za EU državljane, nove poslovne priložnosti in modele in 
predstavljajo velik potencial za gospodarsko rast. EU mora na tem področju sedeti na 
vozniškem sedežu, hkrati pa stremeti tudi k temu, da bo zagotovila varen trg storitev s 
pomočjo dronov do leta 2019.« [33, 34]. EU je tako vložila kar 44 milijonov evrov v 
raziskovanje in razvoj dronov [34].   
 
Ker se bomo v nadaljevanju magistrskega dela dotaknili tudi problematičnost dronov, 
navezujoč se na identifikacijo nevarnosti, oceno tveganja in ukrepe za zmanjševanje 
tveganja, ter na problematičnost do zasebnosti posameznikov in varovanja osebnih 
podatkov, naj dodamo, da Evropska komisija poudarja, da operacije oddaljenih pilotnih 
zrakoplovih, sistemov, ne smejo kršiti fundamentalnih pravic in svoboščin, kot je prav 
pravica do zasebnosti, družinskega življenja in varovanja osebnih podatkov (kar je podano 
v Evropski konvenciji o človekovih pravicah, Zakonu o varovanju podatkov in v Poglavju 
o fundamentalnih pravicah). Osebni podatki se lahko zbirajo samo v specifične, eksplicitne 
in legitimne namene. Glede varovanja podatkov sedanja evropska direktiva (ang. European 
Directive) zagotavlja torej pravico do dostopa, popravka, izbrisa in blokiranja osebnih 
podatkov; prav tako morajo biti posamezniki o morebitni uporabi njihovih podatkov 
informirani [27, 28].6 
 
Evropska zakonodaja glede varovanja podatkov (ang. EU data protection legislation) naj bi 
upoštevala nove oblike tehnološkega razvoja, torej, tudi na področju oddaljeno vodenih, 
pilotiranih zrakoplovnih sistemov, se pravi, da je na tem področju tudi prenovljena (zahteva 
se, da je posameznik obveščen, informiran o tem, na kateri točki, kdaj, se zbirajo osebni 
podatki, kdo bo/je upravljavec teh podatkov, in s kakšnimi nameni se podatki zbirajo). 
Transparentnost pa postane težavna pri majhnih zrakoplovnih sistemih, ki se uporabljajo za 
zasebno rabo, ter pri zagotavljanju nacionalne varnosti (vsekakor pa se izjemne situacije 
glede zagotavljanja nacionalne varnosti ne bi smele interpretirati preveč na široko in 
ohlapno) [35]. Poleg tega se tudi pojavlja vprašanje, kako naj bi posamezniki sploh 
uveljavljali svojo pravico do zasebnosti, saj dostikrat niti ne bodo vedeli, kdo je tisti, ki 
 
6 Države članice EU lahko omejijo EU direktivo o varstvu osebnih podatkov, in sicer na temeljih nacionalne 





upravlja na primer drona, kakšni so njegovi nameni itd. Predlog rešitve je ta, da bi imele 
takšne naprave vgrajene čipe, identifikatorje, nad katerimi bi se lahko sledilo s pomočjo 
GPS z uporabo centraliziranega nadzora (spletna podatkovna baza). Takšen sistem bi lahko 
zagotavljal preglednost, transparentnost, kar bi državljanom neke države omogočilo, da 
tako prepoznajo nek oddaljeni brezpilotni sistem, njegovega upravljavca in način, preko 
katerega lahko pridejo do dodatnih informacij [27].   
 
Predlagana splošna uredba o varstvu osebnih podatkov zahteva tudi od različnih 
komercialnih dejavnosti, ki vključujejo zbiranje in obdelavo osebnih podatkov, spoštovanje 
pravice do zasebnosti in varstva osebnih podatkov. V ta namen se mora oceniti »tveganje 
za t. i. kršenje pravice do zasebnosti« (ang. Privacy Impact Assessment, krajše PIA), in 
sicer na informacijski in fizični ravni zasebnosti, ter pred vsako izvedbo operacije, 
dejavnosti oddaljenih zrakoplovnih sistemov [36, 27].  
 
Toda še vedno ostaja odprto vprašanje, in sicer – kaj pa tisti, ki uporabljajo oddaljene 
zrakoplovne sisteme za namene prostočasnih dejavnosti; in tehtajo na primer manj kot 7 kg 
[36, 27]. Ali ima na tem področju omenjena EU zakonodaja, iniciative in predlogi kakšno 
moč in vpliv? Ker Evropska zakonodaja glede varovanja podatkov ne pokriva 
zasebne/osebne rabe oddaljenih zrakoplovnih sistemov, se vsa možna kazniva dejanja 
(nadlegovanje, …) usmerjajo oz. obravnavajo na enak način, kot dejavnosti v okviru 
komercialne rabe oddaljenih zrakoplovnih sistemov; posamezne nacionalne zakonodaje 
morajo identificirati in obravnavati področja oz. okoliščine, kjer se lahko dogodijo vdori v 
posameznikovo zasebnost (na primer v okviru prepovedi, da se leti odvijajo na manj kot 50 
m stran od nekega posameznika ali prevoznega sredstva, in niso pod nadzorom upravljavca, 
ali 150 m stran od gosto poseljenih, obremenjenih območjih) [36, 27]. Pri nadzorovanju 
posameznikov in njihovih dejanj (s strani vladnih institucij – policija, vojska, …), kjer se 
uporablja tehnologija prepoznavanja obrazov ali toplotne slikovne kamere, pa se mora 
predhodno zagotoviti preiskovalne naloge [37].  
 
EU komisija se ukvarja tudi z uporabo oddaljenih zrakoplovnih sistemov v prostočasne 
namene. Še posebej na tem področju izstopa dogodek, ko sta leta 2014 (julija) trčila 
oddaljeni zrakoplovni sistem (dron) in letalo znamke Airbus (A320) na letališču Heathrow. 
Pri uporabi le-teh v prostočasne dejavnosti gre za pomanjkanje zavedanja o možnih 
nezgodah, zato je potrebno oblikovati zelo potrebne informacije o tem ter sporočila preko 
različnih medijev (spletne strani, družabni mediji oz. socialna omrežja, smernice, ki 
vključujejo informacije o varnosti in varovanju podatkov itd.). Prav tako se lahko uporablja 
t. i. Geo-Fencing (geografska zamejitev), ki vključuje geografske informacije, shranjene na 




letenja, podana s strani proizvajalca), oz. ga takšna programska oprema sama usmerja (če 
leti previsoko, ga usmeri na dovoljeno višino) [27]. 
 
EU komisija tudi predlaga, da se – zaradi čedalje večje prihodnje uporabe oddaljenih 
zrakoplovnih sistemov – prične tudi javna razprava o njihovi, za javnost, sprejemljivi rabi 
(v posameznih državah članicah). Javnost lahko drone percepira zelo negativno. Prav tako 
bi morala o tem teči razprava tudi s policijo (zakaj, bomo videli v nadaljevanju) [27]. 
 
Glede na to, da je težko identificirati lastnika oddaljenega zrakoplovnega sistema, EU 
komisija predlaga oblikovanje spletne baze, platforme, kjer lahko komercialni uporabniki 
le-teh objavijo podrobnosti svojih aktivnostih, letih; enako pa naj bi veljalo tudi za tiste, ki 
le-te uporabljajo za prostočasne namene (tj. uvedba sistema, ki bi sledil vsem uporabnikom, 
še posebej tistim, ki letijo pod 150 metri) [27]. 
 
3.4.3 Združene države Amerike 
 
Leta 2012 je ameriški kongres sprejel zakon, ki podeljuje FAA (ang. Federal Aviation 
Authority, Zvezna letalska organizacija) odgovornost za razvoj pravil pri varni uporabi 
dronov na nebu. Pravila naj bi bila dokončana do leta 2014, a je medtem Oddelek za promet 
oblikoval pravila (tj. Small UAS – ang. unmanned aircraft systems ali Del 107 – »Part 
107«), ki so stopila v veljavo leta 2016. V vmesnem času pa je FAA oblikoval »Section 333 
Exemption« (Razdelek 333 - Izjema, ki je FAA omogočil-a določene načine uporabe 
dronov, ki naj bi bili varni). Tako imajo operaterji možnost, da upoštevajo pravila letenja 
pod razdelkom »Part 107« ali »Section 333 Exemption«, ki jim dovoljuje, da se udeležujejo 
bolj kompleksnih operacij, le da morajo imeti licenco za letenje [38].   
 
»Part 107« je omogočil operaterjem, da drone uporabljajo v rekreacijske, komercialne in 
javne namene. Operater mora biti star 16 ali več let in narediti test znanja (90% jih test 
naredi).  
 
»Part 107« omogoča operaterjem, da: 
- Upravljajo z dronom, težkim do 25 kg (55 pounds), do 161 km/h (100 milj/h), in 
sicer za vsak namen, vključno z javnim; v kolikor so težji od 25 kg (55 pounds) (tak 
mora tudi leteti na neobljudenih območjih in ostati v vidnem polju operaterja), se 
mora drona pri FAA registrirati;  
- Če se javni zračni prostor uporablja za neke javne operacije ali vladne namene, se 
prav tako potrebuje registracija drona pri FAA;  




- Če letijo nad 122 m (400 feet) nad zemljo, FAA s strani upravljavcev zahteva 
pridobitev analize tveganj in napak ter njeno dovoljenje;  
- Če se dron uporablja za osebno rabo (rekreacija, hobiji), njegov lastnik ne potrebuje 
dovoljenja s strani FAA;  
- Uporaba dronov na nekem zasebnem zemljišču je manj restriktivna, če poleti 
dronov le ostajajo na višini pod 122 m (400 feet);  
- Letijo v vidnem polju, razen v primeru izdanih posebnih dovoljenj; 
- Letijo v nadzorovanem zračnem prostoru, v kolikor imajo dovoljenje kontrole 
zračnega leta [38, 5, 40].  
Droni za javno uporabo so droni upravljani s strani javnih agencij ali za namene vlade. Kot 
smo rekli, se lahko upravljajo v okviru »Part 107«, ali pa izvajajo operacije v okviru 
»Certificate of Authorization – COA« (ki ga je izdal Air Traffic Organization za namene 
specifičnih aktivnosti z dronom), kar pregleda oz. preveri FAA. »Part 107« sicer zagotavlja 
splošna pravila glede operacij brezpilotnih zrakoplovov v ameriškem zračnem prostoru, 
vendar mnoga vprašanja pušča odprta – kot na primer to, kako naj zakonodaja obravnava 
grožnje zasebnosti in dilemam nadzorovanja, posebej za lete, ki se izvajajo pod 122 m (400 
feet) in v okvirih »Part 107«. Ko je bil »Part 107« objavljen, je Bela hiša opozorila na to 
»pravno praznino«, pri čemer je treba vedeti, da medtem ko pravila prepovedujejo lete nad 
ljudmi zaradi varnostnih razlogov, ostajajo odprta vprašanja o tem, kako najbolje zagotoviti 
in ščititi njihovo zasebnost. Ameriški zvezni zakonodajni okvir je torej na tem področju 
bolj permisiven v svoji naravi, kot pa restriktiven [38].  
 
4. amandma ameriške ustave opredeljuje pravico do zasebnosti posameznikov v svojih 
domovih, dokumentih. Ustavno zaščitena področja posameznika (v luči varovanja njihove 
zasebnosti) pred neutemeljenimi preiskavami in zasegi so določena tako, da mora biti pred 
kakršno koli preiskavo izdan sodni nalog. Toda kaj, ko se tehnologija razvija in nehote 
posega v pravico do zasebnosti posameznikov, (prisluškovalne naprave, termični slikovni 
skener, GPS, priklop na brezžično omrežje, ki zazna in določi vašo trenutno lokacijo itd.) 
tudi navkljub določbi, da mora biti pred preiskavo izdan sodni nalog. Leta 1986 je vrhovno 
ameriško sodišče določilo, da uporaba zračnega nadzorovanja s pomočjo letal v javnem 
zračnem prostoru ne krši 4. amandma, se pravi, tudi ni potreben sodni nalog – kajti 
opazovanje, nadzorovanje iz javnega zračnega prostora naj ne bi bilo vsiljive narave in ne 
krši posameznikove zasebnosti. Pri morebitnem kršenju zasebnosti tako sodišče odloča, (1) 
ali je bil nek pregled, opazovanje, nadzor zakonsko določen; (2) višino leta; (3) pogostost in 
trajanje letov; (4) narava opazovanega območja. Ali so ameriški državljani torej ustavno 
zaščiteni pred tem, da bi bili nevede opazovani, nadzorovani s pomočjo drona? [40]. Pa si 





Najprej si poglejmo 4. amandma, da preverimo, ali je javna uporaba dronov brez 
dovoljenja, restrikcij dovoljena. 4. amandma je namreč primarni vir za zaščito zasebnosti v 
ameriškem pravnem sistemu. Vrhovno ameriško sodišče je odločilo, da so opazovanja iz 
zraka dovoljena s 4. amandmajem, dokler vlada izvaja tak nadzor iz prostora/kraja, kjer ima 
»nekdo pravico biti« (fizično nevsiljivo), in da v takšnih primerih vlada ne razkriva 
intimnih detajlov, povezanih z uporabo nekega domovanja (ta člen izvira že iz leta 1980). 
Tako tudi za zračno kartiranje ni potrebno imeti naloga. Skratka, v zadnjih osemindvajsetih 
letih je 4. amandma dovoljeval oz. omogočal policiji ali vladnim agencijam, da izvajajo 
nadzor, medtem ko letijo po javnem zračnem prostoru oz. iz kraja, kjer »imajo pravico 
biti«. Tudi če nadzirajo in opazujejo dvorišča državljanov. Toda sodišče pa ni upoštevalo 
dejstva, da se opazovanja iz zraka, storjena na nizkih višinah (pod 122 m, 400 feet), tudi 
dogajajo, ter se vprašalo, ali to tudi krši 4. amandma; kajti razlika med nizko višino in 
javnim zračnim prostorom je pomembna v kontekstu upravljanja z droni, saj lahko le-ti 
glede na zakon »Part 107« letijo nižje kot 122 m (400 feet) [38].  
 
Če si policija želi opravljati zračno preiskavo brez naloga/pooblastila na višini, nižji od 122 
m (400 feet), je tudi odvisno od tega, v kolikor lastnik zemljišč prepreči javnosti, drugim 
vstop na svoje posestvo, zemljišče. V ZDA sodišče razlikuje med dvema vrstama zračnega 
prostora, in sicer: javni zračni prostor, pot (ali »javna avtocesta«), na katerega nek lastnik 
zemljišča, doma nima vpliva, in na zračni prostor, ki sega od te poti do zemlje, in na 
katerega ima nek lastnik vpliv (prepove zrakoplove). V kolikor bi torej leteli droni tik nad 
nekim zemljiščem, je le-to sinonim za hojo po tem zemljišču oz. za njegovo prečkanje; s 
strani policije se v tem primeru zahteva tudi nalog. Toda žal se tudi tu pojavi neka 
pomanjkljivost, luknja v zakonu. Obstajajo namreč določene omejitve pri razširjanju 
pravice do dostopa do nekega zasebnega ozemlja. Policija lahko neko lastnino, zemljišče 
namreč nemoteno in zakonito opazuje kar iz sosedovega ozemlja (!), če mu le-ta to dovoli. 
Če zaključimo: brez naloga se lahko opazuje nad 122 m (400 feet), ali iz točke, kjer ima 
nekdo (npr. policist) »pravico biti« (sum na neko kaznivo dejanje); ta točka so lahko tudi 
neki skupni prostori (apartmajski kompleksi, kjer stanovalci težko pričakujejo, da bo 
ohranjena njihova zasebnost, saj so vendar v nekih skupnih prostorih, zemljiščih), ki se 
prav tako lahko povsem legalno opazujejo z dronom [38]. 
 
Drug primer vrhovne premoči zagotavljanja splošne varnosti ameriških državljanov (s 
pomočjo nadzorovanja, opazovanja z droni) nad njihovo pravico do zasebnosti je primer 
osnutka zakona, ki je prihajal iz Severne Dakote (16. aprila, 2015) in je na začetku 
prepovedoval uporabo dronov za namen nadzorovanja oz. kazenskega pregona ali zbiranja 
kazenskega materiala, ki bi bili opremljeni tako s smrtonosnim, ali nesmrtonosnim orožjem 
(strelno orožje, solzivec, orožje z gumijastimi naboji itd.). Osnutek zakona je po 




nesmrtonosnimi sredstvi, ne pa s smrtonosnimi [40] – kar kaže na t. i. stapljanje načela 
varnosti, preprečevanja kriminalitete in načela/pravice do zasebnosti.  
 
Kot vidimo, v ZDA ni splošnega zakona, ki bi zagotavljal splošno zaščito posameznikove 
zasebnosti, njegovih osebnih, občutljivih informacij, podatkov; so sicer samo specifični 
zakoni, ki varujejo posamezno področje, toda manjka neka splošna varovalka. Določbe 4. 
amandmaja pa odpadejo prav v kontekstu informacij, ki so lahko javnosti prosto 
izpostavljene, dostopne. In še, tako pridobljenih (danes predvsem digitalnih) podatkov 
omenjeni amandma ne ščiti pred možno uporabo (in zlorabo le-teh) s strani neke tretje 
osebe. Posledično, lahko droni letijo v ameriškem nacionalnem zračnem prostoru skoraj 
povsem svobodno, prav tako lahko svobodno zbirajo podatke, ki so javno dostopni, 
dosegljivi v t. i. javnem prostoru (kar še posebej velja za zasebne komercialne subjekte, za 
katere se 4. amandma ne uporablja). V okviru 4. amandmaja so posamezniki zaščiteni, kot 
smo videli, pred neupravičenim preiskovanjem ali zaseganjem, kar naj bi varovalo njihovo 
pravico do zasebnosti (poudarek je na »naj bi«, ker slednje pač ne velja, če se na primer 
prisluškovanje s strani vlade odvija na nekem javnem mestu, ki ustavno ni zaščiteno, pa 
čeprav lahko nek posameznik pričakuje spoštovanje njegove zasebnosti). Tako torej, če 
smo nekje pač javno izpostavljeni, ni mogoče pričakovati, da bomo imeli tudi pravico do 
zasebnosti, sploh v kolikor nam družba takega pričakovanja ne prizna. Tako tudi 
opazovanja iz javnega zračnega prostora ne posega v našo pravico do zasebnosti; je ne krši 
po 4. amandmaju [41]. 
 
Če povzamemo: splošno pomanjkanje restrikcij, ki bi ščitile pravico do zasebnosti 
posameznikov v javnem prostoru oblikuje možnost masovnega nadzorovanja s strani 
privatnega sektorja brez potrebnega naloga; še bolj bo zacvetela prodaja zbranih informacij 
ključnim interesentom – kdor koli to pač bo; to pa bodo omogočali (poleg vseh drugih 
zdajšnjih sredstev) prav droni [41]. Kot pravijo: ne več nafta, temveč podatki postajajo 
zlato. Zbiranje podatkov (o nas) oz. t. i. dataizem postaja resna grožnja naši zasebnosti in 




3.5 Varnostna analiza za brezpilotne zrakoplove 
 
Pri varnosti brezpilotnih letal je zaželeno optimalno stanje operacij (tehnična izpravnost 
drona, usposobljenost operaterja), ki v vsakem trenutku leta dosegajo sprejemljivo raven 
tveganja. Z uporabo oziroma izvedbo ocene tveganja bi lahko tudi industrija dronov 
pripomogla k sami varnosti, in sicer z vnaprejšnjo identifikacijo nevarnosti. Ocena tveganja 
za brezpilotne zrakoplove temelji na sistematičnih pristopih, od identifikacije nevarnosti, do 
upravljanja s tveganjem in zagotavljanja najvišjih standardov varnosti. Uporaba omenjenih 
modelov varnosti bo oziroma je že v uporabi danes (tako v Sloveniji, Evropi in Ameriki) in 
je osnova za izdajanje letalskih dovoljenj, zavarovalnih polic in splošno varnosti pri letenju 
brezpilotnikov. FAA zahteva, da pred načrtovanim letom naredimo oceno in zagotovimo 
ukrepe za zmanjšanje tveganja, zato da operater  in dron ne predstavljata večje nevarnosti 
od dovoljene, do drugih letal, ljudi, lastnine, v primeru odpovedi sistema, ali druge 
odpovedi. Podobno zahteva tudi EASA, ki pa poleg zgornjega, zahteva tudi operativni 
priročnik z navodili in priporočili proizvajalca drona [58]. 
 
3.5.1 Ocena tveganja 
 
Ocena tveganja je identifikacija vseh možnih vzrokov, da lahko pride do neke odpovedi 
sistema. Je osnova za varno letenje in inštrument z večnimi izboljšavami (kontinuiran 
proces). V našem primeru je brezpilotni zrakoplov tisti, na katerega moramo implementirati 
oceno tveganja. Je inštrument, s katerim prepoznamo vse aktivne in kasnejše nevarnosti pri 
operacijah z droni. Ocena vključuje tudi ukrepe za blažitev (zmanjšanje verjetnosti 
nastanka nezgode) nezgode, resnost in obseg posledic ter morebitne ukrepe za zmanjšanje 
omenjenega. Za zagotavljanje večje varnosti je takšna ocena tudi merljiva (dobimo 
določeno oceno – rezultat).  
 
Ocena tveganja vsebuje: 
1. Identifikacijo nevarnosti. 
2. Varnostno/nevarnostno oceno. 
3. Ukrepe za zmanjšanje tveganja. 









1. Identifikacija nevarnosti 
 
V prvi fazi zbiramo in ugotavljamo (identificiramo) posamezne nevarnosti, ki se pojavijo  
pri delovanju drona. Ločimo jih lahko na »aktivne okvare« in na »latentne pogoje«. Oba se 
lahko pojavita med samim upravljanjem (letenjem) drona. Med aktivne okvare spadajo 
dejanja, ki vključujejo napake in kršitve, te pa imajo takojšen učinek. Na splošno so to 
dejanja ali operacije letenja, ki niso varne (npr. letenje v močnem vetru, letenje med 
živalmi) in so povezane z osebjem letenja (operater, kontrolorji leta). Latentni pogoji so 
tisti, ki so prisotni že dlje časa. preden je prišlo do vidne okvare v sistemu brezpilotnega 
zrakoplova (slaba izdelava baterije, poškodovani motorček) [58]. 
 
Identificirane nevarnosti pri uporabi dronov:  
- nepoznavanje terena s strani operaterja,  
- močan veter oz. slabi vremenski pogoji,  
- odpoved rotorja,  
- izguba oz. delna okvara navigacijskega sistema,  
- trk s stavbo, daljnovodom, ptico ali drugim letalom,  
- odpoved povezave med dronom in operaterjem, 
- izguba nadzora, 
- izguba vizualnega stika z dronom, 
- obstoj korozije na dronu, 
- hrup drona, 
- vdor v zasebnost, 
- nepoznavanje pravil letenja, 
- letenje ponoči. 
 
Metodologija identifikacije nevarnosti: 
Reaktivna metodologija vključuje analize preteklih dogodkov. Skoraj nezgode 
(nezgode do katererih je skoraj prišlo) in nezgode so čisti pokazatelji za dokazovanje 
nevarnosti, ki se lahko pojavijo takoj, ali kasneje (latenten odziv). 
Proaktivna metodologija vključuje analizo v realnem času delovanja brezpilotnega 
zrakoplova. 
Metodologija predvidevanja vključuje zbiranje podatkov ob uporabi drona in se nato 
uporabi za identificiranje možnih kasnejših negativnih dogodkov. FMEA (ang. 
Failure Mode and Effects Analysis) je analiza, pri kateri se ukvarjamo z analizo 







2. Varnostno/nevarnostna ocena 
 
V drugi fazi ocene tveganja, ugotavljamo verjetnost in resnost za nastanek določenih 
posledic, ki smo jih v prvi fazi identificirali. Verjetnost je definirana kot pogostost ali  
možnost, da do nezgode sploh pride. Vključevati moramo vse možne scenarije in jim 
smiselno (kritično) dodeliti vrednosti (število).  
 
Tabela 3: Verjetnost nastanka nezgode [58] 
Verjetnost Opis Vrednost 
(število) 
Pogosta Verjetno, da se zgodi, je pogosta ali se je pogosto zgodilo. 
Zgodilo se je večkrat na istem letu.  
5 
Občasna Občasno verjetno, da se zgodi. Zgodi se vsak drugi let.  4 
Normalna Verjetno, da se zgodi oz. se je zgodilo redko. Zgodilo se je 
nekajkrat. 
3 
Neverjetna Zelo malo verjetno, da se bo zgodilo. Zgodilo se je enkrat. 2 
Ekstremno 
neverjetna 




Resnost nevarnosti predstavlja dodatno merilo, ki predstavlja obseg škode. Ocena resnosti 
je lahko na podlagi škode na stavbah, daljnovodih, dronu, ali na podlagi poškodb oseb. 
Določiti moramo najslabše možne odpovedi (razmere). Resnosti moramo smiselno dodeliti 
vrednosti. Naslednja tabela prikazuje tipične vrednosti resnosti. 
 
Tabela 4: Resnost nastanka nezgode [58] 
Resnost Opis Vrednost 
Katastrofalna Mrtvi ljudje, oprema uničena, stavbe porušene E  
Nevarna Resne poškodbe ljudi, velika škoda na dronu, stavbi D  
Velika Poškodbe ljudi, nadaljnje operacije nemogoče brez 
popravkov 
C  
Manjša Manjše poškodbe ljudi, manjši vpliv na sistem drona B  





Sprejemanje tveganja  
 
Pri sprejemanju tveganja določimo območja, ki so sprejemljiva za določeno tveganje in 
določimo tista tveganja, ki zahtevajo nadaljnje ukrepe. Tveganje (R) je produkt verjetnosti 
(p) in posledice (c). V spodnji tabeli vidimo zelena območja, ki so sprejemljivega tveganja, 
rumena območja, katera zahtevajo ukrepe in rdeča območja, ki prikazujejo nesprejemljiva 
tveganja. Rdeča območja je potrebno znižati na sprejemljivo raven z bodisi tehničnimi ali 
organizacijskimi ukrepi. 
R = p × c 
 







 5 5A 5B 5C 5D 5E 
4 4A 4B 4C 4D 4E 
3 3A 3B 3C 3D 3E 
2 2A 2B 2C 2D 2E 
1 1A 1B 1C 1D 1E 
 A B C D E 
Resnost  
 
Tveganje je produkt verjetnosti in resnosti (posledice). Kombinacija obojega nam da tabelo, 
kjer vidimo sprejemljiva območja (zeleno), rumena območja, ki zahtevajo ukrepe za 
zmanjšanje tveganja in nesprejemljiva območja (rdeče). 
 
3. Ukrepi za zmanjšanje tveganja 
 
Zmanjšanje tveganje je nujen ukrep, da iz nesprejemljivega tveganja preidemo do 
dopustnega, sprejemljivega tveganja, ki ga posamezna operacija z dronom predstavlja. To 
je sistematično zmanjševanje resnosti tveganja in verjetnosti za nastanek. 
 
Ukrepi:  
- Pred vsakim letom preverimo delovanje drona (delovanje senzorjev, napetost 
baterije, poškodbe na dronu, nenavadni zvoki komponent, poškodbe propelerja, 
itd.). 
- Dron lahko upravljamo le podnevi. 
- Predhodno preveriti in preučiti tako teren in okolico letenja kot tudi vremenske 
pogoje za  letenje. 
- Držimo se ustrezne oddaljenosti od ljudi, živali, stavb (150 m). 
- Dron imamo ves čas v vidnem polju. 




- Redno vzdrževanje pogonske baterije, preverjanje posameznih celic (LiPo) baterij, 
upoštevati, da je pri nizkih temperaturah zmanjšana zmožnost baterije. 
- Da sta tovor in/ali dodatna oprema pritrjena tako, da ne more med letom odpasti. 
- Da upoštevamo zakone, ki jih ima posamezna država. 
- Da imamo operaterji pridruženega opazovalca, ki nam pomaga tako, da ves čas 
gleda  dron in podaja informacije o morebitnih nevarnostih letenja. 
- Dron ima padalo. 
 
 
4. Revizija in dokumentacija 
 
Zelo pomembno je neprekinjeno pregledovanje varnostnih tveganj, njihova dokumentacija 
in revizija (ponovni pregled). Tehnologija, komponente, sistemi, programi se spreminjajo in 
nadgrajujejo, prav tako se mora vse skozi tudi ocena tveganja. Potrebno je formirati in 
voditi zbirko podatkov (dokumentacijo) o varnostnih tveganjih in te podatke uporabiti kot  
dokaz za preglede pred samim načrtovanim letom [58]. 
 
V tabeli 6 smo naredili oceno tveganja za izvajanje letenja za dron DJI Phantom 4. Podali 
smo možne nevarnosti, ocenili kakšno tveganje omenjena nevarnost predstavlja in podali 
ustrezne ukrepe, da to tveganje zmanjšamo. Dron lahko predstavlja veliko tveganje v 
zračnem prometu, ki  pa ga z ustreznimi tehničnimi, organizacijskimi in zakonskimi ukrepi 





Tabela 6: Ocena tveganja za dron DJI Phantom 4 
 Identifikacija nevarnosti Ocena tveganja Ukrepi za zmanjševanje 









p*c Tveganje  








3 D 3D Nesprejemljivo - Padalo na dronu 
- Vodenje analize kritičnih 
komponent 
- Letenje v vidnem območju 
- Ukrepi za avtonomno vrnitev 
na mesto vzleta 
2 Izguba 






4 D 4D Nesprejemljivo - Pilotiranje v vidnem  območju 









4 D 4D Nesprejemljivo - Študija lokacije letenja 
- Pridruženi opazovalec 
- Letenje v vidnem območju 







3 C 3C Znosno - Ne letimo v močnem vetru 
- Letimo v vidnem območju in 
ob poslabšanju vremena 
pristanemo 
- Uporabimo tehnične 





 Identifikacija nevarnosti Ocena tveganja Ukrepi za zmanjševanje 









p*c Tveganje  




2 C 2C Znosno - Redno spremljanje stanja 
kritičnih komponent 
- Dron ima padalo 
- Dron ima redundančne rotorje 




2 C 2C Znosno - Redno spremljanje stanja 
kritičnih komponent 
- Uporabljamo predpisane 
polnilce 









2 C 2C Znosno - Letimo v vidnem območju (do 
150 m) 
- Dron prileti na vzletno točko 
- Dron ima padalo 
- Redno spremljanje stanja 
kritičnih komponent 




2 C 2C Znosno - Letimo v vidnem območju (do 
150 m) 
- Dron ima padalo 







4 D 4D Nesprejemljivo - Prepovedano letenje v mestu 
- Pilotiranje v vidnem  območju 






 Identifikacija nevarnosti Ocena tveganja Ukrepi za zmanjševanje 









p*c Tveganje  










4 B 4B Znosno - Letimo v vidnem območju (do 
150 m) 
- Dron ima padalo 
- Dodatna oseba, ki stalno gleda 
dron 
- Spremljamo vreme 










4 B 4B Znosno - Letimo v vidnem območju (do 
150 m) 
- Dron ima padalo 
- Dodatna oseba, ki stalno gleda 
dron 
- Spremljamo vreme 







4 D 4D Nesprejemljivo - Vzletamo in pristajamo na 
istem osamljenem mestu 
(stran od ljudi vsaj 150 m, na 
travniku) 
- Prepovedano letenje med 
ljudmi 
- Dron ima padalo 




3 D 3D Nesprejemljivo - Letimo v vidnem območju (do 
150 m) 
- Dron ima padalo 




3.6 Nevarnosti, povezane z droni 
 
V magistrskem delu obravnavamo dron kot stroj, delovno napravo, ki vpliva na človeško 
udejstvovanje. Kot smo že omenili, lahko dron pripomore k izboljšanju naših življenjskih 
pogojev, po drugi strani pa je lahko nevaren. Sama neprimerna uporaba ali celo zloraba le-
tega lahko ogroža življenja. Na katerokoli napravo ali sistem, ki ga uporabljamo ali 
organizacijo, ki ga naredi (izdela oz. proizvede), lahko apliciramo principe varnosti in 
varnostne analize, ter ugotavljamo tveganje. Ljudje so za večje sisteme, kot so večje 
procesne tovarne (jedrske elektrarne ali rafinerije) izdelali metode, s katerimi identificiramo 
nevarnosti, analiziramo tveganja in ocenimo posledice. Na osnovi analiz pa poskušamo 
zmanjšati verjetnost nezgod, oziroma jih preprečiti ali omiliti posledice. 
Varnostne analize oziroma obseg varnostnih analiz definira obseg možnih posledic, zato se 
s tveganji, pri katerih ne nastane velika materialna škoda oziroma večje število žrtev, 
poslužujemo enostavnejših prijemov, ki pa kljub temu temeljijo na osnovnih principih in 
temeljih vodenja tveganja.  
 
Le kaj imajo otroci, odrasli, fotografi, kmetovalci, naftna, gospodarska, proizvodna podjetja 
skupnega? Vsi si želijo drona pod božičnim drevescem. Dejstvo je, da je ameriška FAA 
postala že leta 2015 zaskrbljena zaradi podatka, da si vsaj milijon Američanov za božično 
darilo želi drona. Vendar pa si te želje - različnih potencialnih uporabnikov dronov - med 
sabo niso podobne. Medtem ko si otroci, odrasli, kmetovalci in podjetja želijo uporabljati 
drone za namen opazovanja lastnih dejavnosti, si jih drugi (vlada, organi kazenskega 
pregona) želi uporabljati za namen opazovanja prvih [40].   
 
Kot smo rekli, nam droni lahko ponudijo ogromno možnosti, a vendar sproža njihova 
naraščajoča popularnost resna družbena vprašanja. Nobena (nova) tehnologija kot taka 
namreč ni nevtralnega pomena. Prihodnje obsežno vključevanje brezpilotnih sistemov v 
zračni prostor lahko povzroči težave na (1) področju splošne varnosti (če jih ne 
uporabljamo na primeren način in povzročijo škodo), na (2) področju varovanja zasebnosti 
in osebnih podatkov (ker se jih lahko uporablja za fotografiranje, snemanje, zbiranje 
podatkov, …), na (3) področju odgovornosti in zavarovanja tretjih oseb (v primeru nezgod), 
ter na (4) področju okoljske problematike (npr. hrup). Zato moramo na ravni integracije 
dronov v zračni prostor upoštevati nujne zakonske, politične in tehnične določbe [34].  
 
Zdaj se torej nahajamo na »terenu«, kjer se omenja tudi slabšo plat dronov. Droni bodo 
lahko naša življenja ne samo izboljšali, ampak jih tudi nedvomno spremenili, predvsem na 
področju splošne varnosti, varnosti v zračnem prometu, ljudi, njihove lastnine in pravice do 




podatkov (informacijska varnost – pred nedovoljenimi oz. nepooblaščenimi vdori, dostopi, 
uporabo, razkritji, modifikacijo, snemanji, uničenji, …); sledijo tudi druge nevarnosti, kot 
so lahko na primer trk drona z potniškim letalom, padec drona na ljudi ali stavbe, 
povzročitev verižne reakcije z dronom na drugi proces, hekerstvo in drugi kibernetični 
napadi in zlorabe. Sočasno z rastjo (in močjo) tehnologije bi bilo potrebno razvijati tudi 
različne varnostne sisteme (kot je npr. anonimizacija podatkov s pomočjo pikslov, s 
katerimi se lahko izognemo prepoznavi obraza [28]).  
 
V raziskavi, ki je proučevala mnenje posameznikov o dronih, so le-ti najprej izpostavili 
možne nezgode (strmoglavljenje na ljudi, predmete), takoj zatem pa možne vplive na 
njihovo zasebnost in osebni prostor (da jih le-ti lahko opazujejo, ne da bi to oni vedeli, da 
so kot »veliki bratje«, ki o njih zbirajo podatke ter da je največji problem to, kdo je tisti, ki 
nad njimi izvaja nadzor in zakaj – za kar menijo, da drugače kot pri preteklih, 
tradicionalnih oblikah opazovanja), nato možnost storitve kriminalnih dejanj z njihovo 
pomočjo (kraje, nedovoljena opazovanja, zalezovanja), upravljanje s strani otrok in 
prevzemanje odgovornosti za nezgodo, njihovo masovno širjenje na nebu, izgubo določenih 
delovnih mest (srednjega in nižjega razreda), uporaba le-teh v vojaške namene (tudi s strani 
zunanjega sovražnika, teroristov) [42].  
 
3.6.1 Nevarnost pri vzletu in pristajanju  
 
Pogosto se pojavijo nevarnosti pri vzletanju, saj določena naprava, komponenta ali celo 
strojna oprema ni v normalnem obratovanju. Pojavijo se napake pri napačni namestitvi 
rotorjev. Pomembno je, da sta si diagonalno rotorja (pri kvadrokopterju) enaka. Ta dva 
rotorja se vrtita v eno smer in druge dva rotorja se vrtita v drugo smer, kar omogoča 
spuščanje in dviganje drona (rotacija vseh rotorjev enakomerno). S spreminjanjem moči oz. 
hitrosti posameznih rotorjev, pa lahko dron pomikamo naprej, nazaj in rotiramo. 
Pomembno je tudi, da sta propelerja na nasprotnih se rotorjih enaka. Pri sami povezavi 
krmilnika z dronom nam programska oprema takoj javi o morebitnih nepravilnostih. 
Letenje je še vedno omogočeno, vendar v takem primeru bistveno več tvegamo v smislu 
odpovedi komponent oziroma poškodbe ljudi.  
 
Pri samem vzletanju in pristajanju moremo biti pozorni na vzletno (pristajalno) lokacijo, 
smer letenja po vzletu ali prihod drona v pristajalno lokacijo, moč vetra, bližino živali 
(galebi, čebele, psi, mačke, itd.), meteorološke pogoje (pojav dežja, megla), normalno 
delovanje naprave, napolnjenost in dobro stanje (zdravje) baterije, poškodbe na dronu, 
korozija in vse morebitne spremembe, ki smo jih naredili na dronu in niso v prvotnem 




Ob upoštevanju ukrepov, zmanjšamo tveganje na sprejemljivo. Pri vzletanju moremo 
predhodno preveriti:  
- meteorološke pogoje (če je let sploh izvedljiv, oz. bo padal dež),  
- preveriti vetrove v okolici (njihovo moč),  
- se seznaniti z lokacijo letenja, 
- preveriti poseljenost (letimo na neposeljenih mestih),  
- prisotnost živali (žival nam lahko dron sklati z neba, pride do poškodb in materialne 
škode; ne letimo v njihovem območju),  
- da je pogonska baterija drona in krmilne naprave napolnjena in zdrava (brez slabih 
celic),  
- da ob poškodbah drona ne letimo in poskrbimo za zamenjavo poškodovanih delov, 
- pravilno namestitev propelerjev (navadno je to mehansko narejeno, in sicer tako da 
se ne da obrniti), 
- delovanje programske opreme ter ob napakah le-te odpravite ali ne leteti, 
- korozijo komponent (v kolikor so slabi stiki na dronu ali korozija, ne smemo leteti), 
- skladnost naše operacije z zakonskimi določili. 
 
Sama operacija vzletanja in pristajanja je relativno lahek proces ob samem upoštevanju 
zakonskih predpisov in ukrepov. 
 
3.6.2 Nevarnost odpovedi kritičnih komponent 
 
Kritične komponente na dronu so: krmilnik letenja, regulator hitrosti, sprejemnik, oddajnik, 
pogonska baterija, motorji (rotorji), propelerji, GPS modul, konstrukcija drona (ohišje) in 
programska oprema (software) [61]. Z odpovedjo katere koli komponente je letenje zelo 
tvegano, vendar ne nemogoče. Omenjeno predstavlja izjemno resnost za morebitno nastalo 
škodo, vendar je verjetnost odpovedi  redka. Pred samo prodajo drona morajo biti 
opravljeni varnostni testi, prav tako se mora preveriti različne ključne lastnosti izdelka [28].  
 
Krmilnik letenja je matična plošča drona in je odgovoren za vse ukaze, ki jih upravljavec 
drona določi. Interpretira ukaze iz sprejemnika (ta jih dobi od oddajnika), GPS modula, 
monitorja baterije in vseh vgrajenih senzorjev. Krmili tudi regulacijo hitrosti preko 
regulatorja hitrosti. Krmilnika sta navadno na dronu dva, da porazdelita zahtevne računske 
operacije in za redundanco ali  t.i. podvajanje komponent. Priporočljivo je spremljati stanje 
krmilnika preko programske opreme na oddajniku.  
 
Regulator hitrosti je električni krmilnik hitrosti, čigar naloga je spremljati in nadzirati 




dvosmerno. Odpoved regulatorja hitrosti je zelo redka, vendar so posledice ob odpovedi  
izjemno resne. Indikatorji, kot so pregrevanje (na občutek bolj topla površina na mestu, kjer 
je regulator) ali katere koli napake, ki jih javi program v povezavi z regulatorjem ali 
krmilnikom, lahko predstavljajo nevarnost in je potrebno krmilnik zamenjati.  
 
Sprejemnik je komponenta na dronu, ki sprejema radijski signal iz krmilnika drona, ki pa 
ga dobi iz oddajnika. Verjetnost za odpoved je zelo redka, saj so na voljo vedno vsaj 4 
prosti kanali. Posledice odpovedi so zmerne, saj krmilnik zazna, da nima nobenega signala 
in začne s pristajanjem na vzletno mesto [61]. 
 
Oddajnik je komponenta, katero ima pilot drona v komandah drona in je odgovorna za 
pošiljanje radijskih signalov - od komand pilota do krmilnika (ta jih potem spremeni v 
ukaze, kaj mora dron narediti). Tako kot sprejemnik, ima tudi oddajnik na voljo vsaj 4 
kanale, med letom pa morata oba komunicirati z istim signalom. Od drugih radijskih 
signalov v zraku, imajo signali za vodenje drona standardno kodo, ki pomaga pri samem 
razlikovanju vseh signalov v zraku. Posledice so majhne, saj dron oz. krmilnik drona 
prevzame avtonomijo in se vrne na lokacijo, kjer je vzletel. Ob tem s pomočjo drugih 
senzorjev na dronu manevrira skozi zračni prostor in varno pristane. V kolikor pride do več 
odpovedi, in so senzorji  nedelujoči, so posledice lahko velike. Redno pregledovanje 
kritičnih komponent drona in vodenje  podatkov leta zmanjša verjetnost za nastanek 
nezgodo. 
 
Pogonska baterija je tista komponenta drona, ki omogoča vsa dejanja in reakcije. Velikemu 
številu uporabnikom je sodoben dron »le leteča kamera/fotografski pripomoček« in ga tako 
tudi obravnavajo [48]. Ena izmed pomanjkljivosti dronov so lahko baterije. Čeprav 
ogromno proizvajalcev navaja, da lahko njihova plovila v zraku preživijo tudi eno uro, to 
velja za preizkuse neobteženega letenja v zaprtih prostorih, kot so letalski hangarji. 
Problem je tudi veter, ki lahko otežuje ali zmanjša čas letenja drona [8]. Brez baterije 
letenje ne bi bilo mogoče. Manjši droni imajo potrebe po baterijski moči manjše od večjih 
dronov. Tako so baterije večjih dronov težje in bolj zmogljive. Na dronu je tudi 
komponenta, ki upravlja baterijo in podatke o njej zagotovi pilotu za njeno stalno 
spremljanje. Odpoved lahko ima katastrofalne posledice. Baterije so takšne, da se ob 
udarcu ne bodo razbile, temveč bodo lahko povzročile resne poškodbe. Verjetnost je nizka, 
saj imajo droni varovalo, da ob napaki baterije ne aktivirajo motorjev pred samim letom. V 
kolikor se zgodi odpoved med letom, je priporočljivo imeti na dronu padalo (kar pa je tudi 
zakonsko zahtevano). Ukrep za zmanjšanje tveganja odpovedi baterije je indikator stanja 
baterije in nadzor upravljavca nad tem stanjem. Imamo tudi programska varovala, ki nam 
javljajo spremembe v stanju baterije in morebitne napake delovanja. V poglavju o 




Motorji drona vrtijo propelerje in omogočajo premikanje drona. So kritična komponenta na 
dronu, saj je od njihovega ekonomičnega delovanja posredno odvisen čas in hitrost letenja. 
Odpoved enega od motorjev še ni kritična. Posledice so velike, verjetnost pa nizka. 
Potrebno je voditi podatke o delovanju motorjev, beležiti njihovo temperaturo in v primeru 
kakšnih odstopanj od normalnih te tudi zamenjati.  
 
Propelerji so odgovorni za smer in gibanje drona, zato je pomembno, da zagotovimo 
propelerje v dobrem stanju, preden poletimo.  Poškodovan ali okvarjen propeler pomeni 
oslabljen let in morebitno nezgodo. Priporočljivo je imeti dodaten set propelerjev, da jih 
zamenjamo, ko opazimo škodo, ki je prej morebiti ni bilo. Posledice po stiku propelerjev z 
ljudmi ali živalmi (ovirami) so lahko zelo velike, saj so le-ti zelo ostri pri takšnih visokih 
obratih (več 1000 obratov/min). Za komercialno dostopne drone lahko namestimo določene 
zaščite, ki zaščitijo propelerje, da ne morejo udariti v oviro.  
 
GPS modul je pomemben za pozicioniranje drona v (3D) prostoru. Brez tega modula droni 
ne bi bili tako pomembni in enostavni za uporabo kot so. Pomaga pri avtonomni navigaciji 
drona, tudi ob vrnitvi na izhodiščno točko, ko le-ta izgubi komunikacijo med sprejemnikom 
in oddajnikom. Pri odpovedi dron ne bo stabilen v zraku in bo spreminjal pozicijo. Novejši 
droni lovijo vsaj 15 satelitov, s katerim določajo pozicijo in s tem zmanjšajo tveganje za 
nastanek nevarnosti. 
 
Ohišje drona  predstavlja ogrodje, na katerega so vse komponente nameščene. Poškodba 
posameznih delov ohišja lahko predstavlja nevarnost za nepravilno delovanje drona ali 
njegovih komponent. Tveganje je veliko, če je ohišje poškodovano. Ukrep je, da ne smemo 
leteti pred odpravo poškodbe in opravimo analizo ostalih komponent. Ni priporočljivo 
letenje poškodovanega drona [61]. 
 
Prav tako je za delovanje drona pomembna programska oprema, ki pilotu podaja podatke o 
delovanju drona, o omejitvah v zračnem prostoru, o nevarnostih, skratka prikazuje pilotu 
vse podatke o letu. Program mora biti vedno nadgrajen na najnovejšo različico. Z 
nadgradnjo rešimo morebitne programske napake ali te izboljšamo, dodamo nova območja, 
kjer se ne sme leteti in izboljšamo vizualno prezentacijo podatkov, ki jih pilot vidi in lahko 








3.6.3 Nevarnost trčenja 
 
Dron je sposoben leteti preko 64 km/h (40 milj/h) 3 m nad tlemi in lahko trči ob ljudi, 
predmete. Ob nepravilni uporabi ali zlorabi drona je lahko verjetnost za nastanek trka zelo 
velika in posledice so lahko katastrofalne. Kadar letimo v območjih, kjer so drevesa, veje, 
daljnovodi, različne palice ali drogi razsvetljave, hiše, stavbe, bloki, nebotičniki, živali, 
ljudje, avtomobili ali celo potniška letala oz. vsi, ki so v zračnem prostoru, moramo biti 
pozorni na nevarnost trčenja. V kolikor dron zadane drevo, vejo ali drog razsvetljave, je 
posledica večinoma materialne narave, v kolikor pa pade na ljudi, na cesto ali na motorista, 
potem pa je lahko posledica katastrofalna (celo smrtni izid). Verjetnost za trčenje je zelo 
velika, saj se dnevno dogajajo primeri trčenja. Dron, ki je trčil, vendar še vedno lahko leti, 
predstavlja zelo veliko verjetnost za nastanek odpovedi kakšne kritične komponente in kot 
tak ne sme leteti. Zavedati se moremo, da tako kot ptice lahko poškodujejo potniško letalo 
(ali dron), lahko tudi dron poškoduje letalo in povzroči katastrofalne posledice.  
Ukrepi: držimo se zakona, letimo v vidnem območju, dron naj ima padalo, uporabljajmo 
senzorje na dronu, ognimo se oviri, ne vozimo tam, kjer so ptice (galebi, orli), ne vozimo 
drona v vetru. 
 
3.5.4 Nevarnost hrupa 
 
Dron lahko s svojim delovanje povzroča tudi precej hrupa. Še posebej majhni droni, ki se 
jih uporablja za rekreativne namene, kot tudi komercialni droni (najmanj 20 decibelov). Le-
ti imajo lahko od 4 do 8 in več propelerjev in v kolikor nosijo še kakšen tovor, se njihov 
hrup znatno poveča. Droni imajo za razliko od helikopterjev mnogo višjo frekvenco, saj 
imajo slednji večje rotorje, ki se ne vrtijo tako hitro, kot rotorji od drona. Zdaj pa si 
predstavljajte več sto dronov v zraku oz. v vaši okolici. Kdo bo torej v prihodnosti 
spremljal hrup dronov in kako? Bi morala za drone veljati policijska ura? Konec koncev 
obstaja razlog, zakaj različna podjetja ne ustvarjajo takšnih oglasov, v katerih bi gledalci 
poslušali zvok drona; ta razlog najverjetneje ni ta, da bi bil zvok drona za poslušalce 






Slika 9: Raven hrupa posameznih virov izvora zvoka [53] 
 
Število ur izpostavljenosti nekemu zvoku je zelo pomembno; če so na primer delavci 
izpostavljeni 85-imi decibelom osem ali več ur, je lahko poškodovan njihov sluh. FAA 
priporoča, da v bivalnih okoljih zvok (s strani letal) ne sme presegati 65 decibelov v enem 
dnevu [52].   
 
Znanstveniki pri NASI so odkrili, da je zvok drona lahko zelo moteč za ljudi, celo bolj kot 
hrup avtomobilov. Posamezniki so navajali, da jih zvok drona moti v takšni meri, kot da če 
bi bil zvok avtomobila dvakrat glasnejši. O tem, zakaj je temu tako, je več teorij. Eden 
izmed razlogov je lahko hitrost drona; komercialni droni se premikajo sem ter tja hitreje kot 
avtomobil; ponavadi se še dlje zadržijo na enem mestu. Poleg tega javnost percepira, da 
imajo avtomobili jasne in določene poti, let drona pa ne dojema v tem smislu. Zato 
podjetja, kot sta Amazon in DHL, ki (nam) želijo dostavljati pakete, upajo, da bodo ta 
problem rešili tako, da bodo leteli visoko nad nami. Toda kaj pa droni, s katerimi se igrajo 
običajni posamezniki, tudi otroci? Le-ti naj skušajo – za namen zabave – najti neko 
neobljudeno površino, da ne bodo motili drugih [54].  
 
Prav tako ne smemo pozabiti na ptice; jih bomo pri preletavanju dronov sploh še slišali? Še 
več: bodo lahko ptice sploh še komunicirale med seboj, kar je za njih in za njihovo 
preživetje zelo pomembno [53]? Zagotovo bo imel morebiten umik ptic vpliv na naše 
okolje.  
 
Omejevanje onesnaženosti okolja s hrupom je zato eden izmed pomembnih dejavnikov, ki 
bi jih zakonodajalci morali upoštevati (tudi ponoči). Hrup v okolici še kako vpliva na 
zdravje ljudi, na njihovo splošno počutje (duševno) – tega – in drugih ekoloških 





Ukrepi za zmanjšanje hrupa bi lahko bili, da dron upravljamo tako, da je dogajanje stran od 
ljudi. Vzletimo na prostem neposeljenem mestu in dron dvignemo na višino npr. 100 m. Ko 
zaključimo svojo dejavnost, se ponovno spustimo na istem mestu. Med samim letom pa 
vozimo stran od ljudi in na višjih višinah. Če opravljamo snemalno dejavnost, lahko še 
vedno s pomočjo kamer približamo objekt snemanja, in se tako izognemo nepotrebnemu 
hrupu. Tudi izboljšave in napredki v izdelavi motorjev ter propelerjev veliko pripomorejo k 
zmanjšanju hrupa. 
 
3.6.5 Nevarnost nezakonitega snemanja in vdora v zasebnost 
 
V zvezi s tem področjem se pojavlja naslednje temeljno vprašanje: Je nadzorovanje ali 
varovanje posameznikov z droni nad njihovo pravico do zasebnosti? V kolikšni meri? Kje 
postaviti mejo? Je pomembno kdo in v kakšne namene uporablja drone oz. kaj z osebnimi 
podatki počne? Je razlika sploh zanemarljiva, če je pravica do zasebnosti in varstva osebnih 
podatkov kršena s strani posameznika ali vlade, vojske, policije?  
 
Predstavljajte si scenarij, ki se pravzaprav ne odvija daleč v prihodnosti, kjer so droni na 
nebu vsakodneven pojav na mestnih območjih. Ti droni niti niso nujno znotraj vidnega 
polja upravljavca, saj – nekateri od njih – lahko letijo povsem avtonomno. Nekatere od 
dronov lahko vidite, drugi pa so skriti vašim očem (so izjemno tihi in/ali letijo zelo visoko). 
Droni imajo različne naloge: dostavljajo pakete, celo telesne organe, prevažajo ljudi, 
spremljajo promet, preverjajo infrastrukturo, pregledujejo okolje, rešujejo življenja itd. 
Bere se odlično, toda žal za prav vse drone na nebu ne vemo, s kakšno tehnologijo so lahko 
opremljeni, kakšne so njihove zmožnosti nadzora, katere informacije zbirajo (ne zakaj jih 
uporabljajo in komu vse razkrivajo). Se pravi, iti v javnost, tako pravzaprav pomeni to, da 
se enostavno odrečemo zasebnosti na način, ki si ga do zdaj še nismo zamišljali (oziroma 
tudi civilnim svoboščinam in morebiti tudi drugim človekovim pravicam v družbi, kjer je 
meja med komercialnim in državnim sektorjem praktično že zabrisana); prav tako bodo 
imeli vpliv na našo vsakodnevno interakcijo z drugimi in na našo participacijo v družbi. 
Droni lahko za našo zasebnost predstavljajo tisti »piko na i«; njej smo se sicer že odrekli s 
pametnimi telefoni in brezžičnimi omrežji, s funkcijami prepoznave obrazov, prstnih 
odtisov, z različnimi aplikacijami, ki o nas zbirajo podatke, s pametnimi avtomobili in 
drugimi pametnimi napravami [41].  
 
Droni so na splošno nekakšne fleksibilne in ekonomsko dostopne platforme, na katere se 
lahko namesti različne nadzorno in zelo sofisticirano tehnologijo z neslutenimi zmožnostmi 
(leče z veliko daljinsko povečavo, toplotno slikanje, nočno opazovanje, prepoznavanje 




registrskih tablic ter drugi senzorji za zbiranje osebnih podatkov, sledenje omrežjem, ki jih 
uporabljamo) [12]. Droni bodo lahko o nas zbirali podatke kot, katero cerkev obiskujemo 
ob nedeljah, s kom dnevno komuniciramo, katerih protestov in shodov smo se udeležili, 
katere trgovine smo obiskali, kam smo šli zvečer itd. Brez temeljnih zakonskih varovalk 
glede zasebnosti v javni sferi je to resničnost, s katero se lahko kmalu soočimo [41]. To 
pomeni, da bodo, ne samo internet, temveč tudi droni lahko postali »velika nebesna 
podatkovna baza«, ki jo bo nekdo uporabljal (ang. big data from the sky) [43]. Skratka, tu 
se pojavijo različna pereča etična vprašanja, katera morajo nujno naslavljati oblikovalci 
politik, v sodelovanju z različnimi deležniki (še posebej, če si predstavljamo mikro-drone 
ali drone, ki lahko letijo v notranjih prostorih, in za katere se ne potrebuje licence za letenja 
ali celo usposabljanja za letenje) [28]. Razvoj dronov tako na področju vojske, kot tudi na 
komercialnem področju kontinuirano spreminja civilna življenja, kar je najbolj očitno prav 
na področju njihove rastoče javne uporabe. Državljani oz. prebivalci določenega mesta v 
največji meri izrazijo prav skrb – pri upravljanju dronov -, ali se bo Trumanov Show zgodil 
tudi v resnici (in ne samo v filmu) [42].    
 
Zloraba zasebnosti pa se lahko dogaja tudi na področju medijskega poročanja, objavljanja 
in informiranja. Novinarji si lahko s pomočjo oddaljenih zrakoplovnih sistemov pridobijo 
novo, močno orožje, s katerim lahko »nepovabljeno« (npr. paparaci) vstopajo v 
posameznikovo zasebnost. Zato torej je zakonska regulacija glede varstva osebnih 
podatkov pomembna tudi za medije [27].   
 
Zagovorniki pravice do zasebnosti trdijo, da obstaja resnična grožnja pri nerestriktivnosti 
uporabe dronov v javnih prostorih s strani vlade, saj lahko le-ta na relativno poceni in lahek 
način zbira različne podatke (jih hrani neskončno dolgo ali pa celo nekomu tretjemu dovoli 
vpogled vanje). Za zdaj nas še »rešuje« njihov omejen čas letenja in manjše možnosti za 
namestitev bolj sofisticirane opreme. Ko razmišljamo o »večjem, višjem dobrem«, ki se 
nanaša na javno varnost, je hitro logično, zakaj je lahko uporaba brezpilotnega letala 
najboljši pristop. Z uporabo dronov lahko na tak način zagotavljamo varnost na velikih 
javnih dogodkih, kot so na primer maratoni, parade, koncerti. Če se spomnimo samo 
napada na bostonskem maratonu, je potencialna vrednost zagotavljanja varnosti s pomočjo 
drona v takšnih primerih, velika, sploh v primerjavi z zagotavljanjem zasebnosti (s čimer se 
vsi ne strinjajo in predlagajo druge ukrepe). Tako povsem lahko razumemo vlade, ki si 
želijo zakone, ki bi takšen nadzor z droni dovoljevali [38].   
 
Naslednji primer, ki ga bomo opisali, kaže na vprašljivost pravice do svobode govora (1. 
ameriški amandma) in pravico do pravičnega sodnega postopka. In sicer, ena izmed prvih 
smrtonosnih misij drona je bila ta, da je dron že leta 2011 v Jemnu odvzel življenje 




al-Awlaki je bil tako rekoč prvi ameriški državljan, ki so mu ZDA odvzele življenje brez 
sodnega postopka. Ali lahko ameriška vlada brani to dejanje kot povsem legalno, saj je z 
njim obvarovala (pred morebitnimi zli dejanji) druge državljane? Oziroma: kako daleč 
lahko ta argument »raztegnemo« znotraj naših vsakodnevnih življenj? Kako blizu naših 
domov se (lahko) nahajajo oboroženi droni? [40] Tudi v Veliki Britaniji je zakonsko 
določeno, da se z droni lahko nadzoruje britanski zračni prostor, kriminalna dejanja in se 
zagotavlja zračno podporo, saj so droni tretirani kot katerakoli druga policijska oprema 
[44]. Primeri so jasni odraz tega, kako lahko povsem (žal tudi) neupravičen, neutemeljen 
nadzor posega v našo zasebnost in svobodo gibanja.  
 
Prav tako je potrebno v posameznih zakonodajah s strani države določiti sprejemljivo rabo 
oddaljenih zrakoplovnih sistemov, ki bi bilo opremljeni z nesmrtnostim orožjem v 
določenih ekstremnih okoliščinah. Obstajajo namreč pomembne tehnološke in etične 
razlike med oddaljenimi zrakoplovnimi sistemi, ki imajo fiksna krila in kvadkopterji. Prvi 
imajo zmožnost letenja vse do 1.5 km in so praktično nevidni prostemu očesu ter neslišni. 
Njihova velikost jim omogoča ne samo to, da lahko nosijo različno in težko nadzorno 
opremo, ampak tudi pregledovanje in beleženje dejavnosti nekega celotnega mesta. Prav 
tako lahko zelo dolgo ostanejo v zraku (tudi 14 ur). Nasprotno pa imajo kvadkopterji nižjo 
zgornjo mejo letenja (okoli 200 m) in lahko letijo največ 60 min. Sicer lahko na sebi nosijo 
visoko zmogljive kamere, vendar ne zmorejo beležiti aktivnosti nekega celega mesta. Tako 
torej ima razlika med tema dvema zrakoplovnima sistema etično težo. V Veliki Britaniji je 
na primer policijska raba kvadkopterja enaka rabi helikopterja. Toda raba oddaljenega 
zrakoplovnega sistema, ki ima fiksna krila, infra-rdeče zmožnosti (opazovanje skozi 
zidove), zvočne zmožnosti za prestrezanje klicev mobilnih telefonov itd. – skratka, vse »na 
enem mestu« za opravljanje državnega nadzora. Povsem lahko bi se zgodilo, da bi policija, 
če bi uporabljala tak brezpilotni sistem, postala anahronistična in prevzela avtoritarno 
vlogo. Na takšnih možnostih uporabe oddaljenih zrakoplovnih sistemov nastanejo etične 
dileme. Če nam prinesejo pico ali pošto, nam ni potrebno skrbeti. Če pa nas preko njih 
nekdo opazuje in nadleguje (v Veliki Britaniji je bilo med letoma 2013 in 2014 kar 10,535 
pregonov zaradi nadlegovanja in zalezovanja), pa je že zaskrbljujoče in pereče [45].  
 
Kot smo videli, želijo ZDA uporabljati drone (še posebej v vojski; npr. MQ-1B Predator in 
MQ-9 Reaper) bolj in bolj v prihodnosti. Uporaba dronov se je v ZDA začela že, ko je 
predsedoval predsednik G. W. Bush in se več kot podvojila pod Obamovim 
predsedovanjem. Ker droni ponujajo možnost, da izvedejo zelo natančne izstrelitve brez 
drugih, neposrednejših vojaških ukrepov, nastane mnogo kontroverznosti. Prvič, je to 
škoda, ki jo lahko povzroči nedolžnim civilistom. Dron, MQ-9 Reaper, je bil narejen za 
namene iskanja in ubijanja (najti, popraviti, slediti, ciljati, izvršiti in oceniti). S to novo 




stori škoda nedolžnim civilistom [6]. Ta problematika vključuje načelo dvojnega učinka, ki 
pomeni, da je neko dejanje dovoljeno, dopustno, kljub temu, da je po koncu dejanja nek 
učinek, posledico, ki bi se ji običajno ognili. Zato je v teh okvirih dovoljeno povzročiti 
škodo kot nek stranski produkt dejanja, ki stremi k dobremu rezultatu. Pri uporabi dronov, 
če se navežemo na to načelo (povzročiti neko škodo zavoljo dobrega cilja), pa bi kljub temu 
morala obstajati bolj striktni regulativni okviri, v okviru katerih bi se zagotavljalo, da bi 
nastala škoda (v kolikor je ta nujna), čim bolj odtehtala tisto dobro (če temu lahko sploh 
tako rečemo). Nekateri pa so kljub temu mnenja, da uporaba dronov povzroča manj 
kolateralne škode prav zaradi njihove preciznosti [46].  
 
Poleg tega obstajajo tudi druge možnosti za škodo, ki jo lahko povzročijo oddaljeni 
zrakoplovni sistemi, in sicer:  
(1) Državljanska neaktivnost: Posamezniki bi se lahko začeli bati izražati 
nezadovoljstvo z nekim sistemom in se javno udeleževati shodov, demonstracij, 
peticij, če bi sumili ali vedeli, da se bo njihova fotografija shranila v policijskih 
datotekah. 
(2) Družbeno »sortiranje«: Stereotipizacija, stigmatizacija, diskriminacija; povsem 
lahko se zgodi, da bi bile določene družbene skupine, skupnosti bolj pod nadzorom, 
opazovane, saj naj bi se jih držala stigma »kriminalcev«.  
(3) Neravnotežje pri distribuciji stroškov: Nekdo lahko tudi nosi, plačuje visoke stroške 
državnega nadzora, bolj kot kdorkoli drug. Le-to bi še bolj prispevalo k socialno-
kulturni delitvi neke družbe. 
(4) Paternalizem: Državni paternalizem pomeni, da nekdo kot »starš« skrbi za vas, vas 
varuje – a za vaše dobro (karkoli to že pomeni).  
(5) Družbeni fatalizem: Paternalizem pa lahko vodi v »vdanost v usodo« 
posameznikov, saj bi se zavedali, da ker jih varuje država, sami ne morejo nič 
storiti, ali na kaj vplivati. 
(6) Vedenjska uniformnost: Posamezniki si v takšnem sistemu, polnem nadzora, ne 
bodo želeli izpostavljati, storiti kaj, kar bi jim povzročilo, da bi »štrleli iz množice«, 
da bi pritegnili pozornost itd. (kot na primer v Rusiji, Kitajski, Severni Koreji in 
nekdanji nemški demokratični republiki). Na tak način zbledi posameznikova 
avtonomnost, kar predstavlja tveganje za neko družbo, da ostane demokratična.  
(7) Redukcija zaupanja: Pogosto rečemo, da če ne delaš ničesar narobe, ti ni potrebno - 
pri nadzorovanju - ničesar skrivati. Toda trditev je napačna; zvečer, preden grem v 
posteljo in se slečem, resnično nič ne storim narobe, a kljub temu zagrnem zavese, 
zaprem vrata. V družbi, kjer zasebnost postaja vse bolj redka dobrina, se lahko 
zaupanje precej zmanjša. To pomeni, da če si ne želim državnega nadzora, potem 
moram biti na nek način kriv, ali nekaj skrivati. S tem pa postanem tarča 




očitno nekaj narobe – za tiste, ki vedo za moje nasprotovanje. Vsi, ki se ne bodo 
strinjali z državnim nadzorom (tudi na primer preko biometrične metode za 
plačevanje), bodo tako postali tarča večjega nadzora. Nadzor kot tak postane neka 
normalnost, ne da bi se vprašali o njegovih težavah, dilemah in nevarnostih.  
(8) Strah pred nadzorom: S povečanim nadzorom se pojavi tudi več strahu (tudi pred 
nekriminalnimi dejanji, da bi bila le-ta razkrita). To lahko vključuje spolno 
orientiranost posameznika, njegova verska prepričanja, strah pred možno storjeno 
napako, ki ni družbeno sprejeta itd. Gre za zlorabo moči s strani tistega, ki nadzor 
izvaja [45].  
 
Na osnovi napisanega lahko rečemo, da ima tehnološki napredek  na področju proizvajanja 
dronov lahko mnogo koristi za splošno javnost, toda njeno varnost, zdravje, blaginjo bi 
morali izravnavati, v prvi vrsti, znotraj diskurza o pravici do zasebnosti, avtonomije 
posameznikov, pa tudi v luči drugih pravic, svoboščin, dilem in novih problemov [41].  
 
3.6.6 Nevarnost požara 
 
Droni so lahko sami po sebi povzročitelji požara, saj koristijo LiPo (litij-polimer) 
akumulatorsko baterijo, ki pa se ob nepravilnostih lahko tudi vžge. LiPo baterije imajo 
veliko prednosti pred drugimi baterijami. Imajo veliko energijsko gostoto glede na njihovo 
velikost in težo, višjo napetost na celico (običajno 3,7 voltov), praznijo se počasneje, naboj 
drži dlje časa in napolnimo oz. polnimo jih lahko hitreje. Obstaja pa tudi slaba stran teh 
baterij, saj se ob nepravilni uporabi in polnjenju zmanjša njihova življenjska doba, ali še 
hujše, lahko se vžgejo. Posledice so lahko katastrofalne. Verjetnost je nizka, ker so sistemi, 
ki preverjajo posamezne celice, napetost baterije, stanje baterije, število ciklov na/polnjenja 
(zdržijo od 300 do 500 ciklov), prekomerno izpraznjenost in napolnjenost [62].  
 
Ukrepi: Na/polnimo baterijo pravilno (uporabljamo samo priporočene, ustrezne polnilce, ki 
imajo v osnovi že vgrajene komponente beleženja hitrosti polnjenja, kapacitete in količine). 
Nikoli ne pustimo baterije med polnjenjem nenadzorovane. Baterije skladiščimo pri sobnih 
temperaturah (10 – 25 °C) in v požarno odpornih posodah za shranjevanje. Izogibajmo se 
visokih in zelo nizkih temperatur (vpliva na delovanje baterije, čas leta in karakteristike 
leta). Redno pregledujemo stanje baterije in spremljamo indikatorje za baterijo pred, med in 




3.7 Analiza nezgod dronov 
 
Cilj razvoja novejših dronov je, da jih naredimo čim bolj avtonomne, varne za letenje, da 
omogočajo čim daljši čas letenja, čim manjše in dovolj močne. Novejši droni že imajo 
nekatere varnostne sisteme, s katerimi lahko omejimo oz. preprečimo, da bi do nevšečnosti 
sploh prišlo. 
 
Varnostni sistemi (primer na DJI Phantom 4 dronu): 
- Sprednji senzorji zaznavajo okolico s pomočjo programske opreme in v primeru 
ovire se dron ustavi oz. če program predvidi, da se je oviri mogoče izogniti, oviro 
obide. 
- Sonar senzorji na spodnji strani drona omogočajo letenje v zaprtih prostorih (do 
višine 10m). Ta sistem varuje tudi pred prehitrim spuščanjem in v primeru ovire se 
Phantom 4 ustavi. S pomočjo programske opreme in kombinacije sprednjih in 
spodnjih senzorjev, lahko drone vzletimo in pristanemo s pritiskom na gumb, kar 
zmanjša napake upravljavca. Na samem začetku, ko poskušamo vzleteti (ali na 
koncu ko pristajamo), smo najbolj izpostavljeni premikajočemu dronu in tukaj je ta 
varnostni sistem velika prednost. 
- Inteligentna gonilna baterija, ki omogoča (za sedaj) zelo dolgi čas letenja (cca. 25 
min.). varnostni mehanizmi preprečujejo, da bi baterijo prekomerno izpraznili. Pri 
določeni vrednosti (30%), se drone začne samodejno vračati na točko vzleta in tam 
tudi pristane. 
- V primeru izgube signala med oddajnikom in sprejemnikom), se drone avtomatsko 
začne vračati na začetno točko. To nam omogoča GPS beleženje in sledenje leta.  
 
Menimo, da ti varnostni sistemi zelo pripomorejo k zmanjšanju napak upravljavcev in so 
pomemben korak naprej k večji (avtonomni) varnosti in posledično, k manjši verjetnosti 
nezgod.  
 
V poglavju bomo navedli tri primere iz sveta, kjer je prišlo do nezgode z dronom. Primeri 
so tudi pomembni pri identifikacijah nevarnosti dronov, ocenjevanju njihovega tveganja ter 
podajanju ukrepov. Velik vpliv za izboljšave pri varnosti uporabe dronov v svetu in 







3.7.1 Prenizka napetost baterije 
 
V Madonni di Campiglio je 22. decembra 2015 na nočni smučarski slalomski tekmi, ki je 
potekala pod reflektorji, skorajda prišlo do hude nezgode. Kot zadnji je na tekmi nastopil 
smučar Marcel Hirscher, katerega je med vožnjo skoraj zadel strmoglavljen dron.  
 
Nevarnost je bila, da je nad glavo smučarjev letel dron televizijske hiše, čigar masa je vsaj 
20 kg in lahko ob padcu povzroči veliko škodo. Vzrok za strmoglavljenje drona je bila 
prenizka napetost baterije  (akumulatorja). V primeru, ko nam napetost baterije pade pod 
kritično mejo, odpove pogon in vse ostale komponente drona. V tem primeru se je to 
zgodilo in povzročilo strmoglavljenje drona. Upravitelj drona je hotel posneti še zadnjega 
smučarja na progi in precenil »polnost« baterije, ter vremenske pogoje (nizke temperature). 
 
 
Slika 10: Nezgoda drona med slalomsko vožnjo [59] 
 
Snemanje iz zraka je namreč vedno bolj priljubljeno, še posebej na športnih prireditvah, 
zato so tam nezgode pogostejše. Še posebej takrat, ko z droni upravljajo neizkušeni ljudje, 
tisti piloti, ki preveč tvegajo, in ne spoštujejo zakona. 
 
Ukrepe, ki bi jih moral pilot takšnega drona upoštevati, so: 
- Letenje nad ljudmi je prepovedano. Priporočljivo je leteti nad drevesi ali 
smučiščem, kjer ni ljudi, in s pomočjo kamere približati (»zoom in«) smučarja 
gledalcem. Tako je let ob morebitni nezgodi lahko za ljudi neškodljiv oz. tveganje 
je manjše.  
- V nizkih temperaturah je čas leta krajši. Le-to je potrebno upoštevati  in zmanjšati 
čas letenja. 
- Ponoči se ne leti. Potrebno je označiti ali osvetliti dron s svetili tako, da ga je možno 
ves čas videti. 




- Dron naj ima padalo, ki se aktivira, če pride od nezgode (do npr. trka, izgube 
napetosti baterije - padca drona). Aktivacija padala naj bo v trenutku, ko zmanjka 
napetosti baterije (padalo ima svoje napajanje), ali se zgodi trk. Aktivacija padala 
mora blokirati rotacijo rotorjev. 
 
Iz predlaganih ukrepov bi takšen let lahko naredili veliko bolj varen oz. bi takšen let lahko 
dosegel varnostne standarde za letenje. Tveganje bi bilo sprejemljivo. Ta nezgoda je 
privedla do številnih izboljšav pri uporabi dronov, zakonodaja se je spremenila (izboljšala). 
V Sloveniji se je takrat prvič začelo intenzivno urejati to področje. 
 
3.7.2 Neustrezna uporaba drona – posredni vpliv  
 
Za dogodek, ki se je zgodil 14.10.2014 med nogometno tekmo Srbija – Albanija, je bil pilot 
drona oz. dron z zastavo in napisom, tisti glavni krivec za politično provokacijo. Že tako 
naelektrena tekma med srbsko in albansko reprezentanco je bila prekinjena v 44. minuti pri 
izidu 0:0. Nad prizorišče tekme je priletel dron z albansko zastavo in izbruhnila je nezgoda. 
 
Nevarnost je bila, da je nad stadion priletel dron z pričvrščeno albansko zastavo in 
simbolom Velike Albanije. Po provokaciji sta na zelenici izbruhnila prerivanje in pretep, 
nakar so tekmo začasno prekinili. Domači nogometaši so želeli nadaljevati, a se Albanci 
niso vrnili na razgreto igrišče. To je bil vzrok za posreden izbruh prerivanja, pretepanja in 
uničevanja stadiona in okolice. Lahko bi prišlo tudi od zapleta zastave v rotorje drona in 
padec drona na navijače ali igralce (ljudi). Pri takšni nezgodi je izid lahko materialna škoda, 
poškodbe ljudi ali celo smrt ljudi. 
 
 







- Preprečiti letenje drona nad stadioni. Ta ukrep je lahko programsko izveden in tako 
pilotom onemogoča letenje v takih conah.  
- Če je let avtonomen, se mora takšen let prekiniti. Frekvenčne pištole daljinsko 
prevzamejo vodenje drona in tako usmerijo dron drugam oz. pristanek na varno 
mesto. 
- Poostren nadzor okoli prireditev in onemogočiti samo letenje v neposredni bližini 
prireditev. Klasični načini zaustavitve drona (streli varnostnikov s pištolo) bi v 
takem primeru podobno povzročili preplah v ljudeh.  
- Dober način varovanja pred takšnimi incidenti bi bile frekvenčne bariere. Nekakšne 
nevidezne mreže, kot jo oddajajo denimo brezžični oddajniki za internet. Ti imajo 
določen doseg. Tako bi tudi denimo takšen zid oddajal signal, ki bi preprečeval 
nepridipravom letenje v okolici prireditev  
- Programsko bi moralo biti že ob nakupu drona vneseno, kje in kdaj se lahko leti, 
obvezna registracija drona (da se ve kdo leti) in prisilno nadgrajevanje programske 
opreme, ko se spremeni ali doda nova območja, kjer se ne sme leteti. 
 
Primer nakazuje, kako resen vpliv ima lahko uporaba dronov na kaljenje reda in miru oz., 
kako malo je potrebno, da se sproži stampedo. Še več, iz tega lahko vidimo, da moramo še 
veliko narediti za varnost pri uporabi dronov (omejiti njihovo uporabo, sprejeti izboljšave, 
izdelati sisteme za preprečevanje takšnih nezgod). 
 
3.7.3 Letenje v območju letališč 
 
V Veliki Britaniji je bilo od 19. do 21. decembra 2018 zaprto letališče Gatwick in 
odpovedanih je bilo približno 1000 letov z 140 000 potniki. Na območju potniškega 
letališča je bilo opaženih več letov drona, ki pa je za obratovanje letališča oz. potniška 
letala zelo nevarno.  
 
Nevarnost, da se dron pojavi v območju letališča je zelo velika. Dron s svojo maso (npr. 2 
kg)  lahko povzroči tudi sklatenje potniškega letala. Energija ob trku je zelo velika in lahko 
ob morebitnem trku s kritičnim delom letala, tega tudi sklati. Omenjena nevarnost lahko 
povzroči smrtne izide in ogromno materialno škodo. Zakonsko je v Veliki Britaniji, svetu 








Ukrepi za zmanjšanje tveganja: 
- Upoštevanje zakonskih omejitev (letenje do maksimalne višine 150 m vsepovsod, v 
bližini letališč do 50 m visoko s predhodnim dovoljenjem agencije za letenje ali 
letališča, 5 km od sredinske točke letališča prepovedano letenje). 
- Kazni za neupoštevanje navodil. 
- Seznanjenost publike o nevarnosti, ki jo predstavljajo droni na letališča. 
- Programske bariere okoli območij letališča. 
- Programski nadzor okolice letališča. 
- Nenehno opazovanje in spremljanje drona. 
 
Iz zgornjega primera ponovno opazimo, kako nevarnost lahko povzročajo droni ob 
nespametni uporabi, neupoštevanju navodil, neupoštevanju ukrepov in nevednosti ali 





3.8 Odgovornost pri uporabi dronov 
 
Nezgode, v katere so vključeni droni, se dogajajo. Le-te se pogosteje dogajajo zaradi 
anomalij v programski in navigacijski opremi, kot pa zaradi mehanskih okvar, ali zaradi 
napak operaterja. Poglejmo si naslednji primer. Nekdo vozi motor, ko ga nenadoma, med 
vožnjo zadane dron, nad katerim je operator izgubil nadzor (t.j. možnost upravljanja zaradi 
določene okvare v sistemu drona). Oseba zaradi trka izgubi nadzor nad vozilom in pade po 
tleh ter utrpi hude poškodbe. Dokazi kažejo, da je dron letel nad območjem (ceste, 
avtoceste), kjer so lahko, v primeru strmoglavljena drona, ogroženi drugi, toda 
nezanemarljivo dejstvo je tudi to, da je bila dronova programska oprema očitno slaba oz. 
pokvarjena ter da je zaradi tega njegov upravljavec nad njim izgubil nadzor. Takšen primer 
kaže na to, da se bodo morali zakonodajalci in podjetniki (prodajalci, proizvajalci) 
osredotočiti na nove rešitve glede možnih nezgod pri uporabi nepredvidljive, prihodnje 
tehnologije. Ker droni postajajo čedalje bolj kompleksni (večje število komponent), se s 
tem tudi veča tveganje za napake; prav tako bližina ljudi, vozil itd. Tehnično-prodajna 
podpora takšnih izdelkov ima pomembno vlogo pri zagotavljanju varnega delovanja. 
Prodajalci se bodo morali tako soočati s posledicami nudenja neustrezne tehnične podpore, 
saj je njihov proizvod nemogoče varno uporabljati prav brez stalne in kompetentne 
podpore. Prodaja izdelkov namreč ne razreši ne proizvajalca ne distributerja zakonskih 
dolžnosti, ključno pri tem je prav stalno testiranje takšnih naprav. Takšen primer, lahko 
predstavlja dober začetek za razmišljanje o tem, kdo bo v takšnih primerih (tj. 
avtomatizacija naprav, transporta: droni, druga samovozeča, avtonoma vozila) nosil 
odgovornost. Skoraj vsak dron na trgu je kombinacija avtonomnosti in človeškega 
usmerjanja; ker droni lahko letijo izven vidnega polja operaterja ter tudi ponoči, bo 
potrebno najti ravnotežje med čedalje večjo možno avtonomijo naprave in človeškim 
nadzorom. Zagotovo se bodo pojavila zanimiva, a pereča vprašanja, ko bo dron poškodoval 
neko nepremičnino, predmet itd.  
 
Pri uporabi dronov je prisotna vrzel v odgovornosti. Gre za to, da ko začnemo uporabljati 
določeno tehnologijo, ki je po vrhu vsega lahko še avtonomna (npr. samovozeča vozila, 
roboti, droni pri vojskovanju, …), nastane tveganje, da v primeru nezgode nihče ne bo želel 
odgovarjati za nastalo škodo. To je tista vrzel, luknja v odgovornosti, kar lahko uporabimo 
kot etični proti-argument rabi pol/avtonomne tehnologije [51]. Nezmožnost, da bi kaznovali 
stroj pomeni, da ne moremo prenesti odgovornosti nanj. Lahko bi bremenili odgovornosti 
upravljavca stroja, vendar zgolj na račun tega, da si hkrati tudi priznamo, da se lahko 
zgodijo dejanja, nad katerimi resnično ni mogel imeti nadzora (zgodi se namreč lahko, da 
navodila, ki naj bi jih nek stroj ubogal, ne določajo vedno – čeprav vplivajo – njegovih 




pluralni pristop (morda je kriv programer, ki je nevede izdelal drona tako, da lahko 
povzroči masovno destrukcijo, ni pa njegovo dejanje neposredno povzročilo neko škodo). 
Sodišča bodo morda imela v prihodnosti vsekakor težko nalogo pri iskanju nosilca 
odgovornosti. Če zavzamemo redukcionistični pristop, to pomeni, da vztrajamo pri stališču, 
da tisti, ki drona uporablja, tisti je tudi odgovoren za neko povzročeno škodo, nezgodo (npr. 
pri uporabi dronov v vojaške namene; toda – ali je res tako? Ali pa morda uporaba dronov v 
vojaške namene zmanjša odgovornost posamezne države?). Vsekakor droni predstavljajo 
odskočno desko, da začnemo ponovno premišljevati o odgovornosti, jo ponovno 
premislimo, poglobimo ter naše razmišljanje o njej tudi razširimo. Zato na tem mestu 
predlagamo pluralni in interdisciplinarni pristop. Pluralnost pomeni, da se vprašamo o 
odgovornosti tudi proizvajalcev dronov; interdisciplinarni pa da v razpravo o odgovornosti 
ne vključujemo zgolj filozofije, temveč tudi znanost, pravo, … ; na ta način obravnavamo 
tudi različne vrste odgovornosti – moralno (odgovorni smo, ker smo človeška bitja), pravno 
(npr. obstoj nekega obvezujočega razmerja, dolžnosti) in politično (npr. dolžnost 
demokratične vlade, da ščiti svoje državljane, jim zagotavlja blaginjo in uresničevanje 
svoboščin). Ali bi potemtakem lahko rekli, da je v primeru napada na domnevnega terorista 
z dronom, država resnično branila svoje državljane pred neposrednim terorističnim in 
smrtonosnim napadom, ali pa je kršila pravico do dostojanstva, zagovora in obrambe? Dron 
v takšnem primeru postane sredstvo za ubijanje. Poleg tega, četudi naj bi šlo za obrambno 
dejanje, še vedno nekoga ne razreši odgovornosti. Problematično postane to, da bodo lahko 
nastali novi vojni zločini, ki bodo ostali nekaznovani; še več: takšen način vojskovanja, z 
uporabo dronov, lahko oblikuje »playstation mindset« in pomanjkanje etičnega zavedanja. 
Tu lahko zaključimo z besedami, da tehnologija odseva človeka, in zato je naša dolžnost, 
ker smo človeška bitja, ki to zmoremo, da skušamo predvideti njena tveganja, tako na 
etičnem, kot tudi na družbenem področju. Da bi dosegli ta cilj, moramo oblikovati in 
programirati stroje tako (tudi drone), da le-ti postanejo, v metaforičnem smislu, 
»odgovorni« partnerji svojih upravljavcev [51].  
 
Glede odgovornosti (predvsem v vojskovanju) lahko povemo še tole. Hitro rastoča 
zmožnost nadzora s pomočjo tehnologije dronov, kombinirana s še bolj sofisticiranimi 
vojaškimi zmožnostmi, lahko znatno poseže na področje kršenja človekovih pravic 
(Evropske konvencije o človekovih pravicah). Z izjemo Velike Britanije EU države do 
sedaj niso uporabile drone v vojaške namene; a v prihodnosti je povsem možno, da bodo 
oboroženi, robotizirani (avtonomni) droni ali oddaljeno vodena letala postali stalnica v EU 
vojski. To pa pomeni, da bo potrebno razmišljati, kako tehnologija dronov (zaradi 
»previdnostnih ukrepov«) sproži eksteritorialno aplikacijo EU konvencije o človekovih 
pravicah in dolžnostih ter humanitarnega prava. Droni, kombinirani z natančnim orožjem, 
lahko postanejo močna sredstva pri nadzorovanju posameznikov in ozemelj. Zato torej 




»sredstva za ubijanje«, ki nima nič z nami; droni spreminjajo način vojskovanja – vidijo in 
vedo (kot »oko na nebu«, ang. eye in the sky). Prav »bližina« in »vidnost« bi morali postati 
izhodišči za moralno-etično razpravo o posledicah, ki jih droni kot taki prinašajo. 
Tehnologija dronov, ki (nas) lahko nadzira, in omogoča vojskovanje spreminja koncept 
odgovornosti v okviru zakonodaj o človekovih pravicah (ali je nek napad bil upravičen; kaj 
pa druge žrtve – t. i. kolateralna škoda). Danes ima ameriška vojska približno od 7500 do 
8000 dronov različnih velikosti. In če jih bo v prihodnosti imela še več, tudi mikro ali nano-
drone, ki se bodo lahko izmuznili v katero koli hišo, ali lahko ta možnost postane obvezni, 
upravičeni, predoperativni in previdnostni ukrep pri uporabi (oborožene, vohunske) sile? 
Kje naj postavimo mejo t. i. previdnostnih (ang. precaution) ukrepov? Na drone ne smemo 
gledati kot zgolj na »spreminjevalce igre«, temveč tudi kot »sprožilce« za nastanek novih 
dolžnosti in odgovornosti [48].  
 
EU komisija določa, da je operater oddaljeno vodenih zrakoplovnih sistemov odgovoren za 
zagotavljanje varnosti operacij s takšnim sistemom - za varno izvajanje vsakega poleta in 
dejavnosti. Prav tako morajo biti varnostna pravila proporcionalna tveganjem same 










Grede na pregledano literaturo in stanje na terenu lahko pričakujemo razvoj komponent v 
smeri razvoja tehniške varnosti  in s tem zagotavljanje varnosti pri letu dronov . Na strani  
zasebnosti pa je prisoten človeški faktor (npr. neupoštevanje predpisov s strani uporabnika, 
upravljalca), na kar je težje vplivati.  Ker število dronov raste, so pogostejše tudi nezgode. 
Droni predstavljajo poseben izziv z vidika izvrševanja in uveljavljanja določene 
zakonodaje, saj se tehnologija tako hitro spreminja, kar seveda otežuje pravnim sistemom, 
da bi bili stalno na tekočem s spremembami in popolnoma vršili nadzor nad operacijami z 
droni; kar pa je drugače pri pilotskem letalstvu, ki je dosledno formalizirano in skrbno 
spremljano. Operacije z dronom ne narekujejo imetje licence (pri nakupu), prav tako droni 
niso radarsko spremljani, pa še na daljavo se jih lahko upravlja, kar pomeni, da se lahko 
operaterja težko izsledi. Toda v ZDA še ne bilo toliko incidentov z droni, da bi lahko 
oblikovali neke splošne zaključke o tem, na kakšen način, se v tej državi obravnava 
nezgode z droni, ne kaj se bo v prihodnosti na tem področju dogajalo. Težko je tudi reči, v 
primeru ZDA, ali so vzorci, ki smo jih pri nezgodah z droni opazili, znak začetne 
integracije dronov v družbo, ali le-te izhajajo iz same narave dronov. V ZDA se je sicer 
zgodilo nekaj nezgod, ko je dron strmoglavil na ljudi. Krivi so bili upravljavci dronov 
[48].7  
 
V tem delu bomo na podlagi ugotovitve, da je eno izmed perečih področij pri uporabi 
dronov tisto, ki se navezuje na pravico do zasebnosti in varstva osebnih podatkov, podali 
nekatere pomembnejše izsledke, priporočila oz. ukrepe za ti dve področji.  
 
Videli smo, da slovenska uredba o sistemu brezpilotnih zrakoplovov velja za te, ki ne 
presegajo 150 kg. Prosta uporaba torej velja za tiste z maso 500 g in manj. Prav tu (saj na 
trgu obstaja največ dronov, ki tehtajo od 5 do 7 kg in se uporabljajo za zasebno rabo), kot 
tudi na nivoju EU uredb, postane vprašljiva transparentnost glede varstva osebnih podatkov 
in pravice do zasebnosti; kot tudi na področju zagotavljanja splošne, nacionalne varnosti 
državljanov na račun morebitnega kršenja pravice do zasebnosti in varstva osebnih 
podatkov; seveda se lahko za takšna dejanja (s strani vojske, policije, vlade) zahteva in izda 
sodni nalog, toda videli smo, da v ZDA le-ta ni potreben, če se utemelji, da gre za 
opazovanje iz javnega zračnega prostora, kjer »ima nekdo pravico biti«.  
 
7 Žrtvam nezgod z droni potrebno zagotoviti povračilo škode oz. primerno kompenzacijo. Gre za odgovornost 
tretjih oseb (plačilo takšne zavarovalne premije). EU komisija glede tega predlaga, da naj nacionalni letalski 
organi naredijo statistiko o nezgodah oddaljenih zrakoplovnih sistemov in jo delijo z zakonodajalci, 





Na tem mestu lahko navedemo tudi nekaj izsledkov raziskav javnega mnenja o uporabi 
dronov, ki se nanašajo prav na vprašanje o zasebnosti in osebnih podatkih. Raziskava, ki je 
proučevala mnenje posameznikov o uporabi dronov (ki je sicer v večji meri bilo negativno), 
so le-ti vendarle navedli nekaj sprejemljivih vidikov uporabe (ter seveda tudi popolnoma 
nesprejemljivih). Nesprejemljivo za njih je bila njihova splošna in enostavna dostopnost 
(nakup), njihova morebitna množična in stalna prisotnost na nebu, uporaba za rekreativne 
in prostočasne namene (brez jasno določenih in družbeno koristnih ciljev), tudi dostava 
poštnih pošiljk naj ne bi imela kakšne velike dodatne vrednosti za neko družbo (bolj kot 
nekaj pozitivnega bi nastala neka nova neenakomerna porazdelitev koristi in dobička). 
Sprejemljivo je bilo to, da jih uporabljata vojska in policija, in sicer zaradi neke družbene 
koristi (nadzor pri mejah, nudenje prve pomoči, pomoč pri nezgodah itd.). A prav pri tem 
so izrazili skrb, da bi se čez čas vloga dronov spremenila v totalni, množični nadzor, ki bi 
ga izvajale vladne organizacije (kljub temu, da so se zavedali, da se lahko takšne negativne 
stvari počne tudi z internetom). Glede slednjega (sledenje na internetu – ang. online 
tracking) je zanimivo to (pa tudi glede videokamer), da so ju posamezniki v raziskavi 
smatrali kot »neizogibno dejstvo modernega življenja« (kar bi lahko pomenilo, da se 
nadzora nekako navadimo, ga sprejmemo; ali pa gre za to, da je za posameznike povsem 
sprejemljiv nadzor oz. posegi v zasebnost, v kolikor se ga/jih ne zavedajo, ga/jih ne čutijo 
kot fizično prisotnega). Skratka, gre za to, da bi uporaba dronov lahko »ušla iz rok«, da bi 
se izgubila meja njihove uporabe (nadzor, terorizem, neprijetni občutki nad njihovo 
morebitno množičnostjo na nebu). Posamezniki v raziskavi so tako predlagali obvezno 
pridobivanje licenc za upravljanje z droni (ki opredeljuje namen uporabe drona, s čimer bi 
preprečili njihovo množično javno uporabo), registracijo in obvezno zavarovanje tretjih 
oseb ter varstvo pridobljenih osebnih podatkov. Glede uporabe dronov bi morali spremeniti 
tudi naše gledišče: iz trenutnega fokusa na javno sprejemanje razvoja dronov, k razvoju 
takšnih dronov, ki bi bili sprejemljivi za splošno javnost [42].  
 
Podobni so izsledki švicarske (Neuchâtel) raziskave, ki je raziskovala javno mnenje o 
uporabi dronov za različne namene. Rezultati raziskave kažejo na opazen razkorak med 
komercialno in vladno uporabo dronov; medtem ko je javnost naklonjena uporabi dronov s 
strani državnih institucij (vojska, policija), pa pri komercialni in prostočasni uporabi ni 
tako. Zanimivo je, da je javnost prav tako bolj zaskrbljena pri vprašanju zasebnosti ob 
uporabi dronov za prostočasne in komercialne namene, kot pa pri uporabi dronov s strani 
državnih institucij. Iz tega vidika se zdi, da je zračni nadzor s pomočjo dronov in s strani 
države nesporen in legitimen, medtem ko sta komercialni in prostočasni bolj problematična 
oz. sporna za švicarsko javnost. Še najbolj skrbi švicarsko javnost uporaba dronov s strani 
policije – slednje zbuja več dvomov glede varovanja pravice do zasebnosti, kot pa pri 




dronov. Iz tega je razvidno, da javnost percepira policijske drone kot skupno dobro, nekaj, 
od česar ima lahko neka družba skupno korist, medtem ko je uporaba dronov za druge 
dejavnosti (zasebne, komercialne) bolj vprašljiva, celo vojažerska, kot le-to dojema 
švicarska javnost. Vsekakor pa se izkaže, da je pri uporabi dronov najbolj vprašljivo to, kdo 
jih uporablja in za kakšne namene; komercializacijo zračnega prostora s pomočjo dronov 
javnost zelo zavrača, prav tako se boji zlorabe dronov za teroristične namene. Glede 
uporabe dronov bi morale vznikniti demokratične, javne razprave o priložnostih, ki jih 
prinašajo droni, pa tudi o tveganjih – torej, z drugim izrazom, o družbeni zaželenosti 
tovrstne tehnologije [43].  
 
Tudi raziskava o kanadskem javnem mnenju o dronih kaže na to, da sta zanjo pomembni 
vprašanji, kdo uporablja drone, in zakaj – tako torej, bi moralo ti vprašanji še kako 
upoštevati pri uporabi tovrstne rastoče tehnologije, ter, kot smo že rekli, vključiti javnost v 
razvoj in implementacijo politik in zakonodaje o dronih. Drugače pa je kanadska javnost 
najbolj naklonjena uporabi dronov v reševalne namene, uporabi dronov na mejah države, s 
strani policije ter akademske raziskovalne dejavnosti; manj pa uporabi dronov za namen 
hobijev, rekreacije, s strani korporacij, zasebnih preiskovalcev, vladnih agencij. Omenjena 
kanadska raziskava je izpostavila tudi pomen oblikovanja novih zakonskih določil, 
nanašajoča se na varovanje zasebnosti in svoboščin posameznikov [12].    
 
Zaradi rasti javne uporabe dronov bi se moralo oblikovati nove pravne, transparentne in  
odgovorne postopke in določila. Kajti v najslabšem možnem primeru se lahko zgodi, da bo 
javnost dronom postala (zaradi sumov kršenja zasebnosti) tako nenaklonjena, da se lahko 
celo zaustavi iskalne in reševalne akcije z droni, kajti, res je, da se lahko takšna »benigna« 
dejavnost, spremeni v »maligno« in bolj kontroverzno, kot si lahko zamislimo. Nekateri 
ključni elementi za transparentno politiko upravljanja z droni so lahko (1) javna 
preglednost uporabe dronov, (2) podatek, kdo upravlja nek dron, (3) datum in čas uporabe, 
(4) lokacija ter namen uporabe, (5) vključitev neke skupnosti v procese odločanja, (6) 
lokacija hranjenja prejetih podatkov ter (7) določbe, kdo ima dostop do njih. Zakonodajalci 
ali vladne agencije bi lahko celo pooblastile javnost, da upravlja drone z naloženo 
programsko opremo, s pomočjo katere bi lahko pridobili zgoraj naštete podatke. Takšne 
informacije bi bile za zagovornike pravice do zasebnosti dobrodošle, saj bi lahko 
spremljali, kako in zakaj se javna uporaba dronov uporablja (razen seveda v primeru 
razkrivanja zaupnih in občutljivih podatkov). Poleg tega bi morale tiste organizacije, ki 
kupijo nek dron za namen javne uporabe, oblikovati načrt za njegovo uporabo, upravljanje 
ter se za to tudi usposobiti in izobraziti – tudi na podlagi določenih scenarijev. Priporoča se 
tudi, s strani uporabnikov dronov, identifikacija posebnih varnostnih ukrepov, in sicer pred 
samim vzletom drona (npr. s »čeklisto« oz. kontrolnim seznamom). Takšna »čeklista« je 




nek dron. Le-ta (kot avtomatiziran kontrolni seznam pred vzletom) bi lahko, skupaj z 
»dnevniki letov« (ang. flight logs) obvarovala neko organizacijo, ustanovo ali agencijo pred 
tožbami, kot je neuspešno obvladovanje drona, prečkanje privatnih ozemelj, kršenje 
zasebnosti itd. [38]. 
 
Tudi slovenski Informacijski pooblaščenec navaja nekaj varovalk, ki zagotavljajo 
zmanjšanje posegov v človekove pravice – to so: 
- prilagajanje urnikov letenja in poti (izogibanje zasebnim parcelam, prostorom),   
- ustrezno obveščanje javnosti (v izogib nepotrebnemu zajemu osebnih podatkov), 
- zbor samo nujnih senzorjev (npr. brez zajema videoposnetkov, če to ni potrebno), 
- časovno omejevanje zajema podatkov (npr. samo ob prihodu na ciljno lokacijo oz. 
ob opravljanju naloge in ne ves čas letenja),   
- uporaba tehnologij za anonimizacijo (npr. zameglitev obrazov, registrskih tablic),   
- sprotno in naknadno pregledovanje/urejanje posnetkov in zajetih podatkov ter 
izločanje nepotrebnih osebnih podatkov,   
- čim krajši čas hrambe osebnih podatkov [25].  
 
Kar se tiče varovanja zasebnosti posameznikov v javnem prostoru, se morda sliši kot 
oksimoron, še posebej v dobi interneta in vzpona tehnologije, toda o njej bi morali začeti 
pospešeno premišljevati in se jo truditi zaščititi. Kajti ko si dovolimo, da postaja javni 
prostor predmet masovnega, množičnega nadzora, bomo počasi postali priča degradaciji 
civilnega življenja, udejstvovanja, pa morda tudi metodam, ki jih bodo začeli uporabljati 
jezni posamezniki in začeli drone sestreljevati z neba. Predlog bi lahko bil tudi ta, da bi se 
oblikovala nekakšna geografsko zaščitena območja, ki bi se jim droni (na tak način 
programirani) ognili, in seveda že omenjena transparentnost pri uporabi le-teh. Če ne bomo 
proaktivno določili temeljnih izhodišč za varovanje zasebnosti pri uporabi dronov ali 
drugih brezpilotnih letal, ne bomo imeli veliko možnosti za učinkovito soočenje z 
različnimi posledicami, ki jih bodo nove tehnologije prinesle v bližnji prihodnosti [41].  
 
Izzivi glede uporabe dronov so, kot smo videli, povezani z njihovo možnostjo izvajanja 
nadzora, opazovanja, spremljanja (tudi s strani različnih vlad), kot tudi z možnostjo 
uporabe le-teh v vojski. Glede slednjega se mora EASA konzultirati z Evropsko obrambno 
organizacijo (ang. European Defence Agency - EDA), vselej, ko so vključeni tudi vojaški 
vidiki, saj imajo lahko droni možnost dvojne uporabe in lahko povzročijo mnogo škode. Da 
bi zmanjšali to tveganje, le-to predstavlja stalen izziv v prihodnosti, vključno z določitvami, 
kdo (vojska, policija) je najbolje opremljen za reševanje izrednih razmer. Prav tako je 
pomembno družbeno sprejetje uporabe dronov. Vključitev javnosti, družbe v proces 
odločanja, kaj in kako se bo z droni delalo, je ključnega pomena. Z njo lahko 




integracije dronov v EU zračni prostor; pomembna je priprava EU državljanov na prihod 
»obdobja dronov«, saj bo U-Space kmalu postal dnevna resničnost. Vsi nivoji 
komunikacije, tako na nacionalni, kot tudi na lokalni in regionalni ravni, morajo biti čim 
prej uresničeni [34].  
 
Slovenski uredbi o dronih pa niso naklonjeni vsi akterji. Točne evidence, koliko je 
dejanskih uporabnikov dronov v Sloveniji žal nimamo, a slovenski izvajalci naj bi prodali 
med 100 in 200 dronov vsak mesec (brez igrač); število dronov, ki so sposobni izvajanja 
dejavnosti pa je več kot 5000. Lahko pa rečemo, da število brezpilotnih zrakoplov (dronov, 
…) zelo raste. Podjetje Onedrone je prvo, ki je pridobilo dovoljenje za letenje v vseh štirih 
kategorijah (A, B, C in D) za izvajanje letalske dejavnosti z droni. Po podatkih Agencije za 
civilno letalstvo je do danes izpit opravilo 206 posameznikov izmed vseh  319 prijavljenih. 
Dovoljenje za opravljanje letalske dejavnosti z brezpilotniki pa ima okoli sto petdeset 
operaterjev. Največ je zanimanja za dovoljenja za kategoriji A in B. Med imetniki 
dovoljenj za opravljanje letalske dejavnosti z brezpilotniki so tudi tujci, ki pridobijo 
dovoljenje pod istimi pogoji, kot slovenski operaterji. V Sloveniji je največ prodaje dronov 
za namen videoprodukcije, kjer so naročniki pogosto večje produkcijske hiše. Droni se 
sicer uporabljajo tudi za termografske preglede in preglede objektov, a to so stvari, ki se 
šele razvijajo, oz. tudi profesionalna raba dronov se povečuje. Toda 90 odstotkov takšnih 
dejavnosti naj bi potekalo na črno, preostanek pa v skladu s pravili, kar pomeni, da uredba 
očitno ni ustvarila zdravega konkurenčnega okolja za registrirane operaterje (operaterji 
nižjih kategorij ne morejo priti do dela, ki bi bilo plačano, saj so tisti, ki delajo na črno, 
cenejši). Janez Nebec, vodja letalskih operacij in izobraževanj v podjetju Onedrone pravi, 
da se večina storitev giba v območju 4, ki za drone s težjimi kamerami spada v kategorijo D 
[7]. 
 
Že omenjeni Nebec poudarja, da je sedanja slovenska zakonodaja primer prve generacije 
zakonodaj, ki so se začele sprejemati pred približno petimi leti. Med prvimi sta zakonodajo 
sprejeli Velika Britanija in Francija. A te zakonodaje temeljijo na pet let stari tehniki, zato 
so »tehnično zastarele«, pravi. Poleg tega ne urejajo letenja z droni in ne ustvarjajo 
zdravega delovnega okolja, ampak uporabo dronov toliko zaostrujejo, da jih operativno in 
po pravilih lahko uporabljajo le redki. »Slovenski zakonodajalci se ob sprejemanju 
pravilnika niso potrudili niti toliko, da bi uporabnike dronov in podjetja, ki od tega živijo, 
povprašali za mnenje oziroma se z nami pogovorili o naših potrebah,« opozarja Nebec. 
Občutek ima, da droni Slovenije ne zanimajo, da se z njimi nihče noče ukvarjati, niti 
nadzirati njihove uporabe [7]. To lahko opazimo tudi po tem, da lahko praktično dron 
uporablja prav vsak, kar vsekakor kaže na to, da je zakonodaja glede dronov še nedorečena, 
medtem ko prodaja vse bolj naprednih (in tudi cenejših) dronov raste, tako preko spleta, kot 




morebitnega izvajanja kaznivih dejanj želi tudi slovenska policija [8]. Da bi profesionalna 
uporaba dronov zaživela tudi v praksi, bi po mnenju Nebca morali sprejeti pravila 
standardizacije in certifikacije dronov ter standardizirati usposabljanje operaterjev in 
operacij. »Ker bo za to treba spremeniti in na novo napisati zelo veliko pravil (predvsem 
letalskih), na novo organizirati zračni prostor in postaviti infrastrukturo (omrežja za 
upravljanje in daljinsko identifikacijo), je do množične uporabe dronov še precej daleč, vse 
milijardne številke o predvidenih prodajah in novih delovnih mestih pa so močno 
pretirane,« pojasnjuje [8]. 
 
Tudi Vidmar in Kotar glede dronov na slovenskem ozemlju navajata tudi nekaj 
pomanjkljivosti v uredbah, kot so odsotnost registrov in evidenc, obveznega izobraževanja 
in teoretičnega ter praktičnega preverjanja znanja (kot je znano v letalstvu), nejasnosti pri 
operativno tehničnih zahtevah (kategoriji C in D), to, da razvoj tehnologije močno 
prehiteva nastajanje predpisov, pomanjkljive identifikacije uporabnikov, neprimeren 
postopek pridobivanja posebnih dovoljenj, tujci in letenje v slovenskem prostoru, nadzor, 
odsotnost nujnosti poročanja o nezgodah, dilema glede zavarovanja odgovornosti [47].   
 
Vidmar in Kotar glede pregledne, transparentne in varne uporabe dronov predlagata še: 
- Možnost on-line registracije dronov (Dron Register). 
- Spletni portal, namenjen samo dronom. 
- Najave letov (preko elektronskega on-line sistema v kombinaciji z dron registrom, 
po letu, najkasneje po 24 urah, ali neposredno pred letom). 
- Nadzor, sankcioniranje kršitev. 
- Obrazec za prijavo nevarnih letov dronov, ko le-ti kršijo uredbe, posegajo v 
zasebnost ljudi, letijo na nedovoljenih območjih, ogrožajo varnost ljudi in 
premoženja. 
- Oblikovanje police zavarovanja odgovornosti za operaterje glede na stopnjo 
tveganja (več tveganja – večja premija, kategorija C, D). 
- Projekti promocije varnosti upravljanja z droni [47].   
 
V zvezi z zmanjšanjem nepremišljene, malomarne in zlonamerne uporabe dronov bi lahko 
navedli britanska priporočila – oziroma operativne in postopkovne protiukrepe, ki 
vključujejo: 
(1) Natančna določitev dovoljenega in prepovedanega zračnega prostora. 
(2) Geo-fencing nekaterih območij. 
(3) Uporaba tehnologije, ki omogoča zaznavanje dronov (radarji, senzorji, …).  
(4) Izobraževanje javnosti o posamezni zakonodaji, vezano na uporabo dronov.  





(6) Opozorila z napisi »no drone zone«.  
(7) Če se dron uporablja na prepovedanem območju, lahko ustvarimo različne prepreke, 
ki ovirajo njegovo delovanje (mreže, …). 
(8) Vključevanje javnosti v problematiko dronov. 
(9) Sodelovanje z regulativnimi organi z namenom vplivanja na oblikovanje 
zakonodaje o dronih [11].   
Zdaj pa se osredotočimo še na materalni vidik nezgod z droni. Raziskava, ki je proučevala 
nezgode z droni, v časovnem obdobju od leta 2006 do leta 2015, in sicer je v svoj okvir 
proučevanja vzela kar 152 primerov nezgod, je razkrila, da imajo incidenti z droni – v 
nasprotju s komercialnim transportom – zelo različno distribucijo, ko le-te kategoriziramo 
glede na vrsto okoliščin, fazo leta in varnostnih zadev. Raziskava je odkrila, da so incidenti 
z droni povezani z (1) izgubo nadzora nad letom, (2) dogodki, ki se zgodijo pri vzletu, (3) 
problemi z opremo. Izkazalo se je, da so tehnološke zadeve (npr. problemi z opremo - kar v 
64% - tj. v fazi letenja, npr. izguba komunikacijske povezave) oz. težave ključni faktorji (ne 
pa človeški) pri nastanku incidentov. Ta ugotovitev je zelo pomembna, saj je v nasprotju s 
pogledom industrialcev, ki so v zadnji četrtini stoletja, trdili, da je človeški faktor tisti 
ključni (kar še vedno velja pri komercialnih letalih – v 75% v zadnjih desetih letih), ki 
pripelje do neke nezgode. Tako se morajo zakonodajalci bolj kot na operaterje/pilote 
osredotočiti na samo tehnologijo, proizvodnjo dronov z vidika natančno določenih 
standardov delovanja in njihovo stalno preverjanje, sledenje, ne pa zgolj na človeške 
dejavnike. Težave z opremo imajo nato za posledico izgubo nadzora nad dronom. Podobna 
raziskava, ki je proučevala vojaške drone, je odkrila, da je odpoved komponent (v 66%) 
bolj pogosta kot človeški dejavniki (34%). Na osnovi takšnih odkritij je zato resnično 
pomembno, da se upošteva tudi tehnična vprašanja (plovnost zrakoplova, komunikacijske 
povezave, … tj. delovanje drona), ki lahko povzročijo večje nevarnosti, kot pa zgolj 
osredotočenost na vprašanje človeških faktorjev (uporabnik drona) [50].  
 
Seveda pa moramo predstaviti tudi drugo plat mnenj. Tvarynas, Thompson in Constable 
[63] pa menijo, da je manjši vpliv človeških dejavnikov na nezgode z droni povezan z 
manjšo vključenostjo človeka v same operacije z droni, zato je le-to težko primerjati z 
običajno aviacijo. Poleg tega naj bi bil razvoj dronov še »v povojih« in kot tak trpi večje 
število okvar na opremi, kot pa na primer letališki sistemi s posadko, kjer je oprema, v 
primerjavi z droni, že bolj izpopolnjena.   
 
Naslednja študija, ki je proučevala 30 incidentov z droni (vdor v zasebnost, uporaba drona, 
nadlegovanje, bližnja srečanja z letali, strmoglavljenja, sestrelitve dronov) v ameriškem 
prostoru, je razkrila, da v večini primerov (npr. nepremišljeno ogrožanje, nezakoniti 




konsistentnosti v tem, na kakšen način in kdo naj izvrši pregon. Prav tako je študija 
razkrila, da so bila v večini primerov, ko se je šlo za vdor v zasebnost, ali za nevarna 
bližnja srečanja, zakonodajna telesa nemočna oz. nezmožna identificirati in kazensko 
ovaditi operaterja drona (prav zaradi možnosti oddaljenega vodenja dronov) [48].  
 
Vsekakor so droni bolj dostopni (ang. accessible), tudi cenovno (ang. affordable), 
prilagodljivi (ang. adaptable) ter zmožni večje anonimnosti (ang. anonymity) (v primerjavi 
s klasičnimi letali). Tehnologija dronov napreduje tako hitro, da ji zakonodaja zelo težko 
sledi, kar je v nasprotju s komercialnim letalstvom, ki je strogo formalizirano in natačno 






5 Zaključek  
 
V namenu magistrskega dela smo izpostavili tri hipoteze, ki smo jih preverjali. Identificirali 
smo nevarnosti, ki jih uporaba dronov predstavlja, in na podlagi ocene  tveganja podali 
ukrepe za zmanjšanje tveganja.  
 
Prva hipoteza se je glasila: 
H1: Široka uporaba dronov omogoča številne tehnološke izboljšave in napredke.  
 
Prvo hipotezo lahko potrdimo. Droni bodo (in so že) navzoči povsod: v industriji, 
telekomunikacijah, energetiki, zdravstvu, finančnem svetu, v policiji in vojski, civilni 
zaščiti, elektro-podjetjih, nadzoru naravnih rezervatov, gradbeništvu, logistiki, 
zavarovalništvu, celo v nujni medicinski pomoči. Analitiki predpostavljajo, da se bo 
povpraševanje po dronih povečalo predvsem na področjih za osebno rabo, komercialne in 
državne namene [7].  
Droni lahko človeku olajšajo marsikatero delo ali pa ga storijo namesto njega (pri nevarnih, 
rutinskih delih itd.), z njimi lahko privarčujemo, celo zmanjšamo vnos škodljivih emisij v 
okolje ali pa nadgrajujemo znanstvena spoznanja (npr. opazovanje Zemlje) [55].  
Razvoj, prodaja in uporaba dronov bo imela tako torej mnogo ekonomske koristi  za veliko 
število sektorjev; še posebej pa velja omeniti dejstvo, da se bo na njihov račun veliko 
privarčevalo in to ob povečani produktivnosti. Najbolj bo privarčeval tehnološki sektor, 
mediji in telekomunikacijski sektor. Prav tako je bilo med letoma 2017 in 2018 vsaj 65 
življenj rešenih na račun uporabe dronov. Glede na to, da se tudi povečuje potrošnja hrane, 
nam lahko uporaba drona za namen spremljanja, znatno izboljša upravljanje pridelkov ter 
na ta račun povečanje letine [11].  
 
Druga hipoteza je bila:  
H2: Droni predstavljajo nevarnost tako na tehničnem, kot na področju varstva osebnih 
podatkov. 
 
Tudi drugo hipotezo lahko potrdimo. Droni imajo na sebi baterijo (ki je gorljiva), ostre 
propelerje, imajo maso, ki ob padcu z višine lahko povzroči resne poškodbe, odpoved 
kritične komponente pomeni odpoved sistema in kot tak predstavlja resno nevarnost, ki pa 
jo ob ustreznih tehničnih in organizacijskih ukrepih lahko bistveno znižamo.  
Droni lahko zbirajo podatke na različne načine (fotografiranje, snemanje, …), tako s strani 
zasebnih uporabnikov, kot tudi s strani vladnih organizacij (vojska, policija, …), zato je 




Slovenska in evropska uredba sicer navajata kar nekaj določb in ukrepov, s katerimi se 
zagotavlja varstvo osebnih podatkov in zasebnost posameznikov, načine zagotavljanja 
transparentnosti, a vendar slednja postane vprašljiva pri majhnih dronih (manj kot 7 kg), ki 
se uporabljajo za prosto rabo, ali pa določbe ne veljajo za vladne organizacije (kot sta npr. 
vojska in policija – v imenu zagotavljanja splošne in nacionalne varnosti). Na primeru ZDA 
smo tudi videli, da kljub temu, da ima v zvezi z droni dokaj podobna tehnična in operativna 
določila kot Evropa, pravica do zasebnosti in varstvu osebnih podatkov »pade«, ko se  
uporablja »javni zračni prostor« (nad 122 m, 400 feet), s strani nekoga, ki »ima tam pravico 
biti«. Transparentnost se lahko, kot smo v delu videli, zagotovi na različne načine: z 
identifikatorji, čipi, ki bi bili vgrajeni v drone, in bi se jim lahko sledilo s pomočjo GPS, z 
uporabo centralnega nadzora (dostopna spletna podatkovna baza), z doslednostjo pri imetju 
preiskovalnih nalogov, z morebitno javno razpravo o problematiki dronov, z geografskim 
zamejevanjem območij itd.  
 
Tretja hipoteza je bila: 
H3: Droni so varni ob predhodni kritični analizi (delovanja in uporabe) in zagotovitvi 
potrebnih ukrepov. 
 
Tudi tretjo hipotezo lahko potrdimo. Res je, da se lahko z droni zgodijo različne nezgode 
(padci, trki zaradi vremenskih pogojev, živali, ovir, preprek, na katere lahko dron naleti 
itd.), a vendar se tehnologija dronov izboljšuje ter posodablja (geo-fencing oz. geografsko 
zamejevanje letenja dronov), s krepitvijo informiranosti ter zavedanja javnosti o varni 
uporabi dronov. Pri zagotavljanju varnosti v prometu je pomembno ves čas kritično 
razmišljati in voditi analizo tveganja (identificirati nevarnosti, oceniti tveganje in podati 
ukrepe). Pomembno je, da spremljamo kritične komponente drona (baterija, rotorji, 
povezava med pilotom in dronom, ...), da se držimo predpisov, ki zagotavljajo varno 
uporabo dronov in da realiziramo ukrepe za zagotavljanje (še) večje varnosti. Prav tako je 
pomembno zagotavljati standarde kakovosti in jih tudi stalno preverjati ter posodabljati.  
 
V magistrskem delu ugotavljamo, da v kolikor se bo razvoj ključnih komponent dronov v 
prihodnosti razvil do te mere, da le-te ne bodo predstavljale nevarnosti, nam ostane le še  
uporabnik in njegov namen (kaj bo z njem delal). Lahko rečemo, da so ključni interesi 
današnjih držav povezani z razvojem tehnologije in iskanjem inovacij na različnih 
področjih, še najbolj pa na področju medicine in biotehnologije ter na področju upravljanja 
podatkov oz. z drugo besedo »prstnih odtisov«, ki jih puščamo v digitalnem svetu (pri 
uporabi kartic, e-aplikacij, e-storitev, do »surfanja« po spletu). V ta digitalni svet spadajo 
tudi droni, s pomočjo katerih lahko prav tako zbiramo najrazličnejše podatke (o nekem 
kraju, o posameznikih, …). Kot smo v magistrskem delu videli, je eno izmed 




smo predstavili ameriško zakonodajo (4. amandma) in njeno pomanjkljivost, navezujočo na 
javni zračni prostor (nad 122 m), kjer ima lahko »nekdo pravico biti«, navkljub prepovedi 
po poseganju v posameznikovo zasebnost. Tu zna biti uporaba oz. zloraba tehnologije 
dronov najbolj pereča, kajti meja med varovanjem nečesa ali nekoga (ali v imenu 
nacionalne varnosti) in nadzorovanjem zna biti zelo zabrisana. Prav tako zna biti 
problematična tudi prosta uporaba manjših dronov (v prostočasne namene) in možnost 
zbiranja podatkov, ne da bi to vedeli ali bili s tem seznanjeni. Droni bodo na tem področju 
izredno funkcionalni za marsikatero organizacijo, korporacijo, podjetje, vlado, državo. 
Težko je napovedati, ali se bo v prihodnosti resnično zgodila dronizacija neba, če pa se bo, 
se bo potrebno zavedati, da lahko le-to predstavlja padec enega izmed zadnjih mejnikov 
naše zasebnosti.  
 
Pri vključevanju dronov v javni prostor se nam zdijo najbolj smiselni ukrepi, da pred 
vsakim letom naredimo analizo tveganja (identificiramo nevarnosti povezane z našim 
letom, jih ocenimo in podamo ukrepe za učinkovito znižanje tveganja – vse ob upoštevanju 
zakonodaje). Ob neupoštevanju zakonskih pravil bi bilo smiselno, da bi imeli že v samem 
programu drona omejitve, kjer se ne sme leteti in dron tega tudi ne bi dopuščal. Ob še 
večjih kršitvah pa bi morali imeti frekvenčne bariere (npr. na tekmah), ki bi ob 
programiranem letu, preprečile vstop drona v okolico prepovedi.  
 
Naj na koncu magistrskega dela navedemo še nekaj zaključnih misli. Kot vsaka tehnologija, 
bo tudi tehnologija dronov spremenila naša življenja (oz. jih že spreminja). In kot vsaka 
nova tehnologija, ki ima sicer lahko pozitivne plati, ima lahko tudi negativne. Z droni lahko 
rešujemo življenja, optimiziramo določene storitve, zagotavljamo varnost državljanov, 
gasimo požare, gradimo, pa vendar se lahko njihove prednosti tudi zlorabi (na področju 
varovanja zdravja, varovanja zasebnosti in osebnih podatkov, splošne varnosti), ali pa 
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