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Turvallisuuden järjestelmällinen johtaminen on hoidettu puutteellisesti monissa suomalaisissa 
yrityksissä eikä hyvän turvallisuuskulttuurin mukanaan tuomia mahdollisuuksia ja etuja ym-
märretä. Tämän opinnäytetyön tavoitteena oli helpottaa yksityisten terveydenhuollon palve-
luita tuottavien yritysten turvallisuustoiminnan johtamista luomalla toimialalle soveltuva 
turvallisuusjohtamisjärjestelmämalli. Olennaisena osana työtä oli myös turvallisuusjohtamis-
järjestelmän laatimisprosessin käynnistäminen yhdessä kohdetoimialan yrityksessä.  
 
Tässä opinnäytetyössä esitetty malli sisältää toimintatavan turvallisuusjohtamisjärjestelmän 
laatimista ja ylläpitämistä varten. Opinnäytetyö sisältää myös turvallisuusjohtamisjärjestel-
mää koskevaa teoriaa sekä turvallisuusjohtamisjärjestelmän laatimista tukevaa tietoa. Lisäksi 
työn liitteenä on tiivistetty opas turvallisuusjohtamisjärjestelmän laatimiseksi. Opas on tar-
koitettu helposti ymmärrettäväksi ja käytännönläheiseksi toimintaohjeeksi organisaation tur-
vallisuusjohtamisen kehittämistä varten. 
 
Opinnäytetyössä esitetty turvallisuusjohtamisjärjestelmän malli kattaa Yritysturvallisuus Ek 
Oy:n jaottelun mukaiset yritysturvallisuuden osa-alueet. Strategisten riskien ja rahoitusriskien 
hallinta sekä johtaminen on tarkoituksellisesti suljettu tämän työn ulkopuolelle. Mallin sovel-
tuvuus näiden osa-alueiden huomioimiseen on yksi mahdollisista jatkotutkimuksen aiheista. 
 
Tutkimusmenetelmänä käytettiin toimintatutkimusta. Työn turvallisuusjohtamisjärjestelmä-
mallin teoria pohjautuu kirjallisuuteen, lakeihin, asetuksiin, standardeihin ja erilaisiin julkai-
suihin. Teoreettisen tiedon pohjalta laadittiin turvallisuusjohtamisjärjestelmän malli jonka 
mukaisesti järjestelmän laatimisprosessi käynnistettiin kohdeorganisaatiossa. Kohdeorganisaa-
tiona toimi suuri suomalainen yksityinen terveydenhuoltoalan yritys. Tässä työssä esitetty 
lopullinen malli muotoutui käytännön kokemusten ja havaintojen pohjalta.  
 
Turvallisuusjohtamisjärjestelmä voidaan laatia monella eri tavalla, eikä nyt tämän työn tulok-
sena luotu turvallisuusjohtamisjärjestelmän laatimisen malli pyri olemaan ainoa oikea mene-
telmä. Se kuitenkin tarjoaa yhden, toimialan erityispiirteet huomioivan, lähestymistavan yksi-
tyisen terveydenhuollon palveluita tuottavan yrityksen omaehtoisen turvallisuuden kehittämi-
seen. 
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Systematic security management is administered inadequately in many Finnish enterprises 
and the possibilities of good security culture are not understood. The purpose of this study 
was to help the companies in the private health care sector to carry out their security man-
agement. This was done by developing a model of security management system that suits the 
sector of business. Starting up a security management system process in a target company 
was also a significant part of this study.  
 
The model that is described in this study includes the procedures to create and sustain a se-
curity management system. This study also contains theory concerning the security manage-
ment system and information that supports the systems creation process. Additionally this 
study includes a simplified guide how to build the security management system. The guide is 
intended to be a practical and understandable manual to improve security management.  
 
The model of the security management system that is presented in this study covers corpo-
rate security areas regarding Yritysturvallisuus Ek Ltd. The management of strategic and fi-
nancial risks is excluded deliberately. The feasibility of the model to deal with these risk 
areas is one of the possible topics for follow-up study. 
 
Action research was used as a research method in this study.  The theory of the security man-
agement system model is based on literature, laws, acts, standards and various publications. 
Based on this theoretical model, a process to build a security management system for a target 
company was started. The target company was a considerable Finnish private health care 
enterprise. The final version of the security management system model was formed based on 
the detections and experience from testing. 
  
A security management system can be created with many different methods and the model 
described in this study does not try to be the only right way. However, it offers one method 
of improving the company's voluntary security management in a way that observes the cha-
racteristic features of the business line. 
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1 Johdanto 
 
1.1 Työn tausta 
 
Useiden suomalaisten yritysten turvallisuusjohtaminen on hoidettu puutteellisesti ja yritystur-
vallisuuteen liittyvät asiat nousevat esille vasta kun vajavainen turvallisuus aiheuttaa yrityk-
sen toiminnalle ongelmia (Miettinen 1999, 44). Perinteisesti riskienhallinta ja turvallisuusjoh-
taminen on hoidettu suomalaisissa yrityksissä oman toimen ohella eivätkä turvallisuusasiat ole 
siten saaneet ansaitsemaansa liikkeenjohdollista näkyvyyttä sekä arvovaltaa (Suominen 2003, 
31).  Näen tässä yhtälössä haasteita mutta samalla kehitysmahdollisuuksia. Turvallisuusasioi-
hin panostamalla voivat yritykset saada kohtuullisin kustannuksin huomattavia säästöjä sekä 
kilpailuetuja. Tästä mahdollisuudesta syntyi myös ajatus nyt kirjoitettuun opinnäytetyöhön. 
 
Nykypäivänä yritysjohto joutuu aivan uudenlaisten haasteiden eteen. Maailma muuttuu ver-
kottumisen sekä tekniikan nopean kehityksen mukanaan tuomien uusien turvallisuushaastei-
den myötä jotka asettavat uusia vaatimuksia organisaatioille sekä niiden johtamiselle. Nämä 
ennen kokemattomat haasteet voivat helposti yllättää organisaation, joka on turvautunut 
toiminnassaan ainoastaan vanhoihin varautumiskeinoihin. Yrityksen johdon ja hallituksen vas-
tuu korostuu kun heiltä vaaditaan due dilligence-periaatteen ja corporate governance -
ajattelun toteutumista. (Erola & Luoto 2000, 12). Vähitellen kehitys parempaan on jo Suo-
messakin nähtävissä. Tämä kehitys näkyy muun muassa siten, että useissa yrityksissä suunni-
telmallista riskienhallintaa sekä turvallisuusjohtamista aletaan vaatia sekä myös arvostaa. 
Erilaiset toiminnanohjaus- ja johtamisjärjestelmät, kuten laatu- ja ympäristöjärjestelmät, 
ovat jo yleisesti käytössä. Laatu- ja ympäristöjärjestelmät sisältävät myös joitakin yritystur-
vallisuuden elementtejä, mutta niiden kattavuutta ei voida pitää riittävä. Tarve suunnitelmal-
lisille turvallisuusjohtamisjärjestelmille kasvaakin kokoajan.  
 
Kaikki toimialat, kuten myös terveydenhuoltoala, ovat alttiina erilaisille turvallisuusuhkille. 
Esimerkiksi väkivalta- ja uhkatilanteet yleistyvät vuosi vuodelta. On arvioitu, että Suomessa 
nykyään noin 5 % työvoimasta, eli noin 140 000 työntekijää joutuu vuosittain työpaikkaväki-
vallan tai sillä uhkailun kohteeksi. (Heiskanen 2005). Turvallisuusongelmat ja -uhkat ovat sekä 
julkisen että yksityisen terveydenhuollon puolella pääosin samankaltaisia, mutta julkisen ter-
veydenhuollon puolella suunnitelmallinen riskienhallinta ja turvallisuusjohtaminen ovat olleet 
osana toimintaa jo joitakin vuosia. Yksityisen terveydenhuollon puolella tilanne ei pääasialli-
sesti ole yhtä hyvä ja vasta viime aikoina on monessa yrityksessä havahduttu tarpeeseen ke-
hittää myös yritysturvallisuuteen liittyviä asioita.
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1.2 Työn tavoite 
 
Työn tavoitteena on laatia malli yksityisen terveydenhuollon palveluita tuottavan yrityksen 
turvallisuusjohtamisjärjestelmän laatimista ja ylläpitämistä varten sekä käynnistää mallin 
mukainen turvallisuusjohtamisjärjestelmäprosessi kohdeorganisaatiossa. Työssä laadittava 
turvallisuusjohtamisjärjestelmän malli helpottaa kaikkien toimialan yritysten turvallisuustoi-
minnan järjestämistä ja edesauttaa lakisääteisen sekä omaehtoisen turvallisuuden hallinnan 
muodostumista osaksi organisaatioiden ja niissä toimivien ihmisten jokapäiväistä toimintaa. 
Työssä käydään läpi myös yleisimpiä haasteita, joihin organisaatio törmää kun se alkaa kehit-
tää omaa turvallisuusjohtamistaan. Vastapainoksi käsitellään myös niitä etuja, joita yritys saa 
hyvän turvallisuusjohtamisen kautta.  
 
1.3 Työn rajaus 
 
Turvallisuusjohtamisjärjestelmä rajataan tässä työssä kattamaan ne yritysturvallisuuden osa-
alueet, jotka Yritysturvallisuus Ek Oy katsoo kuuluvan yritysturvallisuuteen. Päädyin Yritystur-
vallisuus EK Oy:n määrittelyn käyttöön sen vuoksi, että se on yleisesti tunnettu sekä mielestä-
ni riittävän kattava ja laaja-alainen sisältäen merkittävimmät yritysturvallisuuden osa-alueet. 
Osa-alueet on esitetty kuviossa 1.  Kuvion ulkokehällä ovat yritystuvallisuuden eri osa-alueet 
ja kuvion keskellä ne arvot, joita turvallisuusjohtamisella suojataan. Työn kohderyhmänä ovat 
suuret ja keskisuuret Suomessa toimivat yksityiset terveydenhuollon palveluita tuottavat yri-
tykset. 
 
 
Kuvio 1. Yritysturvallisuuden osa-alueet (Yritysturvallisuus Ek Oy 2009). 
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Lisäksi on olemassa myös muita riskialueita, kuten rahoitusriskit, joita yritysten tulisi toimin-
nassaan huomioida.  Näitä riskialueita on koottu taulukkoon 1. Taulukossa esitetyt riskialueet 
on kuitenkin rajattu tämä työn ulkopuolelle, sillä halusin keskittyä työssäni Yritysturvallisuus 
EK Oy:n jaottelemiin osa-alueisiin, koska ne ovat yrityksissä mielestäni puutteellisimmin hoi-
dettuja.  Monessa yrityksessä on paneuduttu markkinatilanteiden ja rahoitusasioiden ana-
lysointiin mutta usein esimerkiksi valmiussuunnittelu on puutteellisesti organisoitu tai se jopa 
puuttuu kokoaan.   
 
Riskialue Riski 
Rahoitusriskit  Valuuttariski 
 Korkoriski 
 Maksuvalmiusriski 
 Jälleenrahoitusriski  
 Luottoriski 
 Osakehintariski 
Strategiset riskit  Liiketoimintaympäristön riski 
 Markkinariski 
 Asiakasriski 
 Kilpailutilanneriski 
 Liiketoiminnan kehitysriski 
 Lainsäädäntöriski 
 Poliittinen riski 
 
Taulukko 1. Riskialueita ja niiden sisältämiä riskejä. 
 
1.4 Kirjallisuuskatsaus 
 
Turvallisuusjohtamista ja turvallisuusjohtamisjärjestelmiä on maailmalla sekä Suomessa tut-
kittu paljon. Aihetta on käsitelty lukuisissa eri artikkeleissa, kirjoissa, opinnäyte- ja diplomi-
töissä sekä väitöskirjoissa. Aihetta on lähestytty monesta eri näkökulmasta, jonka vuoksi tu-
tustuminen alaa koskevaan kirjallisuuteen antoi myös minulle paljon uusia ajatuksia.  Seuraa-
vissa kappaleissa mainitsen muutamia tutustumisen arvoisia esimerkkejä näistä lukuisista 
teoksista. 
 
Diplomi- ja opinnäytetöinä on tutkittu turvallisuusjohtamista kaivoksilla (Huovinen 2004), 
luotu malleja turvallisuusjohtamisen integroimiseksi yrityksen strategiseen suunnitteluun (Vil-
jamaa 2006) ja selvitetty turvallisuusjohtamista ylimmän johdon näkökulmasta (Piisku & Saari 
2007). Väitöskirjatasoisista tutkimuksista kannattaa tutustua ainakin Kirsi Levän (2003) selvi-
 10 
tykseen vaarallisia kemikaaleja käsittelevien tai varastoivien laitosten turvallisuusjohtamises-
ta, Antti Simolan (2005) tutkimukseen terästeollisuuden turvallisuuden johtamisesta, Arto 
Kuusiston (2000) raporttiin turvallisuusjohtamisjärjestelmien auditoinnista sekä Kalevi Mäki-
sen (2005) tutkimukseen strategisesta kokonaisturvallisuudesta puolustusministeriössä.  
 
Turvallisuusjohtamisjärjestelmien rakentamista ja eri johtamisjärjestelmien integrointia kä-
sitteleviä kirjoja ovat kirjoittaneet muun muassa Pertti Kerko (2003), Antti Leino (2002) ja 
Juha Leppänen (2006). Lisäksi on lukuisa joukko valtionhallinnon ja julkisten laitosten tuot-
tamia raportteja, ohjeita ja oppaita. Esimerkkeinä mainittakoon opas rakennustyömaan tur-
vallisuusjohtamisesta (Lappalainen, Sauni, Piispanen, Rantanen & Mäkelä 2009) ja raportit 
turvallisuuden hallintajärjestelmän testaamisesta korkeakouluympäristössä (Koskela & Neno-
nen 2007) sekä kokonaisturvallisuuden edistämisestä yrityksessä (Lanne, Koskela, Tytykoski & 
Nenonen 2004)  
 
Kirjallisuuskatsausta tehdessäni havaitsin, että aihetta käsittelevien teosten runsaudesta huo-
limatta erityisesti yksityisen terveydenhuollon alan turvallisuusjohtamista ja -järjestelmiä 
käsitteleviä lähdeteoksia ei ole saatavilla. Kyseisen toimialan turvallisuusjohtamiseen kuulu-
via osa-alueita kyllä käsitellään muun muassa Tammisalon raportissa, Sosiaali- ja terveyden-
huollon tietojärjestelmien tietoturvan ja tietosuojan hallinnan periaatteet ja hyvät käytännöt 
(2005), Sosiaali- ja terveysministeriön teoksessa, Turvallisuussuunnitteluopas sosiaali- ja ter-
veydenhuollon toimintayksiköille (2005) sekä Knuuttilan ja Tammisen teoksessa, Turvallinen 
hoitoyksikkö - malli terveydenhuollon hoitoyksikön riskienhallintaan (2004). Mikään edellä 
mainituista teoksista ei kuitenkaan mielestäni ole riittävän kattava ja laaja-alainen toimiak-
seen varsinaisena turvallisuusjohtamisjärjestelmän rakentamisen oppaana.   
 
Vaikkei yksityisen terveydenhuollon alalle löydykään valmiita turvallisuusjohtamisjärjestel-
män luomista koskevia teoksia, niin muita toimialoja käsittelevät teokset ovat osin hyödyntä-
miskelpoisia. Tämä johtuu siitä, että ''turvallisuusjohtaminen on yleisten ja etenkin johdon 
toimintatapojen osalta lähes samanlaista riippumatta yrityksen toimilasta'' (Kerko 2001, 35). 
Siitäkin huolimatta, että tietyt turvallisuusjohtamisen toimintatavat ovat kaikille toimialoille 
yhteisiä, niin pidän tärkeänä, että yksityinen terveydenhuolto omaa turvallisuusjohtamisjär-
jestelmän mallin, joka huomioi juuri kyseisen alan erityispiirteet. Toimialalle kohdennettu 
malli takaa, että kaikki tarvittava tieto löytyy helposti yhdestä lähteestä. Kun tieto on hel-
posti saatavilla, niin samalla kynnys turvallisuusjohtamisjärjestelmän laatimisprosessin aloit-
tamiseksi madaltuu ja menetelmä saavuttaa laajemman käyttäjäkunnan. 
 
1.5 Keskeiset käsitteet 
 
Väärinkäsitysten estämiseksi ja termien yksiselitteisyyden varmistamiseksi on syytä  
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määritellä tässä työssä käytetyt tärkeimmät termit. Työhön liittyviä keskeisiä käsitteitä ovat: 
 
Turvallisuusjohtaminen 
 
Turvallisuusjohtaminen on osa yrityksen normaalia johtamista ja se ohjaa kaikkea yrityksen 
turvallisuustyötä (Yritysturvallisuus EK Oy 2009). 
 
Johtamisjärjestelmä 
 
Johtamisjärjestelmällä tarkoitetaan kokonaisuutta, joka muodostuu henkilöstön, resurssien, 
toimintapolitiikkojen, päämäärien ja menettelyjen kaikentasoisesta yhdistelmästä. Johtamis-
järjestelmän avulla asioita toteutetaan ja parannetaan jatkuvasti. (Anttila & Hämäläinen 
2008, 7; Työsuojeluhallinto 2008, 5). 
 
Yritysturvallisuus 
 
Yritysturvallisuudella tarkoitetaan turvallisuuden eri osa-alueita, joiden hallinta muodostaa 
kokonaisvaltaisen turvallisuuden hallinnan yrityksessä tai organisaatiossa (Koskela & Nenonen 
2007, 7). Yritysturvallisuuden osa-alueet ovat työturvallisuus, ympäristöturvallisuus, henkilö-
turvallisuus, tuotannon ja toiminnan turvallisuus, kiinteistöturvallisuus, tietoturvallisuus, ul-
komaan toimintojen turvallisuus, rikosturvallisuus, paloturvallisuus ja valmiussuunnittelu (Yri-
tysturvallisuus EK Oy, 2009). 
 
Auditointi 
 
Auditoinnilla tarkoitetaan järjestelmällistä riippumatonta menettelyä objektiivisen tiedon 
saamiseksi yrityksen toiminnan sisällöstä, tarkoituksenmukaisuudesta ja toiminnan tulokselli-
suudesta liiketoiminnan kannalta (Yritysturvallisuus Ek Oy 2009). Auditoinneisssa verrataan 
yrityksen toimintaa ja tapoja dokumentoituihin ohjeisiin nähden (Henttonen 2000, 33). 
 
Riskien arviointi 
 
Riskien arvioinnilla tarkoitetaan kokonaisvaltaista ja järjestelmällistä riskien tunnistamista 
sekä niiden turvallisuudelle aiheuttaman merkityksen arviointia (Anttila & Hämäläinen 2008, 
7; Levä 2003, v). 
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Riski 
 
Riskillä tarkoitetaan määritellyn haitallisen tapahtuman todennäköisyyden ja seurausten va-
kavuutta (Levä 2003, v). 
 
Turvallisuuspolitiikka 
 
Turvallisuuspolitiikalla tarkoitetaan niitä yrityksen kokonaisvaltaisen turvallisuuden hallintaan 
liittyviä julkistettuja sitoumuksia ja periaatteita, jotka luovat suuntaviivat turvallisuuden 
päämäärien sekä tavoitteiden asettamiselle (Levä 2003, vii). 
 
Turvallisuuskulttuuri 
 
Turvallisuuskulttuuri muodostuu yksilön ja organisaation arvoista, normeista, asenteista, odo-
tuksista ja käyttäytymismalleista. Turvallisuuskulttuuri määrittelee yrityksen sitoutumisen ja 
lähestymistavan turvallisuuteen liittyvissä asioissa. (Anttila & Hämäläinen 2008, 7; Työsuoje-
luhallinto 2008, 5). 
 
2 Yksityiset terveydenhuollon palveluita tuottavat yritykset Suomessa 
 
Yksityisiä terveydenhuollon palveluita tuottavien yritysten ja niiden turvallisuusjohtamisen 
välisen suhteen ymmärtämiseksi on ensin tarpeen käydä läpi kyseessä olevan toimialan taus-
toja ja tyypillisiä organisaatiorakenteita. Monet yksityisiä terveydenhuollon palveluita tuotta-
vat yritykset ovat nykyään useita satoja ihmisiä työllistäviä suuryrityksiä. Yritykset ovat usein 
laajentuneet vähitellen muun muassa yrityskauppojen ja fuusioiden seurauksena, eivätkä 
yritysten sisäiset prosessit ja käytännöt ole seuranneet kehitystä samassa tahdissa.  
 
Yritysten rakenne on usein sellainen, jossa johto ja tukitoiminnot (kuten taloushallinto, myyn-
ti ja viestintä) on keskitetty pääkonttoriin. Pääkonttorin alaisuudessa toimii useita toimipis-
teitä, jotka voivat koostua muun muassa lääkärikeskuksista, työterveysasemista, sairaaloista 
ja laboratorioista. Yrityksillä voi olla samanaikaisesti toimintaa myös julkisrahoitteisilla mark-
kinoilla, kuten hoivakotitoimintaa. Maantieteellisesti toimipisteet ja pääkonttori voivat olla 
hyvinkin kaukana toisistaan. Toimipisteet toimivat pääasiallisesti omina erillisinä tulosyksiköi-
nään ilman pääkonttorin päivittäistä toiminnanohjausta ja tukea. Pääkonttorin suorittama 
ohjaus ja valvonta painottuvat usein pääasiassa talouden hallintaan eivätkä niinkään operatii-
visen toiminnan ohjaukseen.  
 
Yritysturvallisuuden huomioiminen, riskienhallinta ja turvallisuusjohtaminen jäävät kussakin 
toimipisteessä pääasiallisesti toimipisteen oman vastuuhenkilön hoidettavaksi ilman, että 
 13 
hänellä on siihen resursseja. Toimipisteen vastuuhenkilö on tyypillisesti kaupallisen tai ter-
veydenhuoltoalan koulutuksen saanut henkilö, eikä hänellä ole turvallisuusasioiden hoitami-
seen riittävää ammattitaitoa tai aikaa. Tämä käytäntö johtaa helposti siihen ei-toivottuun 
lopputulokseen, jossa yrityksen sisällä on lukuisia erilaisia käytäntöjä sekä toimintatapoja. 
Tällaisessa tilanteessa koko yrityksen kattava riskienhallinta sekä turvallisuusjohtaminen jää-
vät puutteellisiksi.  
 
Oman haasteensa toimialalle tuovat asiakkaita vastaanottavat lääkärit. Lääkärit ovat usein 
joko yksityisiä ammatinharjoittajia tai he toimivat omien yritystensä lukuun. Muu henkilökun-
ta taas on puolestaan toimintaa harjoittavan yrityksen palkkalistoilla. Tämä johtaa helposti 
tilanteisiin, joissa lääkärit kokevat, ettei heidän tarvitse noudattaa toimintaa harjoittavan 
katto-organisaation turvallisuusohjeistuksia ja -käytäntöjä, koska he eivät ole suoranaisesti 
työsuhteessa toiminnanharjoittajaan.  
 
3 Turvallisuusjohtamisjärjestelmä  
 
Yrityksen turvallisuuden johtaminen ei poikkea yrityksen muiden päivittäisten toimintojen 
johtamisesta ja sen tulisi olla osa yrityksen normaalia toimintaa. Turvallisuusjohtamisessa 
voidaan käyttää yleisiä yrityksen johtamisen välineitä ja sitä täytyy kehittää yhdessä muiden 
yritystoimintaan liittyvien kokonaisuuksien kanssa. (Miettinen 1999, 18 ja 95; Yritysturvalli-
suus Ek Oy, 2009; Huovinen 2004, 23).  
 
Järjestelmällisessä turvallisuusjohtamisessa käytetään usein apuna turvallisuusjohtamisjärjes-
telmää (Koskela & Nenonen 2007, 3). Turvallisuusjohtamisjärjestelmä koostuu politiikasta, 
päämääristä ja toimenpiteistä, joiden avulla yrityksen tuvallisuuteen liittyviä asioita toteute-
taan ja parannetaan jatkuvasti. Turvallisuusjohtamisjärjestelmä voidaan toteuttaa jonkin 
tietyn standardoidun järjestelmän tai yleisten turvallisuusjohtamismallien mukaisesti. Valit-
tiinpa järjestelmän toteuttamiseen millainen keino tahansa on, järjestelmän keskeisin tehtä-
vä on varmistaa, että suojamenetelmät ei-toivottujen tapahtumien ehkäisemiseksi ovat ole-
massa ja että ne toimivat (Levä 2003, 38). 
 
Nykyään tietyillä toimialoilla turvallisuusjohtamisjärjestelmästä on tullut lakisääteinen toi-
minnan edellytys. Turvallisuusjohtamisjärjestelmää edellytetään muun muassa seuraavissa 
laeissa ja asetuksissa: 
 
 asetus vaarallisten kemikaalien teollisesta käsittelystä ja varastoinnista 59/1999, eli 
niin sanottu Seveso II direktiivi 
 laki vaarallisten kemikaalien ja räjähteiden käsittelyn turvallisuudesta 390/2005 
 hallituksen esitys uudeksi kaivoslaiksi 
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 rautatielaki 198/2003 
 ydinenergialaki 990/1987 
 asetus laivanisännän turvallisuusjohtamisjärjestelmästä ja aluksen turvalliseen käyt-
töön liittyvistä johtamisjärjestelyistä 66/1996 
 
Vaikka yksityisen terveydenhuollon alalla turvallisuusjohtamisjärjestelmä ei ole toiminnan 
lakisäätäinen vaatimus, niin turvallisuusjohtamiseen kuuluvia osa-alueita edellytetään kuiten-
kin muun muassa pelastuslaissa (468/2003), asetuksessa pelastustoimesta (787/2003), laissa 
yksityisestä terveydenhuollosta (1990/152), henkilötietolaissa (1999/523), työturvallisuuslais-
sa (738/2002) ja laissa terveydenhuollon laitteista ja tarvikkeista (1505/94). Kaikilla edellä 
mainituilla säännöksillä on omat vaikutuksensa myös yksityisen terveydenhuollon alalle ja 
näin ollen niiden sisältämät määräykset tulee huomioida kaikessa yrityksen toiminnassa. Esi-
merkiksi työturvallisuuslain (738/2002) 10.1 § edellyttää, että ''työnantajan on työn ja toimin-
nan luonne huomioon ottaen riittävän järjestelmällisesti selvitettävä ja tunnistettava työstä, 
työtilasta, muusta työympäristöstä ja työolosuhteista aiheutuvat haitta- ja vaaratekijät sekä, 
milloin niitä ei voida poistaa, arvioitava niiden merkitys työntekijöiden turvallisuudelle ja 
terveydelle''.  
 
3.1 Standardoidut turvallisuusjohtamisjärjestelmät 
 
Kuten edellisessä kappaleessa todetaan, voidaan turvallisuusjohtamisjärjestelmä toteuttaa 
jonkin tietyn standardoidun järjestelmän tai yleisten turvallisuusjohtamismallien mukaisesti. 
Seuraavassa käsitellään olemassa olevia turvallisuusjohtamisjärjestelmästandardeja. Turvalli-
suustoiminnan hallintaa varten on kehitetty erilaisia johtamisjärjestelmiä, jotka ovat raken-
teellisesti ja toiminnallisesti hyvin samankaltaisia kuin standardoidut ympäristö- ja laatujär-
jestelmät. Suomessa on julkaistu käännöksiä eri maiden kansallisista turvallisuusjohtamisjär-
jestelmien standardeista mutta omaa suomalaista standardia, eli SFS-standardia ei ole. (Huo-
vinen 2004, 28). Euroopassa eniten käytetty turvallisuusjohtamisjärjestelmä on brittiläisen 
standardin mukainen ohje työterveys- ja turvallisuusjohtamisjärjestelmistä BS 8800. (Anttila 
& Hämäläinen 2008, 25). Muita tunnettuja organisaation turvallisuusjohtamisen työvälineenä 
käytettyjä valmiita standardoituja malleja ovat muun muassa: 
 
 OHSAS 18001:fi (työterveys- ja työturvallisuusjohtamisjärjestelmä) 
 OHSAS 18002:fi (työterveys- ja työturvallisuusjohtamisjärjestelmä) 
 ILO-OSH 2001(työterveys- ja työturvallisuusjohtamisjärjestelmä) 
 BS 7799 (tietoturvallisuuden johtamisjärjestelmä) 
 
(Anttila & Hämäläinen 2008, 11; Sosiaali- ja terveysministeriö 2002, 14). 
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Olemassa olevien standardoitujen turvallisuusjohtamisjärjestelmämallien heikkoutena on se, 
että ne käsittelevät jotakin tai joitakin tiettyjä yritysturvallisuuden osa-alueita. Johtamisjär-
jestelmä, jonka tavoitteena on parantaa tietoturvallisuutta tai työterveys- ja työturvallisuus-
toiminnan tasoa, on kokonaisvaltaisen ja kattavan turvallisuusjohtamisen kannalta liian sup-
pea.  
 
3.2 Muut turvallisuusjohtamismallit 
 
Standardoitujen turvallisuusjohtamisjärjestelmien lisäksi on olemassa myös muita valmiita 
turvallisuusasioiden johtamismalleja, kuten ISRS (International Safety Rating System) (Huovi-
nen 2004, 29). ISRS on Det Norske Veritasin kehittämä turvallisuus- ja ympäristöasioiden sekä 
liiketoimintasuorituksen mittaus-, parannus- ja todennusjärjestelmä. 
 
Erilaiset ympäristö- ja laatujärjestelmät, kuten ISO 9001 ja ISO 14001, sisältävät myös paljon 
turvallisuusjohtamisjärjestelmään kuuluvia osa-alueita ja päinvastoin. Näin ollen turvallisuus-
johtamisjärjestelmää ei ole mitään erityistä syytä erottaa muista yrityksen johtamisjärjes-
telmistä. Vaikka turvallisuusjohtamisjärjestelmä voidaankin laatia toimimaan erillään yrityk-
sen muista johtamisjärjestelmistä, niin sen integroiminen esimerkiksi laatu- ja ympäristöjär-
jestelmiin selkeyttää koko yrityksen toimintaa. Eri johtamisjärjestelmien päällekkäisten osien 
yhdistäminen myös parantaa tehokkuutta ja säästää voimavaroja. Eri hallinta- ja johtamisjär-
jestelmien yhtymäkohdat on esitetty kuviossa 2. (Hämäläinen, Pesonen & Teittinen 2001, 11; 
Huovinen 2004, 30).   
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Kuvio 2. Hallinta- ja johtamisjärjestelmien yhtymäkohdat sekä kattavuus (Väyrynen 2003, 32). 
 
3.3 Turvallisuusjohtamisjärjestelmän rakenne 
 
Turvallisuusjohtamisjärjestelmän yleispätevän rakenteen ja sisällön määrittäminen on vaike-
aa, koska turvallisuusjohtaminen ei käsitteenäkään ole aivan yksiselitteinen. Turvallisuusjoh-
tamisen määrittely vaihtelee lähdekirjallisuudesta riippuen. Turvallisuusjohtamisjärjestelmän 
rakenteelle on kuitenkin olemassa joitain yleisesti hyväksyttyjä yhteisiä osia. (Anttila & Hä-
mäläinen 2008, 47; Huovinen 2004, 24-25; Levä 2003, 37). Nämä turvallisuusjohtamisjärjes-
telmän sisällön minimivaatimukset on esitelty kappaleissa 3.3.1–3.3.7. 
 
Keskeisimmät turvallisuusjohtamisjärjestelmän rakenteen osa-alueet tulevat esille myös kan-
sainvälisen työjärjestö ILO:n julkaisemassa työterveys ja turvallisuusjärjestelmien ohjeessa 
(ILO-OSH 2001) sekä brittiläisessä BS 8800 -standardissa. Järjestelmien pääelementit on esi-
tetty kuvioissa 3 ja 4. Turvallisuusjohtamisjärjestelmien rakennetta verrataan usein myös 
PDCA -sykliin (plan -do- check - act) (Koskela & Nenonen 2007, 3).  
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Kuvio 3. ILO-OSH 2001 työterveys- ja turvallisuusjohtamisjärjestelmän pääelementit (Levä 
2003, 42)  
 
Kuvio 4. Hyvän turvallisuusjohtamisen elementit BS 8800 -standardin mukaan (Huovinen 2004, 
29). 
 
3.3.1 Turvallisuuspolitiikka 
 
Turvallisuuspolitiikka on ylimmän johdon julkilausuma turvallisuustyön merkityksestä yrityk-
selle, turvallisuuden päämääristä sekä henkilöstön yhteistyön toimintaperiaatteista. Turvalli-
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suuspolitiikassa johto osoittaa oman ja koko organisaation sitoutuneisuuden turvallisuuden 
jatkuvaan kehittämiseen. (Huovinen 2004, 25; Levä 2003, 41-42).  
 
Turvallisuuspolitiikan olemassa oloa voidaankin pitää erityisen tärkeänä, sillä se on koko yri-
tyksen turvallisuuden taustalla vaikuttava voimavara. Ilman sitoutuneisuutta turvallisuusasioi-
den hoitoon ei voida saavuttaa hyviä tuloksia ja minimoida turvallisuusriskien toteutumisen 
liiketoiminnalle aiheuttamia vaikutuksia. 
 
3.3.2 Organisointi 
 
Turvallisuuspolitiikan toteuttaminen vaatii toimivan organisaation sekä riittävät resurssit. 
Organisointi käsittää muun muassa toimintavelvoitteiden ja -valtuuksien määrittäminen orga-
nisaation eri tasoille. (Huovinen 2004, 25). Tässä vaiheessa on tärkeätä käydä läpi oman orga-
nisaation ammattitaito ja resurssit. Jos oma osaaminen ei riitä, eikä halua palkata pysyvää 
resurssia omaan organisaatioon, voidaan tarvittaessa käyttää apuna ulkopuolisia konsultteja 
(Miettinen 1999, 47). 
 
3.3.3 Suunnittelu ja toimeenpano 
 
Turvallisuusjärjestelmän suunnitteluun ja toimeenpanoon kuuluu turvallisuuden nykytilanteen 
kartoitus, riskienhallinnan suunnittelu, kehittäminen ja toteutus. (Levä 2003, 42). Toteutus 
edellyttää kaikki organisaation eri toiminnot kattavat menettelytavat ja käytännöt. Näihin 
käytäntöihin ja menettelyihin kuuluvat myös esimerkiksi muutosten hallinta, raportointi, on-
nettomuuksien ja poikkeamien tutkinta, koulutus sekä osaamisen varmistaminen. (Huovinen 
2004, 25). 
 
3.3.4 Toiminnan mittaaminen 
 
Yritysturvallisuuden jatkuvan parantamisen toteutuminen on mahdollista vain seuraamalla 
aktiivisesti johtamisjärjestelmän tuloksia. Seurantavälineiksi valitaan laadullisia ja määrälli-
sillä sekä proaktiivisia ja reaktiivisia mittareita. (Levä 2003, 42-43). 
 
3.3.5 Auditointi 
 
Mittareiden seurannan lisäksi turvallisuustoimintaa auditoidaan eli arvioidaan. Päivittäisen 
seurannan suorittaa yrityksen linjajohto mutta varsinaiset auditoinnit suorittaa kokeneet ja 
riittävän puolueettomat henkilöt. (Huovinen 2004, 25). Auditoinnit voivat olla luonteeltaan 
operatiivisia tai strategisia, mutta niiden tulee kattaa myös tarkastusten, seurannan ja val-
vonnan tulokset (Levä 2003, 52). Omien auditointien lisäksi järjestetään riippumattomia audi-
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tointeja, jotta ylin johto voi varmistua käytäntöjen noudattamisesta ja niiden riittävyydestä 
(Huovinen 2004, 25). 
 
3.3.6 Säännölliset tarkastukset 
 
Ylin johto tekee seurannan tulosten perusteella erilaisia kehitystoimenpiteitä sekä vahvistaa 
hyviä menettelytapoja. Kehitystoimenpiteet ovat esimerkiksi ehkäiseviä ja korjaavia toimen-
piteitä politiikkaan, organisointiin ja resursointiin. (Huovinen 2004, 25; Levä 2003, 42-43). 
 
3.3.7 Dokumentointi 
 
Dokumentointi on olennainen johtamisjärjestelmän osa. Ilman dokumentointia ei toimintaa 
voida kehittää pitkäjänteisesti ja päämäärätietoisesti. Tämän vuoksi onkin tärkeää huolehtia 
siitä, että koko yrityksen turvallisuusjohtamisjärjestelmä, siihen liittyvine asiakirjoineen, 
dokumentoidaan järjestelmällisesti. 
 
3.4 Turvallisuusjohtamisjärjestelmän sisältö 
 
Turvallisuusjohtamisjärjestelmän asiasisällölle on olemassa erilaisia suosituksia ja ohjeita. 
Levän (2003, 35-36) mukaan hyvässä turvallisuusjohtamisjärjestelmässä tulisi huomioida aina-
kin seuraavat asiat:  
 
 ''turvallisuustavoitteiden asettaminen ja seuranta sekä kirjallinen turvallisuuspolitiik-
ka, 
 turvallisuusvastuiden määrittely ja linjaorganisaation vastuun korostaminen turvalli-
suusasioissa, 
 johdon henkilökohtainen sitoutuminen turvallisuuteen ja sitoutumisen osoittaminen 
käytännössä, 
 johdon henkilökohtainen koulutus ja perehtyminen turvallisuusjohtamiseen, 
 työnjohdon suhtautuminen, valvonta ja puuttuminen riskinottoon, 
 henkilöstön tiedotus, koulutus ja perehdyttäminen sekä koulutustarpeiden huolellinen 
selvittäminen, 
 henkilöstön tehokas motivointi, osallistaminen ja valtuuttaminen turvallisuustyöhön, 
 pätevien turvallisuusasiantuntijoiden tuki, 
 vaarojen tunnistaminen ja seurausten vakavuuden arviointi, 
 ennakoiva huolto- ja kunnossapito sekä ohjeet laitoksen, prosessien, laitteistojen ja 
varastoalueiden turvalliseen suunnitteluun ja käyttöön, 
 turvallisuuden huomiointi suunnittelussa, 
 onnettomuuksien ja vaaratilanteiden tutkinta ja niistä oppiminen, 
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 suunnittelu ja varautuminen hätätilanteisiin, 
 sisäiset auditoinnit, 
 turvallisuustoiminnan proaktiivinen mittaaminen, 
 siisteyden ja järjestyksen ylläpitäminen, 
 ennalta ehkäisevät turvallisuusohjelmat sekä 
 turvallisuuskulttuurin kehittäminen ''.  
 
Turvallisuusjohtamisjärjestelmä on siis lukuisista eri elementeistä muodostuva kokonaisuus, 
jonka keskeisin tehtävä on asettaa yrityksen turvallisuustavoitteet, esittää järjestelmä tavoit-
teiden saavuttamiseksi ja määritellä toimintaa koskevat vaatimukset sekä seurantamenette-
lyt. (Levä 2003, 37-38).   
 
4 Turvallisuusjohtamisjärjestelmän haasteet ja mahdollisuudet 
 
Turvallisuusasiat ovat yrityksissä usein toisarvoisessa asemassa ja panostukset suunnataan 
toimintaan jonka suoranainen tuotto on helpommin mitattavissa. Perusteluna käytetään seli-
tystä, jonka mukaan liiketoiminnan perimmäisenä tarkoituksena on voiton tuottaminen yritys-
ten omistajille. Tämä virheellinen käsitys johtuu liian suppeasta näkökulmasta. Yrityksen ylin 
johto ei näe hyvän turvallisuustason tuottamaa lisäarvoa eikä sitä, että turvallisuusasioiden 
huomioiminen edesauttaa oleellisesti yrityksen liiketoiminnallisten tavoitteiden saavuttamis-
ta. (Miettinen 1999, 44).  
 
Turvallisuusasioiden kehityksen ensimmäinen, ja usein myös suurin, haaste onkin saada yrityk-
sen ylin johto ymmärtämään hyvän turvallisuustason positiiviset vaikutukset. Turvallisuuden 
kehittäminen sekä turvallisuusjohtamisjärjestelmän laatiminen on mahdollista vain jos yrityk-
sen johto on aidosti sitoutunut ja antaa tukensa hankkeelle. (Miettinen 1999, 47).  
 
Kappaleessa 4.1 käyn läpi niitä haasteita, joihin turvallisuutta kehitettäessä tyypillisesti tör-
mätään. Haasteisiin kannattaakin pyrkiä varautumaan jo ennakolta, eikä vastoinkäymisistä 
kannata lannistua. Erityisiä huomionarvoisia asioita, joihin järjestelmää laadittaessa tulee 
panostaa, on käsitelty kappaleessa 4.2. Turvallisuustoiminnan positiivia vaikutuksia käsitel-
lään puolestaan kappaleessa 4.3. Positiivisia asioita kannattaa käyttää argumentteina, jos ja 
kun joutuu perustelemaan turvallisuusjohtamisjärjestelmän hyötyjä organisaation muille ta-
hoille.  
  
4.1 Turvallisuusjohtamisjärjestelmän haasteet 
 
Suunnitelmallinen turvallisuustyö kohtaa yrityksissä useita erilaisia haasteita, jotka saattavat 
muodostua jopa ylitsepääsemättömiksi esteiksi. Yrityksen toimintakulttuuri ja toimialan 
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luonne tosin vaikuttavat huomattavasti organisaation tapaan suhtautua turvallisuusasioihin 
(Erola & Louto 2000, 101). Yksi merkittävimmistä kehityksen jarruista on se tosiasia, että 
yritykset haluavat investoinneilleen nopeasti vastinetta. Turvallisuustyöhön suunnattujen 
resurssien, kuten ennakkovarautumisen hyödyt, valitettavasti konkretisoituvat usein vasta 
kun riskit toteutuvat (Miettinen 1999, 48).  
 
Toinen suuri haaste on muutoksen johtaminen ja organisaation motivoiminen. Erityistä huo-
miota tulee kiinnittää turvallisuustyön laadun kannalta tärkeimmän henkilöryhmän, keskijoh-
don, motivointiin. Turvallisuusjohtamisjärjestelmää ei voi rakentaa organisaatiossa alhaalta 
ylös, vaan kaikki työntekijät pitää saada aktivoitua. Turvallisuuden kehittäminen johtaa poik-
keuksetta toimintatapojen muutoksiin ja organisaation muutosvastarinta nostaa usein heti 
päätään kun jotain vanhaa käytäntöä aiotaan muuttaa. Toimintatapojen muutokset saattavat 
tuoda mukanaan myös lisätyötä, joka koetaan helposti taakaksi sekä työn tekoa haittaavaksi 
ylimmän johdon byrokratiaksi. (Erola & Louto 2000, 61–63). 
 
Kolmanneksi haasteeksi nousee, tyypillisesti keskijohdon esiin nostama asia, eli ajan ja mui-
den resurssien puute. Käytettävissä oleva kokonaisaika on aina rajallinen ja yrityksen ylim-
män johdon arvot sekä asenne määrittävät ne asiat joita priorisoidaan. Mikäli yrityksen ylin 
johto ei pidä esimerkiksi riskien tunnistamista ja niihin varautumista tärkeänä asiana, niin ei 
niihin myöskään alempana organisaatiossa ole mahdollista käyttää resursseja. Resurssien riit-
tämättömyys vaarantaa koko hankkeen onnistumisen. (Erola & Louto 2000, 61–63). 
 
4.2 Turvallisuusjärjestelmien yleisimpiä puutteita 
 
Pertti Kerko on koonnut teokseensa Turvallisuusjohtaminen (2001, 32-33) yleisimpiä yritysten 
turvallisuusjärjestelmien puutteita. Näihin epäkohtiin tulee kiinnittää erityistä huomiota uut-
ta järjestelmää laadittaessa.  
 
 Turvallisuuspolitiikka ei ole konkreettinen ja ajan tasalla tai turvallisuustoiminnan 
yleiset periaatteet puuttuvat.  
 Turvallisuuteen liittyvät kriittiset menestystekijät ovat määrittämättä eikä niitä ole 
liitetty osaksi liiketoimintaa. 
 Keskeisiä turvallisuusturvallisuuspäämääriä ei ole määritelty. 
 Turvallisuuspäämääriä ei ole osattu konkretisoida, eikä niitä ole paloiteltu pienem-
miksi osatavoitteiksi. 
 Tavoitteiden toteutumisen seurantaan ei ole konkreettisia laatukriteereitä. 
 Vastuiden, velvoitteiden ja valtuuksien määrittely ei ole riittävän yksityiskohtainen ja 
pitävä. 
 Turvallisuutta ei ole selkeästi osoitettu johdon vastuulle. 
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 Rutiinit omaehtoisen toiminnan laadun ylläpitoon ja varmistamiseen puuttuvat. 
 Ennaltaehkäisevän toiminnan muotoja ei ole kehitetty järjestelmällisesti. 
 Yritysturvallisuutta ei käsitellä kokonaisuutena, vaan sen eri osa-alueita yritetään hoi-
taa omina erillisinä asioina. 
 Riskien arviointi ei ole jatkuvaa toimintaa, vaan se jää kertaluontoiseksi tapahtumak-
si. 
 Henkilöstön sitouttaminen epäonnistuu koulutuksen, tiedotuksen ja osallistumismah-
dollisuuksien puutteiden vuoksi. 
 Turvallisuus nähdään vain erityisasiaintuntijoiden ja esikuntahenkilöstön vastuulla 
olevana asiana. 
 
4.3 Turvallisuusjohtamisjärjestelmän tuottama lisäarvo yrityksen toiminnalle 
 
Yritysten johdolle ei ole aina itsestään selvää, että suunnitelmallinen turvallisuustoiminta 
tuottaa kohdeorganisaatiolle kiistattomia etuja kilpailijoihin nähden. Turvallisuuden ja tuot-
tavuuden välillä on kuitenkin olemassa selvä yhteys. Turvallisuutta kehitettäessä tehdään 
muun muassa yksityiskohtaista ja usein kriittistäkin yrityksen toimintojen analysointia, jonka 
seurauksena voidaan poistaa yrityksen toimintaan liittyviä ongelmia, edesauttaa uusien lii-
keideoiden ja toimintamallien syntymistä sekä kehittää toimintoja ja tehostaa prosesseja. 
Kustannussäästöjä syntyy esimerkiksi yrityksen toiminnan tehostumisen, tuottavuuden paran-
tumisen ja vahinkojen ehkäisemisen sekä niihin varautumisen kautta. (Hämäläinen, Pesonen & 
Teittinen 2001, 11; Erola & Louto 2000, 50; Euroopan työterveys - ja työturvallisuusvirasto 
2010).  Selviä kustannussäästöjä syntyy kun vahinkoja, kuten esimerkiksi työtapaturmia, saa-
daan vähennettyä. Seuraavassa kappaleessa on säästöjen hahmottamista helpottava esimerk-
ki:  
 
Työterveysasema X Oy:llä sattuu vuosittain 55 työtapaturmaa. Näistä 15 johtuu pistotapatur-
mista. Pistotapaturmasta aiheutuu tyypillisesti yhden päivän poissaolo. Yhden sairaspoissaolo-
päivän kustannus on työnantajalle keskimäärin 300 euroa. Toimintatapoja muuttamalla pisto-
tapaturmat saadaan poistettua kokonaan. Näin ollen Työterveysasema X Oy säästää vuosittain 
4500 € (15 X 300 €). Lisäksi työpaikan työilmapiiri ja työssä viihtyminen paranee. Turvallisuut-
ta parantamalla saadun kustannussäästön painoarvo nousee kun tarkastellaan syntynyttä kus-
tannussäästöä toiminnan katteen kautta. Tällä tarkoitetaan sitä, kuinka paljon liikevaihtoa 
yrityksen olisi pitänyt saada lisää, jotta myyntivoitto olisi kattanut pistotapaturmista synty-
neet kustannukset. Katteen avulla tehty tarkastelu osoittaa lähes poikkeuksetta, että tapa-
turmien aiheuttamien kustannusten kattamiseksi saatavan myyntivoiton tulisi olla epärealisti-
sen suuri ja tämän vuoksi nähdään, että yrityksen tuoton ja kilpailukyvyn maksimoinnin näkö-
kulmasta turvallisuusriskin toteutumisen ehkäiseminen johtaa parhaaseen lopputulokseen.  
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Hyvä turvallisuusjohtaminen vaikuttaa myös myönteisesti yrityksen julkisuuskuvaan. Positiivi-
sen julkisuuskuvan rakentaminen on merkittäviä panostuksia vaativa ja pitkäaikainen prosessi, 
joka on nopeasti tuhottavissa turvallisuusongelmilla. Tänä päivänä erityisesti negatiiviset asi-
at leviävät reaaliaikaisesti julkisuuteen. Mikäli turvallisuuden osa-alueella ilmenee ongelmia, 
leimataan yritys julkisuudessa nopeasti epäluotettavaksi ja ei-toivotuksi yhteistyökumppanik-
si. (Miettinen, 1999 61-62).   
 
Varsinaiseksi kilpailuvaltiksi yritysturvallisuus muodostuu kuitenkin vasta, kun se on saatu 
sisällytetyksi osaksi organisaation päivittäistä toimintaa ja koko henkilökunta, ylin johto mu-
kaan lukien, osallistuu turvallisuuden ylläpitoon ja edistämiseen. Hyvä turvallisuuskulttuuri 
vaikuttaa yrityksen taloudelliseen tulokseen ja näkyy mm. tuotteiden ja palvelujen laaduk-
kuutena, henkilöstön tyytyväisyytenä sekä yleistä luottamusta herättävänä yrityskuvana. 
(Miettinen 1999, 48).  
 
Edellä mainitut positiiviset vaikutukset kiteyttäen voidaan todeta, että turvallisuusjohtami-
nen parantaa yrityksen tuottavuutta ja täten edesauttaa niin sanotun yrityksen ideaalisen 
menestyksen kehän toteutumista. Ideaalinen menestyksen kehä on esitetty kuviossa 5. 
 
Kuvio 5. Yrityksen ideaalisen menestyksen kehä 
 
5 Tutkimuksen toteutus  
 
Tässä opinnäytetyössä käytettiin tutkimusmenetelmänä toimintatutkimusta. Toimintatutkimus 
sopii ominaisuuksiensa puolesta hyvin tämän kaltaisiin toiminnan kehittämiseen tähtääviin 
tutkimuksiin. Seuraavissa kappaleissa käyn läpi tutkimusmenetelmän, tutkimuksen kulun sekä 
arvioin saatuja tuloksia.  
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5.1 Toimintatutkimuksen kuvaus 
 
Toimintatutkimuksen kehitys on alkanut jo 1900-luvun alussa. Ensimmäiset toimintatutkimuk-
selle tyypilliset ajatukset ovat yhdysvaltalaisen filosofin ja psykologin John Deweyn esittämiä. 
Deweyn ajoista lähtien tutkijat ovat pyrkineet kategorisoimaan toimintatutkimusta useilla 
erilaisilla kriteereillä ja määritelmillä. Kuvaukset vaihtelevat yksityiskohtaisten ja hyvin ylei-
sen tason määritelmien välillä. (Taatila 2009, 15). Yleisen tason esimerkkinä mainittakoon 
Heikkinen & Jyrkämän (1999) kuvaus, jonka mukaan ''toimintatutkimuksen tavoitteena on 
tuoda esille uutta toimintaa, mutta samalla kehittää sitä.'' Toista ääripäätä taas edustaa Har-
tin ja Bondin (1995) yksityiskohtainen määritelmä, jonka mukaan toimintatutkimusprosessi 
on: 
 
 Kasvatuksellista  
 Tarkastelee yksilöitä sosiaalisen ryhmien jäseninä  
 Ongelmakeskeistä  
 Tilannesidonnaista  
 Tulevaisuuteen suuntautuvaa  
 Perustuu muutosinterventioon  
 Pitää tavoitteena toiminnan kehittämistä  
 Muodostaa syklin tapaan etenevän prosessin, jossa toiminta, sen tutkimus ja arviointi 
ovat kiinteästi yhteydessä toisiinsa  
 Perustuu ajatukseen, että kaikki tutkimuksen kannalta asianomaiset tahot osallistuvat 
toimintaan ja sen kehittämiseen sekä muutoksen arviointiin.  
 
Erilaiset mielipiteet ja määrittelyn hankaluus ovat johtaneet siihen, että monet tutkijat ovat 
yksinkertaisesti vain päätyneet toteamaan toimintatutkimuksen olevan jatkuvassa muutokses-
sa. (Taatila 2009, 11–12). Yhtenä esimerkkinä tästä mainittakoon Kuula (1999, 218), joka to-
teaa toimintatutkimuksesta, että ''sille ei ole olemassa mitään yksiselitteistä ja kaikkien hy-
väksymää määritelmää eikä sitä voi erottaa siinä käytettyjen tutkimustekniikkojen perusteel-
la, koska ne vaihtelevat''. Törrönen ja Vornanenkin (2008) ovat todenneet, että ''toimintatut-
kimuksessa ei ole olemassa mitään ehdottomasti oikeaa tai väärää tietä''. 
 
Vaikka toimintatutkimukselle onkin vaikea asettaa yleispätevää viitekehystä, niin tutkijan on 
sovellettava tutkimusta tehdessään jotakin määritelmää. Omasta mielestäni toimintatutki-
musta kuvaa parhaiten seuraava luonnehdinta. ''Toimintatutkimus on käytännönläheinen tapa 
lähestyä jotakin tiettyä ongelmaa ja kehittää siihen konkreettisia ratkaisumalleja. Tunnus-
omaista toimintatutkimukselle on käytännön ja teorian vuorovaikutus sekä syklimäinen ete-
nemistapa. Syklimäisen jatkuvan parantamisen periaatteen mukaisesti toimintaa pyritään 
kehittämään uusien kierrosten aikana aina paremmaksi ja paremmaksi. Toimintatutkimus 
 25 
sopii hyvin tilanteisiin, missä toiminnalla pyritään muuttamaan jotakin ja samanaikaisesti 
kasvattamaan tietoisuutta ongelmasta sekä muutostarpeesta.'' (Taatila 2009, 12). 
 
Toimintatutkimukselle on tyypillistä, että sen tulosten yleinen luotettavuus on heikko. Syynä 
tähän on se, että toimintatutkimuksen tavoitteet liittyvät tiettyyn rajattuun tapaukseen eikä 
itse tutkimus noudata perinteisen tieteellisen lähestymistavan tarkkuutta ja jäykkyyttä. Tämä 
rajaa toimintatutkimuksen tulosten perusteella tehtyjen johtopäätösten yleistettävyyttä. 
(Leino 2002, 28).  
 
5.1.1 Toimintatutkimusprosessi 
 
Perinteisestä tutkimuskäytännöstä toimintatutkimuksen erottaa tutkimuksen tavoite sekä se, 
että toimintatutkimus ei aina etene johdonmukaisesti (Leino 2002, 28; Taatila 2009, 15). 
Toimintatutkimusprosessi ei siis välttämättä etene ennalta laaditun tutkimussuunnitelma mu-
kaisesti, vaan usein se muokkautuu ja elää vielä itse tutkimuksen toteutuksenkin aikana. Pro-
sessille on ominaista, että itse tutkimus voi edetä sekä eteen- että taaksepäin. Itse näen tä-
män toimintatutkimuksen etuna perinteisiin tutkimusmenetelmiin verrattuna. Toimintatutki-
mus joustaa tarvittaessa ja näin ollen se soveltuu erinomaisesti juuri kehityshankkeiden ja 
niihin liittyvien tarpeiden tutkimiseen ja tarkasteluun.  Muita toimintatutkimukselle tyypillisiä 
piirteitä ovat syklisyys sekä tutkijan "sulautuminen" tutkittavaan kohteeseen. (Taatila 2009, 
17).  
 
5.1.2 Toimintatutkimuksen suunnittelu ja toteutus 
 
Toimintatutkimuksessa, kuten kaikessa muussakin tutkimuksessa, etukäteissuunnittelu on 
onnistumisen perusedellytys. Ennen kuin varsinainen toimintatutkimus aloitetaan, laaditaan 
tutkimussuunnitelma, jossa käydään läpi ainakin seuraavat asiat. (Taatila 2009, 14). 
 
 Olosuhteet sekä käytössä olevat resurssit  
 Tavoitteet  
 Sitouttaminen  
 Menetelmä(t)  
 Raportointi  
 Tulosten hyödyntäminen  
 Toimintatutkimuksen toteutus 
 
(Taatila 2009, 14). 
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Suunnittelun jälkeen siirrytään itse tutkimuksen toteuttamiseen. Toteutusvaihe voidaan jao-
tella muun muassa seuraavalla tavalla: 
 
 Ongelman havaitseminen  
 Ongelman kartoitus, selvitys  
 Suunnitelma ongelman ratkaisemiseksi  
 Toiminta, kokeilu  
o keskitytään keskeisimpiin ongelmiin  
o jatkuva reflektointi  
 Havainnointi, arviointi  
o tarpeellisen tiedon kerääminen ja dokumentointi  
o tapahtumapäiväkirja  
 Parannettu suunnitelma  
o kerätyn tiedon tulkinta analysointi  
o tavoitteena konkreettinen ja selkeä kokonaisuus, joka mahdollistaa muutoksen 
toteuttamisen  
o mahdollinen kommenttikierros keskushenkilöille  
 Toiminta, kokeilu  
 Havainnointi, arviointi 
 
(Taatila 2009, 14-15). 
 
Toteutusvaiheen sisältö voi vaihdella tapauskohtaisesti mutta siihen tulisi kuulua ainakin 
suunnitelma ongelman ratkaisemiseksi, toiminta ja kokeilu sekä havainnointi ja arviointi. 
Nämä vaiheet kuuluvat toimintatutkimussykliin, joka on esitetty kuviossa 6. (Taatila 2009 14-
15). 
 
 
Kuvio 6. Toimintatutkimussykli (Taatila 2009, 15). 
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5.1.3 Toimintatutkimuksen raportointi 
 
Toimintatutkimuksessa tärkein päämäärä on tutkimuksen käytännön tulos, ei kirjallinen tut-
kimusraportti. (Leino 2002, 28). Siitä huolimatta raportin tulee olla huolella laadittu ja par-
haimmillaan se pystyykin välittämään lukijalleen työn tunnelman siten, että lukijan on mah-
dollista nähdä asian uudelta kannalta (Taatila 2009, 30).  Toimintatutkimuksen raportissa 
tulisi käsitellä ainakin seuraavat asiat: 
 
• Tutkimuksen tarkoitus ja sen perustelut 
• Tutkimuksen asiayhteys 
• Tutkimusmenetelmä ja -tapa  
• Tutkimuskertomus  
• Itsereflektointi ja tutkijan oppimiskokemukset  
• Teoriaan pohjautuva tutkimuskertomuksen reflektointi 
• Tutkimustulosten käyttökelpoisuuden arviointi ja laajempaan kontekstiin sijoittaminen 
 
(Taatila 2009 19-20). 
 
5.2 Tutkimusstrategia 
 
Käytetty tutkimusstrategia lainasi soveltuvia osia toimintatutkimuksen kehittävän työntutki-
muksen sekä kommunikatiivisen toimintatutkimuksen suuntauksista. Kehittävässä työntutki-
muksessa autetaan organisaatiota kehittämään pitkäjänteisesti toimintaansa tarkoituksenmu-
kaisilla välineillä ja työnjaolla. Kehittävälle työntutkimukselle keskeistä on tuottava ja työka-
luvälitteinen toimintapa ja kielellinen kommunikaatio. Kommunikatiivinen toimintatutkimuk-
sen tärkeimpiä tekijöitä ovat taas osallistujien avoin vuorovaikutus ja demokraattinen keskus-
telu (Taatila 2009, 12-13). Ilman avointa, demokraattista ja arvoa tai asemaa katsomatonta 
keskustelua ei organisaation toiminnan kehittäminen ja muutosten aikaansaaminen ole mah-
dollista.  
 
5.3 Tutkimuskertomus 
 
Seuraavissa kappaleissa esittelen opinnäytetyön kohdeorganisaation ja kuvaan ne vaiheet, 
jotka johtivat tämän työn tuloksena syntyneen turvallisuusjohtamisjärjestelmämallin lopulli-
seen muotoutumiseen.  Lukemisen helpottamiseksi tutkimuskertomus on jaettu eri vaiheisiin.  
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5.3.1 Lähtötilanne ja ongelman havaitseminen  
 
Ajatus siitä, että laadin opinnäytetyönäni mallin yksityisen terveydenhuollon palveluita tuot-
tavan yrityksen turvallisuusjohtamisjärjestelmä laatimiseksi, sai alkunsa vuoden 2009 helmi-
kuussa. Tällöin yritys, jonka kanssa olin tehnyt aiemminkin yhteistyötä, pyysi minulta apua 
kolme vuotta vanhan riskien arvioinnin uusimiseen. Ongelmana oli se, että yrityksen yritystur-
vallisuuden taso ei ollut yritysjohdon haluamalla tasolla. Kyseessä oleva yritys tuottaa yksityi-
siä terveydenhuollon palveluita kymmenissä toimipaikoissa ja työllistää satoja ihmisiä. Yrityk-
sessä ei ole päätoimista turvallisuudesta vastaavaa henkilöä, vaan turvallisuustehtävät ja -
vastuut ovat pirstoutuneet useille eri ihmisille. Yritys halusi päivittää riskien arviointinsa siitä 
syystä, että siellä oli tapahtunut äskettäin vahinko. Tämä tunnistamattoman riskin aiheutta-
man vahinko aiheutti toteutuessaan yritykselle merkittäviä taloudellisia menetyksiä sekä han-
kaloitti koko yrityksen toimintaa.  
 
5.3.2 Suunnitelma ongelman ratkaisemiseksi 
 
Kuultuani yrityksen halukkuudesta heidän yritysturvallisuutensa kehittämiseen, pohdin eri 
vaihtoehtoja tilanteen ratkaisemiseksi. Lopulta, pelkän riskien arvioinnin päivittämisen si-
jaan, ehdotin yrityksen henkilöstöjohtajalle, että yritykselle laadittaisiin turvallisuusjohtamis-
järjestelmä, jonka laadintatyön käynnistämisessä minä olisin apuna. Tarkoitukseni oli, että 
kohdeyritykselle rakennetaan turvallisuusjohtamisjärjestelmä ja, että minä itse toimisin sen 
laatimisen alkuvaiheessa prosessipäällikkönä/muutosagenttina. Henkilöstöjohtaja kiinnostui 
ajatuksesta ja sovin hänen kanssaan tapaamisen, jossa esittelin yksityiskohtaisemmin turvalli-
suusjohtamisjärjestelmän rakennetta ja sisältöä.  
 
Seuraavaksi kävin yrityksen johtoryhmän kokouksessa kertomassa tarkemmin turvallisuusjoh-
tamisjärjestelmästä sekä sen laadintaprosessista. Johtoryhmä hyväksyi ehdotukseni, jonka 
jälkeen asiasta tiedotettiin kohdeorganisaation sisällä. Sovittiin, että turvallisuusjohtamisjär-
jestelmän rakentamisen ohjausryhmään kuuluivat minun lisäkseni yrityksen johtoryhmän jä-
senet. Oma roolini prosessissa oli siis laatia turvallisuusjohtamisjärjestelmän malli sekä avus-
taa, konsultoida ja tukea järjestelmän luomistyön alkuvaiheessa. Sen jälkeen kun järjestel-
män laatiminen olisi hyvässä vauhdissa, vetovastuu prosessista jäisi yritykselle itselleen. 
 
Johtoryhmän hyväksynnän jälkeen laadin toimintatutkimussuunnitelman, johon kirjasin työn 
vaiheet, toteutusmenetelmän, aikataulun, käytössä olevat resurssit sekä työn tavoitteen. 
Toimintatutkimussuunnitelma jäi kuitenkin näin jälkikäteen tarkasteltuna liian suppeaksi, 
koska into varsinaisen työn tekemiseen vei voiton etukäteiseltä suunnittelutyöltä. Puutteelli-
nen suunnitelma johti erinäisiin ongelmiin, joihin palaan kappaleessa myöhemmin. 
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5.3.3 Tietojen hankinta 
 
Lähtötilanteen selvittämiseksi hankin kohdeyrityksen nykytilanteesta kaiken saatavilla olleen 
taustatiedon. Tutustuin yrityksen liiketoimintaan, toimintaan liittyviin lakeihin ja asetuksiin, 
läheltä piti -tilanteisiin, vahinkohistoriaan, jo olemassa olevaan turvallisuusohjeistukseen, 
toimipaikkoihin sekä riskien arvioinnin raporttiin. Lisäksi perehdyin erilaisiin turvallisuusjoh-
tamisjärjestelmiä käsitteleviin opinnäytetöihin, väitöskirjoihin, oppaisiin ja kirjoihin. Tausta-
tietojen pohjalta laadin ensimmäisen version turvallisuusjohtamisjärjestelmän laatimisen 
mallista. 
 
Erittäin käyttökelpoiseksi taustatietolähteeksi osoittautui yrityksen edellisen riskien arvioinnin 
raportti. Kolme vuotta vanhan riskien arviointiraportin oli tehnyt organisaation ulkopuolinen 
henkilö ja siinä oli selvitetty kattavasti yrityksen sen hetkistä yritysturvallisuuden tilaa kyse-
lykaavakkeilla ja kohdekäynneillä. Tämän riskien arvioinnin perusteella oli tehty kehitysehdo-
tuksia, jotka kohdistuivat turvallisuusjohtamiseen, toimitilaturvallisuuteen, henkilöturvalli-
suuteen, rikosturvallisuuteen sekä palo- ja pelastusturvallisuuteen. Kehitysehdotuksia ei kui-
tenkaan oltu järjestelmällisesti toteutettu. 
 
5.3.4 Toiminta ja kokeilu 
 
Seuraavaksi siirryttiin vaiheeseen, jossa alkuperäisen mallin mukainen turvallisuusjohtamisjär-
jestelmän rakentaminen aloitettiin. Riskien tunnistamisen käynnistämiseksi sovin kaikkien 
johtoryhmän jäsenten sekä tiettyjen muiden yrityksen avainhenkilöiden, kuten liiketoimin-
tayksiköiden johtajien ja laatupäällikön kanssa erillisen kahdenkeskeisen tapaamisen. Haas-
tattelin kaikkiaan kymmentä eri henkilöä ja keskustelu kunkin kanssa kesti noin kaksi tuntia. 
Haastattelujen tarkoituksena oli tunnistaa yrityksen toimintaa uhkaavia riskejä. Kahdenkes-
keisissä tapaamisissa noudatettiin laatimaani asialistaa. Laadin kullekin henkilölle etukäteen 
listan kysymyksiä joista osa oli kaikille samoja ja osa oli henkilön toimenkuvan mukaan räätä-
löityjä. 
 
Aluksi haastateltava sai kertoa näkemyksensä yrityksen riskeistä vapaasti. Tämän jälkeen 
minä vielä tarkensin asioita kysymyksillä. Tarkoituksenani oli luoda mahdollisimman avoin ja 
vapaamuotoinen keskustelu. Kirjasin keskustelujen aikana ylös kaikki esille nousseet riskit 
sekä myös muita esille nousseita liiketoimintojen kehittämisen liittyviä asioita. Keskustelut 
olivat molemmin puolin onnistuneita. Minä opin paljon yrityksen toiminnasta, riskikarttaan 
saatiin useita kohteita ja keskustelukumppanini tulivat pohtineeksi asioita uudenlaisesta nä-
kökulmasta.  
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Haastattelujen jälkeen analysoin keskustelujen pohjalta keräämäni materiaalin, poistin pääl-
lekkäisyydet ja jaottelin tiedon loogisiin osa-alueisiin. Lopuksi vielä yhdistin kaikki havaitut 
riskit samaan riskikarttaan. Seuraavassa ohjausryhmän kokouksessa riskeille määritettiin nii-
den seurausten vakavuuden ja esiintymisen todennäköisyyden avulla riskien suhteellista kes-
kinäistä suuruusjärjestystä kuvaava riskiluku. Riskiluvun määrittämisen apuna käytettiin tau-
lukossa 2 esitettyä asteikkoa. Muodostuneessa riskikartassa toistui useita myös jo aikaisemmin 
toteutetun riskien arvioinnin yhteydessä esiin tulleita epäkohtia. Syynä tähän oli se, että ai-
emmin havaittuja riskejä ei oltu järjestelmällisesti poistettu. 
 
Riskin todennäköisyys Riskin  seuraus     
  I. Vähäiset II. Haitalliset III. Vakavat 
A. Epätodennäköinen (Tapahtuu 
kerran / 100v. tai harvemmin) 1. Merkityksetön riski 2. Vähäinen riski 3. Kohtalainen riski 
B. Mahdollinen  
(Tapahtuu kerran / 10 v.) 2. Vähäinen riski 3. Kohtalainen riski  4. Merkittävä riski 
C. Todennäköinen  
(Tapahtuu kerran / 1 v.) 3. Kohtalainen riski 4. Merkittävä riski 5. Sietämätön riski 
 
Taulukko 2. Riskiluvun määrittämisessä apuna käytetty asteikko 
 
Riskien keskinäisen järjestyksen selvittämisen jälkeen määritettiin ohjausryhmässä riskin hai-
tallisuustaso, jonka ylittäville riskeille laadin toimenpide-ehdotukset. Laatimieni toimenpide-
ehdotusten pohjalta ohjausryhmässä valittiin riskienhallintakeinot ja päätettiin toimenpiteille 
vastuuhenkilöt. Yrityksen toimitusjohtaja otti itselleen vastuun turvallisuuspolitiikan laadin-
nasta. Sovittiin, että turvallisuuspolitiikan pohjalta aloitetaan turvallisuuskäsikirjan laadinta.  
 
5.3.5 Turvallisuusjohtamisjärjestelmän laatimisprosessin nykytilanne 
 
Turvallisuusjohtamisjärjestelmän laatimisprosessin alusta on kulunut noin vuosi ja turvalli-
suusjohtamisjärjestelmän rakentaminen on vielä kesken. Kolme ensimmäistä osa-aluetta on 
tehty ja meneillään on neljäs vaihe, eli turvallisuuskäsikirjan laadinta. Prosessi on saatu pis-
teeseen, josta kohdeorganisaatio pystyy itse etenemään ja päävastuu järjestelmän toteutta-
misesta on siirtynyt suunnitelman mukaisesti yritykselle itselleen. Työ on vaatinut minulta 
syvällistä perehtymistä toimialaan sekä turvallisuusjohtamisen lähdeteoksiin, kymmeniä ta-
paamisia, palavereja ja lukuisia muita yhteydenottoja. Kohdeyrityksen järjestelmän rakenta-
miseen on minulta kulunut aikaa kaikkiaan noin 230 työtuntia ja yrityksen työntekijöiltä noin 
70 työtuntia. 
 
5.4 Havainnointi ja arviointi 
 
Turvallisuusjohtamisjärjestelmän laatiminen ei toteutunut täysin odotusteni mukaisesti ja 
alkuperäinen mallini turvallisuusjohtamisjärjestelmän luomisesta osoittautui osittain puut-
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teelliseksi. Taulukkoon 3 olen koonnut alkuperäisen mallin ongelmakohtia sekä ne muutokset, 
jotka tein lopulliseen turvallisuusjohtamisjärjestelmän malliin. Käytännön kokemusten perus-
teella tehdyt muutokset koskevat mallin kolmea ensimmäistä vaihetta, koska turvallisuusjoh-
tamisjärjestelmä laatimistyö on edelleen kesken.  
 
Ongelmakohta Muutos lopulliseen malliin 
Prosessin vastuullisena toteuttajana (proses-
sipäällikkönä) toimi ulkopuolinen konsultti ja 
kohdeorganisaation sitoutuminen jäi puut-
teelliseksi. Ulkopuolisen konsultin rooli orga-
nisaation kehittäjä on haastava, koska ulko-
puolinen ei tunne riittävällä tasolla organi-
saation prosesseja sekä muita sisäisiä asioita. 
Prosessipäällikön tulee aina olla omasta or-
ganisaatiosta. Ulkopuolista konsulttia voi-
daan, ja usein on suositeltavaakin, käyttää 
mutta vain asiantuntijana.  
Kohdeorganisaatiolla ei ollut prosessin to-
teuttamiseen tarvittavia resursseja sillä re-
sursseja ei kartoitettu suunnitteluvaiheessa 
riittävästi. Jos kohdeorganisaatiolla ei ole 
riittäviä resursseja järjestelmän laadintapro-
sessia varten, on todennäköistä, että sitou-
tuminen järjestelmään jää heikoksi eikä se 
muodostu osaksi organisaation toimintaa. 
(Leino 2002, 53). 
Prosessin alkuvaiheessa suunnitellaan tarvit-
tavat resurssit tarkasti ja hyväksytetään 
suunnitelma ylimmällä johdolla jo ennen 
hankkeen aloittamista. 
Ehdotus järjestelmän rakentamisesta tuli 
ulkopuoliselta konsultilta eikä yrityksen ylin 
johto ollut lopulta riittävän innostunut pro-
sessista. 
 
Aloite turvallisuusjohtamisjärjestelmän luo-
misesta pitää tulla organisaatiolta itseltään. 
Muuten tahtotila ja motivaatio eivät ole riit-
tävät järjestelmän luomiseksi. 
Prosessin aikataulu venyi suunniteltua pi-
demmäksi koska prosessin alkuvaiheessa teh-
ty suunnittelu ei ollut riittävän huolellisesti 
toteutettu. 
Alkuvaiheen suunnittelun tärkeyttä on koros-
tettu. 
Riskin arvioinnissa käytetty 3-portainen as-
teikko oli käyttötarkoitukseensa liian suppea. 
Tämän takia riskien keskinäisen järjestyksen 
hahmottaminen vaikeutui ja toimenpiteitä 
vaativien riskien määrä nousi liian suureksi. 
Riskien arvioinnin asteikkoa muutettiin laa-
jemmaksi. Tällöin voidaan keskittää rajalliset 
resurssit kaikkein merkittävimpien riskien 
hallitsemiseen. 
 
Taulukko 3. Muutokset turvallisuusjohtamisjärjestelmän malliin. 
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Työn tuloksena muodostunut malli turvallisuusjohtamisjärjestelmän laatimiseksi on toteutet-
tujen vaiheidensa osalta otettavissa sellaisenaan käyttöön myös muissa yksityisiä terveyden-
huollon palveluita tuottavissa yrityksissä. Muita mallin osa-alueita ei ole vielä ehditty testata 
käytännössä, eikä se ollut tämän opinnäytetyön puitteissa tarkoituskaan. Tämän työn tarkoi-
tuksena oli luoda turvallisuusjohtamisjärjestelmän laatimisen ylläpidon malli sekä käynnistää 
prosessi kohdeorganisaatiossa. Tämä tavoite on saavutettu ja mallin vielä toteuttamatta ole-
vien muiden osien käytännön kokemukset ovat erillisen tutkimuksen aihe. Uskon, että työn 
tulokset helpottavat kaikkien kohdetoimialan yritysten turvallisuustoiminnan järjestämistä ja 
edesauttaa lakisääteisen sekä omaehtoisen turvallisuuden halli 
 
5.5 Jatkotutkimukset 
 
Jatkotutkimuksena pitäisi selvittää tässä työssä esitetyn turvallisuusjohtamisjärjestelmän 
vielä toteuttamatta olevien osien ja koko kokonaisuuden käytännön kokemukset. Lisäksi olisi 
mielenkiintoista tutkia mallin soveltuvuus hoito- ja hoivakoteihin, eläinlääkäripalveluja tuot-
taviin yrityksiin sekä toimialoille, jotka ovat toimintaympäristöltään yksityisen terveydenhoi-
toalan kaltaisia. Hankkeen aikana tuli mieleeni myös se, että haluaisin selvittää miten eri 
menetelmillä ja apuvälineillä suoritettujen riskien arviointien tulokset poikkeavat keskenään 
ja miten ne vaikuttavat lopulliseen turvallisuusjohtamisjärjestelmään. Mallin soveltuvuus nyt 
tarkoituksellisesti työn ulkopuolelle suljettujen, strategisten riskien ja rahoitusriskien hallin-
taan olisi myös erittäin mielenkiintoinen tutkia.  
 
6 Parannettu suunnitelma turvallisuusjohtamisjärjestelmän laatimisesta 
 
Kuten aiemminkin on todettu, ei turvallisuusjohtamisjärjestelmä ole yksityisen terveyden 
huollon toimialalla lakisääteinen. Näin ollen turvallisuusjohtamisjärjestelmän rakennetta ja 
sisältöä voidaan muokata joustavasti kunkin yrityksen omien tarpeiden ja lähtökohtien mukai-
sesti. Ohjeet ja standardit luovat viitekehyksen ja antavat ohjeita, mutta lopullinen vastuu 
järjestelmän sisällöstä on aina yrityksellä itsellään. Turvallisuusjohtamisjärjestelmää laadit-
taessa on hyvä muistaa, että tehokas järjestelmä on yksinkertainen ja helposti ymmärrettävä. 
(Leino 2002, 5).  
 
Seuraavissa kappaleissa esittelen omien kokemuksieni kautta muodostuneen mallin turvalli-
suusjohtamisjärjestelmän rakentamiseksi. Kuvaamaani järjestelmää voidaan hyvin soveltaa 
myös yrityksen omavalvontajärjestelmänä. Tässä työssä esitetty malli ei kuitenkaan pyri ole-
maan ainoa oikea tapa turvallisuusjohtamisjärjestelmän laatimiseksi sillä se voidaan luoda 
monin eri tavoin ja erilaisin menetelmin. Nyt laadittu malli on muodostettu tämän työn myötä 
saatujen kokemusten ja lähdekirjallisuuden suositusten pohjalta. Sen etuna puhtaasti aka-
 33 
teemisin tarkoitusperin tuotettuihin turvallisuusjohtamisjärjestelmän malleihin on käytännön 
kautta saatu kokemus järjestelmän laatimistyön käynnistämisestä. 
 
Kuviossa 7 esitetty malli noudattaa yleisesti käytössä olevaa jatkuvan kehittämisen periaatet-
ta ja jokaiseen osa-alueeseen liittyy olennaisesti tietojen järjestelmällinen dokumentointi. 
Mallin mukaisen turvallisuusjohtamisjärjestelmän rakentaminen käytännössä käydään yksityis-
kohtaisesti läpi liitteenä 1 olevassa toimintaoppaassa. Opas on pyritty laatimaan tiiviiksi ja 
käytännönläheiseksi ohjenuoraksi yritykselle, joka haluaa laatia itselleen turvallisuusjohtamis-
järjestelmän. Opasta ei ole tarkoitettu kaiken kattavaksi käsikirjaksi, vaan olen pyrkinyt tuo-
maan siinä esille nimenomaan niitä merkittävimpiä osa-alueita, jotka nousivat erityisesti esil-
le tämän tutkimuksen yhteydessä.  
 
Kuvaan turvallisuusjohtamisjärjestelmän laatimista ennemmin prosessina kuin projektina. 
Prosessi on terminä sopivampi siksi, että se kuvaa toiminnan jatkuvuutta. Projekteilla kun on 
puolestaan tapana päättyä tietyn tavoitteen saavuttamisen jälkeen. Turvallisuusjohtamisjär-
jestelmää ei voida toteuttaa yksittäisenä kertaprojektina (Suominen 2003, 29-30). 
  
 
 
Kuvio 7. Turvallisuusjohtamisjärjestelmän osa-alueet 
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6.1 Suunnitteluvaihe 
 
Ennen kuin varsinainen turvallisuusjohtamisjärjestelmän rakentaminen aloitetaan, tulee koko 
prosessin toteuttaminen suunnitella huolellisesti. Turvallisuusjohtamisjärjestelmän rakenta-
misesta tehdään toimintasuunnitelma, jossa käydään läpi prosessiin tarvittavat resurssit, työn 
tavoitteet ja rajaukset sekä tavoiteaikataulu (Erola & Louto 2000, 97).  
 
Prosessin aikataulusta ei kannata tehdä liian kunnianhimoista, koska turvallisuuden kehittä-
minen on pitkäkestoinen. Motivaatiota ei voida käskeä ja hyvän turvallisuuskulttuurin saavut-
taminen, joka on turvallisuuden kehittämisen perimmäinen tavoite, vie parhaimmassakin ta-
pauksessa vuosia. Hyvä turvallisuuskulttuuri luodaan hyvällä henkilöstöjohtamisella ja tehok-
kaalla turvallisuuden hallinnalla (Kerko 2001, 32). Turvallisuuskulttuuriin vaikuttavat osa-
alueet on esitetty kuviossa 8. Juuri suunnitteluvaiheen varatun ajan puutteellisuus sekä yri-
tysjohdon riittämätön sitoutuminen turvallisuuden kehittämiseen osoittautuivat myös tämän 
tutkimuksen aikana haasteiksi. Näin ollen kokemuksen kautta on havaittavissa, että suunnitte-
luvaiheen tärkeyttä tämän kaltaisissa prosesseissa ei voitane liikaa korostaa. 
 
 
Kuvio 8. Turvallisuuskulttuuriin vaikuttavat asiat (Työsuojeluhallinto 2008, 6). 
 
Toimintasuunnitelma, mukaan lukien prosessin läpivientiin tarvittavat resurssit, täytyy hyväk-
syttää ylimmällä johdolla ennen kuin prosessia jatketaan. Toimintasuunnitelman laatimisen 
jälkeen muodostetaan prosessin ohjausryhmä, jonka tehtävänä on tukea ja mahdollistaa pro-
sessin eteneminen (Erola & Louto 2000, 101). Yrityksen koosta ja organisaatiorakenteesta 
riippuen ohjausryhmän jäsenten lukumäärä voi vaihdella tapauskohtaisesti mutta käytännön 
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järjestelyjen kannalta on syytä pitää henkilömäärä mahdollisimman rajattuna. Pätevä ja mo-
tivoitunut ohjausryhmä on prosessin onnistumisen suhteen erittäin merkittävä tekijä (Leino 
2002, 58). Prosessin ohjausryhmän kokoonpano voi olla esimerkiksi seuraava: 
 
 prosessipäällikkö 
 yrityksen johtoryhmän jäsenet 
 toimintalinjojen edustajat 
 tukiryhmien edustajat (esim. viestintä) 
 
(Erola & Louto 2000, 101) 
 
Ohjausryhmään kuuluu siis myös yrityksen ylin johto. Ylimmän johdon edustus ohjausryhmäs-
sä on prosessin uskottavuuden kannalta erittäin tärkeää, eikä ilman heidän tukeaan koko 
hankkeella ole onnistumisen mahdollisuuksia. Pelkästään keskijohdon toteuttamana ei ole 
mahdollista saavuttaa kunnollista tulosta. Yrityksen eri toimintalinjojen edustus on kokonai-
suuden kannalta tärkeää, ja näin kaikki toiminnot tulee huomioitua. Useissa yrityksissä eri 
toimintojen johtajat kuuluvat myös yrityksen johtoryhmään. Yrityksen eri tukiryhmien edus-
tajat on hyvä kytkeä prosessiin jo heti alkuvaiheessa. Esimerkiksi sisäisen tiedottamisen rooli 
on hankkeessa tärkeä ja siksi myös yrityksen viestinnästä vastaavan henkilön on tarkoituk-
senmukaista kuulua ohjausryhmään.  
 
Prosessin vastuuhenkilöksi, eli prosessipäälliköksi, valitaan henkilö, joka on yrityksessä sellai-
sessa asemassa, että hän tuntee yrityksen keskeisimmät toiminnot ja henkilöt (Erola & Louto 
2000, 172). Prosessipäällikkönä ei siis voi toimia yrityksen ulkopuolinen konsultti. Ulkopuoli-
nen konsultti voi toimi asiantuntijana ja opastajana mutta prosessista päävastuussa olevan 
henkilön tulee aina olla kohdeorganisaatiosta. 
 
6.2 Riskien arviointi 
 
Riskien arviointi on turvallisuusjohtamisen keskeinen työkalu, joka muodostaa turvallisuusjoh-
tamisjärjestelmälle perustan sekä lähtökohdan toimintatapojen suunnittelulle (Työsuojeluhal-
linto 2008, 8; Levä 2003, 53). Riskien arvioinnissa tunnistetaan ja arvioidaan järjestelmällises-
ti yritykseen sekä sen toimintaan kohdistuvat turvallisuusuhat ja -riskit sekä niiden seurausten 
vakavuus (Levä 2003, 53). Riskien arvioinnin sisältö ja kokonaisuus on esitetty kuviossa 9. 
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Kuvio 9. Riskien arvioinnin sisältö (Malmén & Wessberg 2004, 2). 
 
Riskien arvioinnissa on tärkeää, että arviointia tekevällä ryhmällä on käytössään kaikki tar-
peelliset lähtötiedot. Tarvittavia lähtötietoja ovat muun muassa: 
 
 yksikön/toimipaikan toiminnan ohjeistukset (ml. turvallisuusohjeet) 
 hoito- ja tutkimustyöhön liittyvät ohjeet 
 laitteiden käyttämiseen ja ylläpitoon liittyvät ohjeet 
 tiedot laitteiden käyttöön liittyvistä vaaratekijöistä 
 lääkkeiden käsittelyn ohjeet 
 vaara-, onnettomuus- ja läheltä piti -tilanteiden tiedot 
 sairaspoissaolojen tilastot 
 työtapaturmien tilastot 
 tiedot havaituista sisäisen tiedonkulun ongelmista  
 toimintaan liittyvät lait ja asetukset 
 
(Knuuttila & Tamminen 2004, 10). 
 
Lisäksi yrityksen henkilökunnalta kannattaa kerätä erilaisilla kyselyillä täydentävää tietoa 
arvioinnoin tueksi. Aiheena voivat olla esimerkiksi tiettyjen laitteiden käyttöön liittyvät riskit, 
käytännössä havaitut uhkatilanteet tai henkilöstön kuormittuminen. Kyselyiden tekeminen 
auttaa koko henkilökunnan näkemyksen kartoittamisessa ja työntekijöiden sitouttamisessa. 
Kaikille vastaajille tulee myös muistaa antaa positiivista palautetta ja kyselyiden tulokset 
tulee julkistaa nopeasti. (Knuuttila & Tamminen 2004, 11). 
 
 37 
Tutkimukseni pohjalta havaitsin, että organisaation ulkopuolisena asiantuntijana riittävien 
lähtötietojen saaminen oli haastavaa. Tämän vuoksi katson, että selkeästi paras lopputulos 
voidaan saavuttaa silloin kun turvallisuusjohtamisjärjestelmän laatimisesta vastaa kohdeor-
ganisaatioon kuuluva henkilö. Tällöin tietojen kerääminen ei muodostu sellaiseksi haasteeksi, 
kuin johon organisaation ulkopuolinen henkilö helposti törmää. Vielä lisäksi voidaan tähden-
tää, että käytettäessä oman organisaation työntekijää voidaan luotava järjestelmä rakentaa 
mahdollisimman totuuden mukaisen tiedon pohjalta. Tilanteessa, jossa käytetään ulkopuoli-
sen asiantuntijan apua, saattaa haastattelujen kautta hankittu tieto olla muuteltua.  
 
6.2.1 Riskien tunnistaminen 
 
Jotta yrityksen riskit voidaan tunnistaa kattavasti, täytyy tuntea kaikki yritykset toiminnot ja 
tunnistaa liiketoiminnan avainprosessit. Avainprosessien toiminta selvitetään niiden omistaji-
en kanssa ja prosessit kuvataan yksityiskohtaisesti. Avainprosessien sisältö avataan ja ne pure-
taan edelleen osaprosesseihin sekä peruselementteihin riskikohtien tunnistamisen varmistami-
seksi. On tärkeää selvittää eri osaprosessien sekä peruselementtien toteutumiseen vaikutta-
vat muuttujat, kuten prosessien kriittiset resurssit ja työvaiheet, sekä kytkennät muihin osa-
toimintoihin. (Miettinen 1999 71–79; Knuuttila & Tamminen 2004, 10). 
 
Riskien tunnistaminen on siis yksityiskohtainen tutkintaprosessi, jossa selvitetään systemaatti-
sesti yrityksen toimintaan kohdistuvat riskit. Yrityksen toimintaan kohdistuvia riskejä ja uhka-
tekijöitä voidaan tunnistaa useilla erilaisilla kvalitatiivisilla ja/tai kvantitatiivisilla menetel-
millä sekä erilaisia työkaluja käyttäen. Yleisesti käytettyjä menetelmiä ovat erilaiset tarkis-
tuslistat, haavoittuvuusanalyysit, tapahtumapuut, skenaarioanalyysi ja Courtneyn menetelmä. 
(Miettinen 1999, 147).  Paras ja kattavin tulos saadaan soveltamalla useampaa eri menetel-
mää. Eri menetelmiä voi, ja on jopa suositeltavaa, muokata ja yhdistellä oman tarpeen mu-
kaisesti. Riskien tunnistaminen on jatkuvaa toimintaa ja riskitietous täytyy pitää toimintaym-
päristön muuttuessa kokoajan päivitettynä. (Hämäläinen ym. 2001, 19; Suominen 2003, 33).  
 
Riskien tunnistaminen ei ole pelkästään ylimmän johdon tai yrityksen turvallisuushenkilöstön 
asia, vaan työhön tulee osallistua henkilöitä myös keskijohdosta ja työntekijäportaasta. Kat-
tavan riskikartan aikaansaaminen edellyttää, että riskien tunnistaminen tehdään organisaati-
on kaikissa eri toiminnossa/toimipisteissä. Mitä laajemmin ja perusteellisemmin yrityksen 
riskit saadaan tunnistettua, sitä paremmin turvallisuusjohtamisessa voidaan pureutua juuri 
kyseisen yrityksen ongelmakohtiin.  
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6.2.2 Riskien merkityksen arviointi 
 
Kattavan riskikartan luomisen jälkeen mallinnetaan riskien merkitys yrityksen toiminnalle. 
Riskien merkityksen arviointi voidaan tehdä usealla eri tavalla. Yleisin tapa on määrittää jo-
kaisen tunnistetun riskin seurausten vakavuus ja esiintymisen todennäköisyys. (Erola & Louto 
2000, 134; Lylykoski 2003, 15). Näiden tietojen pohjalta saadaan määritettyä riskeille niiden 
suhteellista keskinäistä suuruusjärjestystä kuvaava riskiluku. Siedettävien ja toimenpiteitä 
vaativien riskien määrittämisessä riskien suhteellista keskinäistä suuruusjärjestystä kuvaava 
riskiluku on erinomainen apu. Riskiluvun avulla riskienhallinnan resurssit on mahdollista kes-
kittää yrityksen kannalta merkittävimpien riskien hallintaan ja käytettyjen panostusten sekä 
saavutettujen hyötyjen keskinäinen suhde voidaan optimoida. 
 
Riskien arvioinnin tuloksia tarkasteltaessa tulee muistaa, että laskennassa käytetyt numeeri-
set arvot ovat suuntaa-antavia arvioita ja niillä suoritettu laskenta antaa vain teoreettisia 
tuloksia (Miettinen 1999, 150).  Tämä ei kuitenkaan ole ongelma, koska riskin absoluuttisen 
arvon selvittäminen ei ole tärkein päämäärä. Sen sijaan on olennaista hahmottaa riskien erot 
eriasteisten seurausten ja todennäköisyyksien avulla. (Tytykoski 2003, 16). 
 
On myös hyvä muistaa, että riskien arvioinnin avulla kyetään hahmottamaan ainoastaan osa 
riskien toteutumisesta aiheutuvien vahinkojen seurauksista. Vahingoista aiheutuu myös piilo-
menetyksiä, joiden arvioiminen on hankalaa. Piilomenetyksien merkitystä voidaan hahmottaa 
kuviossa 10 olevan jäävuorimallin avulla, jossa havaitut menetykset ovat jäävuoren huippuna 
vain pieni osa riskien todellisista negatiivisista vaikutuksista. (Suominen 2003, 47-48). 
 
 
Kuvio 10. Jäävuorimalli vahingoista aiheutuvista piilomenetyksistä. 
 
Mene-
tykset 
Piilomenetykset 
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6.2.2.1 Suppea arviointi 
 
Riskien merkityksen arviointi voidaan toteuttaa eri laajuisena riippuen siitä mitä osatekijöitä 
halutaan huomioida. Yleisin ja yksinkertaisin tapa on arvioida jokaisen riskin osalta sen esiin-
tymisen todennäköisyys ja riskin vaikutusten laajuus. Todennäköisyys voidaan määritellä esi-
merkiksi arvioimalla mihin taulukon 4 luokista riski sijoittuu. 
 
Riskiluokka Riskin kuvaus Tapahtumisen todennäköisyys 
1 Äärimmäisen harvinainen riski Kerran 200 vuodessa 
2 Harvinainen riski Kerran 50 vuodessa 
3 Melko harvinainen riski Kerran 10 vuodessa 
4 Melko todennäköinen riski Kerran vuodessa 
5 Erittäin todennäköinen riski Kerran kuukaudessa 
 
Taulukko 4. Riskien esiintymisen todennäköisyys (Suominen, 43-44). 
 
Samalla periaatteella arvioidaan jokaisen riskin osalta vahingon vaikutusten laajuus yrityksen 
toiminnalle tapauksessa, jossa riski toteutuu. Vaikutusten laajuutta kannattaa arvioida sanal-
lisen vahinkokuvauksen lisäksi myös euromääräisesti. Euromääräinen taloudellisen vahingon 
arvio auttaa konkretisoimaan asiaa. (Suominen, 43-44). Vahingon vaikutusten laajuus voidaan 
määritellä esimerkiksi arvioimalla mihin taulukon 5 luokista riskin vaikutukset sijoittuvat. 
 
Riskiluokka Vahingon kuvaus Vahingon vaikutus (€) 
1 Mitätön vahinko Noin 1000 
2 Vähäinen vahinko Noin 5000 
3 Tuntuva vahinko Noin 10 000 
4 Suuri vahinko Noin 100 000 
5 Katastrofivahinko Yli 500 000  
 
Taulukko 5. Vahingon vaikutusten laajuus (Suominen, 44). 
 
On tärkeää huomioida, että euromäärä vaihtelee yrityksen koon ja taloudellisen riskinkanto-
kyvyn mukaan, mutta sanallinen kuvaus pysyy yrityksestä riippumatta samana. Pienelle yrityk-
selle tuntuva vahinko voi olla jo 20 000 euron suuruinen menetys kun taas suurelle yritykselle 
tuntuvan vahingon kriteerit täyttyvät vastaa 200 000 euron menetyksestä. Näin ollen on sel-
vää, että euromääräiset kriteerit tulee aina laatia tapauskohtaisesti. 
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Riskin todennäköisyyden ja vaikutuksen arvioinnin jälkeen kullekin riskille määritetään riskilu-
ku. Riskiluku saadaan kertomalla riskin todennäköisyys vahingon vaikutuksella. Riskiluku kuvaa 
riskien keskinäistä suhdetta ja niiden suuruusluokkaeroja yhdistämällä riskin vaikutukset ja 
todennäköisyyden. Riskiluvun määrittämisessä käytettävä laskentakaava on siis seuraava. 
(Miettinen 1999, 150; Suominen, 45). 
 
Vahingon todennäköisyys X vaikutus = riskiluku (Miettinen 1999, 150). 
 
6.2.2.2 Laaja arviointi 
 
Riskien arviointia voidaan laajentaa vielä niin, että vahingon vaikutuksen arviointiin otetaan 
mukaan taloudellisten seurausten lisäksi useampia tekijöitä, kuten esimerkiksi henkilövahin-
got sekä vahingon yhteiskunnalliset vaikutukset.  
 
Henkilöihin kohdistuvia vaikutuksia arvioitaessa arvioidaan muun muassa vammautumisen 
vakavuuden astetta ja kuolonuhrien lukumäärää. Henkilövahinkojen merkitystä voidaan arvi-
oimalla määrittämällä mihin taulukon 6 luokista riskin vaikutukset sijoittuvat. (Suominen 
2003, 49). 
 
Riskiluokka Vahingon kuvaus Vahingon vaikutus 
1 Mitätön henkilövahinko Ei pysyviä vammoja 
2 Pieni henkilövahinko Yksittäisiä vahinkoja, pysyvä vamma 
3 Tuntuva henkilövahinko Useita henkilöitä, pysyviä vammoja 
4 Hyvin suuri henkilövahinko Yksi tai kaksi kuolemantapausta 
5 Katastrofivahinko Useita kuolemantapauksia 
 
Taulukko 6. Henkilövahinkojen seurausten laajuus (Suominen 2003, 49). 
 
Yrityksen yhteiskuntavastuuvelvollisuuden täyttämisen näkökulmasta voidaan pohtia myös 
riskin toteutumisen yhteiskuntaan kohdistuvia seurauksia. Yrityksessä tapahtuvan vahingon 
seurauksena voi aiheutua muun muassa työttömyyttä, kunnan verotulojen laskua, muiden 
palveluiden häiriintymistä ja ympäristön pilaantumista. Riskien toteutumisen yhteiskunnallisia 
vaikutuksia voidaan arvioida määrittämällä mihin taulukon 7 luokista riskit sijoittuvat. (Suo-
minen 2003, 49). 
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Riskiluokka Vahingon kuvaus Vahingon vaikutus 
1 Vähäinen vaikutus Yrityksen toiminta elpyy nopeasti 
2 Kohtalainen vaikutus Toiminta häiriintyy määräajaksi 
3 Suuri vaikutus Toiminta lakkaa osittain, työttömyyttä 
4 Huomattava vaikutus Yrityksen toiminta lakkaa kokonaan, myös 
muunlaisia seurausvaikutuksia 
5 Katastrofivaikutus Huomattavan suuria ja kauas tulevaisuuteen 
ulottuvia vaikutuksia, infrastruktuuri kärsii 
 
Taulukko 7. Yhteiskunnallisten vaikutusten seurausten laajuus (Suominen 2003, 49). 
 
Laajassa arvioinnissa riskiluku määritetään kertomalla riskin todennäköisyys vahingon vaiku-
tusten summalla. Riskiluku määritetään siis kaavalla: 
 
Todennäköisyys X (taloudellinen vahinko + henkilövahinko + yhteiskunnalliset vaikutukset) = 
Riskiluku (Suominen 2003, 49). 
 
Asian havainnollistamiseksi määritän riskiluvun seuraavaa esimerkkiä käyttäen:  
 
Määritetään riskiluku tapahtumalle, jossa lääkärikeskuksessa tapahtuvan uhkatilanteen seura-
uksena vastaanotossa työtä tekevä sairaanhoitaja traumatisoituu, eikä palaudu enää työkykyi-
seksi. Riskiluvun määrittämisen laskelma muotoutuu seuraavasti: 
 
 Riski on toimialalla erittäin todennäköinen 5 
 Vahingosta aiheutuu sairaspoissaolojen kautta yritykselle taloudellisia menetyksiä 
mutta vahingon määrä on vähäinen 2 
 Henkilövahinko on pieni 2 
 Vahingon yhteiskunnalliset vaikutukset ovat vähäiset 1 
 
Riskiluku lasketaan kaavasta: 
 
Eli tässä esimerkissä riskiluku on 5 X (2 + 2 + 1) = 25 
 
6.3 Riskeihin varautuminen  
 
Riskien tunnistamisen ja niiden keskinäisen järjestyksen selvittämisen jälkeen määritetään 
haitallisuustaso, jonka ylittävät riskit edellyttävät toimenpiteitä. (Erola & Louto 2000, 97). 
Vaihtoehtoisia riskienhallintakeinoja ovat:  
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 Riskin poistaminen/toteutumisen estäminen 
 Riskin ja/tai sen toteutumisesta aiheuttavien vaikutusten pienentäminen 
 Riskin siirto (esim. vakuuttaminen, sopimukset) 
 Riskin hyväksyminen ja vahinkoon varautuminen 
 
(Miettinen 1999, 56 - 57) 
 
Riskienhallintakeinoja valittaessa ensisijaisena tavoitteena pidetään riskin poistamista ja tois-
sijaisena tavoitteena riskin pienentämistä (Tytykoski 2003, 19). Aina riskin poissulkeminen tai 
edes pienentäminen ei kuitenkaan ole mahdollista. Tällöin on tärkeää miettiä kuinka riskeihin 
voidaan varautua muilla tavoin, kuten esimerkiksi vakuutusten avulla. Näin ollen myös vakuu-
tuslajien osaaminen riskien varautumiskeinoja määritettäessä on tärkeää. Jokaiselle hyväksy-
tyn haitallisuustason ylittävälle riskille valitaan sopiva riskinhallintakeino sekä vastuuhenkilö. 
Vastuuhenkilön tehtävänä on laatia toimintasuunnitelma ja huolehtia sen toteutumisesta. 
Toimintasuunnitelma sisältää muun muassa valitun riskienhallintakeinon vaatimat toimenpi-
teet, aikataulun ja seurannan.  
 
6.4 Turvallisuuskäsikirjan laadinta 
 
Miettisen (1999) mukaan, turvallisuusjohtamisjärjestelmän yksi tärkeimmistä osa-alueista on 
selkeä ja yrityksen kaikki toiminnot sekä organisaatiotasot kattava yritysturvallisuuden yllä-
pidon ja kehittämisen toimintaohjelma. Tästä toimintaohjelmasta käytän itse nimitystä tur-
vallisuuskäsikirja. Logiikka on näin ollen sama kuin laatu- ja ympäristöjärjestelmissä. Laatu-
järjestelmässä laatukäsikirja sisältää laadunhallintajärjestelmän kuvauksen ja ympäristöjär-
jestelmässä ympäristökäsikirja sisältää ympäristöjärjestelmän kuvauksen.  
 
Turvallisuuskäsikirja ei ole joukko irrallisia toisistaan riippumattomia yksittäisiä ohjeita, vaan 
se muodostuu useista loogisesti eritasoisista ohjetyypeistä ja kokoaa kaikki yritysturvallisuu-
den osa-alueet yhtenäiseksi kokonaisuudeksi. Turvallisuuskäsikirja pitää sisällään muun muas-
sa yrityksen turvallisuuspolitiikan, tavoitteet, kaikki toimintamallit sekä turvallisuuteen liit-
tyvät ohjeet. (Miettinen 1999, 18, 104–106).  Jokainen yritys voi päättää itse, oman organi-
saation koosta, toimintatavoista ja monimuotoisuudesta riippuen, käsikirjansa muodon sekä 
rakenteen (Suomen Standardisoimisliitto SFS ry 2010). Malli erimerkinomaisesta turvallisuus-
käsikirjan sisällysluettelosta on liitteenä 2. 
 
Turvallisuuskäsikirjaan kuuluva turvallisuuspolitiikka on yrityksen ylimmän johdon kannanotto 
yrityksen asenteesta turvallisuuteen. Turvallisuuspolitiikka ottaa huomioon liiketoiminnan 
toiminta-ajatuksen ja luo raamit sekä linjaukset turvallisuustyön kehittämiselle sekä ylläpi-
dolle. Politiikka on luonteeltaan pysyvä ja sitä päivitetään muutaman vuoden välein. Ylimmän 
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tason turvallisuuspolitiikan lisäksi yrityksessä voi olla myös rajattuihin osa-alueisiin liittyviä 
politiikoita (esim. tietoturvallisuuspolitiikka). (Miettinen 1999, 99, 104–106). 
 
Turvallisuuteen liittyvät ohjeet rajataan tarkasti tiettyyn käyttötarkoitukseen sekä sovelta-
misalueeseen. (Miettinen 1999, 104–106). Tyypillisesti tarvittavia ohjeita ovat vahinkojen 
ehkäisemisen ohjeet, tiedottamisen ohjeet sekä toiminnan vakiinnuttamisen ohjeet. (Erola & 
Louto 2000, 145). Ohjeiden suunnittelussa ja toteutuksessa on huomioitava seuraavat asiat:  
 
 liiketoiminnan vaatimukset 
 yksiselitteisyys, käytännöllisyys ja ymmärrettävyys 
 keskitytään liiketoiminnan keskeisiin asioihin 
 katetaan kaikki liiketoiminnan keskeiset osa-alueet 
 yksittäiset ohjeet ovat riippumattomia muista ohjeista 
 ohjeiden tulee myös olla saatavilla aina välittömästi kun niitä tarvitaan 
 
(Miettinen 1999, 108; Erola & Louto 2000, 145). 
 
Ohjeiden laatiminen on turvallisuuden eri osa-alueiden asiantuntijoiden vastuulla. Esimerkiksi 
internetin turvallisen käytön ohjeiden laatimisesta vastaa yrityksen tietotekniikan vastuuhen-
kilö ja ohjeista uhkatilanteiden varalle vastaa yrityksen asiakaspalvelusta vastaava henkilö. 
Varsinainen ohjeiden laatiminen ei kuitenkaan ole ainoastaan vastuuhenkilön tehtävä, vaan 
ohjeet laaditaan työryhmissä, joissa on edustajia eri työntekijäryhmistä. Näin ohjeille saa-
daan laaja tuki ja ne palvelevat paremmin yrityksen turvallisuustarpeita. (Heljaste, Kor-
kiamäki, Laukkala, Mustonen, Peltonen & Vesterinen 2008, 13). Ohjeiden laatimisessa voidaan 
tarvittaessa käyttää apuna myös ulkopuolista asiantuntijaa.  
 
6.5 Henkilöstön koulutustarpeen arviointi  
 
Turvallisuustoiminnan kehittymisen edellytyksenä on henkilökunnan osaaminen. Työntekijöi-
den nykyisen osaamisen ja tarvittavan osaamisen selvittämiseksi tehdään koulutustarvekartoi-
tus. Turvallisuusvastuiden täyttäminen vaatii henkilökunnalta erilaisia valmiuksia, kuten riit-
tävää koulutustasoa. Osaan turvallisuustehtävistä liittyy myös lakisääteisiä osaamisvaatimuk-
sia. Muun muassa laissa työsuojelun valvonnasta ja työpaikan työsuojeluyhteistoiminnasta 
(44/2006), asetuksessa vaarallisten kemikaalien teollisesta käsittelystä ja varastoinnista 
(59/1999) sekä valtioneuvoston asetuksessa maakaasun käsittelyn turvallisuudesta (551/2009) 
on edellytyksiä vastuuhenkilön osaamiselle.  
 
Koulutustarvetta arvioitaessa tulee huomioida myös uusien henkilöiden perehdyttäminen, 
tehtävämuutosten vaikutukset, alihankkijat sekä väliaikaiset työntekijät. Turvallisuuskoulu-
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tuksen sisältöä suunniteltaessa paras lopputulos saavutetaan kun henkilöstölle annetaan mah-
dollisuus vaikuttaa koulutuksen sisältöön. Koulutusta on hyvä havainnollistaa käytännön esi-
merkeillä sekä käymällä läpi oman ja muiden, saman toimialan yritysten, läheltä piti -
tilanteita. (Yritysturvallisuus EK Oy 2010). 
 
Myös itse turvallisuusjohtamisjärjestelmän laatiminen tuottaa paljon uutta henkilökunnalle 
koulutettavaa materiaalia. Nämä erilaiset turvallisuuteen liittyvät ohjeet tulee käydä läpi 
työntekijöiden kanssa ennen kuin niiden noudattamista edellytetään. Kaikissa järjestetyissä 
koulutuksissa on hyvä kerätä osallistujilta kuittaukset, joissa he vahvistavat saaneensa koulu-
tuksen ja noudattavansa koulutuksessa annettuja ohjeita. Näin yritys voi jälkikäteen osoittaa 
kouluttaneensa ohjeet työntekijöille. Joskus poikkeamatilanteissa täytyy todistaa onko työn-
tekijä tai alihankkija ollut tietänyt ohjeista ja niiden noudattamisvelvollisuudesta vahingon 
toteutumisen hetkellä. (Heljaste ym. 2008, 13). 
 
6.6 Ylläpito 
 
Turvallisuuskäsikirjan päivittäminen ja ylläpitäminen on jatkuvaa toimintaa (Yritysturvalli-
suus Ek Oy, 2009). Systemaattisen ja säännöllisen ylläpidon laiminlyönti on yksi yleisimmistä 
johtamisjärjestelmien kompastuskivistä. Siksi turvallisuusjohtamisjärjestelmän ylläpito tu-
leekin liittää yrityksen suunnittelujärjestelmään ja ylläpitovastuut täytyy jakaa organisaati-
ossa. (Erola & Louto 2000, 152).  
 
Ylläpitoon voidaan lukea kuuluvaksi myös sidosryhmäverkoston luominen ja yhteyden pitämi-
nen turvallisuusalan viranomaisiin ja asiantuntijoihin. (Yritysturvallisuus Ek Oy, 2010).  Ver-
kostoa hyödyntämällä säästetään aikaa, vaivaa sekä rahaa kun kaikkia asioita ei tarvitse kek-
siä itse (Miettinen 1999, 157). 
 
6.7 Toiminnan toteutumisen seurannan järjestäminen 
 
Turvallisuusjohtamisessa, kuten kaikessa muussakin suunnitelmallisessa toiminnassa, on tär-
keää säännöllisesti seurata, arvioida ja tarkastella päämäärien ja tavoitteiden saavuttamista 
sekä omaa toimintaa (Hämäläinen ym. 2001, 54; Levä 2003, 56). Seuranta on yritykselle ainoa 
tapa kehittää toimintatapojaan edelleen sekä löytää parannus- ja muutoskohteita. Seuranta 
toteutetaan mittaamalla turvallisuusjohtamisjärjestelmän toimivuutta ja tehokkuutta luotet-
tavalla, yksiselitteisellä ja helppokäyttöisellä tavalla. (Miettinen 1999, 108 ; Henttonen 2000, 
20).   
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Turvallisuustoimenpiteiden toteutumista ja niiden vaikutuksia mitataan selvittämällä teknii-
kassa, ihmisissä sekä organisaatiossa tapahtuneita muutoksia. (Henttonen 2000, 21). Turvalli-
suustoiminnan mittaamiseen soveltuvat muun muassa seuraavat menetelmät: 
 
 järjestelmällisten tarkistuslistojen avulla tehtävät työpaikkatarkastukset 
 turvallisuuskierrokset 
 koneiden ja laitteiden tarkastukset 
 turvallisuuden, työympäristön ja ihmisten käyttäytymisen koeluontoiset arvioinnit 
 henkilöstön asennekartoitukset 
 dokumentoinnin ja tiedostojen analysointi 
 systemaattinen vertailu muiden organisaatioiden hyviin käytäntöihin (benchmarking) 
 
(Henttonen 2000, 21). 
 
Yleisimmin käytettyjä turvallisuusjohtamisjärjestelmän toteutumisen seurantaan käytettyjä 
toimintatapoja ovat turvallisuusauditoinnit, johdon katselmukset sekä turvallisuussuoritusky-
vyn mittaaminen (Kuusisto 2000, 20). Seuraavissa kappaleissa käydään läpi tarkemmin turval-
lisuusjohtamisjärjestelmän seurantaan käytettyjä metodeja. 
 
6.7.1 Turvallisuusmittarit 
 
Turvallisuuden mittaaminen ja seuranta on yksi onnistuneen turvallisuusjohtamisen keskei-
simmistä osa-alueista (Levä 2003, 53; Piisku & Saari 2007, 56). Yrityksen turvallisuuden mit-
taaminen tehokkaasti ja luotettavasti ei kuitenkaan ole aina ja kaikissa tilanteissa helppoa. 
Jotta mittaustulos on todenmukainen, tulee käytettävien mittareiden olla luotettavia, sovel-
tuvia, yksiselitteisiä, helppolukuisia, oikea-aikaisia ja olennaisia. (Miettinen 1999, 109). Tie-
don luotettavuuden ja monipuolisuuden takaamiseksi täytyy käyttää niin ennakoivia kuin rea-
goivia mittareita sekä laadullisia että määrällisiä mittareita (Anttila & Hämäläinen 2008, 18). 
Mittarit jaetaan lisäksi objektiivisiin tai subjektiivisiin sen mukaan, voiko mittauksen suoritta-
ja vaikuttaa mittaustulokseen. Subjektiivinen mittari ei kuitenkaan ole yhtään vähempiarvoi-
nen kuin objektiivinen. (Henttonen 2000, 20). Turvallisuuden mittaamiseen käytettävien mit-
tarien jaottelu on esitetty kuviossa 11. Taulukoissa 8 - 10 on esimerkkejä turvallisuusmitta-
reista. 
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Kuvio 11. Turvallisuuden mittarien jaottelu (Turvatekniikan keskus 2000). 
 
 
Taulukko 8. Ennakoivien ja reagoivien turvallisuusmittarien esimerkkejä (Turvatekniikan kes-
kus 2000). 
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Taulukko 9. Määrällisten ja laadullisten turvallisuusmittarien esimerkkejä (Turvatekniikan 
keskus 2000). 
  
 
Taulukko 10. Objektiivisten ja subjektiivisten turvallisuusmittarien esimerkkejä (Turvateknii-
kan keskus 2000). 
 
Kuviossa 12 on esitetty nelijakoinen malli turvallisuuden osa-alueista. Tätä mallia voidaan 
käyttää apuna turvallisuuden mittaamisessa (Henttonen 2000, 15). Malli jakaa turvallisuuden 
kokonaisuuteen joka muodostuu eri osa-alueista sekä niiden mittaamiseen soveltuvista teki-
jöistä.  
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Kuvio 12. Turvallisuuden eri osa-alueiden mittareiden esimerkkejä (Turvatekniikan keskus 
2000). 
 
6.7.2 Turvallisuusauditoinnit 
 
Auditoinnit ovat tärkeä osa toiminnan toteutumisen seurannan järjestämisestä. Auditointien 
tavoitteena on selvittää täyttyvätkö asetetut turvallisuuden vähimmäisvaatimukset ja ovatko 
tehdyt toimenpiteet riittäviä sekä tehokkaita. (Kuusisto 2000, 20). Turvallisuusauditoinnit/-
tarkastukset jaetaan niiden kattavuuden ja suoritustaajuuden mukaan rutiininomaisiin tarkas-
tuksiin, sisäisiin auditointeihin sekä laajoihin ulkoisiin auditointeihin. Säännöllisiä tarkastuksia 
tehdään muutaman viikon välein. Sisäiset auditoinnit, kuten riskinarvioinnit tms. erikoisselvi-
tykset, tehdään vuosittain ja muutaman vuoden välein arvioidaan koko turvallisuusjohtamis-
järjestelmä riippumattoman asiantuntijatahon toimesta. Kaikkia edellä mainittuja tarkastus-
menettelyjä voidaan hallita esimerkiksi taulukon 11 avulla. (Henttonen 2000, 21). 
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RUTIINITARKASTUKSET 
SISÄISET 
AUDITOINNIT 
ULKOISET  
AUDITOINNIT 
TEKNINEN TUR-
VALLISUUS 
 siisteys ja järjestys 
 koneiden ja laitteiden 
kunto 
 turvalaitteiden testaus 
 lakisääteiset 
tekniset tarkas-
tukset 
 kunnossapito-
tarkastukset 
 riskinarvioinnit 
 laaja teknisen tur-
vallisuuden selvitys 
JOHTAMISJÄR-
JESTELMÄT JA 
MENETTELYTA-
VAT 
 ohjeiden ja toimintata-
pojen noudattaminen 
 vastuut ja velvollisuu-
det 
 korjatut epäkohdat ja 
käsitellyt oppimistilan-
teet 
 järjestelmän 
auditoinnit 
 benchmarking 
 tilannekatsaus 
 laaja johtamisjärjes-
telmien ja menette-
lytapojen selvitys 
TURVALLISUUS-
KULTTUURI 
 toimintatapojen ha-
vainnointi ja palautteen 
antaminen 
 asenne- ja tur-
vallisuusilmapii-
rikyselyt 
 laaja turvallisuus-
kulttuurin selvitys 
 
Taulukko 11. Turvallisuustoiminnan tarkastusmenetelmiä. (Henttonen 2000, 22) 
 
Turvallisuusauditointien suunnittelussa hyvä apuväline on auditointikalenteri. Auditointikalen-
teri päivitetään esimerkiksi puolivuosittain ja siihen merkitään auditoitavat kohteet, auditoi-
jat sekä auditointiajankohta. (Levä 2003, 59).    
 
6.7.3  Johtamisjärjestelmän auditointi 
 
Yritysturvallisuuden jatkuva parantaminen vaatii, edellisessä kappaleessa kuvatun, toiminnan 
mittaamisen ja seurannan lisäksi myös itse johtamisjärjestelmän säännöllistä katselmointia eli 
auditointia. Johtamisjärjestelmä auditoidaan vuosittain yrityksen oman henkilöstön toimesta. 
Ajoittain auditoinnissa on syytä käyttää apuna myös ulkopuolisia auditoijia. (Levä 2003, 58–
59).    
 
Turvallisuusjohtamisjärjestelmän auditoinneisssa verrataan yrityksen toimintaa ja tapoja tur-
vallisuusjohtamisjärjestelmässä kuvattuihin menettelyihin. Tällä tavoin saadaan selvitettyä 
toimiiko yritys asetettujen menettelytapojen mukaisesti vai onko toimintavoissa korjattavaa. 
(Henttonen 2000, 33). Kuviossa 13 on malli turvallisuusjohtamisjärjestelmän auditoinnista. 
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Kuvio 13. Turvallisuusjohtamisjärjestelmän auditointi (Henttonen 2000, 33). 
 
6.7.4 Johdon katselmus 
 
Johdon katselmuksen päämääränä on varmistaa, että turvallisuusjohtamisjärjestelmän toi-
minnasta kerättyjen havaintojen pohjalta tehdään korjaavia toimenpiteitä ja että tarvittaessa 
muutetaan turvallisuuspolitiikkaa, organisaatiota ja resursseja. Vakiintuneelle turvallisuusjoh-
tamisjärjestelmälle riittää kerran vuodessa tehtävä johdon katselmus mutta kehittämis- ja 
muutosvaiheessa vaaditaan lyhyempää tarkasteluväliä. (Kuusisto 2000, 20; Levä 2003, 62). 
Johdon katselmukset myös viestivät työntekijöille johdon sitoutumisesta turvallisuuden edis-
tämiseen ja edesauttavat työntekijöiden ja johdon välistä vapaata kommunikaatiota (Kerko 
2001, 27).  
 
Johdon katselmusten tulee olla hyvin suunniteltuja, etukäteen tiedotettuja ja ne voivat sisäl-
tää esimerkiksi: 
 koko turvallisuusjohtamisjärjestelmän toimivuuden arviointia 
 yksittäisten järjestelmän osien toimivuuden arviointia 
 sisäisten auditointien ja tarkastusten havaintojen käsittelyä 
 sisäisten ja ulkoisten muutospaineiden vaikutusten arviointia 
 tulevaisuuden näkymien arviointia 
 
(Levä 2003, 62; Kerko 2001, 27). 
 
 51 
6.7.5 Vertailuanalyysi 
 
Turvallisuutta voidaan mitata monin eri tavoin mutta pelkkä mittaaminen on yleensä vain 
suuntaa antavaa eikä se vielä kerro koko totuutta (Miettinen 1999, 111). Tämän vuoksi on 
hyvä käyttää vertailuanalyysiä, eli benchmarkingia. Benchmarkingissa verrataan yrityksen 
omaa toimintaa saman toimialan muihin yrityksiin (Yritysturvallisuus Ek Oy 2010). Vertailu 
antaa hyvän kuvan oman yrityksen asioista suhteessa vertailun kohteeseen. Toimintaa voi 
vertailla sisäisesti, ulkoisesti tai suhteessa parhaisiin yrityksiin.  Sisäisessä vertailussa organi-
saation yksiköitä vertaillaan keskenään. Toinen tapa on ulkoinen vertailu, jossa yrityksen toi-
mintaa verrataan muiden saman toimialan yrityksiin. Haastavin tapa on '' best practice'' 
benchmarking, jossa omaan toimintaa verrataan maailma parhaisiin yrityksiin. (Miettinen 
1999, 111).  
 
6.8 Jatkuva parantaminen 
 
Turvallisuusjohtamisjärjestelmä on jatkuva prosessi joka ei valmistu koskaan. Olosuhteet sekä 
riskit muuttuvat ja siksi myös turvallisuusjohtamisjärjestelmän tulee muuttua. Ohjeistuksia ja 
politiikkoja tulee päivittää ja uusia. Jatkuvan parantamisen periaatteen mukaisesti prosessis-
sa palataankin aina uudestaan alkuun ja toiminnan tavoitteita muutetaan sekä myös tiukenne-
taan vuosi vuodelta. (Koskela & Nenonen 2007, 35; Tytykoski 2003, 19-21). 
 
6.9 Dokumentointi 
 
Kaikkiin johtamisjärjestelmiin kuuluu olennaisesti dokumentointi, joka luo pohjan turvalli-
suustoiminnan ylläpitämiseen ja kehittämiseen. Dokumentoinnilla voidaan myös todistaa tur-
vallisuustyö ulkopuolisille tahoille, kuten asiakkaille ja auditoijille. Turvallisuusjohtamisjär-
jestelmä kuvataan, määritellään ja dokumentoidaan turvallisuuskäsikirjassa ja sitä tukevissa 
muissa asiakirjoissa. Dokumentoinnissa on muistettava säännöllinen päivittäminen. 
 
7 Toimialan yritysturvallisuuden erityispiirteet  
 
Yritysturvallisuuden eri osa-alueiden sisältö on yrityksen toimialasta riippumatta pääosin sa-
mankaltainen. Jokaisella toimialalla on kuitenkin tiettyjä sille ominaisia piirteitä ja osa-
alueita jotka poikkeavat muista tai korostuvat. Taulukossa 12 käyn läpi yksityisen terveyden-
huollon erityispiirteitä yritysturvallisuuden eri osa-alueisiin jaoteltuina. Taulukon kahdessa 
ensimmäisessä sarakkeessa on esitetty Yritysturvallisuus Ek Oy:n määritelmä kunkin turvalli-
suuspolitiikan teemasta sekä keskeisestä sisällöstä. Viimeisessä sarakkeessa on tämän työn 
kokemusten ja lähdekirjallisuuden avulla havaittuja toimialalle tyypillisiä erityispiirteitä.  
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Politiikan tai  
periaateohjelman teemat 
Osa-alueen  
keskeinen sisältö 
Yksityisen terveyden-
huollon alalla korostu-
vat asiat 
Henkilöturvallisuus 
 Työntekijöiden suojaaminen 
rikoksilta ja onnettomuuksilta. 
 Liiketoiminnan suojaaminen 
estämällä rikollisen aineksen 
soluttautuminen yritykseen. 
 Avainhenkilöiden suojaami-
nen. 
 Liiketoiminnalle kriittisten 
henkilöresurssien varmentami-
nen. 
 Asiakkaiden turvallisuus. 
 Yrityksen henkilöiden turvalli-
suus. 
  Kodin ja perheen turvallisuus. 
 Matkustusturvallisuus. 
 Henkilösuojaus erityistapauksis-
sa. 
 Tavoitettavuus- ja hälytysjärjes-
telmät . 
 Varamiesjärjestelyt. 
 Luotettavuusmenettelyt. 
 Uhkatilanteet ovat 
henkilökunnan turval-
lisuuden kannalta 
merkittävä tekijä. 
Vastaanottotilojen oi-
kea kalustaminen, 
toimiva hälytysjärjes-
telmä ja yksintyös-
kentelyn välttäminen 
ovat tärkeitä osa-
alueita. 
 Hoitohenkilökunnan 
rekrytointiprosessi on 
hyvän julkisuuskuvan 
takaamiseksi ja rikol-
lisen toiminnan estä-
miseksi hoidettava 
huolellisesti. 
 
Kiinteistö- ja toimitilaturvalli-
suus 
 Yrityksen toimipaikkojen ja -
tilojen riskiarvioon perustuva, 
kustannustehokas suojaami-
nen, joka perustuu kehäajat-
teluun.  
 Tavoitteena on turvata häiriö-
tön työskentely ja estää yri-
tykselle arvokkaan tiedon tai 
materiaalin anastaminen. 
 Toimitilaturvallisuusluokitus ja 
luokituksen mukainen suojaus. 
 Rakenteellinen turvallisuus. 
 Turvallisuusvalvonta. 
 Kokousten ja neuvottelujen tur-
vallisuus. 
 Sopimushallinta ja ulkoistaminen 
 Ylläpito ja huoltosopimukset, 
tarkastukset. 
 Tarkka avainhallinta, 
rikosilmoitinlaitteisto 
ja piirivartiointi ovat 
minivaatimus toimi-
alalla, sillä mm. lääk-
keet, ja tietotekniik-
ka houkuttelevat var-
kaita.   
Pelastustoiminta 
 Tulipalojen ja muiden onnet-
tomuuksien ennaltaehkäisy ja 
nopea sekä oikea vaste onnet-
tomuustilanteissa.  
 Koulutus ja valistustyö. Onnet-
tomuuksiin liittyvien riskien 
hallinta ennakoimalla, poista-
malla, minimoimalla ja va-
kuuttamalla.  
 Henkilöstön yleisten kansalais-
taitojen kehittäminen mm. 
ensiapukoulutuksen ja al-
kusammutuksen osalta. 
 Yrityksen varautumis- ja suunni-
telmavelvoitteet. 
 Pelastussuunnitelma. 
 Varautuminen suuronnettomuuk-
siin. 
  Vakuutusyhtiöiden suojeluehdot 
ja suojeluohjeet. 
 Paloturvallisuus. 
  Teknillinen turvallisuustaso. 
  Tulitöiden turvallisuus. 
 Pelastusalan laittei-
den määräaikaistarkastukset, kun
nossapito-ohjelmat ja huolto. 
 Pelastussuunnitelmas-
sa huomioitava se, et-
tä usein toimipaikka 
sijaitsee kiinteistössä, 
jossa on paljon mui-
takin toiminnanhar-
joittajia ja/tai asuk-
kaita.   
 Henkilökunnan haas-
teena on myös se, et-
tä toimitiloissa voi ol-
la paljon kohteen pe-
lastussuunnitelmaa 
tuntemattomia henki-
löitä (asiakkaat) eva-
kuointihetkellä.  
Työturvallisuus 
 Turvallinen työ ja työntekijöi-
den hyvinvointi.  
 Riskien ennaltaehkäisy ja hyvä 
yrityskuva. 
 Työsuojeluvastuun jakautuminen 
 Työturvallisuus työpaikalla. 
 Koneiden ja työvälineiden turval-
lisuus. 
 Työpaikan sisäinen liikenne. 
 Fysikaaliset tekijät. 
 Vaarallisten aineiden käsittely. 
 Henkilönsuojaimet. 
 Väkivallan kohtaamien työssä, 
yksintyöskentely ja turvallisuus 
 Työhyvinvointi. 
 Työturvallisuus työpaikalla, jossa 
toimii useita yrityksiä. 
 Tutkimuslaitteiden 
määräaikaistarkastuk-
set ja huollot ovat 
laitteiden turvallisen 
toiminnan takaami-
seksi tärkeitä. Erityis-
tä huomiota täytyy 
kiinnittää mm. rönt-
gen- ja magneettiku-
vauslaitteisiin. 
 Neulojen ym. hoito-
tarvikkeiden oikea kä-
sittely on työturvalli-
suuden kannalta mer-
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kittävin asia.  
 Uhkatilanteista tulee 
olla ohjeistus, joka si-
sältää mm. tilanteen 
jälkihoidon. 
 Kemikaalien ja lääk-
keiden käsittelystä tu-
lee olla tarkat ohjeet. 
Rikosturvallisuus 
 Rikosten ennaltaehkäisy ja 
tapahtuneiden rikosten selvit-
täminen. 
 Rikostilanteen seuranta. 
 Yrityksen toimintaan, henkilös-
töön ja omaisuuteen kohdistuva 
rikollisuus. 
 Rikosriskien hallintakeinot. 
  Teknisten laitteiden huolto ja 
kunnossapito (ulkoistaminen, 
partnerisopimukset). 
 Yhteistoiminta viranomaisten 
kanssa. 
 Toimipaikoissa tulee 
olla toimiva hälytys-
järjestelmä, jolla var-
tija saadaan kutsuttua 
nopeasti paikalle. 
 Lainsäädäntöä ollaan 
muuttamassa siten, 
että pysyviä järjes-
tyksenvalvojia voitai-
siin asettaa jatkossa 
myös terveyden- ja 
sosiaalihuollon toimi-
pisteisiin. 
 Rahankuljetukset 
toimipisteiltä pank-
kiin tulee hoitaa am-
mattilaisten toimesta. 
 
Tietoturvallisuus 
 Yrityksen tiedon luottamuksel-
lisuuden, käytettävyyden ja 
eheyden takaaminen.  
 Liiketoiminnan jatkuvuuden 
turvaaminen. 
Asiakkaan tietojen turvaami-
nen.  
 Tietoturvallisuuden menetel-
mien jatkuva seuraaminen ja 
omien toimenpiteiden jatkuva 
parantaminen. 
 Tietojen merkityksen arviointi 
organisaatiolle. 
 Tietojen luokittelu ja käsittely 
eri luottamuksellisuusluokissa. 
 Hallinnollinen tietoturvallisuus. 
 Tietosuoja (yksityisyyden suoja). 
 Tietotekninen turvallisuus (tieto-
tekniikka, tietoliikenne ja mikro-
elektroniikka). 
 Tietosodankäynti (tietojen ja -
järjestelmien laajamittainen sa-
botointi ja toiminnan lamaannut-
taminen). 
 Tietojärjestelmien toiminnan 
jatkuvuuden varmistaminen. 
 Toimialalla käsitel-
lään normaalien hen-
kilötietojen lisäksi 
myös arkaluonteisia 
tietoja, kuten henki-
lön terveydentilaa 
koskevia tietoja. Näin 
ollen tietojen käsitte-
ly ja mahdollinen luo-
vutus tulee olla kat-
tavasti ohjeistettu ja 
tietokannat pitää suo-
jata ja varmistaa eri-
tyisen hyvin. 
 Suomessa ei ole mon-
taa palveluntarjo-
ajaa, joka tuottaa 
toimialalle sopivaa 
tietoteknistä järjes-
telmää.  Tästä syystä 
myös tietokoneohjel-
misto, jolla toimintaa 
harjoitetaan, voi olla 
merkittävä riskialue. 
 
 
Tuotannon ja toiminnan tur-
vallisuus 
 Tavoitteena häiriötön tuotanto 
ja/tai toiminta, nopea toipu-
minen häiriön jälkeen sekä 
turvalliset tuotteet. 
 Jatkuvuussuunnittelu riski-
en arvioinnin perusteella. 
 Liiketoimintariskien arviointi ja 
vaihtoehtosuunnittelu. 
 Tuotevastuu ja –turvallisuus. 
 Varastointi ja kuljetukset. 
 Palvelujen turvallisuus. 
 Logistiikkaturvallisuus. 
 Maksuliikenteen turvallisuus. 
 Arvo-omaisuuden säilytys. 
 Sopimusten (tieto)turvallisuus.  
 Alihankkijat ja palvelutoimitta-
 Toimialalle on tyypil-
listä, että erilaisten 
näytteiden (esim. ve-
rinäytteet) kuljetus 
laboratorioon ja tut-
kimus on ulkoistettu. 
Eli oma toiminta ja 
sen laatu on paljolti 
riippuvainen kuljetus-
palveluja sekä labora-
toriopalveluja tuotta-
vista alihankkijoista. 
 54 
jat. Näiden alihankkijoi-
den tulee siis vastata 
turvallisuustasoltaan 
yrityksen omaa toi-
mintaa. Alihankkijoi-
den kanssa tulee olla 
kirjalliset sopimukset, 
joissa on sovittu vas-
tuista ja velvoitteista 
sekä turvallisuusaudi-
toinneista. Alihankki-
joille tulee olla etu-
käteen selvitetty 
myös korvaavat palve-
luntarjoajat. 
Ulkomaan toimintojen turval-
lisuus 
 Henkilöstön turvallisuustason 
takaaminen heidän ollessaan 
ulkomailla vailla kotimaansa 
palveluja. 
 Kohdemaan korkean riskitason 
vaikutusten poistaminen tai 
pienentäminen. 
 Maiden riskiluokitus. 
 Matkustajan status. 
 Yleiset ohjeet. 
 Toimintaa ohjaava 
lainsäädäntö voi olla 
hyvin erilainen kuin 
Suomessa. 
Valmiussuunnittelu 
 Valmiusvelvoitteen täyttämi-
nen. 
 Kriisiajan toiminnan turvaami-
nen. 
 Varautuminen poikkeusoloihin. 
 Tuotannon ja toiminnan suunnit-
telu. 
 Riskiarvioinnin tarkistaminen 
poikkeusoloihin soveltuvina. 
 Energiahuolto. 
 Raaka-aineet, koneet ja laitteet. 
 Korjaus- ja huoltotoiminta, vara-
osat. 
 Materiaalivarastointi. 
 Alihankinta- ja muut palvelutyöt. 
 Henkilövaraukset (VAP-
menettely) 
 
Ympäristöturvallisuus 
 Ekologisen kestävyyden huo-
miointi, asiakkaiden ja yhteis-
kunnan ympäristöodotusten 
ennakointi, prosessien ja par-
haiden käytäntöjen kehittämi-
nen, vastuun ottaminen ympä-
ristöstä, henkilöstön tietoi-
suuden lisääminen, avoin tie-
dottaminen, sitoutuminen 
standardien periaatteisiin 
 Kestävä kehitys (elinkaariajatte-
lu, ekotase).   
 Ympäristövaikutusten arviointi. 
 Ilmoitus- ja lupamenettely. 
 Vaarallisten aineiden käsittely ja 
säilytys. 
 Ympäristönsuojelun hallintajär-
jestelmä. 
 Ympäristönsuojelun toimintaoh-
jelma. 
 Ilmansuojelu ja päästökauppa. 
 Vesien ja maaperän suojelu. 
 Meluntorjunta ja maisemansuoje-
lu. 
 Kemikaalivalvonta. 
 Jätehuolto. 
 Lääkkeiden ja kemi-
kaalien varastointi tu-
lee olla järjestetty 
asianmukaisesti.  
 Tartuntavaarallisten 
ja ongelmajätteiden 
käsittely tulee hoitaa 
oikein.  
 
 
Taulukko 12. Yksityisen terveydenhuollon alalla korostuvat yritysturvallisuuden piirteet (Yri-
tysturvallisuus Ek Oy 2010). 
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8 Oman työn arviointi ja tavoitteiden saavuttaminen 
 
Työn tavoitteena oli laatia malli yksityisen terveydenhuollon palveluita tuottavan yrityksen 
turvallisuusjohtamisjärjestelmän laatimista ja ylläpitämistä varten sekä käynnistää turvalli-
suusjohtamisjärjestelmän luomisprosessi yhdessä alan yrityksessä. Turvallisuusjohtamisjärjes-
telmän malli on tehty ja järjestelmän laatimisprosessi on kohdeorganisaatiossa jo voiton puo-
lella, sillä työläimmät työvaiheet, kuten tietojen keruu ja riskien arviointi, on tehty. Turvalli-
suuskäsikirjan laatiminen on nyt kohdeorganisaatiossa käynnissä ja seuraava vaihe on henki-
löstön koulutustarpeen arviointiin. 
 
Opinnäytetyön tavoitteet siis saavutettiin ja turvallisuusjohtamisjärjestelmän laatimisproses-
sin käynnistämisen yhteydessä saatiin paljon hyviä käytännön kokemuksia, joiden mukaan 
lopullista mallia muokattiin. Uskon että, työssä laadittu turvallisuusjohtamisjärjestelmän 
malli helpottaa toimialan yritysten turvallisuustoiminnan järjestämistä ja edesauttaa lakisää-
teisen sekä omaehtoisen turvallisuuden hallinnan muodostumista osaksi organisaatioiden ja 
niissä toimivien ihmisten jokapäiväistä toimintaa. Työn tuloksena muodostuneen mallin vielä 
toteuttamatta olevien vaiheiden käytännön kokemusten kerääminen ja näin ollen koko mallin 
yleistettävyyden selvittäminen olisi tärkeää selvittää jatkotutkimuksella. Näin saataisiin toi-
mialalle turvallisuusjohtamisjärjestelmän malli, jonka on kokonaisuudessaan testattu.  
 
Mallin laatiminen ja soveltaminen kohdeorganisaatioon oli työnä mielenkiintoinen, kehittävä 
ja antoisa mutta myös haastava. Turvallisuusjohtamisjärjestelmän laatimisprosessin käynnis-
täminen oli työläämpää kuin etukäteen ajattelin eikä esimerkiksi alkuperäisessä aikataulussa 
pysytty. Aikataulun suunnittelussa täytyykin olla realistinen ja hyväksyä se tosiasia, että toi-
mivan turvallisuusjohtamisjärjestelmän laatiminen yritykselle on pitkäkestoinen motivaatiota 
sekä voimakasta sitoutumista vaativa prosessi ja turvallisuuskulttuurin kehittäminen vie par-
haimmassakin tapauksessa vuosia. Tutkimuksen myötä tuli hyvin esille myös se, että organi-
saation ulkopuolisen konsultin rooli toiminnan kehittäjänä ei ole helppo ja se vaatii paljon 
perehtymistä kohdeorganisaatioon sekä sen prosesseihin ja toimintaan.  
 
Tutkimusmenetelmänä käytetty toimintatutkimus soveltui hyvin tämän kaltaiseen käytännön-
läheiseen kehitystyöhön. Toimintatutkimuksen viitekehys antaa tulkitsijalleen riittävän va-
pauden menetelmien soveltamiseen eikä se näin ollen rajoita liikaa valittavia lähestymistapo-
ja tai käytettyjä menetelmiä.   
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1 Johdanto 
 
Tämän opas kuvaa turvallisuusjohtamisjärjestelmän rakentamisen vaiheita ja se on laadittu 
yksityisen terveydenhuollon palveluita tuottavan yrityksen käyttöön. Oppaan ei ole tarkoitus 
olla kaiken kattava käsikirja, vaan olen pyrkinyt tuomaan siinä esille erityisen tärkeitä osa-
alueita. Opas on muodostettu tutkimuksesta saatujen kokemusten ja lähdekirjallisuuden suo-
situsten pohjalta. Oppaan tarkoituksena on kuvata turvallisuusjohtamisjärjestelmän laatimi-
sen työvaiheet käytännönläheisesti ja ymmärrettävästi. Lukemisen helpottamiseksi oppaasta 
on poistettu lähdeviitteet. Lähdekirjallisuus, tarkemmat perustelut ja teoriaa on esitetty 
opinnäytetyössä, jonka liitteenä tämä opas on. 
 
2 Turvallisuusjohtamisjärjestelmä 
 
Turvallisuusjohtamisjärjestelmän rakentaminen voidaan jakaa kahdeksaan eri päävaiheeseen 
kuvion 1 mukaisesti. Kuviossa malli noudattaa jatkuvan kehittämisen periaatetta ja jokaiseen 
osa-alueeseen liittyy olennaisesti tietojen järjestelmällinen dokumentointi. Toimenpiteet eri 
vaiheissa on kuvattu tarkemmin kappaleissa 3-11.  
 
 
Kuvio 1. Turvallisuusjohtamisjärjestelmän osa-alueet 
 64 
 Liite 1 
3 Suunnitteluvaihe 
 
Kun turvallisuusjohtamisjärjestelmän laatimisesta on tehty päätös, on seuraavana työvaihee-
na toimintasuunnitelman tekeminen. Suunnitelma sisältää prosessiin tarvittavat resurssit, 
työn tavoitteet ja rajaukset sekä tavoiteaikataulun. Toimintasuunnitelma tulee hyväksyttää 
ylimmällä johdolla ennen kuin prosessia jatketaan. Jos tätä ei tehdä, on vaarana, että resurs-
sien suhteen tulee puutteita kesken prosessia. 
  
Seuraavaksi muodostetaan turvallisuusjohtamisjärjestelmän laatimisprosessin ohjausryhmä. 
Yrityksen koosta ja organisaatiorakenteesta riippuen ohjausryhmän koko vaihtelee tapauskoh-
taisesti. Käytännön järjestelyjen kannalta on helpompaa pitää henkilömäärä mahdollisimman 
rajattuna. Prosessin ohjausryhmän kokoonpanoon tulee kuitenkin kuulua: 
 
 prosessipäällikkö 
 yrityksen johtoryhmän jäsenet 
 toimintalinjojen edustajat 
 tukiryhmien edustajat (esim. viestintä) 
 
Prosessin vastuuhenkilöksi (prosessipäälliköksi) valitaan henkilö, joka on yrityksessä sellaises-
sa asemassa, että hän tuntee yrityksen keskeisimmät toiminnot ja henkilöt. Prosessipäällik-
könä ei siis voi toimia yrityksen ulkopuolinen konsultti. Ulkopuolinen konsultti voi toimi asian-
tuntijana ja opastajana mutta prosessista päävastuussa olevan henkilön tulee aina olla koh-
deorganisaatiosta.  Muuten ulkopuolisen konsultin rooli voi vaihdella aivan yrityksen tarpei-
den mukaan. Konsultti voi toimia esimerkiksi vain prosessipäällikön sparraajana tai hän voi 
osallistua prosessiin yhtenä ohjausryhmän jäsenenä.  
 
Prosessipäällikön tehtäviin kuuluu myös aina jokaisen ohjausryhmän kokouksen alussa käydä 
läpi kokouksen agenda ja perehdyttää osallistujat aihealueeseen. Hyvä tapa on myös toimit-
taa kokouksen aiheeseen liittyvää materiaalia tutustuttavaksi jo kokouskutsun yhteydessä. 
Näin ollen jokainen kokoukseen saapuja omaa jo joitakin perustietoja, eikä kokousaikaa kulu 
liian paljon aihealueeseen tutustumiseen.  
 
Heti ohjausryhmän muodostamisen jälkeen pidetään ensimmäinen ohjausryhmän kokous, eli 
aloituskokous. Aloituskokouksessa ylin johto tuo esille oman tahtotilansa ja tukensa turvalli-
suusjohtamisjärjestelmän laatimiselle. Lisäksi käydään läpi muut prosessin kannalta tärkeät 
asiat kuten aikataulu ja toimintasuunnitelma. Huomiota tulee kiinnittää erityisesti siihen, 
että jokaiselle osallistujalle selviää hänen oma roolinsa prosessissa sekä se mitä häneltä edel-
lytetään. Seuraavassa kokouksessa siirrytään varsinaisen turvallisuusjohtamisjärjestelmän 
laatimistyöhön, eli aloitetaan riskien tunnistaminen. 
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4 Riskien arviointi 
 
Riskien arvioinnissa tunnistetaan ja arvioidaan järjestelmällisesti yritykseen sekä sen toimin-
taan kohdistuvat turvallisuusuhat ja -riskit sekä niiden seurausten vakavuus. Riskien arvioin-
nissa on tärkeää, että arviointia tekevällä ryhmällä on käytössään kaikki tarpeelliset lähtötie-
dot. Tarvittavia lähtötietoja ovat muun muassa. 
 
 yksikön/toimipaikan toiminnan ohjeistukset(ml. turvallisuusohjeet) 
 hoito- ja tutkimustyöhön liittyvät ohjeet 
 laitteiden käyttämiseen ja ylläpitoon liittyvät ohjeet 
 tiedot laitteiden käyttöön liittyvistä vaaratekijöistä 
 lääkkeiden käsittelyn ohjeet 
 vaara-, onnettomuus- ja läheltä piti -tilanteiden tiedot 
 sairaspoissaolojen tilastot 
 työtapaturmien tilastot 
 tiedot havaituista sisäisen tiedonkulun ongelmista  
 toimintaan liittyvät lait ja asetukset 
  
Prosessipäällikön tehtävänä on, ennen riskien tunnistamiseen siirtymistä, huolehtia riittävien 
lähtötietojen keräämisestä. Tarvittaessa yrityksen henkilökunnalta kerätään täydentävää 
tietoa erilaisilla kyselyillä. Kyselyt voivat koskea esimerkiksi laitteiden käyttöön liittyviä riske-
jä, uhkatilanteita tai henkilöstön kuormittumista. 
 
4.1  Riskien tunnistaminen 
 
Kattava riskien tunnistaminen edellyttää yritykset toimintojen tuntemista ja liiketoiminnan 
avainprosessien tunnistamista. Ohjausryhmän tehtävänä on siis kuvata tärkeimmät prosessit 
yksityiskohtaisesti. Avainprosessit jaetaan vielä osaprosesseihin sekä elementteihin joista ne 
muodostuvat.  Näiden tietojen pohjalta ohjausryhmä aloittaa riskien tunnistamisen. 
 
Riskien tunnistamisen apuvälineinä voidaan käyttää erilaisia työkaluja. Yksinkertaisin järjes-
telmällinen tapa tunnistaa riskejä perustuu kysymysluetteloiden, eli tarkistuslistojen käyt-
töön. Kysymyksillä selvitetään nopeasti yleiskuva suojausta vaativista kohteista sekä käytössä 
olevista suojausmenetelmistä.  Tarkastuslistojen heikkous on, että ne eivät anna oikeaa kuvaa 
mahdollisista uhkatekijöistä.  Riskien määrittämisessä voidaan käyttää apuna myös skenaario-
analyysiä. Ohjausryhmä päättää mitä apuvälineitä se haluaa käyttää. 
 
Riskien tunnistaminen, valittuja apuvälineitä hyödyntäen, tehdään ryhmätyönä. Ensimmäises-
sä vaiheessa riskien tunnistaminen tehdään ohjausryhmässä. Toisessa vaiheessa riskien tunnis-
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taminen toteutetaan mahdollisimman kattavasti eri toimipaikoissa ja/tai toiminnoissa. Eri 
toimipaikoissa tai toiminnoissa tehtävissä riskien tunnistamisissa ovat paikalla ainakin proses-
sipäällikkö, toiminnon/toimipisteen vastuuhenkilö sekä yksi toiminnon/toimipisteen pitkäai-
kaisista työntekijöistä. Mitä enemmän henkilöitä osallistuu riskien tunnistamiseen, sen katta-
vampi riskikartta saadaan aikaiseksi. 
 
4.2 Riskien merkityksen arviointi 
 
Riskien tunnistamisen jälkeen ohjausryhmässä siirrytään riskien merkityksen arviointiin. Ohja-
usryhmä määrittää jokaisen tunnistetun riskin vaikutukset ja frekvenssin eli tapahtumisen 
todennäköisyyden. Näiden tietojen pohjalta ohjausryhmä laskee kullekin riskille sen merkitys-
tä kuvaavan luvun, eli niin sanotun riskiluvun. Riskiluvun avulla saadaan selvitettyä riskien 
suhteellinen keskinäinen järjestys.   
 
5 Riskeihin varautuminen 
 
Seuraavassa ohjausryhmän kokouksessa, kun kaikille riskeille on saatu arvioitua niiden keski-
näistä suhdetta kuvaavat riskiluvut, määritetään siedettävät riskit ja tarvittavat jatkotoi-
menpiteet. Ohjausryhmässä siis päätetään se haitallisuustaso, jonka ylittäviä riskejä varten 
valitaan riskinhallintakeinot. Vaihtoehtoisia riskienhallintakeinoja ovat:  
 
 Riskin poistaminen/toteutumisen estäminen 
 Riskin ja/tai sen toteutumisesta aiheuttavien vaikutusten pienentäminen 
 Riskin siirto (esim. vakuuttaminen, sopimukset) 
 Riskin hyväksyminen ja vahinkoon varautuminen 
 
Ohjausryhmä myös valitsee jokaisella toimenpiteitä vaativalle riskille vastuuhenkilön. Vastuu-
henkilön tehtävänä on laatia toimintasuunnitelma ja toteuttaa se. Toimintasuunnitelma sisäl-
tää muun muassa valitun riskienhallintakeinon vaatimat toimenpiteet, aikataulun sekä seu-
rannan. 
 
6 Turvallisuuskäsikirjan laadinta 
 
Seuraavaksi laaditaan yritykselle turvallisuuskäsikirja. Käsikirja pitää sisällään koko turvalli-
suusjohtamisjärjestelmän toimintaohjelman. Toimintaohjelma muodostuu useista eritasoisista 
ohjetyypeistä ja kokoaa kaikki yritysturvallisuuden osa-alueet yhtenäiseksi kokonaisuudeksi. 
Toimintaohjelma kuuluvat muun muassa yrityksen turvallisuuspolitiikka, tavoitteet, toimin-
tamallit sekä turvallisuuteen liittyvät ohjeet. Malli turvallisuuskäsikirjan sisällysluettelosta on 
liitteenä 2.  
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Turvallisuuspolitiikan laadinta kuuluu yrityksen ylimmälle johdolle. Turvallisuuspolitiikka ot-
taa huomioon liiketoiminnan toiminta-ajatuksen ja luo raamit sekä linjaukset turvallisuustyön 
kehittämiselle sekä ylläpidolle. Ylimmän johdon laatima politiikka käydään läpi ohjausryh-
mässä ja sen periaatteita noudatellen päätetään tarvittavat turvallisuusohjeet sekä muu tur-
vallisuuskäsikirjan sisältö. Tyypillisesti tarvittavia ohjeita ovat erilaiset vahinkojen ehkäisemi-
sen ohjeet, tiedottamisen ohjeet sekä toiminnan vakiinnuttamisen ohjeet.  
 
Käytännön turvallisuusohjeiden laatiminen on turvallisuuden eri osa-alueiden asiantuntijoiden 
vastuulla. Ohjausryhmässä sovitaan vastuuhenkilöt ja ohjeiden laatimisen tavoite aikataulu. 
Ohjausryhmä kokoaa kaikki ohjeet, politiikat ja muut tarvittavat dokumentit yhteen turvalli-
suuskäsikirjaksi.  
  
7 Henkilöstön koulutustarpeen arviointi  
 
Vähimmäisvaatimus on, että ohjausryhmä huolehtii turvallisuuskäsikirjan sisällön kouluttami-
sesta koko henkilöstölle. Tämän lisäksi ohjausryhmässä tehdään koulutustarvekartoitus. Kou-
lutustarpeen selvittämiseksi kartoitetaan henkilökunnan nykyinen osaamisen sekä arvioidaan 
tarvittavat lisätiedot ja -taidot. Kartoituksen jälkeen ohjausryhmä määrittää koulutukset sekä 
niiden aikataulun. Jos yrityksellä ei ole käytössä koulutusrekistereitä, niin ne laaditaan. Re-
kistereihin merkitään kaikkien työntekijöiden käymät kurssit ja koulutukset. Näin varmiste-
taan, muun muassa ettei osaaminen pääse vanhentumaan.  Koulutustarvetta arvioitaessa 
huomioidaan myös uusien henkilöiden perehdyttäminen, tehtävämuutosten vaikutukset, ali-
hankkijat sekä väliaikaiset työntekijät. 
 
8 Ylläpito 
 
Ohjausryhmä valitsee turvallisuusjohtamisjärjestelmän eri osa-alueille vastuuhenkilöt. Tämän 
lisäksi valitaan myös henkilö, joka huolehtii koko turvallisuusjohtamisjärjestelmän pitämises-
tä ajan tasalla sekä sidosryhmäverkoston luomisesta ja yhteyden pitämisestä turvallisuusalan 
toimijoihin. Koko turvallisuusjohtamisjärjestelmän vastuuhenkilön tehtävänä huolehtia, että 
järjestelmään kuuluvien eri osa-alueiden vastuuhenkilöt hoitavat tehtävänsä ja kokonaisuus 
pysyy yhtenäisenä ja toiminta jatkuvana.  
 
9 Toiminnan toteutumisen seurannan järjestäminen 
 
Seurannan avulla valvotaan turvallisuustoimintaa sekä arvioidaan toteutettujen toimenpitei-
den vaikutuksia. Ohjausryhmä päättää miten turvallisuusjohtamisjärjestelmän toiminnan seu-
ranta järjestetään. Apuvälineinä seurannassa käytetään turvallisuusmittareita, turvallisuusau-
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ditointeja, benchmarkingia, johtamisjärjestelmän auditointeja sekä johdon katselmuksia. 
Ohjausryhmä laatii turvallisuusjohtamisjärjestelmän seurannan järjestämisestä suunnitelman. 
 
10 Jatkuva parantaminen 
 
Turvallisuusjohtamisjärjestelmässä tulee jatkuvan parantamisen periaatteen mukaisesti pyr-
kiä aina entistä parempaan turvallisuustasoon ja kiristää päämääriä säännöllisesti. Ohjaus-
ryhmän tuleekin kokoontua säännöllisesti myös sen jälkeen kun turvallisuusjohtamisjärjestel-
mä on saatu rakennettua ja otettua käyttöön.  
 
11 Dokumentointi 
 
Ohjausryhmä huolehtii siitä, että turvallisuusjohtamisjärjestelmän kaikki osa-alueet doku-
mentoidaan turvallisuuskäsikirjaan. 
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