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1. Η έννοια της τηλεργασίας. 
Η τηλεργασία είχε εμφανιστεί για πρώτη φορά στις ΗΠΑ και στη Βόρεια Ευρώπη τη 
δεκαετία του 19701, οπότε ο όρος «τηλεργασία» υποδήλωνε την υποκατάσταση της φυσικής 
εργασίας από την εργασία μέσω τηλεφωνικής επικοινωνίας και μακριά από το γραφείο2. Στα 
μέσα της δεκαετίας του 1990 η τηλεργασία άρχισε να επεκτείνεται σε πολλές ευρωπαϊκές χώρες 
λόγω των ραγδαίων τεχνολογικών εξελίξεων αλλά και της Ευρωπαϊκής Συμφωνίας – Πλαίσιο 
του 1994, με την οποία τέθηκε ένα γενικό προστατευτικό των δικαιωμάτων των εργαζομένων 
πλαίσιο για την αντιμετώπιση των προκλήσεων που γεννούν οι νέες τεχνολογίες3.  
Στη σημερινή εποχή που η ανθρωπότητα μαστίζεται από μία ανεξέλεγκτων διαστάσεων 
υγειονομική κρίση, παρατηρείται μια ταχύτατη μεταστροφή από συμβατικές παραδοσιακές 
μορφές απασχόλησης σε σύγχρονες και πιο ευέλικτες, όπως είναι η εξ αποστάσεως παροχή 
εργασίας με τη χρήση της τεχνολογίας 4 . Η τηλεργασία εφαρμόστηκε άμεσα, απότομα και 
ξαφνικά5, σε μεγάλο όγκο επιχειρήσεων παγκοσμίως ως αντίδραση στην υγειονομική κρίση6 και 
 
1 Internacional Labor Organization (ILO), (2019). “Telework in the 21st century: An evolutionary perspective”, The 
ILO Future of Work series Edward Elgar Publishing,  σελ. 1, διαθέσιμο σε: 
https://www.elgaronline.com/view/edcoll/9781789903744/9781789903744.xml Ημερομηνία τελευταίας 
πρόσβασης: 12.05.2021. Ομοίως, Κωτούλα, Β., – Μήτσης, Π., (2021). ‘’Τηλεργασία και smart working: νέες νομικές 
προκλήσεις’’. Επίκαιρα νομικά θέματα και αναλύσεις, σελ. 59, διαθέσιμο σε: 
https://entha.euc.ac.cy/index.php/entha/article/view/137. Ημερομηνία τελευταίας πρόσβασης: 12.05.2021. 
2 Vries, Η., Tummers, L., Bekkers, V., (2018). ‘’The Benefits of Teleworking in the Public Sector: Reality or 
Rhetoric?’’, διαθέσιμο σε: https://journals.sagepub.com/doi/full/10.1177/0734371X18760124. Ημερομηνία 
τελευταίας πρόσβασης: 12.05.2021. 
3  Οικονομική και Κοινωνική Επιτροπή της Ελλάδος (Ο.Κ.Ε.), (2020). ‘’ΤΗΛΕΡΓΑΣΙΑ-ΠΡΟΒΛΗΜΑΤΑ ΚΑΙ 
ΠΡΟΟΠΤΙΚΕΣ - Γνώμη Πρωτοβουλίας’’, σελ. 3, διαθέσιμο σε: 
http://www.oke.gr/sites/default/files/keimeno_gnomis_shetika_me_tin_tilergasia.pdf. Ημερομηνία τελευταίας 
πρόσβασης: 14.05.2021. 
4 Κωτούλα, Β., Μήτσης, Π., όπ.π., σελ. 59. Ομοίως, Internacional Labor Organization, (2020). ‘’COVID-19: 
Guidance for labour statistics data collection”, σελ. 1, διαθέσιμο σε:  https://www.ilo.org/wcmsp5/groups/public/--
-dgreports/---stat/documents/publication/wcms_747075.pdf. Ημερομηνία τελευταίας πρόσβασης: 14.05.2021. 
5 Ενδεικτικά βλ. Ο.Κ.Ε., όπ.π., σελ. 7, όπου αναφέρεται ότι με το ξέσπασμα της πανδημίας COVID-19 περίπου το 
40% των εργαζομένων στην Ε.Ε. ξεκίνησαν να εργάζονται με τηλεργασία σε πλήρη απασχόληση. 
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φαίνεται ότι έχει σταθεροποιηθεί ως μορφή απασχόλησης σε ποσοστό τουλάχιστον 25% σε 
επίπεδο Ε.Ε. σε κλάδους της οικονομίας που επιτρέπουν την εργασία εξ αποστάσεως7, χωρίς να 
πλήττεται η παραγωγικότητά τους. Η εργασία από το σπίτι καθιερώνεται σταδιακά ως μόνιμη 
μορφή απασχόλησης, ενώ η κυριαρχία της στο πεδίο των εργασιακών σχέσεων πρόκειται να 
ενταθεί το επόμενο χρονικό διάστημα, ανεξάρτητα της πορείας της πανδημίας COVID-19, 
δηλαδή από προσωρινή λύση σε μία πρωτόγνωρη κατάσταση μετατρέπεται σε μόνιμο ευρέως 
διαδεδομένο τρόπο παροχής εργασίας8. 
Σύμφωνα με την Αρχή Προστασίας Δεδομένων Προσωπικού Χαρακτήρα (ΑΠΔΠΧ), «ως 
τηλεργασία θεωρείται η εργασία από απόσταση (δηλαδή χωρίς φυσική παρουσία στον χώρο της 
εργασίας) με χρήση των απαραίτητων τεχνολογιών πληροφορικής και επικοινωνιών»9. Ωστόσο, η 
παγκόσμια επιστημονική κοινότητα δεν έχει καταλήξει μέχρι και σήμερα σε έναν ενιαίο κοινώς 
αποδεκτό ορισμό για την τηλεργασία10. Οι διάφοροι ορισμοί που αποδίδονται στην έννοια αυτή11 
συγκλίνουν σε δύο βασικά κοινά στοιχεία, ήτοι την παροχή εργασίας, εν όλω ή εν μέρει, σε τόπο 
ξένο και διαφορετικό από την έδρα ή τα γραφεία ή τις εγκαταστάσεις των επιχειρήσεων και την 
 
https://www.ilo.org/wcmsp5/groups/public/---ed_protect/---protrav/---
travail/documents/briefingnote/wcms_743447.pdf. Ημερομηνία τελευταίας πρόσβασης: 12.05.2021. Ομοίως, 
Eurofound, (2020). ‘’Living, working and COVID-19’’, COVID-19 series, Publications Office of the European 
Union, Luxembourg, διαθέσιμο σε: https://www.eurofound.europa.eu/publications/report/2020/living-working-and-
covid-19. Ημερομηνία τελευταίας πρόσβασης: 12.05.2021. 
7 Εθνικό Ινστιτούτο Εργασίας και Ανθρωπίνου Δυναμικού (ΕΙΕΑΔ), (2020). ‘’Η ΤΗΛΕΡΓΑΣΙΑ ΣΤΗΝ Ε.Ε. ΠΡΙΝ 
ΚΑΙ ΜΕΤΑ ΤΗΝ ΠΑΝΔΗΜΙΑ COVID 19’’, ΘΕΜΑΤΙΚΟ ΔΕΛΤΙΟ ΕΝΗΜΕΡΩΣΗΣ Νο 3 Νοέμβριος 2020, 
διαθέσιμο σε: https://www.eiead.gr/publications/docs/EIEAD_THEMATIC__ISSUE_TELEWORK__FINAL.pdf. 
Ημερομηνία τελευταίας πρόσβασης: 12.05.2021. 
8  OECD Local Economic and Employment Development, (2020). “Exploring policy options on teleworking: 
Steering local economic and employment development in the time of remote work”, Papers 2020/10, σελ. 8 -9, 
διαθέσιμο σε: https://www.oecd-ilibrary.org/docserver/5738b561-
en.pdf?expires=1615932193&id=id&accname=guest&checksum=0C4073F62317A51341BFB0876B56DD23. 
Ημερομηνία τελευταίας πρόσβασης: 12.05.2021. Επιπλέον, αμερικάνικοι μονοπωλιακοί κολοσσοί έχουν ήδη 
ανακοινώσει ότι στόχος τους είναι το μεγαλύτερο κομμάτι των εργαζομένων τους να απασχολείται από την οικία 
του, βλ. Ενδεικτικά: Newton, C., (2020). ‘’Mark Zuckerberg on taking his massive workforce remote: We’re going 
to be the most forward-leaning company on remote work at our scale’’, διαθέσιμο σε: 
https://www.theverge.com/2020/5/21/21265780/facebook-remote-work-mark-zuckerberg-interview-wfh. Ομοίως, 
Soper, S., (2020). ‘’Amazon extends remote work policy for office employees to June 2021”, διαθέσιμο σε: 
https://www.geekwire.com/2020/amazon-extends-remote-work-policy-office-employees-june-30-next-year/. 
Ημερομηνία τελευταίας πρόσβασης: 12.05.2021. 
9 Αρχή Προστασίας Δεδομένων Προσωπικού Χαρακτήρα (ΑΠΔΠΧ), ‘’ΚΑΤΕΥΘΥΝΤΗΡΙΕΣ ΓΡΑΜΜΕΣ 2/2020 
Λήψη μέτρων ασφάλειας στο πλαίσιο τηλεργασίας’’, σελ. 1, διαθέσιμο σε: 
https://www.dpa.gr/sites/default/files/2020-12/Katefthintiries_grammes_2_2020.pdf. Ημερομηνία τελευταίας 
πρόσβασης: 12.05.2021. 
10 Ληξουριώτης, I., (2017). ‘’Ατομικές Εργασιακές Σχέσεις’’, Εκδόσεις Νομική Βιβλιοθήκη, σελ. 243-244. Ομοίως, 
ΕΙΕΑΔ, όπ.π., σελ. 5 αλλά και Κωτούλα, Β., Μήτσης, Π., όπ.π., σελ. 59-60. 
11 “telework”, “work from home”, “telecommuting”, “virtual work”, “e-work”, “distance working”,“remote work”, 
“work shifting”, “distributed work” ή “flexible working”. 
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εκτέλεση της εργασίας μέσω της χρήσης της πληροφορικής και γενικά των νέων τεχνολογιών 
επικοινωνίας και πληροφορίας12. 
 Ένας ορισμός που γίνεται ευρύτερα αποδεκτός από πολλές χώρες, μεταξύ των οποίων και 
η Ελλάδα13, εμπεριέχεται στο άρθρο 2 της Ευρωπαϊκής Συμφωνίας – Πλαίσιο για την τηλεργασία 
του 2002 και ορίζει ότι τηλεργασία είναι «μία μορφή οργάνωσης ή και εκτέλεσης της εργασίας, 
στο πλαίσιο σύμβασης ή σχέσης εργασίας, με τη χρήση τεχνολογιών της πληροφορίας, η οποία, ενώ 
θα μπορούσε να παρέχεται στις εγκαταστάσεις του εργοδότη, παρέχεται αντ’ αυτού σε σταθερή βάση, 
εκτός των εγκαταστάσεων αυτών κατά τακτικό τρόπο»14. Επομένως, σύμφωνα με την ως άνω 
Ευρωπαϊκή Συμφωνία-Πλαίσιο τα βασικά χαρακτηριστικά της τηλεργασίας είναι η παροχή 
εργασίας μακριά από την επιχείρηση -όχι κατ’ ανάγκη η εργασία από το σπίτι αλλά και η εργασία 
εν κινήσει ή σε ειδικά διαμορφωμένα κέντρα-, η εργασία μέσω της χρήσης των νέων 
τεχνολογιών και εξοπλισμού που παρέχει ο εργοδότης, η παροχή της προαναφερθείσας εργασίας 
σε σταθερή, μόνιμη βάση και όχι περιστασιακά15, η δυνατότητα εργασίας στις εγκαταστάσεις 
της επιχείρησης, ο οικειοθελής χαρακτήρας της απασχόλησης εξ αποστάσεως της οποίας η 
μορφή δίδεται περιγραφικά εκ των προτέρων από τον εργοδότη και η υπογραφή σύμβασης 
εργασίας ατομικής ή συλλογικής που θα καθορίζει τους όρους της συγκεκριμένης μορφής 
απασχόλησης16. 
 
2. Θετικές και αρνητικές πτυχές της τηλεργασίας. 
2.1. Τα πλεονεκτήματα της τηλεργασίας για τον εργοδότη. 
 Η τηλεργασία στις μέρες μας, σε όποια μορφή και αν απαντάται, έχει αποδειχθεί 
σύμμαχος των εργοδοτών καθώς εξασφαλίζει την απρόσκοπτη λειτουργία της επιχείρησης, τη 
συνέχεια της παραγωγικής διαδικασίας άρα και την άμβλυνση των δυσμενών οικονομικών 
συνεπειών. Από τα οφέλη της τηλεργασίας που αποκομίζει ο εργοδότης σε δεσπόζουσα θέση 
 
12 Eurofound and the International Labour Office, (2017). ‘’Working anytime, anywhere: The effects on the world 
of work’’, Publications Office of the European Union, Luxembourg, and the International Labour Office, σελ. 44-
45, Geneva, διαθέσιμο σε: http://eurofound.link/ef1658, ημερομηνία τελευταίας πρόσβασης: 12.05.2021. Ομοίως, 
Κωτούλα, Β., Μήτσης, Π., όπ.π., σελ. 59-60. Ο.Κ.Ε., όπ.π., σελ. 3. ΕΙΕΑΔ, όπ.π., σελ. 5. 
13 Ο.Κ.Ε., όπ.π., σελ. 3. ΕΙΕΑΔ, όπ.π., σελ. 5. 
14  European Foundation for the Improvement of Living and Working Conditions, (2010). ‘’Telework in the 
European Union’’, σελ. 3, διαθέσιμο σε: 
https://www.eurofound.europa.eu/sites/default/files/ef_files/docs/eiro/tn0910050s/tn0910050s.pdf. Ημερομηνία 
τελευταίας πρόσβασης: 12.05.2021. 
15 Ο.Κ.Ε., όπ.π., σελ. 3. 
16 Κωτούλα, Β., Μήτσης, Π., όπ.π., σελ. 59-60. Ο.Κ.Ε., όπ.π., σελ. 3. ΕΙΕΑΔ, όπ.π., σελ. 5. 
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βρίσκονται η μείωση του κόστους της παραγωγής, η αύξηση της παραγωγικότητας και η 
ευθυγράμμιση της εταιρείας με τις διαρκώς αυξανόμενες και μεταβαλλόμενες απαιτήσεις της 
αγοράς ως προς την εναρμόνιση των επιχειρήσεων με τις νέες καινοτόμες τεχνολογικές 
ανακαλύψεις. 
Αναλυτικότερα, η τηλεργασία σταδιακά και μακροπρόθεσμα μπορεί να επιφέρει αύξηση 
της παραγωγικότητας μέσα από τον εκσυγχρονισμό των συστημάτων που χρησιμοποιεί η κάθε 
επιχείρηση βάσει των οποίων οργανώνει και διοικεί καλύτερα τις εργασίες και τις υποχρεώσεις 
προς τους πελάτες της. Επίσης, από το συνδυασμό της πληροφορικής και των τεχνολογιών 
επικοινωνίας με τις νέες μεθόδους εργασίας αλλά και από την κατάργηση των μετακινήσεων 
αυξάνεται ο διαθέσιμος χρόνος, μειώνεται η κόπωση, ο εργαζόμενος είναι πιο ξεκούραστος και, 
επομένως, πιο αποδοτικός17. Αναμφίβολα η επιχείρηση μπορεί να αποκομίσει περαιτέρω κέρδη 
καθώς μειώνονται δραστικά τα πάγια λειτουργικά της έξοδα (π.χ. ενοίκιο, συντήρηση γραφείων, 
πάρκινγκ) αλλά και τα μισθολογικά κόστη αφού χρειάζεται λιγότερα διευθυντικά στελέχη για 
την εύρυθμη λειτουργία της18. Ακόμη, η επιχείρηση επωφελείται αφού έχει τη δυνατότητα να 
επεκτείνει την παροχή των υπηρεσιών της και μετά το τυπικό πέρας του ωραρίου των 
εργαζομένων της και τη θεωρητική λήξη του ωραρίου λειτουργίας της19. 
 Εν συνεχεία, η επιχείρηση έχει την ευελιξία να συνάπτει συμβάσεις εργασίας με 
εργαζομένους με όρους που θα επιβάλλει η ίδια και θα εξυπηρετούν τις προτεραιότητές της αφού 
η τηλεργασία συνδέεται τόσο με πλήρη απασχόληση, όσο και με μερική, εποχιακή, 
υπεργολαβική, ορισμένου χρόνου. Παρέχεται, δηλαδή, σε κάθε επιχείρηση που εφαρμόζει 
τηλεργασία η δυνατότητα να επιλέγει τον αριθμό των εργαζομένων που θα απασχολεί, τους 
μισθούς τους, τη διαχείριση του εργάσιμου χρόνου, κατορθώνοντας να περιορίσει διακριτά τις 
δαπάνες που προορίζονταν για το εργατικό δυναμικό20. Παράλληλα, η τηλεργασία προσφέρει 
στην επιχείρηση τη δυνατότητα να διαλέγει εξειδικευμένους και υψηλά καταρτισμένους 
 
17 Σκαρίπα, Ε., (2008). ‘’Η τηλεργασία ως ευέλικτη μορφή απασχόλησης’’, Μεταπτυχιακή Διπλωματική Εργασία, 
σελ. 20-23, διαθέσιμο σε: https://www.ekdd.gr/ekdda/files/ergasies_esdd/19/13/1304.pdf Ημερομηνία τελευταίας 
πρόσβασης: 12.05.2021. 
18 Ο.Κ.Ε., όπ.π., σελ . 9. 
19 ΕΙΕΑΔ, όπ.π., σελ. 31. 
20 Σκαρίπα, Ε., όπ.π., σελ. 22. 
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εργαζομένους από κάθε γωνιά της γης, γεγονός που πέραν της παραγωγικότητας και της αύξησης 
της κερδοφορίας, συμβάλλει στην θεμελίωση της φήμης και του κύρους της21. 
 
2.2. Οι θετικές συνέπειες της τηλεργασίας στη ζωή των εργαζομένων. 
 Σύμφωνα με την Οικονομική και Κοινωνική Επιτροπή (ΟΚΕ), στα προτερήματα της 
τηλεργασίας για τον εργαζόμενο πληθυσμό συγκαταλέγονται η αυξημένη δυνατότητα ένταξης 
στην αγορά εργασίας για συγκεκριμένες πληθυσμιακές ομάδες που αντιμετωπίζουν είτε 
προβλήματα υγείας π.χ. αναπηρίες, ΑΜΕΑ είτε είναι επιφορτισμένα με γονεϊκές και εν γένει 
οικογενειακές υποχρεώσεις που τους καθηλώνουν στην οικία τους 22 , καθώς η τηλεργασία 
προσφέρει μια ευελιξία που σχετίζεται με τη δομή και το χρόνο της εργασίας23.  Επίσης, καθώς 
μειώνεται ο αριθμός των εργαζομένων που πηγαινοέρχονται από τον τόπο κατοικίας προς στις 
εγκαταστάσεις της επιχείρησης και το αντίθετο, μειώνεται και η κυκλοφοριακή συμφόρηση, οι 
ρύποι, η μόλυνση της ατμόσφαιρας και ο θόρυβος που ταλανίζουν ειδικά τα μεγάλα αστικά 
κέντρα 24 , ενώ ο εργαζόμενος εξοικονομεί χρόνο και γλιτώνει από την άσκοπη κόπωση 25 . 
Επιπλέον, ο εργαζόμενος απασχολείται σε οικείο χώρο που τον εμπνέει και δεν τον αγχώνει, 
εργάζεται χωρίς την εποπτεία του εργοδότη, νιώθει απελευθερωμένος, αναπτύσσει 
πρωτοβουλία26 και λαμβάνει ικανοποίηση από την εργασία του. Για τον εργαζόμενο υφίσταται 
ένα πρόσθετο όφελος, το γεγονός ότι εξοικειώνεται με τις νέες τεχνολογίες και αναπτύσσει νέες 
δεξιότητες που είναι χρήσιμες στην σημερινή ψηφιακή εποχή και μπορούν να τον βοηθήσουν να 
βελτιώσει την ποιότητα της ζωής του σε όλους τους τομείς π.χ. εξοικονόμηση χρόνου, λιγότερες 
μετακινήσεις, περιορισμός άγχους και πίεσης. 
Όπως προαναφέρθηκε, η νέα αυτή ευέλικτη μορφή απασχόλησης δίνει τη δυνατότητα στον 
εργαζόμενο, εφόσον το επιθυμεί, να διαμένει μόνιμα στην επαρχία και να ζει σε ήρεμα, 
ειδυλλιακά μέρη κοντά στη φύση επιτυγχάνοντας βελτίωση της ποιότητας ζωής του 27 . Η 
 
21 Αυτό ωστόσο αποτελεί μειονέκτημα για τους εργαζομένους καθώς αυξάνεται ο ανταγωνισμός μεταξύ τους και 
το «κυνήγι» πτυχίων, σεμιναρίων, μεταπτυχιακών και διδακτορικών διπλωμάτων ώστε να προτιμηθούν αυτοί με 
βάση τα προσόντα τους έναντι άλλων συναδέλφων τους «λιγότερο καταρτισμένων.». 
22 Ο.Κ.Ε., όπ.π., σελ. 9. ΙΝΕ-ΓΣΕΕ, όπ.π., σελ. 8. Υπουργείο Απασχόλησης & Κοινωνικής Προστασίας, (2003). 
‘’Μελέτη για την προώθηση και εφαρμογή της τηλεργασίας στην Ελλάδα’’, σελ. 53-56. 
23 ΙΝΕ-ΓΣΕΕ, όπ.π., σελ. 8. 
24 ΕΙΕΑΔ, όπ.π., σελ. 31.Υπουργείο Απασχόλησης & Κοινωνικής Προστασίας, όπ.π., σελ. 54. 
25 Ruth, S., Chaudhry, I., (2008). ‘’Telework: A Productivity Paradox?’’, IEEE Internet Computing, σελ. 87-90, 
διαθέσιμο σε: https://ieeexplore.ieee.org/document/4670124 Ημερομηνία τελευταίας πρόσβασης: 12.05.2021. 
26 Ο.Κ.Ε., όπ.π., σελ. 10. 
27 ΙΝΕ-ΓΣΕΕ, όπ.π., σελ. 8. 
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παραμονή στην επαρχία δεν ευνοεί μόνο την ψυχική υγεία του εργαζομένου αλλά και τον 
κρατικό μηχανισμό που επιδιώκει να συγκρατήσει τον παραγωγικό πληθυσμό στην επαρχία ώστε 
να υπάρχουν σταδιακά θετικά αποτελέσματα στην κοινωνική συνοχή και την περιφερειακή 
ανάπτυξη μέσω της προσφοράς θέσεων εργασίας και της παροχής ίσων ευκαιριών στο εργατικό 
δυναμικό της επαρχίας με αυτές που δίνονται στους κατοίκους των μεγαλουπόλεων 28 . Σε 
συνθήκες πανδημίας η τηλεργασία βοηθά τον εργαζόμενο να προστατέψει την προσωπική του 
υγεία αλλά και την υγεία της οικογένειάς του. 
 
2.3. Τα μειονεκτήματα της τηλεργασίας. 
Οι καλές σχέσεις και το κλίμα εμπιστοσύνης μεταξύ της εταιρείας και των τηλεργαζομένων, 
η ίση μεταχείριση των εργαζομένων που τηλεργάζονται με αυτούς που παρέχουν εργασία εντός 
της επιχείρησης όσον αφορά την ποσότητα της εργασίας και τα κριτήρια της παραγωγικότητάς 
τους, η σαφής ενημέρωση για τους στόχους - τα χρονοδιαγράμματα - τις επαγγελματικές 
υποχρεώσεις του καθενός,  η εξασφάλιση χώρου εργασίας που προσφέρει ασφάλεια και είναι 
λειτουργικός για τον τηλεργαζόμενο είναι μερικές από τις βασικές προϋποθέσεις που χρειάζεται 
να συντρέχουν για να οργανωθεί σωστά η παροχή της εργασίας από απόσταση και να 
εξασφαλιστεί η εύρυθμη λειτουργίας της εκάστοτε επιχείρησης που εφαρμόζει την τηλεργασία 
αλλά και συνολικά της αγοράς εργασίας. 
Η τηλεργασία από τη φύση της ως ευέλικτη μορφή εργασίας σε συνδυασμό με τη μη 
πλήρωση των ως άνω προϋποθέσεων δημιουργεί ορισμένα προβλήματα σε εργαζομένους και 
εργοδότες. Αρχικά, ενώ δημιουργείται σημαντικός αριθμός θέσεων εργασίας στους τομείς της 
επικοινωνίας, της πληροφορικής, των τεχνολογιών, καταργούνται θέσεις εργασίας που 
σχετίζονται με παραδοσιακά επαγγέλματα και πολλοί εργαζόμενοι που δεν είναι εξοικειωμένοι 
με τις νέες τεχνολογίες απολύονται για να αντικατασταθούν από νεότερους που ανταποκρίνονται 
στα ζητούμενα της σημερινής ψηφιακής εποχής29. 
Ένας από τους σοβαρότερους κινδύνους που εγκυμονεί η τηλεργασία για τον εργαζόμενο 
είναι η εντατικοποίηση της εργασίας, η εργασία πέραν του νόμιμου ωραρίου, η δέσμευσή του τα 
σαββατοκύριακα και τις αργίες με την πρόφαση της ευκολίας πρόσβασης στη βάση δεδομένων 
της επιχείρησης. Η κατάσταση αυτή συνοδεύεται από καταστρατήγηση αδειών, αργιών και από 
 
28 ΕΙΕΑΔ, όπ.π., σελ. 31, Ο.Κ.Ε., όπ.π., σελ. 8-10. 
29 Ο.Κ.Ε., όπ.π., σελ. 8. 
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απλήρωτες υπερωρίες. Επιπλέον, ο εγκλεισμός του εργαζομένου στην οικία του και η εκτέλεση 
όλων των υποχρεώσεων και των δραστηριοτήτων του (οικογενειακών, γονεϊκών, εργασιακών, 
ψυχαγωγίας και ανάπαυσης) στον ίδιο χώρο μπορεί να δημιουργήσει συγχύσεις που να 
επηρεάζουν αρνητικά την ψυχική και σωματική υγεία και ηρεμία του30. 
Η τηλεργασία δημιουργεί πρόβλημα στο χαρακτηρισμό των σχέσεων εργασίας διότι η 
εξάρτηση τηλεργαζομένου και εργοδότη δεν είναι έντονη και ο τελευταίος δύσκολα μπορεί ανά 
πάσα στιγμή να ελέγχει τον πρώτο. Αυτό έχει ως αποτέλεσμα ο χαρακτηρισμός της εργασίας ως 
εξαρτημένης να δύναται εύκολα να αντικατασταθεί από αυτόν της ανεξάρτητης παροχής 
υπηρεσιών31. Η αμφισβήτηση της τηλεργασίας ως εξαρτημένη σχέση εργασίας έχει ως συνέπεια 
οι εργαζόμενοι να κινδυνεύουν να αποκλειστούν από την προστασία που παρέχει η εργατική και 
ασφαλιστική νομοθεσία. Όταν πίσω από την φαινομενικά ανεξάρτητη παροχή υπηρεσιών 
κρύβεται η εξαρτημένη σχέση εργασίας ο εργαζόμενος δεν λαμβάνει την προβλεπόμενη αμοιβή 
με βάση την ισχύουσα συλλογική σύμβαση εργασίας ούτε εργάζεται με τους όρους που αυτή 
προβλέπει, δεν επωφελείται οικονομικά από υπερωριακή απασχόληση ή από εργασία τις αργίες, 
τις γιορτές, τα σαββατοκύριακα, τις βραδινές ώρες. Επιπλέον, ο τηλεργαζόμενος που δεν 
θεωρείται μισθωτός αλλά αυτοαπασχολούμενος δεν έχει δικαίωμα καταγγελίας της σύμβασης, 
δεν απολαμβάνει κάλυψη ασφαλιστικών εισφορών, επιβαρύνεται με τα απαραίτητα μέτρα 
προστασίας της υγείας του και η συμμετοχή του σε συνδικαλιστική οργάνωση δυσχεραίνεται32. 
Ένα άλλο πρόβλημα που αντιμετωπίζει ο εργαζόμενος που τηλεργάζεται είναι η πιθανή 
παραβίαση της ιδιωτικής του ζωής, καθώς με τις νέες τεχνολογίες η άσκηση του διευθυντικού 
δικαιώματος μπορεί να ξεπεράσει τα επιτρεπτά όρια και να λάβει τη μορφή της ηλεκτρονικής 
επιτήρησης33, πράγμα που αναλύεται εκτενώς κατωτέρω. 
Τέλος, όσον αφορά τον εργοδότη, είναι αληθές ότι στα πρώτα στάδια εφαρμογής της 
τηλεργασίας η εκπαίδευση του προσωπικού, ο τεχνολογικός εξοπλισμός που χορηγεί στους 
εργαζομένους για να εργαστούν εξ αποστάσεως και η επιμόρφωση των προϊσταμένων και γενικά 
των επιβλεπόντων των τηλεργαζομένων συνεπάγονται υψηλά κόστη34. Ωστόσο, η απόσβεση 
αυτών των δαπανών είναι άμεση αφού η τηλεργασία αυξάνει την παραγωγικότητα άρα και τα 
κέρδη της επιχείρησης, όπως ήδη ειπώθηκε. Επίσης, ο εργοδότης έχει υποχρέωση αντιμετώπισης 
 
30 Ο.Κ.Ε., όπ.π., σελ. 12-13, ΕΙΕΑΔ, όπ.π., σελ. 32. 
31 Ληξουριώτης, Ι., όπ.π. ΕΙΕΑΔ, όπ.π., σελ. 31 – 32. 
32 Ο.Κ.Ε., όπ.π., σελ. 10-11. 
33 Ο.Κ.Ε., όπ.π., σελ. 13. 
34 Ο.Κ.Ε., όπ.π., σελ. 9. ΕΙΕΑΔ, όπ.π., σελ. 32. 
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ζητημάτων ασφαλείας των προσωπικών δεδομένων των εργαζομένων εξ αποστάσεως, 
ακεραιότητας και εμπιστευτικότητας των πληροφοριών αλλά και αποτροπής πρόσβασης και 
χρήσης των δεδομένων αυτών από οποιονδήποτε. 
 
3. Κίνδυνοι για τα προσωπικά δεδομένα κατά την τηλεργασία. 
3.1. Κίνδυνοι για τα προσωπικά δεδομένα εργαζομένων, επιχείρησης και πελατών από 
κυβερνοεπιθέσεις. 
Κατά την τηλεργασία είναι ιδιαίτερα δυσχερής και απαιτητική η άσκηση ελέγχου για την 
ασφάλεια των δεδομένων από τον υπεύθυνο προστασίας δεδομένων και τον υπεύθυνο ασφαλείας, 
με συνέπεια να διακινδυνεύονται προσωπικά δεδομένα πελατών και εργαζομένων στην 
επιχείρηση αλλά και δικές της εμπιστευτικές πληροφορίες35. Μία από τις βασικότερες απειλές 
για την ασφάλεια των δεδομένων γεννάται διότι τα οικιακά δίκτυα και οι δρομολογητές wifi 
είναι πιο ευάλωτα από τον εξοπλισμό που είναι εγκατεστημένος στα γραφεία της εταιρείας με 
αποτέλεσμα να αυξάνεται ο κίνδυνος κυβερνοεπίθεσης και μη ηθελημένης διαρροής δεδομένων 
της επιχείρησης, των εργαζομένων της και των συναλλασσομένων με αυτή. Επιπλέον, οι 
περισσότερες πληροφορίες αποθηκεύονται στο cloud που παρουσιάζει σημαντικά προβλήματα 
ασφαλείας36, ενώ και το εταιρικό VPN δεν είναι συνήθως αρκετά ισχυρό ώστε να αντιστοιχίζεται 
με την συνεχόμενη αύξηση των τηλεργαζομένων, γεγονός που εμποδίζει την παραγωγικότητά 
τους και καθιστά πιο δύσκολη την προστασία προσωπικών δεδομένων. Περαιτέρω, είναι γεγονός 
ότι η ανταλλαγή μηνυμάτων ηλεκτρονικής αλληλογραφίας αυξάνεται, καθώς απουσιάζουν οι 
εργαζόμενοι από το χώρο εργασίας και δεν αναπτύσσουν άμεση προσωπική επικοινωνία, 
γεγονός που μεγενθύνει τις πιθανότητες υποκλοπής προσωπικών δεδομένων και ευαίσθητων 
πληροφοριών37. 
Επιπροσθέτως, με την τηλεργασία ο εργαζόμενος δουλεύει από την οικία του με 
αποτέλεσμα να διαβιβάζονται προσωπικά δεδομένα από την επιχείρηση ή τον οργανισμό που 
απασχολείται στο σπίτι του. Η κατάσταση αυτή θέτει σε κίνδυνο την ασφάλεια των πληροφοριών, 
 
35 Ιγγλεζάκης, Ι., (2020). ‘’H ασφάλεια δεδομένων στην τηλεργασία’’, Συνήγορος τ. 139/2020, σελ. 61. 
36 Παναγοπούλου-Κουτνατζή, Φ., (2020). ‘’Η προστασία προσωπικών δεδομένων σε περίοδο πανδημίας’’, σελ. 20, 
διαθέσιμο σε: https://www.constitutionalism.gr/wp-
content/uploads/2020/03/2020.03.28_Panagopoulou_privacycoronavirus.pdf  Ημερομηνία τελευταίας πρόσβασης: 
15.05.2021. 
37 ‘’Data protection for remote workers’’, διαθέσιμο σε: https://www.titus.com/data-protection-for-remote-workers 
Ημερομηνία τελευταίας πρόσβασης: 30.05.2021. Ομοίως, Ιγγλεζάκης, Ι., (2020). ‘’H ασφάλεια δεδομένων στην 
τηλεργασία’’, όπ.π., σελ. 62. 
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πόρων και δεδομένων που επεξεργάζεται ο υπεύθυνος επεξεργασίας αλλά και τα δεδομένα 
προσωπικού χαρακτήρα του εργαζομένου άρα κατ’ επέκταση και την ιδιωτική του ζωή. Αξίζει 
να αναφερθεί στο σημείο αυτό ότι η έννοια της ιδιωτικής ζωής σύμφωνα με το ΕΔΔΑ 
περιλαμβάνει το δικαίωμα του κάθε ανθρώπου να αναπτύσσει κοινωνικές σχέσεις και επαφές με 
άλλα άτομα, συνεπώς και τις επαγγελματικές δραστηριότητες και την εργασιακή του 
απασχόληση. Αναμφίβολα, ο εργαζόμενος προσδοκά να προστατεύεται η προσωπική του ζωή 
κατά τη διάρκεια της παροχής εργασίας σε επιχείρηση – εργοδότη38. 
 
3.2. Κίνδυνοι για τα προσωπικά δεδομένα εργαζομένων από εφαρμογή μεθόδων 
παρακολούθησής τους. 
Με την πάροδο των χρόνων και την ταχεία ανάπτυξη της τεχνολογίας έχουν εφευρεθεί 
πολλοί τρόποι παρακολούθησης του εργαζομένου και κυρίως μέσω της παρακολούθησης του 
ηλεκτρονικού υπολογιστή που χρησιμοποιεί για την παροχή της εργασίας του. Ιδιαίτερα στις 
μέρες μας που μεγάλο κομμάτι των εργαζομένων παρέχουν την εργασία τους από το σπίτι έχουν 
εμφανιστεί διάφορα προγράμματα που δίνουν την ευκαιρία στον εργοδότη να παρακολουθεί 
τους υπαλλήλους του. Να επισημανθεί εξαρχής ότι μια τέτοια παρακολούθηση είναι νόμιμη μόνο 
εφόσον ο εργαζόμενος δώσει τη συγκατάθεσή του. 
Μία μέθοδος παρακολούθησης που είναι διαδεδομένη στις περιπτώσεις της τηλεργασίας 
είναι το εικονικό δίκτυο υπολογιστών ή άλλως Virtual Network Computing (VNC)39. Πρόκειται 
για ένα λογισμικό που δίνει τη δυνατότητα σε οποιονδήποτε τρίτο που έχει τους απαραίτητους 
κωδικούς να παρακολουθεί την οθόνη και να έχει απεριόριστη πρόσβαση σε όλους τους 
αποθηκευτικούς χώρους του υπολογιστή του εργαζομένου, αλλά και μέσω δικτύου να ελέγχει ή 
να χειρίζεται τον εν λόγω υπολογιστή 40 . Στα θετικά του VNC συγκαταλέγονται ότι οι 
εργαζόμενοι μπορούν να εργαστούν από το σπίτι τους με πλήρη πρόσβαση στα έγγραφα της 
επιχείρησης χωρίς να απαιτείται καμία μεταφορά δεδομένων, ότι μπορεί να εξασφαλιστεί 
 
38 Ιγγλεζάκης, Ι., (2020). ‘’H ασφάλεια δεδομένων στην τηλεργασία’’, όπ.π., σελ. 61. 
39Richardson, T., Stafford-Fraser, Q., Wood, K., Hopper, A., (1998). ‘’Virtual Network Computing’’, IEEE Internet 
Computing,Volume 2, Number 1, January/February 1998, σελ. 33 – 38, διαθέσιμο σε: 
https://www.researchgate.net/publication/3419151_Virtual_Network_Computing Ημερομηνία τελευταίας 
πρόσβασης: 30.05.2021. 
40 Γιαννάκη, Ε., (2012). ‘’Η ηλεκτρονική επεξεργασία των προσωπικών δεδομένων στο πεδίο των εργασιακών 
σχέσεων (ρυθμιστικό πλαίσιο)’’, Μεταπτυχιακή Διπλωματική Εργασία, σελ. 19, διαθέσιμη σε: 
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εργασιακή συνέχεια με πρόσβαση σε όλα τα δεδομένα της επιχείρησης ακόμα και σε περίπτωση 
φυσικών καταστροφών και ότι καθίσταται εφικτή και γρήγορη η τεχνολογική υποστήριξη εξ 
αποστάσεως. 
Άλλη μία μέθοδος εποπτείας που μπορεί να εφαρμόσει ένας εργοδότης για να 
παρακολουθεί την παραγωγικότητα των εργαζομένων του είτε αυτοί εργάζονται εντός των 
εγκαταστάσεων της επιχείρησης είτε απομακρυσμένα είναι η καταγραφή της πληκτρολόγησης, 
γνωστή και ως keylogging ή keyboard capturing. Η τεχνολογία Keylogger καταγράφει τα 
πλήκτρα που πατήθηκαν σε μία συσκευή ή ένα πληκτρολόγιο και συνήθως το άτομο που κάνει 
χρήση της συσκευής αγνοεί ότι οι κινήσεις του παρακολουθούνται. Ορισμένα προγράμματα 
keylogging μπορεί να έχουν την επιπρόσθετη δυνατότητα καταγραφής στοιχείων που 
αντιγράφηκαν στο πρόχειρο και λήψη στιγμιότυπου από την οθόνη του χρήστη. Ιδιαίτερα στα 
κινητά με οθόνες αφής, όπου το σύνολο των ενεργειών πραγματοποιείται μέσω της επαφής του 
χεριού με την οθόνη, η άνω τεχνολογία δύναται να καταγράψει όλες τις κινήσεις του ανθρώπου41. 
Περαιτέρω, με τη δραστηριότητα οθόνης (activity monitor) που αποτελεί μορφή 
λογισμικού επιτυγχάνεται η παρακολούθηση κάθε τοπικού δικτύου – LAN. Η μέθοδος αυτή 
παρέχει αναλυτικές πληροφορίες σχετικά με το πώς αξιοποιούνται οι πόροι του εργοδότη, σε 
ποιο μέρος και για πόσο χρονικό διάστημα ενεργούν οι εργαζόμενοι – χρήστες. Συνήθως υπάρχει 
ένας κεντρικός υπολογιστής που αποθηκεύονται και καταχωρούνται όλα τα δεδομένα που 
συλλέγονται από ηλεκτρονικούς υπολογιστές τοπικού δικτύου στους οποίους έχει εγκατασταθεί 
το εν λόγω πρόγραμμα42. 
 
3.3. Οι δυνατότητες που παρέχουν στους εργοδότες τα λογισμικά παρακολούθησης των 
εργαζομένων. 
Προς επίρρωση των ανωτέρω, αξίζει να αναφερθούμε σε διαφόρων μορφών λογισμικά που 
κυκλοφορούν στην αγορά τα τελευταία χρόνια και εγγυώνται αποτελεσματική παρακολούθηση 
των εργαζομένων. Για παράδειγμα, το InterGuard είναι ένα ισχυρό λογισμικό παρακολούθησης 
υπαλλήλων που περιλαμβάνει σχεδόν όλες τις δυνατότητες και τα εργαλεία που αναζητούν οι 
 
41  Cyber Security International Institute, ‘’Android Keylogger: Ο κρυφός κατάσκοπος πού παρακολουθεί τί 
πληκτρολογείτε’’, διαθέσιμο σε: https://www.csii.gr/android-
keylogger-%CE%BF-%CE%BA%CF%81%CF%85%CF%86%CF%8C%CF%82-%CE%BA%CE%B1%CF%84
%CE%AC%CF%83%CE%BA%CE%BF%CF%80%CE%BF%CF%82-%CF%80%CE%BF%CF%8D-%CF%80
%CE%B1%CF%81%CE%B1%CE%BA%CE%BF%CE%BB%CE%BF%CF%85/ Ημερομηνία τελευταίας 
πρόσβασης: 30.05.2021. 
42 Γιαννάκη, Ε., όπ.π., σελ. 19-20. 
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επιχειρήσεις σε μια λύση παρακολούθησης υπαλλήλων ειδικά των απομακρυσμένων. Το 
λογισμικό λειτουργεί σε όλους τους τύπους υπολογιστών και συσκευών, μπορεί να αποκλείσει 
επικίνδυνες ή μη παραγωγικές εφαρμογές και ιστοτόπους, μπορεί να παρακολουθεί πότε οι 
εργαζόμενοι είναι ενεργοί και όταν είναι αδρανείς. Το λογισμικό αυτό επιτρέπει την 
παρακολούθηση της δραστηριότητας του υπολογιστή σε πραγματικό χρόνο ή μετά το γεγονός 
μέσω στιγμιότυπων οθόνης και αναπαραγωγής βίντεο. Επιπλέον, στέλνει στον εργοδότη 
αναφορές για το πώς οι εργαζόμενοι ξοδεύουν το χρόνο τους, δηλαδή ποιες εφαρμογές 
χρησιμοποιούν και ποιους ιστοτόπους επισκέπτονται, υπολογίζοντας και πόσο χρόνο ξοδεύουν 
σε κάθε μία43 . Ο εργοδότης χρήστης του λογισμικού της InterGuard ειδοποιείται εάν ένας 
υπάλληλος κάνει έναν συνδυασμό ανησυχητικών συμπεριφορών, όπως εάν εκτυπώσει μία 
εμπιστευτική λίστα πελατών και το βιογραφικό του σημείωμα, ενδείξεις δηλαδή ότι αναζητά 
εργασία και πιθανά να παραιτηθεί παίρνοντας μαζί του και τα στοιχεία των πελατών της 
επιχείρησης44. 
Ένα ακόμη διαδεδομένο πρόγραμμα μέσω του οποίου μπορεί να επιτευχθεί η 
παρακολούθηση των εργαζομένων από τον εργοδότη είναι το Hubstaff, ένα λογισμικό 
παρακολούθησης χρόνου που επιτρέπει την παρακολούθηση των δραστηριοτήτων των 
εργαζομένων κατά τον εργάσιμο χρόνο. Μόλις η εφαρμογή τεθεί σε λειτουργία, παρακολουθεί 
τους ιστότοπους και τις εφαρμογές που επισκέπτονται και χρησιμοποιούν οι εργαζόμενοι, τη 
δραστηριότητα της οθόνης τους, τις κινήσεις του ποντικιού, τα πλήκτρα που πατούν και τον 
χρόνο που αφιερώνουν στην επιφάνεια εργασίας τους. Στη συνέχεια συγκεντρώνει όλα αυτά τα 
δεδομένα και δημιουργεί μεμονωμένες αναφορές για όλους τους εργαζομένους  από τις οποίες 
προκύπτει η ατομική παραγωγικότητα του καθενός. Επιπλέον, με την εφαρμογή αυτή 
υπολογίζεται ο συνολικός χρόνος που σπαταλήθηκε για να διεκπεραιωθεί μια συγκεκριμένη 
εργασία ή έργο, αφού παρέχεται η δυνατότητα πρόσθεσης του χρόνου εργασίας των διαφόρων 
εργαζομένων. Ακολούθως, μπορεί να δημιουργήσει αυτομάτως ένα τιμολόγιο, πράγμα που 
βοηθά τον εργοδότη να χρεώνει τους πελάτες του βάσει των ωρών που ξοδεύτηκαν για την 
ολοκλήρωση των ανατεθειμένων εργασιών. Τέλος, η εφαρμογή Hubstaff για iOS και Android 
 
43  Schooley, S., (2021). ‘’InterGuard Review’’, διαθέσιμο σε: https://www.businessnewsdaily.com/interguard-
review.html Ημερομηνία τελευταίας πρόσβασης: 30.05.2021. 
44 Mosendz, P. & Melin, A., (2020). ‘’Bosses Panic-Buy Spy Software to Keep Tabs on Remote Workers. Phones 
are ringing off the hook at companies providing a bit of Big Brother.’’, διαθέσιμο σε: 
https://www.bloomberg.com/news/features/2020-03-27/bosses-panic-buy-spy-software-to-keep-tabs-on-remote-
workers Ημερομηνία τελευταίας πρόσβασης: 30.05.2021. 
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διαθέτει δυνατότητα παρακολούθησης τοποθεσίας των εργαζομένων που βρίσκονται μακριά από 
τις εγκαταστάσεις τις επιχείρησης, ακόμα και μετά το πέρας της εργάσιμης ημέρας αν ο 
εργαζόμενος δεν αποσυνδεθεί από την εν λόγω εφαρμογή εγκαίρως, ενώ μπορεί και να εκτιμήσει 
πόσο χρόνο αφιερώνουν σε μετακινήσεις, σε προσωπικές εργασίες ή σε παροχή εργασίας από 
ένα συγκεκριμένο μέρος45. 
Μία άλλη ευρέως γνωστή εφαρμογή παρακολούθησης των εργαζομένων είναι η  Time 
Doctor.  Ο πίνακας ελέγχου διαχείρισης που εξασφαλίζει η εφαρμογή αυτή, ο οποίος είναι 
προσβάσιμος μόνο στον εργοδότη που τη χρησιμοποιεί, δείχνει πόσες ώρες εργάστηκαν οι 
εργαζόμενοι, καθώς και τις εργασίες που τους έχουν ανατεθεί. Ο εργοδότης μπορεί να επιλέξει 
με το πάτημα ενός κουμπιού μια χρονική περίοδο και να πληροφορηθεί σχετικά με το τι βλέπουν 
οι υπάλληλοί του, εάν εργάστηκαν με αργούς ρυθμούς και αν ήταν αδρανείς για συγκεκριμένες 
χρονικές περιόδους. Παρόμοια με το Hubstaff, η εφαρμογή για επιτραπέζιους υπολογιστές 
παρακολουθεί ιστοσελίδες που επισκέφτηκαν οι εργαζόμενοι, πληκτρολογήσεις και εφαρμογές 
που χρησιμοποιήθηκαν. Οι πληκτρολογήσεις και οι κινήσεις του ποντικιού μετρώνται σε 
διαστήματα από τρία λεπτά έως μία ώρα, ανάλογα με τον τρόπο που επιλέξει ο εργοδότης να 
ρυθμίσει την επιλογή, ωστόσο οι μετρήσεις δεν θα ληφθούν με ακρίβεια σε αυτό το διάστημα, 
ώστε οι εργαζόμενοι να μην μπορούν να εξαπατήσουν το σύστημα πατώντας τυχαία πλήκτρα 
κάθε τρίτο λεπτό. Το Time Doctor παρακολουθεί επίσης τη χρήση ιστού και εφαρμογών και 
μπορεί να καταγράψει έως και τέσσερις οθόνες ταυτόχρονα, να τραβήξει screengrabs και 
φωτογραφίες από την κάμερα web. Επιπλέον, μπορεί να παρακολουθεί την τοποθεσία των 
εργαζομένων μέσω GPS, ενώ η λειτουργία λήψης κάμερας Time Doctor επιτρέπει στον εργοδότη 
να τραβήξει εικόνα απομακρυσμένων εργαζομένων σε διαστήματα 10 λεπτών, αποτρέποντας 
τον εργαζόμενο να απομακρυνθεί από τη θέση εργασίας του για ένα μικρό διάλειμμα. Τέλος, το 
Time Doctor παρέχει ακόμη μια αναφορά "χρήση κακού χρόνου", εννοώντας την 
παρακολούθηση του χρόνου που αφιερώνουν οι εργαζόμενοι σε κοινωνικά μέσα, ιστότοπους 
ειδήσεων ή σε άλλους ιστότοπους46. 
Ακολούθως, υπάρχει η εφαρμογή VeriClock, η οποία δύναται να χρησιμοποιηθεί για την 
παρακολούθηση των εργαζομένων. Το συγκεκριμένο πρόγραμμα δεν τραβάει στιγμιότυπα 
 
45  Rawson, R., (2021). ‘’Hubstaff Review 2021: Details, Pricing and Features’’, διαθέσιμο σε: 
https://biz30.timedoctor.com/hubstaff-review/ Ημερομηνία τελευταίας πρόσβασης: 30.05.2021. 
46 Marvin R. & Horowitz T.B., (2019). ‘’Time Doctor Review. Broadly functional tool covering time tracking, 
monitoring, and even some project management’’, διαθέσιμο σε: https://www.pcmag.com/reviews/time-doctor 
Ημερομηνία τελευταίας πρόσβασης: 30.05.2021. 
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οθόνης, δεν καταγράφει το πάτημα των πλήκτρων του πληκτρολογίου, ούτε συνδυάζει 
σύνθετους αλγόριθμους για να προσδιοριστεί η παραγωγικότητα των εργαζομένων βάσει των 
στοιχείων που υπάρχουν στις οθόνες τους. Το VeriClock έχει τη δυνατότητα να εξαγάγει εύκολα 
δεδομένα σε πραγματικό χρόνο από εισερχόμενα ρολόγια και να δημιουργήσει αναφορές για τη 
σύγκριση ωρών εργασίας σε πραγματικό χρόνο, ενώ οι ενσωματωμένες σε αυτό δυνατότητες 
γεωγραφικής τοποθεσίας επιτρέπουν στον εργοδότη να παρακολουθεί την τελευταία γνωστή 
θέση όλων των υπαλλήλων47. 
Ακόμη ένα πρόγραμμα που ομοιάζει με τα προαναφερόμενα είναι το Teramind, το οποίο 
προσφέρει ολοκληρωμένες δυνατότητες παρακολούθησης, που φτάνουν μέχρι τη λήψη βίντεο 
και μπορεί να παρέχει ακριβή αναπαράσταση της δραστηριότητας των εργαζομένων σε 
πραγματικό χρόνο στους υπολογιστές τους. Στα κύρια χαρακτηριστικά του Teramind 
περιλαμβάνονται η παρακολούθηση υπαλλήλων, η παρακολούθηση του χρόνου που ξοδεύουν 
για τις εργασίες τους, ο εντοπισμός απειλών από άτομα, η αύξησης της παραγωγικότητας και η 
παροχή προστασίας από την κλοπή δεδομένων. Επίσης, η λειτουργία εντοπισμού βαθιάς 
παρακολούθησης που διαθέτει το άνω πρόγραμμα μπορεί να συλλάβει οποιαδήποτε 
δραστηριότητα εργαζομένου που κυμαίνεται από τις συνηθισμένες εγγραφές οθόνης, τα 
ηλεκτρονικά ταχυδρομεία, ακόμη και τις συνεδρίες μέσω της εφαρμογής zoom, χάρη στην 
δυνατότητα εγγραφών βίντεο ζωντανής περιόδου48. 
Στις μέρες μας που όλο και περισσότεροι εργαζόμενοι σε όλο τον κόσμο τηλεργάζονται η 
εταιρεία Eniable έχει αναπτύξει ένα πρωτότυπο λογισμικό μηχανικής μάθησης με το οποίο 
υπολογίζει πόσο γρήγορα οι εργαζόμενοι ολοκληρώνουν διαφορετικές εργασίες και με βάση τα 
ευρήματα προτείνει τρόπους για την επιτάχυνσή τους. Το πρόγραμμα αυτό βαθμολογεί τον κάθε 
εργαζόμενο με βάση την παραγωγικότητά του και τη βαθμολογία οι εργοδότες δύνανται να τη 
χρησιμοποιούν ως γνώμονα για το ποιοι εργαζόμενοι είναι ικανοί και άρα χρήσιμοι για τους 
σκοπούς της εταιρίας και ποιοι δεν αποτελούν πραγματικά στηρίγματα και χρειάζεται να 
απολυθούν49. 
 
47 Sevilla, G., (2020). ‘’VeriClock Review. Precise time tracking option with solid location features.’’, διαθέσιμο σε: 
https://www.pcmag.com/reviews/vericlock Ημερομηνία τελευταίας πρόσβασης: 30.05.2021. 
48 Sevilla, G., (2020). ‘’Teramind Review. Multifaceted employee-tracking and business security suite’’, διαθέσιμο 
σε: https://www.pcmag.com/reviews/teramind Ημερομηνία τελευταίας πρόσβασης: 30.05.2021. 
49 Will Douglas Heaven, (2020). «This startup is using AI to give workers a “productivity score”», MIT Technology 
Review, διαθέσιμο σε: https://www.technologyreview.com/2020/06/04/1002671/startup-ai-workers-productivity-
score-bias-machine-learning-business-covid/ Ημερομηνία τελευταίας πρόσβασης: 30.05.2021. 
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Πιο συγκεκριμένα, το λογισμικό της Eniable χρησιμοποιώντας τον αλγόριθμο Trigger-
Task-Time παρακολουθεί και απομνημονεύει την τυπική ροή εργασίας για τον κάθε εργαζόμενο, 
δηλαδή σε τι ενέργειες προβαίνει, σε ποιες εργασίες αυτές τον οδηγούν και πόσος χρόνος 
απαιτείται για την ολοκλήρωση των εργασιών αυτών. Όταν το λογιστικό μάθει το τυπικό 
πρότυπο συμπεριφοράς του κάθε εργαζομένου τον βαθμολογεί για την παραγωγικότητά του με 
βάση το 0 και ανώτερο βαθμό το 100. Η βαθμολογία φανερώνει και κατά πόσο ο εργαζόμενος 
συνδράμει με την εργασία του ή αποτελεί τροχοπέδη στην αύξηση της παραγωγικότητας άλλων 
εργαζομένων που ανήκουν στην ίδια ομάδα με αυτόν. Θεωρητικά, οι βαθμολογίες όλων των 
εργαζομένων μιας επιχείρησης μπορούν να συγκριθούν μεταξύ τους, ακόμη και οι υπάλληλοι 
έχουν αναλάβει τη διεκπεραίωση διαφορετικών καθηκόντων. Ωστόσο, το λογισμικό αυτό 
επιφέρει καλύτερα και ορθότερα αποτελέσματα όταν βαθμολογεί εργαζομένους που εκτελούν 
επαναλαμβανόμενες εργασίες σε τμήματα εξυπηρέτησης πελατών ή τηλεφωνικά κέντρα και όχι 
σε δημιουργικές και καίριες θέσεις με πληθώρα διαφόρων αρμοδιοτήτων. Τέλος, το εν λόγω 
λογισμικό περιλαμβάνει και τον αλγόριθμο Leadership Recommender, που εντοπίζει 
συγκεκριμένα σημεία κατά την εκτέλεση εργασιών ενός υπαλλήλου, τα οποία χρήζουν 
βελτιώσεων ώστε να επέλθουν τα καλύτερα δυνατά αποτελέσματα50. 
Όλα τα παραπάνω αποδεικνύουν ότι ο κίνδυνος για παράνομη συλλογή και επεξεργασία 
των προσωπικών δεδομένων των εργαζομένων είναι μεγάλος και πολλές φορές ανεξέλεγκτος. 
Απόδειξη αποτελεί και η υπόθεση που εκδικάστηκε ενώπιον του Μονομελούς Πρωτοδικείου 
Χανίων για την οποία εξεδόθη η υπ’ αρ. 6/2020 απόφαση του ιδίου δικαστηρίου. Σύμφωνα με 
το ιστορικό της υπόθεσης ο εργοδότης είχε εγκαταστήσει στον υπολογιστή της εργαζόμενης 
πρόγραμμα που κατέγραφε την οθόνη και διάφορες πληροφορίες, με τη βοήθεια του οποίου 
αποθηκεύονταν κάθε ενέργειά της με τη μορφή του στιγμιότυπου οθόνης (screenshot), με 
αποτέλεσμα η εργαζόμενη να βρίσκεται υπό διαρκή επιτήρηση. Μία τέτοια συλλογή και 
επεξεργασία δεδομένων προσωπικού χαρακτήρα δεν είναι αναγκαία για τη σύναψη της 
σύμβασης εργασίας ούτε για την εκτέλεσή της, είναι κατασταλτικού και όχι προληπτικού 
χαρακτήρα και μπορεί να είναι νόμιμη μόνο αν υπάρχει συναίνεση από την πλευρά του 
εργαζομένου. Εν προκειμένω, το δικαστήριο έκρινε ότι είναι παράνομη η επεξεργασία των 
προσωπικών δεδομένων, καθώς η ύπαρξη του λογισμικού στην επιφάνεια εργασίας του 
υπολογιστή της εργαζομένης δεν αίρει την υποχρέωση πληροφόρησης από τον εργοδότη σχετικά 
 
50 Will Douglas Heaven, όπ.π. 
 
 
Επιθεώρηση Δικαίου Πληροφορικής @ Information Law Journal 
Τ. 2 (2021) 
Ε-ISSN: 2732-6004 
Available online at: http://ejournals.lib.auth.gr/infolawj/ 
 
© 2021 by Author(s). This is an open-access article distributed under the terms and conditions of the Creative Commons 
Attribution 4.0 International (CC BY 4.0). See https://creativecommons.org/licenses/by/4.0/ 
 
 
με την εν λόγω επεξεργασία και η χρήση του συγκεκριμένου υπολογιστή δεν σημαίνει 
αυτομάτως ότι η εργαζόμενη έδωσε τη συγκατάθεσή της στην επεξεργασία δεδομένων που την 
αφορούν51. 
Συμπερασματικά, ο εργοδότης μπορεί στο πλαίσιο άσκησης του διευθυντικού δικαιώματός 
του να ασκήσει έλεγχο στα ηλεκτρονικά μέσα επικοινωνίας που διαθέτουν οι εργαζόμενοι για 
την εκτέλεση των εργασιών που τους έχουν ανατεθεί, εφόσον πληρούνται οι αρχές διαφάνειας, 
αντικειμενικότητας και νομιμότητας52. Επίσης, είναι υποχρεωμένος να τηρεί τις ως άνω αρχές 
και να ενημερώνει εκτενώς τον εργαζόμενο για την συλλογή και επεξεργασία των δεδομένων 
που τον αφορούν, ανεξάρτητα από το γεγονός ότι έδωσε την συγκατάθεσή του, η οποία πρέπει 
να είναι ελεύθερη και απαλλαγμένη από κάθε είδους καταναγκασμό, όπως προαναφέρθηκε. Σε 
καμία περίπτωση πάντως τα ως άνω περιγραφόμενα δικαιώματά του δεν δικαιολογούν την 
ευθεία παρέμβαση στην σφαίρα της ιδιωτικής ζωής των υπαλλήλων του με διαρκή 
παρακολούθησή τους και καταγραφή όλων των κινήσεών τους κατά τη διάρκεια της εργασίας 
τους ή και μετά από αυτή. Η αδιάλειπτη παρακολούθηση των εργαζομένων, η λήψη εικόνας και 
ήχου, η πλήρης καταγραφή των κινήσεών τους εκφεύγουν από τα πλαίσια της νομιμότητας και 
της τήρησης της αρχής της αναλογικότητας53. 
 
4. Η αντιμετώπιση των προβλημάτων ασφαλείας δεδομένων κατά την τηλεργασία - το 
πεδίο εφαρμογής του ΓΚΠΔ και του Ν. 4624/2019. 
Η προστασία δεδομένων στο πλαίσιο της απασχόλησης ρυθμίζεται στο άρθρο 88 ΓΚΠΔ 
και στο άρθρο 27 Ν. 4624/2019, ωστόσο σε κανένα εκ των δύο νομοθετημάτων δεν γίνεται 
αναφορά στην έννοια της τηλεργασίας. Πιο συγκεκριμένα, στο άρθρο 88 του Κανονισμού 
ορίζεται ότι τα κράτη μπορούν να θεσπίσουν νόμο που να διασφαλίζει την προστασία των 
ατομικών δικαιωμάτων των εργαζομένων απέναντι στην επεξεργασία των προσωπικών τους 
 
51 Παπαστεργίου, Σ., (2020). «Πρόσβαση εργοδότη σε αποθηκευμένα προσωπικά δεδομένα στον Η/Υ εργαζομένου 
μέσω εγκατάστασης προγράμματος καταγραφέα οθόνης - απόφαση 6/2020 ΜονΠρΧαν», Newsletter - Πληροφοριακό 
Δελτίο της Ερευνητικής Ομάδας Δικαίου Πληροφορικής, Απρίλιος 2020, σελ.5, διαθέσιμο σε: 
https://ict.law.auth.gr/wp-
content/uploads/2020/04/Newsletter-%CE%91%CF%80%CF%81%CE%B9%CE%BB%CE%B9%CE%BF%CF
%85-2020.pdf Ημερομηνία τελευταίας πρόσβασης: 30.05.2021. 
52 Βλ. την υπ’ αρ. 1/2017 απόφαση της Ολομέλειας του Αρείου Πάγου. 
53 Βλ. Γνώμη 2/2017 Ομάδας Εργασίας Άρθρου 29 σχετικά με την επεξεργασία δεδομένων στην εργασία, όπ.π., 
όπου αναφέρεται ότι η επεξεργασία που διενεργείται στο πλαίσιο των νέων τεχνολογιών παρακολούθησης και 
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δεδομένων από τον εργοδότη στο πλαίσιο της απασχόλησής τους. Στην παρ. 2  επισημαίνεται 
ότι πρέπει να ληφθούν μέτρα για την προστασία της αξιοπρέπειας, τη διαφύλαξη των εννόμων 
συμφερόντων και την προάσπιση των θεμελιωδών δικαιωμάτων του υποκειμένου στο οποίο 
αφορούν τα δεδομένα και ιδιαίτερα να δοθεί βάση στη νομιμότητα και διαφάνεια της 
επεξεργασίας, τους σκοπούς της διαβίβασης των δεδομένων σε άλλο όμιλο, στην πληθώρα 
συστημάτων παρακολούθησης των εργαζομένων που απαντώνται στους χώρους εργασίας. 
Στο άρθρο 27 Ν. 4624/2019 ορίζεται ότι τα προσωπικά δεδομένα των εργαζομένων 
μπορούν να υπόκεινται σε επεξεργασία όταν αυτή είναι αναγκαία κατά το στάδιο της σύναψης 
ή της εκτέλεσης της σύμβασης εργασίας. Ωστόσο, αν η επεξεργασία στηρίζεται στη 
συγκατάθεση του εργαζομένου για να θεωρεί ελεύθερη πρέπει να εξετάζονται ο βαθμός της 
εξάρτησης του εργαζομένου από τον εργοδότη βάσει της σύμβασης εργασίας και οι καταστάσεις 
υπό τις οποίες δόθηκε. Στην παρ. 2 τονίζεται ότι η συγκατάθεση παρέχεται είτε εγγράφως είτε 
ηλεκτρονικά και αποτελεί ξεχωριστό κείμενο από τη σύμβαση εργασίας, ενώ και ο εργοδότης 
φέρει την υποχρέωση ενημέρωσης του εργαζομένου με όμοιο τρόπο αναφορικά με τους σκοπούς 
της επεξεργασίας και το δικαίωμά του να υπαναχωρήσει από τη συγκατάθεση, όπως ορίζει το 
άρθρο 7 παρ. 3 ΓΚΠΔ. Στις παρ. 3 και 4 του ως άνω άρθρου ορίζεται υπό ποιους όρους 
επιτρέπεται η επεξεργασία δεδομένων των εργαζομένων καθώς και η επεξεργασία ειδικών 
κατηγοριών δεδομένων με την έννοια του άρθρου 9 παρ. 1 ΓΚΠΔ. Τέλος, στην παρ. 7 αναφέρεται 
ότι η συλλογή δεδομένων προσωπικού χαρακτήρα με τη βοήθεια κλειστού κυκλώματος 
καταγραφής εντός του χώρου εργασίας54 δεν είναι νόμιμη, εκτός αν κρίνεται αναγκαία για την 
προστασία των ανθρώπων και των αγαθών, και πάντως οι εργαζόμενοι χρειάζεται να 
ενημερώνονται εγγράφως για την εγκατάσταση αυτή. Επιπλέον, τα δεδομένα που συλλέγονται 
με τέτοιο τρόπο δεν πρέπει να επηρεάσουν την εκτίμηση σχετικά με την αποδοτικότητα του κάθε 
εργαζομένου. 
Σύμφωνα με την αιτιολογική έκθεση55 το άρθρο 88 ΓΚΠΔ κάνει ένα άνοιγμα – πρόσκληση 
στον εθνικό νομοθέτη να ρυθμίσει τα θέματα προστασίας των προσωπικών δεδομένων στα 
 
54 Χώρος εργασίας στην περίπτωση της τηλεργασίας ορίζεται ο τόπος που έχει συμφωνηθεί από τον εργαζόμενο 
και τον εργοδότη ως χώρος παροχής της εργασίας, ο οποίος οφείλει να πληροί το σύνολο των όρων και 
προϋποθέσεων που τίθενται νομοθετικά. 
55Αιτιολογική Έκθεση στο σχέδιο νόμου ‘’Αρχή Προστασίας Δεδομένων Προσωπικού Χαρακτήρα, μέτρα εφαρμογής 
του Κανονισμού (ΕΕ) 2016/679 του Ευρωπαϊκού Κοινοβουλίου και του Συμβουλίου της 27ης Απριλίου 2016 για την 
προστασία των φυσικών προσώπων έναντι της επεξεργασίας δεδομένων προσωπικού χαρακτήρα και ενσωμάτωση 
στην εθνική νομοθεσία της Οδηγίας (ΕΕ) 2016/680 του Ευρωπαϊκού Κοινοβουλίου και του Συμβουλίου της 27ης 
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πλαίσια της απασχόλησης. Η εξειδίκευση στην εθνική νομοθεσία που καλείται να φέρει εις πέρας 
ο νομοθέτης οφείλει να πληροί τους όρους της παρ. 2 του εν λόγω άρθρου. Στην πραγματικότητα 
πρόκειται για μια διαδικασία στάθμισης συμφερόντων μεταξύ εργοδοτών και εργαζομένων 
επιδιώκοντας την επίτευξη όσο το δυνατόν ηπιότερης συμφωνίας. Ωστόσο, η προταθείσα 
εξειδίκευση από το άρθρο 88 ΓΚΠΔ προς το νομοθέτη δεν φαίνεται να έχει λάβει χώρα έως 
σήμερα, ενώ το άρθρο 27 Ν. 4624/2019 δεν εισάγει νέες ρυθμίσεις, παρά μόνο επαναλαμβάνει 
τις ρυθμίσεις του άρθρο 6 παρ. 1 εδ. β’ ΓΚΠ∆ και επομένως η σχετικά νέα αυτή διάταξη συνιστά 
αντιγραφή και επαναδιατύπωση άλλων διατάξεων του ΓΚΠ∆ και όχι εξειδίκευση κατ’ άρθρο 88 
ΓΚΠΔ56. 
Μάλιστα στη Γνωμοδότηση 1/2020 που εξέδωσε η ΑΠΔΠΧ αναφέρεται ότι η παρ. 1 του 
άρθρο 27 Ν. 4624/2019 έρχεται σε ευθεία αντίθεση με το άρθρο 88 παρ. 1 ΓΚΠΔ διότι προβλέπει 
μοναδική βάση που καθιστά νόμιμη την επεξεργασία την εκτέλεση της σύμβασης, αποκλείοντας 
την αυτοτελή εφαρμογή του πλήθους των νομικών βάσεων που προβλέπονται στο άρθρο 6 παρ. 
1 ΓΚΠΔ, πέραν της συγκατάθεσης που περιλαμβάνεται στην παρ. 2 του άρθρου 27. Συνεπώς, 
πρόκειται για ρύθμιση αντίθεση στο άρθρο 88 ΓΚΠΔ που προτρέπει τον εθνικό νομοθέτη να 
θεσπίσει ειδικούς κανόνες για την προστασία των ελευθεριών των υποκειμένων στο πλαίσιο της 
απασχόλησης έναντι παράνομης επεξεργασίας βασισμένους στις νομικές βάσεις του άρθρου 6 
παρ. 1 ΓΚΠΔ. Ο νομοθέτης δεν εξουσιοδοτείται για να προσθέσει νέες νομικές βάσεις, ούτε για 
να αποκλείσει την εφαρμογή των προβλεπομένων στο ΓΚΠΔ νομικών βάσεων. 
Ακολούθως, η αιτιολογική έκθεση αναφέρεται στην περίπτωση κατά την οποία ο 
εργαζόμενος παρακολουθείται από τον εργοδότη χωρίς να το έχει αντιληφθεί για το κατά πόσο 
χρησιμοποιεί το διαδίκτυο εν ώρα εργασίας, γεγονός που καταρχήν είναι ανεπίτρεπτο. Ωστόσο, 
αν η περιήγηση στο διαδίκτυο κατά τον εργάσιμο χρόνο είναι ρητώς και ανεπιφυλάκτως 
απαγορευμένη από τον εργοδότη τυγχάνει εφαρμογής το άρθρο 8 της ΕΣΔΑ σε συνδυασμό με 
τα συμπεράσματα από την υπόθεση Bărbulescu κατά Ρουμανίας (ΕΔΔΑ). 
 
Απριλίου 2016’’, πρόσβαση στις 24-3-2021 https://www.hellenicparliament.gr/UserFiles/2f026f42-950c-4efc-b950-
340c4fb76a24/ODHGIA.pdf 
56  ΑΠΔΠΧ, (2020). ‘’Γνωμοδότηση 1/2020’’, σελ. 16 – 19, διαθέσιμο σε: 
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Ορισμένες διαπιστώσεις σχετικά με την τηλεργασία εντοπίζονται στη γνώμη 2/201757 
σχετικά με την επεξεργασία δεδομένων στην εργασία της Ομάδας Εργασίας του άρθρου 29 για 
την προστασία των δεδομένων. Η εν λόγω ομάδα εντοπίζει ορθώς ότι η τεράστια τεχνολογική 
ανάπτυξη στις μέρες μας παρέχει αμέτρητες δυνατότητες παρακολούθησης των εργαζομένων σε 
διάφορους χώρους και χρόνους, μέσω διαφόρων ηλεκτρονικών συσκευών ή μέσων επικοινωνίας. 
Ωστόσο, αν η επεξεργασία δεν οριοθετείται και δεν διέπεται από την αρχή της διαφάνειας τότε 
κάθε μορφής παρακολούθηση των εργαζομένων πρέπει να νοείται ως ευθεία παρέμβαση στα 
δικαιώματα και τις ελευθερίες τους που υπερτερούν έναντι του εννόμου συμφέροντος του 
εργοδότη για έλεγχο της παραγωγικότητας, βελτίωση της απόδοσης των εργαζομένων και 
προστασία της περιουσίας της επιχείρησης. Παρότι για τον εργοδότη είναι επιθυμητή η 
παρακολούθηση των εργαζομένων και άρα η τοποθέτηση λογισμικού ελέγχου των υπαλλήλων 
μια τέτοια ενέργεια στερείται νομικής βάσης και υπερβαίνει τα όρια του διευθυντικού του 
δικαιώματος. Η Ομάδα Εργασίας του άρθρου 29 επισημαίνει ότι η παρακολούθηση των 
ηλεκτρονικών δραστηριοτήτων των εργαζομένων είναι αδικαιολόγητη και θίγει το συνταγματικά 
κατοχυρωμένο δικαίωμα του απορρήτου των επικοινωνιών.   
Η Ομάδα υποστηρίζει ότι η συλλογή και η επεξεργασία προσωπικών δεδομένων των 
εργαζομένων δικαιολογείται μόνο αν βρίσκει έρεισμα σε νόμιμη βάση, ο εργοδότης οφείλει να 
ενημερώνει τον εργαζόμενο για τις μεθόδους παρακολούθησης που χρησιμοποιεί, η 
συγκατάθεση του εργαζομένου πρέπει να ζητείται εξαιρετικά και πάντως όχι όταν υπάρχει σχέση 
εξάρτησης μεταξύ εργαζομένου και εργοδότη διότι τότε δεν είναι ελεύθερη. Ο εργοδότης δέον 
να αποφεύγει τις μεθόδους αναγνώρισης προσώπου και πάντως πριν από την παρακολούθηση 
των εργαζομένων πρέπει να πραγματοποιεί έλεγχο αναλογικότητας ώστε να κρίνει ουσιαστικά 
αν όλα τα δεδομένα είναι αναγκαία και αν η επεξεργασία καταπατά τα δικαιώματα και τις 
ελευθερίες των εργαζομένων με σκοπό να την περιορίσει στον απολύτως αναγκαίο βαθμό για 
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5. Το νομοθετικό πλαίσιο της τηλεργασίας. 
5.1.  Η εθνική νομοθεσία για την τηλεργασία πριν την πανδημία. 
Στην Ελλάδα η τηλεργασία αναγνωρίστηκε για πρώτη φορά ως ειδική µορφή 
απασχόλησης µε το Νόµο 2639/1998 (ΦΕΚ 205 Α΄), ο οποίος προέβλεπε στο άρθρο 1 ότι «η 
συμφωνία μεταξύ εργοδότη και απασχολούμενου για παροχή υπηρεσιών ή έργου, για ορισμένο ή 
αόριστο χρόνο, ιδίως στις περιπτώσεις αμοιβής κατά μονάδα εργασίας (φασόν), τηλεργασίας, κατ’ 
οίκον απασχόλησης, τεκμαίρεται ότι υποκρύπτει σύμβαση εξαρτημένης εργασίας, εφόσον η εργασία 
παρέχεται αυτοπροσώπως, αποκλειστικά ή κατά κύριο λόγο στον ίδιο εργοδότη για εννέα (9) 
συνεχείς μήνες». Για την προώθηση της τηλεργασίας ορίστηκε έκπτωση από τα ακαθάριστα 
έσοδα των εταιρειών για τα χρηματικά ποσά που δίδονται σε αγορά υπολογιστών και λογισμικού 
και τα οποία προορίζονται για εργαζομένους που παρέχουν εργασία από το σπίτι μέσω 
υπολογιστή (άρθρο 4 παρ. 5 της ΠΟΛ. 1108/2000)58. 
Ωστόσο, η τηλεργασία γνώρισε αυτοτελή εθνική νομοθετική ρύθμιση, ως είδος 
απασχόλησης, με το άρθρο 5 του ν. 3846/201059, το οποίο ρύθμισε πληθώρα ζητημάτων σχετικά 
με την τηλεργασία και τροποποίησε το άρθρο 1 Ν. 2639/1998. Στο εν λόγω άρθρο αναλύονται 
οι ειδικές υποχρεώσεις που έχει ο εργοδότης προς τον εργαζόμενο, η σχέση εξάρτησης μεταξύ 
τους και ο τρόπος με τον οποίο θα ενταχθεί ομαλά και λειτουργικά ο τηλεργαζόμενος στην 
επιχείρηση, ενώ για πρώτη φορά γίνεται αναφορά στην έννοια της τηλε-ετοιμότητας 60 . 
Ειδικότερα, προβλέπεται ο τρόπος κατάρτισης της σύμβασης τηλεργασίας, η υποχρέωση 
ενημέρωσης του εργοδότη εγγράφως σχετικά με τους όρους της σύμβασης  και τα στοιχεία 
επικοινωνίας των εκπροσώπων του προσωπικού, ο τρόπος μετατροπής της σύμβασης εργασίας 
σε τηλεργασία και το δικαίωμα επαναφοράς της, η υποχρέωση τεχνικής υποστήριξης, η 






58  ΠΟΛ. 1108/2000, ‘’Κοινοποίηση ορισμένων διατάξεων του Ν. 2753/1999 και του Ν. 2778/1999, οι οποίες 
αφορούν τη φορολογία εισοδήματος των φυσικών και των νομικών προσώπων’’, διαθέσιμο σε: https://www.e-
forologia.gr/lawbank/document.aspx?digest=E7736B3E38D9F228.1D031AEA53&version=2000/03/22 
Ημερομηνία τελευταίας πρόσβασης: 25.05.2021. 
59 Ιγγλεζάκης, Ι., (2020). ‘’H ασφάλεια δεδομένων στην τηλεργασία’’, όπ.π., σελ. 60-63. 
60 Ο.Κ.Ε., όπ.π., σελ. 16. 
61 Άρθρο 5 του Ν. 3846/2010. Ομοίως, Ο.Κ.Ε., όπ.π., σελ. 18. 
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5.2. Η Ευρωπαϊκή Συμφωνία Πλαίσιο για την Τηλεργασία (ΕΣΠΤ) 
Σε ευρωπαϊκό επίπεδο το 2002 υπογράφηκε μεταξύ των ευρωπαϊκών οργανώσεων 
εργοδοτών και εργαζομένων62 στο πλαίσιο του Ευρωπαϊκού Κοινωνικού Διαλόγου η «Συμφωνία 
– Πλαίσιο για την τηλεργασία»63 , σε μια προσπάθεια προσαρμογής στις νέες τεχνολογικές 
δυνατότητες και εξελίξεις στις εργασιακές σχέσεις. Η Ευρωπαϊκή Συμφωνία Πλαίσιο για την 
Τηλεργασία (ΕΣΠΤ) ήρθε να καλύψει το νομοθετικό κενό που υπήρχε για τη συγκεκριμένη 
μορφή ευέλικτης απασχόλησης. Σημειωτέον ότι δεν πήρε τη μορφή δεσμευτικής Ευρωπαϊκής 
Οδηγίας με αποτέλεσμα να μην λάβει ισχύ υπέρτερη του εθνικού δικαίου και να εξαρτάται η 
εφαρμογή της από το πρωτόβουλο πνεύμα του εθνικού νομοθέτη, των κοινωνικών εταίρων της 
κάθε χώρας και από τις ειδικότερες επιλογές, πρακτικές και διαδικασίες που ακολουθούνται ανά 
κράτος 64 . Στην Ελλάδα η ΕΣΠΤ προσαρτήθηκε στην Εθνική Γενική Συλλογική Σύμβαση 
Εργασίας 2006-200765 , εισήγαγε για πρώτη φορά τον ορισμό και το πεδίο εφαρμογής της 
τηλεργασίας και απέκτησε κανονιστική ισχύ για τους εργαζομένους σε όλους τους κλάδους66. 
 Σύμφωνα με το πρώτο άρθρο της εν λόγω συμφωνίας – πλαίσιο βασικός της στόχος ήταν 
ο εκσυγχρονισμός της εργασίας και της οργάνωσης αυτής, η αύξηση της παραγωγικότητας, η 
ενίσχυση της ανταγωνιστικότητας των επιχειρηματικών ομίλων, η τόνωση των ευκαιριών 
ένταξης στην εργασία ανθρώπων με δυσκολίες κίνησης ή οικογενειακές υποχρεώσεις, η 
εξασφάλιση ισορροπίας μεταξύ ασφάλειας και ευελιξίας και γενικότερα η θέσπιση ενός ενιαίου 
νομικού πλαισίου προστασίας της τηλεργασίας κάθε είδους. Ταυτόχρονα, στην ΕΣΠΤ 
ξεκαθαρίζεται ότι η τηλεργασία αποτελεί μορφή απασχόλησης που εφαρμόζεται συμβατικά 
δηλαδή κατόπιν συμφωνίας των μερών γεγονός που αποδεικνύει τον οικειοθελή χαρακτήρα της 
αλλά και ότι ο εργαζόμενος θα πρέπει να πληροφορείται για τις υποχρεώσεις και τα δικαιώματά 
του μόνο εγγράφως, εξειδικεύοντας τους γενικούς και αφηρημένους όρους της ΕΣΠΤ67. 
 
62 UNICE (Union des Confédérations de l’Industrie et des Employeurs d’Europe): Ένωση Βιοµηχανιών της 
Ευρωπαϊκής Ένωσης.  ETUC (European Trade Union Confederation): Ευρωπαϊκή Συνοµοσπονδία Συνδικάτων. 
CEEP (Centre Européen des Entreprises à Participation Publique): Ευρωπαϊκό Κέντρο ∆ηµοσίων Επιχειρήσεων. 
UEAPME (Union Européenne de l’artisanat et des PME) : Ευρωπαϊκή Ένωση Βιοτεχνικών και Μικροµεσαίων 
Επιχειρήσεων. 
63 Ευρωπαϊκή Συμφωνία Πλαίσιο για την Τηλεργασία (ΕΣΠΤ) - Framework Agreement on Telework, (2002), 
διαθέσιμο σε: https://resourcecentre.etuc.org/sites/default/files/2020-
09/Telework%202002_Framework%20Agreement%20-%20EN.pdf Ημερομηνία τελευταίας πρόσβασης: 
30.05.2021. 
64 ΕΙΕΑΔ, όπ.π.., σελ. 27. 
65  ΕΘΝΙΚΗ ΓΕΝΙΚΗ ΣΥΛΛΟΓΙΚΗ ΣΥΜΒΑΣΗ ΕΡΓΑΣΙΑΣ ΕΤΩΝ 2006 ΚΑΙ 2007, διαθέσιμο σε: 
https://www.taxheaven.gr/circulars/9395/e-g-s-s-e-2006-2007 Ημερομηνία τελευταίας πρόσβασης: 30.05.2021. 
66 Ο.Κ.Ε., όπ.π., σελ. 15-16. 
67  Ο.Κ.Ε., όπ.π., σελ. 16. 
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Επίσης, από το ως άνω άρθρο προκύπτει ο οικειοθελής χαρακτήρας της τηλεργασίας 
καθώς ορίζεται ότι η απασχόληση από το σπίτι μπορεί είτε να αποτελεί εξαρχής κομμάτι της 
εργασιακής θέσης, είτε να συμφωνηθεί μεταγενέστερα, αλλά πάντως στην τελευταία περίπτωση 
και ο εργαζόμενος και ο εργοδότης δύνανται να αρνηθούν την πρόταση για τηλεργασία που 
διατυπώνει το άλλο συμβαλλόμενο μέρος. Αν γίνει δεκτή η πρόταση για τηλεργασία, η σχετική 
απόφαση είναι εφικτό να ανακληθεί από οιοδήποτε από τα συμβαλλόμενα μέρη εντός της 
προθεσμίας που θέτει ο νόμος και να οδηγήσει σε επιστροφή στην εργασία εντός των 
εγκαταστάσεων του εργοδότη. Αξίζει να σημειωθεί ότι η τηλεργασία μεταβάλλει μονάχα τον 
τρόπο βάσει του οποίου παρέχεται εργασία και όχι τους όρους απασχόλησης των 
τηλεργαζόμενων. Επίσης, η μη αποδοχή από τον εργαζόμενο της τηλεργασίας δεν πρέπει να 
επιφέρει γι’ αυτόν δυσμενείς συνέπειες όπως για παράδειγμα απόλυση, μεταβολή των όρων 
απασχόλησης κτλ., διότι έτσι χάνεται ο οικειοθελής χαρακτήρας της ευέλικτης αυτής μορφής 
απασχόλησης68. 
Στη ΕΣΠΤ εντοπίζεται πληθώρα άρθρων που σχετίζονται με την απαγόρευση των 
διακρίσεων μεταξύ των εργαζομένων που παρέχουν την εργασία τους από τις εγκαταστάσεις της 
επιχείρησης και των τηλεργαζομένων. Ειδικότερα, στο άρθρο 4 γίνεται μνεία στην αρχή της ίσης 
μεταχείρισης μεταξύ όλων των εργαζομένων, ως προς τις συνθήκες απασχόλησής τους, 
ανεξαρτήτως του τόπου παροχής της εργασίας τους. Η ανάγκη εφαρμογής της εν λόγω αρχής 
εμφαίνεται και στο άρθρο 10 το οποίο αναφέρεται στις μεθόδους αξιολόγησης των 
τηλεργαζομένων σε σχέση με τους υπόλοιπους εργαζόμενους, στις ευκαιρίες να εξελιχθούν 
επαγγελματικά και στην πρόσβασή τους στην κατάρτιση αλλά και στο άρθρο 9 που ορίζεται ότι 
τα κριτήρια απόδοσης και ο φόρτος εργασίας του τηλεργαζομένου πρέπει να αντιστοιχίζονται με 
αυτά των υπολοίπων εργαζομένων. Τέλος, στο άρθρο 11 καθίσταται σαφές ότι οι τηλεργαζόμενοι 
απολαμβάνουν τα ίδια συλλογικά δικαιώματα με τους υπόλοιπους εργαζομένους εντός της 
επιχείρησης, δύνανται να επικοινωνούν με τους εκλεγμένους εκπροσώπους των εργαζομένων69 
και μπορούν να εκλέγουν και να εκλέγονται στα αντιπροσωπευτικά όργανα των εργαζομένων. 
Περαιτέρω, ο εργοδότης είναι υποχρεωμένος να ενημερώνει τους τηλεργαζομένους για 
θέματα που αφορούν στην προστασία των δεδομένων της επιχείρησης και τη λήψη μέτρων για 
 
68 Ο.Κ.Ε., όπ.π., σελ. 16. 
69 Στο άρθρο 14 της ΕΣΠΤ ορίζεται ότι οι εκπρόσωποι των εργαζομένων ενημερώνονται και εκφράζουν ελεύθερα 
τη γνώμη τους για την τηλεργασία, σύμφωνα με τις διατάξεις περί σωµατείων και συνδικαλιστικών οργανώσεων 
του Ν. 1264/1982 και συμβουλίων εργαζομένων του Ν. 1767/1988, όπως κάθε φορά ισχύουν. 
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το σκοπό αυτό, καθώς και για την υποχρεωτική συμμόρφωσή τους προς τους ισχύοντες κανόνες 
(άρθρο 5 ΕΣΠΤ). Ακόμα, οφείλει να τους ενημερώνει, κατ’ άρθρο 12 ΕΣΠΤ, για τους τυχόν 
περιορισμούς στη χρήση συσκευών πληροφορικής και για τις κυρώσεις που μπορεί να επιφέρει 
η παραβίαση των συμφωνηθέντων.  Επιπλέον, είναι υποχρεωμένος να σέβεται την ιδιωτική ζωή 
των τηλεργαζομένων και να λειτουργεί με γνώμονα την αρχή της αναλογικότητας σε περίπτωση 
που εφαρμόσει σύστημα ελέγχου της τηλεργασίας (άρθρο 6 ΕΣΠΤ), ακολουθώντας την 
Ευρωπαϊκή Οδηγία 90/27070 που αφορά τις ελάχιστες προδιαγραφές ασφάλειας και υγείας κατά 
την εργασία σε εξοπλισμό με οθόνη οπτικής απεικόνισης. Τέλος, σύμφωνα με το άρθρο 9 ΕΣΠΤ 
οφείλει να μεριμνά για τη μη απομόνωση του τηλεργαζομένου από τους υπόλοιπους υπαλλήλους 
με συναντήσεις όλων ανά τακτά χρονικά διαστήματα71. 
Στο πλαίσιο της τηλεργασίας ορίζεται στο άρθρο 7 ΕΣΠΤ ότι, κατόπιν σχετικής αρχικής 
συμφωνίας μεταξύ των μερών και τελικής συμβατικής πρόβλεψης, ο εργοδότης υποχρεούται 
συνήθως να παρέχει, εγκαθιστά, συντηρεί και υποστηρίζει τεχνικά τον απαραίτητο εξοπλισμό 
για την παροχή της εργασίας από απόσταση σε όλους τους τηλεργαζομένους. Επιπλέον, είναι 
υποχρεωμένος να καλύπτει τα κόστη της τηλεργασίας και κυρίως των επικοινωνιών που αυτή 
απαιτεί, τις δαπάνες που σχετίζονται με ζημία ή απώλεια του παρεχόμενου εξοπλισμού και των 
δεδομένων των οποίων χρησιμοποιεί ο τηλεργαζόμενος. Ο τελευταίος είναι επιφορτισμένος με 
την φροντίδα του εξοπλισμού που του δόθηκε και δεν επιτρέπεται να διανείμει παράνομο υλικό 
μέσω διαδικτύου72. Σημειωτέον ότι όλες οι προαναφερόμενες υποχρεώσεις προσδιορίζονται 
σαφώς κατά τη σύναψη της σύμβασης εργασίας. Πέραν των ανωτέρω υποχρεώσεων, σύμφωνα 
με το άρθρο 8 της συμφωνίας – πλαίσιο, ο εργοδότης είναι υπεύθυνος για την επαγγελματική 
ασφάλεια και την υγεία των τηλεργαζομένων, καθώς και για την πλήρη ενημέρωσή τους για τους 
κανόνες υγιεινής που οφείλουν να τηρούν.   
 
70Οδηγία 90/270/ΕΟΚ του Συμβουλίου της 29ης Μαΐου 1990 σχετικά με τις ελάχιστες προδιαγραφές ασφάλειας 
και υγείας κατά την εργασία σε εξοπλισμό με οθόνη οπτικής απεικόνισης, διαθέσιμο σε: 
https://op.europa.eu/en/publication-detail/-/publication/f8c253f5-83fb-4fb8-8787-4ee85101b737/language-el 
Ημερομηνία τελευταίας πρόσβασης: 25.05.2021. Σημειωτέον ότι στο άρθρο 7 αυτής αναφέρεται ότι αποτελεί 
υποχρέωση του εργοδότη ο σχεδιασμός της δραστηριότητας του εργαζόμενου με τρόπο που να διακόπτεται 
περιοδικά με διαλείμματα ή αλλαγές δραστηριότητας που θα περιορίζουν το φόρτο εργασίας στην οθόνη, ενώ στο 
άρθρο 9 προβλέπονται ειδικά μέτρα για την προστασία των ματιών και της όρασης των τηλεργαζομένων που 
βαρύνουν οικονομικά εξ ολοκλήρου τον εργοδότη. 
71 Ο.Κ.Ε., όπ.π., σελ. 18. 
72 Ο.Κ.Ε., όπ.π., σελ. 17. Ομοίως, Φλουρή, Α., & Κουτσονικόλα, Ι., (2020). ‘’Εργαλεία διαχείρισης προσωπικού 
επιχειρήσεων σε έκτακτες συνθήκες πανδημίας στην Κύπρο’’ στο  ‘’Φάκελος : Covid-19 και Δίκαιο - Νομικές λύσεις 
στις ανατροπές της πανδημίας’’, Επίκαιρα νομικά θέματα και αναλύσεις, Τόμ. 1, Αρ. 13, σελ. 15-21, διαθέσιμο σε:  
https://entha.euc.ac.cy/index.php/entha/article/view/116/113Ημερομηνία τελευταίας πρόσβασης: 25.05.2021. 
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Το 2020 στα πλαίσια της προσπάθειας περιορισμού της εξάπλωσης του Covid-19 
ελήφθησαν κατεπείγοντα μέτρα, δυνάμει της από 11-3-2020 Πράξης Νομοθετικού 
Περιεχομένου (ΦΕΚ Α' 55/11-03-2020)73, που αφορούσαν στην αγορά εργασίας και γενικότερα 
στην οικονομία. Σύμφωνα με το άρθρο 4 παρ. 2 της ως άνω ΠΝΠ, ο εργοδότης δύναται με 
μονομερή απόφασή του να καθορίζει ότι ο εργαζόμενος θα παρέχει την εργασία του εξ 
αποστάσεως και όχι από τις εγκαταστάσεις της επιχείρησης. Το εργοδοτικό δικαίωμα επιβολής 
εξ αποστάσεως εργασίας που θεσπίζεται με την εν λόγω ΠΝΠ έρχεται σε ευθεία αντίθεση με τον 
οικειοθελή και συμβατικό χαρακτήρα της τηλεργασίας, όπως εκτενώς αναλύθηκε ήδη. Στην παρ. 
2 του ιδίου άρθρου παρέχεται η δυνατότητα με κοινή απόφαση των Υπουργών Οικονομικών, 
Υγείας και Εργασίας και Κοινωνικών Υποθέσεων να παραταθεί ο χρόνος εφαρμογής του 
έκτακτου και προσωρινού αυτού μέτρου 74 , ενώ με απόφαση του τελευταίου εκ των 
αναφερόμενων Υπουργών προσδιορίστηκε επακριβώς κάθε πτυχή για την εφαρμογή του75. 
Ακολούθως, με την Εγκύκλιο του Υπουργείου Εργασίας οικ. 12339/404/2020 76 
διευκρινίστηκε ότι το βασικό είδος εργασίας από απόσταση και μακριά από τις εγκαταστάσεις 
της επιχείρησης είναι η τηλεργασία και στην προκειμένη περίπτωση της πανδημίας η εφαρμογή 
της αποτελεί διευθυντικό δικαίωμα του εργοδότη, στα πλαίσια ρύθμισης από αυτόν όλων των 
ζητημάτων που σχετίζονται με τη λειτουργία, την παραγωγικότητα, την οργάνωση και τα κέρδη 
της επιχείρησής του.  Σύμφωνα με το άρθρο 4 παρ. 3 της εκτελεστικής Κ.Υ.Α. 12998/232/202077 
(ΦΕΚ Β’ 1078/29.03.2020) και τη διευκρινιστική αυτής εγκύκλιο οικ. 13738/413/2020 οι 
εργοδότες ή οι επιχειρήσεις που πλήττονται σημαντικά από τα περιοριστικά μέτρα λόγω της 
 
73  Πράξη Νομοθετικού Περιεχομένου της 11.03.2020 «Κατεπείγοντα μέτρα αντιμετώπισης των αρνητικών 
συνεπειών της εμφάνισης του κορωνοϊού COVID-19 και της ανάγκης περιορισμού της διάδοσής του», 
κωδικοποιημένος με τον 4763/2020, διαθέσιμο σε: 
https://www.taxheaven.gr/law/%CE%A0%CE%9D%CE%A011.03.2020/2020 Ημερομηνία τελευταίας πρόσβασης: 
30.05.2021. 
74 Η ισχύς της από 11-3-2020 ΠΝΠ (ΦΕΚ Α' 55/11- 03-2020) με την οποία είχε δοθεί στον εργοδότη η δυνατότητα 
να καθορίζει με απόφασή του την άσκηση καθηκόντων με τη μορφή εξ’ αποστάσεως εργασίας έχει παραταθεί με 
Κ.Υ.Α. έως τις 31.05.2021. 
75 Ως κατεπείγον μέτρο για την αποτροπή εξάπλωσης του κορωνοϊού για πρώτη φορά υπήρξε έστω και σε μορφή 
ΠΝΠ πρόβλεψη για εξ’ αποστάσεως εργασία στο δημόσιο. 
76 Εγκύκλιος Υπουργείου Εργασίας (οικ. 12339/404), ‘’Έκτακτα και προσωρινά μέτρα στην αγορά εργασίας για την 
αντιμετώπιση και τον περιορισμό της διάδοσης του κορωνοϊού COVID-19 ’’, διαθέσιμο σε: https://gsee.gr/?p=36798 
Ημερομηνία τελευταίας πρόσβασης: 30.05.2021. 
77 ΚΥΑ 12998/232/23-3-2020, ‘’Μέτρα στήριξης εργαζομένων επιχειρήσεων-εργοδοτών του ιδιωτικού τομέα, που 
έχουν αριθμό μητρώου εργοδότη (ΑΜΕ) στον e-ΕΦΚΑ, των οποίων ή έχει ανασταλεί η επιχειρηματική τους 
δραστηριότητα, βάσει ΚΑΔ, με εντολή δημόσιας αρχής ή πλήττονται σημαντικά βάσει ΚΑΔ κύριας δραστηριότητας ή 
δευτερεύουσας βάσει των ακαθάριστων εσόδων έτους 2018, όπως ορίζονται από το Υπουργείο Οικονομικών, για την 
αντιμετώπιση των επιπτώσεων του κορωνοϊού COVID-19’’, διαθέσιμο σε: 
https://www.taxheaven.gr/circulars/32663/12998-232-23-3-2020 Ημερομηνία τελευταίας πρόσβασης: 30.05.2021. 
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πανδημίας μπορούν να συμφωνήσουν την παροχή εργασίας με τηλεργασία με τους εργαζόμενους 
τους, οι οποίοι είναι δικαιούχοι αποζημίωσης ειδικού σκοπού καθώς οι συμβάσεις τους έχουν 
ήδη τεθεί σε αναστολή, μόνο για πρόσκαιρες ανάγκες της επιχείρησης78. Σημειωτέον ότι οι ως 
άνω ρυθμίσεις εφαρμόζονται σε συμβάσεις τηλεργασίας εξαρτημένης εργασίας και όχι σε 
συμβάσεις έργου ή ανεξάρτητων υπηρεσιών79. 
Εκ του συνόλου των ανωτέρω προκύπτει ότι η θέσπιση επαρκούς ρυθμιστικού πλαισίου 
για την τηλεργασία είναι αδήριτη ανάγκη. Βασικές κατευθυντήριες γραμμές του νέου θεσμικού 
και νομικού πλαισίου για την τηλεργασία αποτελούν ο απόλυτος σεβασμός της εργασιακής 
σχέσης, η μη χρήση κάμερας, η μη παραβίαση του συμφωνημένου ωραρίου εργασίας από τον 
εργοδότη, η κάλυψη των δαπανών για εξοπλισμό από τον εργοδότη, ο σεβασμός της 
ιδιωτικότητας των τηλεργαζομένων, η δήλωση της τηλεργασίας (του εργαζομένου και του 
ωραρίου του) στο σύστημα Εργάνη, η μη παραβίαση των δεδομένων προσωπικού χαρακτήρα 
των τηλεργαζομένων80.  
 
 
5.3. Οι κατευθυντήριες γραμμές της Αρχής Προστασίας Δεδομένων Προσωπικού 
Χαρακτήρα (ΑΠΔΠΧ). 
Με την υπ’ αρ. 5/2020 απόφαση της Ολομέλειας της Αρχής Προστασίας Δεδομένων 
Προσωπικού Χαρακτήρα (ΑΠΔΠΧ), εκδόθηκαν Κατευθυντήριες Γραμμές81  σχετικά με την 
επεξεργασία προσωπικών δεδομένων την περίοδο της πανδημίας. Η ΑΠΔΠΧ μεταξύ άλλων 
επεσήμανε ότι το δικαίωμα προστασίας δεδομένων των υποκειμένων πρέπει να εκτιμάται σε 
συνάρτηση με άλλα θεμελιώδη συνταγματικά κατοχυρωμένα δικαιώματα, όπως η ανθρώπινη 
ζωή και η δημόσια υγεία και να μην θεωρείται απόλυτο82. Επίσης, τονίστηκε ότι ο υπεύθυνος 
επεξεργασίας ιδιωτικού ή δημοσίου τομέα είναι πιθανό σε τέτοιες περιόδους υγειονομικής 
 
78 Ο.Κ.Ε., όπ.π., σελ. 19. 
79 Ο.Κ.Ε., όπ.π., σελ. 20. 
80 Ιγγλεζάκης, Ι., (2020). ‘’Τηλεργασία’’, σε Newsletter - Πληροφοριακό Δελτίο της Ερευνητικής Ομάδας Δικαίου 
Πληροφορικής, Ιούνιος – Ιούλιος 2020, σελ. 8, διαθέσιμο σε: https://ict.law.auth.gr/wp-
content/uploads/2020/07/Newsletter-%CE%99%CE%BF%CF%85%CE%BD%CE%B9%CE%BF%CF%82-%CE
%99%CE%BF%CF%85%CE%BB%CE%B9%CE%BF%CF%82-2020.pdf Ημερομηνία τελευταίας πρόσβασης: 
30.05.2021. 
81 βλ. ΑΠΔΠΧ, (2020). ‘’Κατευθυντήριες Γραμμές 1/2020 - Επεξεργασία δεδομένων προσωπικού χαρακτήρα στο 
πλαίσιο της διαχείρισης του COVID- 19’’, διαθέσιμο σε: https://www.dpa.gr/sites/default/files/2020-
12/Katefthintiries_grammes_1_2020.pdf Ημερομηνία τελευταίας πρόσβασης: 30.05.2021. 
82 Αυτό επισημαίνεται εξάλλου εμφατικά και από τον ΓΚΠΔ στο άρθρο 1 παρ. 3, την αιτιολογική σκέψη 4 και το 
άρθρο 85 αυτού. 
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κρίσης να επεξεργαστεί προσωπικά δεδομένα στηριζόμενος στα άρθρα 5, 6 και 9 ΓΚΠΔ, δίχως 
να απαγορεύεται εξαρχής ως μη νόμιμη οποιαδήποτε επεξεργασία83. Ακόμα, διευκρινίστηκε ότι 
η εφαρμογή της νομοθεσίας για την προστασία των δεδομένων προσωπικού χαρακτήρα δεν 
μπορεί να αποτελεί τροχοπέδη για τη λήψη αναγκαίων μέτρων για την αντιμετώπιση της 
πανδημίας84 και δίνει τη δυνατότητα στο νομοθέτη να εξειδικεύσει πράξεις επεξεργασίας που 
κρίνονται αναγκαίες για την υπηρέτηση του δημοσίου συμφέροντος και την προάσπιση της 
δημόσιας υγείας 85 . Παρόμοιες κατευθύνσεις έχουν εκδώσει και άλλες ανεξάρτητες αρχές 
παγκοσμίως, όπως η Ιρλανδική εποπτική αρχή86. 
Η ΑΠΔΠΧ συνέστησε την λήψη συγκεκριμένων μέτρων στο πλαίσιο της τηλεργασίας που 
αφορούν στην πρόσβαση στο Διαδίκτυο, στη χρήση ηλεκτρονικού ταχυδρομείου και 
ηλεκτρονικής αλληλογραφίας, στη χρήση αποθηκευτικών μέσων και τερματικών συσκευών και 
στις τηλεδιασκέψεις. Η προσέγγιση της Αρχής δεν αφορά μόνο την προστασία των εργαζομένων 
αλλά και των προσωπικών δεδομένων που διατηρούν οι επιχειρήσεις, δηλαδή των πελατών της, 
εξωτερικών συνεργατών, προμηθευτών κ.α. 
Πιο συγκεκριμένα, ως προς την πρόσβαση στο διαδίκτυο, η ΑΠΔΠΧ θεωρεί ότι είναι 
καίριας σημασίας ζήτημα η ασφαλής απομακρυσμένη πρόσβαση και προτείνει τη σύνδεση μέσω 
δικτύου που να κρυπτογραφεί τα δεδομένα και να ταυτοποιεί το χρήστη (π.χ. IPSec VPN). Ο 
εργοδότης έχει υποχρέωση, ανάλογα με τις εργασίες που διεκπεραιώνει ο κάθε εργαζόμενος, να 
οριοθετεί τους πόρους στους οποίους είναι επιτρεπτή η πρόσβαση απομακρυσμένα. Οι 
εργαζόμενοι εξ αποστάσεως οφείλουν να χρησιμοποιούν ασύρματο δίκτυο για την σύνδεσή τους 
στο διαδίκτυο, να κάνουν χρήση ασφαλούς πρωτοκόλλου WPA2 και να μην αποθηκεύουν αρχεία 
με δεδομένα που τους αφορούν σε υπηρεσίες που παρέχουν δυνατότητα αποθήκευσης μέσω 
διαδικτύου (π.χ. One Drive, Dropbox) εκτός αν εξασφαλιστεί η κρυπτογράφηση87. 
 
83 Παναγοπούλου-Κουτνατζή, Φ., (2020). ‘’Η προστασία προσωπικών δεδομένων σε περίοδο πανδημίας’’, όπ.π., 
σελ. 17. 
84 Μποτόπουλος, Κ., (2020). ‘’Θεμιτοί περιορισμοί στην προστασία προσωπικών δεδομένων’’, όπ.π. 
85 ‘’Eπεξεργασία δεδομένων προσωπικού χαρακτήρα στο πλαίσιο της διαχείρισης του COVID-19’’, Newsletter - 
Πληροφοριακό Δελτίο της Ερευνητικής Ομάδας Δικαίου Πληροφορικής, Μάρτιος 2020, σελ. 2-3, διαθέσιμο σε: 
https://ict.law.auth.gr/wp-
content/uploads/2020/03/Newsletter-%CE%99%CE%B3%CE%B3%CE%BB%CE%B5%CE%B6%CE%B1%CE
%BA%CE%B7%CF%82.pdf Ημερομηνία τελευταίας πρόσβασης: 30.05.2021. 
86 Data Protection Commission, (2020). ‘’Protecting Personal Data When Working Remotely’’, διαθέσιμο σε: 
https://www.dataprotection.ie/en/dpc-guidance/blogs/protecting-personal-data-when-working-remotely 
Ημερομηνία τελευταίας πρόσβασης: 30.05.2021. 
87  ΑΠΔΠΧ, (2020). ‘’ΚΑΤΕΥΘΥΝΤΗΡΙΕΣ ΓΡΑΜΜΕΣ 2/15-4-2020 - Λήψη μέτρων ασφάλειας στο πλαίσιο 
τηλεργασίας’’, διαθέσιμο σε: https://www.dpa.gr/sites/default/files/2020-12/Katefthintiries_grammes_2_2020.pdf 
Ημερομηνία τελευταίας πρόσβασης: 30.05.2021. 
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Εν συνεχεία, ως προς την ηλεκτρονική αλληλογραφία η ΑΠΔΠΧ συστήνει στον 
εργαζόμενο να αποφεύγει να χρησιμοποιεί το προσωπικό του email όταν τηλεργάζεται. Η 
ανταλλαγή μηνυμάτων που πιθανολογείται ότι περιέχουν προσωπικές πληροφορίες είναι 
προτιμότερο να γίνεται μέσω του ηλεκτρονικού ταχυδρομείου της εταιρείας88. Αν προκύψει 
αδυναμία κατά τη χρήση του εταιρικού λογαριασμού ηλεκτρονικής αλληλογραφίας, χρειάζεται 
τα μηνύματα να περιέχουν κρυπτογραφημένο περιεχόμενο και να μην αναγραφούν προσωπικά 
δεδομένα στο θέμα του μηνύματος. Επιπλέον, θα πρέπει να ελέγχεται ο παραλήπτης των 
μηνυμάτων ώστε να μην γίνει εκ παραδρομής αποστολή σε τρίτο πρόσωπο, ειδικά μηνυμάτων 
που περιέχουν όγκο δεδομένων προσωπικού χαρακτήρα ή ευαίσθητων δεδομένων89. 
Όσον αφορά στη χρήση αποθηκευτικού μέσου και τερματικών συσκευών, η ΑΠΔΠΧ 
τονίζει ότι ο τηλεργαζόμενος οφείλει να μεριμνά για τις ηλεκτρονικές συσκευές δυνάμει των 
οποίων παρέχει την εργασία του απομακρυσμένα. Οι εν λόγω συσκευές πρέπει να διαθέτουν 
ενημερωμένες εφαρμογές αντιικής προστασίας, πρόσφατες εκδόσεις προγραμμάτων που 
προσφέρουν τη δυνατότητα πλοήγησης στο διαδίκτυο, ενημερωμένο λογισμικό εφαρμογών. 
Ακόμα, οι εργαζόμενοι οφείλουν να θέτουν κωδικούς πρόσβασης στις συσκευές ώστε να 
αποφεύγεται η πρόσβαση τρίτων, να διαγράφουν το ιστορικό που αποθηκεύουν αυτόματα οι 
μηχανές αναζήτησης, να κάνουν χρήση της ανώνυμης περιήγησης, να κρατούν διαχωρισμένα τα 
προσωπικά τους αρχεία από τα αρχεία που αφορούν στην εργασία τους. Το laptop ή ο σταθερός 
υπολογιστής δέον να τοποθετούνται σε σημείο εντός του οπτικού πεδίου του χρήστη ώστε να 
αποφεύγεται τρίτα πρόσωπα να έχουν οπτική πρόσβαση στις πληροφορίες της οθόνης και όταν 
διακόπτεται η χρήση των ηλεκτρικών μέσων να απενεργοποιούνται και να αποθηκεύονται σε 
ασφαλές σημείο 90 . Παράλληλα, πρέπει να υπάρχουν ισχυροί κωδικοί πρόσβασης και 
επιβεβαίωση ταυτότητας του χρήστη για να αποτρέπεται η είσοδος σε οιονδήποτε τρίτο ή να 
γίνεται χρήση κρυπτογράφησης ώστε να μειώνεται η πιθανότητα διαρροής δεδομένων σε 
ενδεχόμενη απώλεια ή κλοπή της ηλεκτρονικής συσκευής, κατά την οποία συστήνεται να 
διαγραφεί η μνήμη απομακρυσμένα91. 
 
88 Παναγοπούλου-Κουτνατζή, Φ., (2020). ‘’Η προστασία προσωπικών δεδομένων σε περίοδο πανδημίας’’, όπ.π., 
σελ. 20. 
89  Κορωναίος, Α., (2020). ‘’GDPR: Κορωνοϊός, τηλεργασία και μέτρα ασφαλείας’’, διαθέσιμο σε: 
https://www.taxheaven.gr/news/47738/gdpr-korwnoios-thlergasia-kai-metra-asfaleias?output=printer Ημερομηνία 
τελευταίας πρόσβασης: 30.05.2021. 
90 Κορωναίος, Α., όπ.π. 
91 Ιγγλεζάκης, Ι., (2020). ‘’H ασφάλεια δεδομένων στην τηλεργασία’’, όπ.π., σελ. 63. Ομοίως, Παναγοπούλου-
Κουτνατζή, Φ., (2020). ‘’Η προστασία προσωπικών δεδομένων σε περίοδο πανδημίας’’, όπ.π., σελ. 19-20. 
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Αντιστοίχως και ο εργοδότης οφείλει να παρέχει στον τηλεργαζόμενο υποστήριξη τόσο για 
την επιτυχή κρυπτογράφηση αρχείων που περιέχουν δεδομένα προσωπικού χαρακτήρα - και 
ιδίως όσων φυλάττονται σε φορητά μέσα αποθήκευσης - όσο και για τη λήψη αντιγράφου 
ασφαλείας ανά τακτά χρονικά διαστήματα. Κατά την περίοδο της πανδημίας αυξήθηκαν 
κατακόρυφα οι τηλεδιασκέψεις, γι αυτό και η ΑΠΔΠΧ επεσήμανε ότι πρέπει να διεξάγονται 
μόνο μέσω πλατφορμών που προσφέρουν υπηρεσίες ασφαλείας (κρυπτογράφηση), κατόπιν 
ουσιαστικής μελέτης των όρων προστασίας δεδομένων των υποκειμένων που προσφέρει η κάθε 
πλατφόρμα και χωρίς δημοσιοποίηση του συνδέσμου ειδικά σε μέσα κοινωνικής δικτύωσης. 
 Τέλος, αν η εργασία πραγματοποιείται με μη αυτοματοποιημένα μέσα και τα έγγραφα 
που χρησιμοποιούν οι τηλεργαζόμενοι για την εργασία τους περιλαμβάνονται σε σύστημα 
αρχειοθέτησης τυγχάνει εφαρμογής το άρθρο 2 παρ. 1 ΓΚΠΔ και σύμφωνα με την ΑΠΔΠΧ τα 
έγγραφα αυτά χρειάζεται να αποθηκεύονται σε ειδική θήκη ή ασφαλή τοποθεσία – ιδίως αν 
πρόκειται για έγγραφα που περιέχουν δεδομένα υγείας - ή να καταστρέφονται με τη χρήση 
καταστροφέα εγγράφων92. 
 
5.4. Οι κατευθυντήριες γραμμές του Ευρωπαϊκού Οργανισμού για την Ασφάλεια Δικτύων 
και Πληροφοριών (ENISA). 
Συστάσεις εξέδωσε και ο Ευρωπαϊκός Οργανισμός για την Ασφάλεια Δικτύων και 
Πληροφοριών (ENISA), στις οποίες δίνεται έμφαση στη σημασία της χρήσης ασφαλών 
καναλιών για την επικοινωνία. Ο  Ευρωπαϊκός Οργανισμός στις συστάσεις του προς τους 
εργοδότες που εφαρμόζουν τηλεργασία επισημαίνει την ανάγκη παροχής ασφαλούς 
τηλεδιάσκεψης για εταιρικούς πελάτες, πρόσβασης στις εφαρμογές που χρησιμοποιούν μόνο 
μέσω καναλιών επικοινωνίας που είναι κρυπτογραφημένα, VPN ικανού να διατηρεί πληθώρα 
συνδέσεων, ελέγχου για ζητήματα ασφαλείας όλων των φορητών και κινητών συσκευών μέσω 
ειδικών πλατφορμών, άμεσης επίλυσης τεχνικών ζητημάτων με τη βοήθεια εξειδικευμένου 
προσωπικού93. 
Αντίστοιχα, στους εργαζομένους που παρέχουν την εργασία τους από το σπίτι συνέστησε 
να χρησιμοποιούν εταιρικές ηλεκτρικές συσκευές που να διαθέτουν αντιικά προγράμματα και 
 
92 Ιγγλεζάκης, Ι., (2020). ‘’H ασφάλεια δεδομένων στην τηλεργασία’’, όπ.π., σελ. 63. Ομοίως, Data Protection 
Commission, όπ.π. 
93  ENISA, (2020). “Tips for cybersecurity when working from home-Press Release”, διαθέσιμο στο: 
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ενημερωμένα λειτουργικά συστήματα, να τηρούν αντίγραφα ασφαλείας, να αποφεύγουν την 
ανάμειξη δραστηριοτήτων ψυχαγωγίας και εργασίας στον ίδιο υπολογιστή, να συνδέονται με 
ασφαλή, κρυπτογραφημένα δίκτυα στον ιστότοπο, να αποφεύγουν την αποστολή μηνυμάτων 
ηλεκτρονικού ταχυδρομείου που περιλαμβάνουν ευαίσθητα προσωπικά δεδομένα, να είναι 
επιφυλακτικοί με περίεργου περιεχομένου ηλεκτρονική αλληλογραφία καθώς ενδέχεται να είναι 
απάτη, να κλειδώνουν τον υπολογιστή με ισχυρό κωδικό 94  κ.α. Επιπλέον, ο Ευρωπαϊκός 
Οργανισμός εξέδωσε κατευθυντήριες γραμμές και για την ασφάλεια στον κυβερνοχώρο όταν η 
εργασία παρέχεται από απόσταση95, οι οποίες ομοιάζουν με τις προαναφερθείσες. 
Με βάση τα παραπάνω χρειάζεται να συνταχθεί μία πολιτική ασφαλείας για την 
τηλεργασία ώστε να αναφέρονται ρητώς και αναλυτικώς όλα τα μέτρα ασφαλείας που οφείλει 
να λάβει ο υπεύθυνος επεξεργασίας είτε ιδιωτικού είτε δημοσίου φορέα, όπως ορίζεται στο 
άρθρο 24 παρ. 2 ΓΚΠΔ. Αυτό θα βοηθήσει και στην πληρέστερη ενημέρωση των εργαζομένων 
και στην ταχύτερη εκπαίδευσή τους σχετικά με τα μέτρα ασφαλείας που πρέπει να λαμβάνονται 
στην τηλεργασία. 
 
5.5. Ο νόμος 4807/2021 για την τηλεργασία στο δημόσιο τομέα. 
Σε μια προσπάθεια ρύθμισης της οργάνωσης και της εφαρμογής της τηλεργασίας στο 
δημόσιο τομέα με την αξιοποίηση των δυνατοτήτων που προσφέρουν οι νέες τεχνολογικές 
εξελίξεις ψηφίστηκε πρόσφατα από την Βουλή ο Νόμος 4807/2021 – ΦΕΚ Τεύχος A’ 
96/11.06.2021 που τιτλοφορείται «Θεσμικό πλαίσιο τηλεργασίας, διατάξεις για το ανθρώπινο 
δυναμικό του δημοσίου τομέα και άλλες επείγουσες ρυθμίσεις». Οι ρυθμίσεις που περιλαμβάνει 
ο νόμος αφορούν όλες τις κατηγορίες των δημοσίων υπαλλήλων, πλην όσων απασχολούνται 
στην εκπαίδευση. 
Στο νόμο αυτό δεσπόζουσα θέση καταλαμβάνουν οι αρχές που διέπουν τον θεσμό της 
τηλεργασίας με βασικότερες τον οικειοθελή χαρακτήρα της τηλεργασίας για τον τηλεργαζόμενο 
και για τον φορέα, την αρχή της ίσης μεταχείρισης μεταξύ των τηλεργαζομένων και των 
εργαζομένων από τις εγκαταστάσεις της επιχείρησης ως προς τις υποχρεώσεις και τα δικαιώματά 
τους, την προστασία προσωπικών δεδομένων των τηλεργαζομένων και τον σεβασμό στην 
 
94 ENISA, όπ.π. 
95 ENISA, (2020). “Top Tips for Cybersecurity when Working Remotely-News Item”, διαθέσιμο σε: 
https://www.enisa.europa.eu/news/executive-news/top-tips-for-cybersecurity-when-working-remotely. 
Ημερομηνία τελευταίας πρόσβασης: 30.05.2021. 
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ιδιωτική τους ζωή, με ευθύνη του δημοσίου φορέα. Πιο συγκεκριμένα, ο φορέας πρέπει να 
λαμβάνει τα απαραίτητα μέτρα για τη διασφάλιση την προστασία όλων των προσωπικών 
δεδομένων που ο τηλεργαζόμενος χρησιμοποιεί και θέτει σε επεξεργασία κατά την εκτέλεση των 
εργασιών του αλλά και να επιδεικνύει τον αναγκαίο σεβασμό στο απόρρητο των επικοινωνιών 
και γενικότερα στην ιδιωτική ζωή του τηλεργαζομένου. Η συνταγματική αρχή της 
αναλογικότητας θα πρέπει να αποτελεί γνώμονα στην υποθετική περίπτωση που τεθεί σε 
εφαρμογή σύστημα παρακολούθησης του εργάσιμου χρόνου. 
Ως προς την προστασία των προσωπικών δεδομένων των τηλεργαζομένων του δημοσίου 
τομέα ορίζεται ότι ο δημόσιος φορέας από τη θέση του υπευθύνου επεξεργασίας οφείλει να 
εφαρμόσει όλα τα μέτρα που προβλέπονται από την εθνική και ευρωπαϊκή νομοθεσία 
προκειμένου να επιτευχθεί ένα ικανοποιητικό επίπεδο ασφαλείας δεδομένων. Επιπλέον, ο 
δημόσιος φορέας είναι υποχρεωμένος να πληροφορεί και να παρέχει εκπαίδευση και κατάρτιση 
στους εργαζομένους του ώστε να εφαρμόζουν ορθώς όλες τις διαδικασίες που εξασφαλίζουν την 
προστασία των δεδομένων τους. Όσον αφορά την πρόσβαση στο διαδίκτυο, ο φορέας οφείλει να 
εξασφαλίσει τη δυνατότητα σε όλους τους τηλεργαζομένους να απολαμβάνουν ασφαλή 
απομακρυσμένη πρόσβαση στους πόρους των πληροφοριακών συστημάτων του, να ορίζει 
σαφώς τους περιορισμούς στους οποίους υπόκεινται η απομακρυσμένη αυτή πρόσβαση, να 
μεριμνά για την αποφυγή χρήσης αρχείων που περιέχουν προσωπικά δεδομένα σε υπηρεσίες 
προσωπικής διαδικτυακής αποθήκευσης των τηλεργαζόμενων, να παρέχει την εγκατάσταση στη 
συσκευή τηλεργασίας ασφαλούς πρωτοκόλλου ασύρματης σύνδεσης με ισχυρό κωδικό και να 
φροντίζει για τη σύνδεση σε υπολογιστικά συστήματα μέσω υπηρεσίας «απομακρυσμένης 
επιφάνειας εργασίας» μόνο μέσω σύνδεσης εικονικού ιδιωτικού δικτύου με κρυπτογραφημένη 
και προστατευμένη δρομολόγηση δεδομένων. 
Εν συνεχεία, οι τηλεργαζόμενοι οφείλουν να ανταλλάσσουν μηνύματα ηλεκτρονικού 
ταχυδρομείου μόνο μέσω του επίσημου ηλεκτρονικού ταχυδρομείου του φορέα και όχι από το 
προσωπικό τους email. Για τη χρήση αποθηκευτικών μέσων και τερματικής συσκευής είναι 
απαραίτητη η εγκατάσταση αντιικού προγράμματος και τείχους προστασίας με ευθύνη του 
δημοσίου φορέα, ο οποίος βαρύνεται με την ενημέρωση των εν λόγω συστημάτων, την 
εγκατάσταση των πιο πρόσφατων ενημερώσεων του λογισμικού εφαρμογών και των νέων 
εκδόσεων προγραμμάτων πλοήγησης ώστε να διαγράφεται αυτομάτως το ιστορικό μετά την 
ολοκλήρωση της εργάσιμης ημέρας ή να μην τηρείται εξαρχής, το διακριτό διαχωρισμό των 
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προσωπικών δεδομένων σχετικών με την τηλεργασία στη συσκευή της τηλεργασίας, την 
εξασφάλιση κρυπτογράφησης αρχείων που εμπεριέχουν δεδομένα των τηλεργαζομένων. 
Περαιτέρω, στο νεοψηφισθέντα νόμο επισημαίνει ότι είναι καταρχήν ανεπίτρεπτη η χρήση 
καμερών ενσωματωμένων στη συσκευή τηλεργασίας για τον έλεγχο της απόδοσης του 
τηλεργαζόμενου και κατά τη διάρκεια τηλεδιασκέψεων, πλην ορισμένων εξαιρέσεων. Ακόμα, ο 
δημόσιος φορέας υποχρεούται σε χρήση πλατφορμών που υποστηρίζουν υπηρεσίες ασφαλείας 
για την πραγματοποίηση τηλεδιασκέψεων. Ορίζεται, παράλληλα, ότι αν ο φορέας δεν τηρεί στο 
ελάχιστο τις ως άνω περιγραφόμενες υποχρεώσεις του η τηλεργασία είτε διακόπτεται είτε δεν 
τίθεται εξαρχής σε εφαρμογή. Σε κάθε περίπτωση πάντως, πριν την έναρξη της τηλεργασίας 
γίνεται εκτίμηση αντικτύπου με ευθύνη του φορέα σχετικά με την προστασία των προσωπικών 
δεδομένων. Τέλος, γίνεται μνεία στο δικαίωμα αποσύνδεσης του τηλεργαζομένου, δηλαδή στην 
ελευθερία που απολαμβάνει μετά το πέρας της εργασίας του να αποσυνδέεται από το μέσο με τη 
χρήση του οποίου εκτελεί τα καθήκοντά του.  
Ο νόμος 4807/2021 είναι ελπιδοφόρος, καθώς ρυθμίζει και προτείνει λύσεις σε 
προβλήματα που αντιμετωπίζουν οι εργαζόμενοι που παρέχουν την εργασία τους εξ αποστάσεως 
και καλύπτει, εν μέρει, το νομοθετικό κενό που υπάρχει στη χώρα μας σχετικά με την τηλεργασία. 
Ωστόσο, έχουν γίνει αρκετές παρατηρήσεις96 ήδη από τη στιγμή που βγήκε στη δημοσιότητα το 
σχέδιο νόμου, οι οποίες χρήζουν δημιουργικής μελέτης και επεξεργασίας, καθώς η ενσωμάτωσή 
τους σε νέα νομοθετήματα σχετικά με την τηλεργασία μπορεί να βελτιώσει περαιτέρω τη ζωή 
των εργαζομένων και να παρέχει μεγαλύτερα εχέγγυα για την προστασία των προσωπικών τους 
δεδομένων. 
 
5.6. Ο νόμος 4808/2021 για τα εργασιακά και οι ρυθμίσεις για την τηλεργασία. 
 Ο νέος νόμος στα εργασιακά αντιμετωπίζει την τηλεργασία ως ένα χρήσιμο εργαλείο για 
τον εργαζόμενο και την επιχείρηση, το οποίο όμως χρήζει και ιδιαίτερης προσοχής, ως προς 
κάποιους εγγενείς κινδύνους που συνδέονται με αυτό. Κατ’ αρχάς, ως τηλεργασία ορίζεται η 
εξαρτημένη εργασία, η οποία παρέχεται εξ αποστάσεως, ενώ θα μπορούσε να παρέχεται 
 





Ημερομηνία τελευταίας πρόσβασης: 31.05.2021. 
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κανονικά στις εγκαταστάσεις του εργοδότη. Επομένως, δεν αρκεί μόνο το γεγονός της 
απόστασης από τις εγκαταστάσεις της επιχείρησης, αφού και οι διανομείς, για παράδειγμα, 
εργάζονται εκτός του χώρου της επιχείρησης, αλλά σε καμία περίπτωση δεν μπορούν να 
θεωρηθούν τηλεργαζόμενοι. 
 Η τηλεργασία είναι κατ’ αρχήν αντικείμενο συμβατικής συμφωνίας εργαζόμενου-
εργοδότη, η οποία συμφωνία γίνεται είτε κατά την πρόσληψη, είτε μεταγενέστερα, με 
τροποποίηση της αρχικής σύμβασης. Κατ’ εξαίρεση, η τηλεργασία μπορεί να επιβληθεί 
μονομερώς τόσο από τον εργοδότη, όσο και από τον εργαζόμενο, για λόγους που αφορούν την 
υγεία. Στην πρώτη περίπτωση, ο εργοδότης μπορεί να επιβάλλει το σύστημα της τηλεργασίας 
για να προστατευθεί η δημόσια υγεία, εφόσον η σχετική ανάγκη υπάρχει και έχει διαπιστωθεί με 
απόφαση του Υπουργού Υγείας και του κατά περίπτωση συναρμόδιου Υπουργού, και μόνο όσο 
διαρκεί η ανάγκη αυτή. 
 Αντίστοιχα, ο εργαζόμενος μπορεί να αιτηθεί εφαρμογή τηλεργασίας εάν υπάρχει 
τεκμηριωμένος, ατομικός κίνδυνος για την υγεία του, ο οποίος μπορεί να αποφευχθεί με την 
απομάκρυνσή του από τις εγκαταστάσεις της επιχείρησης, και για όσο διαρκεί αυτός. Σε 
περίπτωση μη συνεργασίας του εργοδότη, ο μισθωτός μπορεί να προσφύγει στην Επιθεώρηση 
Εργασίας κατά τις διατάξεις για τις εργατικές διαφορές. Οι παθήσεις και οι ασθένειες του 
μισθωτού που μπορούν να θεμελιώσουν δικαίωμά του για την παραπάνω αίτηση, πρόκειται να 
οριστούν ειδικώς με Κοινή Υπουργική Απόφαση των Υπ. Εργασίας και Υγείας. Με την ίδια 
απόφαση θα καθοριστούν και οι λοιπές λεπτομέρειες, όπως τα απαιτούμενα δικαιολογητικά για 
την τεκμηρίωση του κινδύνου, οι αρμόδιοι φορείς και γενικά η νόμιμη διαδικασία (άρθρο 
67§3εδ.β’). 
 Έτσι, φαίνεται εκ πρώτης όψεως ότι έως την έκδοση της σχετικής Κ.Υ.Α. δεν μπορεί να 
εφαρμοστεί το δικαίωμα αυτό του εργαζόμενου. Ωστόσο, καθώς η χώρα διανύει ακόμα την 
υγειονομική κρίση Covid-19, πολλά έκτακτα νομοθετήματα βρίσκονται ακόμα σε ισχύ. Σε ισχύ, 
λοιπόν, βρίσκεται και η K.Υ.Α. υπ’ αριθμόν 370/2020 (ΦΕΚ Β’ 4011/2020) , η οποία καθορίζει 
ποιοι θεωρούνται ευπαθείς ομάδες για τους σκοπούς της ειδικής προστασίας των έκτακτων 
νομοθετημάτων της Π.Ν.Π. της 22.08.2020 (Φ.Ε.Κ. Α' 161)., αλλά και της κατοπινής Κ.Υ.Α. 
30.09.2020 (ΦΕΚ Β΄ 4262). Αμφότερα τα νομοθετήματα αυτά εξασφάλιζαν το ίδιο δικαίωμα της 
μονομερούς εκ μέρους του εργαζόμενου «επιβολής» του συστήματος της τηλεργασίας, για 
λόγους προστασίας της υγείας. 
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 Επρόκειτο μεν για προσωρινά μέτρα, τα οποία όμως εντάσσονταν στο πλαίσιο 
διαχείρισης της υγειονομικής κατάστασης που ακόμη αντιμετωπίζει η χώρα. Άρα, πρέπει να 
θεωρηθεί ότι έως ότου εκδοθεί η προβλεπόμενη από την §3 άρ.67 Κ.Υ.Α., ο ορισμός των 
ευπαθών ομάδων της K.Υ.Α. 370/2020 ισχύει αναλογικά και για την εφαρμογή του ν. 4808/2021. 
Διαφορετική ερμηνεία αφήνει αδικαιολόγητα έκθετες τις ευπαθείς ομάδες εργαζόμενων στην 
υγειονομική απειλή. Άλλωστε, η εν λόγω Κ.Υ.Α. δεν ήταν η ίδια προσωρινής ισχύος, αλλά 
αφορούσε όλα τα μέτρα που λαμβάνονται στο πλαίσιο διαχείρισης της πανδημίας. 
 Αναφορικά με τις δαπάνες για την τηλεργασία, αυτές καλύπτονται κατά κανόνα από τον 
εργοδότη, εκτός αν συμφωνηθεί να παράσχει ο εργαζόμενος τον δικό του τεχνολογικό εξοπλισμό. 
Μάλιστα, αν η τηλεργασία παρέχεται κατ’ οίκον, όπως είναι το συνηθέστερο, ο εργοδότης 
καταβάλλει και ένα αντίτιμο για τη χρήση της οικίας του μισθωτού. Ορίζεται δε ρητώς, ότι τα 
χρηματικά ποσά αυτά δεν αποτελούν μέρος των αποδοχών του εργαζόμενου (§4 άρ.67). 
Σημαντική είναι και η κατά §5 άρ.67 υποχρέωση του εργοδότη να γνωστοποιεί εντός 8 ημερών 
από την έναρξη της τηλεργασίας, τους ειδικούς όρους αυτής, όπως ιδίως το δικαίωμα 
αποσύνδεσης της §10 , τυχόν συμφωνία για τηλεετοιμότητα, τους ισχύοντες όρους υγιεινής και 
ασφάλειας, καθώς και τους όρους προστασίας των προσωπικών δεδομένων του μισθωτού. 
 Μια από τις πιο καίριες ρυθμίσεις του νέου νόμου είναι η θέσπιση του δικαιώματος 
αποσύνδεσης στο άρθρο 10, το οποίο αναγνωρίζουν όλο και περισσότερες χώρες διεθνώς. Το 
δικαίωμα αποσύνδεσης συνίσταται στο ότι ο εργαζόμενος δικαιούται, μετά το πέρας του ωραρίου 
του, αλλά και κατά τις νόμιμες άδειές του, να απέχει πλήρως από οποιαδήποτε δραστηριότητα 
σχετίζεται με την εργασία του και ιδίως να μην απαντά σε τυχόν e-mail ή άλλη επικοινωνία του 
εργοδότη. Βέβαια, το ωράριο του κάθε εργαζόμενου μπορεί να ποικίλλει με βάση την ατομική 
του σύμβασή -η οποία μπορεί να ενέχει και συμφωνία τηλετοιμότητας-, όμως σε κάθε περίπτωση 
πρέπει να υπάρχει αποχή από κάθε εργασιακή δραστηριότητα για 11 συνεχόμενες ώρες, όπως 
επιτάσσει το άρθρο 3 της Οδηγίας 2003/88 (Ε.Ε.). Οποιαδήποτε ενόχληση του εργοδότη κατά 
το χρόνο αυτό πρέπει να θεωρηθεί ότι διακόπτει την ανάπαυση, με αποτέλεσμα το 11ωρο 
υποχρεωτικής ανάπαυσης να ξεκινάει εκ νέου μετά τη διακοπή. Ειδάλλως, δεν θα πρόκειται για 
έντεκα «συναπτές ώρες» όπως απαιτεί η Οδηγία. Προκειμένου να εξασφαλιστεί πραγματικά το 
δικαίωμα αποσύνδεσης, απαγορεύεται ρητώς οποιαδήποτε δυσμενής μεταχείριση του 
εργαζόμενου εξαιτίας άσκησης του δικαιώματος και συγκεκριμένα απαγορεύεται η καταγγελία 
με την ειδική διάταξη του άρ.66§1 στ. γιδ’. 
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 Πέραν τούτου ο εργαζόμενος προστατεύεται από τυχόν αδιάκριτες ή παραβιαστικές 
μεθόδους ελέγχου της απόδοσης του. Έτσι, ο εργοδοτικός έλεγχος πρέπει να γίνεται με τρόπο 
συμβατό με την προστασία των προσωπικών του δεδομένων. Ρητά απαγορεύεται, μάλιστα, η 
χρήση βιντεοκάμερας, ως κατεξοχήν παραβιαστικό της ιδιωτικότητας μέσο ελέγχου. Γενικά, ο 
τηλεργαζόμενος έχει τα ίδια δικαιώματα και υποχρεώσεις με τους συγκρίσιμους «κανονικούς» 
εργαζόμενους (αρχή της ίσης μεταχείρισης), με επιφύλαξη ορισμένων διαφοροποιήσεων που 
οφείλονται στην ίδια τη φύση της τηλεργασίας. Έτσι, για παράδειγμα, πρέπει να έχει παρόμοιο 
όγκο εργασίας και να αξιολογείται η απόδοσή του με παρόμοιο τρόπο σε σχέση με τον δια ζώσης 
εργαζόμενο. 
 Ένα ακόμη σημαντικό μέτρο, είναι ότι το ωράριο τηλεργασίας, καθώς και η αναλογία 
τηλεργασίας και δια ζώσης εργασίας στην επιχείρηση, πρέπει υποχρεωτικά να δηλώνονται στο 
Π.Σ. «ΕΡΓΑΝΗ», διευκολύνοντας έτσι αισθητά το έργο των ελεγκτικών αρχών (§11 αρ.67). 
Τέλος, αναμένονται εκτελεστικά προεδρικά διατάγματα κατά την §12 άρ.67, με τα οποία θα γίνει 
η απαιτούμενη εξειδίκευση των αναγκαίων κανόνων υγείας και ασφάλειας, των ελάχιστων 
μέτρων εξασφάλισης του δικαιώματος αποσύνδεσης, της διαδικασίας ελέγχου από την 
Επιθεώρηση Εργασίας και όποιας άλλη λεπτομέρειας απαιτείται για την εφαρμογή του νόμου. 
 
Επίλογος 
 Η τηλεργασία δεν είναι μια προσωρινή λύση ανάγκης για την περίοδο έξαρσης του 
Covid-19, αλλά σιγά σιγά εισβάλλει στις ζωές όλων και περισσότερων εργαζομένων και 
εδραιώνεται ως σταθερή μορφή απασχόλησης ιδίως σε επαγγέλματα γραφείου. Ωστόσο, η 
καθιέρωσή της εγείρει ζητήματα σε σχέση με την ασφάλεια των δεδομένων των εργαζομένων 
και της ίδιας της επιχείρησης καθώς και με θέματα ανισοτήτων σε μισθούς, εκπαίδευση97 κτλ, 
για τα οποία επιβάλλεται η θεσμική αντιμετώπισή τους98. 
 Όπως αναλυτικώς εκτέθηκε, οι ισχύουσες νομοθετικές διατάξεις δεν επαρκούν για να 
ρυθμίσουν την τηλεργασία στη χώρα μας. Αν και έχει επιχειρηθεί να δημιουργηθεί 
προστατευτικό νομικό πλαίσιο, σε λίγα νομοθετήματα απαντάται η έννοια της τηλεργασίας και 
οι ρυθμίσεις παραμένουν ανεπαρκείς και αποσπασματικές. Σήμερα καθίσταται αδήριτη ανάγκη 
 
97   Ίδια προβλήματα δημιουργεί και η τηλεκπαίδευση, βλ. ‘’Τηλεκπαίδευση: Δύο στα τρία παιδιά όλου του κόσμου 
δεν έχουν πρόσβαση στο διαδίκτυο’’, διαθέσιμο σε: https://www.alfavita.gr/ekpaideysi/338974_tilekpaideysi-dyo-
sta-tria-paidia-oloy-toy-kosmoy-den-ehoyn-prosbasi-sto Ημερομηνία τελευταίας πρόσβασης: 30.05.2021. 
98 ΕΙΕΑΔ, όπ.π., σελ. 33. 
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η εξειδίκευση των ευρωπαϊκών κατευθύνσεων και του ΓΚΠΔ και η ύπαρξη εθνικής ρύθμισης 
εναρμονισμένης με τις τεχνολογικές εξελίξεις για κάθε ζήτημα που δύναται να προκύψει κατά 
την εφαρμογή της τηλεργασίας τόσο για τον εργαζόμενο όσο και για τον εργοδότη. Η υπάρχουσα 
νομοθεσία χρήζει βελτιώσεων και εμπλουτισμού ιδίως στο πεδίο της προστασίας της ασφάλειας 
και της υγείας του τηλεργαζομένου, της τήρησης του συμφωνημένου ωραρίου εργασίας χωρίς 
υπερβάσεις αυτού, της ισότητας στα δικαιώματα των τηλεργαζομένων με όσους εργάζονται από 
τις εγκαταστάσεις της επιχείρησης (παρακολούθηση εκπαιδευτικών προγραμμάτων, κατάρτιση, 
συνδικαλιστική δράση)99.  
 Εξίσου βασικό είναι να προστατεύονται τα δεδομένα προσωπικού χαρακτήρα του 
τηλεργαζομένου τόσο από κυβερνοεπιθέσεις όσο και από την κρυφή παρακολούθηση από τον 
εργοδότη του. Η εξέλιξη της τεχνολογίας παράλληλα με την εξάπλωση της τηλεργασίας 
συνέβαλε στην αύξηση των μηχανισμών και εφαρμογών παρακολούθησης των εργαζομένων, οι 
οποίες στρέφονται κυρίως κατά των εργαζομένων που τηλεργάζονται καθώς ο εργοδότης 
αδυνατεί να έχει μαζί τους αδιάληπτη οπτική επαφή. Οι εργοδότες υποστηρίζουν ότι 
χρησιμοποιούν τους μηχανισμούς παρακολούθησης με σκοπό να βεβαιώνονται ότι ο 
εργαζόμενος εξακολουθεί να είναι παραγωγικός και πλήρως αφοσιωμένος στους σκοπούς της 
εταιρείας, χωρίς διάθεση αθέτησης των συμφωνιών και των ρητρών εμπιστευτικότητας και ότι 
τα δεδομένα της εταιρείας δεν κινδυνεύουν να διαρρεύσουν σε κακόβουλους τρίτους. Η 
πραγματικότητα όμως αποδεικνύει ότι οι εργοδότες συλλέγουν στοιχεία για να αξιολογούν την 
παραγωγικότητα, την αποδοτικότητα και την καταλληλόλητα των εργαζομένων 100  και με 
κριτήριο αυτά προβαίνουν σε απολύσεις 101  ή μειώσεις μισθών. Σε πλήρη αντίθεση με τις 
διακηρύξεις τους χρησιμοποιούν τις εφαρμογές αυτές κατά το δοκούν με σκοπό την επίτευξη 
μεγαλύτερης κερδοφορίας, αδιαφορώντας για τα δικαιώματα και τις ελευθερίες των υπαλλήλων 
τους που καταπατώνται.  
 
99 Ο.Κ.Ε., όπ.π., σελ. 23-28. 
 
100  Οδηγία Επιτρόπου Προστασίας ∆εδοµένων Προσωπικού Χαρακτήρα Για την Επεξεργασία Προσωπικών 
∆εδοµένων Στον Τοµέα των Εργασιακών Σχέσεων, σελ. 3, διαθέσιμη σε: 
http://www.dataprotection.gov.cy/dataprotection/dataprotection.nsf/CBD480CDE52BEF21C225820A004BBEB3/
$file/Directive-Employment_el(1).pdf Ημερομηνία τελευταίας πρόσβασης: 30.05.2021. 
101 Lynn, S., (2020). ‘’As employee monitoring extends to workers' homes and health, some see civil rights threat’’, 
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 Εν κατακλείδι, η συλλογή και επεξεργασία δεδομένων προσωπικού χαρακτήρα των 
εργαζομένων επιτρέπεται καταρχήν για σκοπούς που συνδέονται άμεσα με την οργάνωση της 
εργασίας και την εργασιακή σχέση. Η βασική αρχή που πρέπει να τηρείται είναι αυτή της 
αναλογικότητας του μέσου ως προς τον επιδιωκόμενο σκοπό, με γνώμονα τη χρήση όσο το 
δυνατόν ηπιότερων μέσων ώστε να διασφαλίζονται τα δικαιώματα των τηλεργαζομένων. Στα 
πλαίσια αυτά κάθε παρεμβατική και αδικαιολόγητη παρακολούθηση που γίνεται χωρίς τη 
συγκατάθεση του εργαζομένου και οδηγεί σε αδιαφανή και δίχως όρια επεξεργασία 102  δεν 
συνάδει με το έννομο συμφέρον του εργοδότη για βελτίωση της αποδοτικότητας, είναι παράνομη 
και παραβιάζει κατάφωρα την ιδιωτικότητα των εργαζομένων. 
 Η τηλεργασία μπορεί να συμβαδίζει με την ασφάλεια των δεδομένων προσωπικού 
χαρακτήρα των εργαζομένων, της επιχείρησης και των πελατών της αν τηρούνται πιστά οι 
ρυθμίσεις των νέων νομοθετημάτων και κατευθυντήριες γραμμές της ΑΠΔΠΧ, αν εξειδικευτούν 
άμεσα οι γενικές και αόριστες ρυθμίσεις που εντοπίζονται σε νόμους και κανονισμούς, αν 
προβλεφθούν αυστηρές κυρώσεις για τους παραβάτες που να αποτρέπουν την παράνομη 
συλλογή και επεξεργασία δεδομένων. 
 
102 Γνώμη 2/2017 Ομάδας Εργασίας Άρθρου 29 σχετικά με την επεξεργασία δεδομένων στην εργασία, όπ.π. 
