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En el presente trabajo de investigación se implementó un sistema de control de acceso basado 
en tecnología RFID en la Gerencia Regional de Transporte y Comunicaciones con la 
finalidad de mejorar la seguridad en las oficinas de la institución, permitiendo un control 
adecuado y seguro en las horas no laborables dentro de las áreas restringidas. Donde para 
lograr esto en el primer capítulo definimos el planteamiento del problema, al igual que 
nuestro objetivo principal como también nuestros objetivos específicos. En el segundo 
capítulo utilizamos como método de estadística la prueba de Shapiro, este método nos 
permitió hallar el pretest y post test de nuestra investigación, que a su vez sirvieron para 
realizar evaluaciones de los indicadores del instrumento de observación. En el tercer capítulo, 
utilizamos la herramienta SPSS logrando ordenar nuestros valores encontrados y verificar 
que cumple con el requisito de confiabilidad. En el cuarto capítulo, realizamos la discusión 
de nuestros antecedes de tesis consultadas y explicamos de manera clara y concisa del aporte 
hacia el presente trabajo de investigación, en el quinto capítulo realizamos las conclusiones 
que nos llevó a demostrar de qué manera pudimos alcanzar nuestro objetivo principal y 
nuestros objetivos específicos, y en el último capítulo se realizó algunas recomendaciones 
para futuras investigaciones. 
 














In the present research work, an access control system based on RFID technology was 
implemented in the Regional Management of Transport and Communications in order to 
improve security in the institution's offices, allowing adequate and safe control in non-hours. 
working within restricted areas. Where to achieve this in the first chapter we define the 
problem statement, as well as our main objective as well as our specific objectives. In the 
second chapter we used the Shapiro test as a statistical method, this method allowed us to 
find the pretest and post test of our research, which in turn served to evaluate the indicators 
of the observation instrument. In the third chapter, we use the SPSS tool, managing to order 
our found values and verify that it meets the reliability requirement. In the fourth chapter, we 
carry out the discussion of our consulted thesis antecedents and explain in a clear and concise 
way the contribution towards the present research work, in the fifth chapter we make the 
conclusions that led us to demonstrate how we could achieve our main objective and our 
specific objectives, and the last chapter made some recommendations for future research. 
 











En la actualidad la tecnología avanza cada vez más, y conforme va creciendo surgen nuevas 
ideas, nuevas necesidades que hoy por hoy gracias al gran avance de la tecnología hacen que 
nuestra vida se facilite de alguna u otra forma, pero así como la tecnología puede facilitar la 
vida de muchos, también puede ser una de las herramientas más poderosas tanto para una 
organización pública como privada, aportando así tanto en el desarrollo como en la seguridad 
de ellos mismos, por otra parte gracias a la tecnología muchas organizaciones llegan a ser 
competitivas, pero para lograrlo deben apostar por ello, y en un mundo competitivo como el 
de ahora con mucha más razón, según (Redondo A., 2017) sostiene en su informe  que en un 
mundo globalizado en el que vivimos, la competencia es feroz y competimos con empresas 
del otro punto del planeta, que pueden tener un sistema de regulación más beneficioso que el 
tuyo, por lo que da a entender es que en un mundo globalizado, competimos con empresas a 
nivel mundial que pueden tener los mismos sistemas pero no los mismos beneficios. 
En este sentido que se obtendría si nosotros aplicáramos estas tecnologías a nuestro favor por 
lo que es importante tener en cuenta para que una organización sea competitiva debe cubrir 
sus necesidades con tecnologías que les permita cubrirlos para luego así alcanzar esos 
beneficios y ser competitivo en el mercado empresarial, por lo que debemos tener en cuenta, 
que hoy en día en muchas organizaciones buscan seguridad de información, en sistemas que 
les de esos beneficios, pero creemos que no es solo dar seguridad a la información sino 
también dar seguridad a los exteriores de la organización, es por ello que según la 
información extraída de FerMaxProfesional nos señala que hoy en día es más frecuente que 
en muchas empresas obtén por soluciones de control de acceso, ya que gracias a estos 
sistemas les permite tener un mayor control de quien accede a las instalaciones. 
 Mientras que por otro lado nos menciona también que en nuestra actualidad en algunas 
organizaciones las llaves representan un problema de seguridad, ya que si lo vemos desde 
otra perceptiva una llave no brinda tanta seguridad como se cree, ya sea porque se pueden 
extraviar o extraer un duplicado y terminar en manos de terceras persona, provocando que en 
una organización  tenga que optar por cambiar todas las cerraduras, que la llave da acceso, 
por lo que con un sistema de control de acceso mediante tarjeta de proximidad solo bastaría 
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con bloquear el acceso a la tarjeta sin necesidad de algún cambio o gasto para la organización. 
(fermax, 2016) 
En realidad, la seguridad en una organización hoy en día se ha vuelto un factor principal por 
lo que muchas de ellos llegan a optar por tecnologías modernas para sobre guardar toda la 
información que ellos manejan, ya sea documentos importantes o material confidencial, por 
ello es importante recalcar la importancia que tiene la seguridad en nuestra actualidad, ya que 
de alguna u otra forma están contribuyendo al crecimiento de ellos mismos, por otra parte 
para poder optar por estas tecnologías es importante que toda empresa tenga conocimiento 
de que ventajas brindara tal tecnología y de qué manera les favorecerá, según (Inditar, 2017) 
nos indica que actualmente, los sistemas de control de acceso es una tipología muy utilizada 
en organizaciones debido al gran incremento que estas brinda al utilizarlas dentro de sus 
instalaciones, ya que ofrece ventajas y facilidades tanto a la propia organización como a los 
clientes, porque gracias a esta tecnología se puede controlar, gestionar y monitorear los 
movimientos de personas que entran y salen de cualquier lado de una determinada 
organización. 
Por lo tanto es importante resaltar que la tecnología avanza de acuerdo a como se vayan 
aplicando en cada país, ya que países desarrollados como Estados Unidos, Japón son gran 
ejemplo de ello, por lo tanto vale mencionar que a comparación de nuestro país, la tecnología 
no es muy aprovechada en el ámbito empresarial, según (Diario El Comercio, 2018) el Perú 
sigue rezagado en tecnología, donde nos señala que en contexto de ser competitivo en materia 
digital, nuestro país se ubica ultimo a nivel mundial, según indico Ranking de competitividad 
digital, elaborado por el Institute for Management Development (IMD) junto a Centrum 
Católica como socio local. De esta manera nos damos cuenta de que en nuestro país no se 
está siendo competitivo en aspecto tecnológico, por lo que creemos que no se está llevando 
una adecuada implementación de tecnología en ciertas organizaciones, es decir no todas las 
organizaciones de nuestro país, optan por implementar tecnologías que ayuden a solucionar 
sus problemas o cubrir sus necesidades. 
El cual para esta oportunidad hemos elegido trabajar con una organización publica como lo 
es la Gerencia Regional de Transporte y Comunicaciones, donde haciendo una encuesta 
previa se logró percibir ciertos problemas y necesidades con respecto a las áreas que son 
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restringidas, tales como son el área de módulo de impresión de licencias u el área de 
conocimientos, ya que en dichas áreas solo está permitido el ingreso de personal autorizado, 
en el cual la única forma de ingreso habitual es utilizando una llave, como ya se mencionó 
en párrafos anteriores una llave no brinda tanta seguridad como se cree, por ende se pudo 
percibir ciertas problemas, sobre todo no cuentan con reportes de entrada y salida del personal 
autorizado, ya que no se tiene un horario restringido en las horas no laborables en las oficinas, 
poniendo en riesgo toda la información e insumos que son manejadas por las oficinas de la 
Gerencia Regional de Transporte y Comunicaciones-La Libertad. 
Por ende, dada la problemática señalada, se detectaron los siguientes problemas:  
P1: Se detectó cierta cantidad de incidencias (Ingresos indebidos) en las distintas áreas.  
P2: No se han encontrado registros diarios actualizados de acceso a las oficinas restringidas 
de la Gerencia Regional de Transporte y Comunicaciones (Mal control de las entradas y 
salidas en el área en horas no laborables causando que no se cuenten con reportes de los 
accesos diarios a las áreas.) 
P3: Se ha observado bajo nivel de Satisfacción con respecto a seguridad en tanto a acceso a 
las áreas restringidas. 
En cuanto a trabajos previos que nos darán un aporte en el desarrollo del presente proyecto, 
se tomaron en cuenta los siguientes, a nivel internacional se consideró el proyecto titulado 
“Automatización para el control de acceso utilizando dispositivos Móviles y RFID” 
desarrollado por Rafael de la Rosa Flores, David E. Muñoz Morales, Ervic Pérez Mendoza, 
José Luis Mora Flores y Hilda Castillo Zacatelco en la Benemérita Universidad Autónoma 
de Puebla, de la ciudad de Puebla, México en el año 2017, en el que se realizó una 
arquitectura de hardware con la tecnología de identificación de Radio Frecuencia (RFID), 
donde se utilizó también un dispositivo Arduino y un dispositivo Ethernet shield con la 
finalidad de controlar el acceso, en esta oportunidad en un laboratorio, automatizando así los 
procesos que ahí se realizan, permitiéndoles determinar quién y en qué hora se hizo uso de 
determinado laboratorio. (Rafael de la Rosa Flores, 2017) en el cual de esta investigación se 
va a tomar en cuenta la automatización de procesos y de qué manera se implementó el sistema 
basado en RFID. 
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Mientras que por otro parte de la siguiente tesis titulada “Sistema de control de acceso y 
monitoreo con la Tecnología RFID para el departamento de Sistema de la Universidad 
Politécnica Salesiana Sede Guayaquil” el cual fue desarrollo por Zynnia Verónica Vargas 
Vergara en la universidad Politécnica Salesiana Sede Guayaquil, Ecuador en el año 2013 en 
el que se implementó un sistema que fue elaborado en NetBeans a través de una conexión 
UDP donde el monitoreo se efectuó en LabVIEW utilizando la tecnología RFID, la cual nos 
permite identificar una etiqueta de tipo electrónico a distancia, esta emite periódicamente una 
señal de Radiofrecuencia hacia el módulo lector RFID, ayudando a disminuir el costo con el 
objetivo de reemplazar los equipos perdidos, tener claridad a la hora de necesitar los 
laboratorios y así poder obviar el control y la supervisión por parte del personal de 
mantenimiento (Vergara, 2013) dándonos una idea del proceso de implementación de la 
tecnología RFID, en el cual nuestro proyecto se desarrollara teniendo en cuenta el proceso 
empleado en esta investigación. 
Por otro lado, a nivel nacional se consideró el siguiente proyecto titulado “Diseño del sistema 
de control de asistencia en la agencia mercado de la Caja Huancayo aplicando tarjeta de 
proximidad de tecnología RFID” el cual fue desarrollado por Rodolfo Steven Martínez 
Verand en la Universidad Continental de la ciudad de Huancayo, Perú en el año 2017, en el 
que se implementó un sistema de control de asistencia basado en una metodología de 
desintegración funcional que llevo a un análisis e identificación de requerimientos y 
funcionalidades del sistema planteado tanto a nivel de hardware como software. (Vernard, 
2017) por lo cual se tomará en cuenta la metodología empleada en el que nos permitirá tener 
un análisis previo e identificar los requerimientos y funcionalidades de nuestro sistema. 
Mientras que, por otra parte, de la tesis titulada “Diseño de un sistema de seguridad aplicado 
al laboratorio de Telecomunicación usando Tecnología RFID y GSM” desarrollado por Elvis 
Andrés Molino Pardo en la Universidad Nacional de Piura, Perú en el año 2015 el cual se 
planteó un diseño de sistema de seguridad elaborado en tecnología RFID y GSM, en el que 
le permitió identificar equipos, reportando a través de mensajes de texto en las horas no 
laborables, proponiendo seguridad a los laboratorios. (Pardo, 2015), el cual del siguiente 
proyecto nos permitirá tener una idea como el sistema RFID puede enviar a través de un 
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mensaje de texto un reporte de las actividades que está sucediendo en un área y de qué manera 
se implementó esta función permitiendo aplicarla en el desarrollo de nuestro sistema. 
Respecto a seguridad de la información la norma técnica peruana (NTP –ISO/IEC 27001), 
en el acápite A.8.1 Responsabilidad por los activos, cita “Identificar los activos de la 
organización y definir responsabilidades de protección apropiadas” (INDECOPI, 2008) 
En cuanto si hablamos de seguridad en definición es tener conocimiento y certeza sobre algo 
que tiene ausencia de peligro y riesgo, esto quiere decir que la seguridad abarca desde una 
necesidad de mantener seguro algún objeto o persona, en el cual permite evitar riesgos y 
garantizar un buen funcionamiento. 
Es por ello la importancia que tienen hoy en día las organizaciones hacia sus activos, ya sean 
físicos y digitales se han vuelto una parte fundamental ya que de alguna manera se exponen 
a diferentes amenazas, ya sea fraude, sabotaje, espionaje y entre otras amenazas que se 
observan en diferentes organizaciones y muchos de ellos son ocasionados ya sea por hackers 
o empleados negligentes que de alguna manera buscan dañar la organización tal como nos 
menciona (Universidad veracruzana, 2018). 
Hoy en día en las organizaciones es importante ver la seguridad como un valor corporativo, 
ya que hoy por hoy como ya se mencionó anteriormente la seguridad se ha vuelto una parte 
fundamental ya que no solo brinda beneficios y hace a las organizaciones más competitivas, 
sino que gracia a ello trae consigo un gran efecto social en los países permitiendo tener 
desarrollo y competitividad. 
Según (Mutual de Seguridad, 2018) nos señala que al gestionar la seguridad como valor 
corporativo no viene a ser lo mismo que con un valor competitivo, a pesar de que ambas son 
muy fundamentales para una organización, porque gracias a estos dos valores una 
organización puede alcanzar una cultura de excelencia no solo en el ámbito de seguridad sino 
también impulsa hacia una cultura de calidad, eficiencia e innovación.  
Según Revista web de la empresa “PROSEGUIR” (Proseguir Seguridad de confianza, 2017) 
empresa encargada de brindar servicios de seguridad en organizaciones el cual define el 
control de acceso como sistema que permite tener un mejor control, rastreo y administración 
de los clientes y trabajadores que visitan las diferentes áreas de una organización ya sea 
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pública o privada de la mano de tecnologías permitiendo así asegurar el registro de todo lo 
acontecido dentro de una determinada organización, que es lo que queremos lograr con 
nuestro sistema basado en tecnología RFID. 
La tecnología RFID según (Reviriego, 2016) describe a esta tecnologia como un sistema de 
identificación que funciona de manera inalámbrica a través de radiofrecuencias, el cual puede 
almacenar y recuperar datos, en donde la misión de esta tecnología es identificar un 
dispositivo RFID de un lector, identificándose de inmediato y sin contacto alguno. 
De acuerdo con (by.com, 2018) nos señala que la tecnología de radiofrecuencia viene a ser 
un sistema que nos permite tener dos o más equipo en constante comunicación en donde se 
puede emitir señales de radio y el otro responde en función de la señal recibida. 
Principal frecuencia RFID: 
-UHF RFID Pasivo (860-960 MHz) 
-NFC y HF RFID Pasivo(13,56MHz) 
Esta tecnología funciona atreves de un lector que está continuamente lanzando peticiones 
mediante radiofrecuencia con destino al chip que está integrado en la tarjeta en el cual al 
recibir la petición automáticamente emite una respuesta permitiendo una comunicación entre 
el lector y la tarjeta brindando seguridad de identificación, precisión y sobre todo 
efectuándose en tiempo real. 
Ilustración 1.Bandas de frecuencia utilizando RFID 
 
Fuente: by.com 
Los tags (etiquetas) es un pequeño dispositivo que en el interior cuenta con un chip pequeño 
y una antena para comunicarse con el lector, el cual cuenta con un número (ID) de serie que 
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lo hace único entre los demás y poder así identificarse, sobre todo este dispositivo también 
cuenta con una pequeña memoria que le permite guardar datos, que los lectores son capaces 
de leer y escribir. 
Las tarjetas RFID son una llave incopiable así nos señala (tarjetashid-mifare-rfid.com, 2018) 
el cual nos dice que estas etiquetas no requieren alimentación eléctrica interna, mientras que 
las tarjetas activas sí lo requieren, por lo tanto se considera como una ventaja el uso de 
radiofrecuencia, ya que no se requiere visión directa entre emisor y receptor. 
Es por ello que el uso de Tecnología RFID vendría a ser uno de los componentes más 
importantes al implementar tecnología dentro de una empresa, ya que es sin duda la 
utilización de etiquetas del tipo RFID, serían las encargadas para transportar información 
relevante, debido a las múltiples ventajas que estas brinda. (Tecnologias Informatica , 2018) 
Por lo cual existen dos tipos de etiquetas RFID que lo diferencia por el funcionamiento que 
cumple cada uno: 
Etiqueta RFID Pasivos: Se activa cuando reciben la señal de cercanía de un RFID, en la cual 
captura la energía necesaria para utilizar para su activación. Permite alcanzar una distancia 
de entre 10 cm a unos pocos metros tiene como antena de frecuencia HF y UHF. 
Por lo general son conocido como semipasivas o semiactivas, en el que requiere de una 
alimentación independiente para funcionar por lo cual cuenta con la utilización de la energía 
de una batería interna que se encuentra en la etiqueta. 
Tabla 1.Características de Etiquetas Activas 
 
Elaboración: Propia 
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Según (tarjetashid-mifare-rfid.com, 2018) nos señala los tipos de frecuencias y sus 
características a las cuales son orientadas dependiendo el rango de distancia tal como se 
muestra en el siguiente cuadro. 
Tabla 2.Clasificación de Frecuencia 
 
Elaboración: Propia 
De acuerdo con (Misana Enginyeria, SL, 2017) nos señala que gracias a este módulo 
podemos enviar y recibir SMS, datos GPRS (conexiones TCP, UDP y FTP) y de hacer 
peticiones HTTP. Modulo adecuado para aplicaciones M2M (máquina a máquina), en el que 
también nos dice que este pequeño, ligero y robusto dispositivo fue diseñado para ser 
incorporado de manera modular a cualquier solución electrónica en el que requiera de 
conectividad GPRS. 
De acuerdo con lo descrito en párrafos anteriormente acerca de la problemática se formuló 
el siguiente problema: ¿De qué manera un sistema basado en Radio Frecuencia de 
Identificación - RFID mejora la Seguridad de Acceso a las oficinas de la Gerencia Regional 
de Transporte y Comunicaciones - La Libertad 2019? Es por ende el presente proyecto de 
investigación es justificado a nivel tecnológico, porque actualmente muchas organizaciones 
tanto públicas como privadas buscan mejorar su organización a través de implementación de 
tecnología y sobre todo lograr así mejorar sus procesos, por ende, también buscan mejorar la 
seguridad de su información, por lo cual implementar un sistema basado en RFID, permitirá 
a la Gerencia Regional de Transporte y Comunicaciones mantener en constante control los 
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accesos a las áreas restringidas, brindando mayor seguridad más de lo que daría un cerradura 
y una llave, porque no solo permitirá dar acceso sino que también guardara información de 
toda la actividad durante las horas no laborables, por ende el sistema trabaja a través de una 
tarjeta donde solo podrán tener acceso las personas encargadas del área siendo así que los 
accesos sean más rápido y seguro. 
Mientras que por el lado operativo al implementar un sistema basado en RFID permitirá a la 
Gerencia Regional de Transporte y Comunicaciones mejorar el nivel de seguridad, ya que a 
través de ella permitirá a la organización, llevar un control adecuado de los ingresos y salidas 
a las áreas restringidas en horas no laborables, permitiendo así sobre guardar todo los equipos 
y sobre todo la información manejada por ellos mismo y por el lado económico con la 
implementación de este sistema ya no habrá necesidad de hacer gasto de dinero en compra 
de cerradura y llaves, ya que, de alguna forma, con este sistema ya no habrá necesidad de 
hacer esto cuando se extravíe una llave ya que con este sistema solo bastara con bloquear el 
acceso si esto llegara a ocurrir en esta ocasión con las tarjetas, aportando no solo en la 
seguridad sino en lo económico.  
Para ello en la presente investigación se planteó la siguiente Hipótesis: Con un sistema 
basado en RFID se mejoró significativamente la seguridad de acceso a las oficinas de la 
Gerencia Regional de Transporte y Comunicaciones-La Libertad, por otra parte como 
objetivo general se planteó lo siguiente: “Mejorar la seguridad de acceso a las oficinas de la 
Gerencia Regional de Transporte y Comunicaciones-La Libertad con un Sistema basado en 
RFID” mientras que como objetivos específicos se plantearon los siguientes: 
Como primer objetivo nos planteamos disminuir la cantidad de accesos no autorizados a las 
oficinas restringidas, es decir reducir la cantidad de accesos no permitidos a personas que no 
son de las oficinas y que se generan en cada cierto tiempo, por otro lado como segundo 
objetivo se planteó incrementar la cantidad de registros de accesos dentro de las oficinas 
restringidas, en el cual se busca aumentar de manera significativa la cantidad de registros de 
los accesos que se pueden generar diariamente en las oficinas, mientras que por último como 
tercer objetivo se planteó incrementar el nivel de seguridad en las oficinas restringidas de la 
institución, el cual se medirá a través de la satisfacción de los trabajadores con respecto a 
seguridad en las oficinas. 




2.1.  Diseño de la investigación  
 
2.1.1.  Tipo de investigación  
 
Cuantitativa; Experimental, Pre-Experimental 
2.1.2. Clasificación  
 
Es Pre-Experimental ya que va a existir el manejo de nuestra variable dependiente y 
aleatoriedad de nuestra muestra. 
 
Ilustración 2.Clasificación de la investigación 
 




-G: Grupo Experimental 
-O1: Seguridad de acceso a las oficinas de la Gerencia Regional de Transporte y 
Comunicaciones antes del sistema basado en RFID. 
-X: Sistema basado en RFID para mejorar la seguridad de acceso. 
-O2: Seguridad de acceso a las oficinas de la Gerencia Regional de Transporte y 
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2.1.3. Identificación de Variables  
 
-Variable Dependiente: 
Sistema basado en RFID. 
-Variable Independiente: 
Mejorar la seguridad de acceso. 
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2.1.4.  Operacionalización de variables: 
 
Tabla 3. Operacionalización de Variables 
Elaboración Propia 
Variable Concepto Operación Indicador Escala de medición 
Mejorar la seguridad de 
acceso. (VD) 
Según (Universidad 
Nacional de Educación a 
Distancia (UNED), 2015) 
define la seguridad, una 
necesidad humana y una 
función de protección por 
otro lado es tener 
conocimiento y certeza 
sobre algo que se tiene que 
proteger. 
Está relacionada con la protección 
de aquellos elementos existentes 
como los equipos e infraestructura, 
tener el acceso a las instalaciones, 
comprometiendo a la integridad 
física de los equipos causando 
daños en la prestación del servicio 
de la información almacenada. Se 
deben reducir los riesgos de 
pérdidas.   
Cantidad de accesos no 
autorizados a las oficinas 
restringidas. 
De razón 
Cantidad de registros de 
accesos dentro de las 
oficinas restringidas. 
Nivel de satisfacción 
respecto a la seguridad en las 
oficinas restringidas. 
Sistema basado en 
RFID(VI). 
 
 Según (Gibbs, 2015)La 
define a la tecnología 
radiofrecuencia, como un 
método que nos permite 
tener más de un equipo en 
constante comunicación en 
donde se puede emitir 
señales de radio y el otro 
responde a la señal recibida.  
Esta herramienta permitirá la 
identificación y mantener un 
control adecuado de los accesos 
que se dan en las oficinas, dando 
una mejor seguridad. 
Pruebas Funcionales  De razón 






Tabla 4. Indicadores 













número de accesos 
no autorizados que 
se dan en las 
oficinas. 
Disminuir la 
cantidad de accesos 
no autorizados a las 
oficinas 
restringidas. 
 Encuesta / 
Cuestionario 
 Semanal 






𝐂𝐀𝐍𝐀𝐎𝐑 = Cantidad de accesos no 
autorizados a las oficinas restringidas. 
PSANA=Promedio Semanal de Accesos no 
autorizados. 





de las oficinas 
restringidas. 
Determina el 
número de registros 
de los accesos 
dentro de las 
oficinas. 
Aumentar la 
cantidad de registros 












CRADOR = Cantidad de registros de 
accesos dentro de las oficinas 
restringidas. 
PSRA= Promedio Semanal de Registro de 
Accesos  




respecto a la 
seguridad  
en las oficinas 
restringidas 
Determina el nivel 
de Satisfacción con 
respecto a la 
seguridad. 
Incrementar nivel de 
satisfacción respecto 
a la seguridad  











𝐍𝐒𝐑𝐒𝐎𝐑 = Nivel de Satisfacción 
respecto a la seguridad en las oficinas 
restringidas 
NP = número de preguntas 
n= número de trabajadores 
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2.2. Población y muestra  
 






Para nuestro indicador número 1 se consideró una cantidad de 15 accesos no autorizados que 
se dan en las oficinas durante un mes, el cual representa nuestra población y muestra que fue 
determinada por muestreo no probabilístico por conveniencia. 
 
 Indicador 2- Cantidad de registros de accesos dentro de las oficinas restringidas 
 
Para nuestro indicador número 2 se consideró una cantidad de 20 registros de accesos que se 
pueden dar a diario en una semana, el cual representa nuestra población y muestra que fue 
determinada por muestreo no probabilístico por conveniencia. 
 







Debido a que la población es menor a 30, tanto la muestra como la población es igual a 5 
personas.  
Indicador Población Muestra 
cantidad de accesos no 






Indicador Población Muestra 
Cantidad de registros de accesos 





Indicador Población Muestra 
Nivel de satisfacción con 






     
15 
 
2.3. Técnica e Instrumento de recolección de Datos, validación y confiabilidad  















2.3.2. Validez del Instrumento 
 
Para realizar la validación del instrumento de recolección de datos primeramente será 
sometido a una evaluación por un experto, donde al finalizar la evaluación redacta sus 
observación y recomendaciones que son consideradas para el respectivo cuestionario.  
 
Tabla 5.Técnica e Instrumento 
Técnica Instrumento Fuente Informantes 
Encuesta Cuestionario 
Gerencia Regional 
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2.3.3. Confiabilidad  
Ilustración 3.Vista de Datos 
 
Fuente: IBM SPSS STATISTICS VERSION 24 
 
En la siguiente Ilustración 6 detalla el resultado tabulado de la encuesta dirigida a los 
trabajadores de la Gerencia Regional de Transporte y Comunicaciones, donde se empleó la 
escala Likert utilizando IBM SPSS STATISTICS VERSION 24, con la finalidad de definir 
el valor de los datos obtenidos de la encuesta. 
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Ilustración 4. Vista de Variables 
 
                                                       Fuente: IBM SPSS STATISTICS VERSION 24 
En la siguiente Ilustración 7, detalla la confiabilidad nuestro instrumento dándonos como principal 
observación a las variables, de acuerdo con las preguntas de la encuesta. 
 
Ilustración 5.Fiabilidad de la Encuesta 
 
Fuente: IBM SPSS STATISTICS VERSION 24 
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2.4. Procedimiento   
 
La prueba Alpha de Cronbach va a ser empleada en la medición de la fiabilidad de los 








El valor mínimo aceptable para que el instrumento sea confiable es de 0.75 
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2.5. Método de Análisis de Datos 
  
El método que se empleara en la presente investigación es Pre-Test – Post Test, por lo tanto, 
para probar la hipótesis se utilizará la prueba T – Student, puesto que la muestra es inferior a 
30. 
Proceso: 
1. Definir variables 
 
2. Hipóstesis estadística 
 
3. Nivel de significancia 
 
4. Estadística de prueba: 
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5. Región de rechazo 
 
a. Diferencia de promedios 
 




2.6. Aspecto Ético: 
 
La información presentada en este proyecto de investigación es real, teniendo en 










3.1.  Contrastación de Hipótesis: 
 
Indicador 1: cantidad de accesos no autorizados a las oficinas restringidas 
a. Definición de variables 
 
 CANAORsa = cantidad de accesos no autorizados a las oficinas restringidas sin el 
sistema RFID. 
 
 CANAORsp = cantidad de accesos no autorizados a las oficinas restringidas con el 
sistema RFID. 
 
b. Hipótesis estadística 
Hipótesis Ho = cantidad de accesos no autorizados a las oficinas restringidas es 
mayor o igual sin el sistema basado en RFID que la cantidad de accesos no 
autorizados a las oficinas restringidas con el sistema basado en RFID.  
 
𝑯𝒐 = 𝑪𝑨𝑵𝑨𝑶𝑹𝒔𝒂 −  𝑪𝑨𝑵𝑨𝑶𝑹𝒔𝒑  ≥ 𝟎 
 
Hipótesis Ha = cantidad de accesos no autorizados a las oficinas restringidas es 
menor sin el sistema basado en RFID que la cantidad de accesos no autorizados a 
las oficinas restringidas con el sistema basado en RFID  
 
𝑯𝒂 = 𝑪𝑨𝑵𝑨𝑶𝑹𝒔𝒂 −  𝑪𝑨𝑵𝑨𝑶𝑹𝒔𝒑 < 𝟎 
 
 
c. Nivel de significancia 
El nivel de significancia (𝛼) empleado en la investigación para ejecutar la prueba 
de hipótesis es de 0.5 (5%). Por lo tanto, el nivel de confianza (1 − 𝛼 = 0.95), 
correspondiente a 95%. 
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d. Contrastación  







































3 0 3 9 
2 
2 0 2 4 
3 
4 0 4 16 
4 
3 0 3 9 
5 
5 0 5 25 
6 
3 0 3 9 
7 
5 0 5 25 
8 
4 0 4 16 
9 
4 0 4 16 
10 
3 0 3 9 
11 
5 0 5 25 
12 
3 0 3 9 
13 
4 0 4 16 
14 
2 0 2 4 
15 
5 0 5 25 
Total 
55 0 55 217 
promedio 
3.66 0 3.66 14.46 
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Ilustración 6. Prueba de normalidad - Indicador 01 
 
Fuente: IBM SPSS STATISTICS VERSION 24 
Dado que nuestra población es menor a 30 se aplica Shapiro-Wilk para la prueba de 
normalidad de nuestros datos del pre test y post test. 
 
Tabla 8.Criterio para determinar la normalidad - Indicador 01 
Normalidad 
P-Valor (PRE-TEST) = 0.052 ≥ α = 0.05 
P-Valor (POST-TEST) = 0.00 < α = 0.05 
P-Valor ≥ α Acepta H0 = El origen de los datos es de una distribución normal 
P-Valor < α Acepta Ha = El origen de los datos NO es de una distribución normal 
Se Acepta la Ha 
 
 
e. Cálculo de Promedios 
 








= 𝟑. 𝟔𝟔 
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=  3.66 
 

















g. Cálculo de prueba t 










                         
Después de calcular Tc = 204.02 se verifica que es mayor a Tα = 0.95, en lo cual observamos 
que el valor de Tc se encuentra dentro de la región de rechazo. Por lo tanto, se rechaza H0 y 






1  α=0.95 
α= 0.05 
Región de Rechazo 
 
Valor crítico: 𝑡∝  = 0.95   Tc =204.02 
 








En el siguiente cuadro nos muestra detalles de cómo se logró disminuir significativamente la 
cantidad de accesos no autorizados en las oficinas restringidas, donde CANAORsa  representa 
la cantidad de accesos no autorizados que se obtuvo antes de nuestro sistema basado en RFID 
mientras que CANAORsp  es la cantidad que se obtuvo  después de nuestro sistema basado en 
RFID, por  lo tanto  se concluye que se  logró disminuir  la cantidad de accesos  no autorizados  
que afectando a un 100% en los accesos no autorizados en las oficinas de la Gerencia 
Regional de Transportes y Comunicaciones . 
 
Indicador 2: Cantidad de registros de accesos dentro de las oficinas restringidas. 
a. Definición de variables 
 
 CRADORsa = Cantidad de registros de accesos dentro de las oficinas restringidas sin 
el sistema basado en RFID. 
 
 CRADORsp = Cantidad de registros de accesos dentro de las oficinas restringidas 
con el sistema basado en RFID. 
 
b. Hipótesis estadística 
 
Hipótesis Ho = Cantidad de registros de accesos dentro de las oficinas restringidas es 
menor o igual sin el sistema basado en RFID que la cantidad de registros de accesos 
dentro de las oficinas restringidas con el sistema basado en RFID. 
𝑯𝒐 = 𝑪𝑹𝑨𝑫𝑶𝑹𝒔𝒂 −  𝑪𝑹𝑨𝑫𝑶𝑹𝒔𝒑  ≤ 𝟎 







55 100 00.00 00 55 100 
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Hipótesis Ha = Cantidad de registros de accesos dentro de las oficinas restringidas es 
mayor sin el sistema basado en RFID que la cantidad de registros de accesos dentro 
de las oficinas restringidas con el sistema basado en RFID. 
 
𝑯𝒂 = 𝑪𝑹𝑨𝑫𝑶𝑹𝒔𝒂 −  𝑪𝑹𝑨𝑫𝑶𝑹𝒔𝒑  > 𝟎 
 
c. Nivel de significancia 
El nivel de significancia (𝛼) empleado en la investigación para ejecutar la prueba 
de hipótesis es de 0.5 (5%). Por lo tanto, el nivel de confianza (1 − 𝛼 = 0.95), 
correspondiente a 95%. 
d. Contrastación  
Tabla 9.Contrastación Hipótesis - Indicador 02 
N° 
Pre Post 







1             0 4 4 16 
2 0 6            6 36 
3 0 5 5 25 
4 0 4 4 16 
5 0 5 5 25 
6 0 8 8 64 
7 0 7 7 49 
8 0 8            8 64 
9 0 6 6 36 
10 0 8 8 64 
11 0 5 5 25 
12 0 9 9 81 
13 0 7 7 49 















Ilustración 7.Prueba de normalidad-Indicador 02 
 
Fuente: IBM SPSS STATISTICS VERSION 24 
Dado que nuestra población es menor a 30 se aplica Shapiro-Wilk para la prueba de 





14 0 5 5 25 
15 0 9 9 81 
16 0 8 8 64 
17 0 7 7 49 
18 0 9 9 81 
19 0 6 6 36 
20 0 8 8 64 
Total 0 134 134 950 
Promedio 0 6.7 6.7 47.5 
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Tabla 10.Criterio para determinar la normalidad - Indicador 02 
Normalidad 
P-Valor (PRE-TEST) = 0.000 ≤ α = 0.05 
P-Valor (POST-TEST) = 0.086 > α = 0.05 
P-Valor ≤ α Acepta H0 = El origen de los datos es de una distribución normal 
P-Valor > α Acepta Ha = El origen de los datos NO es de una distribución normal 
Se Acepta la Ha 
Elaboración: Propia 
 
e. Cálculo de Promedios 
 








= 𝟎. 𝟎𝟎 








= 𝟔. 𝟕 









= 6.7  
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g. Cálculo de prueba t 










Después de calcular Tc = 363.18 se verifica que es mayor a Tα = 0.95, en lo cual observamos 
que el valor de Tc se encuentra dentro de la región de rechazo. Por lo tanto, se rechaza H0 y 







En el siguiente cuadro nos muestra detalles de cómo se logró aumentar significativamente  la 
cantidad de registros de los accesos que se dan dentro de cada oficina, donde CRADORsa  
representa  la cantidad de registros de accesos dentro de las oficinas restringidas  antes de 
nuestro sistema basado en RFID, mientras que CRADORsp viene a ser  la cantidad de 
registros de accesos dentro de las oficinas restringidas que se obtuvo significativamente  
después de nuestro sistema basado en RFID, por  lo tanto  se concluye que se  logró aumentar  











1  α=0.95 
α= 0.05 
 
tc =363.18  Valor crítico: 𝑡∝  = 0,95 
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la cantidad de registros de accesos dentro de las oficinas restringidas que afectando a un 
100% en los registros de accesos en las oficinas de la Gerencia Regional de Transportes y 
Comunicaciones, mejorando el control de los accesos permitidos en las oficinas restringidas. 
 
Indicador 3: Nivel de satisfacción respecto a la seguridad en las oficinas restringidas. 
 
Rango Nivel de Satisfacción Peso 
MB Muy Bueno 5 
B Bueno 4 
R Regular 3 
M Malo 2 
MM Muy Malo 1 
Para determinar el nivel de satisfacción con respecto a la seguridad, se hará uso de la escala 
de Likert para medir el grado de positividad, neutralidad y negatividad del personal 
encargado de las áreas restringidas. 






𝑃𝑃𝑖̅̅ ̅̅  = Promedio del puntaje total de la pregunta i -esima. 
n = 5 (número preguntas) 
 
Para determinar el cálculo del puntaje total y puntaje promedio se desarrollará de la siguiente 
manera; se multiplica la cantidad de personas encargadas dentro de las áreas restringidas de 
la Gerencia Regional de Transporte y Comunicaciones por el peso según su rango y luego se 
realiza la sumatoria de toda la fila para hallar el puntaje total. Al final, se divide por la 
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cantidad de personas encargadas dentro de las áreas restringidas para así determinar el 
puntaje promedio. 
Tabla 11. Tabulación de encuesta de satisfacción – Pre Test 




5 4 3 2 1 
1 ¿Cómo calificaría usted la 
seguridad en las áreas 
restringidas? 
0 0 1 2 2 9 1.8 
2 ¿Cómo calificaría el método que 
emplea la Gerencia Regional de 
Transporte y Comunicaciones 
para dar seguridad en las áreas 
restringidas? 
0 0 2 1 2     10 2 
3 ¿Cómo calificaría usted la 
disponibilidad de la 
información respecto al registro 
de control de accesos a las áreas 
de la Gerencia Regional de 
Transporte y Comunicaciones? 
0 0 1 1 3 8 1.6 
4 ¿Cómo califica la manera en 
cómo se realiza control de 
accesos actualmente? 
0 0 0 1 4 6 1.2 
5 ¿Cómo califica la seguridad de 
las evidencias (fotografías, 
videovigilancia) en las áreas de 
la Gerencia Regional de 
Transporte y Comunicaciones? 
0 0 2 2 1 11 2.2 
       Total 8.2 
Elaboración: Propia 
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Tabla 12.Tabulación de encuesta de satisfacción – Post Test 
N° Pregunta M
B 




5 4 3 2 1 
1 ¿Cómo calificaría usted la 
seguridad en las áreas 
restringidas? 
2 2 1 0 0 21 4.2 
2 ¿Cómo calificaría el método que 
emplea la Gerencia Regional de 
Transporte y Comunicaciones 
para dar seguridad en las áreas 
restringidas?? 
2 3 0 0 0     14 2.8 
3 ¿Cómo calificaría usted la 
disponibilidad de la información 
respecto al registro de control de 
accesos a las áreas de la Gerencia 
Regional de Transporte y 
Comunicaciones? 
2 1 2 0 0 20    4 
4 ¿Cómo califica la manera en cómo 
se realiza control de accesos 
actualmente? 
2 3 0 0 0 18 4.4 
5 ¿Cómo califica la seguridad de las 
evidencias (fotografías, video 
vigilancia) en las áreas de la 
Gerencia Regional de Transporte 
y Comunicaciones? 
1 2 2 0 0 19 3.8 








Tabla 13.Contrastación del PRE y POST test 
Pregunta NSRSORsa NSRSORsp D 𝐃𝟐 
1 1.8 4.2 -2.4 5.76 
2 2 2.8 -0.8 0.64 
3 1.6 4 -2.4 5.76 
4 1.2 4.4 -3.2 10.24 
5 2.2 3.8 -1.6 2.56 
Total 8.8 19.2 -10.4 24.96 
Promedio 1.76 3.84 -5.2 4.99 
Elaboración: Propia 
Calculamos los niveles de satisfacción del personal encargado de las áreas restringidas de la 
Gerencia Regional de Transporte y Comunicaciones tanto para antes de la implementación 
del sistema basado en RFID para Mejorar la Seguridad de Acceso como para después de la 
implementación del sistema basado en RFID para Mejorar la Seguridad de Acceso. 








= 𝟏. 𝟕𝟔 








= 𝟑. 𝟖𝟒  
 
 
a. Definición de variables 
 
NSRSORsa = Nivel de satisfacción con respecto a la seguridad en las oficinas 
restringidas. 
NSRSORsp = Nivel de satisfacción con respecto a la seguridad en las oficinas 
restringidas. 
 
b. Hipótesis estadística: 
 
Hipótesis Ho = El Nivel de satisfacción con respecto a la seguridad en las oficinas 
restringidas es menor o igual sin el sistema basado en RFID que el Nivel de 
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satisfacción con respecto a la seguridad en las oficinas restringidas con el sistema 
basado RFID.  
 
𝑯𝟎 = 𝑵𝑺𝑹𝑺𝑶𝑹𝒔𝒂 −  𝑵𝑺𝑹𝑺𝑶𝑹𝒔𝒑 ≤ 𝟎  
 
 
Hipótesis Ha = El Nivel de satisfacción con respecto a la seguridad en las oficinas 
restringidas es mayor sin el sistema basado en RFID que el Nivel de satisfacción con 
respecto a la seguridad en las oficinas restringidas con el sistema basado en RFID. 
 
𝑯𝒂 = 𝑵𝑺𝑹𝑺𝑶𝑹𝒔𝒂 −  𝑵𝑺𝑹𝑺𝑶𝑹𝒔𝒑 > 0 
c.  Nivel de significancia 
 
El nivel de significancia (𝛼) empleado en la investigación para ejecutar la prueba de 
hipótesis es de 0.5 (5%). Por lo tanto, el nivel de confianza (1 − 𝛼 = 0.95), 
correspondiente a 95%. 
 




Dado que nuestra población es menor a 30 se aplica Shapiro-Wilk para la prueba 
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Tabla 14.Criterio para determinar la normalidad - Indicador 03 
Normalidad 
P - Valor (PRE - TEST) = 0.254 ≥ α = 0.05 
P - Valor (POST - TEST) = 0.254 > α = 0.05 
P - Valor α ≤ Acepta H0 = El origen de los datos es de una distribución normal 
P - Valor > α Acepta H1 = El origen de los datos NO es de una distribución normal 
Se Acepta la Ha 
Elaboración: Propia 
 
Ilustración 8.Resultados prueba t-Student – Indicador 03 
 




e. Cálculo de Promedios 








= 𝟐. 𝟓𝟔 
 








= 𝟒. 𝟓𝟔 
 








=  − 
−𝟏𝟎. 𝟒
𝟓
=  −𝟐. 𝟎𝟖 
 
 













     𝐒𝐃
𝟐 =
𝟓(𝟐𝟒. 𝟗𝟔) − (−𝟏𝟎. 𝟒)𝟐
𝟓(𝟓 − 𝟏)
= 𝟎. 𝟖𝟑 
g. Cálculo de prueba t 
 








𝐭 =  −𝟓. 𝟏𝟎 
 
 
h. Región crítica: 
 
 
Después de realizar los cálculos Tc = - 5.10 se verifica que es menor que Tα = 0.95, es 
decir observamos que el valor se encuentra dentro de la región de rechazo. Por lo tanto, 





1  α=0.95 α= 0.05 
Región de Rechazo 
 
tc= - 5.10  Valor crítico: 𝑡∝  = 0.95 





Según nuestra investigación podemos decir que el uso de las tecnologías puede ser una 
herramienta fundamental hoy en día en una organización, permitiéndoles tener mejor 
desarrollo en tecnologías que aporten tanto en la crecimiento mismo  como en la seguridad , 
tal cual es el factor principal que logramos mejorar con nuestro sistema basado en RFID en 
esta ocasión aplicada en las oficinas restringidas de la Gerencia Regional de Transporte y 
Comunicaciones, donde luego de realizar un estudio de la realidad problemática nos pudimos 
dar cuenta que la organización antes de la implementación del Sistema tenía una cantidad no 
aceptable en accesos no autorizados en las oficinas, es decir no se llevaba un control adecuado 
de los accesos no permitidas a las oficinas, por otra parte no se llevaba a cabo un registro de 
todos los accesos que se daban diariamente , por lo que esto también provocaba un nivel de 
satisfacción  muy baja en los trabajadores con respecto a seguridad. 
Mientras que por otra parte para esta investigación se realizó técnicas de recolección de datos 
a través de una guía de observables en la que se pudo determinar la realidad del problema, 
sobre todo la metodología de desarrollo donde para esta oportunidad se aplicara Iconix el 
cual se determinó en 5 fases Requerimientos, Arquitectura de Hardware, Proceso de 
Aplicación, Diseño , Pruebas Funcionales, donde de acuerdo a los trabajos previos empleados 
para esta investigación nos permitió tener una idea clara en tanto el desarrollo de nuestro 
sistema por lo cual de acuerdo al proyecto de (Vernard, 2017) pudimos definir los 
requerimientos y funcionalidad que nuestro sistema requería , mientras que por otra parte 
para definir la arquitectura y parte  de los proceso para nuestro sistema se empleó de la 
investigación realizado por (Rafael de la Rosa Flores, 2017) ,ya que la finalidad del desarrollo 
de su tesis fue llevar un control adecuado de quien y en que horario  se usó cada laboratorio, 
en tanto para definir los procesos en nuestro sistema se determinó de acuerdo a lo empleado 
por (Vergara, 2013), el cual para el desarrollo de su sistema utilizo un módulo Rfid 
permitiéndolo tener un control y supervisión del personal en un laboratorio , por último en 
nuestra investigación se consideró lo empleado por (Pardo, 2015) en el que  utilizo un módulo 
GSM para reportar en mensajes que indiquen en que horarios se está haciendo uso de tal 
equipo en un laboratorio, función  empleada en nuestro sistema el cual a través de mensajes 
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de texto enviara alertas de quien ingreso a la oficina o si hubo algún ingreso no autorizado 
dando así mejoras en seguridad y registros  en las oficinas. 
Por otra parte, con nuestro sistema se logró alcanzar de manera satisfactoriamente estas 
necesidades en tanto a seguridad dentro de las oficinas  de la Gerencia Regional de Transporte 
y Comunicaciones en el que se ve reflejado dentro del Pre-test y Post-test dándonos los 
resultados esperados, el cual nos permitió ver cómo era la seguridad antes del desarrollo de 
nuestro sistema y como fue mejorando con nuestro sistema, y para determinar estos puntos 
se tuvo en cuenta los siguientes indicadores. 
Indicador 1: cantidad de accesos no autorizados a las oficinas restringidas 
Según resultados obtenidos de las encuesta a los trabajadores encargados de las oficinas de 
la Gerencia Regional de Transporte y comunicaciones se demostró que en las oficinas se 
generan una cantidad alta de accesos no autorizados y que en algunos casos no son 
comunicados al encargado de la oficina, porque no se tiene un control adecuado de los 
accesos que se dan durante el día en las oficinas restringidas, es por ello que antes de nuestro 
sistema basado en RFID se obtuvieron los siguientes resultado con respecto a la cantidad de 
accesos en el día 1 al día 5 se pudo reportar 17 accesos no autorizados en total, en el día 6 al 
día 10 se reportó 19 accesos no autorizados, mientras que para el día 11 al día 15 se reportó 
la misma cantidad, a diferencia cuando se implementó el sistema basado en RFID donde 
podemos decir que ya no se  reportaron ningún acceso no autorizado, por lo que se disminuyó 
significativamente , mejorando así la seguridad en accesos. 
Ilustración 9.Indicador 1: cantidad de accesos no autorizados a las oficinas restringidas 
 
Elaboración: Propia  
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Indicador 2: Cantidad de registros de accesos dentro de las oficinas restringidas: 
Según resultados obtenidos de las encuestas a los trabajadores encargados de las oficinas 
restringidas de la Gerencia Regional de Transporte y comunicaciones se demostró que en las 
oficinas no se llevaba un registro adecuado de todos los accesos que se pueden dar, es decir 
la organización no cuenta con algún sistema adecuado que ayude a registrar que accesos se 
dieron durante el día, por lo que gracias a nuestro sistema basado en RFID se logró 
significativamente mejorar en cuanto a los registros de accesos que se dan dentro de las 
oficinas, obteniendo en el día 1 al día 5 una cantidad  total de 24 registros de accesos, en el 
día 6 al día 10  una cantidad de 37 registros de accesos, en el día 11 al día 15 un cantidad  de 
35 y para el día 16 al día 20 se obtuvo 38 registros de accesos permitidos, por lo que  se puede 
decir que se aumentó la cantidad de registros de accesos permitidos en las oficinas 
restringidas de la Organización, aportando sobre todo en la seguridad de accesos.   
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Indicador 3: Nivel de satisfacción respecto a la seguridad en las oficinas restringidas. 
Según el puntaje obtenidos del cuestionario aplicado a los trabajadores encargados de las 
oficinas  restringidas de la Gerencia Regional  de Transporte y comunicaciones se demostró 
que el nivel de satisfacción respecto a la seguridad sin el sistema es un nivel bajo con un total 
de 8.8 puntos dándonos un porcentaje de 27% a comparación del nivel mostrado con el 
Sistema donde nos dio un total de 19.2  puntos  subiendo significativamente a un 73%, donde 
nos muestra que gracias al Sistema basado en RFID se aumentó el nivel de satisfacción con 
respecto a seguridad en las oficinas restringidas de la Gerencia Regional de Transporte y 
Comunicaciones. 













Según nuestros indicadores se determinó la importancia que tiene la seguridad de acceso en 
las áreas restringidas de la Gerencia Regional de Transporte y Comunicaciones llegando así 
a concluir lo siguiente: 
1. Según nuestras mediciones con respecto a la cantidad de acceso no autorizado en la 
Gerencia Regional de Transporte y Comunicaciones se determinó que fue de un 
100% de ingresos no autorizados al área, y que después de la implementación del 
sistema basado en RFID se llegó a reducir a un 0% de los ingresos no autorizados 
basado en los valores con respecto al pretest, mejorando así significativamente el 
control en cuanto a los accesos no autorizados y sobre todo aportando en la seguridad 
de la organización. 
 
2. Se llegó a determinar que después de la implementación del sistema basado en RFID 
se mejoró el registro de acceso por día en las áreas restringidas de la Gerencia 
Regional de Transporte y Comunicaciones, aportando de cierto modo al 
mejoramiento en cuanto al control de los accesos que se dan diariamente. 
 
3. Basado en nuestros indicadores se determinó un bajo nivel de satisfacción respecto 
a la seguridad en las oficinas restringidas en la Gerencia Regional de Transporte y 
Comunicaciones en el cual después de la implementación de nuestro sistema basado 
en RFID llegamos a incrementar el nivel de satisfacción en los trabajadores del área 
con respecto a la seguridad en las oficinas restringidas, logrando así un nivel de 












 De acuerdo a nuestra investigación, se sugiere a futuras investigaciones investigar más a cerca 
de estas tecnologías que puede ser aplicada con el mismo fin de control o búsqueda a través 
de algún código, ya que esta tecnología puede ser fundamental en un futuro por lo complejo 
y sencillo que es al aplicar en ciertos sistemas.  
 
 Se propone a la Gerencia Regional de Transporte y Comunicaciones puedan en un futuro 
optar implementar este sistema en las demás áreas de la organización el cual les aportara 
mayor seguridad y beneficios a todos, ya que con este sistema solo bastaría con bloquear el 
acceso a cierta tarjeta y agregar una nueva si en caso se perdiera, en lugar de optar por el 
cambio de una chapa, que hasta puede generar ciertos gastos para la organización misma.  
 
  Según lo investigado planteamos a  las futuras investigaciones  innovar la aplicación de esta 
tecnología en futuros sistemas que opten este  tipo  de tecnología ya que más adelante puede 
ser aplicada a sistemas que trabajen   mediante reconocimiento de código RFID, por  ejemplo 
ya  sea para algún sistema de transporte publico donde gracias a este tecnología  se pueda dar 
acceso a algún transporte y automáticamente se genere un pago permitiendo así a los 
pasajeros de alguna u otra manera facilitarles la vida al transitar en unos de estos servicios 
públicos. 
 
  Se sugiere a la Gerencia Regional de Transporte y Comunicaciones seleccionar un personal 
apto que conozca más acerca de esta tecnología, y pueda de alguna u otra forma innovar este 
tipo de sistema, por otra parte, también se recomendaría capacitar a los trabajadores 
encargados de las diferentes áreas sobre qué medidas se tendría que dar para el buen uso y 
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Anexo 1: Instrumento de recolección de datos 
:  









Anexo 2: Planilla para la evaluación de instrumento de recolección de datos  
 
 


























































































     
60 
 
Anexo 4. Metodología de desarrollo. 
 
1. Fase 1: Requerimientos. 
1.1. Requerimientos Funciónales 
 
 Registro de Datos 
 
-El sistema tendrá registrado:  
 Nombre 
 Número de celular de la Persona encargada 
 Código ID de la Tarjeta  
 Muestra de datos:  
-El sistema al insertar la tarjeta al módulo RFID mandara luego de 15 segundos un mensaje 
mostrando:  
 Nombre de la persona que tiene la tarjeta  
 El horario en el que se hizo el ingreso  
 Mensaje de alerta indicando que la tarjeta insertada en invalida en caso de que no esté 
registrada dicha tarjeta. 
 
1.2. Requerimientos No Funcionales 
 Muestra el nombre de la Persona que ingreso en tiempo real. 
 Rápida respuesta con respectos a los mensajes enviados. 
 Enfocado a dar accesos 
 Protegido por un case color blanco. 
 Tiempo corto en implementación. 
 Fácil reemplazo de componentes. 
 Integridad de la información del sistema. 
 Fácil mantenimiento del hardware. 
 Interfaz amigable y dinámica. 
 Mayor portabilidad del equipo. 
 Disposición a la información correcta. 
 Disponibilidad de las 24 horas a la semana. 
 Basado en tecnología Arduino Uno 
 Basado en tecnología RFID 
 Soporte Inmediato 
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1.3. Requerimientos de Hardware 
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2. Fase 2: Análisis y Diseño  
 Diagrama de caso de Uso: 
  
Ilustración 12.Diagrama de caso de Uso 
 
Elaboración: Pro



















Ilustración 13.Diagrama de robustez 
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 Diagrama mediante modelo de Dominio 
 
Ilustración 14.Diagrama de modelo de Dominio 
 
Elaboración: Propia 




 Proceso de Datos mediante un modelo Racional: 
Ilustración 15.Proceso de Datos mediante un modelo Racional 
 
Elaboración: Propia




3. Fase 3: Diseño: 
3.1. Arquitectura del Hardware: 
3.1.1. Circuito del prototipo Inicial del Sistema 
 
DESCRIPCIÓN: En el siguiente prototipo nos muestra los componentes que 
empleamos para el desarrollo inicial de nuestro Sistema, donde inicialmente se observa 
la pantalla led, Arduino Uno, los leds, el buzzer, el módulo Rfid, como se puede observar 
en esta oportunidad aún no se define si se usara el módulo GSM. 
 




DESCRIPCIÓN: En el siguiente prototipo se determinó el uso de GSM, el cual enviara 
mensaje tanto para cuando haya habido un acceso o un acceso denegado por algún 
Trabajador del área. 
 
3.1.2. Diseño final de nuestro Sistema: 
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DESCRIPCIÓN: Como se puede apreciar nuestro prototipo fue elaborado en una caja 
de paso donde se observa una pantalla Led, y debajo se colocaron dos leds una Verde y 
otro Azul, en el que el led verde nos indicara que al insertar la tarjeta Rfid el acceso es 
concedido, pero si la tarjeta no se encuentra se activara el led Azul y a su vez enviara 
un mensaje en tiempo real indicando que el acceso esta denegado. 
 
4. Fase 4: Implementación:   
 
4.1. Pruebas Funcionales: 
 
DESCRIPCIÓN:  
Inicialmente como se muestra al 
encender el Sistema, se observa el 
mensaje indicando: Pase Tarjeta, donde 





Como se puede observar estos son los 2 
modelos de Tarjetas RFID, que se utilizara 
como validación de acceso al sistema, el cual 
debe estar registrado previamente, por la 
parte técnica. 
 





En esta imagen se muestra 
una prueba de Sistema 
dónde al pasar los 2 
modelos de llaves RFID 
valida el acceso concedido 






 En esta imagen se 
muestra la salida 













En esta imagen se muestra los 
mensajes que el sistema envía 
después de cada ingreso y alerta que 










En esta imagen se muestra el acceso 
denegado al usuario donde no se le ha 
otorgado el ingreso, debido a que la 
tarjeta no está registrada en el sistema. 
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Anexo 5. Prototipo del Sistema RFID.
 
Ilustración 16. Prototipo del Sistema Rfid 
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2.1.1.5.1.1 Tesistas 8 meses 210.00 7,440.00 
2.1.1.5.1.2 Asesor Proyecto 32 asesorías 50.00 1,600.00 
Sub Total S/. S/.9,040.00 
Recursos Materiales 
2.2.1.5.1.1 Lapiceros 02 1.00 2.00 
2.2.1.5.1.2 
Memoria USB 8 
GB 
02 30.00 60.00 
2.2.1.5.1.3 
Fólder manila A4 
c/Fast 
20 1.00 20.00 
2.2.1.5.1.4 Laptop 02 2500.00 5000.00 
2.2.1.5.1.5 Engrapador 01 12.00 12.00 
2.2.1.5.1.6 Grapas 02 5.00 10.00 
2.2.1.5.1.7 Perforador 01 8.50 8.50 
Sub Total S/. S/.5,112.50 
Hardware 
2.3.1.5.1.1 Arduino Uno 01 40.00 40.00 
2.3.1.5.1.2 Pantalla LED 01 16.00 16.00 
2.3.1.5.1.3 RFID 01 20.00 20.00 
2.3.1.5.2.4 LED 02 0.20 0.40 
2.3.1.5.2.5 Módulo GSM 01 170.00 170.00 
2.3.1.5.2.6 Jumper 01 10.00 10.00 
2.3.1.5.2.7 Buzzer 01 1.00 1.00 










01 6.00 6.00 
2.3.1.5.3.10 Puerta de madera 01 150.00 150.00 
2.3.1.5.3.11 Resistencia  01 0.10 0.10 
2.3.1.5.3.12 Pulsador 01 1.00 1.00 




01 18.00 18.00 
2.3.1.5.3.15 Cautín 01 15.00 15.00 
2.3.1.5.3.16 Pasta de soldar 01 12.00 12.00 
2.3.1.5.3.17 Caja de paso 01 7.00 7.00 
2.3.1.5.3.18 
Modulo 
adaptador LED a 
I2C 
01 7.00 7.00 
2.3.1.5.3.19 Chip 01 5.00 5.00 
2.3.1.5.3.20 











02 30.00 60.00 
2.4.1.5.3.2 Office 2016 02 55.00 110.00 
2.4.1.5.3.3 IDE de Arduino 01 00.00 00.00 
Sub Total S/. S/.170.00 
Otros Servicios  
2.5.2.2.2.1 
Internet de hogar 8 meses 129.00 1,032.00 
Internet de hogar 8 meses 70.00 560.00 
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2.5.2.1.2.2 Transporte x 2 80 pasajes 2.00 160.00 
2.5.2.1.2.3 Visitas x 2 6 pasajes 3.00 36.00 
2.5.2.2.2.4 Impresiones 300 hojas 0.10  30.00 
2.5.2.2.2.5 
Energía eléctrica  8 meses 80.00 640.00 
Energía eléctrica 8 meses 80.00 640.00 
Sub Total S/. S/. 3,098.00 
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Anexo 8. Viabilidad Económica 
 Flujo de Caja 
Tabla 16.Flujo de Caja 
Elaboración: Propia 
 
 Análisis de rentabilidad 
 VAN (Valor Actual Neto) 
Si VAN es mayor a 0 entonces el proyecto es rentable y se acepta. 






Descripción Año 0 Año 1 Año 2 Año 3 
INVERSIÓN (S/)     
Recursos Humanos 9,040.00 9,200.00 9,400.00 9,600.00 
Materiales e Insumos 5,112.50 5,200.00 5,400.00 5,600.00 
Hardware 515.00 580.00 600.00 650.00 
Software 170.00 200.00 300.00 400.00 
Servicios y Otros 3,098.00 3,200.00 3,400.00 3,600.00 
COSTO TOTAL (S/) 17,935.50 18,380.00 19,100.00 19,835.00 
BENEFICIOS     
Beneficios Tangibles  18,380.00 19,100.00 19,835.00 
TOTAL (S/) -17,935.50 18,380.00 19,100.00 19,835.00 
FLUJO DE CAJA (S/) -17,935.50 444.50   19,544.50 39,379.50 




𝐴 = Desembolso inicial 
𝑄𝑡 = Flujo de caja en el periodo t 
𝑘 = Costo capital 
𝑛 = Vida útil estimada para la inversión 
Reemplazamos: 










𝑉𝐴𝑁 = −17,935.50 + 50,878.09 
𝑉𝐴𝑁 =  32,942.59 
El proyecto es rentable y se acepta. 
 C/B (Costo Beneficio) 





𝐵𝐶 =  
32,942.59
17,935.50
=  1.83 
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 TIR (Tasa Interna de Retorno) 
Se compara con la tasa que ofrecen los bancos en este caso se utilizara la tasa 
de interés del Banco de crédito (i = 45%). 
















                   TIR= 0,45 
Conociendo que el valor del TIR es de 45% definimos este valor es mayor que 
el interés que ofrece el banco de crédito, por lo que puede ser provechoso sin 
invertir este dinero. 
 
 Tiempo de recuperación del capital 








𝑇𝑅𝐶 =  0.90 
Convertir a Meses y Días 
0.90 ∗ 12 𝑀𝑒𝑠𝑒𝑠 =10.80 
0.80 ∗ 31 𝐷𝑖𝑎𝑠 = 24.8 
El capital se recupera en 10 meses y 25 días. 
 
 
