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ABSTRAKT
C´ılem te´to pra´ce bylo sezna´mit se s pˇrep´ınacˇi, ktere´ mohou by´t nasazeny v s´ıt´ıch
zalozˇeny´ch na FTTx. Prvn´ı kapitola se zaby´va´ sluzˇbou IPTV, jej´ımi vy´hodami,
nevy´hodami a poskytovany´mi sluzˇbami. V na´sleduj´ıc´ı kapitole jsou rozeb´ıra´na opticka´
vla´kna a mozˇnosti jejich zakoncˇen´ı – FTTH, FTTC, FTTB, FTTO, FTTP a FTTN.
Dalˇs´ı cˇa´st zahrnuje metody vys´ıla´n´ı a detailneˇjˇs´ı rozbor multicastovy´ch adres vcˇetneˇ defi-
novany´ch rozsahu˚ a multicastove´ distribucˇn´ı stromy. Za´veˇr teoreticke´ho rozboru k pra´ci
tvoˇr´ı vysveˇtlen´ı vsˇech 3 verz´ı IGMP protokolu a rozdeˇlen´ı pˇrep´ınacˇ˚u pomoc´ı pˇrena´sˇeny´ch
signa´l˚u.
V prakticke´ cˇa´sti je proveden na´vrh testova´n´ı teˇchto pˇrep´ınacˇ˚u. Prvn´ı metoda pˇredstavuje
testova´n´ı pomoc´ı jednoho video souboru v r˚uzne´m rozliˇsen´ı. Dalˇs´ı mozˇnost testova´n´ı je
zalozˇena na prvn´ı metodeˇ, avsˇak s t´ım rozd´ılem, zˇe testova´n´ı prob´ıha´ se dveˇma streamy,
z nichzˇ kazˇdy´ ma´ rozd´ılny´ datovy´ tok. Posledn´ı testova´n´ı slouzˇ´ı k doka´za´n´ı faktu, zˇe
se video tok pˇrena´sˇ´ı pomoc´ı multicastu, nikoli kazˇdy´ tok ze serveru ke klientovi zvla´sˇt’.
Spojen´ı mezi pˇrep´ınacˇi bylo omezeno na 10 Mb/s a zvoleny´ video soubor dosahuje pra´veˇ
teˇchto pr˚umeˇrny´ch pˇrenosovy´ch hodnot.
KL´ICˇOVA´ SLOVA
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ABSTRACT
The aim of this paper was to acknowledge ourselves with the switchers which can be
used in the networks based on FTTx. The first chapter deals with the IPTV service, its
advantages, disadvantages and provided services. In the following chapter, optical fibres
and the possibilities of their termination are discussed - FTTH, FTTC, FTTB, FTTO,
FTTP and FTTN. The next part involves the methods of broadcasting and more detailed
analysis of multicast addresses including defined range and multicast distributional trees.
The conclusion of the theoretical analysis of this paper is formed by the explanation of
all 3 versions of the IGMP record and the division of switchers through the signals
transmitted.
In the practical part, the suggestion of testing these switchers is carried out. The first
method represents testing through one video file in various resolutions. Another possibility
of testing is based on the first method, nevertheless, with the difference that the testing
is done in two streams and each one of them has a different data flow. The purpose of
the last testing is to demonstrate the fact that the video flow is transmitted through
multicast, not every single flow from a server to a client separately. The connection
between switchers was reduced to 10 Mb/s and the chosen video file runs at these
average transmission data.
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U´VOD
Dnesˇn´ı, sta´vaj´ıc´ı kabelove´ rozvody, ktere´ vlastn´ı at’ uzˇ opera´torˇi kabelovy´ch televiz´ı
nebo poskytovatele´ telefonn´ıch sluzˇeb, jsou sta´le dostacˇuj´ıc´ı a splnˇuj´ı na´roky kladene´
uzˇivatelem. Pu˚vodn´ı modemove´ prˇipojen´ı k internetu nahradily rychlejˇs´ı zp˚usoby
jako jsou technologie xDSL, kabelova´ televize nebo prˇipojen´ı pomoc´ı opticky´ch
vla´ken. Dı´ky kabelovy´m rozvod˚um, jezˇ jsou te´meˇrˇ ve vsˇech panelovy´ch domech ho-
tove´ lze dosahovat vysoky´ch prˇenosovy´ch rychlost´ı prˇipojen´ı do s´ıteˇ Internet.
Sta´le nar˚ustaj´ıc´ı prˇenosove´ rychlosti jsou d˚usledkem vetsˇ´ı popta´vky po doplnˇu-
j´ıc´ıch sluzˇba´ch, kam lze zarˇadit IPTV, VoD a prˇenos sta´le veˇtsˇ´ıch soubor˚u. Jizˇ
samotna´ sluzˇba IPTV vyzˇaduje vysoke´ na´roky na sˇ´ıˇrku pa´sma v za´vislosti na pouzˇi-
te´m rozliˇsen´ı videa. (V dnesˇn´ı dobeˇ je veˇtsˇ´ı za´jem o video s vysoky´m rozliˇsen´ım
(HD) uzˇ kv˚uli vyspeˇly´m technologi´ım elektroniky, kterou za´kazn´ıci vlastn´ı.) Proto
je nezbytne´ nasazova´n´ı opticky´ch vla´ken na prˇenosove´ trase. Nav´ıc cena opticky´ch
vla´ken se jizˇ rovna´ ceneˇ metalicky´ch kabel˚u, avsˇak nic nenaznacˇuje tomu, zˇe by se
metalicke´ kabely prˇestaly pouzˇ´ıvat.
Prˇi budova´n´ı opticke´ trasy je nutne´ zva´zˇit, kde optickou trasu zave´st a kde
nikoliv. Husteˇ obydlene´ oblasti, naprˇ´ıklad s´ıdliˇsteˇ a meˇstske´ cˇa´sti, jsou opticky´mi
trasami hojneˇ pokryty. Samotny´ proces nasazova´n´ı vla´ken na trasu prˇina´sˇ´ı take´
modernizaci aktivn´ıch prvk˚u, ktere´ budou s teˇmito technologiemi kompatibiln´ı. Rele-
vantn´ı prˇep´ınacˇe se dnes vyskytuj´ı v r˚uzny´ch cenovy´ch relac´ıch, ovsˇem pro jejich
na´kup je d˚ulezˇite´ zva´zˇit, kde maj´ı by´t nasazeny a jake´ prˇep´ınac´ı rychlosti bude
potrˇeba. Take´ jejich prˇ´ıkon je dnes velmi d˚ulezˇitou oblast´ı, protozˇe tyto prˇep´ınacˇe
budou v s´ıt´ı pracovat neprˇetrzˇiteˇ.
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1 IPTV
IPTV neboli televize po IP protokolu je v dnesˇn´ı dobeˇ hodneˇ obl´ıbenou sluzˇbou,
kterou ISP poskytuj´ı. Existuje mnoho vysveˇtlen´ı jak se tato televize sˇ´ıˇr´ı, jedno z nich
je, zˇe po pocˇ´ıtacˇovy´ch s´ıt´ıch. Toto samozrˇejmeˇ je pravda jen do urcˇite´ oblasti. Jelikozˇ
i IPTV ma´ svou strukturu obr. 1.1, nejde tedy o pouzˇit´ı pocˇ´ıtacˇovy´ch s´ıt´ıch, ktere´
jsou vsˇem k dispozici, ale o priva´tn´ı IP s´ıteˇ, ktere´ jsou k dispozici pouze teˇm, kterˇ´ı
je maj´ı zaplacene´ [2].
Obr. 1.1: Architektura IPTV [4]
Architekturu IPTV lze rozdeˇlit do podblok˚u obr. 1.1, ktere´ jsou na´sleduj´ıc´ı head-
end, ktery´ symbolizuje samotny´ vrchol, cˇili zde jsou televizn´ı programy nebo rozh-
lasove´ vys´ıla´n´ı prˇij´ıma´no. Zdroje videa mohou by´t r˚uzne´, at’ jde o satelitn´ı vys´ıla´n´ı
(DVB-S), nebo pozemn´ı (DVB-T), nutno take´ zmı´nit kabelove´ (DVB-C) a mo-
biln´ı (DVB-H). Take´ zde docha´z´ı ke ko´dova´n´ı videa nejcˇasteˇji do forma´tu MPEG-2,
MPEG-4 part 10, H. 264/AVC a stejneˇ tak i zvuku. V neposledn´ı rˇadeˇ zde lze nale´zt
servery, z ktery´ch je cˇerpa´no video na vyzˇa´da´n´ı. Nechyb´ı take´ ani serverova´ farma,
kde jsou uchova´ny za´znamy diva´k˚u z funkce nahra´n´ı videa. U´loha middlewaru bude
probra´na da´le.
Core network neboli pa´terˇn´ı s´ıt’, je pra´veˇ zmı´neˇna´ s´ıt’, kterou si ISP pronaj´ımaj´ı
pro prˇenos IPTV. Zde mus´ı by´t zajiˇsteˇna dostatecˇna´ prˇenosova´ rychlost k distribuci
vesˇkery´ch programu a ra´diovy´ch stanic. Nejvhodneˇjˇs´ım rˇesˇen´ım pa´terˇn´ı s´ıteˇ je prˇes
opticka´ vla´kna [4].
Local office je obdobou head-end s´ıteˇ. Ovsˇem s rozd´ılem, zˇe zde jsou zpracova´ny
naprˇ´ıklad loka´ln´ı programy a loka´ln´ı ra´dia. Nemus´ı by´t zpracova´ny na zacˇa´tku
v head-end s´ıteˇ, ale postacˇuje je zpracovat prˇed prˇenosem do prˇ´ıstupove´ s´ıteˇ [4].
Access network, prˇ´ıstupova´ s´ıt’, zde jsou kladeny vysoke´ na´roky na prˇenosovou
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rychlost. Idea´ln´ım rˇesˇen´ım by bylo i zde nasadit opticka´ vla´kna, avsˇak tato modalita
je velmi na´kladna´, i kdyzˇ v posledn´ı dobeˇ velmi rozsˇ´ıˇrena´. Vzhledem k tomu, zˇe
metalicke´ veden´ı jsou zavedena, s nadsa´zkou rˇecˇeno te´meˇrˇ vsˇude. Hraje zde velmi
vy´znamnou roli QoS, aby byly pakety naprˇ´ıklad nesouc´ı video uprˇednostneˇny prˇed
prˇenosem jiny´ch dat [4].
Doma´cnosti jsou vybaveny set-top-boxy, prˇes ktere´ je za´kazn´ık˚um umozˇneˇno
prˇij´ımat IPTV.
Middleware, neboli softwarove´ vybaven´ı poskytovatele´ sluzˇeb [4]. Middleware se
stara´ o obsluhu uzˇivatelsky orientovany´ch sluzˇeb. At’ uzˇ jde o video na vyzˇa´da´n´ı,
registrace klient˚u, ale take´ je napojen na tarifikacˇn´ı syste´m [4]. Lze take´ rˇ´ıci, zˇe
middleware umozˇnˇuje komunikovat mezi zarˇ´ızen´ımi r˚uzny´ch vy´robc˚u [5].
Oproti tomu analogove´ vys´ıla´n´ı, ktere´ v soucˇasne´ dobeˇ koncˇ´ı, neˇkde jizˇ vys´ıla´n´ı
skoncˇilo, nab´ızelo mozˇnost sledovat neˇkolik programu˚ najednou. Princip byl takovy´,
zˇe vys´ılacˇ vys´ılal vsˇechny programy, ktere´ k neˇmu prˇicha´zely a azˇ samotn´ı za´jemci
prova´deˇli vy´beˇr. Sˇlo o vys´ıla´n´ı pomoc´ı broadcastu viz kap. 3.1. Lze tedy hovorˇit
o stejne´m vys´ıla´n´ı pro vsˇechny. Nebylo prakticky mozˇne´ zajistit jake´koliv inter-
aktivn´ı sluzˇby.
1.1 Vy´hody
Prˇi ohle´dnut´ı zpeˇt na analogove´ vys´ıla´n´ı je zrˇejme´, zˇe vsˇichni prˇ´ıjemci prˇij´ımali
stejny´ obsah. U IPTV tomu mu˚zˇe by´t i jinak. Protozˇe IPTV se sˇ´ıˇr´ı pocˇ´ıtacˇovy´mi
s´ıteˇmi, lze tedy data modifikovat a prˇine´st s t´ımto jistou interaktivitu. Pro urcˇitou
oblast nebo le´pe rˇecˇeno pro urcˇitou skupinu za´jemc˚u. Klasicky´m prˇ´ıkladem mu˚zˇe
by´t reklama zameˇrˇena na urcˇitou oblast uzˇivatel˚u. Prˇi IPTV je take´ lehcˇ´ı zjistit,
ktery´ kana´l uzˇivatel sleduje a pouzˇ´ıt tyto hodnoty naprˇ. pro statistiky. U vys´ıla´n´ı
analogove´ho bylo nutno vyuzˇ´ıvat zpeˇtne´ho dotazova´n´ı [6]. Dalˇs´ı velkou vy´hodou je
sluzˇba video na vyzˇa´da´n´ı, kdy si uzˇivatele´ mohou vybrat video ze serveru, ktere´
chteˇj´ı sledovat. Obvykle tato sluzˇba by´va´ zpoplatneˇna. Za zmı´nku take´ stoj´ı i to, zˇe
video na vyzˇa´da´n´ı jizˇ nen´ı sˇ´ıˇreno pomoc´ı multicastu viz kap. 3.3, ale pomoc´ı unicastu
viz kap. 3.2, proto u videa na vyzˇa´da´n´ı si lze pozˇa´dat o chybeˇj´ıc´ı pakety nebo o znovu
zasla´n´ı chybneˇ prˇijaty´ch paket˚u [2].
1.2 Nevy´hody
U technologie IPTV existuj´ı dveˇ nevy´hody, i kdyzˇ hodneˇ za´lezˇ´ı na u´hlu pohledu.
Jednu lze poznat okamzˇiteˇ, druha´ je ovlivneˇna parametry s´ıteˇ. Prvn´ı z nevy´hod
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je prˇenos IPTV po protokolu UDP, tedy spojoveˇ neorientovane´m prˇenosu. Toto
na jednu stranu je i vy´hoda, zˇe pouzˇ´ıva´ pra´veˇ takovy´to protokol, jelikozˇ potvrzovat
obrovske´ datove´ toky by byla velka´ za´teˇzˇ na prˇenosove´ cesty. Na druhou stranu, kdyzˇ
se data ztrat´ı, neexistuje mechanismus, ktery´ by data opravil. Lze tedy vycha´zet
z u´vahy, zˇe je lepsˇ´ı mı´t chv´ıli osˇkliveˇjˇs´ı obraz, nezˇ nadmı´ru zateˇzˇovat s´ıt’. Druha´
nevy´hoda je takova´, zˇe se sˇ´ıˇr´ı pouze ten kana´l, ktery´ chce klient sledovat. Tedy prˇi
prˇepnut´ı programu mus´ı doj´ıt k odhla´sˇen´ı ze skupiny, kde prˇij´ıma´me soucˇasny´ kana´l
a prˇihla´sit se k jine´ skupineˇ. Toto se deˇje pomoc´ı protokolu IGMP nejcˇasteˇji verze
2 viz kap. 4.2. Odhla´sˇen´ı ze skupiny a prˇihla´sˇen´ı se do jine´ je zdrojem zpozˇdeˇn´ı. Toto
zpozˇdeˇn´ı vsˇak nen´ı nijak extre´mneˇ velke´, v s´ıt´ı KN dosahuje doba mezi prˇep´ına´n´ı
programu pr˚umeˇrneˇ asi 1,6 sekundy.
1.3 Co IPTV nab´ız´ı?
Uzˇ bylo zmı´neˇno, zˇe IPTV nab´ız´ı jistou interaktivitu a VoD. Ovsˇem jako dalˇs´ı sluzˇby,
ktere´ je d˚ulezˇite´ zmı´nit jsou EPG, PPV a VCR [4].
EPG (Electronic Programming Guide) jde o elektronicky´ programovy´ pr˚uvodce,
tento pr˚uvodce mu˚zˇe mı´t kazˇdy´ poskytovatel sluzˇeb jiny´, vsˇe za´lezˇ´ı na jeho middle-
waru. Pomoc´ı pr˚uvodce si klienti mohou prohle´dnout aktua´ln´ı program, ale take´
program doprˇedu [1], [3].
PPV (Pay per View) shle´dnut´ı po zaplacen´ı, jedna´ se o sluzˇbu nav´ıc, za kterou
je trˇeba si prˇiplatit, naprˇ´ıklad pokud klient nestihne shle´dnout sv˚uj obl´ıbeny´ porˇad
mu˚zˇe si jej zaplatit a shle´dnout ze za´znamu. Nebo pokud klient v´ı, zˇe na stanici
kterou nema´ zaplacenou bude porˇad o ktery´ ma´ za´jem mu˚zˇe si zaplatit na neˇj
prˇ´ıstup [3].
VCR (Video Cassete Recorder) za´znam videa, tato sluzˇba poskytuje klient˚um,
aby si sv˚uj porˇad mohli nahra´vat. Jednak pokud k tomu maj´ı potrˇebne´ propriety,




Za´klad opticky´ch vla´ken tvorˇ´ı ja´dro a pla´sˇt’. Standardn´ı hodnoty pro pr˚umeˇr ja´dra
jsou 9, 50, 62,5 a 80 µm. Tyto hodnoty se mohou liˇsit, vsˇe za´lezˇ´ı na vy´robci. Take´
pla´sˇt’ ma´ svou specifickou hodnotou 125 µm. U´kolem pla´sˇteˇ je udrzˇet vidy (sveˇtelne´
paprsky) uvnitrˇ ja´dra. I ja´dro a jeho pla´sˇt’ mus´ı by´t da´le chra´neˇne´, prˇed neprˇ´ıznivy´mi
vlivy. Prima´rn´ı ochrana je na pla´sˇt’ opticke´ho vla´kna nana´sˇena, jizˇ prˇi vy´robeˇ.
Hlavn´ım u´kolem te´to ochrany je zabra´nit mechanicke´mu posˇkozen´ı a naopak vylepsˇit
ohybove´ vlastnosti opticke´ho vla´kna, aby nedocha´zelo k neprˇ´ıznivy´m vliv˚um, jako je
u´tlum na tomto posˇkozen´ı. Pr˚umeˇr prima´rn´ı ochrany je 245 µm. Posledn´ı ochranou
opticke´ho vla´kna je sekunda´rn´ı ochrana. Sekunda´rn´ı ochrana chra´n´ı opticke´ vla´kno
prˇed posˇkozen´ım a take´ bra´n´ı sˇ´ıˇren´ı vlhkosti. Z hlediska prˇenosu pocˇtu vid˚u lze
opticka´ vla´kna obecneˇ rozdeˇlit na´sledovneˇ. Na jednovidova´ vla´kna a mnohovidova´
vla´kna [8].
2.1 Jednovidova´ vla´kna
Jak uzˇ na´zev napov´ıda´, jsou vla´kny, ktera´ prˇena´sˇ´ı pouze jeden vid obr. 2.1. Vyzna-
cˇuj´ı se vysˇsˇ´ımi prˇenosovy´mi rychlostmi nezˇ nab´ızej´ı mnohovidova´ vla´kna, dosa-
hem a frekvencˇn´ım rozsahem, ale jsou take´ drazˇsˇ´ı. Pr˚umeˇr ja´dra dosahuje velmi
n´ızky´ch parametr˚u, proto jsou i samotne´ zdroje sveˇtla pro prˇenos teˇmito vla´kny
velmi na´kladne´ [8].
Technicke´ parametry jednovidovy´ch vla´ken [8]:
Pr˚umeˇr ja´dra: 4 – 10 µm
Pr˚umeˇr pla´sˇteˇ: 125 ± 1 µm
Dosah bez zes´ılen´ı: 100 – 1000 km
Prˇenosove´ rychlosti: 622,08 Mbit/s; 2,5; 10; 40 Gbit/s
Zdroje sveˇtla: ILD 1310 nm, 1550 nm
Obr. 2.1: Prˇenos jednovidovy´m opticky´m vla´knem [7]
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2.2 Mnohovidova´ vla´kna
Tyto vla´kna jsou opakem jednovidovy´ch vla´ken. Tedy maj´ı schopnost prˇena´sˇet
neˇkolik vid˚u najednou viz obra´zek 2.2. Vyznacˇuj´ı se take´ proto veˇtsˇ´ım pr˚umeˇrem
ja´dra, aby vidy mohly vstupovat do ja´dra pod r˚uzny´mi vstupn´ımi u´hly. Jejich
vy´roba je levneˇjˇs´ı, jelikozˇ nemaj´ı tak maly´ pr˚umeˇr. Tyto vla´kna si nacha´zej´ı cestu do
loka´ln´ıch s´ıt´ı, d´ıky jejich ceneˇ. Vla´kna jsou vyra´beˇna ze skla, plastu nebo kombinac´ı
teˇchto materia´l˚u [12].
Technicke´ parametry mnohovidovy´ch vla´ken [8]:
Pr˚umeˇr ja´dra: 50 – 100 µm
Pr˚umeˇr pla´sˇteˇ: 145 a v´ıce µm
Dosah bez zes´ılen´ı: 10 – 40 km
Prˇenosove´ rychlosti: 155,52; 622,08 Mbit/s
Zdroje sveˇtla: LED 850; 1300 nm
Obr. 2.2: Prˇenos mnohovidovy´m opticky´m vla´knem [7]
2.3 Prˇenos opticky´mi vla´kny
Prˇenos po opticky´ch vla´knech spocˇ´ıva´ v prˇena´sˇen´ı sveˇtelne´ho paprsku. Zdroj sveˇtla
obvykle LED dioda nebo laser dioda, kdy data jsou reprezentova´na paprskem na
jiste´ vlnove´ de´lce [8]. Vy´hodou tohoto prˇenosu je, zˇe nevznika´ zˇa´dne´ rusˇen´ı mezi
prˇena´sˇeny´mi signa´ly. Kdezˇto prˇenos signa´lu po metalicky´ch kabelech trpeˇl prˇeslechy,
u´tlumem a p˚usoben´ım ostatn´ıch signa´l˚u. Take´ nespornou vy´hodou opticky´ch vla´ken
je te´meˇrˇ nemozˇny´ odposlech, cˇemuzˇ na metalicky´ch vla´knech se sice dalo zabra´nit,
avsˇak realizace odposlechu nebyla nijak na´rocˇna´. Zdroj sveˇtla prˇivede paprsek do
ja´dra opticke´ho vla´kna pod jisty´m vstupn´ım u´hlem, paprsek podle toho ktery´m
vla´knem se prˇena´sˇ´ı, docha´z´ı k jeho sˇ´ıˇren´ı obr. 2.1, obr. 2.2.
Posledn´ı novinkou ve sveˇteˇ se sta´va´ budova´n´ı prˇ´ıpojek FTTH spolecˇnost´ı Google,
naprˇ´ıcˇ Spojeny´mi sta´ty Americky´mi, kde chce nab´ızet prˇipojen´ı k Internetu o rych-
losti 1 Gbit/s pra´veˇ zalozˇenou na te´to technologi´ı. Provoz chce zanedlouho testovat
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v lokaliteˇ Stanford, ktera´ je nedaleko od centra´ly spolecˇnosti. Projekt nese oznacˇen´ı
Google Fiber, p˚usobnost vsˇak z˚ustane pouze na u´zemı´ Spojeny´ch sta´tu Americky´ch
[9].
2.4 FTTX - Fiber to The X
Jak jizˇ samostatny´ prˇeklad te´to zkratky napov´ıda´, oznacˇuje se t´ımto zaveden´ı optic-
ke´ho kabelu do r˚uzny´ch mı´st. Podle posledn´ıho p´ısmena se rozezna´vaj´ı FTTH,
FTTC, FTTB, FTTO, FTTP a v neposledn´ı rˇadeˇ FTTN.
FTTH (Fiber to the Home) – tato mozˇnost nab´ız´ı nejna´kladneˇjˇs´ı rˇesˇen´ı a to
proto, jelikozˇ je opticke´ vla´kno prˇivedeno azˇ ke koncove´mu uzˇivateli obr. 2.3. Metoda
nab´ız´ı nejvysˇsˇ´ı prˇenosove´ rychlosti, prˇi pouzˇit´ı te´to mozˇnosti, lze bez proble´mu reali-
zovat sluzˇby triple play (televize, internet a hlasove´ sluzˇby) [10], [11].
Obr. 2.3: Proveden´ı s´ıteˇ pomoc´ı FTTH [13]
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FTTC (Fiber to the Curb) – vla´kno je prˇivedeno azˇ k okraji chodn´ıku v bl´ızkosti
huste´ho os´ıdlen´ı budov, nebo take´ prˇiveden´ı opticke´ho vla´kna ke komunikacˇn´ımu
prˇep´ınacˇi uvnitrˇ domu nebo podniku viz obr. 2.4. Od tohoto mı´sta jsou da´le pouzˇity
jine´ technologie k prˇipojen´ı u´cˇastn´ıku, nejcˇasteˇji metalicke´ veden´ı. Vzda´lenost od
budov, cˇili potencia´ln´ıch za´kazn´ıku je 100 – 300 metr˚u [10], [11].
Obr. 2.4: Proveden´ı s´ıteˇ pomoc´ı FFTC [13]
FTTB (Fiber to the Building) – metoda spocˇ´ıva´ v tom, zˇe opticke´ vla´kno je
prˇivedeno do centra´ln´ıho rozvadeˇcˇe uvnitrˇ budovy, nebo za´stavby, odkud jsou da´le
pouzˇity jine´ technologie obr. 2.5 [10], [11].
Obr. 2.5: Proveden´ı s´ıteˇ pomoc´ı FTTB [13]
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FTTO (Fiber to the Office) – ve sve´ podstateˇ metoda shodna´ jako FTTH.
Opticke´ vla´kno je vedeno take´ ke koncove´mu uzˇivateli, avsˇak v podnikove´ s´ıt´ı, sˇkole,
nemocnici zkra´tka veˇtsˇ´ıch podnik˚u obr. 2.6. Zde ovsˇem nejsou prima´rn´ı sluzˇby triple
play, ale spolehlivost s´ıteˇ a rychlost odezvy [10], [11].
Obr. 2.6: Proveden´ı s´ıteˇ pomoc´ı FTTO [13]
FTTP (Fiber to the Premises) – tato zkratka obecneˇ zahrnuje prˇipojen´ı vla´kna
metodou FTTH a FTTO [11].
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FTTN (Fiber to the Node) – opticke´ vla´kno je prˇipojeno k DSLAMu a od neˇj
jsou vedena da´le metalicka´ veden´ı ke klient˚um viz obr. 2.7. Tato metoda prˇina´sˇ´ı
znacˇnou vy´hodu oproti FFTH a to, zˇe zde docha´z´ı k usˇetrˇen´ı pocˇtu opticky´ch
vla´ken. Vzda´lenost mezi DSLAM a u´cˇastn´ıky je vsˇak limitova´na na 5000 stop, cozˇ-li
odpov´ıda´ 1524 metr˚um [10], [11].
Obr. 2.7: Proveden´ı s´ıteˇ pomoc´ı FTTN [13]
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3 METODY VYSI´LA´NI´
Prˇenos dat v s´ıt´ıch lze realizovat neˇkolika zp˚usoby. Du˚lezˇity´m faktorem je vsˇak
rozhodnout se jaky´ zp˚usob prˇenos je zapotrˇeb´ı. Zda-li je zˇa´douc´ı, aby data prˇij´ımali
vsˇichni nebo jen urcˇita´ skupina uzˇivatel˚u. Obecneˇ v Internetu se pouzˇ´ıvaj´ı na´sleduj´ıc´ı
metody unicast, broadcast a multicast. V na´sleduj´ıc´ıch kapitola´ch je kazˇdy´ typ
probra´n a vysveˇtlen pomoc´ı obra´zk˚u.
3.1 Broadcast
Broadcast vys´ıla´n´ı spocˇ´ıva´ v tom, zˇe dany´ paket, zpra´vu nebo data dostanou vsˇichni
prˇ´ıjemci na s´ıt´ı. Tato metoda nacha´z´ı sve´ uplatneˇn´ı pokud existuje uzˇivatel, ktery´
chce odeslat data prˇ´ıjemci, ovsˇem nezna´ jeho adresu. Proto se zpra´va posˇle vsˇem
a teˇm ktery´m zpra´va nepatrˇ´ı, tam je ignorova´na a komu je pos´ıla´na tam je prˇecˇtena.
Prˇ´ıkladem broadcastu mu˚zˇe by´t analogove´ vys´ıla´n´ı televize, kde se vsˇechny televizn´ı
kana´ly sˇ´ıˇrily vsˇude, teprve azˇ samotn´ı uzˇivatele´ si vyb´ırali, ktery´ program budou
prˇij´ımat.
Obr. 3.1: Princip broadcast vys´ıla´n´ı [14]
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3.2 Unicast
Unicast je svy´m chova´n´ım inverzn´ı k broadcastu viz kap. 3.1, tedy unicast bude prˇe-
na´sˇet data pouze jednomu uzˇivateli nebo za´jemci o prˇenos viz obr. 3.2. Pouzˇit´ı tohoto
zp˚usobu prˇenosu naprˇ´ıklad pro internetove´ ra´dio nebo televizi je znacˇneˇ neprakticke´,
jelikozˇ spotrˇebuje velkou sˇ´ıˇrku pa´sma. Jak jizˇ bylo zmı´neˇno, jde pouze o prˇenos
k jednomu prˇ´ıjemci. Toto by meˇlo za na´sledek velkou spotrˇebu sˇ´ıˇrky pa´sma. I kdyzˇ
unicast nema´ efektivn´ı vyuzˇit´ı sˇ´ıˇrky pa´sma, prˇesto najde sve´ uplatneˇn´ı, naprˇ´ıklad
pro sluzˇbu video na vyzˇa´da´n´ı. Obecneˇ lze rˇ´ıci, zˇe kolik bude za´jemc˚u, tolik tok˚u se
po s´ıt´ı pos´ıla´.
Obr. 3.2: Princip unicast vys´ıla´n´ı [14]
3.3 Multicast
Multicast se pouzˇ´ıva´ jako na´hrada unicastu, kdyzˇ je zna´mo neˇkolik za´jemc˚u o prˇ´ıjem
stejny´ch informac´ı. At’ uzˇ tyto informace jsou naprˇ´ıklad TV programy, update prog-
ramu nebo jine´. Princip vys´ıla´n´ı bude prˇi pouzˇit´ı multicastu vzˇdy stejny´. Prˇenos
pomoc´ı te´to metody umozˇnˇuje le´pe pochopit obr. 3.3.
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Obr. 3.3: Prˇenos pomoc´ı multicastu [14]
Z obra´zku je zrˇejme´, zˇe pokud chce naprˇ´ıklad deset uzˇivatel˚u stejna´ data po
serveru, server nebude pos´ılat 10kra´t stejna´ data, ale posˇle pouze jednou s t´ım, zˇe
dojde k u´sporˇe sˇ´ıˇrky pa´sma na prˇenosove´ trase. Na posledn´ım aktivn´ım prvku se
data naklonuj´ı tolikra´t, kolik je prˇ´ıjemc˚u na tomto prvku. Aktivn´ı prvky v s´ıt´ı mohou
by´t naprˇ´ıklad smeˇrovacˇe nebo prˇep´ınacˇe. Prˇenos po multicastu je ovsˇem znacˇneˇ
komplikovany´. Jelikozˇ stream server generuje jeden tok, mus´ı smeˇrovacˇe a prˇep´ınacˇe
veˇdeˇt, kde data pos´ılat a zda-li je potrˇeba uzˇ nyn´ı duplikovat. Ze stream serveru
prˇ´ıjme data distribucˇn´ı smeˇrovacˇ, ktery´ v´ı podle smeˇrovac´ı tabulky, zˇe ma´ na svy´ch
rozhran´ıch dalˇs´ı dva smeˇrovacˇe. Teˇmto smeˇrovacˇ˚um pote´ posˇle data. Za povsˇimnut´ı
stoj´ı, zˇe uzˇ zde je potrˇeba data duplikovat, aby odesˇel jeden provoz do jednoho
smeˇrovacˇe a druhy´ k druhe´mu. Tyto prvky maj´ı na´sledneˇ prˇipojeny k sobeˇ prˇep´ınacˇ,
jenzˇ posˇle data podle smeˇrovac´ı tabulky k neˇmu. Prˇep´ınacˇ jakozˇto posledn´ı aktivn´ı
prvkem zduplikuje provoz a odesˇle jej za´jemc˚um, kterˇ´ı jsou prˇihla´sˇen´ı do multi-
castove´ skupiny.
3.4 Adresn´ı prostor multicastu
Multicast pouzˇ´ıva´ vyhrazeny´ adresn´ı prostor ze skupiny D. Skupina D ma´ rozsah
224.0.0.0 – 239.255.255.255. Smeˇrovacˇe tento provoz poznaj´ı pomoc´ı prvn´ıch 4 nej-
vy´znamneˇjˇs´ıch bit˚u (definice trˇ´ıdy D), ktere´ budou vzˇdy 1110, na´sleduj´ıc´ıch 28 bit˚u
slouzˇ´ı pro skupinovou adresu. Skupina je tvorˇena cˇleny a stanicemi, ktere´ dekla-
rovaly za´jem by´t cˇlenem dane´ multicastove´ skupiny. Sche´ma pro adresu trˇ´ıdy D je
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zobrazeno na obr. 3.4 [17].
Obr. 3.4: Obecne´ sche´ma adresy ze skupiny D
3.4.1 Adresy typu local scope
Adresy typu local scope (loka´ln´ıho rozsahu) jsou prˇesneˇji rozdeˇleny od 224.0.0.0
do 224.0.0.255. Tyto adresy jsou na´sledneˇ rezervova´ny skupinou IANA pro s´ıt’ove´
protokoly. Pakety urcˇene´ pro tuto dome´nu nesmı´ opustit LAN, toho lze dosa´hnout
nastaven´ım TTL na hodnotu 1, cozˇ ma´ za na´sledek to, zˇe kdyzˇ paket bude cht´ıt
proj´ıt prˇes smeˇrovacˇ ven mimo loka´ln´ı s´ıt’, smeˇrovacˇ TTL zmensˇ´ı o 1, cˇ´ımzˇ do-
jde k tomu, zˇe TTL klesne na 0 a smeˇrovacˇ paket zahod´ı, cˇili nebude ho mozˇne´
smeˇrovat. Na´sleduj´ıc´ı tabulka prˇedstavuje neˇkolik rezervovany´ch IP adres v rozsahu
odpov´ıdaj´ıc´ı loka´ln´ımu rozsahu [17].
IP adresa Popis
224.0.0.1 Vsˇechny syste´my na pods´ıt´ı
224.0.0.2 Vsˇechny smeˇrovacˇe na podst´ıt´ı
224.0.0.3 Neprˇiˇrazeno





224.0.0.13 Vsˇechny PIM smeˇrovacˇe
224.0.0.22 IGMPv3
Tab. 3.1: Adresy z rozsahu local scope s popisem rezervace [17]
3.4.2 Adresy typu global scope
Adresy typu globa´ln´ı rozsah jsou adresy s prˇechodny´m vy´znamem, ktere´ se prˇideˇluj´ı
dynamicky. Adresn´ı rozsah pro tento typ je 224.0.1.0 – 238.255.255.255, ktery´ lze
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jesˇteˇ i da´le trˇ´ıdit podle urcˇen´ı [17]. Naprˇ´ıklad IP adresy 224.0.1.0 – 224.0.1.255
odpov´ıdaj´ı kontroln´ımu bloku prˇi propojova´n´ı s´ıt´ı, kde prˇ´ıkladem bude IP adresa
224.0.1.4, ktera´ slouzˇ´ı k VPN [17].
3.4.3 Adresy typu administratively scoped addresses
Adresy limitovane´ administrativn´ım rozsahem jsou urcˇeny pro pouzˇit´ı v priva´tn´ıch
dome´na´ch. Adresn´ı prostor pro tento typ je 239.0.0.0 – 239.255.255.255. Prˇicˇemzˇ
z tohoto rozsahu jsou adresy 239.192.0.0 – 239.251.255.255 typu organization local
scope, ktere´ organizace IANA vyhradila pro prˇenos v organizacˇn´ı loka´ln´ı s´ıti. Proto
tyto adresy lze bez obav pouzˇ´ıt, anizˇ by docha´zelo ke konfliktu se stejnou adresou
v Internetu [17].
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3.5 Multicastove´ distribucˇn´ı stromy
Jesˇteˇ drˇ´ıve, nezˇ budou rozebra´ny samostatne´ smeˇrovac´ı protokoly, je nutno se sez-
na´mit s tzv. distribucˇn´ımi stromy. Jsou k dispozici dva typy distribucˇn´ıch stromu˚,
zdrojovy´ strom (source tree) a sd´ıleny´ strom (shared tree).
3.5.1 Zdrojovy´ strom
Jelikozˇ zdrojovy´ strom (Source tree) pos´ıla´ data vzˇdy nejkratsˇ´ı cestou, je take´
nazy´va´n jako strom nejkratsˇ´ı cesty (Shortest path tree). Zdrojem v tomto stromu
mu˚zˇe by´t kdokoliv. Jak jizˇ bylo zmı´neˇno, tento strom pos´ıla´ data vzˇdy nejkratsˇ´ı ces-
tou a t´ım dosa´hne mensˇ´ıho zpozˇdeˇn´ı. Take´ ale klade znacˇne´ pozˇadavky na smeˇrovacˇe,
protozˇe buduj´ı strom pro kazˇde´ho odes´ılatele a skupinu. Pakety jsou pos´ıla´ny
podle zdrojove´ a skupinove´ adresy. Tento stav odes´ıla´n´ı ma´ notaci (S,G), anglicky
oznacˇova´n jako
”
S comma G“, kde S uda´va´ adresu zdroje (source) a G je adresa
skupiny (group) [21].
Situaci lze zna´zornit pomoc´ı obr. 3.5, existuj´ı-li 2 zdroje, libovolneˇ rozmı´steˇne´
v s´ıt´ı a 2 prˇ´ıjemci. Situace bude na´sleduj´ıc´ı. Jiste´ je, zˇe se data mus´ı dostat k c´ıli co
nejkratsˇ´ı cestou, od zdroje 1 se bude sˇ´ıˇrit prˇes smeˇrovacˇ A da´le na smeˇrovacˇ C ze
smeˇrovacˇe C na E a k prˇ´ıjemci. Kdyby ovsˇem data sˇly jinou cestou, naprˇ´ıklad od
smeˇrovacˇe A k B da´le na D a od neˇj na C nebude zajiˇsteˇna podmı´nka nejkratsˇ´ı cesty.
Cesta od zdroje 1 je zna´zorneˇna na obra´zku cˇervenou barvou, zelenou je pak cesta
obdobna´ od zdroje 2 k prˇ´ıjemc˚um [21].
Obr. 3.5: Uka´zka zdrojove´ho stromu pro dva zdroje [21]
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3.5.2 Sd´ıleny´ strom
Sd´ıleny´ strom vycha´z´ı z existence tzv.
”
bod setka´n´ı“ (Rendezvous point), ktery´
slouzˇ´ı jako hlavn´ı bod distribuce multicastu. Zdroje pos´ılaj´ı sva´ data unicastem
k
”
bodu setka´n´ı“, odsud jsou data da´le sˇ´ıˇrena´. Na rozd´ıl od zdrojove´ho stromu se zde
data nesˇ´ıˇr´ı nejkratsˇ´ı cestou a t´ımto vznika´ naprˇ´ıklad zpozˇdeˇn´ı v paketovy´ch s´ıt´ıch.
Stav odes´ıla´n´ı ma´ svou notaci (*,G) kde * oznacˇuje libovolny´ zdroj a G skupinu
(group) prˇ´ıjemce [21]. Stejneˇ tak jako u prˇedesˇle´ho prˇ´ıpadu, kdyzˇ by byly uvazˇova´ny
dva zdroje libovolneˇ rozmı´steˇne´ v s´ıt´ı a dva prˇ´ıjemci viz obr. 3.6. Jak je rˇecˇeno vy´sˇe,
zdroje, at’ uzˇ jsou kdekoliv, budou pos´ılat sva´ data na
”
bod setka´n´ı“ a od neˇj budou
da´le sˇ´ıˇreny. Nen´ı zde zarucˇeno dorucˇen´ı nejkratsˇ´ı cestou, ale d´ıky tomu nejsou s´ıt’ove´
prvky tolik nama´ha´ny [21].
Obr. 3.6: Budova´n´ı tras od jednotlivy´ch zdroj˚u k RP [21]
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4 INTERNET GROUP MANAGEMENT PRO-
TOCOL
Tento protokol zkra´ceneˇ IGMP je pouzˇ´ıva´n mezi hosty a smeˇrovacˇi, kde jej hoste´
vyuzˇ´ıvaj´ı, aby ozna´mili smeˇrovacˇi sv˚uj stav. Za´klad pro tento protokol tvorˇ´ı Host
membership report. Reportem je zde mysˇlen za´jem o prˇ´ıjem multicastove´ho toku
nebo naopak odchod ze skupiny. Protokol IGMP byl vyvinut ve trˇech verz´ıch.
4.1 IGMPv1
Protokol IGMPv1 dnes jizˇ patrˇ´ı mezi zastarale´. Nen´ı tedy nutno se jim zaob´ırat prˇ´ıliˇs
podrobneˇ. IGMPv1 podporuj´ı vsˇechny soucˇasne´ operacˇn´ı syste´my. Tento protokol
obsahuje dveˇ za´kladn´ı zpra´vy [16], [18]:
• Membership query (cˇlensky´ dotaz) – tato zpra´va je periodicky odes´ıla´na na
adresu 224.0.0.1, ktera´ oznacˇuje vsˇechny hosty na dane´ pods´ıti. Tato zpra´va
je odes´ıla´na kazˇdou minutu [18].
• Membership report (cˇlenska´ zpra´va) – zpra´vu odes´ıla´ stanice na IP adresu
skupiny, do ktere´ si stanice prˇeje by´t prˇipojena. Pos´ıla´ se report (zpra´va) pro
kazˇdou skupinu, ve ktere´ je stanice cˇlenem [18]. Report mu˚zˇe by´t odesla´n jako
odpoveˇd’ na zpra´vu query nebo v momenteˇ, kdy se stanice prˇeje sta´t cˇlenem
skupiny. Kazˇda´ stanice prˇed odesla´n´ım odpoveˇdi na vy´zvu pocˇka´ na´hodny´ cˇas,
zda-li neodpov´ı neˇjaka´ jina´ stanice. Pokud ano, dalˇs´ı odpoveˇd’ se jizˇ nepos´ıla´.
4.2 IGMPv2
IGMPv2 rozsˇiˇruje prvn´ı verzi o zpra´vu odchod ze skupiny (leave group). Zpra´va
je odes´ıla´na na adresu 224.0.0.2, ktera´ oznacˇuje vsˇechny hosty na dane´ pods´ıt´ı.
Aby tyto zpra´vy z˚ustaly stejne´, je zde jesˇteˇ kromeˇ leave zpra´vy dalˇs´ı rozsˇ´ıˇren´ı,
cozˇ znamena´, zˇe smeˇrovacˇ, ktery´ pos´ıla´ zpra´vy query je vybra´n podle nejvysˇsˇ´ı IP
adresy. Ostatn´ı smeˇrovacˇe ocˇeka´vaj´ı zpra´vu query, jenzˇ odes´ıla´ smeˇrovacˇ s nejvysˇsˇ´ı
IP adresou. IGMPv2 je zpeˇtneˇ kompatibiln´ı s IGMPv1, pokud se nacha´z´ı ve skupineˇ
klient, ktery´ chce prˇij´ımat multicastovy´ tok i cˇlenove´ s IGMPv1, smeˇrovacˇ zpra´vy
odchod ze skupiny ignoruje [19], [21].
Jak je zna´zorneˇno na obr. 4.1, demonstruje prˇihla´sˇen´ı hosta2 a hosta3 k multicas-
tove´ skupineˇ 224.1.1.1, pomoc´ı join zpra´vy. Smeˇrovacˇ tuto zpra´vu prˇ´ıjme, zpracuje
a nyn´ı jsou hoste´ registrovan´ı viz obr. 4.2. Na´sledneˇ host2 posˇle zpra´vu o odchodu,
aby mohl multicastovou skupinu opustit. Tu pak odesˇle na adresu 224.0.0.2, ktera´
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oznacˇuje vsˇechny smeˇrovacˇe na dane´ pods´ıti obr. 4.3. Po odchodu hosta2 smeˇrovacˇ
odesˇle na multicastovou skupinu 224.1.1.1 zpra´vu group specific query, zda-li z˚ustali
prˇ´ıjemci streamu obr. 4.4. Jelikozˇ z˚ustal sta´le jeden potencia´ln´ı prˇ´ıjemce host3, proto
mus´ı odeslat zpra´vu report viz obr. 4.5, aby smeˇrovacˇ neprˇestal odes´ılat multicas-
tovy´ tok. Po jiste´m cˇase chce i host3 opustit multicastovou skupinu 224.1.1.1, proto
odesˇle zpra´vu leave pro 224.0.0.2 obr. 4.6. T´ımto host3 opust´ı multicastovou skupinu
zna´zorneˇno na obr. 4.7, kdyzˇ by smeˇrovacˇ odeslal dalˇs´ı group specific query a ne-
dostal odpoveˇd’, multicastova skupina 224.1.1.1 zanikne.
Obr. 4.1: Prˇihla´sˇen´ı hosta2 a 3 k multicastove´ skupineˇ 224.1.1.1 [20]
Obr. 4.2: Symbolizuje u´speˇsˇne´ prˇihla´sˇen´ı do multicastove´ skupiny 224.1.1.1 [20]
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Obr. 4.3: Host2 hla´s´ı odchod ze skupiny na adresu 224.0.0.2 [20]
Obr. 4.4: Smeˇrovacˇ odes´ıla´ dotaz, zda-li existuj´ı jin´ı prˇ´ıjemci [20]
Obr. 4.5: Host3 odes´ıla´ ozna´men´ı, zˇe je zde sta´le prˇ´ıjemce [20]
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Obr. 4.6: Host3 odes´ıla´ zpra´vu o odchodu ze skupiny na adresu 224.0.0.2 [20]
Obr. 4.7: Multicastova´ skupina 224.1.1.1 nema´ dalˇs´ı prˇ´ıjemce, proto zanikne na
rozhran´ı smeˇrovacˇe [20]
4.3 IGMPv3
Trˇet´ı, zat´ım posledn´ı verze, prˇina´sˇ´ı jesˇteˇ jedno vy´znamne´ vylepsˇen´ı prˇedesˇly´ch verz´ı.
A to takove´, zˇe hoste´ ve skupineˇ si mohou vybrat, ze ktere´ho zdroje nebo zdroj˚u
budou multicastovy´ tok prˇij´ımat. Vy´beˇr se uskutecˇnˇuje parametrem INCLUDE
nebo EXCLUDE. Host ihned po prˇihla´sˇen´ı do skupiny odes´ıla´ IGMPv3 ozna´men´ı
na adresu 224.0.0.22 adresa IGMPv3, vyhrazena´ spolecˇnost´ı IANA [20]]. Jde tedy
o specifikaci zdroje. Nen´ı tomu jako u IGMPv1 a IGMPv1 kde toto nesˇlo. Nyn´ı
se zde zava´d´ı za´pis (S,G). Tedy pomoc´ı p´ısmene S se specifikuje zdroj. Take´ de´lka
zpra´v jizˇ nen´ı konstantn´ı, ale variabiln´ı [21], [22].
Prˇ´ıkladem vyuzˇit´ı specifikace zdroje mu˚zˇe by´t obr. 4.8, kde se nacha´z´ı 3 zdroje
a jeden prˇ´ıjemce v multicastove´ skupineˇ, ktera´ nese adresu 227.1.1.1. Zdroje 1,2
a 3 vys´ılaj´ı datovy´ tok na smeˇrovacˇ, na ktere´m se nacha´z´ı multicastova´ skupina
227.1.1.1. Jak jizˇ bylo zmı´neˇno, IGMPv3 ma´ vlastnost specifikace zdroje obr. 4.9.
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Host1 tedy posˇle zpra´vu ozna´men´ı na adresu 224.0.0.22 viz kap. 3.4.1, aby smeˇrovacˇ
veˇdeˇl, zˇe existuje prˇ´ıjemce v multicastove´ skupineˇ 227.1.1.1 a za´rovenˇ host dopln´ı do
pole include adresu zdroje prˇ´ıpadneˇ zdroj˚u, ze ktery´ch chce datove´ toky prˇij´ımat. Po
zpracova´n´ı te´to zpra´vy viz obr. 4.10, smeˇrovacˇ4 zacˇne propousˇteˇt do multicastove´
skupiny 227.1.1.1 jen datove´ toky ze specifikovany´ch adres.
Obr. 4.8: Uka´zka zaha´jen´ı vys´ıla´n´ı
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Obr. 4.9: Host1 specifikuje zdroj z ktere´ho chce prˇij´ımat multicastovy´ tok




Je aktivn´ım prvkem pracuj´ıc´ım na druhe´ vrstveˇ referencˇn´ıho modelu ISO/OSI.
Za´kladem prˇep´ına´n´ı je budova´n´ı prˇep´ınac´ı tabulky pomoc´ı MAC adres, ktere´ se
nacha´z´ı na jednotlivy´ch rozhran´ıch. Prˇep´ınacˇ pracuje s ra´mci v s´ıti, ze ktery´ch cˇte
zdrojovou MAC adresu, kterou si ulozˇ´ı do prˇep´ınac´ı tabulky a prˇiˇrad´ı k aktua´ln´ımu
rozhran´ı. Na´sledneˇ kontroluje c´ılovou MAC adresu. Kdyzˇ se tato adresa nenacha´z´ı
v prˇep´ınac´ı tabulce vysˇle prˇep´ınacˇ broadcast viz kap. 3.1 s dotazem, kde se tato
adresa nacha´z´ı. Paklizˇe adresa odpov´ıda´ neˇjake´mu pocˇ´ıtacˇi, pocˇ´ıtacˇ odpov´ı, prˇep´ınacˇ
si aktualizuje prˇep´ınac´ı tabulku a odesˇle ra´mec prˇ´ıjemci [23]. Vhodnost pouzˇit´ı
tohoto zarˇ´ızen´ı je znacˇna´ mezi LAN s´ıteˇmi. Avsˇak prˇi rozsa´hly´ch s´ıt´ıch uzˇ je tento
aktivn´ı prvek nahrazova´n smeˇrovacˇi. Prˇep´ınacˇe mezi vys´ılac´ı a prˇij´ımac´ı stranou
vytva´rˇ´ı virtua´ln´ı okruh [24].
Dalˇs´ı vy´hodou prˇep´ınacˇe je, zˇe prˇep´ınacˇ prˇeda´va´ ra´mec pouze tomu komu je
prima´rneˇ urcˇen. Nen´ı tomu jako u rozbocˇovacˇu, ktery´ prˇeda´val vsˇechno na sve´
porty, take´ nyn´ı na prˇep´ınacˇi mohou vsˇichni klienti komunikovat najednou [23]. Dalˇs´ı
vy´hodou mu˚zˇe by´t nastaven´ı prˇ´ıstupovy´ch pra´v (ACL), s jejichzˇ pomoc´ı lze neˇktere´
sluzˇby zcela zaka´zat. Vy´sˇe zmı´neˇne´ vlastnosti plat´ı pro prˇep´ınacˇe na 2. vrstveˇ mo-
delu OSI, acˇkoliv take´ na 3. vrstveˇ te´hozˇ modelu lze naj´ıt prˇep´ınacˇ. Jedna´ se o tzv.
L3 prˇep´ınacˇ, ktery´ vyuzˇ´ıva´ vy´sˇe zmı´neˇne´ vlastnosti a k nim nav´ıc informace o IP
adresa´ch. L3 prˇep´ınacˇ je vhodne´ vyuzˇ´ıvat pro propojen´ı dvou r˚uzny´ch LAN s´ıt´ıch,
avsˇak byt’ umı´ L3 prˇep´ınacˇ pracovat s IP adresami, neznamena´ to, zˇe nahrad´ı potrˇebu
smeˇrovacˇe, ktery´ vyuzˇ´ıva´ smeˇrovac´ı protokoly.
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5.1 Druhy prˇep´ınacˇ˚u
Prˇep´ınacˇe jsou rozezna´va´ny podle signa´l˚u, ktere´ prˇena´sˇej´ı a take´ prˇipojeny´ch me´-
di´ıch. Za´kladn´ı deˇlen´ı lze uve´st takto: metalicke´ prˇep´ınacˇe, optometalicke´ prˇep´ınacˇe
a opticke´ prˇep´ınacˇe, ktere´ jsou da´le popsa´ny.
5.1.1 Metalicke´ prˇep´ınacˇe
Tyto prˇep´ınacˇe poskytuj´ı prˇipojen´ı pouze klasicky´mi metalicky´mi kabely, at’ uzˇ UTP
nebo STP. Kazˇde´ rozhran´ı je tedy realizova´no nejcˇasteˇji pomoc´ı konektor˚u RJ-45.
Neprova´d´ı se zde zˇa´dna´ konverze mezi signa´ly, ktere´ prˇicha´zej´ı. Signa´l ktery´ prˇijde
na jedno rozhran´ı je prˇeda´n druhe´mu. Tyto prˇep´ınacˇe jsou sta´le hojneˇ vyuzˇ´ıva´ny
v maly´ch s´ıt´ıch, jelikozˇ jejich cenova´ dostupnost toto umozˇnˇuje. Prˇi drazˇsˇ´ıch mode-
lech lze do prˇep´ınacˇ˚u dokupovat r˚uzne´ moduly, ktery´mi lze prˇep´ınacˇe rozsˇiˇrovat.
5.1.2 Optometalicke´ prˇep´ınacˇe
Prˇep´ınacˇe tohoto typu poskytuj´ı mozˇnost prˇiveden´ı opticke´ho vla´kna k budova´m,
kde jsou uvnitrˇ hotove´ metalicke´ rozvody, ale prˇ´ıstup k WAN s´ıt´ı je rˇesˇen bezdra´-
tovy´m spojem. Bezdra´tovy´ spoj lze nahradit prˇiveden´ım opticke´ho vla´kna k budoveˇ
a prˇipojit jej k optometalicke´mu prˇep´ınacˇi, na ktery´ se na´sledneˇ pomoc´ı metalicky´ch
kabel˚u prˇipoj´ı klienti. Vy´sledkem je FTTB viz kap. 2.4. Tyto prˇep´ınacˇe mus´ı by´t
vybaveny prˇevodn´ıkem, jelikozˇ umı´ zpracova´vat jak signa´l z metalicky´ch veden´ı tak
opticke´ signa´ly. Obvykle je signa´l prˇiveden pomoc´ı opticky´ch vla´ken k prˇevodn´ıku
kde se signa´l zpracuje na signa´l vhodny´ pro prˇenos metalicky´mi kabely. Koncove´
stanice se prˇipojuj´ı metalicky´mi kabely UTP nebo STP.
Prˇipojen´ı opticke´ho vla´kna je realizova´no pomoc´ı konektoru SFP. Opticke´ vla´kna
maj´ı veˇtsˇ´ı dosah nezˇ metalicke´ kabely, proto jsou cˇasteˇji pouzˇ´ıva´ny pro prˇipojen´ı
k metropolitn´ım s´ıt´ım. Prˇi pouzˇit´ı drazˇsˇ´ıch model˚u, lze dokupovat rozsˇ´ıˇruj´ıc´ı moduly.
5.1.3 Opticke´ prˇep´ınacˇe
Opticke´ prˇep´ınacˇe respektive prˇep´ınacˇe pro opticke´ s´ıteˇ, tvorˇ´ı ned´ılnou soucˇa´st cele´
architektury te´meˇrˇ vesˇkery´ch s´ıt´ı. Procˇ pra´veˇ opticke´ prˇep´ınacˇe? Du˚vod˚u je hned
neˇkolik. Ovsˇem d˚uvody s nejveˇtsˇ´ım vy´znamem jsou vysˇsˇ´ı rychlosti, dosahy, spo-
lehlivost a take´ nejsou tyto prˇep´ınacˇe ovlivnˇova´ny neprˇ´ıznivy´mi vlivy, ktere´ omezo-
valy prˇenos po metalicky´ch s´ıt´ıch, u´tlum nebo take´ prˇeslechy [25].
Samotne´ opticke´ prˇep´ınacˇe nemusej´ı jen pracovat se sveˇtelny´mi paprsky, mohou
take´ prova´deˇt konverz´ı mezi elektricky´m signa´lem a opticky´m signa´lem, samozrˇejmeˇ
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take´ obra´ceneˇ. Aby toto vsˇak bylo mozˇne´, je nutne´ mı´t prˇep´ınacˇe vybaveny tzv.
konvertory, ktere´ se o tento prˇevod budou starat.
U opticky´ch prˇep´ınacˇ˚u jsou mozˇnosti prˇep´ına´n´ı znacˇneˇ usnadneˇny, jelikozˇ jde
o prˇenos sveˇtelny´ch paprsk˚u, nemus´ı prˇep´ınacˇ zkoumat o jaky´ protokol jde nebo
o jaka´ data. Zkra´tka data jsou prˇeda´na na odchoz´ı rozhran´ı, at’ uzˇ se jedna´ o jedno
nebo v´ıce rozhran´ı. Deˇje se tomu pomoc´ı nastaven´ı vnitrˇn´ı opticke´ soustavy, ktera´
je podle dany´ch parametr˚u nastavena tak, zˇe vy´stupn´ı rozhran´ı je jedno nebo v´ıce.
Toto ma´ za na´sledek jiste´ usˇetrˇen´ı cˇasu, o ktere´ jde prˇedevsˇ´ım, jelikozˇ cˇ´ım me´neˇ mus´ı
dane´ prvky rˇesˇit, t´ım v´ıce cˇasu lze na nich usˇetrˇit. Proto prˇep´ınac´ı kapacita opticky´ch
prˇep´ınacˇ˚u mnohdy neˇkolikana´sobneˇ prˇevy´sˇ´ı kapacitu metalicky´ch prˇep´ınacˇ˚u [25].
Opticke´ prˇep´ınacˇe si nacha´z´ı sta´le veˇtsˇ´ı uplatneˇn´ı naprˇ. v datovy´ch s´ıt´ıch, ne-
mocnic´ıch, vy´zkumny´ch u´stavech aj. [25].
V neposledn´ı rˇadeˇ je take´ d˚ulezˇite´ zmı´nit samostatnou energetickou na´rocˇnost
opticky´ch prˇep´ınacˇ˚u, jelikozˇ jsou cˇasto uprˇednostneˇny na pa´terˇn´ıch s´ıt´ıch, kde jsou
pouzˇ´ıva´ny ve sve´ podstateˇ neprˇetrzˇiteˇ [25]. To je take´ d˚uvodem, procˇ je vhodne´
tenhle parametr zohlednit prˇi vy´beˇru prˇep´ınacˇe [25]. Mensˇ´ı na´roky jsou pak kladeny




Tato cˇa´st dokumentu se bude da´le veˇnovat jizˇ konkre´tn´ım prˇep´ınacˇ˚um, ktere´ byly
testova´ny. Prvn´ı kapitola bude tvorˇit souhrnny´ popis jednotlivy´ch testovany´ch
prˇep´ınacˇ˚u. Na´sleduj´ıc´ı cˇa´st pak rozeb´ıra´ pouzˇite´ programy a video soubory pro
testova´n´ı, rozbor jednotlivy´ch parametr˚u vide´ı jsou umı´steˇny do tabulek. Prˇed-
posledn´ı podkapitola vysveˇtluje jednotlive´ metody testova´n´ı, nastaven´ı prˇep´ınacˇ˚u
a zhodnocen´ı vy´sledk˚u. Samotny´ za´veˇr prakticke´ cˇa´st´ı prˇina´sˇ´ı rozbor zachyceny´ch
paket˚u s nastaveny´m filtrem na IGMP protokol.
6.1 Testovana´ zarˇ´ızen´ı
Ke kazˇde´ metodeˇ bylo k dispozici celkem 5 prˇep´ınacˇ˚u. Prˇicˇemzˇ 2 byly z d´ılny
Cisco, 2 od Edge-corE a posledn´ı byl znacˇky SignaMax. Prˇep´ınacˇe Edge-corE spolu
s prˇep´ınacˇem SignaMax byly optometalicke´, prˇep´ınacˇe Cisco jen metalicke´. Prˇe-
p´ınacˇe byly vybra´ny tak, aby podporovaly IGMP snooping, ktery´ zajist´ı, zˇe multi-
castovy´ tok bude dorucˇova´n pouze prˇ´ıjemc˚um prˇihla´sˇeny´ch do multicastove´ skupiny.
Dalˇs´ı funkc´ı, kterou je d˚ulezˇite´ zmı´nit je IGMP throttling, jehozˇ podstata tkv´ı v tom,
zˇe pokud chce klient prˇij´ımat jisty´ program z IPTV a nema´ jej zaplaceny´, prˇep´ınacˇ
tento tok zablokuje, po jeho zaplacen´ı se tento tok povol´ı a klient mu˚zˇe prˇij´ımat
i jizˇ zaplaceny´ program. Konfigurace prˇep´ınacˇ˚u byla prova´deˇna pouze prˇes kon-
zoli, byt’ prˇep´ınacˇe nab´ızej´ı i konfiguraci pomoc´ı webove´ho rozhran´ı. V na´sleduj´ıc´ıch
kapitola´ch budou popsa´ny parametry jednotlivy´ch prˇep´ınacˇ˚u.
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6.1.1 Cisco WS-C2960-24TT-L
Obr. 6.1: Prˇep´ınacˇ Cisco WS C2960 24TT L
Proveden´ı prˇep´ınacˇe: Metalicke´
Pocˇet FastEthernet port˚u: 24
Pocˇet Gigabit Ethernet port˚u: 2
Pocˇet kombo port˚u (RJ-45/SFP): 0
Pouzˇita´ verze IOS: c2960-lanbasek9-mz.122-53.SE2.bin
IGMP snooping: ANO
IGMP Throttling: ANO
Pameˇt’ MAC adres: 8192
Switching Capability: 8,8 Gbps
Velikost flash pameˇti: 32 MB
Velikost SDRAM pameˇti: 64 MB
Orientacˇn´ı cena: 16710 Kcˇ
6.1.2 Cisco WS-C3560v2-24PS
Obr. 6.2: Prˇep´ınacˇ Cisco WS C3560v2 24PS
Proveden´ı prˇep´ınacˇe: Metalicke´
Pocˇet FastEthernet port˚u: 24
Pocˇet Gigabit Ethernet port˚u: 2
Pocˇet kombo port˚u (RJ-45/SFP): 0
Pouzˇita´ verze IOS: c3560-ipservicesk9-mz.122-53.SE2.bin
IGMP snooping: ANO
IGMP Throttling: ANO
Pameˇt’ MAC adres: 6144
Switching Capability: 32 Gbps
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Velikost bufferu paketu:
Velikost flash pameˇti: 32 MB
Velikost SDRAM pameˇti: 128 MB
Orientacˇn´ı cena: 48957 Kcˇ
6.1.3 Edge-corE ES3528M-FLF
Obr. 6.3: Prˇep´ınacˇ Edge-corE ES3528M-FLF
Proveden´ı prˇep´ınacˇe: Optometalicke´
Pocˇet FastEthernet port˚u: 24
Pocˇet Gigabit Ethernet port˚u: 0
Pocˇet kombo port˚u (RJ-45/SFP): 4
Pouzˇita´ verze IOS: ES3528 52M opcode V1.4.8.3.bix
IGMP snooping: ANO
IGMP Throttling: ANO
Pameˇt’ MAC adres: 8192
Switching Capability: 12,8 Gbps
Velikost bufferu paketu: 4 Mb
Velikost flash pameˇti: 16 MB
Velikost SDRAM pameˇti: 64 MB
Orientacˇn´ı cena: 7090 Kcˇ
6.1.4 Edge-corE ES3510MA
Obr. 6.4: Prˇep´ınacˇ Edge-corE ES3510MA
Proveden´ı prˇep´ınacˇe: Optometalicke´
Pocˇet FastEthernet port˚u: 8
Pocˇet Gigabit Ethernet port˚u: 0
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Pocˇet kombo port˚u (RJ-45/SFP): 2
Pouzˇita´ verze IOS: es3510ma 1.1.4.3.bix
IGMP snooping: ANO
IGMP Throttling: ANO
Pameˇt’ MAC adres: 8192
Switching Capability: 4.6 Gbps
Velikost bufferu paketu: 256 KB
Velikost flash pameˇti: 16 MB
Velikost SDRAM pameˇti: 64 MB
Orientacˇn´ı cena: 3330 Kcˇ
6.1.5 SignaMax 065-7729
Obr. 6.5: Prˇep´ınacˇ SignaMax 065-7729
Proveden´ı prˇep´ınacˇe: Optometalicke´
Pocˇet FastEthernet port˚u: 24
Pocˇet Gigabit Ethernet port˚u: 0
Pocˇet kombo port˚u (RJ-45/SFP): 4
Pouzˇita´ verze IOS: ES3528 52M opcode V1.4.8.3.bix
IGMP snooping: ANO
IGMP Throttling: ANO
Pameˇt’ MAC adres: 8192
Switching Capability: 12,8 Gbps
Velikost bufferu paketu: 9 MB
Velikost flash pameˇti: 16 MB
Velikost SDRAM pameˇti: 64 MB
Orientacˇn´ı cena: 6 840 Kcˇ
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6.2 Softwarove´ a video vybaven´ı pro testova´n´ı
6.2.1 Softwarove´ vybaven´ı
Wireshark
Freeware (volneˇ sˇiˇritelny´) program slouzˇ´ıc´ı k analy´ze toku dat v s´ıti. Drˇ´ıveˇjˇs´ı jme´no
tohoto velmi obl´ıbene´ho programu bylo Ethereal. Wireshark je s oblibou pouzˇ´ıva´n
i beˇhem prakticky´ch u´kol˚u v Cisco akademii. Na obr. 6.6 je zobrazen screenshot
z programu prˇi zachyta´va´n´ı IGMP paket˚u, ktere´ budou v prakticke´ cˇa´sti tohoto
projektu sledova´ny.
Wireshark disponuje velmi bohatou mozˇnost´ı volby co se ty´cˇe s´ıt’ovy´ch protokol˚u,
nechyb´ı zde nejzna´meˇjˇs´ı TCP, UDP nebo IGMP. Je zde take´ mozˇnost vytva´rˇet si
svoje vlastn´ı filtry pomoc´ı kombinac´ı r˚uzny´ch jiny´ch protokol˚u nebo take´ pomoc´ı
logicky´ch opera´tor˚u. Deko´dova´n´ı prob´ıha´ v rea´lne´m cˇase. Pakety jsou zobrazeny
v prvn´ı cˇa´sti okna. Dalˇs´ı cˇa´st obsahuje popis co paket nese, zdrojovou adresu, c´ılovou
adresu, pouzˇity´ protokol a dalˇs´ı informace. Posledn´ı okno zobrazuje hexadecima´ln´ı
obsah paket˚u a jeho deko´dova´n´ı.
Obr. 6.6: Graficke´ rozhran´ı programu Wireshark s filtrem IGMP protokolu
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NetPerSec
Program prˇedstavuje jednoduchou aplikaci, pomoc´ı n´ızˇ bude meˇrˇena propustnost
na s´ıt’ove´ karteˇ. Autorem tohoto programu je Mark Sweeney, aplikace byla poprve´
zverˇejneˇna 16. 1. 2001 v cˇasopise PC Magazine. Pomoc´ı te´to aplikace byly z´ıska´ny
pr˚umeˇrne´ prˇenosove´ rychlosti na kazˇde´m pocˇ´ıtacˇi, at’ uzˇ byl v roli serveru nebo
klienta. Z prˇenosovy´ch rychlost´ı byl pak vypocˇten pr˚umeˇr a uveden u jednotlivy´ch
metod testova´n´ı. Vy´jimku tvorˇila jen posledn´ı metoda testova´n´ı, tam byly hodnoty
secˇteny, aby bylo doka´za´no, zˇe se data od serveru sˇ´ıˇr´ı skutecˇneˇ multicastem.
Obr. 6.7: Graficke´ rozhran´ı programu NetPerSec
VideoLAN Client
I zde se jedna´ o program, ktery´ je zcela freeware. Tento program zkra´ceneˇ VLC
bude hra´t velkou roli prˇi testova´n´ı prˇep´ınacˇ˚u. Pomoc´ı neˇj budou prˇena´sˇena´ data do
s´ıteˇ, ve ktere´ si azˇ sami klienti rozhodnou, ktery´ program nebo proud dat budou
prˇij´ımat. Program VLC umı´ pracovat jak v rezˇimu server, tak i klient, proto je zcela
dostacˇuj´ıc´ı pro potrˇeby testova´n´ı.
Nejedna´ se jen o program, ktery´m lze prˇena´sˇet data, ny´brzˇ jde take´ o multi-
media´ln´ı prˇehra´vacˇ obr. 6.8, ktery´ si porad´ı s mnoha forma´ty a zdroji. VLC take´
zvla´da´ prˇehra´va´n´ı z extern´ıch zarˇ´ızen´ı, jako jsou zarˇ´ızen´ı typu DVB-X a dalˇs´ı.
V neposledn´ı rˇadeˇ lze pomoc´ı VideoLAN provozovat sluzˇbu video na vyzˇa´da´n´ı.
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Obr. 6.8: Zobrazen´ı graficke´ho rozhran´ı programu VideoLAN
Testovane´ forma´ty vide´ı
Samotne´ testova´n´ı prob´ıhalo s video soubory jak ve standardn´ım rozliˇsen´ı (SD) viz
tab. 6.1, tak v rozliˇsen´ı vysoke´m. Prˇicˇemzˇ v druhe´m prˇ´ıpadeˇ bylo pouzˇito video ve
forma´tu MP4 viz tab. 6.2 a MKV viz tab. 6.1. V dnesˇn´ı dobeˇ se vsˇak nejv´ıce prˇena´sˇej´ı
videa komprimovana´ pomoc´ı kodeku MPEG, ovsˇem forma´t Matroska bude slouzˇit
pro demonstaraci vysoke´ho datove´ho toku, aby prˇep´ınacˇe byly zat´ızˇeny. Na´sleduj´ıc´ı
tabulky popisuj´ı pouzˇita´ videa.
Tab. 6.1: Popis videa ve standardn´ım rozliˇsen´ı
Parametr Hodnota
Forma´t souboru MPEG-PS
Video forma´t MPEG Video
Audio forma´t MPEG Audio
Velikost 46,1 MB
Celkova´ de´lka 1 m 31 s
Celkovy´ BitRate 4 198 Kbps
Rozliˇsen´ı videa 720×576
Pocˇet sn´ımk˚u za sekundu 25
Pomeˇr stran 16 : 9
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Tab. 6.2: Popis videa ve vysoke´m rozliˇsen´ı ve forma´tu MP4
Parametr Hodnota
Forma´t souboru MPEG-4
Video forma´t Advanced Video Codec
Audio forma´t Advanced Audio Codec
Velikost 11,5 MB
Celkova´ de´lka 45 s
Celkovy´ BitRate 2 098 Kbps
Rozliˇsen´ı videa 1 280×720
Pocˇet sn´ımk˚u za sekundu 23,976
Pomeˇr stran 16 : 9
Tab. 6.3: Popis videa ve vysoke´m rozliˇsen´ı ve forma´tu Matroska
Parametr Hodnota
Forma´t souboru Matroska
Video forma´t Advanced Video Codec
Audio forma´t Advanced Audio Codec
Velikost 681 MB
Celkova´ de´lka 15 m 4 s
Celkovy´ BitRate 6 320 Kbps
Rozliˇsen´ı videa 1 280×720
Pocˇet sn´ımk˚u za sekundu 23,976
Pomeˇr stran 16 : 9
Tab. 6.4: Popis videa ve vysoke´m rozliˇsen´ı pro druhou metodu testova´n´ı
Parametr Hodnota
Forma´t souboru MPEG-4
Video forma´t Advanced Video Codec
Audio forma´t Advanced Audio Codec
Velikost 128 MB
Celkova´ de´lka 2 m 30 s
Celkovy´ BitRate 7 132 Kbps
Rozliˇsen´ı videa 1 280×720
Pocˇet sn´ımk˚u za sekundu 23,976
Pomeˇr stran 16 : 9
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Tab. 6.5: Popis videa ve vysoke´m rozliˇsen´ı pro druhou metodu testova´n´ı
Parametr Hodnota
Forma´t souboru MPEG-4
Video forma´t Advanced Video Codec
Audio forma´t Advanced Audio Codec
Velikost 145 MB
Celkova´ de´lka 2 m 8 s
Celkovy´ BitRate 9 484 Kbps
Rozliˇsen´ı videa 1 280×720
Pocˇet sn´ımk˚u za sekundu 29,97
Pomeˇr stran 16 : 9
Nastaven´ı Video LAN Clienta pro serverovou cˇa´st
Pro testova´n´ı byl zvolen program VLC, ktery´ umozˇnˇuje jak vys´ıla´n´ı videa, tak i jeho
prˇ´ıjem. Prvn´ı je probra´no nastaven´ı serveru. Po spusˇteˇn´ı VLC se zvol´ı za´lozˇka media
a v n´ı streaming. Vy´sledkem bude obr. 6.9. Na´sledneˇ je vybra´n video soubor pomoc´ı
tlacˇ´ıtka ADD, klepnut´ım na stream bude nutno vybrat typ vys´ıla´n´ı, prˇi vys´ıla´n´ı na
multicastove´ adresy se vybere UDP, vep´ıˇse se adresa viz obr. 6.10 a pak uzˇ je zde
mozˇnost zvolit prˇeko´dova´n´ı nebo ne. Po klepnut´ı na stream, zacˇ´ına´ prˇenos videa.
Obr. 6.9: Vy´beˇr prˇena´sˇene´ho souboru
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Obr. 6.10: Zvolen´ı zp˚usobu prˇenosu a zada´n´ı multicastove´ adresy
Nastaven´ı Video LAN Clienta pro klientskou cˇa´st
Pro prˇ´ıjem videa je nutno by´t prˇihla´sˇen k multicastove´ skupineˇ. V programu VLC
se zvol´ı za´lozˇka media a polozˇka open network stream obr. 6.11. Vybere se protokol
UDP, jenzˇ byl zvolen i na serverove´ cˇa´sti. Pote´ se vypln´ı se adresa a port, ktere´ byly
zada´ny na serveru a po kliknut´ı na play, bude zaha´jen prˇ´ıjem videa ze serveru.
Obr. 6.11: Spusˇteˇn´ı prˇena´sˇene´ho souboru na zvolene´ IP adrese
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6.3 Metody testova´n´ı prˇep´ınacˇ˚u
Metody testova´n´ı byly trˇi, prˇicˇemzˇ prvn´ı slouzˇila k prˇenosu jedine´ho video toku,
druha´ pak pro dva prˇenosy a trˇet´ı testova´n´ı je doka´za´n´ı prˇenosu videa pomoc´ı mul-
ticastu. Prˇi kazˇde´m testova´n´ı bylo pouzˇito softwarove´ho vybaven´ı popsane´ho vy´sˇe.
Pomoc´ı programu˚ Wireshark se zachyt´ı vesˇkere´ pakety, ktere´ pocˇ´ıtacˇ prˇijme i odesˇle.
Rozbor zachyceny´ch paket˚u bude popsa´n v samotne´m za´veˇru dokumentu. Vy´sledky
jsou vzˇdy sepsa´ny pod jednotlivy´mi metodami. Da´le jsou rozdeˇleny na to, kdy je
povolena mozˇnost prˇeko´dova´n´ı nebo kdy tato mozˇnost chyb´ı.
6.3.1 Testova´n´ı pomoc´ı jednoho videa
Prvn´ı metoda slouzˇila pro prˇenos pocˇ´ıtacˇ–prˇep´ınacˇ–pocˇ´ıtacˇ, kde jeden pocˇ´ıtacˇ byl
zvolen jako server, ktery´ vys´ıla´ video na zvolenou multicastovou adresu. Ostatn´ı
pocˇ´ıtacˇe slouzˇili jako klienti. Uka´zka prvn´ı topologie, prˇi n´ızˇ bylo prova´deˇno testo-
va´n´ı je zobrazena n´ızˇe.
Obr. 6.12: Prvn´ı topologie pro testova´n´ı multicastu
Prˇi te´to topologii byl testova´n prˇenos videa v SD kvaliteˇ, 720p kvaliteˇ ve forma´tu
MP4 a 720p kvaliteˇ ve forma´tu Matroska. Prˇi prvn´ım testova´n´ı byla pouzˇita volba
prˇeko´dova´n´ı, prˇicˇemzˇ touto volbou byl sn´ızˇen celkovy´ datovy´ tok na cˇtvrtinu z p˚u-
vodn´ı velikosti souboru. Prˇi tomto testu nebyly kladeny prˇ´ıliˇs vysoke´ na´roky na
prˇep´ınacˇ. Na´sledneˇ prˇi dalˇs´ım testu se stejny´m videem byla tato mozˇnost vypnuta.
Jeden pocˇ´ıtacˇ je zvolen jako server, zbyly´ch 9 slouzˇ´ı jako klienti.
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Nastaven´ı prˇep´ınacˇ˚u pro prvn´ı metodu testova´n´ı bylo spolecˇne´ vsˇem prˇep´ınacˇ˚um,
viz n´ızˇe. Nastaven´ı prˇep´ınacˇe pro prvn´ı topologii:
Switch#conf t
Switch(config)#interface vlan 1
Switch(config-if)#ip address 192.168.1.1 255.255.255.0
Switch(config-if)#exit
Switch(config)#ip igmp snooping
Switch(config)#ip igmp snooping querier
6.3.1.1 Zhodnocen´ı vy´sledk˚u pro jednotlive´ prˇep´ınacˇe
Cisco WS-C2960-24TT-L
Testova´n´ı prˇi povolene´ volbeˇ prˇeko´dova´n´ı
• U testova´n´ı prˇep´ınacˇe pomoc´ı videa ve standardn´ı kvaliteˇ se vyskytly zrˇejme´
artefakty po celou dobu prˇenosu a mı´sty se objevilo i zaseknut´ı videa.
Zat´ızˇen´ı CPU: 5 %
Pr˚umeˇrny´ datovy´ tok: 0,58 Mbit/s
• Test s videem v kvaliteˇ 720p a forma´tu MP4. Zde se video se neusta´le sekalo,
problika´valo a na vsˇech PC dosˇlo k zamrznut´ı cele´ho prˇenosu po dobu 1 vterˇiny.
Zat´ızˇen´ı CPU: 5 %
Pr˚umeˇrny´ datovy´ tok: 0,26 Mbit/s
• V porˇad´ı posledn´ı test s pouzˇit´ım videa v rozliˇsen´ı 720p a forma´tu Matroska,
nebylo video mozˇne´ sledovat. Docha´zelo k cˇaste´mu seka´n´ı, nacˇ´ıta´n´ı videa
a dosˇlo k rozpadu barev.
Zat´ızˇen´ı CPU: 5 %
Pr˚umeˇrny´ datovy´ tok: 0,37 Mbit/s
Testova´n´ı bez volby prˇeko´dova´n´ı
• Prˇi pouzˇit´ı stejne´ho videa v SD kvaliteˇ video netrpeˇlo zˇa´dny´mi nedostatky.
Zat´ızˇen´ı CPU: 6 %
Pr˚umeˇrny´ datovy´ tok: 3,43 Mbit/s
• S videem v kvaliteˇ 720p ve forma´tu MP4 take´ nebyly sledova´ny zˇa´dne´ arte-
fakty.
Zat´ızˇen´ı CPU: 6 %
Pr˚umeˇrny´ datovy´ tok: 1,93 Mbit/s
• U posledn´ıho prˇenosu videa 720p ve forma´tu Matroska dosˇlo ke zpozˇdeˇn´ı
prˇenosu u 2PC a zbyly´ch 7PC se prˇena´sˇelo video bez artefakt˚u, mı´sty dosˇlo
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k mı´rne´mu seknut´ı videa, ale na celkovy´ vjem videa toto nemeˇlo zˇa´dny´ dopad.
Zat´ızˇen´ı CPU: 6 %
Pr˚umeˇrny´ datovy´ tok: 7,17 Mbit/s
Cisco WS-c3560v2-24PS
Testova´n´ı prˇi povolene´ volbeˇ prˇeko´dova´n´ı
• U testu s jedn´ım videem v SD kvaliteˇ zpocˇa´tku docha´zelo ke zrˇejmy´m artefakty
a cˇaste´mu nacˇ´ıta´n´ı videa.
Zat´ızˇen´ı CPU: 4 %
Pr˚umeˇrny´ datovy´ tok: 0,58 Mbit/s
• Video v rozliˇsen´ı 720p ve forma´tu MP4 nebylo mozˇne´ sledovat z d˚uvod˚u
neusta´ly´ch artefakt˚u, nacˇ´ıta´n´ı cˇi seka´n´ı.
Zat´ızˇen´ı CPU: 4 %
Pr˚umeˇrny´ datovy´ tok: 0,26 Mbit/s
• Pro stream 720p a forma´t Matroska se video opozˇd’ovalo na 2 pocˇ´ıtacˇ´ıch ze
7. Pote´ co se prˇenos zastav´ı, je nutno pocˇ´ıtat s prodlevou 5 vterˇin nezˇ dojde
k na´sledne´mu obnoven´ı.
Zat´ızˇen´ı CPU: 5 %
Pr˚umeˇrny´ datovy´ tok: 0,37 Mbit/s
Testova´n´ı bez volby prˇeko´dova´n´ı
• Pro video v SD kvaliteˇ a 720p ve forma´tu MP4 byl prˇenos zcela bez proble´mu˚
a plynuly´.
Zat´ızˇen´ı CPU pro SD: 6 %
Pr˚umeˇrny´ datovy´ tok pro SD: 3,5 Mbit/s
Zat´ızˇen´ı CPU pro 720p: 6 %
Pr˚umeˇrny´ datovy´ tok pro 720p: 1,88 Mbit/s
• Na´sleduj´ıc´ı test s prˇenosem videa v kvaliteˇ 720p a forma´tu Matroska. Prˇenos
prob´ıhal v porˇa´dku na 7 pocˇ´ıtacˇ´ıch z 9. U zbyly´ch 2 pocˇ´ıtacˇ˚u byl stream
prˇena´sˇen, ovsˇem po vzhruba 5 vterˇina´ch zcela zamzrnul.
Zat´ızˇen´ı CPU: 6 %
Pr˚umeˇrny´ datovy´ tok: 4,98 Mbit/s
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Edge-corE ES3528M-FLF
Testova´n´ı prˇi povolene´ volbeˇ prˇeko´dova´n´ı
• Prˇi testova´n´ı prˇep´ınacˇe s videem v SD kvaliteˇ byly zjiˇsteˇny tyto vy´sledky.
U 9 pocˇ´ıtacˇ˚u jenzˇ byli zvolen´ı jako klienti, prob´ıhal stream bez zna´mek arte-
fakt˚u. Dosˇlo pouze k velmi kra´tke´mu seknut´ı videa a pak stream plynule
pokracˇoval.
Zat´ızˇen´ı CPU: 4,11 %
Pr˚umeˇrny´ datovy´ tok: 0,68 Mbit/s
• Dalˇs´ı test s pouzˇity´m videem v rozliˇsen´ı 720p a pouzˇite´m kodeku MP4 prˇinesl
tyto vy´sledky. Video trpeˇlo neusta´ly´mi artefakty a seka´n´ım, cozˇ nebylo mozˇne´
sledovat.
Zat´ızˇen´ı CPU: 4,53 %
Pr˚umeˇrny´ datovy´ tok: 0,31 Mbit/s
• Posledn´ı test s jedn´ım zdrojem streamu videem 720p ve forma´tu Matroska
byl prˇenos zpocˇa´tku plynuly´. Mı´rne´ artefakty a na´sledne´ seka´n´ı se objevily
vzhruba po 20 sekunda´ch.
Zat´ızˇen´ı CPU: 4,29 %
Pr˚umeˇrny´ datovy´ tok: 0,376 Mbit/s
Testova´n´ı bez volby prˇeko´dova´n´ı
• Prˇenos videa ve standardn´ım kvaliteˇ bylo na 2 pocˇ´ıtacˇ´ıch z 9 zrˇetelne´, zˇe se
prˇenos zastavil a VLC nacˇ´ıta´ video z vyrovna´vac´ı pameˇti. Tato doba neprˇe-
krocˇila 5 vterˇin. Zbyly´ch 7 pocˇ´ıtacˇ˚u bez proble´mu˚ video prˇena´sˇelo.
Zat´ızˇen´ı CPU 4,66 %
Pr˚umeˇrny´ datovy´ tok: 3,2 Mbit/s
• S videem kvality 720p a forma´tu MP4 bylo vsˇe v porˇa´dku, cˇisty´ a plynuly´
prˇenos.
Zat´ızˇen´ı CPU: 4,34 %
Pr˚umeˇrny´ datovy´ tok: 1,88 Mbit/s
• Na prˇ´ıjemc´ıch videa 720p a forma´tu MKV pocˇa´tek videa doprova´zely artefakty,
ale do konce prˇenosu video hra´lo bez proble´mu˚. Po uplynut´ı cca 3vterˇin se
2 pocˇ´ıtacˇe zacˇali sekat azˇ k u´plne´mu zamrznut´ı. Na zbyly´ch 7PC video hra´lo
s mı´rny´m trha´n´ım videa.
Zat´ızˇen´ı CPU: 4,25 %
Pr˚umeˇrny´ datovy´ tok: 6,8 Mbit/s
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Edge-corE ES3510MA
Testova´n´ı prˇi povolene´ volbeˇ prˇeko´dova´n´ı
• Video v SD kvaliteˇ po dobu prˇehra´va´n´ı jevilo mı´rne´ artefakty.
Zat´ızˇen´ı CPU: 5 %
Pr˚umeˇrny´ datovy´ tok: 0,69 Mbit/s
• Se streamem v 720p kvaliteˇ ve forma´tu MP4 nebylo mozˇne´ stream sledovat
kv˚uli artefakt˚um a seka´n´ı videa.
Zat´ızˇen´ı CPU: 5 %
Pr˚umeˇrny´ datovy´ tok: 0,323 Mbit/s
• Prˇenos videa v rozliˇsen´ı 720p ve forma´tu Matroska se klienti nacha´zeli v r˚uz-
ny´ch cˇasech prˇenosu, cˇaste´ seka´n´ı a artefakty.
Zat´ızˇen´ı CPU: 5 %
Pr˚umeˇrny´ datovy´ tok: 0,3 Mbit/s
Testova´n´ı bez volby prˇeko´dova´n´ı
• Prˇi pouzˇit´ı vide´ı v SD a 720p kvaliteˇ ve forma´tu MP4 nebyly zna´t zˇa´dne´
na´sledky artefakt˚u ani nacˇ´ıta´n´ı videa.
Zat´ızˇen´ı CPU pro SD: 6 %
Pr˚umeˇrny´ datovy´ tok: 3,23 Mbit/s
Zat´ızˇen´ı CPU pro 720p: 6 %
Pr˚umeˇrny´ datovy´ tok: 1,88 Mbit/s
• Posledn´ı testova´n´ı zalozˇeno na jednom streamu bylo s video souborem v 720p
kvaliteˇ a forma´tu Matroska. Streamy se opozˇd’ovaly, sekaly a byly posˇkozeny
artefakty.
Zat´ızˇen´ı CPU: 6 %
Pr˚umeˇrny´ datovy´ tok: 4,88 Mbit/s
SignaMax 065-7729
Testova´n´ı prˇi povolene´ volbeˇ prˇeko´dova´n´ı
• Testova´n´ı pomoc´ı videa v SD kvaliteˇ. Prˇenos byl zcela plynuly´, objevilo se pa´r
artefakt˚u, ktere´ vsˇak na celkovy´ vjem prˇenosu nemeˇly zˇa´dne´ velke´ na´sledky.
Zat´ızˇen´ı CPU: 1,38 %
Pr˚umeˇrny´ datovy´ tok: 0,76 Mbit/s
• U vide´ı v kvaliteˇ 720p, at’ uzˇ ve forma´tu MP4 nebo MKV nebylo mozˇne´ sledovat
plynuly´ prˇenos, videa se u klient˚u opozˇd’ovala a trpeˇla artefakty.
Zat´ızˇen´ı CPU pro 720p MP4: 1,33 %
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Pr˚umeˇrny´ datovy´ tok 720p MP4: 0,25 Mbit/s
Zat´ızˇen´ı CPU pro 720p MKV: 1,21 %
Pr˚umeˇrny´ datovy´ tok 720p MKV: 0,33 Mbit/s
Testova´n´ı bez volby prˇeko´dova´n´ı
• Opakovany´ prˇenos videa v SD kvaliteˇ, u 2 pocˇ´ıtacˇ˚u se stream sekal cca 3 vterˇiny
pak video hra´lo v porˇa´dku s obcˇasny´mi artefakty.
Zat´ızˇen´ı CPU: 1,43 %
Pr˚umeˇrny´ datovy´ tok: 3,5 Mbit/s
• Prˇi streamu 720p ve forma´tu MP4 bylo vsˇe v naproste´m porˇa´dku.
Zat´ızˇen´ı CPU: 1,38 %
Pr˚umeˇrny´ datovy´ tok: 2,19 Mbit/s
• Posledn´ı zopakovany´ test s videem v 720p a forma´tu Matroska bylo zrˇejme´
zpozˇd’ova´n´ı prˇenosu na jednom pocˇ´ıtacˇi, celkovy´ prˇenos byl bez artefakt˚u.
Zat´ızˇen´ı CPU: 1,21 %
Pr˚umeˇrny´ datovy´ tok: 7,57 Mbit/s
6.3.2 Testova´n´ı pomoc´ı dvou vide´ı
Testova´n´ı pomoc´ı dvou video tok˚u je zalozˇeno na prvn´ı metodeˇ s t´ım rozd´ılem, zˇe
nyn´ı jsou zvoleny 2 pocˇ´ıtacˇe jako server, zbyly´ch 8 pocˇ´ıtacˇ˚u je rozdeˇleno na polovinu.
Cˇtyrˇi pocˇ´ıtacˇe budou prˇij´ımat video tok z jednoho serveru, zbytek z druhe´ho serveru
obr. 6.13. Prˇi te´to metodeˇ jsou pouzˇita videa pouze ve vysoke´m rozliˇsen´ı tab. 6.4, 6.5.
Nastaven´ı jednotlivy´ch prˇep´ınacˇ˚u z˚ustalo zachova´no z prˇedchoz´ıho testova´n´ı, stejneˇ
tak i postup je zcela totozˇny´.
Obr. 6.13: Rozlozˇen´ı pocˇ´ıtacˇ˚u a serveru pro druhou metodu testova´n´ı
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6.3.2.1 Zhodnocen´ı vy´sledk˚u pro jednotlive´ prˇep´ınacˇe
Cisco WS-C2960-24TT-L
Testova´n´ı prˇi povolene´ volbeˇ prˇeko´dova´n´ı
• Pro klienty serveru vys´ılaj´ıc´ıho na adrese 224.1.1.128 docha´zelo k seka´n´ı videa
a cˇaste´mu vy´skytu artefakt˚u.
Pr˚umeˇrny´ datovy´ tok pro server 224.1.1.128: 0,33 Mbit/s
• U klient˚u serveru, ktery´ vys´ılal video na adrese 224.1.1.1 docha´zelo pouze
k cˇaste´mu trha´n´ı prˇenosu.
Zat´ızˇen´ı CPU: 5 %
Pr˚umeˇrny´ datovy´ tok pro server 224.1.1.1: 0,49 Mbit/s
Testova´n´ı bez volby prˇeko´dova´n´ı
• Prˇenos z obou server˚u prob´ıhal naprosto v porˇa´dku, dva klienti sice prˇij´ımali
video se sekundovy´m zpozˇdeˇn´ım, nicme´neˇ prˇenos byl plynuly´.
Zat´ızˇen´ı CPU: 6 %
Pr˚umeˇrny´ datovy´ tok pro server 224.1.1.128: 3,68 Mbit/s
Pr˚umeˇrny´ datovy´ tok pro server 224.1.1.1: 7,48 Mbit/s
Cisco WS-C3560v2-24PS
Testova´n´ı prˇi povolene´ volbeˇ prˇeko´dova´n´ı
• Prˇenos ze serveru s adresou 224.1.1.128 nesˇlo video plynule sledovat.
Pr˚umeˇrny´ datovy´ tok pro server 224.1.1.128: 3,98 Mbit/s
• Oproti tomu videa z druhe´ho serveru se mı´sty sekly, ale na celkovy´ vjem videa
to nemeˇlo zˇa´dny´ dopad.
Zat´ızˇen´ı CPU: 6 %
Pr˚umeˇrny´ datovy´ tok pro server 224.1.1.1: 0,31 Mbit/s
Testova´n´ı bez volby prˇeko´dova´n´ı
• Bez volby prˇeko´dova´n´ı videa docha´zelo na obou strana´ch klient˚u k obcˇasne´mu
seka´n´ı prˇenosu, ale video neztratilo na kvaliteˇ.
Zat´ızˇen´ı CPU: 7 %
Pr˚umeˇrny´ datovy´ tok pro server 224.1.1.128: 3,98 Mbit/s
Pr˚umeˇrny´ datovy´ tok pro server 224.1.1.1: 7,62 Mbit/s
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Edge-corE ES3528M-FLF
Testova´n´ı prˇi povolene´ volbeˇ prˇeko´dova´n´ı
• V dobeˇ kdy se prˇena´sˇely oba video toky, nebylo mozˇne´ sledovat plynule ani
jeden. Jakmile vsˇak skoncˇil prvn´ı stream, kvalita na jesˇteˇ beˇzˇ´ıc´ım videu se
zlepsˇila, ovsˇem i prˇesto prˇenos trpeˇl artefakty.
Zat´ızˇen´ı CPU: 3,66 %
Pr˚umeˇrny´ datovy´ tok pro server 224.1.1.128: 0,41 Mbit/s
Pr˚umeˇrny´ datovy´ tok pro server 224.1.1.1: 0,36 Mbit/s
Testova´n´ı bez volby prˇeko´dova´n´ı
• Prˇenos prob´ıhal zcela bez zna´mek artefakt˚u a nedokonalost´ı.
Zat´ızˇen´ı CPU: 3,86 %
Pr˚umeˇrny´ datovy´ tok pro server 224.1.1.128: 6,22 Mbit/s
Pr˚umeˇrny´ datovy´ tok pro server 224.1.1.1: 6,8 Mbit/s
Edge-corE ES3510MA
Testova´n´ı prˇi povolene´ volbeˇ prˇeko´dova´n´ı
• Video tok ani z jednoho serveru nelze plynule sledovat, jelikozˇ se cˇasto nacˇ´ıta´,
je poznamena´no artefakty a seka´n´ım.
Zat´ızˇen´ı CPU: 5 %
Pr˚umeˇrny´ datovy´ tok pro server 224.1.1.128: 0,33 Mbit/s
Pr˚umeˇrny´ datovy´ tok pro server 224.1.1.1: 0,44 Mbit/s
Testova´n´ı bez volby prˇeko´dova´n´ı
• Prˇenos ze serveru s adresou 224.1.1.1 byl zcela v porˇa´dku, oproti tomu klienti
serveru 224.1.1.128 prˇij´ımali v porˇa´dku video tok pouze prvn´ıch 10 vterˇin, pak
se prˇenos neusta´le sekal a docha´zelo k nacˇ´ıta´n´ı.
Zat´ızˇen´ı CPU: 6 %
Pr˚umeˇrny´ datovy´ tok pro server 224.1.1.128: 4,15 Mbit/s
Pr˚umeˇrny´ datovy´ tok pro server 224.1.1.1: 7,48 Mbit/s
SignaMax 065-7729
Testova´n´ı prˇi povolene´ volbeˇ prˇeko´dova´n´ı
• Prˇi testova´n´ı tohoto prˇep´ınacˇe docha´zelo na straneˇ klient˚u k cˇasty´m mrznut´ım
prˇenosu, mnohdy tato doba byla azˇ 5 sekund. Dosˇlo take´ k rozpadu cˇasove´
synchronizace, kazˇdy´ klient se nacha´zel v jine´ cˇa´sti videa.
Zat´ızˇen´ı CPU: 2,38 %
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Pr˚umeˇrny´ datovy´ tok pro server 224.1.1.128: 0,33 Mbit/s
Pr˚umeˇrny´ datovy´ tok pro server 224.1.1.1: 0,44 Mbit/s
Testova´n´ı bez volby prˇeko´dova´n´ı
• Prˇenos obou vide´ı nepoznamenaly zˇa´dne´ nedokonalosti.
Zat´ızˇen´ı CPU: 1,92 %
Pr˚umeˇrny´ datovy´ tok pro server 224.1.1.128: 3,38 Mbit/s
Pr˚umeˇrny´ datovy´ tok pro server 224.1.1.1: 7,32 Mbit/s
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6.3.3 Prˇenos mezi prˇep´ınacˇi
Pomoc´ı posledn´ı topologie obr. 6.14 nejsou testova´ny vsˇechny prˇep´ınacˇe. Na´sleduj´ıc´ı
metoda je demonstrativn´ı, aby bylo doka´za´no, zˇe se video prˇena´sˇ´ı pomoc´ı multicastu
a ne kazˇdy´ tok videa zvla´sˇt’ ke kazˇde´mu klientovi. Prˇi tomto testova´n´ı bude pouzˇito
souboru s parametry podle tab. 6.3, zejme´na pro jeho vysoky´ datovy´ tok. Porty,
ktery´mi budou prˇep´ınacˇe spojeny budou za´meˇrneˇ omezeny na prˇenosovou rychlost
10 Mb/s, cˇ´ımzˇ dojde k oveˇrˇen´ı, zˇe se ze serveru pos´ıla´ jen jeden video tok a podle
prˇihla´sˇeny´ch klient˚u bude tento video tok prˇep´ınacˇem na straneˇ klient˚u duplikova´n.
Obr. 6.14: Rozlozˇen´ı pocˇ´ıtacˇ˚u a serveru pro druhou metodu testova´n´ı
Nastaven´ı prˇep´ınacˇ˚u je velmi obdobne´ jizˇ prˇedchoz´ımu nastaven´ı. Jediny´ rozd´ıl
je, zˇe nyn´ı byla potrˇeba omezit rychlost jednoho portu na 10 Mb/s, cˇ´ımzˇ se dosa´hne,
zˇe porty spojeny´ch prˇep´ınacˇ˚u budou pracovat na te´to rychlosti. Nen´ı nutno nasta-
vovat prˇenosovou rychlost na obou prˇep´ınacˇ´ıch, porty prˇep´ınacˇ˚u pracuj´ı v rezˇimu
dynamic auto. Stacˇ´ı tedy nastavit jen jedine´mu portu prˇenosovou rychlost na jednom
prˇep´ınacˇi, druhy´ port pro spojen´ı se prˇizp˚usob´ı. Za´rovenˇ je pouzˇita pouze vy´choz´ı
VLAN 1 takzˇe vsˇechny porty patrˇ´ı do te´to VLAN jizˇ prˇi spusˇteˇn´ı prˇep´ınacˇe. Kdyby
bylo pouzˇito v´ıce virtua´ln´ıch s´ıt´ı, cozˇ nen´ı, byla by potrˇeba prˇi spojen´ı mezi prˇep´ınacˇi
pouzˇ´ıt
”
trunkovou“ linku, ktera´ by zajistila znacˇen´ı provozu, ale v tomto prˇ´ıpadeˇ je
sta´le pouzˇito adresn´ıho rozsahu 192.168.1.0 \24.
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Nastaven´ı prvn´ıho prˇep´ınacˇe na straneˇ serveru:
Switch#conf t
Switch(config)#interface vlan 1
Switch(config-if)#ip address 192.168.1.1 255.255.255.0
Switch(config-if)#exit
Switch(config)#ip igmp snooping
Switch(config)#ip igmp snooping querier
Switch(config)#interface f0/7
Switch(config-if)#speed 10
Nastaven´ı druhe´ho prˇep´ınacˇe na straneˇ klienta:
Switch#conf t
Switch(config)#interface vlan 1
Switch(config-if)#ip address 192.168.1.2 255.255.255.0
Switch(config-if)#exit
Switch(config)#ip igmp snooping
Switch(config)#ip igmp snooping querier











Z tab. 6.6 je zrˇejme´, zˇe server ma´ pr˚umeˇrnou prˇenosovou rychlost uploadu
9,4 Mbit/s, cˇ´ımzˇ zabere te´meˇrˇ celou sˇ´ıˇrku pa´sma na lince mezi prˇep´ınacˇi. Klientskou
cˇa´st tvorˇ´ı celkem sedm pocˇ´ıtacˇ˚u, z nichzˇ prˇij´ıma´ kazˇdy´ klient video tok o pr˚umeˇrne´
rychlosti podle tab. 6.6. Po secˇten´ı vsˇech pr˚umeˇrny´ch hodnot vyjde, zˇe celkova´
prˇenosova´ rychlost je 56,4 Mbit/s. T´ımto je doka´za´no, zˇe se video sˇ´ıˇr´ı ze serveru
pomoc´ı multicastu a nen´ı mozˇne´ prˇena´sˇet po lince, ktera´ vykazuje kapacitu 10 Mb/s
prˇena´sˇet celkoveˇ 56,4 Mbit/s. Proto posledn´ı aktivn´ı prvek v s´ıti, v tomto prˇ´ıpadeˇ
prˇep´ınacˇ na straneˇ klient˚u zduplikuje video tok pro vsˇechny klienty.
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6.4 Rozbor zachyceny´ch paket˚u
V te´to cˇa´sti budou probra´ny IGMP pakety, ktere´ byly zachyceny beˇhem prˇenosu
videa prˇi prvn´ı metodeˇ testova´n´ı. Prvn´ım nastaveny´m filtrem bude protokol IGMP
obr. 6.15, bude probra´n zejme´na jeho vy´znam v zachyceny´ch datech, teorie k tomuto
protokolu viz kap. 4, zde budou vysveˇtleny vy´znamy jednotlivy´ch IP adres.
Obr. 6.15: Vy´pis zachyceny´ch IGMP paket˚u pomoc´ı programu Wireshark
Z vy´pisu paket˚u je zna´t neˇkolik IP adres, ktere´ vsˇak nebyly definova´ny. Jedna´ se
o IP adresu 224.0.0.1, ktera´ je definova´na viz tab. 3.1, adresa reprezentuje vsˇechny
syste´my na dane´ pods´ıt´ı cˇili i k osloven´ı vsˇech klient˚u multicastove´ho prˇenosu na
dane´ pods´ıt´ı. Dalˇs´ı IP adresa je jizˇ definova´na 224.1.1.1, tato adresa byla zvolena
prˇi vys´ıla´n´ı prˇenosu ze strany serveru. Ve vy´pisu lze take´ naj´ıt IP adresu maj´ıc´ı
tvar 169.254.22.118. Adresa nese oznacˇen´ı APIPA, automaticka´ priva´tn´ı IP adresa,
adresu z´ıska´ s´ıt’ova´ karta od operacˇn´ıho syste´mu, ktery´ vyhodnotil, zˇe prˇideˇlen´ı IP
adresy ze serveru DHCP selhalo, v tomto prˇ´ıpadeˇ mu˚zˇe by´t take´ na vineˇ virtua´ln´ı
syste´m, ktery´ byl prˇi testova´n´ı pouzˇit. Posledn´ı z nezna´my´ch IP adres zachyceny´ch
programem Wireshark je adresa 239.255.255.250, adresa je urcˇena pro zjiˇst’ova´n´ı
dostupny´ch s´ıt’ovy´ch sluzˇeb pomoc´ı protokolu Simple Service Discovery Protocol
(SSDP).
Nutno take´ zmı´nit, zˇe prˇi otevrˇen´ı neˇktere´ho z udp/mpeg-1 paketu, je videˇt, zˇe
c´ılova´ MAC adresa je 01:00:5e:01:01:01. Tato adresa je z´ıska´na mapova´n´ım multi-
castove´ IP adresy na MAC adresu. Vezme-li se IP adresa serveru, ktery´ prˇena´sˇ´ı video
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tok na IP adrese 224.1.1.1, pak je nutno vz´ıt v potaz pravidla mapova´n´ı IP adres
na MAC adresu. Postup je na´sleduj´ıc´ı.
6.4.1 Mapova´n´ı multicastove´ IP adresy na MAC
Obr. 6.16: Prˇ´ıklad mapova´n´ı IP adresy 224.1.1.1 na MAC adresu
Vysveˇtlen´ı mapova´n´ı IP adresy na MAC adresu demonstruje obr. 6.16, jak nama-
povat IP adresu 224.1.1.1 na MAC adresu, je nutno si IP adresu vyja´drˇit v bina´rn´ı
podobeˇ stejneˇ tak i MAC adresu. MAC adresa ma´ prvn´ıch 25 bit˚u pevneˇ dany´ch,
s nimi tedy nelze nic deˇlat. Hexadecima´ln´ı vyja´drˇen´ı MAC adresy tedy mu˚zˇe naby´vat
tento rozsah 0100.5e00.0000–0100.5e7f.ffff. Jak je videˇt na obr. 6.16 oktety z MAC
adresy s IP adresou nijak nemanipuluj´ı, azˇ 3. oktet ano a to tak, zˇe se s IP adresou
nic nestane, jen se op´ıˇse vyja´drˇen´ı MAC adresy v 3. oktetu. Situace se ovsˇem zacˇ´ına´
meˇnit, kdyzˇ se uvazˇuje na 4. oktetu, kde je posledn´ı 25 bit z MAC adresy pevneˇ
dany´. Na posledn´ıch 23 nejme´neˇ vy´znamny´ch bitech z MAC adresy je nutno si opsat
vyja´drˇen´ı IP adresy. T´ımto se doc´ıl´ı namapova´n´ı IP adresy na MAC adresy. Nyn´ı
uzˇ scha´z´ı jen znovu prˇeve´st MAC adresu do hexadecima´ln´ıho tvaru. Vy´sˇe zmı´neˇna´
vy´sledna´ MAC adresa tedy bude mı´t tvar 01-00-5E-01-01-01. Jak samotny´ obra´zek
napov´ıda´, je neˇkolik mozˇnost´ı vyja´drˇen´ı r˚uzny´ch IP adres na MAC adresu. Prˇesny´
pocˇet, ktery´ lze namapovat na jednu MAC adresu je 32 IP adres.
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7 ZA´VEˇR
Bakala´rˇska´ pra´ce se veˇnuje te´matu prˇep´ınacˇe pro s´ıteˇ FTTX. V teoreticke´ cˇa´sti
je rozeb´ıra´na sluzˇba IPTV, ktera´ prˇina´sˇ´ı do sveˇta multimedia´ln´ıch sluzˇeb mnoho
vylepsˇen´ı, naprˇ. elektronicky´ programovy´ pr˚uvodce, video na vyzˇa´da´n´ı nebo mozˇnost
pustit si prˇenos ze za´znamu. V prakticke´ cˇa´sti bakala´rˇske´ pra´ce byly rozebra´ny
3 metody testova´n´ı prˇenosu video souboru. Podstata prvn´ıch dvou metod je shodna´,
protozˇe vycha´z´ı z totozˇne´ konfigurace prˇep´ınacˇ˚u. Samotne´ prˇ´ıkazy pro nastaven´ı jed-
notlivy´ch prˇep´ınacˇ˚u se liˇsily pouze neˇkolika drobnostmi naprˇ. pro prˇep´ınacˇe z d´ılny
Cisco se pouzˇ´ıva´ jako prvn´ı prˇ´ıkaz konfigurace configure terminal, zat´ımco pro os-
tatn´ı postacˇuje prˇ´ıkaz configure. Na prˇep´ınacˇi Cisco WS-C2960-24TT-L byl pouzˇit
pouze za´kladn´ı IOS (operacˇn´ı syste´m prˇep´ınacˇe), ktery´ pro testova´n´ı dostacˇoval.
Nebylo proto zapotrˇeb´ı zˇa´dny´ch dalˇs´ıch prˇ´ıkaz˚u, ktere´ by IOS nemusel podporovat.
Jediny´m nedostatkem bylo, zˇe se na prˇep´ınacˇi nepodarˇilo nastavit metodu prˇep´ına´n´ı.
Pu˚vodn´ım na´vrhem testova´n´ı prˇenosu videa bylo prˇipojit FTP prˇenos k samot-
ne´mu testova´n´ı. Pokud by dosˇlo k prˇipojen´ı FTP prˇenosu, bylo by zp˚usobeno zkres-
len´ı vy´sledk˚u, protozˇe by byla meˇrˇena´ sp´ıˇse za´teˇzˇ na samotne´m prˇep´ınacˇi, nikoliv
testova´n´ı prˇenosu streamu.
Prˇestozˇe vy´sledky prvn´ıch dvou metod si jsou velmi podobne´, daj´ı se odliˇsit
pomoc´ı prˇena´sˇeny´ch vide´ı. Jedinou nevy´hodou meˇrˇen´ı bylo, zˇe klientske´ cˇa´sti musely
by´t nastaveny doprˇedu, a proto se v zachyceny´ch paketech objevily pakety IGMP
jesˇteˇ prˇed samotny´m prˇenosem. Spra´vne´ nastaven´ı s´ıt’ovy´ch karet bylo mozˇne´ oveˇrˇit
pomoc´ı programu VLC a spusˇteˇne´ho programu Wiresharku. Prˇi spusˇteˇn´ı programu
VLC a prˇihla´sˇen´ı se do multicastove´ skupiny, ktera´ nemus´ı existovat, s´ıt’ova´ karta
odesˇle IGMP paket s prˇihla´sˇen´ım do multicastove´ skupiny, obsah paketu je pak
zachycen pomoc´ı programu Wireshark. Zdrojova´ adresa tohoto paketu by pak byla
IP adresa pocˇ´ıtacˇe a c´ılova´ IP adresa pra´veˇ adresa zadana´ v programu VLC.
Pro posledn´ı metodu, jej´ımzˇ c´ılem bylo doka´zat prˇenos videa pomoc´ı multi-
castu, bylo zrˇejme´, zˇe server odes´ılal data rychlost´ı 9,4 Mb/s, prˇicˇemzˇ klient˚u bylo
v´ıce, tud´ızˇ byla tato rychlost neˇkolikana´sobneˇ prˇekrocˇena´. Linka spojen´ı mezi jed-
notlivy´mi prˇep´ınacˇi byla omezena´ na rychlost 10 Mb/s pomoc´ı prˇ´ıkazu speed 10.
Nastaven´ı je opeˇt obdobne´ i pro ostatn´ı prˇep´ınacˇe.
Prˇep´ınacˇe byly voleny tak, aby podporovaly funkci IGMP Snooping (viz kap. 6.1).
Prˇep´ınacˇ SignaMax 065-7710, ktery´ byl zpocˇa´tku zahrnut do testovany´ch zarˇ´ızen´ı,
podporuje tuto funkci manua´loveˇ. Detailneˇjˇs´ı nastaven´ı vsˇak nebylo mozˇne´, protozˇe
IGMP Snooping byl bud’ aktivn´ı, pasivn´ı nebo vypnut. Po povolen´ı funkce IGMP
Snooping stanice neusta´le pouzˇ´ıvaly protokol IGMPv3 a po na´sledne´m prˇepnut´ı na
pasivn´ı mo´d nebyly odes´ıla´ny IGMP pakety.
61
Z dosazˇeny´ch vy´sledk˚u pro vsˇechny prˇep´ınacˇe, ktere´ byly testova´ny s povolenou
volbou prˇeko´dova´n´ı, jsou vy´sledky te´meˇrˇ shodne´. Video ve standardn´ım rozliˇsen´ı
prˇena´sˇely prˇep´ınacˇe Edge-corE a SignaMax pouze s obcˇasny´mi zna´mky artefakt˚u
a nedokonalostmi. Pro prˇena´sˇen´ı videa ve vysoke´m rozliˇsen´ı s povolenou volbou
prˇeko´dova´n´ı nelze vybrat vhodny´ prˇep´ınacˇ. Na strana´ch klient˚u vzˇdy docha´zelo
bud’ k rozpadu cˇasove´ synchronizace, vy´skyt˚um artefakt˚u nebo nacˇ´ıta´n´ı video toku
z vyrovna´vac´ı pameˇti. Pro vys´ıla´n´ı vide´ı v libovolne´m rozliˇsen´ı bez mozˇnosti prˇeko´-
dova´n´ı lze pouzˇ´ıt jaky´koliv prˇep´ınacˇ z teˇchto testovany´ch. Kazˇdy´ z nich prˇena´sˇel
streamy bez zna´mek artefakt˚u a nedokonalost´ı. Jediny´m omezen´ım prˇep´ınacˇe Edge-
corE ES3510MA je pocˇet port˚u pro prˇipojen´ı koncovy´ch stanic. V podnikovy´ch s´ıt´ıch
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SEZNAM SYMBOLU˚, VELICˇIN A ZKRATEK
ACL Access Control List
APIPA Automatic Private IP Addressing
AVC Advanced Video Coding
CPU Central Processing Unit
DSLAM Digital Subscriber Line Access Multiplexer
DVB-C Digital Video Broadcasting - Cable
DVB-H Digital Video Broadcasting - Handheld
DVB-S Digital Video Broadcasting - Satellite
DVB-T Digital Video Broadcasting - Terrestrial
EPG Electronic Programming Guide
GUI Graphical User Interface
HD High Definition
IANA Internet Assigned Numbers Authority
IGMP Internet Group Management Protocol
ILD Injection Laser Diode
IPTV Internet Television protokol
IP Internet Protocol
ISO International Organization for Standardization
ISP Internet Service Provider
KN KolejNet
LAN Local Area Network
LED Light Emitting Diode
MAC Media Access Control
MPEG Motion Picture Experts Group
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OSI Open Systems Interconnection
PC Personal Computer
PPV Pay per View
QoS Quality of Service
RP Rendezvous Point
SD Standard Definition
SFP Small form-factor Pluggable
STP Shielded Twisted Pair
TCP Transmission Control Protocol
TTL Time to Live
UDP User Datagram Protocol
UTP Unshielded Twisted Pair
VCR Video Cassete Recorder
VLC VideoLAN Client
VoD Video on Demand
VPN Virtual Private Network
WAN Wide Area Network
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A NAMEˇRˇENE´ PRˇENOSOVE´ RYCHLOSTI´
A.1 Hodnoty pro jednotlive´ prˇep´ınacˇe s jedn´ım
video tokem
Tab. A.1: Cisco WS-C2960-24TT-L
SD SD 720p MP4 720p MP4 720p MKV 720p MKV
Pocˇ´ıtacˇ prˇek. ON prˇek. OFF prˇek. ON prˇek. OFF prˇek. ON prˇek. OFF
[Mbit/s] [Mbit/s] [Mbit/s] [Mbit/s] [Mbit/s] [Mbit/s]
PC1 0,667 3,9 0,29 1,6 0,328 8,5
PC2 0,615 3,7 0,26 1,4 0,204 7,6
PC3 0,53 3,3 0,208 1,3 0,177 7,1
PC4 0,454 2,8 0,363 2,1 0,314 5,9
PC5 0,475 3,7 0,442 2 0,362 7,4
PC6 0,404 3,2 0,377 2,3 0,381 5,5
PC7 0,744 3,1 0,392 2 0,497 6,7
PC8 0,641 3,1 0,58 2,3 0,465 7,4
SERVER 0,707 4,1 0,583 2,4 0,431 8,4
Pr˚umeˇr 0,582 3,433 0,388 1,933 0,351 7,167
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Tab. A.2: Edge-corE ES3510MA
SD SD 720p MP4 720p MP4 720p MKV 720p MKV
Pocˇ´ıtacˇ prˇek. ON prˇek. OFF prˇek. ON prˇek. OFF prˇek. ON prˇek. OFF
[Mbit/s] [Mbit/s] [Mbit/s] [Mbit/s] [Mbit/s] [Mbit/s]
PC1 0,801 3,7 0,355 2,1 0,404 5,6
PC2 0,764 3,5 0,313 1,8 0,384 5,4
PC3 0,707 3,2 0,303 1,8 0,256 5
PC4 0,607 2,8 0,222 1,5 0,192 4,2
PC5 0,686 3,1 0,379 1,9 0,231 5,1
PC6 0,537 2,5 0,186 1,1 0,171 3,7
PC7 0,509 3,1 0,462 2,5 0,417 4,2
SERVER 0,893 3,9 0,367 2,3 0,347 5,9
Pr˚umeˇr 0,688 3,225 0,3234 1,875 0,3003 4,888
Tab. A.3: Cisco WS-C3560v2-24PS
SD SD 720p MP4 720p MP4 720p MKV 720p MKV
Pocˇ´ıtacˇ prˇek. ON prˇek. OFF prˇek. ON prˇek. OFF prˇek. ON prˇek. OFF
[Mbit/s] [Mbit/s] [Mbit/s] [Mbit/s] [Mbit/s] [Mbit/s]
PC1 0,733 3,8 0,349 2,3 0,387 5,8
PC2 0,669 3,7 0,333 2,3 0,379 5,5
PC3 0,571 3,2 0,299 2,4 0,358 5,4
PC4 0,46 2,8 0,214 2,1 0,323 4,7
PC5 0,516 3,2 0,299 2,3 0,346 4,8
PC6 0,402 2,5 0,192 2,2 0,313 4,5
PC7 0,365 2,3 0,188 1,5 0,444 4,3
PC8 0,682 1,8 0,116 1,8 0,382 4,5
SERVER 0,787 4,2 0,385 2,1 0,408 5,4
Pr˚umeˇr 0,576 3,056 0,264 2,111 0,371 4,989
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Tab. A.4: Edge-corE ES3528M
SD SD 720p MP4 720p MP4 720p MKV 720p MKV
Pocˇ´ıtacˇ prˇek. ON prˇek. OFF prˇek. ON prˇek. OFF prˇek. ON prˇek. OFF
[Mbit/s] [Mbit/s] [Mbit/s] [Mbit/s] [Mbit/s] [Mbit/s]
PC1 0,817 3,1 0,26 2,1 0,385 6
PC2 0,413 3,1 0,223 2,1 0,363 5,7
PC3 0,75 3 0,192 2,3 0,336 5,9
PC4 0,682 3,1 0,284 2,2 0,289 7,2
PC5 0,766 4,2 0,302 2,3 0,327 7,4
PC6 0,683 3 0,387 2 0,478 7
PC7 0,616 2,7 0,352 2,1 0,37 8,2
PC8 0,764 3,4 0,423 2,2 0,413 7,1
SERVER 0,683 3,1 0,387 2,4 0,423 6,7
Pr˚umeˇr 0,686 3,1899 0,312 2,189 0,376 6,8
Tab. A.5: SignaMax 065-7729
SD SD 720p MP4 720p MP4 720p MKV 720p MKV
Pocˇ´ıtacˇ prˇek. ON prˇek. OFF prˇek. ON prˇek. OFF prˇek. ON prˇek. OFF
[Mbit/s] [Mbit/s] [Mbit/s] [Mbit/s] [Mbit/s] [Mbit/s]
PC1 0,846 3,5 0,289 2,1 0,357 8,5
PC2 0,802 3,3 0,289 2,3 0,348 8,2
PC3 0,753 3,1 0,264 2,2 0,334 7,7
PC4 0,615 3,1 0,272 2,3 0,311 6,7
PC5 0,697 4,3 0,217 2,2 0,368 7
PC6 0,501 3,1 0,183 2,2 0,298 7,8
PC7 0,766 4,1 0,207 2,1 0,281 6,6
PC8 0,937 3,2 0,187 2,1 0,253 7,4
SERVER 0,914 3,8 0,341 2,2 0,373 8,2
Pr˚umeˇr 0,759 3,5 0,2499 2,189 0,325 7,5667
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A.2 Hodnoty pro jednotlive´ prˇep´ınacˇe s dveˇma
video toky
Tab. A.6: Souhrn prˇenosovy´ch rychlost´ı pro server 224.1.1.128 1/2
Pocˇ´ıtacˇ C2960 C3560v2 EC ES3510MA
224.1.1.128 prˇek. ON prˇek. OFF prˇek. ON prˇek. OFF prˇek. ON prˇek. OFF
PC1 0,283 3,3 0,26 3,4 0,282 3,9
PC3 0,354 3,3 0,268 4,1 0,383 4,5
PC5 0,369 4,1 0,377 4,3 0,397 4,9
PC7 0,383 4,7 0,39 4,9
Server 0,255 3 0,231 3,2 0,26 3,3
Pr˚umeˇr 0,3288 3,68 0,3052 3,98 0,3305 4,15
Tab. A.7: Souhrn prˇenosovy´ch rychlost´ı pro server 224.1.1.128 2/2
Pocˇ´ıtacˇ EC ES3528M SignaMax 065-7729
224.1.1.128 prˇek. ON prˇek. OFF prˇek. ON prˇek. OFF
PC1 0,406 4,1 0,358 2,8
PC3 0,426 8,7 0,387 3,3
PC5 0,437 5,1 0,365 3,4
PC7 0,423 6,3 0,234 4,1
Server 0,379 6,9 0,312 3,3
Pr˚umeˇr 0,4142 6,22 0,3312 3,38
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Tab. A.8: Souhrn prˇenosovy´ch rychlost´ı pro server 224.1.1.1 1/2
Pocˇ´ıtacˇ C2960 C3560v2 EC ES3510MA
224.1.1.1 prˇek. ON prˇek. OFF prˇek. ON prˇek. OFF prˇek. ON prˇek. OFF
PC1 0,518 8,2 0,54 8,4 0,408 7,2
PC3 0,493 7,5 0,487 7,7 0,464 6,9
PC5 0,457 6,7 0,455 7 0,485 7,1
PC7 0,436 6,3 0,416 6,2
Server 0,566 8,7 0,574 8,8 0,422 8,7
Pr˚umeˇr 0,494 7,48 0,4944 7,62 0,44475 7,475
Tab. A.9: Souhrn prˇenosovy´ch rychlost´ı pro server 224.1.1.1 2/2
Pocˇ´ıtacˇ EC ES3528M SignaMax 065-7729
224.1.1.1 Trans ON Trans OFF Trans ON Trans OFF
PC1 0,412 7,5 0,389 7,7
PC3 0,349 6,7 0,444 7,3
PC5 0,306 7,6 0,453 6,9
PC7 0,381 5,4 0,487 6
Server 0,351 6,8 0,402 8,7
Pr˚umeˇr 0,3598 6,8 0,435 7,32
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B OBSAH CD
Na CD je prˇilozˇena elektronicka´ verze bakala´rˇske´ pra´ce a zdrojove´ ko´dy v programu
LATEX k jej´ımu prˇelozˇen´ı.
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