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POVZETEK 
Razumevanje pravice do zasebnosti je vezano na okoliščine konkretnega primera ter zasebnost kot 
vrednoto, zato se pravica do zasebnosti spreminja. Zaradi tehnološkega razvoja je za ohranjanje 
ustrezne ravni zasebnega v družbi med drugim nujna tudi pravna regulacija. Z vseprisotnostjo 
informacijskih tehnologij se razprava o zasebnosti osredotoča na informacijsko zasebnost, v povezavi 
s katero  trenutno prevladuje teorija posameznika kot nadzornika osebnih podatkov. Pričakovati je, da 
se bo predmetna teorija v prihodnje spremenila tako, da bo priznana ustrezna pravna veljava vplivu na 
druge družbene skupine in celotno družbo, kar bo vidno predvsem na primeru prostovoljnih izgub 
zasebnosti in posmrtnega varstva zasebnosti. 
Ključne besede: zasebnost, pravica do zasebnosti, pravna regulacija, osebni podatki, nadzor, 
informacijska samoodločba. 
 
SUMMARY 
The understanding of the right to privacy is linked to the circumstances of an actual case and to 
privacy as a value. For this reason, the right to privacy is subject to changes. Due to technological 
development, it is necessary, inter alia, to use legal regulation in order to sustain the appropriate level 
of privacy in the society. The ubiquity of information technology results in legal discussions focusing 
on informational privacy, where the currently prevailing theory holds that the individual is the 
controller of his or her personal data. It can be expected that this theory will change in the future to 
give suitable legal value to the impact on other social groups and the whole society, which will be seen 
especially in the case of voluntary losses of privacy and posthumous privacy protection. 
Key words: privacy, right to privacy, legal regulation, informational privacy, control, informational 
self-determination. 
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I. UVOD 
Pravica do zasebnosti je ena najpomembnejših pravic, na katero se tako pravni strokovnjaki kot tudi 
laiki zelo pogosto sklicujejo. Ravno zato je tako nenavadno, da med pravnimi teoretiki še vedno ni 
enotnega stališča o definiciji zasebnosti ter njeni naravi, zlasti o podlagi za pravno varstvo, povezavi z 
drugimi vrednotami in njenem pomenu. 
Teza magistrske naloge je, da je pravica do zasebnosti spreminjajoče se narave, zato se spreminja tudi 
njena definicija, ki se kot prevladujoča kaže v zakonodaji in sodni praksi. Da bi lahko to potrdili ali 
ovrgli, je potrebno raziskati, katere so tiste lastnosti, ki so sestavni del pravice do zasebnosti, ter ali 
lahko iz množice teorij izluščimo določene stične točke. Teoretični del zato predstavlja različne 
poglede na zasebnost ter pravico do zasebnosti. V razpravnem delu poskušam podati čim bolj celovit 
odgovor na vprašanje, ali ter kako se je razumevanje pravice do zasebnosti spremenilo skozi čas ter v 
kakšni smeri gre nadaljnji razvoj pravice do zasebnosti v teoriji in sodni praksi. Čeprav se (tudi v 
Sloveniji) v literaturi tega navadno lotevajo po posameznih pravnih področjih,1 se namreč zdi, da je za 
enoten razvoj sodne prakse in politike pomembno imeti v mislih »celoten gozd«.  
Pri iskanju odgovora na vprašanje, kako razumeti pravico do zasebnosti, se pravni teoretiki navadno 
trudijo oblikovati teorijo, ki bi ponujala vse odgovore, povezane s tem kompleksnim pojmom. Obstoj 
take teorije bi bil izjemno praktičen tako za sodnike kot tudi za zakonodajalce.  
Zakaj lahko take poskuse teoretikov označimo kot izredno ambiciozne? Pravica do zasebnosti je 
prepletena z zasebnostjo kot vrednoto in zasebnostjo v smislu stanja,
2
 ki lahko bodisi obstaja bodisi ne 
obstaja.
3
 Zakaj je težko zajeti oba vidika zasebnosti v eni sami teoriji? Že na prvi pogled se zdi, da 
ugotovitev, da nekdo uživa zasebnost, ne nudi odgovorov na vprašanje, kakšen je pomen zasebnosti. 
Toda ne le, da se zasebnost kot vrednota ter zasebnost kot stanje pojmovno razlikujeta ter posledično 
terjata različna pristopa, temveč sta tudi vsak zase precej zapletena, kar razumevanje zasebnosti 
dodatno oteži. V središču razprave o vrednotah je zagata, ali ter zakaj je zasebnost pomembna, kar je 
koristno predvsem z vidika ocenjevanja ustreznosti obstoječega pravnega varstva in razmišljanja o 
pravu de lege ferenda.  
Po drugi strani pa je spraševanje o stanju dejanske narave, saj se sprašujemo, ali posameznik v 
konkretnem položaju uživa zasebnost. Hkrati lahko iz kopice dejanskih položajev izluščimo določene 
tipske primere ravnanja, ki jih navadno štejemo za poseg v zasebnost. Ti so povezani s pridobivanjem 
                                                     
1 Največ razprav na področju zasebnosti je najti v povezavi s kazenskopravno problematiko. Gl. denimo A. Završnik, 2016, 
Drones and Unmanned Aerial Systems, Legal and Social Implications for Security and Surveillance; M. Kovačič et al., 2010, 
Kriminaliteta in tehnologija: kako računalniki spreminjajo nadzor in zasebnost ter kriminaliteto in kazenski pregon?; P. 
Gorkič, Sodobni prikriti preiskovalni ukrepi: prvič: lovilec IMSI, 2014, pp. 47-53 
2 Zasebnost lahko uživamo tudi v primeru, ko ni zagotovljeno nobeno pravno varstvo (npr. sredi mestnega središča se 
zakonca A in B sporečeta in po naključju ni nikogar, ki bi prepir videl ali slišal).  
3 V različnih teorijah so trije pojmi navadno obravnavani pod enotnim pojmom »pravica do zasebnosti« ali »zasebnost«, kar 
ni najbolj natančno (Gl. J W. DeCew, 1997, In Pursuit Of Privacy: Law, Ethics, And The Rise Of Technology, str. 75–77; R. 
C. Turkington, A. L. Allen, 1999, Privacy law, str. 25), tako da je včasih potrebno upoštevaje kontekst tolmačiti, kaj je imel 
avtor v mislih.   
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in razkrivanjem informacij, posegom v (fizično) samoto, posegom v lastnino oz. z nadzorom (tj. 
prostorsko zasebnostjo – denimo v domu) ter posegom v odločanje posameznika (v njegovih osebnih 
zadevah).
4
 Toda naštete kršitve so si tako različne, da je izjemno težko sestaviti teorijo, ki bi nudila 
teoretsko podlago vsem pojavnim oblikam in hkrati ne bi vključevala primerov, ko ne gre za poseg v 
zasebnost.
5
  
Da bi pravico do zasebnosti razumeli, se poleg navedenega sprašujemo o izvoru teoretičnega 
utemeljevanja pravice do zasebnosti, o namenu in načinu pravnega varstva zasebnosti, o (različnih)6 
vrednotah, ki jih preko instituta pravice do zasebnosti varujemo. Teoretiziranje o pravici do zasebnosti 
je zato možno šele po obsežni in celoviti analizi, ki, kakor pravi Solove, poskuša zajeti vse dimenzije 
zasebnosti in poudarke, ki jih kot pomembne izpostavljajo različni avtorji.7 Zadeve dodatno zaplete 
dejstvo, da so dimenzije zasebnosti med seboj povezane, lahko tudi prepletene in da je v določenih 
primerih poudarek na sredstvih za zaščito zasebnosti, v določenih primerih pa na namenu zasebnosti in 
pravnega varstva.
8
 
 
  
                                                     
4 R. C. Turkington, A. L. Allen, 1999, Privacy law, p. 25 
5 D. J. Solove, Conceptualizing privacy, 2002, pp. 1092-1093. 
6 Čeprav je razprava o zasebnosti kot vrednoti povezana tudi z drugimi vrednotami, splošna razprava o vrednotah navadno 
omogoča širši pogled. 
7 D. J. Solove, Conceptualizing privacy, 2002, p. 1092. 
8 Ibid. 
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II. TEORETIČNI DEL 
1 NASTANEK IN RAZVOJ PRAVICE DO ZASEBNOSTI 
Zasebnost se je najprej »varovala« le znotraj etičnih norm, priznana je torej bila kot neka pomembna 
dobrina. Njen pomen znotraj pravnega reda pa se je razvijal šele postopoma. Kljub temu si je, kakor to 
lepo izrazi Vincent, težko predstavljati, da v katerem od zgodovinskih obdobij pravica do zasebnosti 
ne bi obstajala.
9
 Sprva je bilo pravno varstvo fragmentirano, saj so bili predmet varstva le določeni 
elementi zasebnosti. V nadaljevanju je to nakazano v zelo strnjeni obliki. 
1.1 PRAVNO VARSTVO ZASEBNOSTI: RAZDROBLJENOST 
Prvi znani zgodovinski zapis, ki je povezan z zasebnostjo, naj bi nastal leta 400 pr. n. št.10 Povezan je z 
varovanjem zdravstvenih podatkov oziroma z zdravniško poklicno zaupnostjo.11 Gre za Hipokratovo 
prisego, v kateri zdravniki med drugim prisežejo, da bodo dejstva, s katerimi se seznanijo zaradi 
opravljanja dela, ohranjali kot poklicno skrivnost.
12
 Seveda so se varovale tudi informacije, povezane 
z nekaterimi drugimi zaupnimi razmerji. V literaturi, ki zadeva pravico do zasebnosti,
13
 sta pogosto 
zanemarjena vidika zaupnosti v »pravniških poklicih«14 ter spovedno molčečnostjo.15 Težko bi namreč 
trdili, da se varstvo zaupnosti v pravniških poklicih ter spovedi varuje šele od zapisa te norme v 
kodeksih pravniške etike oziroma kanonskem pravu.  
Polagoma so se varovali tudi drugi vidiki zasebnosti. Srednjeveška Anglija je varovala fizični vdor v 
zasebni prostor preko instituta imisij ter t.i. »trespass« (nepooblaščen vstop na posest),16 precej 
pogosto so se namreč tožbe sprožle zaradi sosedovih oken, skozi katera se lahko vidi posameznikove 
»intimne zadeve«.17 Ker je zasebnost med drugim povezana tudi s častjo in ugledom posameznika v 
družbi, je pravo nudilo varstvo glede širjenja informacij o posamezniku.18 Najprej so predmet varstva 
bile le lažne19 informacije o posamezniku, rimsko pravo je to poznalo preko instituta iniurie.20 Poleg 
tega se je v praksi kot problem izpostavilo varstvo zasebnosti v intimnih odnosih, na primer v razmerju 
med zakoncema. Razsežnosti tovrstnih kršitev ilustrira zadeva Argyll v Argyll, v kateri je soproga po 
                                                     
9 D. Vincent, 2016, Privacy: A Short History, p. 4. 
10 D. J. Solove, P. M. Schwartz, Privacy Law Fundamentals, 2015, p. 9. 
11 Ibid. 
12 Ibid. 
13 Gl. denimo D. J. Solove, P. M. Schwartz, Privacy Law Fundamentals, 2015; D. J. Solove, A Brief History of Information 
Privacy Law, 2016, pp. 1-51, URL: https://ssrn.com/abstract=914271 (15. 2. 2017). 
14 Na tem mestu bi šlo poudariti, da je mišljen pojav de facto oz. poklicnih pravnikov, ki so predhodniki šolanih pravnikov 
(denimo oseba, ki je v vlogi tretje »stranke« pri reševanju spora - kot kvaziodvetnik ali kvazisodnik).  
15 Prim. D. J. Solove, 2008, Understanding privacy, pp. 51-65. 
16 D. Vincent, 2016, Privacy: A Short History, p. 3. 
17 Ibid., p. 4. 
18 D. J. Solove, Understanding privacy, 2008, pp. 158-161. 
19 Širjenje lažnih informacij se je v ZDA nekoč obravnavalo v enakem zahtevku kakor zasebnost,  t.i. »defamation claim«. 
Gl. R. Gavison, Privacy and the Limits of Law, 1980, p. 466, n. 142. Sedaj sicer (tudi v našem pravnem redu) ločeno 
obravnavamo kršitev zasebnosti, vendar so spori glede varovanja časti in ugleda posameznika pogosto povezani tudi z 
zasebnostjo. Poleg tega je znotraj razprav o naravi zasebnosti najti stališče, da je tudi širjenje lažnih informacij lahko 
obravnavamo kot izgubo zasebnosti, saj posameznika s tem ravnanjem postavimo pod žaromete javnosti, poleg tega je včasih 
težko ugotoviti, ali so informacije resnične. Gl. R. Gavison, Privacy and the Limits of Law, 1980, pp. 431-432. 
20 D. J. Solove, 2008, Understanding privacy, p. 158. 
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nesrečni razvezi zakonske zveze želela bivšemu zakoncu preprečiti objavo nekaterih osebnih 
podatkov, ki so se nanašali na njeno intimno življenje.21 Kako pogosto je to predstavljalo težavo, 
nakazuje dejstvo, da je bila komunikacija med zakoncema varovana že v antičnem judovskem in 
rimskem pravu.
22
  
1.2 PRAVNO VARSTVO ZASEBNOSTI: CELOVITEJŠE UREJANJE 
Prvi večji premik glede pravnega reguliranja zasebnosti se je zgodil s krepitvijo pomena človekovih 
pravic po drugi svetovni vojni. Univerzalna deklaracija o človekovih pravicah v 12. členu določi, da 
nihče ne sme biti podvržen arbitrarnemu posegu v zasebnost, družino ali dopisovanje,23 Evropska 
konvencija o človekovih pravicah pa v 8. členu določi, da ima vsakdo pravico do spoštovanja 
njegovega zasebnega in družinskega življenja ter da je državnim organom načeloma prepovedano 
poseganje v to pravico. Sledijo Smernice glede zaščite zasebnosti in čezmejnega toka osebnih 
podatkov, ki jih leta 1980 izda Organizacija za gospodarsko sodelovanje in razvoj (v nadaljevanju 
OECD)
24
 in jih leta 2007 nadgradi s Priporočili OECD o čezmejnem sodelovanju pri izvajanju 
predpisov o varstvu zasebnosti,
25
 ter Konvencija št. 108,26  ki jo leta 1981 oblikuje Svet Evrope.  
Za slovensko območje je poleg Ustave RS izjemnega pomena tudi Pogodba o delovanju Evropske 
Unije ter Listina Evropske Unije o temeljnih pravicah,
27
 pa tudi Direktiva o varstvu osebnih podatkov 
(1945) ter novo sprejeta Uredba (EU) 2016/679
28
 in Direktiva (EU) 2016/680.
29
 Zelo pomembno 
vlogo je tudi v slovenskem prostoru igrala sodna praksa Evropskega sodišča za človekove pravice, 
Ustavnega sodišča RS ter v zadnjem času tudi vedno bolj odločna sodna praksa Sodišča Evropske 
unije.
30
 
                                                     
21 Dutchess of Argyll v Duke of Argyll [1965] 1 All E.R. 611, [1965] 2 W.L.R. 790 (Ch. D.). 
22 D. J. Solove, 2007, The Future of Reputation, p. 174. 
23 Pri tem je bil standard »arbitrarni poseg« deležen precejšnjih kritik, saj je lahko v skladu z navedeno določbo določen 
poseg v zasebnost nerazumen ali nemoralen, vendar pa še vedno dopusten, v kolikor je dosledno izvrševan ter ne razlikuje 
med posamezniki. Gl. J. Morsink, 1999, The Universal Declaration on Human Rights: Origins, Drafting and Intent, pp. 137- 
138. 
24 Guidelines on the Protection of Privacy and Transborder Flow of Personal Data (C(80)58/FINAL) (Sept. 23, 1980 as 
amended on 11 July 2013 by C(2013)79). 
25 OECD Recommendation on Cross-border Co-operation in the Enforcement of Laws Protecting Privacy [12. 6. 2007]. 
26 Konvencija o varstvu posameznika glede na avtomatsko obdelavo podatkov, ETS No.108. 
27 Listina Evropske unije o temeljnih pravicah, 2010/C 83/02. Le- ta zagotavlja varstvo zasebnega in družinskega življenja (7. 
čl.) ter pravico do varstva osebnih podatkov (8. čl.). 
28 Uredba (EU) 2016/679 Evropskega parlamenta in Sveta z dne 27. aprila 2016 o varstvu posameznikov pri obdelavi osebnih 
podatkov in o prostem pretoku takih podatkov ter o razveljavitvi Direktive 95/46/ES (Splošna uredba o varstvu podatkov), OJ 
L 119, 4.5.2016, pp. 1–88. 
29 Direktiva (EU) 2016/680 Evropskega parlamenta in Sveta z dne 27. aprila 2016 o varstvu posameznikov pri obdelavi 
osebnih podatkov, ki jih pristojni organi obdelujejo za namene preprečevanja, preiskovanja, odkrivanja ali pregona kaznivih 
dejanj ali izvrševanja kazenskih sankcij, in o prostem pretoku takih podatkov ter o razveljavitvi Okvirnega sklepa Sveta 
2008/977/PNZ, OJ L 119, 4.5.2016, pp. 89–131.  
30 Gl. denimo zadeve Google Spain SL and Google Inc. v Agencia Española de Protección de Datos (AEPD) and Mario 
Costeja González, C‑131/12, ECLI:EU:C:2014:317; Maximillian Schrems v Data Protection Commissioner, C-362/14, 
ECLI:EU:C:2015:650; Smaranda Bara and others, C‑201/14, ECLI:EU:C:2015:638, Weltimmo s. r. o. v Nemzeti 
Adatvédelmi és Információszabadság Hatóság, C‑230/14, ECLI:EU:C:2015:639. 
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1.3 PRAVNA TEORIJA 
Pravni teoretiki se z zasebnostjo zelo dolgo niso resneje ukvarjali. Posebej zanimiva je bila 
vzpostavitev pravnih dimenzij zasebnosti v ZDA, kjer je zaradi sistema common  law v večji meri 
prisotno ustvarjanje prava s strani sodišč. S povečevanjem zanimanja pravne stroke za zasebnost se je 
povečevalo tudi število pisanj pravnih teoretikov, ki so pogosto analizirali sodbe, vedno večji pomen 
zasebnosti pa se je pridajal tudi v sodbah sodišč, ki so se sklicevala in se odzivala na pisanja pravnih 
teoretikov. Ravno zaradi opisanega so-vplivanja lahko zaključimo, da so sodišča v ZDA skupaj s 
pravnimi teoretiki vplivala na nastanek ustreznega pravnega varstva zasebnosti v ZDA.
31
 V luči 
dejstva, da je ameriška pravna kultura bila najbolj vplivna pravna kultura po drugi svetovni vojni, je v 
pričujoči magistrski nalogi osrednja pozornost namenjena ameriški izkušnji.  
Eno najpomembnejših del, ki je pritegnilo pozornost pravnih strokovnjakov je bilo delo Warrena in 
Brandeisa. Njun članek »The right to privacy«, je v ZDA spodbudil pravno razpravo o zasebnosti, 
pravici do zasebnosti ter njenih lastnostih.
32
 Drugi ključni znanstveni prispevek glede pravice do 
zasebnosti je delo »Privacy« Williama Prosserja, ki je razpravo o zasebnosti obrnil v drugo smer in s 
tem dodobra zatrl možnosti za sprejem enotnega izvora pravice do zasebnosti v ZDA.33  
V nadaljevanju so predstavljeni izbrani prispevki v zvezi s pravico do zasebnosti (nikakor ne gre za 
povzemanje celotne zapuščine znanosti na tem področju). 
2 WARREN IN BRANDEIS: PRAVICA DO ZASEBNOSTI 
Temeljno stališče dela Warrena in Brandeisa je, da iz sistema common law izvira, da bi zasebnost 
znotraj odškodninskega prava morala biti varovana v sklopu samostojne pravice do zasebnosti. To 
argumentirata s tremi poglavitnimi razlogi: (1) družbeni razvoj,34 (2) razgradnja kulture35 ter (3) vpliv 
novih tehnologij
36
. 
Osnova njunemu pojmovanju je načelo, da mora vsak posameznik imeti možnost, da zaščiti tako svoje 
lastnino kot tudi svojo osebnost.
37
  Z družbenim razvojem se je namreč spoznanje, da le del užitkov, 
tegob in dobička izvira iz fizičnih stvari, odrazilo tudi na pravu. Tako smo pravno veljavo priznali tudi 
                                                     
31 Vsekakor je soustvarjanje prava s strani stroke in sodišč prisotno tudi drugod, predvsem v današnji dobi pogosto govorimo 
o približevanju ameriškega in kontinentalnega pravnega sistema. Kljub tem razvojnim premikom je v kontinentalnem sistemu 
obrazložitev sodišč tradicionalno nekoliko bolj zadržana. 
32 W. L. Prosser, Privacy, 1960, p. 384. 
33 Na tem mestu gre poudariti, da so končno besedo pri pravnem pojmovanju zasebnosti imela sodišča, ki so odločala v 
konkretnih primerih. Vendar je Prosser na sodno prakso vplival v izredno veliki meri, saj je njegova teorija bila praktična, 
poleg tega pa je tudi sodeloval v delovni skupini, ki je sestavila Komentar odškodninskega prava (Restatement of the Torts 
2), ki ga sodišča v veliki meri uporabljajo. Le-ta je v bistvenem sledil njegovi teoriji. 
34 S. Warren, L. Brandeis, The Right to Privacy, 1890, p. 194. 
35 Ibid., p. 196. 
36 Ibid., p. 211. 
37 Ibid., p. 193. 
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občutkom in čustvom. Med razvojne pravice, ki odsevajo to spoznanje, lahko štejemo tudi pravico do 
zasebnosti.
38
 
Perečo težavo po Warrenovem in Brandeisovem mnenju predstavlja predvsem rumeni tisk, ki javnosti 
razgrne podrobnosti posameznikovega osebnega življenja. Le-ta se od običajnih, družbeno 
sprejemljivih obrekovanj razlikuje v tem, da rumeni tisk posameznikove podatke uporablja za tržne 
namene – iz posameznika tako ustvarja sredstvo za zaslužek.39 Ponudba rumenega tiska naj bi na 
strani bralcev ustvarjala povpraševanje po novih osebnih podatkih iste vrste, kar vodi v razgradnjo 
kulture.
40
 Nove tehnologije te težave dodatno poglobijo, saj omogočajo pridobivanje podatkov o 
posamezniku, ne da bi le-ta pri tem na kakršenkoli način sodeloval (denimo fotografiranje 
posameznika brez njegove vednosti).
 41
 
Nadalje Warren in Brandeis razpravljata o naravi pravice do zasebnosti. Njen izvor vidita v 
posameznikovi pravici do neodtujljive osebnosti
42
 in človekovega dostojanstva.43 Čeravno je zasebnost 
v določenih pogledih že bila pravno varovana, je bila večina varstva zagotovljena znotraj lastninske 
pravice. Menita, da je lastninsko varstvo
44
 v sodni praksi že preseženo ter da je novonastalo varstvo 
odraz posameznikove pravice do zasebnosti, ki jo poimenujeta pravica biti puščen na miru (»right to 
be let alone«).45 Iz tega sledi, da pravo varuje tudi posameznika v povezavi z objavami v rumenem 
tisku ter prikrito posnetimi fotografijami. Nasploh pa pripada varstvo vsem posameznikovim 
stvaritvam, ki izražajo njegova čustva, občutke in misli, posledično lahko govorimo o pravici do 
zasebnosti misli, čustev in občutkov.46 Iz opisanega varstva se preko obstoja pravice do zasebnosti 
razteza tudi pravna zaščita osebne pojavnosti, dejanj in ustnih izražanj. Kršitev naštetih prvin 
posamezniku zadaja duševne bolečine, kar opravičuje odškodninski zahtevek.47  
Kljub navedenemu gorečemu zagovarjanju pravice do zasebnosti, je koncept pravice do zasebnosti, ki 
ga uvajata Warren in Brandeis, naravnan razmeroma ozko. Omejujeta se namreč na informacije, ki so 
povezane z intimnim osebnim življenjem48 ter poudarjata, da mora iti za resnejšo kršitev49. Poleg tega 
dajeta prednost javnemu interesu, saj pravita, da pravica do zasebnosti ne prepoveduje objave dejstva, 
ki je v javnem oziroma splošnem interesu.50  
                                                     
38 Ibid., p. 194. 
39 Ibid., p. 196. 
40 Ibid. 
41 Ibid., p. 211. 
42 Ibid., p. 205. 
43 Ibid., p. 214. 
44 Ibid., p. 204. 
45 Ibid., p. 205. 
46 Ibid., p. 206. 
47 Ibid., p. 213. 
48 Ibid., p. 215. 
49 Ibid., p. 216. 
50 Ibid., p. 214. 
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2.1 KOMENTAR 
Ključni inovaciji, ki sta ju vpeljala Warren in Brandeis, je njuno stališče, da (1) znotraj 
odškodninskega prava obstaja samostojna pravica do zasebnosti ter da (2) morajo biti določene 
informacije varovane zaradi povezave s posameznikovo neodtujljivo osebnostjo,
51
 v čemer nekateri 
vidijo povezavo z naravnim pravom.
52
 S slednjim sta nastavila temelje za morebitni razvoj pravice do 
zasebnosti kot temeljne človekove pravice.  
NEODTUJLJIVA OSEBNOST 
Avtorja sta v svojem članku precej skopa z besedami glede definicije zasebnosti. Uporabita sicer 
skovanko sodnika Cooley-a  pravica biti puščen na miru53 ter koncept neodtujljive osebnosti, 
vendar ne podata smernic, kako ta pojma razlagati. Izhajajoč iz neodtujljive osebnosti so nekateri 
avtorji gradili na (posebni) teoriji o zasebnosti kot »osebnosti«,54 ki je osredotočena na zaščito osebne 
integritete.
55
 Ravno tako je najti tudi določena pojmovanja pravice biti puščen pri miru, ki zasebnosti 
ne povezujejo z neodtujljivo osebnostjo.
56
   
Koncept neodtujljive osebnosti narekuje varovanje informacij, ki so povezane s posameznikom kot 
edinstvenim bitjem, ki so mu lastne neodvisnost, dostojanstvo in integriteta.
57
 Ker je posameznik »/…/ 
razmišljujoče čuteče samozavedno bitje /…/«,58 posamezniku edinstveno bistvo sestavljajo njegovo 
telo, čustva ter misli.59 Dovoliti, da posameznik ne odloča o tem, do katere mere bodo njegove misli, 
občutki in čustva posredovani drugim, bi pomenilo zanikanje njegovega dostojanstva in vrednosti kot 
človeka.60 Posameznik, ki bi mu te odločevalske pravice odrekli, pravi Bloustein, ne bi bil »v polnosti 
človek, v polnosti gospodar svoje usode«.61 Ta vidik zasebnosti je v sodni praksi opaziti v primerih, 
kjer je ratio svobodno odločanje v zasebnih zadevah (denimo prekinitev nezaželjene nosečnosti, 
uporaba kontracepcijskih sredstev).
62
 Zadeve pa se dodatno otežijo, ko gre za posameznikove 
»podaljške«, tj. stvari, s katerimi se posameznik identificira, na primer njegova knjiga ali slika.63 Tu se 
je treba spraševati, ali stvar zares izhaja iz posameznika.64 
                                                     
51 Ibid., p. 205. 
52 Gl. Pavesich v. New England Life Ins. Co., 122, Ga. 190 (1905). 
53 V okviru njunega dela je, kakor opozarja Gormley, natančnejša definicija, da pravico do zasebnosti vidita kot pravico biti 
puščen pri miru »v odnosu do pridobivanja in širjenja osebnih podatkov, zlasti preko nepooblaščene objave, fotografije ali 
medijev«. K. Gormley, One Hundred Years of Privacy, 1992, p. 1358. 
54 Solove tako poimenuje teorije, katerih poglavitna značilnost je, da pomen zasebnosti vidijo v zaščiti posameznikove 
osebnosti. Gl. D. J. Solove, 2008, Understanding privacy, pp. 29-34. 
55 Ibid. 
56 Ibid. 
57 E. J. Bloustein, Privacy as an aspect of Human Dignity, 1964, p. 971. 
58 H. J. McCloskey, Privacy and the Right to Privacy, 1980, p. 30. 
59 Ibid. 
60 E. J. Bloustein, Privacy as an aspect of Human Dignity, 1964, p. 971. 
61 Ibid. 
62 Gl. Griswold v. Connecticut, 381 U.S. 479 (1965), Roe v. Wade, 410 U.S. 113 (1973). 
63 H. J. McCloskey, Privacy and the Right to Privacy, 1980, p. 30. 
64 Ibid. 
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Izhajajoč iz povezave z neodtujljivo osebnostjo je kršitev posameznikove zasebnosti dejanje, ki je 
napačno per se, saj s tem kršitelj posega v človekovo samospoštovanje in njegova čustva.65 Čeprav so 
lahko podani tudi drugi pravno zaščiteni interesi kot je denimo lastninski, so ti interesi le stranskega 
pomena.
66
 
Medtem ko se zdi, da Bloustein implicitno izhaja iz tega, da so vrednote, ki tvorijo edinstveno bitje, 
univerzalne,
67
 nekateri pojem neodtujljive osebnosti razlagajo tako, da so varovane informacije na le 
tistih področjih življenja (konkretnega) posameznika, ki so bistvenega pomena za (zgolj) njegovo 
osebnost.
68
 Tako je lahko določen položaj pravno varovan pri enem posamezniku, medtem ko pri 
drugem posamezniku ne uživa pravnega varstva.69 Še več, posameznik lahko celo doživlja prijetne 
občutke, ko bi denimo določen podatek, ki bi ga kdo drug dojemal kot zasebnega, prišel v javnost 
denimo dejstvo, da je opravil dejanje v dobrodelne namene).
70
 Tukaj Bloustein poudarja, da je vedno 
podan poseg v zasebnost ter da ima vsak posameznik možnost pravnega varstva, dejstvo doživljanja 
prijetnih občutkov pa učinkuje na način, da se posameznik za pravno varstvo preprosto ne odloči.71 
Morda je resnica nekje vmes ter velja, da so določene vrednote univerzalne ter kot take enotne za vse 
»edinstvene osebnosti« in je posledično posredovanje določenih tipov informacij kršitev sama po sebi, 
da pa hkrati obstajajo »razlikovalne« sestavine sebstva, ki jih moramo upoštevati pri presoji 
morebitnega posega v zasebnost. 
POT K PRAVICI DO ZASEBNOSTI KOT TEMELJNI ČLOVEKOVI PRAVICI? 
Pravica do zasebnosti, ki sta jo zagovarjala Warren in Brandeis v slovečem članku, se je osredotočila 
na civilno pravo in posledično pravico do zasebnosti kot posebne kategorije odškodninskega prava, ki 
naj bi že obstajala znotraj pravnega reda ZDA, s tem, da naj še ne bi bila identificirana in naslovljena 
kot posebna pravica. Toda kakor utemeljeno opozarja Gormley, njuno delo nikakor ni gola analiza 
obstoječega prava, temveč je ravno njuno delo v bistvenem prispevalo k nastanku pravice kot 
zasebnosti,
72
 saj gre za razpravo de lege ferenda.
73
 To, pravi Gormley, delno izhaja iz njunega zapisa, 
da mora pravo odgovarjati na politične, socialne in ekonomske spremembe tako, da ustvarja nove 
pravice.
74
 Poleg tega pravici do zasebnosti sta zastavila široke temelje s tem, da sta sploh jo zasnovala 
na neodtujljivi osebnosti. 
To se kaže tudi v odmevni zadevi Olmstead,75 kjer Brandeis, tokrat v vlogi sodnika, v odklonilnem 
ločenem mnenju uporabi enako razlogovanje kakor v članku.76 Bloustein celo opozarja na velike 
                                                     
65 E. J. Bloustein, Privacy as an aspect of Human Dignity, 1964, pp. 967-968, 971. 
66 Ibid, pp. 967-968. 
67 Gl. Ibid, pp. 967-968, 971. 
68 H. J. McCloskey, Privacy and the Right to Privacy, 1980, p. 29. 
69 Ibid. 
70 Ibid., p. 30. 
71 E. J. Bloustein, Privacy as an aspect of Human Dignity, 1964, p. 990. 
72 K. Gormley, One Hundred Years of Privacy, 1992, p. 1346. 
73 K. Gormley, One Hundred Years of Privacy, 1992, p. 1349. 
74 K. Gormley, One Hundred Years of Privacy, 1992, p. 1346. 
75 Olmstead v. United States 277 U.S. 438, 471 (1928). 
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podobnosti uporabljenega izrazoslovja.
77
 Ker je zadeva Olmstead obravanavala vprašanje, ali prikrito 
prisluškovanje telefonu predstavlja kršitev 4. amandmaja Listine pravic78 in torej spada pod 
kazenskopravno problematiko, je Brandeisova razlaga pomenila, da pravico do zasebnosti smatra kot 
enotno pravico, ki sega na področje tako civilnega kot tudi kazenskega prava. Temu pritrjuje tudi 
Turkington, ki pravi, da je v obeh primerih narava posega enaka, gre namreč za izgubo (pogoja) 
zasebnosti.
79
 Zdi se, da se Brandeisovo pojmovanje pravice do zasebnosti precej približa 
kontinentalnemu pristopu, ki pravico do zasebnosti obravnava dualistično, in sicer kot temeljno 
pravico (v razmerju do države) ter osebnostno pravico (v razmerju do zasebno-pravnih subjektov),80 
pri čemer je država dolžna predvsem zagotavljati učinkovito pravno varstvo.81  
3 WILLLIAM PROSSER: ZASEBNOST KOT EDEN IZMED PRAVNO VAROVANIH 
INTERESOV 
Prosser za razliko od Warrena in Brandeisa, ki sta se zavzemala za pravno varstvo zasebnosti pod 
enotno pravico do zasebnosti,
82
 zasebnost obravnava znotraj štirih kategorij odškodninskega prava. Z 
(1) motenjem tožnikove samote, osame ali njegovih osebnih zadev (intrusion upon the plaintiff's 
seclusion or solitude, or into his personal affairs) se varuje tako fizični vdor kot tudi prisluškovanje 
osebnim pogovorom z različnimi sredstvi.83  
Nadalje glede kategorije (2) javnega razkritja sramotilnih osebnih dejstev (public disclousure of 
embarassing private facts) Prosser pojasnjuje, da se kot javno razkritje načeloma šteje le razkritje širši 
javnosti,
84
 da predmet varstva načeloma niso podatki iz javnih evidenc85 ter da se varujejo le 
informacije, ki izvirajo iz posameznikovega ravnanja znotraj njegovega zasebnega prostora.
86
 Z 
odškodninskim zahtevkom za opisano kategorijo naj bi se varoval predvsem sloves oziroma ugled 
posameznika.
87
 
Tretja kategorija varstva zasebnosti je (3) predstavljanje posameznika javnosti v napačni luči 
(publicity that places the plaintiff in the false light in the public eye). Najpogosteje gre za objavo 
                                                                                                                                                                      
76 V zadevi Olmstead je sodišče sicer odločilo, da ni prišlo do kršitve 4. Amandmaja, vendar je svoje stališče v kasnejši sodni 
praksi spremenilo. Gl. Katz v. United States, 389 U.S. 347 (1967), Gl. tudi K. Gormley, One Hundred Years of Privacy, 
1992, p. 1361. 
77 E. J. Bloustein, Privacy as an aspect of Human Dignity, 1964, p. 975. 
78 Olmstead v. United States 277 U.S. 438, 471 (1928). 
79 R. C. Turkington, Legacy of the Warren and Brandeis article: The Emerging Encumbered Constitutional Right to 
Informational Privacy, N. III. L. Rev., 10, 1990, pp. 479, 490-491, v R. C. Turkington, A. L. Allen, 1999, Privacy law, p. 81. 
80 L. Šturm et. al., 2002, Komentar Ustave,  pp. 368-370; A. P. Pavčnik, Temeljne pravice kot osebnostne pravice, v: 
Temeljne pravice, 1997, pp. 150-151, 161-163. 
81 B. Sajovic, Civilno pravo in osebnostne pravice, Pravnik, 46, 1-2, 1991, p. 7 cit. po D. Jadek Pensa, Pravica do zdravega 
življenjskega okolja in denarna odškodnina za nepremoženjsko škodo, 2009, p. 1324. 
82 W. L. Prosser, Privacy, 1960, p. 422. 
83 Ibid., p. 390. 
84 Ibid., p. 394. 
85 Ibid., pp. 395-396. 
86 Ibid., pp. 394-395. 
87 Ibid., p. 398. 
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neresničnega podatka, ki se zdi sporen povprečnemu človeku. Tako kot zahtevek glede »motenja«, je 
tudi v tem primeru objekt pravnega varstva posameznikov sloves oziroma ugled.
88
 
Kategorija (4) izkoriščanje tožnikovega imena ali podobe za namene koristi toženca (appropriation, 
for the defendant's advantage, of the plaintiff's name or likeness) navadno vključuje uporabo 
posameznikovega imena ali fotografije za namene oglaševanja določenega proizvoda ali druge 
namene poslovanja brez njegovega soglasja.
89
 Pri tem je bistveno, da gre za izrabo ne le 
posameznikovega imena per se, temveč za (i) izrabo njegove identitete in da pri tem (ii) pride do 
pridobitve določene koristi.90 Poleg tega mora biti možno posameznika identificirati iz konteksta 
uporabe imena ali podobe.
91
  
3.1 IZJEME 
Prosser izpostavlja, da je varstvo pravice do zasebnosti omejeno s svobodo izražanja, ki pretehta v 
primeru, ko gre za javna dejstva ter ko gre za objave novic in drugih zadev v javnem interesu.
92
 
Nadalje velja poseben režim za slavne osebe, za katere velja, da se z javno pojavnostjo strinjajo z 
omejenim obsegom pravice do zasebnosti, da so podatki o njih lahko v javnem interesu in da so mediji 
toliko bolj upravičeni objavljati novice, ki jih zadevajo.93  
3.2 KOMENTAR 
Prosser je s svojo pragmatično teorijo vplival na vzpostavitev danes veljavnega pravnega 
obravnavanja zasebnosti v ZDA
94
 ter na večjo konsistentost odškodninskega prava glede zasebnosti.95 
Z delitvijo varstva zasebnosti znotraj štirih odškodninskih zahtevkov je namreč vzpostavil sistem 
pravnega varstva, ki se je v primerjavi z delom Warrena in Brandeisa bolj ujemal z dotedanjim 
pravnim redom v ZDA. To je pomenilo prepričljivejšo argumentacijo, ki so jo toplo sprejeli v sodni 
praksi.
96
 
Med sodobnimi uglednimi pravnimi učenjaki, ki do neke mere sledijo Prosserjevemu pristopu »od 
spodaj navzgor«, je med najpomembnejšimi Solove, ki pravi, da je treba pravico do zasebnosti 
obravnavati znotraj različnih sklopov.97 Le-ta Prosserju v največji meri očita, da je preveč omejen na 
štiri obravnavane odškodninske kategorije, saj je kršitev pravice do zasebnosti povezana z mnoštvom 
problematičnih aktivnosti.98 Le-te Solove razdeli v štiri osnovne tipe: (1) zbiranje informacij, (2) 
obdelava informacij, (3) razširjanje informacij ter (4) vdor, ki so nadalje razdeljeni na podskupine.99 
                                                     
88 Ibid., p. 400. 
89 Ibid., pp. 401-402. 
90 Ibid., p. 403. 
91 Ibid., p. 405. 
92 Ibid., p. 410. 
93 Ibid., pp. 411, 416, 417. 
94 P. M. Schwartz, K.-N. Peifer, Prosser's Privacy and the German Right of Personality, 2010, p. 1942. 
95 Ibid, p. 1940. 
96 Ibid, p. 1942.  
97 D. J. Solove, Conceptualizing privacy, 2002, pp. 1091-1094. 
98 D. J. Solove, A Taxonomy of Privacy, 2006, p. 483. 
99 Ibid., pp. 489, 491, 505, 525, 552. 
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Poleg tega je Prosser pisal v časih, ko informacijske tehnologije še niso bile tako razvite, zato njegova 
teorija ne odgovarja na vsa vprašanja, ki se porajajo v novodobnem času.100  
4 RICHARD A. POSNER: KRITIKA OBSTOJA PRAVICE DO ZASEBNOSTI 
Uvodoma je potrebno pojasniti, da Posner kot poglavitno izpostavi stališče, da je eden izmed 
elementov zasebnosti prikritje oziroma odrekanje dostopa do informacije, kar pa ima določen pomen 
v ekonomski teoriji, zato analizira zasebnost z ekonomskega vidika.
101
 Čeravno sam poudarja, da ne 
skuša opredeliti zasebnosti, iz njegove teorije izhaja, da zasebnost pojmuje kot skrivnostnost.102 
4.1 ZASEBNOST V. RADOVEDNOST 
Posner pri razlagi svojega stališča uporablja pojma zasebnost in radovednost oziroma t.i. »prežanje« 
na osebne podatke. Zasebnost in radovednost interpretira kot vmesni dobrini (intermediate goods), ki 
sta zgolj sredstvo za doseganje drugih ciljev.
103
 
Povpraševanje po osebnih podatkih (radovednost) je na podlagi Posnerjeve teorije popolnoma 
razumljivo in sprejemljivo,
104
 saj služi ustvarjanju pravilnega mnenja o posamezniku, da posledično 
vemo, kako ravnati v predmetnem odnosu. Radovednost kot vzrok posega v zasebnost naj bi torej 
omogočala predvidljivost ravnanja v medosebnih odnosih ter zmanjševanje možnosti za prevaro.105  
Pravno varstvo zasebnosti je upravičeno le, ko to narekuje narava ter izvor informacij ali transakcijski 
stroški (denimo varstvo poslovne skrivnosti podjetja, saj v nasprotnem primeru ne bi prišlo do 
povračila investicije, posledično pa ne bi bilo več interesa za vlaganje v razvoj).106 Varstvo zasebnosti 
je sporno predvsem tedaj, ko gre za prikrivanje informacij, ki posameznika predstavljajo v slabi luči. 
V tem primeru prikrivanje informacij služi zavajanju oseb, s katerimi posameznik opravlja določeno 
transakcijo. Večina ljudi pravico do zasebnosti zlorablja za manipuliranje z drugimi ljudmi, kar velja 
predvsem, ko gre za informacije, ki posameznika diskreditirajo.
107
 Ko gre za osebne informacije, ki 
posameznika same po sebi ne diskreditirajo, je varstvo lahko utemeljeno (na primer ko nekdo vidi 
posameznika brez oblačil), saj prikritje informacije ne povzroča družbenih stroškov.108  
Posner velik pomen pripisuje sredstvu, s katerim pride do razkritja določenega podatka. Ko se za 
pridobitev informacije uporabi prikrito sredstvo, je varstvo zasebnosti, razen v primeru odkrivanja in 
                                                     
100 Ibid., str. 483. 
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pregona kaznivih dejanj utemeljeno.
109
 V primeru, ko za določen podatek izve nekdo, ki mu le-ta ni bil 
namenjen, se namreč povečajo stroški, kar rezultira v formalnejši in manj učinkoviti komunikaciji.110  
4.2 KOMENTAR 
Posner zelo učinkovito argumentira pomanjkljivost definicije zasebnosti kot pravice biti puščen na 
miru. Sam pravi, da ljudje pravzaprav ne želijo biti »v miru«, temveč je tisto, kar zares želijo, 
manipulacija z informacijami, ki se nanje nanašajo. Ostalim se želijo kazati selektivno, tako da bi 
vplivali na to, kako jih dojemajo.
111
 
Pri svoji kritiki se Posner preveč omeji na informacijsko zasebnost, in sicer na vidik prikrivanja 
informacij, s čimer zanemari vrsto drugih pojavnih oblik kršitev zasebnosti.112 Slabost njegove teorije 
je tudi v neupoštevanju nedenarne motivacije v zaščiti zasebnosti in pojmovanja zasebnosti kot 
neekonomske vrednote.
113
   
Vrednost Posnerjevega prispevka je zlasti v izvirnem pristopu, ki je na zasebnost posvetil z 
ekonomskega zornega kota. S svojim trdnim stališčem, da se informacije načeloma ne bi smele 
prikrivati in da zatorej v tej smeri ne bi smelo biti nudeno pravno varstvo zasebnosti, spada med 
kritike pravice do zasebnosti. 
Drugi pol kritik pravice do zasebnosti predstavljajo očitki, da je institut namenjen varstvu višjih 
družbenih slojev.114 Pomembna je tudi feministična struja kritik, ki poudarja zlorabo pravice do 
zasebnosti za podrejanje žensk. Sodna praksa je bila namreč skozi prizmo varovanja zasebnosti pri 
pregonu in kaznovanju blažjih oblik družinskega nasilja zelo prizanesljiva do moških.115 V 
devetnajstem stoletju je bilo uveljavljeno prepričanje, da žena z ovadbo zoper moža višjega 
družbenega razreda razkriva njune osebne zadeve ter ga sramoti.116 Obe graji sta še vedno aktualni; v 
izjemno revnih področjih (denimo v slumih) osebe dejansko nimajo zasebnosti, posledično pa ni niti 
aktualno vprašanje pravnega varstva. V povezavi z družinskim nasiljem še dandanes mnogi pod  
izgovorom zasebnosti opustijo prijavo policiji.
117 
 
5 ALAN WESTIN: ZASEBNOST KOT NADZOR NAD OSEBNIMI PODATKI 
Westin poudarja zasebnost kot dobrino, za katero je potrebno vzpostaviti ravnovesje s svobodo – zlasti 
s svobodo izražanja, ravnanja, participacije ter znanstvenega ustvarjanja.118 Kot ključno izpostavlja 
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111 Ibid., p. 400. 
112 Denimo pričakovano zasebnost v javnosti ter zasebnost znotraj intimnih odnosov, kjer z bližnjimi delimo določene 
informacije (medtem ko ne želimo, da iste informacije izvedo drugi). 
113 A. D'Amato, Comment: Professor Posner's Lecture on Privacy, 1978, pp. 502, 503. 
114 Gl. R. C. Turkington, A. L. Allen, 1999, Privacy law, p. 47. 
115 R. B. Siegel, »The Rule of Love«, 1996, pp. 2152-2155. 
116 Ibid., p. 2161. 
117 M. Sedmak, A. Kralj, Nevarna zasebnost – nasilje v družinah v Sloveniji, 2006, p. 106. 
118 A. F. Westin, 1970, Privacy and Freedom, p. 67; A. F. Westin, Science, Privacy, and Freedom: Issues and Proposals for 
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problematiko nadzora družbe s pomočjo tehnologije.119  K razumevanju zasebnosti Westin prispeva s 
svojo razlago funkcij zasebnosti.
120
 Le-te v veliki meri določa politični sistem države, v kateri 
delujejo.
121
 Naš sistem je liberalna demokracija, katere temelj je puščanje posamezniku določenega 
»polja« za nepolitične dejavnosti – to je posameznikova sfera zasebnosti.122  
Westin splošno pravico do zasebnosti opredeli kot »upravičenje »claim« posameznika, skupin in 
organizacij, da določijo kdaj, kako in do katere mere bodo informacije, ki se nanašajo na njih, 
sporočene drugim.«123124 V svoji argumentaciji se v največji meri posveča posamezniku.125 
5.1 FUNKCIJE ZASEBNOSTI 
Zasebnost naj bi se dosegala s štirimi različnimi oblikami - v (1) samoti, (2) intimi, z (3) anonimnostjo 
in (4) zadržanostjo (reserve).126 Pri tem je samota stanje, ko je posameznik ločen od družbe, zato ni 
opazovan s strani drugih posameznikov. Tako naj bi se zasebnost najcelovitejše dosegala.127 V intimi 
posameznik določi krog ljudi, s katerimi vzpostavi posebne odnose zaupanja (denimo družina, 
zakonska zveza, prijateljstvo) in z njimi deli določene zasebne podatke. Pri anonimnosti lahko gre za 
stanje, ko posameznik v javnosti brez neželene pozornosti opravlja določena dejanja ali ko anonimno 
izraža mnenje.128 Pri zadržanosti je bistveno, da posameznik v vseh medčloveških odnosih lahko sam 
odloči o tem, katere podatke želi deli deliti z določeno osebo ali skupino ljudi.129  
Izhajajoč iz neštetih odnosov ima zasebnost tako med posamezniki kot tudi med organizacijami130 štiri 
različne funkcije: (1) osebna avtonomija, (2) čustvena sprostitev, (3) samoevalvacija ter (4) omejena 
in zaščitena komunikacija.131 Osebna avtonomija je neločljivo povezana s posameznikovim 
dostojanstvom in občutkom lastne vrednosti, razvojem posameznikove individualnosti in zavedanja o 
individualnih odločitvah.132 Avtonomen posameznik potrebuje določeno področje t.i. ultimativne 
skrivnosti, ki je popolnoma intimno in ga z nikomer ne deli.
133
 
Glede funkcije (2) čustvene sprostitve Westin razlaga, da zasebnost omogoča sprostitev od pritiska, saj 
v intimi lahko sprostimo določena čustva, ki načeloma niso družbeno sprejemljiva (na primer jeza).134 
Zasebnost po drugi strani tudi omogoča manjša odstopanja od družbenih norm (na primer kršenje 
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120 Ibid., p. 1017. 
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122 Ibid., p. 1019. 
123 A. F. Westin, 1970, Privacy and Freedom, p. 7.  
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Prim. definicijo A. F. Westin, Science, Privacy, and Freedom: Issues and Proposals for the 1970's. Part I, 1966, p. 1031. 
125 Gl. A. F. Westin, Science, Privacy, and Freedom: Issues and Proposals for the 1970's. Part I, 1966, pp. 1031, 1004-1006. 
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127 Ibid., p. 1020. 
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cestnoprometnih predpisov) ter izražanje svojega mnenja in čustev tudi ko sta slednja »pristranska« 
oziroma neprimerna.
135
 Nadalje čustveno sprostitev dosežemo tudi s prostim opravljanjem telesnih in 
spolnih funkcij (na primer dejstvo, da se lahko preoblečemo brez opazovanja) ter z zasebnostjo v 
primeru izgube, šoka ali žalovanja.136 
Zasebnost omogoča tudi (3) samoevalvacijo, saj v zasebnosti posamezniki preučijo svoje izkušnje in 
zaznane informacije, da lahko načrtujejo svoje prihodnje aktivnosti.137 Poleg tega naj bi zasebnost 
omogočala kreativnost in moralno ovrednotenje svojih dejanj, saj v osami začne aktivneje delovati 
posameznikova vest.
138
 Westin lepo zapiše, da mora, ko je posameznik sam, »najti način, da živi sam s 
seboj.«139   
Funkcija (4) omejene in zaščitene komunikacije po eni strani omogoča posameznikom priložnost deliti 
podatke z osebami, ki jih poznajo in jim zaupajo, po drugi strani pa omogoča postavljanje meja v 
medosebnih odnosih.
140
 Tako se načeloma s pomočjo komunikacije uravnava, koga spustimo v 
zasebno sfero ter do kod.
141
  
5.2 VDOR V ZASEBNOST 
Do vdora v zasebnost lahko pride s pomanjkanjem zadržanosti s strani posameznika,142 pa tudi s 
pomanjkanjem diskretnosti s strani drugih posameznikov ali z drugimi besedami - z radovednostjo 
glede zasebnih zadev določenih posameznikov (na primer javnih osebnosti).143  
Vdor v zasebnost s strani državnih organov je sredstvo družbenega nadzora, ki je do neke mere 
potrebno in upravičeno – denimo za izvrševanje pravnih norm in zaščito državljanov.144 Prvi tip 
nadzora je opazovanje.
145
 Drugi tip nadzora je tako imenovani »izvleček« (extraction), natančneje gre 
za razkrivanje podatkov o posameznikovi osebnosti ali spominu, in sicer preko njegovega govora ali 
njegovih dejanj (na primer s poligrafom ali psihološkim testiranjem).146 Tretji tip vdora v zasebnost 
Westin poimenuje reproduktivnost (reproducibility) in pomeni zmožnost informacije, da se 
reproducira.
147
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5.3 VARSTVO ZASEBNOSTI 
Ob zavedanju, da je zasebnost lahko v koliziji z drugimi pomembnimi vrednotami, Westin zagovarja 
tehtanje med zasebnostjo in drugimi vrednotami
148
 ter uporabo testa sorazmernosti.
149
  
Westin stoji na stališču, da se pri varstvu zasebnosti ne smemo posluževati zgolj zakonodaje, marveč 
se moramo zanesti tudi na nekatera dejanja zasebnih oseb.
 150
 Zasebna sredstva zaščite pred pretiranim 
nadzorom so: moralna zavest družbe, znanstveni varovalni ukrepi, pravila in odločitve znotraj 
posameznih organizacij, zasebni dogovori ter profesionalni etični standardi.151 Namen zakonodaje po 
drugi strani pa je, razlaga Westin, v odražanju mnenja javnosti, ustvarjanju meja dopustnega ter 
podajanju sveže moralne sile, ki se udejanja v pravilih.152 Pri tem Westin, zanimivo, zagovarja 
podrobno zakonodajno ureditev, saj naj bi zgolj sodno odločanje dopuščalo preveč pravnih 
negotovosti.
153
  
5.4 KOMENTAR 
Najdragocenejši pomen Westinovega prispevka k razpravi je izpostavitev vprašanja družbenega 
nadzora s pomočjo novih tehnologij. Čeprav je v času, ko so izhajala pionirska dela (predvsem Alana 
Westina in njegovega sodobnika Aarthurja R. Millerja), kot nove tehnologije štele radijski oddajniki154 
in majhni mikrofoni,
155
 je vprašanje še vedno aktualno. S tehnološkim razvojem je namreč dandanes 
možno izvajati prefinjene oblike nadzora, z novimi metodami obdelave podatkov pa se lahko 
dokopljemo tudi do določenih spoznanj o posamezniku, ki segajo globoko v sfero intimnega. 
Westin s svojim pisanjem nakaže obsežno problematiko, povezano s tovrstnimi obdelavami podatkov, 
in sicer gre za možnost vplivati na odločanje posameznika, ki je še posebej pereča težava v primerih 
uporabe obdelanih podatkov s strani podjetij. Na ta način namreč lahko pride do personaliziranega 
oglaševanja in posledično prikritega vpliva na potrošnike. Westinove napovedi razvojnih trendov 
glede zasebnosti in novih tehnologij se skoraj do potankosti ujemajo z dejanskim razvojem – na 
primer obstoj vedno manjših mikrofonov ter neselektivnega opazovanja oseb po ključnih besedah 
(kakor to denimo počne Google v zvezi z elektronsko pošto156).  
Nadalje je izrednega pomena Westinova definicija posameznikove pravice do zasebnosti kot 
upravičenja do nadzora nad osebnimi podatki.157 To je dandanes prevladujoča teorija, ko gre za 
razmerje med posamezniki in uporabo novih tehnologij. Šolski primer so mobilne aplikacije, kjer 
moramo pred naložitvijo le-te soglašati z obdelavo določenih podatkov. 
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Čeprav je Westinova definicija pravice do zasebnosti kot pravice nadzora posameznika, na katerega se 
podatki nanašajo, ponudila ustrezno pojmovanje za vrsto do tedaj nerazvrščenih primerov izgub 
zasebnosti, ima nekaj pomanjkljivosti. Sama definicija ne zajema vseh oblik izgub zasebnosti - 
denimo fizičnega vdora v zasebnost (denimo opazovanje osebe med preoblačenjem) ali nezaželene 
pozornosti javnosti (denimo z objavo v medijih). Toda glede na dejstvo, da Westin sam omenja 
samoto in anonimnost kot obliko uživanja zasebnosti ter upoštevaje dejstvo, da je v središču njegove 
pozornosti povezava zasebnosti in novih tehnologij, je iz njegovega pisanja mogoče izpeljati, da ni bil 
njegov namen podati eno samo izčrpno definicijo pravice do zasebnosti, temveč ponuditi definicijo v 
povezavi s potencialnimi grožnjami, ki jih prinašajo nove tehnologije. Predmet kritik njegove 
definicije je nasploh v dopuščanju možnosti izbire, katere informacije o sebi bomo razkrili drugim,158 
pa tudi v določanju meja nadzora nad informacijami (denimo nadzor nad že razkritimi 
informacijami).
159
  
6 CHARLES FRIED: ZASEBNOST KOT TEMELJ MEDOSEBNIH ODNOSOV TER INTIME 
Fried se posveča predvsem iskanju temeljev pravice do zasebnosti in razlogov, zakaj ljudje kršitev 
zasebnosti čutijo kot poseg v samo človečnost.160 V določenih položajih je, pojasnjuje Fried, veliko 
objektivnih argumentov, ki sicer opravičujejo poseg v zasebnost, a je hkrati prisoten tudi pomislek, da 
to kljub doseganju nekega legitimnega cilja ni prav. Na tem sloni njegova teza, ki pravi, da zasebnost 
ni le sredstvo za doseganje ciljev ali drugih vrednost, marveč je cilj sam po sebi.161   
Zasebnost je namreč neločljivo povezana z razmerji spoštovanja, ljubezni, prijateljstva in zaupanja. 
Obstoj teh razmerij brez konteksta zasebnosti ni možen. Zavoljo zasebnosti se izgradimo kot osebnosti 
ter se dojemamo kot objekt ljubezni, zaupanja in privlačnosti, zato grožnja zasebnosti predstavlja 
grožnjo posameznikovi integriteti.162  
Spoštovanje, ljubezen, prijateljstvo in zaupanje so nujni za razvoj našega moralnega dojemanja 
upravičenosti in dolžnosti v medosebnih razmerjih, kjer veljata načeli moralnosti in medsebojnega 
spoštovanja.163 Načelo moralnosti temelji na dejstvu, da je posameznik kompleksen, saj ima celo vrsto 
vrednot in interesov ter ravna v skladu s kompleksnim naborom etičnih načel. Upoštevaje načelo 
moralnosti mora vsak posameznik imeti pravico, da poišče sebi lastne vrednote. Načelo spoštovanja je 
korelativno načelu moralnosti ter po drugi strani zahteva, da opazujemo, kakšne vrednote zasleduje 
drugi posameznik in da jih spoštujemo.164  
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6.1 ZASEBNOST 
Zasebnost Fried opredeli kot nadzor posameznika nad podatki, ki se nanj nanašajo.165 Pri tem gre ne le 
za nadzor količine informacij, temveč tudi za nadzor kakovosti informacij – ali natančneje kako 
podrobne informacije nekdo pozna.
166
 Pravno varstvo zasebnosti je nujno za zagotavljanje dejanskega 
nadzora in občutka nadzora pri posamezniku.167 Poleg navedenega zasebnost omogoča svobodno 
izražanje mnenja in svobodno ravnanje.168 
Z zasebnostjo se ustvarja različne stopnje intimnosti – glede vsakega posameznika se lahko odločimo, 
kako intimni bomo z njim, tj. katere informacije bomo z njim delili. S posegom v zasebnost, na primer 
s strani države, se izniči intima, ki sta jo posameznika ustvarila.169   
6.2 KOMENTAR 
Friedova teza o pomenu zasebnosti za obstoj ljubezni, zaupanja in prijateljstva je v strokovni javnosti 
vzbudila mešane odzive. Posner izpostavlja, da je Friedova teorija etnocentrična ter da sta ljubezen in 
prijateljstvo prisotna tudi v družbah, kjer ni zasebnosti.170 Sam kasneje priznava, da je njegova trditev, 
da je zasebnost nujna za obstoj ljubezni, zaupanja in prijateljstva, ranljiva in nekoliko pretirana. Kot 
bistvo svoje teorije izpostavlja, da medosebni odnosi temeljijo na varnem občutku sebstva – da je vsak 
sebi lasten, da ni lastnina drugih ali družbe.171   
Po drugi strani je veliko teoretikov Friedu dalo prav v zagovarjanju povezanosti spoštovanja in 
zasebnosti in pomena zasebnosti za obstoj medosebnih odnosov.
172
 Njegova vrlina je v tem, da 
osrednji pomen pripiše vrednotam ter da ne gre zgolj za golo analizo sodne prakse ali izračun koristi. 
Julie Inness, ki zasebnost pojmuje kot intimo, je sledila Friedovim poudarkom in njegovo misel 
nadaljevala tako, da je zasebnost opredelila kot stanje nadzora nad odločitvami »glede zadev, ki svoj 
pomen in vrednost črpajo iz agentove ljubezni, skrbi ali všečnosti«.173 Z opisano avtonomijo 
posameznik ustvarja polje intime, v kateri lahko svobodno izraža ljubezen, skrb, všečnost.174 K temu 
Reiman dodaja, da je sredinskega pomena kontekst, v katerem je informacija deljena, saj ni vsak 
osebni odnos intimen (na primer razmerje med psihiatrom in stranko).
175
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V primerjavi z Westinom Fried v definiciji zasebnosti poudarja nadzor kot stanje. Njegovo 
pojmovanje je tako ožje in, kakor to kritizira Reiman, posledično pomeni izključevanje varstva za 
osebe, ki zasebnosti niso sposobne nadzorovati (na primer duševno bolne osebe).176 
7 RUTH GAVISON: ZASEBNOST KOT OMEJEVANJE DOSTOPNOSTI 
Gavison pri definiranju zasebnosti izhaja iz intuitivnega občutka, ki nam pravi, kdaj je določeno 
ravnanje opredeljeno kot poseg v zasebnost ter iz enotnosti uporabe pojma zasebnost v vsakodnevnem 
govoru.
177
 Poleg tega so razlogi, zaradi katerih si želimo zasebnosti v vseh primerih usmerjeni v 
doseganje osebne svobode, avtonomije, sebstva, medčloveških odnosov in svobodne družbe.178 Ravno 
zato, pravi, lahko zasebnost strnemo v eno samo nevtralno definicijo, ki zajame vse pojavne oblike 
posegov: »zasebnost je položaj posameznika nasproti drugim ali pogoj življenja«.179 
Koherentnost zasebnosti je po mnenju Gavisonove v tem, da je zasebnost povezana z dostopnostjo 
posameznika drugim.
180
 Zasebnost v vsebinskem smislu je torej »omejevanje dostopnosti do 
posameznika«, ki se dosega s skrivnostnostjo, anonimnostjo in samoto.181 Do izgube zasebnosti 
posledično lahko pride s pridobivanjem informacij o posamezniku, z opazovanjem oziroma 
nezaželeno pozornostjo182 in s fizičnim dostopanjem do posameznika.183 Vse tri lastnosti so 
samostojne in različne, vendar so vseeno prepletene184 v tem, da so povezane z dostopnostjo do 
posameznika.
185
 
Gavison priznava, da je poseg v pravico do zasebnosti lahko dopusten, vendar jo moramo hkrati vedno 
vzeti v ozir pri tehtanju pravic,
186
 enako kakor to počnemo za druge pomembne vrednote (denimo 
svoboda).
187
 Pri svoji razlagi se posluži fikcije popolne zasebnosti, ki je v tem, da je posameznik 
popolnoma nedostopen drugim, tj. tedaj, ko nihče ne poseduje informacij o njem, nihče ni nanj 
pozoren ter nihče do njega fizično ne dostopa.188 Diametralno nasprotje temu položaju predstavlja 
fikcija popolne izgube zasebnosti.
189
 Ne popolna zasebnost ne popolna izguba zasebnosti nista 
zaželeni,190 potrebno primerno ravnovesje med tema dvema stanjema.191  
                                                     
176 Ibid., p. 32. 
177 R. Gavison, Privacy and the Limits of Law, 1980, p. 421. 
178 Ibid., 423. 
179 Ibid., p. 425. 
180 Ibid., p. 423. 
181 Ibid., p. 428. 
182 Avtorica uporablja izraz »[when others] pay attention to him /…/« 
183 R. Gavison, Privacy and the Limits of Law, 1980, p. 428. 
184 Ibid. 
185 Ibid., p. 434. 
186 Ibid., p. 424. 
187 Ibid., p. 462. 
188 Ibid., p. 428. 
189 Ibid. 
190 Ibid., p. 434. 
191 Ibid., p. 441. 
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7.1 KOMENTAR 
Gavison sama izpostavi pomanjkljivosti svoje teorije, in sicer pravi, da razumevanje zasebnosti, kot ga 
predstavi, ne zajema imisij, odločitvene zasebnosti, razžalitev in nadlegovanja, predstavljanja 
posameznika v lažni luči ter tržnega izkoriščanja informacij.192 Kljub temu njen pristop med teorijami 
o zasebnosti kot omejevanju dostopnosti predstavlja najcelovitejšo obravnavo zasebnosti,193 saj ponudi 
vsebinska merila za določanje položajev, kjer posameznik omejuje dostopnost – zadrževanje 
informacij, anonimnost in fizična nedostopnost.194 
Po podobnih stopinjah je stopala tudi Allen, ki o zasebnosti pravi, da »predpostavlja stopnjo 
nedostopnosti oseb, njihovih duševnih stanj in informacij, ki se nanje nanašajo, čutom in nadzorom 
drugih«.195 
8 NOVEJŠI PRISTOPI 
8.1 HELEN NISSENBAUM: ZASEBNOST KOT KONTEKSTUALNA INTEGRITETA 
Nissenbaum večini tradicionalnih pogledov na zasebnost očita to, da niso zadovoljive, ko gre za javni 
nadzor, ki se izvaja predvsem s pomočjo novih tehnologij, saj ne pojasnjujejo, v čem je izvor spornosti 
javnega nadzora.
196
  
Teorija kontekstualne integritete (contextual integrity)
197
 nudi univerzalno podlago presojanju posega 
v zasebnost. Ni namreč pogojevana s časom, lokacijo posega itd. niti z vrsto podatkov.198 Osrednja 
podlaga njeni teoriji je dejstvo, da ni področja posameznikovega življenja, ki ji ne bi vladale norme o 
pretoku informacij.  
Konteksti v smislu njene teorije so različne sfere posameznikovega življenja. Vsak se namreč srečuje z 
množico različnih položajev – od preživljanja časa z družino do obiska zdravnika ter druženja s 
prijatelji. Vsaka od teh sfer oziroma kontekstov je definirana s posebnimi normami, ki urejajo vloge, 
pričakovanja, dejanja in prakse.199 Med njimi sta tudi dve informacijski normi, ki urejata rokovanje s 
podatki: (1) norme o primernosti in (2) norme o širjenju. Kontekstualna integriteta je podana le, če sta 
spoštovana oba tipa norm, v kolikor pa je en tip kršen, gre za poseg v zasebnost.200  
Norme o primernosti določajo, katere informacije je v določenem kontekstu primerno oziroma 
potrebno razkriti. Pri zdravniku recimo razkrivamo podatke o svojem zdravstvenem stanju, na banki 
                                                     
192 R. Gavison, Privacy and the Limits of Law, 1980, p. 436. 
193 Prim. Ernst Van Den Haag, On Privacy, v NOMOS XIII: Privacy, p. 149 (ur. J. Roland Pennock & J.W. Chapman, 1971) 
cit. po D. J. Solove, 2008, Understanding privacy, p. 19. 
194 Ibid. 
195 A. L. Allen, Uneasy access: Privacy for women in a Free society, 1988, p. 34 cit. po R. C. Turkington, A. L. Allen, 1999, 
Privacy law, p. 74. 
196 H. Nissenbaum, Privacy as contextual integrity, 2004, p. 119. 
197 Pojem »integriteta« Nissenbaum v svoji teoriji uporablja v pomenu »celota«. Gre torej za upoštevanje celotnega 
konteksta, v katerem pride do kršitve zasebnosti. 
198 H. Nissenbaum, Privacy as contextual integrity, 2004, p. 136. 
199 Ibid., p. 137. 
200 Ibid., p. 138. 
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podatke o svojih financah, na delu pa denimo delimo podatke o delovnih ciljih in načinu doseganja le-
teh.
201
 Norme o širjenju informacij po drugi strani urejajo prenos informacij med posameznimi 
strankami.
202
  
Bistveni lastnosti njene teorije sta, da so (1) osebni podatki, ki so razkriti v določenem kontekstu, za 
zmeraj zaznamovani s tem kontekstom; poleg tega (2) so meje informacijskih norm vedno določene s 
kontekstom, zato so dane norme relativne.
203
 Iz navedenega Nissenbaum izpostavlja dve morebitni 
slabosti njene teorije, in sicer (1) lahko pride do zaviranja pretoka informacij, ki imajo pozitivne 
družbene posledice.204 Zaradi vezanosti na prakso in dogovore lahko nadalje težavo predstavlja tudi 
(2) pomanjkanje predpisovalne vrednosti oziroma moralne avtoritete. S tehnološkim razvojem namreč 
lahko uporaba določenih tehnologij hitro postane vsakdanja ter kot taka sprejemljiva.205  
8.2 KOMENTAR 
Nissenbaum kot prednost svoje teorije izpostavlja celovito zbirko relevantnih parametrov.
206
 Med 
njimi so najpomembnejši: narava dotične informacije, njen odnos do konteksta, vloge, ki se pojavljajo 
v določenem kontekstu, razmerja med tem vlogami, pravila glede pretoka informacij in dejstvo, kako 
morebitne spremembe v kontekstu lahko vplivajo na vrednote.
207
  
Šibka točka opisane teorije je zlasti vezanost na obstoječe norme, saj se le-te skozi čas, zgodovino, 
kulturo spreminjajo. Vendar Nissenbaum sama pravi, da se ji to zdi ravno prednost in dodana vrednost 
njene teorije.
208
 
8.3 ZASEBNOST KOT JAVNO DOBRO 
Pristopi k pojmovanju zasebnosti kot javnemu dobru lahko poudarjajo tako pravne kot tudi ekonomske 
vidike javnega dobra. Zasebnost kot javno dobro v pravnem pomenu besede opredeljuje zasebnost kot 
nekaj, kar bi vsem moralo biti v enaki meri dostopno, saj v tem obstoji močan javni interes. V pravnih 
razpravah je tako najti posamezne ideje, ki obravnavajo zasebnost kot posebno družbeno draginjo. 
Poudarki o pomenu zasebnosti za družbo se pojavljajo predvsem v smislu protiuteži zasebnosti kot 
človekove pravice v razmerju do države ter obstoja liberalne demokracije.209 Prisotni pa so tudi 
poudarki na pomenu skupnosti kot sredstvu nadzora nad stanjem zasebnosti v družbi.210 
                                                     
201 Ibid. 
202 Ibid., p. 140. 
203 Ibid., p. 144. 
204 Ibid., p. 143. 
205 Ibid., p. 145. 
206 Ibid., p. 151. 
207 Ibid., p. 153. 
208 Ibid., p. 156. 
209 Gl. denimo K. Boone, Privacy and community, Social Theory and Practice, 1, 9, pp. 6-24 v: R. C. Turkington, A. L. 
Allen, pp. 16-19, E. J. Bloustein, Privacy as an aspect of Human Dignity, 1964, p. 1003; Bloustein, p. 1003, J. E. Cohen, 
What Privacy Is For, 2013, pp. 1915-1918, URL: https://ssrn.com/abstract=2175406 (10. 5. 2017); A. L. Allen, Coercing 
privacy, 1999, pp. 740-755; B. Siavoshy, Why privacy matters even if you don’t care about it (or, privacy as a collective 
good), 14. 6. 2015, URL: https://concurringopinions.com/archives/2015/06/privacy-as-a-collective-good.html (12. 5. 2017). 
210 A. Etzioni, A Communitarian Perspective on Privacy, 2000, p. 902-906, URL: 
https://www2.gwu.edu/~ccps/etzioni/A279.pdf (10. 12. 2016). 
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Ko je govora o dolgoročnih vplivih izgube zasebnosti na družbo, se pogosto uporabljajo t.i. »ekološki« 
pristopi, ki opozarjajo na povečanje možnosti nastanka škodljivih posledic za družbo ter morebiten 
vpliv na ravnovesje družbenih ali institucionalnih moči.211 Določene podobnosti med pravom varstva 
okolja in pravom varstva zasebnosti se namreč pojavljajo v načinu obravnavanju problematike, iskanju 
rešitev in celo terminologiji (denimo nezaželena elektronska pošta kot onesnaževanje posameznikove 
zasebne sfere).
212,213
 Poleg tega se pravica do zdravega življenjskega okolja in pravica do zasebnosti 
do neke mere stikata, ko gre za poseg v osebnostno sfero posameznika preko imisij.
214
 Zaradi opisanih 
podobnosti se včasih pravo varstva okolja na področju zasebnosti analogno uporablja. Froomkin 
denimo pravi, da bi morali tisti, ki izvajajo družbeni nadzor na javnih mestih, svoje namene naznaniti 
javnosti, zlasti preko ocene vplivov na družbo in preko javne razprave,215 Hirsch pa primerja 
gospodarski pomen velikega podatkovja z naftno industrijo.
216
 
Prispevek obravnavanja javnega dobra v ekonomskem smislu je v tem, da zajema trenja med interesi 
posameznika, da bi svoje podatke čim bolj zavaroval, a se hkrati v čim večji meri seznanil s podatki, 
ki se nanašajo na druge. Tovrstne teorije ozaveščajo nasprotje med interesi posameznika ter interesi 
celotne družbe.217 Upoštevaje izhodišča ekonomskih teorij obstaja nevarnost, da se družbeno dobro ne 
proizvede, saj lahko ima v njem vsak svoj delež ne glede na obstoj morebitnega prispevka.218 
Posameznik namreč svoje podatke deli vedno, ko določena takojšnja ugodnost prevlada nad 
dolgoročnim tveganjem za zasebnost.219 Po tem razlogovanju informiran in opolnomočen posameznik 
vedno ravna tako, da bi sam pridobil največjo korist, kar pa negativno učinkuje na splošno družbeno 
blaginjo.
220
 Ravno zato Fairfield in Engel v ospredje postavljata opolnomočenje skupin za kolektivno 
zaščito zasebnosti ter iskanju primernega orodja za skupinsko koordinacijo.221 
                                                     
211 D. J. Solove, A Taxonomy of Privacy, 2006, p. 488. 
212 J. A. T. Fairfield,  C. Engel, Privacy As A Public Good, 2015, p. 419. 
213 Prim. S. Pličanič, 2003, Temelji ekološkega prava, pp. 87-96. 
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III. RAZPRAVNI DEL 
1 TEŽAVE S KONCEPTUALIZACIJO PRAVICE DO ZASEBNOSTI 
1.4 ZASEBNOST IN PRAVICA DO ZASEBNOSTI  
DELITEV NA ZASEBNOST V FORMALNEM IN MATERIALNEM SMISLU 
Zasebnost bi lahko delili na zasebnost v »formalnem« smislu, to je po načinu oziroma metodi 
opredelitve, in »materialnem« smislu oziroma po vsebinski razlagi. Turkington povzema, da v 
različnih teorijah zasebnost glede na način opredelitve predstavlja nevtralni pogoj ali stanje, želeni 
pogoj ali stanje, psihološko stanje, upravičenje, pravico, pravni interes ali moralni argument.222 
Problem pri razpravljanju o zasebnosti je predvsem v nedoslednem ločevanje pojmov »zasebnost« v 
smislu stanja, »zasebnost« v smislu vrednote in pravice do zasebnosti (»zasebnost« v smislu pravno 
varovanega upravičenja).223 Poleg tega se predvsem v zgodnejši literaturi pogosto ne ločuje med 
pravno dopustnim in nedopustnim posegom v pravico do zasebnosti, temveč se razpravlja predvsem o 
tem, ali pravica do zasebnosti obstaja ali ne.
224
  
Del zmede s koncipiranjem pravice do zasebnosti izhaja iz različnih vsebinskih razlag pojma 
»zasebnost«, to je iz različnosti pojavnih oblik posegov v zasebnost.225 Razsežnosti zasebnosti naj bi 
tako lahko strnili v štiri pojavne oblike, in sicer (1) informacijska, (2) fizična, (3) lastninska in (4) 
odločitvena (decisional privacy).226  
RAZLIČNI TEORETIČNI PRISTOPI 
Poleg navedenega lahko teoretične pristope k razpravljanju o pravici do zasebnosti delimo glede na 
prevladujoči poudarek oziroma definicijo zasebnosti. Najpogosteje se pravica do zasebnosti obravnava 
kot (1) pravica biti puščen na miru – pojem, ki ga v razpravo o zasebnosti uvedeta Warren in Brandeis, 
(2) nadzor nad osebnimi podatki (kakor to zagovarja Westin) ter (3) omejevanje dostopnosti 
posameznika (kakor to izpostavlja Gavison). K temu Solove navaja še tri dodatne ideje, ki se 
pojavljajo v teoriji, in sicer pravica do zasebnosti kot (4) skrivnostnost (v smislu prikritja informacij 
kot to pojmuje Posner), (5) osebnost (kot izpeljava iz koncepta neodtujljive osebnosti) in (6) intima 
(kjer je poudarek na pomenu zasebnosti za obstoj medosebnih odnosov, kakor to opozarja Fried).
227
 
RAZLIČNI NAČINI ARGUMENTIRANJA 
Pri obravnavanju pravice do zasebnosti se pojavljata dva tipa argumentacije, deontološka in teleološka 
(slednjo Hunt imenuje praktična oziroma instrumentalna).228 Prvim je skupno, da je v središču človek, 
                                                     
222 R. C. Turkington, A. L. Allen, 1999, Privacy law, p. 25. 
223 Ibid., p. 25-27. 
224 Gl. denimo J. Jarvis Thomson, The Right to Privacy, 1975, pp. 295-314. 
225 Gl. uvod predmetne magistrske naloge, str. 6-7. 
226 R. C. Turkington, A. L. Allen, 1999, Privacy law, p. 25. 
227 D. J. Solove, Conceptualizing privacy, 2002, p. 1092. 
228 C. D. L. Hunt, From Right to Wrong: Grounding a “Right” to Privacy in the “Wrongs” of Tort, 2015, pp. 639-641. 
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osebno dostojanstvo, avtonomija in osebnost, drugim pa, da je zasebnost obravnavana kot sredstvo za 
doseganje drugih dobrin (denimo duševno zdravje, svoboda izražanja).229 Nekateri to označujejo kot 
zmedo med interpretacijo zasebnosti in pomenom zasebnosti,
230
 spet drugi pa poudarjajo, da se obe 
argumentaciji prepletata ter da se dopolnjujeta, zato ju moramo uporabljati skupaj.
231
 
1.5 ALI POJEM ZASEBNOST VSEBUJE »NEKAJ POSEBNEGA«? 
Pravica do zasebnosti je povezana z mnoštvom drugih pravic in vrednot, ki se med seboj lahko zelo 
razlikujejo ali si celo nasprotujejo. Posameznik se na primer lahko odloči, da bo popoldne preživel 
sam ali s prijatelji, lahko se odloči zavrniti medicinski poseg, lahko se odloči, da bo neko svojo misel 
razkril drugim ter da bo to storil preko spletne objave, po razkritju te misli pa ima zoper druge 
možnost avtorskopravnega varstva. S temi primeroma naštetimi dejanji avtonomen posameznik 
udejanja svojo splošno svobodo ravnanja, svobodo izražanja, pravico do osebnega dostojanstva, 
avtorsko pravico. Ko gre za informacije, ki so objavljene preko spleta, pa se pravica do zasebnosti 
nadalje povezuje tudi s pravico do prostega pretoka informacij ter pravico do dostopa do informacij ter 
do spleta.  
Koncipiranje pravice do zasebnosti je glede na navedeno izjemno težka naloga. Zatorej ni nič 
nenavadnega, da se je kritikom zasebnosti
232
 oziroma redukcionistom
233
, porodilo vprašanje, ali je v 
zasebnosti sploh kaj takega, kar jo ločuje od drugih vrednot in pravic.234 Med njimi je najskrajnejše 
stališče zavzela Thompson, ki se je celo vprašala, ali sploh potrebujemo pravico do zasebnosti kot 
pravni institut.
235
 
Pravica do zasebnosti je, pravi Thompson, zbir pravic, ki se skladajo z nekaterimi upravičenji, ki 
izhajajo iz lastninske pravice, z nekaterimi pravicami, ki izhajajo iz pravice na osebi
236
 ali iz kakšne 
druge pravice.
237
 V vsakem primeru je kršitev pravice do zasebnosti vedno kršitev tudi (določenega 
upravičenja) neke druge pravice.238 Pravica do zasebnosti je tako zmeraj izpeljana iz kakšne druge 
pravice in je zato derivativne narave.
239
 Iz istega razloga ne moremo najti skupnih lastnosti pri (vseh) 
različnih kršitvah pravice do zasebnosti, saj le-te izhajajo iz različnih pravic.240 Le če gre za kršitev 
druge pravice, lahko (ni pa nujno) gre tudi za kršitev pravice do zasebnosti.241 Med najostrejšimi 
kritiki tega pojmovanja je Reiman, ki poudarja, da bi tudi v primeru, da je zasebnost izpeljana iz 
                                                     
229 Ibid. 
230 Gl. B. R., Ruiz, The Right to Privacy, 1998, p. 156. 
231 C. D. L. Hunt, Conceptualizing Privacy and Elucidating its Importance, 2011, p. 167. 
232 Denimo W. L. Prosser, R. A. Posner, J. Jarvis Thomson.  
233 Tako jih poimenuje Gavison v R. Gavison, Privacy and the Limits of Law, 1980, p. 422. 
234 Gl. denimo F. Schoeman, Privacy: Philosophical Dimensions, 1984, p. 200. 
235 J. Jarvis Thomson, The Right to Privacy, 1975, p. 314. 
236 Ibid., p. 306. 
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drugih pravic, še vedno veljalo, da vsebuje nekaj edinstvenega, kar jo v jedru ločuje od drugih 
pravic.
242
  
1.6 PRAVICA DO ZASEBNOSTI KOT »ENOTNA« ALI »SESTAVLJENA« PRAVICA 
Čeprav ni več polemik glede vprašanja ali pravica do zasebnosti obstaja ali ne, saj je že dolgo 
uveljavljeno stališče, da je pravica do zasebnosti upravičeno (načeloma)243 samostojen pravni institut, 
se vprašanje, kaj ločuje zasebnost in pravico do zasebnosti od drugih vrednot in pravic, odraža na 
razpravi glede načina definiranja pravice do zasebnosti. Nekateri avtorji244 so tako mnenja, da obstaja 
lastnost, skupna vsem pravnim zahtevkom glede pravice do zasebnosti ter da je tako možno pravico do 
zasebnosti definirati na en enoten način. Spet drugi245 so prišli do zaključka, da se zahtevki povezani z 
zasebnostjo tako zelo razlikujejo, da ni moč izluščiti lastnosti, ki bi vsem bila skupna. Ti dve stališči 
Schoeman imenuje »teza koherentnosti« ter »ločitvena teza«.246 
Razumevanje pravice do zasebnosti kot »sestavljene pravice« le-to pojmuje kot skupek različnih oblik 
posegov v zasebnost, ki so med seboj lahko prepleteni. Ta povezanost posameznih delov, pravi 
Gormely, se kaže na način, da je vsak posamezen del možno najbolje razumeti v luči ostalih.247 Med 
najvplivnejšimi248 sodobnimi teoretiki, ki zagovarjajo to tezo, je Solove, ki zagovarja stališče, da je 
sicer utemeljeno priznavati obstoj pravice do zasebnosti, vendar ni možno najti skupne lastnosti vseh 
pojavnih oblik kršitev zasebnosti.249 Pri tem se sklicuje na Wittgensteina, ki pravi, da nekateri koncepti 
ne vsebujejo nobene lastnosti, ki bi bila skupna vsem pojavnim oblikam, temveč jim dejstvo, da so 
samostojen koncept priznavamo, ker različne pojavne oblike črpajo lastnosti iz skupne množice 
podobnih lastnosti – to ponazarja z medsebojno podobnostjo in različnostjo družinskih članov.250 
Takšno razumevanje pravice do zasebnosti naj bi prineslo tudi pomembne praktične posledice, saj naj 
bi bilo veliko bolj natančno in razumljivo vodilo za načrtovanje politike in zakonodaje.251 
Razpravo o enotni in koherentni pravici je v bistvenem zaznamovala Gavison. Le-ta poudarja, da kljub 
temu, da je zasebnost lahko eden izmed pravno priznanih interesov, ki so vsi znotraj istega 
zahtevka,
252
 ne moremo zaključiti, da je varstvo zasebnosti zgolj stranski učinek varovanja drugih 
»pomembnejših« vrednot.253 S tem implicitno izpostavlja, da je pristop definiranja pravice do 
zasebnosti povezan s pomenom, ki ga pripišemo zasebnosti kot vrednoti ter da če zaključimo, da je 
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enako ali bolj pomembna kot ostale pravno varovane vrednote, mora nujno biti v pravnem redu tudi 
opredeljena ločeno od ostalih in na enoten način. Zasebnost, pravi Gavison, je namreč v prvi vrsti 
vrednota, ki ji pravo mora priznavati določeno vrednost.254  
Dojemanje zasebnosti kot samostojne in enotne pravice se odseva tudi v kontinentalnem pristopu 
obravnavanja pravice do zasebnosti kot temeljne človekove pravice. Temu sledi tudi slovenski pravni 
red - kljub temu, da Ustava RS zasebnost varuje v več členih. Tako razumevanje je razvidno tudi v 
odločbi US RS št. Up 32/94 z dne 13. 4. 1995 v kateri je glede nedotakljivosti stanovanja (35. čl. 
URS), tajnosti pisem in drugih občil (37. čl. URS) in varstva osebnih podatkov (38. čl. URS) sodišče 
ugotovilo, da »[o]menjene tri pravice zgovorno kažejo na različnost vsebin zasebnosti, odsevajo tudi, 
kako se je v pravni doktrini in praksi postopoma oblikovala zavest o globalni človekovi pravici do 
zasebnosti – nikakor pa te pravice vsebinsko v celoti ne zaobjemajo« (poudarila av.).  
V osrčju koncepta temeljnih človekovih pravic je varovanje človekove osebnosti.255 Temeljne 
človekove pravice namreč imamo po samem dejstvu, da smo človeška bitja, katerih bistvena lastnost 
naj bi bila sposobnost refleksije oziroma razmišljanja o tem, česa si želimo in možnosti, da to 
poskušamo doseči.256 Z njimi so neločljivo povezana dostojanstvo,257 spoštovanje258 ter svoboda259.  
1.7 ALI LAHKO GOVORIMO O SPREMINJANJU PRAVICE DO ZASEBNOSTI? 
Glede na dejstvo, da ni enotnega stališča, kako razumeti pravico do zasebnosti, se poraja vprašanje, ali 
potemtakem sploh lahko govorimo o spreminjanju pravice do zasebnosti. Natančnejši pogled pokaže, 
da se pravica do zasebnosti spreminja ter da je ravno to eden poglavitnih vzrokov za konceptualne 
preglavice. 
Dojemanje, kaj je zasebno, se namreč do določene mere spreminja glede na okoliščine konkretnega 
primera. To je denimo razvidno v poskusu definicije pravice do zasebnosti kot kontektualne 
integritete, ki jo izpostavlja Nissenbaum ter v pojmovanju zasebnosti »v dinamičnem smislu«.260 
Opisano spreminjanje je nadalje vidno tudi v zagati, ki jo nekateri navajajo, in sicer da opredelitev 
pravice do zasebnosti ne more zajeti vseh pojavnih oblik izgub zasebnosti.
261
 
Druga plat, ki se vsekakor spreminja, je zasebnost kot vrednota. Čeprav je potreba po zasebnosti 
kulturno univerzalna
262
 in se kaže celo pri živalih,263 se skozi čas in prostor razlikuje dojemanje, kaj je 
zasebno. Na to več kot očitno kaže zasnova javnega stranišča v času starih Rimljanov v primerjavi z 
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zasnovo dandanes, ko bi se najbrž komaj da našel kdo, ki ne bi imel zadržkov deliti stranišče na ta 
način. Zasebnost je torej časovno in kulturno pogojena.  
Ker se zasebnost in pravica do zasebnosti spreminjata glede na konkretne okoliščine in vrednote, je 
pravica do zasebnosti spreminjajoče se narave. Ravno iz tega razloga, gre zaključiti, jo je tako težko 
opredeliti. Kljub temu je opaziti, da so predvsem zaradi vezanosti zasebnosti na vrednote določene 
teorije o zasebnosti lahko prevladujoče ter da se tudi to, katera izmed teorij prevladuje, lahko skozi čas 
spreminja. 
Razprava o spreminjanju razumevanja pravice do zasebnosti zato nujno obsega tudi razmišljanje o 
spreminjanju družbenih vrednot, kar, kakor to poudarja Gormley, pomeni opazovati družbene 
spremembe, kar je možno v pogledu za nazaj, trende pa je težko predvideti.264 Ker so zakoni in sodbe 
odsev družbe, se pri preučevanju zasebnosti lahko sklicujemo tudi na zakone in sodne zadeve. Kakor 
svari Gavison, razumevanje pravice do zasebnosti ne more zajemati izključno sodnih zadev, ko je 
priznano pravno varstvo, saj tako pogosto pridemo do rezultatov, osiromašenih za celoten miselni 
proces sodnika ter obenem morebiti nismo dovolj pozorni na primere, ki so za razumevanje pravice do 
zasebnosti zelo pomembni, pa sodno varstvo ni bilo priznano.
265
  
1.8 RAZMEJEVANJE ZASEBNOSTI IN SVOBODE    
Da zasebnost in svoboda stopata z roko v roki, slikovito ponazarja Orwell, ko pripoveduje o družbi 
skrivnostnega Velikega brata. Če se je zlahka strinjati, da povezanost med vrednotama obstaja in da je 
pomembna, je nekoliko težje opredeliti odnos med njima, kar večkrat vodi k zamenjevanju zasebnosti 
s svobodo. Svoboda namreč (1) omogoča zasebnost, hkrati pa velja (2) tudi obratno, poleg tega pa sta 
navedeni dobrini veliko krat v (3) koliziji (tipičen primer je svoboda izražanja v medijih in zasebnost 
posameznika, na katerega se objava nanaša).  
Svoboda omogoča zasebnost, ker je le znotraj svobode možno resnično izvrševati pravico do 
zasebnosti. Koliko zasebnosti je imel veliki vojskovodja v letih preživetih v izgnanstvu na Sv. Heleni? 
Zasebnost ima čar šele, če je prostovoljna. Poleg tega je vidik svobode kot pogoja za obstoj zasebnosti 
tudi v tem, da je avtonomen posameznik (in ne država) tisti, ki odloča o svojih zasebnih zadevah ter da 
posameznikova svoboda odločanja obsega tudi pravico odpovedati se zasebnosti. 
Po drugi plati zasebnost omogoča svobodo, saj se le z obstojem zasebnosti lahko posameznik razvije v 
kritično in razmišljujočo osebo, ki ravna skladno s svojo voljo. To je navsezadnje ključnega pomena 
za obstoj liberalne demokracije,
266
 ki se je skozi zgodovino izoblikovala z omejevanjem moči države, 
sčasoma pa tudi v povečevanju garantne vloge države. Država naj bi namreč svobodo varovala na 
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najširši možni način, ne le tako, da se čim manj vmešava, marveč tudi z omogočanjem pogojev za 
izvrševanje svobode.  
2 MEJE PRAVNE REGULACIJE ZASEBNOSTI 
Ker je kot taka zasebnost sfera, v katero naj država ne bi posegala, se porodi vprašanje, ali, kdaj in do 
kolikšne mere je dopustno pravico do zasebnosti pravno regulirati. Odgovor na to ne more biti le to, 
da država ureja javnopravno področje, zasebno pa prepusti posamezniku, saj vseh različic izvrševanja 
pravice do zasebnosti ne moremo kar preprosto razdeliti na javno ali zasebno sfero. Za to obstajata 
vsaj dva bistvena razloga, ki ju izostri Solove, in sicer (1) se pojmovanja, kaj je zasebno in kaj javno, 
spreminjajo, poleg tega so (2) spremembe in s tem tudi videnja zasebnega zapletene, saj je med 
različnimi položaji nekaj kot zasebno ali javno dojeto z različno intenziteto – ali z drugimi besedami 
določena zadeva je lahko pojmovana kot bolj osebna od druge.267  
2.1 POVEČANA VLOGA SODIŠČA (TER RAZUMEVANJE ZASEBNOSTI V DRUŽBI) 
Pri zapletenih vprašanjih meja pravne regulacije in ohranjanja prava v koraku s časom zaradi 
dolgotrajnosti zakonodajnega postopka ter zaradi odločanja v raznolikih konkretnih primerih pogosto 
odigra bistveno vlogo sodišče. V zvezi z zasebnostjo je tu odločilna sodna praksa ZDA, ki je bila 
pionirska – ne zato, kot pove lepo Westin, ker bi bila to le ameriška težava, temveč ker se je iz 
zgodovinskih razlogov z določenimi težavami prej srečala.268 Glede na to, da je bila ameriška Listina 
pravic spisana daljne jeseni 1789, so morala sodišča pri razlagi ustave, da bi odločitve dohajale 
družbene spremembe, prestopiti meje gole besedne razlage. Pri tem so se najpogosteje sklicevala na 
prevladujoči javni interes ter družbene standarde moralnega, ki so še posebej problematični.269 
Čeprav tovrstnim odločitvam včasih očitajo sodni aktivizem, je med pravnimi strokovnjaki visoka 
stopnja soglasja, da je denimo bila pravilna odločitev Griswold v. Connectitut,270 v kateri je sodišče 
dopustilo uporabe kontracepcije zakonskemu paru, Loving v. Virginia,
271
 v kateri je dopustilo 
sklenitev zakonske zveze ne glede na raso, ali Roe v. Wade,
272
 v kateri je sodišče dopustilo pravico do 
odločitve prenehanja nezaželene nosečnosti. Toda zadeve se zapletejo, ko gre za vprašanja mejne 
narave. Ker je zasebnost ena najpomembnejših vrednot današnje družbe in je hkrati vedno večjega 
gospodarskega pomena, ima tudi pri nas (na ravni Ustavnega sodišča RS, Sodišča Evropske unije in 
Evropskega sodišča za človekove pravice), tovrstno odločanje pogosto pomembne družbene in 
politične razsežnosti. Vsekakor se sodišče tovrstnemu odločanju ne more izogniti – pri tem gre vedno 
za do neke mere nehvaležno nalogo, saj stališča posameznikov v družbi niso enotna in so take 
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odločitve navadno predmet takšnih ali drugačnih kritik. Ravno zato je v teh primerih potrebna posebna 
pazljivost, da sodišče deluje samoomejujoče.  
Za razliko od javnega interesa je standard družbene sprejemljivosti manj oprijemljiv in hitreje vodi do 
težav. Pri presoji družbenega standarda moralnega je, podobno kot pri zaščiti pravic manjšin, 
potencialno sporno upoštevanje družbenega mnenja večine, saj se standard družbeno sprejemljivega 
lahko uporabi tako za širjenje pravice do zasebnosti kot tudi za ožanje njenega dometa. Družbena 
pričakovanja zasebnosti se namreč zaradi povečanega družbenega nadzora273 ter prostovoljnih izgub 
zasebnosti nižajo. Če je v času, ko je bilo Orwellovo delo napisano, besedna zveza Veliki brat pri 
ljudeh vzbujala strah, je danes pogostejša, glede na gledanost, pozitivna asociacija na istoimensko 
resničnostno oddajo. Zavedanje ljudi o nižanju pričakovanj zasebnosti hkrati povzroča tudi nadaljnje 
odpovedi zasebnosti, pri čemer je slišati argument, da posamezniki čutijo, da zasebnosti tako ali tako 
nimajo. Ker je standard družbeno sprejemljive zasebnosti dvosmeren, njegova uporaba pri sodnem 
odločanju ne more sloneti le na mnenju večine  vedno se namreč dotika tudi vprašanja, v kakšni 
družbi želimo živeti.  
Na izzive, ki jih prinašajo nove tehnologije, pravo ne more ponuditi vseh rešitev. Med zagovorniki več 
različnih regulatorjev (predvsem v zvezi z informacijskimi tehnologijami) je sicer najopaznejši Lessig, 
ki pravi, da so pomembne tudi družbene norme, trgi ter arhitektura računalniških sistemov.274 
Tehnologija je »tako dobra kot ljudje, ki jo uporabljajo«275 - sama po sebi je vrednostno nevtralna,276  
zato je stvar naših odločitev, kakšne posledice bo za zasebnost imela njena uporaba277 in njena 
zasnova. Določene vrednote se namreč da vnesti v samo strukturo tehnologije,278 vendar ne gre brez 
pravne regulacije, saj imajo vse tehnologije kakšno slabost, ki lahko vodi k zlorabi.279 Pomen pravne 
regulacije tehnologije Westin lepo izrazi v svoji misli: »Ali bodo orodja uporabljena za osvoboditev 
človeka ali za njegovo podreditev?«280.  
3 KJE SE TRENUTNO NAHAJAMO? 
Gonilo razprav o zasebnosti so že od časa Warrena in Brandeisa nove tehnologije. Pravi razmah je 
nastal z razvojem informacijskih tehnologij, katerih bistvena prvina je, kakor ime samo pove, da 
delujejo na način, da zbirajo, hranijo, obdelujejo, ustvarjajo, delijo podatke. Perečo težavo z vidika 
zasebnosti predstavljajo predvsem družbena omrežja, računalništvo v oblaku, veliko podatkovje in z 
njim povezane analize.
281
 V luči dejstva, da so nove tehnologije vse bolj prisotne na vseh področjih 
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družbenega življenja, se pravna stroka na to odziva z (1) osredotočanjem na informacijsko zasebnost 
ter (2) priznavanjem povečanega tveganja za družbo. Ti dve usmeritvi včasih vodita do nasprotujočih 
si rezultatov in odražata trenje med pravicami posameznika in omejevanjem pravic v interesu družbe 
ali (manjših) družbenih skupin. V nadaljevanju je to ponazorjeno na primeru prostovoljne izgube 
zasebnosti ter posmrtnega varstva zasebnosti. 
3.1 OSREDOTOČENOST NA INFORMACIJSKO ZASEBNOST 
Glede na pomen, ki ga imajo v današnjem času informacijske tehnologije, ni nič nenavadnega, da je 
opaziti osredotočanje pravne prakse in teorije na informacijsko zasebnost. Tukaj je prisotna celo 
terminološka sprememba, in sicer se namesto izraza informacijska zasebnost v večji meri uporablja 
izraz varstvo osebnih podatkov.
282
  
S tehnološkim razvojem in posledičnim porastom tveganj za informacijsko zasebnost se v ospredje 
postavlja teorija zasebnosti kot pravice do nadzora osebnih podatkov oziroma posameznika kot 
nadzornika podatkov, ki se nanašajo nanj, govora je tudi o informacijski samoodločbi. Ratio, ki se 
skriva za tem je, da se posameznikova pravica do samodoločanja ne nanaša le na njegovo »naravno 
osebo«, temveč da ima to pravico tudi v povezavi s svojo »digitalno osebo«.283 
Pri tem, kakor izpostavlja Fried, ne gre le za možnost nadzora kot tako, temveč tudi za nadzor nad 
količino in kvaliteto, tj. natančnostjo, podatkov.284 Nadzor nad osebnimi podatki v svoji najpopolnejši 
obliki sledi neoliberalistični ideologiji ter vključuje uporabo podatkov in razpolaganje s podatki, kar 
se približuje upravičenjem iz lastninske pravice. Toda tudi ta teoretska različica ima šibko točko, in 
sicer se je potrebno zavedati dejanskih omejitev – kakor poudarja Lessig, nad podatki lahko hitro 
izgubimo nadzor.
285
 
Prevladujoči pristop k informacijski zasebnosti v zvezi s tehnologijami pravi, da je ta, podobno kot 
splošna informacijska zasebnost, namenjena zaščiti pred osramotitvijo,286 za ustvarjanje intimnosti287 
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ter zaščiti pred zlorabami.288 Po drugi strani pa kritike letijo na to, da lahko negativno vpliva na trg289 
ter na stanje resnicoljubnosti v družbi.290   
3.2 VPLIV NA DRUGE, VPLIV NA DRUŽBO 
Med novejšimi razpravami o zasebnosti je načeloma opaziti večji poudarek na pomenu zasebnosti za 
družbo ter na določene družbene skupine (na primer prijatelji, družina). Vpliv na družbene skupine 
nastane zaradi dejstva, da se večina informacij istočasno nanaša na več ljudi ter da posledično razkritje 
informacije, ki se nanaša na posameznika, hkrati pomeni tudi razkritje informacij o drugih (denimo 
razkritje podatkov o genomu). V pravni ureditvi se to kaže kot pravno priznan interes drugih 
posameznikov, da se na primer določen podatek ne razkrije. 
Vpliv na družbo je nekoliko bolj zapleten. Prvi, hitro zaznan problem je obstoj interesov države in 
gospodarskih družb po (predvsem) zbiranju informacij glede državljanov in potrošnikov. Že dolgo je 
govora o skrbeh, da se zbrane informacije lahko uporabijo proti posameznikom, na katere se nanašajo 
– država v različnih pravnih postopkih ter zavoljo varnosti, gospodarske družbe za iztis celotnega 
presežka zaslužka potrošnikov. Vprašanji dopustnosti državnega nadzora in meja zaslužka v 
gospodarskih transakcijah ter njunih vplivov na družbo sta pravzaprav večno aktualni. Toda s pomočjo 
informacijskih tehnologij so sedaj posledice lahko veliko bolj zastrašujoče.  
Kakor opozarja Cohen, nam zaradi prepletenosti in vseprisotnosti tehnologij grozi nastanek t.i. 
modulirane družbe (modulated society), ki trenutno predstavlja največjo nevarnost liberalni 
demokraciji.
291
 Omrežje informacijskih tehnologij omogoča do sedaj neznan tip nadzora, in sicer 
deluje na način, da olajšuje modulacijo, tj. zbir procesov, v katerih se stopnja osredotočenosti in 
vsebina nadzornikove pozornosti spreminja glede na subjektovo obnašanje po logiki, ki je izven 
razumevanja subjekta.
292
 Modulirana družba je tako družba, v kateri se postopno oblikujejo sledljivi in 
predvidljivi državljani in potrošniki,293 saj se informacijsko okolje neprestano prilagaja udobju 
vsakega posameznika, kar postopoma vodi zmanjševanju možnosti za potrošniško, državljansko in 
intelektualno določanje in s tem povezanim razvojem.294 Varovanje zasebnosti je tako po mnenju 
Cohenove varovanje »interesa v obstoju vmesnega prostora za vključevanje v družbeno upravljanje 
meja (boundary management)
295«.  
Problematiko vpliva na družbo in pomembne druge se v pravni teoriji naslavlja z idejami o zasebnosti 
kot javnem dobru ter z ekološkimi pristopi.  
                                                     
288 Ibid., p. 1214. 
289 Ibid., p. 1217. 
290 Ibid., p. 1218. 
291 J. E. Cohen, What Privacy Is For, 2013, p. 1918, URL: https://ssrn.com/abstract=2175406 (10. 5. 2017). 
292 Ibid., 1915. 
293 Ibid., 1917. 
294 Ibid., 1918. 
295 Cohen uporablja pojem »boundary management« v sociološkem smislu, pri čemer gre za upravljanje odnosov z 
družbenimi skupinami ali posamezniki, za katere velja, da med njimi in skupino obstaja odnos medsebojnega vplivanja. Gl. 
D. L. Gladstein,Groups in Context: A Model of Task Group Effectiveness, 1984, pp. 499-517. 
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4 IZZIVI PRIHODNOSTI 
4.1 PROSTOVOLJNE IZGUBE ZASEBNOSTI 
Predstavljena problematika je vidna predvsem v primerih, ko posameznik zasebnost prostovoljno 
izgubi (denimo tako, da objavi neko svojo misel na socialnem omrežju). Ali gre v tem primeru za 
kršitev pravice do zasebnosti? Kaj pa, če se izguba njegove zasebnosti stopnjuje (posameznikova 
objava se denimo množično razširi po socialnem omrežju in o objavi začnejo poročati tudi mediji)? 
SPLOŠNO – VPLIV NA DRUŽBO 
Načeloma velja, da v svobodni in enakopravni družbi vsak posameznik lahko svobodno odloča, ali bo 
določeno zadevo ohranil v sferi svojega zasebnega življenja. Toda če ima to določene posledice za 
družbo, se porajata vprašanji, ali obstaja možnost, ko država določeno področje uredi tako, da se 
zasebnosti ni možno odreči ter ali obstaja etična dolžnost posameznikov, da varujejo zasebnost. 
Če je prostovoljna izguba zasebnosti odraz posameznikove svobodne volje, se utemeljeno sprašujemo, 
ali tako izvrševanje svobode terja absolutno pravno varstvo. Ali torej obstajajo izjeme od dopuščanja 
prostovoljnih izgub zasebnosti? Na prvi pogled bi morda kazalo odgovoriti, da bi omejevanje 
prostovoljnih izgub zasebnosti bilo patriarhalno ter da bi vodilo k zmanjševanju svobode. Tukaj Allen 
najde srednjo pot, saj meni, da je pomen zasebnosti prevelik, da bi jo prepustili zgolj odločitvam 
posameznikov – včasih jo mora pravni red do neke mere »vsiliti«.296 Zasebnost ima namreč v pravu 
sorodno vrednost kot jo ima človekova duhovna osebnost, politična svoboda, zdravstvo in blaginja, 
človekovo dostojanstvo in avtonomija.297 Država zato mora posredovati in se ravno zavoljo zasebnosti 
in z njo povezanih vrednot vmešati v krojenje pravice do zasebnosti.298 Skupek vseh prostovoljnih kot 
tudi neprostovoljnih odrekanj pravici do zasebnosti namreč vodi v krhanje svobode. Zasebnost je v 
tem pogledu nujna za obstoj liberalne egalitarne družbe.299  
Do podobnega zaključka pride Cohen, ki o priljubljenem stališču, da svoboda narekuje, da se ima vsak 
pravico odreči zasebnosti, pravi, da resnično spoštovanje posameznikove avtonomije pomeni določeno 
stopnjo odsotnosti opazovanja ter kategorizacije, saj avtonomija v nasprotnem primeru sploh ni 
možna.300 Ne gre namreč za »svobodo pred zakoni«, pravi, temveč za »svobodo, ki jo zakoni 
zagotavljajo«.301  
Upoštevaje navedeno razmišljanje argument ohranjanja liberalne demokracije torej poteka nekako 
tako: (1) nižanje zasebnosti zmanjšuje posameznikovo avtonomijo, saj vedenje, da bodo 
posameznikova dejanja, misli in čustva vsem dostopna, vplivajo na posameznikovo njegovo ravnanje 
in možnost samostojnega kritičnega razmišljanja. Ker je (2) le družba v kateri posamezniki ravnajo 
                                                     
296 A. L. Allen, Coercing privacy, 1999, p. 740. 
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298 Ibid., p. 755. 
299 Ibid., p. 740. 
300 J. E. Cohen, Examined lives, p. 1373. 
301 Ibid., p. 1340. 
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avtonomno, svobodna, in ker je le (3) v svobodni družbi možno udejanjati demokracijo, je določena 
raven zasebnosti nujna za obstoj demokratične in svobodne družbe. Čeprav je to zelo pomemben 
vidik, tovrstna argumentacije zanemarja povezavo zasebnosti in posameznikovega dostojanstva, ki jo 
sicer poudarja pojmovanje pravice do zasebnosti kot temeljne človekove pravice.302 
Zanimivo razpravo nudi tudi vprašanje omejenosti svobodnega odločanja z etičnimi imperativi. Če 
obstaja moralna in etična dolžnost glede varovanja zasebnosti, je le-ta širša od možnosti državne 
regulacije, ki bi bila omejena na najresnejše primere. Allen tukaj pravi, da imamo dolžnost glede 
varovanja zasebnosti, saj to izhaja iz splošne dolžnosti ravnati tako, da zaščitimo svojo blaginjo in da 
naša dejanja odražajo samospoštovanje.303 Dolžnost glede varovanja zasebnosti v določenih primerih 
narekuje zaščito zasebnosti, v določenih pa izgubo zasebnosti304 (na primer razkritje podatka o spolno 
prenosljivi bolezni v razmerju do partnerja).
305
 Zavedajoč se težavnosti zaščite zasebnosti v dobi 
informacijskih tehnologij, Allen poudarja, da je najmanj, kar lahko naredimo, da v čim večji meri 
poskrbimo za varnost
306
 ter razkrijemo manj ali na drugačen način.307 Čeravno v teoriji obstajajo 
določena nesoglasja v povezavi z opisano argumentacijo, javne kritike govorijo v prid temu, da imamo 
posamezniki določene etične obveznosti poskrbeti za varnost v zvezi s tehnologijami, ki jih 
uporabljamo
308
 ter biti pozorni, katere osebne podatke delimo.
309
  
RESNIČNA VOLJA – UČINKOVITOST POSAMEZNIKOVEGA NADZORA? 
Eno izmed osrednjih polemik glede prostovoljne izgube zasebnosti predvsem v zvezi z informacijsko 
zasebnostjo predstavlja spornost obstoja resnične volje. Vprašanje obstoja (resnične) volje za obdelavo 
osebnih podatkov ali drugega načina prostovoljne izgube zasebnosti (na primer objava neprimerne 
fotografije na socialnem omrežju) je sporno predvsem, ko gre za uporabo informacijskih tehnologij.  
Prostovoljne izgube zasebnosti so problematične zlasti, ko gre za spletno okolje, kjer kljub pravici do 
pozabe, do te zaradi hitre širitve informacij in možnosti reprodukcije informacij le redko pride. 
Posameznik, na katerega se informacije nanašajo, lahko postane v družbi zaznamovan in se znajde v 
hudi osebni stiski. Razsežnosti problematike nazorno prikazuje Solove z (resničnim) primerom 
dekleta, ki jo je mimoidoči posnel, ko ni želelo pobrati iztrebka svojega psa. Posnetek je z bliskovito 
hitrostjo zaokrožil po spletu, nakar se je usul plaz komentarjev in kritik, ki jim je sledilo razkritje 
dekletove identitete, nazadnje si je dekle vzelo življenje.310 Če se lahko zadeve tako ad absurdum 
                                                     
302 Argumentacija, da je zasebnost nujna za ohranjanje liberalne demokracije namreč zasebnost obravnava kot sredstvo. 
Upoštevaje posameznikovo dostojanstvo pa je zasebnost cilj »sam po sebi«. 
303 A. L. Allen, An Ethical Duty to Protect One's Own Information Privacy?, 2013, p. 863. 
304 Ibid., p. 863. 
305 Ibid., p. 864. 
306 Ibid., p. 849. 
307 Ibid., p. 865. 
308 Gl. denimo P. Fleischer, Tinker, Tailor, Soldier, Spy, They hacked my phone, I don't know why, 2013, URL: 
http://peterfleischer.blogspot.si/2013/10/tinker-tailor-soldier-spy-they-hacked.html (12. 5. 2017). 
309 Gl. denimo D. L. Zimmerman, Does Tiger Woods Have a Right to Privacy?, Just keep quiet, 2009, URL: 
https://roomfordebate.blogs.nytimes.com/2009/12/03/does-tiger-woods-have-a-right-to-privacy/?_r=0 (12. 5. 2017). 
310 D. J. Solove, The Future of Reputation, 2007, pp. 1-4. 
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stopnjujejo – od nepobranega pasjega iztrebka do samomora – se gre zamisliti, do česa lahko privedejo 
primeri, ko gre za kaj resnejšega.  
Ali lahko po razkritju informacije še govorimo o posegu v zasebnost? McCloskey denimo pravi, da ta 
informacija v razmerju do dotičnega posameznika po njegovem mnenju izgubi naravo zasebnega311  
s tem najbrž cilja na to, da bi bilo natančneje govoriti o tem, da pravica do zasebnosti prvenstveno 
zaobjema možnost izbire ter da torej ne gre za poseg v pravico do zasebnosti, enkrat ko se ta izbira 
opravi, denimo tako da se razkrije določena informacija. Čeravno je omenjena možnost izbire 
pomemben poudarek, se zdi, da bi težko zaključili, da komunikacija kot taka ni zaupna. Povprečna 
oseba, ki ji posameznik informacijo razkrije, namreč to še vedno smatra za zasebno zadevo tega 
posameznika. Prostovoljnost prvega položaja izgube zasebnosti ne zaobjema še vseh nadaljnjih, 
globljih izgub zasebnosti. Kakor opozarja Strahilevitz, je potrebno težišče pravnega varstva v tem 
(civilnopravnem) primeru prestaviti na ugotavljanje, kdo je odgovoren za to, da se je določena 
informacije razširila preko želenega okvira.312 Vloga prava je nedvomno v zagotavljanju, da je število 
takih dogodkov čim manjše.313 
Dodaten problem predstavlja dejstvo, kakor opozarja Gavison, da je pravno varstvo pri posegu v 
pravico do zasebnosti navadno podano ex post in kot tako zgolj poglobi škodo, saj zasebna zadeva 
postane znana še širšemu krogu ljudi.314 Glede na prah, ki ga je dvignila zadeva Google v. Spain, bo 
gospoda M. Costeja Gonzáleza najbrž na vekomaj preganjala nepremičninska dražba iz leta 1998, zato 
ga utemeljeno lahko imenujemo »primer, ki ne bo pozabljen«.315 
Vprašanje, ali posamezniki izražajo svojo resnično voljo, je dvomljivo tudi v povezavi z obdelavo 
osebnih podatkov. Predmet največje graje je nezadostna in neustrezna informiranost posameznikov pri 
podaji soglasja za obdelavo osebnih podatkov. Le od ustrezno informiranega posameznika se namreč 
lahko pričakuje, da tako soglasje odraža njegovo voljo in udejanja njegovo vlogo nadzornika osebnih 
podatkov.  
Kako to problematiko naslavlja zakonodaja? Zakonodajna težnja po informiranem soglasju je vidna v 
zahtevi po poenostavljenih, razumljivo napisanih splošnih pogojih in obvestilu o zbiranju osebnih 
podatkov. Tak napotek je sicer do neke mere mogoče najti tudi v 12. čl. Direktive Evropskega 
parlamenta in Sveta 95/46/ES z dne 24. oktobra 1995 o varstvu posameznikov pri obdelavi osebnih 
podatkov in o prostem pretoku takih podatkov, a je to v novosprejeti direktivi še toliko bolj izrazito.316 
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315 J. Powles, The case that won't be forgotten, Loyola University Chicago L. J., 2015, p. 583. 
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Predstavitev pogojev obdelave osebnih podatkov na uporabniku prijazen način pri nas nadalje 
poudarja tudi Informacijska pooblaščenka v svojih smernicah.317  
Soglasje za obdelavo podatkov, mora dalje biti dano vnaprej, hkrati pa mora biti soglasje specifično 
oziroma dano za konkreten primer. Poleg navedenega se soglasja za nadaljnje obdelave podatkov ne 
sme domnevati.
318
  
Žal kljub naštetim zahtevam težko govorimo o tem, da je soglasje resnično odraz posameznikove 
volje. Kje tičijo razlogi za to? Prvi problem je, da je informiranost posameznikov še vedno neustrezna. 
Obdelovalci osebnih podatkov informacije o obdelavi osebnih podatkov neredko podajo na laikom 
nerazumljiv način ali podajo splošno razlago, ki zveni mileje kot dejansko je319. Poleg tega je pogosto 
namen obdelave podatkov opredeljen presplošno oziroma ni dovolj specificirano, kateri podatki bodo 
uporabljeni za kakšen namen. Ko denimo želimo naložiti mobilno aplikacijo, lahko pridobimo 
informacijo o tem, kateri podatki se zbirajo ter da se bo zbrane podatke denimo obdelovalo za namene 
delovanja mobilne aplikacije ter za tržne namene. Pri tem ostaja nejasno, ali se vsi zbrani podatki 
dejansko uporabijo za oba namena (ter do kakšne mere) oziroma ali se pri tem morebiti upošteva 
načelo sorazmernosti in se »osebnejše« podatke uporablja le za delovanje aplikacije. 
V isti sapi, kot se uveljavljajo zakonodajne spremembe v smeri povečanega nadzora podatkov, se 
pojavljajo tudi kritike, da tovrstna ureditev za posameznike nima resničnega pomena. Kakor opozarja 
Ohm, posamezniki ne poznajo resnične ekonomske vrednosti izmenjave podatkov za določeno 
storitev, poleg tega pa to dojemajo kot stranski pravni posel, njim je namreč osrednjega pomena 
pridobitev določene storitve ali blaga.320 Tene in Polonetzky zlasti v zvezi z informacijsko zasebnostjo 
med aktivnostmi, ki so potrebne za uspešno uveljavljanje posameznikove pravice do nadzora 
poudarjata pomen povečane transparentnosti obdelave podatkov, dostopnosti obdelanih podatkov 
posamezniku, na katerega se nanašajo in obveznosti podjetij, da razkrijejo dejavnik, ki je glede na 
obdelavo podatkov ključen za sprejemanje poslovnih odločitev.321 Nadzor posameznika oziroma 
»lastninski« koncept namreč predvideva, da bi posamezniki, ki bi s tem dobili osebno korist, 
posledično tudi v večji meri izvrševali svojo pravico do dostopa do podatkov.322 Izhaja iz premise 
enakovrednosti posameznikov in obdelovalcev podatkov, saj bi obdelovalci podatkov po tem 
razlogovanju morali s posamezniki deliti koristi, ki jih pridobijo na podlagi njihovih osebnih 
                                                     
317 Smernice Informacijskega pooblaščenca za oblikovanje izjave o varstvu osebnih podatkov na spletnih straneh, 2009, pp. 
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319 Gl. denimo P. M. Schwartz, Privacy and Democracy in Cyberspace, 1999, p. 1624. 
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podatkov.
323
 Nadzor posameznika nad njegovimi podatki v pravem pomenu besede bi namreč moral 
omogočati tudi dostop do podatkov, ki so nastali z obdelavo. Na ta način lahko posameznik 
polnovredno uporablja in z njimi razpolaga, in sicer predvsem tako, da odloča o tem, ali bo dovolil 
nadaljnjo uporabo novih podatkov oziroma ali jih bo prodal.
324
 Kakor opozarja Rubinstein, je opisano 
lastninjenje osebnih podatkov na načelni ravni primerno, dokler omogoča varovanje informacijske 
zasebnosti.
325
  
Vprašanje pravno dopustnega informiranega soglasja za obdelavo osebnih podatkov ali drugega 
načina prostovoljne izgube zasebnosti (denimo objava neprimerne fotografije) je sporno predvsem, ko 
gre za otroke ali druge ranljive skupine. Kljub temu, da mladi v večji meri delijo osebne zadeve v 
spletnih okoljih, kaže, da so enako zaskrbljeni za varstvo svoje zasebnosti kot so odrasli.326 Njihova 
lahkomiselna ravnanja gre pripisati dejstvu, da niso sposobni presoditi daljnosežnosti vseh posledic. 
Poleg spornosti zmožnosti kritične presoje vseh dejavnikov so mladi ogroženi tudi z vidika visokega 
deleža uporabe spleta. Pomen spleta in drugih informacijskih tehnologij se namreč povečuje in 
predvsem med mladimi predstavlja pomemben del vsakdanjika. Po raziskavi »Mladi na netu« v 
Sloveniji 70% odstotkov mladih splet uporablja vsaj enkrat dnevno,
327
 vedno več pa je takih, ki splet 
prekomerno uporabljajo.
328
  
4.2 POSMRTNO VARSTVO ZASEBNOSTI 
Področje posmrtnega varstva zasebnosti v pravni stroki ni tako zelo razdelano kot področje 
prostovoljne izgube zasebnosti, saj predvsem v zvezi z novimi tehnologijami lahko šele v prihodnosti 
pričakujemo, da se določene težave (denimo hramba osebnih podatkov po posameznikovi smrti, 
posmrtno varovanje digitalne osebnosti) pojavijo na sodišču. Na načelni ravni je že iz sedanje teorije 
in prakse vidno, da pravo v zvezi z zasebnostjo priznava določen pomen dostojanstva, svobodne volje 
(zapustnika) ter pomen vpliva na družbene skupine - predvsem svojce preminulega.329  
V povezavi s posmrtnim varstvom zasebnosti se porajata vsaj dva sklopa pravnih vprašanj, in sicer (1) 
do kolikšne mere lahko upoštevamo želje preminule osebe oziroma do kolikšne mere lahko odločajo 
njeni svojci ali dediči ter (2) ali obstaja določena najmanjša mera varstva posameznikove zasebnosti 
po njegovi smrti ter od kod tako varstvo izvira.
330
 Toda kako to prenesti na sfero informacijske 
zasebnosti v povezavi z novimi tehnologijami? 
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Kar po ustaljeni razlagi
331
 navadno pojmujemo kot poseg v zasebnost (poseg v čast in ugled, poseg v 
komunikacijsko zasebnost, postavljanje v lažno luč v očeh javnosti, razkritje podatkov, ki spravljajo v 
zadrego, objava osebnih fotografij), dobi z informacijskimi tehnologijami večje razsežnosti. V 
povezavi s posegi v posmrtno zasebnost je že s klasičnimi posegi (denimo uporaba imena ali podobe 
osebe po njeni smrti – predvsem v komercialne namene,332 poseg v integriteto trupla333 ter poseg v čast 
in dobro ime preminulega),
334
 nekaj nejasnosti,
335
 v primeru informacijskih tehnologij pa je problem 
toliko večji.  
DOSTOJANSTVO, AVTONOMIJA, SVOBODA 
Zdi se, da se, ko gre za posmrtne izgube zasebnosti v primerjavi s prostovoljnimi izgubami zasebnosti 
za časa življenja, pridaja večjo težo argumentu dostojanstva – čeprav je včasih svobodo in 
dostojanstvo težko razmejiti. Po eni strani posameznik ravna bolj svobodno, če ve, da bodo njegove 
pravice spoštovane tudi po njegovi smrti. Po drugi strani je, kot to pravi Giovanni Pico della 
Mirandola, dostojanstvo »/…/ sposobnost ljudi, da izpolnjujejo voljo in izbiro /,336 iz česar izhaja, da 
je sestavni del človekovega dostojanstva avtonomija, ki je za svobodo osrednjega pomena.  
Čeprav je avtonomija pojem, ki ga lahko razlagamo na različne načine, je jedro v spoštovanju 
posameznikovega jaza, ki je v določeni meri samostojen in samostojno določljiv (self-determined).337  
Po naravi stvari posamezniki s smrtjo izgubijo zmožnost avtonomnega ravnanja, ki je sicer v povezavi 
z informacijsko zasebnostjo (in prostovoljnimi izgubami zasebnosti) v središču zanimanja.338 Tako se 
v okviru diskurza o posmrtnem varstvu zasebnosti zdi primerneje, da se osredotočimo na povezavo 
med avtonomnostjo in vrednotami, ki jih oseba zasleduje. Na ta način lahko govorimo o spoštovanju 
želja ter časti in ugleda pokojnika. Ob presoji, ali gre za poseg v zasebnost, bi se v okviru spoštovanja 
pokojnika tako spraševali, ali je sporno ravnanje v skladu z vrednotami, ki jim je bil pokojni 
posameznik zaprisežen. Že na prvi pogled pa je jasno, da »spoštovanja želja, časti in ugleda« ne gre 
enačiti s pravico do nadzora osebnih podatkov.  
INFORMACIJSKA SAMOODLOČBA – TUDI PO SMRTI? 
Kaj se torej zgodi po smrti? Posameznikovi posmrtni digitalni ostanki ter njegova digitalna identiteta 
so prepuščeni divjemu zahodu socialnih omrežij in drugih ponudnikov spletnih storitev. Kakor 
                                                     
331 Denimo 2. točka Ukrepov za zaščito posameznika pred posegi v pravico do zasebnosti Resolucije 428 (1970) Sveta 
Evrope o deklaraciji o komunikaciji preko masovnih medijev in človekovih pravicah se glasi: »The right to privacy consists 
essentially in the right to live one's own life with a minimum of interference. It concerns private, family and home life, 
physical and moral integrity, honour and reputation, avoidance of being placed in a false light, non-revelation of irrelevant 
and embarrassing facts, unauthorised publication of private photographs, protection against misuse of private 
communications, protection from disclosure of information given or received by the individual confidentially.« 
332 Gl. Lugosi v. Universal Pictures 603 P.2d 425 (Cal. 1979); Groucho Marx Productions, Inc. v. Day and Night Co., Inc. 
689 F.2d 317 (2d Cir. 1982). 
333 Up-2155/08-10. 
334 Mephisto, BVerfGE 30, 173. 
335 Gl. B. Novak, Posmrtno varstvo osebnosti, 2000, pp. 107-128. 
336 N. Jacobson, Nora, Dostojanstvo in zdravje, 2009, pp. 39-40. 
337 G. Dworkin, The nature of autonomy, 2015, HTML oblika - brez označenih strani, URL: 
http://www.tandfonline.com/doi/full/10.3402/nstep.v1.28479 (4. 5. 2017). 
338 J. C. Buitelaar, Post-mortem privacy and informational self-determination, 2017, p. 199. 
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pojasnjuje McCallig, je to področje urejeno s splošnimi pogoji poslovanja, ki načeloma ne vsebujejo 
določbe o prenehanju pogodbe s smrtjo subjekta.339 Na socialnem omrežju Facebook denimo po 
obvestilu o smrti uporabnika Facebook lahko uporabnikovo stran spremeni v spominsko stran 
(»memorialization«); uporabnikova stran sicer še obstaja, vendar nihče nima dostopa do 
uporabnikovih sporočil – čeprav še vedno lahko prejema sporočila prijateljev.340 Do neke mere je 
izvajanje povečanega nadzora posameznika nad svojimi podatki možen znotraj ZDA, kjer lahko oseba, 
ki jo izbere preminuli (svojec ali celo prijatelj), v določeni meri upravlja z računom; denimo zamenja 
uporabnikovo fotografijo ali sprejema prošnje za prijateljstvo.341 Seveda obstaja tudi možnost izbrisa 
uporabnikove digitalne identitete na socialnem omrežju, vendar s tem polemike glede zasebnosti niso 
rešene.  
Pomemben vidik predstavlja tudi komunikacijska zasebnost oziroma konkretneje varstvo elektronskih 
sporočil. Problematika je pereča predvsem z vidika dejstva, da posamezniki pogosto ne izrazijo 
poslednje volje v povezavi s svojo »zapuščino« na spletu. Po drugi strani niso vsi v dobrih odnosih s 
svojci, zato bi bilo težavno tudi zaključiti, da do uporabniškega računa lahko samodejno dostopajo 
svojci ali drugi dediči. Skladno s konceptom doslednega spoštovanja posameznikove avtonomije je 
včasih zelo težko ugotoviti, kakšna naj ni bila posameznikova volja. Zapletenost zadeve je najbrž 
glavni krivec za to, da tudi pri tako pomembnem deležniku kot je Google, to ostaja nejasno urejeno.342 
V primeru, da nekdo želi dostopati do podatkov na računu preminulega,343 po izpolnitvi obrazca in 
predložitvi osebnega dokumenta svojca in izpisa iz matične knjige umrlih, posameznik namreč prejme 
dodatna navodila preko elektronske pošte, Google pa se zavezuje se k skrbni preučitvi zadeve.344 K 
zaključku, da v jedru ne gre za dednopravno problematiko, priča tudi dejstvo, da se uvodna poved 
pomoči uporabnikom glasi: »Ljudje pričakujejo, da Google ohrani njihove informacije na varnem tudi 
po njihovi smrti«.345  
Zahteve svojcev preminulega po pridobitvi vsebin elektronskih sporočil so prisotne predvsem, ko do 
smrti pride s samomorom oziroma ko gre za otroke, čeprav je v ZDA v sporni zadevi Ellsworth346 
sodišče ponudniku storitev elektronske komunikacije YAHOO! naložilo izročitev elektronskih 
sporočil očetu preminulega (dvajsetletnega) sina.347 Dodatni problem v povezavi s komunikacijsko 
                                                     
339 D. McCallig, Facebook after death: an evolving policy in a social network, 2014, pp. 113-114. 
340 J. C. Buitelaar, Post-mortem privacy and informational self-determination, 2017, p. 131, NB 13. 
341 Ibid. 
342 Google Account Help, URL: https://support.google.com/accounts/troubleshooter/6357590?visit_id=1-
636332983441750044-4124422058&rd=2#ts=6357650 (15. 5.2016). 
343 Ne le do elektronske pošte, možno je tudi podati zahtevo za dostopanje podatkov v zvezi z naslednjimi storitvami: 
Blogger, Drive, Google+, Google photos, YouTube ali drugo. Gl. Google Account Help, URL: 
https://support.google.com/accounts/troubleshooter/6357590?visit_id=1-636332983441750044-
4124422058&rd=2#ts=6357650 (15. 5.2016). 
344 Ibid. 
345 Ibid. 
346 Estate of Ellsworth, No. 2005-296, 651-DE (Mich. Prob. Ct. Mar. 4, 2005) v: McCallig, Facebook after death: an evolving 
policy in a social network, 2014, pp. 113-114. 
347 Ratio je sicer bil v prijavi davčnih obveznosti. 
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zasebnostjo predstavlja dejstvo, da je hkrati vidna vsebina komunikacije s strani osebe, s katero je 
preminuli bil v stiku.  
INFORMACIJSKA SAMOODLOČBA ALI DOSTOJANSTVO? 
Pri nas se je Ustavno sodišče z vprašanjem posmrtnega varstva osebnih podatkov srečalo v zadevi U-I-
70/12 z dne 21. 3. 2014, kjer je ugotovilo, da bi javno razkritje podatkov o psihiatričnem zdravljenju 
(tudi po njihovi smrti) lahko imelo nepopravljive posledice za osebno dostojanstvo in osebnostne 
pravice ne le posameznikov, marveč tudi njihovih svojcev, in sicer tako bližnjih kot tudi potomcev.348 
Varovanja dostojanstva posameznika je tudi po smrti »v funkciji neokrnjenosti posameznikove 
podobe«.349 Nadaljnji bistveni argument sodišča je, da tudi po smrti ostaja zaveza, da se podatke lahko 
hrani le za prvotno predviden namen, saj bi v nasprotnem primeru, poudarja sodišče, prizadeli 
posameznikovo »zaupanje pri posredovanju informacij o sebi«,350 kar je ena od temeljnih predpostavk 
za učinkovito izvrševanje informacijske samoodločbe. Sodišče v podporo svoji odločitvi nadalje 
navede tudi nekaj razlogov, kjer upošteva učinke varstva podatkov na družbo. Tako izrecno poudarja, 
da ima raven spoštovanja dostojanstva pomen za celotno skupnost351352 ter da je varstvo pričakovanja 
zasebnosti v konkretnem primeru nujno za ohranitev zaupnega odnosa med bolnikom in 
zdravnikom.
353
  
Včasih se posmrtno varstvo informacijske zasebnosti lahko dotika tudi vprašanja dostopa do 
informacij javnega značaja. V ZDA je leta 2004 v zadevi National Archives & Records 
Administration v. Favish sodišče zavrnilo zahtevo za pridobitev informacij javnega značaja, v kateri je 
bilo zahtevano posredovanje fotografij z obdukcije Clintonovega svetovalca Vincenta Fosterja, ki naj 
bi izvršil samomor. Svojo odločitev je med drugim utemeljilo na osebnem interesu svojcev do 
spoštovanja, ki ga želijo izkazati preminulemu.354 Glede na dejstvo da morebitna objava fotografij ne 
vpliva na to, ali svojci lahko pogrebno slovesnost nemoteno opravijo, se zdi, da implicitno izhaja (na 
ta primer omejeno) varstvo dostojanstva preminulega ter da je v ozadju sodbe naslednji miselni 
proces; če je javnosti prikazana njegova okrnjena podoba posameznika, je to podoba, ki je nespoštljiva 
do preminulega (posega v njegovo dostojanstvo), zato mu (kljub dosledni izpeljavi vseh ritualov in 
žalovanju) niti svojci ne morejo izkazati spoštovanja. 
Iz navedenih primerov izhaja, da se argumentacija dostojanstva in avtonomije prepletata. Pravo 
svojcem zaenkrat priznava pomen, ko gre za informacije, ki se nanašajo nanje. Vsekakor bo zanimivo 
spremljati nadaljnji razvoj, povezan z informacijskimi tehnologijami, kjer naj bi se pravica do nadzora 
                                                     
348 U-I-70/12, 6. točka izreka.  
349 Ibid. 
350 U-I-70/12, 15. točka izreka 
351 U-I-70/12, 7. točka izreka. 
352 Pomen dostojanstva za družbo v našem pravnem redu odseva tudi zadeva U­I­109/10 z dne 26. 9. 2011, kjer je bila 
pravica do dostojanstva temelj za odločitev, da se Mestni občini Ljubljana prepove poimenovanje ceste po Titu. 
353 U-I-70/12, 7. točka izreka. 
354 National Archives & Records Administration v. Favish 541 U.S. 157 (2004); v: para. 31: »Family members have a 
personal stake in honoring and mourning their dead and objecting to unwarranted public exploitation that, by intruding upon 
their own grief, tends to degrade the rites and respect they seek to accord to the deceased person who was once their own.« 
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osebnih podatkov manifestirala v najčistejši obliki. Tukaj se odpira tudi vprašanje oblikovanja ne le 
pravnih, temveč tudi družbenih norm - predvsem glede obstoja etične dolžnosti v zvezi z izražanjem 
volje o svojih digitalni »zapuščini«. 
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IV. ZAKLJUČEK 
Pravico do zasebnosti je izredno težko koncipirati, saj je povezana z družbenim pojmovanjem, kaj se v 
določenem primeru šteje kot zasebno. Pravica do zasebnosti je tako do določene mere vezana na 
okoliščine konkretnega primera ter je zato spreminjajoče se narave. Poleg tega je vezana na zasebnost 
kot vrednoto, ki se spreminja skupaj z družbo, zaradi tega lahko govorimo (tudi) o (dolgoročno 
gledano) spreminjajoči se naravi pravice do zasebnosti. Ravno zato obstoječe pravne razprave 
praviloma ne nudijo enovite teorije, ki bi ponujala vse odgovore, temveč bi prej lahko dejali, da z 
različnimi poudarki prikazujejo razsežnosti pravice do zasebnosti, čeprav se v sodni praksi in 
zakonodaji določena argumentacija lahko odrazi kot prevladujoča – tudi ta pa se skozi čas spreminja. 
Zdi se, da so edine stične točke med različnimi teorijami v izvoru utemeljevanja, ki je načeloma v 
svobodi, dostojanstvu ali avtonomiji.  
Od razvoja informacijskih tehnologij se velik del prava varstva zasebnosti osredotoča na informacijsko 
zasebnost, pri kateri prevladuje teorija pravice do zasebnosti kot pravice do nadzora osebnih podatkov 
oziroma informacijske samoodločbe. Njena »slabost« je, da zanemarja dejstvi, da se podatki navadno 
nanašajo na več posameznikov oziroma družbenih skupin hkrati ter da ima ohranjanje ustrezne ravni 
zasebnosti velik pomen za celotno družbo. Zaradi povezanosti z družbenimi skupinami, znotraj katerih 
posamezniki delujejo, ter celotno družbo lahko namreč izguba posameznikove zasebnosti povzroči 
izgubo zasebnosti drugih posameznikov ter na splošno padec ravni zaščite zasebnosti v družbi. 
Ker so tehnologije vse bolj prisotne na vseh področjih družbenega življenja, se večajo možnosti za 
(prostovoljne in neprostovoljne) izgube zasebnosti, zato je pomen pravice do zasebnosti za družbo 
toliko večji. Spričo navedenih dejstev je mogoče pričakovati, da se bo prevladujoče razumevanje 
pravice do zasebnosti kot pravice do nadzora osebnih podatkov v prihodnje spremenilo tako, da se 
bodo v večji meri upoštevale nekatere družbene skupine, s katerimi so na določen način povezani 
osebni podatki posameznika (denimo svojci) in celotna družba. To bo razvidno zlasti na primeru 
prostovoljne izgube zasebnosti ter posmrtnega varstva zasebnosti.  
Prostovoljna izguba zasebnosti bo v večji meri pravno regulirana. V določenih primerih (denimo ko 
gre za otroke) bo to najbrž pomenilo omejevanje veljavnosti soglasja za izgubo zasebnosti, v drugih 
primerih, kot so stopnjevani posegi v zasebnost, pa bo omogočeno bolj učinkovito pravno varstvo.355 
Najbrž se bo širilo tudi posmrtno varstvo zasebnosti, saj je s porastom uporabe spleta tudi vedno več 
digitalnih identitet ter drugih digitalnih sledi. 
Družba postaja vse bolj zapletena, posledično pa tudi pravno varstvo zasebnosti terja premišljene 
rešitve, ki bodo med drugim upoštevale dejstvo, da je pravica do zasebnosti do neke mere contradictio 
                                                     
355 Gl. denimo predlog novele kazenskega zakonika (KZ-1E), kjer je med novo sprejetimi določbami tudi višja zagrožena 
kazen za zlorabo svetovnega spleta z objavljanjem posnetkov ali sporočil s seksualno vsebino za namene izsiljevanja ali 
nadlegovanja polnoletne osebe. Predlog Zakona o spremembah in dopolnitvah Kazenskega zakonika (EVA 2016-2030-
0001), redni postopek – predlog za obravnavo, p. 11, URL: 
http://www.mp.gov.si/fileadmin/mp.gov.si/pageuploads/mp.gov.si/novice/2017/Marec2017/KZ-1E.pdf (6. 6. 2017). 
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in adiecto. Na prvi pogled se zdi, da je namenjena le varstvu posameznikovega interesa glede 
odločanja o zasebnosti ter da kot taka predstavlja sfero, v katero praviloma nihče ne sme posegati. 
Toda zaradi opisane povezanosti z družbenimi skupinami, znotraj katerih posamezniki delujejo, ter 
celotno družbo, je obstoj in učinkovito pravno varstvo zasebnosti tudi v interesu določenih družbenih 
skupin ter v javnem interesu. Pravica do zasebnosti je tako posebnega družbenega pomena ter kot taka 
še zdaleč ni le »nekaj osebnega«. 
 
  
46 
 
V. SEZNAM UPORABLJENE LITERATURE IN VIROV  
1 MONOGRAFIJE IN ZBORNIKI 
DeCew Wagner Judith, In Pursuit Of Privacy: Law, Ethics, And The Rise Of Technology, Cornell 
University Press, Ithaca, 1997. 
Kovačič Matej et. al., Kriminaliteta in tehnologija : kako računalniki spreminjajo nadzor in zasebnost, 
ter kriminaliteto in kazenski pregon?, Inštitut za kriminologijo pri Pravni fakulteti, Ljubljana, 2010. 
Lessig, Lawrence, Code, Basic Books, Cambridge, 2006, URL: 
http://codev2.cc/download+remix/Lessig-Codev2.pdf (2. 2. 2017). 
Morsink, Johannes, The Universal Declaration on Human Rights: Origins, Drafting and Intent, 
University of Pennsylvania Press, Philadelphia, 1999. 
Pavčnik Polajnar Ada, Temeljne pravice kot osebnostne pravice, v: Temeljne pravice, Cankarjeva 
založba, Ljubljana, 1997, pp. 150-167. 
Pavčnik Marijan, Razumevanje (temeljnih) človekovih pravic, v: Temeljne pravice, Cankarjeva 
založba, Ljubljana, 1997, pp. 84-112. 
Pličanič Senko, Temelji ekološkega prava, Cankarjeva založba, Ljubljana, 2003. 
Solove, Daniel J., Schwartz, Paul M., Privacy Law Fundamentals, International Association of Privacy 
Professionals (IAPP), 2015. 
Solove, Daniel J., The Future of Reputation: Gossip, Roumor and Privacy on the Internet, Yale 
University Press, 2007. 
Solove, Daniel J., Understanding privacy, Harvard University Press, Cambridge, 2008. 
Šturm Lovro et. al., Komentar Ustave, Fakulteta za podiplomske državne in evropske študije, Brežice, 
2002. 
Turkington Richard C,  Allen Anita L., Privacy law: cases and materials, American casebook series, 
St. Paul, 1999. 
Vincent, David, Privacy: A Short History, Polita, 2016.  
Westin Alan, Privacy and Freedom, Atheneum, New York, 1976. 
Završnik Aleš, Drones and Unmanned Aerial Systems, Legal and Social Implications for Security and 
Surveillance, Springer, Cham, 2016. 
47 
 
2 RAZPRAVE IN ČLANKI 
Allen, Anita L., Coercing Privacy, Wm. & Mary L. Rev. 40, 1999, pp. 723-757. 
Allen, Anita L., An Ethical Duty to Protect One's Own Information Privacy?, Alabama L. Rev., 4, 64, 
2013, pp. 845-866. 
Bloustein, Edward J., Privacy as an aspect of Human Dignity: An answer to dean Prosser, N.Y.U. L. 
Rev., 39, 1694, pp. 962-1007. 
Buitelaar, J. C., Post-mortem privacy and informational self-determination, Ethics Inf Technol, 19, 
2017, pp. 129–142. 
Cohen, Julie E., What Privacy Is For (November 5, 2012), Harvard L. Rev., 126, 2013, pp. 1904-1933, 
URL: https://ssrn.com/abstract=2175406 (10. 5. 2017). 
Cohen, Julie E., Examined Lives: Informational Privacy and the Subject as Object, Stanford Law 
Review, Symposium: Cyberspace and Privacy: A New Legal Paradigm?, 5,  52, 2000, pp. 1373-1438. 
D'Amato, Anthony, Comment: Professor Posner's Lecture on Privacy, Georgia Law Review, 12, 1978, 
pp. 497-504. 
Dworkin, Gerald, The nature of autonomy, Nordic Journal of Studies in Educational Policy, 2, 2015, 
HTML oblika brez označenih strani, URL: 
http://www.tandfonline.com/doi/full/10.3402/nstep.v1.28479 (4. 5. 2017). 
Etzioni, Amitai, A Communitarian Perspective on Privacy, Connectitut L. Rev., 2000, pp. 897-905, 
URL: https://www2.gwu.edu/~ccps/etzioni/A279.pdf (12. 5. 2017). 
Fairfield, Joshua A.T., Engel, Christoph, Privacy As A Public Good, Duke L. Journal, 3, 65, 2015, pp. 
385-475. 
Fried, Charles, Privacy, The Yale Law Journal, 77 (3), 1968, pp. 475-493. 
Fried, Charles, Privacy: Economics and Ethics A Comment on Posner, Georgia Law Review, 12, 
1978, pp. 423-428. 
Froomkin, A. Michael, Regulating Mass Surveillance as Privacy Pollution: Learning from 
Environmental Impact Statements, U. Ill. L. Rev., 2015, pp. 1713-1790, URL: 
https://illinoislawreview.org/wp-content/ilr-content/articles/2015/5/Froomkin.pdf (10. 12. 2016). 
Gavison, Ruth, Privacy and the Limits of Law, The Yale L. Journal, 89, 3, 1980, pp. 421-471. 
Gladstein, Deborah L., Groups in Context: A Model of Task Group Effectiveness, Administrative 
Science Quarterly, 4, 29, 1984, pp. 499-517. 
48 
 
Gorkič, Primož, Sodobni prikriti preiskovalni ukrepi : prvič: lovilec IMSI, Odvetnik : glasilo 
Odvetniške zbornice Slovenije, 2, 16, 2014, pp. 47-53. 
Gormley, Ken, One Hundred Years of Privacy, Wis. L. Rev., 5, 1992, pp. 1335-1441. 
Griffin, James, The Human Right to Privacy, San Diego L. Rev., 4, 44, 2007, pp. 697-721. 
Hirsch, Dennis D., The Glass House Effect: Big Data, the New Oil, and the Power of Analogy, Maine 
L. Rev., 66, 2014, pp: 1-22, URL: : http://digitalcommons.mainelaw.maine.edu/mlr/vol66/iss2/3 (10. 
12. 2016). 
Hoofnagle, Chris Jay, King, Jennifer, Li, Su, Turow, Joseph, How Different are Young Adults from 
Older Adults When it Comes to Information Privacy Attitudes and Policies?, 2010, URL: 
https://ssrn.com/abstract=1589864 or http://dx.doi.org/10.2139/ssrn.1589864 (15. 5. 2017). 
Hunt, Chris D. L, Conceptualizing Privacy and Elucidating its Importance: Foundational 
Considerations for the Development of Canada’s Fledgling Privacy Tort, Queen's L. J., 1, 37, 2011, 
pp. 167-219. 
Hunt, Chris D. L., From Right to Wrong: Grounding a “Right” to Privacy in the “Wrongs” of Tort, 
Alberta L. Rev., 3, 52, 2015, pp. 635-667. 
McCloskey, H. J., Privacy and the Right to Privacy, Philosophy, 211, 55, 1980, pp. 17-38 
Jacobson, Nora, Dostojanstvo in zdravje – pregled prev. Katja Plauštajner, Revus – Revija za 
evropsko ustavnost, 10, 2009, pp. 35–52. 
Jadek Pensa, Dunja, Pravica do zdravega življenjskega okolja in denarna odškodnina za 
nepremoženjsko škodo, Podjetje in delo: revija za gospodarsko, delovno in socialno pravo, XXXV, 6-
7, 2009, pp. 1320-1333. 
Jarvis Thomson, Judith, The Right to Privacy, Philosophy and Public Affairs, 4, 4, 1975, pp. 295-314. 
Kang, Jerry, Information Privacy in Cyberspace Transactions, Stan. L. Rev. 50, 1998, pp. 1193-1294. 
Konvitz, Milton R., Privacy and the Law: A Philosophical Prelude, Law and Contemporary Problems , 
31, 1966, pp. 272-280. 
Lessig, Lawrence, ‘The Law of the Horse: What Cyberlaw Might Teach,’ Harvard Law Review, 113, 
1999, pp. 501-546. 
McCallig, Damien, Facebook after death: an evolving policy in a social network, International Journal 
of Law and Information Technology, 2, 22, 2014, pp. 107-140. 
49 
 
Nissenbaum, Helen, From Preemption to Circumvention: if Technology Regulates, why do we need 
Regulation (and Vice Versa)?, Berkeley Tech. L.J., 26, 2011, pp. 1367-1386. 
Nissenbaum, Helen, Privacy as contextual integrity,  Washington Law Review, 79, 2004, pp. 119-158. 
Novak, Barbara, Posmrtno varstvo osebnosti, Zbornik znanstvenih razprav, 2000, pp. 107-128. 
Ohm, Paul, Broken Promises of Privacy: Responding to the Surprising Failure of Anonymization 
(August 13, 2009) U. of Colorado Law Legal Studies Research Paper No. 9-12, UCLA L. Rev., 57, 
2010, pp. 1701-1777, URL: https://ssrn.com/abstract=1450006 (12. 5. 2017). 
Posner, Richard A., John A. Sibley Lecture, The Right of Privacy, 1978, Georgia Law Review, 12(3), 
pp. 393-422.  
Powles, Julia, The case that won't be forgotten, Loyola University Chicago L. J., 47, 2015, pp. 583-
615. 
Prosser, William, Privacy, California Law Review, 48(3), 1960, pp. 383-423. 
Reiman, Jeffrey H., Privacy, Intimacy, and Personhood, Philosophy & Public Affairs, 6, 1, 1976, pp. 
26-44. 
Rubinstein, Ira S., Big Data: The End of Privacy or a New Beginning?, International Data Privacy 
Law, 2, 3, 2013, pp. 74-87. 
Ruiz, Blanca R., The Right to Privacy: A Discourse-Theoretical Approach, Ratio Juris, 2, 11, 1998, 
pp. 155–167. 
Schoeman, Ferdinand, Privacy: Philosophical Dimensions, American Philosophical Quarterly, 3, 21, 
1984, pp. 199-213. 
Schwartz, Paul M., Peifer, Karl-Nikolaus, Prosser's Privacy and the German Right of Personality: Are 
Four Privacy Torts Better than One Unitary Concept?, California Law Review, 98, 2010, pp. 1925-
1988. 
Schwartz, Paul M., Privacy and Democracy in Cyberspace, Vanderbilt L. Rev., 52, 1999, pp. 1609-
1700. 
Sedmak, Mateja, Kralj, Ana, Nevarna zasebnost – nasilje v družinah v Sloveniji, Družboslovne 
razprave, XXII, 53, 2006, pp. 93-110. 
Siegel, Reva B., »The Rule of Love«: Wife Beating as Prerogative and Privacy, Faculty Schoolarship 
Series, Paper 1092, 1996, pp. 2117-2207, dostopno na URL: 
http://digitalcommons.law.yale.edu/fss_papers/1092. 
50 
 
Solove, Daniel J., A Taxonomy of Privacy, 2006, University of Pennsylvania Law Review 154(3), pp. 
477-564. 
Solove, Daniel J., Conceptualizing privacy, Cal. L. Rev, 90, 2002, pp. 1087-1156. 
Solove, Daniel J., A Brief History of Information Privacy Law (2. izd.), PROSKAUER ON 
PRIVACY, PLI, 2016, pp. 1-51, GWU Law School Public Law Research Paper No. 215, 
URL: https://ssrn.com/abstract=914271 (15. 2. 2017). 
Strahilevitz, Lior Jacob, A Social Networks Theory of Privacy, University of Chicago L. Rev., 3, 72, 
2005, pp. 919-988. 
Tene, Omer, Polonetsky, Jules, Big Data for All: Privacy and User Control in the Age of Analytics, 
Nw. J. Tech. & Intell. Prop., 5, 11, 2013, pp. 239-273, URL: 
http://scholarlycommons.law.northwestern.edu/njtip/vol11/iss5/1 (12. 5. 2017) 
Tene, Omer, Privacy Law’s Midlife Crisis: A Critical Assessment of the Second Wave of Global 
Privacy Laws, Ohio State L.J., 6, 74, 2013, pp. 1217-1261. 
Tene, Omer, What  Google knows: privacy and internet search engines, Utah L. Rev., Forthcoming, 
2007, pp. 1-72, dostopno na URL: http://ssrn.com/abstract=1021490. 
Warren, Samuel, Brandeis, Louis, The Right to Privacy, Harvard Law Review, 4(5), 1890, pp. 193-
220. 
Westin, Alan F., Science, Privacy, and Freedom: Issues and Proposals for the 1970's, Part I, The 
Current Impact of Surveillance on Privacy, Columbia Law Review, 66(6), 1966, pp. 1205-1253. 
Westin, Alan F., Science, Privacy, and Freedom: Issues and Proposals for the 1970's, Part II, 
Balancing the Conflicting Demands of Privacy, Disclosure, and Surveillance, Columbia Law Review, 
66(7), 1966, pp. 1205-1253. 
3 SODNA PRAKSA 
1.9 SLOVENIJA  
Up-2155/08-10 
U-I-70/12 
Up 32/94 
1.10 VELIKA BRITANIJA 
Duchess of Argyll v Duke of Argyll,[1965] 1 All E.R. 611, [1965] 2 W.L.R. 790 (Ch. D.). 
51 
 
1.11 ZDA 
Lugosi v. Universal Pictures 603 P.2d 425 (Cal. 1979). 
Loving v. Virginia, 388 U.S. 1 (1967). 
Groucho Marx Productions, Inc. v. Day and Night Co., Inc. 689 F.2d 317 (2d Cir. 1982). 
Pavesich v. New England Life Ins. Co., 122, Ga. 190 (1905). 
Griswold v. Connecticut, 381 U.S. 479 (1965).  
Roe v. Wade, 410 U.S. 113 (1973). 
Olmstead v. United States 277 U.S. 438, 471 (1928). 
Katz v. United States, 389 U.S. 347 (1967). 
1.12 NEMČIJA 
Mephisto, BVerfGE 30, 173. 
1.13 SODIŠČE EVROPSKE UNIJE 
Maximillian Schrems v Data Protection Commissioner, C-362/14, ECLI:EU:C:2015:650 
Smaranda Bara and others, C‑201/14, ECLI:EU:C:2015:638  
Weltimmo s. r. o. v Nemzeti Adatvédelmi és Információszabadság Hatóság, C‑230/14, 
ECLI:EU:C:2015:639 
Google Spain SL and Google Inc. v Agencia Española de Protección de Datos (AEPD) and Mario 
Costeja González, C‑131/12, ECLI:EU:C:2014:317. 
4 DRUGI VIRI 
Allen, Anita, How I Got Through Airport Security with no I.D., 11. 25. 2008, URL: 
http://www.thedailybeast.com/how-i-got-through-airport-security-with-no-id (9. 5. 2017). 
Fleischer, Peter, Tinker, Tailor, Soldier, Spy, They hacked my phone, I don't know why, October 29, 
2013, URL: http://peterfleischer.blogspot.si/2013/10/tinker-tailor-soldier-spy-they-hacked.html (12. 5. 
2017). 
Google Account Help, URL: https://support.google.com/accounts/troubleshooter/6357590?visit_id=1-
636332983441750044-4124422058&rd=2#ts=6357650 (15. 5.2016). 
Letno poročilo LOG OUT, URL: http://www.logout.si/assets/Letno-poroilo/2016/LOGOUT-letno-
poroilo-2016.pdf (4. 4. 2017). 
52 
 
Predlog Zakona o spremembah in dopolnitvah Kazenskega zakonika (EVA 2016-2030-0001), redni 
postopek – predlog za obravnavo, p. 11, URL: 
http://www.mp.gov.si/fileadmin/mp.gov.si/pageuploads/mp.gov.si/novice/2017/Marec2017/KZ-
1E.pdf (6. 6. 2017). 
Safe.si, Kaj mladi počnejo na internetu?, URL: https://safe.si/center-za-varnejsi-internet/raziskave-in-
trendi/kaj-mladi-pocnejo-na-internetu (4. 4. 2017). 
Siavoshy, Babak, Why privacy matters even if you don’t care about it (or, privacy as a collective 
good), 14. 6. 2015, URL: https://concurringopinions.com/archives/2015/06/privacy-as-a-collective-
good.html (12. 5. 2017).  
Smernice Informacijskega pooblaščenca za oblikovanje izjave o varstvu osebnih podatkov na spletnih 
straneh, 2009, pp. 1-10. URL: https://www.ip-rs.si/fileadmin/user_upload/Pdf/smernice/Smernice-za-
oblikovanje-izjave-o-varstvu-osebnih-podatkov-na-spletnih-straneh.pdf  (2. 4. 2017). 
WP29 Opinion 02/2013 on apps on smart devices, 2013, pp. 15, URL: http://ec.europa.eu/justice/data-
protection/article-29/documentation/opinion-recommendation/files/2013/wp202_en.pdf (2. 4. 2017). 
Zimmerman, Diane L., Does Tiger Woods Have a Right to Privacy?, Just keep quiet, 3. 12. 2009, 
URL: https://roomfordebate.blogs.nytimes.com/2009/12/03/does-tiger-woods-have-a-right-to-
privacy/?_r=0 (12. 5. 2017). 
 
  
