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 Perkembangan ilmu pengetahuan pada bidang teknologi jaringan terjadi 
sangat cepat karena mengikuti perkembangan kebutuhan manusia. Salah satu 
teknologi jaringan yang saat ini menarik perhatian masyarakat adalah teknologi 
Vehicular Ad-hoc Network. VANET memiliki beberapa jenis protokol routing 
seperti RAODV dan AOMDV yang merupakan protokol pengembangan dari 
AODV. Keamanan pada VANET adalah sebuah tantangan besar, dikarenakan node 
yang saling terhubung pada sebuah jaringan nirkabel tidak terproteksi. jaringan 
VANET ini menjadi rentan akan beberapa ancaman jaringan dan dapat 
mempengaruhi performa dari jaringannya. Terdapat berbagai macam jenis serangan 
yang dapat membahayakan jaringan VANET diantaranya adalah blackhole attack 
dan RREQ flooding attack. Dalam penelitian ini penulis membuat penelitian dengan 
judul Perbandingan RAODV dan AOMDV terhadap Denial of Service Pada 
VANET. Pengujian diukur berdasarkan 4 parameter QoS yaitu throughput, PDR, 
jitter dan delay. Penelitian ini menggunakan jumlah node yang bervariasi dari 20 
sampai 30 node dengan waktu simulasi dari 10 sampai 30 detik lalu jaringan 
dianalisa ketika diserang oleh 1 sampai 3 node penyerang. Dengan melakukan 
analisa tersebut, diperoleh data analisis berupa perbandingan dampak dari 
blackhole attack dan RREQ flooding attack terhadap routing protocol RAODV dan 
AOMDV pada VANET. 





















The development of science in the field of network technology occurs very 
quickly because it follows the development of human needs. One of the network 
technologies that currently attracts public attention is Vehicular Ad-hoc Network 
technology. VANET has several types of routing protocols such as RAODV and 
AOMDV which are the development protocols of AODV. Security on VANET is a 
big challenge, because nodes are interconnected on an unprotected wireless 
network. This VANET network is vulnerable to several network threats and can 
affect the performance of its network. There are various types of attacks that can 
endanger the VANET network including black hole attacks and RREQ flooding 
attacks. In this study the author made a study entitled Comparison of RAODV and 
AOMDV against Denial of Service on VANET. Testing is measured based on 4 QoS 
parameters, namely throughput, PDR, jitter and delay. This study uses a number of 
nodes that vary from 20 to 30 nodes with simulation times from 10 to 30 seconds 
then the network is analyzed when attacked by 1 to 3 attacker nodes. By carrying 
out this analysis, analysis data was obtained in the form of a comparison of the 
effects of blackhole attacks and RREQ flooding attacks on the RAODV and AOMDV 
routing protocols on the VANET. 
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