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demands  of  dynamic  personnel  professionalism  and  working  capacity  in  all  conditions.  Related  to 
challenges in the process of task implementations and internal audit function, interrelation between risk 
management and  internal audit was obtained. Therefore,  it  is unavoidable for  internal audit activity to 
use  risk  management  process.  From  a  comparative  study  of    3  (three)  domestic  as  well  as  foreign 
companies  is  PT  Petrokimia  Gresik,  PT  Sucofindo  and  Turk  Tellekom  (Turki),  strong  link  was  found 
between  risk  management  and  internal  audit  and  their  roles  in  improving  internal  audit  of  those 
companies.   Moreover,  based  on  analysis  results  of  PT.Timah  (Persero)  Tbk.'s  role  in  carrying  out  its 
function and part, by using qualitatively‐based research methodology, it was found that there were some 












company  to manage  the  risks  from  the  identification, measurement, mapping and risk control  to  limit 









efficient  role  of  the  internal  audit  unit  (SPI)/Internal  Audit  in  conducting  company's  performance 





to  supervise  the  process  of    company's  operations  in  achieving  short  and  long  term  goals  of  the 
company.  Internal  Audit  is  oriented  to  comprehensive  advising  that  leads  to  the  achieving  company 
operations effectively, efficiently and economically and also as a partner  in  the  implementation of the 
operational management of  the company. The  results of  the  implementation of  Internal Audit can be 
used by management as one basis for decision making.  Hence, based on the new paradigm to internal 
audit  activity  in  supporting  the  sustainability  of  company's  activities,  is  the  use  of  existing  risk 
management  process within  the  company/organization  as  part  of  the  audit  process.  The  use  of  risk 
management process  is  very  important because  it would  further  encourage  viewpoints  and  common 






owned  companies  in  Indonesia, PT. Petrokimia Gresik  (Persero) and PT. Sucofindo  (Persero), and one 
abroad,  Turkey‐based  Türk  Telekom, were  selected  to  assess  the  application  of  risk management  to 
internal audit. From this assessment, a suitable approach  is proposed for the  internal audit unit of PT. 
Timah (Persero) Tbk.  In the development of the application of risk management in PT Petrokimia Gresik 
(Persero)  [3],  the  scope discussed became more  specific and adapted  to  the changes happening both 
externally  and  internally.  Scope  of  risk management was  divided  into  two  scopes  of  Corporate  Risk 
Scope and Operational Risk Scope. The concept of corporate risk and operational risk begins  from the 









The  next  example  is  PT.  Sucofindo  (Persero)  [4], which  implement  the  application  of  company's  risk 
management that are integrated between the internal control function in  working unit, company's risk 
management function, and Internal Audit function in SPI. This triangle principle approach uses principles 
of good governance. The approach used by PT. Sucofindo  (Persero)  seem  to use  the approach of  the 
Three  Lines  of  Defense  that  is  increasingly  adopted  by  various  organizations  to  risk  management 
capabilities across  the entire business processes and organization. Three  layers of defense consists of 
internal  control,  risk  management  and  internal  Audit.  Internal  control  is  the  1st  line  of  defense  of 





To obtain a thorough comparison of the application of risk management to the  internal audit,  it  is also 
necessary  to observe a company outside of  Indonesia. Therefore, a company named Türk Telekom  [5] 
was selected. Türk Telekom  is a  leading telecommunications venture  in Turkey and have also become a 
public company. Similar approach as PT. Petrokimia Gresik  (Persero)  is used  for  the application of  risk 
management‐based  internal  audit.  Türk  Telekom's  internal  audit unit  carries out  its  activity based on 
international standard certified by an independent organisation. The unit performs activities of assurance 




process  of  the  company.  The  Internal  Audit  Department  reports  the  activity  results  to  the  Audit 






































Diagram 1. Business solution for risk management-based internal audit application 
at PT. Timah (Persero) Tbk. 
 
• Documentation: Document materials  studied  to obtain data and  information  in  the present  research 











From  comparative  study  of  three  domestic  as well  as  foreign  companies,  it was  found  a  strong  link 
between risk management and internal audit, and their roles in improving internal audit performance of 
those  companies.  Based  on  evaluation  of  the  existence  of  the  company's  internal  audit,  its  role  and 
function, it can be concluded that there were weaknesses that could potentially reduce the effectiveness 
and efficiency of the internal audit of PT. Timah (Persero) Tbk. Hence, a business solution [1], in Diagram 









1. From comparative study of  three domestic as well as  foreign companies,  it was  found a strong  link 
between risk management and internal audit, and their roles in improving internal audit performance 
of those companies. 
2. Based  on  evaluation  of  the  existence  of  the  PT.Timah  (Persero)  Tbk.’s  internal  audit,  its  role  and 
function,  it  can  be  concluded  that  there  were  weaknesses  that  could  potentially  reduce  the 
effectiveness and efficiency of the internal audit of PT.Timah (Persero) Tbk.  
3. A business solution has been proposed for the application of risk management‐based internal audit to 







































































































2. PT. Sucofindo     
a. Company’s risk management 
application that is integrated 
between risk management and 
internal control function in working 
units 
 
    
There is no integration 
between risk management 
and internal audit 
To carry out a collaboration 
between risk management 
and internal audit by the 
application of a system 
linking risk management and 
internal audit, to enable 
internal audit in drawing 
conclusions regarding 
significant risks in order to 
implement immediate audit 
process 
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b. Approach used is Three Lines of 
Defense to risks: 
• Internal control as the first line of 
defense 
• Risk management as the second 
line of defense 
• Audit Internal as third line of 
defense 
  
Three Lines of Defense 
concept or approach is 
presently not formally used 
by PT. Timah, but used 
separately 
The Three Lines of Defense 
approach can be proposed 
to be applied at PT. Timah, 
due to integrated nature of 
the concept 
c. The existence of integrated risk 
management culture in whole 
working unit in order to implement 
company operational process 
 
Not conducted completely 
yet 
Proposed to implement risk 
management culture to 
whole working units of 
company including 
subsidiary 
 
3. Türk Telekom (Turkey public‐listed 
company) 
   
a. Internal audit based on international 
standards certified by independent 
organization 
At present PT. Timah has 
not used any international 
standard in internal audit 
as well as risk management 
In future international 
standard such as ISO 
31000:2009 [2] can be 
adopted for risk 
management and internal 
audit implementation 
b. Internal audit activity conducted 
assurance and consultancy 
  
Has been implemented but 
not maximally due to 
limited resource of 
experienced auditors, 
which means that human 
resources are not capable 
to handle the audit 
objective areas 
Increasing the number of 
human resources, in 
particular the experienced 
auditors 
c. Evaluate and develop risk 
management, control process and 
company governance  
Has been implemented  Evaluation is continually 
conducted for correction 
d. Internal Audit Department Working 
Principle that is authorized by the 
Board, which to report its activities 
to Audit Committee 
  
Internal audit activity 
report has not been 
reported periodically to 
Audit Committee, only if 
Audit Committee carried 
out special investigation 
through internal audit 
 
Internal audit periodically to 
report audit activity result to 
Audit Committee 
e. Internal audit is responsible for 
company risk evaluation 
Internal audit especially is 
not responsible to 
company risk, but risk is 
the responsibility of each 
owner 
Internal audit carries out 
audit implementation 
accordingly to business 
process of risk 
management‐based internal 
audit (six‐level audit 
implementation) 
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f. Use information system to analysis 
data in audit system/implementation 
Use data from SAP  SAP is used continually 
g. Auditors already have CIA, SMMM, 
CISA, CFE certificates 
No certifications  Propose for company 
auditors to obtain 
certification on order to 
improve human resource 
capability 
 
  
