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Cílem této práce bylo se seznámit se strukturou a jednotlivými částmi systému IP 
Multimedia Subsystem (IMS), se způsobem signalizace a předávání zpráv mezi klientem       
a prvky IMS. V simulačním prostředí realizovat model představující přenos zpráv mezi 
koncovým zařízením a základními prvky IMS.  
V práci byla popsána funkce systému IMS, jeho architektura a základní prvky, 
architektura použitého signalizačního protokolu SIP a jeho prvků, formát zpráv SIP a SDP, 
způsob zajištění kvality služeb QoS v systému IMS. Dále byl proveden teoretický návrh 
modelu registrace koncového zařízení a rezervace síťových prostředků v IMS. Následovně  
byly tyto modely realizovány v simulačním prostředí programu OPNET Modeler za pomocí 
nástrojů: editor projektu, editor uzlu a editoru procesu. V poslední části práce byl popsán 
způsob ověření správné funkce realizovaných modelů prostřednictvím simulačního nástroje 













The aim of this work is to give information about the structure and elements of the IP 
Multimedia Subsystem, using signaling protocol and transferring messages between the 
terminal and elements of IMS. Create model, which implements messages transfer between 
terminal and IMS elements, by environment tools OPNET Modeler. 
   This work describes system function IMS, its architecture, basic elements, 
architecture of using signaling protocol SIP and its elements, SIP and SDP messages format 
and the way of ensuring Quality of Services. There is a project of model terminal registration 
and reservation data flow by terminal in the IMS. These models were realized in a simulation 
environment called OPNET Modeler by using tools: project editor, node editor and process 
editor. In the last part of this work, the method of verification correct function of realized 
models was created by simulation tools called Debbuger. This tool is one of the environment 
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IP Multimedia Subsystem (The Internet Protocol Multimedia Subsystem) je více než 
pouhý protokol. Jedná se o architekturu založenou na širokém spektru protokolů 
definovaných především organizací  IETF (Internet Engineering Task Force). Na základě 
těchto protokolů jsou v IP Multimedia Subsystem poskytovány služby v reálném čase. 
Jedním z těchto protokolů definovaných IETF je protokol SIP (Session Initiation Protocol), 
který slouží k zajištění signalizace. Hlavním úkolem této architektury je především 
konvergence pevných a mobilních sítí.  
 V architektuře IP Multimedia Subsystem je k efektivnímu využití síťových 
prostředků, z hlediska přenosu dat, hlasu a videa, definována kvalita služeb QoS (Quality of 
Service). Mezi hlavní parametry kvality služeb patří zpoždění, ztrátovost paketu a proměnlivé 
zpoždění (jitter). V této architektuře může být definováno hned několik modelů pro zajištění 
kvality služeb. Jednou z těchto služeb je rezervace síťových prostředků koncovým zařízením 
prostřednictvím protokolu RSVP  (Ressource reSerVation Protocol) a protokolu PDP (Packet 
Data Protocol Context).  
Teoretický návrh modelu registrace koncového zařízení a rezervace síťových 
prostředků v síti IP Multimedia Subsystem byl vytvořen na základě teoretických poznatků 
architektury, kvality služeb a signalizačního protokolu SIP v této síti. Tento návrh odpovídá 
případu, kdy přístupovou sítí koncového zařízení do sítě IP Multimedia Subsystem je síť 
GPRS (General Packet Radio Service). 
 Na základě teoretického návrhu modelu registrace koncového zařízení a rezervace 
síťových prostředků byla provedena realizace těchto dvou modelů představujících přenos 
zpráv mezi koncovým zařízením a základními prvky IMS a to vše v prostředí simulačního 
programu OPNET Modeler za pomoci  nástrojů: editor projektu, editor uzlu a editor procesu.  
V poslední části této práce je popsán způsob ověření správné funkce jednotlivých 
prvků realizovaných modelů použitím simulačního nástroje Debbuger, který je také součástí 
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1 IP MULTIMEDIA SUBSYSTEM 
1.1 IP Multimedia Subsystem 
IP Multimedia Subsystem, dále již jen jako IMS, je jedním ze standardů 3GPP (Third 
Generation Partnership Project). Jedná se o paketově orientovaný podsystém založený na 
signalizačním protokolu SIP.  
Úkolem architektury protokolu IMS je konvergence pevných a mobilních síti. Jinými 
slovy se IMS snaží o odstranění rozdělení sítě do dvou částí a to na paketově a okruhově 
spínané. Odstraněním tohoto rozdělení dojde ke sjednocení přenosu hlasu a dat na paketovou 
bázi, kde je ponechán stávající způsob přenosu dat a přenos hlasu je založen na protokolech 
VoIP (Voice over Internet Protocol) a SIP se zavedením kvality řízení přenosu 
prostřednictvím QoS.  
IMS přináší možnost poskytovat uživatelům širokou škálu nejen služeb příští 
generace v oblasti IP telefonie a multimedií, ale i stávající, které lze poskytovat pomocí 
paketových sítí [9], [10].  
1.2 Architektura IMS 
 Architektura IMS je založena na IP principu spolupracujícím s existujícími hlasovými 
a datovými sítěmi, jak pro pevná připojení (PSTN, ISDN), tak i pro mobilní uživatele 
(GSM,CDMA). IMS architektura umožňuje vytvořit spojení bod – bod („peer to peer“) IP 
spojení se všemi typy klientů včetně zajištění kvality služeb. 
 Mezi základní požadavky této architektury patří zejména nezávislost přístupu, což 
znamená poskytování služeb přes všechny IP sítě (GPRS, WLAN, DSL, …), zajištění kvality 
služeb QoS pomocí protokolů SIP, schopnost kontrolovat tok dat a s tím související 
zpoplatnění služeb, podpora roamingu nebo spolupráce s dalšími sítěmi. Na obrázku 1.1 je 
znázorněno zjednodušené blokové schéma architektury IMS s možností přístupu do sítě 
PSTN.  
 




Obr. 1.1: Zjednodušené blokové schéma architektury IMS 
1.3 Hlavní prvky architektury IMS 
 Architektura IMS se skládá ze tří hlavních vrstev, mezi které patří aplikační vrstva, 
IMS vrstva a transportní vrstva viz. obr.1.2. V následujícím textu bude popsána funkce již 
zmíněných vrstev a také jednotlivých prvků, které jsou v těchto vrstvách definovány.  





Obr. 1.2: Vrstvy architektury IMS 
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1.3.1 Aplikační vrstva  
 Aplikační vrstva podporuje širokou škálu aplikačních serverů jak telefonních tak i 
netelefonních. K těmto serverům se zákazník může dostat přímo přes webový portál, kde  si 
může aktivovat či deaktivovat jakékoliv služby dle své vlastní volby. 
 Mezi základní prvky této vrstvy patří HSS, SLF a AS, jejichž funkce jsou popsány 
v následujícím textu. 
 
• HSS (Home Subscriber Server) - hlavní databáze o účastnících a službách. Jedná se 
například o informace o registraci uživatele, nebo přístupové parametry. 
 
• SLF (Subscription Locator Function) – obsahuje mechanismus pro vyhledávání 
adresy HSS s profilem daného účastníka 
 
• AS (Aplication Servers) – aplikační servery poskytují aplikační služby a komunikují 
s IMS protokolem SIP. IMS doména podporuje více aplikačních serverů pro různé 
služby, jako je například push-to-talk, instant messaging a signalizace přítomnosti. 
1.3.2 IMS vrstva 
 Základní funkcí IMS vrstvy je registrace koncových bodů sítě a směrování 
signalizačních hlášení protokolu SIP do příslušných aplikačních serverů. 
 Mezi základní prvky této vrstvy patří: P-CSCF, S-CSCF, I-CSCF, MGCF, BGCF       
a SGW. Funkce jednotlivých prvků jsou popsány v následujícím textu. 
 
•  P-CSCF (Proxy Call Session Control Function) – je prvním kontaktním bodem pro 
uživatele. Jedná se o obdobu proxy serveru se základními funkcemi jako je 
přesměrování žádostí a odpovědí, kontrola identity uživatele a také ověření 
důvěryhodnosti. Díky těmto funkcím již ostatní entity sítě nemusejí provádět 
autentizaci uživatele, protože důvěřují kontrole P-CSCF.  
 
Dalšími funkcemi jsou komprese a dekomprese zpráv, ke které dochází na rádiovém 
rozhraní sítě IMS a terminálem. Zajišťuje také generování informací pro vyúčtování               
a udržuje časovače spojení. Touto entitou také prochází veškerá signalizace k uživateli.  
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• S-CSCF (Serving Call Session Control Function) - je velice důležitým prvkem 
architektury IMS, který zajišťuje dohled nad spojením, poskytuje registrační služby     
a směruje SIP zprávy do příslušného aplikačního serveru dle profilu uživatele. 
 
• I-CSCF (Interrogating Call Session Control  Function) - zajišťuje dotazování do HSS 
za účelem získání jména S-CSCF, který obsluhuje požadované uživatele. Další jeho 
funkcí je směrování SIP žádostí  a odpovědí do odpovídajícího S-CSCF. 
 
• MGCF (Media Gateway Control Function) – zajišťuje vzájemnou spolupráci 
signalizace v IP a telefonních sítích 
 
• BGCF (Breakout Gateway Control Function) -  zajišťuje výběr jiného BGCF a jiného 
bodu přístupu do CS domény 
 
• SGW (Signalling Gateway) – propojuje různé vnitřní signalizační sítě a zajišťuje 
konverzi nižších protokolových vrstev  
1.3.3 Transportní vrstva 
 Transportní vrstva zajišťuje přenosové služby, mezi které patří paketizace 
analogového hlasového provozu. Dále také poskytuje mediální brány ke konvertování VoIP 
proudů na časově multiplexované proudy TDM (Time Division Multiplex).  
Hlavními prvky této vrstvy jsou: MRF, GGSN, SGSN, IMS-MGW. Funkce jednotlivých 
prvků jsou opět popsány v následujícím textu. 
 
• MRF (Multimedia Resource Function) - skládá se ze dvou částí, kterými jsou: 
o MRFC (Multimedia Resource Function Controller) – řídí služby konference   
a interaktivní odezvy IVR (Interaktiv Voice Response Service) realizované 
MRFP viz. uvedený níže. 
o MRFP (Multimedia Resource Function Processor) – procesor, který je řízený 
jednotkou MRFC, vykonává například multiplexaci příchozích datových toků 
 
• GGSN (Gateway GPRS Support Node) – zajišťuje propojení s vnějšími paketovými 
sítěmi 
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• SGSN (Serving GPRS Support Node) – spojuje rozhraní rádiové s paketovou sítí. 
Zároveň se podílí na přenosu dat mezi terminálem a GGSN.  
 
• IMS-MGW (The IMS Multimedia Gateway Function) – propojuje CS sítě s IMS. 
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2 SIGNALIZACE SIP A IP MULTIMEDIA SUBSYSTEM 
2.1 Signalizační protokol SIP 
 V architektuře IMS je k signalizaci využíván  signalizační protokol SIP  definovaný 
organizací IETF. Jedná se o textový protokol, jehož strukturou se podobá například 
poštovnímu protokolu SMTP (Simple Mail Transfer Protocol) nebo protokolu HTTP 
(Hypertext Transport Protocol). Tělo zprávy je tvořeno textovými položkami ve formě 
<název>:<hodnota>, které slouží k popisu předávaných informací. Textová podstata 
protokolu umožňuje nejen jednoduché ladění, ale i jeho snadnou rozšířitelnost.  
 Protokol SIP je určen k navazování, ukončení a dohled nad spojením mezi dvěma 
nebo více účastníky. Není svázán s žádnými konkrétními protokoly pro vlastní přenos 
multimediálních dat. Uvnitř zprávy protokolu SIP je zapouzdřena zpráva jiného protokolu, 
který specifikuje použitá kódování pro multimediální data, jejich parametry a čísla portů, na 
kterých mají být data přijímána nebo vysílána. Obvykle se pro tento účel využívá protokol 
SDP (Session Description Protocol), který je rovněž textový.  
 Protokol SIP je typu klient–server. Klient navazuje spojení se serverem. Jedno 
zařízení může pracovat současně jako klient tak i server. Příkladem je telefonní přístroj 
pracující pro odchozí volání jako klient a pro příchozí volání jako server. V protokolu SIP 
jsou definovány dva druhy zpráv, kterými jsou Request a Response (žádost a odpověď).   
2.2 Prvky SIP architektury 
2.2.1 User Agent 
 V síti SIP architektury je User Agent (UA) označován jako koncové zařízení, jehož 
úkolem je navazování spojení s ostatními UA. Ty lze rozdělit na User Agent Client (UAC)     
a User Agent Server (UAS). UAC má na starosti inicializaci spojení a UAS reaguje na 
příchozí žádosti a posílá odpovědi.     
2.2.2 Servery  
 Servery jsou v SIP architektuře zařízení, která slouží ke zprostředkování kontaktu 
mezi jednotlivými UA. Vytvoření kontaktu mezi koncovými zařízeními však může být i bez 
účasti serverů. Rozlišujeme tři typy serverů: Proxy server, Redirect a Registrar server. 
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• Proxy Server – přijímá žádosti o navázání spojení od UA nebo jiného proxy serveru 
(v případě, že požadovanou stanici nemá ve své správě) a předá ji jinému proxy 
serveru či přímo volanému UA 
 
• Redirect Server – přijímá žádosti o spojení od UA nebo proxy serveru, jak je 
popsáno u proxy serveru s tím rozdílem, že redirect server posílá tázajícímu 
informaci, komu má žádost poslat a vyčkává na odpověď tázajícího 
 
• Registrar Server – přijímá registrační žádosti od UA, na jejichž základě aktualizuje 
databázi koncových zařízeních, které jsou v rámci domény spravovány 
2.3 Formát zprávy SIP 
 Formát zprávy protokolu SIP je založen na protokolech SMTP a HTTP. Jedná se tedy 
o textový protokol pracující na principu žádost-odpověď. Výměna zpráv probíhá tak, že 
klienti vysílají žádosti a servery posílají odpovědi.  
Na obr.2.1 je zobrazen formát zprávy SIP. Začíná řádkem Start line, který se v 
případě žádosti nazývá Request line a v případě, že zpráva obsahuje odpověď, je tento řádek 
nazván jako Status line. Po řádku Start line následuje velikost hlavičky zprávy a po té je 
Empty line, která odděluje hlavičku zprávy od těla zprávy. 
 
 
Obr. 2.1: Formát zprávy SIP 
2.3.1 Hlavička zprávy 
Hlavička zprávy se nachází v druhém řádku zprávy SIP tudíž po řádku Start line. 
Hlavička je důležitou částí zprávy SIP, která se skládá z jednotlivých polí. Mezi nejdůležitější 
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• To: identifikuje volaného  
• From: identifikuje volajícího a v rámci spojení se nemění (zůstává tedy stejná i ve 
zprávách, které posílá volaný volajícímu)  
• Call-ID: jednoznačná identifikace daného spojení 
• Via: vedle verze SIPu a použitého transportního protokolu obsahuje IP adresu 
původce zprávy. Každý server, který zprávu posílá dál, vloží do hlavičky další 
záznam Via se svou IP adresou. Tyto záznamy se mimo jiné používají pro detekci 
smyček.  
2.3.2 Tělo zprávy 
 Tělo zprávy je ta část zprávy SIP, která je oddělena od hlavičky zprávy řádkem empty 
line viz. obr.2.1. SIP zprávy mohou obsahovat více druhů těl a každé  tělo zprávy využívá 
MIME (Multipurpose Internet Mail Extension) kódování. Formát MIME je definován tak, že 
umožňuje posílání emailové zprávy, která obsahuje přílohy v různých formátech, například 
JPEG, MPEG, atd. 
 V hlavičce zprávy jsou uvedeny informace o těle zprávy. Může to být například její 
délka, formát a jakým způsobem bude přenesena.      
2.4 Formát zprávy SDP 
 Jak již bylo řečeno v kapitole 2.1, ve zprávě signalizačního protokolu SIP je 
zapouzdřena zpráva SDP. Protokol SDP je definován jako jednoduchý textový formát, který 
slouží k popisu multimediálních přenosů.  
Na obrázku 2.2 je zobrazen příklad zprávy SDP, na kterém budou popsány její 
jednotlivé řádky. Tato zpráva, mimo jiné, obsahuje předmět (Swimming techniques), IP 
adresu odesílatele (192.0.0.1), číslo portu pro přijetí audio toku (20000) a portu pro video tok 
(20002). Zpráva obsahuje také požadované audio a video kodeky (číslo 0 představuje audio 








Obr. 2.2: Příklad zprávy SDP 
 Zpráva SDP se skládá ze dvou částí. V první části, která je v našem příkladě tvořena 
prvními pěti řádky těla zprávy, je uvedena verze protokolu v, identifikační údaje uživatele o, 
předmět zprávy s, IP adresa c a čas zahájení přenosu t. V druhé části zprávy jsou uvedeny 
informace o mediálních tocích. V našem případě máme dva mediální toky, proto dva řádky 
začínající písmenem m a dva řádky a, které označují, že se jedná v obou případech o 
obousměrné vysílání, to znamená, že uživatel může data vysílat i přijímat.  
 I přesto, že zprávy SDP jsou tím nejběžnějším formátem popisujícím mediální tok dat, 
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3 KVALITA SLUŽEB A IP MULTIMEDIA SUBSYSTEM 
3.1 Kvalita služeb QoS 
 V dnešní době jsou komunikační standardy definovány se snahou o vytvoření sítí 
s integrovanými službami, které umožňují nad jedinou infrastrukturou přenášet data, hlas 
nebo video.  
Tyto aplikace mají na síť různé požadavky. Pro datový přenos jsou charakteristické 
nároky na šířku pásma a na spolehlivost spojení. Hlas a video naproti tomu požadují relativně 
konstantní pásmo a garantovanou dobu doručení. Částečnou ztrátu informace je možné 
kompenzovat různými opravnými metodami. 
 K efektnímu využití síťových prostředků z hlediska real-timeových aplikací musí být 
datům těchto aplikací zajištěna určitá kvalita služeb QoS. To znamená, že komunikační síť 
může rozlišovat jednotlivé typy datového provozu a zacházet s nimi tak, aby splnila jejich 
požadavky na zpoždění, ztrátovost, šířku pásma a jitter.   
3.1.1 Parametry QoS 
 Mezi parametry QoS patří takové veličiny, které ovlivňují výslednou kvalitu služeb. 
Hlavními parametry těchto služeb je zpoždění, ztrátovost paketu, šířku pásma a jitter.  
 Prvním z hlavních parametrů je tedy celkové zpoždění, které označuje dobu, za kterou 
se přenesou data z vysílajícího koncového zařízení do cílového koncového zařízení.  
Druhým parametrem je ztrátovost paketu, který vyjadřuje množství ztracených dat, 
které nemohly být obnoveny. Pokud je ztráta paketů náhodně rozložena, nedochází 
k výraznému zhoršení hlasové kvality. V opačném případě, kdy je ztraceno velké množství 
po sobě jdoucích paketů, dojde k výraznému zhoršení kvality hlasu.  
A posledním ze zmiňovaných parametrů je jitter, který vyjadřuje kolísání velikosti 
zpoždění přenášených paketů sítí. Vysílací strana vysílá pakety v pravidelných okamžicích. 
V ideálním případě by přijímací strana měla přijímat pakety pravidelně a tím by zpoždění 
jitter bylo nulové. K zajištění potlačení zpoždění jitter se využívá jitter buffer, který 
uchovává pakety na přijímací straně a tím dojde k vyrovnání proměnlivosti příchodu paketů.   
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3.2 Kvalita služeb QoS v architektuře IMS 
 V architektuře IMS je definováno několik modelů, jejichž úkolem je zajistit 
požadovanou kvalitu služeb QoS v paketově orientovaných sítích. Jednou z těchto služeb je 
rezervace síťových prostředků nebo-li rezervace zdrojů, která je nutná k vytvoření                  
a udržování stavů v koncových zařízeních a směrovačích podél cesty toku dat. 
V následujícím textu, v podkapitolách 3.2.1 a 3.2.2,  budou popsány dva způsoby rezervace 
zdrojů. Prvním je protokol pro rezervaci zdrojů RSVP a jeho použití je typické v IP sítích. A 
druhý způsob pro rezervaci zdrojů je založen na protokolu PDP, který se využívá zejména 
v GPRS přístupových sítích.  
 Na obrázku 3.1 je zobrazena architektura IMS s prvky a protokoly, které se podílejí na 
zajištění kvality služeb. O funkcích těchto prvků a protokolů bude zmíněno později.   
 
 
Obr. 3.1: QoS v IMS architektuře 
3.2.1 Rezervace síťových prostředků a protokol RSVP 
 Protokol RSVP je využíván pro rezervaci zdrojů v síti Internetu a zároveň k zajištění 
kvality služeb jednotlivým aplikačním proudům nebo tokům. RSVP je využíván také 
směrovači k doručení QoS žádostí všem uzlům, k vytvoření a udržování stavů. V každém 
uzlu se RSVP pokouší o rezervaci zdrojů pro dané datové proudy.   
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 Existují aplikace, které vyžadují spolehlivé doručení dat bez přísných požadavků na 
včasnost doručení. To však neplatí pro aplikace jako je videokonference nebo IP telefonie, 
kde doručení dat musí být včasné, ale nemusí být nutně spolehlivé. Úkolem RSVP je tedy 
poskytnout IP sítím schopnost podporovat odlišné výkonové požadavky různým aplikacím. 
Rezervace síťových prostředků protokolem RSVP 
 V protokolu RSVP je datový tok definován jako sekvence datagramů, které mají 
stejný zdroj, cíl a kvalitu služeb. Zdroj a cíl patří mezi základní prvky architektury QoS, 
založeném na protokolu RSVP. Na těchto prvcích běží procesy RVSP, které si vyměňují dva 
typy RSVP zpráv PATH a RESV.  
 Výměna zpráv, která je znázorněna na  obr. 3.2, probíhá tak, že zdroj služby pošle 
PATH zprávu, která je následovně přijata příjemcem služby.  
 
 
 Obr.3.2: Výměna zpráv PATH a RESV při rezervaci síťových prostředků 
Pokud chce příjemce služby provést rezervaci pro daný RSVP tok, odešle odpověď 
RESV zprávou zpět k odesílateli po stejné cestě jako PATH zpráva. V opačném případě je 
vyslána zpráva RESV ERROR. Koncová rezervace je úspěšná tehdy, když RESV zpráva je 
přijata odesílatelem PATH a je zpracována ve všech uzlech na její cestě. 
Protože protokol RSVP slouží k zajištění kvality služeb a nejedná se o směrovací 
protokol, využívá ke směrování směrovací tabulky směrovače k určení cesty příslušného cíle.     




 Pro zajištění požadované kvality služeb je ve směrovačích využíváno mechanismu, 
který se nazývá mechanismus řízení provozu. Skládá se ze dvou částí. První část se nazývá 
klasifikátor paketů, který určuje kvalitu služeb QoS pro každý paket. Druhá část se nazývá 
plánovač paketů, který slouží k docílení požadované QoS.  
 Řízení provozu je prováděno pomocí RSVP žádosti, která je přijata hostitelským 
počítačem nebo směrovačem. Tato žádost  projde mechanismem, který zjistí, zda-li má uzel 
dostatek zdrojů k zásobování požadované QoS. Po té je provedena kontrola, jejíž úkolem je 
zjistit, zda-li má uživatel povolení k vytvoření rezervace. Pokud je žádosti vyhověno v obou 
kontrolách, dojde k nastavení parametrů uložených v žádosti do klasifikátorů paketů. Zároveň 
tak dojde k nastavení parametrů v plánovači paketů, který zajišťuje požadované služby QoS. 
V případě, že vyslaná žádost v některé z kontrol neuspěje, RSVP proces vrací chybu tomu 
aplikačnímu procesu, který ji vyslal.  
Styly rezervace 
 Rezervační styly nazýváme ty soubory voleb, které jsou obsaženy v RSVP zprávě 
vyslané přijímačem. V této zprávě je obsaženo, jakým způsobem má být zacházeno ve vztahu 
k odesílateli. Rezervační styly jsou využívané zejména v multicast prostředí. Pokud se 
nachází více odesílatelů v jedné RSVP relaci, pak existují dva následující režimy: 
 
• Odlišná rezervace – slouží k vytvoření různé rezervace pro každého  
                                         odesílatele služby 
• Sdílená rezervace -   slouží k vytvoření sdílené rezervace pro  
      specifikovaného odesílatele služby 
 
Existují další dvě volby, které slouží k ovládání souborů:  
 
• Explicitní mód – vybere seznam odesílatelů 
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Odlišná  Sdílená  
Explicitní  Fixed-Filter (FF) styl  Shared-Explicit (SE) styl  
Wilcart  -  Wildcard-Filter (WF) styl  
Tab.3.1: Styly vzniklé kombinací Explicitního a Wildcard módu 
K vytvoření jedné rezervace sdílené všemi toky od všech odesílatelů slouží Wildcard - 
Filter styl. Shared - Explicit styl slouží k vytvoření rezervace sdílené vybranými odesílateli. 
Posledním stylem je Fixed - Filter, jehož úkolem je vytvořit rozdílnou rezervaci pro datové 
pakety od jednotlivých odesílatelů. Wildcard – Filter a Shared – Explicit styly jsou vhodné 
zejména pro multicast aplikace. 
3.2.2 Rezervace síťových prostředků a protokol PDP 
 Tak jako protokol RVSP je v architektuře IMS využíván k rezervaci zdrojů v sítích 
Internetu, tak i protokol PDP slouží k rezervaci zdrojů a zajištění služeb QoS, ale s tím 
rozdílem, že tento protokol je využíván k rezervaci zdrojů koncovým zařízením v  sítích 
GPRS.  
 V architektuře IMS k rezervaci zdrojů slouží zejména prvek P-CSCF, který využívá 
zprávy SRF (Single Reservation Flow) definované v protokolu SDP. Tento protokol také 
podporuje skupinové vysílání a definuje signály zajišťující kvalitu služeb QoS. 
 SRF informuje, které ze všech datových toků skupinového vysílání mohou využívat  
stejný rezervovaný zdroj. Například dva audio toky pro přenos využívají společný PDP 
kontext a video tok využívá svůj vlastní kontext.  
 Prvek P-CSCF přidává k SDP informace SRF, které jsou koncovým zařízením 
používány k vytvoření rezervace zdrojů. Tato situace je naznačena na obrázku 3.3, kde 
zpráva SDP s žádostí INVITE odeslaná prvkem I-CSCF je přijata P-CSCF, který k SDP 
přidává SRF info a následovně ji posílá dále ke koncovému zařízení UE. Koncové zařízení 
přijatou zprávu vyhodnotí a vyšle PDP kontext  aktivaci k rezervaci síťových prostředků do 
prvku GGSN.  






Obr. 3.3: Přidání SRF informace k žádosti INVITE SDP 
  P-CSCF nemusí vždy využívat těchto kroků sloužící k rezervaci. Může se naskytnout 
případ, ve kterém koncové zařízení IMS přijme zprávu neobsahující informace k vytvoření 
rezervace. V tomto případě se koncové zařízení samo rozhodne, do jakého rezervovaného 
toku budou data skupinového vysílání poslána. 
Rezervace síťových prostředků koncovým zařízením 
 Koncová zařízení prostřednictvím zpráv SRF info určují, kolik je za potřebí vytvořit 
rezervací nutných k přenosu multimediálních dat. Pokud je přístupovou sítí právě síť GPRS, 
využívá se k rezervování právě PDP kontext anebo doplňující sekundární PDP kontext. Na 
obrázku 3.4 je znázorněna aktivace PDP kontextu mezi koncovým zařízením, prvky IMS 
architektury SGSN a bránou GGSN.  
 




Obr. 3.4: Aktivace PDP kontextu 
Před tím, než koncové zařízení vyšle žádost o aktivaci kontextu, musí koncové zařízení 
navázat předběžné spojení GPRS attach. Po té je možné, aby koncové zařízení vyslalo žádost 
aktivace PDP kontextu, včetně své IP adresy a informacemi charakterizující služby QoS, 
prvku SGSN. Tyto služby se dělí do čtyř tříd: best efford, streaming, konverzační 
(conversational) a interakční (interactive). Odtud je poslána žádost o vytvoření kontextu do 
GGSN. Tento prvek zprávu vyhodnotí a na přijatou zprávu posílá odpověď zpět do prvku 
SGSN, který opět danou zprávu zpracuje a koncovému zařízení posílá souhlas s aktivací PDP 
kontextu. Koncová zařízení vytvářejí doplňující nebo-li sekundární PDP kontexty pro 
odeslání a příjem multimediálních dat viz. obrázek 3.5.  
 
 
Obr. 3.5: Aktivace sekundárního PDP kontextu  
IP Multimedia Subsystem a jeho využití pro zajištění kvality služeb 
 
 29
Postup, jakým terminál žádá o aktivaci sekundárního kontextu, je obdobný postupu aktivace 
primárního kontextu. Počet těchto sekundárních kontextů závisí na požadavcích přijatých 
z P-CSCF. Sekundární kontexty využívají stejné IP adresy jako primární, ale mohou mít 
odlišné třídy služeb QoS [1], [5].       
 3.3 Autorizace služeb QoS v síti IMS 
 V následujícím textu bude popsána autorizace služeb QoS v síti IMS. Autorizace 
služeb QoS je provedena tak, že koncová zařízení vysílají aktivační tokeny, jak je vidět na 
obrázku 3.6, které jsou součástí žádosti o aktivaci sekundárního PDP kontextu.  
 
 
Obr. 3.6: Autorizace QoS v síti 
Zpráva vyslaná koncovým zařízením vstupuje do SGSN, který provádí  kontrolu, zda-li 
informace o uživateli souhlasí s informacemi uloženými v hlavní databázi HSS. Může se také 
vyskytnout takový případ, že koncové zařízení požaduje pro přenos takovou šířku 
přenosového pásma, která mu nemůže být poskytnuta. V tomto případě SGSN sníží 
požadovanou velikost přenosového pásma na její akceptovatelnou hodnotu. Po té SGSN 
vyšle žádost o vytvoření PDP kontextu do prvku GGSN. Zde je tato zpráva, která obsahuje 
autorizační token, vyhodnocena a k prvku PDF je poslána zpráva REQ. PDF zpětně odpovídá 
zprávou DEC, která obsahuje informace charakterizující služby QoS a identifikuje datový 
tok, který využívá PDP kontext.  
Tento způsob autorizace je označován jako SBLP (Service-Based Local Policy). Respektive 
jedná se o kontrolu kvality služeb QoS, která je poskytována datovým tokům.   
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 GGSN využívá paketové filtry k zajištění toho, aby pouze jen ty pakety, které 
zajišťují autorizaci, byly přenášeny prostřednictvím PDP kontextu. Tyto pakety obsahují 
zdrojovou a cílovou adresu, čísla jejich portů a používaný přenosový protokol. PDP kontext 
smí obsahovat pouze tu IP adresu, kterou vzdálené koncové zařízení poskytuje ve své 
odpovědi či žádosti. Jestliže GGSN nemá implementován tento paketový filtr, koncové 
zařízení může využít k přenosu autorizačních paketů přenášených PDP kontextem, prvek 
PDF. 
 GGSN po té, co přijme zprávu DEC, vrací RPT zprávu prvku PDF oznamující, že 
bude vyhověno požadavkům definovaných v PDF. Následovně dojde k autorizaci žádosti 
PDP kontextu s parametry QoS, které byly přijaty od PDF. 
3.4 QoS a GGSN 
Kvalita služeb QoS na rozhraních sítě IMS a jiné sítě, např. sítě s diferencovanými 
službami DiffServ (Differentiated Services), je zajišťována prvkem GGSN, který provádí 
mapování PDP kontextu kódováním DSCP (Differential Service Code Point). Mapování 
probíhá tak, že GGSN přijímá PDP kontexty od koncového zařízení viz. obr. 3.7, které označí 
příslušnou hodnotou DSCP. Tímto značením jsou specifikovány ty služby, které si zákazník 





Obr. 3.7: Mapování PDP kontextu 
Značení kontextu kódováním DSCP probíhá na základě pravidel stanovených 
v GGSN. DSCP je 6 bitová hodnota v IP hlavičce třídy provozu. V případě, že se jedná o síť, 
kde je použit protokol RSVP, GGSN určuje způsob značení DSCP na základě informací 
obsažených v signalizaci RSVP [1], [7], [8].   
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4 TEORETICKÝ NÁVRH MODELU REGISTRACE 
KONCOVÉHO ZAŘÍZENÍ A REZERVACE SÍŤOVÝCH 
PROSTŘEDKŮ V SÍTI IMS 
    V této kapitole bude popsán teoretický návrh modelu registrace koncového zařízení    
a rezervace síťových prostředků v síti IMS. Tento teoretický návrh modelu bude později 
sloužit jako postup k vytvoření modelu v prostředí OPNET Modeler. OPNET Modeler je 
softwarové prostředí, které je vhodné pro návrh i analýzu komunikačních sítí.  
4.1 Teoretický návrh modelu registrace koncového zařízení  IMS 
 Registrace koncového zařízení v síti IMS je zprostředkována prostřednictvím 
signalizačních zpráv SIP, které jsou vyměňovány a následně i zpracovány jednotlivými prvky 
architektury IMS. V následujícím textu bude popsán teoretický návrh registrace koncového 
zařízení s IMS dle obrázku 4.1 navrženého modelu registrace koncového zařízení, na kterém 
jsou zobrazeny jednotlivé prvky architektury s příslušnými signalizačními zprávami SIP.      
 
 
Obr. 4.1: Navržený model registrace koncového zařízení s IMS 
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První zprávou, kterou je registrace zahájena, je žádost (1)REGISTER vyslaná 
koncovým zařízením směrem k prvku P-CSCF. Formát této zprávy je zobrazen na obr.4.2. 
V P-CSCF je do hlavičky P-Visited-Network-ID této zprávy vložen identifikátor sítě, ve 
kterém se P-CSCF nachází (obr.4.3). P-CSCF také do hlavičky PATH vkládá svoji adresu, 




Obr. 4.2: (1)REGISTER 
Po vložení identifikátoru sítě a adresy P-CSCF, je směrována žádost (2)REGISTER do 
prvku I-CSCF, který je vstupním bodem do domácí sítě IMS. Zde nedochází k žádné 
modifikaci hlaviček v této žádosti. Nyní byl proveden první krok autorizace uživatele.          
I-CSCF vytváří novou žádost (3)Diameter UAR a posílá ji do databáze HSS. V této žádosti 
jsou uloženy informace o koncovém zařízení a identifikátoru návštěvnické sítě. Na základě 
těchto informací HSS provede autorizaci koncového zařízení a vysílá odpověď (4)Diameter 
UAA nesoucí informace o tom, jaké S-CSCF má být koncovému zařízení přiděleno. I-CSCF 
přidělí S-CSCF a následně mu posílá žádost (5)REGISTER, jejíž formát je znázorněn na 









Obr. 4.3: (5)REGISTER 
S-CSCF přijímá zprávu (5)REGISTER a následně vytváří žádost (6)Diameter MAR, 
kterou vyšle se svoji adresou do HSS. Tato adresa je v databázi HSS uložena  v profilu tohoto 
uživatele a je použita v případě opětovné registrace daného uživatele. HSS posílá odpověď 
(7)Diameter MAA a na základě informací této zprávy S-CSCF provede autentikaci uživatele. 
Po té S-CSCF vytváří odpověď na přijatou zprávu (5)REGISTER, kterou je zpráva        
(8)401 Unauthorized. V hlavičce WWW-Authenticate této zprávy jsou informace o tom, že 
koncové zařízení smí odpovědět na tuto zprávu (obr.4.4), která je směrována přes I-CSCF     
a P-CSCF beze změny přímo ke koncovému zařízení, kde je následovně přijata. Po té, co 
koncové zařízení přijme zprávu (10)401Unauthorized viz. obr. 4.4 zjišťuje, že v hlavičce 
WWW-Authenticate je vložena výzva k vytvoření odpovědi. 
 





Obr. 4.4: (10)Unauthorized 
Jako odpověď je vytvořena nová žádost (11)REGISTER (obr.4.5), do které koncové zařízení 
ukládá své autentikační informace a odesílá odpověď směrem k P-CSCF. Zde jsou provedeny 
stejné operace jako v případě přijetí (2)REGISTER. To znamená, že je nalezen přístupový 
bod do sítě na základě adresy uložené v žádosti (11)REGISTER a příslušný prvek I-CSCF 




Obr. 4.5: (11)REGISTER 
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I-CSCF přijímá zprávu (12)REGISTER a následovně posílá do HSS žádost 
(13)Diameter UAR z toho samého důvodu, který byl vysvětlen v případě žádosti (3). HSS 
vytvoří odpověď (14)Diameter UAA s adresou P-CSCF, která je přidělena koncovému 
zařízení. Tato adresa odpovídá adrese, která byla uložena ve zprávě (6).  
S-CSCF přijímá zprávu (15)REGISTER obsahující autentikační informace uživatele, 
která je zobrazena na obr. 4.6. Po přijetí této zprávy je provedena kontrola, zda-li se shodují 
autentikační informace přijaté ve zprávě (15) s autentikačními informacemi, které HSS vložil 
do (7)Diameter MAA. Jestliže se tyto informace shodují, S-CSCF vysílá zprávu (16)Diameter 
SAR a tím informuje HSS o tom, že účastník je registrován. HSS odpovídá zprávou 
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Odpovědí S-CSCF na zprávu (15) je zpráva (18)200 (OK) a je směrována ke 
koncovému zařízení přes I-CSCF a S-CSCF. Nese informace o tom, že registrace byla 
úspěšně provedena. Formát této zprávy je zobrazen na obr. 4.7. V hlavičce  P-Associated-
URI je vložen seznam adres SIP serverů. Také je zde vždy adresa S-CSCF, který je přidělený 
uživateli a může zde být i adresa I-CSCF domácí sítě. Koncové zařízení přijímá odpověď 
(20)200 (OK) a tím je koncovému zařízení potvrzena úspěšná registrace v síti IMS po dobu 





Obr. 4.7: (20) 200 (OK) 
4.2 Teoretický návrh modelu rezervace síťových prostředků v IMS 
Rezervace síťových prostředků v síti IMS je zprostředkována obdobným způsobem, 
jak je tomu u registrace koncového zařízení, to znamená prostřednictvím signalizačních zpráv 
SIP. Tyto zprávy jsou vyměňovány a také následně zpracovány jednotlivými prvky 
architektury IMS. V této podkapitole bude popsán teoretický návrh rezervace síťových 
prostředků v IMS, jejíž navržený model popisuje obrázek 4.8. Na tomto obrázku jsou 
zobrazeny jednotlivé prvky architektury s příslušnými signalizačními zprávami SIP. 
 




Obr. 4.8: Navržený model rezervace síťových prostředků v IMS 
Rezervace síťových prostředků, jak můžeme vidět na obrázku 4.8, je zahájena žádostí 
(1)INVITE SDP, kterou vysílá koncové zařízení směrem k prvku S-CSCF přes P-CSCF         
a I-CSCF. V žádosti (1)INVITE SDP jsou obsaženy informace o tom, pro jaká multimediální 
data má být rezervace síťových prostředků provedena. Příklad této žádosti je uvedený na    
obr. 4.9, kde na předposledním řádku můžeme vidět, že se jedná o přenos audia. 
 




Obr. 4.9: (1)INVITE SDP 
    Po té, co S-CSCF přijme žádost (3)INVITE SDP,  zkontroluje přijaté parametry pro 
vytvoření rezervace uložené v SDP. Zda-li je možné dle uvedených parametrů vytvořit 
rezervaci síťových prostředků, je vytvořena prozatímní odpověď (4)183 SDP, která je 
směrována přes I-CSCF do P-CSCF. 
 P-CSCF přijímá odpověď (5)183 SDP a autorizuje síťové prostředky, které jsou 
nezbytné k vytvoření jejich rezervace. Přidává zde k SDP informace SRF sloužící k vytvoření 
rezervace koncovým zařízením a posílá zprávu ke koncovému zařízení. Přijetím zprávy 
(6)183 SDP s informacemi SRF již má koncové zařízení dostatek informací potřebných 
k tomu, aby vytvořil rezervaci zdrojů. Před tím, než vyšle žádost (9)PDP Activate Context o 
aktivaci PDP kontextu, je vytvořeno předběžné spojení (7,8)GPRS attach mezi koncovým 
zařízením, SGSN a  GGSN.  
Nyní koncové zařízení vysílá žádost o aktivaci kontextu, kterou přijímá prvek SGSN. 
SGSN kontroluje parametry vyslané koncovým zařízením a určuje, kterou bránu GGSN 
koncové zařízení bude používat. Po té vyšle žádost (10)Create PDP Context Request, ve 
které žádá GGSN o vytvoření kontextu. GGSN odpovídá zprávou (11)Create PDP Context 
Response, ve které obsahuje informace o typu PDP kontextu a službách QoS. SGSN následně 
posílá zprávu (12)Activate PDP Context Accept, ve které informuje koncové zařízení o 
aktivaci PDP kontextu. Přijetím zprávy (12) koncovým zařízením je dokončena rezervace 
síťových prostředků v síti IMS [1], [2], [8].  
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5 REALIZACE TEORETICKY NÁVRŽENÝCH MODELŮ 
V PROSTŘEDÍ OPNET MODELER  
 V této kapitole bude popsána realizace modelu registrace koncového zařízení              
a rezervace síťových prostředků v síti IMS v prostředí OPNET Modeler. Tyto dva modely 
jsou vytvořeny na základě teoretického návrhu, který je uveden ve čtvrté kapitole. Na 
obrázku 5.1 je znázorněn obecný postup realizace jednotlivých částí modelu registrace 





Obr. 5.1: Obecný postup realizace modelu v prostředí OPNET Modeler 
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Každá část modelu je vytvořena jedním z řady nástrojů, které nástroj OPNET  nabízí. 
K vytvoření síťového modelu slouží editor projektu (Project Editor). Jedná se o grafický 
editor, který umožňuje modelovat topologii a komunikaci v síti. K nadefinování modelu uzlu 
prvku sítě slouží editor uzlu (Node Editor), který představuje nižší rozhraní, než editor 
projektu. Prostřednictvím tohoto editoru lze nadefinovat architekturu jednotlivých síťových 
prvků a vzájemné vztahy mezi funkčními moduly a volanými funkcemi. Každý model 
síťového prvku se skládá z modulů, které mohou generovat, posílat a přijímat pakety od 
ostatních modulů uvnitř celého prvku. K vytvoření poslední části modelu, ve které je 
definováno vlastní chování prvku, slouží editor procesu (Process Editor). Tento editor 
definuje rozhraní nejnižší úrovně. Slouží pro tvorbu konečného stavového automatu FSM 
(Finit State Machines), jehož snahou je specifikovat všechny úrovně modelu do detailu. 
Stavy a přechody jsou definovány v grafickém diagramu. Každý stav a proces modelu je 
definován kódem v C/C++ podporovaný rozsáhlou knihovnou s funkcemi vytvořenými pro 
protokolové programování.   
V následujícím textu bude popsáno detailněji použití výše uvedených editorů 
v souvislosti s realizací navržených modelů [13], [16].     
5.1 Realizace modelu registrace koncového zařízení v IMS   
Realizace modelu registrace koncového zařízení v IMS v prostředí programu OPNET  
lze rozdělit do tří fází viz. obrázek 5.1. Jednotlivé fáze realizace modelu jsou popsány 
v následujících podkapitolách. 
5.1.1 Vytvoření síťového modelu  
V první fázi realizace byl vytvořen za pomocí editoru projektu síťový model 
registrace koncového zařízení, který je zobrazen na obrázku 5.2. Tento model se skládá ze 
základních prvků systému IMS (UE, P-CSCF, I-CSCF, HSS a S-CSCF) a jeho síťová 
topologie odpovídá teoretickému návrhu modelu registrace koncového zařízení viz. obr.4.1. 
V této fázi jednotlivé prvky síťového modelu nemají nadefinovány žádné vlastnosti, které by 
určovaly jejich specifickou funkci. Jedná se tedy o “prázdné” modely prvků, jejichž 
vlastnosti budou definovány na nižších vrstvách v následujících krocích realizace.  
 




Obr. 5.2: Síťový model registrace koncového zařízení v prostředí OPNET 
5.1.2 Vytvoření modelu prvku sítě  
 V druhé fázi, kdy již máme vytvořený síťový model obsahující  “prázdné” základní 
síťové prvky IMS, můžeme přistoupit k vytvoření nižší vrstvy modelu jednotlivých síťových 
prvků prostřednictvím editoru uzlu. Každý model uzlu síťového prvku obsahuje modul 
proc_x, kde písmeno x odpovídá prvnímu písmenu z názvu prvku sítě. K těmto modulům 
jsou připojeny přijímače rcv a vysílače xmt,  které slouží k přenášení zpráv SIP mezi 
jednotlivé prvky sítě, kde je využíváno spojení bod–bod.  
Ve třetí a tudíž i v poslední fázi vytvoření modelu prvku sítě, je vytvořena vnitřní 
struktura modulu proc_x jednotlivých prvků sítě, která specifikuje vlastní chování každého 
prvku prostřednictvím editoru procesu. Jedná se tedy o definování té nejnižší vrstvy modelu, 
to znamená definování stavů a procesů v jazyce C/C++, které umožňují jednotlivým prvkům 
vytvářet, směrovat a také zpracovávat zprávy SIP. V tabulce 5.1 je uveden přehled odchozích 
















prvku Odchozí zprávy 
ID odchozí 
zprávy Příchozí zprávy 
ID příchozí 
zprávy 
UE 2 (1)REGISTER 1 (10)Unauthorized 10 
   (11)REGISTER 11 (20)200 OK 20 
P-CSCF 3 (2)REGISTER 2 (1)REGISTER 1 
    (10)Unauthorized 10 (9)Unauthorized 9 
    (12)REGISTER 12 (11)REGISTER 11 
    (20)200 OK 20 (19)200 OK 19 
I-CSCF 4 (3)Diameter AUR 3 (2)REGISTER 2 
    (5)REGISTER 5 (4)Diameter UAA 4 
    (9)Unauthorized 9 (8)Unauthorized 8 
    (13)Diameter AUR 13 (12)REGISTER 12 
    (15)REGISTER 15 (14)Diameter UAA 14 
    (19)200 OK 19 (18)200 OK 18 
HSS 5 (4)Diameter UAA 4 (3)Diameter AUR 3 
    (7)Dimater MAA 7 (6)Diameter MAR 6 
    (14)Diameter UAA 14 (13)Diameter AUR 13 
    (17)Dimater MAA 17 (16)Diameter SAR 16 
S-CSCF 6 (6)Diameter MAR 6 (5)REGISTER 5 
(8)Unauthorized 8 (7)Dimater MAA 7   
  
  
  (16)Diameter SAR 16 (15)REGISTER 15 
    (18)200 OK 18 (17)Dimater MAA 17 
 
Tab. 5.1: Přehled prvků a zpráv v model registrace koncového zařízení 
V následujícím textu bude tedy popsána struktura modelu uzlů prvků sítě a funkce 
modulů, ze kterých se jednotlivé prvky sítě skládají. Také bude uveden podrobnější popis, 
jakým způsobem je provedeno plnění hlaviček a příjem či odeslání jednotlivých  zpráv.   
5.1.2.1 Model prvku UE 
 
• Model uzlu 
Model uzlu koncového zařízení  je tvořen moduly src, proc_u, rcv a xmt, které jsou 
vzájemně propojeny dle obrázku 5.4. Při registraci koncového zařízení je úkolem modulu src 
generovat pakety, jejichž formát je zobrazen na obrázku 5.3, a směrovat je do modulu 
proc_u.  






Obr. 5.3: Formát generovaného paketu 
Zde dochází k naplnění hlaviček zpráv (1)REGISTER a (11)REGISTER informacemi, které 
jsou potřebné k registraci tohoto koncového zařízení viz. kap. 4.1. Takto vytvořené zprávy 
jsou následně směrovány do P-CSCF prostřednictvím modulu xmt, který slouží jako vysílač. 
Během registrace koncové zařízení přijímá zprávy přicházející z prvku P-CSCF 
prostřednictvím přijímače rcv. Mezi tyto zprávy patří (10)401 Unauthorized a (20)200 OK, 
které jsou směrovány z přijímače do proc_u, kde následně dochází k jejich zpracování a také 
slouží k vyhodnocení stavu registrace, zda-li je  úspěšně dokončena či nikoliv.  
 
 
Obr. 5.4: Model uzlu prvku UE 
• Model procesu 
Model procesu koncového zařízení, který je zobrazen na obrázku 5.5, se nachází 
uvnitř modulu proc_u. Je tvořen jedním nevynuceným (Unforced) stavem init a třemi 
definovaným podmínkami přechodu, do kterých se tento stav může dostat.   
 




Obr. 5.5: Model procesu prvku UE 
Nevynucený stav je takový stav, ve kterém proces zůstává tak dlouho, dokud nedojde k další 
události. Každá událost je dána přerušením.V našem modelu jsou definována dvě přerušení 




Obr. 5.6: Makra přerušení SRC_ARRVL a RCV_ARRVL prvku UE  
Na řádcích 7 a 8 výše uvedeného obrázku je definováno makro přerušení 
SRC_ARRVL. Toto přerušení je vyvoláno příchozím paketem z generátoru src do modulu 
proc_u. Tímto přerušením dojde k zavolání funkce xmt() uvedené v podmínce 
SRC_ARRVL/xmt() přechodu procesu viz. obr. 5.5.  
Obdobným způsobem je na řádcích 10 a 11 definováno makro přerušení RCV_ARRVL pouze 
s tím rozdílem, že je vyvoláno paketem přicházejícím z přijímače rcv do proc_u. Po té je 
zavolána funkce rcv() uvedená v podmínce RCV_ARRVL/rcv().  
V modelu procesu prvku UE jsou tedy dvě výše uvedené funkce, jejichž zavoláním se 
vykoná zdrojový kód definovaný uvnitř těla funkce. Před samotným popisem jednotlivých 
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řádků kódu funkce je nutné se zmínit, že součástí programu OPNET jsou knihovny 
obsahující předdefinované funkce, které výrazně usnadňují práci v editoru procesu. Tyto 
předdefinované funkce rozeznáme od námi vytvořených funkcí tak, že jejich syntaxe je 
automaticky v editoru procesu barevně odlišena v našem případě růžovou barvou.  
První vytvořenou funkcí je tedy funkce xmt() a jejím zavoláním je vykonán kód 
uvedený na obrázku 5.7. Hlavním úkolem této funkce je získat ukazatel paketu přicházejícího 
z generátoru src, naplnění hlaviček paketu a následovně jeho odeslání přes vysílač xmt do     
P-CSCF. Na 10.řádku těla funkce se nachází předdefinovaná funkce 
op_pk_get(název_datového_toku) umožňující získání ukazatele paketu a jejím argumentem je 
název datového toku, ze kterého pakety přicházejí.  
Na řádcích 16 až 19 je provedeno naplnění hlaviček paketu pomocí funkce 
op_pk_nfd_set_int32(ukazatel_paketu,název_hlavičky, hodnota). Argumentem  této funkce je 
tedy ukazatel paketu pkptr, název hlavičky To a vložená hodnota čísla 2, která v tomto 
případě slouží jako identifikační číslo koncového zařízení v modelu registrace koncového 
zařízení. Po té, co dojde k naplnění hlaviček paketu výše uvedenou funkcí, je tento paket 
odeslán prostřednictvím funkce op_pk_send(název_ukazatele, název_datového_toku) do 
prvku P-CSCF (řádek číslo 20). 
 
 
Obr. 5.7: Tělo funkce xmt() prvku UE 
Druhou vytvořenou funkcí je funkce rcv(), která je zobrazena na obrázku 5.8 a její 
hlavní funkcí je získání ukazatele paketu zprávy (10)401 Unauthorized, vytvoření zprávy 
(11)REGISTER a její následovné odeslání zpět do P-CSCF. Ukazatel paketu je získán 
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stejným způsobem, jako tomu je ve funkci xmt() s tím rozdílem, že v tomto případě je 
ukazatel získán z přijímače rcv, který je připojen k proc_u datovým tokem RCV_IN_STRM 
viz. řádek číslo 34. Na řádku číslo 42 dojde k vytvoření zprávy (11), která je pak odeslána 




Obr. 5.8: Tělo funkce rcv() prvku UE 
5.1.2.2 Model prvku P-CSCF 
 
• Model uzlu 
Model uzlu prvku P-CSCF je tvořen jedním modulem proc_p, přijímači rcv0, rcv1     
a vysílači xmt0, xmt1 viz. obr.5.9. Jak již bylo uvedeno v kapitole 4.1, P-CSCF slouží 
především pro přesměrování žádostí či odpovědí od příslušných prvků sítě. Tím je také dána  
funkce modulu proc_p, ke kterému jsou připojeny výše uvedené přijímače a vysílače 
prostřednictvím datových toků. Zprávy přicházející od koncového zařízení UE jsou přijímány 
modulem rcv0, který je dále směruje do proc_p. Jedná se o zprávy (2)REGISTER                    
a (12)REGISTER, kde dojde k naplnění hlaviček a zprávy jsou odeslány přes xmt1 do prvku 
I-CSCF.  
Pokud však příchozí zpráva je z opačného směru, tedy od I-CSCF, jsou zprávy              
(9)401 Unauthorized a (19)200 OK přijaty modulem rcv1 a směrovány do proc_p, kde 
nedochází k žádné modifikaci hlaviček a jsou okamžitě odeslány přes xmt0 do UE.        






Obr. 5.9: Model uzlu prvku P-CSCF 
• Model procesu 
Model procesu P-CSCF, který je zobrazen na obrázku 5.10, se nachází uvnitř modulu 
proc_p a je tvořen jedním nevynuceným (Unforced) stavem init a dvěmi definovanými 
podmínkami přechodu, ve kterých se tento stav může nacházet na základě daného přerušení.  
 
Obr. 5.10: Model procesu prvku P-CSCF 
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V tomto modelu procesu se nachází přerušení PK_ARRVL, které je definováno makrem     
viz. obr. 5.11. Jedná se o přerušení způsobené příchodem paketu z přijímače rcv0 nebo rcv1, 
které vyvolá funkci route_pk() stanovenou v podmínce přechodu PK_ARRVL/route_pk(). 
 
Obr. 5.11: Makro přerušení PK_ARRVL prvku P-CSCF 
 Hlavním úkolem funkce route_pk() je vytvoření zpráv, naplnění jejich hlaviček          
a odeslání do sousedních prvků na základě identifikačního čísla zprávy Cseq a uvedeného 
názvu datového toku. Protože funkce route_pk() využívá stejných funkcí a postupů ke 
zpracování a odeslání zpráv jako funkce xmt() nebo rcv(), budou na následujícím obrázku 
5.12 vysvětleny pouze ty řádky kódu, které definují specifickou funkci konkrétního prvku. 





Obr. 5.12: Tělo funkce route_pk() prvku P-CSCF 
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Na řádcích 14 až 23 výše uvedeného obrázku těla funkce, je definováno vytvoření zpráv 
(2)REGISTER a (12)REGISTER. Na řádku č. 14 je stanovena podmínka, která říká, že pokud 
identifikační číslo přijatých zpráv je rovno číslům 1 nebo 11, dojde k vytvoření zprávy (2) na 
řádku 16 nebo zprávy (12) viz. řádek 18. Po té jsou zprávy odeslány do prvku I-CSCF (řádek 
23). Stejným způsobem jsou zpracovány zprávy (10) a (20) pouze s tím rozdílem, že jsou 
poslány opačným směrem a to ke koncovému zařízení datovým tokem XMT1_OUT_STRM.  
5.1.2.3 Model prvku I-CCSF 
 
• Model uzlu  
Model uzlu prvku I-CSCF se skládá z modulu proc_i, třemi přijímači rcv0, rcv,1 rcv2 
a třemi vysílači xmt0, xmt1, xmt2, které jsou vzájemně propojeny datovými toky viz. obrázek 
5.13. I-CSCF zajišťuje především dotazování do HSS za účelem získání adresy prvku          
S-CSCF a následné směrování zpráv SIP do S-CSCF. Jak je vidět na obrázku 5.2, k tomuto 
prvku jsou připojeny tři další prvky, mezi které patří P-CSCF, HSS a S-CSCF. Z tohoto 
důvodu I-CSCF obsahuje tři přijímače a tři vysílače, které jsou připojeny k modulu proc_i 
zajišťujícího směrování zpráv příslušnými datovými toky. Pro každý směr je tedy využíván 
jeden pár přijímač/vysílač a jeden datový tok. Zpráva přicházející od P-CSCF, kterou může 
být zpráva (2)REGISTER nebo (12)REGISTER,  je přijata přijímačem rcv0. K předání zpráv 
(3,13)Diameter UAR do HSS slouží vysílač xmt1 a k příjmu odpovědi (4,14)Diameter UAA 
na tuto zprávu je využíván přijímač rcv1. Po té, co dojde k výměně zpráv mezi I-CSCF          
a HSS, proc_i směruje zprávy (5,15) REGISTER do prvku S-CSCF přes xmt2. Odpovědi 
(8)Unauthorized a (18)200 OK  od tohoto prvku modul proc_i přijímá prostřednictvím rcv2  









Obr. 5.13: Model uzlu prvku I-CSCF 
• Model procesu  
Model procesu prvku I-CSCF odpovídá svoji strukturou, počtem přechodů                  
a stanovených podmínek modelu procesu prvku P-CSCF viz. obr.5.10. To znamená, že 
v tomto modelu je stejným způsobem definováno přerušení PK_ARRVL (obr. 5.11) a funkce 
route_pk() s tím rozdílem, že se liší pouze názvy použitých argumentů v předdefinovaných 
funkcích. Z tohoto důvodu budou v následujícím textu dle obrázku 5.14 vysvětleny pouze 
lišící se řádky kódu těla funkce route_pk() tohoto prvku od funkce prvku P-CSCF.  
 
 
Obr. 5.14: Tělo funkce route_pk() prvku I-CSCF 
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 Tělo výše uvedené funkce se skládá ze tří téměř stejných bloků kódu. Každý z nich 
obsahuje podmínku, ve které se porovnává Cseq přijaté zprávy a podle toho, zda-li je či není 
splněna, bude vytvořena a následně odeslána odpovídající zpráva. První část těla funkce 
můžeme vidět na řádcích 15 až 23. Na prvním řádku je tedy uvedena podmínka, která 
porovnává, jestli je přijata zpráva (2) nebo zpráva (12). Pokud je přijata (2) REGISTER, je 
vytvořena na řádku 17 zpráva (3)Diameter UAR. Pokud však přijatou zprávou bude zpráva 
(12), dojde k vytvoření zprávy (13)Diameter UAR viz. řádek 19. Po té je zpráva odeslána do 
prvku HSS (viz. řádek 22). V druhé (řádky 24 až 31) a třetí (33 až 40) části těla funkce je 
postup vytvoření a odeslání zpráv analogický k prvnímu bloku kódu. Druhá část se liší tím, 
že jsou v případě splnění podmínky vytvořeny zprávy (5)REGISTER a (15)REGISTER, které 
jsou odeslány do S-CSCF. Ve třetí části jsou v případě splnění podmínky vytvořeny zprávy 
(9)Unauthorized a (19)200 OK a jsou poslány do prvku P-CSCF.  
5.1.2.4 Model prvku HSS 
 
• Model uzlu 
Model uzlu tohoto prvku můžeme vidět na obrázku 5.15 a odpovídá struktuře prvku 
P-CSCF. Jeho funkcí je provést autorizaci koncového zařízení, která je v našem modelu 
zajištěna v modulu proc_h. Autorizační zprávy (3,13) vyslané prvkem I-CSCF, modul 
proc_h přijímá prostřednictvím přijímače rcv0 a jako odpověď jsou vytvořeny zprávy 
(4,14)Diameter UAA, které jsou poslány zpět přes xmt0 do I-CSCF. Dalšími zprávami jsou 
zprávy (6)Diameter MAR a (16)Diameter SAR, které HSS přijímá modulem rcv1 od prvku   
S-CSCF. Na tyto zprávy je vytvořena odpověď v podobě zpráv (7)Diameter MAA                  








Obr. 5.15: Model uzlu prvku HSS 
• Model procesu 
Struktura, počet přechodů a stanovené podmínky modelu procesu HSS odpovídají 
modelu procesu prvku P-CSCF (obr. 5.10). Opět je zde pouze rozdíl v názvech argumentů 
použitých funkcí, vytvořených a odeslaných zpráv. Na následujícím obrázku (5.16) je 





Obr. 5.16: Tělo funkce route_pk() prvku HSS 
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Na řádcích 24 až 32 je první část těla funkce, kde na 24. řádku je definována 
podmínka pro porovnání příchozích zpráv (3,13)Diameter UAR. Pokud je tato podmínka 
splněna, jsou vytvořeny zprávy (4) viz. 24. řádek a (14), jejíž definice je na řádku číslo 28. 
Takto vytvořené zprávy jsou směrovány datovým tokem označeným jako 
XMT0_OUT_STRM do I-CSCF (řádek 31). Analogicky je tomu tak i u druhé části těla kódu, 
která začíná na 33. a končí na 41. řádku. Po splnění podmínek dojde k vytvoření zpráv 
(7)Diameter MAA, (17)Diameter SAA a jsou poslány do I-CSCF datovým tokem 
XMT1_OUT_STRM.  
5.1.2.5 Model prvku S-CSCF 
 
• Model uzlu 
Prvek S-CSCF je jedním z nejdůležitějších prvků architektury IMS (viz.kap.1.3.2). 
Jeho struktura modelu uzlu, kterou můžeme vidět na obrázku 5.17, odpovídá opět struktuře 
P-CSCF a tudíž i prvku HSS. Obsahuje modul proc_s, ke kterému jsou připojeny dva 
přijímače rcv0, rcv1 a dva vysílače xmt0, xmt1. Prostřednictvím modulu rcv0 prvek S-CSCF 
přijímá zprávy (5,15)REGISTER a pomocí xmt0 je vyslána odpověď do I-CSCF. Jako 
odpověď jsou vytvořeny zprávy (8)Unauthorized a (18)200 OK. Podobně je tomu tak i u 
komunikace s prvkem HSS, kde je využito přijímače rcv1 a vysílače xmt1. Xmt1 vysílá do 
HSS zprávy (6) a (16), na které HSS odpovídá zprávami  (7) a (17) přicházejících do S-CSCF 




Obr. 5.17: Model uzlu prvku S-CSCF 
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• Model procesu 
Model procesu je obdobou modelu procesu prvku P-CSCF a opět se liší pouze v kódu 
funkce route_pk() viz. obr. 5.18. V první části kódu je na řádku číslo 16 definována 
podmínka, která opět porovnává, zda-li jsou přijaty zprávy s odpovídajícím identifikačním 
číslem Cseq. V tomto případě se jedná o zprávy  (5,15)REGISTER. Po splnění této podmínky 
dojde k vytvoření zpráv (6) a (16) (řádky 18, 20) a k jejich následnému odeslání do HSS 
(řádek 23). 
 V druhé části (řádky 25 až 33) je provedena kontrola přijetí zpráv (7)Diameter MAA  
a (17)Diameter SAR. Pokud je podmínka splněna, jsou vytvořeny zprávy (8) a (18), jejichž 
kód je uveden na řádcích 27 a 29. Po sléze jsou tyto zprávy odeslány do I-CSCF viz. řádek 32 
[11], [14], [15], [16].     
 
 
Obr. 5.18: Tělo funkce route_pk prvku S-CSCF 
5.2 Realizace modelu rezervace síťových prostředků IMS  
Realizace modelu rezervace síťových prostředků IMS v prostředí programu OPNET  
lze rozdělit stejným způsobem jako u modelu registrace koncového zařízení do tří fází dle 
obrázku 5.1. Tyto fáze vytvoření modelu jsou obdobné svým postupem realizace modelu 
registrace koncového zařízení. Z tohoto důvodu v následujících podkapitolách již nebudou 
podrobněji vysvětlovány jednotlivé části modelu rezervace, které byly již detailně popsány 
v případě předchozího modelu viz. kap. 5.1.   
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5.2.1 Vytvoření síťového modelu  
V první fázi realizace byl vytvořen v editoru projektu síťový model rezervace 
síťových prostředků zobrazený na obrázku 5.19. Při realizaci tohoto modelu opět vycházíme 
ze síťové topologie teoretického návrhu modelu rezervace prostředků, který se skládá ze 
základních prvků systému IMS (UE, P-CSCF, I-CSCF, S-CSCF, SGSN a GGSN)              
viz. obr.4.8. Vlastnosti výše uvedených prvků budou definovány na nižších vrstvách 
v následujících krocích realizace.  
 
 
Obr. 5.19: Síťový model rezervace síťových prostředků v prostředí OPNET 
5.2.2 Vytvoření modelu prvku sítě  
V druhé fázi realizace modelu je vytvořena nižší vrstva modelu jednotlivých síťových 
prvků prostřednictvím editoru uzlu. Tak jako v předchozím modelu, každý model uzlu 
síťového prvku obsahuje modul proc_x, kde písmeno x odpovídá prvnímu písmenu z názvu 
prvku sítě. Také se v každém modelu uzlu nacházejí přijímače rcv a vysílače xmt sloužící k 
přenášení zpráv SIP zajišťujících rezervaci. 
V poslední fázi realizace modelu prvku sítě je vytvořena vnitřní struktura modulu 
proc_x jednotlivých prvků sítě specifikující chování každého prvku pomocí editoru procesu. 
V tabulce 5.2 je uveden přehled odchozích a příchozích zpráv v příslušných prvcích modelu. 
V následujícím podkapitolách bude uvedena struktura modelu uzlů a funkce modulů 
jednotlivých prvků sítě.   
 







prvku Odchozí zprávy 
ID odchozí 
zprávy Příchozí zprávy 
ID příchozí 
zprávy 
UE 1 (1)INVITE SDP 1 (6)183 SDP with SRF info 6 
    (7)GPRS attach 7 (7)GPRS attach 7 
    (9)Activate PDP Req. 9 (9)Activate PDP Acc. 9 
P-CSCF 3 (2)INVITE SDP 2 (1)INVITE SDP 1 
    (6)183 SDP with SRF info 6 (5)INVITE SDP 5 
I-CSCF 4 (3)INVITE SDP 3 (2)INVITE SDP 2 
    (5)183 SDP 5 (4)183 SDP 4 
S-CSCF 5 (4)183 SDP 4 (3)INVITE SDP 3 
SGSN 6 (8)GPRS attach 8 (7)GPRS attach 7 
    (10)Create PDP Req. 10 (9)Activate PDP Req. 9 
    (12)Activate PDP Req. 12 (11)Create PDP Res. 11 
GGSN 7 (11)Create PDP Res. 11 (10)Create PDP Req. 10 
        (8)GPRS attach 8 
 
Tab. 5.2: Přehled prvků a zpráv v modelu rezervace síťových prostředků 
5.2.2.1 Model prvku UE 
 
• Model uzlu 
Model uzlu koncového zařízení  je tvořen moduly src, proc_u, rcv0, rcv1, xmt0          
a xmt1. Jednotlivé moduly jsou vzájemně propojeny dle obrázku 5.20.  
 
 





Obr.5.20: Model uzlu prvku UE 
Při rezervaci síťových prostředků je úkolem modulu src generovat pakety, jejichž formát 
odpovídá formátu paketu zobrazeném na obrázku 5.3. Takto vytvořené pakety jsou dále 
směrovány do modulu proc_u.  
V proc_u je naplněna hlavička zprávy (1)INVITE SDP informacemi potřebnými 
k rezervaci prostředků koncovým zařízením viz. kap. 4.2. Tato zpráva je následně směrována 
do prvku P-CSCF prostřednictvím vysílače xmt0. Odpovědí na tuto žádost je zpráva      
(6)183 SDP, která do koncového zařízení vstupuje prostřednictvím modulu rcv0. Jak je již 
patrné z obrázku 5.19, koncové zařízení k zajištění rezervace síťových prostředků musí 
provést výměnu zpráv ve směru k prvku P-CSCF a také k prvku SGSN. Z tohoto důvodu 
model uzlu UE má oproti koncovému zařízení v modelu registrace o jeden pár 
přijímač/vysílač více. Ke komunikaci s prvkem SGSN koncovému zařízení slouží xmt1          
a rcv1. K odeslání vytvořených zpráv (7)GPRS strach a (9)PDP Activate kontext slouží tedy 
vysílač xmt1a k příjmu odpovědí (7) a (12)Activate PDP Context Accept přijímač rcv1.  
  
• Model procesu 
Model procesu koncového zařízení svoji strukturou, definovanými stavy                     
a podmínkami přechodu plně odpovídá modelu procesu viz. obrázek 5.5. Na níže uvedeném 
obrázku (obr.5.21) je zobrazena část těla funkce xmt0(), pomocí které jsou vytvořeny a také 
odeslány zprávy zajišťující rezervaci prostředků.  
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Na řádcích 12 až 14 je naplněna hlavička zprávy (1)INVITE SDP. Pokud identifikační 
číslo vygenerovaného paketu odpovídá číslu uvedeného v podmínce (řádek 18), pak tato 
zpráva je následovně odeslána datovým tokem XMT0_OUT_STRM do prvku P-CSCF    
(řádek 20). Po přijetí zprávy (6)183 SDP je úkolem této funkce vytvořit zprávu (7)GPRS 
attach a poslat ji prvku SGSN (řádky 23,24). Dále dojde k naplnění hlavičky zprávy (9)PDP 
Activate kontext (řádky 31 až 33)  a je poslána opět do prvku SGSN prostřednictvím datového 




Obr. 5.21: Tělo funkce xmt0 prvku UE 
5.1.2.2 Model prvku P-CSCF 
 
• Model uzlu 
V modelu rezervace síťových prostředků je použit tentýž model uzlu prvku P-CSCF, 
jehož struktura byla popsána již v kapitole 5.1 viz. obr.5.9. Proto v následujícím textu bude 
popsáno pouze to, jaké zprávy jsou přijímány či vysílány moduly náležící tomuto prvku. 
Přicházející zpráva (1)INVITE SDP od UE je přijata přijímačem rcv0. V modulu 
proc_u dojde k naplnění hlaviček zprávy (2)INVITE SDP, která je odeslána modulem xmt1 
do I-CSCF. Jako odpověď od tohoto prvku P-CSCF přijímá zprávu (5)183 SDP 
prostřednictvím rcv1. P-CSCF vytváří zprávu (6)183 SDP s informacemi SRF a posílá ji přes 
xmt0 do koncového zařízení.  
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• Model procesu 
Model procesu P-CSCF můžeme vidět na obrázku 5.10 v kapitole modelu registrace 
koncového zařízení. Část těla funkce route_pk() je zobrazena na obrázku 5.22. V první 
polovině uvedeného kódu (řádky 13 až 18) po přijetí zprávy (1) vyslané koncovým 
zařízením, je vytvořena zpráva (2)INVITE SDP, která je vyslána datovým tokem 
XMT0_OUT_STRM do prvku I-CSCF. Pokud dojde ke splnění podmínky, která je stanovena 




Obr. 5.22: Tělo funkce route_pk() prvku P-CSCF 
5.2.2.3 Model prvku I-CSCF 
 
• Model uzlu  
Model uzlu prvku I-CSCF zobrazený na obrázku 5.23 se skládá z modulu proc_i, 
přijímačů rcv0, rcv1 a vysílačů xmt0, xmt1. Tento model uzlu obsahuje oproti 
stejnojmennému uzlu v modelu registrace o jeden pár přijímač/vysílač méně. Rozdíl je dán 
topologií sítě, kde v tomto případě jsou k I-CSCF připojeny pouze dva prvky  a v předchozím 
případě byly připojeny tři.  
Funkcí I-CSCF je v průběhu rezervace síťových prostředků přijmout dvě zprávy         
a současně na ně vytvořit odpovědi. První přijatou zprávou přijímačem rcv0 je zpráva (2) od 
P-CSCF a následovně je v modulu proc_i vytvořena zpráva (3)INVITE SDP, která je 
odeslána přes xmt1 do S-CSCF. V tomto prvku je zpráva vyhodnocena a jako odpověď je 
přijata zpráva (4)183 SDP prostřednictvím přijímače rcv1. I-CSCF tuto zprávu zpracuje          
a vytváří novou zprávu (5), kterou posílá do P-CSCF přes xmt0.    
 
 




Obr. 5.23: Modelu uzlu prvku I-CSCF 
• Model procesu 
Model procesu I-CSCF odpovídá modelu procesu a jeho popisu, který je uveden na 
obrázku 5.10 v kapitole 5.1. Na níže uvedeném obrázku (obr.5.24) je část funkce route_pk(), 
která zajišťuje vytvoření a odeslání patřičných zpráv. Na řádcích 13 až 18 je uveden kód, kde 
je vytvořena zpráva (3) po splnění podmínky uvedené na řádku 13. Zpráva je po té odeslána 
datovým tokem XMT1_OUT_STRM prvku S-CSCF. Jestliže na tuto zprávu přijde odpověď, 
dojde k jejímu otestování na řádku 19. Pokud je podmínka splněna, to znamená, že je 
hodnota Cseq přijaté zprávy rovna číslu 4, je vytvořena zpráva (5) a je následovně poslána do 




Obr. 5.24: Tělo funkce route_pk() prvku I-CSCF 
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5.2.2.4 Model prvku S-CSCF 
 
• Model uzlu 
Na obrázku 5.25 je zobrazen model uzlu prvku S-CSCF obsahující modul proc_s, ke 
kterému je připojen přijímač rcv0 a vysílač xmt0. Přijímač rcv0 slouží k přijetí zprávy 
(3)INVITE SDP a tato zpráva je dále směrována do proc_s. V tomto modulu je vyhodnocena 
a po té je vytvořena odpověď (4)183 SDP, která je poslána přes xmt0 zpět do prvku I-CSCF.  
 
 
Obr. 5.25: Model uzlu prvku S-CSCF 
• Model procesu 
Model procesu tohoto prvku opět odpovídá modelu zobrazeném na obrázku 5.10. 
Protože k modulu proc_s je připojen pouze jeden pár přijímač/vysílač, úkolem funkce 
(obr.5.26) je pouze na základě přijaté zprávy (3) vytvořit odpověď. Na řádku 13 je podmínka, 
která ověřuje přijetí k vytvoření odpovědi (4) a je odeslána datovým tokem 




Obr. 5.26: Tělo funkce route_pk() prvku S-CSCF 
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5.2.2.5 Model prvku SGSN 
 
• Model uzlu 
Prvek SGSN v architektuře IMS spojuje rozhraní rádiové sítě s paketovou sítí        
a také zajišťuje  přenos dat mezi terminálem a GGSN (kap.1.3.3). Model uzlu se tedy skládá 
z proc_sg, přijímači rcv0, rcv1 a vysílači xmt0, xmt1, které jsou propojeny dle obrázku 5.27. 
V modulu proc_sg jsou vytvořeny tři zprávy, mezi které patří zpráva (8)GPRS attach, 
(10)Create PDP Context Request a (12)Activate PDP Context Accept. Zprávy (8) a (10) jsou 
vyslány do prvku GGSN prostřednictvím vysílače xmt1 a zpráva (12) je směrována 
vysílačem xmt0 ke koncovému zařízení. Výše uvedené zprávy jsou odpověďmi na příchozí 
zprávy (7)GPRS attach a (9)Activate PDP Context Request přijatých přijímačem rcv0 z UE     




Obr. 5.27: Model uzlu prvku SGSN 
• Model procesu 
Model procesu tohoto prvku můžeme vidět na obrázku 5.10. Tělo funkce route_pk() 
je na níže uvedeném obrázku 5.28. V první části kódu (řádek 13 až 18) je definováno 
vytvoření zprávy (8)GPRS attach (řádek 16) , jejíž úkolem je zhotovení předběžného spojení 
mezi SGSN a GGSN a po té je odeslána datovým tokem XMT1_OUT_STRM do GGSN. 
Dříve však musí být splněna podmínka uvedená na řádku 13.  
 
 




Obr. 5.28: Tělo funkce route_pk() prvku SGSN 
Ve druhé části kódu na řádcích 19 až 21 je uvedena podmínka, po jejímž splnění dojde 
k pouhému přeposlání zprávy (8) koncovému zařízení sloužící jako potvrzení o úspěšném 
navázání předběžného spojení. V následující části (řádky 22 až 27) je vytvořena zpráva (10), 
pokud je splněna podmínka, že Cseq přijaté zprávy roven hodnotě 9. Po té je tato zpráva 
odeslána do GGSN prostřednictvím datové toku XMT1_OUT_STRM (řádek 26). A nakonec 
je vytvořena zpráva (12)Activate PDP Context Accept, která je odeslána přes 
XMT0_OUT_STRM do prvku EU a informuje ho o úspěšném provedení rezervace síťových 
prostředků.  
5.2.2.6 Model prvku GGSN 
 
• Model uzlu 
Model uzlu prvku GGSN je zobrazen na obrázku 5.29 a svoji strukturou odpovídá 
prvku S-CSCF v modelu rezervace síťových prostředků. Skládá se z modulu proc_gga, 
jednoho přijímače rcv0 a vysílače xmt0. Úkolem tohoto prvku je přijmout zprávy (8) a (10) 
modulem rcv0 a v proc_gg vytvořit odpovídající odpovědi, které jsou následovně odeslány 
xmt0 prvku SGSN. Mezi tyto zprávy patří zpráva (8) sloužící jako potvrzení navázaného 
předběžného spojení s prvkem UE a zpráva (11)Create PDP Context Response.   
 
 




Obr. 5.29: Model uzlu prvku GGSN 
• Model procesu 
Model procesu prvku GGSN má opět shodný model procesu s prvkem P-CSCF      
viz. obr.5.10. Na obrázku 5.30 je část těla funkce route_pk(), která je dána dvěmi 
podmínkami určujícími, jaké zprávy budou vytvořeny a následovně odeslány zpět do SGSN. 
První část kódu (řádek 15 až 20) vytváří potvrzení o úspěšně navázaném spojení             
(řádek 15,17) a posílá jej do prvku SGSN datovým tokem XMT0_STRM_OUT (řádek 19). 
V druhé části je vytvořena odpověď na zprávu (10)Create PDP Context Request. Touto 
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6 OVĚŘENÍ SPRÁVNÉ FUNKCE REALIZOVANÝCH 
MODELŮ V SIMULAČNÍM PROSTŘEDÍ OPNET MODELER 
V této kapitole bude popsáno ověření správné funkce modelu registrace koncového 
zařízení a rezervace síťových prostředků, jejichž teoretický návrh byl proveden ve čtvrté 
kapitole a následně realizován v kapitole páté v prostředí programu OPNET Modeler 12. 
K ověřením funkce modelu v simulačním prostředí OM slouží nástroj Debbuger zobrazený 
na níže uvedeném obrázku 6.1. 
 
 
Obr. 6.1:Nástroj Debugger simulačního prostředí OPNET 
Tento nástroj umožňuje mimo jiné sledovat průběh simulace krok po kroku a dle potřeby lze 
simulaci zrychlit, zpomalit, zastavit či znovu spustit. V případě výše uvedených modelů jsou 
sledovány pakety procházející jednotlivými prvky těchto modelů. V levém horním okně 
nástroje je možné vybrat prvek modelu, ve kterém chceme sledovat průběh paketu. V pravém 
horním okně je zobrazena vnitřní struktura tohoto prvku a tlačítka Faster a Slow sloužící pro 
zrychlení či zpomalení simulace, tlačítkem Continue/Break lze provést spuštění nebo 
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zastavení simulace a tlačítko Clone, kterým dojde ke zvětšení sledovaného prvku viz. levé 
dolní okno. V posledním pravém dolním okně je zobrazena tabulka, v jejímž sloupci Name 
jsou názvy prvků společně s názvy zpráv, které těmito prvky procházejí. Ve sloupci Value 
jsou v průběhu simulace doplňovány identifikační čísla příslušných prvků a zpráv. 
 Dalším simulačním nástrojem v prostředí programu OPNET umožňující ověření 
správné funkce modelu je simulační nástroj 2D  Animation viz. obr. 6.2, pomocí kterého lze 
sledovat směrování paketů mezi jednotlivými prvky modelu. Prostřednictvím tohoto nástroje 
lze průběh simulace zrychlit, zpomalit, zastavit či znovu spustit. 
 V následujících dvou podkapitolách bude blíže popsán průběh simulace pomocí 
nástroje Debugger k ověření správné funkce modelu registrace koncového zařízení                 
a rezervace síťových prostředků. 
 
 
Obr. 6.2: Nástroj 2D Animation simulačního prostředí OPNET 
6.1 Ověření správné funkce modelu registrace koncového zřízení 
 Pro ověření správné funkce modelu registrace koncového zařízení byl tedy použit 
simulační nástroj Debugger viz.obr.6.1, jak již bylo popsáno ve výše uvedeném textu. Princip 
ověření správné funkce modelu spočívá v zaznamenávání identifikačních čísel zpráv do 
tabulky simulačního nástroje zobrazené na obrázku 6.3 postupně tak, jak zprávy procházejí  
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jednotlivými prvky. Jedná se tedy o tutéž tabulku, která se nachází v pravém dolním okně 
simulačního nástroje (obr.6.1). Tabulka se tedy skládá ze sloupců Index, Name,Type ,Value    
a Size. K ověření funkce modelu jsou důležité zejména sloupce Name a Value, proto 
následovně bude uveden pouze význam těchto dvou sloupců. Ve sloupci Name jsou uvedeny 
názvy prvků společně s názvy zpráv, které těmito prvky procházejí a do sloupce Value jsou 
ukládány hodnoty identifikačních čísel odpovídající těmto prvkům a zprávám. Jakým 
způsobem jsou tedy vyplňovány jednotlivé řádky tabulky, bude dále vysvětleno 




Obr. 6.3: Stav tabulky simulačního nástroje před zahájením simulace 
 K ověření funkce modelu byl pro simulaci vybrán model koncového zařízení, protože 
koncové zařízení je prvkem, které zahajuje samotnou registraci vytvořením první zprávy 
(1)REGISTER a zároveň je v tomto prvku také registrace ukončena přijmutím poslední 
zprávy registrace (20)200 OK. Jedině tímto postupem lze ověřit, že všechny zprávy 
zajišťující registraci koncového zařízení byly směrovány dle teoretického návrhu uvedeném 
ve čtvrté kapitole. Tedy důkazem správné funkce bude postupné naplnění sloupce Value výše 
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uvedené tabulky (obr.6.3) příslušnými identifikačními čísly vztaženými k názvům uvedených 
ve sloupci Name. 
 V prvním kroku simulace v koncové zařízení byl vygenerován paket směřující 
z modulu src do modulu proc. Tuto situaci popisuje obrázek 6.4 a v tomto okamžiku stav 




Obr. 6.4:Prvek UE s vygenerovaným paketem 
Po té, co paket vstoupí do proc, kde dochází k vyplnění prvních dvou řádků sloupce Value 
odpovídajících řádkům To a From sloupce Name hodnotami číslo 2, které odpovídají ID 
koncového zařízení. Dále je také vyplněno ve třetím řádku ID zprávy (1)REGISTER 
hodnotou 1 indikující, že tato zpráva byla vytvořena v koncovém zařízení a že může být 
vyslána vysílačem xmt do následujícího prvku viz. obrázek 6.5. 
 
 




Obr. 6.5:Prvek UE a zpráva (1)REGISTER 
Výše uvedené změny v tabulce výstupních hodnot simulace jsou zobrazeny na  obrázku 6.6. 
Po té, co zpráva (1)REGISTER opouští koncové zařízení a vstupuje do prvku P-CSCF, 
dochází k vyplnění ID tohoto prvku hodnotou 3 a zároveň také ID zprávy (2)REGISTER 
hodnotou 2. Vyplněné hodnoty opět indikují stav, že byla vytvořena v prvku P-CSCF zpráva 
(2)REGISTER. Obdobným způsobem tak budou vyplněny hodnoty i ostatních prvků a jim 
odpovídajících zpráv (obr.6.8). 
 
 




Obr. 6.6: Vytvoření zprávy (1)REGISTER 
V dalším kroku simulace, kdy koncové zařízení přijalo zprávu (10)401 Unauthorized, 
která následovně směruje z přijímače rcv do modulu proc viz. obrázek 6.7, dojde k vytvoření 
nové zprávy (11)REGISTER a zároveň také k vyplnění jejího ID ve čtvrtém řádku sloupce 
Value. Aktuální stav tabulky po vytvoření této zprávy je zobrazen na obr.6.8. 
 
 




Obr. 6.7:Prvek UE a zpráva (10)401 Unauthorized 
Z následující uvedené tabulky na obrázku 6.8 je tedy patrné, které zprávy potřebné 
k registraci koncového zařízení již byly vytvořeny a které zprávy teprve vytvořeny budou. 
Stavu zobrazeném na obrázku 6.7, kdy zpráva (10)401 Unauthorized je směrována do proc, 
předchází stav odpovídající sedmému řádku tabulky. V tomto řádku je uvedeno, že zpráva 
(10) již byla vytvořena v prvku P-CSCF a že následně vytvořenou zprávou v koncovém 
zařízení je zpráva (11) viz. čtvrtý řádek tabulky.       




Obr. 6.8: Vytvoření zprávy (11)REGISTER 
Nyní je vytvořená zpráva (11) směrována opět do prvku P-CSCF stejným 
 způsobem, který je zobrazený na obrázku 6.5, a po jejím příjmu dojde k vytvoření zprávy 
(12). Tento stav se zapíše do řádku číslo osm výše uvedené tabulky. Takto analogicky dojde 
k naplnění zbývajících hodnot odpovídajících prvků a zpráv. Poslední zprávou registrace 
koncového zařízení je zpráva (20)200 OK  vytvořená v prvku P-CSCF, jejíž záznam 
odpovídá devátému řádku tabulky. Po vyplnění tohoto posledního záznamu bude tabulka 
výstupních hodnot simulace odpovídat obrázku 6.9. Z této tabulky je nyní patrné, že 
v průběhu simulace sloužící k ověření správné funkce modelu, byly vyplněny všechny 
identifikační čísla zpráv zajišťujících registraci koncového zařízení dle teoretického návrhu 
tohoto modelu. Na základě této skutečnosti lze říci, že model registrace koncové zařízení 
pracuje správně. Samotné ukončení celého procesu simulace bude provedeno po přijetí 
zprávy (20) koncovým zařízením a jejím příchodem do modulu proc signalizovaným 
posledním řádkem Cseq, jehož hodnota odpovídá číslu 20, tudíž aktuálnímu číslu přijaté 
zprávy. Situaci příchodu této zprávy analogicky odpovídá obrázek 6.6 [11], [16].  
 




Obr.6.9: Stav tabulky simulačního nástroje po ukončení simulace 
6.2 Ověření správné funkce modelu rezervace síťových prostředků 
 K ověření správné funkce modelu rezervace síťových prostředků byl použit tentýž 
simulační nástroj, tedy nástroj Debugger, který byl použit v případě registrace koncového 
zařízení (obr.6.1). Z toho plyne, že postup  ověření správné funkce tohoto modelu odpovídá 
postupu, který již byl aplikován u modelu registrace. Spočívá tedy v zaznamenávání 
identifikačních čísel postupně procházejících zpráv danými prvky do tabulky uvedené na 
obrázku 6.9. Tato tabulka se skládá ze sloupců Index, Name,Type,Value a Size, jejichž 
význam byl uveden v úvodu podkapitoly 6.1. Zaznamenávané hodnoty, do níže uvedené 
tabulky, jsou vztaženy k modelu koncového zařízení, které bylo vybráno pro ověření správné 
funkce modelu, protože v tomto prvku byla zahájena rezervace síťových prostředků 
vytvořením a posláním první zprávy (1)INVITE SDP  a zároveň zde byla rezervace ukončena 
přijetím zprávy (12)Activate PDP Context Accept.  
 
 




Obr. 6.10: Stav tabulky simulačního nástroje před zahájením simulace 
Simulaci ověřující správnou funkci rezervace síťových prostředků lze rozdělit do 
dvou částí. V první části simulace bude ověřeno, zda-li zprávy vyslané z koncového zařízení 
k prvkům P-CSCF, I-CSCF a S-CSCF jsou směrovány dle teoretického návrhu v podkapitole 
5.2. Této části simulace pak odpovídají vyplněné hodnoty v prvních třinácti řádcích (vyjma 
čtvrtého a pátého řádku) výše uvedené tabulky (obr.6.10).V druhé části simulace dojde 
k ověření zpracování zpráv v prvcích SGSN a GGSN, kterým odpovídají zbylé řádky tabulky 
společně se čtvrtým a pátým řádkem.  
V prvním kroku simulace byl v generátoru src koncového zařízení vygenerován 
paket, který je směrován do modulu proc_u viz.obr.6.11. V tomto okamžiku stav tabulky 
odpovídá tabulce zobrazené na obrázku 6.10.  
 
 




Obr. 6.11:Prvek UE s vygenerovaným paketem 
Po příchodu paketu do proc_u dojde k vyplnění prvních tří řádků slupce Value. V prvních 
dvou řádcích bylo vyplněno identifikační číslo koncových zařízeních To (odesílatel) a From 
(příjemce), mezi kterými má být provedena rezervace síťových prostředků.Ve třetím řádku je 
vyplněno ID zprávy (1)INVITE SDP odpovídající hodnotě 1 indikující, že tato zpráva byla 
vytvořena v koncovém zařízení. Výše uvedený stav odpovídá tabulce uvedené na 
následujícímu obrázku 6.12.  
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Nyní je zpráva (1)INVITE SDP směrována z proc_u prostřednictvím vysílače xmt0 do prvku 
P-CSCF viz. obrázek 6.13, kde dojde k vyplnění ID tohoto prvku a zprávy (2)INVITE SDP na 
šestém a sedmém řádku tabulky zobrazené na obrázku 6.14.   
 
 














Obr. 6.14: Vytvoření zprávy (6)183 SDP with SRF info 
Analogickým způsobem dojde k vyplnění odpovídajících identifikačních čísel zpráv, 
které procházejí prvky P-CSCF, I-CSCF a S-CSCF. Poslední zprávou přijatou modulem rcv0 
v koncovém zařízením (obr.6.15) je zpráva (6)183 SDP with SRF info vytvořená prvkem         
P-CSCF, jejíž hodnota identifikačního čísla odpovídá hodnotě 6 a je uvedena na osmém 
řádku výše uvedené tabulky. Z této tabulky je patrné, že během simulace byly vyplněny 
všechny hodnoty ID prvků a jim odpovídajících zpráv. Lze tedy konstatovat, že došlo 
k ověření správné funkce v první části simulace. 
 




Obr. 6.15:Prvek UE a zpráva (1)INVITE SDP 
V této chvíli lze přistoupit k druhé části simulace, kde tedy bude ověřena správná 
funkce prvků SGSN a GGSN prostřednictvím vyplnění identifikačních čísel příslušných 
zpráv. V posledním kroku první části simulace koncové zařízení přijalo zprávu (6)183 SDP 
with SRF info, která nese informaci o tom, že koncové zařízení smí zahájit rezervaci síťových 
prostředků. Před tím však musí být vytvořeno předběžné spojení (7,8)GPRS attach mezi 
koncovým zařízením, prvkem SGSN a GGSN. Tato situace je znázorněna na řídích 5,15 a 19 
tabulky zobrazené na obrázku 6.16. Poslední zprávou, kterou koncové zařízení posílá před 
ukončením rezervace síťových prostředků do prvku SGSN prostřednictvím vysílače xmt1 
(obr.6.17) , je zpráva (9)Activate PDP Context Request, jejíž hodnota se po odeslání vyplní 
ve čtvrtém řádku tabulky (obr.6.15). Analogicky tak budou vyplněny i ostatní zbylé hodnoty 
tabulky.  
 












Obr. 6.17:Prvek UE a zpráva (9)Activate PDP Context Request 
Simulace sloužící k ověření správné funkce tohoto modelu je ukončena přijetím zprávy (12) 
koncovým zařízením od prvku SGSN přijímačem rcv1. Tuto situaci vystihuje obrázek 6.18, 
kde zpráva (12)Active PDP Context Accept je směrována z přijímače rcv1 do modulu proc_u. 
Provedené změny ve výše uvedeném textu jsou zaznamenány v tabulce na obrázku 6.19.   
 
 




Obr. 6.18:Prvek UE a zpráva (9)Activate PDP Context Accept 
Z níže uvedené tabulky je patrné, že v průběhu simulace sloužící k ověření správné funkce 
modelu, došlo k vyplnění identifikačních čísel všech zpráv zajišťujících rezervaci síťových 
prostředků dle teoretického návrhu tohoto modelu. Lze tedy říci, že zprávy v modelu 
rezervace síťových prostředků jsou směrovány dle teoretického návrhu tohoto modelu [11], 
[16].   
 
















Úkolem této práce bylo se seznámit se strukturou a jednotlivými částmi IP 
Multimedia Subsystem a jeho možnostmi pro zajištění kvality služeb. Zaměřit se především 
na způsob signalizace a předávání zpráv mezi klientem a IMS. Vytvořit teoretický návrh 
modelu registrace koncového zařízení a rezervace síťových prostředků, které pak následovně 
realizovat v simulačním prostředí OPNET.   
V první kapitole byly popsány základní vlastnosti IP Multimedia Subsystem, její 
hlavní úloha a přínos služeb v oblasti IP telefonie a multimedií. Dále struktura a funkce 
jednotlivých prvků samotné architektury IMS a její požadavky pro zajištění kvality služeb.  
 V následující kapitole je popsána signalizace v IMS, která je zajištěna  
prostřednictvím signalizačního protokolu SIP. Způsob využití tohoto protokolu, funkce 
jednotlivých prvků definovaných v architektuře SIP a  také formát zpráv SIP a SDP. 
 Ve třetí kapitole je popsána kvalita služeb poskytovaných v IMS pro přenos hlasu      
a videa. Význam jednotlivých parametrů QoS, které ovlivňují výslednou kvalitu služeb. Dále 
jsou popsány způsoby k zajištění požadovaných služeb QoS, mezi které patří rezervace 
síťových prostředků prostřednictvím protokolů RSVP a PDP. Také je zde znázorněna 
výměna zpráv zajišťující rezervaci síťových prostředků mezi klientem a  jednotlivými prvky 
architektury IMS, které jsou definovány těmito protokoly. Závěrem této kapitoly je popsána 
autorizace služeb QoS koncovým zařízením a zajištění kvality služeb na rozhraní sítě IMS      
a sítě DiffServ prvkem GGSN. V obou těchto případech je k zajištění QoS využíván PDP 
kontext.  
 Čtvrtá kapitola obsahuje teoretický návrh modelu registrace koncového zařízení         
a rezervace síťových prostředků v síti IMS. První model znázorňuje registraci koncového 
zařízení v síti IMS prostřednictvím zpráv SIP, které jsou vyměňovány mezi příslušnými 
prvky IMS. Samotná registrace je zahájena vysláním žádosti (1)REGISTER koncovým 
zařízením a úspěšně ukončena přijetím zprávy (20)200 OK opět koncovým zařízením. V tuto 
chvíli je koncové zařízení registrováno v síti IMS. Před tím, než koncové zařízení začne 
posílat multimediální data, musí dojít k rezervaci síťových prostředků. Pro tento případ je 
navržen druhý model, který znázorňuje rezervaci síťových prostředků koncovým zařízením 
opět prostřednictvím signalizačních zpráv SIP. Rezervace je zahájena vysláním žádosti 
(1)INVITE SDP koncovým zařízením, ve které jsou obsaženy informace o tom, pro jaká 
multimediální data mají být rezervovány síťové prostředky.  
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Přijetím (12)Activate PDP Context Accept koncovým zařízením je rezervace úspěšně 
dokončena a koncové zařízení může zahájit přenos dat.   
 V páté kapitole byl vytvořen v prostředí simulačního nástroje OPNET model 
registrace koncového zařízení a rezervace síťových prostředků obsahujících základní prvky 
IMS. Realizace těchto modelů byla provedena na základě teoretického návrhu uvedeného ve 
čtvrté kapitole. Nejdůležitější částí realizace každého prvku bylo prostřednictvím editoru 
procesu v kombinaci s programovacím jazykem C/C++ vytvořit jeho nejnižší vrstvu a zde 
definovat jeho funkci. Hlavní funkcí jednotlivých prvků bylo tedy zpracovávat a následovně 
předávat zprávy příslušným prvkům dle teoretického návrhu.  
 V poslední kapitole bylo provedeno ověření správné funkce realizovaných modelů 
popsaných v předchozí kapitole prostřednictvím simulačního nástroje Debbuger, který je 
součástí programu OPNET. Simulací bylo ověřováno, zda-li jsou zprávy mezi jednotlivými 
prvky předávány dle teoretického návrhu. Princip ověření spočíval v tom, že docházelo 
k postupnému vyplňování tabulky identifikačními čísly jednotlivých zpráv tak, jak byly 
zprávy postupně vytvářeny v odpovídajících prvcích. V případě modelu registrace koncového 
zařízení před zahájením simulace, kdy nebyla vytvořena žádná zpráva, stav tabulky 
odpovídal obrázku  6.3. V průběhu simulace však docházelo k vyplňování jednotlivých řádků 
tabulky tak, jak byly zprávy postupně vytvářeny až do ukončení simulace, které odpovídá 
tabulka na obrázku 6.9. Z tabulky je patrné, že byla ověřena správná funkce tohoto modelu, 
protože ke každé zprávě a prvku zajišťujících registraci bylo přiřazeno odpovídající 
identifikační číslo. V modelu rezervace síťových prostředků tabulka před zahájením simulace 
odpovídá obrázku 6.19. Během simulace však dojde k jejímu naplnění identifikačními čísly 
stejným způsobem, jako u modelu registrace. Po ukončení simulace jsou v tabulce zobrazené 
na obrázku 6.15 vyplněny všechny identifikační čísla zpráv a prvků. Z tabulky je tedy patrné, 
že všem uvedeným zprávám a prvkům byly přiřazeny odpovídající identifikační čísla a z toho 
plyne, že správná funkce modelu byla ověřena.    
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