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Dalam skripsi ini saya menganalisa keamanan jaringan wireless di 
Universitas Muhammadiyah Surakarta. Berikut saya sampaikan daftar kontribusi 
dalam penyusunan skripsi: 
1. Buku-buku panduan wireless. 
2. Software Mozilla sebagai web browser 
3. Sistem operasi ubuntu dan windows. 
4. Microsof office sebagai sarana untuk menulis laporan. 
5. Software kismet. 
6. Software aircrack-ng. 
7. Software xirrus wifi inspecktor. 
8. Software K-mac. 
9. Software Netcut. 
10.  Software Ettercap 
11.  Software Dsniff 
12. Software Wireshark 
13. Software Vadim 
14.  Arsitektur jaringan Universitas Muhammadiyah Surakarta. 
Demikian daftar kontribusi ini saya buat dengan sejujurnya. Saya 

























Tak seorang pun dapat mencapai fajar tanpa melewati garis malam. 
 (Kahlil Gibran) 
Kita tidak bisa menjadi bijaksana dengan kebijaksanaan orang lain, tapi kita bisa 
berpengetahuan dengan pengetahuan orang lain. 
(Michel De Montaigne) 
Jenius adalah 1% inspirasi dan 99% keringat. Tidak ada yang dapat menggantikan. 
Keberuntungan adalah sesuatu yang terjadi ketika kesempatan bertemu dengan 
kesiapan. 
(Thomas A. Edison) 
Ketika suatu pintu tertutup, pintu lain terbuka, namun terkadang kita melihat dan 
menyesali pintu tertutup tersebut terlalu lama hingga kita tidak melihat pintu lain 
yang telah terbuka. 





Terimakasih ya ALLAH engkau telah memudahkan jalan hambamu ini. 
Skripsi ini penulis persembahkan khusus untuk Ibunda dan Ayahanda tercinta yang 
telah mendukung, menyemangati, memberikan kasih sayang, memberikan dukungan 
baik spirituil maupun materi, memberikan nasehat-nasehat yang sangat bermanfaat 
bagi penulis dan tiada henti-hentinya mendo’akan penulis agar penulis mampu 
mencapai impian yang diharapkan dalam hidup penuh perjuangan ini, tidak 
terlupakan Adik penulis yang senantiasa memberi dorongan agar penulis cepat 






 Syukur Alhamdulillah, penulis panjatkan kehadirat Allah SWT yang telah 
melimpahkan rahmat dan hidayah-NYA yang begitu besar, sehingga penulis dapat 
menyelesaikan skripsi ini dengan judul “Analisis Keamanan Wireless di 
Universitas Muhammadiyah Surakarta” tepat pada waktunya. 
 Adapun tujuan penulisan skripsi ini adalah untuk memenuhi persyaratan 
mencapai gelar Sarjana dari Program Teknik Informatika S1 Universitas 
Muhammadiyah Surakarta. 
 Penulis menyadari masih banyak kekurangan dalam penyusunan skripsi 
ini, untuk itu kritik dan saran yang membanggun sangat diperlukan. 
Terselesaikanya penulisan ini, tidak lepas dari bantuan berbagai pihak. Untuk itu 
pada kesempatan ini penulis ingin menyampaikan rasa terimakasih kepada: 
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3. Bapak Fajar Suryawan, S.T., M.Eng.Sc., Ph.D selaku pembimbing I yang 
telah meluangkan waktu untuk membimbing, mengarahkan dan membagi 
ilmu kepada penulis. 
  
4. Bapak Jan Wantoro, S.T selaku pembimbing II dan dosen jaringan yang 
telah membimbing dan meluangkan waktu serta membagi ilmu yang 
sangat bermanfaat kepada penulis. 
5. Bapak dan Ibu Dosen Teknik Informatika yang telah memberikan ilmunya 
kepada penulis sehingga penulis dapat menyelesaikan skripsi ini. 
6. Bapak Noto Narwanto, S.T yang telah memberi ijin kepada penulis 
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Perkembangan teknologi dan informasi di era globalisasi semakin pesat 
seiring dengan perkembangan tersebut internet juga berkembang yang sekarang 
telah banyak beralih dengan teknologi wireless. Dalam teknologi wireless yang 
menggunakan media udara untuk tukar menukar data maka keamanan data juga 
sangat rawan dari para penyerang (attacker) mulai dari kerahasiaan, integritas data 
dan ketersediaan. 
Universitas Muhammadiyah Surakarta termasuk Universitas yang banyak 
menggunakan teknologi jaringan wireless yang infrastruktur jaringan bersifat 
terbuka, maka berbagai jenis ancaman dari jaringan tersebut dimungkinkan akan 
muncul, namun ancaman tersebut masih bisa diminimalisir dengan menerapkan 
keamanan-keamanan yang memungkinkan untuk diterapkan. 
Penelitian meliputi pemetaan dan analisis keamanan, langkah pemetaan 
dilakukan dengan cara wardriving dan analisis keamanan dilakukan dengan cara 
menguji tingkat keamanan yang diterapkan dengan cara spoofing, distribution 
denial of service, man in the middle, penetration key wep dan wpa. Kemudian 
menganalisis hasil dari percobaan yang telah dilakukan, dari hasil penelitian yang 
dilakukan maka diperoleh peta access point yang terpasang berikut keamanan 
yang diterapkan dan memperoleh hasil tentang seberapa aman keamanan yang 
telah diterapkan.  
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