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niet al te veel steun te kunnen reke-
nen van de bevolking.
In verschillende andere (Europese)
landen is dit anders. Op lokaal ni-
veau wordt/werd de Piratenpartij
reeds vertegenwoordigd in Tirol,
Tsjechië, Duitsland, Spanje en Zwit-
serland. In Duitsland wordt de partij
ook op federaal niveau vertegen-
woordigd en via de Zweedse kiezer
heeft de partij zelfs een zetel in het
Europees parlement kunnen be-
machtigen.
De vraag is nu of de Belgische pi-
raten in de toekomst ook het hart
van de Belgische kiezers gaan weten
te veroveren of dat hun piratenschip
daarentegen gaat zinken vooraleer
goed van wal te zijn geraakt. Afwach-
ten dus tot de volgende verkiezin-







Op 1 januari 2013 treedt de wet van
3 augustus 2012 houdende bepalin-
gen betreffende de verwerking van
persoonsgegevens door de Federale
Overheidsdienst Financiën in het
kader van zijn opdrachten in wer-
king (de ‘Wet’). Deze wet heeft tot
doel de huidige toepassing van de
uitwisseling van persoonsgegevens
door de fiscus in overeenstemming
te brengen met de wet van 8 decem-
ber 1992 betreffende de Verwerking
van Persoonsgegevens (WVP). Daar-
naast bevestigt deze wet ook het
gebruik van een centrale databank
(zogenaamde datawarehouse) met
het oog op datamining. Opmerkelijk
is dat bovendien het principiële in-
zagerecht volledig uitgeschakeld
wordt gedurende de periode dat de
belastingplichtige het voorwerp
uitmaakt van een controle, een on-
derzoek of daarmee verband houden-
de werkzaamheden (art. 11 wet van
3 augustus 2012).
Aan deze nieuwe wet gaat een
bewogen achtergronddiscussie
vooraf. De opmars naar een centrale
fiscale gegevensbank en het uitwis-
selen van financiële informatie tus-
sen de administratieve overheden
is niet zonder slag of stoot te lopen.
Sommige initiatieven zijn uitge-
voerd, andere dan weer niet. Zo be-
oogde artikel 102 van de Program-
mawet van 23 december 2001 de
steeds terugkerende verzameling
door de overheid van dezelfde gege-
vens bij de burgers en ondernemin-
gen aan banden te leggen en een
functionele verdeling van de gege-
vensinzameling en -opslag tot stand
te brengen. Dit artikel is echter
nooit uitgevoerd. Vervolgens kan
verwezen worden naar het wetsont-
werp van 4 april 2007 betreffende
bepaalde verwerkingen van per-
soonsgegevens door de Federale
Overheid dat nooit in de Kamer
werd gestemd omdat het onder
meer nog allerlei hinderpalen bevat-
te op het vlak van de bescherming
van de persoonlijke levenssfeer en
de bescherming van persoonsgege-
vens in het bijzonder. Ondertussen
werd er wel een gedeeltelijke rege-
ling uitgewerkt door de programma-
wet van 23 december 2009. De
nieuwe bepalingen bestaan erin dat
alle gegevens binnen de Federale
Overheidsdienst (FOD) Financiën
onderdeel vormen van een fiscaal
patrimonium dat gemeenschappe-
lijk is aan alle administraties binnen
de FOD Financiën, zodanig dat ze
kunnen aangewend voor elke belas-
ting waarvan de FOD Financiën de
vestiging en/of de invordering garan-
deert. Tegelijkertijd werd de taak
van de Kruispuntbank Ondernemin-
gen (KBO) verruimd in het kader van
de fraudebestrijding. In dat verband
wordt de KBO als een belangrijke
informatiebron aanzien zodat werd
voorzien in een wettelijke basis om
de gegevens van de KBO te mogen
gebruiken voor de bestrijding van
fraude. Het doel is via een effectieve
en efficiënte gegevensuitwisseling
de strijd tegen fiscale fraude te
kunnen opvoeren. Er was toen ech-
ter geen sprake van een bij wet gere-
gelde centrale fiscale databank of
kruispuntbank. Elke dienst van de
FOD Financiën had zijn eigen speci-
fieke databank. Wel werd door de
Minister van Financiën aangekon-
digd dat de regering een wetsvoor-
stel zou indienen om de wettelijke
mogelijkheid te creëren voor de op-
richting van een gemeenschappelij-
ke gegevensdatabank binnen de FOD
Financiën.
Met de wet van 3 augustus 2012
lijkt de overheid grotendeels reke-
ning te houden met de bezwaren
van de CBPL. In deze wet wordt de
gegevensuitwisseling binnen Finan-
ciën en de externe fiscale gegevens-
uitwisseling afzonderlijk geregeld.
Ook in de opslag van fiscale gege-
vens in een centrale databank (data-
warehouse) wordt nu wettelijk
voorzien. De opslag in een dataware-
house gebeurt met het oog op data-
mining. Deze techniek komt er in
het kort op neer dat aan de hand
van een massa gegevens nieuwe
kennis – patronen – wordt gegene-
reerd. Deze informatie wordt vervol-
gens in verband gebracht met perso-
nen waardoor zij een welbepaald
profiel worden aangemeten, zonder
daar vat op te hebben, met allerlei
verwachtingen en anticipaties tot
gevolg.
Wat betreft de externe gegevens-
uitwisseling worden in de nieuwe
fiscuswet van 3 augustus 2012 twee
verwerkingsmodaliteiten ingevoerd:
de doorgifte van fiscale informatie
aan andere overheden en het verkrij-
gen van fiscale informatie van ande-
re overheden of publiekrechtelijke
personen. In beide gevallen is in
principe een machtiging van het
bevoegde sectorale comité vereist.
Het heikele punt is de uitschake-
ling van het inzagerecht, recht van
verzet en verbetering van de belas-
tingplichtige. Op grond van artikel
10 WVP heeft de persoon van wie
de persoonsgegevens worden ver-
werkt, recht op toegang tot deze
persoonsgegevens. Dit principiële
inzagerecht wordt echter door de
nieuwe fiscuswet volledig buitenspel
gezet zodra de belastingplichtige
het voorwerp uitmaakt van een fis-
cale controle, een onderzoek of
daarmee verband houdende voorbe-
reidende werkzaamheden. Daartoe
wordt artikel 3, § 5 WVP in die zin
aangevuld, waarin de uitzonderin-
gen op de informatieplicht en het
toegangsrecht worden opgesomd,
zoals dat onder meer het geval is
tijdens het strafonderzoek. Noch-
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tans was dat niet zo voorzien in het
voorontwerp dat aan de Commissie
voor de bescherming van de persoon-
lijke levenssfeer (CBPL) werd voorge-
legd, noch in de nota met de basis-
principes voor persoonsgegevensver-
werking dat door de fiscus aan de
CBPL voor advies werd voorgelegd.
In het voorontwerp werd namelijk
bepaald dat het inzagerecht niet
moet ingewilligd worden, voor zover
de toepassing ervan nadelig zou zijn
voor het onderzoek en alleen voor
de duur ervan. De Raad van State
heeft trouwens ook op deze bepaling
kritiek geuit. Volgens de Raad van
State was de bepaling in het vooront-
werp te ruim geformuleerd, aange-
zien de uitsluiting van het inzage-
recht a priori zou gelden voor elke
verwerking van persoonsgegevens
door de fiscus. Nu is het toegangs-
recht door de nieuwe fiscuswet vol-
ledig geschrapt, zolang de controle
of het onderzoek loopt. En dat is
niet naar de zin van de CBPL, die er
zelfs mee dreigt naar Europa te
stappen indien deze uitschakeling
van het inzagerecht niet in herover-
weging wordt genomen. Knelpunt
daarbij zijn de termen ‘controle’,
‘onderzoek’ en ‘daarmee verband
houdende voorbereidende werk-
zaamheden’ die niet in de wet om-
schreven worden en bovendien ruim
geïnterpreteerd kunnen worden.
Het is overigens zorgwekkend om
te moeten vaststellen dat tijdens de
bespreking van het wetsontwerp in
de bevoegde Kamercommissie gesug-
gereerd werd dat de privacybescher-
ming (waaronder de WVP) niet lou-
ter mag ingeroepen worden met het
doel de fraudebestrijding te blokke-
ren. Dat de fiscus deze bepaling dan
ook snel zal inroepen, blijkt al uit
de volgende recente zaak. Zo was de
inkt van de nieuwe fiscuswet nog
niet droog, of het verzoek van me-
vrouw X om toegang te krijgen tot
het dossier van de nalatenschap van
mevrouw Y werd al geweigerd op
grond van de wet van 3 augustus
2012, ook al was deze wet nog niet
in werking getreden. Hoewel haar
eerste verzoek aanvankelijk door de
fiscus werd ingewilligd, werd de
toegang tot het dossier op de valreep
alsnog geweigerd. Mevrouw Y deed
vervolgens beroep op de Wet open-
baarheid bestuur van 11 april 1994,
dat voorziet in een principieel recht
van toegang tot alle bestuursdocu-
menten. De Commissie voor de toe-
gang tot en het hergebruik van be-
stuursdocumenten oordeelde in
haar advies van 10 september 2012
dan ook dat mevrouw X de toegang
tot het dossier niet kon ontzegd
worden via de wet van 3 augustus
2012, aangezien deze wet nog van
toepassing is.
Ondertussen lijkt de reactie van
de CBPL niet in dovemansoren geval-
len. Uit een zeer recent advies van
17 oktober 2012 lijkt afgeleid te
kunnen worden dat een reparatie-
wet grotendeels aan de opmerkin-
gen van de CBPL zou tegemoetko-
men. Enkel het inzagerecht zou be-
perkt worden, en voor zover de toe-
passing ervan nadelig zou zijn voor
de controle. Hiermee lijkt de wetge-
ver grotendeels terug te grijpen naar
de oorspronkelijke bepaling in het
voorontwerp van wet. Of de repara-
tiewet er effectief komt, moet
evenwel nog afgewacht worden. (RS)
Bron: Wet van 3 augustus 2012 houden-
de bepalingen betreffende de verwerking
van persoonsgegevens door de Federale
Overheidsdienst Financiën in het kader
van zijn opdrachten (BS 24 augustus
2012) S; Aanbeveling nr. 02/2012 van
8 februari 2012 betreffende de na te leven
basisprincipes bij gegevensbescherming
en -uitwisseling waarbij Financiën betrok-
ken is, www.privacycommission.be/
Aanbevelingen; De Tijd 25 augustus
2012; Verslag van 17 juli 2012 namens
de Commissie voor de Financiën en de be-
groting uitgebracht door mevrouw Chris-
tiane Vienne, Wetsontwerp houdende be-
palingen betreffende de verwerking van
persoonsgegevens door de Federale Over-
heidsdienst Financiën in het kader van
zijn opdrachten, Parl. St., Kamer 2011-
2012, nr. 53-2343/3; Advies 2012-78
van 10 september 2012 van de Commissie
voor de toegang tot en het hergebruik van
bestuursdocumenten met betrekking tot
de toegang tot documenten in een nalaten-
schapsdossier, www.ibz.rrn.fgov.be; Advies
nr. 32/2012 van 17 oktober 2012 om-
trent het amendement bij het wetsontwerp





over de toegang tot de
bevolkingsregisters van de
gemeentes
De Belgische gemeentes hebben re-
gisters waarin zij de belangrijkste
informatie van hun bewoners bijhou-
den en actualiseren. Deze bevol-
kingsregisters zijn een wettelijke
verplichting en bevatten naast de
naam, voornamelijk ook gegevens
over de woonplaats, de geboorte-
plaats en -datum, burgerlijke staat
en eventueel kinderen. De gegevens
vormen ook de basis voor het natio-
nale Rijksregister. Het houden van
deze bevolkingsregisters en de uit-
reiking van daarop gebaseerde docu-
menten worden geregeld door de
Wet van 19 juli 1991 betreffende de
bevolkingsregisters, de identiteits-
kaarten, de vreemdelingenkaarten
en de verblijfsdocumenten en tot
wijziging van de wet van 8 augustus
1983 tot regeling van een Rijksregis-
ter van de natuurlijke personen,
zoals herhaaldelijk gewijzigd. Op
heden worden de gegevens uit het
bevolkingsregister bijgehouden in
computerbestanden.
Omdat de Belgische Commissie
voor de bescherming van de persoon-
lijke levenssfeer (CBPL) herhaalde-
lijk vragen krijgt over de toegang
tot deze gegevens voor uiteenlopen-
de doeleinden (bijvoorbeeld van
schooldirecteuren voor leerlingen-
lijsten of van genealogen voor onder-
zoek), oordeelde de CBPL dat het
nuttig was om de principes inzake
de toegang tot de bevolkingsregis-
ters in herinnering te brengen. Dit
deed ze in een recente aanbeveling
van 2 mei 2012 (Aanbeveling). Te-
vens is de Aanbeveling een samen-
vatting en update van eerdere
standpunten van de CBPL omtrent
dit onderwerp.
Het verkrijgen van informatie uit
de bevolkingsregisters en het
vreemdelingenregister wordt gere-
geld door het koninklijk besluit van
16 juli 1992 betreffende het verkrij-
gen van informatie uit de bevolkings-
registers en uit het vreemdelingen-
register. De wet van 19 juli 1991
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noch de uitvoeringsbesluiten formu-
leren echter op heldere wijze de
doeleinden waarvoor de persoons-
gegevens in voornoemde registers
worden verwerkt. De CBPL stelt in
haar Aanbeveling dan ook voor om
doeleinden zoals die voorzien en
besproken werden tijdens de voorbe-
reidende werkzaamheden van de
wet van 19 juli 1991 in de wet op te
nemen. Deze doeleinden zijn voor-
namelijk dat de bevolkingsregisters
een noodzakelijk hulpmiddel zijn
voor het beheer van de bevolking
en bron van het Rijksregister. Men
kan hieruit afleiden dat de informa-
tie dus verwerkt wordt voor welbe-
paalde overheden, in het bijzonder
voor raadplegingen door een ge-
meentelijke dienst of het OCMW
voor interne doeleinden (zie ook ar-
tikel 5 KB 16 juli 1992).
Toch voorziet het uitvoeringsbe-
sluit van 16 juli 1992 ook nog in de
opvraging van een uittreksel door
een derde ‘wanneer de afgifte van
die documenten door of krachtens
de wet is voorgeschreven of toege-
staan’ (artikel 3 KB 16 juli 1992) en
het verkrijgen van personenlijsten
overeenkomstig artikel 6 en artikel
7 als uitzonderingen op het alge-
meen verbod, dit laatste vaak inge-
roepen voor het verkrijgen van
adressenlijsten voor bijvoorbeeld
verkiezingen.
Een omzendbrief van 7 okto-
ber 1992 betreffende het houden
van de bevolkingsregisters en het
vreemdelingenregister, bevat een
aantal richtlijnen die moeten helpen
bij de toepassing in de praktijk van
het koninklijk besluit. De CBPL be-
veelt aan om deze omzendbrief – die
dateert van 1992 – te actualiseren.
De CBPL raadt ook aan om de inter-
ne doeleinden waarvan sprake in
artikel 5 van het koninklijk besluit
van 16 juli 1992 beter te specifiëren
met het oog op de rechtszekerheid.
In afwachting stelt zij voor om deze
te interpreteren als voor ‘doeleinden
die zich situeren binnen de aan de
gemeenten reglementair toever-
trouwde bevoegdheden’ op voor-
waarde dat een degelijk informatie-
veiligheidsbeleid op punt wordt ge-
steld. Verder neemt de CBPL nog
enkele concrete gevallen van aanvra-
gen onder de loep, met name het
uitnodigen van jubilarissen door de
gemeente die moet gedekt worden
door een beslissing van het gemeen-
tebestuur en genealogische opzoe-
kingen, en doet dienaangaande een
aantal aanbevelingen. In een laatste
onderdeel gaat de CBPL nog uitvoe-
rig in en geeft zeer specifieke richt-
lijnen voor de interpretatie van het
verkrijgen van personenlijsten
overeenkomstig artikel 6 en artikel
7 van voornoemd uitvoeringsbesluit.
De CBPL benadrukt hierbij dat de
schriftelijke aanvraag tot het verkrij-
gen van lijsten moet beoordeeld
worden op ontvankelijkheid (komt
de aanvraag van ‘een instelling van
Belgisch recht’ die een ‘taak van al-
gemeen belang’ vervult?) en op ge-
grondheid van de aanvraag (staat de
aanvraag in direct verband met de
taak van algemeen belang?). Aanvra-
gen die minder lokaal zijn, dienen
gericht te worden aan het Sectoraal
comité van het Rijksregister.
Ten slotte beveelt de CBPL ook
nog aan dat het recht van de bur-
gers om aan te vragen dat hun adres
niet aan derden wordt meegedeeld
bij dergelijke aanvraag tot verstrek-
king van personenlijsten voor onbe-
perkte tijd moet kunnen gelden in
plaats van voor zes maanden zoals
nu bepaald in artikel 11 van het KB
van 16 juli 1992.
De Aanbeveling behandelt concre-
te en vaak voorkomende gevallen
en beschrijft deze op gemotiveerde
wijze, helder en in detail. Bovendien
neemt de Aanbeveling een duidelijk
standpunt in. Dit is toe te juichen
terwijl te verwachten is dat sommi-
ge (gemeentebesturen) deze Aanbe-
veling allicht op kritische wijze
zullen onthalen. De verduidelijkin-
gen van de CBPL waren echter nodig
gelet op de vele onduidelijkheden
en misbruiken die tot op heden we-
lig bleven tieren. (EK)
Bronnen : Commissie voor de bescherming
van de persoonlijke levenssfeer, Aanbeve-
ling uit eigen beweging m.b.t. het verkrij-
gen van informatie uit de bevolkingsregis-
ters in toepassing van het koninklijk be-
sluit van 16 juli 1992 betreffende het
verkrijgen van informatie uit de bevol-
kingsregisters en uit het vreemdelingenre-
gister, Aanbeveling nr. 06/2012 van







Er is de afgelopen jaren al heel wat
inkt gevloeid over het ‘do not track’-
principe. Concreet voegt ‘do not
track’ een hoofding toe aan de gege-
vens die een webbrowser verstuurt
bij het raadplegen van een website
of andere informatie. Deze hoofding
geeft aan of de gebruiker al dan niet
instemt met het volgen van zijn ge-
bruikersactiviteiten, hoofdzakelijk
via cookies. Dergelijk volgen – of
‘tracking’ – zou de aanbieder van
de website of reclamebureaus die
adverteren op websites toelaten om
meer te leren over de gewoontes en
voorkeuren van de gebruiker, om
zo meer gerichte advertenties te
kunnen tonen. Vele gebruikers zijn
echter niet tevreden over dergelijke
praktijk en over de hoeveelheid
persoonlijke gegevens van de gebrui-
ker die hierbij verzameld kunnen
worden.
Aangezien ‘do not track’ door vele
gebruikers beschouwd wordt als een
vooruitgang in het beheer van hun
privacy in webbrowsers, werd het
principe al snel aanvaard door de
ontwikkelaars van de meest populai-
re webbrowsers. Microsoft besloot
nu om in de volgende versie van
hun bekende Internet Explorer nog
een stapje verder te gaan door de
‘do not track’-optie automatisch te
activeren. Naar eigen zeggen wil het
bedrijf hiermee tegemoetkomen aan
de vaker gehoorde kritiek dat priva-
cybescherming een standaardwaar-
de zou moeten zijn, en niet een op-
tie die de gebruiker zelf nog moet
activeren.
De in de Verenigde Staten geves-
tigde belangengroep Association of
National Advertisers (ANA) is echter
niet tevreden met deze beslissing.
Zo meent de groep dat het automa-
tisch activeren van deze optie ertoe
zal leiden dat veel gebruikers nooit
de keuze zullen maken om wel ge-
volgd te worden, gezien vele gebrui-
kers nooit afwijken van de stan-
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daardinstellingen. Dit zou nadelig
kunnen zijn voor de advertentie-in-
komsten van de leden van de groep,
waaronder grote bedrijven zoals
Unilever, Ford, Intel en McDonald’s.
Gezien de Amerikaanse focus van
de groep wordt ook aangehaald dat
dergelijke actie negatief zou zijn
voor de algemene Amerikaanse
economie. Ook de gebruiker zou lij-
den onder de actie, gezien het ver-
lies aan reclame-inkomsten nefast
zou kunnen zijn voor verschillende
gratis diensten. De groep haalt bo-
vendien aan dat de leden – waaron-
der Microsoft – bij het aanvaarden
van de ‘do not track’-standaard afge-
sproken hadden dat de optie initieel
gedeactiveerd zou zijn en dat het
aan de gebruiker is om deze optie
te activeren.
Naast de woorden van de ANA
werden echter ook daden onderno-
men. Zo werd de Apache HTTP Ser-
ver – de server software achter de
meeste websites – aangepast om ‘do
not track’-verzoeken van gebruikers
van de volgende versie van Internet
Explorer te negeren. Gebruikers van
deze browser zullen dus hun priva-
cy-voorkeuren niet ingewilligd zien.
Het standaard activeren van deze
instelling blijkt dus geen verbete-
ring voor de gebruiker zelf te zijn,
maar zelfs een achteruitgang.
Bovendien wordt ook steeds meer
duidelijk hoe de ‘do not track’-stan-
daard volledig onderworpen is aan
de welwilligheid van de instantie
aan wie het verzoek gericht is. Zo
gaven de twee grootste adverteer-
ders al aan dat zij gebruikers die een
‘do not track’-verzoek zenden geen
gerichte advertenties zullen voor-
schotelen, maar dat zij wel nog de
persoonsgegevens van die gebrui-
kers zullen verzamelen en verwer-
ken. ‘Do not track’ heeft volgens
deze interpretatie niets te maken
met het al dan niet verwerken van
persoonsgegevens, maar enkel met
het aanbieden van gepersonaliseerde
advertenties.
Ook de Europese Commissie volgt
het debat. Al in juni 2011 riep
Europees Commissaris Neelie Kroes
op om ‘do not track’ te verankeren
in een sterke standaard. De stan-
daard die nu gehanteerd wordt, kan
echter de gebruikers niet op voldoen-
de wijze garanderen dat hun per-
soonsgegevens beschermd worden.
Er wordt daarom aangehaald dat
binnen de EU bekeken zal worden
hoe deze standaard binnen een sterk
juridisch kader geïntegreerd kan
worden. Amerikaanse bedrijven die
Europese gebruikers willen volgen,
zullen dit dan volgens Europese re-
gels moeten doen. (NV)
Bronnen: R. Pruyn, ‘Reclamewereld klaagt
bij Microsoft over adblocker: “Do Not
Track biedt verkeerd keuze”’,
www.zdnet.be , 3 oktober 2012; ANA,
‘ANA Board Opposes Microsoft’s Decision
to Implement “Do-Not-Track” Default
Function for Internet Explorer 10 Brow-
ser’, www.ana.net/content/show/id/
analetter-microsoft, 1 oktober 2012; E.
Bott, ‘Why Do Not Track is worse than a
miserable failure’, www.zdnet.com,
21 september 2012; N. Kroes, ‘Reinforcing
trust and confidence’, Online Tracking
Protection & BrowsersWorkshop Brussels,
22 juni 2011, europa.eu/rapid/press-
release_SPEECH-11-461_en.htm;N. Kroes,
‘An update on Do Not Track’, The Centre
for European Policy Studies (CEPS) Brus-




Waarzeggerij 2.0: een waar-
schuwing door Febelfin
Waarzeggerij is wellicht een van de
oudste beroepen ter wereld. Reeds
millennia beweren bepaalde perso-
nen door middel van rituelen of bo-
vennatuurlijke gaven inzicht te
kunnen verwerven in het leven van
hun cliënteel en in hun toekomst.
De meeste waarzeggers lokken
nieuwe klanten door onachtzame
voorbijgangers te verbazen met hun
schijnbare kennis van intieme de-
tails uit het leven van deze personen
die zij nog nooit eerder gezien heb-
ben. De truc hierachter bestaat er
doorgaans in een aantal vage bewe-
ringen te poneren in algemene be-
woordingen. De tegenpartij zal deze
stelling vervolgens interpreteren op
een manier dat zij van toepassing is
op het eigen leven. Zo heeft iedereen
in zijn of haar leven wel eens iets of
iemand dierbaar verloren. Het ‘zien’
van een verlies in iemands leven is
bijgevolg niet bepaald een hoog-
staande kunst, maar vaak wel vol-
doende om overtuigd te worden van
de kunde van de waarzegger.
Hoewel veel waarzeggers er wel
in slagen hun cliënteel behoorlijke
sommen geld afhandig te maken
voor hun voorspellingen, is deze
praktijk doorgaans relatief onschul-
dig. De meeste waarzeggers weten
immers niets meer over hun tegen-
partij dan hun effectief door die
partij verteld werd. Met de komst
van de informatiemaatschappij en
– vooral – social media kunnen
waarzeggers echter hun kunsten
aanzienlijk uitbreiden. Met de hoe-
veelheid intieme gegevens die vele
mensen online te grabbel gooien, is
het immers niet moeilijk om veel
persoonlijke informatie te weten te
komen over die personen.
Febelfin – de Belgische Federatie
van de Financiële Sector – voegde
de daad bij het woord en stuurde
via reclamebureau Duval Guillaume
een acteur het veld in. Dave geeft
zich uit als waarzegger. Zoals alle
waarzeggers begint hij met wat tri-
viale stellingen die wellicht voor el-
ke gesprekspartner waar hadden
geweest. Maar al snel blijkt dat Dave
meer weet. Hij verbaast zijn klanten
met zijn kennis van de meest intie-
me details van hun leven. In tegen-
stelling tot klassieke waarzeggers
blijft het hier echter niet beperkt
tot algemene en weinig exacte bewe-
ringen. Relaties, financiële transac-
ties, recente vakanties, medische
informatie, zelfs de nummers van
bankkaarten zijn geen geheim voor
Dave.
Dave wordt bijgestaan door een
team experts, die door middel van
geavanceerde data mining en inter-
pretatietechnieken online databan-
ken screenen om zo alle details te
vergaren die de persoon in kwestie
online heeft staan. Social media
profielen, zoals Facebook, omvatten
immers vaak al hallucinant intieme
informatie. Databanken van recht-
spraak kunnen aangeven of iemand
al eens veroordeeld werd. Databan-
ken van immobiliënkantoren kun-
nen aangeven of iemands huis re-
cent gekocht of verkocht werd, en
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