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Povzetek
V danasˇnjem cˇasu vedno vecˇ ljudi gleda spletne video vsebine, vendar ima
splet omejeno pasovno sˇirino in hitrost, zahteve uporabnikov pa so vedno vecˇje.
Za uspesˇno predvajanje video vsebin se vse pogosteje uporabljajo omrezˇja za
dostavo vsebin, ki vsebino fizicˇno priblizˇajo uporabniku. V magistrskem delu
podrobneje obravnavamo razlicˇne vrste omrezˇij za dostavo vsebin in protokole
za pretocˇno prenasˇanje video vsebin s prilagodljivo bitno hitrostjo, ki omogocˇajo
neprekinjen ogled vsebin kljub nenehnemu spreminjanju zmogljivosti omrezˇja. Za
merjenje ucˇinkovitosti omrezˇja za dostavo vsebin smo na namestniˇski strezˇnik, ki
se nahaja med odjemalcem in izvornim strezˇnikom, namestili programsko opremo
Squid, ki omogocˇa predpomnenje vsebin. Na podlagi izvedenih meritev hitrosti
prenosa video vsebin smo ugotovili, da uporaba namestniˇskega strezˇnika s pred-
pomnjenjem omogocˇa trikrat hitrejˇse prenasˇanje vsebin, kar omogocˇa ogled video
vsebin tudi v najboljˇsi kakovosti z manjˇsim obhodnim cˇasom, kljub veliki razdalji
med izvornim strezˇnikom in odjemalcem. V magistrskem delu smo s pomocˇjo izve-
denih meritev potrdili ugotovitve teoreticˇnih izvlecˇkov in podkrepili nasˇo osnovno
tezo, da omrezˇje za dostavo vsebin izboljˇsa prenos vsebin.
Kljucˇne besede: omrezˇje za dostavo vsebin, predpomnenje, pretocˇne video vse-
bine, video na zahtevo
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2 Povzetek
Abstract
Nowadays increasing number of people are watching video content online
which has a limited bandwidth and speed but the users’ demand is rising. In
order to successfully play the video content, the use of content delivery networks,
which bring the content physically closer to the user, is increasing. This ma-
ster’s thesis is specifically concerning different types of content delivery networks
and video streaming protocols with adaptive bitrate, which facilitate continuous
viewing despite constant changes in network performance. To measure the effec-
tiveness of the content delivery network we have installed software called Squid
that enables caching of content on a proxy server located between the client and
the origin server. Based on the performed measurements of transfer speed of vi-
deo content, we established that the caching proxy server allowed content transfer
three times faster than before, thus allowing viewing of video content in the best
quality with smaller round trip time, notwithstanding the great distance between
the origin server and the client. In the thesis, we confirmed the findings of the-
oretical abstracts with the help of measurements and supported our basic thesis
that the content delivery network improved the transmission of content.
Key words: Content Delivery Network, Caching, Video Streaming, Video On-
Demand
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4 Abstract
1 Uvod
Ogled sletnih video vsebin je vedno bolj popularen, saj nam omogocˇa ogled vi-
dea kjerkoli in kadarkoli ter na najrazlicˇnejˇsih napravah, ki se lahko povezˇejo v
splet, vendar so zahteve uporabnikov vedno vecˇje – na primer ogled videa v polni
locˇljivosti (ang. Full High-Definition, Full HD) na mobilnem omrezˇju. Podjetje
Cisco napoveduje, da naj bi do leta 2019 video predstavljal 80 % spletnega pro-
meta in polovica le-tega naj bi bilo dostavljenega preko omrezˇij za dostavo vsebin
(ang. Content Delivery Network, CDN) [4]. V tej nalogi se bomo osredotocˇili
na video vsebine na zahtevo (ang. Video On Demand, VOD), ki naj bi se do
leta 2019 podvojile in bile po vecˇini dostavljene preko omrezˇij za dostavo vse-
bin. Seveda tudi najvecˇja ponudnika video vsebin na svetu, Youtube in Netflix,
uporabljata omrezˇja za dostavo vsebin in sta prerasla komercialne ponudnike in
zgradila lastni omrezˇji [5].
Omrezˇje za dostavo vsebin je zbirka mrezˇnih elementov, ki ucˇinkovito dostavi
zˇeleno vsebino koncˇnemu uporabniku. Taksˇno omrezˇje zagotavlja izboljˇsano de-
lovanje omrezˇja z uporabo celotne pasovne sˇirine, izboljˇsanjem dosegljivosti in
zanesljivosti s podvojevanjem vsebin. Zagotavljajo infrastrukturo za gostovanje
in delovanje aplikacij in storitev z dostavljanjem vsebine robnim strezˇnikom (ang.
Edge Servers), ki se nahajajo v blizˇini uporabnikov [6].
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2 Omreˇzjezadostavovsebin
Omreˇzjezadostavovsebinpodvojivsebinoizvornegastreˇznikanarobnestreˇznike,
kisenahajajopovsemsvetuvbliˇziniuporabnikov,kakorjerazvidnonasliki
2.1,kjerjevsrediˇsˇcuizvornistreˇznikinokolile-tegapetrobnihstreˇznikovna
razliˇcnihkontinentihsveta. Dorobnihstreˇznikovdostopajokonˇcniuporabniki.
TrijesestavnideliCDNarhitekturesoponudnikvsebine,omreˇzjezadostavo
vsebininkonˇcniuporabniki[6].Ponudnikvsebinejetisti,kihraniizvornovsebino
natakoimenovanemizvornemstreˇzniku.
Izvornistreˇznik Robnistreˇznik Odjemalec
Slika2.1: Omreˇzjezadostavovsebin[1]
Nazaˇcetkusobilapredvsemvelikaznanapodjetajstrankeponudnikovomreˇzij
zadostavovsebin,sedajpaobstajavednoveˇctudimanjˇsihponudnikovvsebin,ki
zˇelijozagotovitizanesljivinhiterprenosvsebinuporabnikompocelemsvetu,saj
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se z razdaljo povecˇuje zakasnitev in napake v prenosu, kakor je razvidno v tabeli
2.1, kjer obhodni cˇas RTT (ang. Round Trip Time) ponazarja vsoto cˇasa, ki ga
signal potrebuje do ponora, in cˇasa, ki ga potrebuje potrditev nazaj do izvora.
Cˇas RTT je odvisen od fizicˇne razdalje, sˇtevila vmesnih vozliˇscˇ, kolicˇine prometa
in prenosnega medija [7].
Razdalja RTT Izguba paketov Prepustnost Prenos DVD
Lokalno:
< 160 km 1,6 ms 0,6 % 44 Mb/s 12 min
Regijsko:
800–1600 km 16 ms 0,7 % 4 Mb/s 2,2 uri
Celinsko:
5000 km 48 ms 1,0 % 1 Mb/s 8,2 uri
Medcelinsko:
10000 km 96 ms 1,4 % 0,4 Mb/s 20 ur
Tabela 2.1: Vpliv razdalje na prepustnost in cˇas prenosa
Omrezˇje za dostavo vsebin ponuja kar nekaj prednosti za ponudnike vsebin, saj
omogocˇa razbremenitev izvornega strezˇnika in zagotavljanje najboljˇse povezave
med uporabnikom in izvornim strezˇnikom.
Seveda pa omrezˇje za dostavo vsebin ponuja prednosti tudi za koncˇne upo-
rabnike. Cˇas prenosa vsebin je bistveno krajˇsi, saj je v primeru zahtevka vsebine,
ki je predpomnjena na robnih strezˇnikih, zˇe fizicˇna razdalja manjˇsa in s tem tudi
cˇas prenosa.
2.1 Sˇtirje stebri omrezˇja za dostavo vsebin
Omrezˇja za dostavo vsebin se nenehno spreminjajo in morajo ohranjati sˇtiri la-
stnosti: zmogljivost, zanesljivost, razsˇirljivost in odzivnost, saj so te kljucˇnega
pomena za uspesˇno in hitro prenasˇanje vedno vecˇjih kolicˇin informacij [7].
2.2 Razbremenitev izvornega strezˇnika 9
Zmogljivost sistema ni samo pospesˇitev prenosa in izboljˇsanje uporabniˇske
izkusˇnje za koncˇnega uporabnika, ampak je tudi izboljˇsanje drugih metrik, kot
je povecˇanje uspesˇnih poizvedb datotek iz predpomnilnika (ang. Cache Hit) in
optimalnejˇsa izraba mrezˇnih virov. Vse to posledicˇno vpliva tudi na okolje, saj
z boljˇso programsko opremo lahko omrezˇje postrezˇe vecˇ uporabnikom z manj
strezˇniki, ki so veliki potrosˇniki energije.
Zanesljivost: omrezˇje zaradi velikega sˇtevila geografsko razporejenih
strezˇnikov ne predstavlja ene same tocˇke odpovedi (ang. Single Point of
Failure). Ponudniki povecˇajo zanesljivost tudi z rednim vzdrzˇevanjem in
podvajanjem strojne in programske opreme ter s samodejnim preusmerjanjem
prometa iz nedelujocˇih naprav na delujocˇe.
Razsˇirljivost: omrezˇja morajo biti razsˇirljiva, saj so sestavljena iz nekaj deset,
celo sto tisocˇ strezˇnikov, kar pomeni, da mora biti celotna platforma sistema
razsˇirljiva. To pomeni, da je sistem zmozˇen upravljati z vecˇjo kolicˇino prometa,
vsebin in uporabnikov. Vecˇji promet pomeni vecˇjo kolicˇino zbranih podatkov
za analizo, le-ti pa so potrebni za kartiranje uporabnikov in strezˇnikov. Vecˇ o
kartiranju v poglavju 3.
Odzivnost omrezˇja se meri na podlagi cˇasa, ki je potreben za uvajanje nove
konfiguracije preko celotnega omrezˇja.
2.2 Razbremenitev izvornega strezˇnika
Omrezˇje za dostavo vsebin omogocˇa razbremenitev izvornega strezˇnika, saj s pred-
pomnenjem vsebin ni potrebno poslati vsakega zahtevka izvornemu strezˇniku,
ampak lahko uporabniku postrezˇe zˇe robni strezˇnik, ki ima vsebino v pomnil-
niku, kar prikazuje slika 2.2 [8]. Razbremenitev izvornega strezˇnika omogocˇa
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ponudniku vsebin uporabo manj zahtevne strojne opreme ter manjˇso pasovno
sˇirino.
Odjemalec Robni strezˇnik Izvorni strezˇnik
Prva zahteva
GET /slika.jpg GET /slika.jpg
slika.jpgslika.jpg
Odjemalec Robni strezˇnik Izvorni strezˇnik
Druga zahteva
GET /slika.jpg
slika.jpg
Slika 2.2: Razbremenitev izvornega strezˇnika
Omrezˇja za dostavo vsebin lahko ponudnikom vsebin omogocˇajo tudi varno-
stno zasˇcˇito, saj lahko ponudniki vsebin omogocˇijo dostop do svojega izvornega
strezˇnika le dolocˇenim napravam in tako odjemalca prisilijo, da posˇljejo zahtevek
za vsebino preko omrezˇja za dostavo vsebin in tako zmanjˇsajo napade na izvorni
strezˇnik, na primer DDoS napad (ang. Distributed Denial of Service Attack),
prikazan na sliki 2.3 [9].
2.3 Problem vmesnega koraka
Vmesni korak (ang. Middle Mile) je mrezˇna povezava med ponudniki dostopa
do spleta. Slabost vmesnega koraka je, da je drag in da ne prinasˇa neposrednega
prihodka, saj ponudniki sluzˇijo le s prodajo dostopa ponudnikom vsebin (ang.
First Mile) in koncˇnim uporabnikom (ang. Last Mile). Vendar je vmesni korak
prav tako pomemben, saj drugacˇe ne bi bilo povezave med uporabniki in ponu-
dniki vsebin. Ravno zato, ker vmesni korak ne prinasˇa neposrednega prihodka,
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Izvorni strezˇnik
Pozˇarni zid
Koncˇni uporabniki
Koncˇni uporabniki
Robni strezˇniki
Slika 2.3: Varnostna zasˇcˇita izvornega strezˇnika pred DDoS napadi [2]
je lahko to glavni zamasˇek pri prenosu vsebin, saj ponudniki ne vlagajo vanje,
ampak vlozˇijo le toliko, kolikor je potrebno za delovanje celotnega sistema. V
primeru, da ne bi bilo omrezˇij za dostavo vsebin, bi vsi zahtevki uporabnikov mo-
rali iti do izvornega strezˇnika, kar pomeni, da bi bil promet preko hrbtenicˇnega
omrezˇja zelo povecˇan.
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3 Kartiranje omrezˇja
Do vsebin, dostopnih preko omrezˇij za dostavo vsebin, dostopamo na poseben
nacˇin, saj je pomembnih vecˇ faktorjev za dodelitev internetnega naslova strezˇnika,
od koder bomo prenasˇali vsebine. Za boljˇso predstavo si poglejmo primerjavo med
dostopanjem do vsebine ponudnika vsebin, ki uporablja omrezˇje za dostavo vse-
bin, in ponudnika, ki ga ne uporablja. Za dostop do vsebin obicˇajno uporabljamo
brskalnik, tako da si poglejmo tak primer.
3.1 Dostopanje do vsebin brez uporabe omrezˇja za do-
stavo vsebin
V naslovno vrstico brskalnika vpiˇsemo zˇelen univerzalni naslov do vsebine (ang.
Uniform Resource Locator, URL), na primer http://www.example.com/image.
jpg. Preden brskalnik posˇlje zahtevo za objekt preko protokola Hypertext Trans-
fer Protocol (HTTP), mora poizvedeti, kam mora zahtevo poslati. Zato brskalnik
najprej opravi imensko poizvedbo z uporabo protokola Domain Name System
(DNS), ki poteka preko protokola User Datagram Protocol (UDP) z uporabo
vrat 53. Na sliki 3.2 je graficˇno prikazana poizvedba internetnega naslova sple-
tnega strezˇnika, ki poseduje objekt image.jpg.
Domenski prostor ima drevesno strukturo, kakor je prikazano na sliki 3.1.
Vsako vozliˇscˇe in list na drevesu ustreza naboru virov (ki so lahko prazni). Vsako
vozliˇscˇe ima oznako z dolzˇino med 0 in 63 okteti. Bratska vozliˇscˇa ne smejo
imeti enakih oznak, vendar je lahko enaka oznaka uporabljena za ne bratska
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vozliˇscˇa. Ena oznaka je rezervirana, in sicer null z dolzˇino nicˇ, le-ta je uporabljena
za koren drevesa (ang. Root). Domena vozliˇscˇa je seznam oznak na poti od
vozliˇscˇa do korena. Oznake, ki skupaj dolocˇajo domeno, se piˇsejo in berejo z
leve proti desni, od najbolj specificˇne (najnizˇje, najbolj oddaljene od korena)
do najmanj specificˇne (najviˇsje, najblizˇje korenu). V nasˇem primeru so oznake
domene www.example.com: com, example, www [10, 11].
•
(koren)
com
example
www
google
www mail
si
uni-lj
fe
www lait
fri
najdi
www zemljevid
Slika 3.1: Drevo domenskih oznak
3.1.1 Potek poizvedbe
Na sliki 3.2 so prikazani koraki poizvedbe internetnega naslova spletnega strezˇnika
za domeno www.example.com [11]:
1. Brskalnik posˇlje DNS poizvedbo A www.example.com odpravitelju (ang.
DNS Resolver), kjer A predstavlja zahtevo IPv4 naslova. Razlicˇni tipi zapi-
sov so opisani v tabeli 3.1.
2. Odpravitelj posˇlje poizvedbo A www.example.com korenskemu DNS
strezˇniku (ang. DNS Root Server), ki poseduje informacije o vseh vrh-
njih domenah (ang. Top-Level Domain), ki se delijo na globalne gTLD in
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drzˇavne ccTLD. Med globalne sˇtejemo com, net, org, ipd., med drzˇavne pa
si, at, hr, it, ipd.
3. Korenski strezˇnik odgovori z odgovorom com NS c.gtld-servers.net A
192.26.92.30, ki vsebuje nov internetni naslov strezˇnika, ki poseduje in-
formacije o domenah z oznakami com.
4. Odpravitelj posˇlje poizvedbo A www.example.com strezˇniku, ki poseduje
informacije o domenah z oznakami com.
5. Strezˇnik odgovori z odgovorom example.com NS ns1.example.com A
68.180.131.16, ki vsebuje nov internetni naslov strezˇnika, ki poseduje in-
formacije o domenah z oznakami example.com.
6. Odpravitelj posˇlje poizvedbo A www.example.com strezˇniku
ns1.example.com na naslov 68.180.131.16, ki poseduje informacije
o domenah z oznakami example.com.
7. Strezˇnik odgovori z odgovorom A 72.30.2.43, ki vsebuje internetni
naslov spletnega strezˇnika, ki poseduje, vsebine dostopne z domeno
www.example.com.
8. Odpravitelj odgovori brskalniku z odgovorom A 72.30.2.43, ki vsebuje in-
ternetni naslov spletnega strezˇnika.
Ko brskalnik pozna internetni naslov spletnega strezˇnika, lahko posˇlje HTTP
zahtevo. Protokol HTTP je najpogosteje uporabljen protokol za dostopanje do
vsebin preko spleta in je podrobneje opisan v poglavju 4.1.
3.2 Dostopanje do vsebin z uporabo omrezˇja za dostavo
vsebin
Ko zˇelimo dostopati do vsebine ponudnika, ki uporablja omrezˇje za dostavo vse-
bin, je pridobivanje internetnega naslova strezˇnika, ki lahko postrezˇe z vsebino,
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Uporabnik Odpravitelj
Korenski strezˇnik
TLD strezˇnik
Imenski strezˇnik
1
2
3
4
5
6
7
8
Slika 3.2: Poizvedba internetnega naslova
malo bolj kompleksno, saj so omrezˇja za dostavo vsebin zelo kompleksna celota
razlicˇnih komponent: strezˇnikov, usmerjevalnikov, stikal, povezovalnih kablov,
ipd. Za dobro delovanje taksˇnega omrezˇja je potrebno ves cˇas slediti stanju le-
tega. Omrezˇja so dinamicˇna, saj se lahko kadarkoli spremeni njihovo stanje, sˇe
posebej na globalni ravni. Del omrezˇja je lahko nedostopen zaradi izpada ele-
ktrike ali drugih zunanjih motenj, hitrost povezave med razlicˇnimi strezˇniki se
nenehno spreminja zaradi razlicˇnih dejavnikov. Zato je potrebno ves cˇas meriti
razlicˇne velicˇine omrezˇja, poznati razporeditev posamicˇnih strezˇnikov ter ohra-
njati povezljivost med njimi. Nekateri izmed faktorjev, ki vplivajo na dolocˇitev
strezˇnika, s katerim se bo uporabnik povezal, so geografska lokacija, povezljivost
in obremenitev strezˇnikov.
Ponudniki vsebin, ki uporabljajo storitev omrezˇja za dostavo vsebin, poo-
blasˇcˇajo ponudnika storitve, da so njihove domene del sistema za kartiranje. Vsak
uporabnik odjemalec uporablja lokalni imenski strezˇnik, ki deluje na rekurziven
nacˇin za zagotavljanje prevoda domen. Lokalni imenski strezˇnik, ki ga uporabnik
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Tip zapisa Opis
A Naslovni zapis: vrne 32-bitni IPv4 naslov
CNAME Zapis kanonicˇnega imena: drugo ime drugemu imenu
MX Zapis izmenjave sporocˇil: Preslika domensko ime na se-
znam agentov za prenos sporocˇila
NS Zapis imenskega strezˇnika: Dolocˇa DNS cono za upo-
rabo danega avtoritativnega imenskega strezˇnika
Tabela 3.1: Tipi zapisov protokola DNS
uporablja, obicˇajno gostuje pri uporabnikovemu ponudniku dostopa do interneta.
Vendar uporabnik lahko uporablja tudi javno dostopen imenski strezˇnik, kot na
primer Google DNS. Lokacija lokalnega imenskega strezˇnika je odvisna od arhi-
tekture ponudnika imenskih strezˇnikov.
Za lazˇjo predstavo kartirnega sistema si oglejmo, kako odjemalec komunicira s
sistemom za pridobitev internetnega naslova (slika 3.4). Za prikaz bomo uporabili
enak primer kot v poglavju 3.1, le da sedaj domnevamo, da ponudnik vsebine
uporablja omrezˇje za dostavo vsebin [12, 13].
3.2.1 Potek poizvedbe
Na sliki 3.3 so prikazani koraki poizvedbe internetnega naslova robnega strezˇnika,
ki nam lahko postrezˇe z objektom image.jpg v imenu domene www.example.com:
1. Brskalnik posˇlje DNS poizvedbo A www.example.com odpravitelju.
2. Odpravitelj posˇlje poizvedbo A www.example.com korenskemu strezˇniku.
3. Korenski strezˇnik odgovori z odgovorom com NS c.gtld-servers.net A
192.26.92.30, ki vsebuje nov internetni naslov strezˇnika, ki poseduje in-
formacije o domenah z oznakami com.
4. Odpravitelj posˇlje poizvedbo A www.example.com strezˇniku, ki poseduje
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informacije o domenah z oznakami com.
5. Strezˇnik odgovori z odgovorom example.com NS ns1.example.com A
68.180.131.16, ki vsebuje nov internetni naslov strezˇnika, ki poseduje in-
formacije o domenah z oznakami example.com.
6. Odpravitelj posˇlje poizvedbo A www.example.com strezˇniku
ns1.example.com na naslov 68.180.131.16, ki poseduje informacije
o domenah z oznakami example.com.
7. Strezˇnik odgovori z odgovorom CNAME www.example.com.cdnedge.com, ki
vsebuje novo domeno, s katero nas preusmeri k ponudniku omrezˇja za
dostavo vsebin. Tip zapisa CNAME nam pove, da je naslov, ki smo ga
iskali, le drugo ime, alias, nekega drugega naslova, v nasˇem primeru
www.example.com.cdnedge.com [10]. Razlicˇni tipi zapisov so opisani v
tabeli 3.1.
8. Odpravitelj posˇlje poizvedbo A www.example.com.cdnedge.com TLD
strezˇniku na naslov 192.26.92.30, ki poseduje informacije o domenah z
oznakami com.
9. Strezˇnik odgovori z odgovorom www.example.com.cdnedge.com NS
ns.cdnedge.com A 137.12.186.1, ki vsebuje nov internetni naslov
strezˇnika, ki poseduje informacije o domenah ponudnika omrezˇja za
dostavo vsebin.
10. Odpravitelj posˇlje poizvedbo A www.example.com.cdnedge.com imen-
skemu strezˇniku na naslov ns.cdnedge.com z internetnim naslovom
137.12.186.1.
11. Imenski strezˇnik posreduje zahtevo sistemu za dolocˇanje strezˇnika (ang.
Server Assignment), ki je predstavljen na sliki 3.4 in podrobneje opisan v
poglavju 3.3. Sistem na podlagi razlocˇnih faktorjev, kot so geografska lo-
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kacija, cˇasovna zakasnitev, sˇtevilo vozliˇscˇ, obremenjenost robnih strezˇnikov
ipd., dolocˇi nekaj robnih strezˇnikov, primernih za uporabnika.
12. Sistem za dolocˇanje strezˇnika odgovori s seznamom internetnih naslovov
primernih robnih strezˇnikov za dolocˇenega uporabnika. Sistem postrezˇe s
seznamom naslovov, da odjemalcu ni potrebno opraviti nove poizvedbe v
primeru neuspesˇne povezave z napravo na prvem naslovu. Vecˇina brskalni-
kov ponovne poizkuse opravlja po vrstnem redu seznama, tako imenovanega
round robin nacˇina [14].
13. Imenski strezˇnik posreduje seznam internetnih naslovov odpravitelju.
14. Odpravitelj posreduje seznam internetnih naslovov uporabniku.
Uporabnik Odpravitelj
Korenski strezˇnik
TLD strezˇnik
Imenski strezˇnik
CDN imenski strezˇnik
Sistem za dolocˇanje strezˇnika
1
2,
8
3,
9 4
5
6
7
10
11
12
13
14
Slika 3.3: Poizvedba internetnega naslova z uporabo omrezˇja za dostavo vsebine
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Odkrivanje
topologije
Tocˇkovanje
Dodelitev strezˇnika
Izravnalnik
obremenitve
globalni lokalni
Merjenje
omrezˇja
periodicˇno trenutno
Imenski
strezˇniki
vrh dno
Lokalni
DNS
Odjemalec
Sistem za kartiranje
Internet
Slika 3.4: Sistem za kartiranje
Kartirni sistem uporablja zgodovinske podatke in podatke v realnem cˇasu o
stanju omrezˇja ter interneta za izdelavo zemljevida, ki se uporablja za zanesljivo
in ucˇinkovito usmerjanje prometa.
Najpomembnejˇsa dela sistema sta tako imenovano tocˇkovanje in kartiranje
v realnem cˇasu. Tocˇkovalni sistem najprej izdela trenutno topologijo interne-
tnega omrezˇja na podlagi stanja povezljivosti. Natancˇneje povedano, zemljevid
omrezˇja razdeli internetno omrezˇje na enakovredne razrede po internetnih naslo-
vih IP, ki predstavljajo, na kaksˇen nacˇin in kako dobro so med seboj povezani.
To predstavlja zbiranje in procesiranje ogromne kolicˇine zgodovinskih podatkov
ter podatkov v realnem cˇasu, kot so meritve z uporabo metod ping in trace ro-
ute, BGP podatki, dnevniki, IP-podatki, zbranimi cˇez leta. Omrezˇna zakasnitev,
izgube in povezljivost so nadzorovane z visoko frekvenco, kar omogocˇa takojˇsnje
ukrepanje za izboljˇsave [7].
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3.3 Kako usmeriti uporabnikov zahtevek k primernemu
strezˇniku?
Sistem za dolocˇanje robnega strezˇnika usmeri uporabnikov zahtevek k najprimer-
nejˇsemu strezˇniku, ki naj bi najverjetneje imel zˇeleno vsebino [13]. To dolocˇi na
podlagi dolocˇenih kriterijev:
• Bliˇzina je funkcija mrezˇne topologije in karakteristike dinamicˇnih povezav:
strezˇnik s krajˇsim odzivnim cˇasom se smatra za blizˇjega kot tisti z daljˇsim
odzivnim cˇasom. Prav tako je strezˇnik z nizˇjo izgubo paketov blizˇje kot
tisti z viˇsjo izgubo.
• Dostopnost je funkcija obremenitve in mrezˇne pasovne sˇirine: preobreme-
njen strezˇnik ni sposoben strecˇi novim zahtevam.
• Vsˇecˇnost je funkcija strezˇnikov, ki hranijo vsebino za vsakega ponudnika
vsebin: cˇe npr. vsi strezˇniki strezˇejo vse vsebine na podlagi round ro-
bin DNS, potem bi bili diski in pomnilniki strezˇnikov zapolnjeni z najbolj
zazˇelenimi vsebinami.
Odkrivanje topologije je proces merjenja omrezˇja v realnem cˇasu, s katerim
se odkriva trenutna topologija internetnega omrezˇja. Vecˇ v poglavju 3.4.
Tocˇkovanje (ang. Scoring) je proces predvidevanja izvedbe dolocˇenih skupin
strezˇnikov za dolocˇenega odjemalca na podlagi poznane topologije. Tocˇkovanje
je sestavljeno iz vecˇih funkcij, ki vsebujejo pasovno sˇirino, zakasnitev, izgubo
paketov ipd. Vsi ti razlicˇni faktorji lahko razlicˇno vplivajo na tocˇkovanje za
razlicˇne tipe prometa: na spletne strani, video in aplikacije.
Modul izravnave obremenitve (ang. Load Balancing) dolocˇa strezˇniˇske sku-
pine oziroma grozda (ang. Server Cluster) v dveh korakih: najprej dolocˇi skupino
22 Kartiranje omrezˇja
strezˇnikov za vsakega odjemalca posebej, cˇemur pravimo globalna izravnava obre-
menitve. V drugem koraku, imenovanem lokalna izravnava obremenitve, pa se
dolocˇi posamezen strezˇnik znotraj prej dolocˇene skupine strezˇnikov. Za izravnavo
obremenitve sistem uporablja informacije o tocˇkovanju, ki jih zdruzˇi z informaci-
jami o zˇivosti, kapaciteti in drugih informacijah o omrezˇju v realnem cˇasu.
Globalna izravnava obremenitve je proces kartiranja odjemalcev k skupinam
strezˇnikov na razdrobljenem zemljevidu enot. Vsaka enota se lahko obravnava
kot skupek elementov (predpone internetnih naslovov, prometni razredi), kjer je
prvi element skupka seznam internetnih naslovov odjemalcev, drugi pa zahte-
van tip prometa teh odjemalcev. Internetni naslovi dolocˇene enote naj bi bili
v medsebojni blizˇini, da se lahko obravnavajo enotno iz perspektive izravnave
obremenitve, kar pomeni, da bodo po vsej verjetnosti odjemalci iz iste enote
delezˇni enake zmogljivosti v primeru dodelitve enake skupine strezˇnikov. Tip
prometa iz drugega elementa skupka je lahko eden izmed mnozˇice razlicˇnih ti-
pov, kot so video, spletne vsebine, aplikacije, programska oprema. Npr. element
(1.2.3.4/24, video) predstavlja zbirko odjemalcev s predpono /24, ki zahte-
vajo video. Potrebno se je zavedati, da odjemalci iz enake skupine, ki zahtevajo
spletne vsebine, dolocˇajo drug element (1.2.3.4/24, web). Cilj globalne izrav-
nave obremenitve je dolocˇiti vsaki enoti Ei, 1 ≤ i ≤ M , skupino strezˇnikov Sj,
1 ≤ j ≤ N , tako da lahko odjemalci vsake enote zahtevajo vsebino iz dolocˇenega
skupka strezˇnikov z visoko razpolozˇljivostjo in zmogljivostjo. Kandidatna skupina
strezˇnikov z visoko zmogljivostjo ima lahko majhno zakasnitev, majhno izgubo
paketov in veliko pasovno sˇirino do odjemalcev v dolocˇeni enoti. Prav tako imajo
tudi skupine strezˇnikov izbrane enote, katerim dajejo prednost, npr. skupina
strezˇnikov, namesˇcˇenih znotraj ponudnika dostopa za koncˇne uporabnike raje,
strezˇe odjemalcem tega ponudnika [15].
Stabilna dodelitev je klasicˇna algoritmicˇna paradigma, ki predstavlja osnovo
za dolocˇanje enot skupinam strezˇnikov pri globalnem izenacˇevanju obremenitve.
Preprost primer stabilne dodelitve je problem stabilnega zakona.
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Problem stabilnega zakona je obicˇajno predstavljen kot naloga zdruzˇitve
mosˇkih in zˇensk. V nalogi je enako sˇtevilo mosˇkih in zˇensk, kjer vsak iˇscˇe par-
tnerja nasprotnega spola. Problem stabilnega zakona lahko predstavlja model
preprostega globalnega izenacˇevanja obremenitve, kjer mosˇki predstavlja enoto
E, zˇenska pa skupino strezˇnikov S, kakor je prikazano na sliki 3.5. Vsaka enota
razvrsti skupine strezˇnikov po prednosti, npr. enota E1 daje prednost skupini S2,
ki ji sledi S1 in nato S3. Prav tako vsaka skupina strezˇnikov razvrsti enote po
prednosti, npr. skupina S1 daje prednost enoti E2, ki ji sledi E1 in nato E3. Iz
primera je razvidno, da ne more vsaka enota dobiti najbolj zazˇelene skupine S2,
kakor ne more vsaka skupina dobiti enote M1. Stabilen zakon je zdruzˇitev mosˇkih
in zˇensk, kjer ni para, kjer bi oba v paru dala prednost drugemu pred dodeljenim
partnerjem . Nezdruzˇen par Ei in Si se smatra kot blokiran, cˇe:
1. Ei daje prednost Sj pred svojim partnerjem Sj′ , in
2. Sj daje prednost Ei pred svojim partnerjem Ei′ .
Dolocˇitev parov enot in skupin strezˇnikov, kjer ni blokiranih parov, se smatra za
stabilno. V nasˇem primeru so stabilni pari E1 – S2, E2 – S1 in E3 – S3, na sliki
predstavljeni z rdecˇo cˇrto. Stabilen zakon dosezˇemo z algoritmom Gale-Shapley
[16]. Algoritem deluje v zanki, kjer mosˇki zaprosijo zˇenske in jih zˇenske sprejmejo
ter tako dolocˇijo zaroko. Na zacˇetku so vsi mosˇki in zˇenske samski. Scˇasoma se
zarocˇajo, vendar se lahko zaroke tudi prekinejo. V vsaki zanki samski mosˇki
zaprosi svojo najbolj priljubljeno zˇensko, katere sˇe ni zaprosil – ne glede na to, ali
je zˇe zarocˇena. V vsaki zanki zˇenska sprejme zaroko svojega najbolj priljubljenega
mosˇkega. Cˇe je zˇenska zˇe zarocˇena, sprejme zaroko le v primeru, cˇe jo prejme od
mosˇkega, ki ji je bolj vsˇecˇ kot trenutni zarocˇenec. Algoritem se zakljucˇi, ko so vsi
zarocˇeni.
Globalni izenacˇevalnik obremenitve uporablja posplosˇen Gale-Shapley algori-
tem:
1. Neenako sˇtevilo enot in skupin strezˇnikov: v primeru omrezˇij je sˇtevilo enot
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E1 : (S2, S1, S3)
E2 : (S2, S1, S3)
E3 : (S2, S3, S1)
S1 : (E2, E1, E3)
S2 : (E1, E2, E3)
S3 : (E1, E3, E2)
Slika 3.5: Razmerja med enotami in strezˇniki
mnogo vecˇje kot sˇtevilo skupin strezˇnikov – nekaj deset miljonov enot proti
nekaj tisocˇ skupinam.
2. Delen prednostni seznam: zaradi neenakega sˇtevila enot in skupin je merje-
nje ter razvrsˇcˇanje vsake skupine za vsako enoto nesmiselno in prezahtevno;
dovolj je razvrstiti le nekaj deset skupin, ki naj bi predvidoma bile primerne
za dolocˇeno enoto, saj npr. enota v Bostonu verjetno nikoli ne bo dolocˇena
skupini strezˇnikov v Tokiu.
3.4 Merjenje omrezˇja v realnem cˇasu
V tako dinamicˇnem svetu, kot je internet, je potrebno v vsakem trenutku vedeti,
kaksˇno je njegovo stanje, kajti vedno vecˇ povezav med razlicˇnimi strezˇniki in
racˇunalniki poteka preko internetnega protokola IP, ki je sam po sebi nezanesljiv.
Pri dostavi videa pa je zazˇeleno, da je pot od strezˇnika do koncˇnega uporabnika
ves cˇas predvajanja relativno enaka, da ne prihaja do nezazˇelenih zakasnitev in
posledicˇno do uporabnikovega nezadovoljstva.
Internetni usmerjevalniki uporabljajo sporocˇila protokola Border Gateway
Protocol (BGP) za izmenjavo informacij o dosegljivosti omrezˇij med BGP sis-
temi in za racˇunanje najboljˇse poti med samostojnimi sistemi so predstavljeni v
poglavju 3.4.1. Kartirni sistem uporablja BGP informacije za dolocˇanje omrezˇne
topologije in jih zdruzˇuje z meritvami v realnem cˇasu, kar je podrobneje razlozˇeno
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vpoglavju3.4.2.[13]
3.4.1 Samostojnisistemi
Samostojnisistem(ang.AutonomousSystem)jenizusmerjevalnikovpodenotno
tehniˇcnoadministracijo,kiuporabljajonotranjiprehodniprotokolinskupneme-
trikezausmerjanjepaketovznotrajsamostojnegasistemateruporabljajozunanji
prehodzausmerjanjepaketovmedrazliˇcnimisamostojnimisistemi.Obiˇcajnoen
samostojnisistemuporabljaveˇcnotranjihprehodov(ang.InteriorGatewayPro-
tocol,IGP)inobˇcasnoveˇcnizovmetrikznotrajsamostojnegasistema.Uporaba
izrazasamostojnisistempoudarjadejstvo,datudikouporabljamoveˇcnotranjih
prehodnihprotokolovinmetrik,sistemnavzvenizgledakotenasamakoherentna
potinpredstavljakonsistentnosliko,kateraomreˇzjasodosegljivaprekonjega
[17].
AS1 AS2
Slika3.6: Primerdvehsamostojnihsistemov
3.4.2 Meritvevrealnemcˇasu
Meritvevrealnemˇcasuseopravljaspripomoˇcki,kakrˇsnastapingintraceroute.
Obeorodjinamomogoˇcatatestiranjedostopnostinapravenadoloˇceneminter-
netnemnaslovu,vendarserazlikujetavtem,dapingmerilezakasnitevmed
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odjemalcem in strezˇnikom, trace route pa nam prikazˇe celoten potek poti med
odjemalcem in strezˇnikom preko protokola IP.
3.4.3 Ping
Orodje ping posˇilja zahteve tipa Echo Request protokola Internet Control Mes-
sage Protocol (ICMP) od odjemalca proti strezˇniku in cˇaka na odgovor ICMP
Echo Response. Na koncu nam orodje prikazˇe porocˇilo napak, sˇtevilo izgubljenih
paketov in majhno statistiko rezultatov, obicˇajno najmanjˇsi, najvecˇji in pov-
precˇen cˇas, potreben za prejem odgovora (RTT).
C:\Users\Blaz>ping 193.2.96.2
Pinging 193.2.96.2 with 32 bytes of data:
Reply from 193.2.96.2: bytes=32 time=95ms TTL=237
Reply from 193.2.96.2: bytes=32 time=86ms TTL=237
Reply from 193.2.96.2: bytes=32 time=90ms TTL=237
Reply from 193.2.96.2: bytes=32 time=78ms TTL=237
Ping statistics for 193.2.96.2:
Packets: Sent = 4, Received = 4, Lost = 0 (0% loss),
Approximate round trip times in milli-seconds:
Minimum = 78ms, Maximum = 95ms, Average = 87ms
Orodje ping je decembra 1983 ustvaril Mike Muuss, da bi razresˇil problem,
ki ga je imel na omrezˇju IP in ga poimenoval po zvoku, ki ga ustvarja sonar.
Inspiracijo za uporabo protokola ICMP je dobil od dr. Davida Millsa, ki je
dejal, da se protokol ICMP uporablja za diagnostiko in meritve omrezˇja IP [18].
Specifikacija RFC 1122 dolocˇa, da mora vsak gostitelj sprocesirati zahtevo ICMP
Echo Request in odgovoriti z Echo Reply [19].
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3.4.4 Trace route
Trace route je orodje za diagnostiko omrezˇja, ki nam prikazˇe pot in zakasnitve
paketov preko protokola IP. V operacijskem sistemu Linux traceroute privzeto
posˇilja zaporedje UDP paketov, naslovljenih naslovni napravi, vendar se lahko
uporabi tudi ICMP Echo Request ali TCP SYN paket [20]. V operacijskem sis-
temu Windows pa se posˇiljajo samo ICMP Echo Request zahtevki [21].
Trace route deluje tako, da posˇilja pakete, katerim postopoma povecˇuje
vrednost polja Time-to-Live (TTL). Ko prvi usmerjevalnik prejme prvi paket,
zmanjˇsa vrednost polja TTL za ena in ga odvrzˇe, saj je nova vrednost polja TTL
enaka nicˇ. Usmerjevalnik nato posˇlje sporocˇilo ICMP Time Exceeded, kar izvoru
pove, da je bil paket zavrzˇen. Naslednji paket ima vrednost TTL enako 2, tako
da prvi usmerjevalnik le zmanjˇsa vrednost polja za ena in posreduje paket naprej
naslednji napravi. Le-ta ga nato odvrzˇe, saj je vrednost polja TTL dosegla sˇtevilo
0, in posˇlje sporocˇilo ICMP Time Exceeded. Tako orodje trace route nadaljuje,
dokler ne dosezˇe zˇelene destinacije, ki odgovori s sporocˇilom ICMP Echo Reply.
Odjemalec U1 U2 S Strezˇnik
TTL=1 TTL=2 TTL=3
Slika 3.7: Sˇtevilo korakov od odjemalca do dolocˇene naprave
Primer uporabe orodja trace route na operacijskem sistemu Windows z uka-
zom tracert, kjer drugi, tretji in cˇetrti stolpec prikazujejo cˇas RTT treh meritev
do vmesnih naprav in koncˇne naprave:
C:\Users\Blaz>tracert -d 193.2.96.2
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Tracing route to 193.2.96.2 over a maximum of 30 hops
1 1 ms <1 ms <1 ms 192.168.1.1
2 * * * Request timed out.
3 * * * Request timed out.
4 * * * Request timed out.
5 * * * Request timed out.
6 * * * Request timed out.
7 37 ms 22 ms 33 ms 89.108.198.2
8 37 ms 22 ms 32 ms 89.108.194.83
9 33 ms 25 ms 27 ms 193.111.36.6
10 78 ms 47 ms 47 ms 80.249.209.203
11 64 ms 51 ms 55 ms 83.97.89.32
12 * * * Request timed out.
13 * * * Request timed out.
14 79 ms 70 ms 70 ms 83.97.88.13
15 89 ms 73 ms 72 ms 83.97.88.14
16 86 ms 76 ms 75 ms 88.200.7.241
17 92 ms 75 ms 76 ms 88.200.2.183
18 88 ms 75 ms 77 ms 178.172.80.173
19 92 ms 86 ms 81 ms 193.2.96.2
Trace complete.
V zgornjem primeru lahko opazimo nekaj vrstic brez vrednosti in opombo
Request timed out. To pomeni, da vmesna naprava ignorira ICMP-pakete in
nanje ne odgovarja. V takem primeru se zahtevku iztecˇe cˇas cˇakanja na odgovor,
ki ima privzeto vrednost 4000 milisekund, lahko pa se jo nastavi z atributom -w
<vrednost>.
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3.5 Razporeditev strezˇnikov
Robni strezˇniki omrezˇij za dostavo vsebin so stratesˇko razporejeni tako, da lahko v
najmanjˇsem sˇtevilu ponujajo vsebino vecˇjemu sˇtevilu uporabnikov. Najpogosteje
lahko najdemo robne strezˇnike pri ponudnikih mrezˇnega dostopa, saj so ti od
uporabnikov oddaljeni le en korak.
3.5.1 Topologija
Omrezˇja za dostavo vsebine na podlagi topologije delimo na dva razreda: raztre-
sena topologija in utrjena topologija [22].
3.5.2 Raztresena topologija
Omrezˇje z raztreseno topologijo (slika 3.8) deluje z velikim sˇtevilom tocˇk pri-
sotnosti (ang. Point of Presence, PoP) s srednjo in nizko kapaciteto, ki gosto
pokrivajo dolocˇeno geografsko regijo. Taksˇno topologija poudarja fizicˇno blizˇino,
zato ni nicˇ nenavadnega, da vcˇasih najdemo razlicˇne tocˇke prisotnosti le nekaj
deset kilometrov narazen. Prva omrezˇja za dostavo vsebin, v cˇasu med bakreno
zˇico in opticˇnim kablom, so uporabljala raztreseno topologijo. Raztreseno topo-
logijo omrezˇja uporablja najvecˇji ponudnik omrezˇja za dostavo vsebin Akamai
[23].
Prednosti Slabosti
Fizicˇna blizˇina zmanjˇsa zakasnitev Drazˇje vzdrzˇevanje
Ucˇinkovito v regijah s slabo pove-
zavo
Daljˇsi cˇas RTT zaradi vecˇih sticˇnih
tocˇk
Manjˇse tocˇke prisotnosti so lazˇje za
namestitev
Okorno namesˇcˇanje novih konfigura-
cij
Tabela 3.2: Prednosti in slabosti raztresene topologije
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Slika3.8: Raztresenatopologija
3.5.3 Utrjenatopologija
Omreˇzjazutrjenotopologijo(slika3.9)delujejovmanjˇsemsˇteviluvisokoka-
pacitivnihtoˇckprisotnosti,kisostrateˇskolociranevpomembnihpodatkovnih
centrih. Takˇsnatopologijajepostalaboljpopularna,kosejepovezljivostiz-
boljˇsalazaradiuporabeoptiˇcnihkablov. Glavnaprednostutrjenetopologijeje
centraliziranainfrastruktura,kiomogoˇcahitroupravljanjeinuvajanjekonﬁgu-
racij–topredstavljaprednostkonˇcnimuporabnikominupravljalcemomreˇzja,
sajomogoˇcaboljˇsinadzorinvsesploˇsnoodzivnost.Visokokapacitivnetoˇckepri-
sotnostisopravtakoboljodporne,ˇseposebejvprimerudistribuiraneganapada
DDoS.Vprimerjavizraztresenotopologijojeutrjenatopologijamanjprimerna
zaregijesslabˇsopovezljivostjo.Utrjenotopologijoomreˇzjauporabljajonovejˇsi
ponudnikiomreˇzjazadostavovsebin,kakrˇsnastaLimelightinAT&T[23].
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Prednosti Slabosti
Visokokapacitivnistreˇzniki boljˇse
blaˇzijoDDoSnapade
Manjuˇcinkovitovregijahsslabopo-
vezljivostjo
Hitrouvajanjekonﬁguracij Uvajanje visokokapacitivnih toˇck
prisotnostijeteˇzje
Cenejˇsevzdrˇzevanje
Tabela3.3:Prednostiinslabostiutrjenetopologije
Slika3.9: Utrjenatopologija
32 Kartiranje omrezˇja
4 Protokoli pretocˇnih video vsebin
Cˇeprav je naslov poglavja protokoli pretocˇnih video vsebin, bomo naprej pred-
stavili protokol Hypertext Transfer Protocol (HTTP), ki je najbolj poznan za
prenos datotek spletnih strani. Nato bomo predstavili delovanje nekaj najbolj
popularnih protokolov za pretocˇno prenasˇanje video vsebin. Pricˇeli bomo s pro-
tokolom Real Time Messaging Protocol (RTMP) ter nadaljevali s tremi protokoli,
ki spadajo v skupino protokolov s prilagodljivo bitno hitrostjo (ang. Adaptive
Bitrate Streaming), in sicer so to HTTP Dynamic Streaming (HDS), HTTP Live
Streaming (HLS) in Dynamic Adaptive Streaming over HTTP (DASH).
4.1 Hypertext Transfer Protocol
Hypertext Transfer Protocol (HTTP) je protokol aplikacijskega nivoja OSI mo-
dela in je namenjen distribuciji informacij. Prva verzija protokola je izsˇla leta
1990 kot razlicˇica 0.9. Kasneje se je pojavila razlicˇica 1.0, sedaj pa je najpogo-
steje uporabljena razlicˇica 1.1, ki je bila predstavljena kot resˇitev razsˇirljivosti.
Le-ta resˇitev zmanjˇsa potrebo po vzpostavljanju trojnega TCP rokovanja za pre-
nos vsake datoteke [24].
Protokol za naslavljanje uporablja univerzalni identifikator vira URI (ang.
Universal Resource Identifier). URI je lahko v absolutni ali relativni obliki, slednji
je definiran v specifikaciji RFC1808.
Protokol ima dolocˇeno shemo naslova, in sicer:
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"http:" "//" host [ ":" port ] [ abs_path [ "?" path ] ]
Polje http: zaznamuje protokol, host naslov zˇelene destinacije, kjer je pri-
porocˇljivo izogibanje uporabi IP-naslovov, kadar je mogocˇe. Cˇe je polje port pra-
zno, se smatra, da se uporabi privzeta vrata 80. Ko absolutna pot ni dolocˇena,
je potrebno uporabiti "/". V polje path za ? lahko vnesemo poizvedbene para-
metre v obliki kljucˇ-vrednost, ki ju zdruzˇuje znak =, pare pa locˇuje znak &, kakor
je razvidno v spodnjem primeru:
http://fonts.googleapis.com/css?family=Roboto+Slab&subset=latin
4.1.1 HTTP sporocˇila
HTTP sporocˇila so sestavljena iz glave in telesa. Protokol dolocˇa vecˇ vrst glav:
splosˇna glava, glava zahteve, glava odgovora in glava entitete. Telo sporocˇila ni
obvezno.
4.1.1.1 HTTP zahteva
HTTP zahteva je sestavljena iz zahtevne vrstice, glave in telesa. Zahtevna vrstica
vsebuje tri cˇlene: metodo, zahtevan URI in razlicˇico protokola.
GET /slika.jpg HTTP/1.1
4.1 Hypertext Transfer Protocol 35
Metoda Opis
GET prenesi katerokoli informacijo
HEAD enako kot GET brez telesa
POST zahteva za odobravanje entitete
PUT zahteva za shranjevanje entitete z dolocˇenim URI naslovom
DELETE izbris vira z dolocˇenim URI naslovom
TRACE loop-back
CONNECT dinamicˇno preklapljanje - SSL Tunneling
Tabela 4.1: HTTP metode
GET /images/backgrounds/logo.png
HTTP/1.1
statusna vrstica
Host: fe.uni-lj.si gostitelj zahtevane dato-
teke
Connection: keep-alive nacˇin povezave: obstojecˇ
Accept: image/webp, image/*, */*;
q=0.8
vrste sprejemajocˇih dato-
tek
Cache-Control: max-age=0 nadzor predpomnjenja
If-Modified-Since: Thu, 17 Sep 2015
12:51:41 GMT
User-Agent: Mozilla/5.0 (Windows NT
6.1; WOW64) AppleWebKit/537.36 (KHTML,
like Gecko) Chrome/50.0.2661.102
Safari/537.36
odjemalcˇev brskalnik
Referer: http://fe.uni-lj.si/sl/ priporocˇitelj
Accept-Encoding: gzip, deflate, sdch sprejemajocˇa vrsta kodi-
ranja
Accept-Language: en-GB, en; q=0.8,
en-US; q=0.6, sl; q=0.4
sprejemajocˇi jeziki
Tabela 4.2: Primer glave HTTP zahteve
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4.1.1.2 HTTP odgovor
HTTP odgovor (primer 4.3) je sestavljen iz statusne vrstice, glave in telesa. Sta-
tusna vrstica vsebuje razlicˇico protokola, statusno kodo in opis statusne kode.
Statusne kode so tri mestna sˇtevila, razdeljena v pet razredov, opisana v tabeli
4.4. Prav tako kot HTTP zahteva ima tudi HTTP odgovor dolocˇena polja glave,
nekaj jih lahko vidimo v spodnjem primeru HTTP odgovora.
HTTP/1.1 200 OK statusna vrstica
uspesˇnega odgovora
Content-Encoding: gzip vrsta enkodiranja vsebine
Cache-Control: max-age=604800 najdaljˇsi dovoljen cˇas po-
mnjenja vsebine v sekun-
dah
Content-Type: text/html vrsta vsebine
Date: Sun, 12 Jun 2016 13:08:33 GMT cˇas odgovora
Etag: "359670651+gzip" trenutna vrednost entite-
tne znacˇke zahtevka
Expires: Sun, 19 Jun 2016 13:08:33 GMT cˇas, ko potecˇe pomnjenje
vsebine
Last-Modified: Fri, 09 Aug 2013
23:54:35 GMT
cˇas zadnje spremembe
Server: ECS (ewr/15BD) strezˇnik
X-Cache: HIT informacija o predpo-
mnjenju (vecˇ v poglavju
6.4.1)
Content-Length: 606 dolzˇina vsebine v bajtih
Tabela 4.3: Primer glave HTTP odgovora
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Skupina statusne kode Opis
1xx Informacijsko
2xx Uspesˇno
3xx Preusmeritev
4xx Odjemalcˇeva napaka
5xx Strezˇniˇska napaka
Tabela 4.4: Razredi HTTP statusnih kod
Statusna
koda
Opis kode Opis
200 OK zahtevan objekt je uspesˇno prenesen
206 Partial Content zahtevan objekt je delna vsebina
301 Moved Permanently zahtevan objekt je za stalno premaknjen
304 Not Modified zahtevan objekt je brez sprememb
403 Forbidden zahtevan objekt ni dovoljen za odje-
malca
404 Not Found zahtevan objekt ni bil najden
500 Internal Server
Error
napaka na strezˇniku
Tabela 4.5: Pogoste HTTP statusne kode
4.1.2 Obstojna povezava
Protokol HTTP, razlicˇica 1.1, definira tudi obstojno povezavo (ang. Persistent
Connection), kar zmanjˇsa cˇas med zahtevo in odgovorom, saj ni vecˇ potrebno za
vsak zahtevek vzpostaviti nove TCP povezave, kar je bilo v prejˇsnih razlicˇicah po-
trebno. Prednost obstojne povezave pa ni samo cˇas, ampak tudi prihranek porabe
centralne procesne enote (CPE) in spomina na usmerjevalnikih in odjemalcih ter
mozˇnost posˇiljanja vecˇ zahtev hkrati brez potrebe po cˇakanju na odgovor.
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Namesto vzpostavljanja nove TCP povezave za vsako datoteko je potrebno
vzpostaviti TCP povezavo le za prvo zahtevano datoteko in nato se lahko povezavo
ponovno uporabi za zahtevo novih datotek. Prekomerno trojno rokovanje TCP
povezave je tako potrebno le enkrat, kar zmanjˇsa zahteve na strezˇniku iz r×q na
q, kjer je q sˇtevilo odjemalcev v tistem cˇasu in r sˇtevilo zahtevanih datotek. To
pomeni, da je strezˇnikova prekomerna poraba leO(n), kjer je n sˇtevilo odjemalcev,
ki jim mora strezˇnik strecˇi. Prav tako pa uporaba ene povezave za prenos vecˇih
datotek zmanjˇsa potrebo po procesorski mocˇi, saj vzpostavljanje in prekinjanje
TCP povezave zahteva nekaj procesorske mocˇi [24].
Vzpostavitev povezave
Prekinitev povezave
Odjemalec Strezˇnik Odjemalec Strezˇnik
Vecˇ povezav Obstojna povezava
cˇas
Slika 4.1: Primerjava med neobstojecˇo in obstojecˇo povezavo
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4.2 Real Time Messaging Protocol
Protokol Real Time Messaging Protocol (RTMP) je bil izdelan v podjetju Ma-
cromedia za namen pretakanja zvocˇnih, video in podatkovnih vsebin preko spleta
med predvajalnikom Flash in strezˇnikom. Podjetje je sedaj v lasti podjetja
Adobe, ki je specifikacijo javno objavilo [25]. V tabeli 4.6 so opisane definicije
protokola.
Cˇasovni format v protokolu je podan s celim sˇtevilom in enoto v milisekundah
v relativno nedefiniranemu cˇasu epoch. Epoch cˇas je cˇasovna doba, ki tecˇe od
dolocˇenega trenutka. V racˇunalniˇstvu je najbolj poznan Unix cˇas oz. POSIX ali
epoch cˇas, ki je pricˇel tecˇi 1. januarja 1970 ob 00:00 GMT [26]. Obicˇajno se vsak
tok pricˇne s sˇtevilom 0, vendar ni obvezno – pomembno je le, da se obe strani
strinjata po sinhronizaciji.
4.2.1 RTMP kosovni tok
RTMP kosovni tok (ang. RTMP Chunk Stream) zagotavlja multipleksiranje in
storitev pakiranja paketov za multimedijski pretocˇni protokol na viˇsjem nivoju.
RTMP Chunk Stream je bil zasnovan za delovanje s protokolom RTMP, vendar
deluje s katerimkoli protokolom, ki posˇilja tok sporocˇil. Vsako sporocˇilo vsebuje
cˇasovni zˇig in identifikacijo tipa tovora. RTMP Chunk Stream in RTMP sta sku-
paj primerna za sˇiroko paleto avdio-video aplikacij – od en-en in en-vecˇ oddajanje
v zˇivo do storitve videa na zahtevo ter interaktivnih konferencˇnih aplikacij.
Z uporabo protokola TCP protokol RTMP zagotavlja cˇasovno zaporedno do-
stavo za vsa sporocˇila, za vecˇ tokov, od konca do konca, vendar ne zagotavlja
prioritiziranja, kar pomeni, da lahko strezˇnik odvrzˇe video sporocˇila, da zagotovi
prenos zvocˇnih sporocˇil pocˇasnemu odjemalcu v zmernem cˇasu.
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Pojem Opis
tovor podatki znotraj paketa
paket podatkovni paket, sestavljen iz enotne glave in tovora
vrata identifikator vrat
prenosni naslov kombinacija spletnega naslova in vrat – vticˇnica
sporocˇilni tok logicˇni kanal, po katerem tecˇejo sporocˇila
identifikacijska
sˇtevilka toka
vsako sporocˇilo je povezano z identifikacijsko sˇtevilko za
identifikacijo toka h kateremu spada
kos del sporocˇila; sporocˇila so razdeljena na manjˇse kose, le-
ti zagotavljajo cˇasovno zaporedje pri dostavi od konca
do konca preko vecˇ tokov
multipleksiranje proces zdruzˇevanja vecˇih razlicˇnih avdio-video tokov v
en tok
demultipleksiranje proces razdruzˇevanja enega toka v vecˇ tokov na preje-
mnikovi strani
metapodatki opis podatkov; primer: metapodatki filma vsebujejo na-
slov, dolzˇino, leto izdelave
Tabela 4.6: Definicije protokola
4.2.2 Rokovanje
RTMP povezava se pricˇne z rokovanjem, ki vsebuje tri enako velike kose. Od-
jemalec in strezˇnik, vsak posebej, posˇljeta tri enake kose. Za lazˇjo predstavo
poimenujemo kose, ki jih posˇlje odjemalec, C0, C1 in C2 ter kose, ki jih posˇlje
strezˇnik, S0, S1 in S2, na sliki 4.2.
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Odjemalec StrezˇnikTCP/IP omrezˇje
C0
C0
C1
S0
S1
S0
S1
C1
C2
S2
S2
C2
Slika 4.2: RTMP rokovanje
Vsak kos je sestavljen iz glave in podatkov. Glava je sestavljena iz splosˇne
glave (1–3 bajti), glave sporocˇila (0, 3, 7 ali 11 bajtov) in podaljˇsanega cˇasovnega
zˇiga (0 ali 4 bajti).
Ukazno sporocˇilo (connect)
Velikost potrditvenega okna
Nastavi pasovno sˇirino
Velikost potrditvenega okna
Uporabniˇsko kontrolno sporocˇilo (StreamBegin)
Ukazno sporocˇilo (result connect response)
Odjemalec Strezˇnik
Rokovanje zakljucˇeno
Slika 4.3: Vzpostavitev povezave med odjemalcem in strezˇnikom
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Ukazno sporocˇilo (CreateStream)
Ukazno sporocˇilo (result)
Ukazno sporocˇilo (Play)
Nastavi velikost kosa
Uporabniˇsko kontrolno sporocˇilo (StreamIsRecorded)
Uporabniˇsko kontrolno sporocˇilo (StreamBegin)
Ukazno sporocˇilo (onStatus-play reset)
Ukazno sporocˇilo (onStatus-play start)
Zvocˇno sporocˇilo
Video sporocˇilo
Odjemalec Strezˇnik
Slika 4.4: Predvajanje s protokolom RTMP
4.3 Protokoli pretocˇnih vsebin s prilagodljivo bitno hitro-
stjo
Protokoli pretocˇnih vsebin s prilagodljivo bitno hitrostjo delujejo na podlagi za-
znavanja uporabnikove pasovne sˇirine in kapacitete CPE v realnem cˇasu in po-
sledicˇno prilagodijo kvaliteto toka. Pred prenosom je potrebno izvorno vsebino
kodirati v vecˇ bitnih hitrostih. Odjemalcˇev predvajalnik preklaplja med bitnimi
hitrostmi na podlagi trenutnih zmogljivosti, kar pripomore k zmanjˇsanju zakasni-
tve, prekinitvam (ang. Buffering), hitrejˇsemu zacˇetnemu cˇasu (ang. Start Time)
in boljˇsi uporabniˇski izkusˇnji pri dobri in slabi povezavi [27].
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4.4 HTTP Dynamic Streaming
Protokol HTTP Dynamic Streaming (HDS) je bil zasnovan v podjetju Adobe in
se uporablja za tokovno prenasˇanje vsebine s prilagodljivo bitno hitrostjo [28].
Manifest je osnovna datoteka, ki opisuje predstavitev vsebine in je v formatu
F4M, ki je v skladu s specifikacijo Flash Media Manifest. Primer manifest dato-
teke:
<?xml version="1.0" encoding="utf-8"?>
<manifest xmlns="http://ns.adobe.com/f4m/1.0" version="3.0">
<id>myvideo</id>
<duration>253</duration>
<mimeType>video/x-flv</mimeType>
<streamType>recorded</streamType>
<baseURL>http://example.com</baseURL>
<bootstrapInfo profile="named" url="/mybootstrapinfo"
fragmentDuration="4"/>
<media url="/myvideo/low" bitrate="408" width="640" height="480"/>
<media url="/myvideo/med" bitrate="908" width="800" height="600"/>
<media url="/myvideo/hi" bitrate="1708" width="1920" height="1080"/>
</manifest>
V prvi vrstici z znacˇko xml dolocˇimo razlicˇico XML in vrsto kodiranja. Z
znacˇko manifest oznacˇimo zacˇetek in konec manifest zapisa, v katerem opiˇsemo
predstavitev: ime id, dolzˇina duration, vrsta medija mimeType, vrsta vsebin-
skega toka streamType, osnovni URL naslov baseURL, informacije, potrebne
za zacˇetek predvajanja bootstrapInfo in medijska vsebina media. Znacˇki
bootstrapInfo in media vsebujeta sˇe dodatne atribute, ki dolocˇajo dolzˇino medij-
skih fragmentov fragmentDuration, pot url do fragmentov z razlicˇnimi bitnimi
hitrostmi bitrate in resolucijami width in height.
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Predstavitev (ang. Presentation) je skupina interpretacij, ki predstavljajo
vsebino. Predstavitev lahko vsebuje eno ali vecˇ interpretacij, ki lahko vsebujejo
alternativne vsebine, na primer razlicˇne jezike predstavitve.
Interpretacija (ang. Rendition) je logicˇno zaporedje enega ali vecˇih fragmen-
tov vsebine, predstavljenih z znacˇko <media>.
Fragment je najmanjˇsa, neodvisno kodirana, poimenovana, prenosljiva enota,
ki jo lahko naslovimo in dostavimo. Vecˇ fragmentov lahko zdruzˇimo v poime-
novane skupine, segmente, ki so najvecˇja enota vsebine in jih identificiramo s
sˇtevilko. Fragment lahko vsebuje nicˇ ali en zvocˇni kanal, nicˇ ali en kanal video
vsebine in nicˇ ali en kanal podatkovne vsebine. Fragmenti so prav tako identifi-
cirani s sˇtevilko [28].
4.5 HTTP Live Streaming
Protokol HTTP Live Streaming (HLS) je bil razvit v podjetju Apple in je prav
tako protokol s prilagodljivo bitno hitrostjo ter prenosom preko protokola HTTP.
Apple je zasnoval protokol za namen predvajanja multimedijskih vsebin na pre-
nosnih napravah, kakrsˇna so iPhone, iPad in iPod ter na digitalnem medijskem
predvajalniku Apple TV. HLS podpira prenos v zˇivo (ang. Live Streaming) ter
na zahtevo (ang. Video On-Demand).
HLS deluje na podoben nacˇin kot HDS (predstavljen v poglavju 4.4), saj
prav tako posˇilja vsebino v obliki manjˇsih datotek, obicˇajno dolzˇine 10 sekund,
imenovanih segmenti. URL naslovi segmentov so zbrani v kazalu (ang. Index
File) oz. seznamu predvajanja (ang. Playlist). Pri prenosu v zˇivo se kazalo ves
cˇas posodablja, saj se segmenti ustvarjajo sproti [29].
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4.5.1 Arhitektura
HLS je sestavljen iz treh delov: strezˇnika, dostave in odjemalcˇeve programske
opreme, kakor je razvidno na sliki 4.5 [30].
Strezˇnik je odgovoren za prevzem toka vsebine in kodiranje le-tega, enkapsula-
cijo v format, primeren za dostavo ter pripravo enkapsulirane vsebine za dostavo.
Dostavni del je sestavljen iz obicˇajnih spletnih strezˇnikov, ki so odgovorni
za prejemanje odjemalskih zahtevkov ter dostavo pripravljene vsebine in drugih
virov.
Odjemalcˇeva programska oprema je odgovorna za dolocˇanje primernih zahtev-
kov vsebine, prenasˇanje virov in sestavljanje vsebine za predvajanje uporabniku
v obliki neprekinjenega toka.
V tipicˇni konfiguraciji kodirnik strojne opreme prevzame avdio-video vsebino,
jo kodira v video obliko H.264 in avdio AAC ter izlocˇi v MPEG-2 Transprt Stream,
ki je nato razdeljen v serije kratkih medijskih datotek s tokovnim delilnikom. Te
datoteke so nato nalozˇene na spletni strezˇnik. Delilnik tudi ustvarja in vzdrzˇuje
kazalo, ki vsebuje seznam medijskih datotek. URL kazalo je objavljeno na spletni
strezˇnik. Odjemalcˇeva programska oprema bere kazalo, nato pa zahteva seznam
medijskih datotek v zaporedju in jih prikazˇe brez premorov ali vrzeli med se-
gmenti.
4.5.1.1 Kodirnik
Kodirnik (ang. Media Encoder) vsebine prevzame avdio-video signal in ga za-
kodira ter ovije za prenos. Kodiranje mora biti v obliki, ki je primerna za od-
jemalcˇevo napravo, npr. H.264 za video in HE-AAC za avdio. Trenutno sta
podprta formata MPEG-2 Transport Streams za avdio-video vsebino ali MPEG
elementary stream le za zvocˇno vsebino. Kodirnik dostavi kodirano vsebino to-
kovnemu delilniku v obliki MPEG-2 Transport Stream preko lokalnega omrezˇja.
Video kodirnik ne sme spremeniti nastavitev toka, kot so dimenzije videa ali tip
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Video
vhod
Medijski
pretvornik
Delilnik
toka
Kazalo
video
.ts
Odjemalec
Strezˇnik Dostava
Slika 4.5: Komponenete protokola HLS
kodeka.
4.5.1.2 Delilnik toka
Delilnik toka (ang. Stream Segmenter) je proces, obicˇajno programska oprema,
ki prebere prenosni tok iz lokalnega omrezˇja in ga razdeli na zaporedje manjˇsih
datotek, segmentov, enake dolzˇine. Cˇeprav je vsak segment svoja datoteka, so
video datoteke narejene iz neprekinjenega toka, ki je lahko obnovljen neopazno.
Delilnik prav tako ustvari kazalo, ki vsebuje referenco do posameznih datotek
vsebine. Vsakicˇ, ko delilnik zakljucˇi novo datoteko, posodobi kazalo. Kazalo se
uporablja za sledenje razpolozˇljivosti in lokacije datotek vsebine. Delilnik lahko
tudi vsak segment zakodira in ustvari kljucˇno datoteko. Segmenti so shranjeni v
obliki .ts datotek, kazalo pa v obliki seznama za predvajanje .m3u8.
4.5.1.3 Kazalo
Kazalo oz. seznam predvajanja je ustvarjen v procesu deljenja toka in je shranjen
v obliki .m3u8. Spodaj si lahko ogledamo preprost primer kazala, ki ga lahko
ustvari delilnik, v kolikor bi celoten tok vseboval tri nesˇifrirane do 10-sekundne
datoteke:
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#EXT-X-VERSION:3
#EXTM3U
#EXT-X-TARGETDURATION:10
#EXT-X-MEDIA-SEQUENCE:1
#EXTINF:10.0,
http://media.example.com/segment0.ts
#EXTINF:10.0,
http://media.example.com/segment1.ts
#EXTINF:9.5,
http://media.example.com/segment2.ts
#EXT-X-ENDLIST
Kazalo vsebuje ukazne znacˇke, ki se zacˇnejo z znakom # in vrednostmi teh
znacˇk z locˇilnim znakom “:”. Kazalo se pricˇne z znacˇko #EXT-X-VERSION, ki
dolocˇa razlicˇico protokola, s katerim se skladajo kazalo, medijska vsebina in
strezˇnik. Razlicˇica 3 omogocˇa uporabo decimalnih mest pri navajanju dolzˇine se-
gmenta z znacˇko #EXTINF, ki se nadaljuje s spletnim naslovom samega segmenta,
kakor je razvidno v zgornjem primeru. Znacˇka #EXTM3U oznacˇuje zacˇetek ka-
zala v formatu M3U. V nadaljevanju vidimo znacˇko #EXT-X-TARGETDURATION,
ki dolocˇa najvecˇjo dolzˇino posameznih segmentov. Dolzˇina segmenta je lahko ali
enaka tej vrednosti ali manjˇsa, kar je razvidno v zgornjem primeru pri tretjem
segmentu. Znacˇka #EXT-X-MEDIA-SEQUENCE dolocˇa sekvencˇno sˇtevilko prvega
segmenta v kazalu. V kolikor ta vrednost ni dolocˇena, je privzeta vrednost 0.
Znacˇka #EXT-X-ENDLIST oznacˇuje, da v kazalo ne bodo dodani novi segmenti
[31].
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4.5.1.4 Dostava
Sistem dostave vsebuje spletni strezˇnik ali spletni predpomnilniˇski sistem, ki do-
stavlja medijske datoteke in kazalo datotek odjemalcu preko protokola HTTP. Za
dostavo komponent ne potrebujemo nobenih posebnih strezˇnikov, kar je velika
prednost protokola HLS.
Za uveljavo protokola HLS potrebujemo ali HTML stran za spletne brskal-
nike ali odjemalcˇevo aplikacijo, ki se obnasˇa kot prejemnik. Pred dostavo vsebin
je priporocˇljivo uporabiti potrjevalnik, zagotovljen z Appleove strani, da se pre-
pricˇamo, da so skladne s protokolom HLS.
4.5.1.5 Odjemalec
Odjemalcˇeva programska oprema najprej pridobi kazalo na podlagi URL naslova,
ki identificira tok. Kazalo dolocˇa lokacijo razpolozˇljivih datotek vsebine. Odjema-
lec pricˇne s prenasˇanjem izbranega toka v zaporedju, kjer vsaka datoteka vsebuje
del toka. Ko odjemalec prenese zadostno kolicˇino vsebine, pricˇne s predstavitvijo
zdruzˇenega toka.
Ta proces se nadaljuje, dokler odjemalec v kazalu ne prispe do znacˇke
#EXT-X-ENDLIST. V primeru, da kazalo ne vsebuje te znacˇke, je datoteka del
oddajanja vsebine v zˇivo in zato periodicˇno prenasˇa nove razlicˇice kazala.
4.5.1.6 Seja videa na zahtevo
Pri seji videa na zahtevo je zˇe vnaprej na voljo celotna vsebina, tako da je kazalo
staticˇno in vsebuje popoln seznam vseh datotek od zacˇetka predstavitve. Taka
vrsta seje omogocˇa odjemalcu popoln dostop do celotnega programa.
Video na zahtevo se lahko uporablja tudi za prenos “konzervirane” vsebine.
HLS ponuja prednost pred naprednim nalaganjem za video na zahtevo (ang. Pro-
gresive Download for VOD), saj omogocˇa sˇifriranje vsebine in dinamicˇno pre-
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klapljanje med tokovi, razlicˇnih bitnih hitrosti, v primeru spreminjanja hitrosti
povezave.
4.5.1.7 Seje v zˇivo
Seje v zˇivo (dogodki) so lahko predstavljene kot celoten zapis ali cˇasovno omejeno
drsecˇe okno, znotraj katerega lahko uporabnik preklaplja.
Pri sejah v zˇivo se datoteke kreirajo sproti, tako da je potrebno kazalo ves
cˇas posodabljati. Novo kazalo vsebuje seznam novih datotek. V primeru drsecˇega
okna se stare datoteke izbriˇse iz seznama v kazalu, kar je primerno za neprekinjeno
oddajanje. Lahko pa se datoteke samo doda na seznam in se tako po koncˇanem
dogodku preprosto pretvori sejo v sejo na zahtevo, saj je celoten seznam datotek
zˇe v kazalu. V tem primeru ne smemo izbrisati datotek s strezˇnika ali izbrisati
URL naslovov iz kazala, ampak samo dodamo na koncu kazala znacˇko za za-
kljucˇeno predstavitev, #EXT-X-ENDLIST. To omogocˇa uporabnikom ogled oddaje
z zakasnitvijo ali pa ponovno oddajanje vsebine brez nadaljne obdelave. Cˇe kazalo
vsebuje znacˇko EXT-X-PLAYLIST-TYPE, je po zakljucˇeni seji v zˇivo priporocˇljivo
zamenjati njeno vrednost iz EVENT v VOD.
4.5.1.8 Alternativni tokovi
V kolikor zˇelimo uporabnikom omogocˇiti dinamicˇno preklapljanje med bitnimi
hitrostmi ali v namen uporabe razlicˇnih naprav, moramo imeti glavno kazalo, ki
vsebuje URL naslove do kazal alternativnih tokov.
Odjemalcˇev predvajalnik uporablja hevristiko za dolocˇanje primernega cˇasa
za preklop med alternativami. Trenutno te hevristike temeljijo na meritvah pre-
pustnosti omrezˇja, pri cˇemer je pomembno, da je pasovna sˇirina prenosa vecˇja
kot pasovna sˇirina segmenta. V primeru, ko je pasovna sˇirina prenosa manjˇsa
od pasovne sˇirine segmenta, predvajalnik preklopi na alternativni tok z manjˇso
pasovno sˇirino, kar preprecˇi prekinitev predvajanja zaradi pocˇasnejˇsega prenosa
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segmenta. Predvajalnik pa lahko preklopi tudi na segmente z viˇsjo bitno hitrostjo,
cˇe opazi izboljˇsanje prepustnosti pri prenosu predhodnih segmentov.
Kazalo
Kazalo
B
Kazalo
A
Kazalo
C
video
.ts
video
.ts
video
.ts
Slika 4.6: Hierarhija kazal
Vsa kazala so v obliki .m3u8. Glavno kazalo je preneseno le enkrat, kazala
alternativnih tokov pa so pri oddaji v zˇivo prenesena periodicˇno. Prvo alterna-
tivno kazalo v glavnem kazalu se predstavi na zacˇetku, nato pa se odjemalec lahko
odlocˇi za alternativo na podlagi trenutnega stanja omrezˇja.
Pri uporabi alternativnih tokov je priporocˇljivo slediti nekaj pravilom:
• Zagotovljanje najboljˇse kvalitete preko celotnega spektra povezavnih hitro-
sti: npr. kodirane variante pri 150 kbps, 350 kbps, 550 kbps, 900 kbps in
1500 kbps.
• Uporaba relativnih imenskih poti v glavnem kazalu in posamicˇnih kazalih.
• Razmerje videa mora biti v vseh alternativah enako, vendar imajo lahko
alternative razlicˇne dimenzije tocˇk, na primer 400 x 300 in 800 x 600, kjer
imata obe varianti razmerje 4:3.
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• Polje RESOLUTION naj bo vljucˇeno v EXT-X-STREAM-INF, saj pomaga odje-
malcu izbrati primeren tok.
4.5.1.9 Redundancˇni tokovi
Alternativni tokovi so lahko uporabljeni tudi kot redundancˇni tokovi v primeru,
da se ob periodicˇnem prenosu kazala pride do napake. V primeru napake pri
prenosu kazala enega toka, odjemalec izbere alternativni tok z najviˇsjo bitno
hitrostjo, ki jo omrezˇna povezava omogocˇa. Cˇe je vecˇ alternativnih tokov z enako
bitno hitrostjo, odjemalec izbere sezname v vrstnem redu. Spodaj je primer
kazala z vecˇ bitnimi hitrostmi ter vecˇ viri za vsako bitno hitrost:
#EXTM3U
#EXT-X-STREAM-INF:PROGRAM-ID=1, BANDWIDTH=200000, RESOLUTION=720x480
http://ALPHA.mycompany.com/lo/prog_index.m3u8
#EXT-X-STREAM-INF:PROGRAM-ID=1, BANDWIDTH=200000, RESOLUTION=720x480
http://BETA.mycompany.com/lo/prog_index.m3u8
#EXT-X-STREAM-INF:PROGRAM-ID=1, BANDWIDTH=500000, RESOLUTION=1920x1080
http://ALPHA.mycompany.com/md/prog_index.m3u8
#EXT-X-STREAM-INF:PROGRAM-ID=1, BANDWIDTH=500000, RESOLUTION=1920x1080
http://BETA.mycompany.com/md/prog_index.m3u8
Zgornji primer se ponovno zacˇne z zacˇetno znacˇko #EXTM3U, ki ji sledijo sˇtiri
podobne navedbe razlicˇnih multimedijskih kazal z znacˇko #EXT-X-STREAM-INF
z razlicˇnimi lastnostmi: PROGRAM-ID (identifikacijska sˇtevilka programa),
BANDWIDTH (pasovna sˇirina), RESOLUTION (resolucija), lahko pa bi dodali sˇe
CODECS, AUDIO in VIDEO.
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4.5.1.10 Podnapisi
HLS omogocˇa dodajanje podnapisov k video vsebini in dodajanje vecˇjezicˇnih
podnapisov v obliki Web Video Text Track (WebVTT). V spodnjem primeru sta
prikazani dve zbirki podnapisov v anglesˇcˇini in sˇpansˇcˇini.
#EXTM3U
#EXT-X-MEDIA:TYPE=CLOSED-CAPTIONS, GROUP-ID="cc", NAME="CC1",
LANGUAGE="en", DEFAULT=YES, AUTOSELECT=YES, INSTREAM-ID="CC1"
#EXT-X-MEDIA:TYPE=CLOSED-CAPTIONS, GROUP-ID="cc", NAME="CC2",
LANGUAGE="sp", AUTOSELECT=YES, INSTREAM-ID="CC2"
#EXT-X-STREAM-INF:BANDWIDTH=1000000, SUBTITLES="subs",
CLOSED-CAPTIONS="cc"
file.m3u8
Znacˇka #EXT-X-MEDIA se nanasˇa na kazala, ki vsebujejo alternativne oblike
enake vsebine in omogocˇa razlicˇne vrednosti: URI vsebuje naslov kazala, TYPE
opisuje tip vsebine, GROUP-ID, LANGUAGE opisuje primarni jezik vsebine s kodo
jezika (npr. sl), NAME opisuje jezik v cˇloveku prijazni obliki (npr. slovensˇcˇina),
DEFAULT dolocˇa zˇeleno privzeto vsebino in AUTOSELECT.
4.6 Dynamic Adaptive Streaming over HTTP
Dynamic Adaptive Streaming over HTTP (DASH), poznan tudi pod imenom
MPEG-DASH, omogocˇa prenos pretocˇnih video vsebin v visoki kvaliteti preko
protokola HTTP, kar je razvidno zˇe iz samega imena. DASH prav tako deluje na
principu deljenja vsebine v zaporedje manjˇsih segmentov. Vsebina je prav tako
lahko dostopna v vecˇih bitnih hitrostih
MPEG-DASH je prva standardizirana resˇitev za pretocˇno prenasˇanje vsebin,
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ki deluje v nacˇinu adaptivne bitne hitrosti preko protokola HTTP [32]. DASH, v
primerjavi z HLS in HDS, lahko uporablja vsebino, ki je kodirana s katerim koli
kodekom, npr. H.265, H.264, VP9, itd [33].
4.6.1 Opis predstavitve
Media Presentation Description (MPD) je XML datoteka, ki vsebuje informacije o
segmentih, njihovih zvezah in informacije, potrebne za izbiro med njimi. Vsebuje
tudi druge meta podatke, ki so morda potrebni za odjemalca [34]. Primer opisa
predstavitve je v dodatku A.
4.6.1.1 Periode
Periode (ang. Periods) opisujejo del vsebine z zacˇetnim cˇasom in dolzˇino trajanja.
Za scene ali poglavja se lahko uporabi vecˇ period, prav tako za locˇevanje med
oglasi in vsebino programa.
4.6.1.2 Prilagodljive zbirke
Prilagodljive zbirke (ang. Adaptation Set) vsebujejo tok vsebine ali zbirko to-
kov. V najenostavnejˇsem primeru ima lahko perioda eno prilagodljivo zbirko, ki
vsebuje zvocˇno in video vsebino, vendar je za namen zmanjˇsanja porabe pasovne
sˇirine vsak tok razdeljen na vecˇ prilagodljivih zbirk. Obicˇajno je ena video zbirka
in vecˇ zvocˇnih zbirk (vsaka za en podprt jezik), lahko pa dodamo sˇe zbirke za
podnapise. Zbirke so izbrane s strani uporabnika ali uporabniˇskega agenta (sple-
tni brskalnik ali televizija) na podlagi uporabniˇskih nastavitev, na primer privzet
jezik.
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4.6.1.3 Zastopnik
Zastopniki (ang. Representation) dovoljujejo prilagodljivim zbirkam, da vsebu-
jejo enako vsebino kodirano na razlicˇne nacˇine. Obicˇajno so zastopniki zago-
tovljeni v vecˇih velikostih zaslonov in vecˇih pasovnih sˇirinah, kar omogocˇa od-
jemalcem, da zahtevajo najboljˇso kvaliteto vsebine, ki so jo zmozˇni predvajati
brez izravnalnika (ang. Buffer) ter brez zapravljanja pasovne sˇirine. Zastopniki
omogocˇajo kodiranje vsebine z razlicˇnimi kodeki, kar omogocˇa zagotavljanje vse-
bine za razlicˇne odjemalce, npr. zagotavljanje vsebine novim (H.265) in starim
odjemalcem (H.264). Zastopniki so obicˇajno izbrani avtomatsko, vendar nekateri
predvajalniki omogocˇajo uporabnikovo izbiro, npr. resolucijo ali izbiro viˇsje ka-
kovosti vsebine, kljub potrebi po ustavitvi predvajanja zaradi izravnalnika, ker
uporabniku povezava ne omogocˇa dovolj hitrega prenosa vsebine za prikaz v re-
alnem cˇasu.
4.6.1.4 Podzastopnik
Podzastopnik (ang. SubRepresentaion) vsebuje informacije, ki se navezujejo le na
en tok v zastopniku. Npr. zastopnik vsebuje zvok in video ter ima lahko podza-
stopnika, ki zagotavlja dodatne informacije za zvok – posebni kodeki, vzorcˇenje,
vgrajeni podnapisi ipd.
4.6.1.5 Segmenti
Segmenti so dejanske datoteke vsebine, ki jih predvaja odjemalcˇev predvajalnik v
zaporedju, kot da bi bili ena datoteka. Lokacija segmentov je opisana z BaseURL.
5 Namestniˇski strezˇnik in
predpomnenje
Namestniˇski strezˇnik (ang. Proxy Server) je strezˇnik med odjemalcem in
strezˇnikom z vsebino. Namestniˇski strezˇnik se za odjemalca obnasˇa kot strezˇnik,
za strezˇnik pa kot odjemalec. Na sliki 5.1 lahko vidimo kako namestniˇski strezˇnik
posreduje zahtevo odjemalca (1) strezˇniku (2) in odgovor strezˇnika (3) odjemalcu
(4).
Odjemalec Namestniˇski strezˇnik Strezˇnik
1 2
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Slika 5.1: Namestniˇski strezˇnik med odjemalcem in strezˇnikom
Namestniˇski strezˇniki so lahko uporabljeni za razlicˇne namene [35]:
1. Spremljanje in filtriranje
a. Programska oprema za nadzor vsebine: filtriranje vsebine omogocˇa
nadzor nad dostopom do vsebin; tak nacˇin filtriranja se obicˇajno upo-
rablja v organizacijah, npr. v sˇolah, da zagotovijo varno brskanje po
spletu.
b. Filtriranje sˇifriranih podatkov: spletni namestniˇski strezˇniki niso
zmozˇni filtrirati sˇifriranih podatkov; z uporabo namestniˇskega
strezˇnika je filtriranje sˇifriranih podatkov mozˇno v primeru, da koncˇni
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streˇzniknezagotavljavarovanja HTTPStrictTransportSecurity
(HSTS).
c.Premoˇsˇcanjeﬁltrovincenzure:namestniˇskistreˇznikomogoˇcadostop
dospletnihvsebin,kisodrugaˇcezaodjemalcablokirane;obvozje
prikazannasliki5.2,kjerjezmodrobarvoprikazanonemogoˇcendo-
stopdostreˇznika,sajgapoˇzarnizidblokira,zzelenopaobvozpreko
namestniˇskegastreˇznika.
Odjemalec Poˇzarnizid
Internet
Namestniˇski
streˇznik
Streˇznik
Slika5.2: Premoˇsˇcanjeﬁltrovincenzure
d.Zapisovanjeinprisluˇskovanje: zuporabonamestniˇskegastreˇznika
lahkobeleˇzimocelotenprometmedodjemalceminspletom;vsepo-
slaneinprejetevsebine–vkljuˇcnozgesli–solahkozabeleˇzenein
analizirane.
2.Izboljˇsanjedelovanja:namestniˇskistreˇznikispredpomnenjem.
3.Prevod:namestniˇskistreˇzniklahkomedprenosomvsebineprevedebese-
dilnovsebinoizenegajezikavdrugega;najboljpogostouporabljenname-
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stniˇski strezˇnik za ta namen je Google Translate.
4. Anonimen dostop do storitev: namestniˇski strezˇnik zakriva odjemalca pred
ostalimi napravami.
5. Varnost: notranje omrezˇje je skrito pred zunanjim omrezˇjem preko name-
stniˇskega strezˇnika; strezˇnik je zmozˇen prevajati naslove (ang. Network Ad-
dress Translation, NAT); namestniˇski strezˇnik je lahko zdruzˇen s pozˇarnim
zidom.
Namestniˇski strezˇniki s predpomnjenjem so bili predstavljeni za zmanjˇsevanje
spletnega prometa, saj lahko pomnijo priljubljene vsebine. Prav tako pa je pred-
nost namestniˇskega strezˇnika s predpomnenjem ta, da zmanjˇsa cˇas zahteve ter
zmanjˇsa obremenitev spletnega strezˇnika.
5.1 Napredujocˇi in povratni namestniˇski strezˇnik
Namestniˇske strezˇnike locˇujemo na napredujocˇe in povratne.
Napredujocˇi namestniˇski strezˇnik (ang. Forward Proxy Server), prikazan
na sliki 5.3, je vmesni cˇlen med odjemalcem in izvornim strezˇnikom. Za pridobitev
vsebine izvornega strezˇnika odjemalec posˇlje zahtevo namestniˇskemu strezˇniku,
kjer v zahtevku poimenuje zahtevo za izvorni strezˇnik. Namestniˇski strezˇnik
nato posˇlje zahtevo izvornemu strezˇniku, ki odgovori namestniˇskemu strezˇniku
in le-ta odgovori odjemalcu. Odjemalec mora posebej nastaviti zˇelen IP-naslov
namestniˇskega strezˇnika, da bo dostopal preko le-tega [36].
Povratni namestniˇski strezˇnik (ang. Reverse Proxy Server), prikazan na
sliki 5.4, je v primerjavi z napredujocˇim za odjemalca navaden spletni strezˇnik.
Ko odjemalec posˇlje zahtevo, najprej opravi prevod naslova v internetni naslov, ki
ga usmeri proti povratnemu namestniˇskemu strezˇniku. Ko namestniˇski strezˇnik
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Namestniˇski
strezˇnik
Odjemalec
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Strezˇnik
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Slika 5.3: Napredujocˇi namestniˇski strezˇnik
prejme zahtevo, se odlocˇi, kaj bo s to zahtevo storil – lahko jo posreduje iz-
vornemu strezˇniku ali pa na zahtevo odgovori sam, cˇe ima zahtevano vsebino v
pomnilniku. Uporaba povratnih namestniˇskih strezˇnikov se obicˇajno uporablja
za dostopanje do strezˇnikov za pozˇarnimi zidovi ali za izenacˇevanje obremeni-
tve izvornih strezˇnikov ali pa se jih uporablja kot predpomnilne strezˇnike, ki se
uporabljajo v omrezˇjih za dostavo vsebin [36].
5.2 Predpomnilnik
Predpomnilnik (ang. Cache) je strojna ali programska komponenta, ki shra-
njuje zahtevke, tako da so lahko prihodnji zahtevki za enak objekt obdelani in
postrezˇeni hitreje. Shranjeni podatki so lahko rezultat predhodnega izracˇuna
ali dvojnik shranjenih podatkov nekje drugje. Uspesˇen predpomnilniˇski zadetek
(ang. Hit) se zgodi, ko je zahtevan objekt najden v predpomnilniku, in neuspesˇen
zadetek (ang. Miss), ko objekta ni v predpomnilniku [37].
5.3 Internet Cache Protocol 59
Internet
Odjemalec
Odjemalec
Odjemalec
Namestniˇski
strezˇnik
Strezˇnik
Strezˇnik
Strezˇnik
Slika 5.4: Povratni namestniˇski strezˇnik
5.3 Internet Cache Protocol
Internet Cache Protocol (ICP) je protokol, ki koordinira spletne predpomnilnike
in deluje na podlagi protokola UDP. Naloga protokola ICP je najti najprimernejˇso
lokacijo zahtevanega objekta v primeru, da uporabljamo vecˇ predpomnilniˇskih
strezˇnikov. Cilj je, da uporabimo predpomilnike cˇim bolj ucˇinkovito in cˇim manj-
krat posredujemo zahtevke k izvornemu strezˇniku. Predpomnilniki si med seboj
posˇiljajo poizvedbe in na podlagi odgovorov zbirajo podatke, s katerimi izberejo
najprimernejˇso lokacijo za pridobivanje zahtevanih objektov.
Cˇeprav spletni predpomnilniki za prenos objektov uporabljajo protokol
HTTP, je uporaba protokola ICP zelo uporabna, saj je zelo enostaven in lahek ko-
munikacijski protokol. ICP se praviloma uporablja v predpomnilniˇskih mrezˇah za
lociranje dolocˇenih spletnih objektov v sosednjih predpomnilnikih. Deluje tako,
da predpomnilnik posˇlje ICP poizvedbo sosednjim predpomnilnikom, le-ti pa od-
govorijo z ICP odgovorim HIT ali MISS, kjer HIT pomeni zadetek oz. sporocˇa, da
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ima zahtevan objekt v predpomnilniku, MISS pa da zahtevanega objekta nima v
predpomnilniku. ICP je izveden na podlagi UDP, vendar ni omejen le na UDP.
Uporaba UDP omogocˇa hitre poizvedbe, kar je zelo pomembno, saj predpomnil-
nik ne cˇaka dlje kot dobro sekundo, preden posˇlje zahtevek izvornemu strezˇniku,
cˇemur pa se zˇelimo izogniti. Prednost UDP v primerjavi s TCP je majhnost
glave, ki zmanjˇsa cˇas prenosa paketov [38].
6 Priprava demonstracije omrezˇja za
dostavo vsebin
Cilj naloge je prikazati prednosti omrezˇij za dostavo vsebin z uporabo na-
mestniˇskega strezˇnika, ki ga namestimo med koncˇne uporabnike in izvornim
strezˇnikom. S tem zˇelimo dokazati, da uporaba namestniˇskega strezˇnika s pred-
pomnilnikom pospesˇi prenos video vsebin in tako uporabnikom omogocˇa ogled
video vsebin v boljˇsi kakovosti brez prekinitev.
Za demonstracijo omrezˇja za dostavo vsebin smo uporabili osebni racˇunalnik,
na katerega smo namestili operacijski sistem Linux Server 14.04 in ga nato po-
vezali v lokalno omrezˇje. Na strezˇnik smo namestili odprtokodno programsko
opremo Squid Cache [39], ki omogocˇa predpomnenje vsebin, katero naj bi kot
predlogo uporabljal tudi najvecˇji CDN ponudnik Akamai [40].
6.1 Squid Cache
Programska oprema Squid je predpomnilniˇski in posredujocˇi spletni namestniˇski
strezˇnik. Ima vecˇ mozˇnosti uporabe, npr. za pospesˇitev spletnih strezˇnikov s
predpomnenjem ponavljajocˇih se zahtevkov, predpomnenje DNS poizvedb za sku-
pino uporabnikov, ki si delijo omrezˇje, ali v namen varnosti za filtriranje prometa
[41].
Programska oprema Squid je brezplacˇna in je objavljena pod licenco GNU
General Public License [42].
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6.2 Arhitektura
Squid deluje na slojih 4–7 OSI modela, tako da med paketi in prometom, ki
ga prejme Squid, ni nobene povezave, saj so paketi v tretjem nivoju. Namesto
paketov protokol HTTP deluje na podlagi sporocˇil, kjer lahko sporocˇilo – zahtevo
ali odgovor – obravnavamo kot en paket [43].
Squid je sestavljen iz sˇtirih procesnih obmocˇij:
1. odjemalska stran, ki izvaja protokole HTTP, HTTPS, ICP in HTCP za
komunikacijo z odjemalci;
2. strezˇniˇska stran, ki izvaja protokole HTTP, HTTPS, FTP, Gopher in WAIS
za komunikacijo s spletnim strezˇnikom;
3. predpomnilnik med odjemalcˇevo in strezˇniˇsko stranjo zagotavlja preklopno
logiko za dolocˇanje izvora podatkov med diskom, pomnilnikom in strezˇniˇsko
stranjo;
4. dodatna logika: varnost, DNS odjemalec, odjemalec IDENT in odjemalec
WHOIS.
Odjemalcˇeva
stran
HTTP
HTTPS
HTCP
ICP
Predpomnilnik
UFS Disk
Lokalni pomnilnik
Rock Disk
Skupni pomnilnik
COSS Disk
Dodatna logika
DNS IDENT WHOIS
Nadzor dostopa Avtentikacija
Strezˇniˇska
stran
HTTP
HTTPS
FTP
Gopher
WAIS
Slika 6.1: Procesna obmocˇja programske opreme Squid
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6.3 Konfiguracija
Konfiguracijska datoteka Squid Cache iz dodatka B se nahaja na naslovu
/etc/squid3/squid.conf in dolocˇa delovanje celotnega procesa squid. Konfi-
guracija vsebuje HTTP vrata, ICP vrata zahtevkov, vhodne in izhodne zahtevke,
informacije o dostopih pozˇarnega zidu [44].
6.3.1 Nastavljanje vrat
Proces Squid privzeto poslusˇa na vratih 3128, kar je mogocˇe nastaviti na katero-
koli drugo vrednost, npr. 80 ali 8080, kar uporablja protokol HTTP. Nastavi se
lahko tudi vecˇ vrat hkrati, npr. 3128 in 8080 [45]:
http_port 3128 8080
6.3.2 Predpomnenje
Predpomnjeni podatki morajo biti nekje shranjeni, zato moramo temu nameniti
prostor na trdem disku. V nasˇem primeru smo uporabili le en disk, vendar Squid
dovoljuje uporabo vecˇ diskov. Z ukazom cache dir dolocˇimo direktorij za pred-
pomnjene objekte. Prvo sˇtevilo v ukazu dolocˇa namenjen prostor na disku v
megabajtih (MB). Drugi dve sˇtevili dolocˇata sˇtevilo poddirektorijev v dveh nivo-
jih – prvo sˇtevilo dolocˇa sˇtevilo direktorijev, v katerem je sˇtevilo poddirektorijev
enako drugemu sˇtevilu. Razlog za tako veliko sˇtevilo poddirektorijev je pospesˇitev
dostopa do datotek, saj je dostopanje do nekega objekta v mapi z nekaj tisocˇ,
milijoni datotek bolj zahtevno kot dostopanje do datoteke, ki se nahaja v nekem
poddirektoriju, kjer je manjˇse sˇtevilo datotek.
cache_dir ufs /usr/local/squid/var/cache/ 15000 16 256
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6.3.3 Dostop
V konfiguracijski datoteki lahko tudi dolocˇimo, kdo ima dostop do strezˇnika z upo-
rabo dostopnostnih seznamov (ang. Access List). Omejevanje dostopnosti je na
podlagi protokola, npr. HTTP. V spodnjem primeru z ukazom acl dolocˇimo pra-
vilo dostopa, nato pa to pravilo uporabimo za dolocˇen dostop, npr. HTTP dostop
dovolimo le odjemalcem z IP-naslovom med 192.168.1.1 in 192.168.1.254.
acl localnet src 192.168.1.0/255.255.255.0
...
http_access allow localnet
icp_access allow localnet
6.3.4 Dnevnik
Vsaka poizvedba se belezˇi v dnevnik (ang. Log), ki je dostopen na lokaciji
/var/log/squid3/access.log. Vsaka vrstica v dnevniku zaznamuje eno po-
izvedbo in je sestavljena iz vecˇih polij, predstavljenih v tabeli 6.1 na podlagi
spodnje dnevniˇske vrstice.
1459365117.540 5381 192.168.1.4 TCP MISS/200 2362152 GET
http://ios.rtvslo.si/simplevideostreaming42/ definst //2016/03/30/
174397052.smil/media w692178145 b800000 15.ts -
HIER DIRECT/94.103.65.140 video/MP2T
6.4 Dostopanje do vsebine
Squid za naslavljanje vsebine uporablja Store ID oziroma predpomnilni kljucˇ
(ang. Cache Key) [46]. Store ID je unikaten kljucˇ, ki se izracˇuna na pod-
lagi spletnega naslova vsebine. Nastavitve kljucˇa se lahko poljubno nasta-
vlja z razlicˇnimi algoritmi, saj je morda zazˇeleno uporabiti enak kljucˇ za vecˇ
razlicˇnih naslovov do enake vsebine, kar je sˇe posebej uporabno pri omrezˇjih
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Opis polja Primer
Epoch cˇas 1459365117.540
Cˇas prenosa v milisekundah 5381
Odjemalcˇev IP-naslov 192.168.1.4
Status predpomnenja/HTTP koda odgovora TCP MISS/200
Velikost objekta v bajtih (B) 2362152
HTTP metoda GET
Zahtevan objekt s polno potjo http://ios.rtvslo.si/
simplevideostreaming42/
_definst_//2016/03/30/
174397052.smil/media_
w692178145_b800000_15.
ts
RFC931 -
Stanje/gostitelj HIER DIRECT/94.103.65.140
Tip objekta video/MP2T
Tabela 6.1: Opis polj zapisa v dnevnik
za dostavo vsebine, kjer se lahko naslovi spreminjajo na podlagi razlicˇnih fak-
torjev, npr. strezˇniki na razlicˇnih lokacijah lahko uporabljajo razlicˇne naslove:
europe.cdn.com/image.png in asia.cdn.com/image.png. V taksˇnem primeru
je zazˇeleno, da se objekt iz obeh naslovov obravnava kot enak objekt, drugacˇe
pride do podvajanj in s tem zmanjˇsanja ucˇinkovitosti.
6.4.1 Squid odgovori
Vsak HTTP odgovor programske opreme Squid vkljucˇuje v glavi polje X-Cache z
odgovorom. Najpogosteje zasledimo odgovora TCP HIT in TCP MISS, ki sporocˇata,
ali je bil zahtevan objekt v predpomnilniku. V tabeli 6.2 so opisani mozˇni odgovori
[47].
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Odgovor Opis
TCP HIT V predpomnilniku je bila veljavna ko-
pija zahtevanega objekta.
TCP MISS V predpomnilniku ni bilo zahtevanega
objekta.
TCP REFRESH HIT Zahtevan objekt je bil predpomnjen,
vendar je zastaran (ang. Stale Con-
tent). Odgovor poizvedbe IMS (ang.
If-Modified-Since) je bil ”304 Not Mo-
dified”.
TCP REF FAIL HIT Zahtevan objekt je bil predpomnjen,
vendar je zastaran (ang. Stale Con-
tent). IMS poizvedba ni bila uspesˇno
izvedena, tako da je bil postrezˇen za-
staran objekt.
TCP REFRESH MISS Zahtevan objekt je bil predpomnjen,
vendar je zastaran (ang. Stale Con-
tent). Odgovor IMS poizvedbe je vse-
boval novo vsebino.
TCP CLIENT REFRESH MISS Odjemalec je izdal pragma glavo ”no-
cache”ali drug ukaz za kontrolo pred-
pomnenja znotraj zahteve, tako da je
bil objekt ponovno zahtevan. Beseda
pragma prihaja iz grsˇcˇine in pomeni
dejanje.
TCP IMS HIT Odjemalec je izdal IMS zahtevo za
objekt, ki je bil v pomnilniku in je
svezˇ.
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Odgovor Opis
TCP SWAPFAIL MISS Objekt je bil pricˇakovan v pomnilniku,
vendar ni bil dostopen.
TCP NEGATIVE HIT Zahteva za negativno pomnjen objekt,
na primer ”404 Not Found”, za kate-
rega pomnilnik misli, da ni dostopen.
TCP MEM HIT Veljavna kopija objekta je bila v po-
mnilniku v spominu, tako da ni bilo
potrebe po dostopanju do diska.
TCP DENIED Dostop za zahtevo je bil zavrnjen.
TCP OFFLINE HIT Zahtevan objekt je bil najden v nacˇinu
brez povezave.
UDP HIT Veljavna kopija zahtevanega objekta
je bila v pomnilniku.
UDP MISS Zahtevanega objekta ni v pomnilniku.
UDP DENIED Dostop za zahtevo je bil zavrnjen.
UDP INVALID Sprejeta je bila neveljavna zahteva.
Tabela 6.2: Squid odgovori
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7 Ucˇinkovitost uporabe omrezˇja za
dostavo vsebin
Za prikaz ucˇinkovitosti uporabe omrezˇja za dostavo vsebin smo opravili me-
ritve z uporabo strezˇnika s predpomnilnikom in brez njega. Video vsebine
smo prenasˇali s spletnega portala RTV 4D, dostopnega na spletnem naslovu
http://4d.rtvslo.si, ki ponuja spletne video vsebine preko protokola HLS,
opisanega v poglavju 4.5. Za ucˇinkovitejˇsi prikaz vpliva predpomnenja smo meri-
tve opravili v Krakovu na Poljskem, ki je od izvornega strezˇnika spletnega portala,
ki se nahaja v Ljubljani, oddaljen priblizˇno 600 km po zracˇni liniji, kar seveda
pomeni, da je realna pot informacij med izvornim strezˇnikom in odjemalcem
sˇe daljˇsa. V spodnji tabeli lahko vidimo, da je zakasnitev med odjemalcem in
strezˇnikom priblizˇno 130 milisekund.
blaz@ubuntuserver:~$ mtr -rnw 4d.rtvslo.si -c 100
Start: Tue Aug 16 20:53:09 2016
HOST: ubuntuserver Loss% Snt Last Avg Best Wrst StDev
1.|-- 192.168.1.1 0.0% 100 0.6 0.7 0.6 1.3 0.0
2.|-- ??? 100.0 100 0.0 0.0 0.0 0.0 0.0
3.|-- ??? 100.0 100 0.0 0.0 0.0 0.0 0.0
4.|-- ??? 100.0 100 0.0 0.0 0.0 0.0 0.0
5.|-- ??? 100.0 100 0.0 0.0 0.0 0.0 0.0
6.|-- ??? 100.0 100 0.0 0.0 0.0 0.0 0.0
7.|-- 89.108.198.2 0.0% 100 25.0 128.3 21.4 779.9 175.6
8.|-- ??? 100.0 100 0.0 0.0 0.0 0.0 0.0
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Razlogov za vmesne izgube, prikazane z vprasˇaji in 100 % izgubo, je vecˇ, ven-
dar je najverjetnejˇsi razlog opustitev ICMP paketov, na katere vmesne naprave,
kakor tudi izvorni strezˇnik, ne odgovarjajo.
7.1 Primerjava hitrosti prenosa
Za primerjavo hitrosti prenosa smo si izbrali dva kratka video posnetka: Vreme
ob 13h in Vreme ob 19h. Oba videa smo si ogledali vsak dan ob vecˇernih urah
z uporabo predpomnilniˇskega strezˇnika in brez njega. V spodnjih tabelah so
prikazane povprecˇne hitrosti prenosa video vsebin.
Odgovor Hitrost prenosa
TCP MISS 0,951 Mb/s
TCP HIT 4,153 Mb/s
Tabela 7.1: Povprecˇna hitrost prenosa videa Vreme ob 13h
Odgovor Hitrost prenosa
TCP MISS 0,927 Mb/s
TCP HIT 4,215 Mb/s
Tabela 7.2: Povprecˇna hitrost prenosa videa Vreme ob 19h
Kot je razvidno iz zgornjih dveh tabel 7.1 in 7.2, je uporaba predpomnilniˇskega
strezˇnika pohitrila prenos video vsebin za vecˇ kot sˇtirikrat.
Opravili pa smo tudi nekaj avtomatskih meritev treh video vsebin, ki so bile
razlicˇnih dolzˇin. Meritve smo opravljali na operacijskem sistemu Linux, kjer smo
zagnali skripto iz dodatka C.
Skripto smo zagnali s pomocˇjo sledecˇega ukaza, kjer so v datoteki videos
zapisani spletni naslovi glavnih predvajalnih seznamov video vsebin:
1. Slovenska kronika: http://stream.rtvslo.si/ava_archive03/
_definst_//2016/08/17/174421719.smil/playlist.m3u8
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2. Sporocˇamo: http://stream.rtvslo.si/ava_archive03/_definst_//
2016/08/17/174421679.smil/playlist.m3u8
3. Vreme ob 19h: http://stream.rtvslo.si/ava_archive03/_definst_//
2016/08/17/174421691.smil/playlist.m3u8
while :; do
for video in $( cat videos | sort -R ); do
echo "";
echo "Checking the video: $video";
if [ $(echo "$RANDOM % 2" | bc) -gt 0 ]; then
./measure_speed.sh $video --proxy;
else
./measure_speed.sh $video;
fi;
done;
done
Skripta se izvaja, dokler uporabnik rocˇno ne prekine izvajanja z ukazom ^C.
Zanka while, ki v vsakem obhodu nakljucˇno premesˇa seznam video vsebin in
nato zaporedoma pricˇne s prenasˇanjem vsebin, pred tem pa sˇe nakljucˇno izbere,
ali bodo video vsebine prenesene preko predpomnilniˇskega strezˇnika.
V spodnji tabeli 7.3 so prikazane povprecˇne hitrosti prenosa video vsebin z
uporabo predpomnilniˇskega strezˇnika in brez njega. Pri avtomatskih meritvah
smo prenesli preko 10 tisocˇ video fragmentov.
Video Predpomnilnik Normalno
Slovenska kronika 18,8916 Mb/s 6,2072 Mb/s
Vreme ob 19h 19,4820 Mb/s 5,9982 Mb/s
Sporocˇamo 19,7311 Mb/s 6,0468 Mb/s
Tabela 7.3: Povprecˇna hitrost prenosa
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7.2 Sklep
Na podlagi teoreticˇnega pregleda literature smo izpostavili nekaj kljucˇnih poj-
mov in konceptov, ki vodijo do ugotovitve, da uporaba omrezˇja za dostavo vse-
bin zagotavlja hitrejˇsi in zanesljivejˇsi prenos video vsebin. Na podlagi izvedenih
merjenj smo prepoznali pomembnost namestniˇskih strezˇnikov s predpomnilnikom
in dokazali vsaj 3-krat hitrejˇsi prenos video segmentov, kar omogocˇa neprekinjen
ogled video vsebin v najboljˇsi kakovosti. Glede na ugotovljeno lahko sklepamo,
da bi se morala medijska podjetja posluzˇevati omrezˇij za dostavo vsebin, saj bi s
tem razbremenila svojo infrastrukturo in izboljˇsala uporabniˇsko izkusˇnjo koncˇnim
uporabnikom.
Meritve smo opravili na video vsebinah portala RTV SLO 4D, saj nam le-ta
omogocˇa popoln dostop do video vsebin, saj ne uporablja nobene zasˇcˇite. Ves
prenos poteka preko protokola HTTP, ki ni sˇifriran in omogocˇa napadalcem po-
poln vpogled in manipulacijo vsebine. Priporocˇljivo je sˇifriranje video segmentov,
kar onemogocˇa nepooblasˇcˇeno predvajanje vsebin, saj je za predvajanje potreben
sˇifrirni kljucˇ. Dober primer je npr. najbolj popularen video portal YouTube, ki
za prenos vsebin uporablja varen protokol HTTPS in zˇeton za avtentikacijo [48].
8 Zakljucˇek
V nalogi smo si podrobneje ogledali delovanje in ucˇinkovitost omrezˇja za dostavo
vsebin, brez katerega internet ne bi deloval tako kot sedaj, saj omrezˇje za dostavo
vsebin zmanjˇsuje internetne zamasˇitve in pospesˇuje dostopnost vsebin, kar je pri
ogledu spletnega videa zelo pomembno.
Najprej smo predstavili, kaj omrezˇje za dostavo vsebin sploh je, kaj nam
omogocˇa in kateri so njegovi kljucˇni elementi. Nato smo si podrobneje ogledali
vzpostavitev povezave s strezˇnikom, ki nam lahko postrezˇe zˇeleno vsebino, bodisi
z uporabo omrezˇja za dostavo vsebin ali brez njega. Pri uporabi omrezˇja za
dostavo vsebin je pomembno dobro poznavanje omrezˇja, ki omogocˇa koncˇnim
uporabnikom povezavo s strezˇnikom, ki je v danem trenutku najprimernejˇsi. To
nam omogocˇa kartiranje omrezˇja.
Po podrobnejˇsem pregledu omrezˇja smo se osredotocˇili na razlicˇne protokole
za pretocˇno prenasˇanje video vsebin, in sicer na RTMP, HDS, HLS in DASH, ter
vrste namestniˇskih strezˇnikov.
Na koncu pa smo predstavili sˇe delovanje namestniˇskega strezˇnika, na katerem
je namesˇcˇena programska oprema, ki nam omogocˇa predpomnenje video vsebin
in s tem vsebino priblizˇa koncˇnemu uporabniku.
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A DASH
Primer opisa predstavitve v obliki XML, ki vkljucˇuje oglas in video vsebino v
resolucijah 720p in 1080p.
<?xml version="1.0"?>
<MPD xmlns="urn:mpeg:dash:schema:mpd:2011"
profiles="urn:mpeg:dash:profile:full:2011" minBufferTime="PT1.5S">
<Period duration="PT30S">
<BaseURL>ad/</BaseURL>
<AdaptationSet mimeType="video/mp2t">
<Representation id="720p" bandwidth="3200000" width="1280"
height="720">
<BaseURL>720p.ts</BaseURL>
<SegmentBase>
<RepresentationIndex sourceURL="720p.sidx"/>
</SegmentBase>
</Representation>
<Representation id="1080p" bandwidth="6800000" width="1920"
height="1080">
<BaseURL>1080p.ts</BaseURL>
<SegmentBase>
<RepresentationIndex sourceURL="1080p.sidx"/>
</SegmentBase>
</Representation>
</AdaptationSet>
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</Period>
<Period duration="PT5M">
<BaseURL>main/</BaseURL>
<AdaptationSet mimeType="video/mp2t">
<BaseURL>video/</BaseURL>
<Representation id="720p" bandwidth="3200000" width="1280"
height="720">
<BaseURL>720p/</BaseURL>
<SegmentList timescale="90000" duration="5400000">
<RepresentationIndex
sourceURL="representation-index.sidx"/>
<SegmentURL media="segment-1.ts"/>
<SegmentURL media="segment-2.ts"/>
<SegmentURL media="segment-3.ts"/>
<SegmentURL media="segment-4.ts"/>
<SegmentURL media="segment-5.ts"/>
<SegmentURL media="segment-6.ts"/>
<SegmentURL media="segment-7.ts"/>
<SegmentURL media="segment-8.ts"/>
<SegmentURL media="segment-9.ts"/>
<SegmentURL media="segment-10.ts"/>
</SegmentList>
</Representation>
<Representation id="1080p" bandwidth="6800000" width="1920"
height="1080">
<BaseURL>1080/</BaseURL>
<SegmentTemplate media="segment-\$Number\$.ts"
timescale="90000">
<RepresentationIndex sourceURL="representation-index.sidx"/>
<SegmentTimeline>
<S t="0" r="10" d="5400000"/>
</SegmentTimeline>
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</SegmentTemplate>
</Representation>
</AdaptationSet>
<AdaptationSet mimeType="audio/mp2t">
<BaseURL>audio/</BaseURL>
<Representation id="audio" bandwidth="128000">
<SegmentTemplate media="segment-\$Number\$.ts"
timescale="90000">
<RepresentationIndex
sourceURL="representation-index.sidx"/>
<SegmentTimeline>
<S t="0" r="10" d="5400000"/>
</SegmentTimeline>
</SegmentTemplate>
</Representation>
</AdaptationSet>
</Period>
</MPD>
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B Squid Cache konfiguracijska datoteka
acl localnet src 192.168.1.0/24
acl SSL_ports port 443
acl CONNECT method CONNECT
acl rtvslo_regex url_regex
^http:\/\/[a-z]*\.rtvslo.si\/.*\/[0-9]*.smil\/.*
acl rtvslo_domain dstdomain .rtvslo.si
http_access allow localnet
http_access deny !Safe_ports
http_access deny CONNECT !SSL_ports
http_access allow localhost manager
http_access deny manager
http_access allow localhost
http_access deny all
http_port 3128
cache_dir ufs /var/spool/squid3/ 15360 16 256
maximum_object_size 20 MB
coredump_dir /var/spool/squid3
refresh_pattern -i rtvslo\.si\/.*\/.(ts|m3u8) 4320 80% 43200
reload-into-ims
refresh_pattern ^ftp: 1440 20% 10080
refresh_pattern ^gopher: 1440 0% 1440
refresh_pattern -i (/cgi-bin/|\?) 0 0% 0
refresh_pattern (Release|Packages(.gz)*)$ 0 20% 2880
refresh_pattern . 0 20% 4320
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reply_header_access Cache-Control deny rtvslo_domain
reply_header_replace Cache-Control max-age=86400
cache_mgr admin@cdn.com
visible_hostname cashCache
C Skripta za avtomatsko merjenje
hitrosti prenosa video vsebin
#!/bin/bash
# Skripta za merjenje hitrosti prenosa
# Moznosti:
# -p, --proxy: poslji zahtevo preko proxy streznika
# URL video vsebine: playlist.m3u8
for input in $@; do
if [ $( echo "$input" ) == "-p" ] || [ $( echo "$input" ) ==
"--proxy" ]; then
use_proxy=’--proxy 192.168.1.100:3128’
echo "Povezava preko proxy streznika cacheCash dostopnega na
naslovu 192.168.1.100:3128"
used_proxy=’Y’
else
use_proxy=’’
used_proxy=’N’
fi
if [[ "$input" =~ ^http ]]; then
89
90 Skripta za avtomatsko merjenje hitrosti prenosa video vsebin
playback_url=$( echo "$input" )
fi
done
base_url=$( echo "$playback_url" | sed ’s/playlist\.m3u8//g’ )
# Prenesi master playlist
master_playlist=$( curl "${playback_url}" -H ’Cookie:
PHPSESSID=qdnrt910pfgie378ouqdikd4t3; nocache=0’ -H
’Accept-Encoding: gzip, deflate, sdch’ -H ’Accept-Language:
en-GB,en;q=0.8,en-US;q=0.6,sl;q=0.4’ -H ’User-Agent: Mozilla/5.0
(Windows NT 6.1; WOW64) AppleWebKit/537.36 (KHTML, like Gecko)
Chrome/51.0.2704.103 Safari/537.36’ -H ’Accept: */*’ -H ’Referer:
http://4d.rtvslo.si/arhiv/vreme/174420170’ -H ’X-Requested-With:
ShockwaveFlash/22.0.0.209’ -H ’Proxy-Connection: keep-alive’
${use_proxy} --compressed -s | grep -v ’#’ )
echo "Master playlist: ${playback_url}"
for media_playlist in $( echo "${master_playlist}" ); do
# Prenesi media playlist
video_fragments=$( curl "${base_url}${media_playlist}" -H ’Cookie:
PHPSESSID=qdnrt910pfgie378ouqdikd4t3; nocache=0’ -H
’Accept-Encoding: gzip, deflate, sdch’ -H ’Accept-Language:
en-GB,en;q=0.8,en-US;q=0.6,sl;q=0.4’ -H ’User-Agent: Mozilla/5.0
(Windows NT 6.1; WOW64) AppleWebKit/537.36 (KHTML, like Gecko)
Chrome/51.0.2704.103 Safari/537.36’ -H ’Accept: */*’ -H
’Referer: http://4d.rtvslo.si/arhiv/vreme/174420170’ -H
’X-Requested-With: ShockwaveFlash/22.0.0.209’ -H
’Proxy-Connection: keep-alive’ ${use_proxy} --compressed -s |
grep -v ’#’ )
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echo "Media playlist: ${base_url}${media_playlist}"
for video_fragment in $( echo "${video_fragments}" ); do
# Meritev
time=$( curl -w "%{time_starttransfer} %{time_total}\n"
"${base_url}${video_fragment}" -H ’Cookie:
PHPSESSID=qdnrt910pfgie378ouqdikd4t3; nocache=0’ -H
’Accept-Encoding: gzip, deflate, sdch’ -H ’Accept-Language:
en-GB,en;q=0.8,en-US;q=0.6,sl;q=0.4’ -H ’User-Agent:
Mozilla/5.0 (Windows NT 6.1; WOW64) AppleWebKit/537.36
(KHTML, like Gecko) Chrome/51.0.2704.103 Safari/537.36’ -H
’Accept: */*’ -H ’Referer:
http://4d.rtvslo.si/arhiv/vreme/174420170’ -H
’X-Requested-With: ShockwaveFlash/22.0.0.209’ -H
’Proxy-Connection: keep-alive’ ${use_proxy} --compressed -o
/dev/null -s )
transfer_time=$( echo "${time}" | awk ’{print $2-$1}’ )
echo "$( date +’%Y-%m-%d %H:%M’ ) ${base_url}${video_fragment}
${transfer_time} ${used_proxy}" >> results
echo "Fragment: ${video_fragment} v ${transfer_time} sek"
sleep 5
done
done
