







































































































































































































ID Elemento Riesgo Fuente
RI­01 Planificación Errores en la estimación del presupuesto Jefe de Proyecto
RI­02 Planificación Cambio de políticas de Gestión.  Dirección de la Biblioteca
RI­03 Planificación Seguridad del sitio Jefe de ProyectoDesarroladores
7 Idem anterior
8
















































































de 1% a 10% 5 % Baja 1
de 11 % a 25% 18 % Poco probable 2
de 26% a 55% 40 % Media 3
de 56% a 80% 68 % Altamente probable 4




ID Riesgo Expresión Probabilidad
RI­01 Erores en la estimación del presupuesto Altamente Probable
5%
RI­02 Cambio de políticas de Gestión.  Poco Probable 40%
RI­03 Seguridad del sitio Alta 60%



























Riesgo Impacto Riesgo Impacto
RI­01 Marginal RI­05 Critico
RI­02 Catastrófico RI­06  Catastrófico




ID Riesgo Probabilidad Impacto Exposición
RI­01 Errores en la estimación del presupuesto
5% 1 0.05
RI­02 Cambio de políticas de Gestión.  40% 5 2
RI­03 Seguridad del sitio 60% 1 0.60
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