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Au courant de l’année 2019, nous avons été accueilli au sein des bureaux de TOLEFI en tant 
que stagiaire sur leur projet de transformation digitale.  
 
De nos jours, les entreprises ne peuvent plus éviter les nouvelles technologies. Celles-ci ont 
transformé l’environnement des entreprises ayant un impact sur la manière dont elles 
travaillent, comment elles sont perçues par le consommateur et comment elles se 
positionnent par rapport aux concurrents. Les entreprises n’ayant pas emprunté le pas du 
digital se retrouvent en bas de l’échelle, ou dans le meilleur des cas, continuent à grimper à 
l’échelle mais avec quelques difficultés. 
 
Cependant, de nombreuses entreprises sont conscientes du shift qui s’est produit depuis plus 
d’une dizaine d’années et tentent de se mettre à jour ou d’être des précurseurs au sein de 
leur secteur d’activités. Malheureusement, le journal Forbes nous informe que 70% des 
projets de transformations digitales échouent car les entreprises se concentrent trop sur la 
quantité des technologies à appliquer et pas sur leur qualité. De plus, elles manquent 
d’expertise dans le domaine et ne pensent pas nécessairement à aller chercher cette 
expertise. 
 
Dans ce mémoire, nous allons aborder les risques qui sont liés à la transformation digitale et 
allons proposer une aide à la gestion de ces risques. La solution qui sera apportée permettrait 
aux entreprises de pouvoir augmenter leur chance de succès dans leur projet de 
transformation digitale.  
 
Au chapitre 1, nous présenterons notre cas d’étude, qui est le groupe TOLEFI. Ensuite, au 
chapitre 2 nous définirons et expliquerons les concepts théoriques liés à notre sujet et 
définirons notre question de recherche. Le chapitre 3 présentera la méthodologie utilisée afin 
de pouvoir répondre à la question de recherche. Et pour finir, au chapitre 4 nous 
développerons notre solution.  
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Chapitre 1 : Contextualisation de l’analyse 
 
1.1. Présentation de TOLEFI Group 
L’histoire de ce groupe familial commence par la création de l’entreprise ESSEGE, et ce il y a 
plus de vingt ans. Au fil des années, le fondateur de l’entreprise créa et acquit de nombreuses 
autres entreprises permettant aux actifs de TOLEFI de passer de cinq employés à plus d’une 
centaine aujourd’hui (site officiel de TOLEFI). Le groupe possède deux secteurs d’activités : 
l’immobilier (TOLEFI Promotions) et la grande distribution (TOLEFI Retail). De plus, le groupe 
possède certains investissements dans le secteur pharmaceutique (TOLEFI Investment).  
 
TOLEFI Retail est composé de cinq entreprises de petites-moyennes tailles nommées ESSEGE, 
CARBOBOIS, LIGNE PLUS, LINEA PLUS et TECNO AIR SYSTEM qui sont respectivement 
localisées à Bruxelles, Charleroi, Lille (France), Espagne et Italie. Avec une présence au cœur 
de l’Europe, TOLEFI a pu aisément étendre son réseau de clients au fil des années (site officiel 
de TOLEFI). Proposant toujours un service de qualité, le groupe a pu fidéliser assez facilement 
et rapidement un grand nombre de clients. Bien que le nom du groupe ne soit pas toujours 
connu du grand public, le nom de ses entreprises l’est au sein de son secteur d’activité.  
 
Ces entreprises possèdent le même business model qui consiste à se fournir auprès de divers 
fournisseurs à travers le monde et à revendre ces produits en grande quantité à des 
distributeurs de détail par l’intermédiaire de commerciaux qui possèdent leur carnet 
d’adresses. Cependant, elles ne possèdent pas toutes les mêmes assortiments. A vrai dire, 
l’exception est CARBOBOIS qui est chargée de distribuer du charbon de bois, des allume-feux, 
du pellet, etc. Alors que les autres entreprises fournissent des produits électriques tels que 
des chauffages d’appoint, des humidificateurs d’air, des climatiseurs (principalement pour 
LINEA PLUS et TECNO AIR SYSTEM au vu de leur localisation géographique) mais également 
des produits fonctionnant au pétrole tel que des chauffages.  
 
La gamme de produits des entreprises est assez vaste et a pu parfaitement satisfaire aux 
besoins des clients. Pour reprendre les paroles du fondateur, cela fait plus de vingt ans que 
TOLEFI vend aux personnes des produits dont ils ont besoin. 
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1.2. Analyse de la structure organisationnelle 
TOLEFI Group se trouve à cheval entre une structure mécaniste (rigide) et organique (flexible). 
En effet, l’organigramme du groupe ainsi que nos observations nous ont permis de constater 
que la prise de décision est principalement centralisée pour les entreprises qui sont ESSEGE, 
CARBOBOIS et LIGNE PLUS. Ces éléments correspondent à la définition d’une structure 
organisationnelle mécaniste.  
 
Mais d’un autre côté, la définition des rôles des employés étant assez floue, on pourrait la 
définir de structure organique. Concernant la communication, celle-ci se fait latéralement, ce 
qui est également un argument en faveur d’une structure organique. Cette définition trouble 
est probablement due au fait que l’entreprise était dans une phase majeure de changement 
et de restructuration ou, il se peut que ce soit simplement un choix provenant de la direction. 
 
Concernant les organisations situées en Espagne et en Italie, celles-ci étant des acquisitions, 
la direction du groupe n’avait pas la main entièrement prise sur la gestion de ces 
organisations. En effet, celles-ci sont principalement dirigées par leurs directeurs respectifs 
qui parfois font le choix de ne pas suivre la ligne directrice du management du groupe. Mais 
bien souvent, un terrain d’entente est toujours trouvé afin de faire cohabiter les visions. Par 
exemple, les outils de cloud et de logiciel de CRM ont été déployés bien après Bruxelles, 
Charleroi et Lille. Cependant, sur le long terme, la direction de TOLEFI Retail avait pour objectif 
d’avoir la main entièrement prise sur ces entreprises et les faire se conformer à l’image que 
le groupe souhaite avoir.  
 
1.3. Présentation des projets de transformation digitale 
a. Le cloud 
Diverses entreprises proposent leur propre solution de cloud, celle qui a été sélectionnée par 
l’équipe managériale de TOLEFI est ‘DROPBOX’ qui a été développé par DROPBOX Inc. Lors de 
notre entretien avec le directeur général, le choix de cet outil s’est principalement basé sur sa 
facilité d’utilisation et son prix.  
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En introduisant le cloud au sein du groupe, le directeur général souhaitait premièrement 
faciliter l’accès aux différents fichiers pour toutes les parties prenantes, contrôler l’accès des 
employés aux informations, surtout les données sensibles et pour finir, diminuer le coût 
d’entretien des serveurs qui existaient depuis la création. 
 
b. Le logiciel de CRM 
Au sein de TOLEFI Retail, le choix d’un logiciel de CRM s’est porté sur celui développé par 
HUBSPOT. En effet, cet outil était déjà utilisé par TOLEFI Promotions donc l’organisation était 
déjà familière avec cet outil.  
 
Au-delà du fait d’améliorer la relation client, le directeur nous a fait savoir que le choix d’avoir 
un logiciel de CRM avait pour but d’avoir un meilleur suivi de l’activité des commerciaux 
chargés de trouver des clients et de signer de nouveaux contrats, étant donné que ceux-ci 
sont rémunérés selon leur performance et HUBSPOT répondait parfaitement à ce besoin. De 
plus, au vu des objectifs à long terme de l’entreprise, il aurait permis de faciliter la collecte des 
données des cibles marketing afin d’affiner et améliorer la communication marketing mais 
aussi le service fourni. 
 
c. Le commerce électronique 
Pour finir, le dernier volet de la digitalisation de l’entreprise porte sur le développement, 
l’implémentation et le déploiement d’un site de commerce en ligne afin de pouvoir atteindre 
une nouvelle cible. Durant nos mois de collaboration avec l’équipe de TOLEFI, les tâches qui 
nous ont été confiées étaient principalement en lien avec ce dernier volet de la digitalisation 
du groupe. 
 
L’objectif derrière la création d’un site de commerce en ligne est la possibilité pour 
l’organisation d’avoir un nouveau canal de distribution, ce qui faciliterait le ciblage pour des 
publicités marketing mais surtout de pouvoir réaliser des ventes au détail. Par ailleurs, la 
direction souhaitait une solution clé en main. Après collecte et traduction des exigences des 
parties prenantes du projet, le choix s’est porté sur SHOPIFY qui répondait le mieux aux 
exigences qui avaient été définies. 
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Tout d’abord, pour le cloud, le choix s’était porté sur DROPBOX, or l’organisation possédait 
déjà des accès pour une autre infrastructure qui est SharePoint. La multiplicité des outils ayant 
la même fonctionnalité est un coût qui peut être évité. D’autre part, les collaborateurs de 
l’entreprise n’ont pas été formés au préalable à utiliser un cloud. De plus, l’entreprise 
CARBOBOIS travaille avec un intranet ce qui, bien souvent, compliquait l’accès au cloud pour 
les employés. 
 
Ensuite, le processus d’envoi aux clients n’a pas été pensé au préalable. Et le fait que 
l’entreprise possède trois entrepôts de stockage, chacun possédant un type de marchandises 
spécifiques, peut représenter un problème pour la livraison.  
 
Aussi, la stratégie de prix est primordiale pour un site de commerce en ligne. Par exemple, les 
clients réguliers de TOLEFI ne doivent pas se sentir lésés en voyant des prix qui, comparés à 
ceux annoncés par les commerciaux, sont moins élevés. Or, aucune stratégie de prix n’a été 
prévue. D’ailleurs, il n’existe aucune fiche de prix pour les produits, les commerciaux les 
connaissent de tête et ceux-ci sont réévalués au début de chaque saison lors d’une réunion.  
 
Lorsque le site de commerce en ligne est devenu opérationnel, l’équipe de la comptabilité n’a 
pas été mise au courant. Dès lors, lorsque les premiers paiements sont arrivés, celle-ci ne 
savait pas quelle procédure de facturation devait être appliquée, d’ailleurs cette dernière 
n’existait pas. 
 
En conclusion, divers éléments ont été observés durant notre stage chez TOLEFI. Ces éléments 
pourraient empêcher les divers projets d’atteindre leurs objectifs. 
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Chapitre 2 : Problématique 
 
2.1. Changement organisationnel  
2.1.1. Définition, caractéristiques et objectifs 
Au quotidien, les entreprises doivent prendre des décisions qui auront un impact sur leurs 
activités à court, moyen ou long terme. Elles doivent prendre des décisions qui leur 
permettront d’améliorer leurs performances et efficacités dans le but d’acquérir des parts de 
marché, de raviver un chiffre d’affaires déclinant, etc… Ces décisions ont pour conséquence 
de changer, de transformer leur organisation. Mais parfois, les entreprises se doivent, face à 
un environnement changeant, de prendre la décision de changer radicalement afin de pouvoir 
s’adapter aux modifications qui ont été observées.  
 
Le changement organisationnel est défini comme étant « une modification au sein d’une 
organisation pouvant porter sur la structure, les personnes ou la technologie » (Robbins, 
Rüling, p. 252, 2014). Il aura comme conséquence de transformer les comportements au sein 
d’une entreprise (McKeown, Philip, 2003).  
 
Les sources du changement peuvent être internes ou externes à l’organisation. Les facteurs 
externes peuvent être des changements sur le marché, de nouvelles régulations,… Tandis que 
les facteurs internes peuvent être par exemple une acquisition demandant la refonte des 
processus de changement (Robbins, Rüling, 2014). 
 
Souvent, les entreprises échouent leur changement organisationnel à cause d’une mauvaise 
gestion de ce changement : mauvaise planification, manque de contrôle et de suivi, manque 
de ressources et de connaissance, incompatibilité entre les directives du management et les 
pratiques (Gill, 2003). D’où l’importance d’avoir un leader pour ces types de projet qui se 
chargera de gérer ce changement en planifiant ce processus, en fixant des objectifs 
intermédiaires, en adaptant les directives du management afin qu’ils puissent coïncider avec 
ce qui est nécessaire pour le changement en faisant le suivi et le contrôle du projet (Gill, 2003).  
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2.1.2. La transformation digitale 
1. Définition et objectifs 
A présent, nous allons aborder les transformations digitales. Comme nous l’avons évoqué 
précédemment, le changement organisationnel peut porter sur les technologies utilisées. La 
transformation digitale est aussi appelée la digitalisation. Certains auteurs définissent la 
digitalisation comme « un changement organisationnel majeur induit par la technologie 
numérique, fondé sur celle-ci ou rendu possible par elle, qui modifie la manière dont les 
activités sont menées » (Osmundsen, Iden, Bygstad, p. 38, 2018).  
 
La digitalisation est bien plus qu’un virage technologique, elle permet aux organisations 
d’acquérir plus d’agilité et de flexibilité dans la façon dont les collaborateurs travaillent afin 
d’optimiser les performances de l’entreprise (Henriette, Feki, Boughzaka, 2015).  
 
2. Facteurs de succès 
L’ouvrage ‘Leading Digital turning Technology into Business Transformation’ nous informe 
qu’il existe deux facteurs influençant le succès d’une transformation digitale : le premier étant 
les capacités digitales, qui portent sur le ‘quoi’ de la transformation digitale, c’est-à-dire 
« qu’est-ce qu’on va changer grâce à la transformation digitale ? ». Et le second, les capacités 
de leadership, qui vont plutôt se pencher sur le « comment » de la transformation digitale, 
c’est-à-dire « comment allons-nous transformer notre organisation ? ». La combinaison de ces 
deux capacités donne un avantage compétitif pour une entreprise. 
 
Les entreprises ayant maitrisé ces deux capacités sont nommées des ‘digital masters’, celles-
ci parviennent à utiliser correctement les technologies mais les maîtrisent également car elles 
ont réussi à développer ces capacités digitales et de leadership, de plus ces entreprises sont 







 11 Université de Namur, ASBL 
Faculté des Sciences économiques, sociales et de gestion – Département des Sciences de gestion 
 
Rempart de la Vierge 8, B-5000 Namur, Belgique, Tel. +32 [0]81 72 49 58/48 41 
 
 
Les auteurs développent un modèle reprenant quatre niveaux de ‘Digital Mastery’ :  
 
Fig 1. Modèle des 4 niveaux de digital mastery 
 
▪ Fashionistas : Ils n’attendent pas et achètent toutes les technologies et ils les 
adoptent sans changer ce qui est caché car ils manquent de leadership et de 
gouvernance. Par conséquent, ils gâchent ce qu’ils dépensent. Souvent dans ces 
organisations, la communication se fait en silo. 
▪ Beginners : Ils se situent au début de leur digital journey, c’est-à-dire qu’ils 
commencent seulement à entreprendre l’implémentation des technologies au sein 
de l’entreprise. Ils pensent que la technologie c’est bien mais c’est pour les autres 
et pas pour eux. Il y a un manque criant de leadership pour initier le changement. 
Les capacités digitales et de leadership sont basiques. La cause est la méfiance face 
aux technologies ou les régulations gouvernementales. 
▪ Digital Masters : Ils ont réussi à vaincre les difficultés qui bloquent leur concurrents 
et ils savent sur quoi ils doivent investir et à quel moment. Les leaders sont prêts à 
conduire l’entreprise dans son futur digital et ils utilisent ces capacités pour 
maintenir leur avantage compétitif par rapport aux autres. 
▪ Conservatives : Ces organisations souffrent d’un excès de prudence et elles 
s’empêchent de construire des fortes capacités digitales. L’excès de prudence  
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2.2. La gestion des risques dans les projets  
2.2.1. Définition, types de risques et causes 
Dans les sections précédentes nous avons abordé les concepts de changement 
organisationnel et plus précisément celui de transformation digitale. Il y a des risques qui sont 
liés au processus de transformation d’une organisation et les managers en charge de tels 
projets doivent intégrer la gestion des risques à leur projet de transformation (Uhl, Gollenia, 
2012), mais revenons d’abord sur la définition du risque.  
 
Dans la littérature nous trouvons diverses définitions du risque, étant donné que cette notion 
peut porter sur différents aspects tels que le risque financier, le risque météorologique, etc. 
Dans notre cas, nous abordons la définition du risque dans un projet. Le risque dans un projet 
pourrait être défini comme étant la probabilité d’apparition d’un événement qui pourrait 
avoir un impact négatif ou positif sur les objectifs du projet, celui-ci est mesuré en terme de 
probabilité et de conséquences (Baccarini, Salm, E.D. Love, 2004).  
 
Le PMBOK Guide nous informe que chaque projet contient deux types de risques : les risques 
individuels propres au projet et les risques globaux des projets. La première catégorie 
représente les risques qui, s’ils se produisent, peuvent avoir un impact positif ou négatif sur 
un ou plusieurs objectifs du projet. Tandis que la seconde catégorie comporte les risques qui 
englobent l’incertitude générale qui réside au sein d’un projet, pouvant apporter un résultat 
positif ou négatif.  
 
D’autre part, le risque peut avoir plus d’une cause et donc s’il se produit, il peut avoir plusieurs 
conséquences. Dans le cas de la gestion de projet, les éléments pouvant représenter un risque 
pour les projets peuvent être un mauvais management, plusieurs projets concurrents ou 
encore une dépendance à des prestataires externes qui ne peuvent pas être contrôlés 
(Alhawari, Karadsheh, N. Talet, Mansour, 2011).  
 
  
 13 Université de Namur, ASBL 
Faculté des Sciences économiques, sociales et de gestion – Département des Sciences de gestion 
 
Rempart de la Vierge 8, B-5000 Namur, Belgique, Tel. +32 [0]81 72 49 58/48 41 
 
 
2.2.2. Le processus de gestion des risques dans les projets 
L’ouvrage ‘A guide to Project Management body of knowledge’ (PMBOK Guide) nous 
renseigne sur le processus de gestions des risques dans les projets. Cet aspect de la gestion 
des risques a pour objectif d’accroître la probabilité et/ou l’impact des risques positifs et en 
même temps, de réduire la probabilité et/ou l’impact négatif des risques et cela afin d’assurer 
les chances de succès du projet. Cette discipline définit une méthodologie permettant 
d’identifier et gérer les risques qui ne sont pas pris en compte dans les autres étapes du projet.  
Il est important pour les équipes de connaître ces risques et de les gérer afin d’éviter que le 
projet ne dévie ou n’atteigne pas les objectifs fixés (PMBOK Guide, 2017).  
 
Dans la gestion des risques des projets, le processus de gestion est le suivant : planifier la 
gestion des risques, identifier les risques, effectuer une analyse qualitative des risques, 
effectuer une analyse quantitative des risques, planifier la réponse face aux risques identifiés, 
implémenter la réponse aux risques et pour finir contrôler les risques (PMBOK Guide, 2017).  
 
2.3. La réutilisation de la connaissance 
Au début de ce chapitre, nous avions déterminé que les changements organisationnels 
échouent souvent à cause d’un manque de connaissance de la part des entreprises.  
 
Définissons la connaissance : celle-ci est le résultat d’un processus au sein duquel 
« l'information est convertie en connaissance une fois qu'elle est traitée dans l'esprit des 
individus et la connaissance devient une information une fois qu'elle est articulée et présentée 
sous forme de texte, de graphiques, de mots ou d'autres formes symboliques » (Alavi, Leidner, 
p. 109, 2001).  
 
Nous distinguons d’abord la connaissance explicite et la connaissance implicite (Alhawari et. 
al, 2011). D’autre part, Alhawari et. al nous informent qu’il existe deux types de connaissances 
pour une entreprise, la connaissance interne et la connaissance externe. Dans le cas de la 
connaissance interne, elle provient des rapports de fin de projets par exemple. Tandis que la 
connaissance externe est composée : des leçons apprises, des meilleures pratiques et des 
études de cas.  
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Par conséquent, la connaissance peut être codifiée afin d’être stockée comme l’information 
dans les systèmes d’informations (Moreno, Cavazotte, 2015). D’ailleurs, différents outils 
informatiques sont des plateformes permettant la gestion de la connaissance tels que les 
bases de données, les data warehouses et les outils de data mining, nous dénombrons 
également les outils d’aide à la décision, les systèmes de gestion de flux de travail, etc… 
(Moreno, Cavazotte, 2015). 
 
Le problème des entreprises n’est pas nécessairement le manque de connaissance mais plutôt 
l’incapacité à transformer cette connaissance en une série d’actions efficaces (Moreno, 
Cavazotte, 2015), en d’autres termes, il y a peu de planification qui est faite autour de la 
connaissance. Par conséquent, les entreprises devraient avoir à leur disposition des systèmes 
leur permettant de réduire cet écart existant entre la connaissance existante et son 
application au sein d’une entreprise (Alavi, Leidner, 2001).  
 
2.4. Formulation de la question de recherche 
Dans les sections précédentes nous avons vu que le groupe TOLEFI a entrepris un changement 
organisationnel par le biais de la technologie, appelé transformation digitale. La 
transformation digitale pour qu’elle soit réussie requiert des entreprises de développer deux 
types de capacités : capacité digitale et capacité de leadership afin d’être des digital masters 
et de développer un avantage compétitif par rapport à ses concurrents. Si nous devons 
analyser la situation de TOLEFI sur le modèle des 4 niveaux de digital mastery, on dirait que 
les organisations du groupe sont des ‘fashionistas’.  
 
En effet, il y a au sein de TOLEFI un désir profond d’appliquer de nouvelles technologies au 
sein du groupe, car nous observons l’implémentation de trois nouvelles technologies sur un 
laps de temps d’un an. Nous avions également établi que les entreprises de TOLEFI possèdent 
une communication en silo, les décisions sont prises par le management et les informations 
ont du mal à descendre vers les niveaux inférieurs de l’entreprise et elles ont des difficultés à 
remonter jusqu’au top-management. De plus, le top-management ne prend pas toujours en 
considération le côté opérationnel des affaires. Par conséquent, il y a une forte capacité 
digitale et une faible capacité de leadership. Afin de pouvoir devenir des digital masters, il est 
nécessaire d’augmenter cette capacité de leadership. Dès lors, on pourrait se poser la 
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question de « comment améliorer la capacité de leadership de TOLEFI ? ». Aussi, « quelles 
sont les implications opérationnelles de ce manque de leadership ? ».  
 
D’autre part, nous savons que tout projet possède des risques qui peuvent avoir un impact 
positif ou négatif sur les objectifs fixés. Donc, nous pouvons dire qu’il existe des risques 
propres aux projets de transformation digitale. A cela, nous pouvons ajouter que le manque 
de connaissance et un mauvais management sont des causes identifiées de l’échec d’un tel 
projet.  
 
Si nous nous concentrons sur le manque de connaissance, nous savons que les entreprises 
possèdent de la connaissance mais ne savent pas la réutiliser. L’incapacité de la réutilisation 
de la connaissance réside dans la difficulté de pouvoir la localiser afin de la consulter. 
 
Dès lors grâce aux éléments collectés dans la littérature et ceux provenant du cas de TOLEFI, 
nous avons développé la question de recherche suivante: « Comment la réutilisation de la 
connaissance peut aider à gérer les risques dans un projet de transformation digitale ? ». 
 
Apporter une réponse à cette question permettrait au groupe TOLEFI de s’assurer qu’il aborde 
tout projet de transformation digitale ayant la possibilité de consulter une source de 
connaissance afin de pouvoir mitiger certains risques. Cependant la solution que nous 
développerons ne sera pas en mesure de répondre à tous les risques identifiés car il existe 
une partie résiduelle qui persiste et ne pourra pas être évitée.  
 
A présent, nous allons exposer une méthodologie permettant de répondre à la question 
évoquée plus haut ainsi que développer une solution répondant à cette question nous basant 
sur la méthodologie définie. 
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Chapitre 3 : Méthodologie  
 
Dans le chapitre précédent, nous avions passé en revue la littérature en lien avec notre sujet 
et avons formulé la question de recherche de ce mémoire, celle-ci est : « Comment la 
réutilisation de la connaissance peut aider à gérer les risques dans un projet de 
transformation digitale ? ». A présent, nous allons développer la méthodologie qui sera 
appliquée afin de pouvoir solutionner notre problématique.  
 
3.1. Présentation de la méthodologie 
Afin de répondre à la question de recherche qui a été énoncée plus haut, nous allons nous 
baser sur un cadre d’analyse qui utilise la gestion de la connaissance pour la gestion des 
risques, en d’autres termes, nous pourrions dire que ce cadre d’analyse vise à utiliser 
l’expérience, celle des autres mais également la sienne, afin de pouvoir identifier les risques 
qui sont liés à un projet portant sur les technologies de l’information. Le cadre d’analyse 
propose un modèle conceptuel appelé ‘Knowledge-Based Risk Management (KBRM)’, qui peut 
être traduit par la gestion des risques basée sur la gestion de la connaissance.  
 
L’objectif du KBRM est d’utiliser la gestion de la connaissance afin d’améliorer l’efficacité et 
augmenter la probabilité de succès d’un projet portant sur les technologies de l’information. 
Ce cadre d’analyse propose d’intégrer les éléments de la gestion de la connaissance aux 
processus de la gestion des risques. Par conséquent, les auteurs développent six processus 
distincts qui permettront de soutenir une ou plusieurs étapes de la gestion des risques.  
 
Le framework utilise comme données d’entrée la connaissance interne et externe à 
l’entreprise et produit comme données de sortie un répertoire basé sur la connaissance. Ce 
répertoire est composé de deux bases de données (cf. Annexe 2), une base de données 
comprenant les risques identifiés et une seconde reprenant l’ensemble de la connaissance 
existante. Ce qui alimente ce répertoire ce sont les processus du KBRM qui visent à la 
découverte et l’identification des risques. De plus, afin que les employés puissent consulter ce 
répertoire un interface utilisateur doit être développé. Il est important qu’une personne soit 
nommée afin de pouvoir s’assurer de la qualité des données, de leur conformité par rapport 
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à un template qui aurait été choisi en interne, le maintien de ces données en ajoutant ou 
supprimant les risques qui ont été mitigés ou qui sont obsolètes. 
 
3.2. Proposition de solution 
Nous savons déjà que la réutilisation de la connaissance n’est pas vraiment pratiquée par les 
entreprises et ce à cause de la difficulté d’accès à cette connaissance. En nous basant sur 
l’élément cité préalablement et la proposition du KBRM, nous savons qu’un répertoire de la 
connaissance est nécessaire afin de favoriser la réutilisation de la connaissance. De ce fait, il 
faudrait un outil qui remplirait cette fonction de réutilisation de la connaissance.  
 
En effet, si les employés d’une entreprise peuvent accéder à un outil leur permettant de 
partager au travers de l’organisation la connaissance liée à un projet précédent ou d’accéder 
à la connaissance existante, la probabilité de succès d’un projet de transformation pourrait 
être augmentée étant donné que la gestion des risques augmente la probabilité de succès 
d’un projet. 
 
Dans le cadre de ce mémoire, nous allons modéliser une proposition d’un système 
d’information qui permettrait aux entreprises de consulter la connaissance existante par 
rapport à un risque identifié au cours du processus de gestion des risques des projets. Ce 
système d’information sera modélisé à l’aide du langage de modélisation UML où nous 
capterons les fonctionnalités du système, son état statique ainsi que son état dynamique. Afin 
d’y parvenir, nous utiliserons le modèle en Y qui sera détaillé dans le chapitre suivant. 
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Chapitre 4 : Modélisation du système 
 
Dans le but de pouvoir modéliser le système d’informations qui permettra de réutiliser la 
connaissance afin de pouvoir obtenir les informations liées à un risque, nous allons utiliser le 
modèle en Y. Ce modèle divise la modélisation d’un système d’informations en deux branches, 
une branche fonctionnelle et une branche technique. Une fois les deux branches complétées, 
elles se rejoignent afin d’en tirer le modèle conceptuel du système d’informations.  
 
4.1. Étude préliminaire 
L’étude préliminaire est la première étape de ce modèle, elle est composée de divers éléments 
qui vont faciliter la capture des besoins fonctionnels. Tout d’abord, il faut recueillir les besoins 
et les expliciter en langage naturel et par après, on identifie les acteurs, c’est-à-dire toute 
personne ou système qui aura une interaction avec le système d’informations à développer. 
 
4.1.1. Besoins des utilisateurs  
 
Ajout d’un risque dans le système 
Lorsque l’équipe tenante du projet effectue son analyse des risques, un risque qui a été 
identifié peut être ajouté dans le système afin de pouvoir être mis en relation avec la 
connaissance existante par rapport à ce dernier. La création d’un risque peut être également 
effectuée par une personne externe au projet qui est chargée de gérer la connaissance au sein 
du système.  
  Modification d’un risque dans le système 
Les utilisateurs devraient pouvoir modifier les attributs d’un risque dans le cas où ce dernier 
aurait été mal identifié. 
  Suppression d’un risque dans le système 
Afin de garder le système à jour, l’utilisateur devrait pouvoir supprimer un risque qui a déjà 
été mitigé ou qui est obsolète. 
  Ajout d’une connaissance dans le système 
L’utilisateur devrait pouvoir ajouter une connaissance qui peut prendre la forme d’une 
meilleure pratique, une leçon apprise ou une étude de cas. (connaissance interne et externe) 
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Modification d’une connaissance 
Une connaissance devrait pouvoir être modifiée si elle a été mal encodée et/ou si des 
éléments supplémentaires se présentent. (seul knowledge worker et validation worker) 
  Validation d’une connaissance 
Une connaissance qui a été encodée doit être validée afin de s’assurer qu’elle respecte la 
format défini par l’entreprise, qu’elle est bien connectée à un risque existant ou nouvellement 
créé et que la source est fiable. 
  Suppression d’une connaissance 
Une connaissance peut être supprimée dans le cas où les risques auxquels elle est identifiée 
n’existent plus ou la source de cette connaissance n’est plus fiable. 
Consultation d’un risque 
Un utilisateur doit pouvoir consulter le système afin de trouver les informations liées à risque. 
Consultation d’une connaissance  
Un utilisateur doit pouvoir consulter le système afin de trouver la connaissance existante par 
rapport à un risque donné.  
Recherche d’un risque 
Un utilisateur doit pouvoir rechercher un risque dans la base de données connectée au 
système.  
Recherche d’une connaissance 
Un utilisateur doit pouvoir rechercher la connaissance qui porte sur un risque donné. 
  Création utilisateur 
L’utilisateur administrateur doit pouvoir créer de nouveaux utilisateurs, qui doivent être des 
employés de l’entreprise. La création de cet utilisateur se fait en lui octroyant un identifiant 
et un mot de passe. 
  Octroyer des droits aux utilisateurs 
Dépendant de la fonction au sein du système, l’administrateur octroie des droits aux 
utilisateurs en fonction de leurs besoins par rapport au système. 
  Demande d’ajouter des informations complémentaires 
Lors de la validation d’un contenu (risque ou connaissance), le validateur peut demander à 
l’utilisateur ayant proposé ce nouveau contenu d’y ajouter des informations 
complémentaires, si celles-ci sont pertinents pour l’identification du contenu. 
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4.1.2. Identification des acteurs 
Les acteurs identifiés sont :  
▪ Knowledge worker, la personne étant chargée de la cohérence de la connaissance au 
sein du système, il peut également modifier et supprimer du contenu. Cet acteur peut 
également valider du contenu mais il ne peut pas valider un contenu qui a été créé par 
lui-même.  
▪ Knowledge validator, la personne étant chargée de valider la connaissance afin de 
s’assurer que son format correspond à celui mis en vigueur par l’organisation, que la 
source est fiable et que la connaissance correspond à un risque connu, elle a 
également l’autorisation de supprimer du contenu. Il est le owner du système et est 
donc le superviseur du knowledge worker. 
▪ Employees, les personnes ayant un contrat au sein de l’organisation les attachant à 
une fonction donnée, celles-ci qui pourront accéder et/ou interagir avec le système, ils 
peuvent créer du contenu. 
▪ Administrator, la personne qui est chargée de la configuration et de la maintenance 
du système. 
 
4.1.3. Description des entités  
Dans ce système, nous avons deux entités qui sont le risque et la connaissance. A présent, 
explicitons ces deux concepts. 
 
Tout d’abord, comme il l’a été dit précédemment nous considérons que la connaissance 
provient des expériences passées et possède deux sources, interne et externe. Celle-ci peut 
se présenter sous trois formes : les meilleures pratiques, les leçons apprises et les études de 
cas. Afin de pouvoir formater une connaissance, nous devons déterminer ce qui distingue ces 
trois éléments. 
▪ Les meilleures pratiques (best practices) sont « des techniques et des méthodes 
capitalisées par une entreprise ou par une communauté, dont l’efficacité a été 
constatée lors des projets de développement » (Gloahec, Fleurquin, Sadou, 2009).  
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▪ Les leçons apprises (lessons learned) permettent de partager ce qui a été appris, 
positif ou négatif, au cours d’un projet. Elles comprennent un rapport, ce qui a été 
appris au cours de l’expérience et des recommandations. 
▪ Les études de cas (case studies) vont analyser une situation réelle où des problèmes 
existants ont été résolus.  
 
Premièrement, nous faisons l’hypothèse que des études de cas, il est possible d’en tirer une 
meilleure pratique et/ou une leçon apprise. Et ces entités doivent être formalisées afin d’être 
comprises et analysées par une machine. Dès lors un format (template) a été défini (cf. Annexe 
3), ce dernier permettra aux utilisateurs du système d’encoder formellement une 
connaissance. Donc la connaissance devra pouvoir être identifiable et ce par un nom, un type 
(externe ou interne), une source, un statut (approuvé, en attente ou refusée) et être reliée à 
un risque qui a été identifié au préalable. Aucune connaissance ne peut être stockée si elle 
n’est pas reliée à un risque préalablement identifié. 
 
La seconde entité à expliciter est le risque. Nous avions défini dans le chapitre 2 ce qu’est un 
risque, à présent nous devons en définir les caractéristiques. Un risque portera un nom et on 
connaît le domaine d’application de ce risque. A un risque pourra être relié une ou plusieurs 
connaissances.  
 
4.1.4. Diagrammes de contexte 
Grâce aux éléments que nous avons apportés lors des sections précédentes, nous pouvons 
construire un diagramme de contexte. Ce dernier n’est pas obligatoire en UML mais dans le 
modèle en Y,  il nous permet d’avoir une première idée des états statique et dynamique du 
système. En effet, le diagramme de contexte statique reprend uniquement les acteurs 
interagissant avec le système. Tandis que le diagramme de contexte dynamique permet de 
visualiser les échanges existants entre le système et les acteurs. Ces deux diagrammes sont 
les préambules des diagrammes de use cases et de classe.  
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Fig. 2 Diagramme de contexte statique  
Ce diagramme comprend les quatre acteurs qui ont été identifiés au préalable et il présente 
également la multiplicité de ces acteurs.  
▪ KMS est le nom du système 
▪ Il peut y avoir au plus plusieurs employés interagissant avec le système. Le 
maximum dépend de la structure de l’organisation 
▪ Il existe au moins un et au maximum deux administrateurs qui sont en charge du 
côté technique et pratique du système  
▪ Il existe au moins un validateur et au plus deux, ceux-ci sont chargés de valider la 
connaissance afin d’éviter toute confusion 
▪ Il existe un ou plusieurs employés chargés de récolter la connaissance et l’insérer 
dans le système 
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Fig. 3 Diagramme de contexte dynamique 
Ce diagramme nous montre les interactions dynamiques entre les acteurs identifiés et les 
différents composants du système selon ce qui a été identifié au point a de cette section.  
▪ m1 : l’utilisateur crée un contenu dans le système 
▪ m2 : l’utilisateur interroge le système pour trouver un contenu 
▪ m3 : l’utilisateur modifie un ou plusieurs éléments d’un contenu dans le système 
▪ m4 : l’utilisateur supprime un contenu dans le système  
▪ m5 : l’utilisateur valide un contenu 
▪ m6: l’administrateur crée un nouveau profil utilisateur 
▪ m7 : l’administrateur octroie des droits à un autre utilisateur  
NB : Un contenu peut être un risque ou une connaissance.  
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4.2. Capture des besoins fonctionnels 
A présent, nous allons aborder la capture des besoins fonctionnels, cette étape consiste en la 
formalisation de ce qui a été établi lors de l’étude préliminaire. Cette formalisation se fait par 
le biais d’un diagramme de use case.  
 
Fig. 4 Diagramme de use case   
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But : se connecter au système 
Pré-condition : le système possède un état E 
Post-condition : après authentification, le système possède un état E  
Utilisateur Actif 
1. L’utilisateur insère un identifiant et un 














2. Le système vérifie que l’identifiant 
correspond à un identifiant déjà enregistré 
3. Le système vérifie que l’identifiant est 
toujours actif dans le système 
4. Le système vérifie que la combinaison 
login et mot de passe correspond à ce qui a 
été enregistré dans le système 
5. Le système valide les informations 
encodées 
Cas exceptionnel : l’exception commence après le point 2. Le système constate que 
l’utilisateur a encodé un identifiant erroné. Le système l’informe de l’erreur. Il propose ensuite 
à l’utilisateur de réintroduire un identifiant et un mot de passe valides. Et le scénario repart 
au point 1.  
Une autre exception commencerait au point 3. L’utilisateur a introduit un login qui a déjà été 
désactivé. Le système l’informe de cette erreur et le scénario reprend au point 1.  
Une autre exception commencerait au point 4. La combinaison login et mot de passe n’existe 
pas dans le système et l’utilisateur en est informé. Dès lors, le scénario reprend au point 1. 
2) User creation 
But : création d’un utilisateur 
Pré-condition : le système contient n utilisateurs 
Post-condition : le système contient n+1 utilisateurs 
Administrator KMS 
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1. L’administrateur accède au système (cf. 
authentification) 





3. Le système vérifie que le login n’existe pas 
déjà 
4. Le système crée l’utilisateur en lui 
assignant un mot de passe 
5. Le système notifie l’utilisateur concerné 
de la création et l’activation de son compte 
6. Le système informe l’administrateur que 
les identifiants ont été enregistrés 
Cas exceptionnel : le cas exceptionnel débute au point 3. Le système constate lors de sa 
vérification que le login existe déjà. Dans ce cas, le système signale que le login existe déjà et 
le scénario repart au point 2.  
3) Granting users rights 
But : octroyer des droits d’accès au système à un utilisateur 
Pré-condition : le système contient n utilisateurs qui ont respectivement des droits, nombre 
de droits = {0, d} 
Post-condition : le système contient n utilisateurs dont au moins un possède un nombre de 
droit = d+1 
Administrator 
1. L’administrateur accède au système (cf. 
authentification) 
2. Pour un utilisateur déjà existant (cf. user 
creation), l’administrateur lui assigne une 








3. Le système vérifie que cette assignation 
ne viole aucune règle 
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4. Le système enregistre les droits assignés à 
l’utilisateur 
5. Le système informe l’utilisateur de 
l’enregistrement  
Cas exceptionnel : l’exception débute au point 3, le système détecte qu’un droit a été octroyé 
à quelqu’un qui ne peut pas effectuer ce type d’action. Dans ce cas, le système renvoie un 
message d’erreur et le scénario reprend au point 2. 
NB : ce cas d’utilisation inclut également le fait de révoquer des droits. La procédure est 
similaire.  
4) Content creation 
But : ajouter un risque dans le système 
Pré-condition : le système contient r risques 
Post-condition : le système contient r+1 risques 
Employee 
1. L’employé accède au menu création 
 
 
3. L’employé choisit la création d’un risque 
 
 
5. L’employé introduit toutes les 
informations 




2. Le système demande quel type de 
contenu il souhaite créer 
 
4. Le système envoie le formulaire de 




7. Le système vérifie que les informations 
ont été correctement encodées 
8. Le système enregistre et soumet le risque 
pour validation 
9. Le système informe l’utilisateur du statut 
d’attente du risque créé 
Cas exceptionnel : Le cas exceptionnel intervient après le point 7. Le formulaire n’a pas été 
correctement encodé. Le système informe l’utilisateur des erreurs et lui propose de les 
corriger. Le scénario reprend au point 5. 
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But : ajouter une connaissance au système 
Pré-condition : le système contient au moins un risque auquel sont associés un nombre r de 
connaissances 
Post-condition : le système contient au moins un risque auquel sont associés un nombre de 
r+1 connaissances 
Employee 
1. L’employé accède au menu création 
 
 




5. L’employé introduit toutes les 
informations 




2. Le système demande à l’employé quel 
type de contenu il souhaite créer 
 
 
4. Le système demande quel type de 





7. Le système envoie le formulaire pour une 
connaissance 
11. Le système vérifie que les informations 
ont été correctement encodées 
12. Le système enregistre et soumet la 
connaissance pour validation 
13. Le système informe l’utilisateur du statut 
d’attente de la connaissance créée 
Cas exceptionnel : L’exception débute au point 11, l’utilisateur n’ a pas encodé correctement 
le formulaire. Le système l’informe de cette erreur et lui propose de corriger les erreurs 
détectées. La suite du scénario reprend au point 9.  
5) Content search 
But : rechercher un risque dans le système 
Pré-condition : le système contient r risques et n connaissances 
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Post-condition : le système contient r risques et n connaissances 
Employee 
1. L’employé insère le nom d’un contenu 
KMS  
 
2. Le système recherche le dit contenu au 
sein de l’espace de stockage et affiche tout 
ce qui a été trouvé en rapport avec la 
recherche 
Cas exceptionnel : L’exception débute au point 3, le contenu recherché n’existe pas. Dans ce 
cas, le système informe l’employé de l’erreur de recherche. Et le scénario reprend au point 2. 
6) Content modification 
But : modifier un contenu 
Pré-condition : le système contient au moins un contenu qui possède un état E 
Post-condition : le système contient au moins un contenu qui possède un état E’ 
Knowledge worker 
1. Le knowledge worker recherche un 
contenu (cf. content search) 







3. Le système vérifie que les modifications 
sont correctement encodées 
4. Le système indique que le statut du 
contenu est « en attente » 
5. Le système notifie le knowledge worker de 
l’arrivée d’un nouveau contenu à valider 
6. Le système informe l’employé que ses 
modifications ont été soumises à validation 
Cas exceptionnel : L’exception débute au point 7, le système détecte que les modifications 
encodées violent plusieurs principes du système. Le système informe l’utilisateur et lui 
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7) Content suppression 
But : supprimer un risque du système  
Pré-condition : le système contient r risques auxquels sont respectivement associés à m 
connaissances 
Post-condition : le système contient r-1 risques et les connaissances qui y sont associées sont 
m = 0 
Validation worker 
1. Le validateur recherche un risque (cf. 
content search) 





3. Le système vérifie qu’aucune 
connaissance n’est attachée à ce risque  
4. Le système supprime le risque de la base 
de données 
Cas exceptionnel : L’exception commence au point 3, le système constate que le risque est 
toujours attaché à des connaissances. Le système notifie l’utilisateur qu’il est impossible de 
supprimer le risque. Et le scénario prend fin. Dans ce cas, les post-conditions sont les mêmes 
que les pré-conditions.  
 
But : supprimer une connaissance 
Pré-condition : le système contient au moins un risque auquel est associé m connaissances 
Post-condition : le système contient au moins un risque auquel est associé m-1 connaissances 
Validation worker 
1. Le validateur recherche une connaissance 
(cf. content search) 





3. Le système supprime la connaissance de 
la base de données de la connaissance 
 
8) Risk consultation 
But : consulter les informations et les connaissances reliées à un risque 
Pré-condition : le système contient r risques  
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Post-condition : le système contient r risques 
Employee 






2. Le système collecte l’ensemble des 
informations sur ce risque 
3. Le système collecte l’ensemble de la 
connaissance existante sur ce risque 
4. Le système présente le résultat de la 
recherche à l’employé 
9) Knowledge validation 
But : valider une connaissance encodée au préalable 
Pré-condition : le système contient m connaissances validées, il existe au moins une 
connaissance en attente de validation 






3. Le validateur consulte une connaissance 
qui est en attente de validation 
4. Le validateur vérifie l’ensemble des 
informations introduites 
5. Le validateur approuve le contenu 
KMS  
 
1. Le système présente au validateur 







6. Le système change le statut du contenu en 
le mettant comme étant ‘approuvé’ 
Cas exceptionnel : L’exception débute au point 4, le contenu proposé n’est pas conforme. Le 
validateur n’approuve pas le contenu et mentionne les raisons du refus. Dès lors le système 
change le statut du contenu comme étant ‘refusé’ et informe l’employé ayant proposé le 
contenu en lui partageant les raisons du refus (cf. modification request). Le scénario prend fin.  
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Dans le cas de cette exception les post-conditions sont : le système contient m connaissances 
validées. 
10) Modification request 
But : modifier un contenu dont la validation a été désapprouvée 
Pré-condition : le système contient m connaissances, il existe q connaissances dont le statut 
est ‘refusé’ 







3. L’employé choisit de modifier le contenu 
4. L’employé soumet le contenu modifié 
KMS 
1. Le système informe l’employé qu’un 
contenu qu’il a proposé a été refusé 
2. Le système propose à l’employé de 




5. Le système vérifie que les informations 
ont été correctement encodées 
6. Le système enregistre les informations et 
les met en attente de validation 
7. Le système informe le validation worker 
qu’il existe un nouveau contenu à valider 
Cas exceptionnel : L’exception débute au point 3 où l’employé choisit que le contenu soit 
supprimé. Le système supprime tout ce qui avait été encodé. Dès lors, le scénario prend fin. 
Dans ce cas, les post-conditions sont : l’état du système est inchangé et il contient m 
connaissances et q-1 connaissances refusées  
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4.3. Modélisation de l’aspect statique 
 
A présent, nous allons aborder l’aspect statique du système d’information de la gestion de la 
connaissance. Il existe différents diagrammes permettant de modéliser l’aspect statique d’un 
système d’informations. Dans notre cas, nous avons modélisé le diagramme de classe, de 
package et de déploiement.  
 
4.3.1. Description du diagramme de classe 
Ce diagramme permet de spécifier la structure des entités du système d’information qui 
seront manipulées par les utilisateurs (Roques, 2008). Ces entités sont représentées par des 
classes qui ont été identifiées grâce au diagramme de use cases établi au point précédent. A 
présent, décrivons les différentes classes qui composent le diagramme que nous avons conçu 
(cf. Annexe 4) ainsi que les liens qui les mettent en relation. 
 
a. Description des classes 
1. Classe ‘Employee’ 
Cette classe reprend les données portant sur les employés interagissant avec le système 
d’information. Un employé est identifié par son numéro d’utilisateur, il possède également 
un prénom, un nom de famille, une  fonction au sein du système ‘sys_function’ c’est-à-dire s’il 
est un employé régulier, un knowledge worker, un knowledge validator ou un administrateur. 
On peut déterminer les actions qui sont permises pour cet employé grâce à la méthode 
‘AllowedActions’ qui permet de déterminer l’attribut ‘allowed_actions’ qui reprend les actions 
permises pour l’utilisateur. 
2. Classe ‘Identification’ 
La classe ‘Identification’ reprend les données portant sur les identifiants permettant aux 
utilisateurs d’accéder au système d’information. Un utilisateur possède un login unique et un 
mot de passe unique. La méthode ‘IsAuthentified’ permet de renvoyer une erreur si les login 
et mot de passe introduits ne correspondent à aucun de ceux qui sont enregistrés. 
3. Classe ‘Content’ 
La classe contenu est une généralisation des types de contenus qui peuvent être créés dans 
le système. Pour un contenu, on connaît son numéro d’identification ainsi que l’utilisateur 
l’ayant créé.  
 34 Université de Namur, ASBL 
Faculté des Sciences économiques, sociales et de gestion – Département des Sciences de gestion 
 
Rempart de la Vierge 8, B-5000 Namur, Belgique, Tel. +32 [0]81 72 49 58/48 41 
 
 
4. Classe ‘Risk’ 
Cette classe porte sur l’entité risque, un risque est identifié par un numéro d’identification et 
porte un nom, on connaît également son domaine.  
5. Classe ‘Knowledge’ 
La classe Knowledge porte sur les connaissances propres à un risque et elle est une superclasse 
qui possède deux classes enfants ‘Best Practice’ et ‘Lesson Learned’. Une connaissance est 
identifiable par son numéro d’identification et elle est reliée à un risque, on sait si c’est une 
connaissance interne ou externe à l’organisation. Une connaissance doit pouvoir être reliée à 
une connaissance spécifique (best practice ou lesson learned).  
6.  Classe ‘Best_Practice’ 
Une best practice est une connaissance qui a pour objectif d’informer quant à la meilleure 
manière de réaliser une tâche au sein d’un projet. On reconnaît une best practice par son but, 
l’étape du projet à laquelle elle correspond et la méthode à suivre.  
7. Classe ‘Lesson_Learned’ 
Une leçon apprise est une connaissance qui a pour but de partager un élément qui a été appris 
au cours d’un projet. Une leçon apprise peut être le résultat d’un événement positif ou négatif. 
On la reconnaît par son but, ce sur quoi porte le succès du projet et les facteurs de ce succès 
ou ce sur quoi porte l’échec et les causes de cet échec.  
 
b. Description des relations entre les classes  
1. Association ‘Identification’ et ‘Employee’ 
Ces deux classes possèdent une association ‘is associated to’, en effet, un identifiant est relié 
à un employé, ceci explique également la multiplicité de l’association.  
2. Association ‘Content’ et ‘Employee’ 
Un contenu est créé par un seul utilisateur, mais un utilisateur peut être le créateur de 
plusieurs contenus. 
3. Généralisation/Spécialisation ‘Content’, ‘Risk’ et ‘Knowledge’ 
Les risques et les connaissances sont des cas spécifiques de la classe ‘Content’. Ces deux 
premières classes reçoivent de la classe ‘Content’ ses attributs et ses méthodes. 
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4. Association ‘Risk’ et ‘Knowledge’ 
A un risque est associé au plus plusieurs connaissances, en contrepartie, une connaissance 
peut être associée à un ou plusieurs risques. 
5. Généralisation/Spécialisation ‘Knowledge’, ‘Best Practices’ et ‘Lesson 
Learned’ 
Une connaissance peut prendre la forme d’une meilleure pratique ou d’une leçon apprise. Dès 
lors, une meilleure pratique est une spécification d’une connaissance et une leçon apprise est 
une spécification d’une connaissance. Les classes ‘Best Practices’ et ‘Lesson Learned’ héritent 
des attributs de la classe ‘Knowledge’.  
 
4.3.2. Description du diagramme de packages 
Un package est un ensemble d’éléments UML qui peuvent être des diagrammes, des classes 
ou d’autres packages. Le diagramme de package regroupe l’ensemble de ces packages et les 
met en relation. Afin d’obtenir le diagramme de packages, le modèle en Y demande de couper 
le diagramme de classe en catégorie (cf. Annexe 5). Après découpage, nous obtenons deux 
catégories résultant en deux packages (cf. Annexe 6).  
 
Nous avons le package ‘Contents’ qui reprend les classes concernant le contenu (les risques 
et la connaissance), et d’autres part nous avons le package ‘Employees’ qui porte sur les 
acteurs qui interagissent avec les contenus.  
 
4.3.3. Modèle de données 
Du diagramme de classes nous pouvons obtenir le modèle de base de données. Ce modèle 
nous renseigne sur les différentes tables qui composeront notre base de données. 
 
Selon le modèle que nous avons obtenu (cf. annexe 8), la base de données possèdera cinq 
tables : 
- ‘Employee’ qui contient les attributs propres aux employés, nous avons le numéro 
d’utilisateur en clé primaire, le nom, le prénom ainsi que le login. 
- ‘Risk’ qui contient les attributs correspondant à un risque donné, nous avons le 
numéro d’identifiant d’un risque en clé primaire, son domaine d’application et 
l’identifiant de l’utilisateur l’ayant créé en clé étrangère, de telle sorte que nous 
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pouvons toujours retrouver l’auteur d’un risque. Un risque ne peut avoir qu’un seul 
créateur. 
- ‘Knowledge’ qui contient les attributs propres à une connaissance donnée, nous avons 
le numéro d’identifiant d’une connaissance, son domaine d’application, le type de 
connaissance (interne ou externe) ainsi que la source.  
- ‘Risk_Knowledge’ est une table intermédiaire qui permet de retrouver les 
connaissances qui sont liées à un risque donné. Un risque peut être associé au plus à 
plusieurs connaissances, tandis qu’une connaissance doit être associée à au moins un 
risque.  
- ‘Function’ qui est la table reprenant l’ensemble des fonctions qui peuvent être 
exercées au sein du système. Une fonction possède un numéro d’identifiant en clé 
primaire, un nom (regular employee, knowledge worker, validation worker et 
administrator) et en clé étrangère le numéro d’utilisateur. Un utilisateur peut avoir 
une ou au plus deux fonctions.  
- ‘Task’ contient les attributs propres aux tâches pouvant être effectuées par une 
function. Une tâche est identifiée par son numéro d’identifiant, un nom (création, 
modification, suppression, validation) et le type de fonction auquel elle peut être 
associée en clé étrangère. Une tâche correspond à une ou plusieurs fonctions. 
 
4.3.4. Description du diagramme de déploiement 
Le diagramme de déploiement (cf. annexe 8) permet de représenter les différents serveurs 
qui sont nécessaires pour le système d’informations que nous proposons, c’est-à-dire le 
matériel nécessaire. Il possède quatre nœuds qui sont connectés par une connexion LAN: 
- Un serveur de base de données qui permet le stockage des données 
- Un serveur métier/service qui exécute le core business (création, suppression,…) 
- Un serveur web qui reçoit et répond aux requêtes de l’utilisateur 
- Un client web qui permet à l’utilisateur d’envoyer ses requêtes (exemple : internet 
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4.4. Modélisation de l’aspect dynamique 
 
A présent, nous allons modéliser l’aspect dynamique du système d’informations et cela grâce 
à  un diagramme d’interactions. Parmi les diagrammes d’interactions, il était plus adéquat de 
faire le diagramme de séquence, le diagramme d’état n’étant pas pertinent dans ce cas. Les 
diagrammes de séquence permettent d’observer les interactions entre les objets ainsi que 
l’exécution des méthodes, ces diagrammes sont particulièrement utiles lorsque des objets 
interagissent avec d’autres objets. Sur base des cas d’utilisation définis au point 2 de ce 
chapitre, nous développons des diagrammes de séquence, ceux-ci se trouvent à l’annexe 9.  
 
1. Le diagramme de séquence pour la création d’un contenu 
Ce diagramme (cf. Annexe 9.1) nous démontre les interactions entre l’acteur, un utilisateur 
de la classe ‘Employee’, et un contenu de la classe ‘Content’. On peut observer les interactions 
existantes lors de la création d’un contenu qui se produit. 
2. Le diagramme de séquence pour la recherche d’un contenu 
Au sein de ce diagramme (cf. Annexe 9.2), on observe les interactions entre un acteur, un 
utilisateur de la classe ‘Employee’, et un contenu de la classe ‘Content’. Ces interactions 
montrent comment il est possible pour l’utilisateur de trouver un contenu. 
3. Le diagramme de séquence pour la modification d’un contenu 
Dans ce diagramme de séquence (cf. Annexe 9.3), on observe les interactions entre un acteur, 
un utilisateur de la classe ‘Employee’, et un contenu de la classe ‘Content’. On peut observer 
les interactions existantes lorsqu’il faut modifier un contenu. 
4. Le diagramme de séquence pour la suppression d’un contenu 
Ce diagramme (cf. Annexe 9.4) nous démontre les interactions entre l’acteur, un utilisateur 
de la classe ‘Employee’, et un contenu de la classe ‘Content’. Ces interactions décrivent le 
processus de suppression d’un contenu au sein du système. 
5. Le diagramme de séquence pour la validation d’un contenu 
Au sein de ce diagramme (cf. Annexe 9.5), on observe les interactions entre un acteur, un 
validation worker de la classe ‘Employee’, et un contenu de la classe ‘Content’. On peut 
observer les interactions existantes lorsqu’il faut valider un contenu.  
 
 
 38 Université de Namur, ASBL 
Faculté des Sciences économiques, sociales et de gestion – Département des Sciences de gestion 
 
Rempart de la Vierge 8, B-5000 Namur, Belgique, Tel. +32 [0]81 72 49 58/48 41 
 
 
6. Le diagramme de séquence pour la modification d’un contenu refusé  
Dans ce diagramme de séquence (cf. Annexe 9.6), on observe les interactions entre l’acteur, 
un utilisateur de la classe ‘Employee’ et un contenu ayant le statut refusé de la classe 
‘Content’. Ces interactions décrivent le processus de modification d’un contenu modifié après 
refus. 
7. Le diagramme de séquence pour la création d’un utilisateur 
Ce diagramme (cf. Annexe 9.7) montre les interactions existantes entre l’acteur, 
l’administrateur qui appartient à la classe ‘employé’, et un employé de la classe ‘Employee’. Il 
nous permet de visualiser le processus de création d’utilisateur. 
8. Le diagramme de séquence pour l’octroi d’une fonction 
Au sein de ce diagramme (cf. Annexe 9.8), on observe les interactions entre l’acteur, 
l’administrateur qui appartient à la classe ‘employé’, et un employé de la classe ‘Employee’. 
On peut observer les interactions existantes lorsqu’il faut octroyer une fonction à un 
utilisateur donné. 
9. Le diagramme de séquence pour l’authentification 
Dans ce diagramme de séquence (cf. Annexe 9.9), on observe les interactions entre l’acteur, 
un utilisateur de la classe ‘Employee’ et le serveur web afin de pouvoir s’authentifier et donc 
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4.5. Capture des besoins techniques 
 
La capture des besoins techniques comporte d’une part la capture des spécifications logicielles 
par le biais de cas d’utilisation techniques. Ceux-ci peuvent porter sur l’authentification 
(sécurité), la gestion des données (le back-up de la base de données), etc. Dans notre cas, ces 
cas d’utilisation sont faits par l’administrateur du système. Cependant, nous ne 
développerons pas cette analyse. 
 
Et d’autre part l’aspect matériel, les spécifications d’un point de vue matériel sont 
représentées par le diagramme de déploiement que nous avons abordé dans l’aspect statique 
du système d’informations.  
 
Il y a également le point de vue architecture, le système posséderait une architecture en trois 
couches (3-tiers) : la couche serveur web, la couche service/métier et la couche de la base de 
données. 
 
Cette première couche comprend la couche web, celle-ci est la couche qui comprend le 
serveur web qui est la couche avec laquelle l’utilisateur va interagir (l’interface), elle est 
également chargée de recevoir les requêtes effectuées par l’utilisateur, y répondre ou les 
transmettre à la couche traitement.   
 
La deuxième couche est la couche de traitement qui se charge du côté fonctionnel, elle décrit 
les opérations qui se déroulent au sein du système. Donc c’est cette couche qui se chargera 
de faire le traitement des requêtes transmises par le serveur web.  
 
Pour finir nous avons le stockage des données. Nous possédons deux entités importantes dans 
notre système : les connaissances et les risques. Ces deux entités doivent être stockées, pour 
cela nous proposons une base de données relationnelle. Mais dépendant du volume de 
données que possède l’organisation, il se peut qu’une entreprise ait besoin de se procurer un 
data warehouse.   
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Sur base de notre expérience au sein du groupe TOLEFI et de divers concepts managériaux 
nous avions tiré la question de recherche suivante : « Comment la réutilisation de la 
connaissance peut aider à gérer les risques dans un projet de transformation digitale ? ». La 
réponse que nous apportons à cette question est un système d’informations qui permettrait 
aux employés d’une organisation de stocker la connaissance liée à un risque et la consulter 
afin de pouvoir bénéficier de la connaissance existante dans le processus de gestion des 
risques d’un projet de transformation digitale. 
 
Alors, nous avons modélisé le système d’informations grâce au langage de modélisation UML. 
Ce dernier nous a permis d’identifier les acteurs, les cas d’utilisations du système, le matériel 
nécessaire et la vision de la base de données qui alimentera ce système. La plus grosse 
difficulté était de pouvoir formaliser cette connaissance afin qu’elle soit stockée dans un 
système informatique, pour cela nous avons établi un template pour les deux types de 
connaissance identifiés.  
 
Notre travail possède plusieurs limites telles que : 
▪ Ce système ne permettra pas d’aider à mitiger tous les risques car les risques ont une 
partie résiduelle qui ne peut pas être mitigée. 
▪ L’aspect technique du système d’informations aurait pu être plus approfondie en 
définissant les cas d’utilisation techniques, ceux-ci représentant les interactions entre 
l’administrateur du système et le système. 
▪ Nous n’avons pas évalué la demande existante pour ce type d’outil afin de connaître 
la motivation des managers. 
▪ Certains processus, tel que la recherche de connaissances externes pourrait être 
automatisée afin de proposer automatiquement du contenu au knowledge worker.  
 
Pour de futurs travaux, il serait adéquat de pouvoir conduire une étude quantitative afin de 
connaître la motivation des managers face à un tel outil information. Ou encore de passer à 
l’étape suivant l’analyse qui est la conception du système d’informations afin de pouvoir le 
tester.   
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 Annexe 1 : Organigramme de TOLEFI 
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Source : Alhawari et al., p. 63, 2011 
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Annexe 3 : Template pour formaliser la connaissance 
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Annexe 4 : Diagramme de classe 
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 Annexe 9 : Diagrammes de séquence 
 
 
9.1. Diagramme de séquence pour la création d’un contenu 
 
 
9.2. Diagramme de séquence pour la recherche d’un contenu 
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9.3. Diagramme de séquence pour la modification d’un contenu 
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9.5. Diagramme de séquence pour la validation d’un contenu 
 
 
9.6. Diagramme de séquence pour la modification d’un contenu refusé 
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9.7. Diagramme de séquence pour la création d’un utilisateur 
 
9.8. Diagramme de séquence pour l’octroi d’une fonction 
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9.9.1. Diagramme de séquence pour l’authentification (profil actif) 
 
 
9.9.2. Diagramme de séquence pour l’authentification (profil désactivé) 
  
 58 Université de Namur, ASBL 
Faculté des Sciences économiques, sociales et de gestion – Département des Sciences de gestion 
 





Alavi, M., & Leidner, D. E. (2001). Review : Knowledge Management and Knowledge 
Management Systems : Conceptual Foundations and Research Issues. MIS Quarterly, 25(1), 
107.  
Alhawari, S., Karadsheh, L., Nehari Talet, A., & Mansour, E. (2012a). Knowledge-Based Risk 
Management framework for Information Technology project. International Journal of 
Information Management, 32(1), 50‑65.  
Alhawari, S., Karadsheh, L., Nehari Talet, A., & Mansour, E. (2012b). Knowledge-Based Risk 
Management framework for Information Technology project. International Journal of 
Information Management, 32(1), 50‑65.  
Baccarini, D., Salm, G., & Love, P. E. (2004). Management of risks in information technology 
projects. Industrial Management & Data Systems, 104(4), 286‑295.  
Becerra-Fernandez, I., & Sabherwal, R. (2014). Knowledge Management : Systems and 
Processes (2e éd.). Abingdon, Royaume-Uni : Routledge. 
Chua, A. (2004). Knowledge management system architecture : a bridge between KM 
consultants and technologists. International Journal of Information Management, 24(1), 
87‑98.  
Daniel, E. M., & Wilson, H. N. (2003). The role of dynamic capabilities in e-business 
transformation. European Journal of Information Systems, 12(4), 282‑296.  
Diagrammes de paquetages. (s. d.). Consulté le 29 mai 2021, à l’adresse 
https://www.lucidchart.com/pages/fr/diagramme-package-uml 
Digital Business Transformation and Strategy — Cambridge Service Alliance. (2018).  
« Digital Transformation : Drivers, Success Factors, and Implications » by Karen Osmundsen, 
Jon Iden et al. (2018). 
Gill, R. (2002). Change management--or change leadership ? Journal of Change Management, 
3(4), 307‑318.  
« Information Systems in a Changing Economy and Society : MCIS2015 Procee » by Spyros 
Kokolakis, Maria Karyda et al. (2015).  
Kotter, J. (2009). Leading change : why transformation efforts fail. IEEE Engineering 
Management Review, 37(3), 42‑48.  
Massachusetts Institute of Technology. (1994, 15 janvier). IT-Enabled Business Transformation 
: From Automation to Business Scope Redefinition.  
Matt, C., Hess, T., & Benlian, A. (2015). Digital Transformation Strategies. Business & 
Information Systems Engineering, 57(5), 339‑343.  
McKeown, I., & Philip, G. (2003). Business transformation, information technology and 
competitive strategies : learning to fly. International Journal of Information Management, 
23(1), 3‑24.  
 
 59 Université de Namur, ASBL 
Faculté des Sciences économiques, sociales et de gestion – Département des Sciences de gestion 
 
Rempart de la Vierge 8, B-5000 Namur, Belgique, Tel. +32 [0]81 72 49 58/48 41 
 
 
Moreno, V., & Cavazotte, F. (2015). Using Information Systems to Leverage Knowledge 
Management Processes : The Role of Work Context, Job Characteristics and Task-Technology 
Fit. Procedia Computer Science, 55, 360‑369.  
Morgan, B. (2021, 9 février). Companies That Failed At Digital Transformation And What We 
Can Learn From Them. Forbes. 
https://www.forbes.com/sites/blakemorgan/2019/09/30/companies-that-failed-at-digital-
transformation-and-what-we-can-learn-from-them/ 
Qu’est-ce qu’un diagramme de séquence UML ? (s. d.). Consulté le 29 mai 2021, à l’adresse 
https://www.lucidchart.com/pages/fr/diagramme-de-sequence-uml 
Qu’est-ce qu’un modèle de base de données ? (s. d.). Consulté le 29 mai 2021, à l’adresse 
https://www.lucidchart.com/pages/fr/quest-ce-quun-modele-de-base-de-donnees 
Roques, P. (2011). UML 2 par la pratique. Paris, France : Eyrolles. 
Roques, P., & Vallée, F. (2007). UML 2 en action : De l’analyse des besoins à la conception 
(Architecte logiciel) (French Edition) (EYROLLES éd.). Paris, France : Eyrolles Group. 
Schwertner, K. (2017). Digital transformation of business. Trakia Journal of Science, 
15(Suppl.1), 388‑393.  
Site Officiel de Tolefi. (s. d.). Consulté le 11 mars 2021, à l’adresse https://www.tolefi.com 
Toward a Theory of Knowledge Reuse : Types of Knowledge Reuse Situations and Factors in 
Reuse Success. (2001). Journal of Management Information Systems, 18(1), 57‑93.  
Tserng, H. P., Yin, S. Y., Dzeng, R., Wou, B., Tsai, M., & Chen, W. (2009). A study of ontology-
based risk management framework of construction projects through project life cycle.  
Automation in Construction, 18(7), 994‑1008. https://doi.org/10.1016/j.autcon.2009.05.005 
Vial, G. (2019). Understanding digital transformation : A review and a research agenda. The 
Journal of Strategic Information Systems, 28(2), 118‑144.  
 
 
