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RESUMEN
El hecho de que las tecnologías se hayan convertido en una par-
te normal de nuestras vidas ha provocado que el acoso y otros 
problemas se hayan desplazado hacia lo virtual, por lo que se han 
complicado las posibles soluciones. Aunque antes el acoso entre 
compañeros se producía principalmente en la escuela, hoy en 
día la tecnología de la información y las comunicaciones (TIC) ha 
llevado a que los niños no tengan un sitio donde “esconderse” de 
este problema. El objetivo de esta investigación fue determinar la 
incidencia de este fenómeno y su impacto en los alumnos de Edu-
cación Secundaria Obligatoria de la Región de Murcia, específica-
mente la prevalencia de victimización y las diferencias de género, 
edad y año académico. Uno de los principales resultados es que el 
49,3% de los estudiantes ha sufrido uno o más comportamientos 
de ciberacoso. Se observó una mayor victimización de las mujeres, 
en cuarto de la ESO y en jóvenes con más edad (rangos de edad: 
11-13; 14-15, 16-18). Estos resultados muestran la realidad de los 
centros en relación al ciberacoso y la necesidad de establecer me-
didas efectivas para resolver este problema. 
PALABRAS CLAVE: ACOSO, CIBERACOSO, TIC, GÉNERO, 
EDAD
1 INTRODUCCIÓN
En poco más de veinte años, las tecnologías digitales han entra-
do en nuestra vida de forma tan radical y profunda que podemos 
afirmar que los medios y el ecosistema comunicativo se han 
transformado claramente en el último cuarto del siglo XX. Des-
de el modelo hegemónico de los medios de comunicación hemos 
pasado a un modelo de producción y difusión de información 
caracterizado por una gran variedad de procesos comunicativos 
personalizados (Area, Gutiérrez, & Vidal, 2012).
Pero si bien es cierto que todos estos cambios han ocurrido en 
el mundo de los adultos, los jóvenes son el grupo social más in-
fluenciado por estas tecnologías (Fundación Telefónica, 2016). 
Los adolescentes de hoy han nacido en un mundo en el que las 
TIC ya estaban muy extendidas y han adaptado estas tecnologías 
a sus tareas cotidianas de una manera aparentemente casi mecáni-
ca e imperceptible (Amichai-Hamburger & Barak, 2009; López & 
Solano, 2011; Solano, González, & López, 2013).
Sin embargo, el hecho de que las tecnologías se hayan conver-
tido en una parte normal de nuestras vidas ha conllevado que la 
intimidación y otros problemas se hayan desplazado hacia el mun-
do virtual, lo cual complica las posibles soluciones. El creciente 
fenómeno de las experiencias denunciadas de ser intimidado o 
hostigado a través de las Tecnologías de la Información y las Co-
municaciones (TIC) ha dado lugar al término ciberacoso (Hinduja 
& Patchin, 2008; Willard, 2007). Mientras que antes el acoso en-
tre iguales se producía sobre todo en la escuela, en la actualidad el 
uso de las TIC ha provocado que los niños ya no tengan un lugar 
para “ocultarse” de este problema (Slonje & Smith, 2008). Esta y 
otras características, como el anonimato (Sticca & Perren, 2012), 
han llevado a muchas personas a creer que este problema es más 
grave que el acoso tradicional. La situación se ve agravada aún 
más por los medios de comunicación.
No existe un consenso sobre lo que es exactamente ciberaco-
so (Aboujaoude, Savage, Starcevic, & Salame, 2015). Existe 
una clara discrepancia entre aquellos que consideran el ciber-
acoso como un tipo más de acoso tradicional (Del Rey, Elipe, & 
Ortega, 2012; Waasdorp & Bradshaw, 2015) y los que lo identi-
fican como un nuevo constructo con sus propias características 
(Álvarez-García et al., 2011; Kubiszewski, Fontaine, Potard, & 
Auzoult, 2015). Aunque el ciberacoso comparte algunas pecu-
liaridades con el acoso tradicional, como son el desequilibrio 
de poder y la intencionalidad, hay rasgos distintivos dignos de 
mención (Lapidot-Lefler & Barak, 2012; Moore, Nakano, Enom-
oto, & Suda, 2012), el efecto desinhibitorio de Internet (Casale, 
Fiovaranti, & Caplan, 2015), el número de personas a las que éste 
puede llegar (Sticca & Perren, 2012) y la repetición (Ybarra, Es-
pelage, & Mitchell, 2014).
Los estudios realizados hasta ahora han variado en sus inten-
tos de entender este problema y medirlo, pero la mayoría sugiere 
que entre el 20-50% de los adolescentes experimentará al menos 
un episodio de ciberacoso durante su adolescencia y que el nú-
mero de cibervíctimas aumentará a lo largo del tiempo (Berne 
et al., 2013; Garaigordobil & Aliri, 2013; González-Calatayud, 
Prendes-Espinosa, & López, 2016; Tokunaga, 2010). Muchas víc-
timas de ciberacoso también sufren formas más tradicionales de 
acoso, y existe una fuerte relación entre las dos formas de intimi-
dación (Cappadocia, Craig, & Pepler, 2013; Kowalski & Limber, 
2013; Waasdorp & Bradshaw, 2015). Por otra parte, además de 
las diferencias entre las víctimas, también hay diferencias entre 
los acosadores (Buelga, Cava, Musitu, & Torralba, 2015; Calvete, 
Orue, Estévez, Villardón, & Padilla, 2010).
Estas diferencias en relación con el número de víctimas y acosa-
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dores podrían derivarse del hecho de que no hay consenso sobre 
si en el ciberacoso la repetición debe ser considerada como una 
característica. En consecuencia, existen estudios en los que los 
autores se refieren a la necesidad de tener en cuenta la repetición 
como un factor clave como el acoso tradicional (Ang, Huan & 
Florell, 2014; Müller, Pfetsch, & Ittel, 2014; Wachs, 2012; West, 
2015), mientras que otros creen que con las TIC es imposible sa-
ber con qué frecuencia un vídeo o una página web se ve, se copia 
y se pasa a los demás, por lo que una víctima puede ser humilla-
da una y otra vez a través de un solo acto (Beckman, Hagquist, 
& Hellström, 2013; Frisén, Berne, & Lunde, 2014; Kowalski & 
Limber, 2013; Slonje, Smith, & Frisén, 2013). Si a esto se agrega 
el hecho de que a menudo se crea un nuevo cuestionario para cada 
estudio y que sus propiedades psicométricas varían (Berne et al., 
2013), se entiende fácilmente que existan muchas variaciones en 
los datos.
1.1 Diferencias de género
Algunos estudios anteriores han identificado algunos factores de 
riesgo del ciberacoso en variables demográficas. De este modo, 
los niños suelen ser más propensos a participar en la intimidación 
que las niñas, especialmente en el tipo de intimidación física. Con 
el ciberacoso, en los diversos estudios realizados, los datos ob-
tenidos difieren sustancialmente en relación al género (Connell, 
Schell-Busey, Pearce, & Negro, 2013). Así, en algunos estudios 
las mujeres sufren más ciberacoso que los hombres (Beckman et 
al., 2013; Connell et al., 2013; Garaigordobil & Aliri, 2013; Lee 
& Shin, 2017; Stewart, Drescher, Maack, Ebesutani, & Young, 
2014), mientras que en otros, se produce lo contrario, con más 
víctimas hombres (Gámez-Guadix, Villa-George, & Calvete, 
2014; Huang & Chou, 2010; Pelfrey & Weber, 2013; Popovic-Ci-
tic, Djuric, & Cvetkovic, 2011; Yang, Lin, & Chen, 2014). Hay 
otros ejemplos donde no se encontraron diferencias en el género 
(Coelho, Sousa, Marchante, Bras, & Romao, 2016; Fletcher et al., 
2014; Palermiti, Servidio, Bartolo, & Costabile, 2017).
Desde una perspectiva sociológica, la investigación muestra que 
los casos de acoso cibernético están frecuentemente relacionados 
con el género y/o la sexualidad de las víctimas. La intimidación 
entre las niñas o el abuso dirigido a las niñas tiende a centrarse 
casi exclusivamente en la imagen corporal, la moral sexual, los 
celos sexuales o la autolesión, mientras que el bullying dirigido 
por hombres suele relacionarse con la sexualidad (homofobia) y/o 
falta de habilidad (Donoso-Vázquez, Rubio, & Vilà, 2016; Ging 
& O’Higgins, 2016).
1.2 Diferencia en la edad y en los cursos académicos
En cuanto a la edad y el curso académico, no todos los estudios 
analizan estos aspectos. En algunos casos, se analizan las dife-
rencias de edad; en otros, se analiza según el curso académico 
(Calmaestra, 2011). A pesar de esto, tampoco hay consistencia en 
las diferencias que los autores han hallado. Encontramos algunos 
artículos donde no se reportan diferencias estadísticamente signi-
ficativas (Garaigordobil, 2015, Pelfrey & Weber, 2013, Stewart 
et al., 2014, Waasdorp & Bradshaw, 2015). También hay estudios 
en los que los involucrados como cibervíctimas fueron los de más 
edad de la muestra (Jung et al., 2014, Walrave & Heirman, 2011).
En un estudio reciente (Coelho et al., 2016) encontraron que el 
número de casos de ciberacoso disminuía con los cursos académi-
cos. Sin embargo, en estudios previos se halló que los porcentajes 
más altos de cibervíctimas estaban en niveles superiores de edu-
cación (Barboza, 2015; Cappadocia et al., 2013; Kowalski & 
Limber, 2007).
2 MÉTODO
Este trabajo forma parte de un proyecto para conocer la preva-
lencia del ciberacoso y la percepción de los docentes, y ha sido 
posible gracias a la financiación de la Universidad de Murcia den-
tro de su programa de Formación del Profesorado Universitario 
(FPU).
Se diseñó un estudio de tipo ex post facto y transversal con 
una metodología cuantitativa, en la que se utilizó un cuestionario 
como modo de recogida de información. 
2.1 Objetivos
El objetivo de esta investigación fue determinar la incidencia del 
ciberacoso y su impacto en los estudiantes de educación secun-
daria obligatoria de la Región de Murcia. Más concretamente, la 
investigación buscó determinar la prevalencia del ciberacoso en 
Murcia; describir algunas de las principales características de los 
involucrados en estas situaciones; determinar el nivel de solapa-
miento entre el ciberacoso y el acoso tradicional; relacionar el uso 
de algunas tecnologías con los casos de ciberacoso; y conocer la 
percepción de los profesores (González-Calatayud, 2016).
En este trabajo se presentan los datos obtenidos en relación con 
las víctimas de ciberacoso. Así, se muestra la prevalencia de las 
víctimas y se analizan las diferencias en cuanto a género, edad y 
curso académico.
2.2 Participantes
El cálculo de la muestra se obtuvo a partir de un muestreo aleato-
rio por conglomerados. Se realizó el tamaño muestral con un nivel 
de confianza del 95% (Z = 1,96) y un error muestral del 3,2%. El 
tamaño mínimo estimado de la muestra fue de 925 casos, que se 
distribuyeron entre los distritos utilizados por el Servicio de Ins-
pección de la Consejería de Educación de Murcia.
La muestra estuvo compuesta por 950 estudiantes de secunda-
ria con edades comprendidas entre los 11 y los 18 años, con una 
media de edad de 13,93 (DT = 1,35), recogido de 10 escuelas 
públicas (64,8%) y concertadas (35,4%) de la Región de Murcia. 
La muestra estaba constituida por 50,4% de varones y 49,6% de 
mujeres. Se recogió muestra de estudiantes de los cuatro cursos 
de Educación Secundaria Obligatoria (ESO) de la siguiente ma-
nera: 1º ESO, 28.9%; 2º ESO, 22,9%; 3º ESO, 23,4%; y 4º ESO, 
24,8%. Un 2,7% informó de algún tipo de discapacidad.
En términos de acceso a las TIC por parte de los participan-
tes de este estudio, el 93,4% indicó tener un teléfono móvil. Del 
mismo modo, el 88,5% tenía un ordenador personal conectado a 
Internet. En la mayoría de los casos (42%) el ordenador estaba en 
el salón, pero el 36,3% indicó que estaba en su propia habitación. 
Por último, la mayoría (83,5%) indicó que tenía acceso a Internet 
fuera de casa, encontrando que el teléfono móvil (71,8%) es la 
tecnología más utilizada para acceder a Internet.
2.3 Instrumento
Se realizó una revisión sistemática de los diferentes cuestionarios 
creados y utilizados en investigaciones previas sobre este tema. 
Se recogieron un total de 18 cuestionarios, obtenidos de artículos 
publicados y de los autores de estos instrumentos. Después de 
la comparación, decidimos utilizar el cuestionario diseñado por 
Garaigordobil (2013) titulado “Cyberbullying: Screening of peer 
harassment”. Este cuestionario tiene una fiabilidad y validez es-
tadística muy alta. Se mostró una fiabilidad global de α = 0,91 y 
una muy buena fiabilidad para las subescalas. El análisis factorial 
exploratorio confirmó la estructura de tres factores dentro de la 
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escala de acoso (57,89% de la varianza explicada) y dentro de 
la escala de ciberacoso (40,15% de la varianza explicada). Cada 
uno de los factores comprende 15 ítems que se refieren a com-
portamientos diferentes relacionados con los tres roles -víctima, 
agresor y observador- en el ciberacoso. También mostró una bue-
na validez convergente y divergente.
2.4 Procedimiento
En primer lugar, nos pusimos en contacto con la Consejería de 
Educación de la Región de Murcia y presentamos toda la infor-
mación. Se firmó una hoja de compromiso. La Consejería se puso 
en contacto con los centros, que fueron seleccionados al azar. Una 
vez que los centros habían aceptado participar en la investiga-
ción, se les envió una hoja de autorización para que los padres la 
firmaran y permitieran la participación de sus hijos. El cuestiona-
rio fue enviado después de que todas las autorizaciones firmadas 
fueran recogidas. Al comienzo de la sesión se explicaba todo el 
procedimiento a los estudiantes. Las sesiones duraron entre 15 a 
30 minutos.
2.5 Análisis de datos 
Se utilizó el programa estadístico SPSS, versión 22.0, adoptando 
el nivel de significación bilateral de p <0,05 en todo el estudio. 
En primer lugar, se realizó un análisis descriptivo de las frecuen-
cias. Para comparar dichas frecuencias, se realizaron tablas de 
contingencia y se usó el estadístico Chi-cuadrado. Finalmente, se 
utilizó la prueba t de Student y ANOVA para las diferencias en las 
escalas totales. En cuanto a la edad, se realizaron agrupaciones 
en diferentes grupos de edad, como se había hecho en estudios 
previos: 11-13, 14-15 y 16-18 años.
3 RESULTADOS
3.1 Prevalencia de cibervíctimas
Los datos mostraron que los adolescentes sufren muchos de los 
comportamientos evaluados y en algunos casos el porcentaje es 
bastante alto. Los porcentajes obtenidos oscilaron entre el 2,4% y 
el 27,2%. Los comportamientos que obtuvieron un mayor porcen-
taje y por lo tanto requieren atención especial fueron:
• Recibir mensajes ofensivos e insultantes vía teléfono móvil 
o Internet (27,2%).
• Recibir llamadas anónimas para asustar y provocar miedo 
(22,2%).
• Ser sometido a difamación a través de Internet para desacre-
ditar (17,3%).
• Recibir llamadas ofensivas e insultantes vía teléfono móvil 
o Internet (16,3%).
• Ser chantajeado o amenazado por mensajes o llamadas 
(11,9%).
• Robo de contraseña para impedir el acceso a cuentas 
(11,4%).
Si nos centramos en los datos en general, el 49,3% de los 
participantes indicaron que habían sufrido uno o más de estos 
comportamientos por otros adolescentes en el último año. Uti-
lizando el punto de corte marcado por el cuestionario (el 95 
percentil se utiliza para indicar que los adolescentes corren el ries-
go real de ser ciberacosados), solo el 6,3% de la muestra puede 
considerarse víctima de acoso cibernético.
3.2 Diferencias de género
En cuanto a las diferencias de género en la victimización en el ci-
beracoso, se obtuvieron las frecuencias y porcentajes de chicos y 
chicas tanto en los 15 comportamientos agresivos evaluados como 
en la escala total de víctimas. Al analizar el número de mujeres y 
hombres que indicaron haber sufrido ciberacoso, se hallaron dife-
rencias significativas en 6 de los 15 comportamientos evaluados 
(Tabla 1), encontrando que en todos estos comportamientos con 
diferencias fueron las mujeres las que más sufrieron.
Tabla 1. Frecuencia, porcentaje y Chi-cuadrado de conductas de ciber-
victimización en cuanto a género
Ítems
No Víctima Víctima
χ2 CHombres Mujeres Hombres Mujeres
n (%) n (%) n (%) n (%)
1 372 (77.8)
318 
(67.7)
106 
(22.2)
152 
(32.3)
2 418 (87.4)
374 
(79.7) 60 (12.6) 97 (20.3) 10.54* .105
3 465 (97.7)
457 
(97.4) 11 (2.3) 12 (2.6) 3.9 ns -
4 451 (94.4)
444 
(94.5) 27 (5.6) 26 (5.5) 0.99 ns -
5 459 (96) 456 (97) 19 (4) 14 (3) 1.52 ns -
6
385 
(80.7)
351 
(74.7) 92 (19.3)
119 
(25.3) 7.02 ns -
7 437 (91.4)
398 
(84.7) 41 (8.6)
72 (15.3) 11.01* .107
8 463 (97.1)
446 
(95.1) 14 (2.91) 23 (4.9) 3.58 ns -
9 455 (95.2)
447 
(95.1) 23 (4.8) 23 (4.9) 0.61 ns -
10 425 (88.9)
415 
(88.3) 53 (11.1)
55 (11.7) 10.72* .106
11 466 (97.5)
459 
(97.9) 12 (2.5) 10 (2.1) 1.02 ns -
12 458 (95.8)
435 
(92.8) 20 (4.2) 34 (7.2) 9.17* .098
13 460 
(96.2)
451 (96) 18 (3.8) 19 (4) 0.36 ns -
14 461 
(96.4)
448 
(95.3) 17 (3.6) 22 (4.7) 1.54 ns -
15 418 
(87.6)
364 
(77.6)
59 (12.4) 105 (22.4) 17.9*** .136
Nota: Ítems o conductas: 1 = mensajes ofensivos/insultantes; 2 = llama-
das ofensivas/insultantes; 3 = paliza, grabación, y subida a Internet; 4 
= difusión de fotos/vídeos privados; 5 = hacer fotos en vestuarios, pla-
ya… para difundir; 6 = llamadas anónimas para asustar; 7 = chantaje; 8 
= acoso sexual por teléfono/Internet; 9 = robo de identidad; 10 = robo de 
contraseña; 11 = modificar fotos/vídeos y difundirlos; 12 = aislamiento 
en redes sociales; 13 = chantaje de difundir aspectos personales; 14 = 
amenazas de muerte; 15 = difundir rumores para desacreditar. * p< .05, ** 
p< .01, ***p< .001, ns = no significativo, C: Coeficiente de contingencia
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Si se analizan los porcentajes de varones y mujeres en la escala 
total de cibervíctimas, es decir, aquellos que indicaron haber su-
frido uno o más de los comportamientos analizados, del 49,4% de 
todas de cibervíctimas, el 54,4% fueron mujeres frente al 44,6% 
de varones (Figura 1). Además, a partir del estadístico Chi-cua-
drado se encontró que las diferencias eran significativas, siendo 
las mujeres las que obtenían un mayor porcentaje, χ2 (1, 948) = 
8.91, p< .01, con un coeficiente de contingencia de .096.
Figura 1. Porcentaje de hombres y mujeres víctimas y no víctimas
Para investigar más las diferencias de género, se realizó una 
prueba t para muestras independientes para analizar si había di-
ferencias en la escala global de cibervictimización. Se comprobó 
que la media obtenida por las mujeres (M = 2.07, DT = 3.35) fue 
mayor que la de los varones (M = 1.48, DT = 2.79). Además, 
las diferencias entre hombres y mujeres eran significativas en tér-
minos de cibervictimización, encontrando que las hembras eran 
cibervíctimas más a menudo que los hombres, con un tamaño del 
efecto bajo, t (910.65) = -2.91, p< .01, d = -0.19.
3.3 Diferencias en relación al curso académico
Si analizamos las diferencias en relación con el curso académico, 
se observan diferencias estadísticamente significativas en 6 de los 
15 comportamientos evaluados en el rol de cibervíctima (Tabla 
2). En general, se distingue que las puntuaciones bajan de primero 
a segundo, para luego volver a subir, siendo las puntuaciones en 
tercero y cuarto las más altas.
Lo mismo ocurre al analizar la existencia de diferencias entre 
quienes afirman haber sufrido o no una o más conductas de ci-
bervictimización. Se observó que las diferencias según el curso 
variaban (Figura 2), siendo también el porcentaje más alto en el 
cuarto curso.
Tabla 2. Frecuencias y porcentajes de conductas de cibervictimización con diferencias significativas
Ítems
No Cibervíctima Cibervíctima
χ2 C1º 2º 3º 4º 1º 2º 3º 4º
n (%) n (%) n (%) n (%) n (%) n (%) n (%) n (%)
1 206 (74.9) 166 (76.5) 153 (68.9) 167 (70.8) 69 (25.1) 51 (23.5) 69 (31.1) 69 (29.2) 21.26* .148
2 241 (88) 195 (89.9) 171 (77) 187 (79.2) 33 (12)
22 (10.1) 51 
(23)
49 (20.8)
22.68** .153
6
220 (80.3) 189 (87.1) 152 (68.5) 177 (75) 54 (19.7) 28 (12.9) 70 (31.5) 59 
(25) 26.97*** .166
7 241 (87.6) 205 (94.5) 190 (85.6) 201 (85.2) 34 (12.4) 12 (5.5)
32 (14.4) 35 (14.8) 21.41* .148
10 247 (89.8) 200 (92.2) 196 (88.3) 199 (84.3) 28 (10.2) 17 (7.8)
26 (11.7) 37 (15.7) 18.23* .137
15 236 (86.1) 198 (87.5) 177 (79.7) 182 (77.1) 38 (13.9) 27 (12.5) 45 (20.3) 54 (22.9) 24.53** .159
Nota: Ítems o conducta: 1 = mensajes ofensivos/insultantes; 2 = llamadas ofensivas/insultantes; 6 = llamadas anónimas para asustar; 7 = chantaje; 10 = 
robo de contraseña; 15 = difundir rumores para desacreditar a alguien. 
* p< .05, ** p< .01, *** p< .001, C: Coeficiente de contingencia
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Figura 2. Porcentaje de cibervíctimas en los cuatro cursos de ESO
Estas diferencias resultaron estadísticamente significativas, con 
el Chi-cuadrado de Pearson χ2 (3, 950) = 23.76, p< .001, y con un 
coeficiente de contingencia de .156. Igualmente, la media de los 
cuatro cursos fue muy variada: en primero , M = 1.76, DT = 3.31; 
en segundo, M = 1.0, DT = 1.91; en tercero, M = 2.36, DT = 3.77; 
y en cuarto, M = 1.92, DT = 2.86. Se halló una diferencia signi-
ficativa en las medias en los cuatro cursos de ESO en la escala 
total de cibervictimización, encontrando que F (3, 950) = 7.43, p< 
.001, con un tamaño del efecto de ω2= .25
A través de las comparaciones múltiples de Bonferroni, fue po-
sible ver cómo existían diferencias significativas entre el segundo 
curso de ESO con el resto, siendo este curso inferior a los otros 
tres (Tabla 3).
Tabla 3. Contraste Post Hoc (Bonferroni) para los cursos en cibervíctimas
(I) Curso (J) Curso
Diferencia 
en medias 
(I-J)
Error
estándard p
1º ESO
2º ESO .759 .278 .039
3º ESO -.592 .276 .194
4º ESO -.160 .272 1.000
2º ESO
1º ESO -.759 .278 .039
3º ESO -1.351 .292 <.001
4º ESO -.919 .288 .009
3º ESO
1º ESO .592 .276 .194
2º ESO 1.351 .292 <.001
4º ESO .432 .286 .788
4º ESO
1º ESO .160 .272 1.000
2º ESO .919 .288 .009
3º ESO -.432 .286 .788
3.4 Diferencias en relación a la edad 
Aunque no hubo diferencias de edad en la escala de victimización 
total, hubo una correlación positiva entre la edad y la escala total 
de cibervictimización, r (941) = .14, p< .001, por lo que según 
avanzamos en la edad hay algunos casos más de víctimas de cibe-
racoso, aunque debemos tomar este dato con cautela.
Por otro lado, si consideramos los grupos de edad indicados 
anteriormente, se observa que la media para los 11-13 años (M 
= 1.28, DT = 2.64), los 14-15 años (M = 2.04, DT = 3.42) y los 
16 y 18 años (M = 2.29, DT = 2.77) se incrementa, encontrando 
que dicha diferencia era significativa, F (2, 941) = 8.01, p< .001, 
con un tamaño del efecto ω2 = .19. A través del ajuste para varias 
comparaciones de Bonferroni, se determinó que la media es sig-
nificativamente menor entre 11-13 y 14-15 años y entre 11-13 y 
16-18 años (Tabla 4).
Tabla 4. Contraste Post Hoc (Bonferroni) para la edad en la escala total 
de cibervíctimas
(I) Grupo 
de edad
(J) Grupo 
de edad
Diferencia 
de meadias 
(I-J)
Error 
estándard p
11-13 años
14-15 años -.762* .213 .001
16-18 años -1.011* .347 .011
14-15 años
11-13 años .762* .213 .001
16-18 años -.248 .339 1.000
16-18 años
11-13 años 1.011* .347 .011
14-15 años .248 .339 1.000
4 DISCUSIÓN Y CONCLUSIONES
El ciberacoso es un problema que cada vez más jóvenes sufren. Es 
una realidad que no puede ser ignorada y que tiene que ser resuel-
ta. En este trabajo se muestra que casi la mitad de los adolescentes 
(49,3%) habían sufrido uno o más comportamientos de acoso ci-
bernético en el último año. Esta cifra es superior a la encontrada 
en otros estudios (Del Rey et al., 2012; Kubiszewski et al., 2015; 
Waasdorp & Bradshaw, 2015; Ybarra et al., 2014), aunque similar 
a la hallada en otros (Gámez-Guadix et al., 2014; Stewart et al., 
2014). Las discrepancias entre los estudios se han atribuido a la 
falta de una definición clara, al uso de diferentes instrumentos o al 
intervalo de tiempo considerado (Aboujaoude et al., 2015, Berne 
et al., 2013). Pero, en este caso, hay un aumento considerable en 
comparación con el estudio de Garaigordobil y Aliri (2013), que 
utilizó la misma definición, el mismo instrumento y el mismo in-
tervalo de tiempo. Por lo tanto, esta diferencia puede deberse a un 
mayor uso de las TIC por los adolescentes en los últimos años. 
Además, el dato de prevalencia es muy similar al encontrado en 
el acoso tradicional. 
Al igual que en el acoso tradicional, las variables de sexo y 
edad parecen ser factores importantes para entender el ciberacoso.
En nuestra muestra de participantes, se encontraron diferen-
cias de género en el ciberacoso, siendo las mujeres las que eran 
víctimas más frecuentemente que los hombres. Además, en los 
comportamientos evaluados, las chicas informaron de porcentajes 
más altos. En los estudios previos los datos en relación a las di-
ferencias de género son inconsistentes. Este resultado va en línea 
de los autores que afirman que las chicas son más propensas a 
ser víctimas de ciberacoso (Beckman et al., 2013; Connell et al., 
2013; Garaigordobil & Aliri, 2013; Lee & Shin, 2017; Stewart 
et al., 2014), pero no coincide con los que indican que hay más 
víctimas varones (Gámez-Guadix et al., 2014, Huang & Chou, 
2010, Pelfrey & Weber, 2013, Popovic-Citic et al. Al., 2014). Esto 
puede deberse al hecho de que más mujeres utilizan Internet para 
la comunicación que los hombres (Fundación Telefónica, 2016) 
o porque las chicas tienden a estar más involucradas en casos de 
acoso indirecto (Ortega et al., 2012). Aun así, de acuerdo con 
Ging y O’Higgins (2016), una comprensión más holística de las 
diferencias de género en el acoso cibernético podría dar lugar a 
intervenciones más eficaces por parte de los docentes y la admi-
nistración pública.
Como algunos autores han mencionado (Coelho et al., 2016), 
el curso académico es un factor explicativo importante en este 
problema. Mientras que en el acoso tradicional el porcentaje más 
alto de víctimas se encontró en 1º de la ESO, en el ciberacoso se 
encontró que el porcentaje que había sufrido uno o más compor-
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tamientos aumentaba a medida que pasamos de los cursos más 
bajos a los más altos, hallando el porcentaje más alto en 4º de 
ESO. Sin embargo, la mayor parte de la victimización se observó 
en tercero, seguido de cuarto. En consecuencia, existe mayor pro-
babilidad de que participen en el ciberacoso en el segundo ciclo 
de la educación secundaria obligatoria. Mientras que, por un lado, 
estos resultados van en la línea de los autores que afirman que 
ocurren más casos de ciberacoso en cursos superiores (Barboza, 
2015; Cappadocia et al., 2013; Kowalski y Limber, 2007), por 
otro, no están de acuerdo con las investigaciones donde se dio un 
mayor porcentaje en los cursos inferiores (Coelho et al., 2016).
A diferencia de los estudios que no han encontrado una co-
nexión entre la edad y la cibervictimización (Calmaestra, 2011, 
Pelfrey & Weber, 2013, Stewart et al., 2014), nuestros datos mues-
tran una relación significativa y positiva entre las dos variables. 
Estos datos deben ser vistos con precaución porque la relación es 
muy débil. Aún así, se observa que la media en la escala de ciber-
victimización aumenta a medida que avanza la edad - de acuerdo 
con los grupos de edad de 11-13, 14-15 y 16-18 años. A diferencia 
de Garaigordobil (2015), que no encontró diferencias de edad en 
esta escala, se encontraron diferencias significativas. En contras-
te con los datos obtenidos normalmente en el acoso tradicional, 
se encontraron más casos de ciberacoso en los cursos superiores, 
como ocurría en otros estudios (Barboza, 2015, Cappadocia et al., 
2013). El hecho de que los adolescentes de más edad son los que 
más acceso a Internet tienen fuera de casa, así como son los que 
más tienen un ordenador en su propia habitación, puede ser una 
de las razones que explique este mayor número de cibervíctimas 
(González-Calatayud, 2016).
Como se ha observado, el acoso cibernético está aumentando 
gradualmente. Por lo tanto, se requiere de una atención especia-
lizada. No es suficiente con no permitir el uso de las TIC en los 
centros, es necesario enseñar a usar estas herramientas de forma 
adecuada porque no van a dejar de usarlas. Por lo tanto, todos 
estos datos serán enviados a la administración y los centros invo-
lucrados para que puedan comenzar a dar soluciones reales a este 
problema. El ciberacoso ya es una realidad en las escuelas, una 
realidad que se asemeja a los casos de acoso y por lo tanto no pue-
de ser ignorado por la administración o los profesores. Teniendo 
en cuenta estos datos, se debe desarrollar la prevención a través 
de un protocolo en las escuelas, como se ha hecho en otros países, 
por ejemplo, el proyecto Kiva en Finlandia. Enseñar a niños y 
adolescentes que estas situaciones no son buenas puede signifi-
car que en futuros casos los observadores de estos hechos pueden 
ayudar a sus compañeros y evitarlas
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