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ldre Assunção e Silva 
et, para o desempenho da qual os agentes 
mtas que permitam o cumprimento dessa 
ro apresentar argumentos que preservam o 
ios de comunicação, de forma que a inter­
~ livre, democrático e confiável. 
rnternet, ao mesmo tempo em que trouxe 
~ pessoais, neutralidade da rede e direitos 
desconformidade com o direito internacio
indiscriminada de dados de conexão à in
lsi/eira. 
de de manifestação de pensamento não existe 
~ de comunicação pela internet será ilusória 
10r meio da coleta de dados telemáticos. 
por George Orwell no livro 1984, no qual 
~nte vigiados por teletelas localizadas no 
entado pela célebre frase: "Big Brother is 
io a cada dia uma triste realidade. 
ivacidade para os indivíduos e transparên­
) for extremamente necessário para a pre
ios sigilosos de alguém podem ser armaze
ios. E apenas o interesse público justifica a 
~tado. 
Im aprimoramento da legislação brasileira, 
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