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   українською:  
Кваліфікаційна робота присвячена розробці програмного забезпечення для криптографічного 
протоколу розподілу секрету. В роботі обґрунтовано вибір програмного середовища розробки та вибір 
методів порогових схем розділення секрету. Протестовано програмне забезпечення, в якому реалізовано 
дві схеми розділення секрету: Шаміра та Асмута-Блюма. Показано роботу програмного забезпечення 
при коректному використанні параметрів схеми та можливість відновлення секрету за частками. Також 
показано, що при недостатній кількості часток секрету, таємна інформація не буде відновлена.  
Дану розробку можна використовувати для зберігання особливо важливої інформації в 
державницьких органах, або ж для надійного зберігання ключа шифрування. 
В першому розділі описано сутність криптографічних протоколів та алгоритми відновлення 
секрету. В другому розділі обґрунтовано вибір програмного середовища та описано реалізацію 




Qualification thesis is devoted to the development of software for cryptographic protocol of secret 
sharing. The choice of software development environment and the choice of methods of threshold schemes for 
sharing secrets are substantiated in the paper. The software was tested, in which two schemes of secret sharing 
were implemented: Shamir and Asmuth-Bloom. The work of the software with the correct use of the parameters 
of the scheme and the possibility of restoring the secret by shares is shown. It is also shown that if there are not 
enough shares of the secret, the secret information will not be restored. 
This development can be used to store particularly important information in government organizations, 
or to securely store the encryption key. 
The first section describes the essence of cryptographic protocols and algorithms for the secret sharing. 
The second section substantiates the choice of software environment and describes the implementation of 
development. The third section highlights the results of software development testing. 
