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1 Einleitung 
Kundenbetreuung und Kundeninformierung als die zentralen Aufgaben in Call Centern erfordern den 
Umgang mit personenbezogenen Daten. Neben den bereits im Vorfeld verfügbaren Kundendaten (z.B. 
Übermittlung durch den Auftraggeber) haben Call Center sowohl bei Anrufen von Kunden (sog. In-
bound Calls) als auch bei Anrufen an Kunden (sog. Outbound Calls) die Möglichkeit zur Erfassung, 
Speicherung und Verwendung von Gesprächs- und Kundendaten. Für Call Center ist z.B. die Weiter-
verwendung von bereits erfassten personenbezogenen Daten eines Projektes in anderen Projekten (z.B. 
zur Bewerbung eines Produkts eines anderen Auftraggebers) ein nachvollziehbares Anliegen. Hierbei 
ist jedoch aus datenschutzrechtlicher Sicht zu prüfen, ob der Kunde seine Einwilligung zu dieser Da-
tenverwendung gegeben hat bzw. ob diese Aktivitäten durch die vertragliche Zweckbindung oder be-
rechtigte Interessen des Call Centers legitimiert sind. Aus den rechtlichen Regelungen zur Verwen-
dung personenbezogener Daten ergeben sich Hinweise für die Konzeption von Business Intelligence 
(BI)-Anwendungen für Call Center. Die Untersuchung dieser Thematik ist auch deshalb von besonde-
rem Interesse, weil hier gegenüber anderen Branchen Telefongespräche keinen Unterstützungscharak-
ter haben, sondern die primäre von den Mitarbeitern generierte Arbeitsleistung darstellen und die Call 
Center-Leitung diese Arbeitsleistung messen und bewerten will. 
Das Nutzungsverhalten in Call Centern stellt hohe Anforderungen an analytische Anwendungssyste-
me, da die Überwachung der Arbeitstätigkeit der Agenten durch Leitungspersonal (z.B. Team- oder 
Projektleiter) in hohem Maße mittels dieser Systeme erfolgt. Im Vergleich zu anderen Wirtschaftsbe-
reichen ermöglicht hier die umfassende Datenerfassung innerhalb der operativen Call Center-Systeme 
(Telefonanlagen, Automatic Call Distribution (ACD)-Systeme) sehr feingranulare Auswertungen (z.B. 
Anzahl der Gespräche pro Agent in einer Zeitperiode, durchschnittliche Gesprächsdauer pro Agent, 
kumulierte Pausenzeiten pro Agent), die Call Center häufig in dieser Detailstufe nachfragen und im 
täglichen Einsatz anwenden [Robinson/Morley 2006, 285ff]. In diesem Zusammenhang steht auch die 
Anforderung nach einer effizienten Sprachanalyse zum Zwecke der Qualitätskontrolle und Agentenun-
terstützung. Diese erfolgte in der Vergangenheit durch nachträgliches manuelles Anhören aufgezeich-
neter Gespräche. Verbesserte Techniken zur Übertragung von Sprache in Textform [Mishne et al. 
2005, 453] bilden heute die Grundlage für stark aufwandsgeminderte Analyseprozesse mittels Einsatz 
von Anwendungssystemen zur automatischen Gesprächsbewertung wie z.B. Elsbeth Vocalcoach [it-
Campus GmbH 2009] oder Impact 360 Speech Analytics [Verint Systems GmbH 2009]. Schließlich 
erfordert eine effiziente und von operativen Call Center-Systemen abgekoppelte Analyse historischer 
Daten die multidimensionale Speicherung in einem Data Warehouse und die Etablierung von Funktio-
nen des Online Analytical Processing (OLAP), wobei letzteres dynamische interaktive Auswertungen 
auf konsolidierten multidimensionalen Datenbeständen ermöglicht [Gluchowski/Chamoni 2006, 145].   
Call Center in Deutschland sind beim Umgang mit personenbezogenen Daten an die Bestimmungen 
des deutschen Datenschutzes gebunden. Diese beleuchtet Kapitel 2 grundsätzlich, um auf dieser Basis 
die Verwendung personalisierter Kundeninformationen und deren Analyse mit BI-Techniken wie etwa 
Data Mining beim analytischen Customer Relationship Management (CRM) [Hippner 2006, 371] und 
Möglichkeiten für gesetzeskonforme Analysen zu diskutieren. Kapitel 3 umfasst unter anderem die 
Rechtmäßigkeit der systematischen Erfassung und Auswertung von Telefongesprächsdaten der Mitar-
beiter durch ihre Vorgesetzten. Die gesetzlichen Beschränkungen für das Mithören und Aufzeichnen 
von Gesprächen zur Qualitätssteigerung sowie der Beweissicherung aus Sicht der Agenten und der 
Kunden sind Bestandteil von Kapitel 4. Ein Fazit schließt den Bericht ab.  
Dieser Bericht ist ein Ergebnis des durch den Freistaat Sachsen und die Europäische Union geförder-
ten Forschungsprojektes Entwicklung einer Business Intelligence Plattform für die Call Center-
Branche (Blackbird). 
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2 Verwendung personenbezogener Daten 
Verarbeitung und Nutzung personenbezogener Daten unterliegen einem Verbot mit Erlaubnisvorbe-
halt. Danach ist ein Vorgang nur durch eine rechtsverbindliche Einwilligung des Betroffenen bzw. 
durch das Bundesdatenschutzgesetz (BDSG) (Struktur und ausgesuchte Inhalte des BDSG befinden 
sich im Anhang) oder eine andere Rechtsvorschrift zulässig (vgl. § 4 Abs. 1 BDSG [Bundesministeri-
um der Justiz, 2009]). 
Aus rechtlicher Sicht sind die Erhebung, Verarbeitung (Speicherung, Veränderung, Übermittlung, 
Sperrung, Löschung) und Nutzung (eine Verwendung, die nicht unter Verarbeitung aufgelistet ist) 
personenbezogener Daten als Bestandteile einer automatisierten Behandlung den Regelungen des 
BDSG unterworfen (vgl. § 1 Abs. 2 BDSG [Bundesministerium der Justiz, 2009]). Diese Vorausset-
zungen sind in Call Centern gegeben. 
2.1 Personenbezogene Daten 
Personenbezogene Daten sind "… Einzelangaben über persönliche und sachliche Verhältnisse einer 
bestimmten oder bestimmbaren natürlichen Person (Betroffener)."  (§ 3 Abs. 1 BDSG [Bundesminis-
terium der Justiz, 2009]. Zu diesen Einzelangaben über persönliche und sachliche Verhältnisse zählen 
alle Daten, die Informationen über eine Person selbst oder ihr persönliches Umfeld enthalten und nicht 
derart modifiziert wurden, so dass die Person mit den vorliegenden Daten nicht mehr eindeutig identi-
fizierbar ist. Der Datenschutz bezieht sich nur auf personenbezogene Daten, mit deren Hilfe Personen 
entweder direkt bestimmt werden können (z.B. mittels verfügbarer Attribute wie Name und Adresse) 
oder aber bestimmbar sind. Bestimmbarkeit liegt vor, wenn die Zuordnung von Daten zu einer konkre-
ten Person unter Nutzung zusätzlicher Informationen möglich ist. Ob eine Person mit den vorhandenen 
personenbezogenen Daten bestimmt werden kann oder nur bestimmbar ist, ist für die Anwendung des 
BDSG ohne Bedeutung [Büllesbach 2000, 11ff]. 
2.1.1 Anonymisierung personenbezogener Daten 
Die Verarbeitung anonymisierter Daten, z.B. mit Methoden des Data Mining in einem Data Warehou-
se  (Data Warehouse als vereinheitlichter integrierter Datenspeicher für entscheidungsrelevante Aus-
wertungen [Inmon 1993, 29]), ist aus dem Blickwinkel des Datenschutzes uneingeschränkt zulässig 
[Büllesbach 2000, 11ff]. Laut § 3 Abs. 6 BDSG [Bundesministerium der Justiz, 2009] ist der Vorgang 
des Anonymisierens definiert als "Verändern personenbezogener Daten derart, dass die Einzelanga-
ben über persönliche oder sachliche Verhältnisse nicht mehr oder nur mit einem unverhältnismäßig 
großen Aufwand an Zeit, Kosten, und Arbeitskraft einer bestimmten oder bestimmbaren natürlichen 
Person zugeordnet werden können.". Die Verarbeitung und Nutzung von Daten einer Person unterlie-
gen nicht dem Datenschutzrecht, wenn eine Zuordnung zu dieser bestimmten oder bestimmbaren Per-
son nicht oder nicht mehr möglich ist [Büllesbach 2000, 11ff]. 
Die Datenschutzvorschriften erstrecken sich auch auf die Erzeugung anonymisierter Daten aus perso-
nenbezogenen Einzelangaben. Die anonymisierende Stelle muss durch eine Rechtsvorschrift oder die 
Einwilligung des Betroffenen berechtigt sein, die zunächst als personenbezogene Daten vorliegenden 
Informationen zu verarbeiten. 
Problematisch ist die Entscheidung, wann Daten als anonymisiert zu bezeichnen sind. In einem um-
fangreichen Datensatz könnten beispielsweise Personen auch bei Wegfall von Name, Adresse und 
Geburtsdatum anhand von anderen Attributen wie Aktenzeichen, Geschäftsnummern oder detaillierten 
Informationen zu ihren Lebensumständen identifizierbar sein. Aus diesem Grund gilt bei der Abgren-
zung zwischen anonymisierten und personenbezogenen Daten der Ansatz einer relativen, ‚faktischen‘ 
Anonymisierung der Daten. Nach dieser Herangehensweise ist eine faktische Anonymisierung der 
Daten erreicht, wenn die ‚Re-Identifizierung’ einer Person mit diesen Informationen nur mit einem 
unverhältnismäßig hohen Aufwand erreichbar ist [Datenschutz Berlin 2000]. 
Die gebräuchlichsten Anonymisierungsmethoden sind das [Datenschutz Berlin 2000]: 
- Formale Anonymisieren der Datensätze (z.B. Löschen von: Name, Vorname, Adresse), 
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- Verallgemeinern und das Mikro-Aggregieren (kleinerer) Datensätze (z.B. jeweils fünf Daten-
sätze werden zu einem neuen zusammengefasst, in dem der Durchschnitt zu den Einzelwerten 
des Attributes Nutzungshäufigkeit gespeichert wird), 
- Einstreuen von Zufallsfehlern (z.B. in einigen wenigen zufällig ausgewählten Datensätzen 
werden die Einzelwerte des Attributes Lieblingsfarbe automatisiert verändert; statistisch fallen 
diese Änderungen bei einer hohen Datensatzanzahl kaum ins Gewicht, aber es ist nun nicht 
mehr mit Sicherheit feststellbar, ob der Einzelwert des Attributes Lieblingsfarbe in einem 
konkreten Datensatz der Wahrheit entspricht oder nicht), 
- Zerlegen von Datensätzen in separate Merkmalsbereiche (z.B. Auswahl und kombinierte Be-
trachtung der Attribute Geschlecht und Nutzungshäufigkeit aus einem umfangreicheren perso-
nenbezogenen Datensatz), 
- Nutzen von Schlüsseln und Codierungen (z.B. Ersetzen von Name, Vorname, Adresse durch 
einen nummerischen Bezeichner). 
2.1.2 Pseudonymisierung personenbezogener Daten 
Ein Einsatz von Pseudonymisierungsverfahren wie das Zuordnen von Zufallswerten nach entspre-
chenden Zuordnungslisten oder die Berechnung von Hash-Werten [o.V. 2007, 5] ist in Call Centern 
nur dann denkbar, wenn das Call Center Daten von einer besitzberechtigten Stelle (z.B. Adresshänd-
ler) pseudonymisiert bezieht, die Daten intern nutzt und lediglich die besitzberechtigte externe Stelle 
die Zuordnungsvorschrift zur De-Pseudonymisierung besitzt. Wenn nur eine ‚interne Pseudonymisie-
rung‘ vorliegt, d.h. ein Mitarbeiter des Call Centers selbst eine De-Pseudonymisierung vornehmen 
kann, dann gelten die Regelungen zu personenbezogenen Daten [Datenschutz Berlin 2000]. 
2.2 Verwendung personenbezogener Daten nach BDSG 
Dienen die Analysen personenbezogener Daten und deren Verarbeitung in einem Data Warehouse den 
eigenen Geschäftszwecken, wie z.B. die Auswertung der eigenen Geschäftstätigkeit oder die Erfor-
schung des Verhaltens der eigenen Kunden, so ist § 28 BDSG die einschlägige Rechtsvorschrift [Bül-
lesbach 2000, 11ff] und für die Belange von Call Centern von zentraler Bedeutung. Der Vollständig-
keit halber sei erwähnt, dass bei der geschäftsmäßigen Datenerhebung bzw. -speicherung zum Zweck 
der Übermittlung (z.B. durch Adresshändler) die weniger strengen Regelungen des § 29 BDSG anzu-
wenden sind [Duhr et al. 2003, 13f]. 
2.2.1 Vertragliche oder vertragsähnliche Zwecke 
Bei Vertragsverhältnissen muss die Verarbeitung und Nutzung personenbezogener Daten in direktem 
Zusammenhang zum jeweiligen Vertragszweck stehen, der den übereinstimmenden Erklärungen der 
Vertragsparteien innewohnt. Ein Umgang mit diesen Daten ist nur gestattet, um die Erfüllung der ge-
genseitigen, sich aus dem Vertrag ergebenden Pflichten zu ermöglichen bzw. um diese zu unterstützen 
(z.B. Erhebung und Verarbeitung von Rechnungs- und Lieferanschrift, Bankverbindung, …). Bei ver-
tragsähnlichen Vertrauensverhältnissen wie beispielsweise vor- oder nachvertraglichen Verhältnissen 
ist entsprechend zu verfahren. Vorvertragliche Vertrauensverhältnisse liegen in einem Call Center 
beispielsweise dann vor, wenn ein telefonischer Kontakt zum Kunden bereits stattgefunden hat und 
der Vertrag, z.B. zum Kauf eines Produktes, erst zu einem späteren Zeitpunkt geschlossen wird. Die 
längerfristige Speicherung personenbezogener Daten ist zulässig, wenn sie aus dem Vertragszweck 
ableitbar ist, so z.B. bei Dauerschuldverhältnissen [Büllesbach 2000, 11ff]. Zulässig ist zudem die 
Bewerbung eigener Angebote gegenüber Bestandskunden und gegenüber Personen, die sich für diese 
Angebote in der Vergangenheit aktiv interessiert haben oder deren Daten aus allgemein zugänglichen 
Adress-, Rufnummern-, Branchen- oder vergleichbaren Verzeichnissen entstammen [Wuermeling 
2009, 2]. Die Speicherung ‚nebenbei‘ mitgeteilter und nicht mit dem Geschäftszweck unmittelbar im 
Zusammenhang stehender Daten bedarf immer der ausdrücklichen Einwilligung des Kunden (z.B. der 
Agent erfährt bei der telefonischen Vermittlung eines Bankkredits, dass das Geld für den Kauf eines 
Autos bestimmt ist) [Gola 2006, 102]. 
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Die Verwendung personenbezogener Daten in einem Data Warehouse zur Segmentierung von Kunden 
oder zur Klassifikation von unterschiedlichen Kundentypen sowie ein auf diesen Ergebnissen aufbau-
endes gezieltes Marketing sind Handlungen, die im Allgemeinen nicht durch den ursprünglichen Ver-
tragszweck gedeckt sind. Dies wäre der Fall, wenn eine Speicherung personenbezogener Daten im 
Data Warehouse und deren Auswertung, z.B. mit Hilfe von Data Mining, Gegenstand der Vertragsbe-
ziehung ist und sich aus den vertraglichen oder vertragsähnlichen Zwecken eindeutig ableiten lässt. 
Mit der Erfüllung des jeweiligen Vertragszweckes entfällt in jedem Fall zumindest die gesetzliche 
Erlaubnis zur Verarbeitung und Nutzung personenbezogener Daten auf der Grundlage eines vertragli-
chen oder vertragsähnlichen Zweckes [Büllesbach 2000, 11ff]. 
2.2.2 Wahrung berechtigter Interessen 
Die Verarbeitung und Nutzung eigenerstellter oder aus öffentlichen Quellen entnommener personen-
bezogener Daten für eigene Geschäftszwecke zur Wahrung berechtigter Interessen der speichernden 
Stelle ist möglich, wenn entgegenstehende schutzwürdige Interessen der betroffenen Person nicht an-
zunehmen sind (vgl. Artikel 6 [Europäisches Parlament, 1995], § 28 Abs. 1 BDSG [Bundesministeri-
um der Justiz, 2009]). Die Grundlage bildet eine Abwägung zwischen den Interessen der verarbeiten-
den Stelle und der betroffenen Personen, die aufgrund eines fehlenden allgemeingültigen Bewertungs-
systems für jeden Vorgang auf Basis der jeweiligen Gegebenheiten individuell erfolgen muss. Über-
wiegende schutzwürdige Interessen der Betroffenen stehen einer Verwendung z.B. dann entgegen, 
wenn das Kaufverhalten, die Vorlieben und das Zahlungsverhalten einer Person in einem Kundenpro-
fil zusammenfließen [Büllesbach 2000, 11ff]. 
Explizit erlaubt ist die Übermittlung und Nutzung personenbezogener Daten für andere Zwecke, wenn 
zum einen berechtigte Interessen eines Dritten vorliegen, und zum anderen für Zwecke der Werbung 
sowie der Markt- und Meinungsforschung, wenn es sich um listenmäßig oder auf eine andere Weise 
zusammengefasste Daten über Angehörige einer Personengruppe handelt, die sich auf Berufs-, Bran-
chen- oder Geschäftsbezeichnung, eine Angabe über die Zugehörigkeit des Betroffenen zu dieser Per-
sonengruppe, Namen, Titel, akademische Grade, Anschrift und Geburtsjahr beschränken. 
Diese Erlaubnis gilt nur, wenn kein schutzwürdiges Interesse des Betroffenen anzunehmen ist bzw. 
der Betroffene nicht der Nutzung und Übermittlung seiner Daten für Zwecke der Werbung sowie der 
Markt- und Meinungsforschung widersprochen hat (vgl. § 28 BDSG [Bundesministerium der Justiz, 
2009]). Wann ein schutzwürdiges Interesse eines Betroffenen besteht ist aufgrund des Fehlens von 
gesetzlichen Spezifikationen und des Fehlens von Gerichtsurteilen zur generellen Auslegung dieser 
Formulierung nicht allgemein zu beantworten [Keller 2008]. In jedem Fall ist der Zweck der Daten-
verarbeitung bei der Datenerhebung konkret anzugeben und es sind nur die Daten zu verarbeiten und 
zu nutzen, die für diesen Zweck erforderlich sind (vgl. § 28 BDSG [Bundesministerium der Justiz, 
2009]). 
2.2.3 Besondere personenbezogene Daten 
Die besonderen personenbezogenen Daten umfassen Informationen zur rassischen und ethnischen 
Herkunft, zu politischen Meinungen, zu religiösen oder philosophischen Überzeugungen, zur Gewerk-
schaftszugehörigkeit, zur Gesundheit und zum Sexualleben. Die Erhebung, Verarbeitung und Nutzung 
dieser Daten erfordert entweder eine Einwilligung des Betroffenen oder die Vorlage eines Ausnahme-
tatbestandes. Im Fall eines Data Warehouse für ein Call Center besteht die einzig denkbare Ausnahme 
darin, dass der Betroffene die entsprechenden Daten offenkundig selbst öffentlich gemacht hat (vgl. § 
28 Abs. 6 BDSG [Bundesministerium der Justiz, 2009]). 
2.2.4 Sperrung und Löschung personenbezogener Daten 
Personenbezogene Daten sind grundsätzlich zu löschen, wenn die Speicherung unzulässig ist und 
wenn bei Verarbeitung für eigene Zwecke die Kenntnis dieser Daten zur Zweckerfüllung nicht mehr 
erforderlich ist. Geschäftsmäßig zum Zwecke der Übermittlung verarbeitete Daten sind zu löschen, 
wenn eine Prüfung am Ende des vierten Jahres nach der erstmaligen Speicherung eine längere Spei-
cherung nicht erforderlich erscheinen lässt (vgl. § 35 Abs. 2 BDSG [Bundesministerium der Justiz, 
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2009]). Eine Sperrung personenbezogener Daten ist vorzunehmen, wenn die Richtigkeit der Daten von 
der betroffenen Person bestritten wird und sich die Richtigkeit nicht feststellen lässt (vgl. § 35 Abs. 4 
BDSG [Bundesministerium der Justiz, 2009]). 
Zusätzlich muss die Möglichkeit bestehen, die Verarbeitung oder Nutzung gespeicherter Daten für 
Zwecke der Werbung oder der Markt- oder Meinungsforschung aufgrund eines Widerspruchs des 
Betroffenen zu sperren. Zur Sicherstellung dieser Anforderungen sind entsprechende Maßnahmen zu 
ergreifen (vgl. § 28 Abs. 4 BDSG [Bundesministerium der Justiz, 2009]). Zusätzlich sind besondere 
personenbezogene Daten dann zu löschen, wenn die verantwortliche Stelle die Richtigkeit dieser An-
gaben nicht beweisen kann. 
2.3 Legitimation durch Einwilligung 
Unabhängig von geltenden Rechtsvorschriften kann eine Datenverarbeitung und -nutzung durch eine 
Einwilligung des Betroffenen gestattet sein. Grundsätzlich ist eine solche Einwilligung schriftlich zu 
erteilen, wobei in Ausnahmefällen aufgrund besonderer Umstände auch eine andere Form angemessen 
sein kann. Denkbare Möglichkeiten im Call Center-Bereich sind verbale Äußerungen oder ein Tasten-
druck am Telefon. Damit der Betroffene eine rechtswirksame Einwilligung abgeben kann, muss er von 
der speichernden Stelle über die Tragweite seiner Einverständniserklärung informiert werden (vgl. § 4 
BDSG [Bundesministerium der Justiz, 2009]), [Büllesbach 2000, 11ff]: Allgemein formulierte Be-
schreibungen wie solche, dass die Daten zu Werbezwecken verwendet werden, sind nicht ausreichend. 
Der Betroffene ist zum einen darüber zu informieren, für welche Zwecke welche Daten verarbeitet 
werden. Zum anderen sind ihm die Unternehmen zu nennen, an die Daten weitergegeben werden sol-
len. Wegen des fehlenden Konzernprivilegs sind rechtlich selbständige Konzernunternehmen ebenso 
aufzuführen. Bei der Verarbeitung besonderer personenbezogener Daten (siehe Kapitel 2.2.3) bedarf 
es einer speziellen, sich ausdrücklich auf diese Daten beziehenden Einwilligung. 
2.4 Aufhebung der Zweckbindung 
Wie in Kapitel 1 erwähnt sind in einem Data Warehouse die Daten losgelöst von der operativen Ver-
arbeitung zusammengefasst und stehen für beliebige (Analyse-) Zwecke zur Verfügung, woraus sich 
datenschutzrechtliche Probleme ergeben. Die Datenspeicherung und -nutzung erfolgen nicht mehr zu 
dem Zweck, für den die Daten rechtmäßig erhoben wurden, sondern zu anderen Zwecken. Einer sol-
chen (insbesondere personalisierten) Datenverarbeitung ist bei der Datenerhebung nur wirksam zuzu-
stimmen, wenn der Zweck der Verarbeitung hinreichend spezifiziert ist. Data Mining-Verfahren unter-
suchen jedoch verknüpfte Daten auf Informationen, die bisher, insbesondere in getrennter Betrachtung 
der einzelnen Datenbestände, nicht erkennbar waren. Sind die Ergebnisse von Datenzusammenführun-
gen und -auswertungen nicht anonymisiert oder wirksam pseudonymisiert, so handelt es sich um mehr 
oder weniger umfangreiche Persönlichkeitsprofile, deren rechtmäßige Erstellung ohne die regelmäßig 
erforderliche Einwilligung des Betroffenen nur in Ausnahmefällen unter Beachtung der ursprüngli-
chen Zweckbindung der ausgewerteten Daten, des Umfangs der über den Betroffenen gewonnenen 
Erkenntnisse und der sich für ihn ergebenden Konsequenzen zulässig ist. Ist die konkrete Spezifizie-
rung des Verarbeitungszweckes bei der Datenerhebung nicht möglich, da sich ein solcher erst aus dem 
Ergebnis der Verarbeitung ableiten lässt, dann ist eine Legitimierung der Verwendung durch eine 
Einwilligung schwer oder gar nicht möglich. In diesem Fall ist eine Verarbeitung nur mit anonymisier-
ten Daten durchführbar. Unter Umständen ist aber die Erstellung eines Persönlichkeitsprofils, als star-
ker Eingriff in das Persönlichkeitsrecht des Betroffenen, auch durch eine rechtswirksam erteilte Ein-
willigung nicht mehr zu legitimieren [Gola 2006, 103 ff]. 
2.5 Transparenzpflicht gegenüber den Betroffenen 
Grundsätzlich können betroffene Personen durch Rechtsgeschäfte nicht ihre Rechte zur Auskunft, 
Berichtigung, Löschung oder Sperrung ihrer personenbezogenen Daten teilweise oder ganz verlieren 
(vgl. § 6 Abs. 1 BDSG [Bundesministerium der Justiz, 2009]). Wie erwähnt sind die Betroffenen 
grundsätzlich über die Speicherung ihrer Daten und über die verantwortliche Stelle ohne Aufforderung 
zu informieren (vgl. § 4 Abs. 3 BDSG [Bundesministerium der Justiz, 2009]). Diese Pflicht beginnt 
bei einer Datenerhebung beim Kunden bzw. wird spätestens bei der erstmaligen Speicherung seiner 
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Daten ausgelöst [Gola 2006, 135]. Ein Call Center ist nur dann gegenüber den Kunden auskunftsver-
pflichtet und -berechtigt, wenn es die Kundendaten selbst verarbeitet bzw. wenn der Auftraggeber die 
Auskunftserteilung an das Call Center delegiert hat [Gola 2006, 139f]. Dabei kann der Betroffene 
Auskunft verlangen über die zu seiner Person gespeicherten Daten (auch soweit sie sich auf die Her-
kunft der Daten beziehen), die Empfänger oder Kategorien von Empfängern, an die Daten weitergege-
ben werden sowie den Zweck der Speicherung (vgl. § 34 Abs. 1 BDSG [Bundesministerium der Jus-
tiz, 2009]). 
2.6 Zusammenfassung 
Die Regelungen zur Handhabung personenbezogener Daten des BDSG erlauben die Erhebung, Verar-
beitung und Nutzung dieser Daten zu vertraglichen oder vertragsähnlichen Zwecken sowie zur Wah-
rung berechtigter Interessen. Davon ausgenommen sind die als sensibel einzustufenden besonderen 
Arten personenbezogener Daten wie politische Einstellungen oder religiöse Überzeugungen, zu deren 
Verwendung die Erlaubnis der jeweiligen Person oder ein Ausnahmetatbestand vorliegen muss. Eine 
über den ursprünglichen Verwendungszweck hinausgehende Verarbeitung und Nutzung personenbe-
zogener Daten ist ohne eine spezifisch formulierte Einwilligung grundsätzlich nicht möglich. In jedem 
Fall muss immer die Transparenz bezüglich der gespeicherten Daten, der zugriffsberechtigten Organi-
sationen sowie des Speicherungszwecks gegenüber der betroffenen Person auf Anfrage gewahrt blei-
ben. Für das Löschen und Sperren personenbezogener Daten existieren spezifische Regelungen. Die 
wirksame Anwendung von Anonymisierungs- bzw. Pseudonymisierungsverfahren beseitigt die Mög-
lichkeit einer Zuordnung personenbezogener Daten zu natürlichen Personen, was aus datenschutz-
rechtlicher Sicht die uneingeschränkte Verwendbarkeit dieser anonymisierten oder pseudonymisierten 
Daten zur Folge hat.  
3 Telefondatenerfassung im Call Center 
3.1 Erfassung von Dienstgesprächen 
Ist die Dokumentation von Anrufversuchen bzw. von realisierten Gesprächen mit Kunden und die 
erneute (ggf. automatisierte) Anwahl der Kunden von einem Unternehmen beabsichtigt, so ist die 
Speicherung der kompletten Rufnummer gerechtfertigt. Bei eingehenden Gesprächen ist eine Speiche-
rung der Nummer und weiterer damit verbundener Daten (Uhrzeit, …) den Mitarbeitern und den Kun-
den gegenüber zulässig. Ein schutzwürdiges Interesse des Anrufers wird nicht verletzt, da dieser die 
Übermittlung seiner Telefonnummer unterbinden kann. Im Zuge der automatisierten Datenspeiche-
rung versehentlich dokumentierte private Gespräche fallen nicht unter die Bestimmungen des Fern-
meldegeheimnisses (§ 88 TKG) [Gola 2006, 31]. 
Unternehmen können Telefondaten zur Leistungs- und Verhaltenskontrolle der Mitarbeiter durch den 
Arbeitgeber unter Berücksichtigung des Verhältnismäßigkeitsprinzips innerhalb bestimmter Grenzen 
nutzen. Die Auswertung der Daten mit dem Ziel der Missbrauchskontrolle, der Kostenkontrolle und 
der Kostenrechnung sind erlaubt. Eine sonstige Leistungskontrolle hinsichtlich des allgemeinen Ar-
beitsverhaltens am Telefon (z.B. um in Kombination mit der automatisierten Arbeitszeiterfassung eine 
Ermittlung von Ruhepausen durchzuführen) ist nicht mit dem Anspruch des Mitarbeiters auf freie 
Entfaltung seiner Persönlichkeit nach § 75 Abs. 2 BetrVG vereinbar [Gola 2006, 31f]. 
3.2 Besonderheiten in Call Centern 
Bisher existiert nur eine Entscheidung des Bundesarbeitsgerichts (BAG) zur Verwendung von Tele-
fondaten in Call Centern. Danach ist eine Verwendung zulässig, wenn der Arbeitgeber im Rahmen 
automatisierter Telefondatenerfassung Zahl und Dauer der eingehenden Anrufe registriert und in Form 
von Bedienplatzreports auswertet, aus denen sich u.a. ergibt, wie häufig sich Agenten bei Einsatz von 
ACD aus der Bearbeitung ankommender Gespräche ausgeschaltet haben [Gola 2006, 38]. 
Telefongespräche sind in Call Centern nicht wie in anderen Unternehmen zu behandeln, da hier Tele-
fonanrufe den Mittelpunkt des ‚Produktionsprozesses‘ und nicht nur ein untergeordnetes Hilfsmittel 
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im Arbeitsprozess darstellen [Gola 2006, 34]. Es existiert jedoch noch keine genaue gesetzliche Rege-
lung, inwieweit die Daten eingehender und ausgehender Gespräche in der besonderen Arbeitssituation 
eines Call Centers auch zu einer mitarbeiterbezogenen Leistungskontrolle Verwendung finden dürfen. 
Eine Speicherung und Auswertung der Telefondaten darf nicht die schwierig exakt zu definierende 
Grenze zur Erstellung eines Persönlichkeitsprofils und damit einer Verletzung des Persönlichkeits-
rechts überschreiten. Unter anderem ist es unzulässig, Telefondaten und Mitschnitte von Telefonge-
sprächen mit anderen Daten aus der Personalakte des Agenten zu kombinieren [Gola 2006, 38f]. 
Als rechtlich unproblematisch sind regelmäßige Auswertungen in aggregierter bzw. anonymisierter 
Form anzusehen, wobei personenbezogene Auswertungen auf Ausnahmen zu beschränken sind [Gola 
2006, 35]. Als zulässig gelten die Erfassung und Anzeige des jeweils konkret vorliegenden Arbeitssta-
tus des Agenten (z.B. im Kundengespräch, in Nachbearbeitung) [Gola 2006, 38f]. 
Die Zusammenfassung von Call Center-Agenten zu Arbeitsgruppen ist eine Möglichkeit, um die bei 
ihrer Arbeit generierten Daten zu anonymisieren und diese als Gruppendaten uneingeschränkt zu Leis-
tungsbewertungen heranziehen zu können. In diesem Zusammenhang sind Gruppengrößen und Über-
wachungszeiträume wesentlich für die Entscheidung, ob nicht doch eine personenbezogene Mitarbei-
terüberwachung vorliegt. Gruppendaten sind wie personenbezogene Daten einzuordnen, wenn ein 
einzelner Angehöriger der Gruppe so behandelt wird, als ob das Gruppenergebnis auf ihn zutreffen 
würde. Diese Unterscheidung hängt des Weiteren von der Größe der Gruppe, von der Aussagekraft der 
Ergebnisse und von den Folgen ab, die sich für den einzelnen Gruppenangehörigen aus den über die 
Gruppe gewonnenen Erkenntnissen ergeben [Gola 2006, 39ff]. Wenn Gruppendaten Auswirkungen 
auf einzelne Agenten haben, d.h. derartige Datenverarbeitungen zur Überwachung von Verhalten und 
Leistung einzelner Agenten geeignet sind und sich konkrete Konsequenzen (z.B. Anpassungszwänge) 
daraus ergeben, dann ist bei der Implementierung dieser Datenverarbeitung gegebenenfalls die Mit-
wirkung des Betriebsrates erforderlich (vgl. § 87 Abs. 6 BetrVG [Bundesministerium der Justiz, 
2006]), [Gola 2006, 41]. 
3.3 Mithören und Gesprächsaufzeichnung in Call Centern 
Ein ‚heimliches’ Aufzeichnen oder Mithören von Telefongesprächen ohne Informierung der beteilig-
ten Personen ist grundsätzlich verboten (vgl. § 201 StGB [Bundesministerium der Justiz, 2007a]). Dies 
gilt auch dann, wenn die Aufzeichnung zum Zwecke der Gewinnung von Beweismitteln für zivilrecht-
liche Streitigkeiten stattfindet. Eine rechtmäßige Aufzeichnung bedarf der Zustimmung aller am Ge-
spräch beteiligten Personen [Richthof 2006, 63f]. 
Jedoch ist zufälliges oder nicht vorher geplantes Mithören (nicht Aufnehmen) durch Kollegen oder 
Vorgesetzte (z.B. spontanes Eingreifen in Problemfällen unter Nutzung einer Mithörtechnik) ange-
sichts der typischen Arbeitsabläufe in einem Call Center gegenüber den Kunden kein Eingriff in das 
Recht am gesprochenen Wort und kein strafbares Abhören [Gola 2006, 52]. Zielt das Mithören nicht 
auf die Bewertung der Leistung eines Agenten ab, sondern dient es lediglich der Erhebung von Quali-
tätskriterien für das gesamte Call Center, so ist eine Zustimmung des Betriebsrates normalerweise 
nicht erforderlich [Wiegran 2005, 50]. 
Die gesetzeskonform aus dem Mithören und Mitschneiden von Telefongesprächen ermittelten Daten 
zu Gesprächsinhalten und zum Sprechverhalten der Agenten stehen den Call Centern unter Beachtung 
der gesetzlichen Regelungen zusätzlich zu den Daten der operativen Call Center-
Telekommunikationssysteme für die Speicherung in einem Data Warehouse und für analytische Aus-
wertungen zur Verfügung.  
3.3.1 Mitschneiden von Telefongesprächen 
Eine wirksame Einwilligung in das Mitschneiden von Telefongesprächen als Voraussetzung für die 
Aufhebung der Strafbarkeit nach § 201 StGB ist im Allgemeinen nur dann möglich, wenn die Erklä-
rung freiwillig abgegeben und die jeweilige Person über den Aufzeichnungsverantwortlichen, die 
zugriffsberechtigten Stellen, den vollständigen Verwendungszweck der Aufzeichnung sowie die Dauer 
der Speicherung informiert wurde [Gola 2006, 55]. Wie in Kapitel 2.3 beschrieben muss eine Einwil-
ligung grundsätzlich ausdrücklich artikuliert und schriftlich abgegeben werden, wobei Ausnahmen 
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von dieser Regelung wegen besonderer Umstände zulässig sind, wie beispielsweise das Drücken einer 
Taste am Telefon oder die Fortführung eines Telefonats nach einer Ansage (Zustimmung auf Grund-
lage konkludenten Handelns) (vgl. § 4a Abs. 1 BDSG [Bundesministerium der Justiz, 2009]), [Richt-
hof 2006, 64]. 
Die Einwilligung eines Kunden zum Mitschneiden von Gesprächen muss zeitnah erfolgen, weshalb 
z.B. die erteilte Einwilligung in einem zurückliegenden Briefwechsel nicht ausreicht. Von der Einwil-
ligung muss auch eine automatische Auswertung explizit umfasst sein [Gola 2006, 49f]. 
Für Agenten ist eine zur Bedingung für eine Anstellung gemachte Einwilligungserklärung im Arbeits-
vertrag nur dann voll wirksam, wenn ein Bewerber ohne die Einwilligung aus betriebsbedingten 
Gründen nicht auf diesem Arbeitsplatz zu beschäftigen ist (z.B. weil im Bereich Telefon-Banking 
Gespräche zur Beweissicherung aufgezeichnet werden müssen). Um diesen betriebsbedingten Eingriff 
in das Persönlichkeitsrecht zu kompensieren sind nur die betrieblich unbedingt notwendigen Maß-
nahmen (z.B. Gesprächsaufzeichnung zur Beweissicherung) erlaubt [Gola 2006, 53ff]. 
Dienen betriebsbedingte Aufzeichnungen zusätzlich der Qualitätssicherung und Schulung der Agenten 
bzw. erfolgen diese allein zu diesem Zweck, so ist der allgemeine Grundsatz der freiwilligen Zustim-
mung verletzt. In diesem Fall ist eine als Voraussetzung für einen Arbeitsvertrag geforderte Einwilli-
gung des Bewerbers oder eine dahingehend formulierte Betriebsvereinbarung nur soweit gültig, wie 
sich dies aus der normalen Abwägung zwischen dem Kontrollrecht des Arbeitgebers und der Wahrung 
des Verhältnismäßigkeitsprinzips ergeben würde. Eine vom Agenten abgegebene Einwilligung ist für 
den Arbeitgeber nur dann eine wirksame Grundlage für erweiterte Informationsbefugnisse, wenn es 
dem Mitarbeiter ohne Sanktionen oder ungerechtfertigte Nachteile gestattet ist, die Zustimmung zur 
Verarbeitung seiner Daten zu versagen bzw. später wieder zurückzunehmen [Wilke 2006, 8], [Gola 
2006, 53]. 
Ist die Einwilligung zur Datenverarbeitung immanenter Bestandteil eines Vertrages (z.B. bei einem 
Agenten im Telefon-Banking-Bereich), dann wäre mit ihrem Widerruf der gesamte Vertrag hinfällig. 
In diesem Fall ist der Widerruf unbeachtlich oder der Arbeitgeber hätte das Recht zur fristlosen Kün-
digung. Bilden die Aufzeichnungen nur die Grundlage eines Prämiensystems, so verletzt der Widerruf 
der Einwilligung keine arbeitsvertraglichen Pflichten. In diesem Fall ist der Agent nicht mehr an der 
Vergabe von Leistungsprämien beteiligt [Gola 2006, 67]. 
3.3.2 Gesprächsaufzeichnung aus Agentensicht 
Ein Coaching der Agenten unter Nutzung von Gesprächsaufzeichnungen bewegt sich im Spannungs-
feld zwischen dem legitimen Wunsch des Arbeitgebers, die Gesprächsqualität des Agenten zu kontrol-
lieren und auf Grundlage der erkannten Mängel das Arbeitsverhalten zu verbessern, und der dem 
Grundsatz der Verhältnismäßigkeit und der arbeitsrechtlichen Verpflichtung zur Wahrung und Förde-
rung der freien Entfaltung der Persönlichkeit im Unternehmen zuwiderlaufenden Etablierung eines 
lückenlosen Überwachungsdrucks (vgl. § 75 Abs. 2 BetrVG [Bundesministerium der Justiz, 2006]), 
[Gola 2006, 58f]. Zur Vermeidung eines ständigen Überwachungsdrucks ist folgendes zu beachten 
[Wilke 2006, 8], [Gola 2006, 59ff]): 
- Offenes Mithören zum Zwecke des Anlernens innerhalb der Probezeit ist zulässig. 
- Bloßes Mithören stellt einen geringeren Eingriff dar als das Aufzeichnen und ist zu wählen, 
wenn es für die geplanten Schulungszwecke ausreichend ist. 
- Aufzeichnungen zur Qualitätskontrolle und zu Schulungszwecken finden stichprobenartig in 
einem per Betriebsvereinbarung legitimierten Umfang statt, die der Mitarbeiter aber auch 
zeitweise unterbinden kann, und wo er darüber hinaus erfährt, wann die bei ihm vereinbarte 
Zahl der Aufzeichnungen für einen bekannten Kontrollzeitraum abgeschlossen ist. Zu beach-
ten ist auch hier, dass Aufzeichnungen grundsätzlich der freiwilligen Zustimmung des Mitar-
beiters bedürfen, auch wenn sie zeitlich und mengenmäßig begrenzt sind. 
- Ein gerade stattfindendes Mithören oder Aufzeichnen ist dem Agenten regelmäßig im konkre-
ten Fall mitzuteilen oder vorher anzukündigen. 
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- Informiert ein spezielles Rufzeichen den Agenten über eine nunmehr stattfindende Aufzeich-
nung, so ist eine Abschaltung dieses Signals zu ermöglichen, um einer Verunsicherung des 
Agenten aufgrund der Kenntnis der Überwachung zu vermeiden. 
Das Beobachten oder das offene Mithören durch den Vorgesetzten im Einzelfall sowie das erkennbare 
entfernte Mithören ist grundsätzlich vom Agenten auch ohne Einverständniserklärung zu akzeptieren. 
In diesen Fällen, in denen das Kontrollrecht des Arbeitgebers (Einzelfall, anlassbezogen, unter Wah-
rung des Verhältnismäßigkeitsprinzips) greift, hat der Mitarbeiter nach geltender Rechtsauffassung 
nicht das Recht, sich dem Mithören zu entziehen [Gola 2006, 63]. Dies gilt nach einem Urteil des 
BAG insbesondere in der Anlernphase während der Probezeit [Wilke 2006, 6]. 
Die Nutzung von Gesprächsaufzeichnungen zur Schulung und Qualitätskontrolle bedürfen im Hin-
blick auf § 201 StGB immer der Einwilligung. Die Aufzeichnungen sind unter Berücksichtigung des 
Verhältnismäßigkeitsprinzips auf Stichproben oder konkrete problematische Einzelfälle (z.B. wegen 
einer Kundenbeschwerde) zu beschränken. Unter ordnungsgemäßen Umständen zustande gekommene 
Aufzeichnungen können Grundlage von Leistungsbewertungen und leistungsorientierter Vergütung 
sein [Gola 2006, 63f]. 
3.3.3 Einsatz automatisierter Analysemethoden 
Die automatische Auswertung von Telefongesprächen erfolgt z.B. mit Hilfe von Keyword- und Emo-
tions-Analysen. Solange die Gespräche nicht gespeichert werden, sondern lediglich die aus ihnen ge-
wonnenen Analyseergebnisse, sind solche Instrumente bezüglich der Problematik des Datenschutzes 
bei der Datenspeicherung zunächst noch als unbedenklich einzustufen, wobei das Verbot eines über-
mäßigen Überwachungsdrucks weiterhin gegeben bleibt [Beer 2006, 65]. Dem entgegen sind bei einer 
Speicherung der Gespräche Einschränkungen nach zeitlichen oder objektiven Kriterien notwendig, da 
ein generelles Aufzeichnen nicht erlaubt ist. Nach den Regelungen in § 3a BDSG sind primär statisti-
sche bzw. nicht personenbezogene Analysen durchzuführen. Nicht zu Schulungszwecken benötigte 
Aufzeichnungen sind nach der Auswertung zu löschen [Gola 2006, 61ff]. 
3.3.4 Aufzeichnen für den Auftraggeber des Call Centers 
Die für die Aufzeichnung eines ganzen Gesprächs notwendige Zustimmung des Kunden ist im Out-
bound schwierig zu erlangen. Um dem Auftraggeber des Call Centers dennoch die aufgenommenen 
Gespräche zum Zwecke der Qualitätssicherung übermitteln zu können bieten sich One Way Recor-
dings als eine Alternative an, bei denen lediglich die Stimme des Agenten aufgezeichnet wird [Richt-
hof 2006, 64]. Grundsätzlich ist die Weitergabe von Aufzeichnungen zulässig, wenn sie unter ord-
nungsgemäßen Umständen zustande gekommen sind und dies nicht eine dem Verhältnismäßigkeits-
prinzip zuwiderlaufende Erhöhung des Kontrolldrucks nach sich zieht [Gola 2006, 65f]. 
4 Fazit 
Der Datenschutz verfolgt das Ziel, das Recht jedes Einzelnen auf informationelle Selbstbestimmung 
zu sichern. Zu diesem Zweck ist die Erhebung, Verarbeitung und Nutzung personenbezogener Daten 
durch Personen bzw. Organisationen auf der Grundlage bestehender Gesetze stark reglementiert. Eine 
automatisierte Verarbeitung ist zulässig, wenn sie im BDSG explizit gestattet oder durch eine rechts-
wirksame Einwilligung der betroffenen Person legitimiert wird. In diesem Zusammenhang ist das 
Prinzip der Zweckbindung zu betonen, wobei die Intention der tatsächlichen Verarbeitung mit der zum 
Zeitpunkt der Datenerhebung vorliegenden gesetzlich zulässigen sowie der betroffenen Person mitge-
teilten Verwendungsabsicht übereinstimmen muss. 
Sollte keine Einverständniserklärung der Betroffenen vorliegen, so verstößt die über den ursprüngli-
chen Zweck der Datenerhebung hinausgehende Auswertung personenbezogener Daten, die zusätzliche 
Speicherung dieser Daten in einem Data Warehouse zu Analysezwecken und insbesondere die Ver-
wendung von Data Mining-Techniken auf den personenbezogenen Daten gegen das Prinzip der 
Zweckbindung und ist nach der derzeitigen Gesetzeslage in der Regel unzulässig. Die unter den 
Schlagworten Anonymisierung und Pseudonymisierung zusammengefassten Methoden sind wirksame 
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Mittel, den Personenbezug der Daten zeitweise oder dauerhaft zu beseitigen und umfassende Analysen 
zu ermöglichen.  
Bezüglich des Einsatzes von BI-Anwendungen in Call Centern sind zwei inhaltliche Bereiche mit 
leicht voneinander abweichender Zielstellung zu unterscheiden: Für die Analyse der Leistungserbrin-
gung und die Qualitätskontrolle der Agentengespräche kommen in der Regel keine konkreten perso-
nenbezogenen Kundendaten zum Einsatz. So ist es zwar für Auswertungen durchaus relevant, ob der 
Kunde in einem einzelnen Gespräch einen Vertrag abgeschlossen hat oder nicht. Allerdings ist sind 
zur Beurteilung der Leistungsfähigkeit eines Agenten personenbezogene Daten von Kunden im All-
gemeinen nicht relevant. Anders verhält es sich im Bereich der Kundendatenanalyse (analytisches 
CRM), da hier die Informationsgewinnung aus den Kundendaten im Zentrum des Interesses steht. 
Hierbei sollten entsprechend der in Kapitel 2 vorgestellten gesetzlichen Regelungen klare organisato-
rische Richtlinien sowie darauf abgestimmte und entsprechend gestaltete analytische Anwendungssys-
teme zum Einsatz kommen, die z.B. mittels Warnhinweise den Anwender informieren, dass er mit der 
aktuellen Abfrage als Ergebnis ein umfassendes Persönlichkeitsprofil erstellt.   
Generell ist die Nutzung von Telefondaten der Mitarbeiter eines Unternehmens zur Missbrauchs-
kontrolle und zur Analyse der Kosten gestattet, nicht aber zur Kontrolle der Leistung hinsichtlich des 
Verhaltens am Telefon. Da in Call Centern Telefongespräche die primäre Mitarbeiterleistung reprä-
sentieren, sind die allgemein gehaltenen gesetzlichen Regelungen nur schwer mit den Anforderungen 
der Praxis zu vereinbaren. Aus diesem Grund erlaubt eine diesbezügliche Gerichtsentscheidung die 
Nutzung der Telefondaten zur Kontrolle der Agentenleistung unter zahlreichen Nebenbedingungen. Es 
ist zu vermeiden, die Daten der Agenten zu einem Persönlichkeitsprofil zusammenzufassen und mit 
den Kontrollen gegenüber den Agenten einen übermäßigen Überwachungsdruck aufzubauen. 
Grundsätzlich ist das heimliche Mithören und Aufzeichnen von Gesprächen in Call Centern zwar ver-
boten, jedoch lässt sich dies mit einer rechtswirksamen Einwilligung des Agenten bzw. des Kunden 
für die Verwendung ihres Anteils am Gespräch lösen, die sich beim Einsatz automatischer Auswer-
tungsverfahren auch auf diese beziehen muss. In Ausnahmefällen, wie dem zufälligen bzw. vorher 
nicht geplanten Zuhören durch Kollegen oder Vorgesetzte, ist ein offen erkennbares Mithören ohne 
erfolgte Einwilligung des Agenten zulässig. Gesprächsaufzeichnungen zum Zwecke der Qualitätssi-
cherung sind zur Vermeidung eines ständigen Überwachungsdrucks unter Berücksichtigung des 
Grundsatzes der Verhältnismäßigkeit in ihrem Umfang einzuschränken. 
Tabelle 1 fasst die grundsätzlichen Verwendungsmöglichkeiten von Telefondaten und Gesprächsauf-
zeichnungen in Call Centern zusammen:   
 Mithören / Ansehen 
(während des Ge-
sprächs) 
Aufzeichnen /  
Speichern 
Retrospektiv  
Auswerten 
Telefondaten (Telefon-
nummer, Dauer des 
Gesprächs, Login-
Status des Agenten) 
Erlaubt Erlaubt Erlaubt mit Ein-
schränkungen 
Gesprächsinhalte Erlaubt mit Einschrän-
kungen 
Erlaubt mit Ein-
schränkungen 
Erlaubt mit Ein-
schränkungen 
Tabelle 1: Verwendungsmöglichkeiten von Telefondaten und  
Gesprächsaufzeichnungen in Call Centern 
Es bleibt festzuhalten, dass zunächst die gesetzlichen Regelungen zum allgemeinen Datenschutz viel-
fach nicht konkret ausdifferenziert sind. Konkret betrifft dies unter anderem fehlende Kriterien zur 
Charakterisierung des Zustands der Bestimmbarkeit von Personen, des Zustands der faktischen Ano-
nymisierung personenbezogener Daten sowie zur Abgrenzung schutzwürdiger Interessen der Betrof-
fenen bei der Verwendung von Daten zur Wahrung berechtigter Interessen. Des Weiteren bestehen für 
die Anwendungsdomäne der Call Center datenschutzrechtliche Interpretationsspielräume bei der Kon-
trolle der Agentenleistung und im Bereich des Mithörens / Aufzeichnens und Analysierens von Ge-
sprächen. Bei der Kontrolle der Agentenleistungen und der Auswertung von Gesprächen betrifft dies 
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die fehlende Festlegung von Grenzwerten bezüglich Überwachungsintensität sowie Überwachungsin-
halten und -zeiträumen, ab denen von einem unverhältnismäßigen Überwachungsdruck bzw. von der 
Erstellung unzulässiger Persönlichkeitsprofile gesprochen werden kann. Es ist daher die Aufgabe 
künftiger gesetzlicher Initiativen und Gerichtsentscheidungen, die bestehenden Spielräume und gesetz-
lichen Grauzonen zu verringern. 
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Anhang A – Struktur des Bundesdatenschutzgesetztes (BDSG) 
Bundesdatenschutzgesetz in der Fassung der Bekanntmachung vom 14. Januar 2003 (BGBl. I S. 66), 
das zuletzt durch Artikel 1 des Gesetzes vom 14. August 2009 (BGBl. I S. 2814) geändert worden ist. 
Diese Fassung ist ab dem 01.04.2010 gültig. 
Erster Abschnitt - Allgemeine und gemeinsame Bestimmungen 
§ 1 Zweck und Anwendungsbereich des Gesetzes 
§ 2 Öffentliche und nicht öffentliche Stellen 
§ 3 Weitere Begriffsbestimmungen 
§ 3a Datenvermeidung und Datensparsamkeit 
§ 4 Zulässigkeit der Datenerhebung, -verarbeitung und -nutzung 
§ 4a Einwilligung 
§ 4b Übermittlung personenbezogener Daten ins Ausland sowie an über- und zwischenstaatliche Stel-
len 
§ 4c Ausnahmen 
§ 4d Meldepflicht 
§ 4e Inhalt der Meldepflicht 
§ 4f Beauftragter für den Datenschutz 
§ 4g Aufgaben des Beauftragten für den Datenschutz 
§ 5 Datengeheimnis 
§ 6 Rechte des Betroffenen 
§ 6a Automatisierte Einzelentscheidung 
§ 6b Beobachtung öffentlich zugänglicher Räume mit optisch-elektronischen Einrichtungen 
§ 6c Mobile personenbezogene Speicher- und Verarbeitungsmedien 
§ 7 Schadensersatz 
§ 8 Schadensersatz bei automatisierter Datenverarbeitung durch öffentliche Stellen 
§ 9 Technische und organisatorische Maßnahmen 
§ 9a Datenschutzaudit 
§ 10 Einrichtung automatisierter Abrufverfahren 
§ 11 Erhebung, Verarbeitung oder Nutzung personenbezogener Daten im Auftrag 
Zweiter Abschnitt - Datenverarbeitung der öffentlichen Stellen 
Erster Unterabschnitt - Rechtsgrundlagen der Datenverarbeitung 
§ 12 Anwendungsbereich 
§ 13 Datenerhebung 
§ 14 Datenspeicherung, -veränderung und -nutzung 
§ 15 Datenübermittlung an öffentliche Stellen 
§ 16 Datenübermittlung an nicht öffentliche Stellen 
§ 17 (weggefallen) 
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§ 18 Durchführung des Datenschutzes in der Bundesverwaltung 
Zweiter Unterabschnitt - Rechte des Betroffenen 
§ 19 Auskunft an den Betroffenen 
§ 19a Benachrichtigung 
§ 20 Berichtigung, Löschung und Sperrung von Daten; Widerspruchsrecht 
§ 21 Anrufung des Bundesbeauftragten für den Datenschutz und die Informationsfreiheit 
Dritter Unterabschnitt - Bundesbeauftragter für den Datenschutz und die Informationsfreiheit 
§ 22 Wahl des Bundesbeauftragten für den Datenschutz und die Informationsfreiheit 
§ 23 Rechtsstellung des Bundesbeauftragten für den Datenschutz und die Informationsfreiheit 
§ 24 Kontrolle durch den Bundesbeauftragten für den Datenschutz und die Informationsfreiheit 
§ 25 Beanstandungen durch den Bundesbeauftragten für den Datenschutz und die Informationsfreiheit 
§ 26 Weitere Aufgaben des Bundesbeauftragten für den Datenschutz und die Informationsfreiheit 
Dritter Abschnitt - Datenverarbeitung nicht-öffentlicher Stellen und öffentlich-rechtlicher 
Wettbewerbsunternehmen 
Erster Unterabschnitt - Rechtsgrundlagen der Datenverarbeitung 
§ 27 Anwendungsbereich 
§ 28 Datenerhebung und -speicherung für eigene Geschäftszwecke 
§ 28a Datenübermittlung an Auskunfteien 
§ 28b Scoring 
§ 29 Geschäftsmäßige Datenerhebung und -speicherung zum Zweck der Übermittlung 
§ 30 Geschäftsmäßige Datenerhebung und -speicherung zum Zweck der Übermittlung in anonymisier-
ter Form 
§ 30a Geschäftsmäßige Datenerhebung und -speicherung für Zwecke der Markt- oder Meinungsfor-
schung 
§ 31 Besondere Zweckbindung 
§ 32 Datenerhebung, -verarbeitung und -nutzung für Zwecke des Beschäftigungsverhältnisses 
Zweiter Unterabschnitt - Rechte des Betroffenen 
§ 33 Benachrichtigung des Betroffenen 
§ 34 Auskunft an den Betroffenen 
§ 35 Berichtigung, Löschung und Sperrung von Daten 
Dritter Unterabschnitt - Aufsichtsbehörde 
§§ 36 und 37 (weggefallen) 
§ 38 Aufsichtsbehörde 
§ 38a Verhaltensregeln zur Förderung der Durchführung datenschutzrechtlicher Regelungen 
Vierter Abschnitt - Sondervorschriften 
§ 39 Zweckbindung bei personenbezogenen Daten, die einem Berufs- oder besonderen Amtsgeheim-
nis unterliegen 
§ 40 Verarbeitung und Nutzung personenbezogener Daten durch Forschungseinrichtungen 
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§ 41 Erhebung, Verarbeitung und Nutzung personenbezogener Daten durch die Medien 
§ 42 Datenschutzbeauftragter der Deutschen Welle 
§ 42a Informationspflicht bei unrechtmäßiger Kenntniserlangung von Daten 
Fünfter Abschnitt - Schlussvorschriften 
§ 43 Bußgeldvorschriften 
§ 44 Strafvorschriften 
Sechster Abschnitt - Übergangsvorschriften 
§ 45 Laufende Verwendungen 
§ 46 Weitergeltung von Begriffsbestimmungen 
§ 47 Übergangsregelung 
§ 48 Bericht der Bundesregierung 
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Anhang B – Ausgewählte Paragraphen des BDSG 
§ 1 Zweck und Anwendungsbereich des Gesetzes 
(1) Zweck dieses Gesetzes ist es, den Einzelnen davor zu schützen, dass er durch den Umgang mit 
seinen personenbezogenen Daten in seinem Persönlichkeitsrecht beeinträchtigt wird. 
(2) Dieses Gesetz gilt für die Erhebung, Verarbeitung und Nutzung personenbezogener Daten durch 
1. öffentliche Stellen des Bundes, 
2. öffentliche Stellen der Länder, soweit der Datenschutz nicht durch Landesgesetz geregelt ist und 
soweit sie 
a) Bundesrecht ausführen oder 
b) als Organe der Rechtspflege tätig werden und es sich nicht um Verwaltungsangelegenheiten 
handelt, 
3. nicht-öffentliche Stellen, soweit sie die Daten unter Einsatz von Datenverarbeitungsanlagen verar-
beiten, nutzen oder dafür erheben oder die Daten in oder aus nicht automatisierten Dateien verarbeiten, 
nutzen oder dafür erheben, es sei denn, die Erhebung, Verarbeitung oder Nutzung der Daten erfolgt 
ausschließlich für persönliche oder familiäre Tätigkeiten. 
(3) Soweit andere Rechtsvorschriften des Bundes auf personenbezogene Daten einschließlich deren 
Veröffentlichung anzuwenden sind, gehen sie den Vorschriften dieses Gesetzes vor. Die Verpflichtung 
zur Wahrung gesetzlicher Geheimhaltungspflichten oder von Berufs- oder besonderen Amtsgeheim-
nissen, die nicht auf gesetzlichen Vorschriften beruhen, bleibt unberührt. 
(4) Die Vorschriften dieses Gesetzes gehen denen des Verwaltungsverfahrensgesetzes vor, soweit bei 
der Ermittlung des Sachverhalts personenbezogene Daten verarbeitet werden. 
(5) Dieses Gesetz findet keine Anwendung, sofern eine in einem anderen Mitgliedstaat der Europäi-
schen Union oder in einem anderen Vertragsstaat des Abkommens über den Europäischen Wirt-
schaftsraum belegene verantwortliche Stelle personenbezogene Daten im Inland erhebt, verarbeitet 
oder nutzt, es sei denn, dies erfolgt durch eine Niederlassung im Inland. Dieses Gesetz findet Anwen-
dung, sofern eine verantwortliche Stelle, die nicht in einem Mitgliedstaat der Europäischen Union oder 
in einem anderen Vertragsstaat des Abkommens über den Europäischen Wirtschaftsraum belegen ist, 
personenbezogene Daten im Inland erhebt, verarbeitet oder nutzt. Soweit die verantwortliche Stelle 
nach diesem Gesetz zu nennen ist, sind auch Angaben über im Inland ansässige Vertreter zu machen. 
Die Sätze 2 und 3 gelten nicht, sofern Datenträger nur zum Zweck des Transits durch das Inland ein-
gesetzt werden. § 38 Abs. 1 Satz 1 bleibt unberührt. 
 
§ 3 Weitere Begriffsbestimmungen 
(1) Personenbezogene Daten sind Einzelangaben über persönliche oder sachliche Verhältnisse einer 
bestimmten oder bestimmbaren natürlichen Person (Betroffener). 
(2) Automatisierte Verarbeitung ist die Erhebung, Verarbeitung oder Nutzung personenbezogener 
Daten unter Einsatz von Datenverarbeitungsanlagen. Eine nicht automatisierte Datei ist jede nicht 
automatisierte Sammlung personenbezogener Daten, die gleichartig aufgebaut ist und nach bestimm-
ten Merkmalen zugänglich ist und ausgewertet werden kann. 
(3) Erheben ist das Beschaffen von Daten über den Betroffenen. 
(4) Verarbeiten ist das Speichern, Verändern, Übermitteln, Sperren und Löschen personenbezogener 
Daten. Im Einzelnen ist, ungeachtet der dabei angewendeten Verfahren: 
1. Speichern das Erfassen, Aufnehmen oder Aufbewahren personenbezogener Daten auf einem Daten-
träger zum Zwecke ihrer weiteren Verarbeitung oder Nutzung, 
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2. Verändern das inhaltliche Umgestalten gespeicherter personenbezogener Daten, 
3. Übermitteln das Bekanntgeben gespeicherter oder durch Datenverarbeitung gewonnener personen-
bezogener Daten an einen Dritten in der Weise, dass 
a) die Daten an den Dritten weitergegeben werden oder 
b) der Dritte zur Einsicht oder zum Abruf bereitgehaltene Daten einsieht oder abruft, 
4. Sperren das Kennzeichnen gespeicherter personenbezogener Daten, um ihre weitere Verarbeitung 
oder Nutzung einzuschränken, 
5. Löschen das Unkenntlichmachen gespeicherter personenbezogener Daten. 
(5) Nutzen ist jede Verwendung personenbezogener Daten, soweit es sich nicht um Verarbeitung han-
delt. 
(6) Anonymisieren ist das Verändern personenbezogener Daten derart, dass die Einzelangaben über 
persönliche oder sachliche Verhältnisse nicht mehr oder nur mit einem unverhältnismäßig großen 
Aufwand an Zeit, Kosten und Arbeitskraft einer bestimmten oder bestimmbaren natürlichen Person 
zugeordnet werden können. 
(6a) Pseudonymisieren ist das Ersetzen des Namens und anderer Identifikationsmerkmale durch ein 
Kennzeichen zu dem Zweck, die Bestimmung des Betroffenen auszuschließen oder wesentlich zu 
erschweren. 
(7) Verantwortliche Stelle ist jede Person oder Stelle, die personenbezogene Daten für sich selbst er-
hebt, verarbeitet oder nutzt oder dies durch andere im Auftrag vornehmen lässt. 
(8) Empfänger ist jede Person oder Stelle, die Daten erhält. Dritter ist jede Person oder Stelle außer-
halb der verantwortlichen Stelle. Dritte sind nicht der Betroffene sowie Personen und Stellen, die im 
Inland, in einem anderen Mitgliedstaat der Europäischen Union oder in einem anderen Vertragsstaat 
des Abkommens über den Europäischen Wirtschaftsraum personenbezogene Daten im Auftrag erhe-
ben, verarbeiten oder nutzen. 
(9) Besondere Arten personenbezogener Daten sind Angaben über die rassische und ethnische Her-
kunft, politische Meinungen, religiöse oder philosophische Überzeugungen, Gewerkschaftszugehörig-
keit, Gesundheit oder Sexualleben. 
(10) Mobile personenbezogene Speicher- und Verarbeitungsmedien sind Datenträger, 
1. die an den Betroffenen ausgegeben werden, 
2. auf denen personenbezogene Daten über die Speicherung hinaus durch die ausgebende oder eine 
andere Stelle automatisiert verarbeitet werden können und 
3. bei denen der Betroffene diese Verarbeitung nur durch den Gebrauch des Mediums beeinflussen 
kann. 
(11) Beschäftigte sind: 
1. Arbeitnehmerinnen und Arbeitnehmer, 
2. zu ihrer Berufsbildung Beschäftigte, 
3. Teilnehmerinnen und Teilnehmer an Leistungen zur Teilhabe am Arbeitsleben sowie an Abklärun-
gen der beruflichen Eignung oder Arbeitserprobung (Rehabilitandinnen und Rehabilitanden), 
4. in anerkannten Werkstätten für behinderte Menschen Beschäftigte, 
5. nach dem Jugendfreiwilligendienstegesetz Beschäftigte, 
6. Personen, die wegen ihrer wirtschaftlichen Unselbständigkeit als arbeitnehmerähnliche Personen 
anzusehen sind; zu diesen gehören auch die in Heimarbeit Beschäftigten und die ihnen Gleichgestell-
ten, 
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7. Bewerberinnen und Bewerber für ein Beschäftigungsverhältnis sowie Personen, deren Beschäfti-
gungsverhältnis beendet ist, 
8. Beamtinnen, Beamte, Richterinnen und Richter des Bundes, Soldatinnen und Soldaten sowie Zivil-
dienstleistende. 
 
§ 4 Zulässigkeit der Datenerhebung, -verarbeitung und -nutzung 
(1) Die Erhebung, Verarbeitung und Nutzung personenbezogener Daten sind nur zulässig, soweit die-
ses Gesetz oder eine andere Rechtsvorschrift dies erlaubt oder anordnet oder der Betroffene eingewil-
ligt hat. 
(2) Personenbezogene Daten sind beim Betroffenen zu erheben. Ohne seine Mitwirkung dürfen sie nur 
erhoben werden, wenn 
1. eine Rechtsvorschrift dies vorsieht oder zwingend voraussetzt oder 
2.  a) die zu erfüllende Verwaltungsaufgabe ihrer Art nach oder der Geschäftszweck eine 
  Erhebung bei anderen Personen oder Stellen erforderlich macht oder 
b) die Erhebung beim Betroffenen einen unverhältnismäßigen Aufwand erfordern würde und 
keine Anhaltspunkte dafür bestehen, dass überwiegende schutzwürdige Interessen des Betroffe-
nen beeinträchtigt werden. 
(3) Werden personenbezogene Daten beim Betroffenen erhoben, so ist er, sofern er nicht bereits auf 
andere Weise Kenntnis erlangt hat, von der verantwortlichen Stelle über 
1. die Identität der verantwortlichen Stelle, 
2. die Zweckbestimmungen der Erhebung, Verarbeitung oder Nutzung und 
3. die Kategorien von Empfängern nur, soweit der Betroffene nach den Umständen des Einzelfalles 
nicht mit der Übermittlung an diese rechnen muss, zu unterrichten. Werden personenbezogene Daten 
beim Betroffenen aufgrund einer Rechtsvorschrift erhoben, die zur Auskunft verpflichtet, oder ist die 
Erteilung der Auskunft Voraussetzung für die Gewährung von Rechtsvorteilen, so ist der Betroffene 
hierauf, sonst auf die Freiwilligkeit seiner Angaben hinzuweisen. Soweit nach den Umständen des 
Einzelfalles erforderlich oder auf Verlangen, ist er über die Rechtsvorschrift und über die Folgen der 
Verweigerung von Angaben aufzuklären. 
 
§ 4a Einwilligung 
(1) Die Einwilligung ist nur wirksam, wenn sie auf der freien Entscheidung des Betroffenen beruht. Er 
ist auf den vorgesehenen Zweck der Erhebung, Verarbeitung oder Nutzung sowie, soweit nach den 
Umständen des Einzelfalles erforderlich oder auf Verlangen, auf die Folgen der Verweigerung der 
Einwilligung hinzuweisen. Die Einwilligung bedarf der Schriftform, soweit nicht wegen besonderer 
Umstände eine andere Form angemessen ist. Soll die Einwilligung zusammen mit anderen Erklärun-
gen schriftlich erteilt werden, ist sie besonders hervorzuheben. 
(2) Im Bereich der wissenschaftlichen Forschung liegt ein besonderer Umstand im Sinne von Absatz 1 
Satz 3 auch dann vor, wenn durch die Schriftform der bestimmte Forschungszweck erheblich beein-
trächtigt würde. In diesem Fall sind der Hinweis nach Absatz 1 Satz 2 und die Gründe, aus denen sich 
die erhebliche Beeinträchtigung des bestimmten Forschungszwecks ergibt, schriftlich festzuhalten. 
(3) Soweit besondere Arten personenbezogener Daten (§ 3 Abs. 9) erhoben, verarbeitet oder genutzt 
werden, muss sich die Einwilligung darüber hinaus ausdrücklich auf diese Daten beziehen. 
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§ 6 Rechte des Betroffenen 
(1) Die Rechte des Betroffenen auf Auskunft (§§ 19, 34) und auf Berichtigung, Löschung oder Sper-
rung (§§ 20, 35) können nicht durch Rechtsgeschäft ausgeschlossen oder beschränkt werden. 
(2) Sind die Daten des Betroffenen automatisiert in der Weise gespeichert, dass mehrere Stellen spei-
cherungsberechtigt sind, und ist der Betroffene nicht in der Lage festzustellen, welche Stelle die Daten 
gespeichert hat, so kann er sich an jede dieser Stellen wenden. Diese ist verpflichtet, das Vorbringen 
des Betroffenen an die Stelle, die die Daten gespeichert hat, weiterzuleiten. Der Betroffene ist über die 
Weiterleitung und jene Stelle zu unterrichten. Die in § 19 Abs. 3 genannten Stellen, die Behörden der 
Staatsanwaltschaft und der Polizei sowie öffentliche Stellen der Finanzverwaltung, soweit sie perso-
nenbezogene Daten in Erfüllung ihrer gesetzlichen Aufgaben im Anwendungsbereich der Abgaben-
ordnung zur Überwachung und Prüfung speichern, können statt des Betroffenen den Bundesbeauftrag-
ten für den Datenschutz und die Informationsfreiheit unterrichten. In diesem Fall richtet sich das wei-
tere Verfahren nach § 19 Abs. 6. 
(3) Personenbezogene Daten über die Ausübung eines Rechts des Betroffenen, das sich aus diesem 
Gesetz oder aus einer anderen Vorschrift über den Datenschutz ergibt, dürfen nur zur Erfüllung der 
sich aus der Ausübung des Rechts ergebenden Pflichten der verantwortlichen Stelle verwendet wer-
den. 
 
§ 28 Datenerhebung und -speicherung für eigene Geschäftszwecke 
(1) Das Erheben, Speichern, Verändern oder Übermitteln personenbezogener Daten oder ihre Nutzung 
als Mittel für die Erfüllung eigener Geschäftszwecke ist zulässig 
1. wenn es für die Begründung, Durchführung oder Beendigung eines rechtsgeschäftlichen oder 
rechtsgeschäftsähnlichen Schuldverhältnisses mit dem Betroffenen erforderlich ist, 
2. soweit es zur Wahrung berechtigter Interessen der verantwortlichen Stelle erforderlich ist und kein 
Grund zu der Annahme besteht, dass das schutzwürdige Interesse des Betroffenen an dem Ausschluss 
der Verarbeitung oder Nutzung überwiegt, oder 
3. wenn die Daten allgemein zugänglich sind oder die verantwortliche Stelle sie veröffentlichen dürfte, 
es sei denn, dass das schutzwürdige Interesse des Betroffenen an dem Ausschluss der Verarbeitung 
oder Nutzung gegenüber dem berechtigten Interesse der verantwortlichen Stelle offensichtlich über-
wiegt. 
Bei der Erhebung personenbezogener Daten sind die Zwecke, für die die Daten verarbeitet oder ge-
nutzt werden sollen, konkret festzulegen. 
(2) Die Übermittlung oder Nutzung für einen anderen Zweck ist zulässig 
1. unter den Voraussetzungen des Absatzes 1 Satz 1 Nummer 2 oder Nummer 3, 
2. soweit es erforderlich ist, 
a) zur Wahrung berechtigter Interessen eines Dritten oder 
b) zur Abwehr von Gefahren für die staatliche oder öffentliche Sicherheit oder zur Verfolgung 
von Straftaten und kein Grund zu der Annahme besteht, dass der Betroffene ein schutzwürdiges 
Interesse an dem Ausschluss der Übermittlung oder Nutzung hat, oder 
3. wenn es im Interesse einer Forschungseinrichtung zur Durchführung wissenschaftlicher Forschung 
erforderlich ist, das wissenschaftliche Interesse an der Durchführung des Forschungsvorhabens das 
Interesse des Betroffenen an dem Ausschluss der Zweckänderung erheblich überwiegt und der Zweck 
der Forschung auf andere Weise nicht oder nur mit unverhältnismäßigem Aufwand erreicht werden 
kann. 
(3) Die Verarbeitung oder Nutzung personenbezogener Daten für Zwecke des Adresshandels oder der 
Werbung ist zulässig, soweit der Betroffene eingewilligt hat und im Falle einer nicht schriftlich erteil-
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ten Einwilligung die verantwortliche Stelle nach Absatz 3a verfährt. Darüber hinaus ist die Verarbei-
tung oder Nutzung personenbezogener Daten zulässig, soweit es sich um listenmäßig oder sonst zu-
sammengefasste Daten über Angehörige einer Personengruppe handelt, die sich auf die Zugehörigkeit 
des Betroffenen zu dieser Personengruppe, seine Berufs-, Branchen- oder Geschäftsbezeichnung, sei-
nen Namen, Titel, akademischen Grad, seine Anschrift und sein Geburtsjahr beschränken, und die 
Verarbeitung oder Nutzung erforderlich ist 
1. für Zwecke der Werbung für eigene Angebote der verantwortlichen Stelle, die diese Daten mit Aus-
nahme der Angaben zur Gruppenzugehörigkeit beim Betroffenen nach Absatz 1 Satz 1 Nummer 1 
oder aus allgemein zugänglichen Adress-, Rufnummern-, Branchen- oder vergleichbaren Verzeichnis-
sen erhoben hat, 
2. für Zwecke der Werbung im Hinblick auf die berufliche Tätigkeit des Betroffenen und unter seiner 
beruflichen Anschrift oder 
3. für Zwecke der Werbung für Spenden, die nach § 10b Absatz 1 und § 34g des Einkommensteuerge-
setzes steuerbegünstigt sind. 
Für Zwecke nach Satz 2 Nummer 1 darf die verantwortliche Stelle zu den dort genannten Daten weite-
re Daten hinzuspeichern. Zusammengefasste personenbezogene Daten nach Satz 2 dürfen auch dann 
für Zwecke der Werbung übermittelt werden, wenn die Übermittlung nach Maßgabe des § 34 Absatz 
1a Satz 1 gespeichert wird; in diesem Fall muss die Stelle, die die Daten erstmalig erhoben hat, aus der 
Werbung eindeutig hervorgehen. Unabhängig vom Vorliegen der Voraussetzungen des Satzes 2 dür-
fen personenbezogene Daten für Zwecke der Werbung für fremde Angebote genutzt werden, wenn für 
den Betroffenen bei der Ansprache zum Zwecke der Werbung die für die Nutzung der Daten verant-
wortliche Stelle eindeutig erkennbar ist. Eine Verarbeitung oder Nutzung nach den Sätzen 2 bis 4 ist 
nur zulässig, soweit schutzwürdige Interessen des Betroffenen nicht entgegenstehen. Nach den Sätzen 
1, 2 und 4 übermittelte Daten dürfen nur für den Zweck verarbeitet oder genutzt werden, für den sie 
übermittelt worden sind. 
(3a) Wird die Einwilligung nach § 4a Absatz 1 Satz 3 in anderer Form als der Schriftform erteilt, hat 
die verantwortliche Stelle dem Betroffenen den Inhalt der Einwilligung schriftlich zu bestätigen, es sei 
denn, dass die Einwilligung elektronisch erklärt wird und die verantwortliche Stelle sicherstellt, dass 
die Einwilligung protokolliert wird und der Betroffene deren Inhalt jederzeit abrufen und die Einwilli-
gung jederzeit mit Wirkung für die Zukunft widerrufen kann. Soll die Einwilligung zusammen mit 
anderen Erklärungen schriftlich erteilt werden, ist sie in drucktechnisch deutlicher Gestaltung beson-
ders hervorzuheben. 
(3b) Die verantwortliche Stelle darf den Abschluss eines Vertrags nicht von einer Einwilligung des 
Betroffenen nach Absatz 3 Satz 1 abhängig machen, wenn dem Betroffenen ein anderer Zugang zu 
gleichwertigen vertraglichen Leistungen ohne die Einwilligung nicht oder nicht in zumutbarer Weise 
möglich ist. Eine unter solchen Umständen erteilte Einwilligung ist unwirksam. 
(4) Widerspricht der Betroffene bei der verantwortlichen Stelle der Verarbeitung oder Nutzung seiner 
Daten für Zwecke der Werbung oder der Markt- oder Meinungsforschung, ist eine Verarbeitung oder 
Nutzung für diese Zwecke unzulässig. Der Betroffene ist bei der Ansprache zum Zweck der Werbung 
oder der Markt- oder Meinungsforschung und in den Fällen des Absatzes 1 Satz 1 Nummer 1 auch bei 
Begründung des rechtsgeschäftlichen oder rechtsgeschäftsähnlichen Schuldverhältnisses über die ver-
antwortliche Stelle sowie über das Widerspruchsrecht nach Satz 1 zu unterrichten; soweit der Anspre-
chende personenbezogene Daten des Betroffenen nutzt, die bei einer ihm nicht bekannten Stelle ge-
speichert sind, hat er auch sicherzustellen, dass der Betroffene Kenntnis über die Herkunft der Daten 
erhalten kann. Widerspricht der Betroffene bei dem Dritten, dem die Daten im Rahmen der Zwecke 
nach Absatz 3 übermittelt worden sind, der Verarbeitung oder Nutzung für Zwecke der Werbung oder 
der Markt- oder Meinungsforschung, hat dieser die Daten für diese Zwecke zu sperren. In den Fällen 
des Absatzes 1 Satz 1 Nummer 1 darf für den Widerspruch keine strengere Form verlangt werden als 
für die Begründung des rechtsgeschäftlichen oder rechtsgeschäftsähnlichen Schuldverhältnisses. 
(5) Der Dritte, dem die Daten übermittelt worden sind, darf diese nur für den Zweck verarbeiten oder 
nutzen, zu dessen Erfüllung sie ihm übermittelt werden. Eine Verarbeitung oder Nutzung für andere 
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Zwecke ist nicht-öffentlichen Stellen nur unter den Voraussetzungen der Absätze 2 und 3 und öffentli-
chen Stellen nur unter den Voraussetzungen des § 14 Abs. 2 erlaubt. Die übermittelnde Stelle hat ihn 
darauf hinzuweisen. 
(6) Das Erheben, Verarbeiten und Nutzen von besonderen Arten personenbezogener Daten (§ 3 Abs. 
9) für eigene Geschäftszwecke ist zulässig, soweit nicht der Betroffene nach Maßgabe des § 4a Abs. 3 
eingewilligt hat, wenn 
1. dies zum Schutz lebenswichtiger Interessen des Betroffenen oder eines Dritten erforderlich ist, so-
fern der Betroffene aus physischen oder rechtlichen Gründen außerstande ist, seine Einwilligung zu 
geben, 
2. es sich um Daten handelt, die der Betroffene offenkundig öffentlich gemacht hat, 
3. dies zur Geltendmachung, Ausübung oder Verteidigung rechtlicher Ansprüche erforderlich ist und 
kein Grund zu der Annahme besteht, dass das schutzwürdige Interesse des Betroffenen an dem Aus-
schluss der Erhebung, Verarbeitung oder Nutzung überwiegt, oder 
4. dies zur Durchführung wissenschaftlicher Forschung erforderlich ist, das wissenschaftliche Interes-
se an der Durchführung des Forschungsvorhabens das Interesse des Betroffenen an dem Ausschluss 
der Erhebung, Verarbeitung und Nutzung erheblich überwiegt und der Zweck der Forschung auf ande-
re Weise nicht oder nur mit unverhältnismäßigem Aufwand erreicht werden kann. 
(7) Das Erheben von besonderen Arten personenbezogener Daten (§ 3 Abs. 9) ist ferner zulässig, 
wenn dies zum Zweck der Gesundheitsvorsorge, der medizinischen Diagnostik, der Gesundheitsver-
sorgung oder Behandlung oder für die Verwaltung von Gesundheitsdiensten erforderlich ist und die 
Verarbeitung dieser Daten durch ärztliches Personal oder durch sonstige Personen erfolgt, die einer 
entsprechenden Geheimhaltungspflicht unterliegen. Die Verarbeitung und Nutzung von Daten zu den 
in Satz 1 genannten Zwecken richtet sich nach den für die in Satz 1 genannten Personen geltenden 
Geheimhaltungspflichten. Werden zu einem in Satz 1 genannten Zweck Daten über die Gesundheit 
von Personen durch Angehörige eines anderen als in § 203 Abs. 1 und 3 des Strafgesetzbuches ge-
nannten Berufes, dessen Ausübung die Feststellung, Heilung oder Linderung von Krankheiten oder die 
Herstellung oder den Vertrieb von Hilfsmitteln mit sich bringt, erhoben, verarbeitet oder genutzt, ist 
dies nur unter den Voraussetzungen zulässig, unter denen ein Arzt selbst hierzu befugt wäre. 
(8) Für einen anderen Zweck dürfen die besonderen Arten personenbezogener Daten (§ 3 Abs. 9) nur 
unter den Voraussetzungen des Absatzes 6 Nr. 1 bis 4 oder des Absatzes 7 Satz 1 übermittelt oder 
genutzt werden. Eine Übermittlung oder Nutzung ist auch zulässig, wenn dies zur Abwehr von erheb-
lichen Gefahren für die staatliche und öffentliche Sicherheit sowie zur Verfolgung von Straftaten von 
erheblicher Bedeutung erforderlich ist. 
(9) Organisationen, die politisch, philosophisch, religiös oder gewerkschaftlich ausgerichtet sind und 
keinen Erwerbszweck verfolgen, dürfen besondere Arten personenbezogener Daten (§ 3 Abs. 9) erhe-
ben, verarbeiten oder nutzen, soweit dies für die Tätigkeit der Organisation erforderlich ist. Dies gilt 
nur für personenbezogene Daten ihrer Mitglieder oder von Personen, die im Zusammenhang mit deren 
Tätigkeitszweck regelmäßig Kontakte mit ihr unterhalten. Die Übermittlung dieser personenbezoge-
nen Daten an Personen oder Stellen außerhalb der Organisation ist nur unter den Voraussetzungen des 
§ 4a Abs. 3 zulässig. Absatz 2 Nummer 2 Buchstabe b gilt entsprechend. 
 
§ 34 Auskunft an den Betroffenen 
(1) Die verantwortliche Stelle hat dem Betroffenen auf Verlangen Auskunft zu erteilen über 
1. die zu seiner Person gespeicherten Daten, auch soweit sie sich auf die Herkunft dieser Daten bezie-
hen, 
2. den Empfänger oder die Kategorien von Empfängern, an die Daten weitergegeben werden, und 
3. den Zweck der Speicherung. 
Anhang B – Ausgewählte Paragraphen des BDSG 
23 
Der Betroffene soll die Art der personenbezogenen Daten, über die Auskunft erteilt werden soll, näher 
bezeichnen. Werden die personenbezogenen Daten geschäftsmäßig zum Zweck der Übermittlung ge-
speichert, ist Auskunft über die Herkunft und die Empfänger auch dann zu erteilen, wenn diese Anga-
ben nicht gespeichert sind. Die Auskunft über die Herkunft und die Empfänger kann verweigert wer-
den, soweit das Interesse an der Wahrung des Geschäftsgeheimnisses gegenüber dem Informationsin-
teresse des Betroffenen überwiegt. 
(1a) Im Fall des § 28 Absatz 3 Satz 4 hat die übermittelnde Stelle die Herkunft der Daten und den 
Empfänger für die Dauer von zwei Jahren nach der Übermittlung zu speichern und dem Betroffenen 
auf Verlangen Auskunft über die Herkunft der Daten und den Empfänger zu erteilen. Satz 1 gilt ent-
sprechend für den Empfänger. 
(2) Im Fall des § 28b hat die für die Entscheidung verantwortliche Stelle dem Betroffenen auf Verlan-
gen Auskunft zu erteilen über 
1. die innerhalb der letzten sechs Monate vor dem Zugang des Auskunftsverlangens erhobenen oder 
erstmalig gespeicherten Wahrscheinlichkeitswerte, 
2. die zur Berechnung der Wahrscheinlichkeitswerte genutzten Datenarten und 
3. das Zustandekommen und die Bedeutung der Wahrscheinlichkeitswerte einzelfallbezogen und 
nachvollziehbar in allgemein verständlicher Form. 
Satz 1 gilt entsprechend, wenn die für die Entscheidung verantwortliche Stelle 
1. die zur Berechnung der Wahrscheinlichkeitswerte genutzten Daten ohne Personenbezug speichert, 
den Personenbezug aber bei der Berechnung herstellt oder 
2. bei einer anderen Stelle gespeicherte Daten nutzt. 
Hat eine andere als die für die Entscheidung verantwortliche Stelle 
1. den Wahrscheinlichkeitswert oder 
2. einen Bestandteil des Wahrscheinlichkeitswerts 
berechnet, hat sie die insoweit zur Erfüllung der Auskunftsansprüche nach den Sätzen 1 und 2 erfor-
derlichen Angaben auf Verlangen der für die Entscheidung verantwortlichen Stelle an diese zu über-
mitteln. Im Fall des Satzes 3 Nr. 1 hat die für die Entscheidung verantwortliche Stelle den Betroffenen 
zur Geltendmachung seiner Auskunftsansprüche unter Angabe des Namens und der Anschrift der an-
deren Stelle sowie der zur Bezeichnung des Einzelfalls notwendigen Angaben unverzüglich an diese 
zu verweisen, soweit sie die Auskunft nicht selbst erteilt. In diesem Fall hat die andere Stelle, die den 
Wahrscheinlichkeitswert berechnet hat, die Auskunftsansprüche nach den Sätzen 1 und 2 gegenüber 
dem Betroffenen unentgeltlich zu erfüllen. Die Pflicht der für die Berechnung des Wahrscheinlich-
keitswerts verantwortlichen Stelle nach Satz 3 entfällt, soweit die für die Entscheidung verantwortli-
che Stelle von ihrem Recht nach Satz 4 Gebrauch macht. 
(3) Eine Stelle, die geschäftsmäßig personenbezogene Daten zum Zweck der Übermittlung speichert, 
hat dem Betroffenen auf Verlangen Auskunft über die zu seiner Person gespeicherten Daten zu ertei-
len, auch wenn sie weder automatisiert verarbeitet werden noch in einer nicht automatisierten Datei 
gespeichert sind. Dem Betroffenen ist auch Auskunft zu erteilen über Daten, die 
1. gegenwärtig noch keinen Personenbezug aufweisen, bei denen ein solcher aber im Zusammenhang 
mit der Auskunftserteilung von der verantwortlichen Stelle hergestellt werden soll, 
2. die verantwortliche Stelle nicht speichert, aber zum Zweck der Auskunftserteilung nutzt. 
Die Auskunft über die Herkunft und die Empfänger kann verweigert werden, soweit das Interesse an 
der Wahrung des Geschäftsgeheimnisses gegenüber dem Informationsinteresse des Betroffenen über-
wiegt. 
(4) Eine Stelle, die geschäftsmäßig personenbezogene Daten zum Zweck der Übermittlung erhebt, 
speichert oder verändert, hat dem Betroffenen auf Verlangen Auskunft zu erteilen über 
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1. die innerhalb der letzten zwölf Monate vor dem Zugang des Auskunftsverlangens übermittelten 
Wahrscheinlichkeitswerte für ein bestimmtes zukünftiges Verhalten des Betroffenen sowie die Namen 
und letztbekannten Anschriften der Dritten, an die die Werte übermittelt worden sind, 
2. die Wahrscheinlichkeitswerte, die sich zum Zeitpunkt des Auskunftsverlangens nach den von der 
Stelle zur Berechnung angewandten Verfahren ergeben, 
3. die zur Berechnung der Wahrscheinlichkeitswerte nach den Nummern 1 und 2 genutzten Datenarten 
sowie 
4. das Zustandekommen und die Bedeutung der Wahrscheinlichkeitswerte einzelfallbezogen und 
nachvollziehbar in allgemein verständlicher Form. 
Satz 1 gilt entsprechend, wenn die verantwortliche Stelle 
1. die zur Berechnung des Wahrscheinlichkeitswerts genutzten Daten ohne Personenbezug speichert, 
den Personenbezug aber bei der Berechnung herstellt oder 
2. bei einer anderen Stelle gespeicherte Daten nutzt. 
(5) Die nach den Absätzen 1a bis 4 zum Zweck der Auskunftserteilung an den Betroffenen gespeicher-
ten Daten dürfen nur für diesen Zweck sowie für Zwecke der Datenschutzkontrolle verwendet werden; 
für andere Zwecke sind sie zu sperren. 
(6) Die Auskunft ist auf Verlangen in Textform zu erteilen, soweit nicht wegen der besonderen Um-
stände eine andere Form der Auskunftserteilung angemessen ist. 
(7) Eine Pflicht zur Auskunftserteilung besteht nicht, wenn der Betroffene nach § 33 Abs. 2 Satz 1 Nr. 
2, 3 und 5 bis 7 nicht zu benachrichtigen ist. 
(8) Die Auskunft ist unentgeltlich. Werden die personenbezogenen Daten geschäftsmäßig zum Zweck 
der Übermittlung gespeichert, kann der Betroffene einmal je Kalenderjahr eine unentgeltliche Aus-
kunft in Textform verlangen. Für jede weitere Auskunft kann ein Entgelt verlangt werden, wenn der 
Betroffene die Auskunft gegenüber Dritten zu wirtschaftlichen Zwecken nutzen kann. Das Entgelt darf 
über die durch die Auskunftserteilung entstandenen unmittelbar zurechenbaren Kosten nicht hinausge-
hen. Ein Entgelt kann nicht verlangt werden, wenn 
1. besondere Umstände die Annahme rechtfertigen, dass Daten unrichtig oder unzulässig gespeichert 
werden, oder 
2. die Auskunft ergibt, dass die Daten nach § 35 Abs. 1 zu berichtigen oder nach § 35 Abs. 2 Satz 2 
Nr. 1 zu löschen sind. 
(9) Ist die Auskunftserteilung nicht unentgeltlich, ist dem Betroffenen die Möglichkeit zu geben, sich 
im Rahmen seines Auskunftsanspruchs persönlich Kenntnis über die ihn betreffenden Daten zu ver-
schaffen. Er ist hierauf hinzuweisen. 
 
§ 35 Berichtigung, Löschung und Sperrung von Daten 
(1) Personenbezogene Daten sind zu berichtigen, wenn sie unrichtig sind. Geschätzte Daten sind als 
solche deutlich zu kennzeichnen. 
(2) Personenbezogene Daten können außer in den Fällen des Absatzes 3 Nr. 1 und 2 jederzeit gelöscht 
werden. Personenbezogene Daten sind zu löschen, wenn 
1. ihre Speicherung unzulässig ist, 
2. es sich um Daten über die rassische oder ethnische Herkunft, politische Meinungen, religiöse oder 
philosophische Überzeugungen, Gewerkschaftszugehörigkeit, Gesundheit, Sexualleben, strafbare 
Handlungen oder Ordnungswidrigkeiten handelt und ihre Richtigkeit von der verantwortlichen Stelle 
nicht bewiesen werden kann, 
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3. sie für eigene Zwecke verarbeitet werden, sobald ihre Kenntnis für die Erfüllung des Zwecks der 
Speicherung nicht mehr erforderlich ist, oder 
4. sie geschäftsmäßig zum Zweck der Übermittlung verarbeitet werden und eine Prüfung jeweils am 
Ende des vierten, soweit es sich um Daten über erledigte Sachverhalte handelt und der Betroffene der 
Löschung nicht widerspricht, am Ende des dritten Kalenderjahres beginnend mit dem Kalenderjahr, 
das der erstmaligen Speicherung folgt, ergibt, dass eine längerwährende Speicherung nicht erforder-
lich ist. 
Personenbezogene Daten, die auf der Grundlage von § 28a Abs. 2 Satz 1 oder § 29 Abs. 1 Satz 1 Nr. 3 
gespeichert werden, sind nach Beendigung des Vertrages auch zu löschen, wenn der Betroffene dies 
verlangt. 
(3) An die Stelle einer Löschung tritt eine Sperrung, soweit 
1. im Fall des Absatzes 2 Satz 2 Nr. 3 einer Löschung gesetzliche, satzungsmäßige oder vertragliche 
Aufbewahrungsfristen entgegenstehen, 
2. Grund zu der Annahme besteht, dass durch eine Löschung schutzwürdige Interessen des Betroffe-
nen beeinträchtigt würden, oder 
3. eine Löschung wegen der besonderen Art der Speicherung nicht oder nur mit unverhältnismäßig 
hohem Aufwand möglich ist. 
(4) Personenbezogene Daten sind ferner zu sperren, soweit ihre Richtigkeit vom Betroffenen bestritten 
wird und sich weder die Richtigkeit noch die Unrichtigkeit feststellen lässt. 
(4a) Die Tatsache der Sperrung darf nicht übermittelt werden. 
(5) Personenbezogene Daten dürfen nicht für eine automatisierte Verarbeitung oder Verarbeitung in 
nicht automatisierten Dateien erhoben, verarbeitet oder genutzt werden, soweit der Betroffene dieser 
bei der verantwortlichen Stelle widerspricht und eine Prüfung ergibt, dass das schutzwürdige Interesse 
des Betroffenen wegen seiner besonderen persönlichen Situation das Interesse der verantwortlichen 
Stelle an dieser Erhebung, Verarbeitung oder Nutzung überwiegt. Satz 1 gilt nicht, wenn eine Rechts-
vorschrift zur Erhebung, Verarbeitung oder Nutzung verpflichtet. 
(6) Personenbezogene Daten, die unrichtig sind oder deren Richtigkeit bestritten wird, müssen bei der 
geschäftsmäßigen Datenspeicherung zum Zweck der Übermittlung außer in den Fällen des Absatzes 2 
Nr. 2 nicht berichtigt, gesperrt oder gelöscht werden, wenn sie aus allgemein zugänglichen Quellen 
entnommen und zu Dokumentationszwecken gespeichert sind. Auf Verlangen des Betroffenen ist die-
sen Daten für die Dauer der Speicherung seine Gegendarstellung beizufügen. Die Daten dürfen nicht 
ohne diese Gegendarstellung übermittelt werden. 
(7) Von der Berichtigung unrichtiger Daten, der Sperrung bestrittener Daten sowie der Löschung oder 
Sperrung wegen Unzulässigkeit der Speicherung sind die Stellen zu verständigen, denen im Rahmen 
einer Datenübermittlung diese Daten zur Speicherung weitergegeben wurden, wenn dies keinen un-
verhältnismäßigen Aufwand erfordert und schutzwürdige Interessen des Betroffenen nicht entgegen-
stehen. 
(8) Gesperrte Daten dürfen ohne Einwilligung des Betroffenen nur übermittelt oder genutzt werden, 
wenn 
1. es zu wissenschaftlichen Zwecken, zur Behebung einer bestehenden Beweisnot oder aus sonstigen 
im überwiegenden Interesse der verantwortlichen Stelle oder eines Dritten liegenden Gründen unerläß-
lich ist und 
2. die Daten hierfür übermittelt oder genutzt werden dürften, wenn sie nicht gesperrt wären. 
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