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Sikring af adgang til digitalt materiale og 
OAIS referencemodel 
Lagtidsbevaring af og adgang til digitalt 
materiale er for alvor på vej ind på 
bibliotekernes dagsordener. Bevaring af 
digitale objekter stiller helt anderledes 
krav end bevaring af papirmateriale. Der 
er derfor en stor opgave foran biblio-
tekerne, før de kan deklarere sig selv 
i stand til at garantere fuld adgang for 
brugerne. Der er mange spændende 
aktiviteter i gang, hvor der arbejdes 
på den metodemæssige, tekniske og 
organisatoriske infrastruktur, som er 
nødvendig.  
Indledning
I oktober gik turen for seks DEF-folk 
(Adrian Price, DVJB, Birgit Henriksen, 
KB, Birte Christensen-Dalsgaard, SB, Bir-
gitte Lau, RUB, Mogens Sandfær, DTV, 
Hanne Marie Kværndrup DEF/BS) til den 
amerikanske østkyst for at studere Digital 
Preservation og E-publishing. 
Studieturen udsprang af FC-kollegiets rap-
port om digital arkivering og institutional 
repositories samt af DEF’s programom-
råde for E-publicering, hvor bl.a. insti-
tutional repositories er et indsatsområde. 
Gennem de sidste år har arbejdet i DEF 
samt på Det Kongelige Bibliotek (KB) og 
Statsbiblioteket (SB) vist, at opgaverne 
med webarkivering og digital bevaring er 
meget væsentlige emner at få sat på dags-
ordenen i den danske bibliotekssektor. 
Det er ikke længe siden, at vi indførte 
de første digitale bibliotekssystemer i 
Danmark. Det er slet ikke længe siden, 
tekstbehandling begyndte at vinde indpas 
for alvor i informationsproduktionen, og 
det er kun ”i forgårs”, at Internettet og 
webteknologien for alvor tog fart. Allerede 
nu er vi bagefter med tekniske standarder, 
softwareudvikling, workfl ow-systemer, 
organisering og planlægning af, hvorledes 
vi skal håndtere de digitale objekter og 
informationsprodukter, som hver eneste 
dag ”fødes”. 
Umiddelbart kan det synes som en simpel 
opgave at bevare digitalt materiale! Vi har 
jo en forholdsvis ny pligtafl everingslov, 
der også omfatter digitale værker, og KB 
og SB har som national opgave at bevare 
disse produkter! Ja vel – men hvad med 
de dynamiske værker, det vil sige websi-
tes, e-tidskrifter med videre, og al øvrig 
vidensproduktion fra universiteter, uddan-
nelsesinstitutioner – alt det der ikke kan 
kaldes værker – det kan vel bare gemmes 
i digitale depoter eller biblioteker? Men så 
nemt er det ikke, vi har travlt, for hver dag 
forsvinder information, som ikke genska-
bes.
Studieturen gik først til Boston, hvor vi 
besøgte MIT og specielt så nærmere på 
systemet DSpace [DSPACE], som er et 
software for institutional repositories. 
Næste stop var Ithaca, NY, nærmere 
betegnet Cornell University, hvor e-pub-
liceringsprojektet Euklid [EUKLID] og 
softwareudvikling af Fedora [FEDORA] 
blev studeret. Cornell University var vært 
ved en uges workshop om Digital Preser-
vation, og vi blev grundigt indført i OAIS 
modellen samt i mange højst relevante 
emner omkring emnet digital bevaring. 
DEF har bidraget økonomisk til turen, og 
hensigten er selvfølgelig, at den viden, vi 
har bragt med os tilbage, skal indgå i det 
videre arbejde i DEF og derved komme 
bibliotekerne til gode. Vi vil efterfølgende 
forsøge kort at præsentere resultatet af 
vores studietur. 
Open Archival Information System 
(OAIS) referencemodel og Trusted Digi-
tal Repositories (TDR)
Bibliotekerne har i de sidste cirka ti år 
koncentreret sig om adgang til digitale 
materialer og ikke så meget om bevaring 
af dette materiale. I ”papirets tid” var 
bevaring for fremtidige generationer ellers 
opfattet som en af bibliotekernes kerne-
opgaver. Biblioteker er nu mange steder 
begyndt også at sætte fokus på bevaring af 
digitalt materiale.
Årsagen til denne tøven med at kaste sig 
over bevaringsproblematikken vedrørende 
digitale materialer er også begrundet i, at 
de skal behandles på en anden måde end 
det materiale, som bibliotekerne hidtil har 
været vant til at behandle. Der skulle først 
udvikles og indføres metoder til, langtids-
bevaring af dette ”e-materiale”. 
Disse metoder knytter sig til de organisa-
toriske forhold, de informationsmæssige 
og de tekniske: Institutioner skal være klar 
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til kontinuerligt at udføre bevarings-
opgaverne. E-materialer skal beskrives 
med metadata, en forudsætning for en 
sikker bevaring, og de nødvendige tek-
niske processer, som knytter sig til det 
enkelte e-materiale, skal være på plads. 
Disse metoder er nu ved at være så 
udviklede, at de kan give bibliotekerne 
et solidt grundlag for, hvordan opgaven 
skal takles.
OAIS referencemodel
I januar 2002 udkom Reference Mo-
del for an Open Archival Information 
System (OAIS), en anbefaling udarbejdet 
af Consultative Committee for Space 
Data Systems (CCSDS) [OAIS].
OAIS referencemodel fastlægger det 
organisatoriske og/eller systemmæssige 
grundlag, som er nødvendigt for lang-
tidsbevaring af ”informationsbærende 
objekter”. En ”referencemodel” bruges 
til at klarlægge terminologi og standar-
der og til at fastlægge et hensigtsmæs-
sigt work- og informationsfl ow inden for 
et givent område. 
Grundlæggende tager OAIS-modellen 
ikke stilling til, om objekterne er digitale 
eller fysiske, men når modellen udfol-
des, er det de digitale materialer, man 
koncentrerer sig om. Modellen er ud-
viklet til at blive brugt i design af såvel 
specifi kke systemer til håndtering og be-
varing af digitale objekter som organisa-
tioner med arkivforpligtelser. Modellen 
i sig selv forudsætter ingen specifi k me-
todik, IT platform, sprog, grænsefl ade, 
teknologi, database eller andet element, 
som måtte indgå i en bestemt imple-
mentering eller anvendelse af modellen: 
”The OAIS Reference Model is designed 
as a conceptual framework in which to 
discuss and compare archives….it at-
tempts to address all the major activities 
of an information preserving archive in 
order to defi ne a consistent and useful 
set of terms and concepts.” [OAIS, 1-3]. 
Modellen kan anvendes som ramme for 
udvikling af systemer (arkiver, soft-
ware), som vil sikre langtidsbevaring af 
og -adgang til digitale materialer.
Fig. 1 viser de forskellige elementer, som 
indgår i OAIS informationsmodel. Det er 
ikke muligt her at gennemgå modellen i 
detaljer, kun en summarisk gennemgang. 
Modellen er bygget op omkring et ”data-
objekt” (som kan være fysisk eller digitalt), 
hvor dataobjektet fortolkes ved at kombinere 
en nærmere defi neret brugergruppes nødven-
dige viden (”knowledge base” i modellen) 
med information, som er nødvendig for en 
korrekt gengivelse, forståelse og fortolkning 
af et dataobjekts indhold. [OCLC/RLG, 6-7] 
Et ”informationsobjekt” er et dataobjekt 
kombineret med objektets repræsentati-
onsinformation, som er den information, 
som er nødvendig for at gengive objektet 
og gøre det forståeligt. Der er fi re typer 
informationsobjekter: indholdsinformation 
(den information som arkivet skal bevare), 
bevaringsinformation (information om 
objektet som skal bruges til bevaring), 
indkapslingsinformation (packaging 
information, information om objektet og 
dets metadata) og deskriptiv information 
(som bruges til genfi ndning af objektet i 
arkivet). I modellen er disse fi re typer hen-
holdsvis ”content information”, ”preserva-
tion description information”, ”packaging 
information” og ”descriptive information”.
Disse fi re informationsobjekter indgår i en 
”informationspakke”, som er en af tre typer: 
en ”submission information package” (SIP), 
en ”archive information package” (AIP) og 
en ”dissemination information package” 
(DIP). Hvordan disse ”pakker” behandles af 
arkivet, gennemgås i næste afsnit.
OAIS funktionel model
OAIS referencemodellen fastlægger også 
et arkivs funktionelle komponenter, som 
skal håndtere information i et ”OAIS 
arkiv”. 
Fig. 2 (se næste side) er på et højt niveau, 
og kun et udvalg af informationsstrømmen 
er vist. Figuren viser OAIS-modellens 
seks funktionelle enheder (ingest, data 
management, archival storage, preserva-
tion planning, access og administration) 
og informationspakkernes (SIP, AIP, DIP) 
placering i informationsstrømmen. De-
skriptiv information hentes hovedsageligt 
fra pakkerne og sørger for genfi nding af 
objekterne.
Fra venstre mod højre viser fi guren, hvor-
dan en informationspakke (SIP-pakke) 
indlemmes i arkivet, deskriptive metadata 
hentes fra pakken til databasen, så objektet 
kan genfi ndes af brugerne ved søgning 
(DIP-pakken), og en ”AIP pakke” dannes 
til objektets langtidsbevaring. Hele opera-
tion overvåges af administrationsenheden. 
Informationsstrømmen i hver af disse 
funktionelle enheder kan brydes yderligere 
ned. [CCSDS, 4-5 – 4-16] 
Figur 1: OAIS informtionsmodel
DF Revy nr. 2, februar 200418
TDR
Hvis OAIS-modellen fastlægger den 
informations- og funktionsmæssige infra-
struktur, som hører til digital bevaring i 
et arkiv, så er der behov for fastlæggelse 
af arkivets politiske og organisatoriske 
mål, som vil sikre langtidsbevaring og 
adgang til e-materialer. I forlængelse af 
en rapport publiceret i 1996 Preserving 
Digital Information: Report of the Task 
Force on Archiving of Digital Informa-
tion [CPA/RLG], som beskrev behovet 
for langtidsbevaring af digital materiale 
samt arkivinstitutionernes opgaver og 
forpligtelser, blev der nedsat en Research 
Library Group (RLG) og OCLC arbejds-
gruppe, som fi k til opgave at beskrive de 
funktioner og ansvarsområder som digitale 
arkiver (”repositorier”), skulle være i 
besiddelse af [RLG/OCLC].
Arkiver, som skal sikre langtidsbevaring 
af digitalt materiale, skal stræbe efter 
at få betegnelsen ”trusted digital repo-
sitory (TDR)”, det vil sige arkiver, som 
er i besiddelse af den tilstrækkelige og 
nødvendige infrastruktur og kompetence 
til at sikre adgang til digital information 
i fremtiden. Der indgår i arbejdsgrup-
pens rapport en hensigtserklæring om 
certifi cering af institutioner som ”trusted 
digital repository” [RLG/OCLC, 33-35]. 
Institutioner skal anvende metoder og 
procedurer, som overholder kvantitative 
og kvalitative mål til sikring af adgang til 
digital information, og disse metoder og 
procedurer skal dokumenteres.
TDR er ligesom OAIS-modellen defi neret 
i forhold til det, som betegnes en ”desig-
nated community”, det vil sige en gruppe 
brugere, som kan forventes at skulle kun-
ne anvende og forstå det materiale, arkivet 
har ansvar for. Det er denne defi nerede 
brugergruppe, som arkivet skal etablere 
adgangs- og brugsbetingelser for. Hertil 
kommer, at brugerne også skal kunne stole 
på integriteten af det materiale, arkivet 
giver adgang til. 
 
Som fremlagt i RLG-OCLC rapporten, 
er det hensigten, at en TDR’s arbejdspro-
cesser og procedurer skal være ”OAIS 
compliant”, det vil sige være bygget op 
med en informations- og funktionsmæssig 
infrastruktur, som er i overenstemmelse 
med OAIS-modellen (og som nu er en 
ISO standard).
Bevaringsmetadata
Som det fremgår af fi g.1, er forståelse og 
anvendelse af et ”informationsobjekt” et 
spørgsmål om en brugers videnbase (den 
viden, brugeren er i besiddelse af, og som 
skal anvendes til at bruge og forstå et 
bestemt informationsobjekt) og et spørgs-
mål om et sæt data, som er blevet tilknyt-
tet objektet.  Dette sæt data skal bruges til 
både at sikre forståelse og anvendelse hos 
brugeren og til at sikre, at objektet forbli-
ver forståeligt og anvendeligt fremover. 
Metadata, som er blevet tilknyttet et infor-
mationsobjekt, kan opdeles i forskellige 
typer afhængig af, hvad det skal bruges til, 
for eksempel genfi ndingsmetadata (meta-
data for ”resource discovery” også kaldet 
deskriptive metadata) og administrative 
metadata. Metadata, beregnet til at sikre 
adgang over tid, kaldes bevaringsmeta-
data. (Der er endnu ikke konsensus for 
opdeling af metadata i typer, og bevarings-
metadata kan opfattes som en særlig form 
for administrative metadata eller som et 
selvstændigt sæt metadata).
Bevaringsmetadata bruges til for eksempel 
at fastlægge, hvilket fi lformat et dataobjekt 
er i, og hvilken software, hardware og ope-
rativsystem der er nødvendigt for at anvende 
objektet. Er et objekt et sammensat objekt? 
Hvis ja, hvad består den enkelte del af (tekst, 
billeder, lyd…)? Hører der dokumentation til 
objektet? Og så videre.
Der er blevet udarbejdet en række 
metadataformater for digitale objekter 
[CEDARS] [JISC] [NLNZ] [AU] [OCLC/
RLG], og nogle af disse formater har valgt 
at følge OAIS modellen mere eksplicit end 
andre, for eksempel CEDARS og OCLC/
RLG Working Group’s forslag. Ligesom 
på andre områder er det både kritisk og 
nødvendigt at fastlægge et passende ni-
veau for tildeling af metadata med hensyn 
til formål og anvendelse. 
Med OAIS-modellen og en række metada-
taformater, som knytter sig til modellen, er 
der et modent grundlag at basere nationale 
tiltag på vedrørende langtidsbevaring af 
digitale objekter. Herudover er der en hel 
del internationale aktiviteter på området, 
som sikrer videreudvikling af modellen og 
formaterne.
Pligtafl evering af netpublikationer – set 
i lyset af OAIS modellen
I Danmark har pligtafl everingsloven 
siden 1998 omfattet statiske netpubli-
kationer. Publikationer anmeldes via 
www.pligtafl evering.dk, hvorefter de 
hentes – eller hvis dette ikke kan gen-
Figur 2: OAIS funktionelle enheder
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nemføres, afl everes efter aftale. Nedenfor 
er aktiviteterne beskrevet i relation til det 
begrebsapparat, som er formuleret i OAIS 
modellen for at give en illustration af 
denne.
Som beskrevet ovenfor er der to syns-
vinkler – den funktionelle og den infor-
mationsorienterede. Den funktionelle 
beskrivelse opererer med funktioner 
som administration, indsamling (ingest), 
arkivering, informationsstyring (data 
management), bevaring og adgang. Disse 
funktioner beskrives først. Derefter vender 
vi os mod struktur og indhold af de infor-
mationspakker, som håndteres.
Den helt centrale funktion er administrati-
onsfunktionen, der samler organiseringen 
af opgaven med at arkivere netpublikatio-
nerne. Da ledelse ligger uden for modellen 
betyder det i et webarkiveringsscenarie, 
at de grundlæggende forudsætninger som 
den lovgivningsmæssige beslutning om, at 
dele af nettet skal arkiveres, samt tilveje-
bringelse af resurser i form af økonomi, 
personale, platform (hardware og soft-
ware) samt gode netværksforbindelser 
ikke er en del af det, der er omfattet af 
modellen.
Administrationsfunktionen omfatter deri-
mod opgaverne med at etablere og sikre 
overholdelse af standarder, at gennemføre 
den grundlæggende opsætning af arki-
veringssystemet, etablering af aftaler om 
afl evering af netpublikationer eller adgang 
til sådanne, der eventuelt er beskyttet 
af brugerid og password, effektuering 
af den fastsatte politik for hvad der skal 
indsamles (statiske netpublikationer), og 
hvordan det skal gøres (indsamling efter 
anmeldelse), og hvordan det skal bevares, 
kvalitetssikring (får vi de publikationer, vi 
skal have) og endelig også brugeradmini-
stration.
Selve indsamlingen (ingest) omfatter såvel 
den semi-automatiserede indhøstning, der 
sker, når programmer indhenter de statiske 
netpublikationer til pligtafl everingsyste-
met, samt indlemmelse af netpublikatio-
ner, der er afl everet ifølge en forudgående 
aftale.
Før selve indsamlingstidspunktet 
(pre-ingest) sker der i dag en anmel-
delse af publikation til arkivering via 
www.pligtafl evering.dk, og undertiden 
træffes der beslutning om, at det anmeldte 
ikke kan indsamles efter loven, eller at 
det anmeldte ikke egner sig til at indsamle 
via høstning, og derfor bør afl everes på en 
anden måde, der så aftales.
Når en netpublikation er modtaget, lagres 
den i det fysiske arkiv. Selve den arkiv-
mæssige opbevaring omfatter både den 
initielle lagring, det vil sige opbevaring af 
den modtagne bit-strøm og lagring af alle 
de efterfølgende repræsentationer af denne 
bit-strøm, som fremkommer, når vi har 
fl yttet en bit-strøm fra et dataformat til et 
andet. Løbende tager vi kopi af hele arki-
vet både i form af backup og ved at spejle 
hele arkivet fra Det Kongelige Bibliotek 
til Statsbiblioteket.
En lang række oplysninger gemmes uden 
for selve netpublikationen. Disse vedli-
geholdes gennem informationsstyrings-
funktionen (Data Management). Det er 
for eksempel oplysninger, der knytter sig 
til hele indsamlinger i modsætning til ind-
samlingen af hvert enkelt lille dataobjekt, 
men også opsætning af indsamlingsværk-
tøjer, bibliografi ske metadata samt andre 
data, der for eksempel stammer fra anmel-
delsesblanketten, teknisk-administrative 
metadata som proveniens, tidsstempler, 
adgangsrestriktioner, dataformat og auten-
Cornell University – Ithaca, NY, var vært ved en 
uges workshop om Digital Preservation
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citet, og endelig etableres et indeks til 
fritekstsøgning.
 
Planlægning af bevaringsaktiviteterne 
(Preservation planning) omfatter etab-
lering af en bevaringsstrategi for alle de 
indsamlede netpublikationer, det vil sige 
både en plan for, hvorledes for eksempel 
HTML-, PDF- og worddokumenterne med 
deres indlejrede billeder i for eksempel 
GIF eller JPEG eller de indsamlede lyd- 
eller fl ash fi ler skal formatkonverteres, og 
en plan for, på hvilke medier de må ligge, 
så vi er sikre på, at vi for eksempel stadig 
har båndstationer, der kan læse vores 
bånd.
Ud over udarbejdelsen af strategier om-
fatter aktiviteterne også helt konkret at 
overvåge de lagringsmedier og dataforma-
ter, der forekommer i arkivet, samt for de 
sidstes vedkommende løbende at sikre, at 
der kan gives adgang til fi lerne, og at der 
er adgang til de viewere og plug-ins, der 
skal til, for at dette kan ske på tilfredsstil-
lende måde. Endelig omfatter bevarings-
planlægning også en løbende kontakt til 
arkivets forskellige brugergrupper.
Endelig skal der jo kunne gives adgang 
(access) til indsamlede og bevarede 
publikationer. Denne funktion omfat-
ter både en regulering af adgangen til de 
arkiverede netpublikationer, der kun må 
gives fra Det Kongelige Biblioteks og 
Statsbibliotekets læsesal, samt redska-
ber til dels at få overblik over, hvad der 
ligger i arkivet via søgegrænsefl aden på 
www.pligtafl evering.dk, dels at få adgang 
til (se/høre og eventuelt udskrive) selve 
den bevarede netpublikation.
Vender vi os mod informationspakkerne, 
opererer vi med tre typer: 
 • Det, som afl everes og skabes i forbin-
  delse med afl evering (SIP – submi-
  sion information package)
 • Det, som opbevares (AIP – Archival
  information package)
 • Det, som brugeren får (DIP – dissimi-
  nation information package). 
Ser vi på den nuværende håndtering af 
netdokumenter har vi:
En SIP i det nuværende webarkiverings-
arkiv består af navnet på den URL, der 
arkiveres, samt den http-respons, vores 
programmer modtager (HTTP-header 
information med blandt andet mime type, 
samt sidens egentlige indhold), når vi be-
der en webserver om at få den pågældende 
URL.
En AIP i samme arkiv indeholder ud over 
SIP’en også oplysninger, der har med ind-
samlingen at gøre (høsttidspunkt, auten-
citet…), deskriptive metadata indtastet af 
anmelderen, for eksempel udgiver, titel og 
forfatter, oplysning om hvorvidt publika-
tionen stammer fra en offentlig institution 
eller ej, en entydig identifi kation (værk-
nummer) samt oplysninger om URL’ens 
liv efterfølgende i arkivet.
En DIP i et eksisterende adgangssy-
stem, som det for eksempel kan ses på 
www.pligtafl evering.dk, indeholder et 
uddrag af AIP’en (få udvalgte bibliogra-
fi ske metadata, oplysninger om formater 
og tilgængelige repræsentationer) samt i 
dette tilfælde oplysninger om den URL, 
hvor publikationen oprindelig er indsamlet 
fra, og den URL, hvor dokumentet nu kan 
fi ndes i arkivet.
Institutional Repositories og OAIS
I disse år arbejdes der intensivt overalt 
i den akademiske verden for at etablere 
digitale institutionsarkiver, de såkaldte 
”institutional repositories”. I fl ere lande, 
for eksempel UK, kører ambitiøse og 
landsdækkende programmer, som har 
som mål at opbygge et netværk af digitale 
arkiver på samtlige universiteter. 
Under vores besøg på MIT, hvor vi mødte 
udviklingsstaben bag det mest udbredte 
software på området, DSpace, blev vi 
blandt andet orienteret om samarbejdspro-
jektet CMI mellem MIT og Cambridge, 
som med et budget på 18 mio. kr. skal 
indføre et insitutional repository på Cam-
bridge. Samtidig er en række træningsse-
minarer for andre UK universiteter under 
afvikling, så man formentlig kan forvente 
en bølge af implementeringer i de kom-
mende måneder og år.
På MIT er situationen den, at forskerne har 
næsten uindskrænkede rettigheder til deres 
forskning, og at universitetet arbejder med 
meget store eksterne forskningsprogram-
mer, som sætter rammer for forsknings-
publiceringen. Så selv om DSpace på MIT 
selvbevidst erklærer, at deres formål er “to 
create and establish an electronic system 
that captures, preserves and communicates 
the intellectual output of MIT’s faculty 
and researchers”, fi k vi indtrykket af, at 
det gik noget langsomt med at overbevise 
forskerstaben om de fordele, de kan have 
af et Institutional Repository. Deres råd til 
andre, der skulle begynde processen, var 
at tilbyde så meget assistance som muligt, 
for eksempel til registrering og datahånd-
tering, i en lang indkøringsfase.
Det er ingen tilfældighed, at bevarings- og 
kommunikationsaspektet understreges 
i MIT’s mission statement. For selv om 
mange i forskningsbibliotekssektoren har 
den bagtanke med disse arkiver, at det 
kunne være fi nt at etablere nogle ram-
mer for publicering, som kunne udfordre 
kommercielle tidsskrifter med deres ublu 
prissætninger, er der ingen tvivl om, at 
dette formål er en langsigtet strategi, 
som arkiverne forhåbentlig vil bidrage 
til. På kort sigt er de to vigtigste aktuelle 
argumenter for oprettelsen af arkiverne, at 
dokumenterne bliver lettere tilgængelige 
og mere synlige, og at de vil blive opbe-
varet sikkert. Forskeren skal kunne stole 
på, at dokumentet opbevares i en autenti-
fi ceret udgave og vil være tilgængeligt på 
længere sigt.
Det kan lyde som en selvfølgelighed, at de 
tilgængelige softwarepakker til institu-
tional repositories også er klædt på til 
opbevaringen, men det er ikke uden videre 
tilfældet, i hvert fald ikke, hvis man tager 
OAIS modellen som udgangspunkt. Flere 
af de softwarepakker, som er fremme i 
øjeblikket, har ikke tilstrækkelige facili-
teter til sikring af dokumenternes frem-
tidige tilgængelighed. Det gælder begge 
de udviklingsprojekter, som gruppen fi k 
lejlighed til at mødes med i forbindelse 
med studierejsen.
Ud over DSpace, som er omtalt ovenfor, 
var der tale om projektet Fedora, som er 
udviklet på Cornell, og som i sin opbyg-
ning forekommer mere fremtidsrettet 
end DSpace. Hvor DSpace har karakter 
af en færdig softwarepakke, som man 
kan downloade og installere uden yderli-
gere dikkedarer, har Fedoras software en 
stærkere grundlæggende opbygning, både 
hvad angår databasestruktur og faciliteter 
til strukturering af det enkelte digitale 
objekt. Til gengæld har Fedora ikke foku-
seret på de dele af systemet, som skulle 
supplere den overbevisende systemkerne 
med en brugervenlig og salgbar indpak-
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ning – for eksempel et brugerinterface  og 
nogle web-baserede  administrationsruti-
ner. Vælger man Fedora, markerer man, 
at man systemmæssigt har muskler til 
selv at sætte systemkernen ind i sin egen 
ramme, mens DSpace er til at installere 
for næsten enhver institution, forudsat at 
man kan leve med dens defaultformater og 
metadata.
Hvis man tager OAIS modellen som 
det, den egentlig er tænkt som – en slags 
blueprint for ”det ansvarlige arkiv” – så 
har hverken Fedora eller DSpace endnu 
udviklet de faciliteter, der skal til, for at 
styre samlingerne ud fra et bevarings-
aspekt. Hele det område af OAIS model-
len, som vedrører arkivets samspil med 
”preservation planning” og ”preservation 
administration”, indgår endnu ikke i syste-
merne, og selve strukturen i opbygningen 
af såvel ”submission packages” (SIP) 
som arkivets dokumentenheder, ”archive 
packages” (AIP), er ikke fremtidssikrede, 
hvis man forestiller sig, at man løbende 
skal kunne overvåge behov for beva-
ringsmæssige indgreb for at sikre visse af 
arkivets objekter.
Men selv om det tilgængelige open source 
software altså endnu ikke lever op til 
OAIS modellen, kan der være gode argu-
menter for at vælge det som udgangspunkt 
for at starte en nødvendig proces, som 
med sikkerhed vil være langvarig og lære-
rig. Selve afklaringen og erfaringsopbyg-
ningen omkring denne type arkiver kan 
ikke vente på, at det perfekte software er 
udviklet og til rådighed. Man må snarere 
se for sig en proces, hvor vi fra dansk side 
byder ind med bidrag til de udviklingsmil-
jøer, som er opstået omkring for eksempel 
DSpace og DIVA, som Statsbiblioteket 
arbejder med. Set i dette lys, er udvik-
lingsmiljøet omkring softwaret muligvis 
en vigtigere evalueringsparameter, end det 
øjeblikkelige systemindhold. Det var ikke 
mindst af hensyn til denne evaluering vig-
tigt for studiegruppen at få mulighed for 
et reelt møde med udviklerne bag DSpace 
og Fedora.
I mellemtiden – det vil sige mens der 
arbejdes på, at softwaret for institutional 
repositories nærmer sig OAIS standarder for 
bevaring – er det vigtigt at sikre sig bedst 
muligt mod de risici for datatab, som vitter-
lig er til stede. Det kan og bør dels ske ved, 
at samspillet mellem institutionsniveauet 
og det nationale niveau for digital bevaring 
snarest bliver implementeret, dels ved at der 
sker en systematisk kompetenceopbygning 
hos dem, der skal implementere systemerne 
lokalt. Hvis vi ikke sætter massivt ind på 
disse områder, i forbindelse med at vi åbner 
vores institutionsarkiver, risikerer vi i værste 
fald at tabe troværdighed i forhold til de 
forskningsgrupper, hvis arkiveringsbehov vi 
tilbyder at dække.
Nationale aktiviteter
I Danmark er mange biblioteker involveret 
i opbygning af digitale samlinger. Disse kan 
opstå som resultat af en bevaringsstrategi for 
det analoge materiale, det vil sige gennem 
digitalisering, som resultat af en formidlings-
strategi, igen digitalisering eller ved at lave 
samlingsopbygning af ”født digitalt” materiale. 
Det er klart, at bevaringsindsatsen for det 
digitale materiale må og skal afhænge af, 
om det er eneste kopi, eller om der eksi-
sterer en analog bevaringskopi. Ligger det 
museale ansvar på den digitale version, 
bør bevaring sikres gennem en aktiv beva-
ringsproces. En forudsætning er selvfølge-
lig, at materialet er blevet indsamlet.
Tager vi det sidste, indsamling, først, 
eksisterer der fl ere initiativer, som kan ses 
som arbejdende hen mod dette mål. Op-
bygningen af de tidligere omtalte institu-
tionelle arkiver (eller hvad nu institutional 
repositories kaldes) er et eksempel, hvor 
man forener formidling med opbygning af 
et digitalt arkiv med forskningsmateriale. 
Et andet eksempel er opbygningen af et 
digitalt arkiv hos DAB med publikationer 
fra staten, et sidste er opbygning af pre-
printservere og understøttelse af elektroni-
ske tidsskrifter. Alle disse er eksempler, hvor 
bibliotekerne tidligere håndterede de trykte 
Alle institutioner kommer til at forholde sig 
til digitale depoter, men ikke alle skal nød-
vendigvis oprette og drive digitale depoter. 
Der bliver brug for samarbejde, driftsfæl-
lesskaber, koordination og teknologisk 
sammenhæng.
DF Revy nr. 2, februar 200422
versioner, men nu ved håndtering af digitale 
versioner opnår såvel et mere brugervenligt 
produkt som en umiddelbar rationaliserings-
gevinst. Prisen er imidlertid, at materialet nu 
er i en form, som på anderledes vis kræver 
overvågning – både mht. bevaring af fi lerne 
og til fortolkning af disse.
Hvad, hvordan og hvor meget, som skal 
bevares, er i nogen grad et politisk spørgs-
mål. Dette blev behandlet i kulturarvsrap-
porten, hvor alle aspekter af den digitale 
kulturarv blev behandlet. I forbindelse 
med webarkivering blev det konstateret, 
at der var et behov for at udvide mandatet, 
hvis man i fremtiden skulle kunne danne 
sig et indtryk af, hvordan informations- og 
kommunikationsmønstre var i starten af 
det 21’ende århundrede.
I webarkiveringsprojektet [netarkivet.dk] 
er målet at undersøge mulighederne for at 
etablere en samling af publiceret mate-
riale – stationært, dynamisk og interak-
tivt, bestående af tekst, billeder, musik, 
video og animationer og dækkende både 
informationsformidling og kommunika-
tion. Der skal etableres grundlag for en 
vurdering af, hvad der kan lade sig gøre 
og til hvilken pris. Der er her tale om store 
mængder data og om en stor diversitet i 
materialet. Bevaringsudfordringerne for 
dette materiale er derfor meget store.
Vender vi os mod bevaring kan det først 
konstateres, at der er tale om to typer 
bevaring: 
- Bitbevaring, som går ud på at bevare 
fi lerne intakte (det vil sige alle bit’ne).
- Logisk bevaring, som går ud på at sikre, 
at fi lerne kan omsættes til noget, som et 
menneske kan opfatte.
Tidligere har fokus været på det første punkt, 
men med de hastige ændringer i soft- og 
hardware er der ved at komme fokus på den 
anden pind. Et nyligt eksempel på en beva-
ringsindsats er det engelske Domesday-pro-
jekt [DOMESDAY]. Generelt, som omtalt i 
NDIPP rapportens bilag II [NDIPP, 40], har 
der siden 1960’erne eksisteret omkring to 
hundrede medier, hvoraf kun meget få har 
eksisteret i mere end ti år.
Det er klart, at bitbevaring er en forudsæt-
ning for al bevaring. Er bittene forsvundet 
kan man have nok så mange emulatorer 
eller konverteringsalgoritmer. Det er derfor 
naturligt, at fokus har ligget og stadig ligger 
her. Der er også stadig tale om, at man kan 
fortolke de fl este fi lformater. Har man en 
gammel Wordfi l på en gammel 5 ¼ tommers 
disk, er chancen for at fi nde relevant drev 
lille, og chancen for, at denne endnu kan 
læses, endnu mindre. Men har man i tide 
sørget for at kopiere den over til en 3 ½ tom-
mers diskette eller på sin institutions lager, ja 
så er chancerne betydeligt højere.
Ovenstående er et eksempel på media-
migrering – og en sådan er en meget vigtig 
komponent i en handlingsplan. Et eksempel 
på massemediakonvertering er Statsbiblio-
tekets konvertering fra CD-ROM til tape 
af musik udgivet i Danmark. 20.000 cd’er 
er rippet og lagt ind i det digitale bogtårn 
som wav-fi ler. Disse er også konverteret til 
mwa-fi ler af hensyn til formidling (Phono-
fi le). Wav-fi lerne er arkivfi ler, hvortil knytter 
sig det museale ansvar. Det er derfor vigtigt 
at sikre, at fi lerne sikres gennem mindst to 
kopier, og at det løbende sikres, at man kan 
fortolke wav-fi lerne. 
I dag fi ndes forskellige strategier mht. 
logisk bevaring:
 • Emulering, hvor man enten i software
  eller i hardware sikrer en emulering af
  de oprindelige omgivelser.
 • Formatkonvertering, hvor man sikrer,
  at man til stadighed har materialet på
  en form, som kan fortolkes med den til
  enhver tid gængse fortolkere.
 • Museal strategi, hvor man gemmer
  hardware og software, så man til en-
  hver tid kan genskabe de rette omgi-
  elser (også ofte kaldt teknisk museums
  strategien).
Institutioner med ansvar for digital beva-
ring anser den museale strategi for noget 
nær umulig, hvorfor interessen drejer 
sig om de to første. Der er mange argu-
menter for og imod, som det vil være for 
vidt at komme ind på her. Her vil vi blot 
konstatere, at begge anses for realistiske 
alternativer. Har man et rimeligt homogent 
materiale, synes formatkonvertering i dag 
at være et godt bud på en strategi, og den 
vælges ofte, hvis mulighederne er til stede.
Ovenfor er nævnt mange beslutninger i 
relation til digital bevaring. Dette leder os 
hen mod et sidste punkt, som vi stiftede 
bekendtskab med på vores kursus, nemlig 
udfærdigelse af en handlingsplan.
Handlingsplan
Digital bevaring handler selvsagt om 
evnen til at sikre digitalt materiale over 
en lang tidshorisont. I modsætning til 
eksempelvis bøger kræver dette, at institu-
tioner er indstillet på løbende at overvåge 
og agere i forhold til ændringer. Digitalt 
materiale kan ikke stilles på en hylde og 
gemmes, men kræver konstant overvåg-
ning – både med hensyn til at sikre fi lerne 
og sikre adgang og korrekt fortolkning af 
disse.
En institutions mulighed for at langtids-
sikre vil afhænge af en række parametre, 
såsom hvor centralt det er for dens for-
retningsområde, økonomisk sikkerhed, 
lovgivningsmæssig forpligtelse og så 
videre. For at sikre åbenhed omkring disse 
spørgsmål bør bevaringsinstitutioner of-
fentliggøre en handlingsplan, på samme 
måde som fl ere biblioteker offentliggør 
deres servicemål. Aktiviteten kan også 
sammenlignes med den, som ligger bag 
processen bag ISO9000 certifi cering, hvor 
en del af certifi ceringen netop er en klar 
dokumentation af de nødvendige proces-
ser.
På kurset blev gennemgået en model for, 
hvordan en sådan handlingsplan kunne 
opbygges. Denne blev angrebet fra tre 
vinkler:
 • Organisatorisk infrastruktur
 • Teknisk infrastruktur
 • Finansielle aspekter
Den organisatoriske infrastruktur har tre 
komponenter, som har hver sit strategini-
veau:
 • Framework, som på et meget overord-
  net, politisk plan afstikker rammerne
  for og indholdet af bevaringsaktivit-
  eterne. Det er den del af handlingspla-
  nen, som forventes at have den længste
  levetid. Indholdet skal på overordnet
  plan positionere institutionen i forhold
  til omgivelserne med hensyn til rele-
  ante aspekter af langtidsbevaring. Det
  betyder, at områder som mandat, andre
  aktører, interessenter, indsamlingsstra-
  egi og potentielle brugsgrupper omtales.
 • Politikker og procedurer, som giver
  en funktionel tilgang til aktiviteterne
  og arbejder mere specifi kt med de
  relevante processer. Denne del er base-
  et på et godkendt framework og omæt-
  ter de overordnede retningslinier til po-
  litikker og procedurer, som efterføl-
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  gende kan omsættes til handling. Ting,   
  som behandles, er roller og ansvar,
  bevaringsstrategi, teknisk infrastruktur
  samt en række aspekter ved det digi-
  tale materiale. Blandt disse er afl eve
  ringsprocedure, selektions- og kassat-
  ionspolitik og kvalitetskontrol.
 • Implementation, som fokuserer på   
  implementeringsplaner her og nu.
Beskrivelse af den tekniske infrastruktur 
vil fortælle, hvordan man konkret løser de 
relevante opgaver, det vil sige, hvordan 
man teknisk behandler materialet, hvordan 
man sikrer det fysiske rum, hvilket udstyr, 
man har, hvordan man fysisk sikrer dette, 
hvilket personale man har og så videre. 
Beskrivelsen her falder i fem områder: 
Materiale, personale, udstyr, IT-omgivel-
ser og det fysiske rum.
Afsnittet om de fi nansielle aspekter skal 
synliggøre omkostningerne – både de di-
rekte og de afl edte. Et klart mål er at sikre, 
at organisationen er bevidst om niveauet 
for de påbegyndte aktiviteter. Det er ikke 
nok at kunne påbegynde opbygning af di-
gitale arkiver, der skal også være økonomi 
til den løbende drift.
Som beskrevet i TDR afhænger en del 
af tilliden af, i hvilket omfang disse ting 
er dokumenteret som en integreret del af 
arkivet. Alle institutioner, som påtænker 
at etablere/allerede har etableret et digitalt 
arkiv, bør forholde sig til disse punkter. 
Planen behøver ikke at defi nere aktivitet i 
forhold til alle punkter, derimod kan man 
godt forestille sig en række strategiske 
samarbejder med klare rollefordelinger.
Afslutning
Desværre fi ndes der endnu ikke et dæk-
kende udtryk på dansk for opbygning af 
et digitalt arkiv, men vi tror, vi kan være 
enige om følgende:
- At opbygge et institutional repository be-
tyder, at man ved hjælp af teknik, organi-
sation, information samt workfl ow skaber 
de nødvendige rammer, for at digitale 
informationer og objekter kan deponeres, 
synliggøres og formidles, samt sikre frem-
tidig adgang til disse.
Resultatet af vores studietur er, som be-
skrevet, en opdateret viden om de mange 
spørgsmål, som DEF og bibliotekerne på 
nationalt niveau skal have svar på. Kort 
fortalt handler det om at bevare adgang 
til vores videnproduktion i den digitale 
tidsalder. Mere konkret handler det om at 
besvare bl.a. følgende spørgsmål: 
 • Hvem er ansvarlig?
 • Hvem føler sig ansvarlig?
 • Hvad skal bevares?
 • Hvorledes og hvem gennemfører
  selektion?
 • Hvem betaler?
 • Hvorledes håndteres kvalitetssikring?
 • Hvorledes håndteres sikkerhed?
 • Hvordan sikres migration?
 • Hvem har adgang og til hvad?
På nationalt niveau har Kulturministe-
riet udarbejdet Kulturarvsrapporten som 
tidligere nævnt vedrørende den nationale 
forpligtigelse. Men det er ikke nok.
Den ”grå” videnproduktion, som fi nder 
sted på universiteter, på forskningsinstitu-
tioner, i sektorforskningen samt i uddan-
nelsesinstitutioner, er lige så væsentlig for 
den fremtidige forskning. Det betyder, at 
alle institutioner kommer til at forholde 
sig til digitale depoter, men ikke alle skal 
nødvendigvis oprette og drive digitale 
depoter. Der bliver brug for samarbejde, 
driftsfællesskaber, koordination og tek-
nologisk sammenhæng. Der er behov for 
at udnytte kompetencer, tekniske løsnin-
ger og udviklingsressourcer på tværs af 
institutioner og geografi . Derfor bliver der 
brug for et overordnet ”framework”, som 
beskriver alle disse aspekter. 
DEF har stillet sig den opgave at medvirke 
til, at digital bevaring af videnproduktion 
på de nævnte institutioner kommer på 
dagsordenen. DEF kan gennem afklaring 
af de nødvendige spørgsmål og aktiviteter 
medvirke til at skabe dialog og sætte fokus 
på at sikre adgang til dansk videnproduk-
tion gennem etablering af Institutional 
Repositories. 
Et pilotprojekt er allerede i gang, nemlig 
test af forskellige softwareprodukter for 
opbygning af institutional repositories. 
DSpace og DIVA afprøves på Roskilde 
Universitetsbibliotek og Statsbiblioteket.
Resultatet er svar på nogle af de mange 
spørgsmål nemlig:
 • Hvilke systemkoncepter er bedst egnet?
 • Hvilken rolle har bibliotekerne i e-pub-
  licering i samspil med egen moderin-
  stitution?
 • Hvilke informationsmaterialer er rele-
  vante at bevare digitalt?
 • Hvorledes sikres kvalitet i videnpro-
  duktionen?
 • Hvilke samarbejdsmodeller er mulige,
  teknisk og organisatorisk?
Alle disse spørgsmål og fl ere til vil vi 
forhåbentlig have svar på i løbet af det 
kommende år.
DEF’s ønske kan udtrykkes således, som 
vore australske kolleger har udtrykt det 
i Digital preservation – a many layered 
thing – The National Library of Australia, 
2002:
 • Ikke alle skal gøre alting, men der er   
  nogen, der skal gøre noget!
 • Der skal være nogle, som er villige til
  at gå forrest på næsten alle områder
 • Og der skal være nogen, der må være
  villige til at tage ansvaret, selvom
  ansvaret kan være ikke at gøre noget!
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