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Лавинообразное развитие электроники и микропроцессорной 
техники определяют основные приоритеты в развитии всех остальных 
отраслей науки и техники. Не исключением стала и отрасль науки, 
относящаяся к релейной защите, что и явилось предпосылкой создания 
данной книги. Авторами была поставлена цель создания единого пе-
чатного издания, объединяющего как известные принципы, так и со-
временные основы и методы проектирования релейной защиты. Дан-
ное издание не заменяет существующие учебники, а помогает в до-
ступной форме освоить раздел дисциплины «Релейная защита» каса-
ющийся современной цифровой релейной защиты.  
Основой для подготовки данного учебного пособия явилась ин-
формация, размещенная в периодической печати, справочных издани-
ях, каталогах фирм-производителей электронного оборудования и 
цифровых защит, книгах и монографиях, опубликованных результатах 
научных исследований.  
В основу данного пособия положены и результаты, полученные 
в процессе проектирования, опытной и промышленной эксплуатации 
комплекса цифровых защит созданных группой независимых разра-
ботчиков Signnet Electric, информация о которых приведена в прило-
жении. 
Учебное пособие «Цифровая защита (аппаратное и алгоритми-
ческое обеспечение)» предназначено для студентов, обучающихся по 
направлениям «Электротехника и электротехнологии», «Электромеха-
ника», а также специалистов в области монтажа, наладки, эксплуата-
ции, а также проектирования релейной защиты и автоматики. 
Авторы выражают глубокую признательность и благодарность 
рецензентам, а также доктору техн. наук Жежеленко И.В. за оказанные 
поддержку и помощь при написании данного учебного пособия. 
Замечания по книге просьба направлять по адресу: Украина, 
87500, г. Мариуполь, ул. Университетская, 7, ГВУЗ «Приазовский гос-
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