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ABSTRAK 
Keamanan jaringan komputer yang merupakan bagian dari sistem informasi sangat penting untuk 
menjaga validitas dan integritas data serta menjamin ketersediaan layanan bagi penggunanya. 
Sistem harus dilindungi dari serangan dan usaha penyusupan atau pemindaian oleh pihak yang 
tidak berhak. Sistem deteksi penyusupan jaringan yang ada saat ini umumnya mampu mendeteksi 
berbagai jenis serangan tetapi tidak mampu mengambil tindakan lebih lanjut. Selain itu, sistem 
yang ada tidak berinteraktivitas dengan administrator. Multiplicative RNG merupakan metode 
pembangkitkan bilangan acak yang banyak digunakan dalam program komputer, dengan 
memanfaatkan model linier untuk membangkitkan bilangan acak. Ciri khas dari MRNG adalah 
terjadinya pengulangan pada periode waktu tertentu atau setelah sekian kali pembangkitan. Hal ini 
adalah salah satu sifat dari metode ini dan pseudo random generator pada umumnya. Penentuan 
konstanta MRNG (a,c dan m) menentukan baik tidaknya bilangan acak yang diperoleh dalam arti 
memperoleh bilangan acak yang seakan-akan tidak terjadi pengulangan. Bilangan random yang 
dihasilkan dari metode Multiplicative RNG dipastikan tidak sama antara satu dengan lainnya. 
Kata kunci: sistem keamanan website, SMS, metode multiplicative RNG 
PENDAHULUAN 
Berkembangnya teknologi informasi khususnya jaringan komputer dan layanan-layanannya, disatu 
sisi mempermudah pekerjaan manusia, tetapi disisi lain menimbulkan masalah yang serius, yaitu 
faktor keamanan. Pada satu sisi, manusia sangat bergantung dengan sistem informasi tetapi di sisi lain 
statistik insiden keamanan meningkat tajam. Hal ini secara umum terjadi karena kepedulian terhadap 
keamanan sistem informasi masih sangat kurang. Adapun upaya untuk mencegah insiden keamanan 
perlu dilakukan langkah-langkah preventif, baik teknis atau non teknis. 
Keamanan jaringan komputer sebagai bagian dari sebuah sistem informasi bertujuan untuk menjaga 
validitas dan integritas data serta menjamin ketersediaan layanan bagi pengguna. Sistem harus 
dilindungi dari serangan dan usaha penyusupan atau pemindaian oleh pihak yang tidak berhak. Sistem 
deteksi penyusupan jaringan yang ada, umumnya mampu mendeteksi berbagai jenis serangan tetapi 
tidak mampu mengambil tindakan lebih lanjut. Selain itu, sistem yang ada tidak memiliki 
interaktivitas dengan administrator.  
Sama halnya dengan penggunaan internet, tidak semua pengguna internet dapat menghargai privasi 
orang lain, bahkan banyak yang sengaja mencari keuntungan dan memanfaatkan kelemahan sistem 
orang lain untuk melakukan tindakan kejahatan komputer. Serangan terhadap sistem komputer banyak 
dilakukan melalui internet, terutama untuk mendapatkan sesuatu sesuai dengan keinginan penyerang. 
Maka, diperlukan sistem keamanan website menggunakan SMS dengan metode multiplicative RNG. 
METODE PENELITIAN 
Metode pengumpulan data penelitian ini, dilakukan melalui studi pustaka, yaitu mengumpulkan bahan 
referensi dari buku, artikel, jurnal, makalah, maupun internet mengenai pembuatan keamanan website. 
Adapun analisis data dilakukan terhadap masalah yang dialami dalam keamanan website dan 
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bagaimana solusi penyelesaiannya. Selanjutnya, implementasi sistem dilakukan dengan menganalisis 
solusi penyelesaian keamanan website dalam perancangan aplikasinya sehingga menghasilkan yang 
terbaik. Sedangkan, pengujian sistem dilakukan terhadap aplikasi keamanan website yang akan diuji 
guna memastikan semuanya telah bekerja sesuai dengan tujuan yang diinginkan. 
HASIL DAN PEMBAHASAN 
Pengujian dan Pembahasan Sistem 
Pengujian dilakukan secara fungsional. Adapun metode yang digunakan dalam pengujian ini adalah 
pengujian blackbox testing yang mengutamakan fungsional sistem, dengan tujuan untuk menemukan 
kesalahan fungsi dari sistem yang dibangun. Pengujian dengan metode blackbox testing dilakukan 
dengan cara memberikan sejumlah input pada program aplikasi, lalu diproses sesuai kebutuhan 
fungsionalnya untuk melihat apakah program aplikasi dapat menghasilkan output sesuai dengan yang 
diinginkan dan sesuai dengan fungsi dasar program aplikasi tersebut. Apabila dari input yang 
diberikan, proses menghasilkan output yang sesuai dengan kebutuhan fungsionalnya, maka program 
aplikasi yang dibuat sudah benar, tetapi apabila output yang dihasilkan tidak sesuai dengan kebutuhan 
fungsionalnya, maka masih terdapat kesalahan pada program aplikasi dan selanjutnya dilakukan 
penelusuran perbaikan (debugging) untuk memperbaiki kesalahan yang terjadi. 
Proses Pengujian Sistem 
Sebagai ilustrasi data, dilakukan implementasi dengan sembarang data admin, data username, data 
password, data pesan sms yang diinput. Proses ini dilakukan untuk mengimplementasikan kinerja 
sistem keamanan website menggunakan metode multiplicative RNG pada webstie Universitas 
Almuslim Kabupaten Bireuen dan diharapkan sistem dapat mengirim kode konfirmasi kepada pihak 
admin yang mengakses halaman administrator website dengan autentikasi keabsahan dan keamanan 
sistem. Pada proses implementasi ini penulis menggunakan service sms gammu yang dapat bekerja 
sesuai kehandalan sistem yang dirancangan. Adapun proses implementasi sistemnya adalah: 
1. Menu Login 
 
Gambar 1. Menu Login 
 
Pembahasan:  merupakan menu login pada sistem keamanan website menggunakan sms dengan 
metode multiplicative RNG. Form ini muncul ketika pertama kali website diakses 
dan isi formnya adalah username dan password serta button login. Lalu, 
menginputkan username dan password yang telah didaftarkan dalam database oleh 
administrator sistem, kemudian klik tombol login untuk login ke dalam sistem. 
Maka username dan password akan dieksekusi oleh sistem serta dilakukan 
pencocokan dengan data yang sebelumnya ada dalam database. Lalu, sistem 
memeriksa kecocokan data antara data input dari penulis dan data yang ada dalam 
database, sehingga tidak terdapat debugging serta error lainnya pada sistem untuk 
mencapai tujuan dan kemampuan. Setelah berhasil dilakukan pencocokan oleh 
sistem, sistem akan menampilkan user interface (UI) baru yaitu form konfirmasi. 
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2. Menu Konfirmasi, yaitu setelah autentikasi username dan password, sistem akan memeriksa 
kebenaran username dan password tersebut. Username adalah admin dan passwordnya adalah 
admin maka sistem mencari no handphone pada field tersebut dan mengirim kode konfirmasi ke no 
handphone tersebut serta ditampilkan kode konfirmasi seperti berikut: 
 
Gambar 2. Menu Konfirmasi 
Pembahasan: menjelaskan tampilan dan form konfirmasi yang ditampilkan oleh sistem untuk 
dimasukkan kode konfirmasi yang dikirim ke handphone admin, berikut tampak 










Gambar 3. Pesan Kode Konfirmasi 
Dilakukan pengujian terhadap sistem pada form konfirmasi dengan memasukkan kode konfirmasi 
yang dikirim ke sms oleh sistem secara otomatis, lalu klik tombol konfirmasi dan sistem berhasil 
masuk ke dalam website seperti apa yang diharapkan. Sejauh ini telah dilakukan beberapa kali 
percobaan login, sehingga menampilkan form konfirmasi dengan akun pengguna yang berbeda dan 
dapat dipastikan bilangan random yang dikirim kepada user berbeda untuk melakakukan konfirmasi, 
dan kemungkinan besar user tidak dapat menebak kode kofirmasi tersebut. 
3. Menu Pemberitahuan 
 
Gambar 4. Menu Pemberitahuan 
Pembahasan:  jika pengguna melakukan kesalahan memasukkan kode konfirmasi sebanyak tiga 
kali, sistem akan memblokir hak akses username dan password tersebut, serta 
mengirimkan pemberitahuan ke no handphone pengguna username dan password 
tersebut, bahwa akun dengan username dan password yang dimilikinya telah 
diblokir oleh sistem karena terjadi percobaan kode konfirmasi sebanyak tiga kali. 
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4. Menu Input Admin 
 
Gambar 5. Menu Input Admin 
 
Pembahasan:  adalah menu input admin yang dapat dilakukan oleh admin setelah berhasil melakukan 
autentikasi terhadap form login dan form konfirmasi, setelah dilakukan beberapa kali 
input data pada form ini, dipastikan tidak ada debugging program serta error lainnya. 
Maka, disimpulkan bahwa form input admin telah berhasil melalui pengujian sistem. 
 
SIMPULAN 
Berdasarkan hasil dan pembahasan penelitian, maka dapat disimpulkan bahwa: 1) bilangan random 
yang dihasilkan dari metode multiplicative RNG dipastikan tidak sama antara satu dengan lainnya; 2)  
editor yang digunakan untuk menulis skript bahasa pemograman adalah dreamweaver dan notepad 
++; 3) service sms yang digunakan adalah gammu versi windows dengan konfigurasi melalui modem 
GSM/HSDPA; 4) sebuah perancangan sistem keamanan website menggunakan SMS dengan metode 
multiplicative RNG study kasus SIAKAD Universitas Almuslim berhasil mengimplementasikan 
kinerja metode multiplicative RNG; 5) sistem tidak diimplementasikan langsung pada sistem lama; 6) 
penerapan biaya sms ditanggung pengguna tidak bisa diterapkan karena harus dilakukan kerja sama 
dengan provider kartu sim, hal ini hanya dapat digunakan oleh perusahaan; dan7) bahasa pemograman 
yang digunakan adalah pemograman php, javascript, css dan html serta dibantu oleh API Gammu. 
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