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BAB V 
KESIMPULAN DAN SARAN 
5.1. Kesimpulan  
 Berdasarkan pembahasan pada bab sebelumnya, maka dapat disimpulkan 
bahwa :  
1. Hasil kesimpulan dari penelitian evaluasi indeks KAMI pada pusdatin , 
diketahui bahwa saat ini dilihat dari tingkat ketergantungan TIK pada 
instansi adalah KRITIS dimana pusdatin sangat bergantung dengan TIK 
untuk keberlangsungan kegiatan operasional. Hasil evaluasi pada 5 area 
yaitu (Tata Kelola, pengelolaan Risiko, Kerangka Kerja, Pengelolaan Aset, 
dan Teknologi Informasi) Indeks KAMI diketahui bahwa pusdatin berada 
pada level atau tingkat kematangan I+, dimana artinya pusdatin perlu 
melakukan “Perbaikan” keamanan informas untuk dapat melakukan 
sertifikasi ISO 27001:2013, minimal level kematangan yang harus dicapai 
pusdatin adalah level III+. 
5.2. Saran  
  Terdapat beberapa saran untuk penelitian serupa dimasa mendatang : 
1. Wawancara merupakan metode yang baik karena metode tersebut dapat 
memberikan manfaat yang lebih banyak antara lain dapat berkenalan 
langsung dengan responden dan mampu menyampaikan pengantar 
sebelum melakukan pengajuan pertanyaan yang akan ditanyakan, sehigga 
menghindari ketidakpahaman responden atas pertanyaan yang akan 
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disampaikan. Selain itu pengambilan data berlangsung inetraktif dan 
responsif untuk beberapa data yang bersifat rahasia hanya diperlihatkan 
tidak diperkenankan untuk disalin. Kekurangan dari metode wawancara 
adalah waktu dimana terdapat kesulitan untuk mengatur jadwal pertemuan 
dengan kepala sub bidang dikarenakan perjalanan dinas. Sebaiknya 
menjadwalkan pertemuan dengan baik dan perhitungkan waktu yang 
dibutuhkan mengingat banyakya pertanyaan yang terdapat pada indeks 
KAMI. 
2. Dimasa mendatang evaluasi mungkin bisa dilakukan dibalai lain untuk 
mengetahui tingkat kematangan manajemen keamanan informasi yang 
secara menyeluruh dikementerian pekerjaan umum dan perumahan rakyat. 
3. Model PDCA terus di lakukan secara terus menerus untuk mendukung 
kelangsungsan bisnis instansi sehingga Sistem Manajemen Keamanan 
Informasi dapat berjalan secara optimal. 
  
