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イントラネットによる学生コンビュー タ室利用登録
-WWWでの個人認証システムー
醍醐元正
1 .はじめに
ここ数年インターネットが急速に脚光を浴び始めたのに続き、この半年程前
からはインターネット技術を用いたイントラネット（ intranet ）がマスコミを
賑わせている。しかしこのイントラネットという言葉の意味は今一つはっきり
しない。
一方富山大学経済学部ではこの春から学生コンピュータ室が開設され、学生
が自由に利用出来る様になった。この部屋はまた講義やゼミ等にも利用出来る
が、ゼミ利用では同時刻に複数のゼミが開講されているのでゼミ間の調整が必
要となる。今の所は教務係で利用登録と調整をしているが、教務係に負担がか
かり、また教官側も登録の為に教務係まで出向かなければならない事になる。
そこで筆者はこの利用登録をWWWを使って行なうプログラムを作る事を考
えた。この場合問題となるのは誰もが自由にアクセス出来るWWWの開放性で
ある。登録ページは教官のみがアクセス出来る様に設定する事が望ましいが、
富山大学のインターネットの現在の設定ではWWWの各ページは学内或いは学
部内からのアクセスに限定した提供は出来ても、教官のみアクセス出来て学生
はアクセス出来ないという様なページは作る事が出来ない。また利用登録では
登録しようとする教官は実際にその本人である事を確かめた方が良い。即ちホー
ムページ上の個人の認証システムが必要になって来るのである。
このコンピュータ室利用登録システムはイントラネットのー形態と考える事
が出来る。そして多くのイントラネットではこのシステムと同様にWWWでの
個人の認証が必要になるケースも多々あるであろう。そこで学生コンピュータ
室の利用登録ページの作成にあたって、 WWWシステム上で個人の認証を行う
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事が出来る様にしたので本稿でそれについて報告する。始めにイントラネット
という言葉の意味について分析し、次にunixでのアカウントの管理方法につい
て概略を説明する。最後にそのアカウント管理を利用した個人の認証システム
とそれを使ったコンビュータ室利用登録システムについて解説する。
2.イントラネット
最初にも述べた様に、このイントラネットという言葉は最近話題になりはじ
めたものの、今一つ内容がはっきりしない感がある。少なくとも筆者にはなぜ
「イントラネット」をことさらインターネットと区別するのかがよく判らない。
またコンピュータ関係の雑誌等［ 1, 2］によるとイントラネットには大体次の二
つの意味がある様である。
(1) インターネットで使われているTCP/IP等の技術やそれを利用したアプリ
ケーションソフトウェアを使って構築した組織内向けの情報システム
(2) WWWシステムを利用して構築した組織内向けの情報システム
この定義では（1）の方がインターネットに関係した技術やソフトなら何でも含ま
れているので広義であり、（2）はWWWにのみ意味を限定しているので狭義であ
る事が判る。しかしなぜこの二つの定義が流布しているのか、広義な（1）の方の
定義に統ーされない理由がよく判らない。またなぜ急にイントラネットが脚光
を浴び始めたのか、少なくともグループウェア等の他のシステムに比べて何が
有利なのかも問題である。以下ではその原因について少し考えてみる事にする。
インターネットの技術と比較するネットワーク技術としてはNetWareや
AppleTalkが挙げられる。それらに比べてインターネットのどこが有利かとい
うと、一つ明らかなのはインターネットのプロトコルであるTCP/IPにある。
TCP/IPはunixの上で、は勿論WindowsやMacintoshといったOSの上でも容易に
利用出来るのである。 unixと Windows95/NTには標準でTCP/IPプロトコル
スタックとアプリケーションソフトウェアが付属している。 Macintosh用の
TCP/IPスタックとアプリケーションも無料か極めて安価に入手可能である。
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それに対してunixでNetWareのプロトコルであるIPXやAppleTalkを利用しよ
うとするとそれなりのコストと手間が必要になる。即ちTCP/IPさえ採用して
おけばすぐにでも全ての計算機でネットワークが利用出来る様になるのである。
こうした技術的な側面の他にこれだけ世の中にインターネットが普及して来
たという事実も重要である。これだけ普及して来ると組織の内部だけに閉じた
ネットワークのみがあれば良いという状況ではなく、いずれ殆どの組織でイン
ターネットを利用する様になるであろう。例えば現在でも既にインターネット
の電子メールは学生にさえ学内外との連絡に必須の道具になっている。この様
な状況のもとで組織内部ではインターネット以外のネットワークシステムを使
うとすれば、組織外部との接続にはインターネット、組織内部用には別のネッ
トワークという二重の構造になり導入や管理の負担が二重にかかる事になる。
この状況からイントラネットというのは主に学術研究に利用されて来たイン
ターネットが企業等にも浸透して行く過程であると見ることが出来るのではな
いか。即ちそれまで企業の情報システムはそれぞれの組織で孤立して利用され
ていたので、そこで使われて来たネットワークは組織外との通信については全
く考えられていなかった。それに対して学術研究機関では古くから外部との共
同研究等において組織外との通信は不可欠であり、インターネットは元々ネッ
トワーク聞の接続性についても考慮された設計になっている。この様なインター
ネットが現在のブームにより世の中に広まり、また企業においてもCALS等を
見ても判るように企業間のデータ交換を考慮しなければならない情勢になりつ
つある現在、インターネットの利用は企業においても必須の物となって来てい
るのである。こう考えると先のインターネットのブームが一般家庭でのインター
ネット利用の誘因とはなり得なかったのと異なり、現在のイントラネットのブー
ムが終わる時には、多くの企業の内部において確実にインターネットが利用さ
れていると筆者には思われるのである。
最後に他のネットワークになくインターネットに特有のものとしてWWWシ
ステムがある。 WWWシステムは使い易く判りやすいので瞬く間に世界に広がっ
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た。 WWWシステムの上に組織内の情報を載せておけばその利用法を習う必要
もなく、誰にでも簡単にその情報を利用する事が出来る。更に、普通WWWシ
ステムはマルチメディアの情報表示のみに使われているが、うまくシステムを
構成すればC/S(client/server ）構成の情報システムとしても利用出来る［ 3 l。
このシステムは自然と 3層C/Sシステムとなり、管理しやすく又拡張性に富ん
だ形に構成される。こう見るとWWWはイントラネットにおいて大変重要な役
割を果たす事が判る。計算機リテラシーを持つ構成員が少ない組織において計
算機上の情報をそれらの構成員にいかに提供するかという事は大きな問題であ
る。その様な組織においてはリテラシーが殆どなくても利用出来るWWWがイ
ントラネットの最も重要な構成要素となる。即ち初めに述べた二番目の定義の
存在が意味するのはこのWWWの重要性なのであろう。電子メール等も利用さ
れるであろうが、最も重要で万人に一番利用され又目に付くのはやはりWWW
しかない。
3. unixのアカウント管理と認証
以上の様にイントラネットはインターネット時代にマッチした情報システム
として広がって行くであろうが、イントラネットにも幾つかの間題点がある。
その原因は元々のインターネットの性格にある。何度も述べる様にインターネッ
トは元来学術研究機関で利用されていたものであり、そこでは情報は一般に公
開されるものなのである。それに対して企業等では当然部外秘の資料等もあり
組織外と内部とで提供される情報を分離して考えなければならない。いわゆる
セキュリティ問題である。例えば元々オープンな性格を持つインターネットの
性格を引き継いだイントラネットにおいて組織の外部と内部を切り分ける設備
としてfirewallE 4 1等が必要になるのである。本稿で扱うのはイントラネット
のキーテクノロジーであるWWWにおける問題である。 WWWでは個人の認証
が出来ないので、認証の為のプログラムは別に作らねばならない。本システム
で、はunixのアカウント管理と認証システム［5］を利用したので、以下でunixの
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アカウント管理について概観する事にする。
個人の認証とはある人聞が名前を名乗った時、その人聞が確かに名乗った名
前を持つ本人であると証明する事である。計算機で認証を行なうにはパスワー
ドを利用する事が多い。マルチユーザの計算機では使用開始に当って利用者の
ユーザ名とパスワードを聞いて来る。これによってシステムはこれから利用を
開始しようとしているユーザの名前と、それが確かに本人であるという事を確
認するのである。この形式で認証を行うにはユーザ名とそのパスワードが計算
機のどこかに情報として保存されていなければならない。一方で、少なくともパ
スワードは誰にでも見せて良いというものではない。パスワードを他人に隠し
ておく方法としてこれらのユーザ名とパスワードをシステム管理者とOSのユー
テイリティだけがアクセス出来るファイルに記録するという方法がある。この
方法は初期のOSの多くが採用していたが、偶発的な事故によりそのファイル
が読まれてしまうおそれがある等欠陥が多いので現在では殆ど用いられていな
し30 
unixでは暗号化されたパスワードを記録するという方法を取っている。暗号
化にはいわゆる一方向関数を利用する。一方向関数とは与えられたパスワード
を暗号化する手続きは一般に知られているが、逆に暗号化された文字列から元
のパスワードを求めるのは大変難しく実際上不可能な関数の事である。利用希
望者がユーザ名とパスワードを入力すると計算機は入力されたパスワードをこ
の関数で暗号化する。そしてユーザ名に対応して記録しである暗号化されたパ
スワードと比較する。これ等が同じであれば元のパスワードも同じであったの
であるから、これらを入力した者はそのユーザ名を持った正規の利用者である
と判断される。違っていれば入力されたパスワードも間違っていたのであるか
ら利用は拒否されるのである。
このユーザ名とパスワードを記録する場所は、 unixシステムでは2種類の場
所が利用出来る。スタンドアローンのunixワークステーションではそのワーク
ステーション内にファイルとして置かれる。この場合にはこのファイルの内容
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を見ればユーザ名と暗号化されたパスワードを知る事が出来る。もう一つの方
法はNIS( Network Information System ) c6 lと呼ばれるシステムを利用す
る方法である。これはネットワーク上の複数のワークステーションに対して一
台のNISサーバを用意し、このサーバ上にそれらのワークステーション群で用
いられるパスワードファイル等の構成ファイルを全て置いておくのである。こ
の一括して管理されるワークステーション群をNISDomainと呼び、 NIS
Domain 同士はNISDomain nameという名前によって区別される。 NIS
Domain内では一人のユーザ、は単一のユーザ、名とパスワードを持つ。あるNIS
Domainで、のユーザ、名と暗号化パスワードのファイルを見たければ、パスワー
ドファイルを要求する命令をそのNISDomain nameを付けて実行すれば良い
のである。この時NISサーバの名前や場所等はOSが自動的に見つけて来てくれ
るので利用者が知る必要はない。利用者は使いたいNISDomain nameさえ判っ
ていれば良いのである。
4.学生コンビュータ室利用登録システム
イントラネットに限らず組織における計算機利用では組織の構成員の計算機
リテラシーが問題になる。富山大学経済学部では構成員全体に計算機リテラシー
を要求する事は不可能なのが現状である。しかし学生コンピュータ室利用登録
システムは教官が講義やゼミの為にコンビュータ室を利用しようとする時に、
利用時間を登録して他の教官の利用との調整を図る為のものである。従ってこ
のシステムの利用者は講義等にコンビュータ室を利用しようとするのであるか
ら、当然計算機・ネットワークやWWWブラウザは利用出来るものと考えて良
い。この様にシステムの目的によっては計算機利用が広がっていない我々の組
織の様な所でもイントラネットを利用し始める事が出来るのである。
この利用登録は経済学部の教官がゼミ等の為に希望の時間の利用予約を行う
のであるからデータを入力した教官の個人認証が出来る方が良い。そこでこの
システムでは経済学部の教官用のメールサーバであるecolでのユーザ、名とパス
- 76 ( 284）一
ワードを利用して認証を行う事にした。経済の教官でネットワークを利用する
者は必ず、ecolに登録されている。そして先程と同様にゼミ等で学生に計算機を
利用させるのであるからその教官もメールは利用していると考えてもよいであ
ろう。登録の為のパスワードシステムを別に作る事も出来るが、そうすると殆
どの利用者はecol上とこのシステム上とで二つのパスワードを管理しなければ
ならないという状態になり、それでは利用者に不親切なシステムになってしま
つ。
現在筆者が利用出来るサーバはecol,www.toyama-u.ac.jp （富山大学全体
のWWWサーバ）と経済学部が所有するsikibuである o ecolとwww.toyama-u. 
ac.jpは同じNISDomainに属する。これらの上ではそれ自身のパスワードによ
る個人の認証は簡単に出来る。しかし残念ながらecol上ではWWWサー バフ。ロ
グラムは走っていない。またwww.toyama-u.ac.jpは今回の目的には利用出来
ない。今回のシステムではCGI[3 lを利用するが、 CGIではそのゲートウェイプ
ログラムは特定のディレクトリに置かれていなければならない。所がWWW.
toyama-u.ac.jpで、はそのディレクトリは一般には書き込み禁止になっているの
でCGIを動かす事が出来ないのである。
そこで今回のシステムで、はsikibuからecolが属するNISDomain nameを付
けてパスワード転送の命令を実行し、その結果をファイルとしてsikibuに保存
する事にした。登録の要求があり、入力されたユーザ名とパスワードをこの保
存したファイルと比較して一致すれば認証成立という事になる。ただこれだけ
だとecol上で、パスワードを変更してからこのシステムを利用するとsikibuに保
存されたパスワードと食違うので必ず認証不成立になる。そこで一度目が不一
致であれば新たにパスワード転送命令を実行して、その結果のファイルでもう
一度比較を行う事にした。そして安全の為このsikibu上に保存したパスワード
ファイルは限られた人間のみが見る事が出来る様になっている。
ecolのNISDomainには実は富山大学の全教職員が登録されている。 ecolは
富山大学の総合情報処理センターが管理しており、このNISの登録はセンター
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が行なっているので経済学部のみの意向で構成を変える事は出来ない。従って
このままではこのシステムは他学部の教員も登録が出来てしまうという欠陥を
持つ。そこで今回は経済学部職員のユーザ名ファイルを作り、初めにユーザ名
とこのファイルとを比較してファイルの中にユーザ名が登録されている者だけ
がこのシステムを利用可能とする事によってこの問題を解決したo
さて実際のシステムの利用は極めて簡単である。このシステムのホームペー
ジには現在の登録状況の表示と登録の為のページ、へのリンクがある。登録のペー
ジには二種類あるがどちらも登録方法は殆ど同じである。最上部にecolで、のユー
ザ名とパスワードを入力する欄がある。それから「登録」と「削除」を選ぶチェッ
クボックスがあるがこれは自分のユーザ、名を登録するか又は登録されている名
前を削除するかを選ぶ欄である。その横に「送信」と「消去」のボタンがある。
これらの欄の下に登録したい日付と時間をチェックする欄がある。この日付と
時間の欄の希望の所をチェックして「登録」又は「削除」を選び、ユーザ名と
パスワードを入力して最後に「送信」を押すと登録が完了する。登録結果は登
録状況の表示のページにBackしてReloadボタンを押せば確認する事が出来る。
この時パスワードを3回間違えるとその者は以後このシステムを利用出来なく
なるので注意が必要である。そうなってしまった時はエラーカウンターをリセッ
トする様に筆者に連絡してもらう他はない。
このシステムでは一つの時間に何人でも登録する事が出来る。実際に同時に
どれだけのゼミでコンピュータ室が利用出来るかはゼミの構成人数や利用法に
よっても違って来るであろう。人数が多くて無理だと思われた場合は登録した
教官の問で調整してもらって、利用を取りやめた教官には登録削除の手続きを
して頂きたい。
5.終わりに
今回の開発によりWWWシステム上で個人の認証が可能になった。今後この
様な認証が必要になるWWWの利用法も色々出て来ると思われる。例えば休講
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通知のページ等を作れば便利で、あろう。計算機に不慣れな者にも親切なこの様
なシステムによって、インターネットが世の中に普及して行く事になれば幸い
である。
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