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ANOTACE 
Hlavním předmětem mé bakalářské práce je seznámení se s problematikou  
počítačových sítí s volnou topologií se zaměřením na technologii MANET,  resp. Motorola MESH. 
Zabývá se simulací vlivu počtů uzlů v sítí na  přenos dat pomocí veškerých dostupných 
směrovacích protokolů v Opnet Modeler. V první části popisuje základní sítě s volnou topologií a 
popisuje  jejich vlastnosti. Převážně se věnuje sítím typu Mesh a nejvíce  technologii od firmy 
Motorola. Veškeré použité technologie firmy  Motorola jsou zde popsány. Naleznete zde 
uvedeny všechny tři druhy sítí  Motorola, a to MOTOMESH Solo, MOTOMESH Duo a MOTOMESH 
Quattro. Druhá část práce se zaměřuje na směrovací protokoly dostupné pro sítě  MANET v 
Opnet Modeler. Jsou zde popsány principy a základní vlastnosti  protokolů AODV (Ad-hoc On-
demand Distance Vector), DSR (Dynamic Source  Routing), OLSR (Optimized Link State Routing 
protocol) a TORA/IMEP  (Temporally-Ordered Routing Algorithm) a GRP (Geographic Routing 
Protocol). Závěrečná část bakalářské práce se zabývá simulací jednotlivých  protokolů  a jejich 
vlivu na přenos multimediálních dat přes síť. Je zde  popsán přesný postup vytvoření sítě 
MANET, nastavení jednotlivých prvků,  zvolení potřebných charakteristik a zobrazení po 
simulaci. Kapitola  obsahuje i závěrečné shrnutí všech simulovaných protokolů. 
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ABSTRACT 
The main goal of my bachelor thesis is familiarization with a question of computer 
network with free topology aimed at MANET technology, or more precisely Motorola MESH. It 
deals with simulation of influence of bundle number within the network on data transfer using 
all possible routing protocols in Opnet Modeler. The first part contains description of basic 
networks with free topology and their characteristics. It devotes mainly to Mesh networks and 
mostly to Motorola technologies that are described there. All three Motorola network types can 
be found there - MOTOMESH Solo, MOTOMESH Duo and MOTOMESH Quattro. The second part 
of the thesis focuses on routing protocols available for MANET networks in Opnet Modeler. 
Principles and basic characteristics of protocols AODV (Ad-hoc On-demand Distance Vector), 
DSR (Dynamic Source  Routing), OLSR (Optimized Link State Routing protocol) and 
TORA/IMEP  (Temporally-Ordered Routing Algorithm) a GRP (Geographic Routing Protocol) are 
described there. The closing part of the thesis is dedicated to the simulation of individual 
protocols and their influence on transferring multimedia data through the network. It includes 
exact process of making the MANET network, configuration of individual components, choosing 
the necessary characteristics and after simulation view. It concludes also the final summary of 
all simulated protocols. 
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ÚVOD 
V dnešní době dochází k masivnímu rozvoji bezdrátových sítí, zejména sítí WI-FI. 
Ovšem tyto sítě už nedostačují požadavkům mobility a mají různá omezení. Mezi tyto omezení 
patří zejména přechod mezi různými přístupovými body a malá využitelnost spektra. Proto 
vznikají nové technologie pro řešení těchto problémů.  
Jedním z řešení je rozvíjející se technologie Motorola MESH, která některé tyto omezení 
překonává. Tato technologie umožňuje přechod koncového zařízení mezi jednotlivými 
přístupovými body sítě bez omezení, tudíž se jeví síť pro aplikace jako zcela transparentní.  
Dále umožňuje znovu-užití frekvenčního spektra a značně rozšiřuje pokrytí signálem,  
jelikož každý přijímač je i vysílač.  
Prvním cílem této bakalářské práce je seznámit se s problematikou sítí s volnou 
topologií jako je síť AD-Hoc a síť Mesh a shrnout dostupné poznatky. Dalším cílem je simulovat 
směrovací protokoly sítě Manet dostupné v simulačním prostředí Opnet Modeler a zjistit jaký má 
vliv počet uzlů v síti na přenos multimediálních dat. 
V první kapitole je uvedeno stručné seznámení se sítěmi Ad-Hoc, jež patří mezi sítě 
s volnou topologií. Vyvinuly se takřka ve stejný čas jako sítě WI-FI. 
V další kapitole je seznámení se sítěmi postavených na technologii bezdrátové Mesh 
sítě. Uvedeny jsou základní vlastnosti, historie vzniku, topologie a základní směrovací protokoly. 
V třetí kapitole se věnuji technologii Motorola MESH. Popisuji zde její vlastnosti  
a základní obsažené technologie a různé druhy, které doposud byly vydány. 
Ve čtvrté kapitole se věnuji podrobněji směrovacím protokolům pro Manet sítě. Jsou zde 
podrobně popsány protokoly, které jsou zakomponovány v simulačním prostředí Opnet Modeler 
včetně jejich základních algoritmů při nalezení cesty skrze síť a její udržování. 
V poslední kapitole práce se věnuji již simulováním směrovacích protokolů v simulačním 
prostředí Opnet Modeler a zhodnocení výsledků simulací u jednotlivých protokolů. 
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1. AD-HOC SÍŤ 
Jedná se o počítačovou síť ve které jsou komunikační linky bezdrátové. Nejčastěji se takto 
označuje dočasné síťové spojení mezi dvěma uzly bez použití Přístupového bodu, tzv. Access 
Point. Principiálně je síť založená tak, že první uzel v této síti vytvoří jakýsi imaginární 
přístupový bod, který obstarává komunikaci dalších připojených stanic, ovšem ti komunikují bez 
tohoto imaginárního přístupového bodu. Tato síť má vlastnost, že každý uzel je schopen předat 
data pro další uzly. Rozhodnutí, který uzel bude posílat data dalším uzlům a který ne, záleží 
dynamicky na podobě založené sítě.  
Tato síť se liší od klasických bezdrátových tak, že v drátových sítích je vždy nějaký 
specializovaný uzel, obvykle různého hardwaru označovaných jako směrovače, přepínače, 
firewally a huby, které se starají o směrování a posílání dat správnou cestou. Tento typ uzlu je 
také u klasických bezdrátových sítí, které mají jako speciální uzel použit tzv. Přístupový bod 
(Access point).  
Síť vyžaduje minimální konfiguraci a je mobilní, což je dobré třeba při nouzových 
situacích, živelných pohromách či armádních konfliktech. Decentralizovaná povaha Ad-hoc sítí je 
činí vhodné pro různé aplikace, které se nemohou spoléhat na centrální uzel a zlepšuje 
rozšiřitelnost sítě. Ovšem tyto sítě mají nějaké teoretické i praktické omezení z důvodů kapacity.  
Ve většině bezdrátových sítí jednotlivé uzly soutěží o přístup na sdílené bezdrátové 
prostředí, často označovaný jako „éter“ a dochází k častým kolizím dat. Z tohoto důvodu se 
používá kódování užitečného signálu, které zlepší imunitu interference mezi jednotlivými uzly.  
Typy bezdrátových Ad-hoc sítí zahrnují technologie Mobile Ad-hoc network (MANet), 
bezdrátové mesh sítě a bezdrátové senzorové sítě.  
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2. BEZDRÁTOVÁ MESH SÍŤ 
Mesh síť je taková síť, ve které jsou všechny prvky v sítí spojeny spolu. Tudíž síť 
umožňuje při výpadku jednoho uzlu pracovat dál, tudíž je síť samoregenerační. Bezdrátová 
Mesh síť je vlastně implementace bezdrátových technologií do sítě typu Mesh.  
 
Obr. 2.1: Bezdrátová Mesh síť 
2.1 Historie 
V průběhu let se bezdrátová Mesh síť vyvíjela ve třech generacích, v každé z nich se 
zlepšovaly vlastnosti sítě, a to sice větší rozšiřitelnost sítě a výkonnost (propustnost a zpoždění).  
 První generace Mesh sítí byla založená na jednom rádiovém kanálu a ten musel 
obstarávat komunikaci mezi klienty a infrastrukturou, což značně snižovalo propustnost sítě. Síť 
trpěla tím, že každý uzel musel nejdříve naslouchat, poté posílat a znovu naslouchat. Tento 
problém byl zvláště nevýhodou, když koncový uzel ležel mezi několika mezilehlými uzly, tudíž 
zpoždění dat bylo strašně velké.  
Druhá generace Mesh sítí už obsahovala dva rádiové kanály, tudíž data od uživatelů 
probíhala na jednom kanálu, například na frekvenci 2,4 GHz (802.11b/g) a komunikace mezi 
infrastrukturními body pracovala na druhém kanálu, třeba na frekvenci 5 GHz (802.11a). Tento 
systém značně zvýšil propustnost sítě. Ovšem komunikace mezi infrastrukturou stále probíhala 
na jednom kanálu, tudíž data putující touto cestou stále trpěla. Dvouřádkový systém je tedy 
dobrý na 1, 2 přeskoky. 
Třetí generace měla tři rádia, jedno se staralo o klientský přístup a ostatní dvě 
zajišťovaly bezchybný přenos pro downlink a uplink mezi infrastrukturou, což poskytuje 
oddělenou přepravu dat. Kanály se řídí dynamicky tak, aby se žádné neovlivňovali                    
a nedocházelo k rušení. Síť byla více propustná a zpoždění je přijatelné. Tato síť už vykazuje 
přijatelné použití i pro přenos hlasu a videa v reálném čase, i když data „přeskakovala“ přes 
mnoho uzlů.  
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2.2 Vlastnosti 
2.2.1 Architektura 
Rozlišujeme tři základní typy architektury pro Mesh sítě, a ty jsou: 
- infrastrukturní mesh – tento typ sítě používá Mesh topologii jen pro infrastrukturu, 
tudíž pro fixované body sítě jako jsou směrovače a přístupové body. 
- klientský mesh – zde dochází k směrování Mesh už přímo na klientské vrstvě 
- hybridní mesh – kombinuje oba typy, tudíž infrastrukturní a klientský mesh 
 
2.2.2 Multi-radio 
V tradiční bezdrátové síti se jednotlivé klientské body připojují na jeden přístupový bod, 
tudíž dochází ke sdílení frekvenčního pásma a tudíž i přenosové rychlosti klesají s počtem 
připojených uživatelů. V Mesh sítích se jednotlivé klientské body připojují k ostatním, které jsou 
v dosahu. Výhodou je, že když je v daném okruhu mnoho zařízení, zvedá se i přenosová 
rychlost, ovšem za předpokladu, že počet přeskoků (tzv. hop) je nízký. S vyšším počtem těchto 
přeskoků se zvedá zpoždění a klesá přenosová rychlost.  
2.2.3 Protokoly 
V Mesh sítích existuje více než 70 konkurenčních směrovacích protokolů, mezi tyto patří 
například DSDV (Destination-Sequenced Distance-Vector Routing), AODV (Ad-hoc On Demand 
Distance Vector), DSR (Dynamic Source Routing), OLSR (Optimized Link State Routing 
protocol), HSLS (Hazy-Sighted Link State) a další. Více se těmto směrovacím protokolům věnuji 
v kapitole 4. 
2.2.3.1 DSDV (Destination-Sequenced Distance-Vector Routing) 
Jedná se o protokol, který používá řízení pomocí směrovací tabulky. Byl vyvinut v roce 
1994 a je založen na Bellman-Ford algoritmu. Tento protokol řeší hlavně zacyklení směrování. 
Každý vstupní uzel v směrovací tabulce obsahuje pořadové číslo. Toto číslo je generováno 
koncovým uzlem a vysílač potřebuje, aby mu byl zaslán update směrovací tabulky s tímto 
číslem. Plná směrovací tabulka je zasílána v síti občas a menší aktualizace jsou posílány častěji. 
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2.2.3.2 AODV (Ad-hoc On Demand Distance Vector) 
Tento směrovací protokol je určený pro sítě Manet, ze které je vyvinuta síť Motorola 
MESH. Je schopný unicastového a multicastového směrování. Jedná se o reaktivní směrovací 
protokol, což znamená, že cesta k cíli je stanovena až v případě, je-li cesta požadována. 
V AODV mají počáteční a mezilehlé uzly uloženou informaci o dalším přeskoku (hop).  
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3. TECHNOLOGIE MOTOROLA MESH 
Motorola a její technologie MOTOMESH umožňuje uživatelům bezdrátový přístup 
k širokopásmovým aplikacím i když jedete autem. Přístup k vysokorychlostním datům a videu je 
poskytnut pomocí před-připravené infrastruktury nebo vytvořením širokopásmové sítě pomocí 
ostatních uživatelů. Díky samo-organizujícímu  a samo-regeneračnímu směrování dovoluje 
bezdrátovým zařízením, aby se staly uzly v síti. Řešení pomocí technologie Motorola MESH 
umožňuje zpřístupnění širokopásmové sítě pro města, a to tak dobře jako pomocí Wi-Fi. Hlavní 
prvky technologie byly dříve vyvinuty pro bojové pole, kde se nemohli spoléhat na jeden 
centrální bod.  
Při selhání jednoho nebo více uzlu může síť fungovat dále. Síť může být spuštěna 
kdekoli a téměř okamžitě a to bez fixované infrastruktury.  
 
Obr. 3.1: MESH struktura 
 
Protože vysoká propustnost dat vyžaduje i vysoký výkon signálu a vysoký odstup signál-
šum. Jelikož síla signálu se vzdáleností od vysílače klesá exponenciálně, může relativně malý 
šum snížit výkon. Ovšem v sítích Motorola MESH se každý uzel tváří jako router nebo opakovač 
a tak obnovuje sílu signálu s každým přeskokem (hop) přes uzel. Výsledkem toho je, že sítě 
mohou růst do jakékoli velikosti při zachování výkonu. 
Další vlastností sítě je poziční systém nezaložený na systému GPS. GPS je pro různé 
organizace výhodné pro lokalizaci lidi, věcí a aut v pohybu. Ovšem GPS nefunguje v dolech, 
velkých halách a podobných lokalitách, které blokují signály GPS vysílané ze satelitů. Síť využívá 
sofistikované triangulace a algoritmy, které dokáží najít umístění uzlu a uživatelů v síti.  
3.1   Historie 
Mobilní ad-hoc síť (MANet) byla původně vytvořena pro americkou armádu. Byla 
vyvinuta organizací The Defense Advanced Research Projects Agency, jejíž zkratka je DARPA.  
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Jejím úkolem bylo vyvinout takovou síť, která by splňovala následující vlastnosti: 
- širokopásmový přístup přenosu dat 
- podpora End-to-end 
- podpora pro video a hlas 
- zabudovaný poziční systém bez využití technologie GPS 
- podpora pro pohyblivost do 400 km/h 
Síť, která měla být vyvinutá, musela poskytovat bezpečná širokopásmová data a to 
okamžitě v místě boje, a to i v místech, kde nebyla žádná infrastruktura. Aby toho bylo 
dosaženo, musel být každý uzel v sítí „chytrý“, tak jak to známe v dnešních bezdrátových sítí, 
kde je tento bod zastoupen třeba bezdrátovým směrovačem. Bylo několik dodavatelů obraných 
systémů, kteří se pokusili vyvinout tuto technologii. Uspěla jen ITT Industries která splnila 
všechny požadované body. V roce 2000 dostala ITT licenci ke komerčnímu využití této 
technologie, která byla dána partnerské firmě Motorola. Firma Motorola vydala tuto technologii 
pod názvy MEA/QDMA Mobile Broadband Networking a integrovala tuto technologii do svého 
portfolia veřejné bezpečnosti.  
Spojením Wifi technologie a ostatních bezdrátových technologií vyvinula technologii 
zvanou MOTOMESH Quattro. Jedná se o širokopásmové rádiově řešení poskytující oddělené sítě 
pro veřejnou bezpečnost (policie, hasiči), veřejné práce a veřejnou síť. Jednou inspirací  
pro vývoj této technologie byl Internet, který je založen na mesh topologii, která umí v případě 
výpadku jednoho uzlu najít jinou cestu a zajistit komunikaci koncových bodů. 
3.2 Vlastnosti  
Základní vlastnosti, které nabízí technologie Mobility Enabled Access (MEA): 
 
- samostatné formování a regenerace sítě 
- automatické směrování a nalezení nových uzlů 
- dynamické rozdělení výkonu 
- obejití překážky 
- nepřetržité mesh směrování (Continuous Mesh Routing – CMR) 
- podpora instantních Ad-hoc sítí 
- směrování na druhé vrstvě 
- vysoký výkon a nízké zpoždění směrování 
- lepší využívání spektra a energie 
- podpora stejné přenosové rychlosti pro uplink a downlink 
- zabudovaná kvalita služeb (QoS) a priorita 
 
Některé z těchto vlastností jsou popsány níže. 
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Samostatné formování a regenerace sítě 
Síť se automaticky formuje, tzn. sama si zjišťuje zatížení jednotlivých uzlů a určuje 
nejkratší možnou cestu přes síť tzv. přeskoky (hopping) až ke koncovému uzlu. 
V případě nefunkčnosti jednoho uzlu může síť fungovat dále. Stará se o přesměrování 
dat mimo nefunkční nebo zahlcené uzly. 
Automatické směrování a nalezení nových uzlů 
V případě, že se v sítí objeví nový uzel, síť jej sama rozpozná a zařadí jej do sítě,  
což usnadňuje celou instalaci sítě. 
Dynamické rozdělení výkonu 
Při maximálním zatížení síťových prostředků síť automaticky rozprostírá data  
přes lokální a vzdálené přístupové body. 
Obejití překážky 
V případě, že je v cestě překážka (dům, hora apod.), umí síť pomocí mnohonásobného 
přeskoku (Motorola Multi-Hopping) směrovat komunikaci koncových uzlů. Tudíž 
nemusíme mít přímou viditelnost na hlavní přístupový bod. 
Nepřetržité mesh směrování (Continuous Mesh Routing – CMR) 
Jednotlivé uzly mohou vytvořit širokopásmovou síť s nebo bez infrastruktury. A mohou 
komunikovat s infrastrukturními body nebo koncovými uzly bez přepojování. Jedná se   
o to, že jednotlivé uzly jsou „chytré“ a mohou být buď směrovače nebo opakovače. 
Díky této vlastnosti uzly vyplňují mezery v pokrytí signálem a zvyšují dosah sítě. 
Směrování na druhé vrstvě 
Motorola Scalable Routing (MSR) je navržený tak, že umožňuje směrování dat  
již v druhé vrstvě síťového modelu, což umožňuje vyšší výkon než při použití třetí 
vrstvy. 
Vysoký výkon a nízké zpoždění směrování 
Díky protokolu Motorola Scalable Routing (MSR) je možno použití aplikací náchylnější na 
šířku pásma a zpoždění, jako je Real-time video a hlas. 
Lepší využívání spektra a energie 
Vysokých přenosových rychlostí při přenosu dat na dlouhé vzdálenosti je zajištěno tak, 
že data „přeskakují“ z jednotlivých uzlů na kratších vzdálenostech. Tím pádem je 
vysílací energie mnohem menší a spektrum je možno využívat na menších vzdálenost   
a tím umožnit jeho znovu užití. Rušení na kratších vzdálenostech je také mnohem 
menší.  
Podpora stejné přenosové rychlosti pro uplink a downlink 
Sítě založené na technologii MEA podporují opravdu distribuovanou síť se stejnými 
přenosovými rychlostmi pro uplink a downlink. Všechny zatím dostupné bezdrátové 
síťové řešení jsou navrženy tak, že mají strukturu klient/server a podle toho se odvíjí 
rychlosti toku dat. 
 - 20 - 
 
 
Zabudovaná kvalita služeb (QoS) a priorita 
V sítích MEA je možné nastavit prioritu dat, s kterou procházejí sítí, například pro hlas   
a video můžeme nastavit nejvyšší prioritu přenosu a proto budou mít tyto data napřed 
před všemi ostatními daty procházející sítí. 
 
3.2.1  Mesh Scalable Routing (MSR) 
Jedná se o vysoce účinný směrovací protokol navržený jen pro použití v Multi-Hopping 
bezdrátových mesh sítích. Tento protokol je navržený tak, aby pracoval spolehlivě v sítích 
s nebo bez centralizované infrastruktury, což umožňuje, aby uzel mohl plynule přecházet mezi 
infrastrukturou a peer-to-peer sítí. MSR umožňuje dynamické, samo-regenerační směrování 
mezi uzly v Ad-Hoc sítích. MSR protokol je hybridní směrování, které se vlastnostmi přibližuje 
proaktivním a reaktivním směrovacím technikám.  
Proaktivní směrovací algoritmy mají rychlejší směrovací časy, veškeré směrovací 
informace jsou aktuální, tzn. znalost cesty v okamžiku její potřeby. Při přidání dalších prvků    
do sítě se musí směrovací informace aktualizovat v každém uzlu sítě, což může snížit kapacitu 
sítě. U tohoto směrování je nebezpečí zahlcení sítě směrovacími informacemi. Proto jej 
používáme pro menší počet uzlů, nižší četnost změn, kvalitnější komunikační prostředí. 
Směrovací protokoly jsou Destination-Sequenced Distance Vector (DSDV) a Optimized Link 
State Routing (OLSR). 
Naopak reaktivní směrovací algoritmy jsou dobré pro velké množství uzlů. Ale mají velké 
režijní nálady s založením nových cest. Cesta k cíli se hledá až při požadavku její potřeby.        
U tohoto směrování jsou uchovávány jen aktivní cesty. Zpoždění je větší z důvodů hledání cesty, 
což znamená, že to není vhodné pro aplikace typu VoIP. Využívá se v sítích, kde je velký počet 
uzlů, časté změny topologie. Směrovací protokoly jsou Ad-Hoc On-Demand Distance Vector 
Routing (AODV) a Dynamic Source Routing (DSR). 
Hybridní směrování kombinuje tyto dva druhy, což znamená, že uzly v těsné blízkosti 
používají proaktivní směrování (do vzdálenosti jednoho sousedního uzlu). Pro vzdálené 
směrování se využívá reaktivní směrování. Dochází k redukování směrovacích informací, což je 
vhodné pro sítě s rychle měnící se topologií. Užívané směrovací protokoly jsou Zone Routing 
Protocol (ZRP) a Hazy Sighted Link State Routing Protocol (HSLS). 
S touto metodologií, dynamikami topologie sítí, lokálními RF podmínkami a mírou 
pohyblivosti uzlu ovlivňuje směrující metriku. MSR v reálném čase analyzuje konektivitu a další 
činitele prostředí, aby určil cesty mezi uzly stejně dobře jako v sítích end-to-end. Využívá také 
metriku dodávanou od Adaptive Transmission Protocol (ATP).  Díky nepřetržité analýze sítě a RF 
podmínek je protokol schopen směrovat přes další uzel bez přerušení, což má za následek 
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hladký handoff a spolehlivou komunikaci. Spojení MSR a ATP umožňuje souměrné rychlosti 
přenosu dat pro uplink a downlink.  
3.2.2 Mesh Position System (MPS) 
MPS je Mesh poziční systém, který není založený na systému Global Position Systém 
(GPS), tzn. funguje i v prostorách, kde systém GPS nefunguje (tj. v halách, dolech apod.). 
Tento systém zabudovala firma Motorola do svých QDMA rádií. MPS dovoluje určit vaši pozici 
nebo pozici jiného uživatele v síti Motorola MESH a to rychle a přesně i ve velké rychlosti. 
Poziční umístění se stanovuje pomocí sofistikovaného času letu a triangulace informace pomocí 
použití referenčních bodů v síti, což můžou být fixované body sítě, jako je například směrovač   
a inteligentní přístupový bod, nebo v Ad-hoc sítích rovnocenné uzly. Pozice je určena  
buď pomocí geografických souřadnic nebo také vzdálenostně od určitého bodu sítě. Data  
o umístění jsou vykazována v standardním tvaru, tzn. že mohou pracovat s jakoukoli aplikací, 
která využívá data GPS.  
3.2.3 Quadrature Division Multiple Access (QDMA) Radio 
Pracovní pásmo tohoto systému je 2,4 GHz ISM II. Systém využívá 4 kanály  v tomto 
pásmu (jejich rozdělení je uvedeno v tabulce č.1), 3 jsou datové a jeden je pro kontrolu toku 
dat apod. Kanály jsou rozdělovány dynamicky a to vždy po jednom paketu. Výsledkem toho je 
zmírnění interference, vyšší hustota dat, optimalizované použití spektra, žádný smíšený mód 
(nemožnost použití stejného kanálu, např. použití stejných kanálů pro dvě různé přenosy). 
Tento systém má také včleněnou vyšší schopnost opravy dat než 802.11 a umožňuje vysoké 
přenosové rychlosti při vysoké rychlosti pohybu (až do 400 km/h oproti 32 km/h u 802.11).  
 
Tab. 3.1: Srovnání kanálů a frekvencí mezi 802.11 a QDMA/MEA 
Kanály 
802.11 
 1 2 3 4 5 6 7 8 9 10 11 12 13 14 
Frekvence  2,412 2,417 2,422 2,427 2,432 2,437 2,442 2,447 2,452 2,457 2,462 2,467 2,472 2,484 
Kanály 
MEA 
1 2 3 Control 
Frekvence 2,41 2,43 2,45 2,47 
 
3.3 Druhy sítí Motorola MESH 
Firma Motorola nabízí v současné době širokou škálu svých produktů pro sítě MESH 
s technologií MEA. Jedná se zejména o čtyři řady produktů, a to sice tyto: 
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- MOTOMESH Solo – systém používající jedno pásmo s integrovanou 
technologií MEA. 
- MOTOMESH Duo -  systém využívající dvě pásma, jedno pro klientský přístup 
a druhé pro páteřní síť. 
- MOTOMESH Quattro – systém založený na dvou pásmech a dvou 
technologiích, a to sice MEA a WI-FI. 
- MESH Kamera 
 
 
3.3.2 MOTOMESH  Solo 
Tento systém se vyznačuje tím, že operuje jen v jednom pásmu, tzn. v našem případě 
v pásmu 2,4 GHz. Obsahuje v sobě technologii Mobility Enabled Access (MEA) a tudíž i všechny 
její vlastnosti.  
 
3.3.2.1 WMC6300 – Bezdrátová modemová karta PCMCIA 
Jedná se o základní modemovou kartu, která umožňuje klientům připojení do sítě MEA 
pomocí slotu PCMCIA. Karta může sloužit i jako směrovač nebo opakovač v sítích v pásmu 2,4 
GHz založených na technologii MEA. S touto kartou lze dosáhnout až 6 Mbps přenosové 
rychlosti pro video, hlas a data v reálném čase. Samozřejmě umožňuje i technologii MESH 
position system (MSR) a produkuje data pro lokalizaci ve standardním formátu GPS. Umožňuje  
i spojení peer-to-peer a to kdekoli a kdykoli. Podoba této karty je uvedena na obrázku č.2.2.  
 
Obr. 3.2: Bezdrátová modemová karta WMC6300 
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Tab. 3.2: Technické parametry WMC6300 
Chipset Motorola MN2064A 
RF modulace QDMA 
Operační frekvence 2,4 – 2,4835 GHz 
Přenosová rychlost Až 6 Mbps 
Využité spektrum 60 MHz 
Anténní konektor MMCX 
Rozhraní PCMCIA 
Autentizace 802.X (infrastruktura/klient-klient/klient) 
3.3.2.2 IAP6300 – Inteligentní přístupový bod 
Tento inteligentní přístupový bod (IAP) umožňuje přístup z bezdrátové sítě do drátové 
sítě, tedy jakousi bránu, většinou užívaný pro přístup na Internet. Pracuje v pásmu 2,4 GHz 
v sítích MEA. Jedná se o vcelku malé a levné zařízení. Přenosová rychlost přístupového bodu je 
až do 6 Mbps. V případě zajištění vyšší konektivity do drátové sítě může být nasazeno více 
těchto IAP a to jednoduše, protože síť MOTOMESH solo je samo-formující a samo-regenerační. 
Tyto IAP jsou navrženy pro snadnou montáž na pouliční osvětlení, billboardy, budovy apod.  
 
 IAP poskytují také tyto vlastnosti: 
- lokální řízení bezdrátových směrovačů a klientských zařízení 
- fixovaný referenční bod pro poziční systém (MSR) 
- management pohyblivosti 
 
 
Obr. 3.3: Inteligentní přístupový bod IAP6300 
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Tab. 3.3: Technické parametry IAP6300 
Výstupní výkon Až 25 dBm 
RF modulace QDMA 
Operační frekvence 2,4 – 2,4835 GHz 
Přenosová rychlost Až 6 Mbps 
Využité spektrum 60 MHz 
Typ antény / konektor Všesměrová / N 
Síťové rozhraní 10/100 Mbps (RJ45) 
Autentizace 802.X 
 
3.3.2.3 MWR6300 - Bezdrátový MESH směrovač  
Zařízení bylo vyvinuto speciálně k produkování bezdrátového pokrytí velkých oblastí      
a aplikace uvnitř budov. Umožňuje tu vlastnost, že klient nemusí přímo vidět na Inteligentní 
přístupový bod (IAP). Díky metodě přístupu pomocí Multi-hop technologie podstatně zvyšuje 
pokrytí. Umí sám vyvažovat datový provoz mezi klienty a prvky v síti, tzn. v případě poruchy 
jednoho bodu směruje data jinou cestou skrz síť. Jako IAP je lehce montovatelný a sám se 
automaticky připojí do sítě. Na obrázku č.2.4 je vidět instalace MWR. 
 
Bezdrátový MESH směrovač (MWR) poskytuje také tyto vlastnosti: 
- rozšiřuje pokrytí mezi klientem a IAP 
- fixovaný referenční bod pro poziční systém (MSR) 
- pokrytí uvnitř budov 
 
 
Obr. 3.4: Bezdrátový MESH směrovač MWR6300 
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Tab. 3.4: Technické parametry MWR6300 
Výstupní výkon Až 25 dBm 
RF modulace QDMA 
Operační frekvence 2,4 – 2,4835 GHz 
Přenosová rychlost Až 6 Mbps 
Využité spektrum 60 MHz 
Typ antény / konektor Všesměrová / N 
Autentizace 802.X 
3.3.2.4 EWR6300 - Rozšířitelný bezdrátový MESH směrovač 
Jedná se o zařízení stejného typu jako Bezdrátový MESH směrovač, který je vybavený 
zabudovaným konektorem RJ45 pro připojení až tří zařízení (jedná se například o LAN kameru 
apod.). Dále poskytuji již známé vlastnosti jako je rozšíření pokrytí signálem, fixovaný referenční 
bod pro poziční systém. 
 
 
Obr. 3.5: Rozšířitelný bezdrátový MESH směrovač EWR6300 
3.3.2.5 VMM6300 - Modem do auta 
Tento modem je určený k montáži do auta a podporuje připojení mobilních datových 
terminálů, IP videokamer a ostatních IP zařízení, které mohou komunikovat se sítí ve velmi 
vysoké rychlosti, a to až do 160 km/h při rychlosti datového toku 6 Mbps. Je dobře použitelný 
například v policejních vozech a vozech záchranné služby.  
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Obr. 3.6:  Modem do auta VMM6300 
 
Tab. 3.5: Technické parametry VMM6300 
Výstupní výkon Až 25 dBm 
RF modulace QDMA 
Operační frekvence 2,4 – 2,4835 GHz 
Přenosová rychlost Až 6 Mbps 
Využité spektrum 60 MHz 
Typ antény / konektor Všesměrová / N 
Síťové rozhraní 10/100 Mbps (RJ45) 
Konfigurovatelné 
zařízení 
Až 3 IP adresy – je zapotřebí hub pro připojení více než 
jednoho zařízení 
Autentizace 802.X 
3.3.3 MOTOMESH Duo 
Systém MOTOMESH Duo pracuje technologií WI-FI a to ve dvou kombinacích,  
buď v jednom pásmu 2,4 GHz nebo ve dvou pásmech a to 2,4 GHz a 5,4 GHz (nebo 4,9 a 5,8 
GHz). Pásmo 2,4 GHz je využito pro klientský přístup a pásmo 5,4 GHz se využívá  
pro komunikaci uzel-uzel. Síť podporuje technologie Mesh Scalable Routing (MSR), Adaptive 
Transmission Protocol (ATP), virtuální sítě a Mesh Connex, které jsou popsány v kapitole 2.2.  
MOTOMESH Duo podporuje systém Dynamic Frequency Selection (DFS), který detekuje 
interference signálů a automaticky přepne na alternativní kanál, aby eliminoval interference 
s kanály armády, policie, záchranné služby apod. I díky technologii Power Control (TPC),  
která umožňuje snížení vysílacího výkonu, umožňuje snižovat ovlivňování. 
 
Vlastnosti MOTOMESH Duo: 
- dvě pásma – dostupné v kombinacích 2,4GHz/5,8GHz, 2,4GHz/5,4GHz    
a 2,4GHz/4,9GHz 
- podpora Over-the-air konfigurace ve standardu IEEE 802.11s 
- kvalita služeb (QoS) 802.11e 
- šifrování 802.11i (WPA2), AES, WEP a WPA 
- podpora standardů Power-Over-Line (PoE) 802.3af 
- MeshConnex směrování a hybridní proaktivní/reaktivní směrování 
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Obr. 3.7: Příklad sítě MOTOMESH Duo 
3.3.3.1 4300-49 MOTOMESH Duo 
Zařízení pracuje v pásmu 2,4 GHz pro klientský přístup a 4,9 GHz pro spojení uzel-uzel. 
Tudíž obsahuje tento systém dva oddělené datové okruhy, což zvyšuje propustnost sítě          
až o 100% a snižuje zpoždění. Jako u všech prvků sítě Motorola je i tento snadno montovatelný 
na veřejné osvětlení apod.  
 
 
Obr. 3.8: MOTOMESH Duo 4300-49 
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Tab. 3.6: Technické parametry 4300-49 
Výstupní výkon Až 35 dBm (802.11b/g), 34 dBm (802.11a) 
RF modulace QDMA(802.11a/g), CCK (802.11b) 
Operační frekvence 2,4 – 2,4835 GHz / 4,940 – 4,990 GHz 
Typ antény / konektor Všesměrová / N 
Směrování Mesh Connex 
Síťové rozhraní 10/100 Mbps (RJ45) 
Šifrování WEP, WPA (TKIP), WPA2 (AES, 802.11i) 
Konfigurovatelné 
zařízení 
Až 3 IP adresy – je zapotřebí hub pro připojení více než 
jednoho zařízení 
Autentizace 802.X a MAC adresa 
 
3.3.3.2 4300-54 MOTOMESH Duo, 4300-58 MOTOMESH Duo 
Vlastnosti těchto dvou zařízení jsou srovnatelné s parametry 4300-49. Jen se liší 
v operačních frekvencích. U typu 4300-54 je druhé pásmo pro spojení uzel-uzel 5,4 GHz (rozsah 
5,470 – 5,725 GHz) a u typu 4300-58 to je 5,8 GHz (rozsah 5,725 – 5,825 GHz). 
3.3.4 MOTOMESH Quattro 
Tato technologie má v sobe zakomponovány 4 oddělené sítě WI-FI s Mobility Enabled 
Access (MEA), které kombinují síť v pásmu 2,4 GHz a 4,9 GHz.  Obsahuje v sobě sítě v pásmu 
4,9 GHz MEA a WI-FI, v pásmu 2,4 GHz MEA a WI-FI. Pro veřejný přístup do sítě slouží 2,4 GHz 
WI-FI a ostatní mohou být využity pro záchranou službu, policii, armádu atp.   
Opět je tento systém samoformující a samoregenerační, každý uzel je automaticky 
nalezen a přidán do sítě. Jeden uzel pokryje všemi čtyřmi rádii stejnou oblast. Jestliže se 
nějakým způsobem přetíží jedna síť, neovlivní její výpadek ostatní tři sítě.  
 
Obr. 3.9: Struktura MOTOMESH Quattro rádia 
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3.3.4.1 WMC7300 - Bezdrátová modemová karta PCMCIA 
Jedná se modemovou bezdrátovou kartu, která je výhradně určena pro složky veřejné 
bezpečnosti jako je policie a záchranná služba. Karta má pouzdro dle standardů PCMCIA a tudíž 
je snadno vložitelná například do notebooků a jiných zařízení. Poskytuje až 6 Mbps přenosovou 
rychlost pro video, zvuk a data v pásmu 4,9 GHz s technologií MEA. Karta umožňuje spojení 
peer-to-peer neboli uzel-uzel kdykoli a kdekoli. V případě, že se chceme připojit do sítě           
na frekvenci 2,4 GHz, můžeme využít kartu WMC6300, která je jíž dříve popsána v kapitole 
2.3.1.1. Samozřejmostí je také poziční systém MPS.  
 
Obr. 3.10: Bezdrátová modemová karta WMC7300 
 
Tab. 3.7: Technické parametry WMC7300 
Výstupní výkon 24 dBm 
RF modulace QDMA 
Operační frekvence 4,94 – 4,99 GHz 
Přenosová rychlost Až 6 Mbps 
Využité spektrum 20 MHz 
Anténní konektor MMCX 
Rozhraní PCMCIA 
Autentizace 802.X (infrastruktura/klient-klient/klient) 
 
3.3.4.2 IAP7300 – Inteligentní přístupový bod 
Tento inteligentní přístupový bod obstarává komunikaci mezi bezdrátovými sítěmi 
v pásmech 2,4 GHz a 4,9 GHz a klasickou drátovou sítí, tudíž se jedná o jakousi bránu. Jak je 
uvedeno v obrázku č. 2.9, obsahuje tento přístupový bod 4 rádia, dvě s technologií MEA a dvě 
s technologií WI-FI. Vždy jedno od každého na jiné frekvenci.  
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IAP poskytují také tyto vlastnosti: 
- Oddělený a vyhrazený bezdrátový přístup pro veřejnost, veřejnou 
bezpečnost a veřejné práce 
- fixovaný referenční bod pro poziční systém (MSR) 
- management pohyblivosti 
- lokální řízení bezdrátových směrovačů a klientů 
 
 
Obr. 3.11: Inteligentní přístupový bod IAP7300 
 
Tab. 3.8: Technické parametry IAP7300 
 2,4 GHz 
802.11 b/g 
2,4 GHz 
MEA 
4,9 GHz 
802.11 
4,9 GHz 
MEA 
Výstupní výkon 21 dBm 24 dBm 24dBm 24dBm 
RF modulace CCK / OFDM QDMA OFDM QDMA 
Operační frekvence 2,4 – 2,4835 2,4 – 2,4835 4,94 – 4,99 4,94 – 4,99 
Přenosová rychlost 54 Mbps 6 Mbps 18 Mbps 6 Mbps 
Použité spektrum 20 MHz 60 MHz 10 MHz 20 MHz 
Typ antény / konektor Všesměrová / N 
Síťové rozhraní 2x 10/100 Mbps (RJ-45) 
Šifrování Jen pro 802.11 b/g: WEP, AES, TKIP, WPA, WPA2 
Autentizace 802.11: 802.1X (infrastruktura/klient) 
MEA: 802.1X (infrastruktura/klient, klient/klient) 
 
3.3.4.3 MWR7300 – Bezdrátový MESH směrovač 
Tento směrovač opět slouží pro rozšíření pokrytí a obsahuje také 4 rádia, dvě v pásmu 
2,4 GHz a 4,9 GHz, a to jak s WI-FI, tak MEA technologii. Klient se v síti nemusí přímo 
připojovat přes IAP, když na něj „nevidí“, ale může tak učinit prostřednictvím MWR a ten 
s pomocí Multihopů zajistí komunikaci dále.  
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Bezdrátový MESH směrovač (MWR) poskytuje také tyto vlastnosti: 
- rozšiřuje pokrytí mezi klientem a IAP 
- fixovaný referenční bod pro poziční systém (MSR) 
- pokrytí uvnitř budov 
- obsahuje 2 Ethernet porty s podporou až šesti zařízení 
 
 
Obr. 3.12: Bezdrátový MESH směrovač MWR7300 
 
Tab. 3.9: Technické parametry MWR7300 
 2,4 GHz 
802.11 b/g 
2,4 GHz 
MEA 
4,9 GHz 
802.11 
4,9 GHz 
MEA 
Výstupní výkon 21 dBm 24 dBm 24dBm 24dBm 
RF modulace CCK / OFDM QDMA OFDM QDMA 
Operační frekvence 2,4 – 2,4835 2,4 – 2,4835 4,94 – 4,99 4,94 – 4,99 
Přenosová rychlost 54 Mbps 6 Mbps 18 Mbps 6 Mbps 
Použité spektrum 20 MHz 60 MHz 10 MHz 20 MHz 
Typ antény / konektor Všesměrová / N 
Síťové rozhraní 2x 10/100 Mbps (RJ-45) 
Šifrování Jen pro 802.11 b/g: WEP, AES, TKIP, WPA, WPA2 
Autentizace 802.11: 802.1X (infrastruktura/klient) 
MEA: 802.1X (infrastruktura/klient, klient/klient) 
 
3.3.4.4 VMM7300 - Modem do auta 
Tento modem je určený k montáži do auta a podporuje připojení mobilních datových 
terminálů, IP videokamer a ostatních IP zařízení, které mohou komunikovat se sítí ve velmi 
vysoké rychlosti, a to až do 240 km/h při rychlosti datového toku 6 Mbps. Je dobře použitelný 
například v policejních vozech a vozech záchranné služby. Tento modem operuje na frekvenci 
4,9 GHz. Jako všechny prvky sítě Motorola MESH i tento je zároveň opakovač a směrovač,  
tudíž rozšiřuje pokrytí sítě.  
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Obr. 3.13: Modem do auta VMM7300 
 
Tab. 3.5: Technické parametry VMM6300 
Výstupní výkon Až 24 dBm 
RF modulace QDMA 
Operační frekvence 4,94 – 4,99 GHz 
Přenosová rychlost Až 6 Mbps 
Využité spektrum 20 MHz 
Typ antény / konektor Všesměrová / N 
Síťové rozhraní 10/100 Mbps (RJ45) 
Konfigurovatelné 
zařízení 
Až 3 IP adresy – je zapotřebí hub pro připojení více než 
jednoho zařízení 
Autentizace 802.X 
 
3.3.5 Mesh kamera 
Jedná se o kameru od firmy Sony s označením IPELA, do které je vložena bezdrátová 
modemová karta. Kamera může díky kartě operovat v pásmu 2,4 GHz nebo 4,9 GHz. Veškeré 
funkce kamery jsou řízeny přímo přes tuto modemovou kartu a tudíž je řízená přes bezdrátovou 
síť Mesh. Při zapnutí se kamera sama připojí do sítě a opět se stane opakovačem/směrovačem 
v síti. Samozřejmostí je to, že kamera je jako fixní bod pro poziční systém MPS.  
 
Vlastnosti Mesh kamery IPELA: 
- horizontální otočení 360° 
- vertikální náklon 90° 
- 26x optický zoom, 12x digitální zoom 
- streaming v MPEG4 a JPEG 
- 30 snímků za sekundu 
- vestavěný stabilizátor obrazu 
- zabudovaný PCMCIA slot 
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Obr. 3.14: Mesh kamera IPELA 
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4. SMĚROVACÍ PROTOKOLY 
V simulačním prostředí OPNET Modeler 14 existují čtyři druhy směrovacích protokolů,    
a to AODV (Ad-hoc On-demand Distance Vector), DSR (Dynamic Source Routing), OLSR 
(Optimized Link State Routing protocol) a TORA/IMEP (Temporally-Ordered Routing Algorithm). 
Některé byly zmiňovány již výše v textu (kapitola 2.2.3). V této části budou jednotlivé protokoly 
lépe popsány a to jak vlastnosti, tak i jejich mechanismy. 
4.1  Dynamic source routing (DSR) 
Tento protokol patří do skupiny reaktivních směrovacích protokolů a dovoluje 
jednotlivým bodům sítě (node), aby dynamicky objevovaly cestu přes několikanásobné přeskoky 
v síti k jakékoli cílové stanici. Byl poprvé uveden a popsán v roce 1994 a to Davidem               
B. Johnsonem, Davidem A. Maltzem a Joshem Bronchem. Protokol nepotřebuje žádnou existující 
infrastrukturu, ani administraci a je samo-organizující a samo-nastavující.  „Source routing“ 
znamená, že každý paket má ve své hlavičce celou zprávu o tom, přes jaké uzly v síti musí 
paket projít, tzn. cesta k cíli je známa ještě předtím, než jsou vyslána data. Informace              
o objevených cestách jsou uloženy v Route Cache. DSR nepoužívá žádné periodické zprávy     
pro směrování a tím uvolňuje šířku pásma, šetří energii a zbavuje síť velkých směrovacích 
aktualizací cest.  DSR protokol spoléhá na podpoře MAC vrstvy. DSR protokol má dva módy,    
ve kterých operuje, a to pro „najití cesty“ a „údržbu cesty“. Mód „najití cesty“ se užívá           
pro sestavení cest pro data a „údržba cesty“ se stará o update informací o cestě.  
4.1.1  Nalezení cesty 
Jestliže uzel A vyšle paket do uzlu D, nejdříve se podívá do Route Cache, jestli 
neobsahuje známou cestu k uzlu D, jestliže ne, uzel A zinicializuje „nalezení cesty“ a vyšle 
ROUTE REQUEST zprávu k nalezení cesty. Uzel A je tzv. initiator a koncový uzel je target. 
Jednotlivé části ROUTE REQUEST jsou uvedeny v tabulce č. 4.1 (viz níže).  
Vysílací uzel si nechává v bufferu kopii paketu ROUTE REQUEST. Paket má také jakousi 
časovou známku. A to proto, jestliže se neobjeví v daném časovém rozpětí žádná cesta,        
tak paket je odebrán z vysílacího bufferu. 
Když uzel přijme paket ROUTE REQUEST, podívá se do něj, jestli TARGET ID není právě 
on, když ne, tak najde vlastní cestu k cíli a přidá své vlastní ID do tabulky Address list a paket 
odešle. Jestliže nastane případ, že uzel dostane dva stejné ROUTE REQUEST, považuje první    
za ten správný, druhý zahodí. 
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Tab. 4.1: Jednotlivá pole ROUTE REQUEST (kurzívou jsou označeny vyšší funkce) 
Pole Význam 
Initiator ID Adresa vysílacího uzlu 
Target ID Adresa cílového uzlu 
Unique Request ID Unikátní ID, které identifikuje zprávu 
Address list Pole obsahující všechny adresy mezilehlých uzlů. Je prázdné, když je vyslané. 
Hop limit 
Tato položka se používá v případě, chceme-li stanovit maximální možný počet 
přeskoků. 
Network Interface list Jestliže uzly mají více síťových rozhraní, jsou uloženy zde. 
Acknowledgment bit Je zaznačen, když je zpráva vracena zpět k výchozímu uzlu. 
 
Jestliže cílový uzel obdrží takovou zprávu, změní ji na ROUTE REPLY a odešle zpět 
cestou, která je v ní vyznačena. Také si uloží stávající cestu.  
 
Obr. 4.1: Příklad směrování DSR 
4.1.2  Údržba cesty 
Síť se neustále mění, jednotlivé uzly se v sítí pohybují, vstupují a vystupují do sítě, 
vytváří a mizí další směrovací cesty a proto je nutné udržovat aktuální stavy v Route cache. 
Jestliže uzel přijme paket, je zodpovědný, aby byl poslán dále. Potvrzování dostupnosti cesty    
se děje pomocí pasivního potvrzování nebo link-level potvrzování. Jestliže není dostupné žádné 
potvrzování, může uzel změnit bit v hlavičce tak, aby se jednalo o ROUTE REQUEST. Když uzel 
neobdrží po určité době potvrzení cesty, vyšle znovu požadavek. Když ani druhý nedojde k cíli, 
vyšle poslední známý uzel tzv. ROUTE ERROR k počátečnímu uzlu. V této zprávě je obsaženo, 
v jakém místě je problém. Poté počáteční uzel smaže ve své Route cache tuto cestu a zkouší 
přenést data jinudy. Jestliže nemá další cestu, vyšle opět ROUTE REQUEST.  
4.1.3  Speciální funkce 
DSR protokol má celkem snadné sestavení spojení a jeho mechanismy jsou snadno 
pochopitelné. DSR také obsahuje některé speciální funkce a to odposlechnutí směrovacích cest, 
odpovídání na ROUTE REQUEST pomocí Route cache, vyhýbání se „bouří“ ROUTE REPLY, 
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nastavení limitů přeskoků u ROUTE REQUEST, opravné pakety a automatické zkracování cest. 
Některé vlastnosti jsou popsány níže.  
Odposlechnutí směrovacích cest – uzly si mohou uložit do paměti informace          
o cestách z paketů, které přeposílají nebo vracejí zpět. Mechanismus má název snooping  
a je výhradně využíván pro tyto účely. Jako příklad uvedu, že při přeposílání ROUTE REPLY si 
uzel přečte a uloží informaci o směrování.  
Odpovídání na ROUTE REQUEST pomocí Route cache – v případě, že uzel obdrží 
ROUTE REQUEST, může se podívat do své paměti, jestli už neobsahuje informaci o cestě k cíli, 
jestliže ano, vyplní ji v ROUTE REQUEST a mění zprávu na ROUTE REPLY a posílá zpět 
k počátečnímu uzlu.  
Vyhýbání se „bouří“ ROUTE REPLY  - jestliže mají uzly povoleno odpovídat           
na ROUTE REQUEST z jejich vlastních pamětí, je zde riziko tzv. bouří. Vyskytují se tam,  
kde počáteční uzel vyšle paket pro nalezení cesty a všechny okolní uzly mají ve své paměti tuto 
informaci. Má to za následek, že všechny sousední uzly současně vyšlou ROUTE REPLY  
nebo dojde ke kolizi paketů. Vyvarovat se tomu lze tak, že uzly pozdrží na náhodnou dobu 
paket ROUTE REPLY. 
Nastavení limitů přeskoků u ROUTE REQUEST – hlavička paketu ROUTE REQUEST 
obsahuje pole, kde lze nastavit hodnotu maximálního počtu přeskoků na cestě v síti. Obvykle  
je to využíváno pro nalezení nejkratší cesty v síti k cílovému uzlu. Když je limit přeskoků moc 
malý, cesta nemusí být nalezena a může dojít k velkému zpoždění v síti. 
Automatické zkracování cest  - jestliže uzel odposlechne paket, který by mohl jít 
přes něj kratší cestou, může dobrovolně zaslat ROUTE REPLY k počátečnímu uzlu a informovat 
ho, že existuje v síti kratší cesta.  
4.2  Ad-Hoc On-demand Distance Vector (AODV) 
AODV protokol byl vyvinut v roce 1997 v Nokia Research Center na University  
of Kalifornia, Santa Barbara pod vedením Charlie E. Perkins, Elizabeth Royer a S. Das. Jedná se    
o protokol určený pro mobilní Ad-Hoc sítě a další bezdrátové sítě. Jedná se o reakční směrovací 
protokol, což znamená, že cestu k cíli sestavuje až v případě vyžádání. Využívá dálkový 
vektorový algoritmus. Jedná se jakýsi hybridní protokol mezi DSR a DSDV protokoly. Využívá 
proces vyhledání cesty velice podobný protokolu DSR a směrování pomocí přeskoků jako  
u DSDV protokolu. AODV se vyhýbá Bellman Fordova „počítání do nekonečna“ – používá cílová 
sekvenční čísla, což zajišťuje, že je cesta vždy „čerstvá“.  
Primární cíle AODV protokolu jsou: 
- cestu zjišťuje v případě požadavku 
- informace o změně spojení s uzly jsou uchovávány  
jen mezi sousedními uzly 
- rozlišuje změny v místní části od změn v celé topologii 
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Algoritmus u tohoto protokolu využívá různé zprávy k tomu, aby objevily a udržovaly 
spojení. Když uzel chce najít cestu k dalšímu uzlu, vyšle broadcastový paket ROUTE REQUEST 
všem svým sousedům. Tento paket se rozšiřuje sítí tak dlouho, dokud se nenajde cesta k cíli. 
Poté je od cíle poslán unicastový paket ROUTE REPLY zpět k počátečnímu uzlu. Algoritmus užívá 
tzv. hello zprávy, což jsou zvláštní ROUTE REPLY pakety, které jsou vysílány periodicky 
k přímým sousedům. Tyto zprávy hello dávají najevo sousedním uzlům,že mezi nimi pořad  
je ještě další uzel a tím dává najevo, že cesta k němu je pořád platná. Jestliže tyto zprávy 
přestanou přicházet z určitého uzlu, znamená to pro jeho sousední uzly, že se uzel vzdálil  
a označí si cestu za neplatnou a oznámí to dalším uzlům posláním zprávy „link failure 
notification“  (speciální REQUEST REPLY paket). AODV má také speciální multicastový paket pro 
zbavení platnosti cesty.   
 
Tab. 4.2: Jednotlivá pole směrovacích tabulek 
Pole Význam 
Destination IP Address IP adresa pro cílový uzel 
Destination Sequence 
Number 
Sekvenční číslo pro tento cíl 
Hop Count Počet přeskoků k cílovému uzlu 
Next Hop Sousední uzel, který byl vybrán pro přeposílání paketů k cílovému uzlu pro data 
Lifetime Čas, po který je cesta vedena jako platná cesta. 
Active neighbor list Sousední uzly, které uzel vede v patrnosti. 
Request buffer Ujištění, že zpráva je zpracována jen jednou. 
 
4.2.1  Nalezení cesty 
Proces nalezení cesty umožňuje každému počátečnímu uzlu v MANET síti, aby mohl 
nalézt koncový uzel, pro který chce posílat pakety. Tento proces se užívá jen pro uzly,  
které ještě nemá obsaženy ve své směrovací tabulce. Jestliže již má zápis ve směrovací tabulce,  
poté už data rovnou vysílá k cíli.  
 Aby byl proces nalezení uzlu začat, posílá počáteční uzel tzv. route request paket  
do všech sousedních uzlů. Tento paket je pak přeposílání všemi uzly, dokud není nalezen 
koncový uzel.  
4.2.1.1  Vysílání ROUTE REQUEST 
Základní způsob, aby uzel A našel cestu k uzlu D je, že vyšle paket ROUTE REQUEST 
všem okolním uzlům. Postup je možné vidět na obrázku č. 4.2. Tento paket obsahuje IP adresu 
a sekvenční čísla počátečního a koncového uzlu. Sekvenční číslo koncového uzlu vlastně 
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označuje číslo asociované s poslední známou cestou k uzlu D, kterou uzel A znal. Jestliže nemá 
žádnou cestu k uzlu D, je hodnota sekvenčního čísla nastavena na 0.  
 
Obr. 4.2: Vysílání ROUTE REQUEST 
 
Každý mezilehlý uzel, který přijme ROUTE REQUEST jej musí znovu vyslat v určitém rozsahu, 
dokud ROUTE REQUEST nedosáhne cíle.  
 Další dvě pole paketu ROUTE REQUEST jsou Time-to-live (TTL) a broadcast ID. Pole 
TTL slouží k tomu, aby počáteční uzel mohl ovládat rozšiřování jeho ROUTE REQUEST paketu 
v síti. Jako příklad, když je TTL nastaveno na číslo 2, poté bude paket cestovat sítí nanejvýš 
přes 2 uzly. Když je ROUTE REQUEST vyslán, počáteční uzel si nastaví pole TTL na jeho 
počáteční hodnotu a čeká v časovém intervalu (RREP_WAIT_TIME), než udělá jakoukoli další 
akci. Jestliže je cesta nalezena ještě před koncem časového intervalu, je proces nalezení cesty 
úspěšně ukončen. Naopak, jestliže cesta k cíli není nalezena v časovém intervalu, počáteční uzel 
znovu pošle stejný paket ROUTE REQUEST a čeká další časový interval. Tentokrát má ROUTE 
REQUEST vyšší hodnotu TTL a časový interval je o to i delší. Tento paket s vyšší hodnotou TTL 
projde přes více uzlů a má větší šanci na odpověď. 
 
Tab. 4.3: Jednotlivá pole ROUTE REQUEST v AODV protokolu 
Pole Význam 
Source address Adresa počátečního uzlu 
Source Sequence 
number 
Sekvenční číslo počátečního uzlu 
Broadcast ID Broadcast ID 
Destination address Adresa koncového uzlu 
Destination Sequenced 
number 
Sekvenční číslo koncového uzlu 
Hop count Počet přeskoků 
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 Každý paket ROUTE REQUEST je označen pořadovým číslem, nazvaným Broadcast ID. 
Toto číslo poskytuje rozlišení různých ROUTE REQUEST ze stejného uzlu a je zvýšeno  
po každém vysílání.  
 Poslední pole paketu ROUTE REQUEST je hop count, tzv. čítač přeskoků. Do tohoto pole 
se zaznamenává počet skoků, které musel paket udělat na své cestě sítí. 
4.2.1.2  Přeposílání ROUTE REQUEST 
Mezilehlý uzel X přijme ROUTE REQUEST z počátečního uzlu A, který chce nalézt cestu 
ke koncovému uzlu A. Jako první věc, uzel X zkontroluje Broadcast ID a počáteční uzel paketu 
ROUTE REQUEST. Jestliže ROUTE REQUEST je zastaralý, tzn. má malé nebo stejné Broadcast 
ID, pak není paket zpracován v uzlu Y a je zničen. 
 Jestliže X zpracovává paket ROUTE REQUEST, jako první vytvoří nebo aktualizuje 
zpáteční cestu k počátečnímu uzlu A. Tato cesta bude použita pro nesení paketu ROUTE REPLY 
zpět k počátečnímu uzlu A. Jestliže je zpáteční cesta  vytvořená, X zkontroluje, zda je cesta 
„čerstvá“. Pokud je, tak uzel Y vygeneruje paket ROUTE REPLY a unicastově jej pošle zpáteční 
cestou.  
4.2.1.3  Vysílání ROUTE REPLY 
Když chce uzel ukončit hledání cesty, vystaví dostupnou cestu (to může udělat  
buď koncový nebo mezilehlý uzel s „čerstvými“ daty) a unicastově pošle ROUTE REPLY zpět 
k počátečnímu uzlu, který si vyžádal vyhledání cesty.  
Paket ROUTE REPLY obsahuje IP adresy zdroje a cíle a sekvenční číslo nalezené cesty.  
 
Tab. 4.4: Jednotlivá pole ROUTE REPLY v AODV protokolu 
Pole Význam 
Source address Adresa počátečního uzlu 
Destination address Adresa koncového uzlu 
Destination Sequence 
number  
Sekvenční číslo koncového uzlu 
Hop count Počet přeskoků 
Lifetime Doba životnosti paketu 
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4.2.2 Údržba cesty 
Jestliže uzel zjistí, že cesta k sousednímu uzlu už není platná, vyjme ji z směrovací 
tabulky a pošle zprávu „link failure“, což znamená, že cesta je nefunkční. A vyšle paket ROUTE 
REPLY sousedním uzlům, že aktuálně používaná cesta je už neplatná. Pro tento účel používá 
AODV aktivní seznam, kde sleduje své aktivní sousedy, zda cesty k nim jsou stále platné. Uzly, 
které přijmou zprávu o špatné cestě ji přepošlou dál ovlivněným uzlům a jednotlivé uzly mohou 
zastavit vysílání dat a vznést požadavek k nalezení nové cesty. 
4.2.3 Vlastnosti 
Výhodou AODV směrovacího protokolu od klasických jako distance vector (DV) 
 a link-state je, že značně redukuje počet zpráv o směrování. Tohoto dosahuje použitím 
reaktivních technik. Což je také nezbytné k získání rozumného výkonu, jestliže se topologie sítě 
často mění. 
 AODV je více tradiční směrovací protokol než „source routing“ protokol DSR. Výhodou 
tradičního směrování je, že spojení Ad-Hoc se sítí jako je Internet je mnohem jednodušší.  
 Sekvenční čísla užívané v AODV jsou určená k rozpoznání, zda je cesta „čerstvá“  
a zvětšováno, jestliže se něco stane v okolní oblasti. Sekvence odstraňuje problémy  
se zacyklením, ovšem vede k novým problémům. Může se stát, že se sekvenční čísla nejsou 
synchronizovaná, což se může stát v případě, je-li síť rozkouskovaná.  
 AODV podporuje pouze jednu cestu ke každému uzlu, ovšem lze tento protokol snadno 
modifikovat tak, aby podporoval více cest k cíli.  
 AODV využívá Triggered Route Replies, což jsou pakety, které informují o selhání cesty. 
Ovšem musí být poslaný přes celou cestu sítí až k počátečnímu uzlu. Tato vzdálenost může být 
někdy dosti velká, a počet přeskoků tudíž také. AODV posílá tento paket všem aktivním 
sousedním uzlům, které má ve svém listu a kteří jsou tímto ovlivněni. Což může způsobit,  
že každý aktivní soused může obdržet několik Triggered Route Replies, které informují o stejné 
zasažené cestě, ale pro různé cílové uzly.  
 Využívá také zprávy hello a to na úrovni IP. To znamená, že AODV nepotřebuje podporu 
spojovací vrstvy, aby pracoval řádně. Což je ovšem sporné, jestli tento protokol může operovat 
s dobrým výkonem.  
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4.3  Optimized Link State Routing protokol (OLSR) 
OLSR neboli Optimized Link State Routing je proaktvní směrovací protokol určený 
obzvláště pro Ad-Hoc sítě. Byl vyvinut v INRIA a je standardizovaný v IETF pod RFC 3626.  
OLSR využívá klasický algoritmus při hledání nejkratší cesty založený na metrice počtu 
uzlů. Klíčem OLSR je optimalizovaný broadcastový mechanismus pro velkou síť – spojovací 
stanice (Multipoint relays – MPRs). Jedná se o funkci, že každý uzel vybírá tzv. násobné uzly  
pro přenos (MPRs) mezi svými sousedy a to tak, že každý uzel vzdálený 2 přeskoky přijmou 
broadcastové zprávy i když jen MPRs přeposílají zprávy. Předávání vysílaných zpráv jen MPRs 
může významně zredukovat počet broadcastových zpráv. Na obrázku 4.3 je vidět, že počet 
broadcastových zpráv je snížen o polovinu. Tento systém optimalizovaných broadcastových 
zpráv je užíván v celé síti s OLSR protokolem. OLSR rozpoznává špatné cesty pomocí vypršení 
času.  
 
Obr. 4.3: Ukázka struktury sítě s použitím OLSR protokolu 
 
Jako příklad snížení počtu broadcastových zpráv uvádím, že třeba v protokolu OSPF 
posílaly zprávy všechny uzly a u OLSR tomu tak není.  
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4.3.1 Nalezení cest 
Každý uzel pravidelně posílá zprávy typu Hello pro lokální známe uzly. Tyto zprávy nejsou 
předávány dále, protože mají nastavenu hodnotu přežití (TTL) na hodnotu 1 a obsahují seznam 
všech svých sousedních uzlů. Každý uzel zná své nejvýše 2 přeskoky vzdálené sousedy  
a to za pomocí Hello zpráv. Tento způsob je možno využívat i pro ověření obousměrnosti cest. 
OLSR přidává každé z cest tzv. status – ten může být buď symetrický, nebo nesymetrický. 
Údaje z Hello zpráv si uzel ukládá ve několika schránek, a to v sadě cest, sadě souseda a sadě 
souseda 2 přeskoky vzdáleného.  
S těmito informacemi si nyní může uzel vypočítat sadu svých MPRs. Každý uzel  
si vypočítává své MPRs nezávisle od ostatních uzlů, jen na přijatých informacích o lokální síti. 
Jediné požadavky na výpočet jsou, že cesty jsou symetrické a že jen MPRs mohou přeposílat 
broadcastové zprávy.  
 
Vybrání MPRs 
1. Začneme s prázdnými MPRs 
2. Vypočítáme D(x,y), kde y je člen N(X), pro všechny uzly v N(x) 
3. Volíme MPRs uzly v N(x), které poskytují jedinou cestu k některým uzlům v N2(x). 
4. Jestliže ještě existují nějaké uzly v N2(x), které nejsou pokryté MPR(x): 
5. Pro optimalizování, zpracujeme každý uzel y v MPR(x), jeden po druhém,  
a jestli MPR(x)-{y} stále nepokrývají všechny uzly v N2(x), pak odstraníme y 
z MPR(x). 
 
Tab. 4.5: Jednotlivá pole Hello zprávy 
Message Sequence numer MPR Sequence number 
Link Type Reserved Link Message Size 
Neighboor address 
Neighboor address 
Link Type Reserved Link Message Size 
Neighboor address 
Neighboor address 
 
4.3.2  Údržba cesty 
K údržbě cest používá tento protokol tzv. Kontrolní zprávy topologie (TC). Tyto zprávy 
jsou vysílány periodicky. Tato zpráva nemusí být poslána, když v cestě není žádná změna  
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a je poslána brzy po změně. Tato zpráva obsahuje tabulku výběru MPR a sekvenční číslo. Každý 
uzel musí udržovat tabulku. 
 
Tab. 4.5: Jednotlivá pole TC zprávy 
Message Sequence number MSSN 
Hop Count Reserved 
Originator address 
Multipoint Relay Selektor Address 
Multipoint Relay Selektor Address 
 
 
4.3.3  Ukázka OLSR 
 
Obr. 4.4: Ukázka spojení u OLSR protokolu 
Tab. 4.6: Ukázka tabulky sousedů 
1 skok - soused 2 skoky - soused 
ID souseda Status linky ID souseda Přístup 
B Symetrická E C 
G Asymetrická D C 
C MPR … … 
… … 
 
… … 
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4.4  Temporally Ordered Routing Algorithm (TORA) 
 Jedná se o distribuovaný směrovací protokol založený na algoritmu „obrácené cesty“. 
Byl vyvinut Vincentem Parksem a M. Scottem Corsonem a poprvé se objevil na IEEE INFCOM 
v roce 1997. Je navržen tak, aby objevoval cesty k cíli na požádání, poskytoval více možností 
cest pro data, zřizoval cesty rychle a minimalizoval nadbytečnost komunikace. Klíčový koncept 
protokolu spočívá v tom, že řídící zprávy jsou lokalizované k malé sadě uzlů. Tento způsob 
garantuje, že všechny cesty jsou tzv. „loop-free“. Protokol produkuje pouze směrovací 
mechanizmy a další jeho funkce závisí na Internet MANET Encapsulation Protokolu (IMEP).  
 TORA obsahuje tři základní postupy, a to nalezení cesty, mazání cest a údržbu cest. 
Každý uzel v tomto protokolu udržuje tyto informace: 
- staré jedinečné ID uzlu, který definoval novou referenční úroveň 
- indikační bit odrazu 
- ID sám sebe 
- časový štítek nastavený na čas selhání cesty, kde se uzly mohou 
synchronizovat s externím zdrojem času jako je třeba GPS 
 
4.4.1  Nalezení cesty 
 Postup vytvoření cesty je založen tak, že uzel využívá postup dotazu a odpovědi  
za pomocí QUERY  (QRY) a UPDATE (UPD) paketů. TORA přiřazuje úroveň každému uzlu v síti. 
Všechny zprávy v síti cestují tzv. po proudu, to znamená, že z uzlu s vyšší úrovní k uzlu s nižší 
úrovní. Když uzel potřebuje cestu k cíli, nastaví úroveň cíle na nulu a všechny ostatní uzly mají 
neznámou úroveň. Poté je rozeslán QRY paket s ID cílového uzlu. ORY je přeposílání  
tak dlouho, dokud nedosáhne uzlu, který má cestu k cíli nebo je sám cíl. Každý uzel, který 
přijme tento QRY paket, odpoví pomocí UPD paketu obsahujícím svoje ID a to jen v případě,  
že má úroveň nastavenu na nějakou úroveň. Každý uzel přijímající UPD paket nastaví jeho 
úroveň o jednu vetší než byla. Uzel s nejvyšší úrovní je považován za uzel tzv. „proti proudu“  
a uzel s nejnižší úrovní za tzv. uzel „po proudu“. UPD paket je zaplavován tak dlouho, dokud 
není informace o cestě kompletní. Tato cesta – Direct Acyclic Graph (DAG) je založena od zdroje 
k cíli.  
4.4.2 Údržba cesty 
 Když uzel objeví cestu k cíli, která už není v platnosti, nastaví jeho úroveň na lokální 
maximum s ohledem na sousední uzly a pošle UPD paket. Když uzel nemá sousední uzly 
s určitou úrovní s ohledem na cílový uzel, snaží se uzel nalézt novou cestu k cíli. Když uzel zjistí 
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rozdělení sítě, vygeneruje Clear paket (CLR), který resetuje směrovací stavy uzlů a odstraní 
neplatné cesty v síti.  
4.5  Internet MANET Encapsulation Protocol (IMEP) 
Nápad protokolu IMEP spočívá v tom, aby byl jeden hlavní společný protokol,  
který by mohly ostatní protokoly využívat. Tento protokol má některé vlastnosti a mechanismy,  
které ostatní protokoly mohou potřebovat. Mezi ně patří: 
- snímání stavu linky 
- kontrolní zprávy seskupení a zapouzdření 
- spolehlivost vysílání 
- rozlišení adres síťové vrstvy 
- procedury ověření bezpečnosti 
  
IMEP také poskytuje architekturu pro identifikaci MANET směrovačů, identifikaci 
rozhraní a adresování. Účel tohoto protokolu je zlepšit výkon za pomoci snížení počtu 
kontrolních zpráv a dát funkčnost do jednotného, všeobecného protokolu ve vyšších vrstvách 
směrování. IMEP je navržen tak, aby podporoval mnoho Ad-Hoc směrovacích protokolů,  
ale našel uplatnění jen v TORA. Může být použit ve více směrovacích protokolech pro získání 
zabezpečení a ověřování. IMEP je úzce spjat s protokolem TORA, není divu, když oba byly 
navrženy stejným autorem.  
Základní nápad je dobrý, ale z výkonového hlediska už není zas až tak dobrý. Práce 
v podání CMU ukázala, že IMEP produkuje vyšší režijní náklady a to hlavně kvůli tomu,  
že nalezení sousedního uzlu u IMEP generuje minimálně jeden Hello paket za sekundu,  
ale to z důvodu spolehlivého doručení paketů.  
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5. SIMULACE SMĚROVACÍCH PROTOKOLŮ 
Program OPNET Modeler (OM) je simulační prostředí, které je využíváno pro návrh       
a simulaci sítí včetně výsledných grafů a hodnot. OM umožňuje simulovat protokoly pro MANET 
síť, a to pro tyto protokoly: AODV (Ad-hoc On-demand Distance Vector), DSR (Dynamic Source 
Routing), OLSR (Optimized Link State Routing protocol) a TORA/IMEP (Temporally-Ordered 
Routing Algorithm). Pro tyto protokoly můžeme nastavovat  spoustu jejich vlastností, pro naše 
účel postačí základní nastavené, které odvozeno vždy z určité Request for comments (RFC).  
Jednotlivé protokoly budeme simulovat pro určitý počet uzlů, a to pro 5, 10, 25, 40, 70, 
100 a místy i 150 uzlů. 
 
5.1  Základní schéma simulace 
 Simulace sítě vychází ze základního schématu, který je uveden na obrázku č. 5.1. 
Základní schéma se skládá ze 4 prvků typu manet_station a 2 prvků wlan_wktsn. Na této 
simulaci lze vidět základní procesy sítě a také její chovaní na přenos multimediálních dat, 
respektive hlasových služeb – IP telefonie.  
 
 
Obr. 5.1: Schéma simulace protokolů 
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5.1.1  Vytvoření nového projektu 
 
1.  Spustíme simulátor sítí OPNET Modeler 14.5. 
2.  Vytvoříme nový projekt, a to tak, že klikneme na položku File a vybereme New – 
Project. 
3.  Do pole Project name vložíme Směrovací protokoly MANET, do pole Scenario name 
vložíme AODV_5stanic. 
4.  Poté v dalším okně zvolíme Create Empty Scenario a potvrdíme Next. 
5.  Pro malou simulaci vystačí zvolit v okně Choose Network Scale položku Office. 
6.  Změníme rozměry na Campus. 
7.  V dalším okně zvolíme prvky sítě, tudíž označíme Manet. 
8.  Další okno potvrdíme a otevře se prázdná oblast, ve které vytvoříme naši síť. Spolu 
s tímto se zobrazí i okno Object Palette Tree s prvky sítě, které budeme potřebovat.  
Na obrázku 5.2 je uveden Object Palette Tree  s těmito prvky. 
 
 
Obr. 5.2: Prvky sítě MANET 
 
9. Provedeme přiblížení a to zhruba tak, abychom měli vyobrazeny asi 2 čtvereční 
kilometry na pracovní ploše. 
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10. Z  Object Pallete Tree vybereme Manet Station (mobilní bod) a vložíme na plochu.  
Poté vložíme ještě další 3 tyto stanice a rozmístíme je podle obr. 5.1.  
11. Ze stejné knihovny také vložíme wlan_wktsn a opět jej vložíme na plochu, také podle 
obr. 5.1. Dále vložíme ještě jeden tento prvek sítě. Tyto prvky použijeme z důvodu 
možnosti zvolení přenášených dat.  
12.  Dále vložíme na plochu prvky RXgroup Config, Profile Config a Application Config, 
všechny ze stejné knihovny prvků. Application Config slouží pro zvolení služeb 
požívaných v síti. Profile Config definuje profily těchto služeb a RXgroup Config určuje 
nastavení vysílání u stanic. 
 
Názvy všech prvků ponecháme stejné. 
5.1.2  Konfigurace prvku RXgroup Config 
Jelikož využíváme poměrně hodně stanic na malé rozloze, tak pro naši potřebu snížíme 
vysílací dosah stanic tak, aby nekomunikovaly přes sebe, ale mezi sebou.  
 
13. Pravým tlačítkem myši klikneme na prvek RXgroup Config a zvolíme položku Edit 
Attributes. V položce Receiver Selection Parametes zvolíme položku Selection 
Parametres a upravíme Distance Threshold (metres) na hodnotu 90. Tím jsme určili 
dosah stanic maximálně 90 metrů. Lze vidět na obrázku 5.3.  
 
 
Obr. 5.3: Nastavení RXgroup Config 
5.1.3  Konfigurace aplikací v simulaci 
Z důvodu simulovaní multimediálních dat na přenos v síti si musíme tyto aplikace povolit 
a využijeme již předdefinovaný protokol IP Telephony. 
 
14. Klikneme pravým tlačítkem myši na prvek Application Config a zvolíme z menu Edit 
Attributes. V položce Application Definitions zvolíme Number of rows na hodnotu 1  
a rozevřeme nabídku. Tím vytvoříme jeden profil aplikací. 
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15. Do položky Name napíšeme Voice. Rozevřeme položku Description a vybereme položku 
Voice, kde zvolíme IP Telephony. Tímto krokem jsme určili, že naše aplikace bude mít 
vlastnosti IP telefonie. Celé nastavení je uvedeno na obr. 5.4. 
 
 
Obr. 5.4: Nastavení Application Config 
 
16. Dále klikneme na prvek Profile Config a zvolíme položku Edit Attributes. V položce 
Profile Configuration zvolíme Number of rows na hodnotu 1 a rozevřeme nabídku.  
Do položky Profile name napíšeme Voice_profile. 
17. V poli Application zvolíme Number of rows na hodnotu 1 rozevřeme nabídku. V položce 
Name zvolíme náš aplikační profil Voice. Celé nastavení je uvedeno na obr. 5.5.  
 
 
Obr. 5.5: Nastavení Profile Config 
 
 - 50 - 
18. Dále potřebujeme nastavit podporu nastavených aplikací, což uděláme tak, že klikneme 
pravým tlačítkem myši na jeden z wlan_wktsn. Zvolíme položku Set name a napíšeme 
A. Zvolíme položku Edit attributes a vybereme položku Applications. Zde zvolíme 
Application: Supported profiles. Zvolíme Number of rows, kde nastavíme hodnotu na 1. 
Jako Profile name zvolíme náš Voice_profile. Ukázka nastavení  
je na obrázku 5.6. 
 
 
Obr. 5.6: Nastavení podporovaných profilů u wlan_wktsn A 
 
19. Je zapotřebí nastavit také klienta pro náš aplikační profil. To uděláme tak, že klikneme 
pravým tlačítkem myši na druhý wlan_wktsn. Zvolíme položku Set name a napíšeme B. 
Zvolíme položku Applications a zde Aplications: Supported profiles. Tuto položku 
nastavíme tak, jak je uvedeno na obrázku 5.7.  
 
 
Obr. 5.7: Nastavení podporovaných služeb u wlan_wktsn B 
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5.1.4  Konfigurace směrovacího protokolu 
  Abychom mohli porovnat všechny dostupné směrovací protokoly v simulačním 
prostředí Opnet Modeler, budeme muset vždy duplikovat naše schéma a vždy nastavovat jiný 
směrovací protokol. V této kapitole uvádím postup pro změnu směrovacího protokolu.  
Jako příklad uvádím protokol AODV. 
 
20. Klikneme pravým tlačítkem myši na prvek Manet_station, zvolíme položku Select Similar 
Nodes. Tím zajistíme, že se nám vyberou všechny stejné prvky sítě. Poté opět klikneme 
pravým tlačítkem myši na tentýž objekt a zvolíme Edit atrributes. Rozevřeme položku 
AD-HOC Routing Parametres a zvolíme AD-HOC Routing Protocol. Zde zvolíme hodnotu 
AODV. U tlačítka OK zaškrtneme Apply to selected objects, což zajistí, že se změněná 
hodnota projeví u všech vybraných prvků. Nastavení je vidět na obrázku 5.8. 
21. Totéž co v bodě 20. provedeme u prvků Wlan_wktsn. 
 
 
Obr. 5.8: Nastavení protokolu AODV dle normy 
5.1.5  Zvolení sledovaných charakteristik a simulace 
 Před spuštěním simulace je zapotřebí zvolit sledované charakteristiky, které nás nejvíce 
zajímají. U každého protokolu je třeba zvolit správné charakteristiky, jedna zásadní se nemění,  
a to charakteristika Voice Application. Můžeme vybírat z lokálních charakteristik (jen pro určité 
uzly) nebo i z globálních charakteristik. Jako příklad uvádím nastavení charakteristik  
pro protokol AODV. 
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22. Klikneme pravým tlačítkem na pracovní plochu, vybereme položku Choose individual 
DES Statistics a v položce Global vybereme AODV. 
23.  Dále pak klikneme pravým tlačítkem myši na wlan_wktsn B, zvolíme položku Choose 
individual DES Statistics a zvolíme položky AODV a Voice Applications. To stejné 
provedeme u wlan_wktsn A. 
24.  Simulaci spustíme tak, že zvolíme z hlavní nabídky položku DES – Run Discrete Event 
Simulation. Otevře se okno s volbami simulace, kde změníme položku Duration (doba 
trvání simulace) na hodnotu 5 minutes. Dále položku Values per statistic změníme  
na hodnotu 300. Ostatní položky ponecháme beze změn a stiskneme tlačítko Run. 
 
 
Obr. 5.9: Nastavení simulace 
 
25. Po skončení simulace klikneme na tlačítko Close.  
26. Výsledky simulace zobrazíme tak, že pravým tlačítkem myši klikneme na pracovní 
plochu a vybereme položku View Results.  
27. Poté se otevře nové okno, kde si v části Show Results vybereme charakteristiky různých 
uzlů nebo i globální. Ukázka je vidět na obrázku č. 5.10. V našem případě zvolíme  
u prvku wlan_wktsn B AODV – Number of Hops per Route a u Voice Application – 
Packet End-to-end delay. 
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Obr. 5.10: Ukázka výsledků simulace 
5.1.6 Duplikování a změna počtu uzlů v simulované síti 
 Abychom zjistili, jaký vliv má počet uzlů v síti na přenos multimediálních dat, musíme 
naši charakteristiku postupně zvětšovat. Budeme to dělat postupným duplikováním 
simulovaných schémat. Jakmile provedeme simulaci protokolu AODV výše uvedeným postupem, 
přejdeme na simulaci dalšího, a to takto: 
 
1. Klikneme pravým tlačítkem myši v hlavním menu na položku Scenarios a zvolíme 
Duplicate Scenario. Pojmenujeme jej DSR_5stanic. Totéž opakujeme ještě  
pro směrovací protokoly OLSR, GRP a  TORA. 
2. U každého schématu nastavíme správný směrovací protokol, a to podle postupu 
uvedeném v kapitole 5.1.4. 
3. V každém schématu nastavíme správné charakteristiky, které chceme sledovat,  
což provedeme podle kapitoly 5.1.5. 
4. V jednotlivých schématech spustíme simulaci postupně u každého a zobrazíme si 
výsledky. Postup je uveden v kapitole 5.1.5. 
5. Poté u jedné simulace provedeme postupné zvyšování počtu uzlů v počtu 5, 10, 25, 40, 
70, 100 i 150 uzlů. U každého zvýšení počtu uzlů provedeme kroky 1 až 4. 
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Na obrázcích 5.11 až 5.16 jsou uvedeny schémata simulací s určitými počty stanic. 
 
 
Obr. 5.11: Schéma simulace směrovacích protokolů s 5 uzly 
 
 
Obr. 5.12: Schéma simulace směrovacích protokolů s 10 uzly 
 
 
Obr. 5.13: Schéma simulace směrovacích protokolů s 25 uzly 
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Obr. 5.14: Schéma simulace směrovacích protokolů se 40 uzly 
 
 
Obr. 5.15: Schéma simulace směrovacích protokolů s 70 uzly 
 
 
Obr. 5.16: Schéma simulace směrovacích protokolů se 100 uzly 
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5.2 Výsledky simulace protokolu AODV 
 Při simulaci protokolu AODV jsme provedli několik simulací, a to s 5, 10, 25, 40, 70  
a 100 uzly v síti. Pro přehlednost uvádím dva obrázky s výslednými charakteristikami.  
Na obrázku 5.12 jsou znázorněny charakteristiky zpoždění dat pro 5, 10 a 25 uzlů v síti. Z grafu 
lze vidět, že při 5 uzlech v síti je odezva dat dobrá. Při 10 už se objevují místa, kdy odezva 
vzrostla až na 4 sekund, což už je pro přenos multimediálních dat absolutně nevyhovující. 
Ovšem data ještě stále procházejí sítí bez větších výpadků. Při 25 uzlech je kolísání dat  
už značné. Objevují se stále častěji náhlé zvýšení odezvy dat přes síť. Pro ilustraci 
procházejících dat uvádím obrázek 5.13, kde je znázorněno kolísání dat. Výchozí hodnota je 
konstantní proud 100 paketů za sekundu.  
 
  
Tab. 5.1: Průměrná odezva dat v síti 
Počet uzlů v síti 5 10 25 40 70 100 
Průměrná odezva dat 
[ms] 
70 188 458 573 345 427 
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Obr. 5.17: Zpoždění dat při užití 5-25 uzlů v síti s protokolem AODV 
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 Obr. 5.18: Kolísání přijímaných paketů při užití 5-25 uzlů v síti s protokolem AODV 
 
Na obrázku 5.14 jsou uvedeny charakteristiky pro počet uzlů 40, 70 a 100. U všech 
těchto hodnot již docházelo k velkému kolísání dat. Nejhorší situace nastala při počtu 40 uzlů, 
kdy se průměrný pohyboval na nejvyšší úrovni, a to 573 ms.  
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 Obr. 5.19: Zpoždění dat při užití 40-70 uzlů v síti s protokolem AODV 
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Obr. 5.20: Kolísání přijímaných paketů při užití 40-70 uzlů v síti s protokolem AODV 
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5.3 Výsledky simulace protokolu DSR 
Protokol DSR se choval do 15 uzlů naprosto nejlépe pro užívání multimediálních dat. 
Průměrná odezva dat se pohybovala okolo 66 ms. Při vyšších hodnotách již odezva dat stoupala 
na hodnoty neúnosné, až 51 sekund. Přenos dat se snížil téměř na hodnotu 0 paketů  
za sekundu. U protokolu DSR stačilo simulovat do 40 uzlů, výsledky s vyšším počtem by byly 
téměř stejné jako při užití 25 a 40 uzlů.  
Protokol DSR je vynikající pro použití multimediálních dat, jen v případě, bude-li splněna 
podmínka maximálního počtu přeskoků v sítí na hodnotě 4. Při vyšších hodnotách už síť 
nedokáže správně směrovat data a odezvy vzrůstají.  
 
Tab. 5.2: Průměrná odezva dat v síti 
Počet uzlů v síti 5 10 25 40 
Průměrná odezva dat 
[ms] 
65 67 24789 39916 
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Obr. 5.21: Zpoždění dat při užití 5-10 uzlů v síti s protokolem DSR 
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Obr. 5.22: Zpoždění dat při užití 25-40 uzlů v síti s protokolem DSR 
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 Obr. 5.23: Kolísání přijímaných paketů při užití 5-40 uzlů v síti s protokolem DSR 
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5.4 Výsledky simulace protokolu OLSR 
 U protokolu OLSR jsem simuloval pro počty stanic 5, 10, 25, 40, 70, 100 i 150. 
Protokolu OLSR trvalo 10 sekund, než byl schopný přenášet data přes síť (musel určit všechny 
stanice MPR).  
V rozmezí od 5 do 40 stanic procházela data přes síť s občasnými výpadky a průměrná 
odezva dat se pohybovala do 107 ms. Jen při 40 uzlech v síti se vyšplhala hodnota odezvy dat  
k 1,6 sekundám. Při užití 70 stanic je už odezva dat vysoká a při vyšším počtu stanic už jen 
stoupala a výpadky dat se také zvětšovaly. 
Průběhy zpoždění dat a kolísání přijímaných paketů jsou vidět na obrázcích 5.19, 5.20, 
5.21 a 5.22. 
 
Tab. 5.3: Průměrná odezva dat v síti 
Počet uzlů v síti 5 10 25 40 70 100 150 
Průměrná odezva dat 
[ms] 
62 66 82 107 191 185 448 
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Obr. 5.24: Zpoždění dat při užití 5-40 uzlů v síti s protokolem OLSR 
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Obr. 5.25: Kolísání přijímaných paketů při užití 5-40 uzlů v síti s protokolem OLSR 
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Obr. 5.26: Zpoždění dat při užití 70-150 uzlů v síti s protokolem OLSR 
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Obr. 5.27: Kolísání přijímaných paketů při užití 70-150 uzlů v síti s protokolem OLSR 
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5.4 Výsledky simulace protokolu GRP 
 Protokol GPR se choval obdobně jako protokol OLSR. V prvních 10 sekundách nebyl 
schopen přenášet data přes síť z důvodů vypočítávání cest. 
 Pro počty uzlů v síti 5 – 40 je protokol dobrý pro přenášení multimediálních dat s pár 
výpadky. Průměrná odezva dat se pohybuje do 85 ms. Při počtu 70 uzlů v síti už byly výpadky 
dat veliké a průměrná odezva byla 504 ms, proto už dále nebylo potřeba dalších simulací 
s vyššími počty prvků. V šesti bodech v charakteristice překročila odezva dat hranici 1 s. Při 
počtu 60 stanic dosahuje tento protokol stále dobrých výsledků. 
 
Tab. 5.4: Průměrná odezva dat v síti 
Počet uzlů v síti 5 10 25 40 70 
Průměrná odezva dat 
[ms] 
62 68 77 85 504 
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Obr. 5.28: Zpoždění dat při užití 5-25 uzlů v síti s protokolem GRP 
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Obr. 5.29: Kolísání přijímaných paketů při užití 5-25 uzlů v síti s protokolem GRP 
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Obr. 5.30: Zpoždění dat při užití 40-70 uzlů v síti s protokolem GRP 
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Obr. 5.31: Kolísání přijímaných paketů při užití 40-70 uzlů v síti s protokolem GRP 
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5.5 Výsledky simulace protokolu TORA/IMEP 
Při použití protokolu TORA/IMEP došlo k přenosu dat přes síť až po určité době.  
Čím více prvků v síti jsme měli, tím více se tento čas prodlužoval. Protokol je použitelný do 25 
stanic, poté už síť nebyla schopná ani sestavit spojení. Do 25 uzlů se ze začátku spojení objevila 
příliš vysoká hodnota odezvy, poté se v průměru pohybovala okolo 70 ms u všech tří 
charakteristik. V tabulce uvádím průměrné hodnoty odezvy dat ze všech získaných hodnot,  
tudíž i ze začátku charakteristiky (příliš vysoké hodnoty). Protokol TORA/IMEP stačí pro naše 
účely simulovat do počtu 40 prvků v síti. 
 
Tab. 5.5: Průměrná odezva dat v síti 
Počet uzlů v síti 5 10 25 40 
Průměrná odezva dat 
[ms] 
157 203 272 6942 
Průměrná odezva dat 
bez počátečních 
hodnot [ms] 
62 72 69 - 
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Obr. 5.32: Zpoždění dat při užití 5-40 uzlů v síti s protokolem TORA/IMEP 
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Obr. 5.33: Kolísání přijímaných paketů při užití 5-40 uzlů v síti s protokolem TORA/IMEP 
 
5.6 Porovnání výsledků simulací  
U všech simulovaných protokolů se projevily výpadky při přenosu přes síť. U některých 
více, u některých méně. Při 5 uzlech v síti jsou všechny směrovací protokoly dobré pro přenos 
multimediálních dat. Protokoly OLSR, GRP a TORA/IMEP mají nevýhodu, že při zapnutí sítě trvá 
určitý čas, než je síť připravena pro přenos dat. 
Při simulování velkého množství uzlů nejlépe přenáší data s nejmenší odezvou protokol 
OLSR, který využívá metodu nastavení hlavních uzlů MPR. Daleko nejhůře se projevil protokol 
DSR, který při nízkých počtech uzlů je naprosto bezproblémový, od 15 uzlů a více nezvládá 
komunikaci mezi uzly, což se projevuje zvýšením odezvy dat až k desítkám sekund a data vůbec 
nejsou schopna projít přes síť. 
 
Tab. 5.6.: Srovnání průměrné odezvy dat v síti 
Počet uzlů v síti 5 10 25 40 70 100 150 
AODV - Průměrná 
odezva dat [ms] 
70 188 458 573 345 427 - 
DSR - Průměrná 
odezva dat [ms] 
65 67 24789 39916 - - - 
OLSR - Průměrná 
odezva dat [ms] 
62 66 82 107 191 185 448 
GRP - Průměrná 
odezva dat [ms] 
62 68 77 85 504 - - 
TORA/IMEP  - 
Průměrná odezva dat 
[ms] 
157 203 272 6942 - - - 
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Tab. 5.7.: Srovnání výpadků dat při přenosu sítí 
Počet uzlů v síti 5 10 25 40 70 100 150 
AODV 
Bez 
výpadků 
Kolísání Kolísání Kolísání 
Obrovské 
kolísání 
Obrovské 
kolísání 
- 
DSR 
Bez 
výpadků 
Bez 
výpadků 
Data 
neprochází 
sítí 
Data 
neprochází 
sítí 
- - - 
OLSR 
Bez 
výpadků 
Malé 
výpadky 
Časté 
výpadky 
Časté 
výpadky 
Časté 
výpadky 
Kolísání Kolísání 
GRP 
Bez 
výpadků 
S 
výpadky 
S výpadky S výpadky 
S velkými 
výpadky 
- - 
TORA/IMEP 
Bez 
výpadků 
Bez 
výpadků 
Bez 
výpadků 
Data 
neprochází 
sítí 
- - - 
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ZÁVĚR 
  
Cílem této bakalářské práce bylo seznámení se s problematikou sítí s volnou typologií  
a zaměřit se na technologii Motorola Mesh, resp. Manet. a v simulačním prostředí Opnet 
Modeler zjistit vliv počtu uzlů na přenos multimediálních dat pro všechny dostupné směrovací 
protokoly. 
 
Úvodní kapitola práce se věnuje síti Ad-Hoc, která je sítí s volnou topologií a stručně 
popisuji její vlastnosti. Poté jsem se zaměřil na sítě s topologií Mesh, v které byla později 
implementována bezdrátová technologie. Zde popisuji vlastní pojem „Mesh“ a dále vlastnosti. 
Zmiňuji se také o základních směrovacích protokolech, které se používají. 
 
V následující kapitole je přímo popsána technologie Motorola Mesh, její vlastnosti, 
používané technologie a standardy. Dále jsou také popsány tři druhy sítě Motorola,  
její technické parametry a také základní prvky, které jsou potřeba pro správné fungování sítě. 
 
Tématem další kapitoly jsou směrovací protokoly pro síť typu Manet. Jsou zde popsány 
směrovací protokoly dostupné v simulačním prostředí Opnet Modeler, mezi které patří AODV 
(Ad-hoc On-demand Distance Vector), DSR (Dynamic Source  Routing), OLSR (Optimized Link 
State Routing protocol) a TORA/IMEP  (Temporally-Ordered Routing Algorithm) a GRP 
(Geographic Routing Protocol) .Popisuji jejich základní postupy při směrování a údržbě informací 
o cestách skrze síť.  
  
 Závěrečná kapitola bakalářské práce je věnována simulaci směrovacích protokolů, které 
jsou popsány v předešlé kapitole. Všechny protokoly jsou simulovány na jednoduchých síťových 
topologiích, které jsou stejné pro všechny směrovací protokoly. Pro porovnávání výsledků 
simulace jsou použity charakteristiky zpoždění dat daných protokolů a přijímané pakety  
u sledovaného uzlu. Veškerá srovnání jsou uvedena v závěru kapitoly. Z výsledků je patrné,  
že při použití nízkého počtu uzlů je nejlepší požít protokol DSR, z důvodů nízké odezvy dat a 
nulové ztrátovosti, a při vysokých počtech uzlů protokol OLSR nebo GRP.  Protokol TORA/IMEP 
je také srovnatelně dobrý s protokolem DSR, ovšem vyžaduje určitý čas, než je možné vysílat 
data, tento čas se pohyboval okolo 10 sekund.  
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