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El ana´lisis planteado por Mattelart y Vitalis en
“De Orwell al cibercontrol”, adema´s de ser actual, es
fundamental para ganar mayor comprensio´n acerca de
las formas de control que traen consigo las tecnolog´ıas de
la informacio´n y la comunicacio´n (TIC) en las diferentes
esferas de la vida social. Entre estas se cuenta el perfilado,
como te´cnica de control que invade toda la cotidianidad
al ser usado como estrategia de marketing en los servicios
me´dicos, la educacio´n, es decir: es muy poco lo que
escapa a estos mecanismos de control. Pero al no bastar
con explicar el feno´meno, los autores sentencian que
las mu´ltiples consecuencias de tales mecanismos se
argumentan en la amenaza a las identidades y a las
libertades, y el riesgo de que la automatizacio´n se dirija
cada d´ıa ma´s hacia una mayor autonomı´a de la tecnolog´ıa
en las decisiones sobre la sociedad. En el momento de
indicar que´ ha permitido el auge de estas te´cnicas, no
hay duda que la que se encuentra en el centro del ana´lisis
que asume el texto es: la racionalidad mercantilista que
de forma hegemo´nica se ha extendido con las pol´ıticas
neoliberales con una marcada acentuacio´n hacia la
seguridad nacional.
En cuanto a los autores, de Armand Mattelart
se puede decir que es un conocido socio´logo belga
en el a´rea de las comunicaciones, profesor eme´rito
en ciencias de la informacio´n y comunicacio´n en la
universidad de Par´ıs VIII (Vincennes-Saint Denis) en
donde Fundo´ el Centre d’e´tudes sur les me´dias, les
technologies et l’internationalisatio (CEMTI) (Centro de
estudios sobre los medios de comunicacio´n, la tecnolog´ıa
y la internacionalizacio´n). Inicia su carrera acade´mica
en Chile junto a Miche´le Mattelart y Mabel Piccini,
con quienes conforma un grupo de investigacio´n para
el desarrollo de pol´ıticas en comunicacio´n en el centro
de estudios de la realidad nacional (CEREN) de la
Universidad Cato´lica de Chile, hasta la llegada al
poder de Pinochet en 1973. Su obra esta´ orientada,
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en un primer momento, hacia la situacio´n chilena
y latinoamericana, donde se destacan libros con la
coautor´ıa de Miche`le Mattelart ”Juventud chilena,
rebeld´ıa y conformismo”; ”La mujer chilena en una nueva
sociedad, un estudio exploratorio acerca de la situacio´n
e imagen de la mujer en Chile”; ”La problema´tica de
la poblacio´n latinoamericana”. De su extensa obra en
el campo de la comunicacio´n cabr´ıa destacar libros
como: ”Historia de las teor´ıas de la comunicacio´n”,
”Los medios de comunicacio´n en tiempos de crisis”,
(con Miche`le Mattelart)”; ”La mundializacio´n de la
comunicacio´n”; ”Historia de la utop´ıa planetaria. De
la ciudad profe´tica a la sociedad global”; ”Historia de la
sociedad de la informacio´n”; I¨ntroduccio´n a los estudios
culturales”; ”Diversidad cultural y mundializacio´n”;
”mundo vigilado”. Por otro lado, Andre´ Vitalis, conocido
en el a´mbito acade´mico france´s por sus diversos estudios
orientados a las luchas contra la proteccio´n de datos
en Francia, puede destacarse su labor como profesor
eme´rito de la Universidad Burdeos III, y como autor de
“informatique pouvoir et liberte´s” (poder y las libertades
de computacio´n).
Regresando al texto, en palabras de los autores, dos
son las preocupaciones en la investigacio´n: la primera,
la definicio´n de las etapas histo´ricas del feno´meno; y la
segunda, ”Dar cuenta a la vez del cara´cter general y de
la especificidad de las pol´ıticas de control social tal como
se han dado y continu´an da´ndose en Francia”[p.11].
Sin embargo, por ma´s que la investigacio´n se remita
al contexto france´s, la pretensio´n de los autores con
el libro es aportar una serie de reflexiones para ganar
mayor comprensio´n del papel que juegan ”las doctrinas
y estrategias de seguridad en los procesos geopol´ıticos de
mundializacio´n”[p.12], si se entiende que a nivel mundial
una de las pol´ıticas que esta´n orientando las relaciones y
los procesos de vigilancia y control social tienen que ver
con la seguridad -por lo menos es lo que se puede percibir
en pa´ıses como EE.UU, Espan˜a, Gran Bretan˜a, Francia,
Alemania-. Y aunque en las sociedades de estos pa´ıses se
ha formado una percepcio´n proclive a estas pol´ıticas, los
autores advierten sobre la necesidad de resistir al ”todo
securitario 2a que ”las te´cnicas de control no pueden
servir como sustituto de la resolucio´n pol´ıtica de los
problemas de fondo de la sociedad”[p.12].
Por lo anterior, el propo´sito del libro es realizar
una genealog´ıa acerca de los usos y de las funciones
de las nuevas tecnolog´ıas de control social en la
sociedad francesa, espec´ıficamente aquellas te´cnicas ”de
elaboracio´n de los perfiles de los individuos con el fin de
controlarlos”[p.11]; en este sentido, se busca .analizar el
origen y el recorrido del perfilado2 al compa´s de las crisis
econo´micas, de las convulsiones pol´ıticas e ideolo´gicas,
as´ı como de las innovaciones te´cnicas”[p.13].
En la direccio´n indicada, los autores organizan el libro
en siete apartados para dar cuenta de aspectos como: la
libertad y el control; la gestio´n del tiempo y el trabajo;
La informa´tica en el Estado, la seguridad, y la crisis
de gobernabilidad; la gestio´n de la pol´ıtica en relacio´n
con anticipar la violencia; y la captacio´n y explotacio´n
mercantil de las identidades por las empresas de internet:
Google, Amazon, Facebook, entre otras. En el primer
cap´ıtulo, “ Ir y venir la paradoja de la libertad” ,
los autores inicialmente abordan la forma como se
instaura el libre cambio, con la puesta en pra´ctica
de la libertad de circulacio´n de mercanc´ıas, cuerpos
y mensajes, y la manera como se fueron instaurando
te´cnicas de control social. Tomando las nociones de
sociedad disciplinaria y del pano´ptico de Bentham, del
andamiaje de nociones planteadas por Foucault y el
ana´lisis sobre las te´cnicas desarrolladas por la economı´a
pol´ıtica en el siglo XIX -que deviene en la nocio´n
de gubernamentalidad planteada por el mismo autor-,
Mattelard y Vitalis analizan las relaciones entre estas dos
formas de vigilancia y control social instauradas con el
modelo liberal desde el siglo XIX, aclarando que no es que
una te´cnica (panoptismo-gubernametalidad) sustituya
a la otra sino que, ma´s bien, el liberalismo resitu´a
-en la estrategia de gubernametalidad- el panoptismo,
adquiriendo una nueva dimensio´n: a la libertad se le
antepone la seguridad, a mayor libertad de movilidad
mayor introduccio´n de dispositivos de seguridad; es
decir, la funcio´n ser´ıa domesticar al individuo de tal
forma que a mayor libertad individual mayor es el nivel
de perfeccionamiento de las te´cnicas de control, y estas
sera´n ma´s sutiles y por fuera del dominio del individuo.
Ahora bien, de entre las te´cnicas para controlar la
circulacio´n de individuos en el contexto de la sociedad
francesa los autores analizan el uso de las caracter´ısticas
de diversas te´cnicas e instrumentos usados a finales del
siglo XIX, que algunas se mantienen hasta el d´ıa de
hoy, entre las que se encuentran: la ficha policial, la
fotograf´ıa y los datos antropome´tricos, la dactiloscopia,
el carnet antropome´trico para las comunidades no´madas,
y advierten la matematizacio´n de las masas a partir
del uso de la Estad´ıstica. Respecto a la poblacio´n que
se pretende vigilar y controlar en aras de un esp´ıritu
securitario de la pol´ıtica social, los autores puntualizan
el control de los vagabundos no´madas, personas con
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actividades itinerantes que, por caracter´ısticas como no
tener un empleo o una residencia estable, amenazan la
seguridad del resto de la sociedad francesa; te´cnicas que
siguen siendo utilizadas para caracterizar y vigilar a las
llamadas minor´ıas. El efecto de estas te´cnicas permite
clasificar a los ciudadanos, en ciudadanos de primera y
de segunda clase.
Luego, en el segundo cap´ıtulo: “ En la gestio´n del
tiempo y de la fuerza del trabajo” , los autores
van a dar cuenta de las transformaciones del trabajo
a partir de ciertos criterios como ”la sincronizacio´n, la
aceleracio´n y la gestio´n del tiempo, las maneras como
los capitalistas fueron imponiendo las pra´cticas a partir
de la ”gestio´n del tiempo”; as´ı, la medicio´n del tiempo
permite la sincronizacio´n de las actividades laborales,
en donde el reloj ser´ıa el s´ımbolo de las ma´quinas del
siglo XIX; incluso, cuando el trabajo se acelera con
el desarrollo del ferrocarril del siglo XIX, la nueva
racionalidad ferroviaria”gravita en torno al uso del reloj;
C¸abe recordar a este propo´sito la idea que tuvieron los
liliputienses del reloj de Gulliver: de tanto sacarlo y
mirarlo lo tomaron por su Dios. Algo ide´ntico les suced´ıa
a los ferroviarios”[p.54]. Aunque el mundo ferroviario
se convirtio´ en el campo de pruebas del capitalismo
gerencial [p.54-55], anterior al desarrollo de los medios de
comunicacio´n, los autores identifican otra procedencia de
la racionalidad y la mejora de la eficacia en los proyectos
de construccio´n de fortalezas: la del mariscal De Vauban
siglo XVII [p.55], que sera´ perfeccionado en el a´mbito
france´s con el estudio de la cinema´tica, permitiendo el
surgimiento de te´cnicas de control del trabajo en donde se
resalta la labor del cient´ıfico Etienne Marey (1830-1904).
En cuanto a los primeros mecanismos de control del
tiempo del trabajo, en el contexto france´s, Mattelard
y Vitalis traen al ana´lisis el reloj de presencia”(el
reloj usado para timbrar la tarjeta al momento de
ingresar a laborar -que au´n tiene vigencia en nuestro
contexto empresarial-), en su versio´n contempora´nea:
la ”tarjeta electro´nica”[p.60], quedando plateada la
ambivalencia en su uso ya que ha sido implementada
tanto para controlar y vigilar el tiempo de los obreros
como para garantizar los derechos sobre las horas que
por ley deben trabajar. Otros mecanismos tenidos en
cuenta por los autores van desde la watch-box o el
libro reloj desarrollado e implementado por Taylor,
pasando por el uso de la ca´mara cinematogra´fica para
la gestio´n y eficiencia del trabajo -de un disc´ıpulo
de Taylor, Frank Gilbreth- implementada para la
observacio´n de los micromovimientos de trabajadores
y las e´lites profesionales [p.66], trabajo que fue aplicado
ampliamente en la redes hospitalarias norteamericanas.
En otro sentido, adicionalmente al desarrollo de
mecanismos de vigilancia y control del trabajo, los
autores suman en su ana´lisis dos dispositivos de control
social que permiten la consolidacio´n de las te´cnicas de
vigilancia en la actualidad, la primera: la accio´n sobre
la opinio´n pu´blica; y la segunda: la integracio´n de las
masas al mercado de consumo. Esta u´ltima se desarrolla
a partir de estrategias de publicidad y marketing que
derivara´ en la constitucio´n del individuo como u¨na
fa´brica de datos”[p.71], situacio´n que en la actualidad
permite que el individuo ceda los datos a empresas
de forma voluntaria, convirtie´ndose en c¸oproductor, de
forma que el valor an˜adido de un producto o servicio va
a adecuarse cada vez ma´s y de manera ma´s refinada a la
demanda”[p.71].
Con respecto a las tecnolog´ıas modernas de control
y vigilancia, indican que surgen alrededor de la pol´ıtica
norteamericana orientada hacia la seguridad nacional;
sin embargo, los autores ubican su precedente en el
estado de providencia, y el precio a pagar por la
planeacio´n para asistir a la poblacio´n en el Estado france´s
sera´ .el registro y el almacenamiento de los datos de los
asegurados”[p.79]. En esta direccio´n, el cap´ıtulo titulado:
“ la doble cara del estado” , aportara´ elementos de
ana´lisis para la comprensio´n de co´mo el estado neoliberal,
que se ven´ıa configurando en paralelo a las pol´ıticas del
estado de providencia a partir de congresos en la de´cada
de los sesenta del siglo pasado, establece directrices para
la redefinicio´n y reemplazo de las diferencias pol´ıticas a
partir de la inclusio´n de la informacio´n como principio
fundamental en todos los escenarios organizacionales,
con la participacio´n y justificacio´n de economistas y
socio´logos: Hayek, Daniel Bell, entre otros.
El incorporar la seguridad nacional en Estados
Unidos, a partir de la segunda guerra mundial para
contrarrestar al enemigo -el socialismo sovie´tico-, se
permite la interaccio´n de las esferas tanto civiles como
militares bajo un objetivo comu´n. As´ı, surgen las
diferentes instituciones de inteligencia norteamericana
que haciendo uso de las teor´ıas cient´ıficas (teor´ıa general
de sistemas, teor´ıa de la comunicacio´n, la ciberne´tica, y
de estas aplicadas a las ciencias sociales), constituyen el
pilar de la ”seguridad nacional”. Con la constitucio´n
de la red de informacio´n militar, destinada para el
seguimiento no solo al enemigo externo sino tambie´n
a aquellos ciudadanos al interior de Estados Unidos por
liderar movimientos en defensa de los derechos de los
afroamericanos o aquellos que manifestaban estar en
contra de la guerra de Vietnam, surge el trastrocamiento
en la percepcio´n sobre las manifestaciones pol´ıticas las
cuales terminan transformando al ”liberal en progresista
y al progresista en comunista”[p.92]. Leccio´n bien
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aprendida del modelo norteamericano por parte de
los sectores pol´ıticos de extrema derecha: designar los
movimientos progresistas como movimientos comunistas,
situacio´n que continua teniendo vigencia en e´pocas
electorales por esta parte del mundo.
Para Mattelart y Vitalis, la seguridad nacional se
intensifica en las u´ltimas de´cadas y se revitaliza con una
nueva estrategia militar cuyo objetivo es “ disuadir” a
los considerados enemigos a partir del uso de ciertas
armas de nueva generacio´n (drones- can˜o´n so´nico)
en el a´mbito de una guerra que algunos militares
de alto rango norteamericano denominan ”guerra
neocortical”[p.100]; palabras ma´s palabras menos de lo
que se trata es de someter a los enemigos sin librar
batalla alguna, y para este fin se va articulando una
triada milicia-industria-academia; esta u´ltima involucra
mucho ma´s a las ciencias sociales (antropolog´ıa, ciencias
pol´ıticas psicolog´ıa conductual y otras), de modo tal
que ciertos sectores de la academia norteamericana
manifiesten su inconformidad.
En consecuencia, los autores van a plantear como
motivo fundamental para el surgimiento del Estado de
vigilancia en los pa´ıses centrales, la ingobernabilidad, en
donde la des-legitimidad de las formas de autoridad la
sobrecarga de las demandas procedentes de los individuos
y de los colectivos, entre otras se encuentran entre
las causas planteadas por Mattelart y Vitalis para
terminar con el Estado Leviata´n. El Estado de vigilancia
soportado sobre la informa´tica va a poner contra la
pared a las democracias del primer mundo, situacio´n que
se decidira´ para el caso europeo a favor del ciudadano
por lo menos en la legislacio´n. Si bien es cierto que la
idea es la de gobernar de forma ma´s racional, en esta
direccio´n el desarrollo de las telecomunicaciones y el
desarrollo tecnolo´gico permitira´n el almacenamiento de
informacio´n y la implementacio´n de grandes sistemas
para el caso france´s (SAFARI y GAMIN), dando
origen a la preocupacio´n civil por el manejo de la
informacio´n y la proteccio´n de la informacio´n personal
y de la vida privada. Estas consideraciones fomentara´n
el planteamiento de principios en la proteccio´n de la
informacio´n del ciudadano, posteriormente establecidas
como normas de forma temprana en la de´cada del
70 bajo el lema: ”la informacio´n al servicio de cada
ciudadano”[p.123]. Pareciera que esta normativa se
quedo´ en letra muerta pero quedo´ como precedente en el
aporte de las primeras garant´ıas legislativas en occidente.
De otro lado, los aspectos planteados por el ana´lisis
de los autores giran en torno a co´mo han sido utilizadas
las tecnolog´ıas de vigilancia y control para anticipar
y gestionar pol´ıticamente el riesgo de violencia. Leyes,
pol´ıticas y ampliacio´n de la informacio´n en las bases
de datos para el registro individual de la poblacio´n, se
vera´n intensificadas iniciando el siglo XXI en EE.UU.
y Francia. Con el cambio de pol´ıtica hacia un modelo
econo´mico neoliberal y el retiro del Estado en funciones
sociales y econo´micas, el Estado centrara´ su atencio´n
en la seguridad; en este nuevo escenario sera´ va´lido
recoger informacio´n de las personas, inclusive de internet
y las redes sociales: ı¨ndividuos absolutamente ajenos
a las infracciones cometidas pueden ver que su vida
privada resulta desvelada y que todos sus secretos son
revelados”[p.140].
Seguidamente, la vigilancia se extendera´ ma´s
alla´ de los territorios nacionales y de las influencias
particulares de los Estados, atentando seriamente contra
las libertades individuales de la poblacio´n al extremo de
que aquellas personas que son sospechosas de terrorismo
”pasan a ser tratadas como enemigos y a ser encarceladas
sin procesos judiciales, y sin acusaciones concretas por
un periodo indeterminado” [p.144]. El claro ejemplo
lo aporta el caso norteamericano con la activacio´n
de la ley ECPA (Electronic communications Privacy
Act), acto legislativo que le da el derecho al FBI
de solicitar informacio´n financiera, informacio´n a los
proveedores de red, a empresas telefo´nicas, mediante una
carta de seguridad nacional (Nacional Security Letter),
dando lugar a la posibilidad de tener informacio´n ma´s
alla´ de sus fronteras. De igual forma, el sistema CAPPS
(Computer Assited Passenger Prescreening System)
-sistema informa´tico usado para establecer el perfil
e identificacio´n de los pasajeros ae´reos que ingresan
a los EE.UU-, asigna un co´digo para establecer la
peligrosidad del individuo que ingresa, ”sobre la base
de estudios estad´ısticos efectuados sobre los factores de
riesgo”[p.146] entre ellos el origen geogra´fico.
Desde la anterior perspectiva, los autores confirman
una clara tendencia de las pol´ıticas de seguridad y su
progresiva tendencia a la exclusio´n y a la persecucio´n,
inclusive de todo aquello que se perciba como diferente:
”La nocio´n de seguridad es muy extensiva del terrorismo
al criminal del criminal al criminal potencial y del
criminal potencial al que manifiesta comportamientos
anormales o por fuera de la norma”[p.148]. Esta pol´ıtica
que lleva al riesgo del control social solo beneficia a
ı¨ndustriales y empresas de armamento”[p.157], as´ı lo
concluye un estudio realizado por parte del departamento
de derecho de los ciudadanos y asuntos constitucionales
del parlamento europeo.
De otra parte, en: “ La captacio´n y la explotacio´n
mercantil de las identidades” , como u´ltimo elemento
de ana´lisis planteado por Mattelart y Vitalis, indican
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el sentido del cibercontrol como orientacio´n desde la
de´cada de los an˜os ochenta en dos direcciones: una,
como ya se hab´ıa planteado, hacia la seguridad nacional;
y la otra, hacia la mercantilizacio´n de la informacio´n
en internet. La pregunta ser´ıa ¿co´mo se realiza este
proceso de mercantilizacio´n? Los autores, entonces,
hara´n explicito el funcionamiento tecnolo´gico de la red
para cumplir con este cometido. Toda la informacio´n
que en su momento se encontraba en manos de los
Estados pasa a la red; los ficheros sera´n ma´s robustos y
digitalizados, y sera´n alimentados con la informacio´n
que los usuarios pondra´n a disposicio´n a trave´s de
la huella digital que dejan en los sitios a trave´s de
cookies que se instalan de forma automa´tica (a veces
sin consentimiento del usuario). Esta informacio´n que
da cuenta de ”datos de conexio´n, datos personales,
datos de participacio´n en foros, datos de relaciones en
redes sociales, datos histo´ricos de navegacio´n”[p.166], es
vendida a las empresas, permitiendo un perfil de consumo
del individuo, y construyen una identidad del usuario,
as´ı .el comercio al por mayor de datos personales realizado
por empresas privadas se ha convertido en una mina de
oro y no cesan de multiplicarse los compradores”[p.159].
Los autores resaltan alternativas como el movimiento se
software libre (open source), las pra´cticas de peer to peer-
(libre circulacio´n de contenidos culturales) y Wikipedia,
como una de esas pocas manifestaciones en la red que se
mantienen fieles al concepto originario de ”gratuidad y
acceso a sus contenidos”[p.168].
En esta u´ltima direccio´n, la gratuidad como una
nueva forma de mercantilizacio´n en la red es abordada
en su especificidad por Mattelart y Vitalis bajo
la categor´ıa: .economı´as reticulares”, en donde ”la
utilidad de los bienes y los productos digitales var´ıa
en funcio´n de las personas que lo utilizan”[p.168].
Son lapidarias las afirmaciones de los autores: ”La
gratuidad aparece como un efecto de la abolicio´n de
los costes (...) el beneficio de la gratuidad va a las
firmas que capturan el mercado”[p.168]. Lo anterior
es extensamente explicado con el caso Google, y co´mo
dicha empresa se ha consolidado en u¨na agencia de
informacio´n y en un carto´grafo de las identidades a
nivel planetario”[p.170]; de la misma forma es analizada
Facebook, Microsoft, Apple, Amazon, pero el ana´lisis
va ma´s alla´ de la consolidacio´n de los monopolios de
estas empresas, aborda adema´s la manera como estas
empresas influencian la toma de decisiones en la parte
pol´ıtica de las sociedades. Las ganancias obtenidas con
esta estrategia de marketing, que pone a disposicio´n la
informacio´n personal de los cibernautas a empresas, son
multimillonarias; as´ı lo manifesto´ el estudio de Boston
Consulting group a finales de 2012: .el valor total de los
datos personales de los consumidores europeos ascend´ıa
a 315 millardos de do´lares”[p.188]
En otro sentido, y anticipando una de las conclusiones
trazadas por los autores, se puntualiza la necesidad de
desprenderse de la visio´n Orwellliana del control y la
vigilancia -como lo plantearon en su momento ciertos
perio´dicos norteamericanos- a partir del descubrimiento
de la vigilancia de la NSA en 2013 a cibernautas.
Esta pol´ıtica del “ Big brother is watching you” , no
permite ver lo que esta´ cambiando con el cibercontrol.
Esa vigilancia y control social que en otro momento
histo´rico llevan al individuo a la ”normalizacio´n en el
interior de s´ı mismo”(Foucault), o se realizaba a trave´s
del autodisciplinamiento, autocontrol o la autocoercio´n
(Elias); con el cibercontrol esta´ siendo desplazada,
conformando un individuo ”segmentado por las bases de
datos con fines pra´cticos y eficientes tanto comerciales
como gubernamentales”[p.192] un individuo ”dividualen
palabras de Deleuze-.
Ahora, respecto a la intromisio´n de los cibercontroles
en el a´mbito de la vida privada, los autores concluyen
que las personas deben estar informadas, y se debe
hacer visible la forma de recoleccio´n, el tratamiento,
la finalidad y el uso de la informacio´n personal, de tal
forma que pueda oponerse por motivos leg´ıtimos (el
derecho a salvaguardar la intimidad de su vida privada),
poder acceder a esos datos; y en caso de error, que
sea posible la correccio´n. El incrementar reglas para
la proteccio´n de los datos privados es fundamental,
en el marco de sociedades democra´ticas, atendiendo a
observaciones como las de Jacques Ellul u¨na dina´mica
te´cnica cada vez ma´s auto´noma constituye una amenaza
para la democracia”[p.202].
Pero si las pra´cticas permanentemente trasgreden las
reglas y cada d´ıa son menos aplicadas -y de paso menos
exigidas- llegara´n a un punto en el cual tocara´ fin la
vida privada, y la preocupacio´n por esta so´lo sera´ un
problema de ”viejos imbe´ciles”que se resisten al cambio
y no son lo suficientemente ”transparentes”. Lo cierto
es que la tendencia esta´ en la direccio´n opuesta, como
lo ilustra Humberto Eco: ”Paulatinamente se llega a
ser exhibicionista porque se llega a la conviccio´n de
que ya nada puede esconderse por lo tanto ningu´n
comportamiento puede ser considerado escandaloso. Pero
lentamente quienes atentan contra nuestra vida privada,
actu´an en la conviccio´n de que las mismas victimas
consienten tal atentado, de forma que no se detendra´n
ante ninguna violacio´n”[p.209], concluyen los autores.
Por consiguiente, es claro que no se trata de
realizar una aproximacio´n pesimista o negativa de las
redes sociales mediadas por tecnolog´ıas (Facebook,
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Twitter, Instagram entre otras), sino de poner de
manifiesto las formas de control y vigilancia desarrolladas
y perfeccionadas a partir de la ampliacio´n de
estas tecnolog´ıas, las racionalidades econo´micas y de
seguridad, las repercusiones en la vida privada, la
valoracio´n, defensa y proteccio´n de la intimidad en
la vida privada, la forma como se constituyen sujetos
que sobrevaloran la transparencia, con la aprobacio´n y
disposicio´n, de estos usuarios de la red. As´ı el fundador
de facebook afirme que: ”la norma social ha evolucionado
y la vida privada ya no existe en internet”[p.180], por
la comodidad para compartir informacio´n y la manera
transparente de compartir informacio´n con un buen
nu´mero de personas, (perspectiva que cobra eco y se
ha convertido en hegemo´nica o tendr´ıamos que decir
”viral”), es importante la diversidad de criterios respecto
a este feno´meno, aun cuando para muchas personas este
tipo de ana´lisis los realizan acade´micos tradicionalistas,
que critican el cambio tecnolo´gico, hoy ma´s que nunca
se requiere esos puntos de referencia, que rompan con
la homogeneidad del discurso comu´nmente aceptado, y
nos cuestionen cua´n importante es la vida privada y el
derecho a la defensa de esta informacio´n.
Finalmente, desde una perspectiva netamente
acade´mica, este estudio tiene relevancia para
investigadores interesados en la problema´tica originada
por las tecnolog´ıas de informacio´n y comunicacio´n,
por lo menos en tres aspectos que cabr´ıa resaltar: el
primero, la documentacio´n en france´s y en ingle´s que
sirve de soporte como fuentes primarias y secundarias
es de un valor histo´rico excepcional, convirtiendo al
texto en una fuente imprescindible para acade´micos que
pretendan profundizar en el tema de la sociedad de
control y vigilancia. Un segundo aspecto tiene que ver con
demostrar co´mo las ciencias sociales, que son las ciencias
llamadas a ser cr´ıticas, tambie´n se han prestado de
forma permanente para legitimar el uso militar de ciertas
tecnolog´ıas en el contexto social, y pareciera que entre
ma´s positivista sea el ana´lisis, ma´s cerca se encuentran
de ser usadas para dichos fines, contrariando la razo´n de
ser de estos campos disciplinares. Y un tercer aspecto, no
menos importante es reconocer que aquellas sociedades
en donde existe una valoracio´n sobredimensionada del
modelo de libre mercado, en donde la adopcio´n de
la tecnolog´ıa se realiza por estrategias de marketing,
permite fa´cilmente capturar y sujetar en la psiquis y en
la vida ı´ntima al individuo con el consumo tecnolo´gico, y
ma´s distante sera´ la posibilidad de luchar o exigir leyes
que protejan la intimidad del usuario.
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