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Abstrak 
 Tujuan dari penelitian ini adalah untuk merancang jaringan bagi PT. Dinar 
Makmur agar 3 jaringan yang terdapat pada masing-masing kantor dan pabrik dapat 
digabungkan menjadi 1 jaringan besar secara logical dengan teknologi VPN sehingga 
memberikan kemudahan dalam pengendalian dan kontrol jaringan yang menyeluruh 
serta menggunakan aplikasi VNC untuk mengkripsi dan fungsi remote.  Selain itu, 
mengimplementasikan teknologi VLAN untuk membagi jaringan LAN di masing-
masing kantor maupun pabrik secara spesifik agar dapat mengontrol akses dan aktivitas 
dari setiap komputer. Metodologi yang digunakan adalah metode survey lapangan 
dengan mendatangi setiap kantor dan pabrik serta mengumpulkan data-data yang 
diperlukan dari perusahaan maupun melalui studi pustaka. Hasil yang dicapai berupa 
implementasi teknologi VPN serta VNC sehingga menghasilkan 1 jaringan besar secara 
logikal dan jaringan VLAN di setiap lokasi kerja perusahaan. Kesimpulan yang didapat 
bahwa pengimplementasian teknologi-teknologi ini memberikan keuntungan berupa 
penghematan waktu dan biaya, pengontrolan yang ringkas serta keamanan yang relatif 
terjamin. 
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