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Abstract 
 
El gobierno de las Tecnologías de la Información (TI) 
va a proporcionar a las universidades la capacidad de 
obtener el máximo valor de sus inversiones TI. Sin 
embargo en el Sistema Universitario Español (SUE) el 
uso de sistemas de gobierno de las TI esta muy poco 
extendido y apenas es incipiente. La Conferencia de 
Rectores de las Universidades Españolas (CRUE) 
pretende promover el diseño e implantación de un modelo 
de gobierno de las TI propio, y para ello encargó a un 
grupo de investigadores esta tarea. En este articulo se 
presenta el trabajo realizado por los investigadores, que 
primero analizaron las experiencias existentes en 
implantación de gobierno de las TI en universidades, a 
través del estudio exhaustivo de la literatura científica y 
profesional, después establecieron la situación de partida 
del gobierno de las TI a nivel internacional y en el SUE, y 
diseñaron y validaron un Modelo de referencia de 
Gobierno de las TI para Universidades (MGTIU). En este 
articulo, además de presentar los detalles del MGTIU, los 
investigadores proponen diseñar una serie de 
herramientas cuyo uso facilite la implantación del 
modelo. Por otro lado, estas herramientas deben 
promover el análisis global del SUE y el diseño de  
acciones de mejora conjuntas que aumenten la madurez 
global del gobierno de las TI  en el SUE. 
 
1. Introducción 
 
La norma ISO/IEC 38500 [1] establece que el gobierno 
de las TI “es el sistema a través del cual se dirige y 
controla la utilización de las TI actuales y futuras. Supone 
la evaluación y dirección de los planes de utilización de 
las TI que dan soporte a la organización y la 
monitorización de dicho uso para alcanzar los objetivos 
establecidos en los planes. Incluye las estrategias y 
políticas de uso de las TI dentro de la organización”.  
Para el Butler Group [2] “el gobierno de las TI no es 
un estado; es un proceso, siempre vivo y en continua 
evolución. El gobierno de las TI es inherente al gobierno 
corporativo y ambos deben reflejar los cambios que va a 
sufrir la organización en un periodo próximo de tiempo”. 
Para Fernández [3] “es necesario un cambio cultural en 
relación a las TI de la organización que nos aleje de lo 
concreto y nos lleve a lo abstracto, que nos invite a quitar 
el foco de la tecnología y de las herramientas, para 
ponerlo en los modelos, estrategias y procesos”. 
Uceda [4], Presidente de la Comisión Sectorial TIC de 
la CRUE, cree que “las universidades deberían asumir el 
hecho de que necesitan implantar sistemas de gobierno de 
las TI en sus organizaciones. Por tanto, las preguntas a 
responder son: ¿cómo? y ¿cuándo? A este respecto 
estamos seguros de que debe ser de manera inmediata, 
para posicionarnos con ventaja con respecto al resto de 
universidades europeas, y a través de un modelo de 
gobierno de las TI que sea un referente único y común 
para todas las universidades españolas” 
A este respecto la CRUE establece los siguientes 
objetivos: 
• Descubrir cuál puede ser la importancia del gobierno 
de las TI para las universidades españolas, a partir de 
un análisis profundo de la literatura y en particular 
del estudio de experiencias llevadas a cabo en el 
ámbito universitario. 
• Seleccionar o diseñar un Modelo de Gobierno de las 
TI que se convierta en referente global para el SUE. 
• Promover la utilización de dicho Modelo de 
Gobierno de las TI, desarrollando herramientas que lo 
soporten y faciliten su implantación en cada 
universidad. 
• Conocer cuál es el estado de madurez del gobierno de 
las TI en el SUE en general y en cada universidad en 
particular, mediante la utilización de un conjunto de 
variables e indicadores sencillos y comunes. 
• Planificar acciones de mejora de la madurez del 
gobierno de las TI a través de iniciativas conjuntas y 
globales a todo el SUE. 
• Recomendar acciones de mejora de la madurez del 
gobierno de las TI a nivel local, a partir de un 
catálogo de buenas prácticas específico y de los 
resultados de los procesos de autoevaluación llevados 
a cabo en cada universidad. 
• Promover procesos de bechmarking, utilizando 
herramientas que faciliten la comparación entre 
universidades. 
• Promover la colaboración entre universidades en 
materia de gobierno de las TI. 
• Realizar el seguimiento periódico de la evolución del 
gobierno de las TI en el SUE. 
Estos objetivos se pueden resumir en uno sólo: que el 
mayor número posible de universidades españolas 
colaboren en el desarrollo e implantación de un modelo de 
referencia para el gobierno de las TI en el SUE, utilizando 
herramientas comunes, que además, les pueden ser útiles 
para el desarrollo de un sistema de gobierno de las TI a 
nivel de cada universidad.  
Por tanto, los investigadores deben: analizar las 
experiencias similares existentes, a través del estudio 
exhaustivo de la literatura científica y profesional; 
establecer la situación de partida del gobierno de las TI, a 
nivel internacional y en el SUE; diseñar un conjunto de 
herramientas, cuyo uso mejore la madurez de los sistemas 
de gobierno de las TI en explotación en cada universidad 
y anime a poner en marcha otros sistemas que aún no 
están implantados. Por otro lado, estas herramientas deben 
promover el análisis global del SUE y el diseño de  
acciones de mejora conjuntas que aumenten la madurez 
global del gobierno de las TI  en el SUE. 
 
2. Experiencias relacionadas con el gobierno 
de las TI en universidades 
 
Algunos autores, [5] y [6], diferencian la gestión de las 
TI realizada en organizaciones lucrativas y sin ánimo de 
lucro. La diferencia más obvia es que en las 
organizaciones sin ánimo de lucro, los resultados 
económicos solo son un medio para alcanzar un fin que 
tiene carácter social, ó sea que el objetivo de las TI en las 
organizaciones sin ánimo de lucro es crear valor público.  
Hackler y Saxton [6] establecen como una diferencia 
importante el hecho de que las organizaciones sin ánimo 
de lucro suelen necesitar desarrollar mucho más sus 
colaboraciones con otras instituciones para poder realizar 
un gobierno eficiente de sus TI. 
Para Weill y Ross [7] “una frustración de los directivos 
de las organizaciones sin ánimo de lucro [como son las 
universidades] es que la mayoría de los marcos de 
referencia y criterios de medida se han diseñado para 
mejorar las organizaciones con ánimo de lucro [empresas 
en general] donde las medidas del rendimiento de los 
beneficios, el valor de los agentes implicados y el valor de 
la empresa para la sociedad están claros (…) Los líderes 
de las organizaciones sin ánimo de lucro necesitan un 
modelo de gobierno diferente que les ayude en sus 
estrategias” 
Coen y Kelly [8] creen que la mayor parte de los 
principios en los que se basan los marcos de gobierno de 
las TI comerciales son válidos para las universidades, por 
ejemplo, crear una estructura de toma de decisiones clara 
y medir el riesgo potencial para la organización. Sin 
embargo, apuestan por que el modelo de gobierno de las 
TI tiene que reconocer las necesidades específicas de las 
universidades. La educación superior tiene un conjunto de 
complejas características culturales provenientes de su 
carácter de entidad sin ánimo de lucro, que influye 
directamente sobre sus procesos de gobierno.  
 
2.1. Ámbito internacional 
 
A nivel internacional, existen numerosas universidades 
que han llevado a cabo iniciativas de implantación de 
gobierno de las TI a nivel local. Algunas de ellas están 
utilizando COBIT para implantar un modelo de gobierno 
de las TI, por ejemplo South Louisiana Community 
Collage [9]. Otras universidades diseñan sus propios 
modelos de gobierno de las TI en base a la literatura, por 
ejemplo: la Universidad de California, incluye en su Plan 
Estratégico de las TI elementos propios de un modelo de 
gobierno de las TI [10]; Pretorius [11] ha diseñado para la 
Universidad de Petroria un modelo más práctico que 
académico; Ridley [12] ha propuesto para la Universidad 
de Guelph un modelo de gobierno de las TI basado en 
Weill y Ross [7]; y la Universidad de Calgary [13] ha 
diseñado un excelente modelo.   
La primera iniciativa para diseñar un modelo de 
gobierno de las TI que sirva de referencia a todo un 
sistema universitario, fue la del Joint Information Systems 
Committee (JISC) para las universidades del Reino 
Unido. El JISC diseñó un modelo de referencia [14], y una 
herramienta (toolkit) de autoevaluación [15], que se han 
convertido en un punto de partida que ayuda a las 
universidades en el proceso de identificación y definición 
del rol de las TI dentro de la planificación y gobierno de 
su organización. Este marco fue diseñado para ser muy 
flexible y poder ser usado por diferentes tipos de 
universidades: grandes o pequeñas, antiguas o modernas y 
para tener en cuenta las diferentes culturas que imperen en 
el gobierno institucional de las universidades. 
El modelo de referencia para el gobierno de las TI del 
JISC se basa en 5 perspectivas: gobierno, administración, 
recursos, organización y servicios (Figura 1). La posición 
de los servicios en el centro del diagrama indica la 
orientación del marco hacia los servicios centralizados. 
Los servicios que ofrecen los sistemas de información 
institucionales usan los recursos y están organizados 
según la estructura organizacional y los procesos que se 
encuentran implementados. El diagrama refleja que los 
servicios, los recursos y la organización son los 
principales componentes de la administración de los 
sistemas de información. Las actividades de gobierno se 
encuentran por encima y solapadas con la administración 
y se encargan principalmente de asegurarse de que la 
administración es efectiva y que las actividades están 
debidamente alineadas con las prioridades institucionales. 
 
 
Figura 1. Modelo de Gobierno de las TI para las universidades del 
Reino Unido. Adaptado de JISC (2007a) 
JISC ha desarrollado también un cuestionario de 
autoevaluación y una guía de buenas prácticas que deben 
ayudar a las universidades a evaluar su situación en 
relación al modelo de gobierno de las TI. Estas 
herramientas plantean un ciclo de evaluación y mejora que 
asegura que las actividades e inversiones alcancen la 
alineación con las prioridades y objetivos estratégicos. 
Los pasos de este ciclo son: preparación, decidir quiénes 
van a tener la responsabilidad de llevar a cabo la revisión 
y mejora del estado actual del gobierno de las TI; 
autoevaluación, utilizar los cuestionarios del JISC para 
realizar la autoevaluación del estado actual de los sistemas 
de información y el gobierno de las TI en toda la 
universidad, que ayudará a la institución a identificar 
puntos fuertes y débiles en relación al gobierno de las TI; 
planificación de acciones de mejora, para aquellas áreas 
que hayan sido identificadas como más preocupantes 
durante la autoevaluación, para ello se utilizaran el 
catálogo de buenas prácticas, estudios, estándares 
internacionales y plantillas que incluye la herramienta del 
JISC; llevar a cabo las mejoras propuestas, a través de la 
planificación precisa y priorizada de los cambios 
necesarios. 
McCredie [16] realiza un estudio para el Center for 
Applied Research (ECAR), integrado en EDUCAUSE, y 
descubre que aún queda mucho por hacer para mejorar el 
gobierno de las TI en las universidades. En muchos 
campus los líderes de las TI no ocupan un sitio en el 
Consejo de Dirección (sólo lo hacen el 54%) y no suelen 
informar a los más altos directivos universitarios. En el 
76% de las universidades existe un cargo denominado 
Vicerrector de TI o gerente de las TI (CIO). 
McCredie propone comenzar la mejora del gobierno de 
las TI por la promoción del gerente de las TI (CIO). Debe 
pasar de ocuparse sólo de cuestiones técnicas a adquirir 
protagonismos a la hora de planificar estratégicamente la 
institución. Si la universidad no dispone actualmente de 
un gerente de las TI debe crearlo y si dispone de él pero 
no se ocupa de cuestiones estratégicas debe redefinir su 
rol para que lo haga. 
Solo unas pocas universidades son conscientes de la 
importancia estratégica de sus recursos TI y los resultados 
del estudio de McCredie no son muy positivos en relación 
al estado del gobierno de las TI.  
Yanosky y McCredie [17] y Yanosky y Borrenson [18] 
presentan los resultados del “IT Governance Study 2007”,  
promovido por ECAR, que se basa en conceptos generales 
de gobierno de las TI pero centrado en el ámbito 
universitario y que contó con la participación de 438 
responsables de TI de universidades de todo el mundo.  
Los resultados del estudio desvelaron que los 
elementos que favorecen la efectividad del gobierno de las 
TI no suelen ser estructurales o relacionados con los 
procedimientos sino que están relacionados con las 
personas. Los que favorecen el éxito son: el apoyo de los 
directivos (seleccionado por dos tercios de los 
encuestados); las destrezas y las capacidades personales 
de cada individuo que participa (61%) y la participación e 
implicación de todos los grupos de interés (60%). Los 
principales elementos que perjudican al gobierno de las TI 
son: los resultados no cuentan con la participación e 
implicación de todos los grupos de interés (49%), las 
destrezas y las capacidades personales de cada individuo 
(34%) y la falta de apoyo de los directivos (33%). Un 
buen equipo de gobierno de las TI puede alcanzar 
excelentes resultados aunque no tengan definidos todos 
los procedimientos y estructuras necesarias. Por el 
contrario, si se tienen implantadas las estructuras y 
diseñados los procedimientos pero el equipo de gobierno 
de las TI no es el adecuado los resultados serán muy 
pobres. 
En cuanto a quién es la persona o grupo de personas 
responsable de tomar las principales decisiones sobre las 
TI, la mayor parte de las respuestas (más del 80%) indican 
que la responsabilidad de las toma de decisiones 
corresponde en su mayor parte (4,7 sobre 5) a los 
responsables de TI con más experiencia. Los directivos de 
las TI centralizadas con más experiencia son los 
participantes más activos en relación con todos los tipos 
de decisiones, tanto a la hora de proporcionar información 
experta como a la de responsabilizarse de tomar la 
decisión. Los altos ejecutivos (Vicerrectores y similares) 
son los siguientes en cuanto a la frecuencia de 
participación en la toma de decisiones relacionadas con 
los principios TI y establecer la prioridad de las 
inversiones en TI. Mientras que los gestores de las TI son 
los segundos que más participan en la toma de decisiones 
relacionadas con infraestructura y arquitectura de las TI. 
Los miembros del Comité de Dirección suelen participar 
muy poco tanto en cuanto a aportar información como 
para tomar decisiones. 
La madurez del gobierno de las TI mejora si aumenta o 
se intensifica la participación. Al menos las universidades 
que reportan una mayor madurez de gobierno  de las TI 
también informan sobre una mayor frecuencia de 
participación de todos los implicados. Y aquellas 
universidades con mayor frecuencia de participación 
global muestran una generalizada efectividad de su 
gobierno de las TI. 
Dos tercios de las universidades han creado un comité 
de alto nivel (Comité de Dirección de las TI) que se 
encarga de supervisar las iniciativas y políticas TI de la 
organización, pero sólo el 22% de las universidades 
disponen de un subcomité del Consejo de Dirección 
dedicado a las TI. Las universidades que declaran 
disponer de un Comité de Dirección de las TI están más 
satisfechas con la efectividad de su gobierno de las TI, lo 
que puede significar que los Comités de Dirección 
proporcionan una manera adecuada de informar y alertar a 
la dirección sobre los elementos del gobierno de las TI. 
Los procedimientos relacionados con la revisión de 
proyectos y su financiación están extendidos pero muy 
lejos de encontrarse generalizados. Sólo el 41% de las 
universidades disponen de procedimientos para revisar y 
aprobar proyectos de TI, y en el 58% de las universidades 
el gobierno de las TI participa en el proceso de 
elaboración de los presupuestos.  
A pesar de que las publicaciones científicas apuestan 
por que se realicen procesos de medición y evaluación del 
rendimiento de las TI como elementos fundamentales del 
buen gobierno de las TI, las universidades presenta un 
nivel bastante bajo (2,89 sobre 5), de lo que se deduce que 
las universidades no son conscientes de lo importante que 
es medir el rendimiento o que aún no disponen de las 
herramientas necesarias para realizar un seguimiento 
adecuado de los principales indicadores involucrados en 
la madurez del gobierno de las TI. 
El 55% de las universidades informan sobre la 
utilización de alguna herramienta (COBIT, ITIL, 
estándares ISO, etc.) para implantar los elementos de su 
sistema de gobierno de las TI, aunque ninguna de estas 
herramientas presenta una amplia utilización y cuando se 
utilizan se hace de manera selectiva (sólo para algunos 
procesos). 
El estudio también incluye el resultado de evaluar la 
madurez actual del gobierno de las TI en las universidades 
utilizando el modelo de madurez de ITGI [19].  La Figura 
2, muestra que la mayoría de los encuestados (60%) 
identifican el estado de madurez del gobierno de las TI en 
su universidad como inicial o repetible (valores 1 y 2 de la 
escala, que llega hasta 5). Sólo el 16% de las respuestas lo 
sitúan en los dos niveles superiores de la escala (medible 
y óptimo). El estudio ha descubierto que aquellas 
universidades que diseñan importantes políticas TI e 
implementan estructuras de decisión que abarcan toda la 
organización presentan mayor madurez de gobierno de las 
TI (con una media de 4.49 sobre 5) frente al resto que 
presentan una media bastante inferior (2.51). 
 
 
Figura 2. Madurez del Gobierno de las TI en las universidades en 
2007. Adaptado de Yanosky y Borrenson (2008)  
El estudio concluye que el gobierno de las TI en las 
universidades no se encuentra en una situación 
preocupante, aunque sólo unas pocas instituciones 
declaran encontrarse en un nivel alto de madurez, la 
mayoría restante se encuentran en un nivel aceptable, pero 
mejorable, de gobierno de las TI.  
En resumen, los principales resultados del estudio 
indican: 
• Bastante satisfacción con el grado de alineación de 
los objetivos estratégicos institucionales con los de 
TI. 
• Existe alineación y una política muy práctica que 
favorece el éxito de las TI 
• Los contactos y la capacidad personal de los 
responsables de TI son los que favorecen los mejores 
resultados de las TI 
• De manera general el gobierno de las TI es efectivo 
• Cuando se valora el gobierno, se muestran más 
satisfechos los alto directivos que los propios 
responsables de las TI 
En septiembre de 2007, EDUCAUSE [20] organiza un 
foro de discusión donde participan 35 directivos 
universitarios con gran experiencia en gobierno de las TI.  
Durante esta reunión se anticiparon y analizaron los 
resultados del estudio de ECAR descrito anteriormente. A 
continuación se resumen las conclusiones de esta reunión: 
1. Alineación y planificación estratégica. Los 
asistentes insisten en que un buen gobierno de las TI 
debe asegurar que las TI contribuyan eficientemente a 
alcanzar los objetivos de la organización. Las 
universidades deben generar alineación en los 
procesos del gobierno de las TI y las TI deben estar 
presentes a la hora de diseñar los objetivos 
institucionales. Estos objetivos institucionales deben 
constituir un referente a la hora de diseñar los 
objetivos estratégicos de las TI y es muy importante 
realizar una evaluación anual para comprobar dicha 
alineación. El éxito de este proceso depende de la 
comunicación, incluidas las relaciones personales. 
Los planes estratégicos de las TI son más efectivos 
cuando participan líderes externos y expertos de 
negocio ajenos al área TI,  y suelen evolucionar 
posteriormente hacia gobierno efectivo de las TI.  
2. Responsabilidades de los ejecutivos y el rol del 
gerente de las TI (CIO). Los gerentes de las TI 
deben reconocer la oportunidad y aceptar la 
responsabilidad de participar en una discusión a nivel 
estratégico de la organización, y no limitarse 
solamente a asuntos de TI. Deben convencer a otros 
ejecutivos de la importancia crítica y del gran 
impacto de las TI y todos juntos adquirir la 
responsabilidad de tomar decisiones relacionadas con 
las TI. Los gerentes de las TI deben evitar ser los 
únicos que toman decisiones y consiguen financiación 
para las TI. Sin embargo, tampoco pueden delegar 
sus responsabilidades relacionadas con el gobierno de 
las TI, porque son sus mayores valedores. Los CIO 
deben hablarles a los altos directivos en un lenguaje 
no técnico y deben hacerles llegar sus ideas 
traducidas. Deben mostrarse proactivos y no esperar a 
que las TI sufran ningún tipo de crisis para actuar e 
involucrar al resto de los ejecutivos y directivos. No 
deberían dejar escapar la oportunidad de obtener 
credibilidad gracias a proporcionar a la organización 
grandes cantidades de información de calidad. 
3. Teoría sobre gobierno y políticas en la práctica. 
Normalmente el gobierno de las TI es diferente en la 
teoría y en la práctica. El gobierno de las TI 
habitualmente no funciona bien o mal gracias a las 
estructuras o procesos establecidos sino debido a las 
relaciones y capacidades de las personas que 
participan en su implantación. Aunque también un 
proceso o estructura bien diseñado debe evitar la 
obstrucción de una persona o la desaparición de algún 
individuo.  
El gobierno de las TI coexiste con infinidad de 
procesos paralelos, por ejemplo, la autonomía 
académica, los temas legislativos, etc. Las prioridades 
estratégicas pueden cambiar al mismo tiempo que 
cambian los líderes universitarios. Este tipo de 
acontecimientos suponen un reto para el gerente de 
las TI que debe educar continuamente a los nuevos 
líderes en los detalles del gobierno de las TI. Ya que 
si el gobierno de las TI no se comprende puede 
perder apoyos y por tanto financiación. La comunidad 
universitaria debe confiar en los procesos de gobierno 
de las TI y esta confianza debe basarse 
fundamentalmente en la actitud y comportamiento del 
gerente de las TI. 
El gobierno de las TI debe ajustarse a los procesos 
institucionales diseñados por la dirección y tiene 
grandes posibilidades de éxito si se generaliza para 
todo el campus. La universidad debería identificar 
cual es el modelo de gobierno corporativo que mejor 
se ajusta a su cultura institucional e integrar el 
gobierno de las TI en dicho modelo. 
4. Gobierno institucional interno versus externo. 
Aparecen nuevas exigencias para el gobierno de las 
TI como pueden ser la necesidad de recurrir a soporte 
externo de las infraestructuras de TI y la necesidad de 
colaborar con agentes externos al campus. Los 
acuerdos consorciados externos pueden afectar a la 
relación entre el gobierno central y los recursos 
distribuidos por el campus. Las colaboraciones puede 
agregar presión al gobierno de las TI, sin embargo la 
colaboración, voluntaria o involuntaria, es una 
realidad que las instituciones deben abordar 
diligentemente seleccionando a sus mejores partners 
(colaboradores). Los gerentes de las TI deben 
informar a los líderes universitarios sobre el valor de 
cada colaboración. La participación en una 
colaboración externa puede crear cohesión entre los 
competidores internos. Puede ser necesaria una nueva 
estructura dentro del gobierno de las TI para llegar a 
acuerdos con posibles colaboradores.  
5. Mecanismos y procesos del gobierno de las TI. El 
gobierno de las TI debe integrarse en la cultura de la 
organización y generar mecanismos como la creación 
de comités de dirección, equipos para el diseño de 
procesos, y acuerdos de nivel de servicio con los 
grupos de interés que se relacionan con los procesos. 
Si existe acuerdo sobre los procesos y estos se 
comunican junto con un conjunto de criterios para 
establecer prioridades, y si todos comprenden las 
necesidades reales del campus, puede que se genere 
confianza entre los grupos de interés y se conviertan 
en una sola voz a la hora de incrementar los recursos 
de TI. El gobierno efectivo de las TI debe basarse en 
que las inversiones se alineen con las prioridades 
estratégicas.  
Las relaciones son muy importantes, los gerentes de 
las TI (CIO) deben tener un rol muy importante a la 
hora de establecer relaciones con los líderes de otros 
campus que sirvan para mejorar la efectividad de los 
mecanismos o de los procesos. 
 
2.2. Ámbito del Sistema Universitario Español 
 
Las tecnologías de la información se han asentado 
plenamente en las universidades españolas a lo largo de la 
última década [21], para llegar al uso habitual de las TI en 
la universidad los equipos de gobierno han tomado, a lo 
largo de los últimos años, decisiones estratégicas que han 
condicionado y determinado la situación actual.  
Duart y Lupiáñez [22] llevaron a cabo un estudio, 
financiado por el Ministerio de Educación y Ciencia, 
cuyos resultados muestran un incremento de la cultura del 
cambio y de la planificación estratégica de las TI en las 
universidades españolas, empiezan a aparecer estructuras 
nuevas que facilitan la colaboración de los colectivos en 
relación a la innovación tecnológica, se incrementa la 
colaboración interna y externa, las personas reciben 
formación e incentivos por innovar tecnológicamente y 
existen núcleos de apoyo a la implantación de las TI tanto 
a alto nivel directivo como entre los mandos intermedios. 
Por tanto, todo ello contribuye a aumentar la cultura 
tecnológica de las universidades y abona el terreno para 
sembrar nuevas formas de gestión como pueden ser las 
incluidas en los modelos de gobierno de las TI. 
Para Fernández [3], “las universidades, en su conjunto, 
están en el inicio de la etapa de madurez (etapa final del 
modelo de Nolan), lo que significaría que empiezan a 
adoptar mecanismos de gobierno de las TI”. Al llegar a la 
madurez, las TI pasan de ser sólo un elementó estratégico 
a convertirse en parte de la estructura de la organización. 
En esta situación, Fernández propone un Modelo de 
Gobierno y Gestión de las TIC para Universidades 
Públicas llamado UNiTIL. El modelo incluye las acciones 
que se consideran necesarias para llevar a cabo un buen 
gobierno y una buena gestión en materia TI e incorpora el 
análisis del estado de las TI en la organización, este 
aspecto no es descrito como tal en ningún modelo en la 
literatura, y se considera importante, pues puede 
condicionar en gran medida la aplicación del resto de 
aspectos del modelo.  
El modelo UNiTIL se sustenta en un conjunto de 
dominios que responden a las preguntas básicas que 
subyacen en todas las aproximaciones ya revisadas: 
• ¿Cuál es el estado inicial de la organización?, ¿desde 
qué posición partimos? 
• ¿Qué aporta valor a mi organización y le permite 
diferenciarse? 
• ¿Cuáles son los objetivos a conseguir? 
• ¿Qué elementos estructurales necesito abordar y 
poner en marcha? 
• ¿Qué mecanismos específicos debemos utilizar? 
UNiTIL ha sido implantado en la Universidad Rey 
Juan Carlos, y ha ayudado a la dirección a tener claras  
estas cuestiones a la hora de tomar decisiones y de apoyar, 
en todo momento, las acciones planificadas. Sin embargo, 
aunque el modelo es una buena experiencia a tener en 
cuenta, no ha conseguido convertirse en un referente a 
nivel nacional y no está siendo utilizando por otras 
universidades. 
La universidad Jaume I diseña e implanta un Marco 
Tecnológico [23] que tiene como objetivo: 
• Crear una cultura organizativa enfocada a la 
innovación tecnológica que permita el uso racional de 
los recursos TI, la correcta organización de los 
esfuerzos y fomentar la participación de todos los 
implicados. 
• Establecer un marco normativo y determinar la 
estructura organizativa adecuada para dar soporte al 
propio Marco Tecnológico. 
• Establecer un mecanismo que formalice los flujos de 
información entre servicios. 
• Adoptar metodologías, ya contrastadas, para el 
estudio, desarrollo y gestión de los proyectos que 
tengan cabida en el Marco Tecnológico: 
planificación, análisis y desarrollo de sistemas de la 
información (Métrica v3); diagnóstico y control de 
sistemas de información (COBIT); evaluación y 
gestión de los sistemas de información (ISO 27000, 
UNE-ISO 17799, UNE-ISO 71502). 
En resumen, el Marco Tecnológico lo que persigue es 
la mejora tecnológica. Este marco es una referencia 
interesante pero no está suficientemente modelizado cómo 
para ser reutilizado fácilmente por otras universidades. 
Por tanto, las iniciativas en implantación de sistemas 
de gobierno de las TI en universidades españolas son 
escasas y puntuales. Además, hasta 2008, no existe ningún 
estudio que revele cuál es la situación del gobierno de las 
TI en las universidades españolas.  
La primera referencia es la Encuesta de Satisfacción 
sobre UNIVERSITIC [24] llevada a cabo por la CRUE a 
mediados de 2008 y en la que participaron 50 
universidades. 
Dicha encuesta recoge solo aspectos instrumentales, 
por tanto, los resultados no describen con precisión la 
madurez del gobierno de las TI. Los datos indican que el 
uso de herramientas de apoyo al análisis, planificación y 
gobierno de las TI está muy poco extendido y es muy 
incipiente en aquellas universidades que han comenzado 
su implantación:  
• La mitad de las universidades (47,06%) no tienen 
ningún proceso implementado mediante ITIL y de las 
restantes, la mitad no llegan al 10% y sólo 1 está por 
encima del 50% de procesos implementados 
• Sólo 7 universidades (13%) tienen algún proceso en 
explotación mediante COBIT, aunque ninguna de 
ellas sobrepasa el 30% de procesos implantados   
• La mitad de las universidades (49%) utilizan de 
manera incipiente un Cuadro de Mando TI, ya que de 
las 25 universidades que lo hacen sólo 1 incluye más 
del 50% de los procesos en su cuadro de mando 
• Sólo 8 universidades (15%) utilizan de manera 
incipiente algún Modelo de Madurez TI, 6 de ellas no 
pasan del 10% de procesos implementados 
• La mitad de las universidades utilizan de manera 
incipiente un Plan Estratégico de las TI, ya que de las 
25 que lo hacen sólo 7 de ellas tienen incluidos en 
dicho plan más del 50% de sus procesos 
• Casi la mitad de las universidades (45%) utilizan de 
menara incipiente un sistema de gobierno de las TI, 
pero de las 23 que lo hacen sólo 2 de ellas tienen 
incluidos en dicho sistema más del 30% de sus 
procesos 
En diciembre de 2008, se lleva a cabo, de manera 
presencial, un Taller de Formación sobre Gobierno de las 
TI, cuyo objetivo es formar a los responsables TI 
asistentes y realizar una serie de ejercicios y encuestas 
para establecer la situación inicial de algunos de los 
aspectos del gobierno de las TI en el SUE. A continuación 
se presenta un resumen de las conclusiones [25] que 
recogen los aspectos más destacados para cada uno de los 
principios de la ISO 38500. 
 
2.2.1. Responsabilidad 
 
Es necesario establecer las responsabilidades de cada 
individuo o grupo de personas dentro de la organización 
de la universidad en relación a las TI. 
Hay decisiones que actualmente toman los Directores 
del Servicio de Informática que deben ser tomadas al más 
alto nivel de dirección universitaria. 
Es importante que estén asignadas las 
responsabilidades propias del CIO y que este forme parte 
del Comité de Dirección. De los ejercicios realizados se 
desprende que en la actualidad no existe una figura 
equivalente al CIO en el 72,8% de las universidades y en 
aquellas en las que existe sólo el 30% de las universidades 
integran al CIO en su Consejo de Dirección, por tanto, 
sólo el 9% de las universidades disponen de un CIO en su 
Consejo de Dirección. Parece aconsejable que las 
universidades se planteen la creación de esta figura y su 
inclusión en el Consejo de Dirección. Durante los talleres 
se analizaron diferentes modelos para la creación de esta 
figura, pero se determinó que cada universidad tiene su 
propia realidad y por tanto no existe un modelo único que 
asegure el éxito, lo importante es disponer de dicha figura. 
Entre los agentes que intervienen en el gobierno de las 
TI hay que distinguir entre quienes aportan su experiencia, 
sus conocimientos y la información necesaria y quienes 
son responsables de tomar las decisiones. Estos dos roles 
no tienen porque coincidir en el mismo individuo o grupo 
de individuos. Se presentaron los diferentes modelos de 
toma de decisiones, y se llevaron cabo dos ejercicios 
similares a los realizados por Clark [26] en la Universidad 
de Siracusa. El primero consistía en rellenar la matriz de 
Weill y Ross [7] de manera que se refleje la situación 
actual de distribución de responsabilidades y toma de 
decisiones TI en cada universidad, la matriz resultante (al 
igual que le ocurrió a Clark) muestra una gran dispersión 
que impide concluir cuál es el  modelo más utilizado. El 
segundo ejercicio consistía en rellenar la misma matriz 
pero expresando cual debería ser la estructura ideal para 
la toma de decisiones en cada universidad, según los 52 
asistentes al taller, la situación deseable es la que aparece 
en la Tabla 1. 
Las decisiones relacionadas con los principios y 
políticas TI de la universidad las debe tomar el Comité de 
Dirección asesorado por la información y la experiencia 
aportada por el gerente de las TI (CIO) y/o Director de las 
TI. La responsabilidad sobre las estrategias de 
infraestructura de las TI será compartida por el Consejo 
de Dirección y el CIO, aunque será este ultimo el que 
suministre la información necesaria para tomar la decisión 
más adecuada. El diseño de la arquitectura TI 
corresponderá al CIO que tomará las decisiones en base a 
su propia experiencia y a la de los responsables de las 
principales áreas funcionales de la universidad. La 
decisión sobre que aplicaciones necesita implantar la 
universidad y cuál es la prioridad a la hora de realizar las 
inversiones en TI recae también sobre el Consejo de 
Dirección, aunque estarán debidamente informados y 
asesorados por el CIO y por los responsables de las 
principales áreas funcionales de la universidad.  
De lo expuesto anteriormente, se desprende que sería 
deseable que el Consejo de Dirección tomara todas las 
decisiones relacionadas con las TI, a excepción del diseño 
de la arquitectura de las TI que la delega en el gerente de 
las TI (CIO) y/o Director de las TI. 
 Tabla 1. Matriz Responsables-Decisiones deseable para las universidades. Elaboración propia a partir de la matriz de Weill y Ross.  
 
 
Es importante que en las decisiones participen todos 
los agentes universitarios implicados y esto se puede 
conseguir a través de comités específicos para las TI. 
Estos  comités ayudarán a que: las decisiones se tomen en 
base a las aportaciones y experiencia de todos los 
responsables (alta dirección y responsables de las TI) 
presentes en el Comité y que al ser tomadas 
conjuntamente disfruten del apoyo de todos los miembros 
del comité para su difusión e implantación.  
Aunque ITGI [19] propone que en toda organización 
existan dos comités relacionados con las TI, del análisis 
realizado durante el taller se desprende que sólo el 30% 
de las universidades han creado un Comité de Estrategia 
de las TI y también sólo el 30% disponen de un Comité de 
Dirección de las TI. Por tanto parece recomendable que 
las universidades españolas consideren la necesidad de 
crear estos comités como apoyo a la toma de decisiones.  
Encuestado el nivel actual de madurez del gobierno de 
las TI de las universidades asistentes, a partir del modelo 
de madurez propuesto por ITGI [27], se ha obtenido un 
valor de 1,44 sobre 5, que contrasta con el 2,30 en el que 
se encuentran las universidades a nivel internacional, 
según el estudio de ECAR [18] y el 2,67 que ya han 
alcanzado otros sectores empresariales, según el estudio 
de ITGI [28]. Por tanto parece necesario que las 
universidades españolas comiencen a considerar la 
implantación de sistemas de gobierno de las TI que 
favorezcan la obtención del máximo valor de sus TI al 
mismo tiempo que las haga competitivas con otras 
universidades de su entorno (principalmente las europeas). 
 
2.2.2. Estrategia 
 
A la hora de diseñar la estrategia institucional actual y 
futura de la universidad hay que tener en cuenta el 
potencial de sus TI.  
Los planes estratégicos de las TI deben recoger y 
satisfacer las necesidades estratégicas de negocio de la 
universidad. 
Presentada una propuesta de Modelo de Madurez para 
la Planificación Estratégica de las TI se detecta que hay 
muchos factores a tener en cuenta a la hora de llevar a 
cabo una planificación estratégica eficiente y madura. A 
pesar de que más del 50% de las universidades disponen 
de un documento para la planificación de sus TI, de entre 
las presentes, sólo una alcanza el 4 sobre 5 en la escala de 
madurez, otras dos llegan al nivel 3 y las 36 restantes 
quedan por debajo. El valor medio, para las universidades 
asistentes, es de 1,67 sobre 5. Por tanto, parece 
aconsejable que las universidades diseñen planes 
estratégicos para sus TI y que una vez que disponga de 
ellos los completen con cada uno de los elementos 
presentes en el modelo de madurez para que puedan 
alcanzar niveles más altos dentro del mismo. 
La mayor parte de los ejercicios del taller se centraron 
en los dos primeros principios, por ello las conclusiones 
para el resto de principios son muy escuetas y no se van a 
mencionar. 
Del análisis de las experiencias presentadas 
anteriormente se aprecia la carencia de información 
adecuada y la necesidad de realizar un estudio que 
permita llevar a cabo un análisis pormenorizado sobre la 
madurez  actual del gobierno de las TI en el Sistema 
Universitario Español. 
 
3. Planificar las acciones de la investigación 
 
Una vez estudiada la literatura para consolidar el 
conocimiento y descubrir iniciativas anteriores 
relacionada con los objetivos, después de haber 
establecido y diagnosticado la situación del gobierno de 
las TI y de estudiar experiencias en gobierno de las TI en 
el ámbito universitario, en este apartado se presenta la 
planificación de acciones que han diseñado los 
investigadores para alcanzar los objetivos establecidos por 
la CRUE. 
Las principales acciones propuestas son las siguientes: 
1. Diseñar y validar un Modelo de Gobierno de las TI 
para Universidades (MGTIU) que sirva de 
referencia para las universidades españolas en 
relación a los procesos de implantación de sistemas 
de gobierno de las TI a nivel local y a la evaluación 
de la madurez del gobierno de las TI, tanto a nivel 
local como global al SUE.  
 
Figura 3. Herramientas que dan soporte al MGTIU 
2. Diseñar una serie de herramientas que den soporte y 
ayuden a implementar el MGTIU en el SUE (Figura 
3):  
• Modelo de Madurez (MM), que incluya una 
definición clara de cada estado de la escala de 
madurez y sirva de referencia única para que los 
responsables TI establezcan cuál es la situación 
de cada universidad en relación a una misma 
escala. Aunque en la literatura científica se han 
publicado un gran número de modelos de 
madurez, el MM se inspira en el modelo de 
Luftman [29], y es muy similar al incluido por 
ITGI en COBIT [27]. En el MM, cada indicador 
de madurez puede tener un valor comprendido 
entre 0 y 5. 
• Catálogo de Buenas Prácticas (CBP), un 
conjunto de buenas prácticas asociadas con cada 
uno de los objetivos TI que sirva como 
referencia a los responsables TI de cada 
universidad para establecer acciones de mejora. 
Se diseñaran de manera similar al conjunto de 
buenas prácticas del JISC [15]. 
• Instrumento de Autoevaluación de la Madurez 
(AM) del gobierno de las TI, encuesta diseñada 
en base a los principios de la ISO 38500 y los 
objetivos TI y el MM diseñados previamente, 
que sirva para evaluar la madurez del gobierno 
de las TI en cada universidad y de manera 
agregada en todo el SUE.  
• Aplicación web “kubernao TI” (kTI), que 
implantará todas las herramientas anteriores y 
dará soporte a las campañas de autoevaluación y 
análisis de la madurez del gobierno de las TI en 
todo el SUE. 
3. Formar a los responsables TI del SUE sobre 
gobierno de las TI, hay que incrementar el 
conocimiento sobre los elementos del gobierno de las 
TI, determinar su importancia para las universidades 
y presentar las herramientas qué propone la CRUE 
para implantarlo en las universidades españolas. 
4. Analizar la madurez del gobierno de las TI en el 
SUE, llevar a cabo una campaña global a todo el SUE 
para descubrir su madurez en cuanto a gobierno de 
las TI y publicar un informe que resuma los 
resultados de dicha campaña. 
5. Implantar el MGTIU en cada universidad y en el 
SUE, proponer a cada universidad cuales son los 
pasos a seguir para mejorar su madurez de gobierno 
de las TI a nivel local y diseñar acciones globales que 
se pueden llevar a cabo para mejorar la madurez en 
todo el SUE. 
Estas acciones se han diseñado siguiendo procesos 
similares presentados por Coen y Kelly [8] y Van 
Grembergen y De Haes [30]. 
 
4. Diseñar un Modelo de referencia de 
Gobierno de las TI para Universidades 
(MGTIU).  
 
De la revisión concienzuda de la literatura científica y 
de las publicaciones profesionales los investigadores 
concluyeron que el modelo de referencia más utilizado es 
COBIT, por ello se pasó a estudiar la posibilidad de 
utilizar COBIT en el SUE al igual que lo están haciendo 
algunas universidades norteamericanas. Pero pronto se 
descartó esta herramienta por ser demasiado voluminosa y 
compleja a la hora de implantarla, lo cual podría provocar 
un cierto rechazo entre los responsables de las TI 
universitarios. Se necesitaba un modelo más sencillo y 
adaptado al ámbito universitario, para animar a los 
responsables de las TI de las universidades a implantarlo 
y a consolidar una cultura de gobierno de las TI.  
Estas características se encontraron en el modelo 
diseñado por el JISC para las universidades del Reino 
Unido [14]. Este modelo se valora muy positivamente ya 
que es un modelo sencillo, que cuenta con unas 
herramientas de apoyo fáciles de utilizar y con una alta 
adaptación al entorno universitario. Sin embargo, la 
aparición de la norma ISO 38500 (2008) en junio de 
2008, provoca que se descarte la utilización del modelo 
JISC pues no incluye los aspectos novedosos de la nueva 
norma internacional. 
Por tanto, se decide diseñar un nuevo modelo de 
gobierno de las TI para Universidades, que este adaptado 
al entorno universitario, cuyo modelo de referencia 
incluya los principios de la norma ISO 38500, que se 
apoye en herramientas que ayuden a implantarlo y sean 
fáciles de utilizar y que recoja las principales 
características del modelo JISC, que es un referente muy 
interesante. El modelo que se diseñe debe ser compatible 
con COBIT y con otras herramientas y estándares (ITIL, 
ISOs, etc.) y debe explotarse de manera complementaria a 
estas. 
Tras fijar estos requisitos, los investigadores diseñaron 
el Modelo de Gobierno de las TI para Universidades 
(MGTIU), cuyo primer usuario debe ser el Sistema 
Universitario Español, fue presentado a la Sectorial TIC 
de la CRUE en octubre de 2008 y validado por sus 
miembros en diciembre del mismo año.  
 
4.1. Descripción del MGTIU 
 
La estructura general del MGTIU se basa en tres capas 
en cascada: la superior estaría ocupada por los principios 
de la ISO 38500, la intermedia serían Objetivos TI 
(diseñados específicamente para el MGTIU), que dan 
soporte a los principios y sirven como referencia a los 
procesos TI, que ocupan la tercera capa y son propios de 
cada universidad (Figura 4). La idea de dividir el modelo 
en tres capas, donde las dos inferiores son los Objetivos 
TI y los procesos TI, no es original puesto que esta 
estructura ya ha sido utilizada en modelos anteriores 
([14], [27] y [31]). Lo novedoso en este caso es que la 
capa superior no la ocupan los objetivos de negocio sino 
los principios de la ISO 38500. Al avanzar en el diseño 
del MGTIU, se decide no definir un catálogo de Procesos 
TI, y que el soporte que proporcionen estos procesos al 
nuevo modelo pase sólo por proveerlo de los valores de 
los indicadores que determinan la madurez de cada uno de 
los Objetivos TI.  
El MGTIU es totalmente compatible con la norma 
internacional ISO 38500 y propone la utilización de todos 
los elementos presentes en dicha norma. 
 
 
Figura 4. Diseño en tres capas en cascada que incluye a los 
Objetivos TI del MGTIU 
 
Los responsables TI de las universidades tienen que 
comenzar por conocer con detalle la norma ISO 38500 
(2008) e incorporar a su organización el modelo que 
propone gobernar las TI a partir de tres acciones: Evaluar, 
Dirigir y Monitorizar. El MGTIU también va a utilizar las 
guías propuestas por la ISO 38500 para diseñar su propio 
Catálogo de Buenas Prácticas (CBP), pero sobre todo, el 
MGTIU utiliza los 6 principios de la norma internacional 
cómo pilares del propio modelo.  
El MGTIU se divide en 4 niveles (Figura 6): 
1. Principios de la norma ISO 38500, ocupan el nivel 
superior del modelo, y son: Responsabilidad, 
Estrategia, Adquisición, Rendimiento, Cumplimiento  
y Comportamiento Humano.  
2. Objetivos TI,  se encuentran en un nivel intermedio 
del modelo, y se han diseñado  a partir de la literatura 
científica y teniendo en cuenta las características de 
los principales frameworks conocidos (Tabla 2). 
3. Relación Principios-Objetivos TI. Se ha estudiado 
qué relación debería tener cada uno de estos objetivos 
TI con los principios de la ISO 38500 y dicha 
relación se ha dibujado en forma de flechas que une 
cada principio con aquellos objetivos que le dan 
soporte. La relación es múltiple y no es univoca, lo 
que significa que cada principio se puede alcanzar a 
través de varios objetivos TI y que un objetivo puede 
contribuir a alcanzar diferentes principios de la 
norma. 
4. Indicadores, ocupan el nivel más bajo del modelo. 
Para poder medir su nivel de madurez se propone un 
catálogo de indicadores para cada Objetivo TI, que se 
compone de tres tipos de indicadores (Figura 5):  
 Figura 5. Indicadores de cada Objetivo TI del MGTIU 
• Indicadores de Madurez de los objetivos TI, es 
un indicador cualitativo (con valor entre 0 y 5) 
que recoge la madurez de cada uno de los 
objetivos TI en relación a una ficha descriptiva 
incluida en el MM. Para que un responsable TI 
sea capaz de situar el nivel dentro del MM, 
además de la propia ficha del modelo, va a 
disponer de otros datos a modo de evidencia que 
le pueden ayudar a decidir el nivel adecuado. 
Estos datos los proporcionarán los llamados 
“indicadores de evidencia” que se presentan a 
continuación. 
• Indicadores de Evidencia Cualitativos, cada 
objetivo TI tiene asociado un conjunto de 
indicadores cualitativos cuyo valor (comprendido 
entre 0 y 5) debe evidenciar la madurez del 
objetivo de TI al que pertenecen. El número de 
indicadores cualitativos para cada objetivo de TI 
debe estar comprendido entre 5 y 10 indicadores, 
pero varia dependiendo del objetivo. Estos 
indicadores contienen cuestiones relacionadas 
con los elementos de gobierno de las TI, por 
ejemplo, “¿Dispone la universidad de 
financiación suficiente para implementar la 
estrategia de TI?” o “¿Se actualiza la estrategia 
de TI periódicamente?”. 
• Indicadores de Evidencia Cuantitativos, cada 
objetivo de TI tiene asociado un conjunto de 
indicadores cuantitativos, que junto con los 
cualitativos ayudan a vislumbrar la madurez del 
objetivo TI al que pertenecen. Por ejemplo, un 
indicador cuantitativo relacionado con los 
cualitativos que acabamos de enunciar sería: 
“Presupuesto para inversión en TI = 3 millones 
de euros”, “Porcentaje que supone la inversión 
en TI en relación con el presupuesto global en 
inversiones = 5%”, “¿Cada cuantos años se 
revisan las estrategias de TI = 3 años”, etc. El 
número de indicadores cuantitativos para cada 
objetivo TI estaría alrededor 5, pero puede variar 
dependiendo del objetivo. 
Una vez diseñada la estructura del MGTIU los 
investigadores llevaron a cabo las siguientes  tareas: 
1. Diseñar un conjunto de objetivos TI, que van a 
situarse en la capa intermedia de la estructura del 
MGTIU.  
2. Validar los objetivos TI por parte de los 
responsables TI del SUE, para determinar si los 
objetivos propuestos por los investigadores, son 
los más adecuados para formar parte del MGTIU. 
3. Validar la relación de los principios ISO 38500 
con los objetivos TI, para determinar la 
importancia que tiene dicha relación y si debe 
aparecer reflejados o no en el MGTIU final. 
 
4.2. Diseñar un conjunto de objetivos TI 
 
En primer lugar, los investigadores analizaron la 
literatura científica y los modelos de referencia de 
gobierno de las TI más destacados y confeccionaron una 
lista inicial de 17 objetivos TI (Tabla 2) y también 
establecieron la relación de estos objetivos con los 
principios de la ISO 38500. 
Hay que destacar que los objetivos propuestos cubren 
de manera amplia los principales procesos incluidos en 
COBIT y mantienen una amplia relación con todas las 
áreas del gobierno de las TI de los principales modelos 
conocidos. 
 
4.3. Validar los objetivos TI 
 
En diciembre de 2008, se realizó un taller para que de 
manera presencial los miembros de la Comisión Sectorial 
TIC de la CRUE validaran el MGTIU propuesto. Los 
asistentes establecieron la importancia de cada objetivo 
TI, asignándoles valores de 1 (nada importante) a 5 (muy 
importante). También se les pidió que propusieran nuevos 
objetivos que deberían pertenecer al modelo. Con este 
ejercicio de validación se pretende eliminar aquellos 
objetivos que carezcan de importancia y descubrir si se ha 
olvidado algún objetivo importante. 
En el ejercicio participaron 52 responsables TI de 32 
universidades diferentes. Se realizaron dos encuestas 
similares, la primera se llevó a cabo antes de impartir el 
taller formativo (pretaller) y la segunda inmediatamente 
después de terminar el taller (postaller). 
En la Tabla 3 aparecen los resultados del proceso de 
validación, los objetivos se muestran ordenados de mayor 
a menor importancia según la apreciación de los 
encuestados. 
 
Tabla 2. Relación de los Objetivos TI del MGTIU con los frameworks y estudios más destacados  
Tabla 3. Resultados de la validación de los objetivos TI del 
MGTIU 
 
 
 
Cabe destacar los siguientes aspectos en relación a 
estos resultados: 
• Se entiende que los indicadores cuya valoración 
media se encuentra por encima de 3,98 están muy 
apoyados por los encuestados y por tanto deben 
estar presentes en el modelo final. 
• El Objetivo 3: “Alcanzar los objetivos estratégicos 
de las TI mediante la utilización de sistemas 
integrales de gobierno de las TI” obtuvo una 
valoración media de 3,71 antes del taller formativo 
y una valoración de 4,10 después del mismo, esto 
significa que la percepción de la importancia de este 
objetivo cambió sustancialmente durante el proceso 
formativo y al final también pertenecerá al modelo. 
• Los objetivos 14, 17 y 16 obtienen un apoyo 
moderado  de los encuestados (valor medio 
alrededor de 3,5), pero los investigadores están 
seguros de que estos objetivos deben incluirse en el 
modelo final debido a la importancia que se les 
confiere en la literatura científica y en otros 
modelos. 
En resumen, los 17 objetivos TI propuestos han sido 
ratificados y formaran parte del MGTIU definitivo. 
 
4.4. Validar la relación objetivos TI-principios 
ISO38500 
 
Durante el taller los miembros de la Comisión 
Sectorial TIC respondieron también a seis encuestas con 
las que se pretendía averiguar cuales son los Objetivos 
TI más importantes en relación con cada principio de la 
ISO 38500, cada objetivo se valoró de 1 (nada 
importante) a 5 (muy importante). También se les pidió 
a los encuestados que sugieran posibles objetivos que no 
se hayan propuesto pero son importantes para el 
principio por el que se pregunta. Con este ejercicio de 
validación se pretende establecer qué objetivos son 
importantes para cada principio y descubrir si se ha 
olvidado algún objetivo relacionado con un principio 
concreto. 
Este segundo ejercicio de validación se llevó a cabo 
después de terminar el apartado formativo relacionado 
con cada uno de los principios de la ISO 38500 que 
estaban incluidos en el taller formativo.  
Tabla 4. Validación de la relación de los objetivos TI con el 
principio RESPONSABILIDAD 
 
A modo de ejemplo, se presenta la Tabla 4 que recoge 
los resultados de validación para el principio 
Responsabilidad, que es una de las seis tablas generadas. 
En relación con estas tablas cabe destacar los siguientes 
aspectos: 
• En la primera columna se muestran los objetivos 
ordenados de mayor a menor importancia. Se 
encuentran sombreados aquellos objetivos que los 
investigadores han concluido que son importantes 
después de un análisis de la opinión de los 
encuestados y por tanto en el modelo MGTIU final 
se va a establecer una relación entre el objetivo TI y 
el principio ISO 38500.  
• En la tercera columna aparece el valor medio 
obtenido para cada objetivo. Se encuentran 
sombreados las medias que se encuentra por encima 
de 4, o al menos el grupo de valores medios que 
destaca por encima de los demás. 
• En la última columna (cuyo nombre es 4+5) aparece 
el porcentaje de respuestas que creen que el 
objetivo es “bastante importante” (valor 4 de la 
escala) o “muy importante” (valor 5) para el 
principio por el que se pregunta. Se encuentra 
sombreado el grupo que destaca por encima del 
resto.  
• A la derecha de la última columna, aparece una 
marca que indica si el objetivo fue propuesto 
inicialmente por los investigadores para establecer 
una relación con este principio. 
De manera general, el criterio que han seguido los 
investigadores para fijar una relación Objetivo TI-
principio ISO 38500 es que en las tablas se encuentre 
sombreada la última columna (4+5) y también lo este la 
tercera columna (media).  
A partir del modelo propuesto inicialmente y de los 
resultados de la validación llevada a cabo por los 
responsables TI del SUE, se ha elaborado la Tabla 5, de 
la que destaca: 
• Las casillas donde aparece un aspa (X) y además 
están sombreadas, representan relaciones apoyadas 
por los usuarios (sombreado naranja) o por los 
investigadores (sombreado amarillo) y por tanto 
darán lugar a una relación objetivo-principio en el 
MGTIU final. 
• Las casillas donde aparece un aspa (X), pero no 
están sombreadas, son relaciones que no han sido 
apoyadas por los usuarios, ni por los investigadores 
y por tanto desaparecen del MGTIU final. 
• Las casillas sombreadas, pero sin un aspa (X), son 
relaciones que no aparecían en el MGTIU propuesto 
inicialmente pero que han sido fuertemente 
apoyadas por los encuestados y por tanto darán 
lugar a una relación objetivo-principio en el 
MGTIU final. 
Tras llevar a cabo el proceso de validación el aspecto 
definitivo del Modelo de Gobierno de las TI para 
Universidades es el que aparece en la Figura 6. 
 
Tabla 5. Relación de los Objetivos TI del MGTIU con cada principio de la ISO 38500 
 
 
 Figura 6. Modelo de Gobierno de las TI para Universidades validado 
 Figura 7. Planificación para implantar el MGTIU en cada universidad  
5. Evaluar la madurez e implantar el MGTIU 
en todo el SUE 
 
Van Grembergen y De Haes [30] proponen que los 
pasos para implantar el gobierno de las TI en una 
organización son los siguientes: formación de los 
responsables de TI sobre gobierno de las TI,  analizar y 
conocer la situación inicial del gobierno de las TI y 
diseñar un Plan de Implantación del Gobierno de las TI en 
la organización. 
Los investigadores proponen utilizar el MGTIU y sus 
herramientas de apoyo para llevar a cabo un proceso de 
Autoevaluación de la Madurez del Gobierno de las TI y 
un Plan de Implantación del Gobierno de las TI a dos 
niveles: primero a nivel de cada universidad (local) y 
también a nivel global para todo el SUE. 
El proceso de Autoevaluación de la Madurez y el 
diseño del Plan de Implantación del Gobierno de las TI a 
en cada universidad (Figura 7) se compone de las 
siguientes acciones: 
1. Llevar a cabo una encuesta de Autoevaluación de la 
Madurez Inicial para conocer el estado de partida del 
gobierno de las TI en la universidad. Se puede utilizar 
la aplicación web kTI como soporte a este proceso, 
ya que este programa informático integra todas las 
herramientas de apoyo del MGTIU, especialmente las 
encuestas de Autoevaluación de la Madurez (AM).  
2. Analizar los resultados de la AM, situando a la 
universidad en relación con el conjunto del SUE 
gracias al MM compartido que soporta kTI. 
3. Decidir cuales son las acciones de mejora, utilizando 
como ayuda las propuestas de buenas prácticas 
recogidas en el CBP del MGTIU.  
4. Confeccionar un Plan de Implantación del 
Gobierno de las TI que incluya: los objetivos TI del 
MGTIU, el valor actual y valor objetivo de los 
indicadores de madurez y de evidencia, y las acciones 
de mejora seleccionadas para alcanzarlos. Este plan 
debe coordinarse y/o incluirse en la Planificación 
Estratégica de las TI o en el Plan Estratégico 
Institucional de la universidad. 
5. Después de un periodo establecido (se recomienda un 
año) se realizará de nuevo el proceso de 
Autoevaluación de la Madurez y se comenzará de 
nuevo el ciclo (volviendo al punto 2). El proceso de 
maduración del gobierno de las TI es un proceso 
continuo y vivo, que nunca acaba. 
Para facilitar el proceso formativo, y posteriormente el 
de autoevaluación, se propone crear un Comité de 
Gobierno de las TI en cada universidad. Este comité se 
responsabilizará del proceso de implantación del MGTIU, 
debe estar integrado por todos los responsables TI de la 
universidad (Vicerrector, Gerente, Directores de 
Secretariado afines a las TI, representantes de las 
facultades y departamentos, Director del Servicio de 
Informática, Biblioteca, Docencia Virtual, etc.), será la 
semilla de lo que posteriormente podría ser el Comité de 
Estrategia de las TI de la universidad. 
Cada universidad puede realizar el proceso de 
autoevaluación cuando lo desee, pero se recomienda que 
lo haga anualmente y coincidiendo con la campaña de 
evaluación que va a promover la Comisión Sectorial TIC 
de la CRUE, pues de esta manera podrá comparar sus 
resultados con el del resto de universidades del SUE. 
A partir del análisis de los resultados de esta campaña 
anual, la Comisión Sectorial TIC de la CRUE podrá 
elaborar un conjunto de acciones de mejora globales para 
todo el SUE. 
 
6. Conclusiones 
 
Una vez que la CRUE dispone de un Modelo de 
referencia para el Gobierno de las TI en Universidades 
(MGTIU) puede promover la utilización de dicho modelo 
en todo el SUE. 
Los investigadores han diseñado y validado el MGTIU 
y ahora deberían proceder a desarrollar todas las 
herramientas que le proporcione soporte. Si las 
herramientas son suficientemente sencillas y útiles las 
universidades españolas podrían realizar en breve la 
autoevaluación de su madurez en gobierno de las TI y 
emprender acciones de mejora del mismo. 
Una vez puesto en explotación el MGTIU en un 
número significativo de universidades podrían analizarse 
los resultados de sus procesos de autoevaluación y 
publicar dichos resultados para que se conviertan en un 
referente para el resto de universidades españolas y 
europeas. 
Una de las líneas futuras de investigación es comparar 
los resultados de explotación del MGTIU en el SUE con 
el modelo JISC en Reino Unido y extraer conclusiones de 
dicho análisis comparativo. Otra iniciativa podría consistir 
en diseñar un Modelo de Gobierno de las TI de referencia 
para todo el EEES, en base a estas dos experiencias 
iniciales. 
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