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Contributions des syst￨mes d’information centr￩s r￩seau en 
situation de crise : 
Le cas d’une gestion de crise agro-alimentaire différenciée 
entre Leclerc et Nestlé 
Résumé : 
La gestion de crise constitue un th￨me de recherche d’actualit￩ en raison de 
la  complexit￩  de  l’environnement  dans  lequel  les  organisations  ￩voluent.  Cette 
th￩matique a fait l’objet de nombreux travaux en Sciences de Gestion. Cependant, 
d’autres disciplines ou domaines d’activit￩s ont aussi explor￩ cet axe de recherche, 
et  notamment  le  monde  militaire.  Ainsi,  ce  travail  a  pour  objectif  d’apporter  un 
éclairage original à la gestion de crise en entreprise, plus particulièrement dans la 
filière agro-alimentaire, en s’appropriant les travaux men￩s et les concepts d￩ploy￩s 
dans le monde militaire.  
Après  avoir  montré  le  rapprochement  existant  entre  les  conditions 
organisationnelles et le contexte militaire, cet article décrit les concepts de « décision 
en situation », « conscience de la situation ﾻ et d’ ﾫ information centrée réseau ». 
L’articulation  du  cadre  conceptuel  conduit  ￠  pr￩senter  une  structure  de  Syst￨me 
d’Information Centr￩ R￩seau permettant de faire face ￠ une crise dans le domaine 
militaire.  
Afin d’illustrer l’int￩r￪t d’un tel SI, cet article propose une relecture de deux cas 
de  crise  agro-alimentaire :  celle  vécue  par  le  groupe  Leclerc  en  octobre  2005 
concernant des steaks hachés contaminés et celle de Nestlé à propos de lait infantile 
contenant  des  traces  d’encre  d’imprimerie  de  l’emballage.  Si  plusieurs  points 
communs  peuvent  être  soulignés   dans  ces  deux  affaires:  problème  chez  un 
fournisseur,  risque agro-alimentaire touchant les enfants, la gestion de la situation 
de crise a été traitée différemment par les deux entreprises, Leclerc a visiblement 
mieux géré cette crise en étant particulièrement proactif grâce notamment à son SI 
pr￩sentant des  caract￩ristiques  centr￩es  r￩seau.  A  l’inverse,  Nestl￩  pr￩sente  des 
difficultés  à  gérer  et  à  sortir  de  la  crise.  Cette  difficile  gestion  de  crise  peut 
notamment s’expliquer par un SI dont l’architecture ne prend pas en compte et ne 
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Cette analyse a posteriori souligne toute la pertinence des logiques centrées 
réseau pour améliorer la gestion des crises organisationnelles et propose des pistes 
innovantes pour faire évoluer un SI vers une architecture centrée réseau. 
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Mardi 23 janvier 2007, Le S￩nat, sur l’initiative du s￩nateur Francis Giraud 
annonce une proposition de loi créant un "corps de réserve sanitaire" destiné à doter 
l'Etat de moyens de réaction rapide en cas de crise sanitaire de grande ampleur. Le 
texte,  soutenu  par le ministre  de  la  Santé, met en place un établissement  public 
administratif  qui  administrera  cette  force  de  réserve  et  assurera  sa  projection, 
mènera des actions de prévention et de gestion, et pourra acquérir ou fabriquer les 
produits nécessaires pour faire face aux crises. Composée de volontaires, la réserve 
comprendra des professionnels en activité ou retraités, ainsi que des personnes en 
formation. Elle pourra intervenir sur le terrain, dans les structures hospitalières, ou en 
renfort dans les cabinets libéraux. Une organisation permettant de répondre à une 
crise sanitaire est donc créée, encore faut-il pouvoir correctement diriger cette force. 
Dans  ce  cadre,  disposer  d’un  syst￨me  d’information  adapt￩  peut  permettre  de 
prendre  des  d￩cisions  dans  l’urgence  qui  conduiront  ￠  r￩soudre  efficacement  la 
crise.  Mais,  que  signifie  un  syst￨me  d’information  adapt￩ ?  Le  thème  général  de 
cette communication porte sur la mani￨re de concevoir un tel syst￨me d’information, 
il s’agira donc de proposer des pistes innovantes pour construire une architecture 
des syst￨mes d’information adapt￩e ￠ la gestion des situations de crise. 
La question de la gestion des situations de crise a fait l’objet de nombreux 
travaux en Sciences de Gestion. Le management des crises liées aux évolutions de 
l’environnement  externe  (Ritchie,  2004),  ou  de  l’organisation  elle-même  (Muller, 
1985)  ont  ainsi  été  analysés.  La  communication  de  crise  a  aussi  été  abordée 
(Coombs,  2001),  mais  la  recherche  semble  se  centrer  sur  la  mise  en  œuvre  de 
stratégies pour prévenir (Kovoor-Misra et al., 2001), voire planifier les futures crises 
(Spillan et Hough, 2003). Plus récemment, certains travaux utilisent des théories de 
l’organisation  pour  proposer  des  r￩ponses  aux  crises  environnementales  pouvant 
survenir (Majchrzak et al., 2007). 
Cependant, d’autres disciplines ou domaines d’activit￩s ont aussi explor￩ ce 
domaine  et  notamment  le  monde  militaire.  En  effet,  le  domaine  de  la  stratégie 
militaire a du s’adapter aux ￩volutions du contexte g￩opolitique se traduisant par la 
disparition  d’un  monde  bipolaire  relativement  pr￩visible  pour  un  environnement 
complexe dans lequel de nombreux acteurs sont en interrelations
1. 
Examinons  les  nouvelles  conditions  dans  lesquelles  opèrent  les  unités 
militaires  occidentales,  puis  décrivons  en  quoi  ces  conditions  peuvent  être 
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dans  lesquelles  opèrent  actuellement  les  unités  américaines  (face  à  des 
organisations  terroristes  en  réseau,  une  difficult￩  d’identification  de  l’ennemi,  par 
exemple) ont conduit à renouveler un certain nombre de concepts fondant le socle 
du  fonctionnement  de  la  pensée  militaire  américaine.  Parmi  toutes  les  conditions 
évoquées  (Francart ,  1999 ;  Bauer  et  Raufer,  2002),  deux  retiennent  ici  notre 
attention :  l’asym￩trie  des  moyens  et  des  ressources,  et  la  coop￩ration 
d’organisations aux caract￩ristiques diff￩rentes. 
La  notion  d’asym￩trie  est  redevenue  d’actualit￩  en  raison  de  la  fin  de 
l’affrontement Est-Ouest. Le mythologique combat de David contre Goliath peut être 
retrouv￩ dans des conflits ￠ l’￩chelle mondiale entre des adversaires dont les tailles, 
les  modes  d’organisation,  la  culture  et  les  moyens  ￠  disposition,  notamment 
technologiques, sont disproportionnés. Le terme de guerres asymétriques est alors 
employé (Courmont et Ribnikar, 2002). La guerre du Kosovo opposant une coalition 
de pays occidentaux à un petit pays en transition, ou celle contre le terrorisme qui 
concerne aussi bien des Etats très structurés que de petites cellules prospérant dans 
des zones de non-droit, sont deux exemples d’affrontement entre des adversaires 
aux  forces  d￩s￩quilibr￩es.  Ce  d￩s￩quilibre  ne  signifie  pas  que  l’ensemble  des 
moyens est détenu par un seul des protagonistes, mais que chacun possède des 
avantages incomparables dans un domaine particulier. Par exemple, la domination 
technologique  des  unités  américaines  sur  les  groupes  terroristes  sunnites  est 
écrasante.  Mais,  les  répercutions médiatiques  de  la perte de  vies  humaines  sont 
nettement  plus  importantes  du  coté  américain.  Dans  de  tels  affrontements,  la 
disproportion  entre  moyens  conduit,  ￠  complexifier  l’environnement  et  ￠  rendre 
imprévisibles  les  crises  susceptibles  de  se  dérouler.  Cette  difficulté  de  prévision 
alliée à une contrainte m￩diatique forte renforce l’importance d’une gestion efficace 
des situations de crise. 
La seconde condition importante qui est apparue, réside dans la nécessité de 
faire  coopérer  dans  un  même  but  des  éléments  disparates.  Ainsi,  dans  le  cadre 
d’opérations  menées  par  des  alliances,  vont  coopérer  différentes  organisations 
(militaires,  ONU,  ONG),  armées  (terre,  air,  mer,  gendarmerie,  marines),  armes 
(infanterie,  génie,  artillerie  etc..)  et  différentes  nationalités
2, le tout sur un théâtre 
extérieur. La coordination de telles opérations a un impact fort sur la réalisation des 
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Une  r￩flexion  sur  des  concepts  de  syst￨mes  d’informations  adapt￩s  ￠  ces 
nouvelles  contraintes  a  donc  été  logiquement  menée  par  le  milieu  militaire.  La 
maîtrise du concept de réseau est apparue déterminante. Or la maitrise du réseau 
implique  sa  compr￩hension,  la  gestion  de  l’￩l￩ment  circulant  sur  le  r￩seau : 
l’information et donc la constitution d’architectures permettant d’obtenir un avantage 
informationnel afin de répondre de manière plus efficace aux nombreuses situations 
de crise. 
Mais qu’en est-il de l’activit￩ ￩conomique et donc du monde des entreprises ? 
Voyons si les deux conditions contextuelles précédemment évoquées peuvent être 
transposées aux entreprises. 
Premièrement, prenons le cas du marché de la numérisation des livres et de 
la  recherche  dans  ces  ouvrages.  On  observe  actuellement,  une  lutte  entre  deux 
organisations nettement diff￩renci￩es. D’un côt￩, l’entreprise Google qui est une ex-
jeune start-up devenue aujourd’hui une entreprise dont la capitalisation est de 85 
milliards  de  dollars.  De  l’autre  côt￩,  la  Biblioth￨que  Nationale  (BNF)  et  six  pays 
europ￩ens se sont regroup￩s veulent mettre en œuvre un projet concurrent ￠ celui 
de Google. L’asym￩trie se trouve ici dans les propos d’un conseiller gouvernemental 
français qui estime que : « il ne faut pas laisser le patrimoine français esseulé, mais 
pas  question  pour  autant  de  mettre  des  années  à  construire  une  usine  à  gaz 
publique face à Google, entreprise privée hyper-réactive » (5 mai 2005). 
Deuxi￨mement, le cas de la coop￩ration d’organisations tr￨s diff￩rentes est 
une  probl￩matique  d￩j￠  ancienne  en  Sciences  de  Gestion  et  peut  s’illustrer 
brièvement au travers des deux exemples suivants. Le cas de l’entreprise 9 Cegetel 
peut  ￪tre  ￩voqu￩  car  cette  entreprise  r￩sulte  d’un  regroupement  de  neufs 
entreprises
3 de tailles fort diverses qui s’est r￩alis￩ en moins de cinq ann￩es. Le cas 
de la mise en place des pôles de compétitivité représente aussi un autre exemple de 
coopération  entre  entités  différenciées.  En  effet,  le  Comité  interministériel  à 
l’am￩nagement et ￠ la comp￩titivit￩ des territoires
4 a labellisé 67 pôles mêlant autour 
de  th￩matiques  d￩finies  un  grands  nombre  d’acteurs fort  vari￩s (Centre  de  R&D, 
groupes industriels, Universit￩s etc.). Nous estimons que la gestion de l’entreprise 9 
Cegetel ou d’un pôle de comp￩titivit￩ poss￨de des similitudes avec la conduite d’une 
opération  militaire  actuelle
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La recherche managériale et les entreprises ont pourtant conduit à développer 
de nombreuses solutions de syst￨me d’information pour, notamment, r￩sister aux 
ph￩nom￨nes de mondialisation et d’hyper concurrence. Ces avanc￩es ont d’ailleurs 
￩t￩ ant￩rieures ￠ celles du monde militaire qui s’est, un moment, lui-même inspiré de 
la  recherche  civile.  Cependant,  comme  nous  allons  le  décrire,  les  recherches 
militaires  proposent  des  concepts  innovants  sur  des  segments  bien  spécifiques, 
comme  ceux  de  la  gestion  des  crises  ou  de  la  prise  de  décision  en  situation 
d’urgence. Il nous apparait alors pertinent de porter, ￠ notre tour, un regard sur ces 
nouveaux concepts et leur opérationnalisation. 
Enon￧ons,  maintenant,  les  apports  d’une  recherche  sur  l’utilisation  de 
concepts  provenant  du  monde  militaire.  Cette  recherche  présente  un  double 
avantage. 
Elle  recouvre  un  intérêt  théorique  fort,  dans  la  mesure  où  elle  permet  de 
proposer  une  définition  précise  et  éclairée  des  concepts  tels  que :  Naturalistic 
Decision Making, Situation Awareness, Network Centric Information. Elle présente 
aussi  des  int￩r￪ts  manag￩riaux  importants  puisqu’il  s’agit  de  transposer  des 
architectures  ayant  fait  leurs  preuves  sur  le  terrain  militaire  à  des  situations 
organisationnelles de crise de plus en plus récurrentes
6. 
Notre communication aura ainsi, comme objectif de porter un éclairage sur les 
concepts d￩velopp￩s dans le milieu militaire et, plus particuli￨rement, dans l’arm￩e 
américaine  afin  de  proposer  des  pistes  innovantes  pour  les  entreprises.  Notre 
probl￩matique s’exprime de la mani￨re suivante :  
 
Quels peuvent ￪tre les apports des concepts en syst￨mes d’information 
employés au niveau Etat-Major de l’arm￩e am￩ricaine pour les managers en 
entreprise dans le cadre de la gestion des situations de crise ? 
 
Afin de répondre à cette problématique, nous développerons le plan suivant : 
dans une première partie nous décrirons les concepts développés dans le cadre de 
l’arm￩e am￩ricaine, ainsi qu’une architecture de syst￨me d’information adaptée à la 
gestion  des  situations  de  crise.  Dans  une  seconde  partie,  nous  analyserons  une 
crise sanitaire en montrant comment l’architecture pr￩sent￩e aurait permis de mieux 
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I.  Les nouveaux concepts et leur mise en œuvre 
Dans cette partie, nous présenterons dans un premier temps trois approches 
peu  encore  mobilisées  en  Sciences  de  Gestion,  mais  déjà  éprouvées  dans  le 
domaine  militaire :  la  décision  en  situation,  la  conscience  de  la  situation  et 
l’information  centr￩e  r￩seau.  Dans  un  second  temps,  nous  présenterons  une 
architecture  de  syst￨me  d’information  propos￩e  par  une  ￩quipe  de  chercheurs 
travaillant au profit du Département de la Défense américain. 
I.1.  Du contexte au réseau 
Nous intitulons ce point du contexte au réseau car comme nous allons le voir, 
tout  est  parti  d’une  prise  en  compte  du  contexte  dans  lequel  les  d￩cisions  sont 
prises, pour aboutir ￠ une conception centr￩e r￩seau des syst￨mes d’information. 





la Décision en 
situation







dont il dispose 
doit être centrée 
réseau
 
Figure 1 : Présentation et mise en relation des concepts étudiés 
 
D￩crivons  les  grands  principes  de  l’approche  de  la  d￩cision  en  situation 
(Naturalistic  Decision  Making).  Cette  approche  décisionnelle  initiée  par  G.  Klein 
(1993 ; 1998) se fonde sur l’observation en situation de d￩cideurs exp￩riment￩s dans 
des situations décisionnelles urgentes et risquées. A partir de ces observations, G. 
Klein a proposé un modèle dit de « première reconnaissance ».  
Cette  approche  constitue  une  troisième  voie  par  rapport  aux  modèle 
classiques  optimisateurs et  aux  modèles  cognitifs de  type  satisfaisant  (Lebraty  et 
Pastorelli, 2004). La principale différence dans cette approche, réside dans le fait 
que  la  d￩cision  n’est  plus  un  choix  entre  des  options.  En  effet,  la  décision  prise 
d￩pend principalement de la reconnaissance de la situation qu’a r￩alis￩e le d￩cideur. 
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situation  dans  laquelle  il  se  trouve.  De  l’importance  de  ce  m￩canisme  de 
reconnaissance,  découle  la  mise  en  avant  du  concept  de  « conscience  de  la 
situation ». M.R. Endsley (1995) a défini la « Situation Awareness » de la manière 
suivante :  « la  perception  des  ￩l￩ments  de  l’environnement  dans  un  volume  de 
temps et d’espace, la compr￩hension de leur signification et la projection de leur ￩tat 
dans un futur proche. » Ainsi, M.R. Endsley détermine trois niveaux de conscience. 
Tout d’abord, la personne doit discerner les ￩l￩ments pertinents de la situation dans 
l'information  contextuelle  qui  lui  parvient.  Elle  intègre  ensuite  cette  information  à 
l'aide de son expérience et de ses connaissances propres. Ainsi, elle va déterminer 
les relations existantes entre les éléments perçus. Enfin, elle imagine la dynamique 
du  syst￨me  ainsi  rep￩r￩.  Toute  incoh￩rence  ￠  l’un  ou  plusieurs  de  ces  niveaux 
conduit à des décisions jugées « absurdes » (Morel, 2002). 
Les conditions d’une conscience de la situation efficace d￩pendent donc de 
l’exp￩rience  de  la  personne,  des  caractéristiques  (quantité,  qualité,  globalité, 
ergonomie)  de  l’information  dont  elle  dispose  et  des  contraintes  exerc￩es  par  le 
contexte. Afin qu’un syst￨me d’information puisse prendre en compte ce syst￨me 
complexe homme-information-contexte, il a ￩t￩ mis en avant le concept d’information 
centré réseau.  
Développé dans le domaine militaire, on trouve aussi le terme de « Combat en 
réseau info-centré
7 ﾻ (Net Centric Warfare). Afin de pr￩ciser ce concept d’information 
centrée  réseau,  nous  nous  fonderons  sur  des  documents  du  « Department  of 
Defense Chief Information Officer » et plus particulièrement sur celui intitulé « Net-
Centric Checklist - Version 2.1.3 ﾻ du 23 Mai 2004. L’id￩e fondatrice de la volont￩ de 
centrer le syst￨me d’information sur l’information peut apparaitre trivial. Cependant, 
dans  les  syst￨mes  d’information  militaires,  les  ￩volutions  des  diff￩rentes 
architectures  technologiques  ont  conduit  ￠  la  coexistence  d’un  grand  nombre 
d’applications  h￩t￩rog￨nes.  Or  dans  le  contexte  que  nous  avons  décrit,  les 
impossibilités  pour  ces  applications  de  communiquer  entre  elles  ont  été  jugées 
comme une faiblesse strat￩gique. L’id￩e est donc de refondre les architectures pour 
replacer  les  données  et  informations  au  centre  du  SI
8.  Ceci  entraine  alors  l a 
nécessité de rendre interopérable ces données et informations et donc de créer des 
liaisons entre elles sur un mode de maillage r￩seau. C’est de cette mani￨re que s’est 









































    9 
Répétons que même si cette ligne directrice semble évidente, elle demeure 
pertinente pour de nombreuses organisations. Il suffit, par exemple, d’observer le 
fonctionnement des différentes applications récemment mises en service dans nos 
universit￩s et le manque de communication qu’il existe entre elles pour en conclure 
que le concept de Net Centric Information m￩rite d’￪tre explor￩. Cependant la mise 
en œuvre de ce concept est d￩licate notamment en raison : 
  de l’architecture informatique existante ; 
  des usages des utilisateurs ; 
  de la nécessite de maitriser les outils et méthodes récentes ; 
  du coût des investissements à réaliser. 
 
Après  avoir  décrit  trois  nouveaux  concepts  initiés  dans  les  Etats-Majors 
américains,  voyons  les  moyens  conduisant  à  rendre  opérationnel  ces  concepts. 
Ainsi,  dans  le  point  suivant,  nous  allons  présenter  une  architecture  de  système 
d’information adapt￩e ￠ la gestion des crises. 
I.2.  Une  structure  de  syst￨me  d’information  adapt￩  au 
concept d’information centr￩e r￩seau : Le NCIS 
Après  avoir  détaillé  les  approches  conceptuelles  favorisant  la  prise  de 
d￩cision  en  situation  de  crise,  voyons  un  exemple  d’architecture  technologique 
permettant de rendre opérationnel ces concepts. Deux chercheurs et membres de 
l’entreprise norv￩gienne TELEPLAN, spécialisée dans le management des systèmes 
à risques et la gestion des réseaux, E. Aarholt et O. Berg (2002 ; 2004) proposent 
une solution pour ￩riger une structure d’information centr￩e r￩seau (Network Centric 
Information Structure : NCIS). Il s’agit d’une architecture visant ￠ cr￩er une gestion 
centr￩e  r￩seau  de  l’information  n￩cessaire  pour  faire  face  ￠  une  crise.  Trois 
principaux  aspects  paraissent  pertinents  dans  cette  structure  de  gestion  de 
l’information de crise. 
En premier lieu, les auteurs identifient quatre cat￩gories g￩n￩riques d’information 
n￩cessaires aux cadres dirigeants de l’entreprise :  
  l’information g￩n￩rale qui concerne le m￩tier et les activit￩s de l’entreprise ; 
  l’information sur les produits et les services ; 
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  l’information sur les capacit￩s en mesure d’￪tre d￩ploy￩es rapidement pour 
faire face à une menace. 
Lors  d’une  crise,  toutes  ces  informations  sont  n￩cessaires,  cependant,  et 
surtout dès les premiers instants de la crise, un effort particulier doit être porté à la 
protection de l’entreprise et de ses parties prenantes. Aussi, nous nous focaliserons 
ici sur la troisième catégorie, à savoir sauvegarde et sureté. Rendre disponible ces 
￩l￩ments  d’information  pour  l’￩quipe  charg￩e  de  la  gestion  de  la  crise  apparait 
déterminant. 
En  deuxième  lieu,  les  auteurs  proposent  une  solution  possédant  des 
caractéristiques  techniques  standards  et  fondée  sur  les  outils  existants.  En  effet, 
développer un NCIS suppose « simplement » de dédier une zone bien précise de 
l’intranet  de  l’entreprise  ￠  la  gestion  de  crise  et  n’implique  pas  d’investissement 
suppl￩mentaire en technologie. La zone permanente de l’intranet est aliment￩e par 
des liaisons dynamiques avec les donn￩es de l’entreprise de telle sorte qu’￠ chaque 
consultation, les données soient réactualisées. Il faut noter que dans bien des cas, il 
s’agit tout simplement de r￩aliser des ﾫ Copier – Coller avec liaisons » entre des 
documents Excel ou Word. 
En  dernier  lieu,  et  ce  point  parait  déterminant,  les  auteurs  proposent  de 
classer l’information  relative  ￠  la  sauvegarde  et  la  s￻ret￩  en  six  dimensions.  Les 
quatre premi￨res concernent l’int￩rieur de l’entreprise, tandis que les deux derni￨res 
ont trait à son environnement externe. Le tableau suivant indique et détaille ces six 
dimensions : 
  Classes d’information  Description 
Interne 
Personnel  Ensemble de l’information disponible sur les personnes 
travaillant dans l’entreprise : 
  Nombre de personnes sur site 
  Localisation des acteurs 
  Système de suivi et de traçabilité du personnel 
  Membre du personnel ayant des besoins 
sp￩cifiques (m￩dical, autres, …) 
Infrastructure de 
l’entreprise 
Cette information peut être présentée graphiquement et 
concerne 
  Local d’aide d’urgence, Sortie de secours, 
Equipements d’urgence 
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Ressources locales  Concerne aussi bien les ressources que les menaces 
potentielles 
  Ressources locales : personne détenant un brevet 
de secourisme, état du système électrique et 
téléphonique 
  Dangers associés à la crise : existence de produits 
chimiques, bactérie, virus, explosifs, etc. 
Plan de réaction en 
urgence face aux crises 
Ensemble des plans déjà réalisés pour faire face à des 
crises. G￩n￩ralement, il s’agit de dossiers d￩crivant les 
conduites à tenir. 
  Existence de plan d’urgence et d’exercices de 
simulation en grandeur réelle 
  Communication au sein de l’￩quipe d’urgence : lien 
entre les sauveteurs, avec la presse, 
l’administration, la d￩fense civile et militaire,… 
  Etablissement de réseau de communication 
physique : téléphone, radio 
Externe 
Proc￩dures d’alerte et de 
remont￩e d’information 
Ensemble des points de contact et des personnes qu’il faut 
informer lors d’une crise (police, journaliste etc.), ainsi que 
les procédures pour les contacter. 
  Capacité à contacter et à informer la police, les 
pompiers, les m￩decins, … 
  Proc￩dures pour mettre en œuvre ces contacts 
Accès géographique de 
l’entreprise ou de ses 
zones d’int￩r￪t 
Cette information eut aussi être présentée graphiquement 
et concerne la manière d’acc￩der ￠ l’entreprise ou aux 
zones qui concerne la crise. 
  Adresse exacte du lieu, information GPS 
  Carte de l’endroit et de son environnement 
(ressource en eau, station de radio, …) 
  Information d’acc￨s ￠ la zone (rue en sens unique, 
rue bloquée, parking, aire d’atterrissage, …) 
Tableau 1 : Classification de l’information n￩cessaire à la sauvegarde et la suret￩ de 
l’entreprise 
Il  s’agit  ici  de  cat￩gories  g￩n￩riques  dont  le  contenu  d￩pend  fortement  de 
l’￩tat des donn￩es disponibles et de la volonté des dirigeants de tenir actualisées ces 
informations. 
Afin de permettre une gestion normalisée de cette information, il convient de 
se  fonder  sur  des  mod￨les  de  donn￩es  et  des  standards  ISO  qui  n’existent  pas 




Normes susceptibles d’￪tre suivies 
Personnel  ISO 16739 (partie de ISO TC 184/SC4) 
Infrastructure de 
l’entreprise 
ISO 10303-239 (partie de ISO TC 184/SC4) 
Ressources locales  ISO 10303-239 (partie de ISO TC 184/SC4) 
Plan de réaction face 
aux crises 
Pas de norme 
Alerter et informer  ISO 10303-239 (partie de ISO TC 184/SC4) 
Acc￨s de l’entreprise 
ou de ses zones 
d’int￩r￪t 
ISO TC 211 
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Une  fois  ces  informations  disponibles,  il  s’agit  de  permettre  leur  maillage, 
c'est-à-dire de permettre le « centrage réseau » de ces informations. 
Pour  ce  faire,  une  solution  déjà  employée  dans  des  systèmes  militaires 
(Lebraty, 2005) r￩side dans l’utilisation de calques. Dans le cas du NCIS, il existe 
deux  cat￩gories  d’information  qui  peuvent  ￪tre  pr￩sent￩e  graphiquement 
(l’infrastructure de l’entreprise et les acc￨s de l’entreprise ou de ses zones d’int￩r￪t). 
Ces deux éléments doivent être considérés comme deux fonds de carte sur lesquels 
pourront  ￪tre  plac￩es  les  quatre  autres  cat￩gories  d’information  (Personnel, 
Ressources  locales,  Plan  de  réaction  en  urgence  face  aux  crises  et  Procédures 
d’alerte et de remont￩e d’information). Chacune de ces quatre catégories pourra être 
manipul￩e sous la forme d’un calque que l’on placera sur l’une ou l’autre des cartes. 
L’emploi des calques est laiss￩ ￠ la charge du d￩cideur qui ainsi peu ￠ peu prendre 
conscience de la situation. 
Nous  venons  de  voir,  dans  ce  second  point,  les  bases  d’un  syst￨me  de 
gestion  des  risques  fond￩  sur  l’information  centr￩e  r￩seau.  Dans  une  deuxi￨me 
partie, nous allons maintenant illustrer le NCIS en revenant sur deux situations de 
crise dans la filière agro-alimentaire. 
II.  Présentation des situations de crises 
Deux cas de crise sanitaire survenus fin 2005 vont ￪tre examin￩s. Il s’agit de 
la crise des steaks hachés contaminés qui a touché le groupe Leclerc et celle de 
Nestl￩ relative ￠ la pr￩sence de traces d’encre d’imprimerie de l’emballage dans des 
laits infantiles. 
La relecture a posteriori de ces cas souligne l’int￩r￪t de la mise en œuvre 
d’une architecture centr￩e r￩seau pour am￩liorer la gestion des situations de crise 
(partie II). L’analyse approfondie d’un des deux cas permet d’illustrer la notion de SI 
centré réseau (partie III). 
II.1.  Deux situations de crises : deux gestions 
Dans  un  premier  temps,  les  deux  cas  de  crise  vont  être  successivement 
présentés. Les éléments de convergence et de divergence de gestion de crise entre 
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II.1.1.  Présentation du cas Leclerc : intoxication au steak haché 
Le  premier  cas  concerne  la  crise  sanitaire relative  ￠  l’intoxication  au  steak 
haché,  celle-ci  va  être  analysée  du  point  de  vue  du  distributeur :  la  chaîne  de 
magasins Leclerc. 
Depuis le 25 octobre, près de 20 cas de syndrome hémolytique et urémique 
ont été observés chez des enfants de plusieurs départements de la région Aquitaine 
et Midi-Pyrénées. Une bactérie, du genre Escherichia Coli, a été identifiée comme 
responsable de ces cas. L’enqu￪te men￩e par l’Institut de veille sanitaire (INVS) a 
mis en  évidence  que  tous  ont  consommé des  steaks  hachés  de  marque  Repère 
Chantegrill® achetés dans une enseigne de la chaîne de magasins Leclerc entre la 
fin septembre et la mi-octobre 2005. Les lots 206, 231 et 234 sont incriminés. Ils ont 
été retirés du marché par les magasins Leclerc dès le 28 octobre 2005. Toutefois, 
pour ce grand distributeur, la gestion de crise ne fait que commencer. En effet, il est 
nécessaire de procéder au rappel des produits concernés déjà vendus (dont la date 
limite de consommation est en 2006). Cette procédure de rappel met en exergue les 
limites du système de traçabilité des ventes de Leclerc. En effet, c’est ￠ partir des 
tickets de caisse que les responsables de magasins ont identifiés quels étaient les 
acheteurs du produit suspect. Soit le client a utilisé une carte de fidélité et le groupe 
poss￨de alors ses coordonn￩es, soit il n’en d￩tient pas et c’est gr￢ce ￠ la transaction 
par ch￨que ou carte bleue que l’enseigne arrive ￠ remonter jusqu’au client. L’analyse 
des  transactions  a  été  rendue  possible  grâce  à  la  coopération  des  banques.  En 
revanche, rien n’a pu ￪tre fait pour les clients ayant r￩gl￩ leurs achats en liquide. 
Au-delà  de  la  procédure  de  rappel,  le  groupe  Leclerc  doit  assurer  une 
communication  permanente  et  rassurante  en  direction  de  ses  clients.  Il  doit 
également  être  informé  au  plus  près  des  nouveaux  cas  de  contamination,  de 
l’￩volution  des  rappels  clients  et  de  manière  plus  générale,  de  toute  information 
susceptible  de  faire  évoluer  les  paramètres  de  la  crise.  Le  groupe  Leclerc  doit 
également prévoir de proposer rapidement un produit de substitution à ses clients.  
Gérer une telle crise suppose la pr￩sence d’un syst￨me d’information le plus 
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II.1.2.  Présentation  du  cas  Nestlé :  lait  infantile  contenant  des  traces 
d’encre d’imprimerie 
Le second cas concerne la crise sanitaire relative à la contamination du lait 
maternis￩ Nestl￩ contenant une substance chimique provenant de l’emballage, celle-
ci va être analysée du point de vue du producteur : le groupe Nestlé. 
Le mardi 22 novembre, la multinationale Suisse Nestlé décide de retirer de la 
vente  plusieurs  millions  de  litres  de  laits  infantiles  en  France,  Italie,  Espagne  et 
Portugal  en  raison  de  la  pr￩sence  de  traces  d’encre  d’imprimerie  au  sein  du  lait 
conditionn￩. Il s’agit d’un lait produit dans les Asturies, en Espagne, et conditionné 
dans des emballages fournis par le Suédois Tetra Pak depuis son usine aux Pays-
Bas. En France, il est commercialisé en grandes surfaces et en pharmacie sous la 
marque  Nidal  Novaia  et  concerne  les  laits  1
er  et  2eme  age.  Sa  Date  Limite 
d’Utilisation Optimale (DLUO) est juin 2006. C’est toutefois, l’Italie qui est le pays le 
plus touch￩ par ce retrait, environ 30 millions de litres concern￩s, car c’est de loin le 
premier marché de Nestlé pour les produits destinés aux enfants.  
La substance chimique en cause, connue sous le nom d’isopropylthioxanthone (ITX), 
est un ingr￩dient des encres de l’emballage en carton des produits Nestl￩ desquelles 
elle  parvenait  apparemment  à  se  diffuser  dans  les  produits  laitiers.  Le  groupe  a 
affirm￩ qu’il n’y avait ﾫ aucun risque pour la santé »
10 pourtant Tetra Pak a annoncé 
qu’il n’utiliserait plus d’encre ￠ base de cette substance dans ses emballages d’ici 
janvier 2006
11. 
De plus, le 13 décembre 2005
12, le leader mondial de l'emballage annonce 
qu’il ￩tait inform￩ d￨s le mois de septembre d'une contamination inoffensive due à 
l'encre  d'impression.  Egalement,  l’agence  espagnole  de  s￩curit￩  alimentaire  et  le 
ministère de la santé italien soulignent que Nestlé était au courant de son problème 
d’impression d￨s septembre et n’a d￩cidé de retirer ses laits que fin novembre suite 
aux fortes pressions exercées par ces deux organismes. Cette gestion hésitante de 
la crise visant ￠ ￩touffer le probl￨me, a eu au contraire pour effet d’amplifier ce qui 
initialement n’￩tait qu’une petite contamination et de mettre ￠ mal l’image de Nestl￩ 
dans sa capacité à informer ses consommateurs et à mériter leur confiance. 
II.1.3.  Convergences et divergences de caractérisation et de gestion de 
la crise 
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Tout d’abord, ces deux crises sont li￩es ￠ un probl￨me chez un fournisseur. 
La contamination des steaks hach￩s s’est vraisemblablement produite chez Soviba. 
Dans le cas de Nestl￩, c’est l’encre d’impression utilis￩e par Tetra Pak qui contient la 
substance à risque. Ce premier point souligne la nécessité de prendre en compte 
plusieurs parties prenantes dans la gestion de crise, en l’occurrence dans les cas 
présentés  trois  niveaux  a  minima :  l’enseigne/le  producteur,  le  fournisseur  et  les 
consommateurs/victimes. 
Ensuite,  ces  crises  concernent  un  risque  agro-alimentaire  touchant  les 
enfants. Effectivement, dans le cas des steacks hachés contaminés chez Leclerc, les 
victimes  les  plus  sévèrement  intoxiquées  et  admises  en  réanimation  sont  des 
enfants.  Le  public  touch￩  renforce  la  sensibilit￩  de  l’opinion  publique,  donc 
l’importance de la communication dans la gestion de la crise, en int￩grant notamment 
les médias et le public à celle-ci. 
Enfin,  dans  les  deux  cas,  il  faut  noter  que  les  autorités  sanitaires  ont  été 
promptes  ￠  r￩agir  pour  relayer  le  message  de  l’organisation  vivant  la  crise.  Ces 
autorités doivent être intégrées au réseau des parties prenantes. 
 
En dépit des points de convergence, il existe des éléments soulignant toute la 
différence existant entre ces deux crises et leur gestion respective. On notera plus 
spécifiquement quatre points de divergence. 
a/  Ces  deux  affaires  n’impliquent  pas  le  m￪me  p￩rim￨tre  g￩ographique : 
l’affaire Leclerc se limite au territoire national voire r￩gional alors que l’affaire Nestlé 
est européenne. Cette difference pourra avoir un impact fort en terme de constitution 
du  réseau  permettant  de  répondre  à  la  crise  et  impliquer  des  communications 
sensiblement différentes en fonction des différences culturelles.   
b/ La maturité de la crise est différente dans les deux cas. Effectivement, le 
cas Leclerc nécessite une gestion de crise urgente en raison de victimes réelles, 
avec pour certaines un pronostic vital engag￩. Le cas Nestl￩ t￩moigne d’un retrait 
des produits par précaution car aucune victime n’a ￩t￩ identifi￩e. 
c/ Le temps de réaction des deux organisations face à la crise est différent. 
Dans l’affaire Nestl￩, l’organisation et son fournisseur ont connaissance du probl￨me 
en septembre 2005 pourtant Nestlé retire les seuls produits pour bébé du marché en 
novembre 2005. Il faut noter que d’autres produits peuvent ￪tre concern￩s par ce 
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Dans le cas Leclerc, ￠ partir du moment o￹ l’Institut de Veille Sanitaire confirme la 
responsabilit￩  des  steaks  hach￩s,  Leclerc  fait  le  choix  d’une  gestion  de  crise 
particulièrement réactive et responsable. 
d/ Consécutivement aux deux précédents points, il faut noter que la politique 
de communication menées dans ces deux gestion de crise s’av￨re diff￩rente. D￨s le 
départ,  le  dirigeant  Michel  Edouard  Leclerc  témoigne  une  forte  volonté  de 
transparence  et  de  communication :  participation  à  des  émissions  télévisées, 
utilisation  de  son  blog  pour informer en  temps  réel,  informations  sur les  lieux  de 
vente, … Nestl￩, par opposition, a visiblement cherch￩ ￠ minimiser l’affaire et a tent￩ 
de mettre en cause son fournisseur pour se disculper. La communication de Nestlé 
s’est r￩v￩l￩e pauvre et relativement opaque tout au long de cette affaire qui aurait pu 
ne pas en être une, si certaines décisions avaient été prises plus tôt.   
 
L’￩tude  de  ces  deux  crises  montre  tout  l’int￩r￪t  de  poss￩der  un  syst￨me 
d’information r￩actif permettant ￠ la firme de r￩pondre aux exigences de gestion de 
crise :  notamment  la  mise  à  jour  en  temps  réel  des  informations  critiques  et  la 
possibilit￩  de  connectivit￩  entre  l’ensemble  des  parties  prenantes  de  la  crise. 
L’analyse de ces deux crises nous montre que ce SI fait d￩faut aux deux entreprises 
choisies dans ce travail. Toutefois, la confrontation de ces deux cas révèle que la 
gestion de crise, bien qu’imparfaite dans le cas de Leclerc, semble plus proche de la 
logique  « centrée  réseau »  prônée  par  les  organisations  militaires.  Aussi,  nous 
proposons d’illustrer la mise en œuvre d’un SI bas￩ sur une architecture centr￩e 
réseau, en revisitant le cas de la gestion de crise de Leclerc et en décrivant avec 
pr￩cision ce qu’aurait pu ￪tre une d￩marche centr￩e r￩seau.  
 
Trois dimensions se dégagent plus particulièrement du cas Leclerc 
13étudié et 
justifient l’int￩r￪t que nous lui portons pour illustrer les apports que peut avoir une 
architecture de type NCIS. 
Tout d’abord, il s’agit d’une crise grave menaçant la crédibilité du distributeur 
et la confiance que les clients peuvent accorder à cette enseigne. Ainsi, les pistes 
visant ￠ ￩pauler les d￩cideurs en charge de la gestion de cette crise m￩ritent d’￪tre 
explorées. 
Le cas choisi présente ensuite une  dimension « réseau ». Effectivement, la 
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forcément  ses  acteurs  internes,  ses  fournisseurs,  ses  services  de  distribution,  et 
￩galement, l’environnement au sens large, ￠ savoir, les pouvoirs et services publics, 
la presse ou les hôpitaux. Cette dimension est importante dans la mesure où elle 
r￩v￨le tout l’int￩r￪t d’un maillage de l’information au d￩triment d’une configuration 
centralis￩e de l’information qui serait, de toutes mani￨res, d￩licate ￠ mettre en œuvre 
et à maintenir. 
Enfin, le cas de l’intoxication au steak hach￩ du point de vue du distributeur 
met en évidence la prédominance de la dimension externe sur l’interne. La mise en 
danger  de  la  vie  d’autrui  concerne  ici  exclusivement  des  personnes  externes  ￠ 
l’enseigne, ce qui n’est pas forc￩ment le cas, comme par exemple, lors de l’explosion 
de l’usine AZF de Toulouse, o￹ des personnes internes et externes sont concern￩es. 
Le cas choisi suppose notamment une gestion efficace du rappel des produits et du 
contact  avec  les  médias  et  les  pouvoirs  publics.  Or,  souvent  la  gestion  de  la 
dimension externe de la crise s’av￨re le point le plus d￩licat, notamment en raison de 
problèmes informationnels. 
Aux  vues  de  ces  trois  dimensions,  une  architecture  NCIS  parait  pertinente 
dans  la  mesure  où  elle  permet  le  maillage  multidimensionnel  des  informations 
relatives au métier et activités, aux produits et service, à la sauvegarde et sécurité 
des actifs, et, aux capacités de réaction. 
Afin d’illustrer la mise en œuvre d’un SI bas￩ sur une architecture centrée 
réseau, le cas des steaks hachés contaminés va être détaillé.  
La  méthodologie  de  recueil  des  données  est  précisée  dans  un  deuxième 
temps. Enfin, dans un dernier temps, le cas est traité en soulignant successivement 
les éléments informationnels présents dans la gestion réelle de la crise et les apports 
qu’aurait pu avoir une architecture de type NCIS. 
 
III. Application du NCIS à la gestion d’une crise sanitaire. 
L’objectif de cette partie est de mettre en lumi￨re comment un NCIS peut aider 
à la résolution de situations de crise concrètes. 
III.1.  Méthodologie de recueil des données 
La m￩thodologie mise en œuvre dans ce travail de recherche exploratoire est 
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extraits de presse permettant de mieux cerner le déroulement de la gestion de crise 
du point de vue du distributeur. Ces sources d’information ont permis une meilleure 
connaissance  de  l’environnement  de  la  crise  et  des  sp￩cificit￩s  du  secteur  de  la 
grande  distribution.  La  consultation  de  blogs  et  du  site  internet  de  Leclerc  sont 
￩galement une source d’information utilis￩e. Ce recueil de donn￩es a ￩t￩ enrichi et 
recoupé par des rencontres et discussions informelles avec certains membres du 
personnel du groupe Leclerc ainsi qu’un entretien téléphonique avec une attachée de 
presse du groupe E. Leclerc. 
III.2.  Présentation du NCIS 
Il  s’agit  ici  de  s’int￩resser,  dans  le  cas  des  steaks  contamin￩s,  aux  six 
dimensions informationnelles du NCIS identifiées pour la sauvegarde et la sureté des 
actifs de l’entreprise (voir tableau 1). Cette pr￩sentation formalise dans l’absolu les 
informations nécessaires à une architecture de type NCIS. Une fois ces dimensions 
informationnelles décrites, une discussion sera menée sur la gestion de la crise et les 
informations  réelles  détenues  par  le  groupe  Leclerc  et  celles  dont  il  aurait  pu 
bénéficier dans le cas du NCIS. 
  Information relative au personnel 
Cette information concerne le recensement et le positionnement des salariés 
des magasins Leclerc concern￩s. Il s’agit notamment de savoir quel est le nombre de 
salariés  ayant  été  en  contact  avec  le  produit :  commandes,  gestion  des  stocks, 
manutention, mise en rayon, vente. Mais aussi, qui était le responsable qualité au 
moment de la mise en rayon, afin de d￩terminer s’il y a eu rupture de la chaine du 
froid. 
  Information relative à l’infrastructure de l’entreprise  
Au moins trois éléments composent cette dimension. 
Premièrement,  une  orientation  « représentation  graphique »  doit  exister  et 
permettre de constituer une cartographie de l’entreprise et de ses diff￩rents sites. 
Deuxièmement,  cette  dimension  doit  amener  à  une  compréhension  de  la 
contamination ex-ante. Dans le cas des steaks contamin￩s, l’information utile est ici 
de  savoir  quel  a  été  le  parcours  du  produit  suspect  dans  l’entreprise.  Cette 
information  permet  d’identifier  les  salles  dans  lesquelles  il  a  transit￩  afin, 
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de  la  contamination. Elle  permet  ￩galement  de  dire  s’il y  a  eu une  possibilité  de 
contaminer la viande ￠ partir du moment o￹ le produit a ￩t￩ dans l’entreprise. 
Troisièmement, cette dimension visera à une gestion des produits retirés ex-
post. L’infrastructure de l’entreprise doit permettre aussi de pr￩voir la proc￩dure de 
destruction  du  produit  contaminé.  Les  informations  utiles  au  chef  de  rayon  des 
magasins concernés sont : quels sont les lots à retirer ? Que fait-on de ces lots ? 
Quelles sont les salles de transit permettant l’￩limination et la destruction du produit ? 
  Information relative aux ressources locales 
Cette information concerne, d’une part, les ressources locales existantes pour 
faciliter la gestion de crise. Cela peut concerner notamment l’existence de produits 
de substitution capable de remplacer le stock des produits incriminés ou la possibilité 
de passer un ordre de réapprovisionnement à un autre fournisseur. 
Elle concerne, d’autre part, les menaces et dangers potentiels associ￩s ￠ la 
crise.  Dans  le  cas  ￩tudi￩,  il  pourrait  s’agir  notamment  de  pouvoir  apporter  une 
réponse non équivoque à la question : le produit suspect peut-il potentiellement avoir 
contamin￩ d’autres produits dans l’entreprise ? 
  Information relative au plan de r￩action d’urgence  
Cette  information  s’int￩resse  ￠  l’existence  d’exercice  de  simulation  en 
grandeur  r￩elle  de  la  gestion  de  crise.  A  l’issue  de  ces  exercices,  des  plans 
d’urgence  sont  ￩labor￩s  int￩grant  les  ressources  humaines,  mat￩rielles, 
informationnelles  et  géographiques  à  prendre  en  compte.  Ces  plans  concernent 
l’identification et le retrait de la distribution des produits suspects.  
Elle concerne aussi l’existence d’une cellule de crise et l’identification de ses 
composantes,  généralement  acteurs  clés  de  la  crise.  De  plus,  les  procédures  de 
communication au sein de cette cellule de crise doivent être élaborées.  
  Proc￩dures d’alerte et de remont￩e d’information 
Cette information d’ordre externe joue, dans le cas de la crise des steaks, un 
rôle cl￩. Elle concerne, tout d’abord, la proc￩dure de rappel des produits d￩tenus par 
le client. Cette procédure suppose une connaissance fiable des achats clients afin de 
savoir qui est en possession du produit incriminé. Elle implique ensuite une bonne 
maintenance  des  coordonn￩es  clients  afin  de  pouvoir  contacter  l’ensemble  des 
personnes concernées. L’alerte suppose, enfin, la capacit￩ de mobiliser les acteurs 
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transmettre  toutes  les  informations  relatives  au  produit  incriminé.  Sur  ce  dernier 
aspect,  la  cellule  de crise  aura  un  rôle  important  ￠  jouer comme  f￩d￩rateur d’un 
réseau temporaire.  
La remont￩e d’information implique un lien ￩troit avec les services sanitaires 
et  pédiatres  hospitaliers  afin  de  suivre  en  temps  réel  les  évolutions  de  la 
contamination. Elle suppose aussi un prolongement de la remont￩e d’information au-
del￠  de  l’entreprise  vers  les  fournisseurs  concern￩s  par  la  fabrication  des  lots 
incriminés.  
  Information  relative  à  l’acc￨s  g￩ographique  de  l’entreprise  ou  de  ses 
zones d’int￩r￪t 
Cette  information  concerne  la  capacité  à  identifier  et  cartographier  les 
magasins  distribuant  ou  ayant  distribu￩  le  produit  contamin￩.  Il  s’agit  aussi  de 
repr￩senter les ￩l￩ments d’int￩r￪t qui sont ￠ proximit￩ des magasins (hôpitaux et 
points d’information de consommateurs notamment). 
 
Après  avoir  décrit  de  quoi  se  compose  le  NCIS  selon  la  dimension 
« sauvegarde et sûreté », il convient de préciser comment le groupe Leclerc a géré 
cette crise et en quoi le NCIS aurait pu améliorer cette gestion.  
III.3.  Les apports potentiels du NCIS 
Les différentes étapes de la gestion de crise chez Leclerc se sont déroulées 
comme suit :  
 
  La DGAL alerte le groupe Leclerc de la s￩rie d’intoxications (d￩cel￩es du 
5 au 26 octobre) (27/10) 
 
  Constitution d’une cellule de crise (27/10) 
Cette cellule est composée de Michel-Edouard Leclerc (alors en déplacement 
en Italie), responsable qualité acheteur produits, chef de marché (relation avec les 
fournisseurs),  docteur  vétérinaire  conseil,  spécialiste  logistique  industrielle, 
communication interne et externe, tous en relation directe avec les administrations 
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  L’Institut  de  veille  sanitaire  (INVS)  confirme  la  pr￩somption  du  steak 
haché (18h - 28/10) 
  Prise de décision de retirer les produits dans les magasins (19h - 28/10) 
(selon le principe de précaution car aucune analyse ne valide le diagnostic) 
  Envoi d’un message de crise sur l’Intranet à l’attention des responsables 
qualité des magasins (après 19h - 28/10)  
  Lien et contact avec les fournisseurs pour approfondir les tests (28/10) 
Les fournisseurs ont l’obligation de conserver des ￩chantillons t￩moins qui ici 
vont permettre d’approfondir les tests. 
  Retrait concret du produit dans les magasins (29/10) 
  Confirmation par l’INVS de 14 cas et 3 lots incrimin￩s (17h- 29/10) 
  Mise en place d’une cellule de rappel des clients (30/10) (7500 personnes 
appelées ce jour)  
  Procédure de rappel des produits (30 et 31/10). Cette procédure suppose : 
 L’affichage en magasin des lots et du produit  
 L’envoi du communiqu￩ aux m￩dias sur zone et ￠ l’AFP 
 La relecture fastidieuse des tickets de caisse pour identifier les 
clients concern￩s par l’achat de ces produits et les appeler 
La  direction  du  groupe  Leclerc  reste,  à  ce  jour,  vigilante  même  si  au  02 
novembre 2005, 95% des personnes ayant acheté ces lots étaient repérées et 13000 
paquets restaient à récupérer.  
L’examen  de  la  chronologie  de  gestion  de  la  crise  r￩v￨le  une  approche 
centralis￩e  de  l’information  au  d￩triment  d’une  approche  centr￩e  r￩seau  de  type 
NCIS. Il convient de revenir sur les grandes étapes de la gestion de la crise afin de 
souligner  comment  une  architecture  centrée  réseau  fait  évoluer  la  position  du 
décideur  et  sa  compréhension  du  problème.  Une  analyse  des  changements 
nécessaires, pour faire évoluer le SI classique de l’organisation vers un SI centr￩ 
réseau, est menée. Trois phases peuvent être mises en évidence. 
  Phase 1 : la cartographie micro et macro : 
La structure NCIS permet de cartographier dans un premier temps la vision 
micro-interne et macro-externe de la crise et d’offrir imm￩diatement une image de la 
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En  l’occurrence,  dans  le  cas  de  Leclerc,  il  s’agit  rapidement  d’avoir  des 
cartographies qui : 
  d’une part, au niveau interne (micro), indique la proc￩dure d’acheminement du 
produit depuis son arriv￩e dans l’entreprise jusqu’￠ sa mise en rayon, ce qui 
permet de souligner les pièces dans lesquelles le produit a transité et, le cas 
￩ch￩ant, les produits qu’il a pu ￠ son tour contaminer ; 
  d’autre part, au niveau externe (macro), pr￩cise les magasins concernés ce 
qui permet de délimiter les régions et les zones françaises voire européennes 
touchées. 
Concernant  ces  deux  cartographies,  il  semble  que  le  groupe  Leclerc  ne 
travaille pas ￠ partir d’une visualisation cartographi￩e. Dans ce cas précis, ces cartes 
de fond auraient ￩t￩ utiles ￠ une prise en compte de l’ampleur du probl￨me et ￠ une 
délimitation  rapide  de  son  périmètre.  Cela aurait  peut être favorisé  une  meilleure 
conscience de la situation et donc l’impact sur les premi￨res d￩cisions prises aurait 
été important. 
  Phase 2 : enrichissement de la cartographie interne 
Comme nous l’avons pr￩cis￩, le maillage de l’information consiste ￠ enrichir 
les  cartes  servant  de  fond  par  des  calques  successifs  apportant  des  éléments 
informationnels supplémentaires.  Pour ce  qui concerne  la  cartographie  interne du 
processus  d’acheminement  du  produit,  elle  peut  notamment  ￪tre  enrichie  en 
positionnant les diff￩rents salari￩s ayant interagit avec le produit (c’est-à-dire tous les 
salariés relatifs à la commande, la gestion des stocks, la manutention, la mise en 
rayon, la vente). Etant donn￩ l’absence de risques li￩s ￠ la manipulation du produit, 
le groupe Leclerc s’est peu attach￩ ￠ identifier ces salari￩s.  
Cette carte peut également être enrichie par les ressources locales existantes. 
Leclerc  a  stopp￩  ses  commandes  aupr￨s  du  fournisseur  incrimin￩  et  n’a  pas 
communiqué sur ses procédures de réapprovisionnement. Concernant les dangers 
potentiels associés à la crise, le produit contaminé ne peut à son tour, contaminer 
d’autres produits. Par contre, la recherche de la bact￩rie ne s’est pas limit￩e aux 
seuls lots suspect￩s mais ￠ l’ensemble de la production du fournisseur. Le groupe 
Leclerc a bien g￩r￩ la crise ici puisque aucune rupture de la chaîne du froid n’a pu 
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Les  informations  liées  au  plan  de  réaction  en  urgence  sont  susceptibles 
d’enrichir la cartographie interne. Le NCIS peut indiquer les plans de simulation d￩j￠ 
effectués et les procédures suivies. Concernant le grand distributeur, il semble que la 
mise en œuvre de simulation de crise en grandeur r￩elle n’ait jamais ￩t￩ r￩alis￩e. 
Pourtant  les  retours  d’exp￩rience  survenus  lors  de  ces  simulations  mettent  en 
￩vidence les manques informationnels et organisationnels notamment. A l’instar de 
certaines  entreprises proc￩dant  ￠ des  exercices  d’￩vacuation,  il serait  intéressant 
pour un distributeur comme Leclerc de travailler sur la simulation grandeur nature du 
retrait d’un produit. Ces exercices permettent rapidement d’identifier o￹ se trouvent 
les produits et quels magasins les ont en stock ou en rayon. Leclerc a mobilisé un 
espace de son Intranet pour indiquer aux responsables qualité sa décision de retirer 
les  produits  des  rayons,  comme  le  prône  l’architecture  NCIS.  Par  contre,  la 
procédure  de  rappel  des  produits/clients,  bien  plus  complexe,  car  elle  suppose 
d’avoir un SI int￩grant des donn￩es externes li￩es au client, a pos￩ davantage de 
problèmes.  
  Phase 3 : enrichissement de la cartographie externe 
Le NCIS revêt ici toute son importance en raison de la dimension externe que 
nous avons mentionn￩e plus haut. Il s’agit ici de relier toutes les informations li￩es au 
produit  (marque,  n°  de  lot,  signe  distinctif  etc.)  avec  les  informations  externes 
essentielles  à  la  gestion  de  la  crise  comme  par  exemple,  les  informations  sur  le 
client, sur les services sanitaires ou encore les médias.  
Les liens entre les produits et les clients, par exemple, vont conditionner la 
procédure  de  rappel  visant  à  rapatrier  le  plus  rapidement  possible  les  produits 
suspects sachant que leur date limite de consommation est juin 2006 ce qui fait 8 
mois  de  stockage  possible.  Dans  ce  cadre,  l’enrichissement  de  la  carte  externe 
consiste  à  associer  à  chaque  magasin  les  noms  et  coordonnées  des  clients 
concernés.  Cette  procédure  de  rappel  aurait  pu  être  facilitée  si  le  système 
d’information du groupe Leclerc int￩grait une partie de gestion des donn￩es clients 
(coordonnées) mais aussi une traçabilité des ventes, permettant de savoir qui achète 
quoi.  Le  recours de  Leclerc  à  la  relecture  « manuelle »  des  copies  de  tickets  de 
caisse  s’est  r￩v￩l￩  particuli￨rement  fastidieuse  et  parfois  peu  fiable.  Pourtant 
certaines sources d’informations (les Blogs notamment) auraient pu ￪tre prises en 
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Les  liens  avec  les  autres  organisations  concernées  par la  crise  sont  aussi 
essentiels. En effet, si par malheur un d￩c￨s s’￩tait produit, il aurait fallu une r￩action 
immédiate  du  groupe  Leclerc.  Cependant,  il  faut  premièrement  disposer  de  cette 
information  au  plus  tôt  ce  qui  implique  un  lien  permanent  avec  les  hôpitaux. 
Deuxièmement,  une  communication  de  crise  doit  être  menée  au  niveau  national, 
mais aussi local. Dans ce cadre, disposer immédiatement des informations relatives 
à la presse locale (noms des journaux et points de contact etc.). Sur ce point, le 
groupe Leclerc a mis en place une cellule de crise charg￩e d’assurer l’interface non 
seulement avec les hôpitaux mais aussi avec la presse régionale et nationale. 
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Phase 2 : enrichissement de la cartographie interne 
Phase 3 : enrichissement de la cartographie externe 
 
Figure 2 : Les trois phases informationnelles de gestion de la crise 
Ainsi, au travers de ces trois phases informationnelles (figure 1), il se crée une 
image de la situation de crise qui permet une certaine conscience de la situation et 
de réagir le plus rapidement possible. De plus, et c’est peut ￪tre le principal apport li￩ 
￠ la mise en place d’une architecture de type NCIS, la conscience de la situation et 
les  actions  des  décideurs  vont  suivre  la  même  échelle  de  temps.  Limiter  les 
décalages entre la vitesse avec laquelle se d￩veloppe la crise dans l’environnement 
et celle avec laquelle les d￩cisions sont prises aurait permis au Groupe Leclerc d’￪tre 
toujours  le  premier  à  répondre,  laissant  ainsi  au  devant  de  la  scène  les  autres 
protagonistes, et notamment l’entreprise Chantegrill.  
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En conclusion de cette communication, nous rappelons l’int￩r￪t de la mise en 
œuvre  d’une  architecture  de  gestion  de  crise  centr￩e  r￩seau.  Cependant,  deux 
éléments  conduisent à  rendre  les  situations  plus  complexes  et moins  prévisibles, 
même à court terme : 
  le développement des outils de communications (notamment les Blogs 
et les Podcasts) qui conduit à informer et désinformer les clients très 
rapidement ; 
  le grand nombre de parties prenantes extérieures
14 qui sont toutes en 
relations de manière plus ou moins formelle. 
Dans  ce  cadre,  une  conscience  de  la  situation  est  essentielle  pour  les 
dirigeants. Or pour que les décideurs aient conscience de la situation, encore faut -il 
qu’ils puissent comprendre les ￩v￨nements qui se déroulent. Les relations entre ces 
évènements  doivent  être  intelligibles  pour eux.  Or,  seule  une  information  centrée 
r￩seau peut t￩moigner de ces liens entre acteurs de la crise. Mettre en œuvre de 
telles architectures nécessitent de mener des projets ambitieux. Ainsi, bénéficier de 
la  recherche  et  des  réalisations  du  monde  militaire  peut  être  une  piste  visant  à 
diminuer le montant de tels investissements. 
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1 La r￩flexion sur les ￩volutions ￠ accomplir par le monde militaire a ￩t￩ si profonde qu’elle 
s’intitule ﾫ Revolution in Military Affairs » (RMA). 
2 La KFOR et la MINUK, par exemple, comprennent plus de 30 nationalités 
3 LDCom, Ventelo, Kaptech, Kertel, Belgacom France, Siris, Firstmark, Fortel et Cegetel 
4 http://www.competitivite.gouv.fr 
5 Nous convenons que ce point mériterait de plus amples développements. 
6  La  gestion  de  crise  peut  concerner  des  crises  aussi  diverses  que  des  crises 
environnementales  (par  exemple  l’accident  nucl￩aire  de  Tchernobyl  en  1986,  explosion  AZF  ￠ 
Toulouse  en  2001),  des  crises  liées  à  la  raréfaction  de  produits  (crise  pétrolière  de  1973)  mais 
également des crises sanitaires (vache folle, listériose, etc.) 
7 Traduction proposé par Sagem qui développe des architectures de ce type. 
8 « Data-Centric—focusing on the central design data repository as the foundation or starting 
point. In a data-centric system, the data is primary and services manipulate the data » Ibid 
9  Rappelons qu’il  existe  une  diff￩rence  entre  suret￩  et  s￩curit￩ :  pour  assurer  la  sureté,  il 
convient de mettre en œuvre des mesures de s￩curit￩. 
10 Article Le Monde – 22 Nov. 2005. 
11 Article site AGROIOB écrit le 02 Dec 2005. 
12 Le Figaro Économie, mardi 13 décembre 2005, p. 28 
13 Ces 3 dimensions valent aussi pour Nestl￩ mais l’entreprise ayant montr￩ des signes de 
r￩tention dans sa gestion de crise nous paraît plus difficile ￠ exploiter dans le cadre d’une architecture 
NCIS. 
14 Dans notre cas, la crise était limitée à quelques régions françaises, une crise internationale 
est toujours possible. 
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