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This graduate study was carried out for Digita Oy. The main objectives were to investigate 
the characteristics of a device to measure the @450-broadband access network, test it 
and to make a proposal for the implementation of the device.  The development of the 
measurement device was not included in this engineering work. The work focuses on 
studying different models of measuring devices and programs, and their suitability for the 
@450 network operating with Flash-OFDM technology. 
 
Digita Oy needed a remote measuring device which measures the radio interface and IP 
network parameter values and is able to make a log file of the measurements. The user 
should also be able to access and control the device through remote access. An existing 
Flash-OFDM measuring program called FMDM developed by one manufacturer was also 
investigated in this work. 
 
The first part of this work concentrated on the Flash-OFDM technology followed by an 
investigation to the required properties of the measuring device. It was found that the fea-
tures of the measuring device should vary according to the needs. Either the measuring 
device must have remote control or the measuring device must be completely automated 
so that remote access is not needed at all. Thus, it became clear that a test measuring 
device was needed. 
 
The necessary software was installed to the test measuring device. In addition to the up-
dated programs, which can generate TCP and UDP traffic, the FMDM program was 
needed for network interoperability testing. The programs were needed for the macros 
that guide the device's automatic functions. Furthermore, the test device needed a modem 
and antenna. An existing Digita test modem was also used in the measurements. 
 
Two kinds of tests were made, and the results were good. The first test included a real-
time monitoring of the network using remote control. The second test included a longer 
period of measurements that were executed with a fully automated measuring device. The 
device also automatically sends the measurement log files to an FTP server making them 
available for later analyses. 
Keywords: @450, Flash-OFDM, FMDM, iperf 
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 LYHENTEET JA KÄSITTEET 
 
AAA Authentication Authorization Accounting; Protokolla, jolla toi-
nen osapuoli tunnistetaan, valtuutetaan ja tilastoidaan verkossa. 
    
ADSL Asymmetric Digital Subscriber Line; Kuparisessa puhelinlinjas-
sa toimiva tiedonsiirtotekniikka. Perustuu OFDM-modulointiin. 
 
ARQ Automatic request for retransmission ; Automaattinen uudel-
leenlähetyspyyntö. 
   
ATM  Asynchronous Transfer Mode; Nopea tiedonsiirtomenetelmä, 
jossa data kuljetetaan 53 tavun mittaisissa (48 tavua hyötydataa) 
paketeissa. 
 
CLI    Command Line Interface; Ei graafinen komentoriviliittymä. 
   
CSV Comma Separated Values; Tiedostomuoto, jolla talletetaan yk-
sinkertaista taulukkodataa. 
 
DHCP  Dynamic Host Configuration Protocol; Verkkoprotokolla, joka  
  jakaa IP-osoitteita uusille verkkoon kytkeytyville laitteille. 
 
EAP Extensible Authentication Protocol; Käyttäjien tunnistusproto-
kolla, jonka avulla käyttäjän tiedot noudetaan AAA:sta. 
 
EUI-64 Extended Unique Identifier; 64-bittinen tunnistekoodi, joka on 
jokaisen terminaalin yksilöllinen tunniste, joita hallinnoi IEEE 
(Institute of Electrical and Electronics Engineers). 
 
FA Foreign Agent; MIP-protokollaan liittyvä käsite. MIP-tunneli 
luodaan FA:n ja HA:n välille. Tässä yhteydessä FA:na toimii 
RadioRouter. 
 
FDD Frequency Division Duplex; Tekniikka, jossa uplink- ja down-
link-suuntaan on omat taajuusalueet. 
 
FFH Fast Frequency Hopping; Nopea taajuushyppely, jossa liikutaan 
aika- ja taajuustasossa tietyn algoritmin mukaisesti. 
 
Flash-OFDM Fast Low-latency Access with Seamless Handoff, Orthogonal 
Frequency Division Multiplexing; OFDM-modulointiin perus-
tuva mobiili tiedonsiirtotekniikka. Käytössä @450-verkossa. 
 
FMDM Flarion Mobile Diagnostic Monitor; Mittaohjelma Flash-OFDM 
–tekniikalle. Rekisteröity ohjelma, jonka omistaa Qualcomm.
   
 
 FMLP Flarion Mobile Log Processor; FMDM-mittaohjelman lokitie-
dostojen käännösohjelma. Omistaja Qualcomm. 
 
HA Home Agent; Hallinnoi MIP-protokollaa. HA on reitin @450-
runkoverkon ja palveluntarjoajien välissä. 
 
IEEE Institute of Electrical and Electronics Engineers; Kansainväli-
nen tekniikan alan standardisointijärjestö. 
 
IP Internet Protocol; Verkkotason protokolla, jonka päällä esimer-
kiksi TCP ja UDP toimii. 
 
Iperf Komentoikkunassa toimiva ilmaisuohjelma, jolla voi generoida 
TCP ja UDP –liikennettä. Jperf ja miperf ovat soveluksia iperf-
ohjelmasta.  
 
ISI Intersymbol Interference; Tapahtuma, jossa vierekkäiset signaa-
lit häiritsevät toisiaan. 
 
MAC  Media Access Control; OSI-protokollapinon siirtoyhteyskerros. 
 
Mbps  Megabittiä sekunnissa; Tiedonsiirtonopeuden suure. 
 
MHz Megahertsi; Kansainvälisen yksikköjärjestelmän mukainen taa-
juuden yksikkö. 
 
MIP Mobile Internet Protocol; IP-protokollan laajennus liikkuviin 
sovelluksiiin. 
 
MNS Mobile Network Server; Palvelin, joka avustaa tukiasemaa ja 
päätelaitetta tukiaseman vaihdossa. 
 
MPLS Multiprotocol Label Switching; IP-pakettien kuljetus protokol-
la, joka mahdollistaa reitityksen solmupisteiden yli ilman uutta 
reititystä. 
 
NMT Nordiska Mobiltelefonggruppen tai Nordisk Mobiltelefon; Pois-
tunut yleispohjoismainen radiopuhelinverkko. 
 
OFDM Ortogonal Frequency-division Multiplexing; Modulointi mene-
telmä, joka perustuu tiedon siirtoon lukuisilla toisiaan häiritse-
mättömillä taajuuskanavilla yhtä aikaa. 
 
OSI-viitemalli Open Systems Interconnection Reference Model; ISO-
standardoitu, seitsemän kerroksinen tiedonsiirtoprotokollien 
kuvausviitemalli.   
 
PCMCIA Personal Computer Memory Card International Association; 
tietokoneen laajennuskorttipaikan tyyppi. 
 
 QAM Quadrature Amplitude Modulation; Modulointitekniikka digi-
taaliseen tiedonsiirtoon. Yhdistelmä PM- ja AM-moduloinnista. 
 
QoS Quality of Service; Tekniikka tietoliikenteen luokitteluun ja 
priorisointiin. 
 
QPSK Quadrature Phase Shift Keying; Modulointimenetelmä. Neli-
vaiheinen vaiheavainnus. 
 
RTT Round Trip Time; Viive, joka kuluu vastauksen saamiseen ti-
laajalta lähetettyyn pakettiin. 
 
Rx Pilot Power Pilot-kanavan tehoa mittaava suure. 
 
SNR Signal Noise Rate; Signaalin ja kohinan tehojen suhde. 
 
TCP Transmission Control Protocol; Tietoliikenneprotokolla, jolla 
luodaan yhteyksiä tietokoneiden välille. 
 
TDF TéléDiffusion de France; Ranskalainen telealankonserni, joka 
omistaa Digita Oy:n.  
 
Telnet  Yhteysprotokolla pääteyhteyksiin internetin ylitse. 
 
Throughput  Suure, joka kertoo yhteyden tiedonsiirtonopeuden. 
 
Tx DCCH Backoff DCCH tulee sanoista Dedicated Control Channel, eli yhteys-
kohtainen ohjauskanava. Tx DCCH Backoff kuvaa signaalin te-
hotasoa yläsuuntaan. 
 
UDP User Datagram Protocol; Yhteyskäytäntöprotokolla pakettien 
lähettämiseen. Yhteys on epäluotettava. 
 
URL  Uniform Resource Locator; Osoittaa WWW-sivuja. 
 
USB Universal Serial Bus; Sarjaväyläarkkitehtuuri oheislaitteiden 
liittämiseksi tietokoneeseen. 
 
VoIP Voise over Internet Protocol; Tekniikka, jolla voidaan siirtää 
ääntä ja videokuvaa reaaliaikaisesti internetin välityksellä. 
 
XML Extensible Markup Language; Rakenteellinen kuvauskieli, jolla 
jäsennellään suuria tiedostoja. 
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1 JOHDANTO 
Markkinoilla on nykyään runsaasti laajakaistaisia internetyhteyksiä. Kiintei-
den internetyhteyksien osuus markkinoilla on suurin, mutta monien hyödyllis-
ten ominaisuuksiensa vuoksi on langattomien internetyhteyksien osuus 
noussut voimakkaasti ja tulee nousemaan edelleen. Kilpailu langattomista 
internetyhteyksistä on käynnissä. 
Laajakaistaisia tekniikoita on monenlaisia ja topologiasta riippumatta jokai-
sessa tekniikassa tarvitaan ”mittareita” tarkkailemaan datan liikkumista ja 
koko verkon toimintaa. Tekniikan lisäksi ongelmia verkoissa aiheuttavat 
muun muassa monet erilaiset fysikaaliset ilmiöt, kuten kohina, vaimennus, 
ylikuuluminen ja niin edelleen.  
Tämän tutkinnan kohteena on 450 MHz:n taajuudella toimiva langaton laaja-
kaista. Digita Oy toimii tämän verkon verkko-operaattorina ja vastaa verkon 
toimivuudesta sekä ylläpidosta. Aiheen tälle insinöörityölle, selvittää @450-
laajakaistaverkolle sopiva mittalaite on määritellyt Digita Oy. 
Vaatimukset mittalaitteelle ovat syntyneet Digita Oy:n tarpeeseen varmistaa 
yhteyden laatu luvatulla verkon peittoalueella. Tarve on laitteelle, jonka voi 
jättää tutkittavan solun alueelle ja johon saadaan etäyhteys. Mittalaitteen 
mittaustulokset halutaan etäyhteyden avulla luettavaksi joko reaaliaikaisesti 
tai myöhemmin talletettuina lokitiedostoina. Koska mittalaite voidaan jättää 
mittauspaikalle ja hallita etäyhteydellä, niin se helpottaa mittauksen toteutus-
ta ja mahdollistaa myös ajallisesti pidempijaksoisempia mittauksia.  
Tämän insinöörityön etenemismalli on seuraava. 
• Kappaleessa 1 kuvataan yleisellä tasolla langatonta laajakaistaa, kerro-
taan tarkempi kuvaus työn aiheesta sekä sen vaatimuksista. Kappaleessa 
esitellään myös Digita Oy. 
• Kappaleessa 2 perehdytään @450-verkon teknologiaan ja arkkitehtuuriin.  
• Kappaleessa 3 tutustutaan verkon parametreihin. 
• Kappaleessa 4 määritellään tulevan mittalaitteen tarvittavat ominaisuudet. 
• Kappaleessa 5 käydään läpi tarvittavat ohjelmistot testimittalaitteeseen, 
sen etäyhteysmenetelmät sekä tarkastellaan markkinoilla olevia muita 
mittalaitteita. 
2 
• Kappaleessa 6 esitellään mittalaitteella tehtävät testit ja siihen liittyvät 
toimenpiteet. 
• Kappaleessa 7 analysoidaan suoritettujen testien tuloksia. 
• Kappaleessa 8 annetaan yhteenveto Insinöörityön vaiheista sekä tehdään 
ehdotus tulevasta mittalaitteesta. 
Työn aiheen, sekä vaatimukset tälle insinöörityölle on työsopimukseen mää-
ritellyt Digita Oy, josta seuraava lainaus. /1./ 
@450-verkkoon tarvitaan mittalaite, joka voidaan viedä ongel-
mapaikkaan. Mittalaitteen avulla kerätään tietoa verkon toimi-
vuudesta ongelmapaikassa. Tulosten perusteella voidaan teh-
dä analyysi häiriöstä. Insinöörityön osa-alueet ovat: 
1) mittalaitteen ominaisuuksien määrittely 
2) markkinoilla olevien mittalaitteiden selvittäminen 
3) ehdotus @450-verkon mittalaitteen toteutuksesta.  
Itse toteutus ei kuulu insinöörityön piiriin.  
Digita Oy on Suomen johtava langattomien viestintäverkkojen verkko-
operaattori sekä merkittävä tietoliikenneverkkojen ja verkkoinfrastruktuurin 
kehittäjä. Digitan maan kattava organisaatio varmistaa palveluiden korkean 
laadun ympäri vuorokauden. Digitan asiakkaita ovat tv- ja radioyhtiöt sekä 
mobiili- ja laajakaistaoperaattorit. Yhtiössä työskentelee 380 henkilöä. /2./  
Digitan historia juontaa juurensa 1920-luvulle, jolloin Yleisradio perustettiin. 
Kun radio- ja televisio-ohjelmia alettiin välittää suomessa, Yleisradioon kuu-
luva osasto nimeltään Jakelutekniikka vastasi radio- ja televisioverkon ra-
kentamisesta ja ylläpitämisestä. Myöhemmin Jakelutekniikka yhtiöitettiin 
omaksi yhtiöksi ja niin vuonna 1999 Digita Oy aloitti Yleisradion tytäryhtiönä. 
Vuonna 2005 Digita siirtyi kokonaan kansainväliseen TDF-konsernin omis-
tukseen. /2./   
3 
Digita Oy:n palvelut voidaan jakaa viiteen eri osa-alueeseen:  
• Televisio ja radio 
• MobiiliTV 
• ohjelmansiirtopalvelut 
• verkko- ja Site-palvelut 
• @450-laajakaista. 
Televisio ja radio 
Digita vastaa valtakunnallisista lähetys- ja siirtoverkoista sekä radio- ja tele-
visioasemista. Digita välittää radio- ja televisio-ohjelmat kaikille suomalaisille 
koko maassa vuoden jokaisena päivänä. Digitalla on 36 isoa pääasemaa, 
101 täytelähetin asemaa ja kymmeniä ohjelmansiirron linkkiasemaa lähetys-
verkossaan. Korkeimmat lähetinmastot ovat yli kolmesataametriä korkeita. 
Digitaalinen televisio tavoittaa jo 99,9 prosenttia suomalaisista. /2./ 
MobiiliTV 
Digita omistaa verkkotoimiluvat MobiiliTV-verkkoon. MobiiliTV mahdollistaa 
matkapuhelimessa DVB-H (Digital Video Broadcasting Handheld) –
tekniikalla digitaalisten televisio-ohjelmien katselun. /2./ 
Ohjelmansiirtopalvelut 
Digitalla on siirtoverkosto, joka mahdollistaa asiakkaille ohjelmansiirtopalve-
lun. Palveluun kuuluu koko Suomen kattava kuidulla ja radiolinkeillä toteutet-
tu verkko, lisäksi kiinteän linkkiverkon ulkopuolelle palvelu mahdollistetaan 
siirrettävillä lähetyslinkeillä. Kun on tarvetta siirtää mediasisältöä maailman-
laajuisesti paikasta toiseen, on Digitan Suomessa edustama SmartJog käy-
tettävissä. SmartJog on viihdeteollisuuden sisällönhallinta- ja jakeluyhtiö, jo-
ka on muun muassa Hollywood studioiden käyttämä siirtoratkaisu. /2./   
Verkko- ja Site-palvelut 
Verkko- ja Site-palvelut tarjoaa asiakkaille avaimet käteen –ratkaisun, johon 
tarvittaessa valinnaisesti kuuluu verkon suunnittelu, rakentaminen, ylläpito, 
konsultointi, koulutus ja projektin hallinta. Digita myös vuokraa masto- ja lai-
tetiloja. Verkko- ja Site-palvelun asiakkaita ovat tietoliikennetoimijat. /2./  
4 
@450-laajakaista 
@450-laajakaistaverkko avattiin 1.4.2007, ja se on rakennettu avoimen ver-
kon mallilla, jossa Digita toimii verkko-operaattorina. Verkon kapasiteettia 
jaetaan kaikille halukkaille palveluoperaattoreille yhtäläisin ehdoin. /3./ 
Asiakkaina @450-verkossa ovat palveluoperaattorit, jotka myyvät verkon 
palveluita edelleen kuluttajille. Digita ei tarjoa verkon palveluita suoraan ku-
luttajille. /3./ 
2 @450-LAAJAKAISTAVERKON TEKNIIKKA 
Vuonna 2005 valtioneuvosto päätti myöntää Digitalle matkaviestinverkkoa 
koskevan toimilupapäätöksen seitsemän toimilupahakijan joukosta. Tarjotta-
vana oli NMT-verkosta vapautunut 450 megahertsin taajuusalue, johon sisäl-
tyi kaksi kappaletta 1,25 MHz:n taajuuskaistaa. Edellytys toimiluvalle oli, että 
Digita käyttää Flash-OFDM (Fast Low-latency Access with Seamless Hand-
off Orthogonal Frequency Division Multiplexing) –tekniikaa. /4./  
Koska verkko käyttää matalaa 450 MHz:n taajuusaluetta, saadaan pitkä aal-
lonpituus ja sitä kautta pitkä kantama. Myös ilmakehän vaimennus on pie-
nempi matalilla taajuuksilla, joten yhdellä tukiasemalla saadaan laaja peitto-
alue. Näin ollen verkosta saadaan pienellä tukiasemien määrällä helposti 
koko Suomen kattava laajakaistaverkko.  
@450-laajakaistan peittoalue kattaa tällä hetkellä noin 90 prosenttia Suomen 
väestöstä ja kesämökeistä. Peitto on vuoden 2009 loppuun mennessä valta-
kunnallinen. Silloin peitto kattaa n. 99 prosenttia väestöstä. Digita keskuste-
lee palveluoperaattoreiden kanssa peiton laajentamisen painopistealueista. 
Peiton rakentaminen painottuu vuoden 2009 kesään ja toiselle vuosipuolis-
kolle. Merkittävä peiton lisärakentaminen käynnistyy ensi keväänä. /1./  
Muualla maailmalla tekniikkaa myös on käytössä. Sama Flash-OFDM-
tekniikka ja 450 MHz:n taajuus on käytössä myös Slovakiassa, jossa on T-
Mobilen rakentama laajakaistaverkko. Myös Saksan luotijunissa matkustavil-
le T-Mobile jakaa laajakaistayhteyttä Flash-OFDM-tekniikalla. Myös taajuus-
lisenssejä on moniin maihin myönnetty Flash-OFDM-tekniikalle, mutta kor-
keammalle taajuusalueelle. /5./  
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Tarkemmat tiedot teknologiasta ovat salaisia Qualcommin pyynnöstä ja Suo-
messa vain Digitan käytössä, joten tämän insinöörityön lähdetiedot Flash-
OFDM-tekniikasta ovat pääsääntöisesti vain julkisista lähteistä. 
2.1 Ilmarajapinta 
Flash-OFDM käyttää nk. FDD (Frequency Division Duplex) -tekniikkaa, eli 
lähettävä ja vastaanottava tieto käyttää omaa taajuusaluetta. Kantoaaltona 
@450-verkossa on 450 MHz:ä ja käytössä on kaksi 1,25 MHz:in kanavaa, 
jotka sisältävät useita alikantoaaltoja. Alikantoaallot sisältävät liikenne-, pilot- 
ja kontrollitietoja. /6./     
Ilmarajapinnassa käytetään taajuushyppelyyn (Frequency Hopping) perustu-
vaa hajaspektritekniikkaa (kuva 1). Taajuushyppelyn etuna on muun muassa 
se, että se keskiarvoistaa monitie-etenemisestä johtuvat häiriöt hyppimällä 
taajuudelta toiselle. Taajuushyppely keskiarvoistaa myös muut ulkoiset häi-
riöt sekä vaikeuttaa huomattavasti salakuuntelua. Tässä tekniikassa on käy-
tössä nopea taajuushyppely FFH, joka on lyhenne sanoista Fast Frequency 
Hopping. /6./ 
 
 
 
 
 
 
 
 
 
 
 
 
 
Taajuushyppelyssä siirtoaika jaetaan kiinteän mittaisiin aikaväleihin, sekä 
taajuustasossa kiinteisiin alikanaviin ja sen jälkeen sovitaan näennäissatun-
naisesta hyppelyjärjestyksestä. Siirrettävä tieto paloitellaan purskeisiin, jotka 
siirretään sovitun hyppelyjärjestyksen mukaisesti. Tässä tekniikassa 1,25 
MHz:n kanava sisältää siis tietyn määrän alikantoaaltoja, joilla jokaisella on 
oma taajuus. Kun jokainen alikantoaalto suunnitellusti lähetetään tietyllä 
ajanhetkellä, saadaan tietynlainen hyppelyjärjestys. Hyppelysekvenssejä on 
kiinteä määrä. Vierekkäisen tukiaseman Pilot-kanava noudattaa omaa hyp-
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pelyjärjestystään. Hyppelyjärjestykset vierekkäisillä tukiasemilla valitaan niin, 
että niiden hyppelysekvenssit ovat mahdollisimman kaukana toisistaan, eli 
näin minimoidaan vierekkäisten solujen häiriöt. /6./ 
Taajuussuunnittelussa on normaalisti tukiasemien käytössä kaksi kappaletta 
1,25 MHz FDD:n taajuutta, joiden kanavanumeroina Suomessa käytetään 
188 ja 239. Kanavat toimivat taajuusalueella 450-470 MHz. 
Poikkeus edelliseen on, että naapurimaillamme Ruotsilla ja Venäjällä on 
myös käytössä 450 MHz:in taajuusalueet omissa mobiilisovelluksissaan, jo-
ten on sovittu, että raja-alueilla ei käytetä molempia 1,25 MHz:in kanavia, 
vaan käytetään etukanavamenettelyn mukaisesti vain yhtä kanavaa. Etu-
kanavat määritellään maidenvälisissä koordinointisopimuksissa. 
Yhtäaikaisia käyttäjiä verkossa voi olla rajoittamaton määrä riippuen käyttä-
jän ”tilasta” (kuva 2). Käyttäjät voivat olla kolmenlaisessa yhteystilassa tu-
kiasemaan Tilat ovat On, Hold, Sleep. Sleep-tilassa voi olla rajoittamaton 
määrä käyttäjiä, koska terminaaleille ei ole allokoitu resursseja, vaan termi-
naalit kuuntelevat tukiaseman paging-kanavaa. Aktiivikäyttäjien määrä muo-
dostuu On-tilan ja Hold-tilan käyttäjistä. Normaalitilanteessa käyttäjämäärä 
yhden tukiaseman alueella on noin 1000, koska osa käyttäjistä on aktiiviti-
lassa ja toinen osa odotustilassa. /4./ 
 
 
 
 
 
 
 
 
 
 
 
 
 
2.2 Ilmarajapinnan modulointimenetelmät 
Monikaistatekniikka on yksi laajakaistatekniikan sovellus. OFDM-modulointi 
(Orthogonal Frequency Division Multiplexing) on myös monikaistatekniikkaa. 
Monikaistatekniikassa taajuusalue jaetaan useaan alikanavaan, eli lähetet-
tävä bittivirta jaetaan rinnakkaisiin bittivirtoihin, joista kukin siirretään omalla 
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alikanavalla. Alikanavat käyttävät eri modulointimenetelmiä, kuten QAM:ia 
(Quadrature Amplitude Modulation) ja QPSK:ta (Quadrature Phase Shift 
Keying). Niiden taajuudet valitaan niin, että kanavien ylikuuluminen saadaan 
eliminoitua, eli taajuudet ovat ortogonaalisia toisiinsa nähden, eivätkä näin 
häiritse toisiaan. Kantoaaltojen spektrit ovat osittain päällekkäin, mutta kan-
toallon keskitaajuudella muiden kantoaaltojen amplitudi on nolla. Monikaista-
tekniikan etuna on se, että alikanavalla lähetettävän symbolin pituus kasvaa, 
jolloin heijastumisista ja monitie-etenemisistä johtuva interferenssi ISI (Inter 
Symbol Interference) on vähäisempää. OFDM-menetelmät perustuvat dis-
kreettiin Fourier-käänteismuunnokseen. Samaa modulointitapaa käytetään 
hyvin monessa tiedonsiirtomenetelmissä kuten muun muassa ADSL:ssä, 
WLAN:ssa, digitelevisiossa ja niin edelleen. /6./ 
2.2.1 Flash-OFDM 
Alunperin Flarionin kehittämä, nykyisin Qualcomm Flarion Technologiesin 
omistama Flash-OFDM (Fast Low-latency Access with Seamless Handoff 
Orthogonal Frequency Division Multiplexing) -tekniikka on täysin IP-
pohjainen ja pakettikytkentäinen matkaviestinverkkoteknologia, joka perus-
tuu OFDM-modulointiin.  
Flash-OFDM-tekniikan kirjainlyhenne ”Flash” viittaa nopeaan lyhyen vastea-
jan keskeytymättömään yhteyteen (Fast Low-latency Acces with Seamless 
Handover). Nimensä mukaisesti Flash-OFDM-tekniikan yksi suuri etu on 
verkon latenssi eli se aika mikä paketilta kuluu matkaan lähettäjältä vas-
taanottajalle. Parhaimmillaan Flash-OFDM-verkko tarjoaa vasteajaksi jopa 
alle 30 ms ja keskimäärin noin 50 ms. Juuri nopeaa vasteaikaa tarvitaan 
muun muassa VoIP (Voice Over Intenet) –puheluissa sekä verkkopeleissä, 
että videoneuvotteluissa. /7./ 
Toinen etu on toimivuus siirreltävissä ja liikkuvissa ympäristöissä. Flash-
OFDM:n liikuteltavuus perustuu saumattomaan kanavan- ja tukiasemanvaih-
toon. Tekniikka käyttää ns. ”toimi ennen katkoa” (make before brake) -
tekniikkaa, jonka mahdollistaa nopea ja tehokas MIP-tunnelointi, jossa ly-
henne MIP tulee sanoista Mobile Internet Protocol. Flash-OFDM-tekniikka 
mahdollistaa liikuteltavuuden aina 250 km/h nopeuteen asti.  
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Flash-OFDM käyttää tiedonsiirron kuvaamiseen OSI-viitemallia, jossa kaksi 
alimmaista kerrosta seitsemästä on yhdistetty. Enemmän OSI-viitemallista 
tämän työn kohdassa 2.3 Verkkoarkkitehtuuri. 
2.2.2 QPSK ja QAM 
Alikantoaallot voidaan moduloida esimerkiksi QAM- (Quadrature Amplitude 
Modulation) tai QPSK (Quadrature Phase Shift Keying) -
modulointitekniikoilla. /8./   
Riippuen signaalikohinatasosta (Signal Noise Rate) ja taajuusalueen omi-
naisuuksista itsenäinen kanava sopii vastapuolen kanssa käytettävästä mo-
dulointitavasta ja siirtonopeudesta. /6./ 
Modulointimenetelminä alikantoaalloille Flash-OFDM käyttää alasuuntaan 
QPSK ja 16/64/256QAM, sekä yläsuuntaan QPSK ja 16QAM. Esimerkiksi 
tehokkaimmalla 256-QAM –moduloinnilla on kuusitoista amplitudia, sekä vai-
hekulmaa, eli jokaisella kantoaallon pulssilla välitetään 8 bittiä. 
2.3 Verkkoarkkitehtuuri 
Hyvin yleinen arkkitehtuurin kuvausmalli on seitsemänkerroksinen Open 
Systems Interconnect- eli OSI-viitemalli, jota myös Flash-OFDM käyttää. 
Verrattuna normaaliin OSI-malliin, Flash-OFDM –mallissa yhdistyvät fyysi-
nen- ja MAC-kerros myös pystysuunnassa ja sitten vasta vaakasuunnassa  
(kuva 3). /10./  
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Suurin etu verrattuna muihin tekniikoihin on Flash-OFDM:n siirto/MAC-
kerroksen toiminnot. Sen tehtävänä on jakaa siirtoväylää käyttäjien kesken. 
Siirtokehyksessä on käytössä paranettu QoS (Quality of Service) ja nopea 
ARQ (Automatic Repeat-reQuest), joka mahdollistaa nopeat vasteajat ver-
kon käyttäjille. MAC-kerros myös määrittelee käyttäjien ”tilat”, eli ovatko käyt-
täjät On- vai Hold-tilassa. Toisin sanoen käytettävää kaistaa jaetaan vain to-
dellisten käyttäjien kesken. /10./ 
Verkkokerroksen tärkein komponentti on radioreititintukiasema (RadioRou-
ter), joka on langattoman tukiaseman ja reitittimen sekoitus. Vierekkäisten 
solujen tukiasemien ei tarvitse olla tietoisia toisistaan eivätkä ne tarvitse kiin-
teiden taajuushyppelysekvenssiensä takia keskenään taajuusajoitusta eikä 
synkronointia. Runkoverkkoon radioreititin pystyy liittymään millä tahansa 
verkkotekniikalla (E1, gigabit Ethernet, ATM ja niin edelleen). /10./  
@450-verkko muodostuu useasta osa-alueesta (kuva 4). Alueet voidaan 
määritellä seuraavasti: 
• palvelun loppupää, eli käyttäjä 
• tukiasema (RadioRouter) 
• kuljetusverkko 
• ydinverkko 
• palvelun tarjoajat 
• julkinen internetverkko. 
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Verkon ydinosassa (Flash-OFDM Core) tapahtuu muun muassa käyttäjän 
tunnistus AAA (Authentication Authorization Accounting) -protokollan avulla. 
Ydinosassa on myös Home Agent (HA), joka on reititin. Pyydettäessä HA te-
kee MIP-tunnelin tukiaseman ja HA.n välille sekä on reitittimenä palvelun tar-
joajien ja asiakkaan välissä. 
MNS (Mobile Network Server) -palvelimelle taltioidaan käyttäjän tarvittavat 
tiedot tunnistuksesta ja MIP-tunneloinnista. Tukiasemanvaihdon yhteydessä 
tietoja ei tarvitse luoda uudestaan, vaan ne noudetaan MNS-plvelimelta ja 
näin saadaan aikaiseksi nopeammat tukiasemienvaihdot. /13; 14./ 
Palvelun loppupää on käyttäjä, joka on terminaalilla radiorajapinnan kautta 
yhteydessä tukiasemaan. IP-osoitteen käyttäjä saa palveluntarjoajan DHCP 
(Dynamic Host Configuration Protocol) –palvelimelta. IP-osoitteen saami-
seksi pitää varmistua käyttäjän oikeellisuudesta, joka tapahtuu yksilöllisen 
tunnisteen avulla (EUI-64) ja EAP-protokollalla.  
Tukiasemalta lähtevä liikenne Core-verkkoon päin käyttää MPLS (Multipro-
tocol Label Switching) –protokollaa.  
2.3.1 Verkkoprotokollat 
Kun terminaali kytketään tukiaseman peittoalueelle, pyytää tukiasema HA:lta 
(Home Agent) MIP-tunnelin luomista HA:n ja tukiaseman välille. Ennen kuin 
lopullinen yhteys käyttäjän ja palvelun tarjoajan välille muodostuu, tapahtu-
vat seuraavat toiminnot (kuva 5): 
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Kuvan viisi tapahtumat: 
• EAP-protokollan avulla haetaan tunnistetiedot AAA-rekisteristä.  
• Luodaan todennettu yhteys teminaalin ja tukiaseman välille. 
• Tukiasema pyytää HA:n muodostamaan MIP-tunnelin. 
• HA vastaa pyyntöön ja luo tunnelin. 
• Asiakas- ja MIP-tunnelointitiedot tallennetaan MNS-rekisteriin. 
• Tukiasema välittää DHCP-tiedot käyttäjälle. 
AAA (Authentication Authorization Accounting)  
AAA-protokollan tehtävä on käyttäjän terminaalin todennus ja valtuutus. 
AAA-rekisteriin on listattu kaikkien terminaalien EUI-64-tunniste koodit. Kun 
terminaali liitetään verkkoon, se ottaa EAP-protokollan (Extensible Authenti-
cation Protocol) avulla yhteyden AAA-rekisteriin ja saa valtuudet. /15; 16./ 
EAP (Extensible Authentication Protocol) 
EAP on käyttäjien tunnistusprotokolla, jonka avulla käyttäjän terminaalitiedot, 
kuten EUI-64-tunniste, noudetaan AAA-rekisteristä. /16./ 
EUI-64 (Extended Unique Identifier)  
EUI-64 on 64-bittinen tunnistekoodi, joka on jokaisen terminaalin yksilöllinen 
tunniste. Tunniste on vastaava kuin 48-bittinen MAC-osoite tietokoneissa. 
Mac-osoite on IPv4:n mukainen ja EUI-64 on uudemman IPv6 mukainen 
tunniste. Tunnisteita hallinnoi IEEE (Institute of Electrical and Electronics 
Engineers). /17./ 
MIP (Mobile Internet Protocol)  
Mobile-IP mahdollistaa saman ip-osoitteen pitämisen myös tukiasemien 
vaihdoksien yhteydessä. MIP:n toiminnan kannalta olennaisia ovat: 
• Home Agent (HA) 
• Foreign Agent (FA). 
Foreign Agent tässä @450-verkossa on RadioRouter. Home Agent luo MIP-
tunnelin HA:n ja tukiaseman välille. MIP-tunneli on läpinäkyvä ylemmille 
OSI-viitemallin kerroksille. /13; 14; 18./ 
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MPLS (Multiprotocol Label Switching)  
MPLS on protokolla, jonka avulla kuljetetaan IP-paketit tukiasemalta Core-
verkolle ja sieltä HA:lle. MPLS:n ideana on lisätä IP-paketin eteen 32-bittinen 
tunniste, joka sisältää paketin reititystiedot jo etukäteen ja näin nopeuttaa 
pakettien kulkua solmukohtien yli. MPLS on sukua ATM-tekniikalle. /19./ 
QoS (Quality of Service)  
QoS-protokolla määrittelee liikenteen luokittelun ja priorisoinnin, joiden pe-
rusteella jaetaan käytössä olevaa kaistaa käyttäjien kesken. /20./ 
ARQ (Automatic Repeat Request)  
ARQ, eli automaattinen toistopyyntö on virheenkorjaus mekanismi. Esimer-
kiksi kun signaalikohinasuhde on liian alhainen, alkaa signaalissa esiintyä 
bittivirheitä,niin silloin tarvitaan ARQ-mekanismia virheellisten kehyksien ha-
vaitsemiseen ja niiden uudelleen  lähettämiseen vastaanottajalle. Flash-
OFDM-tekniikassa ARQ silmukka (ARQ-loop) on hyvin nopea, sen latenssi 
on alle 10 ms. /10; 21./ 
2.3.2 Tukiasema 
Qualcommin rekisteröimä nimi tukiasemalle on The RadioRouter. Tukiasema 
toimii reitittimenä ilmarajapinnan ja Digitan runkoverkon välillä ja on täysin 
IP-pohjainen ja pakettikytkentäinen. Tukiasema tukee myös kaikkia standar-
doituja IP-protokollia. Flash-OFDM-teknoligian ansiosta latenssi on erittäin 
pieni, joka mahdollistaa tukiasemien välittävän myös haastavat palvelut ku-
ten VoIP-puhelut, videoneuvottelut ja pelaamiset. /7./ 
Tukiasemia on kahdenlaisella solukokoonpanolla: soluja on joko kolme tai 
yksi. Kolmen solun kokoonpano on toteutettu kolmella antennisektorilla. Yh-
den solun kokoonpanossa voi olla joko kolme sektoria tai yksi sektori. Diver-
siteetti on käytössä molemmissa versioissa vain alasuuntaan (downlink). 
Tukiasemien lähetysantennit ovat ristipolarisoituja suunta-antenneja. /7./ 
Tukiaseman välittämä teoreettinen maksimisiirtonopeus, johon päästään 
256-QAM-moduloinnilla on myötäsuuntaan 5,3 Mbps, mutta käytännössä 
verkon siirtonopeus myötäsuuntaan (downlink) on keskimäärin 1-1,5 Mbps ja 
paluusuuntaan (uplink) noin 500 kbps. /7./  
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Taajuussuunnittelussa Flash-OFDM-tekniikka tukee kolmen kanavan käyt-
töä, mutta suomessa käytössä on kaksi kappaletta 1,25 MHz FDD-taajuutta, 
joiden kanavanumeroina käytetään 188 ja 239. Kanavat toimivat taajuusalu-
eella 450-470 MHz. /4; 7./ 
Tukiasema avustaa terminaalia solunvaihdossa. Kun terminaali on kytketty-
nä verkkoon, se kuuntelee koko ajan ja etsii uusia Pilot-signaaleja. Kun ter-
minaali havaitsee uuden Pilot-signaalin, eli uuden tukiaseman tai solun, lä-
hettää se solunvaihtopyynnön joko uudelle tai vanhalle tukiasemalle. Tu-
kiasema saa solunvaihtopyynnön ja pyytää MNS-palvelimelta terminaalin jo 
olemassa olevat tunniste-, valtuutus- ja reititystiedot. Sen jälkeen HA luo uu-
den MIP-tunnelin uuteen tukiasemaan. Solunvaihdon ollessa kesken, luo-
daan väliaikainen MIP-tunneli myös vanhan ja uuden tukiaseman välille, jot-
ta dataa ei menetetä hetkellä, kun terminaali irrottautuu vanhasta tukiase-
masta. /23; 24./ 
2.3.3 Päätelaite 
Tietokoneen liittämiseksi @450-verkkoon tarvitaan päätelaite, joita tällä het-
kellä myynnissä on kolmea eri versiota: pöytämodeemi, korttimodeemi ja 
USB-modeemi. 
Pöytämodeemin voi yhdistää pöytätietokoneeseen tai kannettavaan tietoko-
neeseen. Modeemin voi liitäntätavat ovat Ethernet tai USB. Käytettäessä Et-
hernet-liitäntää, on käytettävyys tehty erittäin helpoksi, ja USB-liitännässäkin 
tarvitaan vain ajurien asentaminen. Modeemissa on myös valoilmaisimet, 
jotka näyttävät signaalin voimakkuuden. Tarkempia tietoja signaalista ja 
muista laitteen määrityksistä saa käyttöliittymän kautta. Käyttöliittymä pöy-
tämodeemissa on Web-pohjainen, johon saa yhteyden Web-selaimen osoit-
teella http://172.30.30.128. /25./  
Korttimodeemi on kannettavan tietokoneen laajennuskorttipaikkaan asennet-
tava PCMCIA (Personal Computer Memory Card International Association) -
kortti. Lisäksi korttimodeemi tarvitsee Mobility Manager –ohjelman. Ohjelma 
toimii käyttöliittymänä, joka näyttää myös istunnon tilatietoja, muun muassa 
signaalin voimakkuuden ja laadun. /25./  
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USB-modeemi on pienikokoinen modeemi, joka liitetään tietokoneen USB-
väylään Plug and Play-tekniikalla. Modeemissa on sisäänrakennettu tehokas 
antenni sekä lisäksi liitäntämahdollisuus ulkoiselle antennille. 
Markkinoille on tulossa myös useampia modeemimalleja. Esimerkiksi tässä 
insinöörityössä on testeissä mukana modeemi, joihin voidaan ottaa yhteyttä 
suoraan IP-osoitteen avulla. Lisää testimodeemista kappaleessa 6.3.  
Antennit 
Modeemien mukana tulevat myös antennit, jotka yleensä riittävät hyvään yh-
teyteen. Vaativiin vastaanotto-olosuhteisiin on modeemeihin liitettävissä li-
säantennit. Lisäantennit voivat olla suunta- tai ympärisäteileviä antenneja. 
Ympärisäteilevien antennien vahvistus on alle viisi desibeliä. Suunta-
antennilla saadaan aikaiseksi paras vahvistus, joka dBi-arvo on yli yhdeksän 
(lyhenne dBi tarkoittaa desibeliä isotrooppiseen antenniin verrattuna). Valit-
semalla suunta-antenni, jossa on riittävän suuri etu-takasuhde, saadaan es-
tettyä toisessa suunnassa olevan tukiaseman aiheuttamat häiriöt. Antennin 
taajuusalueen tulee olla 450 - 470 MHz:n alueella. /22./ 
2.3.4 Palveluntarjoajat 
Digita ei itse tarjoa verkon palveluita eikä siihen liittyviä laitteita asiakkaille, 
vaan Digitan asiakkaita ovat palveluoperaattorit. Palveluoperaattoreille tarjo-
taan kolmea eri verkon palveluluokkaa, jotka ovat: 
• 512/256  
• 1024/512 
• 1024/512 (priorisoitu). 
Palveluntarjoajia on tällä hetkellä kolme, joiden kanssa Digita on tehnyt pal-
veluoperaattorisopimuksen:  
• Oy M & P Systems Ltd 
• Fujitsu Services Oy 
• TeliaSonera. 
Lisäksi Oy M & P Systems Ltd ja Fujitsu Services Oy ovat tehneet yhteistyö-
sopimuksia useiden jälleenmyyjien ja virtuaalioperaattoreiden kanssa. /3./  
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3 @450-VERKON LAADUN SEURANTA 
Tietoliikenneyhteyden tärkein ominaisuus on signaalin laatu ja yhteyden luo-
tettavuus. Digita Oy vastaa @450-verkon ylläpidosta ja toimivuudesta. Toi-
mivuuden seuraamiseksi tarvitaan erilaisia menetelmiä. Digitalla on useita 
keinoja seurata verkon toimintaa. 
Yksi verkon seurantatyökalu on mittaohjelma FMDM (Flarion Mobile Diag-
nostic Monitor), jonka ominaisuuksien soveltuvuutta tutkitaan tässä insinööri-
työssä. Mittaohjelmalla saadaan mitattua tärkeät RF-rajapinnan parametrit. 
Tärkeimmät parametrit 
Tärkeimpiä mittausarvoja, joiden avulla seurataan verkon ilmarajapinnan toi-
mivuutta sekä laatua ovat: /27./ 
• Rx SNR 
• Rx Pilot Power 
• Tx DCCH Backoff 
• Round Trip Time (RTT) 
• Throughtput.                             
3.1 Signaalikohinasuhde 
Signaali-kohinasuhde on signaalin tehon suhde kohinan tehoon (kaava 1), 
joka ilmoitetaan desibeleinä (kaava 2). 
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Kaava 2 kuvaa desibeleinä sitä, kuinka paljon signaalin teho ylittää kohinan 
tehon. Signaalikohinasuhteella on suuri vaikutus siirtonopeuteen. 
3.2 Rx Pilot Power 
Alasuunnan laatua kuvaava suure Rx Pilot Power mittaa vastaanotettavaa 
Pilot-kanavan tehoa. Pilot-kanava sisältää järjestelmän tietoja, muun muas-
sa synkronointitiedot.  /26./ 
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3.3 DCCH Backoff 
DCCH (Dedicated Control Channel) on yhteyskohtainen ohjauskanava, joka 
lähettää informaatiota terminaalin ja tukiaseman välillä. DCCH Backoff -arvo 
kuvaa signaalin tehotasoa yläsuuntaan, jonka tukiasema on pyytänyt termi-
naalin asettavan itselleen.  /13./ 
3.4 Round Trip Time 
RTT (Round Trip Time) on latenssi, joka paketilla menee, kun se kulkee lä-
hettäjältä vastaanottajalle. TCP:n yhteydessä RTT-aika lasketaan lähetyk-
sestä siihen hetkeen, kun kolmitiekättelyn asiakaspää on vastannut ACK-
paketilla, eli aika joka kuluu paketin lähettämisestä kuittauksen saapumi-
seen. /27./ 
3.5 Throughput 
Throughput on suure, joka kertoo yhteyden tiedonsiirtonopeuden. 
Teoreettinen tulos saadaan, kun tiedetään verkon läpimenevän tiedostonko-
ko, joka jaetaan sen läpikulkuajalla (kaava 3). Mittatuloksen suure on mega-
bittiä, kilobittiä tai bittiä sekunnissa. /28./  
RTT
izeTCPWindowSThroughput =               (kaava 3) 
4 MITTALAITTEEN OMINAISUUKSIEN MÄÄRITTELY 
Tässä kappaleessa määritellään mittalaitteen ominaisuudet. Mittalaitteen, 
joka viedään mitattavan solun alueelle, pitää pystyä itsenäisesti tekemään 
halutunlaisia mittauksia, eli laitteen pitää osata automaattisesti tehdä esi-
merkiksi jaksottaisia mittauksia. Mittalaitetta pitää pystyä lukemaan myös re-
aaliaikaisesti etäyhteyden välityksellä. Koska mittalaitetta siirrellään hyvin 
erilaisiin kenttäolosuhteisiin, tarvitaan laitteeseen lisäantennimahdollisuus 
yhteyden ylläpitämiseksi. 
Olennaista mittalaitteelle on, että siihen asennettavien ohjelmien pitää pys-
tyä mittaamaan kappaleessa 3.1 määritellyt parametrit. Jotta saadaan RTT- 
ja Throughput-arvot, tarvitaan TCP- ja UDP-liikennettä. Mittalaitteen siis pi-
tää pystyä generoimaan sekä vastaanottamaan TCP- ja UDP-liikennettä.  
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Laitteen pitää taltioida mittaustulokset lokitiedostoon, joita voidaan myö-
hemmin analysoida. Jotta taltioidut lokitiedostot olisi helposti saatavilla, tar-
vitsee laitteen myös pystyä lähettämään lokitiedostot haluttuun URL-
osoitteeseen. Lokitiedostot voidaan myös siirtää käyttäen ftp (File Transfer 
Protocol) -siirtoa. 
Laite tarvitsee myös yhteyden kahdennuksen, eli toisen modeemin, jolla 
päästään mittalaitteelle, mikäli varsinainen yhteys menetetään. Toinen var-
mistusvaihtoehto, jos yhteys menetetään, on laitteen automaattinen rese-
tointi. Resetoinnin jälkeen laite muodostaa uuden yhteyden tukiasemaan, 
sekä alkaa tehdä mittauslokia uudelleen. Uusiyhteys mahdollistaa myös me-
netetyn etäyhteyden uudelleen muodostamisen.  
Yhteenveto mittalaitteen ominaisuuksista. 
• Laite on liikuteltavissa. 
• Laitteeseen saadaan etäyhteys. 
• Laite mittaa halutut parametriarvot. 
• Mahdollisuus mitta-arvojen reaaliaikaiseen seuraamiseen. 
• Tallentaa halutunlaista jaksottaista mittausta. 
• Lähettää ja vastaanottaa TCP/UDP-liikennettä. 
• Lähettää automaattisesti lokitiedostot ftp-serverille. 
• Tarvittaessa lähettää lokitiedostot URL-osoitteeseen. 
• Siinä on liitäntämahdollisuus lisäantennille. 
• Mukana on automaattinen laitteen resetointi. 
• Sillä on mahdollisuus useammalle yhteydelle. 
5 @450-VERKON MITTALAITE 
Tämän insinöörityön piiriin ei kuulu itse mittalaiteen toteutus, vaan vain eh-
dotus mittalaitteesta. Etäyhteyksien ja mittaohjelmien soveltuvuuksien var-
mistamiseksi tarvitaan kuitenkin laite, jolla voidaan tehdä yhteys- ja mittaus-
testejä.  
Testimittalaitteeksi tarvitaan tietokone, johon tarvittavat ohjelmat saadaan 
asennettua. Mittalaite kytketään terminaalin kautta mitattavaan verkkoon. 
Terminaalin kautta saadaan myös etäyhteys mittalaitteeseen. Mittalaittee-
seen saadaan tarvittaessa kytkettyä toinen modeemi yhteyttä varmistamaan. 
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5.1 Testimittalaite 
Mittalaitteen ominaisuuksien määrittelyn jälkeen päädyttiin Hewlett-
Packardin yrityssarjan kannettavaan tietokoneeseen. Koneen malli on HP 
Compag 6910p, jonka tärkeimmät tekniset tiedot ovat:  
• Intel(R) Core(TM) 2 Duo –prosessori 
• Prosessorin kellotaajuus 2 GHz 
• FSB-väylä 800 MHz 
• RAM 2048MB 
• Näyttö: TFT 14,1 tuumaa 
• Käyttöjärjestelmä: Microsoft Windows XP Professional. 
Käyttöjärjestelmän sekä virustorjunta- ja palomuuriohjelmien lisäksi testimit-
talaitteessa tarvittiin useita ohjelmia, joilla voitiin toteuttaa kappaleessa neljä 
määritellyt ominaisuudet. Tärkein ohjelma oli itse mittaohjelma FMDM. 
Mittalaitteen ohjelmistot: 
• Microsoft Windows XP Professional 
• Virustorjunta ja palomuuri –ohjelma 
• Mobility Manager ja USB-ajurit 
• FMDM 
• FMLP 
• Iperf, Miperf ja Jperf 
• FileZilla 
• MacroMaker 
• Auto Power On & Shut Down. 
5.1.1 FMDM 
Tietokoneeseen asennettiin Qualcommin mittaohjelma FMDM (kuva 6), joka 
oli ainoa mittaohjelma, jolla voitiin mitata kaikki kappaleessa 3.1 mainitut 
Flash-OFDM-verkon RF-parametrit. FMDM (Flarion Mobile Diagnostic Moni-
tor) on mittaohjelma, joka on kehitetty Flash-OFDM-verkolle ja on Qual-
comm:n omistama. Toimiakseen mittaohjelma tarvitsee USB-väylään liittet-
tävän lisenssin (USB-dongle). 
Ohjelma mittaa verkon kaikki RF-parametrit sekä kertoo verkossa kulkevan 
datan nopeuden. Komentorivikäskyillä saatiin haettua myös tukiasematieto-
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ja. Ohjelma tukee myös monia muita ominaisuuksia, joita tarvittiin tässä insi-
nöörityössä. Testimittalaitteen valinnassa otettiin myös huomioon Qual-
comm:n FMDM:n käyttöohjeissa mainitut vaatimukset tietokoneelle, jotka 
ovat. 
• Windows 2000 tai Windows XP 
• Pentium IV 1.2GHz 
• RAM 512 MB.  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
5.1.2 Lokitiedostojen purkuohjelma FMLP 
FMDM-ohjelma tekee lokitiedostoja taulukkodatamuodossa, jotka ovat XML 
(eXtensible Markup Language) ja CSV (Comma Separated Values) muotoi-
sia datatiedostoja. Tarvittiin siis käännösohjelma FMLP (Flarion Mobile Log 
Processor), joka muokkaa tiedostot raporteiksi ja graafisiksi kuviksi. 
Flarion Mobile Log Processor (FMLP) -ohjelma on siis myös Flarionin suun-
nittelema ohjelma, joka on nimenomaan tehty täydentämään FMDM-
ohjelmaa. 
5.1.3 Muut ohjelmat 
Testimittalaitteeseen asennettiin useita lisäohjelmia, joita tarvittiin mittalait-
teen toiminnoissa. Ohjelmia tarvittiin muun muassa IP-liikenteen generoin-
tiin, makrojen-suorittamiseen, tiedostojen siirtoon ja niin edelleen.  
 
Kuva 6. Mittaohjelma FMDM 
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Iperf 
Tutkittaessa verkon ominaisuuksia pitää verkkoon saada generoitua TCP- ja 
UDP-liikennettä. Liikennettä saatiin generoitua Iperf-ohjelmalla. Iperf-
ohjelma on sovellus, jota normaalisti käytetään komentoikkunassa. Ohjelma 
on standardoitu avoimen lähdekoodin (Open Source) ohjelma ja se on tar-
koitettu IP-verkon testaustyökaluksi. Ohjelmalla pystytään luomaan TCP- ja 
UDP-liikennettä, joiden avulla saadaan muun muassa verkon suorituskyky 
(Throughput) arvoja. Iperf-ohjelmasta on myös Javalla toteutettu graafinen 
versio (kuva 7), jonka nimeksi on annettu jperf. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Testitietokoneeseen asennettiin iperf, miperf ja jperf-ohjelmat. Miperf tukee 
myös SCTP-protokollaa (Stream Control Transmission Protocol), joka sallii 
rinnakkaista dataliikennettä. Myös FMDM tukee iperf- ja miperf-ohjelmien 
käyttöä komentorivikäskyikkunassaan. Iperf-pohjaiset ohjelmat vaativat toi-
miakseen kaksi tietokonetta, joista toinen on palvelin (server) ja toinen asia-
kas (client). Palvelinkoneelle annetaan käsky kuunnella UDP- tai TCP-porttia 
ja asiakaskoneelta avataan liikenne palvelimelle päin. Palvelin käynnistetään 
komennoilla: 
• C:\> iperf –s 
• C:\> iperf –s -u 
 
Kuva 7. Jperf-ohjelma /29./ 
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Ensimmäinen komento avaa portin 5001 TCP-liikenteelle ja toinen UDP-
liikenteelle. Liikenteen avaa client-kone komennoilla. 
• C:\> iperf –c 192.168.152.15  
• C:\> iperf –c 192.168.152.15 –u  
IP-osoite on se osoite, johon liikenne halutaan käynnistää. Komento u tar-
koittaa UDP-liikennettä. Näillä komennoilla liikenne tapahtuu oletusarvoilla, 
jos oletusarvoja halutaan muuttaa, pitää komentoriville antaa tarkemmat pa-
rametrimääritykset. 
FileZilla 
Tiedostojen siirtoon on avoimeen lähdekoodiin perustuva FileZilla-ohjelma 
(kuva 8). Tiedostojen siirtämiseksi tarvittiin asiakaskone (client), sekä palve-
linkone (server). Testimittalaite toimii client-koneena. Tarvittiin myös siis pal-
velin, jonka paikaksi valittiin Digitan testilaboratorio. Serverille luotiin tili mit-
talaitteen yhteydelle. Palvelin toimii passiivitilassa, eli tarkoittaa sitä, että pal-
velin on vastaanottavassa tilassa, mutta odottaa asiakaskoneen avaavan tie-
donsiirtoyhteyden. Yhteys on suojattu SSL/TSL-salausprotokollan avulla. 
Lyhenne SSL tulee sanoista Secure Sockets Layer ja lyhenne TSL Trans-
port Leyer Security. 
 
 
Kuva 8. FileZilla-ohjelma /30./ 
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Auto Power On & Shut Down 
Mittalaitteeseen tarvittiin myös koneen resetointimahdollisuus, joka varmis-
taa yhteyden mittalaitteeseen sekä aktivoi FMDM-ohjelman toiminnot. Oh-
jelmalla saatiin myös aktivoitua tarvittavat ohjelmat tarvittavalla hetkellä. 
Testimittalaitteessa ohjataan koneen uudelleen käynnistymistä ja ftp-
ohjelman avautumista tällä ohjelmalla. 
MacroMaker 
Automaattiset toiminnot ovat toteutettu makroilla, jotka käynnistyvät haluttui-
na aikoina. Makroilla ohjaillaan haluttujen toimintojen suorittamista. Testilait-
teessa makroilla suoritettavat toiminnot: 
• FMDM-ohjelmassa komentorivi-ikkunassa suoritettavien komentorivien 
käynnistys.  
• FileZilla-ohjelmassa yhteyden käynnistäminen palvelimelle, sekä tiedosto-
jen siirto palvelimelle. 
Mobility Manager ja USB-ajurit 
PCMCIA-kortille tarvittiin käyttöliittymäohjelma Mobility Manager ja pöytämo-
deemille ajurit USB-kaapelin käyttöä varten. 
5.2 Etäyhteysmenetelmät 
Yhteysmenetelminä on kolme eri versiota, jotka ovat: Telnet, Etätyöpöytä 
(Remote Desktop) ja suorayhteys IP-osoitteen avulla. Etätyöpöytäyhteydellä 
ja suorallayhteydellä saadaan muodostettua graafinen näkymä mittalaittees-
ta. Telnet-yhteys avaa yhteyden komentorivi-ikkunassa. 
5.2.1 Telnet 
FMDM-ohjelma tukee Telnet-protokollan komentorivikäskyjä. Telnet-yhteys 
avaa yhteyden suoraan FMDM-ohjelmaan. Telnet on sovelluskerroksen pro-
tokolla, joka komentorivikäskyjen avulla saa pääteyhteyden haluttuun koh-
teeseen. Yhteyden muodostamiseksi tarvittiin IP-osoite ja FMDM:n salliman 
portin numero.  
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Telnet-yhteyden avulla saatiin haettua joko yksittäisiä RF-parametrejä tai 
voitiin syöttää samoja skriptejä kuin suoraan FMDM-ohjelmaan CLI-
komentokenttään (CLI tulee sanoista Command Line Interface).  
5.2.2 Etätyöpöytä 
Etätyöpöytä (Remote Desktop) on Microsoft Windows:n ohjelmasovellus, jo-
ka sallii etätyöpöytäyhteyden toisesta tietokoneesta.  
5.2.3 Suorayhteys IP-osoitteella 
Digitan testikäytössä olevan modeemin etu on siinä, että modeemin ei tarvit-
se olla kytkettynä tietokoneeseen, vaan siihen saadaan suoraan etäyhteys 
IP-osoitteen avulla. 
Haluttaessa etäyhteys suoraan modeemiin, tarvitsi modeemin käyttöliitty-
mästä sallia suorayhteys. FMDM-ohjelmaan asetettiin modeemin IP-osoite ja 
tiedossa oleva portti. Sen jälkeen FMDM-ohjelmalla saatiin suorayhteys mo-
deemiin internetin ylitse, riippumatta modeemin sijainnista.  
Testikäytössä oleva modeemi toimii mittalaitteena sellaisenaan etäyhteyten-
sä ansiosta, riippuen siitä, minkälaista mittausta halutaan suorittaa. Reaali-
aikaiseen mittaukseen testimodeemi on erittäin kätevä, koska mitattavaan 
kohteeseen tarvitsee viedä vain modeemi. 
5.3 Muita mittalaitteita 
Flash-OFDM-verkon ilmarajapinnan parametrejä mittaavia ohjelmia tai mitta-
laitteita ei oikeastaan ole muita kuin Qualcommin oma ohjelma, koska tek-
niikka on rekisteröity ja suojattu. 
Mittalaitteita tai mittaohjelmia on lukuisia, jotka mittaavat IP-verkon ominai-
suuksia. Tärkeimpiä IP-mittasuureita, joita tarvitaan @450-verkon mittalait-
teessa, ovat kulkuaika (Round Trip Time) ja läpimeno (Throughput).  
7Signal Oy on erikoistunut langattomien laajakaistaverkkojen laadunmittauk-
seen. Heidän mittalaiteensa mittaavat muun muassa WLAN- ja WiMax-
verkkojen laatuparametrejä. @450-terminaalin voidaan myös liittää WLAN, 
jonka kautta 7Signal Sapphire –mittalaite analysoi IP-liikennettä.  
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Tarvittavat RF-parametrit kerää, tallentaa ja käyttää omissa sovelluksissaan 
myös yritys nimeltä Indagon Oy, joka on perehtynyt paikannusteknologiaan. 
He käyttävät @450-verkkoa paikannuksessa ja juuri siinä tarvitaan tämän 
verkon RF-parametrejä, jotka he saavat pöytämodeemin käyttöliittymän sig-
naalien laatua mittaavista palkkitiedoista. Mittalaitteeksi ei heidän sovellus 
kuitenkaan sovi. Ohjelmalla FMDM saadaan nämäkin parametrit. 
Slovakiassa on myös 450 MHz:n Flash-OFDM-verkko. Digita on ollut yhtey-
dessä Slovakian verkko-operaattoriin (T-Mobile) ja T-Mobile on informoinut, 
että heillä on oma ratkaisunsa loppukäyttäjien yhteyksien mittaamiseksi. 
Tarkempia tietoja T-Mobilen mittalaitteesta kysyttiin myös tähän insinööri-
työhön ja niihin saatiin vastaus. 
T-Mobilen mittalaite on rakennettu Linux-alustalle. Laite tekee lokitiedostoja 
IP-liikenteestä ja lähettää ne palvelimelle. Palvelimelta tiedot syötetään Met-
rica-ohjelmaan, joka analysoi verkon toimintaa IP-liikenteen avulla, mutta oh-
jelma ei mittaa Flash-OFDM –verkon radiorajapinnan parametrejä, joten mit-
tauksella ei saa tarkkaa kuvaa koko verkon toiminnasta. Metrica-ohjelmaa 
on käytetty muun muassa GSM- ja UMTS-verkkojen analysointiin.  
Yhteenveto T-Mobile:n mittalaitteesta: 
• Käyttöjärjestelmänä on Linux. 
• Crontab-ohjelmalla käynnistetään scripti, joka suorittaa 15 minuutin mit-
taisia mittauksia ja tallentaa ne tiedostoiksi. 
• Iperf-ohjelma generoi TCP-liikennettä. 
• Mittausta varten FTP-siirtoja. 
• Tallennetut mittatiedostot lähetetään Metrica-ohjelmalle analysoitavaksi 
kerran vuorokaudessa. 
6 MITTALAITTEEN TESTIT  
Testimittalaitteelle tehtiin kahdenlaista testiä. Ensimmäisessä testissä tar-
kasteltiin etäyhteyden muodostamista mittalaitteeseen eri menetelmin ja eri-
laisissa kenttäolosuhteissa. Toisessa testissä mittalaitteen kaikki toiminnot 
tehtiin automaattisiksi ja seurattiin niiden toimivuutta. Ensimmäisen testin 
tarkoituksena oli tutkia, miten hyvin mittalaitteeseen saadaan etäyhteys ja 
miten etäyhteyden avulla pystytään suorittamaan tarvittavia mittaustoimenpi-
teitä laitteella. Toisen testin tarkoitus oli tutkia mittalaitteen toimintojen luotet-
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tavuutta täysin itsenäisenä ja automatisoituna mittalaitteena. Tarkoitus oli 
selvittää, voiko mittalaitteen jättää mittapaikalle suorittamaan pitkäaikaisia 
verkon seurantamittauksia. 
6.1 Testi yksi 
Ensimmäisen testin mittauksissa tutkittiin, miten luotettavasti mittalaittee-
seen saadaan etäyhteys eri menetelmin. Etäyhteystesteinä suoritettiin useita 
mittauksia kenttävoimakkuuden ollessa vahva tai heikko. Mittaukset tehtiin 
kahden eri tukiaseman peittoalueella. Jokaisessa mittauksessa otettiin kol-
mella eri menetelmällä yhteys mittalaitteeseen. Yhteysmenetelmät olivat: 
• Telnet 
• Etätyöpöytä (Remote Desktop) 
• Suorayhteys testimodeemiin IP osoitteella 
Ensimmäisen testin viitteelliset raja-arvot signaalitasoille, joilla mittaukset 
suoritettiin, olivat: 
1. Vahva kenttä 
• Rx SNR > 10 dB 
• Rx Pilot Power > -60 dB 
• Tx DCCH Backoff > 25 dB 
2. Heikko kenttä 
• Rx SNR < 3 dB 
• Rx Pilot Power < -88 dB 
• Tx DCCH Backoff < 19 dB 
Testeissä mittalaitteella suoritettiin reaaliaikaista seurantaa sekä lokitiedos-
toon tallentuvaa periodista mittausta. Periodiset mittaukset saatiin toteutet-
tua FMDM-komentorivikielellä (FMDM Scripting Language), joka suoritti ha-
luttua toistoa silmukassa. Esimerkki skriptistä (kuva 9), jossa ensin annetaan 
haluttu polku, johon lokitiedostot tallentuvat ja nimetään tiedosto lisänimellä. 
Loki-tiedostot on mahdollista lähettää haluttuun URL-osoitteeseen, FMDM-
tukee toimintoa. Silmukan sisällä aloitetaan tallennus ja liikenne. Liikenne on 
tässä tapauksessa UDP-liikennettä. Sleep-komennot ovat taukoja, joilla jak-
sotetaan silmukassa olevia toimintoja. 
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Kuva 9. FMDM-komentosarja 
Testissä yksi testattiin myös jperf-ohjelmaa. Iperf-komennolla generoidaan 
UDP-liikennettä verkkoon. Iperf-komento tarvitsee myös toisen tietokoneen, 
joka asennettiin kuuntelemaan UDP-liikennettä tietyn portin kautta.  
6.2 Testi kaksi 
Toisessa testissä mitattiin vain verkon RF-parametrejä. Mittalaitteen toimin-
not tehtiin automaattisiksi ja laite vietiin mittauspaikalle. Seurattiin, miten lai-
te toimii omatoimisesti useamman päivän ajan. Mittausjaksoksi valittiin viisi 
päivää. Seurattavat automaattitoiminnot olivat: 
• terminaalin resetointi ja yhteyden uudelleenmuodostus 
• mittalaitteen automaattinen resetointi 
• FMDM-ohjelman käynnistys tallennetussa muodossa 
• FMDM-komentorivisarjan käynnistys 
• Ftp-ohjelman käynnistys 
• Ftp-ohjelman tiedonsiirtoyhteyden muodostus 
• lokitiedostojen tallennus palvelimelle. 
Mittaus suoritettiin periodisesti, eli mittaohjelmaan tehtiin FMDM-
komentokielellä silmukkatoiminto (loop), joka suoritti halutunlaista periodia ja 
liikennettä. Komennot olivat kirjoitettu niin, että ohjelma mittasi puoli minuut-
log set dir="C:/Testimittaus" 
log set fileId="testi_REKKULA" 
upload set url="https://netstorage1.stadia.fi/NetStorage/" 
traffic set cmd="miperf –c 192.168.1.22 -d -u -i3 -l 1470" 
 
RekkulaTesti_alkaa: 
cli connect 
log start 
sleep 500 
 
traffic start 
sleep 60000 
log stop 
traffic stop 
upload start 
 
sleep 600000 
upload stop 
goto RekkulaTesti_alkaa 
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tia, piti taukoa viisi minuuttia ja uudelleen mittasi puoli minuuttia, piti taukoa 
viisi minuuttia ja tämä jatkui, kunnes ohjelma pysäytettiin. Mittauksen ajan 
suoritettiin pingausta. 
Jotta FMDM saisi tukiasemalta mitattavia arvoja, pitää tukiaseman ja termi-
naalin yhteyden olla ”On-tilassa”. On-tilan varmistamiseksi generoidaan tu-
kiasemalle IP-liikennettä ping-komennolla. Ilman liikennettä yhteys siirtyy 
sleep-tilaan, jolloin terminaali kuuntelee vain tukiaseman paging-kanavaa.  
Kuvassa 10 on komentosarja, joka suoritti mittauksen. Ensin komentosarja 
luo halutun tiedoston haluttuun hakemistoon ja lisää tiedoston nimeen tun-
nistetiedon. Seuraavaksi asetetaan silmukan alkumerkki. Traffic-komennolla 
asetetaan ja käynnistetään haluttu liikenne, joka on tässä tapauksessa ping-
liikennettä. Liikennettä voi seurata FMDM-ohjelman traffic-ikkunassa. Log-
komennolla aloitetaan ja lopetetaan mittadatan taltiointi. Traffic stop -
komento lopettaa liikenteen ja sleep-komento pitää halutun mittaisen tauon. 
Sleep-komentojen ajat ovat sekunnin tuhannesosia. Goto-komennolla pala-
taan silmukan alkuun. Mittalaitteeseen tehtiin makro, joka automaattisesti 
käynnistää komentosarjan.  
 
Kuva10. Testin kaksi FMDM-komentorivisarja 
Testissä kaksi kaikki toiminnot olivat tehty automaattisiksi, jolloin etäyhteyttä 
mittalaitteeseen ei välttämättä tarvittu. Mittalaite omatoimisesti tallensi halu-
tunlaista mittausta ja lähetti ne ftp-serverille kerran vuorokaudessa. Ftp-
log set dir="C:/Temp/Itä-Suomi" 
log set fileId="Itä-Suomi_mittauksia" 
 
 
rekkulatesti: 
 
traffic set cmd="ping 192.168.173.1 -t" 
traffic start 
 
log start 
sleep 30000 
log stop 
traffic stop 
 
sleep 300000 
goto rekkulatesti 
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serveri asennettiin Digitan testilaboratorioon. Koska ftp-siirrosta haluttiin au-
tomaattinen, tarvitsi palvelimen olla passiivitilassa, eli tietoliikenneyhteys 
avautuu kun mittalaite ottaa yhteyden palvelimeen. Yhteydessä otettiin käyt-
töön SSL/TLS-salaus, joka piti myös huomioida automaattisen yhteyden luo-
misessa. Salauksessa palvelin lähettää sertifikaatin mittalaitteelle, joka piti 
hyväksyttää myös automaattisesti.  
Varsinaisten testien lisäksi tarkasteltiin myös tuloksia mittalaitteen tekemistä 
mittauksista, jotka tapahtuivat testien jälkeen, Itä-Suomen alueella. Asiakas, 
jolla on useita kymmeniä @450-verkon päätelaitteita, on reklamoinut heidän 
palveluntarjoajalleen, että verkossa olisi ongelmia ja palveluntarjoaja on ot-
tanut yhteyttä Digitaan. Tukiasematietojen perusteella verkko näyttää olevan 
kunnossa, mutta asiakkaan pyynnöstä alueella tehdään pidempijaksoinen 
seurantamittaus, joka toteutetaan tämän insinöörityön testimittalaitteella. Mit-
taus suoritettiin testin kaksi mukaisilla asetuksilla. 
7 TESTITULOKSIA 
Tässä kappaleessa tarkastellaan kahden eri mittauksen testituloksia. Mitta-
ukset yksi ja kaksi poikkeavat toisistaan niin, että testissä yksi tutkitaan 
etäyhteyden muodostamista mittalaiteeseen sekä tutkitaan miten UDP- ja 
TCP-liikenne saadaan mukaan komentorivi-ikkunassa käynnistyvään sil-
mukkaan. Testissä kaksi tutkitaan miten mittalaite pystyy toimimaan täysin 
automaattisesti. Toisen testin tuloksissa on mukana myös Itä-Suomen alu-
eella tapahtunut mittaus. 
7.1 Testin yksi tulokset 
Mittaukset suoritettiin sisätilassa ja laite asemoitiin niin, että saatiin aikaisek-
si laitteeseen vahva ja heikko signaali. Vahvan ja heikon signaalin (kentän) 
viitteelliset raja-arvot sekä mittaushetkellä mitatut arvot on esitetty alla ole-
vissa taulukoissa (taulukko 1 ja 2). 
Vahvakenttä ja etätyöpöytä 
Testit osoittivat, että vahvassa kentässä kaikilla kolmella yhteysmenetelmäl-
lä saadaan etäyhteys laitteeseen luotettavasti. Etätyöpöytäyhteys on hyväs-
säkin kentässä hieman hidas, mutta ei häiritsevästi. 
29 
 
Taulukko 1.  RF-parametriarvot vahvassa kentässä. 
 
 
 
Vahvan kenttävoimakkuuden aikaansaamiseksi valitussa testimittauspaikas-
sa tarvittiin modeemille lisäantenni. Suunta-antennilla päästäisiin parhaisiin 
parametriarvoihin, mutta ympärisäteilevällä antennilla päästiin voimakkaan 
kentän raja-arvojen ylitse, joka oli riittävä tässä mittauksessa. Testissä käy-
tettävän ympärisäteilevän antennin vahvistus oli 5 dBi. 
Heikkokenttä ja etätyöpöytä 
Mittalaitteen saadessa heikkoa signaalia, oli etätyöpöydän käyttö erittäin hi-
dasta. Yhteyden muodostuminen kesti useamman minuutin, mutta yhteys 
lopulta muodostui myös erittäin huonossa kentässä muutamaa poikkeusta 
lukuun ottamatta. Etätyöpöytäyhteyttä kokeiltiin taulukon (Taulukko 2) mu-
kaisilla arvoilla, jotka olivat erittäin huonot.  
 
Taulukko 2. RF-parametriarvot heikossa kentässä. 
 
 
 
Testeissä todettiin, että kentän ollessa erittäin huono, saattaa yhteyden 
muodostusyritys jumittaa mittalaitteen siten, että se tarvitsee resetoinnin. 
Myös etäyhteys on silloin mahdotonta. Testeissä todettiin myös, että laitteen 
mennessä jumittuneeseen tilaan, käynnistyy silti laitteen ajastettu resetointi-
toiminto. Resetoinnin jälkeen laitteeseen saatiin jälleen etäyhteys.  
 
 
RF-parametrit Viitearvot Testin arvot 
Rx SNR > 10 dB 13 dB 
Rx Pilot Power > -60 dB -55 dB 
Tx DCCH Backoff > 25 dB 31 dB 
 
RF-parametrit Viitearvot Testin arvot 
Rx SNR < 3 dB -2 dB 
Rx Pilot Power < -88 dB -105 dB 
Tx DCCH Backoff < 19 dB 13 dB 
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Telnet ja IP-yhteys 
Telnet-yhteys avasi yhteyden luetettavasti mittaohjelmaan. Yhteyteen tarvit-
tiin laitteen IP-osoite ja portti. Telnet-yhteys toimi hyvin luotettavasti vahvas-
sa ja heikossa kentässä. Yhteys on nopea silloin, kun tarvitaan yksittäisiä 
arvoja verkosta. Yhteyden kautta pystyy myös käynnistämään samat silmuk-
kakomennot kuin esimerkiksi kuvissa yhdeksän ja kymmenen on esitetty, 
mutta komentosarjat ovat helpompi toteuttaa graafisessa liittymässä. Telnet-
yhteyttä käytettiin myös testissä kaksi, kun haluttiin varmistaa, että laite on 
käynnistänyt FMDM-ohjelman. Jos yhteyttä ei saada FMDM-ohjelmaan Tel-
netin avulla, niin tiedetään, että laite ei tee mittausta eikä FMDM-ohjelma ole 
yhteydessä terminaaliin.  
Suorayhteys IP-osoitteella testimodeemiin toimii hyvin kaikenlaisissa kenttä-
olosuhteissa. Suorayhteys on käytännöllinen tilanteessa, jossa verkon seu-
rantaa tarvitsee suorittaa vain reaaliaikaisesti. Yhteyden kautta voidaan suo-
rittaa myös mittausta lokitiedostoon, mutta yhteys laitteeseen on kokoajan 
radiorajapinnan ylitse, joka vääristää mittaustuloksia ongelmatilanteissa. 
Testimodeemin testeissä yhteyttä varmistettiin myös toisella modeemilla. 
Modeemin menetettäessä yhteytensä voitiin uusi yhteys ottaa toisella mo-
deemilla mittalaitteeseen ja sen avulla menetetty yhteys pystyttiin taas muo-
dostaman käyttöliittymän yhdistä-komennolla. 
7.2 Testin kaksi tulokset 
Tässä testissä mittalaitteelle tehtiin automaattiset toiminnot makroilla ja ko-
mentorivikehotteilla niin, että mittalaiteeseen ei tarvinnut ottaa etäyhteyttä, 
vaan mittaustiedostot lähetettiin automaattisesti ftp-serverille. Toimintoja 
seurattiin viiden päivän ajan. Tutkittiin siirtyvätkö kaikki mittaustiedostot ser-
verille ja miten luotettavat ovat automaattiset toiminnot. 
Mittalaite suoritti FMDM-ohjelmassa mittaussilmukkaa. Yhdessä silmukassa 
tallentuu kolme tiedostoa. Silmukassa muodostuneiden tiedostojen määrät 
sekä niiden koot yhden mittauspäivän ajalta ovat lueteltuna taulukossa kol-
me (taulukko 3). Taulukossa on myös mittauksien yhden päivän yhteenlas-
kettu aika. 
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Taulukko 3. Mittaustiedostot. 
 
 
 
 
Laskennallisten ja todellisten arvojen eroavaisuus muodostuu muutamasta 
eri tekijästä. Laskennalliset arvot on laskettu 24 tunnin mukaan. Todellisuu-
dessa mittalaite suorittaa itse itselleen resetoinnin ja kun resetointi on käyn-
nissä, mittalaite ei tee lokitiedostoa. Lokitiedosto käynnistyy vasta, kun rese-
toinnin alkamisesta on kulunut viisi minuuttia. Ensimmäiset lokitiedostot ovat 
myös pienempiä, koska liikenne verkolle käynnistyi vasta, kun ftp-siirto oli 
tapahtunut. Datamäärä on myös suurempi muun muassa siitä syystä, jos 
mittalaitteeseen on oltu etäyhteydessä.  
Testissä tuli esille myös FMDM-ohjelman virheilmoitus, jonka aiheutti ko-
mentorivikehoteikkunassa pyörivä silmukka. Silmukka käynnistyi hyvin ja 
toimi virheettömästi, mutta toimittuaan hetken virhe ilmaantui. Virheilmoitus 
viittasi EUI-64-koodiin ja sen aiheuttamaan virheeseen, joka keskeytti 
FMDM-ohjelman. Useiden kokeiden jälkeen havaittiin, että silmukassa ko-
mennot tapahtuivat liian nopeasti, vaikka ilmoitus ei viitannut itse silmuk-
kaan, vaan terminaalin EUI-64-koodiin. Tämän jälkeen kokeiltiin, että Traffic- 
ja Log-komennot toimivat yksinään, mutta ei yhdessä, peräkkäisinä käskyi-
nä. Viiveen lisääminen komentojen väliin (Kuva 11) ratkaisi ongelman ja oh-
jelmasta saatiin stabiili.  
 
Kuva11. Korjattu FMDM-komentorivikehotesarja  
log set dir="C:/Temp/Itä-Suomi" 
log set fileId="Itä-Suomi_mittauksia" 
 
rekkulatesti: 
sleep 1000 
traffic set cmd="ping 192.168.173.1 -t" 
traffic start 
sleep 1000 
log start 
sleep 30000 
log stop 
traffic stop 
sleep 298000 
goto rekkulatesti 
 
  Tiedostojen lkm. Data (Mt) Mittausaika (min) 
Laskettu 1044 11,3 131 
Mittalaitteella 1040 11,1 130 
Ftp-serverillä 1040 11,1 130 
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Seuraavaksi mittauksissa todettiin, että ftp-siirto saattaa kestää jopa kaksi-
kymmentä minuuttia. Komentorivikehotesarjaa muutettiin niin, että mittaus 
alkaa vasta 40 minuutin päästä resetoinnista. Makro käynnistää FMDM-
ohjelman kymmenen minuutin kuluttua resetistä ja käynnistää CLI-ikkunassa 
komentorivikehotesarjan, jonka alkuun lisättiin viivettä niin, että silmukka 
käynnistyy vasta 30 minuutin kuluttua (kuva 12). Viiveellä varmistettiin, että 
ftp-siirto on tapahtunut serverille ennen kuin uutta lokitiedostoa alkaa muo-
dostua. 
 
 
Kuva12.  Lopullinen FMDM-komentorivikehotesarja 
Laite toimii luotettavasti korjausten jälkeen, jotka tehtiin komentorivikeho-
tesarjaan. Ftp-siirrot tapahtuivat kerran päivässä, eikä siirroissa tapahtunut 
virheitä. Mittalaitteen tiedostojen määrät sekä koot olivat samat, kuin ftp-
serverille siirtyneiden tiedostojen määrät ja koot. Myös automaattiset toimin-
not toimivat hyvin. Kun testit osoittivat, että laite toimii luotettavasti, niin se 
vietiin Itä-Suomeen suorittamaan mittausta. 
 
Itä-Suomessa testimittalaite on edelleen mittaamassa kentän parametrejä 
kun tätä insinöörityötä kirjoitettiin, joten lopullisia tuloksia ei saatu tähän työ-
hön. Laite on ollut seitsemän päivää mittaamassa ja on toiminut täysin oma-
toimisesti, myös mittaustulokset ovat siirtyneet ftp-serverille. Mittalaite sijoi-
tettiin asiakkaan tiloihin niin, että laite saa hyvää signaalia. Laite on tallenta-
nut lokitiedostoja ja lähettänyt ne Digitan testilaboratorion ftp-serverille. Siirto 
log set dir="C:/Temp/Itä-Suomi" 
log set fileId="Itä-Suomi_mittauksia" 
sleep 600000 
sleep 600000 
sleep 600000 
 
rekkulatesti: 
sleep 1000 
traffic set cmd="ping 192.168.173.1 -t" 
traffic start 
sleep 1000 
log start 
sleep 30000 
log stop 
traffic stop 
sleep 298000 
goto rekkulatesti 
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on tapahtunut joka yö. Mittadataa kertyy 10,5 Mt päivässä ja tiedostoja kes-
kimäärin 1015 kappaletta. Ajallisesti mittausta tallentui päivässä keskimäärin 
2 tuntia ja kuusi minuuttia. Tähän asti Ftp-serverille kerääntyneet mittatie-
dostot siirrettiin toiseen Digitan tietokoneeseen, jolla voitiin mittadata kään-
tää raporteiksi FMLP-ohjelmalla, ja josta oli yhteys Digitan sisäiseen verk-
koon. Ensin tiedostot jaoteltiin niin, että FMLP-raportteja saatiin kolme kap-
paletta yhtä päivää kohden, jakoperusteena oli yö, päivä ja ilta. Valmiit ra-
portit mittauksista siirrettiin Digitan verkkolevylle, josta ne ovat saatavilla 
analysointia varten. Esimerkki raportin pistediagrammeista (Scatter plots) ja 
aikasarja-analyyseistä (Time Series) liitteenä (liitteet 1-6).  
8 YHTEENVETO MITTALAITTEESTA 
Tämän insinöörityön aiheena oli @450-verkon mittalaite. Työn vaatimuksena 
oli saada ehdotus mittalaitteesta, joka voidaan viedä ongelmapaikkaan ke-
räämään tietoja verkon toiminnasta ja jonka tallentamien mittaustiedostojen 
avulla voidaan analysoida verkkoa. Insinöörityö jaettiin kolmeen osa-
alueeseen jotka olivat: mittalaitteen ominaisuuksien määrittely, markkinoilla 
olevien mittalaitteiden selvittäminen ja ehdotus @450-verkon mittalaitteen 
toteutuksesta.  
Flash-OFDM-tekniikan läpikäymisen jälkeen ensimmäiseksi selvitettiin mitta-
laitteen tarvitsemat ominaisuudet. Selvitettiin mitä parametriarvoja tarvitaan 
verkon toimivuuden ja laadun mittaamiseksi. Kappaleessa 3.1 on esitelty ne 
tärkeimmät parametrit, joilla voidaan analysoida ilmarajapinnan ja IP-verkon 
toimivuutta. Todettiin, että IP-liikennettä mittaavia ohjelmia sekä mittalaitteita 
on olemassa useita, mutta ohjelmaa tai laitetta, joka mittaa myös Flash-
OFDM-tekniikan ilmarajapinnan parametrit ei ole kuin Qualcommin rekiste-
röimä FMDM-ohjelma. Ilman ilmarajapinnan parametrejä on vaikea analy-
soida tarkemmin tukiaseman toimintaa.  
Kappaleessa neljä määriteltiin mittalaitteen ominaisuudet. Määrittelyn jäl-
keen todettiin, että tarvitaan testimittalaite jolla voitiin tutkia, miten määritellyt 
ominaisuudet saadaan toteutettua. Testimittalaitteeksi valittiin kannettava 
tietokone, johon apuohjelmat asennettiin. Testimittalaitteesta ja sen ohjel-
mista on tarkemmat tiedot kappaleessa viisi.  
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Itä-Suomessa tehdyt mittaukset osoittivat, että testimittalaite on toimiva ja 
suhteellisen luetettava. Testimittalaite on nyt mitannut verkkoa kaksi viikkoa 
ja mittaus jatkuu vielä tämän insinöörityön valmistumisen jälkeenkin. Mitta-
usdataa on kertynyt 124 Mt ja tiedostoja 11920 kappaletta. Tähän mennessä 
laite on ollut täysin itsenäinen ja vain yksi mittausjakso on jäänyt mittaamatta 
vielä tuntemattomasta syystä.  
Testimittalaitteen mittaamat lokitiedostot ovat Digitan testilaboratorion ftp-
serverillä. Mittadatan jatkokäsittely raporteiksi on myös hidas operaatio, joka 
pitää huomioida mittalaitteen automaattisten toimintojen suunnittelussa. Lo-
kitiedostot on hyvä lähettää samoissa jaksoissa kuin raportitkin tehdään, esi-
merkiksi kolme kertaa päivässä. Jos lähetettävän datan ajanjakso ei ole sa-
ma kuin halutun raportin jakso, tarvitsee data käsitellä käsin haluttuihin jak-
soihin. 
Ehdotus @450-verkon mittalaitteen toteutuksesta on testimittalaitteen kaltai-
nen laite. Mittalaitteessa tulee olla FMDM-ohjelma, johon tehdään skriptit 
ongelmatilanteen mukaisesti. Mittalaite voisi lähettää mittausdatan ftp-
siirtona serverille, kuten testissä kaksi ja Itä-Suomen mittauksissa tehtiin. 
Mittalaitteessa automaattiset toiminnot voidaan toteuttaa ajoitetuilla makroil-
la. Testimittalaitteessa oli kaksi eri ohjelmaa, joilla ohjattiin automaattisia 
toimintoja. Varsinaisessa mittalaitteessa automaattiset toiminnot voisi toteut-
taa yhdellä ohjelmalla, joka tekee niiden käytöstä selkeämpää.  
Mielestäni tässä insinöörityössä päästiin tavoitteisiin, jotka sille asetettiin. 
Työhön ei kuulunut itse mittalaitteen toteutus, vain ehdotus sen toteutukses-
ta. Testimittalaite, johon tarvittavat ohjelmat asennettiin ja jolla testattiin mit-
talaitteen vaatimuksia, osoittautui toimivaksi kokonaisuudeksi, joka voisi olla 
@450-verkon mittalaite sellaisenaan. 
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