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HAREKET BĠLĠNÇLĠ, GÜVENĠLĠR TASARSIZ AĞ YÖNLENDĠRME 
PROTOKOLLERĠ 
ÖZET 
Günümüz iletiĢiminin önemli bir parçasını oluĢturan kablosuz ağların kullanımı üstel 
olarak artmaktadır. Bu ağların bir kolu olan tasarsız ağlar da akademik dünyada çok 
ilgi çeken bir çalıĢma alanıdır. Tasarsız ağlar çok adımlı, alt yapısız ve genellikle 
hareketli düğümlerden oluĢan kablosuz ağlardır. Bu ağlarda düğümler hem diğer 
düğümlerle iletiĢim kurarlar hem de paketleri ileterek yönlendirici görevi görürler.  
Tasarsız ağlar askeri, arama kurtarma, konferans salonu, ofis, kampüs, üniversite ve 
Ģehir ağlarında kullanılmaktadırlar. 
Tasarsız ağlarda bir altyapının mevcut olmaması, düğümlerin hareketli olması, güç 
kapasitesinin ve bantgeniĢliğinin kısıtlı olması bu ağların en büyük problemleridir. 
Özellikle düğümlerin hareketliliği topolojinin sık sık değiĢmesine ve kurulan yolların 
bozulmasına neden olmaktadır. Bu durum da etkili bir yönlendirme protokolünün 
kullanımını gerektirmektedir. Tasarsız ağlarda kullanılan yönlendirme protokolleri 
daha çok en kısa yol bulma esasına dayanmakta, düğümlerin hareketliliğini hesaba 
katmamaktadır. Oysa tasarsız ağ uygulamalarının çoğunda düğümlerin bir kısmı 
sabittir. Bu uygulamalarda yönlendirme yaparken sabit düğümlerden yararlanılarak 
paketlerin bu düğümler üzerinden kurulan yollardan iletilmeye çalıĢılması 
yönlendirme performansını artıracaktır. 
Bu tez çalıĢmasında tasarsız ağlarda yönlendirme iĢlemini ağdaki sabit düğümler 
üzerinden gerçekleĢtiren bir yönlendirme tekniği önerilmektedir. Bu teknik tasarsız 
ağlarda çok kullanılan DSR ve AODV yönlendirme protokollerine uygulanarak M-
DSR ve M-AODV protokolleri oluĢturulmuĢ ve gerçeklenmiĢtir. Orijinal protokoller 
ile sunulan protokollerin performanslarını karĢılaĢtırmak için NS 2 simülasyon aracı 
ile farklı senaryolara göre bir çok simülasyon gerçekleĢtirilmiĢtir. Simülasyon 
sonuçlarına göre önerilen protokollerin paketleri yerine iletme oranı daha yüksek, 
paket düĢürme oranı ve uçtan uca gecikmesi daha düĢüktür. Önerilen protokollerde 
yollar daha uzun ömürlü olup yeni yol bulma süreci sayısı daha düĢüktür. Sonuç 
olarak M-DSR ve M-AODV protokollerinin düğümlerin hareketliliğinden daha az 
etkilenerek daha etkin ve güvenilir yönlendirme yaptıkları görülmüĢtür. 
 
 xi 
MOBILITY AWARE, RELIABLE AD HOC ROUTING PROTOCOLS 
SUMMARY 
The use of wireless networks which are an essential part of our communication today 
is growing exponentially. Ad hoc networks are a class of wireless networks drawing 
the attention of academic world, industry and governments. Ad hoc networks are 
multi hop, infrastructureless and spontaneous wireless networks which mostly 
consist of mobile nodes. Nodes in ad hoc networks both act as a router and 
communicate with other nodes. Ad hoc networks are applied to military, police, 
disaster recovery, conference room, office, campus, university and city network 
scenarios. 
The absence of infrastructure, the mobile nature of the nodes, the limitations on 
power capacity and transmission range are great challenges of ad hoc networks that 
require efficient routing. Especcially the mobility of the nodes result in topological 
changes and breaks in paths making it necessary to use an efficient routing protocol. 
Ad hoc routing protocols are mostly based on finding the shortest path. They don’t 
consider node mobility. However, some nodes are usually fixed while they are 
communicating in many ad hoc network scenarios. In these scenarios, routing 
protocols should benefit the presence of fixed nodes to make a more efficient 
routing. 
This thesis proposes a new routing technique which tries to route packets over fixed 
nodes in the network. Two new routing protocols M-DSR and M-AODV are 
implemented by applying this technique to DSR and AODV routing protocols. 
Simulations are performed in order to compare the performance of the original 
protocols and the proposed protocols according to different scenarios.  Simulation 
results show that the proposed protocols’ packet delivery ratio is higher, the number 
of packet drops is fewer and the average end-to-end delay is lower. Also the paths 
have longer life times and the number of route discoveries is fewer in the proposed 
protocols. As a result, M-DSR and M-AODV are more reliable protocols being less 
affected from the mobility of the nodes. 
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1.  GĠRĠġ 
Bilgi toplumuna geçiĢin ivme kazanması, bilginin her zaman ve her yerde eriĢilebilir 
olması ihtiyacını doğurdu. Bu ihtiyaç kablosuz ağların günümüz iletiĢiminin önemli 
bir parçası olmasını sağladı. Kablosuz ağlar ilk olarak askeri uygulamalarla 
kullanılmaya baĢlandı. 1980’li yıllarda kablosuz ağların ticarileĢmesiyle fiyatlar da 
düĢerek kablosuz ağ kullanımı üstel olarak arttı. Kablosuz ağlardaki büyümenin 
önümüzdeki yıllarda da hızla devam edeceği düĢünülüyor. 
Kablosuz ağlar kullanıcıların bilgiye ve servislere konumlarından bağımsız olarak 
elektronik ortamda eriĢmelerini sağlayan bir teknolojidir. Kablosuz ağlar temel 
olarak iki sınıfa ayrılırlar: altyapılı ağlar ve tasarsız ağlar.   Altyapılı ağlarda 
hareketli istasyonlar sabit baz istasyonları ya da eriĢim noktalarıyla kapsama alanları 
içerisinde iletiĢim kurarlar. Hareketli istasyon hareket ederken baz istasyonunun 
kapsama alanından çıkarsa yeni bir baz istasyonuna bağlanarak iletiĢime onun 
üzerinden devam eder. Tasarsız ağlarda ise belli bir altyapı ya da merkezi yönetim 
söz konusu değildir. Tüm istasyonlar (düğümler) hem birbirleriyle iletiĢim kurarlar 
hem de paketleri yönlendirirler. Tasarsız ağlar askeri,  polis, arama kurtarma, 
konferans salonu, kampüs, üniversite ve Ģehir ağlarında kullanılabilirler. 
Tasarsız ağlar akademi dünyası, endüstri ve hükümetler tarafından oldukça ilgi gören 
bir çalıĢma alanıdır. Bu ağların çok adımlı ve değiĢken topolojiye sahip olması, 
kablosuz ağ ortamından kaynaklanan olumsuzluklar ve düğümlerin hareketli olması 
çok sayıda problemi ortaya çıkarmıĢtır. IETF (Internet Engineering Task Force) 
tasarsız ağlarda yönlendirme protokolleri konusunda araĢtırma yapan MANET 
(Mobile Ad hoc Networks) [1] adlı grubu kurmuĢtur. Yapılan çalıĢmalar sonucu 
tasarsız ağların sorunlarını göz önüne alan birçok yönlendirme protokolü 
oluĢturulmuĢ ve gerçeklenmiĢtir. Bunlardan en önemlileri Destination Sequenced 
Distance Vector (DSDV) [2], Wireless Routing Protocol (WRP) [3], Temporally 
Ordered Routing Algorithm (TORA) [4], Zone Routing Protocol (ZRP) [5], Dynamic 
Source Routing (DSR) [6] ve Ad doc On Demand Distance Vector (AODV) [7] 
protokolleridir. Bu protokollerde kaynak ve varıĢ arasında en kısa ve en az tıkanık 
yol seçilmeye çalıĢılmaktadır. Oysa yönlendirme protokollerinin performansını 
düĢüren en önemli faktör olan düğüm hareketliliği bu protokollerde yönlendirme 
yapılırken göz önüne alınmamaktadır. Tasarsız ağlarda gezginliği göz önüne alan 
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çalıĢmalar [8-11] ise daha çok gezginlik modellerinin sınıflandırılmasına, yönetimine 
ve pozisyon bilgisinden yararlanmaya yönelik çalıĢmalardır.  Hâlbuki tasarsız ağ 
uygulamalarının büyük bir kısmında ağ içinde hareketli düğümler olduğu kadar 
hareketsiz düğümler de yer almaktadır. Örneğin ofis, kampüs, üniversite ve 
Ģehirlerde kurulacak tasarsız ağlarda düğümlerin bir kısmı iletiĢim kurarken sabit 
olacaklardır.  Tasarsız ağlarda internet eriĢimi sağlayacak düğümler de sabit 
noktalarda yer alacaklardır. Yönlendirme yapılırken ağdaki bu sabit düğümlerden 
yararlanılması yönlendirmenin performansını artıracaktır. 
Bu tezin temel amacı tasarsız ağlarda yönlendirme yaparken bir kısım düğümlerin 
sabit olmasından yararlanarak paketlerin bu düğümler üzerinden yönlendirilmeye 
çalıĢılmasıdır. Kurulan yollar daha az sayıda hareketli düğüm içereceğinden yolların 
bozulma olasılığı azalacak, daha uzun ömürlü ve daha kararlı yollar kurulacaktır. 
Yolların daha uzun ömürlü olması yol kopma sayısını ve yeni yol bulma ihtiyacını 
azaltacaktır. Bu sayede yerine ulaĢabilen paket sayısı artacak, düĢen paket sayısı ve 
uçtan uca gecikme ise azalacaktır. Önerilen bu yönlendirme tekniği AODV ve DSR 
yönlendirme protokollerine uygulanarak M-AODV (Mobility aware AODV) ve M-
DSR (Mobility aware DSR) protokolleri oluĢturulmuĢtur. Önerilen protokoller 
gerçeklenerek NS 2 [12] simülasyon aracının kütüphanesine eklenmiĢtir. Orijinal 
protokoller ve önerilen protokoller bu simülasyon aracıyla simüle edilerek belli 
kriterlere göre performansları karĢılaĢtırılmıĢtır. Yapılan simülasyonlar sonucunda 
önerilen protokollerin performanslarının daha yüksek olduğu, hareketlilikten daha az 
etkilenerek daha etkin ve güvenilir yönlendirme yaptıkları ortaya çıkmıĢtır. 
Bir sonraki bölüm yapılan iĢin anlaĢılmasını kolaylaĢtırmak için tasarsız ağların 
genel yapısını, problemlerini ve uygulama alanlarını anlatmaktadır. Tasarsız ağlarda 
en çok kullanılan, önerilen yönlendirme tekniğinin de uygulandığı AODV ve DSR 
protokolleri de bu bölümde ayrıntılı olarak açıklanmaktadır. 
Üçüncü bölüm önerilen yönlendirme tekniğini ve bu tekniğin AODV ve DSR 
protokollerine uygulanmasıyla oluĢturulan M-AODV ve M-DSR protokollerini 
anlatmaktadır. 
Dördüncü bölüm önerilen M-AODV ve M-DSR protokollerinin performanslarını 
AODV ve DSR protokolleriyle karĢılaĢtırmak için gerçekleĢtirilen simülasyon 
senaryolarını, kullanılan performans kriterlerini ve bu simülasyonların sonuçlarını 
içermektedir. 
Son bölüm tezde yapılan iĢi özetlemekte ve sonucu belirtmektedir.  
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M-AODV ve M-DSR protokollerinin gerçeklenme aĢamasında NS 2 simülasyon 
aracının kütüphane kaynak dosyalarında yapılan değiĢiklikler ve eklentiler tezin 
sonunda EK A bölümünde verilmiĢtir. 
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2. TASARSIZ AĞLAR 
Tasarsız ağlar bir grup hareketli ya da hareketsiz düğümün bir araya gelerek 
oluĢturduğu çok adımlı, önceden kurulmuĢ bir altyapıya sahip olmayan kablosuz 
ağlardır. Bu ağlardaki düğümler genelde hareketli olmakla beraber sabit düğümler de 
içerebilirler.  
Tasarsız ağlarda altyapılı ağlardaki gibi bir merkezi yönetim söz konusu değildir. 
Tüm düğümler hem yönlendirici görevi görür hem de diğer düğümlerle serbest 
olarak iletiĢim kurarlar. Ağ altyapısız olduğundan düğümler istedikleri gibi hareket 
edebilirler, bu durum ağın hizmet dıĢı kalmasına sebep olmaz. Tüm düğümler 
birbirlerinin kapsama alanında bulunamayacaklarından iletiĢim çok adımlıdır. [13] 
Tasarsız ağlar topoloji değiĢimlerine kolay uyum sağlayabilirler. Herhangi bir düğüm 
kurulan yoldan çıktığında durum fark edilir ve yeni bir yol kurma süreciyle iletiĢime 
kalınan yerden devam edilir. Bu durum gecikmeye sebep olsa da ağ hala iletiĢime 
imkan tanımaktadır. 
Tasarsız ağlardaki düğümlerin güç kaynakları, iĢlemci kabiliyetleri, saklama 
kapasiteleri ve bant geniĢlikleri kısıtlıdır. Güç kaynağının kısıtlı olması düğümlerin 
kapsama alanlarını sınırlandırmaktadır. Düğümlerin hareketli olması ağırlıklarına 
sınırlamalar getirmektedir.  Bant geniĢliğinin sınırlı olması da tasarsız ağlarda 
gönderilecek kontrol mesajlarının sıklığına ve miktarına kısıtlamalar getirmektedir. 
Tasarsız ağlarda baĢarılı bir iletiĢim oluĢabilmesi için bu kıt kaynakların etkin olarak 
kullanılabilmesi gerekmektedir. 
Tasarsız ağlarda kullanılan iletiĢim ortamının da -radyo haberleĢmesi- kendine has 
özellikleri vardır. Örneğin, düğümler arasındaki bağlantılar tek yönlü olabilir. Bunun 
sebebi iki düğümün ileticilerinin güçlerinin farklılığı yüzünden sadece birinin 
diğerini duyabilmesi ya da ortamdaki gürültü olabilir.  Çok adımlı iletiĢim yapılması 
hem güçte hem de iletim kapasitesinde yüksek kazançlara yol açmaktadır. Böylece 
düğümler paketleri çok daha az çıkıĢ gücüyle çok adımda gönderebilmektedirler.  
Tasarsız ağların birçok kullanım alanı vardır. Bu alanlar askeri, arama kurtarma, 
polis, konferans, duyarga ağ uygulamaları, kiĢisel alan ağları (PAN),  üniversite, 
kampüs ve Ģehir ağları olabilir. Ağ altyapısının kurulmasının fiyat ve ortamın 
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uygunluğu açısından tercih edilmediği durumlarda da tasarsız ağlar kullanılabilir. 
Özellikle arama kurtarma ve askeri çalıĢmalarda altyapısız bir sisteme ihtiyaç 
duyulmaktadır. Bir havaalanında ya da bir konferans salonunda haberleĢmek isteyen 
gruplar da kablosuz ağ arayüz kartlarını kullanarak tasarsız ağ oluĢturabilirler. 
KiĢisel alan ağları uygulamalarında ise hareketli ve hareketsiz cihazlar tasarsız olarak 
örneğin bir ev ağı oluĢturabilirler. Tüm uygulama alanlarının yönlendirme 
protokollerinden kendilerine has istekleri ve ihtiyaçları vardır. Duyarga ağ 
uygulamaları minimum enerji tüketimi isterken konferans uygulamaları -gerçek 
zamanlı uygulamalar- servis kalitesine önem vermektedirler. Tasarsız ağların daha 
karmaĢık uygulamalarda kullanılmasıyla, servis kalitesine (QoS) olan ihtiyaç 
artmaktadır. Bu ağların askeri alanlarda kullanılması ise güvenlik gereksinimlerini 
ortaya çıkarmıĢtır.     
2.1 Tasarsız Ağ Yönlendirme Protokolleri 
Tasarsız ağlarda çok adımlı iletiĢim yapılması bir yönlendirme protokolü kullanımını 
gerektirmektedir. Etkin yönlendirme yapılması bu ağlar için en önemli noktalardan 
biridir. Tasarsız ağlarda kullanılan birçok yönlendirme protokolü vardır. Bir tasarsız 
ağ yönlendirme protokolü aĢağıda anlatılan özelliklere [14] sahip olmalıdır. Bunlar: 
 Döngü oluĢmaması: Paketlerin döngü oluĢturması varıĢa hiç gidememelerine 
sebep olabilir. 
 Dağıtık kontrol: Merkezi yönlendirmede yönlendirme kararlarını veren 
düğümün tıkanması ve devre dıĢı kalması tüm sistemin çalıĢamaz hale 
gelmesine sebep olur. 
 Hızlı yönlendirme: Yönlendirme kararı ne kadar hızlı verilirse paket varıĢa o 
kadar çabuk iletilir. 
 Topoloji değiĢimlerine yerel reaksiyon: Ağın bir kısmında oluĢan topoloji 
değiĢimleri diğer bölümlerin yönlendirmelerinde minimum değiĢikliğe yol 
açmalıdır. Bu durum protokolün ölçeklenebilirliğini göstermektedir. 
 Alternatif yolların varlığı: Düğümlerin hareketliliğinden ötürü bazı yollar 
bozulduğunda paketlerin iletimi için alternatif yollar bulunabilmelidir.  
 Etkin güç kullanımı: Protokol yükü dağıtmaya çalıĢmalıdır. Aksi halde gücü 
sone erip kapanan düğümler topolojiyi parçalayarak düğümleri eriĢilmez 
kılabilir. 
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 Tek yönlü bağlantı desteği: Çift yönlü bağlantıların yanında tek yönlülerin de 
dikkate alınması daha etkili bir yönlendirme sağlar. 
 Güvenlik: Güvenliğin önemli olduğu uygulamalarda kimlik doğrulama ve 
Ģifreleme yapılmalıdır.  
 QoS: Yönlendirme protokolü servis kalitesini hesaba katmalıdır. Kaynak 
varıĢ arası gecikme ve veri debisi gerçek zamanlı uygulamalar için 
saptanmalıdır. 
2.1.1 Yönlendirme Protokollerinin Sınıflandırılması 
Tasarsız ağlarda farklı faktörleri göz önüne alan çok sayıda yönlendirme protokolü 
kullanılmaktadır. Kullanılacak protokolün seçimi gerçekleĢtirilecek uygulamaya 
bağlıdır. Örneğin askeri bir uygulamada kullanılacak bir protokol konferans sistemi 
için kullanılacak bir protokolle aynı gereksinimlere sahip değildir. Bu nedenle 
protokol seçilirken yapılacak uygulamanın kısıtları ve gereksinimleri göz önüne 
alınmalıdır. Yönlendirme protokolleri  temel olarak iki Ģekilde sınıflandırılmaktalar: 
[15] 
Düz ve HiyerarĢik 
HiyerarĢik yönlendirme protokollerinde [16] düğümler gruplanarak küme 
oluĢtururlar. Her kümenin bir küme lideri vardır. Düğümler arasında oluĢturulan 
hiyerarĢik yapı ile kimi düğümler yönlendirici olarak, kimileri uç sistemler olarak 
kullanılırlar. Düz yönlendirme protokollerinde ise tüm düğümler yönlendirici olarak 
görev yaparak paketleri iletirler.   
Düz yönlendirme protokollerinde her hangi bir düğümün çalıĢmaz hale gelmesi ağın 
çalıĢmasını engellemez. HiyerarĢik protokollerde bir küme liderinin bozulması o 
kümenin ulaĢılamaz hale gelmesine sebep olur. Düz protokollerde de 
ölçeklenebilirlik sorunu vardır. Ağ büyüdüğünde yönlendirme masrafları hızla 
artacaktır. HiyerarĢik protokoller daha kolay yönetilebilirler. 
Proaktif ve Reaktif 
Proaktif yönlendirme protokollerinde her düğüm yönlendirme tablosunda  ağdaki 
tüm düğümler için bir sonraki adım bilgisini tutmalıdır. Böylece her iki düğüm 
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arasında her zaman bir yol mevcuttur. Geleneksel uzaklık vektörü ve bağ durumu 
yönlendirme protokolleri proaktiftir. Bu protokoller periyodik kontrol mesajları 
göndererek topoloji bilgilerini güncel tutarlar. Bu durum güç ve sınırlı bant geniĢliği 
gibi kaynakların özellikle düğüm hareketliliğinin artmasıyla hor kullanımına neden 
olur. Ağda tıkanıklık oluĢumuna da sebep olabilir. Proaktif protokollerin avantajı 
yönlendirme tabloları her zaman güncel olduğundan paket göndermeden önce oluĢan 
gecikmelerin minimum olmasıdır. Proaktif protokollerden bazıları Destination 
Sequenced Distance Vector (DSDV), Fisheye State Routing (FSR) [17], Optimized 
Link State Routing Protocol (OLSR)’dür. [18] 
Reaktif protokoller ise sadece iki düğüm arasında iletiĢim kurmak gerektiğinde 
kullanılırlar. ĠletiĢim ihtiyacı duyulduğunda yol keĢif süreci baĢlatılarak kaynaktan 
varıĢa olan yol bulunur. Bu protokollerde tüm düğümlere olan yol bilgisini tutmaya 
gerek yoktur. Periyodik kontrol mesajlarına da ihtiyaç olmadığından bant geniĢliği 
daha az harcanır. Güç daha tasarruflu kullanılır ve yol bakımı daha etkindir. Ancak 
yol bulma süreci belli bir gecikmeye sebep olacaktır. Ayrıca düğüm sayısı çok 
yüksekse ve aktif düğüm sayısı da fazlaysa ölçeklenebilirlik problemi ortaya çıkar. 
Bu protokollerin bir diğer adı da isteğe bağlı protokollerdir.  [14] 
Proaktif ve reaktif protokollerin iyi noktalarını birleĢtiren hibrit protokoller de 
mevcuttur. Zone Routing Protocol (ZRP) [5] hem reaktif hem de proaktif bir 
protokoldür. Düğümler belli bir bölge içinde proaktif olarak tüm yol bilgilerini 
tutarlar. Bölge dıĢındaki düğümlerle olan iletiĢim ise reaktif olarak sağlanır. 
Tasarsız ağlarda en çok kullanılan reaktif protokoller olup bu tez çalıĢmasında da 
yararlanılan DSR ve AODV protokolleri aĢağıda açıklanmaktadır. 
2.1.2 DSR (Dynamic Source Routing) Protokolü 
DSR [6] tasarsız ağlarda kullanılan, yol değiĢimlerine kolay adapte olabilen reaktif 
bir kaynak yönlendirme protokolüdür. Protokolün reaktif olması sadece iletiĢim 
kurmaya ihtiyacı olduğu zaman yol isteğinde bulunması,  iletiĢimde bulunmadığı 
düğümlere ait yol bilgisi tutmaması demektir.  Kaynak yönlendirme protokollerinde 
tüm paketler baĢlıklarında paketin geçmesi gereken düğüm listesini tutarlar. Paket 
hedefe vardığında yol bilgisi paketin içinde hazırdır. Bu nedenle ara düğümlerde 
 8 
periyodik yayın yapılmasına ve güncel yol bilgilerinin takibine gerek yoktur. Bu 
durum ağ bantgeniĢliğinin etkin kullanılmasını, güç tüketiminin azaltılmasını sağlar. 
Ayrıca paketi alan her düğüm yol bilgisini öğrenerek yol cebine ekleyebilir. Yol 
bulma süreci güç ve bantgeniĢliği açısından yüksek maliyetli bir süreç olduğundan 
bu büyük bir avantajdır. Ancak paketler kaynaktan varıĢa olan yol üzerindeki tüm 
düğümlerin adreslerini içerdiklerinden paket boyutları büyüktür ve bu durum trafiğe 
ayrıca yük getirecektir. DSR protokolü yol değiĢimlerinin farkedilmesinde MAC 
katmanından destek alır. 
Bir kaynak düğüm (S) bir hedef düğüm (D) ile haberleĢmek istediğinde yol isteği 
(RREQ) paketi yayınlar (ġekil 2.1). Yol isteği paketi kaynak düğüm adresini, hedef 
düğüm adresini, istek numarasını ve yol keĢfi sırasında paketin geçtiği tüm 
düğümlerin sıralı adresini tutan yol kaydını içermektedir.  
 
ġekil 2.1 :  Yol kaydının yol keĢfi ile oluĢturulması 
Düğümler aynı yol istek paketlerini farkedebilmek için <kaynak düğüm adresi, istek 
numarası> ikililerini saklarlar.  Bir düğüm yol istek paketi alınca bu yol isteğini 
önceden görüp görmediğini anlamak için <kaynak düğüm adresi, istek numarası> 
listesine bakar. Eğer istek listede varsa bu paket tekrardır ve değerlendirilmeden 
atılır. Düğümün kendi adresi yol kaydının içinde yer alıyorsa bu paket önceden 
değerlendirilmiĢtir ve paket atılır. Eğer yol isteğinin hedefi düğümün kendisiyse 
paketin yol kaydı kaynağa olan yolu içermektedir. Yol bilgisi düğümün yol cebine 
kaydedilir. Ġstek paketinin bir kopyası çıkarılır ve aynı yol üzerinden cevap paketi 
(RREP) olarak kaynağa döndürülür (ġekil 2.2). Alternatif olarak hedef düğüm 
kaynak düğüme olan yolu kendisi bulmak isteyebilir. Bu durumda RREQ tekrarlarını 
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önlemek için RREQ paketini RREP paketine bindirerek (piggybacking) gönderebilir. 
Bu teknik özellikle tek yönlü yollarda tercih edilir. Düğüm hedef düğüm olmamakla 
beraber yol cebinde hedefe yolu varsa paketin yol kaydına önce kendi adresini sonra 
da cepteki yolu ekler ve bu paketi cevap olarak kaynağa döndürür. Düğüm hedef 
düğüm değilse ve yol cebinde de hedefe herhangi bir yol mevcut değilse kendi 
adresini yol kaydına ekler ve istek paketini tekrar yayınlar.  
 
ġekil 2.2 :  Yol kaydını içeren RREP paketinin kaynağa iletilmesi 
Herhangi bir yol isteği, yol cevap ya da veri paketini duyan veya ileten düğüm 
paketteki yol kayıt bilgisini yol cebine ekleyebilir. Bu sayede ilgili düğümlere yol 
isteği olduğunda yeni bir yol keĢfi süreci baĢlatmak yerine cepteki yolu kullanabilir.  
DSR [6] protokolünde yol değiĢimlerini farketmek için periyodik mesajlar 
göndermeye gerek duyulmamaktadır. Kaynaktan hedefe olan yol bir düğümün 
kapsama alanından çıkmasıyla ya da çalıĢmaz hale gelmesiyle bozulduğunda bu 
durum alındı mesajlarının (MAC seviyesinde) takibiyle veya ağ arayüz kartı tüm 
paketleri alacak kipte çalıĢtırılarak komĢunun paketlerinin dinlenmesiyle farkedilir. 
Bu durumu farkeden düğüm kaynak düğümü yol hata paketi (RERR) göndererek 
uyarır. Kaynak düğüm cebinden bu yolla ilgili kayıtları çıkarır ve trafik sona 
ermediyse yeni bir yol keĢif süreci baĢlatır.   
DSR protokolünde yönlendirme kararları her adımda verilmeyip tek düğümde 
verildiğinden döngü oluĢmaz. Protokol kaynak yönlendirme yaptığından güncel 
yönlendirme bilgilerini tutmaya, periyodik kontrol mesajları yollamaya gerek 
kalmaz. Kontrol mesajlarının gönderilmemesi ve alınmaması düğümün gücünü 
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korur. ĠletiĢimde bulunmadığı zamanlar düğüm uyku kipine geçebilir. Düğümlerin 
her aldığı paketteki yol bilgisini öğrenmeleri de büyük bir avantajdır ve yönlendirme 
maliyetini azaltır. Ancak pakette tutulan yol kaydı adım sayısı arttıkça daha da 
büyür. Düğümlerin ağ arayüz kartlarının tüm paketleri dinleyecek Ģekilde çalıĢmaya 
ayarlanabilmeleri ise güvenlik açısından büyük riskler doğurur. Tüm paketlerin IP 
adreslerine bakılmaksızın dinlenmesi saldırganlara bu paketlerde taĢınan gizli 
bilgileri kolayca ele geçirme Ģansı verir. Bu durumda veri paketleri Ģifrelenebilir ve 
IPSEC protokolü kullanılabilir. 
DSR protokolü tek yönlü bağlantıları desteklemektedir. Bu nedenle, MAC protokolü 
desteği oldukça, DSR protokolü tek yönlü bağlantılar içeren ağlar için çok uygundur.  
2.1.3 AODV (Ad hoc On-demand Distance Vector ) Protokolü 
AODV [7] keĢif paketlerini sadece gerektiği zaman yayan, topoloji değiĢimlerini 
sadece komĢulara bildiren dinamik ve reaktif bir yönlendirme protokolüdür. 
Protokolün reaktif olması sadece yol ihtiyacı olduğunda yol isteğinde bulunması ve 
iletiĢimde bulunmadığı düğümlere olan yolları tutmaması anlamına gelir. AODV, 
Dinamik Kaynak Yönlendirmesi (DSR) protokolünün yol keĢif ve yol bakım, VarıĢ 
Sekanslı Uzaklık Vektörü (DSDV) protokolünün sekans numarası ve düğümden 
düğüme yönlendirme mekanizmalarını kullanır. DSR’deki gibi kaynak yönlendirme 
yapmak yerine ara düğümlerde dinamik olarak tutulan yönlendirme tabloları kullanır. 
Böylece büyük ağlarda veri paketlerinde tüm kaynak yolunu tutmaktan kaynaklanan 
sıkıntı aĢılmıĢ olur. AODV bu iki protokolün baĢarılı özelliklerini birleĢtirerek 
bantgeniĢliğini daha etkin kullanan, topolojik değiĢikliklere duyarlı ve döngülerden 
arındırılmıĢ bir protokoldür. Sekans numaraları yolun ne kadar taze olduğunu 
gösterir. 
AODV protokolünde her düğüm iletiĢimde bulunduğu diğer düğümlere olan yol 
bilgilerini bir yönlendirme tablosunda tutar. Bu tablonun her satırında aĢağıdaki 
bilgiler tutulur: 
 VarıĢ adresi: ĠletiĢimde bulunulan düğümün adresi 
 VarıĢ sekans numarası: Ġlgili yolun varıĢ sekans numarası 
 Bir sonraki adım: Paketleri varıĢa iletmek için kullanılan bir sonraki düğüm 
 Adım sayısı:  Kaynaktan varıĢa olan yol üzerindeki düğüm sayısı 
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 Ömür: Yolun geçerli olacağı süre (milisaniye) 
 Yayın no: Yol keĢif sürecine özgü bir sayı 
 Yönlendirme bayrakları: Yolun durumunu belli eder: kullanılıyor, 
kullanılmıyor, bozuk, vs 
Bir S kaynak düğümü baĢka bir düğümle D haberleĢmek istediğinde yol istek paketi 
(RREQ) yayınlayarak yol bulma sürecini baĢlatır.  RREQ paketi aĢağıdaki gibidir: 
RREQ   <source_addr, source_sequence #, broadcast_id, dest_addr, dest_sequence #,  
     hop_cnt > 
RREQ paketleri kaynak adresi (source_addr) ve yayın no (broadcast_id) ile ayırt 
edilir. Kaynak her yeni RREQ gönderdiğinde yayın no artırılır. Kaynak sekans 
numarası (source_sequence #) kaynağa olan geri yolun tazeliğini gösterir. VarıĢ 
sekans numarası (dest_sequence #) varıĢa olan yolun kaynak tarafından kabul 
edilmesi için ne kadar taze olması gerektiğini gösterir. 
RREQ paketini alan bir düğümün yönlendirme tablosunda varıĢ için bir yol yoksa 
RREQ paketi yayınlanır ve kaynağa geri yol kurulur (ġekil 2.3). Geri yol kurulurken 
kaynak için yönlendirme tablosuna bir kayıt eklenir.  
 
ġekil 2.3 :  AODV protokolünde ileri ve geri yol kurulumu 
RREQ paketini varıĢa yolu olan bir düğüm aldığında yönlendirme tablosuna bakılıp 
gelen paketteki ve tablodaki varıĢ sekans numaraları karĢılaĢtırılarak yolun taze olup 
olmadığına karar verilir. Eğer paketin sekans numarası RREQ paketindekinden daha 
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büyükse ya da sekans numaraları eĢitse ve adım sayısı daha küçükse bu RREQ daha 
önce değerlendirilmediyse pakete cevap verilir. Yol cevap paketi (RREP) aĢağıdaki 
gibidir: 
RREP   <source_addr, dest_addr, dest_sequence #, hop_cnt, lifetime > 
Pakete cevap verilirken önceden kurulmuĢ olan geri yol izlenir. RREP paketini alan 
her düğüm RREP paketini aldığı komĢunun adresini ve en son varıĢ sekans 
numarasını kaydederek ileri yönde yol kurar (ġekil 2.3). Yönlendirme tablosunun 
varıĢ ve kaynakla ilgili kayıtlarının sona erme sürelerini de günceller. Eğer düğüm 
yeni RREP paketleri alırsa, ancak yeni RREP daha taze ya da aynı tazelikte ve daha 
az adım sayılı ise tablosunu günceller. Kaynak düğüm ilk RREP paketini alır almaz 
varıĢa veri paketlerini iletmeye baĢlar, zaman içinde daha iyi bir yol öğrenirse bu 
yolu bırakıp diğer yolu kullanmaya baĢlar. 
Kaynak varıĢ için yol ararken geniĢleyen halka araması tekniğini kullanarak yayılan 
RREQ paket sayısını sınırlandırır. Bu teknik IP baĢlığındaki TTL (yaĢam süresi) 
parametresinin kontrolüyle uygulanmaktadır. Ġlk RREQ paketinin yaĢam süresi 
TTL_START değeriyle baĢlatılır. Bu değer paketin kaç adım uzağa iletileceğini 
belirler. Yani paket kaynaktan TTL uzaktaki düğüme kadar gidebilir. Eğer kaynak 
herhangi bir RREP alamazsa yaĢam süresini TTL_INCREMENT kadar artırarak 
RREQ paketini tekrar yayınlar. RREP paketi alınana ya da yaĢam süresi 
TTL_THRESHOLD değerine varana kadar bu süreç devam eder. Eğer yaĢam süresi 
TTL_THRESHOLD değerine vardıysa TTL’e NET_DIAMETER değeri atanarak 
tüm ağ çapında bir arama yapılır. Ağ çapında arama yapıldığı halde hala RREP 
alınamıyorsa kaynak RREQ_RETRIES kez tekrar arama yapabilir.  
Bir düğüm bir sonraki düğüme eriĢemez olurca ilgili düğüm daha yüksek yayın no ve 
sonsuz (∞) adımlı bir RREP paketi hazırlayarak tüm aktif komĢulara iletir. BozulmuĢ 
yol bilgisini alan kaynak düğümler yol keĢif iĢlemini tekrar baĢlatırlar. 
Düğümler yerel bağlılığı korumak için iki yol izlerler. Düğümler herhangi bir yayın 
mesajı aldıklarında yayını yapan komĢularını yerel bağlılık bilgilerine eklerler. Her 
düğüm paket yayını yapmasa da periyodik olarak aktif komĢularına yaĢam süresi 
(TTL) 1 olan HELLO mesajı yollar. Bunu alan komĢular yerel bağlılık bilgilerini 
güncellerler. Yeni bir komĢudan HELLO mesajı almak ya da belli bir komĢudan 
ardarda belli bir sayıda HELLO mesajı alamamak yerel bağlılık bilgisinin değiĢtiğini 
gösterir. 
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AODV protokolü çoklu yayın (multicast) yönlendirmesi de yapabilir. AODV 
protokolü reaktif olduğundan uzaklık vektörü ve bağ durumu gibi klasik yönlendirme 
protokollerine göre çok daha az sayıda yönlendirme mesajına gerek duymaktadır. 
Kullanılan sekans numaraları döngü oluĢumunu engellemektedir. Ancak ağ parçalı 
bir hale gelirse sekans numaraları senkronluklarını kaybedebilir ya da sekans 
numaraları baĢa sarabilir.  
AODV protokolü her varıĢ için tek yol bilgisi tutmaktadır. Oysa varıĢlar için birden 
fazla yol tutulsa yollardan biri bozulduğunda alternatif yol iletiĢimin devam etmesini 
sağlayacaktır. Protokol HELLO mesajlarını IP seviyesinde kullanmaktadır, yani 
protokolün çalıĢması için veri bağı katmanının desteğine ihtiyaç yoktur. Ancak bu 
durum HELLO mesajlarının ağa ek bir yük getirmesine sebep olmaktadır.  
AODV protokolü sadece çift yönlü bağlantı sağlamaktadır. Her RREQ alan düğüm 
paketi aldığı komĢuya bir geri yol kurmakta ve RREP bu yol üzerinden 
gönderilmektedir. Protokolün tek yönlü bağlantıları da sağlaması bu bağlantıların da 
kullanımıyla protokole iyileĢtirme sağlayacaktır.  
2.1.4 AODV ve DSR Protokollerinin KarĢılaĢtırılması 
AODV ve DSR yönlendirme protokollerinin bir kaç ortak özellikleri olsa da iĢleyiĢ 
olarak oldukça farklıdırlar. Bu farklılıklar [19] protokollerin performanslarına da 
yansımaktadır. Ġki protokol de sadece veri iletiĢimi yapacakları zaman yol keĢif 
sürecini baĢlatırlar. Yol keĢif süreci her ikisinde de yol isteği ve yol cevap paketleri 
ile gerçekleĢtirilir. Yol bilgisi AODV protokolünde yönlendirme tablolarında, 
DSR’de ise yol cebinde tutulur.  
DSR kaynak yönlendirmesi yaptığından düğümler AODV’e göre daha fazla 
yönlendirme bilgisine sahiptir. Tek bir yol keĢif süreciyle hem varıĢa hem de tüm ara 
düğümlere olan yol bilgisi elde edilebilir. Bu nedenle AODV protokolünde çok daha 
fazla sayıda yol keĢif süreci baĢlatmak gerekir. 
DSR protokolünde varıĢ kendine gelen tüm yol istek paketlerine cevap verdiğinden 
kaynak varıĢ için alternatif birçok yol bilgisi elde eder. Bu durumda en kısa yol tercih 
edilir ve bu yol koparsa alternatif yollardan biri tercih edilir. Böylece yol keĢif süreci 
sayısı azalarak yol isteklerinin oluĢturacağı ağ yükü hafifler. Ancak yol cevap 
paketleri de ağa yük getirebilir. 
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AODV protokolü ilk gelen istek paketine cevap verip diğerleriyle ilgilenmez. 
Yönlendirme tablosunda da her varıĢ için tek kayıt tutar. 
DSR protokolünde cepteki kullanılmayan kayıtların çıkarılması için özel bir yöntem 
bulunmadığından cep çabuk kirlenir. AODV protokolünde ise her zaman taze olan 
yol seçilir ve yönlendirme tablosundaki kayıtlar kullanılmıyorsa kayıt tablodan 
çıkarılır. 
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3. HAREKETLĠ TASARSIZ AĞLAR ĠÇĠN ÖNERĠLEN YÖNLENDĠRME 
TEKNĠĞĠ 
Mevcut tasarsız ağ yönlendirme protokolleri bir grup hareketli düğümün merkezi bir 
nokta ya da altyapı olmadan haberleĢmelerini sağlarlar. Oysa klasik bir kablosuz 
ağda tüm düğümler hareketli olmak zorunda değildir. Ağdaki bazı düğümler sabit 
olup hareketli düğümlerin iletiĢimini kolaylaĢtıracak Ģekilde yerleĢtirilmiĢ olabilir. 
Bu ağlarda sabit düğümler üzerinden iletiĢim kurmayı tercih eden bir yönlendirme 
protokolü, kurulan yollar daha düĢük olasılıkla bozulacağından daha güvenilir 
olacaktır. Kurulan bir yol bozulduğunda kaynak düğüm yönledirme hata mesajı alana 
dek paket göndermeye devam edecektir. Bu durumda yolların daha az sıklıkla 
bozulması paket iletim oranını artıracak, düĢen paket sayısını azaltacaktır. Bozulan 
yolların tekrar kurulması oldukça fazla zaman aldığından uçtan uca paket 
gecikmeleri de azalacaktır. Eğer sabit düğümler daha güçlü cihazlardan seçilirse, 
topoloji daha kararlı ve daha uzun ömürlü olacaktır. Sabit düğümlerin seçilmesi 
yolların uzamasına sebep olabileceğinden adım sayısı için bir eĢik değer belirlenecek 
ve bu değerin aĢılmaması sağlanacaktır.  
Bu teknik DSR ve AODV yönlendirme protokollerine uygulanarak M-DSR ve M-
AODV olmak üzere iki yeni protokol önerilmiĢtir. 
3.1 M-DSR (Mobility Aware – Hareket Bilinçli  DSR) Protokolü 
DSR protokolü kaynak yönlendirme yapan, alternatif yollardan en kısa olanını seçen 
bir tasarsız ağ protokolüdür.  Önerilen M-DSR protokolü ise ağdaki sabit düğümleri 
göz önüne alarak yollardan en az sayıda hareketli düğüme sahip olanı seçerek 
yönlendirmeyi sabit düğümler üzerinden yapmaya çalıĢmaktadır.  
3.1.1 M-DSR Paket Yapısı 
DSR paket baĢlığı [20] ġekil 3.1’de gösterilen 4 byte’lık sabit bir bölümden ve onu 
izleyen değiĢken uzunlukta opsiyonlar bölümünden oluĢmaktadır. BaĢlığın opsiyonu 







ġekil 3.1 :  DSR Paket baĢlığı 
M-DSR protokolünde DSR RREQ opsiyonu sabit düğüm sayısı parametresi ilave 
edilerek kullanılır. Bu parametre istek paketi yol kaydında bulunan adreslerden kaç 












ġekil 3.2 :  M-DSR RREQ baĢlığı 
M-DSR protokolünde DSR RREP opsiyonu sabit düğüm sayısı parametresi ilave 
edilerek kullanılmaktadır. Bu parametre yol cevabında yer alan düğümlerden kaç 
tanesinin sabit olduğunu göstermektedir. M-DSR RREP opsiyonu aĢağıda 
verilmiĢtir. 
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ġekil 3.3 :  M-DSR RREP opsiyonu 
3.1.2 M-DSR Protokolünün ĠĢleyiĢi 
DSR protokolünde <kaynak adresi, istek no> çiftlerini tutan istek listesi M-DSR 
protokolünde <kaynak adresi, istek no, hareketli düğüm sayısı> üçlülerini tutacak 
Ģekilde geliĢtirilmiĢtir. M-DSR protokolünde bir kaynak düğüm baĢka bir düğümle 
haberleĢmek istediğinde yol istek (RREQ) paketi yayınlar. Bir ara düğüm RREQ 
paketini alınca önce istek listesine bakarak bu paketi daha önceden görüp 
görmediğine karar verir. Paket kaynak adresi ve istek no çifti listedeyse RREQ paketi 
yol kaydındaki düğüm adresi sayısından sabit düğüm sayısı çıkarılarak yol kaydında 
yer alan hareketli düğüm sayısı hesaplanır. Eğer RREQ paketinin hareketli düğüm 
sayısı listedeki hareketli düğüm sayısından çoksa önceden alınmıĢ RREQ paketinin 
daha iyi bir yol içerdiğine karar verilerek paket düĢürülür. RREQ paketindeki yol 
daha iyi bir yolsa (daha az sayıda hareketli düğüm içeriyorsa) paket istek listesine 
eklenir.  














RREQ paketini alan düğümün yol cebinde isteğin hedef adresine bir yolu varsa 
düğüm önce kendi adresini, kendi adresinin peĢine de cebindeki varıĢa olan yolu 
ekler. Ġstek paketini yol cevap (RREP) paketine çevirir. Eğer sabit bir düğümse 
RREP paketinin sabit düğüm sayısını 1 artırır. Cebinden eklediği yol bilgisinde sabit 
düğüm varsa onların sayısını da RREP paketinin sabit düğüm sayısı parametresine 
ekleyerek kaynağa RREP paketini döndürür. 
Yol isteği alan paketin yol cebinde varıĢa bir yolu yoksa kendi adresini RREQ’in yol 
kaydının sonuna ekler. Sabit bir düğüm ise sabit düğüm sayısı parametresini 1 artırır 
ve RREQ paketini yayınlar. 
Hedef düğüm RREQ paketi aldığında yol istek tablosuna bakarak bu yol isteğini 
daha önceden görüp görmediğini inceler. Gördüyse ilgili isteğin hareketli düğüm 
sayısıyla listedeki kaydın hareketli düğüm sayısını karĢılaĢtırır. Ġsteğin daha çok 
hareketli düğümü varsa RREQ paketi atılır. Aksi halde istek listeye eklenir. Hedef 
düğüm kendi adresini yol kaydının sonuna ekleyerek kaynağa RREP paketi olarak 
döndürür. 
Kaynak düğüm RREP paketi aldığında yol cebine bakarak bu hedefe yolu olup 
olmadığını kontrol eder. Yolu varsa yol cebindeki yolun hareketli düğüm sayısıyla 
yol cevap paketindeki yol kaydının hareketli düğüm sayısını karĢılaĢtırır. Yol cebinin 
daha az hareketli düğümü varsa, cepteki yol daha iyi bir yoldur ve yol cevap paketi 
düĢürülür. Kaynağın cepte hedefe herhangi bir yolu yoksa cevap paketinin yol 
kaydını yol cebine ekler ve hedefe veri paketlerini bu yol üzerinden gönderir.  
M-DSR protokolünün ayrıntılı algoritması aĢağıda verilmiĢtir: 
function M-DSR 
{N is the set of nodes, Nf: fixed nodes, Nm: mobile nodes,  
       rc: route cache,    rl:request list} 
N = {Nf, Nm}      
Ni,j,k  N 
{ Ni sends data to Nj }   
Ni:  send_request(Packet p) 
Nk:  recv (packet p) 
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If p.dest = Nk  then    { the packet is for me } 
     If p->reply = TRUE  then   {a reply packet} 
         If rc has route to p.src then 
    If rc->route->mobile < p->route->mobile then 
     Drop p and return 
             add_to_rc(p.route) 
             send_data_packets() 
     If p->request = TRUE then    {a request packet} 
           If p is already in rl then 
             If rl->mobile  <  p->route->mobile then 
        Drop p and return 
         Add_to_rl(p) 
         Append_packet(Nk) 
         Send_reply(p)  
Else if p->request = TRUE then     {a request packet} 
      If p is already in rl then 
   If rl->mobile  <  p->route->mobile then 
    Drop p and return 
      Add_to_rl(p) 
If rc has route to p.dest then 
   Append_packet(Nk)  
   Append_packet(rc->route) 
   if Nk Nf   then 
    p->route->fixed ++ 
   Send_reply(p)  
      Else 
   Append_packet(Nk)  
   if Nk  Nf  then 
    p->route->fixed ++ 
             Send_request(p)  
Else 
      Forward(p) 
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3.2 M-AODV (Mobility Aware – Hareket Bilinçli  AODV) Protokolü 
AODV protokolü yönlendirme yaparken ilk gelen RREQ paketine cevap yollayarak 
en az tıkanık olan en taze yolu seçmeye çalıĢır. Önerilen M-AODV protokolü ise 
ağda sabit düğümler de olabileceğini göz önüne alarak yönlendirmeyi sabit düğümler 
üzerinden yapmaya çalıĢmaktadır.  
3.2.1 M-AODV RREQ Paketi 
M-AODV protokolünde yol isteği paketi AODV’nin RREQ paketine yeni 
parametreler ilave edilerek kullanılmaktadır [21]. ġekil 3.4 geniĢletilmiĢ RREQ 
paketini göstermektedir. 
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ġekil 3.4 :  M-AODV protokolünün RREQ paket formatı 
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Sabit düğüm sayısı parametresi istek paketi ilerlerken oluĢan yolda kaç tane sabit 
düğüm olduğunu gösterir. 
Sabit düğüm listesi ise yol üzerindeki sabit düğümlerin IP adreslerini tutar. Bu liste 
sabit düğümlerin aynı istek paketlerini değerlendirerek döngü oluĢturmalarını 
engellemek için tutulmaktadır. 
3.2.2 M-AODV RREP Paketi 
M-AODV protokolü AODV protokolünün RREP paketine sabit düğüm sayısı 
parametresini ilave ederek kullanmaktadır. GeniĢletilmiĢ RREP paketi ġekil 3.5’de 
gösterilmektedir. 
0 8  10                     19 24                     31 
TĠP R A SAKLI ÖNEK BOYU ADIM SAYISI 
VARIġ IP ADRESĠ 
VARIġ SEKANS NUMARASI 
KAYNAK IP ADRESĠ 
YAġAM ÖMRÜ 
SABĠT DÜĞÜM SAYISI 
ġekil 3.5 :  M-AODV protokolünün RREP paket formatı 
Sabit düğüm sayısı RREP paketinin kaynağa doğru ilerlerken izlediği yoldaki düğüm 
sayısını gösterir.  
3.2.3 M-AODV Yönlendirme Tablosu 
AODV protokolünde her düğüm iletiĢimde bulunduğu diğer düğümlere olan yol 
bilgilerini bir yönlendirme tablosunda tutar. 2.1.3 AODV (Ad hoc On-demand 
Distance Vector ) Protokolü bölümünde ayrıntılı olarak anlatıldığı gibi tablonun her 
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satırında varıĢ adresi, varıĢ sekans numarası, bir sonraki adım, adım sayısı, yol ömrü, 
yayın no ve yönlendirme bayrakları tutulmaktadır. M-AODV bu tabloyu korumakla 
beraber tabloya sabit düğüm sayısı parametresini eklemektedir. Bu parametre her 
satırda belirtilen yolun kaç tane sabit düğüm sayısına sahip olduğunu göstermektedir. 
3.2.4 M-AODV Protokolünün ĠĢleyiĢi 
M-AODV protokolünde iki tip düğüm göz önüne alınmaktadır: Hareketli düğüm, 
sabit düğüm. Düğümler gelen yol istek paketlerini kendi tipini göz önüne alarak 
değerlendirirler. 
Bir kaynak düğüm baĢka bir düğümle haberleĢmek istediğinde RREQ paketi 
yayınlar. RREQ paketini alan düğüm yönlendirme tablosuna bakarak bu paketi daha 
önce alıp almadığını inceler. Eğer paketi önceden almıĢsa tabloda bu istek paketinin 
kaynağına olan yolu tutan bir satır vardır.  Düğüm gelen istek paketindeki adım 
sayısından sabit düğüm sayısını çıkararak bu yol üzerinde bulunan hareketli düğüm 
sayısını hesaplar. Yönlendirme tablosundaki yol kaydının hareketli düğüm sayısıyla 
yeni gelen RREQ paketinin hareketli düğüm sayısını karĢılaĢtırır. Yeni yol isteğinin 
hareketli düğüm sayısı tablodakinden daha büyükse ya da eĢit ve adım sayısı daha 
büyükse yeni gelen yol isteği daha kötü bir yol içermektedir. RREQ paketi atılır.  
Yönlendirme tablosunda RREQ kaynağına iliĢkin yol kaydı varsa ve bu yol kaydı 
gelen RREQ paketinden daha fazla ya da eĢit sayıda hareketli düğüme sahip olup 
adım sayısı daha fazlaysa veya gelen paketin yol isteğinin kaynak sekans numarası 
tablodakinden daha yüksekse RREQ paketinin adım sayısına bakılır. Eğer RREQ’in 
adım sayısı önceden belirlenmiĢ MAX_HOP_COUNT parametresini aĢtıysa yeni yol 
çok uzun bir yol olduğu için paket düĢmelerine sebep olabileceğinden paket atılır. 
Adım sayısı MAX_HOP_COUNT parametresini aĢmadıysa bu yol daha iyi bir 
yoldur ve yönlendirme tablosundaki kayıt RREQ paketine göre güncellenir.  
RREQ paketini alan düğüm sabit bir düğüm ise RREQ paketinin sabit düğüm 
listesinde kendi adresini arar. Eğer kendi adresi liste içinde varsa bu paket önceden 
değerlendirilmiĢtir. Döngü oluĢmasını engellemek için paket değerlendirilmeden 
atılır. Eğer bu kaynağa iliĢkin RREQ paketi daha önceden alınmadıysa yönlendirme 
tablosuna kaynağa olan yol bilgisini içeren bir satır eklenir ve kaynağa geri yol 
kurulur.  
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RREQ paketini alan düğüm varıĢ düğüm ise kaynağa RREP paketi döndürülür. 
Düğüm varıĢ düğümü olmamakla beraber varıĢa taze bir yolu varsa da kaynağa 
RREP paketi döndürülür. RREP paketini döndürmeden önce düğüm sabitse RREP 
paketinin sabit düğüm sayısını 1 artırır. Eğer RREQ alan düğüm ne varıĢsa ne de 
varıĢa yolu varsa RREQ paketini yayınlayacaktır. Bunu yapacak olan düğüm sabitse 
RREQ paketinin sabit düğüm sayısı parametresini 1 artırır ve kendi adresini sabit 
düğüm listesine ekleyerek RREQ paketini yayınlar. 
Bir düğüm yol cevap (RREP) paketi aldığında yönlendirme tablosunda varıĢa ait bir 
yol kaydı olup olmadığını kontrol eder.  Yoksa yönlendirme tablosuna varıĢ için yol 
bilgileri içeren bir kayıt ekler. RREP paketinin hareketli düğüm sayısı tablodaki 
varıĢa iliĢkin yol kaydının hareketli düğüm sayısından küçükse veya eĢit ve adım 
sayısı daha küçükse ya da RREP paketinin sekans numarası daha büyükse 
yönlendirme tablosu güncellenir. RREP paketini alan düğüm kaynaksa kurulan yol 
üzerinden veri paketlerini göndermeye baĢlar. Aksi halde RREP paketi yayınlanır. 
function M-AODV 
{N: set of nodes, Nf: fixed nodes, Nm: mobile nodes,  rt: route table} 
N = { Nf, Nm }      
Ni,j,k   N 
{ Ni sends cbr to Nj }   
Ni : send_RREQ(RREQ rq) 
Nk : recv_RREQ (RREQ rq) 
 If rq->src = Nk  then { I’ve sent this RREQ} 
  Drop rq and return 
 If Nk   Nf  &&  Nk   rq->fixed_node_list then 
  Drop rq and return 
 If seen rq before then 
  If  CONDITION then 
   Drop rq and return 
 else  
  add_route_table(rq->src) 
  set_reverse_route() 
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 If  !CONDITION  ||  rq->src_seq > rt->src_seq  then 
  If  rq->hop_cnt >MAX_HOP_CNT &&  
         rq->hop_cnt > rt->hop_cnt  then 
       Drop rq and return 
  update_route_table() 
 If  Nk = rq->dest then {RREQ is for me, Nk = Nj} 
    send_RREP() 
 else if Nk has a fresh route then 
  if Nk  Nf  then 
   rq->num(Nf)++ 
  send_RREP() 
 else if Nk has no route then 
  if Nk  Nf   then 
   rq->num(Nf) ++ 
   add Nk  to rq->fixed_node_list 
       forward_RREQ()  
Nk: recv_RREP (RREP rp) 
 If Nk has no route to dest in rt then 
  add_route_table(dest) 
 If rp->num(Nm) < rt->num(Nm) || (rp->num(Nm)= rt->num(Nm)  
    && rp->hop_cnt < rt->hop_cnt) ||  rp->src_seq > rt->src_seq then 
    update_route_table() 
 If rp->dest = Nk  then {RREP is for me, Nk = Ni} 
  send_cbr() 
 else forward_RREP() 
CONDITION: rq->num(Nm) > rt->num(Nm) || (rq->num(Nm) = rt ->num(Nm) &&  
rq->hop_cnt >= rt->hop_cnt)  
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4. SĠMÜLASYONLAR VE SONUÇLARI 
4.1 Kullanılan Simülasyon Aracı 
Tez çalıĢması için simülasyon aracı olarak Network Simulator (NS 2) [12] 
programının 2.27 sürümü kullanılmıĢtır. NS kullanılmasının sebebi kullanıcılara çok 
sayıda fonksiyon sunması, kablosuz ağları desteklemesi ve açık kaynak kodlu 
olduğundan protokol eklemeye, mevcut protokolleri değiĢtirmeye imkan vermesidir. 
NS 2 kablolu ve kablosuz ağ araĢtırmalarında kullanılan nesneye dayalı bir ayrık 
olay simülatörüdür. NS, TCP ve UDP protokollerini, FTP, Telnet, CBR, VBR gibi 
farklı trafik kaynaklarının davranıĢlarını ve yönlendirme protokollerinin kablolu ve 
kablosuz (yerel ve uydu) ağlarda simülasyonunu gerçekleĢtirebilir. Ayrıca çoklu 
yönlendirme protokollerini ve bazı MAC katmanı protokollerini de destekler. NS, 
C++ ve OTcl (TCL betik dilinin nesneye dayalı mimariye uyarlanmıĢ hali) 
programlama dilleri ile yazılmıĢtır. NS, komut ve konfigürasyon arayüzü olarak 
OTcl yorumlayıcısını kullanır. Protokoller C++ ile gerçeklenmiĢtir, bu nedenle daha 
hızlı çalıĢırlar. Simülasyonlar ise OTcl ile yazılır ve daha yavaĢ çalıĢırlar.  
Simülatörü kullanmak için OTcl bilmek yeterli iken simülatörü geliĢtirmek için her 
iki dilde de programlamaya hâkim olmak gerekmektedir. 
4.2 GerçekleĢtirilen Simülasyonlar 
Önerilen M-AODV ve M-DSR protokollerinin performanslarını orijinal AODV ve 
DSR protokolleri ile karĢılaĢtırmak için bir çok simülasyon gerçekleĢtirilmiĢtir. 
Simülasyonlar AMD Athlon 1.91 GHz iĢlemci, 512 MB RAM’li Linux Fedora Core 
2 iĢletim sistemine sahip bir bilgisayarda gerçekleĢtirilmiĢtir. 
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4.2.1 Simülasyon Senaryoları 
Protokollerin performanslarının karĢılaĢtırılması için üç farklı senaryo, 10 farklı 
hareket modeline göre simüle edilmiĢtir. Her senaryo için sonuçlar bu 10 hareket 
modeli sonucunun ortalaması alınarak değerlendirilmiĢtir. 
Tüm senaryolarda hareketli düğümler alana rastgele dağıtılmıĢtır. Sabit düğümler ise 
düzgün bir Ģekilde dağıtılmıĢlardır.  Sabit düğümlerin koordinatları Tablo 4.1’de 
verilmiĢtir.  
Tablo 4.1:  Sabit düğümlerin koordinatları (tüm senaryolar için) 
 Senaryo 1 Senaryo 2 Senaryo 3 
X Y Z X Y Z X Y Z 
Sabit düğüm 1 200 250 0 200 250 0 400 100 0 
Sabit düğüm 2 180 580 0 230 510 0 200 300 0 
Sabit düğüm 3 350 350 0 350 350 0 400 298 0 
Sabit düğüm 4 510 200 0 510 200 0 600 310 0 
Sabit düğüm 5    550 370 0 100 508 0 
Sabit düğüm 6    450 210 0 500 525 0 
Sabit düğüm 7    70 70 0 700 490 0 
Sabit düğüm 8       180 700 0 
Sabit düğüm 9       375 730 0 
Sabit düğüm 10       610 710 0 
 
Ġlk senaryo 4 sabit, 16 hareketli olmak üzere 20 düğümden oluĢmaktadır. Topoloji 
700*700 m’lik bir alana kurulmuĢtur.  Simülasyon süresi 60 sn dir. Senaryonun 
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topolojisi ġekil 4.1’de gösterilmektedir. Tüm topolojilerde FN ile etiketlendirilmiĢ 
düğümler sabit, MN ile etiketlendirilmiĢ düğümler hareketlidir. 
 
ġekil 4.1 :  Birinci senaryonun topolojisi (4 sabit, 16 hareketli düğüm) 
Ġkinci senaryo 7 sabit, 23 hareketli olmak üzere 30 düğümden oluĢmaktadır. Topoloji 
800*800 m’lik bir alana kurulmuĢtur. Simülasyon süresi 60 sn dir. Senaryonun 











ġekil 4.2 :  Ġkinci senaryonun topolojisi (7 sabit, 23 hareketli düğüm) 
Üçüncü senaryo 10 sabit, 30 hareketli olmak üzere 40 düğümden oluĢmaktadır. 
Topoloji 800*800 m’lik bir alana kurulmuĢtur. Simülasyon süresi 60 sn dir. 
Senaryonun topolojisi ġekil 4.3’te gösterilmektedir.  
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ġekil 4.3 :  Üçüncü senaryonun topolojisi (10 sabit, 30 hareketli düğüm) 
4.2.1.1 Hareket  Modeli 
Hareketli düğümler “random waypoint” modeline göre hareket etmektedirler. NS 
aracının düğüm hareket üreteci  “setdest” kullanılarak düğümlerin hareketlerini 
belirten hareket dosyaları oluĢturulur.  Setdest aracının kullanımı aĢağıdaki komutla 
gerçekleĢtirilir: 
./setdest [-n num_of_nodes] [-p pausetime] [-s maxspeed] [-t simtime]  [-x maxx] [-y 
maxy] > [outdir/movement-file]  
Hareket dosyası üretilirken ilgili senaryonun hareketli düğüm sayısı, maksimum hızı 
(20m/s), simülasyon süresi (60s), duraklama süresi ve topolojinin koordinatları 
verilir. Duraklama süresi düğümlerin hareket etmeden önce hareketsiz kaldığı 
süredir. Düğüm durakladıktan sonra dosyada belirtilen yöne hareket etmeye 
baĢlayacaktır. Her senaryo için 0, 10, 20, 30, 40, 50, 60 saniyelik duraklama 
süreleriyle yedi farklı tipte hareket dosyası değerlendirilecektir. Duraklama süresinin 
0s olması hareketli düğümlerin hiç durmadan hareket etmeleri anlamına gelir. 
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Duraklama süresinin 60s olması ise hareketli düğümlerin hiç hareket etmeyeceği 
durumdur. Düğümlerin ilk konumlarının ve hareketlerinin rastlantısal olması 
simülasyonların sonucunu etkilediğinden her duraklama süresi için 10 ayrı hareket 
dosyası üretilmiĢtir. Aynı senaryo 10 farklı hareket dosyasıyla simüle edilerek 10 
farklı sonuç alınmıĢtır. Sonuçlar değerlendirilirken her duraklama süresi için bu 10 
sonucun ortalaması alınarak simülasyon sonuçlarının rastlantısallıktan kurtulması 
sağlanmıĢtır. 
4.2.1.2 Trafik Modeli 
Simülasyonda kullanılacak rastlantısal trafik bağlantıları NS aracının trafik senaryo 
üreteci “cbrgen” ile üretilir. Üretecin kullanımı aĢağıdaki komutla olur. 
ns cbrgen.tcl [-type cbr|tcp] [-nn nodes] [-seed seed] [-mc connections][-rate rate] 
Trafik tipi olarak CBR (constant bit rate) trafiği seçilmiĢtir. –mc kurulacak 
maksimum bağlantı sayısı, -rate paket üretme hızı, -nn düğüm sayısı ve –seed 
rastlantısallık için kullanılan parametrelerdir. Kaynak-varıĢ düğümleri rastlantısal 
olarak seçilmekte ve eĢleĢtirilmektedirler. Kaynaklar ilk 7 saniye içinde trafik 
üretmeye baĢlarlar. Her üç senaryo için kullanılan trafik parametreleri Tablo 4.2’de 
verilmiĢtir. 
4.2.1.3 Parametreler 
Tüm senaryolarda kullanılan genel paramereler Tablo 4.2’de verilmiĢtir. 
Tablo 4.2:  Tüm senaryolar için kullanılan simülasyon parametreleri 
Parametreler Senaryo 1 Senaryo 2 Senaryo 3 
Düğüm sayısı 20 30 40 
Sabit düğüm sayısı 4 7 10 
Alan boyutu 700*700m 800*800m 800*800m 
Trafik tipi CBR CBR CBR 
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Paket gönderim hızı 1 paket/s 1 paket/s 1 paket/s 
Seed 1 1 1 
Maksimum bağlantı sayısı 8 15 20 
Trafik kaynağı sayısı 6 10 13 
Paket boyutu 512 Byte 512 Byte 512 Byte 
Maksimum hız 20m/s 20m/s 20m/s 
Duraklama süresi 0,10,20,..60s 0,10,20,..60s 0,10,20,..60s 
Simülasyon süresi 60 s 60 s 60 s 
 
AODV protokolüne özgü parametreler Tablo 4.3’de verilmiĢtir. 
Tablo 4.3:  AODV ve M-AODV parametreleri 






HELLO_INTERVAL 1 s 
ALLOWED_HELLO_LOSS 3 
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4.2.2 Performans Kriterleri 
Önerilen M-AODV ve M-DSR protokolleriyle orjinal AODV ve DSR 
protokollerinin performanslarının karĢılaĢtırılması için aĢağıdaki kriterler 
kullanılmıĢtır: 
 Paket alım oranı: Paket alım oranı varıĢlar tarafından alınan veri paketi 
sayısının kaynaklar tarafından üretilen veri paketi sayısına bölümünün yüzde 
olarak ifade edilmesidir. ĠletiĢimin verimi, düĢürülen paket miktarı ve sonuç 
itibariyle kullanılan yönlendirme protokolünün güvenilirliği hakkında bilgi 
sağlar.  
Paket alım oranı (%) = (alınan paket sayısı/ üretilen paket sayısı) *100 
 Ortalama uçtan uca gecikme: Uçtan uca gecikme bir veri paketinin varıĢ 
tarafından alındığı zamandan paketin kaynak tarafından üretildiği zamanın 
çıkarılmasıyla elde edilir. Gecikme, kuyrukta beklemeden, MAC 
seviyesindeki gecikmeden, iletim ve yayılım gecikmelerinden oluĢur.  
Gecikme servis kalitesi çin önemli bir parameter olduğundan kullanılan 
yönlendirme protokolünün güvenilirliği hakkında bilgi sağlar.  
 Normalize edilmiş yük: VarıĢ tarafından alınan veri paketi baĢına iletilen 
yönlendirme paketi sayısıdır.  
 Ortalama adım sayısı: ĠletiĢim sırasında veri paketlerinin geçtiği ortalama 
düğüm sayısıdır.  
Ortalama adım sayısının yüksek olması paket iletim süresinin de yüksek olması 
anlamına geldiğinden gecikme de doğal olarak yüksek olacaktır. Bu durumda 
paketlerin düĢme olasılığı artacak ve paket alım oranı da düĢecektir. 
4.3 Simülasyon Sonuçları 
Bu bölümde önerilen M-AODV ve M-DSR protokollerinin performansları 
simülasyon sonuçlarına göre AODV ve DSR protokolleriyle karĢılaĢtırılmaktadır. 
Her senaryo için 7 farklı duraklama süresiyle oluĢturulan 10 farklı hareket modeline 
göre simülasyon yapılmıĢtır.  
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4.3.1 Paket Alım Oranı 
Senaryo 1: ġekil 4.4 AODV ve M-AODV protokollerinin birinci senaryo için (sabit 
düğüm sayısı 4, hareketli düğüm sayısı 16) simülasyon boyunca paket alım oranını 
göstermektedir. AODV protokolü için paket alım oranı %94-99.8, önerilen M-
AODV protokolü için %95-100 arasındadır. M-AODV protokolü için paket alım 
oranı tüm simülasyon boyunca AODV’den daha yüksektir. Duraklama süresi arttıkça 
düğümlerin hareketliliği azalmakta ve paket alım oranı yükselmektedir.  
 
ġekil 4.4 :  AODV ve M-AODV paket alım oranı grafiği (senaryo 1) 
ġekil 4.5 DSR ve M-DSR protokollerinin simülasyon boyunca paket alım oranını 
göstermektedir. DSR için paket alım oranı %95-99.8, önerilen M-DSR protokolü için 
%96-100 arasındadır. M-DSR protokolü için paket alım oranı tüm simülasyon 
boyunca DSR’den daha yüksektir. Duraklama süresi arttıkça düğümlerin hareketliliği 




ġekil 4.5 :  DSR ve M-DSR paket alım oranı grafiği (senaryo 1) 
Senaryo 2: ġekil 4.6 AODV ve M-AODV protokollerinin ikinci senaryo için (sabit 
düğüm sayısı 7, hareketli düğüm sayısı 23) simülasyon boyunca paket alım oranını 
göstermektedir. AODV protokolü için paket alım oranı %97-99.5, önerilen M-
AODV protokolü için %99-100 arasındadır. M-AODV protokolü için paket alım 
oranı tüm simülasyon boyunca AODV’den daha yüksektir.  
 
ġekil 4.6 :  AODV ve M-AODV paket alım oranı grafiği (senaryo 2) 
ġekil 4.7 DSR ve M-DSR protokollerinin simülasyon boyunca paket alım oranını 
göstermektedir. DSR için paket alım oranı %93-99.5, önerilen M-DSR protokolü için 
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%95.5-99.5 arasındadır. M-DSR protokolü için paket alım oranı tüm simülasyon 
boyunca DSR’den daha yüksektir.  
 
ġekil 4.7 :  DSR ve M-DSR paket alım oranı grafiği (senaryo 2) 
Senaryo 3: ġekil 4.8 AODV ve M-AODV protokollerinin üçüncü senaryo için (sabit 
düğüm sayısı 10, hareketli düğüm sayısı 30) simülasyon boyunca paket alım oranını 
göstermektedir. AODV için paket alım oranı %93-100, önerilen M-AODV protokolü 
için %96-100 arasındadır. M-AODV protokolü için simülasyon boyunca paket alım 
oranı AODV’den daha yüksektir.  
 
ġekil 4.8 :  AODV ve M-AODV paket alım oranı grafiği (senaryo 3) 
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ġekil 4.9 DSR ve M-DSR protokollerinin simülasyon boyunca paket alım oranını 
göstermektedir. DSR için paket alım oranı %93-99.5, önerilen M-DSR protokolü için 
%94-99.8 arasındadır. M-DSR protokolü için paket alım oranı tüm simülasyon 
boyunca DSR’den daha yüksektir.  
 
ġekil 4.9 :  DSR ve M-DSR paket alım oranı grafiği (senaryo 3) 
M-DSR ve M-AODV protokollerinde yönlendirme sabit düğümler üzerinden 
yapılmaya çalıĢıldığından yollar daha uzun ömürlü olup daha az kopmaktadır. Yol 
koptuğunda kaynak bu durumu farkedene kadar veri paketi göndermeye devam 
edeceğinden paket kayıpları söz konusu olacaktır. Kurulan yolların daha az kopması, 
kopma esnasında kaybolan paket sayısının daha düĢük olmasını, paket alım oranının 
da daha yüksek olmasını sağlamaktadır.  
DSR ve AODV protokollerinin paket alım oranları karĢılaĢtırıldığında AODV’nin 
performansının daha iyi olduğu görülmektedir. 
4.3.2 Ortalama Uçtan Uca Gecikme  
Senaryo 1: ġekil 4.10 AODV ve M-AODV protokollerinin birinci senaryo için (sabit 
düğüm sayısı 4, hareketli düğüm sayısı 16) simülasyon boyunca ortalama uçtan uca 
gecikmesini göstermektedir. Uçtan uca ortalama gecikme AODV için 0.016-0.25 s 
arasında M-AODV için 0.015-0.21 s arasında değiĢmektedir. ġekilden de görüldüğü 




ġekil 4.10 :  AODV ve M-AODV ortalama uçtan uca gecikme grafiği (senaryo 1) 
ġekil 4.11 DSR ve M-DSR protokollerinin birinci senaryo için simülasyon boyunca 
ortalama uçtan uca gecikmesini göstermektedir. Uçtan uca ortalama gecikme DSR 
protokolü için 0.003-0.99 s arasında M-DSR protokolü için 0.002-0.81 s arasında 
değiĢmektedir. ġekilden de görüldüğü gibi DSR protokolü gecikmesi genel olarak 
M-DSR protokolünden daha yüksektir. 
 
ġekil 4.11 :  DSR ve M-DSR ortalama uçtanuca gecikme grafiği (senaryo 1) 
Senaryo 2:  ġekil 4.12 AODV ve M-AODV protokollerinin ikinci senaryo için (sabit 
düğüm sayısı 7, hareketli düğüm sayısı 23) simülasyon boyunca ortalama uçtan uca 
gecikmesini göstermektedir. Uçtan uca ortalama gecikme AODV için 0.024-0.042 s 
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arasında M-AODV için 0.02-0.029 s arasında değiĢmektedir. ġekilden de görüldüğü 
gibi AODV protokolü gecikmesi genel olarak M-AODV protokolünden daha 
yüksektir. 
 
ġekil 4.12 :  AODV ve M-AODV ortalama uçtanuca gecikme grafiği (senaryo 2) 
ġekil 4.13 DSR ve M-DSR protokollerinin ikinci senaryo için simülasyon boyunca 
ortalama uçtan uca gecikmesini göstermektedir. Uçtan uca ortalama gecikme DSR 
protokolü için 0.02-0.032 s arasında M-DSR protokolü için 0.018-0.027 s arasında 
değiĢmektedir. ġekilden de görüldüğü gibi DSR protokolü gecikmesi genel olarak 
M-DSR protokolünden daha yüksektir. 
 
ġekil 4.13 :  DSR ve M-DSR ortalama uçtan uca gecikme grafiği (senaryo 2) 
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Senaryo 3: ġekil 4.14 AODV ve M-AODV protokollerinin üçüncü senaryo için 
(sabit düğüm sayısı 10, hareketli düğüm sayısı 30) simülasyon boyunca ortalama 
uçtan uca gecikmesini göstermektedir. Uçtan uca ortalama gecikme AODV için 
0.035-0.1 s arasında M-AODV için 0.025-0.07 s arasında değiĢmektedir. ġekilden de 
görüldüğü gibi AODV protokolü gecikmesi genel olarak M-AODV protokolünden 
daha yüksektir. 
 
ġekil 4.14 :  AODV ve M-AODV ortalama uçtan uca gecikme grafiği (senaryo 3) 
ġekil 4.15  DSR ve M-DSR protokollerinin üçüncü senaryo için simülasyon boyunca 
ortalama uçtan uca gecikmesini göstermektedir. Uçtan uca ortalama gecikme DSR 
protokolü için 0.04-0.11 s arasında M-DSR protokolü için 0.03-0.051 s arasında 
değiĢmektedir. ġekilden de görüldüğü gibi DSR protokolü gecikmesi M-DSR 
protokolünden biraz daha yüksektir. 
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ġekil 4.15 :  DSR ve M-DSR ortalama uçtan uca gecikme grafiği (senaryo 3) 
Duraklama süresinin artması düğümlerin daha az hareket etmesi demektir. Düğümler 
daha az hareket ettikçe Ģekillerden de görüldüğü gibi topoloji daha kararlı hale 
gelecek ve tüm protokollerde ortalama uçtan uca gecikme azalacaktır. Nitekim 60. 
saniye için tüm protokollerde uçtan uca gecikme minimum değerler almıĢtır. 
M-DSR ve M-AODV protokollerinde yönlendirme sabit düğümler üzerinden 
yapılmaya çalıĢıldığından yollar daha uzun ömürlü olup daha az kopmaktadır. Yol 
koptuğunda kaynağın bu durumu farketmesi, varıĢa yolu varsa bu yoldan paketleri 
göndermesi, yoksa yeni bir yol keĢif süreci baĢlatıp yeni bir yol bulması zaman alır. 
Kurulan yolların daha az kopması, uçtan uca ortalama gecikmenin genel olarak daha 
düĢük olmasını sağlamaktadır. Ancak sabit düğümler üzerinden gitmek için yol 
uzuyorsa bu durum da gecikmeyi artıracaktır.  Sonuç olarak küçük ağlarda kurulan 
yollar fazla uzun olmadığından önerilen protokollerin gecikmesinin daha düĢük 
olacağı görülmektedir. 
DSR ve AODV protokollerinin gecikmeleri karĢılaĢtırıldığında AODV’nin 
gecikmesinin daha düĢük olduğu görülmektedir. 
4.3.3 Normalize EdilmiĢ Yük 
ġekil 4.16, ġekil 4.17 ve ġekil 4.18 birinci, ikinci ve üçüncü senaryolar için AODV 
ve M-AODV protokollerinin simülasyon boyunca normalize edilmiĢ yönlendirme 






























ġekil 4.16 :  AODV ve M-AODV için yönlendirme yükü (senaryo 1) 
Yönlendirme yükü genel olarak M-AODV protokolünde daha yüksektir. Çünkü bu 
protokolde sadece ilk gelen RREQ ve RREP paketleri değerlendirilmemekte, tüm 
RREQ ve RREP paketleri incelenerek daha az hareketli düğüm taĢıyan yollar 






















































ġekil 4.18 :  AODV ve M-AODV için yönlendirme yükü (senaryo 3) 
ġekil 4.19, ġekil 4.20 ve ġekil 4.21 birinci, ikinci ve üçüncü senaryolar için DSR ve 

































Yönlendirme yükü genel olarak M-DSR protokolünde daha yüksektir. Çünkü bu 
protokolde sadece ilk gelen RREQ ve RREP paketleri değerlendirilmemekte, tüm 


























































ġekil 4.21 :  DSR ve M-DSR için yönlendirme yükü (senaryo 3) 
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4.3.4 Ortalama Adım Sayısı 
Tablo 4.4 tüm senaryolar için AODV ve M-AODV protokollerinin ortalama adım 
sayılarını göstermektedir. Ortalama adım sayılarından yüksek olanın altı çizilmiĢtir. 
M-AODV protokolü için ortalama adım sayıları genel olarak daha yüksektir. Çünkü 
sabit düğümler üzerinden yönlendirme yapılırken yol uzayabilmektedir. Yine de 
arada performansı etkileyecek kadar önemli bir fark görülmemektedir. 
Tablo 4.4:   Tüm senaryolar için AODV ve M-AODV ortalama adım sayıları 
Duraklama 
Süresi 
Senaryo 1 Senaryo 2 Senaryo 3 
AODV M-AODV AODV M-AODV AODV M-AODV 
0 2,17 2,32 1,96 2,25 2,62 2,63 
10 2,24 2,3 2,11 2,26 2,46 2,86 
20 2,4 2,53 2,04 2,41 2,44 2,71 
30 2,69 2,45 2,15 2,42 2,8 2,99 
40 2,18 2,1 2,16 1,99 2,54 2,9 
50 2,28 2,32 2,25 2,18 2,51 2,77 
60 2,26 2,46 1,85 2,02 2,77 2,98 
Tablo 4.5 tüm senaryolar için DSR ve M-DSR protokollerinin ortalama adım 
sayılarını göstermektedir. Ortalama adım sayılarından yüksek olanın altı çizilmiĢtir. 
M-DSR protokolü için ortalama adım sayıları genel olarak daha yüksektir. Çünkü 
sabit düğümler üzerinden yönlendirme yapılırken yol uzayabilmektedir. Yine de 
arada performansı etkileyecek önemli bir fark görülmemektedir. 
Tablo 4.5:   Tüm senaryolar için DSR ve M-DSR ortalama adım sayıları 
Duraklama 
Süresi 
Senaryo 1 Senaryo 2 Senaryo 3 
DSR M-DSR DSR M-DSR DSR M-DSR 
0 1,96 2 2,12 2,22 2,37 2,79 
10 2,12 2,13 2,33 2,42 2,5 2,85 
20 2,21 2,27 2,2 2,12 2,34 2,53 
30 2,47 2,51 2,04 2,12 2,70 2,94 
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40 2,22 2,12 2,51 2,76 2,63 3,03 
50 2,18 2,26 2,28 2,66 2,46 2,63 
60 2,31 2,31 3,3 3,53 2,87 2,78 
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5. SONUÇLAR VE TARTIġMA 
Tasarsız ağlarda düğümlerin hareketliliği ve topolojinin değiĢken olması 
yönlendirme iĢlemini bu ağların önemli problemlerinden biri kılmaktadır.   Bu tez 
tasarsız ağlarda hareketli düğümler gibi sabit düğümler olduğunu da göz önüne alan, 
yönlendirme yaparken paketleri sabit düğümler üzerinden iletmeye çalıĢarak 
hareketliliğin yönlendirme üzerindeki negatif etkisini azaltan bir yönlendirme tekniği 
önermektedir.  
Önerilen yönlendirme tekniği tasarsız ağlarda sıkça kullanılan DSR [6] ve AODV [7] 
protokollerine uygulanarak M-AODV ve M-DSR protokolleri oluĢturulmuĢ ve 
gerçeklenmiĢtir. Önerilen ve orijinal protokoller NS 2 simülasyon aracı ile farklı 
senaryolara göre simüle edilerek performansları karĢılaĢtırılmıĢtır. Performanslar 
karĢılaĢtırılırken yönlendirme protokollerinin etkinliğini ve güvenilirliğini 
değerlendirmede önemli görülen paket alım oranı, uçtan uca gecikme, ortalama adım 
sayısı ve normalize edilmiĢ yönlendirme yükü kriterleri kullanılmıĢtır.  
Simülasyon sonuçlarına göre paketlerin sabit düğümler üzerinden yönlendirilmesi 
yönlendirme protokollerinin performansını artırmıĢtır. Bu teknikte yollar daha düĢük 
olasılıkla kopmakta ve kopan yol tekrar kurulana kadar paket kaybı söz konusu 
olduğundan paket alım oranı daha yüksek çıkmaktadır. Paket alım oranının yüksek 
olması düĢen paket sayısının daha az olduğu anlamına gelmektedir. Protokollerin 
ikinci avantajı yollar kopunca tekrar kurulma süreci zaman aldığından uçtan uca 
gecikmede elde edilen azalmadır. Ayrıca sabit düğümler daha güçlü cihazlardan 
seçilirse yolların ömrü daha da artacaktır.  Bu tekniğin bir zayıflığı sabit düğümler 
üzerinden yönlendirme yapmaya çalıĢırken yolların fazla uzayabileceğidir. Yollar 
çok uzarsa paketler TTL (yaĢam süresi) yüzünden düĢmeye baĢlayacaklardır. Bu 
problemin üstesinden gelmek için M-AODV ve M-DSR protokollerinde adım sayısı 
bir eĢik değerle sınırlanarak paketlerin çok uzun yollardan iletilmesi 
engellenmektedir. Önerilen protokollerde yönlendirme en kısa yol seçimine değil 
aktif olarak en az hareketli düğüm içeren yol seçimine dayandığından yönlendirme 
yükü de daha yüksek çıkmaktadır. Yine de protokollerin kazançları bu kayıpları 
kapatacak ölçüdedir. 
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Sonuç olarak önerilen protokoller orta ve küçük ölçekli tasarsız ağlarda etkin ve 
güvenilir yönlendirme yapmaktadırlar. Özellikle düğüm hareketliliğinin yüksek 
olduğu durumlarda bu protokoller hareketlilikten orijinal protokollere nazaran daha 
az etkilenerek daha baĢarılı çalıĢmaktadırlar. 
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EK A.  NS 2 KÜTÜPHANESĠNDE YAPILAN DEĞĠġĠKLĠKLER  
Bu bölümde M-AODV ve M-DSR protokollerinin NS 2 ile gerçeklenirken AODV ve 
DSR protokollerinde yapılan değiĢiklikler ve eklentiler anlatılmaktadır. 
5.1 A.1  NS 2 ile M-DSR Protokolünün Gerçeklenmesi 
NS 2  DSR kütüphanesinde add_sr.cc, dsr_proto {.cc, .h},  , dsr_agent {.cc, .h}, 
flow_struct {.cc, .h},   hdr_sr {.cc, .h}, linkcache {.cc, .h}, mobicache.cc, path {.cc, 
.h}, requesttable {.cc, .h}, routecache {.cc, .h}, simplecache.cc, sr_forwarder {.cc, 
.h}, srpacket.h, cache_stats.h ve constants.h dosyaları yer almaktadır. M-DSR 
protokolünü gerçeklemek için bu dosyalarda yapılan değiĢiklikler Tablo A.1’de yer 
almaktadır. 
Tablo A.1:  M-DSR protokolü için yapılan değiĢiklikler 
Dosya Adı 
Veri Yapısı / 
Fonksiyon Adı 
Yapılan DeğiĢiklik 
hdr_sr.h class hdr_sr 
Hdr_sr sınıfına private tamsayı tipinde sabit 
düğüm sayısını tutacak num_fixed_ değiĢkeni 
eklendi. 
inline int& num_fixed(): num_fixed_ 
değiĢkenini döndürecek fonksiyon eklendi 
inline void inc_num_fixed(): num_fixed_ 
değiĢkenini bir artıracak fonksiyon eklendi 
inline int size(): paketin boyutu büyütüldü 





gönderilecek Path tipindeki değiĢkene sabit 




En az hareketli düğüm içeren yolu verecek 
Ģekilde değiĢtirildi 
Path* Cache:: 
addRoute (…)  
Cebe yol eklenirken yol üzerindeki sabit düğüm 
sayısı da eklenir 
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path.h class path 
Path sınıfına private tamsayı tipinde  num_fix 
değiĢkeni eklendi 
inline int num_fixed() const: num_fix 
değiĢkenini döndürmek için eklendi 
inline void inc_num_fixed(): num_fix 
değiĢkenini bir artırmak için eklendi 
inline void set_num_fixed(int nf): num_fix 
değiĢkenine değer atamak için eklendi 
path.cc 
Constructor 
Path sınıfının tüm constructor fonksiyonlarında 
num_fix parametresi de ilklendirildi 
Void Path:: fillSR 
(struct hdr_sr *) 




= operatöründe atama yapılırken num_fix 




== operatöründe karĢılaĢtırma yapılırken 
num_fix parametresi de iĢleme katıldı 
void Path:: 
appendPath (Path&) 









Yol kopyalanırken num_fix parametresi de 
iĢleme katıldı 
Path Path:: reverse() 
const 






Yönlendirme tablosunun satırını gerçekleyen 
Entry yapısına ilgili yoldaki hareketli düğüm 
sayısını tutan tamsayı tipinde private  
rq_mobile değiĢkeni eklendi 
Class RequestTable 







Yönlendirme tablosunun ilgili satırındaki 












































tap(const Packet *) 
5.2 A.2  NS 2 ile M-AODV Protokolünün Gerçeklenmesi 
NS 2  AODV kütüphanesinde aodv.cc, aodv.h, aodv_packet.h, aodv_rqueue.h, 
aodv_rqueue.cc, aodv_rtable.h, aodv_rtable.cc, aodv_logs.h, aodv_logs.cc ve 
aodv.tcl dosyaları yer almaktadır. 
Ana program aodv.cc kaynak dosyasında yer aldığından en büyük değiĢiklik bu 
dosyadaki fonksiyonlara yapılmıĢtır. Aodv_packet.h baĢlık dosyası RREQ, RREP, 
RERR ve HELLO paketlerinin tanımlarını içerdiğinden bu paketlere M-AODV 
protokolü için yapılan eklemeler burada yer almaktadır. Dosyalarda yapılan 
değiĢiklikler Tablo A.2’de verilmiĢtir. 
Table A.2:    M-AODV protokolü için yapılan değiĢiklikler 
Dosya Adı 






RREQ mesajında bulunacak sabit düğüm listesi için 
fix_node veri yapısı gerçeklendi. Bu yapı içerisinde 
nsaddr_t tipinde fix_addr (düğüm adresi) ve fix_node 












Bu yapıya sabit düğüm sayısını tutan tamsayı tipinde 
rq_num_fixed parametresi ve sabit düğüm listesine 
bir iĢaretçi fix_node tipinde head iĢaretçisi 
eklenmiĢtir. Paket baĢlığının boyutu size() 
fonksiyonunda artırılmıĢtır. Ayrıca sabit düğüm 
listesine düğüm ekleyecek frq_add(nsaddr_t) ve 
listede düğüm arayacak frq_lookup(nsaddr_t) 
fonksiyon tanımları eklenmiĢtir. 
struct 
hdr_aodv_reply 
Bu yapıya sabit düğüm sayısını tutan tamsayı tipinde 
rp_num_fixed parametresi eklenmiĢtir. Paket 





Yönlendirme tablosunun satırlarını gerçekleyen 
aodv_rt_entry yapısına ilgili yoldaki sabit düğüm 
sayısını tutan tamsayı tipinde rt_num_fixed 





aodv_rt_entry yapısının constructor’ında 






RREQ paketinde bulunan sabit düğüm listesine 





Parametre olarak aldığı düğüm adresini sabit düğüm 
listesinde arar, varsa geriye 0 yoksa 1 döndürür. 
void AODV 
::rt_update(…) 
Yönlendirme tablosunu güncelleyen bu fonksiyona 
parametre olarak sabit düğüm sayısı gelmekte ve 

















5.3 A.3  NS2 Genel Kütüphanesinde Yapılan DeğiĢiklikler   
M-AODV ve M-DSR protokollerini gerçeklemek için NS 2 simülatörünün genel 
kütüphane dosyalarında da bir takım değiĢiklikler yapılmıĢtır. Hareketli düğümleri 
gerçekleyen Mobilenode nesnesine düğümün simülasyon sırasında hareket edip 
etmeyeceğini gösterecek bir nitelik eklenmiĢtir. Bu nitelik C++ ile yazılan kütüphane 
fonksiyonlarından OTcl ile yazılan NS simülasyon dosyalarına bağlanmıĢtır. …/ns-
allinone-2.27/ns-2.27/common/mobilenode.h, …/ns-allinone-2.27/ns-2.27/common/ 
mobilenode.cc ve   …/ns-allinone-2.27/ns-2.27/tcl/lib/ns-default.tcl   dosyalarında 
yapılan değiĢiklikler Tablo A.3’de ayrıntılı olarak verilmiĢtir. 
Tablo A.3:  NS 2 genel kütüphanesinde yapılan değiĢiklikler 
Dosya Adı 







Node sınıfından türeyen MobileNode sınıfına 
tamsayı tipinde düğümün hareket edip 
etmeyeceğini gösteren private ntype_ değiĢkeni 
eklenmiĢtir. 






MobileNode sınıfınıjn constructor’ında 
ntype_değiĢkenine ilk değer atanmıĢ ve OTcl 
kodunda kullanılacak nType_ değiĢkeni C++ 
kütüphanesinde kullanılan ntype_ değiĢkenine 
bağlanmıĢtır. 
bind("nType_",&ntype_) 
ns-default.tcl  ….. nType_ değiĢkenine ilk değer (0) atanmıĢtır. 
Simülasyon dosyalarında düğümler oluĢturulurken düğümlerin hareket edip 
etmeyeceği nType_ parametresi ile belirtilerek C++ kütüphanesine gönderilir. 
nType_ parametresinin 0 olması düğümün hareketli, 1 olması hareketsiz olduğu 
anlamına gelir. Bu iĢlem aĢağıdaki komutla yapılır: 
$mobile(düğüm_no) set nType_ 0: düğüm hareketli 
$mobile(düğüm_no) set nType_ 1: düğüm sabit 
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