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de diffusion des
l'autorité publique. A priori, l'information est complète
(tous les citoyens visés par la réglementation sont tenus
de la fournir), fiable (des sanctions sont attachées à la
délivrance de fausses informations) et peu coûteuse
(l'administration n'ayant pas pour but de faire du profit).
2- Ceci explique la volonté de certaines entités
administratives, voire de certaines entreprises, de
commercialiser les données détenues par l'administration.
La Commission des Communautés européennes. dans sa
volonté de promouvoir un marché européen de
l'informationCl), encourage cette commercialisation de
données "administratives". Récemment, elle a promulgué
des "Lignes directrices pour l'amélioration de la synergie
entre secteurs public et privé sur le marché de
l'information"(Z). Les buts essentiels de ces lignes
directrices. qui par ailleurs ne constituent que de simples
recommandations. sont les suivan~ :
-l'information détenue par le secteur public doit
êtte accessible. excepté celle qui a ttait à la sécurité
publique ou à la sûreté de l'Etat ou encore celle qui
touche à des intérêts privés (libertés individuelles et
secrets d'affaires)(3) ;A- INTRODUCTION
1- Dans le cadre de l'exécution de ses missions -l'information doit être accessible à des coûts
réglementaires, l'administration publique collecte raisonnables, sinon gratuitement(4) ;
systématiquement et régulièrement de l'information. Cette
information, qu'il s'agisse de données bilantaires, -l'information doit être aisément "reformatable" etd'informations sur les détenteurs de licences automobiles, réutilisable(S); .
ou sur les propriétaires de parcelles cadastrales, est
précieuse à la fois pour le public en général mais -enfin, l'information détenue par le secteur public
également pour les entreprises qui, y ajoutant ou non de doit être accesSIble et distribuée selon des principes de
la valeur, la commercialiseront concurrence loyale<6J,
La valeur de telles informations est accrue du fait Selon les recommandations des Lignes Directrices,





3- Ainsi se trouve affirmée la volonté d'une
commercialisation des données détenues par le secteur
public. Le cadre juridique de cette commercialisation reste
à déterminer. Nous développerons à ce sujet les trois titres
suivants :
l'autre, passive, établit à charge des autorités publiques le
devoir de délivrer, sur demande de toute personne, des
informauons à propos du contenu de documents officiels.
La notion de "documents" est très vaste. la loi
française du 17 juillet 1978 définit précisément les
documents administratifs non nominatifs<l8)
-les facteurs réglementaires qui encouragent la
commercialisation (les lois d'accès aux documents
administratifs, "Freedom of information Acts ") ;
-ceux qui limitent cette commercialisation (en
particulier les lois sur le secret adrninistratif et sur la
protection des données nominatives récemment relayées au
niveau européen par un projet de directive) ;
Les lois d'accès ouvrent à toute personne le droit
de prendre connaissance des documents administratifs sans
caractère nominatif (cf. par exemple l'article 1 de la loi
française du 17 juillet 1978). En ce qui concerne le droit
d'accès direct à des informations nominatives, il est
réservé à la personne concernée ou à son représentant Le
droit d'accès au sens strict va de pair avec un droit de
4. Nombre de pays européens ont, à la suite de la
recommandation du Conseil de l'Europe CI) , adopté des
réglementations d'accès aux documents administratifs
inspirées par le modèle américain du Freedom of
Infonnation Act. En ce sens, citons les lois autrichienneC9),
danoiseC1O) , finlandaiseCll), françaiseC12) , néerlandaiseC13) ,
norvégienneC14) et suédoiseC15). Ces législations visent
essentiellement à assurer la transparence de l'action
administrative pour chaque citoyenCl6). Il est évident que la
commercialisation.cte l'infonnation administrative, si elle
n'est pas l'objectif premier de telles législations, s'y trouve
indirectement encouragée, honnis le cas célèbre de la loi
françaiseC17) .Un court aperçu du contenu de ces lois nous
pennettra de saisir la portée de cette dernière réflexion.
çommerclallsauon ne pourraIt paner que sur des données
administratives non nominatives et que, même dans ce
cas, elle entl'aÛlernit une diffusion à un tarif couvrant tout
au plus les frais de cette diffusion<20) et non ceux de la
collecte ni de la constitution ou de l'exploitation des
banques de données. A cet égard, l'affaire Medlars,
rapportée amplement par les auteurs européens
(SCOFFONI, 19$6 ; MAISL, 1988 ; BlTRKERT, 1990),
est exemplaire :
"L'affaire MedIars : MedIars est une banque de
données bibliographiques en matière médicale créée par
une agence (gouvernementale américaine), la National
Library of Medicine. Cette agence a établi un système de
tarification de l'accès à la banque de données distinguant
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"L'affaire Legi-Tech c. Keiper<21) : En 1984, une II. LES FACTEURS DE DISSUASION: LE
administration de l'Etat de New York créa une banque de DEVOIR DE SECRET DES
données législa~ves, the. Legislative Retrieval S~rvice FONCTION ;AIRES .LA PROTECTION (LRS) ; la socIété LegI- Tech ne fut pas autonsée à
souscrire à ce service, la législation interdisant la vente de DES DONNE S
LRS à des entreprises concurrentes. La loi fut jugée
inconstitutionnelle parce qu'elle établissait une censure. A. LE DEVOIR DE SECRET DES
FONCTIONNAIkES
La politique du Patent and Trademark Office 1
(PrO) : l'Office des brevets a adopté une démarche qui .9- Le de",oir de secret des fonctionnaires est
illustre clairement comment certaines administrations, pour affmné par nombre de législations d'Europe occidentale<261
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apportées par l'administration à la qualité de ses données.
Une société, s'appuyant sur le Freedom of Il s'agit là en effet de la transposition d'un principe bien
Information Act, réclama une copie des données et connu en droit administratif, à savoir le principe
proposa de payer 500 dollars, prix de la recherche et de d'adaptation du service public(22)
la reproduction des documents sur la base de cette
législation. L'affaire alla devant les tribunaux qui, dans 8. En conclusion, même si les lois d'accès aux
une décision contestée, jugèrent que cette banque de documents administratifs ont incontestablement créé un
données ne relevait pas de la catégorie des documents mouvement d'intérêt du public et du marché pour les
administratifs (SDC Development Corporation v. Mathews, banques de données du secteur public, les principes et les
542 F, 2d 1118, 1976). Le Comité sur les opérations objectifs des lois d'accès' ne paraissent cependant pas
gouvernementales critique fortement cette solution: le adéquats pour une véritable commercialisation des données
montant des droits perçus lui paraît, en effet, sans rapport publiques.
avec la qualité des informations fournies ou avec les
missions de l'agence (gouvernementale en cause). En outre, Les récents débats américains à ce sujet illustrent
la détermination d'un droit d'auteur dissimulé n'aboutit qu'à notre propos de façon pertinente. Dans un premier temps,
limiter la diffusion de l'information. Or, les administrations la transmission au secteur privé de la commercialisation
fédérales ne peuvent contrÔler la diffusion de leurs des données a été encouragée. Les administrations étaient
informations, ce serait contraire au premier amendement à confinées dans un rÔle accessoire(13). Il leur était
la Constitution américaine". néanmoins permis de tarifer différemment cette cession
selon un prix dit de valeur, tenant compte de l'utilisation
7. Enfin, la diffusion d'information à coût réduit commerciale qui serait faite des données et de la nature
vis-à-vis de l'ensemble du public interdit toute exclusivité du support de la transmission(2.4) .Dans un second temps,
pour un fournisseur privé qui désirerait commercialiser suite aux remarques de l'O. T .A. (Office of Technology
cette information et oblige ce dernier à offrir une valeur Assessment), un amendement au "Paperwork Reduction
ajoutée importante pour avoir un prix adapté aux lois de Act" fut introduit par le gouvernement, pour maintenir le
profit du secteur privé. rôle prépondérant du secteur public, seul garant d'un droit
égal de tous les citoyens à l'information administrative(25)
Deux autres exemples américains illustrent cette tout en permettant à ce secteur une valorisation de ses
affirmation: ressources informationnelles.
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comme un devoir légal sanctionné pénalement ou commercialis(ltion est le fait du secteur public lui-même,
disciplinairement<27). Il est traditionnellement considéré les législatibns susnommées auront les conséquences
comme une condition nécessaire pour que le citoyen donne suivantes: 1
à l'administration l'information correcte requise. Ainsi, le
secret statistique impose aux agents de l'administration -cert4ines législations exigent que la création de
statistique, un devoir de secret à l'égard des informations banques de données dans le secteur public fasse l'objet
nominatives qu'ils collectent. Ce devoir de secret est le de précautioqs. Ainsi, en France, au Danemark, aux Pays
corollaire de l'obligation d'information qui existe dans le Bas, des :procédures d'autorisation préalable et
chef de la personne qui subit l'enquête statistique. d'enregistrembnt obligatoire sont prévues. La mise sur
pied d'une b$fique de données commercialisable sera donc
On conçoit dès lors sans difficulté que la accompagnée d'une série de contrôles a priori par les
commercialisation de l'information puisse heurter les autorités de protection des données ;
tenants du secret de l'administration. Accès et Secret sont
~ ~..;~..; Aa..- --.,--- , -~ -'a p"v" UÇUA IlUUUII~ (;OncraWC[Ocres. -un 1 contrôle a posteriori portera sur la
"pertinence" de la commercialisation des données au
Les lois d'accès aux documents administratifs regard des missions de l'administration. L'article 5 b de
représentent une infraction claire au principe du secret la Conventidp du Conseil de l'Europe de 1981(33) et la
dans la mesure où elles ont pour objectif la transparence Recommanda~on n° 9 des Lignes Directrices de l'OCDE
de l'action administrative conçue comme un droit du affirment q~e "les buts pour lesquels les données
citoyen.Cenes. les lois d'accès ne permettent pas un regard personnelles sont collectées doivent être spécifiés au
de tous sur chacun mais réservent à la personne concernée moment de la collecte de l'information et (que) les
l'accès aux informations nominatives. Elles instituent usages subséquents des données doivent être limités à
néanmoins un renversement de la charge de la preuve<28). l'exécution ;de tels buts ou d'autres objectifs non
Pour échapper à la transparence. l'administration a le incompatiblesi avec les précédents et respécifiés à chaque
devoir de prouver que le maintien du secret est non modification",
seulement nécessaire à l'accomplissement de la mission
légale mais est en outre justifié par la protection des De ce principe de [matité découle l'interdiction de
intérêts des citoyens. En ce sens. l'administration n'aura toute diffusi()n de l'information pour des raisons autres
aucune peine à refuser l'accès lorsqu'il s'agira de que celles sPécifiées. sauf consentement de l'intéressé ou
documents collectés dans le cadre d'une instruction autorisation de la loi. En d'autres termes, toute
criminelle ou lorsque le droit d'accès entraînerait la commercialisation par les autorités publiques nécessite :
violation d'un secret d'affaires<29).
1. que l'on s'interroge sur la pertinence de la






10- La commercialisation des données 2. qu~ cette commercialisation soit l'objet
administratives suppose le respect des règles de protection d'informations claires auprès des citoyens.
des données personnelles. telles qu'elles sont établies par
les législations nationales<30) et internationales<3!) dites de 12- IcJ encore l'exemple nord-américain tir~ des
"protection des données". Déjà les lois d'accès aux lois d'accès peut être utile pour poursuivre notre
documents administratifs exceptaient du droit d'accès "toute réflexion. PojJr résoudre le dilemme des administrations
information relative à la vie privée et en particulier les tenues. selon les lois d'accès. d'être transparentes et, selon
données psychologiques et médicales"(32). les lois de protection des données, de refuser l'accès à
l'infox:mation nominative. Nc Camus (1990) distingue trois
Il nous est apparu que les réglementations de tendances:
protection des données peuvent affecter la
commercialisation des données administratives de diverses
manières.
-la loi américaine laisse à chaque administration
le soin de refuser l'accès "lorsque la privacy est en
danger" ;
11- Dans un lapremier temps si
12
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-la loi canadienne d'accès (GRIC, 1988) exclut
d'emblée les données nominatives de toute diffusion.
Cependant, si l'intérêt public à la diffusion l'emporte
manifestement sur le danger d'invasion dans la vie privée,
alors le Privacy Act autorise l'accès aux données ;
a) consentement écrit de la personne concernée ;
b) loi olu réglementation obligeant à un tel
transfert ;
c) transfert nécessaire à la promotion d'intérêts
-entre ces deux positions, l'une autorisant la publics ou priv& qui manifestement dépassent les raisons
diffusion a priori, l'autre la refusant a priori sauf de maintenir le secret;
exceptions légitimes, l'Ontario Freedom of Information Act
propose une solution médiane: le droit d'accès est affIrmé d) transfert nécessaire à l'accomplissement par le
en même temps que celui du refus de toute diffusion de destinataire de t4ches dévolues par l'autorité publique;
données personnelles, hormis les cas où "la diffusion ne
constitue pas une atteinte illégitime à la vie privée". e) transfert nécessaire à l'établissement de rapports
scientifiques ou statistiques d'intérêt public.
J
De ces réflexions sur le difficile équilibre à trouver
entre le droit d'accès aux documents administratifs et le
droit à la protection des données personnelles, se dégagent
deux règles :
-la commercialisation par l'administration de
données personnelles nécessite que celle-ci démontre
.qu'une telle commercialisation ne risque pas de
porter atteinte aux intérêts légitimes des personnes
concernées, compte tenu des méthodes de diffusion et des
garanties et règles entourant cette diffusioni34> ;
.que la diffusioff de telles informations répond à
un intérêt public que l'administration en question a pour
mission de promouvoir<3S) ;
-le public doit être averti du projet de
commercialisation et doit pouvoir s'y opposer.
13- Dans un second temps, SI la commercialisation
est le fait du secteur privé, les réglementations de
protection des données auront pour conséquence de limiter
le ttansfen de données du public vers le privé. La loi
allemande(36), par exemple, prévoit qu'un tel transfen de
données nominatives ne peut avoir lieu que s'il entre dans
la mission légale de l'autorité publique, ou si le
destinataire a un intérêt légitime à recevoir les données et
si aucune atteinte à des intérêts dignes de protection de la
personne concernée n'est à craindre.
La secùon 16 de la loi danoise est tout aussi
restrictive. En principe, la cession d'informations
nominatives à des ùers est interdite, sous réserve des
exceptions suivantes à légitimer par l'autorité de protection
des données:
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La loi ~oise ajoute la nécessité d'un contrat avec
le bénéficiaire du transfert, spécifiant le type d'usages
susceptibles d'ê~e opérés par ce dernier. Cette dernière
précaution nou$ apparaît utile. Une information, en
l'occurence banale, comme la détention d'une automobile
peut être couplé4 avec des informations tout aussi banales
comme le nivea\1 culturel, le prénom, l'adresse et donner
lieu néanmoins à une image précise de la personnalité de
l'intéressé. A la limite, le transfert d'informations
anonymes, comme par exemple le revenu moyen
d'habitants d'un quartier, peut, au travers du croisement
avec d'autres d~nées, nominatives ou non, permettre de
cibler très précisément les caractéristiques d'un groupe
d'habitants. En ce sens, on peut parler de
"désanonymisatioh" des données. Le caractère complet et
correct des infcPrmations reçues du secteur public, la
puissance de nas systèmes d'information modernes font
craindre que le critère "nominatif' de la donnée ne soit
plus suffisant Dour assurer la nrotectinn de.-: lih~rtP'-:individuelles(37). l r- 14- Le r~ent projet de directive européenne sur la
protection des d~nnées distingue, pour les SecteUIS public
et privé. diffiérentes étapes dans le traitement
d'informations. d~puis la création jusqu'à la diffusion d'un
fichier.
La création d'un fichier public doit répondre à une
nécessité au reg(dId de l'accomplissement des tâches de
l'autorité publiq~e. Un changement de finalité dans le
traitement du fichier n'est légitime qu'avec le
consentement du sujet, avec l'appui d'une loi, ou dès lors
que les intérêts légitimes du sujet n'en seraient pas lésés.
Eventuellement encore un tel changement sera considéré
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comme légitime s'il est nécessaire pour éviter une menace banques de données détenues par le secteur public pose
imminente à l'ordre public. des problèmes plus délicats encore.
La création et le traitement d'un fichier privé,
d'autre part, nécessite le consentement de l'intéressé. A
défaut, le traitement sera légitime s'il provient d'un contrat
avec l'intéressé, s'il est affecté à un simple but de
correspondance, si encore les données contenues ont une
source publique, ou enfin si la création du fichier répond
à un intérêt légitime du maître du fichier.
Il peut être procédé à la communication d'un fichier
public soit si cela s'avère nécessaire pour
l'accomplissement des -tâches de l'autorité concernée, soit si
cela est demandé sur base d'un intérêt légitime par le
secteur privé.
La communication d'un fichier privé doit, elle, être
compatible avec les buts du fichier et ne peut être
conttaIre à l'ordre public.
1lI. i,.ES FACTEURS STRUCTURANT LA
DIFFUSION DES INFORMATIONS
DETENUES PAR LE SECTEUR PUBLIC:
LE DROIT D'AUTEUR DES AUTORITES
PUBLIQUES ET LE DROIT DE LA
CONCURRENCE
A. LE DROIT D'AUTEUR DES AUTORITES
PUBLIQUES
IS- Différents factems peuvent concourir à structurer
la diffusion d'infonnations détenues par le secteur public.
Des législations permettent par des règles spécifiques
d'inclure ou d'exclure de la protection du droit d'auteur
certains produits infonnationnels du secteur public. Cette
question est d'imponanœ lorsqu'il s'agit des banques de
données publiques. L'Etat ou l'administration étatique sont-
ils en droit' de revendiquer l'application d'un droit d'auteur
sur les banques de données qu'ils détiennent? Le droit
d'auteur peut être un moyen pour le secteur public de
garder le contrôle sur les matériaux qu'il collecte de par
sa fonction. Par là, il remet en question la notion même
de serviœ public et la gratuité qui lui semble a priori
attachée.
Si la possibilité d'application des principes généraux
du droit d'auteur aux banques de données soulève déjà
d'importantes questions. l'application de tels principes aux
14 N"8/1991
16- Les différents pays de la CEE distinguent
habituellement les banques de données protégées par le
droit d'auteur et celles qui ne le sont pas. Cette
distinction est rarement exprimée dans les textes et est
plutôt le fait de la doctrine et de la jurisprudence. la
France permet ainsi l'application du droit d'auteur aux
banques de doMées originales. La Belgique de même que
l'Espagne et le Portugal reprennent également le critère
d'originalité pour permettre la protection au tjtre du droit
d'auteur des banques de données détenues par le secteur
public.
Les banques de données sont considérées comme
originales. si leur élaboration requiert nsél~ction et
structure". 1
17- Les agents publics de leur côté. ne bénéficient
pas toujours d'\1n droit d'auteur lorsque leurs travaux sont
effectués dans le cadre de leur fonction officielle. Le
droit d'auteur ~es agents est l'obstacle le plus important
au droit d'auteqr de l'administration. A titre d'exemple, les
droits français et belge reconnaissent un droit d'auteur aux
individus mais non aux personnes morales. Cependant, les
agents publics peuvent transférer le droit d'auteur qu'ils
détiennent sur les travaux effectués dans l'accomplissement
de leur tâche à l'administration qui voudrait en bénéficier.
Le droit d'auteur pourrait par ce biais devenir un moyen
adéquat de commercialisation de l'information publique
droit d'auteur. Les cas de l'Angleterre et de l'Irlande sont
particulièrement intéressants: ces deux pays fournissent
une protection par le droit d'auteur pour tout travail.
effectué par l~ Gouvernement. Le droit d'auteur s'étend
dès lors d'une manière très générale aux travaux
enregistrés sur des banques de données du Gouvernement.
B. LE DROIT! DE LA CONCURRENCE
18- Lorsqu'elle intervient d'une manière ou d'une
autre, sur le marché de l'information, l'administration doit-
elle observer les règles de concurrence libre et loyale, qui
régissent le marché?
Si le service offen par le secteur public est produit
exclusivement par des personnes publiques -ce qui est le
cas lors de la diffusion par les soins mêmes de
l'administration de l'information qu'elle détient -les
questions de concurrence seront moins susceptibles
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d'apparaître étant donné le monopole de fait qu'exerce
alors le secteur public.
Si le secteur public fait appel aux personnes
privées pour réaliser la diffusion de ses informations, il
ne peut d'aucune manière introduire de. discrimination
La prise en compte par le secteur public des règles fondée sur la nationalité des entreprises désirant participer
et principes organisant la liberté et la loyauté de la à cette diffusion.
concurrence s'imposera lorsque l'Etat intervenant sur le
marché vient concurrencer un secteur privé déjà présent, En outre, aux termes de l'article 92 du Traité, sont
ou lorsqu'il offre des services qui peuvent être fournis par condamnées les aides directes ou indirectes par lesquelles
l'acùvité privée. Ou encore, à un autre niveau, lorsque l'Etat "fausse la concurrence en favorisant certaines
l'administraÙon fait appel au secteur privé pour procéder à entreprises" (§1), que ces entreprises soient publiques ou
la diffusion des données publiques. privées.
19. L'ensemble des Etats membres de la Conclusion ,;t
Communauté européenne soumettent, ou sont en voie de le
faire expressément (ainsi la Belgique et l'Espagne qui 21. Au terme de cette étape, il nous faut réaliser
verront bientôt l'adoption de leurs projets de loi), l'activité que la question de la diffusion, de la commercialisation
commerciale des personnes publiques aux mêmes des données publiques est une question complexe.
limitations en matière de pratiques de concurrence déloyale
que celles s'appliquant au secteur privé. Un conflit de libertés et de droits est en jeu.
Dans la même mesure, les pratiques restrictives de On ne peut disposer n'importe comment de
concurrence et principalement l'abus de position dominante, certaines informations. Dans ce sens notamment, les
sont combattus. Les lois danoise et grecque, l'ordonnance principes de protection des données sont particulièrement
française de 1986'38), et le projet de loi belge sont, à cet éclairants dans la mesure où ils permettent de nuancer laégard, explicites et précis. ' valeur de l'information. Le prolongement d'un autre droit;
le droit à la transparence de l'administration. Droit dont il
Si la commercialisation s'effectue par l'intermédiaire n'a longtemps jamais été question mais qu'une tendance
d'entreprises privées, la sélection des partenaires de récente de plus en plus répandue développe peu à peu.
l'autorité publique doit se faire conformément au principe
fondamental de l'égalité. C'est ce principe aussi qui doit Dans bien des pays, le débat est encore largement
guider l'administration dans le traitement qu'elle accorde à anticipatif. Mais à notre sens il a toute sa place car c'est
ces entreprises. Nul privilège, nulle clause discriminatoire en suscitant aujourd'hui une réflexion que l'on pourra
ne peut venir réduire ou supprimer l'égalité. apporter des solutions et orienter les situations de demain.
20- Quelle que soit la teneur des législations
nationales, la matière est gouvernée également par les
dispositions essentielles et incontournables du Traité de
Rome.
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0 ars Ileure, cents a copie co LOtu,. d'élè .h, l '"" d c à d 'parents ves 'Iur a particIpatIon e proLesseurs es greves
(21) 766 F 2d 728, 2nd circ. 1985. n'était pas contrlilire à la loi, quelle qu'en soit l'utilisation faite
(22) MAISL H., "l'utilisation commerciale des données par les parents.
administratives: l'ensemble américain", D.I.T., 88/4, 1988, p. 23. (33) Convention pour la protection des personnes à l'égard du
(23) Cf à cet égard, la circulaire n° A 130 de l'office of traitement autoljnatisé des données à caractère personnel.
Management and Budget, à propos du "Management of Federal Strasbourg, le 28 janvier 1981.
Information Resource" (Fed. Reg, vol 50, n° 247, 24 déco 1985). (34) Ceci peut irlclure par exemple la commercialisation par des
(24) office of Management and Budget Circular A 130, Federal méthodes qui interdisent le mélange des données commercialisées
Register, vol 50, n° 247, 24 déco 1985 et du même office, avec d'autres donttées (par ex. C,D. Rom only readable).
Uniform Freedom of information Act fee schedule and (35) Par exem~le, le registre central des immatriculations
guidelines, vol 52, n° 59, 27 mars 1987, qui permet, moyennant automobiles peut! parfaitement démontrer qu'un accès limité aux
tarification appropriée, l'accès pour utilisation commerciale. entreprises du se~teur automobile répond à des besoins légitimes
(25) Cf. le rapport de l'O.T,A, (1988) à propos de "l'Electronic de ce secteur de!développer leurs potentialités de vente. A noter
of Freedom of Information" cité dans la bibliographie et le l'article 18 de lai loi néerlandaise: "une banque de données ne
récent projet 'The information Policy Act", de 1989, H.R., 23481 sera établie que Idans les cas où cet établissement est essentiel
(9ge' session). pour l'accompl.ssement effectif des missions légales de
(26) Cf à cet égard les références législatives de BURKERT, l'autorité".
j1987 a. (36) Cf. l'article 10 de la loi allemande. Un projet de réforme
(27) L'article 378 du code pénal français défini le secret ajoute ~ ces c nditions la nécessité d'informer la personne
professionnel, l'ordonnance du 4 février 1958 portant statut concernee.
général des fonctionnaires évoque le devoir de discrétion des (37) BING, 1990~
fonctionnaires, On note que la distinction est fondée comme (38) Ordonnance! du 1er décembre 1986, concernant la liberté
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concerne tous les fonctIonnaIres recevant des secrets dans le
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disciplinairement, vise les intérêts de l'administration et vaut pour
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(28) BURKERT, 1987 b.
(29) Les législations d'accès à l'information administrative
prévoient effectivement comme exceptions, les cas où
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