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ABSTRACT. The Wireless Networks are constantly evolving, but users should 
always be in the range of the device that transmits the signal. To increase this range 
appeared in the Mesh Networks because of the Firmware and compatible protocols 
can increase their reach. This work aims to study wireless networks, Mesh Networks, 
OLSR routing protocol and Virtual Private Network. Where it was possible to verify 
and implant this technology on two routers through the use of Freifunk, which is 
available in the OLSR protocol for the implantation of Mesh, and then creating the 
VPN between them. After installation and configuration it was possible to perform 
tests, where there was a fully functional wireless network and virtual private network. 
So, this had a great range of availability of the wireless signal because of the VPN 
and you can have some degree of security, where the LAN connection was possible 
to have the data fully encrypted, but there is no security method for the customers 
using the wireless connection, there is a capture of information that travel through it. 
 
RESUMO. As redes sem fio estão em constante evolução, porém os usuários devem 
sempre estar ao raio de alcance do dispositivo que transmite o sinal. Para aumentar 
esse raio surgiram as redes Mesh, onde por meio de Firmwares e protocolos 
compatíveis é possível aumentar seu alcance. Este trabalho tem por objetivos o 
estudo das redes sem fio, redes Mesh, protocolo de roteamento OLSR e da Virtual 
Private Network. Onde foi possível verificar e implantar esta tecnologia em dois 
roteadores por meio da utilização do Freifunk que tem disponível o protocolo OLSR 
para a implantação das redes Mesh e posteriormente a criação da VPN entre eles. 
Após instalação e configuração foi possível efetuar testes, onde verificou-se o 
completo funcionamento da rede sem fio e também da rede virtual privada. Sendo 
assim teve-se um maior raio de disponibilidade do sinal sem fio e por meio da VPN 
pode-se ter certo grau de segurança, onde na conexão via LAN foi possível ter os 
dados totalmente criptografados, porém por não haver nenhum método de 
segurança para com os clientes que utilizam a conexão sem fio, houve a captura das 
informações que trafegavam pela mesma. 
1. Introdução 
 
No mundo globalizado é imprescindível a convivência e a utilização dos meios tecnológicos 
para nosso aperfeiçoamento, podendo citar mais precisamente a Internet onde é possível 
trocar informações com o mundo todo. Para poder usufruir deste grande poder de obtenção de 
conhecimento é necessário à pessoa estar ligada a uma rede, seja ela com fio ou sem fio, e 
estar conectada a Internet. 
Os sinais de redes sem fio geralmente são transmitidos por rádio frequência, 
sendo assim não necessitam de uma conexão física com computadores, porém necessita-se 
apenas de uma antena para a comunicação. Por meio desta rádio frequência forma-se uma 
rede sem fio onde será possível transmitir dados por meio de ondas de rádio eletromagnéticas 
(COMER, 2001). 
As Redes Mesh também conhecida como redes em malha, vieram com o intuito 
de prover desta mobilidade disponível dos aparelhos sem fio, mas não de ficar limitada ao 
raio de conexão somente de um aparelho. Com isto é possível fazer com que vários 
equipamentos se comuniquem entre si, ou seja, apesar de se ter vários aparelhos provendo 
sinal sem fio, o usuário terá a visão de apenas uma única rede. 
O protocolo Optimized Link State Routing (OLSR), é um dos principais 
protocolos de roteamento para redes Mesh. Está na categoria dos protocolos pró-ativos, cujo 
objetivo é periodicamente fazer a troca de informações com os nós da rede a fim de atualizar 
sua tabela de roteamento. 
 
2. Resultados Obtidos 
 
Para os resultados obtidos durante os testes criou-se dois cenários distintos, o primeiro para os 
testes somente com o protocolo OLSR, trata-se de uma arquitetura de infraestrutura/backbone, 
onde os clientes possam se conectar a rede. 
No segundo cenário utilizou-se a mesma topologia do anterior, porém com a 
criação da VPN entre os roteadores onde utilizou-se a forma de rede para rede. 
 
Os testes iniciais deram-se somente com o protocolo de roteamento funcionando. 
É possível visualizar na Figura 4 que trata do primeiro cenário a ser testado, para isto foram 
utilizados dois roteadores, sendo que um deles está conectado a Internet e dois computadores 
com interface de rede sem fio. A seguir serão demonstrados três testes aplicados ao primeiro 
cenário. 
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