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ABSTRACT 
The current information communication and technology has brought with it a new 
development in data management, including processing and collection of large volumes of 
data. According to Cooper, LaSalle, and Wei (2016), this has resulted in instances whereby 
almost all aspects of a person’s life is captured in different parts of the Internet. Consequently, 
a considerable amount of power is experienced by those who process and store these data. 
At the same time, such power presents a number of ethical as well as legal issues. For 
instance, it can happen that some personal data are intercepted and utilized in the private or 
public sector without any consent from their owners. This implies that there can be an abuse 
of such data through illegal acquisition and use including gaining social control over the 
owners.  
Abuse of personal data is an unfortunate but common occurrence in the current digital 
world. Companies are more and more focused on leading the market. Unfortunately, this can 
also lead to the utilization of personal data as an economic opportunity, as note by Liem and 
Petropoulos (2016). However, companies who intercept personal data do not perceive 
themselves as being on the wrong. To them, this is just business. Such data is merely meant 
to foster targeted marketing and for increment of sales. Christl (2017) explicates, it is simply 
a way of beating the competition by knowing a little bit more about the customer. Yet the 
truth of the matter is, this concept of getting to know a little bit more about the customer is 
nothing but an invasion of privacy. It is a downright violation of this privacy.  
From the above, it is clear that personal data stands to be a necessary asset for 
companies. While it is true that this data is essential as it facilitates an efficient decision 
making process and achievement of set goals that will ensure general success and wellbeing 
of a company, this should not be done in a way that will harm owners of the data.  
This means that it is essential for the legal system to come to the defense of owners 
of this data. The legal system must protect these individuals from what has come to be 
perceived as information vultures that are product and service providing companies. This can 
be done through development of a number of means of preventing against infringement to 
people’s right to privacy as well as providing a way of information self-determination. This 
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thesis aims to map the main steps that led the European Regulator to commit to a more 
effective and homogeneus protection of personal data across the State Members, and to 
analyze its effects in the most efficient jurisdictions. In this respect, greater attention has been 
paid to the new Right To Erasure as recently introduced by The General Data Protection 
Regulation (EU) 2016/679 (“GDPR”) and on its impact on companies. 
The European Union (EU) has found a way of achieving this through its law, GDPR. 
A&L Goodbody (2016) explains, this regulation by the EU fosters data protection and 
privacy for all people who are within this region, as well as those that are found in the 
European Economic Area (EEA). Further, this regulation also addresses key issues regarding 
the exportation of personal data outside these two regions. In line with chapter 1 of the thesis, 
it is demonstrated that the data protection law was born in Europe and was shaped by the 
Hessen law of 1970 and other laws. According to Ernst & Young (2017), the GDPR is meant 
to provide people with the ability to control their personal data. Therefore, one of the 
important aspects of this law, which has been essential in facilitating this, is the right to be 
forgotten.  
As the GDPR is a newly enacted law, given that it first came into force on 25th May, 
2018, not much is known about it to a large extent. While there is a lot of material available 
on this law on data privacy, the challenge is in regard to the difficulty experienced in 
understanding this material. Consequently, it is imperative and significant to understand the 
GDPR and what it means in the various areas of its application. Further gaining an 
understanding of its impact on the companies is a necessary research area. Businesses 
operating in the EU and the EEA are expected to be highly affected by the GDPR and the 
right to be forgotten (Townend, 2017). Despite this, companies continue to show ignorance 
about the extent of this impact. In this regard, companies need to have some form of 
awareness regarding how they should adhere to the right to be forgotten and the GDPR as a 
whole.  
Accordingly, the objective of this thesis is to carry out a comparative European 
analysis of the GDPR and the right to be forgotten with particular focus on the impact on 
companies. In this case, the GDPR will prove to change many ways that companies have 
been collecting and utilizing personal data. This will, thus, serve to ensure self-determination 
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and therefore privacy of personal data. In exploring all these, some of the key aspects covered 
in this thesis will include the GDPR, the right to be forgotten, and impact on companies. 
The GDPR is a European privacy law that regulates all local privacy laws in the EU 
and EEA region. The law is applicable to all companies operating and storing information 
concerning people in this region. As per A&L Goodbody (2016), people receive an assurance 
that their information is saved and secured. In the thesis, chapter two focuses on the European 
regulation on the protection of personal data highlighting the overall analysis of the European 
data protection regulation and the significance of the data protection law on the Italian and 
Spanish data protection system. Therefore, the GDPR benefits consumers in a number of 
ways. One of these ways is that consumers will have the choice to demand their data back 
from companies. Another benefit is it will encourage companies to place more effort in 
building trust with their consumers. One more benefit of the GDPR is businesses will be 
more ethical in how they will monetize data.  
The right to be forgotten is arrayed in the GDPR, and its role is to regulate erasure 
obligations placed on the companies holding people’s data. Townend (2017) indicates that 
this regulation asserts that personal data needs to be erased immediately in the event that the 
data is no longer needed for its original purpose for which it was processed. In essence, 
chapter three of the thesis focuses on the fundamental rights of the interested parties including 
the rights to access to information and the right to be forgotten while chapter four of the thesis 
focuses on the consolidation of the right to the oble as a jurisprudential building. Both of 
these chapters give a clear and deep insight on the applicability of the right to be forgotten. 
Further, such data needs to be withdrawn in the case where the people to be impacted 
withdraw their consent on its usage. In case there is no reason justifying holding such data, 
it must, thus, be erased. Data should also be erased in case its initial processing was illegal 
(Townend, 2017).  
This regulation, therefore, implies that people or companies that are subject to it have 
what can be perceived to be automatic statutory erasure obligations. At the same time, they 
have the obligation to ensure compliance with the desire of the impacted people. While this 
is the case, people or companies that are subject to this law tend to not fully comply with it, 
despite the law being quite clear on this matter.  
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One essential reason leading to this loop hole in compliance is inadequate resources 
necessary for fostering the ways of coping with this new regulation. While governments 
across the EU show a considerable amount of enthusiasm for the right to be forgotten as 
codified in the GDPR, they fail to provide resources to ensure its compliance. This is in 
tandem with chapter five of the dissertation that explicates the comparative historical 
experience in Europe and other countries such as the United States, Italy, and the 
Netherlands. According to A&L Goodbody (2016), these resources include funds and human 
resources that are needed to implement this law. In addition, the problem also arises in the 
case where those tasked with ensuring compliance with this law are denied powers to do so. 
This issue arises from a number of European governments taking too long to update their 
respective legislation to encompass this law. All these aspects present essential areas of 
research that will further provide increased knowledge on the GDPR and what could be 
expected when it comes to this law.  
The GDPR and therefore the right to be forgotten have a significant impact on 
companies in all industries in the EU and the EEA. Thus, there could be both positive and 
negative effects for these businesses. Chapter six of the dissertation effectively captures the 
impact on companies highlighting elements such as the control system, the competing needs, 
and the data protection in the cloud. To begin with this discussion, the impact of this law is 
expected to be in terms of high cost for companies as they strive to ensure they meet 
compliance. For instance, if companies fail to comply with the GDPR and rights codified in 
this regulation, they must pay the fines that are up to 4% of the annual worldwide turnover. 
This percentage is quite a significant amount of money for many companies (EY, 2017).  
The impact of this data protection law is also in regard to customer engagement. 
Companies will experience a difficult time in maintaining engagement with customers. For 
instance, the right to be forgotten affords customers with the withdraw consent when it comes 
to the usage of their data anytime. Consequently, companies will need to prove that a person 
agreed to a given action it takes to carry out the action (Townend, 2017). Thus, it is evident 
that there is no opt-out option.  
Further, the introduction of the right to be forgotten, which is a new right to privacy, 
is expected to result in an increased regulatory burden for companies. Consequently, 
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companies need to work towards reviewing their current data protection compliance-related 
programs. The significance of this action is to determine the next steps needed to be taken, 
which will be imperative in determining the level of investment necessary to ensure 
successful addressing of the changes that will come with the implementation of the GDPR. 
Chapter seven of the dissertation is demonstrative of the new technological directions that 
should be undertaken in regard to data protection including utilizing the eye of drones, 
adoption of privacy cookies, and international cooperation on data protection. Therefore, 
companies need to realize that they should act in the fastest way possible when it comes to 
complying with this law. While this remains the case, many companies have failed to realize 
this and subsequently lack sufficient information on possible consequences for their 
businesses. At the same time, many companies equally neglect the impact of this new 
regulation on their overall wellbeing.  
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RESUMEN 
La actual comunicación de información y tecnología ha traído consigo un nuevo 
desarrollo en la gestión de datos, incluido el procesamiento y la recopilación de grandes 
volúmenes de datos. Según Cooper, LaSalle y Wei (2016), esto ha resultado en casos en los 
que casi todos los aspectos de la vida de una persona se capturan en diferentes partes de 
Internet. En consecuencia, quienes procesan y almacenan estos datos experimentan una 
cantidad considerable de poder. Al mismo tiempo, ese poder presenta una serie de cuestiones 
éticas y legales. Por ejemplo, puede ocurrir que algunos datos personales sean interceptados 
y utilizados en el sector público o privado sin el consentimiento de sus propietarios. Esto 
implica que puede haber un abuso de dichos datos a través de la adquisición y el uso ilegales, 
incluido el control social sobre los propietarios. El abuso de datos personales es un hecho 
desafortunado pero común en el mundo digital actual. Las empresas están cada vez más 
centradas en liderar el mercado. Desafortunadamente, esto también puede conducir a la 
utilización de datos personales como una oportunidad económica, como señalan Liem y 
Petropoulos (2016). Sin embargo, las empresas que interceptan datos personales no se 
perciben a sí mismas como equivocadas. Para ellos, esto es solo un negocio. Dichos datos 
están destinados simplemente a fomentar el marketing dirigido y al incremento de las ventas. 
Christl (2017) explica que es simplemente una forma de vencer a la competencia al conocer 
un poco más sobre el cliente. Sin embargo, la verdad del asunto es que este concepto de 
conocer un poco más al cliente no es más que una invasión de la privacidad. Es una violación 
franca de esta privacidad.  
 
De lo anterior, está claro que los datos personales son un activo necesario para las 
empresas. Si bien es cierto que estos datos son esenciales, ya que facilitan un proceso 
eficiente de toma de decisiones y el logro de objetivos establecidos que garantizarán el éxito 
general y el bienestar de una empresa, esto no debe hacerse de una manera que perjudique a 
los propietarios de los datos. Esto significa que es esencial para el sistema legal defender a 
los propietarios de estos datos. El sistema legal debe proteger a esas personas de lo que se ha 
percibido como buitres de información que son compañías proveedoras de productos y 
servicios. Esto se puede hacer mediante el desarrollo de una serie de medios para prevenir la 
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violación del derecho a la privacidad de las personas, así como proporcionar una forma de 
autodeterminación de la información. Esta tesis tiene como objetivo mapear los principales 
pasos que llevaron al Regulador Europeo a comprometerse con una protección más efectiva 
y homogénea de los datos personales en todos los Estados Miembros, y analizar sus efectos 
en las jurisdicciones más eficientes. A este respecto, se ha prestado mayor atención al nuevo 
Derecho a la eliminación, introducido recientemente por el Reglamento General de 
Protección de Datos (UE) 2016/679 ("GDPR") y a su impacto en las empresas.  
 
La Unión Europea (UE) ha encontrado una manera de lograr esto a través de su ley, 
la GDPR. A&L Goodbody (2016) explica que este reglamento de la UE fomenta la 
protección de datos y la privacidad de todas las personas que se encuentran dentro de esta 
región, así como aquellas que se encuentran en el Espacio Económico Europeo (EEE). 
Además, este reglamento también aborda cuestiones clave relacionadas con la exportación 
de datos personales fuera de estas dos regiones. En línea con el capítulo uno de la tesis, se 
demuestra que la ley de protección de datos nació en Europa y fue moldeada por la Ley de 
Hesse de 1970 y otras leyes. Según Ernst & Young (2017), el GDPR está destinado a 
proporcionar a las personas la capacidad de controlar sus datos personales. Por lo tanto, uno 
de los aspectos importantes de esta ley, que ha sido esencial para facilitar esto, es el derecho 
al olvido. 
 
Como el GDPR es una ley recién promulgada, dado que entró en vigencia por primera 
vez el 25 de mayo de 2018, no se sabe mucho al respecto en gran medida. Si bien hay una 
gran cantidad de material disponible sobre esta ley de privacidad de datos, el desafío está en 
relación con la dificultad experimentada para comprender este material. En consecuencia, es 
imperativo y significativo comprender el GDPR y lo que significa en las diversas áreas de su 
aplicación. Una mayor comprensión de su impacto en las empresas es un área de 
investigación necesaria. Se espera que las empresas que operan en la UE y en el EEE se vean 
muy afectadas por el GDPR y el derecho al olvido (Townend, 2017). A pesar de esto, las 
compañías continúan mostrando ignorancia sobre el alcance de este impacto. En este sentido, 
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las empresas deben tener algún tipo de conciencia sobre cómo deben adherirse al derecho al 
olvido y al GDPR en su conjunto. 
 
En consecuencia, el objetivo de esta tesis es llevar a cabo un análisis europeo 
comparativo del GDPR y el derecho a ser olvidado con un enfoque particular en el impacto 
en las empresas. En este caso, el GDPR demostrará cambiar muchas formas en que las 
empresas han estado recopilando y utilizando datos personales. Esto servirá para garantizar 
la autodeterminación y, por lo tanto, la privacidad de los datos personales. Al explorar todo 
esto, algunos de los aspectos clave cubiertos en esta tesis incluirán el GDPR, el derecho al 
olvido y el impacto en las empresas.  
 
El GDPR es una ley de privacidad europea que regula todas las leyes de privacidad 
locales en la región de la UE y el EEE. La ley es aplicable a todas las empresas que operan y 
almacenan información sobre personas en esta región. Según A&L Goodbody (2016), las 
personas reciben la garantía de que su información está guardada y protegida. En la tesis, el 
capítulo dos se centra en la regulación europea sobre la protección de datos personales, 
destacando el análisis general de la regulación europea de protección de datos y la 
importancia de la ley de protección de datos en el sistema de protección de datos italiano y 
español. Por lo tanto, el GDPR beneficia a los consumidores de varias maneras. Una de estas 
formas es que los consumidores tendrán la opción de exigir la devolución de sus datos a las 
empresas. Otro beneficio es que alentará a las empresas a hacer un mayor esfuerzo para 
generar confianza con sus consumidores. Un beneficio más del GDPR es que las empresas 
serán más éticas en la forma en que monetizarán los datos.  
 
El derecho al olvido está incluido en el GDPR, y su función es regular las obligaciones 
de borrado impuestas a las empresas que poseen los datos de las personas. Townend (2017) 
indica que esta regulación afirma que los datos personales deben borrarse inmediatamente en 
caso de que los datos ya no sean necesarios para su propósito original para el que fueron 
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procesados. En esencia, el capítulo tres de la tesis se centra en los derechos fundamentales 
de las partes interesadas, incluidos los derechos de acceso a la información y el derecho al 
olvido, mientras que el capítulo cuatro de la tesis se centra en la consolidación del derecho 
al olvido como una construcción jurisprudencial. Ambos capítulos dan una idea clara y 
profunda sobre la aplicabilidad del derecho al olvido. Además, dichos datos deben retirarse 
en el caso en que las personas afectadas se retiren de su consentimiento sobre su uso. En caso 
de que no haya razón para justificar la posesión de dichos datos, debe, por lo tanto, borrarse. 
Los datos también deberían borrarse en caso de que su procesamiento inicial fuera ilegal 
(Townend, 2017). Esta regulación, por lo tanto, implica que las personas o empresas que 
están sujetas a ella tienen lo que se puede percibir como obligaciones de borrado estatutario 
automático. Al mismo tiempo, tienen la obligación de garantizar el cumplimiento del deseo 
de las personas afectadas. Si bien este es el caso, las personas o empresas que están sujetas a 
esta ley tienden a no cumplirla por completo, a pesar de que la ley es bastante clara al 
respecto. Una razón esencial que conduce a este agujero en el cumplimiento son los recursos 
inadecuados necesarios para fomentar las formas de hacer frente a esta nueva regulación. Si 
bien los gobiernos de toda la UE muestran una gran cantidad de entusiasmo por el derecho 
al olvido según lo codificado en el GDPR, no proporcionan recursos para garantizar su 
cumplimiento. Esto está en conjunto con el capítulo cinco de la disertación que explica la 
experiencia histórica comparativa en Europa y otros países como los Estados Unidos, Italia 
y los Países Bajos. Según A&L Goodbody (2016), estos recursos incluyen fondos y recursos 
humanos necesarios para implementar esta ley. Además, el problema también surge en el 
caso en que a las personas encargadas de garantizar el cumplimiento de esta ley se les niegan 
poderes para hacerlo. Este problema surge de una serie de gobiernos europeos que tardan 
demasiado en actualizar sus respectivas legislaciones para abarcar esta ley. Todos estos 
aspectos presentan áreas esenciales de investigación que proporcionarán un mayor 
conocimiento sobre el GDPR y lo que podría esperarse cuando se trata de esta ley.  
 
El GDPR y, por lo tanto, el derecho al olvido tienen un impacto significativo en las 
empresas de todas las industrias de la UE y el EEE. Por lo tanto, podría haber efectos tanto 
positivos como negativos para estas empresas. El capítulo seis de la disertación captura de 
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manera efectiva el impacto en las empresas, destacando elementos como el sistema de 
control, las necesidades competitivas y la protección de datos en la nube. Para comenzar con 
esta discusión, se espera que el impacto de esta ley sea en términos de alto costo para las 
compañías mientras se esfuerzan por garantizar que cumplan con el cumplimiento. Por 
ejemplo, si las empresas no cumplen con el GDPR y los derechos codificados en este 
reglamento, deben pagar las multas que representan hasta el 4% de la facturación mundial 
anual. Este porcentaje es una cantidad de dinero bastante significativa para muchas empresas 
(EY, 2017).  
 
El impacto de esta ley de protección de datos también tiene que ver con el 
compromiso del cliente. Las empresas experimentarán un momento difícil para mantener el 
compromiso con los clientes. Por ejemplo, el derecho a ser olvidado brinda a los clientes el 
consentimiento de retirada cuando se trata del uso de sus datos en cualquier momento. En 
consecuencia, las empresas deberán demostrar que una persona estuvo de acuerdo con una 
acción determinada que lleva a cabo (Townend, 2017). Por lo tanto, es evidente que no existe 
una opción de exclusión.  
 
Además, se espera que la introducción del derecho al olvido, que es un nuevo derecho 
a la privacidad, genere una mayor carga regulatoria para las empresas. En consecuencia, las 
empresas deben trabajar para revisar sus programas actuales relacionados con el 
cumplimiento de la protección de datos. La importancia de esta acción es determinar los 
próximos pasos que deben tomarse, lo que será imprescindible para determinar el nivel de 
inversión necesario para garantizar el abordaje exitoso de los cambios que vendrán con la 
implementación del GDPR. El capítulo siete de la disertación es una demostración de las 
nuevas direcciones tecnológicas que deben emprenderse con respecto a la protección de 
datos, incluida la utilización de los drones, la adopción de cookies de privacidad y la 
cooperación internacional en materia de protección de datos. Por lo tanto, las empresas deben 
darse cuenta de que deben actuar de la manera más rápida posible cuando se trata de cumplir 
con esta ley. Si bien este sigue siendo el caso, muchas empresas no se han dado cuenta de 
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esto y, posteriormente, carecen de información suficiente sobre las posibles consecuencias 
para sus negocios. Al mismo tiempo, muchas compañías descuidan igualmente el impacto de 
esta nueva regulación en su bienestar general. 
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CAPÍTULO I : EL LARGO CAMINO HACIA UN DERECHO 
EUROPEO DE PROTECCIÓN DE DATOS 
 
 
 
 
 
 
Índice: 
1.1 La protección de datos personales nace en Europa. La 
Ley de Hesse de 1970 y otras leyes de la década. 
 1.2 El Convenio No. 108 del Consejo de Europa de 1980. 
 1.3 La Directiva 95/46/CE de la Unión Europea. 
 1.4 Otras directivas e iniciativas comunitarias relativas a 
la protección de datos personales. 
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1.1 LA PROTECCIÓN DE DATOS PERSONALES NACE EN EUROPA. LA LEY DE 
HESSE DE 1970 Y OTRAS LEYES DE LA DÉCADA 
En este primer capítulo dedicado a trazar las etapas fundamentales de la evolución 
histórica que ha conducido al desarrollo de las normas en materia de protección de datos 
personales en Europa, resulta de gran importancia tener en cuenta el momento en el que 
surge, sobre todo dentro del contexto europeo, el concepto de protección de datos personales 
y cuáles son las primeras leyes que se han ido promulgando en los distintos países europeos 
a lo largo de los años. 
La primera constatación importante que hay que realizar es que el proceso de 
globalización, la rápida evolución de la tecnología, la consolidación y sucesiva invasión de 
Internet y los problemas relacionados con la seguridad y el mantenimiento del orden público 
son algunos de los factores que, sobre todo en los últimos años, han centrado el debate 
político, social y jurídico en torno al concepto de privacidad y, por lo tanto, a la idea de que 
hay que actuar de forma eficaz para garantizar una protección adecuada de los datos 
personales.  
Respecto al papel que la globalización y el desarrollo de Internet tienen en nuestra 
vida, podemos hacer referencia a varios autores, en concreto, (Frosini, 1993) subraya lo 
siguiente: 
 
La dinámica interna de la sociedad masificada implica la tendencia al 
aumento constante de los datos de referencia en la memoria electrónica, esta 
conciencia artificial colectiva de la sociedad de nuestro tiempo, y consiste 
en un procedimiento de reducción y de homogeneización estadística de las 
operaciones individuales y en una progresiva apropiación de las acciones en 
el ámbito de la intimidad (p. 37). 
 
Respecto a la globalización y a los nuevos retos que nos plantea a la hora de intentar 
preservar los derechos fundamentales de las personas, también resulta interesante la 
contribución de otros autores como (Giddens, 2000); (Galgano, 2005); (Irti, 2002); (Rodotà, 
2000); (Barcellona, 2001). 
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Y la preservación de estos derechos, aunque no se crea, se comenzó en el Concilio de 
Trento, desde 1543, en Europa en Trento, Italia, donde se dictaron normas para regularizar 
el modo de llevar libros parroquiales sobre los bautismos y matrimonios, posteriormente se 
incluyeron las defunciones, teniendo así información sensible de la población de este lugar 
que fue utilizada en su momento como instrumento de prueba en problemas contenciosos 
legales (Gregorio, 2005). 
Fue entonces que se crearon los Registros Civiles, en España en 1749, en Francia en 
1793, en Alemania en 1874, según comenta Gregorio (2005), siendo algunos ejemplos de lo 
que comenzó a ser la recopilación de datos de la población, incluidos los registros de 
propiedad, al recopilar esa información se incluían los datos personales que se iban 
registrando cronológicamente, teniendo así la información lo más actual posible, aunque, si 
donde se resguardaban tenían problemas de ratones, era probable que muchos de los datos se 
llegaran a perder. Esto fue el inicio de la protección de datos personales, aunque, como se 
puede apreciar, sus sistemas de resguardo de la información no eran eficientes, como los que 
ya se tienen en la actualidad, aunque primero se tenía que llegar al documento de la 
Organización de las Naciones Unidas (ONU). 
Se tienen registros de la Constitución Italiana de 1947, que tenía en sus artículos 13 
y 14 el registro personal y en el 15 se hablaba del secretismo en la correspondencia y 
cualquier otra forma de comunicación que se diera en ese país, esto fue previo a la 
Declaración Universal de los Derechos Humanos de 1948, documento en el que, en su 
artículo 12 se establece que todos están protegidos contra injerencias arbitrarias en la vida 
privada, en la familia, en el domicilio y en la correspondencia, además todos deben tener 
protegida su honra y reputación contra los ataques o injurias a las mismas (Gregorio, 2005).  
En un contexto como el actual, caracterizado por una sociedad de la información con 
rápidos y continuos cambios y contextos en los que los límites son cada vez más volubles, 
una sociedad «líquida» como la define el sociólogo polaco Zygmunt Bauman (2003), el 
concepto de privacidad está unido por un nexo de interdependencia y complementariedad 
con un derecho a la protección de datos personales que, con el paso de los años, ha ido 
encontrando un lugar cada vez más relevante en los textos normativos, tanto a nivel nacional 
como internacional. 
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En la práctica, la protección de los datos personales se considera uno de los contenidos 
del derecho a la privacidad, un término que, con este sentido, proviene de la tradición 
anglosajona («privacy» en inglés) y del que se ha establecido que no tiene equivalencia 
perfecta en los idiomas de los países de la Europa continental. Esto explica también la escasa 
literatura sobre privacidad presente en el ámbito de los países de la Europa continental en 
comparación con los países de tradición anglosajona, como Estados Unidos (Martinotti, 
1973).  
Por lo tanto, es en la sociedad anglosajona donde, a partir de la segunda mitad del 
siglo XIX, empieza a implantarse el derecho a la privacidad y, sobre todo a través de la 
jurisprudencia de los tribunales supremos del territorio inglés, se desarrolla una tendencia a 
la protección de la privacidad y se busca identificar con precisión el contenido y el ámbito 
de aplicación a través de la elaboración doctrinal. 
Hablar de protección de datos personales significa proteger a las personas en sus 
derechos fundamentales porque, en un mundo como el actual, donde millones de personas 
migran de un país a otro y perviven heridas sin cicatrizar de experiencias pasadas vinculadas 
especialmente a los conflictos que durante el siglo XX salpicaron de sangre Europa de este a 
oeste, la dignidad de las personas se convierte, junto con la libertad personal, en el valor 
fundamental de todas las cartas de derechos, desde la Carta de las Naciones Unidas hasta la 
Carta de los Derechos Fundamentales de la Unión Europea proclamada en Niza, pasando por 
las cartas de los derechos fundamentales de cada uno de los países. 
Además, no hay que olvidar que la evolución tecnológica, que constituye la base del 
proceso de globalización de las relaciones sociales, económicas e interpersonales, ha llevado 
a una ampliación y a una mayor difusión de la libertad y la dignidad de las personas que 
incluye, en dicha acepción, el derecho a la protección de los datos personales entendida como 
derecho fundamental de cada individuo de protegerse de forma adecuada contra cualquier 
tipo de usurpación y violación (Pizzetti, 2016, p. 6 e ss.). 
La protección de los datos personales, surgida principalmente como respuesta a la 
tecnología vinculada al tratamiento automatizado de los datos, se ha convertido hoy en día 
en una de las barreras más importantes contra la intromisión de la sociedad digital que, 
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también con el fin de garantizar cada vez más servicios para las personas, permite que la 
información personal de cada individuo circule por la red y sea fácil de adquirir y controlar, 
una información que a menudo se solicita o se facilita de forma espontánea. 
El objetivo fundamental de este trabajo es estudiar la normativa relativa a la 
protección de datos personales en la Unión Europea, no sin antes echar la vista atrás para 
ampliar la perspectiva partiendo precisamente de la privacidad como derecho del sujeto, 
porque solo a partir de dicha premisa ha nacido y se ha desarrollado el concepto de derecho 
a la privacidad, sobre todo en el mundo anglosajón. 
Un punto de partida importante es el que representa la publicación, en 1890, de un 
artículo titulado «Right to Privacy» firmado por Warren y Brandeis en la revista Harward 
Law Review (Warren & Brandeis, 1890). Este artículo, de hecho, se refiere explícitamente al 
respeto de los derechos fundamentales incluidos en la Bill of Rights. En el ámbito de este 
artículo, los autores abordan el tema de la época en la que la prensa tenía derecho a difundir 
información relacionada con una persona porque, en cualquiera de los casos, era necesario 
que prevaleciese el derecho de la prensa a informar y el de los ciudadanos a ser informados 
y de cuando, en cambio, este derecho dejó de existir porque la persona no podía considerarse 
pública y sus actividades no debían difundirse al no considerarse de interés público. Se debe 
proteger a esos datos que son sensibles y ponen en riesgo la dignidad de la persona, eso fue 
lo que se comenzó a vislumbrar desde ese siglo XIX. 
En la práctica, con este artículo nace el concepto moderno de derecho a la privacidad 
entendido como un verdadero derecho individual que coexiste junto con otros derechos como 
el de la prensa a informar y el del individuo a la protección de sus datos personales. 
A este respecto, conviene subrayar el hecho de que los dos juristas norteamericanos 
utilizan el término «derecho a la privacidad» y no el término «derecho a la protección de los 
datos personales», y que con él se refieren sobre todo a la protección del sujeto frente la 
difusión de toda aquella información que pueda afectar de alguna manera a la persona. Con 
esta expresión se hace alusión al derecho a que toda información que directa o indirectamente 
pueda referirse a la persona no se recabe de forma implícita ni se trate, conserve o difunda 
ilícitamente (Pizzetti, 2016, p. 44 e ss.).  
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Ahora bien, nos podríamos preguntar por qué es en 1890 cuando se plantea por 
primera vez el problema del delicado equilibrio entre el derecho a informar y ser informado 
y la protección del ámbito privado del individuo y, por lo tanto, del derecho a la privacidad. 
A lo largo de los años se han ido realizando diversos intentos por responder de forma 
adecuada a este interrogante, y seguramente uno de los más veraces es el que vincula la 
implantación del derecho a la privacidad con la importante innovación que representó la 
invención, en 1875, de una nueva técnica de impresión por parte de Robert Barclay. 
 
 
En la práctica, es justamente la evolución tecnológica de la imprenta, que permite 
formas de difusión de información antes desconocidas, incluso sin el consentimiento del 
implicado, lo que hizo necesaria y urgente la elaboración de una normativa en materia de 
protección de la privacidad. Son precisamente estas innovaciones tecnológicas, que permiten 
la difusión de miles de copias de un escrito específico, las que animaron a los dos autores 
norteamericanos a elaborar este texto y publicarlo en 1890. 
Aquí hay que hacer una acotación sobre lo que se tenía en ese pasado de 1890 y lo 
que se ha logrado en el siglo XXI: El salto al ámbito de la sociedad digital ha representado 
posteriormente un cambio fundamental para la implantación de la privacidad y del derecho a 
la protección de los datos personales, procurando en todo momento establecer un equilibrio 
correcto con la libertad de expresión, aunque se tiene como una tarea compleja, los pasos que 
se están dando en la actualidad van en ese sentido.  
Sin embargo, regresando al artículo del siglo XIX, de Brandeis y Warren sobre el 
derecho a la privacidad, resulta oportuno aclarar que el objetivo fundamental que pretenden 
alcanzar los dos autores es limitar el derecho fundamental de la libertad de expresión, que 
representa el punto máximo de referencia de la Constitución de la época. Conviene destacar 
que ambos autores no llegan a afirmar que el derecho a la intimidad sea por sí mismo un 
derecho fundamental independiente de los demás derechos, sino que lo consideran un intento 
de limitar la libertad de expresión. Entonces, en ese contexto la libertad de expresión 
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presumía que todo lo que el sujeto hiciera en su vida era de escrutinio público, no teniendo 
límites para quien investigara y exponiendo así los datos sensibles del individuo investigado. 
En dicho contexto, hay que subrayar que los dos autores no se marcan como objetivo 
fundamental reconocer un auténtico derecho a la privacidad entendido como derecho 
fundamental de los individuos. En cambio, en Europa, en una época posterior (unos 60 años 
después), sucedió justamente lo contrario, ya que surgió el derecho a la privacidad como un 
verdadero derecho que trata de reconocer al individuo.  
En este sentido, conviene recordar el artículo 8 del Convenio Europeo de Derechos 
Humanos que, en 1950, establece un derecho a la intimidad relativo a la vida familiar y 
reconoce el caso que nos atañe como un derecho fundamental del hombre. Prácticamente se 
puede decir que, en Europa, el impulso que hizo reconocer la intimidad y la protección de 
los datos personales como uno de los derechos fundamentales de las personas se produjo 
sobre todo en la segunda mitad del siglo XX, algo que no sucedió en Estados Unidos (Pizzetti, 
2016, p. 49 e ss.).  
Por lo que respecta a la implantación del derecho a la protección de datos personales 
en el contexto europeo, cabe destacar que, a pesar de las experiencias de los Estados 
totalitarios incluso en la época posterior a la Segunda Guerra Mundial, no se manifiesta 
inmediatamente que exista una conciencia que establezca de vital importancia reivindicar el 
derecho a la intimidad y al respeto de la dignidad humana. De hecho, si echamos un vistazo 
a las numerosas Constituciones europeas que surgen en los años inmediatamente posteriores 
a la Segunda Guerra Mundial, resulta evidente que en ninguna de ellas se siente la necesidad 
de incluir el derecho a la protección de los datos personales entre los derechos fundamentales 
de las personas. 
A este respecto, resulta oportuno recordar que la propia Constitución italiana, que 
representa un ejemplo para las demás Constituciones europeas con respecto a la protección 
de los derechos fundamentales del hombre, elaborada por la clase política italiana en el 
periodo inmediatamente posterior a la Segunda Guerra Mundial y que entró en vigor el 1 de 
enero de 1948, en relación con el tema de la libertad de información no va más allá de una 
regulación de la prensa, a pesar de que se sabía que en épocas anteriores las dictaduras 
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europeas habían utilizado la radio y el cine como sus principales instrumentos de propaganda 
(Pizzetti, 2016, p. 57 e ss.).  
Pese a las experiencias vividas justo después de la Segunda Guerra Mundial, no se 
logra percibir de forma inmediata la importancia de las innovaciones tecnológicas y, por lo 
tanto, la necesidad de establecer normas relativas a la protección de los datos personales. 
Esto permite explicar por qué el propio Convenio para la Protección de los Derechos 
Humanos y de las Libertades Fundamentales, firmado en Roma el 4 de noviembre de 19501 
y que entró en vigor en Italia en octubre de 1955, se limitó simplemente a manifestar, en el 
artículo 82 el derecho al respeto de la vida privada y familiar sin hacer ninguna alusión 
específica al derecho a la protección de los datos personales. 
Los principios recogidos en el Convenio para la Protección de los Derechos Humanos 
y de las Libertades Fundamentales están en consonancia en todo momento con las normas 
incluidas en la mayor parte de las Constituciones aprobadas por los Estados europeos y, a 
este respecto, se puede recordar la Constitución italiana en su artículo 23 y la Ley 
 
1 En relación con este punto cabe recordar que el Convenio para la Protección de los Derechos 
Humanos y de las Libertades Fundamentales fue suscrito en 1950 por Bélgica, Dinamarca, 
Francia, Grecia, Irlanda, Islandia, Italia, Luxemburgo, Noruega, Países Bajos, Reino Unido, 
Suecia y Turquía. 
2 El artículo 8 del Convenio para la Protección de los Derechos Humanos y de las Libertades 
Fundamentales establece que «toda persona tiene derecho al respeto de su vida privada y 
familiar, de su domicilio y de su correspondencia. No podrá haber injerencia de la autoridad 
pública en el ejercicio de este derecho sino en tanto en cuanto esta injerencia esté prevista por 
la ley y constituya una medida que, en una sociedad democrática, sea necesaria para la seguridad 
nacional, la seguridad pública, el bienestar económico del país, la defensa del orden y la 
prevención de las infracciones penales, la protección de la salud o de la moral, o la protección 
de los derechos y las libertades de los demás». El artículo en cuestión tiene una formulación 
muy compleja que, en muchos aspectos, atañe también a los elementos relativos al derecho a la 
intimidad; sin embargo, para llegar a esto es necesario realizar una interpretación amplia. De 
hecho, no hay ninguna mención al principio de la protección de datos personales ni a la relación 
que existe entre la intimidad y la libertad de expresión. A pesar de esto, se puede afirmar que, 
en este artículo, ya encontramos todas las premisas para la identificación, en el ámbito del 
derecho a la intimidad, de un verdadero derecho a la protección de datos personales. 
3 El artículo 2 de la Constitución italiana, que entró en vigor el 1 de enero de 1948, establece que 
«La República reconoce y garantiza los derechos inviolables del hombre, ora como individuo, 
ora en el seno de las formaciones sociales donde aquél desarrolla su personalidad, y exige el 
cumplimiento de los deberes inexcusables de solidaridad política, económica y social». 
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Fundamental alemana, aprobada en 1949, en sus artículos 14 y 25 que reconocen la dignidad 
del hombre y el derecho al pleno desarrollo de las personas. Esto derivado directamente de 
todos los hechos que acaecieron de violación de derechos humanos durante la Segunda 
Guerra Mundial, siendo el principal señalado de los daños a la población, precisamente, 
Alemania. 
En realidad, para contar en Europa con una primera ley que haga referencia de forma 
explícita a la protección de los datos personales como forma de garantía frente a los datos 
recogidos y tratados con métodos automatizados, habrá que esperar a la ley de 1970 del land 
alemán de Hesse, la homónima Ley de Hesse. Ese mismo año, como veremos más adelante 
con detalle, el Gobierno francés aprobó una ley que reconocía por primera vez el droit a la 
vie privée (Pizzetti, 2016, p. 59 e ss.)6. 
Conviene subrayar que la ley del land alemán de Hesse de 1970 reviste una especial 
importancia porque, por primera vez, menciona claramente la protección de datos personales 
conservados y tratados mediante bases de datos. Es decir, que se ocupa de proteger de forma 
explícita a las personas frente a un uso inadecuado de los datos personales. 
 
La referencia a esta ley resulta particularmente importante porque, además de 
contener una mención explícita a la protección de datos personales, adquiere un significado 
 
4 El artículo 1 de la Constitución alemana establece que «La dignidad humana es intangible. 
Respetarla y protegerla es obligación de todo poder público. El pueblo alemán, por ello, 
reconoce los derechos humanos inviolables e inalienables como fundamento de toda comunidad 
humana, de la paz y de la justicia en el mundo. Los siguientes derechos fundamentales vinculan 
a los poderes legislativo, ejecutivo y judicial como derecho directamente aplicable». 
5 El artículo 2 de la Constitución alemana afirma que «Toda persona tiene el derecho al libre 
desarrollo de su personalidad siempre que no viole los derechos de otros ni atente contra el orden 
constitucional o la ley moral. Toda persona tiene el derecho a la vida y a la integridad física. La 
libertad de la persona es inviolable. Estos derechos solo podrán ser restringidos en virtud de una 
ley». 
6 La ley francesa de 1970 tiene especial importancia porque fue modificada posteriormente hasta 
convertirse, en 1978, en la Ley No. 17, a través de la cual se instituyó la CNIL (Commission 
Nationale de l'Informatique et des Libertés) que, por primera vez, expuso el principio según el 
cual la informática debe estar al servicio del ciudadano y de ninguna manera debe atentar contra 
su identidad humana, contra sus derechos fundamentales y contra su vida privada.  
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político relevante en el contexto de la República Democrática Alemana, que en aquella época 
estaba gobernada por un sistema muy autoritario basado en la represión de cualquier forma 
de libertad de tipo político, económico y social. 
Teniendo en cuenta la situación política, el hecho de que un land de la Alemania 
federal pusiese límites al tratamiento de los datos personales mediante bases de datos e 
introdujese una serie de prohibiciones para proteger la libertad personal de los ciudadanos 
adquiere una gran relevancia tanto desde el punto de vista jurídico como desde el de la 
protección de las libertades fundamentales y, además, le otorga un considerable peso político. 
Con esta ley del año 1970, aprobada por el land de Hesse, se impone una idea de democracia 
y de protección de la persona frente a cualquier tipo de intromisión que resulta totalmente 
opuesta a las medidas adoptadas en los países de la Europa del Este, basadas en un control 
férreo del ciudadano. De esta manera comienza a haber una ruptura entre un mundo que 
quiere controlar la información sensible y otra parte que reconoce que hay datos que pueden 
afectar directamente a su dueño si no se tratan cuidadosamente. 
A nivel federal, en cambio, no fue hasta 1977 cuando Alemania aprobó una ley de 
protección de datos personales, que se sustituyó posteriormente, en 1990, por la Ley Federal 
de Protección de Datos. Este dato deja claro un nuevo camino en la sociedad y en el gobierno: 
Es importante proteger la información de los ciudadanos ante intromisiones ajenas a cada 
uno de ellos. 
Para dar una idea de la lentitud con la que esta idea de regular la protección de datos 
personales se impone como derecho de las personas en el contexto europeo, cabe recordar 
que la Constitución española de 1978 fue la primera carta magna de un país europeo en 
constitucionalizar, a través de la incorporación del artículo 18, el derecho a la intimidad y a 
la protección de los datos personales. En este sentido, resulta conveniente recordar, como se 
explicará mejor en un capítulo posterior del trabajo, que el apartado 1 del artículo 18 establece 
que “se garantiza el derecho al honor, a la intimidad personal y familiar y a la propia imagen”. 
Sin embargo, también en la Constitución española de 1978, este derecho presenta una 
formulación que hace referencia a la intimidad como un derecho individual tomando como 
base la Carta de los Derechos Fundamentales de la Unión Europea que, en su artículo 8, hace 
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referencia a la protección de datos como un derecho fundamental de libertad y como una 
condición fundamental para la existencia de un Estado democrático. 
No obstante, conviene subrayar que el artículo 18 de la Constitución española 
constituye un elemento de suma importancia porque, por primera vez en la historia de 
Europa, un país incorpora a su constitución una norma que hace referencia de forma expresa 
a la intimidad como derecho fundamental del ciudadano. 
A esto hay que añadir otro aspecto importante, y es que el apartado 4 del artículo 20 
de la carta magna española intenta fijar también una especie de jerarquía entre el derecho a 
la intimidad y a la protección de la propia imagen y otros derechos fundamentales 
reconocidos por la misma Constitución. De hecho, es en este apartado del artículo 20 en el 
que se establece que el derecho a la intimidad y a la protección de la propia imagen representa 
un límite que se aplica a la libertad de expresión, de producción y de creación artística y 
científica (Pizzetti, 2016, p. 59 e ss.). 
Algunos años más tarde, a partir de estos apartados introducidos en la constitución se 
aprobó, en 1992, la Ley Orgánica de regulación del tratamiento automatizado de los datos de 
carácter personal, de la que se ofrecen más detalles en un capítulo posterior del trabajo 
dedicado a las leyes promulgadas por los Estados. 
Llegados a este punto, si se echa la vista atrás para entender cuáles son las otras leyes 
que se desarrollaron en los distintos países europeos en materia de protección de los datos 
personales —aparte de la de Hesse, que debe considerarse un importante punto de 
referencia—, cabe subrayar que a comienzos de los años 70 los Gobiernos de los países 
europeos, sobre todo gracias al empuje de la opinión pública, empezaron a ocuparse de la 
privacidad limitándose simplemente a nombrar comisiones cuya finalidad consistía en 
estudiar el problema y proponer posibles soluciones7.  
 
7 En estos años contamos con una serie de informes redactados por comisiones especializadas, más 
concretamente: por parte de la Unesco, el informe de la comisión de juristas que lleva por título 
«La protezione legale della vita privata. Studio comparativo di 10 paesi» (La protección legal 
de la vida privada. Estudio comparativo de 10 países), de 1972; en Canadá, «L’ordinateur et la 
vie privée» (El ordenador y la vida privada), de 1972; en Francia, en 1972, «La protéction de la 
vie privée face au traitement des informations individuelles» (La protección de la vida privada 
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Los primeros informes elaborados por estas comisiones demuestran que existe una 
amenaza para la intimidad personal que hay que tener en cuenta y, en consecuencia, sugieren 
la adopción de una serie de medidas para salvaguardar de forma adecuada la protección de 
los datos personales. 
Posteriormente, con la rápida difusión de las distintas aplicaciones informáticas, los 
Estados europeos sienten aún más la presión de la opinión pública que exige establecer 
normas de referencia. 
En la década que transcurre entre 1963 y 1974, muchos países europeos promulgan 
leyes relativas a la protección de los datos personales y, en concreto, Suecia, Francia, Austria, 
Luxemburgo, Dinamarca, Islandia, República Federal Alemana, Noruega y, tras una larga 
gestación iniciada en 1969, también Gran Bretaña, España y Portugal, introducen normas 
específicas en sus propias Constituciones, mientras que Holanda y Austria ponen en práctica 
modificaciones propiamente dichas de su Constitución (Pagano, 1983). En los pasos que dan 
las naciones se aprecia un entendimiento general de ellas: la importancia de proteger los datos 
de cada ciudadano, empresa, institución porque, de no hacerlo, se pone en riesgo la seguridad 
de cada uno de esos sujetos e instituciones. 
Por lo que respecta a Bélgica, pese a que no dispone de una ley general en materia de 
protección de datos personales, promulga dos leyes importantes: la ley por la que se instituye 
un registro nacional de personas físicas en junio de 1983, y un decreto por el que se instituye 
también un banco de datos de funcionarios públicos, que anticipa algunas disposiciones 
importantes en materia de protección de datos personales. 
En relación con Suiza, este Estado ha promulgado numerosas normas a nivel de cada 
cantón, mientras que a nivel federal, existen solamente normas provisionales que obligan 
exclusivamente a los órganos de la administración federal.  
En concreto, siempre en lo que respecta a Suiza, las leyes reconocen de manera 
general la libertad de recopilar, tratar y transmitir toda una serie de datos de carácter personal. 
 
frente al tratamiento de la información individual); en Reino Unido, también en 1972, «Report 
of the Committee on Privacy» (Informe del Comité de Privacidad). 
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Sin embargo, estas mismas normas someten el ejercicio de esta libertad a una serie de 
restricciones y controles en relación con el uso que se hace de estos datos.  
Además, las normas federales suizas reconocen al titular de los datos personales la 
posibilidad o, mejor dicho, el derecho propiamente dicho a acceder a los datos recogidos, y 
todo ello implica la posibilidad de consultarlos, realizar modificaciones en los mismos e 
incluso eliminarlos. A esto hay que añadir que la legislación suiza introduce órganos de 
control y elabora una serie de procedimientos de protección y de sanciones que se aplican en 
caso de que se produzca algún incumplimiento. Es en estos momentos que ya empiezan a 
haber leyes coercitivas para una mejor protección de los datos personales, lo que indica un 
salto en la presentación de leyes, ya no es sólo protección, ahora es condicionada a aquellos 
que busquen o utilicen datos privados sin permiso del Estado o de los dueños originales. 
Llegados a este punto, puede resultar conveniente profundizar en las demás leyes relativas a 
la protección de los datos personales que se han elaborado en otros países europeos.  
Sin duda, es necesario hacer alusión a Francia, que ya ha sido citada con anterioridad 
y que puede incluirse en el grupo de los primeros países del mundo en contar con una ley 
relativa al tratamiento de los datos personales. Con respecto a la ley francesa en materia de 
datos personales y su tratamiento, se puede consultar: (Grosso, 2006); (Di Giovine, 2009). 
Uno de los primeros elementos de innovación data de 1970, con la Ley 643 que, a 
través de la enmienda del artículo 9 del Código Civil, introduce una disposición según la cual 
todo individuo tiene derecho a que se respete su vida privada8. No obstante, la primera 
regulación real a nivel nacional viene establecida en la ley del 6 de enero de 1978, que 
normaliza los distintos métodos de tratamiento informático de los datos personales.  
En este sentido, resulta oportuno subrayar que fue precisamente la existencia de una 
ley de estas características en Francia, anterior a la directiva comunitaria que analizaremos 
con posterioridad, lo que provocó que se produjesen grandes retrasos en la adaptación de 
Francia al contenido de la Directiva Europea No. 46 de 1995. 
 
8 En este sentido, puede resultar interesante tener en cuenta que, en 1994, el Consejo Constitucional 
francés reconoció con una decisión suya el valor constitucional de dicha disposición.  
  
36 
En lo referente a España, en cambio, el derecho a la intimidad personal, junto con la 
intimidad familiar y de la propia imagen, se garantizó gracias al artículo 18 de la 
Constitución. Sin embargo, a nivel legislativo, en 1982 encontramos por primera vez una ley 
orgánica relativa a la intimidad. Se trata de la Ley No. 1 que, si bien no contempla todavía 
de forma explícita la protección de los datos personales, desempeña un papel fundamental en 
el desarrollo de las leyes que se fueron promulgando posteriormente. 
Una de las primeras regulaciones relativas a la protección de datos personales la 
establece la Ley Orgánica 5/1992 de regulación del tratamiento automatizado de los datos de 
carácter personal, que posteriormente se sustituyó por la Ley Orgánica 15/1999, que 
actualmente sigue en vigor con algunas modificaciones aportadas para hacerla compatible 
con la Directiva Comunitaria No. 46 de 1995 (Sileoni, 2011, p. 200 e ss.). 
En este mismo contexto europeo, resulta interesante examinar también el caso de 
Irlanda, que en 1988 adoptó una primera regulación relativa a la privacidad, con referencia 
específica al tratamiento de la información personal, en un intento por aplicar una serie de 
principios fijados en el ámbito del Convenio de Estrasburgo. Sin embargo, no es hasta el año 
2002 cuando, con el objetivo de aplicar la directiva europea sobre tratamiento de los datos 
personales, se aportaron modificaciones a dichas disposiciones para hacerlas compatibles con 
las establecidas por la Unión Europea. 
En cambio, en lo que respecta a Portugal, conviene recordar que el país adoptó una 
Constitución propia hace relativamente poco tiempo, en 1976, cuando en el contexto europeo 
ya existía una exigencia cada vez mayor de establecer normas referentes a la protección del 
tratamiento de los datos personales. De hecho, la Constitución portuguesa incluye una 
disposición específica correspondiente al tratamiento informatizado de los datos (Decaro, 
1981). Es aquí donde también ya se observa el potencial de la era de la informática de la que 
se pueden generar bases de datos de información de, prácticamente, lo que sea, y ese amplio 
alcance llegó a los datos de la población donde, de cada individuo se pueden generar carpetas 
completas de información, mucha de ella sensible. 
En concreto, el artículo 35 de la Constitución portuguesa trata de encontrar un 
equilibrio entre el derecho a la información y el derecho a la intimidad, prestando especial 
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atención a la recogida y al uso de los datos mediante métodos automatizados. El paso que dio 
Portugal fue para separar los datos generales de los que ponen en riesgo al ciudadano. 
En este mismo artículo 35 de la Constitución portuguesa reconoce relevancia 
constitucional a la protección del ciudadano frente a los peligros relacionados con la 
informática. De hecho, reconoce el derecho a ser informado del contenido y la finalidad de 
dichos archivos electrónicos, y el derecho de rectificación y actualización de los datos, todo 
ello acompañado por la prohibición de acceder a dichos archivos de datos personales y de 
transmitir los datos fuera de las fronteras del país, con lo que establece una excepción en 
relación con las hipótesis expresamente previstas por la ley.  
El mismo artículo instituye de forma expresa la prohibición de tratar los datos 
sensibles, a excepción de los datos estadísticos que no permitan identificar al sujeto. Además, 
el artículo 35 de la Constitución portuguesa contiene una verdadera prohibición, a terceros, 
que impide acceder a los datos de los ciudadanos portugueses fuera de los casos previstos de 
forma expresa por la ley. 
En base a los preceptos previstos a nivel constitucional, se aprobó una primera ley 
ordinaria en 1991 que representa el primer acto legislativo ordinario para la protección de los 
datos personales. La aprobación, cuatro años más tarde, de la Directiva Comunitaria No. 46 
de 1995 y la necesidad de incluirla en territorio portugués plantearon a los legisladores 
ordinarios la obligación de aportar una serie de modificaciones importantes a la ley ordinaria 
de 1991. Dichas modificaciones se implantaron de forma efectiva gracias a la aprobación de 
una nueva ley, la No. 67 de 1998, que resulta estar en perfecta consonancia con las 
disposiciones establecidas a nivel de la Unión Europea. 
Siempre en el contexto europeo, resulta interesante tener en cuenta la regulación 
presente en los Países Bajos que, como en el caso de Portugal, introdujeron en su 
Constitución importantes indicaciones relativas al tratamiento de los datos. En este caso, es 
necesario hacer referencia al artículo 10 de la Constitución de los Países Bajos, en el que se 
garantiza el respeto de la vida privada y familiar, del domicilio y la correspondencia y, a 
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través de una interpretación más amplia, también el uso correcto y el tratamiento de los datos 
personales9. 
Si se siguen analizando la Constitución de los Países Bajos, encontramos 
posteriormente una disposición más específica que hace referencia al impacto de las nuevas 
tecnologías en los derechos relativos a la intimidad. Se trata del artículo 10, que establece el 
derecho al respeto de la intimidad y al tratamiento de los datos personales; una disposición a 
la que se añade una reserva de ley con ciertas limitaciones.  
Las disposiciones presentes en la Constitución de los Países Bajos también han sido 
objeto de modificaciones después de que se recibiese la Directiva Comunitaria No. 46 de 
1995, para permitir así la adecuación del texto constitucional a las nuevas disposiciones 
previstas por parte de la Unión Europea (Sileoni, 2011, p. 210 e ss.). 
 
1.2 EL CONVENIO NO. 108 DEL CONSEJO DE EUROPA DE 1980 
Después de haber analizado la aparición del concepto de protección de datos 
personales y su posterior evolución en el contexto europeo, ahora vamos a centrarnos en el 
Convenio No. 108, que se adoptó en el seno del Consejo de Europa en 1980 y que representa 
un instrumento de suma importancia para analizar el proceso evolutivo de la protección de 
los datos personales en el contexto europeo. 
 
 
Para ello partimos de una premisa fundamental como es que el Consejo de Europa10 
surge como resultado de la Segunda Guerra Mundial y su objetivo consiste en reunir a los 
 
9 En concreto, el segundo apartado del artículo 8 de la Constitución de los Países Bajos establece 
toda una serie de límites a la interferencia de los poderes públicos en el ejercicio de estos 
derechos, que se consideran fundamentales. 
10 El Consejo de Europa está formado por 47 Estados miembros, 28 de los cuales también son 
Estados miembros de la Unión Europea. Por este motivo, podemos afirmar que todos los países 
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Estados europeos y actuar para promover el estado de derecho, la democracia, los derechos 
humanos, las libertades fundamentales y el desarrollo social. En 1950, precisamente con el 
propósito de alcanzar estos objetivos, los países miembros del Consejo de Europa aprobaron 
el Convenio Europeo de Derechos Humanos, que entraría en vigor tres años más tarde, en 
1953. 
Todos los Estados miembros del Consejo de Europa están, desde entonces, 
comprometidos con el cumplimiento de las disposiciones establecidas en el Convenio 
Europeo de los Derechos Humanos, que fue ratificado por cada uno de los miembros del 
Consejo de Europa según las normas previstas por la legislación de cada país. Mientras tanto, 
con el objetivo de garantizar que todas las partes contratantes cumpliesen las obligaciones 
previstas según el Convenio Europeo de los Derechos Humanos, en 1959 se decidió crear, 
en Estrasburgo, el Tribunal Europeo de Derechos Humanos (Consiglio d'Europa, 2014, p. 14 
e ss.)11. 
 
Por lo que respecta al derecho a la protección de los datos personales, este forma 
parte, sin duda alguna, de todos aquellos derechos que quedan protegidos por el artículo 8 
del Convenio Europeo de Derechos Humanos, el cual, de hecho, garantiza el derecho al 
respeto de la vida privada y familiar, del domicilio y de la correspondencia y establece las 
condiciones por las que el derecho a la protección de los datos personales puede resultar 
eventualmente objeto de restricciones por parte de los Estados. 
 
miembros de la Unión Europea, que son precisamente 28, forman parte también del Consejo de 
Europa. 
11 La labor fundamental que desempeña el Tribunal Europeo de Derechos Humanos consiste en 
ejercer una vigilancia que garantice que todos los Estados miembros del Consejo de Europa 
cumplen con las disposiciones previstas en el Convenio Europeo de los Derechos Humanos. De 
hecho, el Tribunal Europeo de Derechos Humanos se ocupa principalmente de analizar todas las 
denuncias presentadas por individuos, grupos, organizaciones no gubernamentales o personas 
jurídicas que aleguen la existencia de incumplimientos de dicho convenio. Cabe recordar que no 
es necesario ser ciudadano de uno de los Estados miembros del Consejo de Europa para poder 
dirigirse oficialmente al Tribunal Europeo de Derechos Humanos y, de hecho, se ofrece al 
tribunal la posibilidad de analizar cualquier tipo de cuestión, incluso los casos presentados por 
uno o más Estados miembros del Consejo de Europa contra un Estado miembro o contra otro 
que no lo sea.  
  
40 
A través de su jurisprudencia, fruto de los numerosos recursos que se han ido 
presentando en el transcurso del tiempo, el Tribunal Europeo de Derechos Humanos ha 
tenido que afrontar en varias ocasiones el tema de la protección de los datos personales, sobre 
todo en casos relativos a la interceptación de comunicaciones12, a distintas formas de 
vigilancia13 y a las garantías relacionadas con la conservación de los datos personales por 
parte de las autoridades públicas14. 
Han sido varias las ocasiones en las que el propio Tribunal Europeo de Derechos 
Humanos ha vuelto a declarar que el artículo 8 del Convenio Europeo de los Derechos 
Humanos no solo establece una verdadera obligación por parte de los Estados de abstenerse 
de llevar a cabo acciones que puedan incumplir este derecho garantizado por el convenio, 
sino que, al mismo tiempo, impone a los Estados la obligación de garantizar de forma activa 
el respecto efectivo de la vida privada y familiar de los individuos (Consiglio d'Europa, 2014, 
p. 15 e ss.)15. Ésta puede ser la máxima aspiración en la protección de datos personales. 
Esta premisa relativa al Consejo de Europa y, en concreto, al Convenio Europeo de 
los Derechos Humanos con la labor del Tribunal Europeo de Derechos Humanos, resulta 
indispensable para entender mejor el significado del Convenio No. 108 del Consejo de 
Europa. Es más, dicho convenio surge precisamente en el contexto de un terreno ya allanado 
desde hace tiempo por el Consejo de Europa gracias a las actuaciones del Tribunal Europeo 
 
12 En relación con el proceso de interceptación de comunicaciones, se pueden tener en cuenta los 
siguientes casos: Tribunal Europeo de Derechos Humanos, caso Malone contra el Reino Unido, 
No. 8691/79, del 2 de agosto de 1984; Tribunal Europeo de Derechos Humanos, caso Copland 
contra el Reino Unido, No. 62617/00 del 3 de abril de 2007. 
13 En relación con las distintas formas de vigilancia, se pueden tener en cuenta los siguientes casos 
concretos: Tribunal Europeo de Derechos Humanos, caso Klass y otros contra Alemania, No. 
5029/71, del 6 de septiembre de 1978; Tribunal Europeo de Derechos Humanos, caso Uzun 
contra Alemania, No. 30562/04, del 4 de diciembre de 2010. 
14 En relación con la conservación de los datos personales por parte de las autoridades públicas, se 
pueden tener en cuenta los siguientes casos: Tribunal Europeo de Derechos Humanos, caso 
Leander contra Suecia, No. 9248/81, del 11 de julio de 1985; Tribunal Europeo de Derechos 
Humanos, caso S. y Marper contra el Reino Unido, No. 30562/04, del 4 de diciembre de 2008. 
15 En relación con la obligación de algunos Estados de garantizar de forma activa, en determinadas 
circunstancias, el respeto efectivo de la vida privada y familiar de los individuos, se pueden tener 
en cuenta los siguientes casos: Tribunal Europeo de Derechos Humanos, caso I. contra 
Finlandia, No. 20511/03, del 17 de julio de 2008; Tribunal Europeo de Derechos Humanos, caso 
K. U. contra Finlandia, No. 2872/02, del 2 de diciembre de 2008. 
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de Derechos Humanos, que desde su creación trabaja para aplicar de forma concreta las 
disposiciones del Convenio Europeo para la protección de los derechos humanos y de las 
libertadas fundamentales. 
Es precisamente a partir de la década de 1960, con la aparición de las nuevas 
tecnologías de la información, cuando surge, en el contexto europeo una necesidad cada vez 
mayor de contar con normas detalladas cuyo objetivo consista en proteger a las personas y, 
más en concreto, de proteger el uso que se hace de los datos personales a través de las 
tecnologías de la información.  
De hecho, en muchas ocasiones se trata de datos dados a conocer de forma 
inconsciente, ya sea en intercambios de datos por correo electrónico, por llamada, por 
mensajes de texto, etc. los datos van quedando regados en la comunicación y, si se tienen 
intereses y sistemas específicos, entonces se pueden ir recolectando hasta armar una carpeta 
con información basta, mucha sensible del sujeto del que se tiene interés. De ahí que debía 
seguir la evolución de las leyes de protección de datos por parte de los Estados de Europa, 
en este caso. 
Hacia la mitad de la década de los años 70, el Comité de Ministros del Consejo de 
Europa decidió adoptar una serie de resoluciones en materia de protección de datos 
personales para intentar resolver el problema de la falta de una normativa específica dirigida 
a salvaguardar y proteger los datos personales en presencia de unas tecnologías de la 
información que avanzan a gran velocidad poniendo en peligro la privacidad de los 
individuos. 
Todas estas resoluciones adoptadas por el Consejo de Europa toman como base 
jurídica de referencia el artículo 8 del Convenio Europeo de los Derechos Humanos.  
En base a dicha disposición, el Consejo de Europa adopta las siguientes resoluciones: 
 
➢ La resolución (73) 22 relativa a la protección de la vida privada de las personas 
físicas en relación con los bancos de datos electrónicos en el sector privado, 
adoptada por el Comité de Ministros del Consejo de Europa el 26 de 
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septiembre de 1973; 
➢ la resolución (74) 29 relativa a la protección de la vida privada de las personas 
físicas respecto de los bancos de datos electrónicos en el sector público, 
adoptada por el Consejo de Ministros del Consejo de Europa el 20 de 
septiembre de 1974 (Consiglio d'Europa, 2014, p. 16). 
 
Tomando como base estas resoluciones, el Consejo de Europa decidió elaborar el 
Convenio para la Protección de las Personas con respecto al tratamiento automatizado de 
datos de carácter personal, conocido como el Convenio No. 108, que se redactó en 1980 y se 
abrió a la firma en 1981. Este Convenio busca poner fin a esos sistemas programados para 
recopilar información de los sujetos de manera automatizada y, que recogía en el proceso 
datos que son considerados privados, así empieza a haber mecanismos para detener esa 
recogida de información y no es el único caso en que se inicia esta prohibición, hay que 
checar la constitución portuguesa de 1975 que prohíbe un número identificador único de los 
ciudadanos. 
El Convenio No. 108 del Consejo de Europa sigue siendo en la actualidad el único 
instrumento internacional legalmente vinculante en materia de protección de datos 
personales. En concreto, dicho convenio se aplica siempre que se habla de tratamiento de 
datos personales, tanto en el sector privado como en el público, incluyendo también a la 
policía y a las autoridades judiciales. 
Este convenio trata fundamentalmente de proteger al individuo frente a cualquier 
abuso que pueda producirse en el proceso de recopilación y tratamiento de datos personales, 
a la vez que pretende sacar adelante un intento de regulación del flujo transfronterizo de la 
información personal. 
En concreto, en el preámbulo del Convenio No. 108 del Consejo de Europa, se recoge 
el principio según el cual la libre circulación de información entre los pueblos no puede 
prescindir de la protección de los derechos y las libertades fundamentales de los individuos 
y, concretamente, del derecho al respeto de la vida privada. Es decir, no son derechos 
distintos, sino complementarios y vinculantes. 
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A esto hay que añadir que el artículo 1 del Convenio No. 108 del Consejo de Europa 
reconoce que el fin de este convenio está vinculado a la necesidad de garantizar la protección 
de los individuos sin tener en cuenta su ciudadanía, residencia u otros factores con respecto 
al tratamiento automatizado de los datos de carácter personal correspondientes a dicha 
persona. Entonces, no tiene límites en cuanto a la definición de persona humana que es la 
beneficiaria de estos derechos y deberes. 
La aplicación del convenio se dirige de forma expresa y amplia a las personas físicas 
y constituye una verdadera labor por parte de los Estados para adoptar una serie de medidas 
encaminadas a poner en marcha de manera concreta actuaciones que se correspondan con los 
principios contenidos en el mismo.16 Siendo el Estado el obligado en brindarle la protección 
al individuo ante abusos que pongan en riesgo su vida privada.  
Por lo que respecta a la recopilación y tratamiento de los datos personales, el 
Convenio No. 108 del Consejo de Europa fija una serie de principios entre los que se incluye 
la legitimidad y legalidad de la recopilación y tratamiento automatizado de los datos, y la 
necesidad de que estos datos se registren exclusivamente para fines legítimos y, por lo tanto, 
que no se destinen a un uso que pueda resultar incompatible con la ley. A todo esto, se añade 
la obligación de que dichos datos personales se conserven exclusivamente durante los plazos 
necesarios definidos y nunca más allá de estos. De tal manera que los datos personales se 
utilicen para los fines de las empresas o instituciones que los recojan, dentro del marco legal, 
sin abuso de ellos y con el fin implícito de no dañar a los sujetos que permitieron su uso. 
Además, el propio convenio subraya una serie de indicaciones relacionadas con la 
calidad de los datos, haciendo hincapié en el hecho de que dichos datos personales deben ser 
pertinentes, adecuados, exactos y no excederse de los objetivos fijados. Dicho de otra forma: 
los datos levantados deben ser únicamente los que ayuden a entender mejor el 
 
16 En este sentido, resulta conveniente recordar que el Convenio No. 108 del Consejo de Europa 
no constituye un instrumento self-executing, en el sentido de que sus disposiciones no son 
inmediatamente aplicables en el ámbito de cada uno de los Estados que se adhieren al convenio. 
Se trata de disposiciones que obligan a las partes contratantes a adecuar su propia legislación 
nacional a los principios fundamentales que se incluyen en el Convenio No. 108. Estas medidas 
de adaptación entran en vigor, según las disposiciones del artículo 22 del Convenio No. 108, en 
el momento de ratificación del propio convenio.  
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comportamiento de grupos de personas, no sobre los detalles de individuos que pueden 
comprometer su honra y dignidad. 
Ante la falta de garantías jurídicas suficientes, el Convenio No. 108 del Consejo de 
Europa establece una prohibición real con respecto al tratamiento de datos que se definen 
como «sensibles». Se consideran datos sensibles todos aquellos relativos a la raza, la religión, 
las opiniones políticas, la salud, la orientación sexual o los antecedentes penales de un 
individuo concreto. Son sensibles porque, si se exponen al público sin el debido cuidado 
pueden poner en riesgo la dignidad del sujeto, si eso sucede, entonces se le violarían muchos 
derechos derivados, como a la privacidad personal, como a la confidencialidad, al libre 
tránsito, etc., es por eso que se debe proteger correctamente a cada individuo y sus datos. 
Hay que subrayar, por lo tanto, que el Convenio No. 108 del Consejo de Europa 
establece también el derecho de todos los individuos a ser informados de todas aquellas 
operaciones de conservación de los datos que directamente les incumban, además del derecho 
de estos a solicitar, en cualquier momento, la rectificación de los datos en caso de percatarse 
de que la información no es correcta. La intención del Consejo de Europa es que el individuo 
esté consiente del uso que le darán a sus datos desde que los recopilan y también a verificar 
que la información suministrada corresponde con los datos personales, sin errores ni 
omisiones que lleven a problemas de interpretación de la información verdadera del sujeto, 
por eso pueden solicitar, si sucediera un error, que se corrija para que todo se base en la 
certeza. 
Adicionalmente, el Convenio establece, como regla general, la libre circulación de 
los datos personales entre todos los Estados que forman parte del Consejo de Europa y, en 
consecuencia, entre todas las partes implicadas. No obstante, impone también una serie de 
restricciones sobre estos flujos a aquellos países que no garanticen un alto nivel de protección 
de los datos personales al individuo (Consiglio d'Europa, 2014, p. 16 e ss.). Entonces, se 
requiere de la garantía ya establecida de que las naciones sabrán cuidar los datos personales 
y si, una nación no ha ofrecido tecnologías que lleven a una certeza del correcto cuidado de 
la información, entonces a esos países no podrán llegar los datos, hasta que se tengan las 
capacidades para protegerlos correctamente. 
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Todos los Estados miembros de la Unión Europea17 han tomado medidas para ratificar 
el Convenio No. 108 del Consejo de Europa, que se modificó ligeramente en 1999 
precisamente para permitir que la Unión Europea se convirtiese en parte contratante18. Este 
paso demostró el interés y la intención de la Unión Europea para proteger a los ciudadanos 
que en los países que la conforman viven o pertenecen, incluso creando nuevos mecanismos 
de protección. 
Con el objetivo de desarrollar de forma adecuada todos los principios generales y las 
normas incluidas en el Convenio No. 108, el Comité de Ministros del Consejo de Europa 
decidió adoptar una serie de recomendaciones jurídicamente no vinculantes pero que, en 
cualquier caso, contaban con un gran valor orientativo para todos los Estados miembros. 
Siendo esta una nueva demostración del interés de la Unión Europea de cuidar mejor a sus 
ciudadanos cuando del tema de la privacidad de datos se trata, ayudando a que se comprenda 
mejor la intención de la protección, su alcance y el beneficio para los ciudadanos, incluso 
para las instituciones o empresas que acceden a la información de cada uno de ellos. 
En este sentido, conviene recordar que, en el año 1995, el Consejo de Europa emitió 
una recomendación, tomando como base las disposiciones establecidas en el Convenio No. 
108, relacionada con la protección de datos en el sector de las telecomunicaciones que hacía 
hincapié en los servicios telefónicos19. Entiéndase que el uso de los servicios telefónicos pone 
en riesgo mucha de la información personal de los usuarios, quieres se exponen a la violación 
de los datos que emiten por esas líneas telefónicas, de tal forma que la necesidad de 
comunicarse lleva implícita una oportunidad para robar información sensible de los sujetos, 
 
17 En este sentido, resulta oportuno recordar que actualmente los países miembros de la Unión 
Europea son 28: Austria (1995), Bélgica (1958), Bulgaria (2007), Chipre (2004), Croacia (2013), 
Dinamarca (1973), Estonia (2004), Finlandia (1995), Francia (1958), Alemania (1958), Grecia 
(1981), Irlanda (1973), Italia (1958), Letonia (2004), Lituania (2004), Luxemburgo (1958), 
Malta (2004), Países Bajos (1958), Polonia (2004), Portugal (1986), Reino Unido (1973), 
República Checa (2004), Rumanía (2007), Eslovaquia (2004), Eslovenia (2004), España (1986), 
Suecia (1995) y Hungría (2004). 
18 A este respecto, conviene destacar que, para permitir que la Unión Europea se convirtiese en 
parte contratante del Convenio No. 108 del Consejo de Europa, se llevó a cabo la modificación 
del artículo 23, párrafo 2. 
19 En concreto, se trata de la recomendación del Comité de Ministros del Consejo de Europa No. 
R(95)4, aprobada el 7 de febrero de 1995.  
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es por eso que las empresas de telefonía deben tener muy bien protegidas sus líneas de 
comunicación de tal forma que terceros sin autorización accedan a los datos poniendo el 
peligro la integridad del sujeto que usa dichos medios telefónicos. 
Es por eso que, según las disposiciones de esta recomendación, los datos personales 
relativos al sector de las telecomunicaciones deben obtenerse y tratarse exclusivamente para 
los fines relacionados con la administración de usuarios, la red y para la prestación de 
determinados servicios vinculados a las telecomunicaciones, como la facturación y el pago. 
En el año 1989, el Consejo de Europa promulgó una primera recomendación 
relacionada con el tratamiento de los datos personales en el ámbito del empleo, que se 
modificó con posterioridad el 9 de septiembre de 2011. Según las disposiciones de la 
recomendación relativa a la protección de datos utilizados para fines relacionados con el 
empleo, los datos personales que se obtienen por motivos laborales deberán recogerse 
directamente del empleado y, además, los datos personales que se recogen para su 
contratación deben limitarse exclusivamente a la información que resulte necesaria para 
determinar si el candidato resulta idóneo o no para una actividad profesional concreta.20 Esto 
prohíbe a las empresas y patrones a obtener información privada, sólo deben utilizar aquella 
información útil para determinar si el trabajador está cualificado para la labor que piensan 
contratarlo. 
Esta misma recomendación hace referencia también a los datos personales 
considerados «sensibles» y que se obtienen por motivos relacionados con el trabajo. Según 
la recomendación, dichos datos pueden tratarse solo en circunstancias particulares y 
respetando en todo momento las garantías establecidas por las legislaciones nacionales 
correspondientes. Además, la misma recomendación afirma también que la información que 
 
20 En la recomendación del Consejo de Europa relativa a la protección de datos utilizados para fines 
laborales se mencionan también los datos recogidos para valorar la productividad y el potencial 
de los empleados. De acuerdo con los principios de la legitimidad del tratamiento de los datos 
personales y de su exactitud, estos datos deben basarse en valoraciones que resulten imparciales 
y, sobre todo, la recomendación establece que no pueden formularse de forma que resulte 
ofensiva. 
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el empleador solicita en relación con el estado de salud del empleado no debe obtenerse de 
fuentes que no sean el propio empleado. 
Teniendo en cuenta las disposiciones de esta recomendación en materia de relaciones 
laborales, los empleados deben ser informados en todo momento de la finalidad del 
tratamiento de los datos personales que le incumben directamente y de los sujetos a los que 
se les facilitarán estos datos; además, los trabajadores tienen también derecho a acceder a sus 
datos personales y a solicitar su rectificación en caso de que no sean correctos y a anularlos 
(Consiglio d'Europa, 2014, p. 182 e ss.). 
Otra recomendación interesante emitida por el Consejo de Europa, y que también 
hace referencia al Convenio No. 108, es la relativa a la protección de datos médicos de 
1997.21 
A este respecto resulta necesario recordar que los datos personales relacionados con 
el estado de salud del individuo se califican como datos «sensibles» según el artículo 6 del 
Convenio No. 108. Las normas incluidas en esta recomendación hacen referencia, sobre todo, 
a las necesarias obligaciones de secreto profesional de todas aquellas personas que emplean 
datos relativos a la salud de los individuos. A todo esto hay que añadir el derecho de los 
interesados directos a la transparencia y al acceso y, naturalmente, a la rectificación de los 
datos en caso de que se detecten errores y a la supresión de datos de carácter personal 
relacionados con la salud. 
La misma recomendación subraya que los datos médicos que han sido tratados de 
forma lícita por los profesionales sanitarios no podrán ser transferidos a las autoridades 
policiales excepto si se proporcionan garantías suficientes para evitar una difusión que 
contravenga las disposiciones recogidas en el artículo 8 del Convenio Europeo de los 
Derechos Humanos de respeto a la vida privada (Consiglio d'Europa, 2014, p. 184 e ss.).22 
 
21 Se trata, más concretamente, de la Recomendación No. R (97)5 aprobada por el Comité de 
Ministros del Consejo de Europa el 13 de febrero de 1997. 
22 Un ejemplo puede ayudar a entender mejor la naturaleza sensible de estos datos relacionados 
con la salud que, no por casualidad, son calificados por la recomendación en cuestión como 
datos «sensibles». En el caso Z. contra Finlandia, del 25 de febrero de 1997, el exmarido de la 
demandante, que 
estaba infectado con VIH, había cometido una serie de delitos sexuales por los que fue 
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Debe entenderse lo anterior de tal forma que los datos del trabajador son tan sensibles e 
importantes para él y su vida que, ni a solicitud expresa del Estado se deben dar esos datos 
que la empresa tiene sobre él, sólo con sus respectivas acotaciones. 
La recomendación sobre datos médicos incluye también una serie de disposiciones 
relativas a los datos médicos de los fetos y las personas discapacitadas. Asimismo, reconoce 
expresamente que la investigación científica es motivo justificado para conservar los datos 
de carácter médico durante un periodo más prolongado que el necesario, aunque esto suele 
requerir que los datos se anonimicen, de tal forma que los datos del usuario sean utilizados 
sin poner en riesgo su privacidad, ni su dignidad, tampoco a su familia y otras formas 
subyacentes, para que nadie sepa exactamente de que sujeto es esa información médica 
sensible. 
En 1997, el Consejo de Europa emitió otra recomendación, tomando como punto de 
referencia también el Convenio No. 108, relacionada con los datos estadísticos utilizados 
para fines estadísticos en el sector público y privado.23 Esta recomendación introduce una 
serie de principios en materia de datos estadísticos y subraya que los datos recopilados con 
fines estadísticos no pueden utilizarse para ningún otro fin, mientras que los datos recopilados 
para cualquier otro fin que no sea estadístico podrán utilizarse también para fines estadísticos. 
Igual que el anterior, la protección de la identidad de la persona, si bien los datos se utilizarán 
para fines estadísticos, nadie deberá saber la fuente original de los mismos. 
 
posteriormente condenado por homicidio, basándose en el hecho de que había expuesto 
conscientemente a sus víctimas al riesgo de infección por VIH. En una situación de estas 
características, el tribunal nacional ordenó que tanto la sentencia completa como las actuaciones 
judiciales debían seguir siendo confidenciales durante un periodo de diez años, a pesar de las 
peticiones por parte de la demandante de que se aplicase un periodo de confidencialidad más 
prolongado. El tribunal de apelación denegó dichas peticiones, y su sentencia incluyó los 
nombres completos tanto de la 
demandante como de su exmarido. El Tribunal Europeo de Derechos Humanos concluyó que 
conceder acceso a la situación médica y a la identidad de la demandante, tal como fue descrito 
en la sentencia del tribunal de apelación, tras un periodo de solo diez años desde que se dictase 
la sentencia violaría el artículo 8 del Convenio Europeo de Derechos Humanos. 
23 Se trata de la Recomendación No. R(97)18, aprobada por el Comité de Ministros del Consejo de 
Europa el 30 de septiembre de 1997. 
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La misma recomendación subraya que todas aquellas personas que, a nivel 
profesional, se ocupan de la investigación estadística están vinculadas por las obligaciones 
específicas de secreto profesional según las disposiciones recogidas en las legislaciones 
nacionales correspondientes. Además, la propia recomendación establece que, una vez 
finalizado el análisis estadístico, todos los datos personales que se hayan utilizado deberán 
suprimirse o, de lo contrario, anonimizarse. 
En 1990, se emitió una recomendación vinculada a la comunicación de los datos de 
carácter financiero; se trata de la recomendación aprobada por el Comité de Ministros del 
Consejo de Europa No. R(90)19 del 13 de septiembre de 1990, que propuso aplicar también 
al ámbito de los pagos las normas relativas a la protección de datos incluidas en el Convenio 
No. 108. 
La recomendación en cuestión establece normas muy precisas en relación con la 
recopilación y el uso legítimo de los datos, sobre todo de la información relacionada con las 
tarjetas de pago, y propone a los legisladores nacionales normas detalladas sobre los límites 
de la comunicación de los datos de pagos a terceros, una serie de plazos de conservación de 
los datos, así como disposiciones relativas a la transparencia, la seguridad de los datos y el 
control (Consiglio d'Europa, 2014, p. 190 e ss.). 
En realidad, en este ámbito, existen diversas cuestiones más importantes que, al día 
de hoy, se están analizando y tienen un impacto importante en la protección de los datos 
personales, a saber: 
  
➢ la conservación de los registros sobre transacciones financieras; 
➢ la transferencia de datos personales a terceros países; 
➢ el registro de conversaciones telefónicas o de comunicaciones electrónicas;  
➢ la divulgación de datos personales, lo cual incluye la publicación de sanciones; 
➢ las inspecciones in situ y el acceso a locales privados con el fin de proceder a 
la incautación de documentos; 
➢ los sistemas previstos de denuncia de irregularidades; 
➢ los sistemas de cooperación entre las autoridades competentes de los Estados 
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miembros. 
 
El Comité de Ministros del Consejo de Europa sigue analizando estos sectores que 
todavía se encuentran en fase de definición, precisamente por tratarse de ámbitos muy 
importantes, con el objetivo de identificar nuevas recomendaciones que puedan ayudar a los 
Estados a entender mejor el modo en el que deben actuar para garantizar un nivel adecuado 
de protección a sus ciudadanos (Consiglio d'Europa, 2014, p. 189).24 
Con posterioridad, en un intento por modernizar el Convenio No. 108, se decidió, en 
el año 2011, realizar una consulta pública para confirmar los dos objetivos principales de esta 
labor de modernización: reforzar la protección de la vida privada en el ámbito digital y 
fortalecer el mecanismo de seguimiento del convenio. Este convenio está abierto a la 
adhesión de los Estados no miembros del Consejo de Europa, por lo tanto, también los países 
no europeos tienen la posibilidad de adherirse al único instrumento disponible a nivel 
internacional y de carácter tan general que tiene una categoría jurídica vinculante desde el 
punto de vista jurídico. 
De hecho, el Convenio No. 108 del Consejo de Europa puede considerarse un 
verdadero punto de referencia a nivel internacional, y precisamente la posibilidad, prevista 
por el propio convenio, de adhesión también de países que no forman parte del Consejo de 
Europa y que territorialmente no pertenecen a Europa, podría constituir un elemento de suma 
 
24 Para entender mejor la importancia que tiene la recomendación del Consejo de Europa en el tema 
de los datos financieros, se puede tener en cuenta el ejemplo que representa el caso No. 
12323/11, Michaud contra Francia, del 6 de diciembre de 2012. En este caso, el demandante, un 
abogado de origen francés, impugnaba su obligación, con arreglo a la legislación francesa, de 
informar sobre las sospechas relativas a posibles actividades de blanqueo de 
capitales por parte de sus clientes. En una situación de estas características, el Tribunal Europeo 
de Derechos Humanos observó que exigir a los abogados que proporcionen a las autoridades 
administrativas información sobre otra persona constituía una injerencia en el derecho al respeto 
a su vida privada, con arreglo al artículo 8 del Convenio Europeo de los Derechos Humanos, 
puesto que dicho concepto cubre las actividades de carácter profesional o comercial. Sin 
embargo, el propio tribunal subraya que dicha injerencia había sido realizada de conformidad 
con la ley y perseguía un fin legítimo, más concretamente, la prevención de actos delictivos. 
Teniendo en cuenta que los abogados estaban sometidos a la obligación de informar sobre 
sospechas únicamente en circunstancias muy limitadas, el Tribunal Europeo de Derechos 
Humanos declaró que dicha obligación era proporcionada, y concluyó que no había existido una 
violación del artículo 8 del Convenio Europeo de Derechos Humanos.  
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importancia para permitir la aprobación, a nivel mundial, de una serie de normas de 
comportamiento unificadas, jurídicamente vinculantes, que tengan como objetivo 
salvaguardar y proteger los datos personales de los individuos. Esto es vital, así las naciones 
democráticas en el mundo podrán disponer de un instrumento legal para proteger mejor a sus 
ciudadanos, apegados al derecho y a un reconocimiento de los países que conforman la Unión 
Europea. 
Hasta el momento, 45 de las 46 partes contratantes del Convenio No. 108 son Estados 
miembros del Consejo de Europa. Uruguay es el único país no europeo que se adhirió al 
convenio en agosto de 2013. A esto habría que añadir que, más recientemente, otro país no 
europeo, Marruecos, ha iniciado una serie de trámites con el Comité de Ministros del Consejo 
de Europa para formalizar su próxima adhesión al Convenio No. 108 en materia de 
tratamiento de datos personales (Consiglio d'Europa, 2014, p. 17). 
 
1.3 LA DIRECTIVA 95/46/CE DE LA UNIÓN EUROPEA 
En el ámbito de la Unión Europea, hay que tener en cuenta la Directiva No. 46 del 
año 1995, que puede considerarse como la directiva «madre» de la protección de datos 
personales,25 siendo una directiva especialmente importante que, desde 1995 y hasta la 
entrada en vigor del nuevo reglamento europeo para la protección de los datos personales, 
representó el punto de referencia fundamental para todo el ordenamiento europeo con 
respecto al tema del tratamiento de los datos personales (Pizzetti, 2016, p. 74 e ss.)26. 
 
25 Se trata de la directiva sobre protección de los datos personales, publicada en el Diario Oficial 
de la Unión Europea, L281 del 23 de noviembre de 1995, página 31. 
26 En la práctica, en los veinte años que transcurrieron entre la entrada en vigor de la directiva y la 
entrada en vigor del reglamento europeo relativo a la protección de datos personales, esta 
directiva representó un instrumento de referencia de gran relevancia. Se trata, de hecho, de una 
directiva que cuenta con una estructura muy sencilla y que, por consiguiente, ha demostrado ser 
un instrumento válido que ha permitido a todos los nuevos países que en estos últimos veinte 
años han entrado a formar parte de la Unión Europea dotarse de legislaciones nacionales sobre 
protección de datos personales compatibles con la misma. En concreto, todos los acuerdos de 
adhesión que se han estipulado para todos los países que han entrado a formar parte de la Unión 
Europea después de 1995 han incluido la obligación de adecuarse al acervo comunitario del que 
formaba parte también, desde el año 1995, la directiva en cuestión, lo cual ha supuesto que 
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La estructura de la directiva, que se articula en 72 «considerandos», 34 artículos 
divididos en seis capítulos, reviste un gran interés. El capítulo I contiene una serie de 
disposiciones generales que, del artículo 1 al 4, identifican el objeto de la directiva e incluyen 
definiciones claras y precisas relativas a los términos utilizados, e indicaciones sobre el 
ámbito de aplicación de la directiva y sobre el derecho nacional aplicable.  
Para conocer la Directiva No. 46 de 1995, resulta de gran utilidad citar el texto del 
artículo 1 que hace referencia al objeto de la directiva y que establece, en el apartado 1, que 
los Estados miembros garantizarán  
 
La protección de las libertades y de los derechos fundamentales de las 
personas físicas, y, en particular, del derecho a la intimidad, en lo que 
respecta al tratamiento de los datos personales. 
 
Se trata de una disposición especialmente importante porque reconoce una estrecha 
vinculación de interdependencia y de complementariedad entre la protección de los datos 
personales y la protección de los derechos y las libertades fundamentales de las personas 
físicas. No hay que olvidar, además, que la Carta de los Derechos Fundamentales de la Unión 
Europea ha incluido la protección de los datos personales en el ámbito de los derechos 
fundamentales de la Unión Europea. 
El segundo apartado de ese mismo artículo 1 de la directiva permite identificar la 
protección de los datos personales como un instrumento importante para la consecución del 
mercado interno y, de hecho, subraya que los Estados miembros “no podrán restringir ni 
prohibir la libre circulación de datos personales entre los Estados miembros por motivos 
relacionados con la protección garantizada de los datos personales”.27 
 
dichos países se vean obligados a armonizar sus propias leyes nacionales con las disposiciones 
incluidas en la directiva. 
27 De forma práctica, de esta manera, con la explicación que encontramos en el apartado 2 del 
artículo 1 de la Directiva No. 46 de 1995, que establece que el objetivo fundamental de la 
directiva consiste en impedir que las leyes nacionales relativas a la protección de datos 
personales se transformen en una especie de fronteras inmateriales dentro de la Unión Europea, 
se especifica el objetivo fundamental que siempre se tiene en cuenta y que consiste en la 
construcción del Mercado Único. 
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Como ya se ha indicado con anterioridad, el artículo 2 de la directiva establece una 
serie de definiciones que ayudan a comprender mejor toda la estructura normativa de la 
propia directiva y proporciona definiciones más bien amplias para comprender el concepto 
de protección de datos personales contenido en el Convenio No. 108 del Consejo de Europa, 
al que se hace referencia expresa en la directiva gracias a una serie de menciones 
específicas28. 
El artículo 3 de la directiva en cuestión define de forma clara cuál es su ámbito de 
aplicación y especifica que las disposiciones se aplicarán  
 
Al tratamiento total o parcialmente automatizado de datos personales, así 
como al tratamiento no automatizado de datos personales contenidos o 
destinados a ser incluidos en un fichero (Pizzetti, 2016, p. 77 e ss.)29. 
 
28 Para ello, puede resultar oportuno mencionar las 8 definiciones que adopta el artículo 2 de la 
directiva, en concreto:  
• se entiende por «datos personales» toda información sobre una persona física identificada o 
identificable;  
• por «tratamiento de datos personales» se entiende cualquier operación efectuada o no 
mediante procedimientos automatizados, y aplicada a datos personales;  
• por «fichero de datos personales» se entiende todo conjunto estructurado de datos personales, 
accesibles con arreglo a criterios determinados;  
• por «encargado del tratamiento» se entiende cualquier persona que trate datos personales por 
cuenta del responsable del tratamiento;  
• por «responsable del tratamiento» se entiende cualquier persona física o jurídica, autoridad 
pública, servicio o cualquier otro organismo que determine los fines y los medios del 
tratamiento de datos personales;  
• por «tercero» se entiende cualquier persona que asuma el papel del responsable del tratamiento 
de los datos personales;  
• por «destinatario» se entiende la persona física o jurídica, autoridad pública o cualquier otro 
organismo que reciba comunicación de datos;  
• por «consentimiento del interesado» se entiende toda manifestación de voluntad, específica e 
informada, mediante la que el interesado consienta el tratamiento de datos personales que le 
conciernan.  
29 De hecho, si se presta atención a la definición del artículo 3 de la Directiva No. 46 de 1995, 
resulta evidente que va más allá del tratamiento automatizado de los datos que representaba el 
objeto específico del Convenio No. 108 del Consejo de Europa y que la propia directiva recupera 
de forma expresa en su punto 15. Sin embargo, resulta evidente que la directiva de la Unión 
Europea amplía el ámbito de aplicación relativo al tratamiento automatizado de los datos. 
PIZZETTI F., Privacy e il diritto europeo alla protezione dei dati personali. Dalla direttiva 
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En la siguiente parte de la directiva, el mismo artículo 3 define una serie de supuestos 
de exclusión, teniendo en cuenta los tratamientos determinados a los que no se les aplica la 
directiva. El segundo apartado del artículo 3 hace referencia, por ejemplo, a los tratamientos 
que pueden tener como objeto la defensa, la seguridad del Estado o la seguridad pública. 
Además, ese mismo apartado segundo del artículo 3 establece que las normas de la directiva 
no se aplicarán en el caso de tratamientos de datos efectuados por una persona física en el 
ejercicio de actividades exclusivamente personales o domésticas30. 
A esto hay que añadir que el artículo 4 de la directiva hace referencia al derecho 
nacional aplicable y explica la hipótesis según la cual el Estado miembro deberá aplicar las 
normas nacionales propias de las que disponga en materia de protección de datos personales. 
En concreto, el artículo 4 establece que debe recurrirse a dicha hipótesis 
 
Cuando el tratamiento sea efectuado en el marco de las actividades de un 
establecimiento del responsable del tratamiento en el territorio del Estado 
miembro; cuando el responsable del tratamiento no esté establecido en el 
territorio del Estado miembro, sino en un lugar en que se aplica su legislación 
nacional en virtud del derecho internacional público; cuando el responsable 
del tratamiento no esté establecido en el territorio de la comunidad y recurra, 
para el tratamiento de datos personales, a medios, automatizados o no, 
situados en el territorio de dicho Estado miembro, salvo en caso de que 
dichos medios se utilicen solamente con fines de tránsito por el territorio de 
la Comunidad Europea. 
 
El objetivo fundamental del precepto establecido en el artículo 4 de la directiva 
consiste en someter a cualquier persona al respeto de las normas previstas en el ámbito de la 
Unión Europea en temas de protección de datos personales. Por lo tanto, cualquier persona 
 
95/46 al nuovo Regolamento europeo, Collana i diritti nella “rete” della rete, Giappichelli 
Editore, Torino, 2016, pág. 77 y sucesivas. 
30 Por lo que respecta a esta segunda limitación, resulta oportuno hacer una aclaración, dado que el 
significado de este límite establecido en el ámbito de las legislaciones nacionales ha llevado a 
los legisladores a establecer fórmulas que no siempre resultan claras. El objetivo fundamental 
es siempre el de salvaguardar la protección de los datos personales con el objetivo de reforzar 
las libertades de las personas y, por este motivo, se hace hincapié de forma explícita en la 
importancia de disponer de normas rígidas también en caso de que el tratamiento de los datos 
personales esté vinculado a la vida personal o doméstica habitual. 
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que lleve a cabo tratamientos de datos personales dentro del territorio de la Unión Europea 
está obligada a cumplir las disposiciones establecidas por la propia directiva31. 
Para aclarar mejor el alcance de esta disposición que ha dado lugar a numerosas 
interpretaciones, el Tribunal de Justicia intervino con una sentencia relativa al caso Google 
Spain (Pizzetti, 2016)32. En la misma, el Tribunal de Justicia subrayó que la sola venta de 
servicios realizada dentro del territorio nacional por las sedes de representación de las 
empresas que prestan servicios implica claramente un tratamiento de los datos personales y, 
en consecuencia, resulta suficiente para aplicar la normativa de la Unión Europea. Dicho de 
otra forma, Google Spain recopiló tantos datos de sus usuarios y los utilizaba para sus 
proyectos de venta, poniéndose en riesgo esta misma empresa ante la ley europea, es un caso 
del que se seguirá explicando posteriormente. 
Regresando a la directiva: El capítulo II de la Directiva No. 46 de 1995 está dedicado, 
en cambio, a las condiciones generales para la licitud del tratamiento de datos personales e 
incluye el marco general de todas las condiciones que el tratamiento de datos personales debe 
respetar para poder ser consideradas lícitas, es decir, de conformidad con respecto a la 
directiva. En ese sentido, el artículo 6 establece una norma fundamental que definirá algunos 
de los principios que caracterizan todo el sistema del tratamiento de los datos personales. En 
concreto, dicho artículo establece que  
 
Los datos personales deben ser tratados de manera leal y lícita, recogidos 
 
31 En este sentido, resulta oportuno subrayar que, con respecto a lo dispuesto en el artículo 4 de la 
directiva, se registra una ampliación en relación con las disposiciones del Convenio No. 108 del 
Consejo de Europa. El único límite de esta disposición, reiterado en sucesivas ocasiones a nivel 
nacional, es que excluye la aplicabilidad del derecho de la Unión Europea en relación con el 
tratamiento de los datos personales a todos aquellos tratamientos que son efectuados por 
personas que tienen su establecimiento fuera de la Unión Europea. Precisamente tomando como 
base esta interpretación del artículo 4 de la directiva, las grandes multinacionales que prestan 
servicios en red han justificado la no aplicabilidad de la normativa de la Unión Europea en la 
medida en que los tratamientos de datos personales que realizan se consideran efectuados fuera 
de la Unión Europea. De hecho, dichas multinacionales no tienen su establecimiento principal 
dentro de la Unión Europea. 
32 Tribunal de Justicia de la Unión Europea, Gran Sala, sentencia Google Inc. y Google Spain 
contra Agencia Española de Protección de Datos y Mario Costeja González, del 13 de mayo de 
2014. 
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con fines determinados, explícitos y legítimos, y no sean tratados 
posteriormente de manera incompatible con dichos fines; deben ser 
adecuados, pertinentes y no excesivos con relación a los fines para los que 
se recaben y para los que se traten posteriormente; deben ser exactos y, 
cuando sea necesario, actualizados; deberán ser conservados en una forma 
que permita la identificación de los interesados durante un período no 
superior al necesario para los fines para los que fueron recogidos o para los 
que se traten ulteriormente (Pizzetti, 2016, p. 80 e ss.)33. 
 
Otra norma que resulta especialmente importante y que se incluye en la sección II de 
la directiva es la que se dispone dentro del artículo 7 y hace referencia a los principios 
relativos a la legitimación del tratamiento de datos. Dicho artículo, de hecho, establece una 
serie de condiciones que se consideran esenciales para los fines de la legitimidad del 
tratamiento de los datos personales.  
Efectivamente, el artículo 7 dispone que los Estados miembros deben condicionar el 
tratamiento de los datos personales al hecho de que el interesado haya dado su consentimiento 
de forma inequívoca y que el tratamiento sea necesario para la ejecución de un contrato en el 
que el interesado sea parte. El mismo artículo precisa que el Estado miembro se encargará de 
condicionar el tratamiento de los datos personales al hecho de que sea necesario para el 
cumplimiento de una obligación jurídica a la que esté sujeto el responsable del tratamiento y 
que sea necesario para proteger el interés vital de la persona.  
A partir de estas afirmaciones se puede precisar que resulta evidente que las 
disposiciones tienen como objetivo fundamental proteger y salvaguardar a la persona 
interesada.34 Esto ya forma parte de los pasos que las naciones que aplican el derecho a la 
 
33 El artículo 6 de la Directiva No. 46 de 1995 se considera un punto de gran importancia para 
entender toda la arquitectura del sistema creado por la directiva; de hecho, dicho artículo 
contiene los principios básicos para entender la forma en la que deben tratarse los datos 
personales para garantizar su calidad y la legitimidad de su tratamiento. En efecto, no basta con 
que los datos sean exactos y se actualicen constantemente, sino que también es necesario que 
sean tratados de forma justa y lícita y que se conserven durante un periodo de tiempo que no sea 
superior al necesario para llevar a cabo la actividad para la que se recopilaron. 
34 En este sentido, resulta oportuno precisar, como se podrá observar mejor en un capítulo posterior 
del trabajo —en concreto en la parte dedicada al reglamento europeo para la protección de los 
datos personales—, que en lo que respecta a las normas relativas a la legitimidad del tratamiento 
de los datos personales, el nuevo reglamento resulta mucho más amplio que las disposiciones de 
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intimidad, el derecho a la privacidad y, en general el derecho a los datos personales para 
proteger activamente a sus ciudadanos. 
La propia directiva incluye, en la sección III, una referencia a categorías especiales 
de tratamientos. En este caso, se hace referencia a los llamados «datos sensibles», para los 
que la directiva establece una disciplina particular con el objetivo de garantizar un nivel más 
alto de protección de la persona. El principio de referencia dispone que el tratamiento de los 
datos sensibles, en líneas generales, está prohibido a menos que se produzcan condiciones 
particulares que se indican de forma expresa.  
En el artículo 8 de la directiva, se establece que 
 
 
Los Estados miembros prohibirán el tratamiento de datos personales que 
revelen el origen racial o étnico, las opiniones políticas, las convicciones 
religiosas o filosóficas, la pertenencia a sindicatos, así como el tratamiento 
de los datos relativos a la salud o a la sexualidad35. 
 
El mismo artículo 8 de la directiva enumera de forma expresa las hipótesis en las que 
los datos sensibles pueden ser objeto de tratamiento, como por ejemplo, cuando el interesado 
haya dado su consentimiento explícito a dicho tratamiento de los datos nacionales o, en 
materia de derecho laboral, cuando se prevean garantías adecuadas; o cuando sea necesario 
 
la propia directiva. Es más, este representa precisamente uno de los aspectos más importantes e 
innovadores que diferencia al nuevo reglamento de la directiva. 
35 Con respecto al tratamiento de los datos definidos como «sensibles», hay que recordar que se 
establece una forma particular de protección ya en el ámbito del Convenio No. 108 del Consejo 
de Europa que, para tales fines, hace referencia de forma expresa también al artículo 1, apartado 
3, de la Constitución italiana, en el que se especifica que «todos los ciudadanos tendrán la misma 
dignidad social y serán iguales ante la ley, sin distinción de sexo, raza, lengua, religión, 
opiniones políticas ni circunstancias personas y sociales». Sin duda alguna, la necesidad de 
garantizar una mayor protección para este particular tipo de información relativa a los datos 
sensibles deriva también de la experiencia negativa vivida en Europa durante la Primera y la 
Segunda Guerra Mundial. 
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para salvaguardar el interés vital del interesado o en caso de que el tratamiento se refiera a 
datos que el interesado haya hecho manifiestamente públicos.  
La misma disposición, además, permite a los Estados miembros establecer, por 
motivos de interés público, otras excepciones, si bien estas deberán ir acompañadas de las 
garantías adecuadas. Sin embargo, en este sentido resulta oportuno recordar que muchas 
normativas nacionales que se han adoptado en cumplimiento de la directiva comunitaria, 
entre ellas también la de Italia36, han establecido una interpretación muy restrictiva de dicha 
disposición, sobre todo en relación con el tratamiento de los datos médicos y la prestación de 
asistencia sanitaria. 
Otra sección que resulta especialmente importante es la IV de la directriz, que está 
dedicada a la información del interesado y hace referencia al derecho a ser informado sobre 
los motivos y fines de los tratamientos de datos. En concreto, la autorización del interesado 
a los fines de legalidad del tratamiento solo reviste un valor efectivo en el momento en que 
se puede hablar de «consentimiento informado» (Pizzetti, 2016, p. 86)37. 
En concreto, el artículo 10 de la directiva hace referencia a la hipótesis de los datos 
recabados del propio interesado y establece que los Estados deben hacer expresamente 
hincapié en que el responsable del tratamiento de los datos debe facilitar a la persona de la 
que ha recabado la información al menos los siguientes datos: la identidad del responsable 
del tratamiento, los fines del tratamiento, los destinatarios o las categorías de destinatarios de 
los datos, el carácter obligatorio o no de la respuesta, y la existencia de derechos de acceso y 
rectificación de los datos que la conciernen. Esta adhesión a la ley lleva a que el ciudadano 
que quiere saber en qué se utiliza su información pueda conocer a las personas que la utilizará 
 
36 Por lo que respecta al caso de Italia, se estableció la aplicación de la Directiva No. 46 de 1995 
gracias al Decreto Legislativo No. 196 del 30 de junio de 2003, que incluía el código en materia 
de protección de datos personales. 
37 En este sentido, cabe subrayar que la información debe ser completa y se debe corresponder con 
las disposiciones del artículo 10 de la directiva. En efecto, desde este punto de vista, la directiva 
deja muchas dudas sin resolver, ya que no establece una distinción entre los casos en los que la 
recopilación de datos del interesado requiere de forma expresa su consentimiento y, como 
consecuencia, la información tiene precisamente por objeto garantizar un consentimiento 
informado, y las hipótesis en las que los datos pueden utilizarse también sin el consentimiento 
del interesado. 
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y, si hay problemas de mal uso de los mismos, se tengan sujetos a los que se pueda señalar 
como responsables. 
Por lo que respecta al artículo 11 de la directiva, este hace referencia a la información 
cuando los datos no han sido recabados directamente del propio interesado. En esta 
circunstancia particular, la directiva establece que los Estados miembros dispondrán que 
 
El responsable del tratamiento deberá, desde el momento del registro de los 
datos o, en caso de que se piense comunicar datos a un tercero, a más tardar, 
en el momento de la primera comunicación de datos, comunicar al interesado 
por lo menos la información que se enumera a continuación; en concreto, la 
identidad del responsable del tratamiento y, en su caso, de su representante; 
los fines del tratamiento; cualquier otra información tal como las categorías 
de los datos de que se trate y los destinatarios, quienes conocerán el resultado 
de el tratamiento de los datos. 
 
En la siguiente sección de la directiva, específicamente la número V, se hace 
referencia a un único artículo, el 12, que está relacionado con el derecho de acceso del 
interesado a los datos. Aquí nos encontramos ante uno de los elementos fundamentales de 
todo el sistema de protección de datos personales que ha elaborado la directiva teniendo en 
cuenta las disposiciones del Convenio No. 108 del Consejo de Europa. 
Se trata de un elemento de suma importancia porque permite al interesado tener 
conocimiento de si una persona dispone de una serie de datos que le conciernen, si estos datos 
se actualizan y, sobre todo, para qué fines se tratan dichos datos. En este sentido, el párrafo 
1 del artículo 12 establece que los Estados miembros garantizarán  
 
A todos los interesados el derecho de obtener del responsable del 
tratamiento, libremente, sin restricciones y con una periodicidad razonable y 
sin retrasos ni gastos excesivos toda una serie de informaciones, entre las 
que se incluyen: la confirmación de la existencia o inexistencia del 
tratamiento de datos que le conciernen, así como información por lo menos 
de los fines de dichos tratamientos, las categorías de datos a que se refieran 
y los destinatarios o las categorías de destinatarios a quienes se comuniquen 
dichos datos; la comunicación, en forma inteligible, de los datos objeto de 
los tratamientos, así como toda la información disponible sobre el origen de 
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los datos; el conocimiento de la lógica utilizada en los tratamientos 
automatizados de los datos referidos al interesado. 
 
 
A esto se añade otro aspecto que resulta especialmente importante, y es el derecho 
por parte del interesado de disponer de dichas informaciones y de obtener su rectificación, 
supresión y la notificación a los terceros (Pizzetti, 2016, p. 89 e ss.)38. 
En el ámbito de toda la estructura de la directiva relativa a los datos personales, tiene 
un papel importante la sección VI, dedicada a las excepciones y limitaciones y que incluye 
el artículo 13, que establece que los Estados miembros pueden adoptar una serie de medidas 
legales destinadas a limitar el alcance de las obligaciones y los derechos previstos en las 
normas de la directiva en caso de que tal limitación constituya una medida necesaria para la 
salvaguardia de intereses particulares. 
Entre las causas que pueden llevar a establecer excepciones y limitaciones a las 
normas relativas al tratamiento de los datos personales, el artículo 13 indica: la seguridad del 
Estado, la defensa, la seguridad pública, la prevención, la investigación, la detección y la 
represión de infracciones penales o de las infracciones de la deontología en las profesiones, 
así como un interés económico y financiero importante de un Estado miembro. Se asume así 
que el Estado quiere disponer de los datos personales cuando considere que está en peligro 
la seguridad nacional, o en fines de investigación y para evitar que los usuarios finales se 
libren de la acción penal cuando se tengan elementos que presuman que han cometido delitos. 
En la práctica, esta disposición permite a los Estados miembros suspender 
temporalmente o declarar como no aplicables estas normas fundamentales elaboradas para 
proteger los datos personales cuando entran en juego intereses que se consideran vitales y 
 
38 En la práctica, esta disposición particular a la que hacemos referencia en la sección V refuerza 
aún más el principio según el cual los datos personales son propiedad del interesado y, por lo 
tanto, este último tiene la posibilidad, en cualquier momento, de solicitar información relativa 
al tratamiento de los datos a los que está sujeto y de solicitar su posible actualización, 
rectificación o supresión definitiva. 
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esenciales para el desarrollo de las actividades del Estado, sobre todo en materia de defensa 
y seguridad. 
La propia directiva permite al interesado en el tratamiento de los datos personales 
ejercer un auténtico derecho de oposición. En concreto, el artículo 14 establece que la persona 
directamente interesada tiene posibilidad de oponerse, en cualquier momento, por motivos 
legítimos derivados de su situación particular, a que los datos que le conciernan sean objeto 
de tratamiento incluso en caso de que el tratamiento de los datos personales resulte necesario 
para la ejecución de una labor de interés público o que esté, de una manera u otra, vinculada 
al ejercicio de los poderes públicos. 
En este sentido, resulta oportuno subrayar que el derecho de oposición se reconoce 
como derecho del interesado también con respecto al uso de sus datos para fines de carácter 
comercial. De hecho, el mismo artículo establece que los Estados miembros tienen la 
obligación de reconocer al interesado el derecho de oponerse también al tratamiento de los 
datos personales que le conciernen previsto por el responsable del tratamiento con fines de 
envío de material publicitario. El derecho de oposición se incluye en el ámbito de la 
necesidad de proteger de forma adecuada al interesado, y a este aspecto está dedicada también 
la sección VIII relativa a la seguridad y confidencialidad del tratamiento. De ahí que el dueño 
de su información personal tiene el poder de prohibir a las empresas, instituciones o 
interesados que tengan sus datos, su uso, tratamiento y transmisión, como una forma más de 
un derecho a su privacidad. 
Es por eso que, a este respecto, el artículo 16 de la directiva obliga a las personas que 
tengan acceso a los datos personales de un individuo a no tratarlos si no se hace siguiendo 
las instrucciones del titular del tratamiento de los datos personales. La única excepción 
prevista es el caso en el que el tratamiento de estos datos, aunque no se disponga de 
instrucciones del responsable, se lleva a cabo en virtud de un imperativo legal39. 
 
39 Llegados a este punto, resulta oportuno subrayar que el término «confidencialidad de los 
tratamientos» se utiliza en un sentido concreto, es decir, que la confidencialidad se protege frente 
a cualquier tratamiento que se realice sin una adecuada intervención de la responsabilidad del 
titular del tratamiento; como consecuencia, no nos encontramos ante una obligación del 
responsable de no divulgar los datos en su posesión. Además, la excepción prevista por el propio 
artículo 16, es decir, la relativa a las obligaciones de carácter legal, permite también, de forma 
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A su vez, el artículo 17 regula la seguridad del tratamiento y establece una verdadera 
obligación por parte del responsable del tratamiento de aplicar las medidas adecuadas para 
la protección de los datos personales contra la destrucción, accidental o ilícita, contra la 
alteración, el acceso no autorizado y cualquier otro tratamiento ilícito. 
El objetivo fundamental de estas medidas de seguridad consiste en garantizar un nivel 
de seguridad apropiado en relación con los riesgos que se presenten en el momento de llevar 
a cabo el tratamiento de los datos personales. Lo que resulta evidente teniendo en cuenta el 
enunciado del artículo 17 es que las medidas de seguridad establecidas para proteger los datos 
y los tratamientos relativos a los datos personales son tan importantes, tal y como se indica 
en la directiva, que se impone al responsable del tratamiento la obligación de identificar las 
medidas que considere más adecuadas y de garantizar que el tratamiento de los datos 
personales se realiza, en cualquier caso, empleando una serie de medidas de carácter técnico. 
En cambio, la sección IX de la directiva está dedicada a la notificación e incluye los 
artículos que van del 18 al 21; siendo un conjunto de normas que contiene más disposiciones 
que no se pueden incluir en los artículos anteriores. En concreto, el artículo 18 establece una 
verdadera obligación de notificación a la autoridad de control; se trata de una norma muy 
compleja y que a menudo no se aplica en algunos Estados, como Italia (Pizzetti, 2016, p. 
99).40 
El artículo 18 establece la obligación de notificación de cualquier tratamiento de datos 
e incluye únicamente un número muy limitado de excepciones que los Estados pueden 
establecer. De hecho, el artículo 18 indica que 
 
excepcional, tratamientos de datos sin que exista el consentimiento expreso del interesado y sin 
implicar directamente al responsable del tratamiento. Sin embargo, en este sentido, cabe precisar 
que se trata, ante todo, de una situación excepcional y que la directiva deja una puerta abierta 
también a posibles poderes coercitivos previstos de forma expresa por el legislador. 
40 En este sentido, resulta oportuno recordar que Italia intentó, sin mucho éxito, aplicar las 
disposiciones del artículo 18 de la directiva con el Decreto Legislativo No. 196 del 30 de junio 
de 2003, mediante el que aprobó el código en materia de protección de datos personales. Los 
artículos 37 y 38 de dicho código están precisamente dedicados a las notificaciones y a las 
modalidades correspondientes. En concreto, el código italiano limita la obligación de 
notificación únicamente a algunos tipos de datos, de manera que restringe el ámbito de 
aplicación de la disposición prevista por la propia directiva. 
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Los Estados miembros dispondrán que el responsable del tratamiento o, en 
su caso, su representante, efectúe una notificación a la autoridad de control, 
con anterioridad a la realización de un tratamiento o de un conjunto de 
tratamientos, total o parcialmente automatizados, destinados a la 
consecución de un fin o de varios fines conexos41. 
 
Por su parte, el capítulo III de la directiva está dedicado a los recursos judiciales, a la 
responsabilidad y a las sanciones, y está compuesto por tres artículos, artículos 22 a 25, que 
están dedicados de forma específica a los recursos, la responsabilidad y las sanciones. En 
concreto, el artículo 22 establece que, sin perjuicio del recurso administrativo que pueda 
interponerse ante la autoridad de control y antes de acudir a la autoridad judicial, los Estados 
miembros garantizarán que toda persona disponga de un recurso judicial en caso de violación 
de los derechos que le garanticen las disposiciones de derecho nacional aplicables al 
tratamiento de los datos personales. 
A esto se añade que, según la disposición del artículo 23 de la directiva, los Estados 
miembros dispondrán que toda persona que sufra un perjuicio como consecuencia de un 
tratamiento ilícito o de una acción incompatible con las disposiciones nacionales adoptadas 
en aplicación de la presente directiva, tenga derecho a obtener del responsable del tratamiento 
la reparación del perjuicio sufrido. 
Para el análisis de la directiva que se está llevando a cabo en el presente trabajo, 
resulta interesante tener en cuenta también el contenido del capítulo V, que está dedicado de 
forma expresa a los códigos de conducta y está formado por un solo artículo, el número 27. 
El párrafo 1 de dicho artículo 27 subraya que todos los Estados miembros y la Comisión de 
 
41 Como ya se ha indicado con anterioridad, la norma resulta de difícil aplicación en los Estados 
miembros porque es particularmente compleja. Para facilitar a los Estados miembros la 
aplicación de dicha disposición, el párrafo 2 del artículo 18 establece que los Estados miembros 
podrán disponer la simplificación o la omisión de la obligación de notificación en caso de que 
se trate de categorías de tratamientos que no puedan afectar a los derechos y libertades de los 
interesados. Otros casos en los que se establece la posibilidad de omitir la obligación de 
notificación son aquellos en los que el responsable del tratamiento sea un individuo encargado 
de la protección de los datos al que se le confíe la tarea de garantizar la independencia en la 
aplicación de las disposiciones nacionales y de llevar un registro de los tratamientos que 
incluyan información relativa a los datos personales. 
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la Unión Europea alentarán a todas las asociaciones de este tipo y a los organismos más 
representativos a elaborar verdaderos códigos de conducta en el sector de la protección y el 
tratamiento de los datos personales con el objetivo de contribuir a la correcta aplicación de 
todas las disposiciones incluidas en la presente directiva. Siendo una intención para invitar a 
instituciones y empresas a volverse responsables en el uso de los datos personales que en su 
poder tengan o lleguen en el presente y futuro. 
Ese mismo artículo 27, en el segundo párrafo, dispone que todos los Estados 
miembros de la Unión Europea establecerán todas las normas necesarias para garantizar que 
los proyectos de códigos deontológicos que las asociaciones nacionales quieran proponer 
estén sometidos a un examen exhaustivo por parte de las autoridades nacionales que tienen 
competencias en temas de protección de datos personales con el objetivo de comprobar que 
se adecuan efectivamente a las disposiciones nacionales. Por último, el tercer párrafo del 
artículo 27 hace referencia expresa a los proyectos de códigos comunitarios, así como a las 
modificaciones de los códigos comunitarios existentes.  
A este respecto, se indica que dichos proyectos de códigos comunitarios podrán ser 
sometidos a examen del Grupo del Artículo 29, que podrá pronunciarse sobre la conformidad 
de los proyectos que le sean sometidos con las disposiciones nacionales adoptadas en 
aplicación de la presente directiva comunitaria (Pizzetti, 2016, p. 111 e ss.)42. 
 
42 En relación con los códigos de conducta, tanto a nivel nacional como a nivel comunitario, sigue 
resultando confuso establecer cuál es el verdadero valor jurídico de estos instrumentos que se 
definen como soft law. Asimismo, conviene subrayar que la directiva comunitaria no es muy 
clara a este respecto, en el sentido de que no precisa cuáles son los efectos jurídicos de dichos 
códigos comunitarios con respecto al ordenamiento jurídico de cada uno de los Estados 
miembros. Si hacemos referencia a la experiencia de Italia y, por lo tanto, a la posición asumida 
por el organismo italiano, podemos afirmar que nos encontramos ante instrumentos que facilitan 
indicaciones similares a las establecidas por las normativas nacional y comunitaria. En concreto, 
el organismo italiano encargado de la protección de datos ha aprobado, en el transcurso de los 
últimos años, seis códigos de conducta relacionados con el tratamiento de los datos personales 
para: la actividad periodística, fines históricos, fines estadísticos y de investigación científica 
realizados en el ámbito del sistema nacional de estadística, fines científicos y estadísticos, 
sistemas de información gestionados por entes privados en temas relacionados con créditos al 
consumo, fiabilidad y puntualidad en los pagos, deontología, buena conducta y el tratamiento 
de los datos personales destinado a investigaciones defensivas. A estos seis códigos de conducta, 
hay que añadir las autorizaciones generales que son nueve y que están relacionadas con el 
tratamiento de los datos dentro del territorio italiano.  
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El Grupo del Artículo 2943 surgió a partir de la Directiva 95/46/CE y representa un 
órgano muy importante para la evolución de la normativa europea en el ámbito de la 
protección de datos personales. Entre las tareas principales del Grupo del Artículo 29 se 
encuentra la de garantizar que todas las autoridades de control de los países europeos sigan 
las interpretaciones uniformes de la Directiva 95/46/CE y, en general, de todas las normas 
europeas relativas a la protección de datos personales.  
Además, el Grupo del Artículo 29 es también un órgano de consulta de la Comisión 
Europea y, por iniciativa propia, se le reconoce la capacidad para formular dictámenes y 
recomendaciones, además de documentos de trabajo. Si bien no se trata de documentos 
jurídicamente vinculantes, tienen un papel fundamental porque resultan muy útiles a la hora 
de orientar a todas aquellas personas que se encargan de la protección de los datos personales 
en el ámbito de la Unión Europea. 
El Grupo del Artículo 29 comenzó su labor en 1997 y, hasta ahora, ha adoptado 233 
recomendaciones y dictámenes a los que se añaden una serie de documentos de trabajo sobre 
temas especialmente importantes para la protección de datos personales. Se puede afirmar, 
por lo tanto, que todo el derecho y las manifestaciones de dicho grupo de trabajo pueden 
considerarse, de forma completa, parte integrante del derecho europeo elaborado en el ámbito 
de la protección de datos personales (Pizzetti, 2016, p. 34). 
Como es natural, también contribuyen a la formación del derecho europeo relativo a 
la protección de datos personales todos los documentos legislativos aprobados a nivel 
nacional por los Estados miembros de la Unión Europea44. 
 
43 El Grupo del Artículo 29 está formado por un representante de cada una de las autoridades de 
control de todos los Estados miembros, normalmente el presidente, por la autoridad de 
supervisión de los tratamientos de datos de las instituciones de la Unión Europea y por un 
representante de la Comisión Europea. Se trata de un órgano que desarrolla funciones 
fundamentalmente consultivas y, para permitirle llevar a cabo sus actividades de forma 
adecuada, se le garantiza toda la independencia posible con respecto a las instituciones 
comunitarias. Las labores específicas de dicho órgano vienen recogidas en el artículo 30 de la 
Directiva 95/46/CE. 
44 Por lo que respecta a las normativas nacionales relativas a la protección de datos personales que 
contribuyen a la creación del derecho europeo en materia de protección de datos personales, 
cabe recordar que en el siguiente apartado del trabajo, después del estudio del reglamento 
europeo, se analizarán en detalle las legislaciones española e italiana. Por lo que respecta a Italia, 
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Llegados a este punto, resulta interesante tener en cuenta también lo dispuesto en el 
capítulo VI de la directiva, que hace referencia al sistema de la autoridad de control de los 
datos personales y a la constitución del Grupo del Artículo 29. Mientras que con el capítulo 
V se cierra la parte que incluye las disposiciones esenciales relativas al tratamiento de los 
datos personales en el marco de la Unión Europea, el capítulo VI contiene indicaciones 
relacionadas con la estructura organizativa que sirve para acompañar la aplicación concreta 
de las disposiciones de carácter esencial. 
En concreto, el capítulo VI establece todo el sistema de las autoridades que tienen 
como tarea garantizar el respeto de las normas nacionales y su conformidad con respecto al 
contenido de la directiva comunitaria. De hecho, la directiva establece la conformidad de las 
formas de conexión entre las autoridades nacionales y las que operan a nivel comunitario 
mediante la creación de un grupo de trabajo común denominado Grupo del Artículo 29, que 
es un grupo de protección de las personas en lo que respecta al tratamiento de los datos 
personales. 
En concreto, el Grupo del Artículo 29 tiene como función principal adoptar, con la 
invitación de la propia Comisión, una serie de pareceres y opiniones comunes en relación 
con la correcta interpretación que se debe hacer de todas las disposiciones contenidas en el 
ámbito de la directiva para garantizar una interpretación y una aplicación coherentes en todo 
el territorio que conforman los Estados miembros. Además, otra de las funciones 
fundamentales de este grupo de trabajo consiste en trabajar para adecuarse en todo momento 
a la interpretación de la directiva conforme vayan surgiendo problemas nuevos relacionados 
con el tema de la protección de los datos personales. 
 
 
conviene puntualizar que el código italiano sobre protección de datos personales, aprobado 
mediante el Decreto Legislativo No. 196 del 30 de junio de 2003, se ha modificado en varias 
ocasiones. Evidentemente, después de la entrada en vigor del reglamento europeo para la 
protección de datos personales, surgió la necesidad de aportar toda una serie de cambios al 
código italiano sobre protección de datos personales para adecuarlo mejor al derecho de la Unión 
Europea. 
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Para entender mejor este aspecto particular de la directiva, resulta importante aclarar 
cuál es, a nivel europeo, el papel del Grupo del Artículo 29 y el de las autoridades nacionales 
creadas para la protección de los datos personales. Con toda seguridad, en el caso de las 
autoridades nacionales creadas para la protección de los datos personales, nos encontramos 
ante organismos surgidos según las disposiciones establecidas por el derecho nacional, es 
decir, que se trata de instituciones que deben responder fundamentalmente a los tipos de 
instituciones previstas por dicha legislación45. 
En el contexto del Grupo del Artículo 29, todas las autoridades nacionales creadas 
para la protección de los datos personales tienen como objetivo colaborar con las demás 
autoridades de los Estados miembros teniendo en todo momento como prioridad los intereses 
de la Unión Europea, con la tarea, nada fácil, de garantizar la uniformidad de la interpretación 
de la directiva y la aplicación coherente de su contenido en todo el territorio de la Unión 
Europea. 
Sin salir del ámbito de las autoridades de control de los tratamientos de datos 
personales de la Unión Europea, hay que tener presente la figura del Supervisor Europeo de 
Protección de Datos. En este sentido, conviene precisar que esta autoridad no está prevista 
de forma expresa en la Directiva No. 46 de 1995 y, por consiguiente, no forma parte de la 
estructura primera de las autoridades de control si bien participa en las tareas del Grupo del 
Artículo 29. Es importante que esta figura se anexe conforme a la ley para que todo se 
mantenga en coherencia y dentro del derecho. 
El Supervisor Europeo de Protección de Datos se creó según el Reglamento No. 45 
del 18 de diciembre de 2000 y comenzó a ejercer sus funciones a partir de enero de 2004; 
 
45 En este sentido, resulta de gran utilidad recordar que las autoridades nacionales creadas en 
relación con la protección de los datos personales están reguladas en todo momento por los 
propios Estados miembros y, como consecuencia, son autoridades de carácter administrativo e 
independientes creadas para ofrecer una respuesta adecuada a las obligaciones previstas por el 
derecho comunitario. Además, conviene aclarar que las autoridades nacionales, si bien son 
creadas y están reguladas por la legislación nacional de los Estados miembros, son estructuras 
de derivación comunitaria que encuentran su base, su ámbito de competencia y sus funciones en 
el derecho europeo. La labor de estas autoridades consiste en comprobar que se respetan las 
directivas comunitarias en el seno de los Estados miembros. Esto nos permite afirmar que las 
autoridades nacionales de control son más autoridades de derecho europeo que de derecho 
nacional porque se enmarcan dentro de las directivas de armonización. 
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entre sus principales cometidos se incluye las actividades de supervisión, colaboración y 
consulta en los conflictos surgidos entre las distintas instituciones europeas. Otra de sus 
funciones es la de supervisar y, por tanto, controlar los tratamientos de datos personales en 
el ámbito de las instituciones y organismos de la Unión Europea y, en el ejercicio de estas 
funciones, tiene como principales interlocutores a los responsables de la protección de datos 
personales que operan en los distintos órganos de la Unión Europea. 
El artículo 28 de la directiva está dedicado expresamente a las autoridades nacionales 
de control y establece que cada uno de los Estados miembros tendrá la obligación de crear 
una o más autoridades de control que se encarguen de vigilar la aplicación en su territorio de 
las disposiciones incluidas en dicha directiva.  
Estas autoridades nacionales ejercerán las funciones que les son atribuidas con total 
independencia y los Estados miembros dispondrán que se consulte a las autoridades de 
control en el momento de la elaboración de las medidas reglamentarias y administrativas 
necesarias para la protección de los derechos y las libertades fundamentales. 
Por último, hay que destacar un punto relativo al Grupo del Artículo 29, que es el 
grupo de trabajo común de las autoridades previsto expresamente por el artículo 29 de la 
Directiva No. 46 de 1995. El artículo 29 hace referencia a la creación del grupo europeo para 
la protección de los datos personales sin precisar, sin embargo, su composición, pero 
destacando la necesaria dimensión europea de dicho grupo. Por otro lado, el mismo artículo 
especifica que este grupo tiene carácter consultivo e independiente (Pizzetti, 2016, p. 121 e 
ss.).46 Otra debilidad, ya que, nuevamente se tienen figuras que no se acogen a la ley y al 
derecho y eso ocasiona falencias en su funcionamiento. 
El párrafo 2 del artículo 29 de la directiva contiene indicaciones importantes 
relacionadas con la composición de dicho grupo estableciendo que estará compuesto por 
 
 
46 Este aspecto de la independencia reviste una especial importancia en la medida en que garantiza 
al grupo la posibilidad de actuar sin recibir instrucciones de ningún otro organismo y poniendo 
de manifiesto que la salvaguarda de la protección de los datos personales se confía en cualquier 
caso a organismos independientes que se acogen a la normativa europea.  
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Un representante de las autoridades de control designadas por cada Estado 
miembro, por un representante de las autoridades creadas por las instituciones 
y organismos comunitarios, y por un representante de la Comisión.  
 
En la práctica, el grupo representa la sede común de trabajo de todas las autoridades 
nacionales, con la participación de las autoridades de control en las instituciones europeas y 
de la Comisión de la Unión Europea. El grupo elige a su presidente, que permanece en el 
cargo durante dos años, y aprueba su reglamento interno, y confía a la Comisión las funciones 
de secretaría. 
Entre las labores fundamentes del Grupo del Artículo 29 está la de examinar todas las 
cuestiones pertinentes relativas a la inclusión de normas de aplicación de la directiva con el 
objetivo de contribuir a una aplicación armonizada47; así como emitir opiniones relativas a 
la protección de los datos personales y aconsejar a la Comisión en relación con posibles 
proyectos de modificación de la directiva. 
 
Directiva No. 46 de 1995: Estructura 
 
47 Se trata de un papel de gran importancia porque, sobre todo, confía a dicho grupo de trabajo la 
labor de concretizar el proceso de armonización de las legislaciones nacionales teniendo en 
cuenta las disposiciones de la directiva de la Unión Europea. 
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Directiva No. 49 de 1995 
Protección de datos personales 
Estructura 
CAPÍTULO I - Disposiciones Generales 
CAPÍTULO II - Condiciones generales para la licitud del tratamiento de datos personales 
Sección I: principios relativos a la calidad de los datos 
Sección II: principios relativos a la legitimación del tratamiento de datos 
Sección III: categorías especiales de tratamientos 
Sección IV: transferencia de datos personales a terceros países 
Sección V: códigos de conducta 
Sección VI: excepciones y limitaciones 
Sección VII: derecho de oposición del interesado 
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Sección VIII: confidencialidad y seguridad del tratamiento 
Sección IX: notificación 
CAPÍTULO III - Recursos judiciales, responsabilidad y sanciones 
CAPÍTULO IV - Transferencia de datos personales a países terceros 
CAPÍTULO V - Códigos de conducta 
CAPÍTULO VI - El sistema de las autoridades de control de los datos personales 
CAPÍTULO VII - Medidas de ejecución comunitarias 
DISPOSICIONES FINALES 
 
Fuente: Esquema realizado por el estudiante tomando como referencia los datos presentes en PIZZETTI 
F., Privacy e il diritto europeo alla protezione dei dati personali. Dalla direttiva 
95/46 al nuovo Regolamento europeo, Collana i diritti nella “rete” della rete, 
Giappichelli Editore, Torino, 2016, pág. 73 y sucesivas. 
 
1.4  OTRAS DIRECTIVAS E INICIATIVAS COMUNITARIAS RELATIVAS A LA 
PROTECCIÓN DE DATOS PERSONALES 
Después de haber analizado en detalle el contenido de la Directiva No. 46 de 1995 
que, a modo de recordatorio, constituye la directiva fundamental a nivel de la Unión Europea 
en el tema de protección de datos personales, resulta oportuno concluir este primer capítulo 
del trabajo haciendo referencia a otras directivas e iniciativas comunitarias relativas a la 
protección de datos personales. 
El primer aspecto que hay que destacar en este sentido es que la Directiva No. 46 de 
1995 representa, en cualquier caso, uno de los principales instrumentos jurídicos con respecto 
al tema de la protección de datos personales en el ámbito de la Unión Europea y dicho 
principio ha quedado reconocido en varias ocasiones por el Tribunal de Justicia en numerosas 
sentencias48. 
 
48 En concreto, en una sentencia dictada en 2011, el Tribunal de Justicia de la Unión Europea afirmó 
que «la Directiva No. 46 de 1995 tiene por objeto equiparar el nivel de protección de los derechos 
y libertades de las personas por lo que se refiere al tratamiento de datos personales en todos los 
Estados miembros. La aproximación de las legislaciones nacionales en la materia no debe 
conducir a una disminución de la protección que garantizan sino que, por el contrario, debe tener 
por objeto asegurar un alto nivel de protección dentro de la Unión; la armonización de dichas 
legislaciones nacionales no se limita a una armonización mínima, sino que constituye, en 
principio, una armonización completa». Cfr. Tribunal de Justicia de la Unión Europea, asuntos 
acumulados c-468/10 y C-469/10, Asociación Nacional de Establecimientos Financieros de 
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Si bien durante un tiempo existió la convicción de que la directiva constituía el 
principal punto de referencia, o mejor dicho, la madre de toda la normativa de la Unión 
Europea en materia de protección de datos personales, pronto se llegó a la conclusión de que 
el derecho a la protección de los datos personales de la Unión Europea debía ser objeto de 
nuevas acciones reguladoras. Fue el momento que se dieron cuenta que hacía falta enmarcar 
en un todo coherente que verdaderamente pueda proteger a la población y a los estados de la 
Unión Europea. 
No podemos olvidar, de hecho, que el sector de las comunicaciones se encuentra en 
una situación de rápida y continua evolución y que esto da lugar a que surja la necesidad de 
realizar incesantes cambios en las normas para adaptarse al paso del tiempo. Sin duda, ha 
sido esta creencia la que ha dado lugar a la creación de nuevas directivas e iniciativas 
comunitarias relativas a la protección de los datos personales. 
El primer aspecto importante que hay que tener en cuenta es el impacto decisivo que 
supuso la proclamación, en el año 2000, y la posterior entrada en vigor en 2009, de la Carta 
de los Derechos Fundamentales de la Unión Europea que, en su artículo 8, reconoce 
plenamente el derecho a la protección de los datos personales como un derecho fundamental 
del individuo. 
Además de la Carta de los Derechos Fundamentales de la Unión Europea, se han 
elaborado otros instrumentos legislativos que, sin embargo, siempre han tenido en 
consideración y nunca han sustituido a la directiva ni han puesto en entredicho las autoridades 
previstas por la propia directiva ni su labor de garantizar la aplicación del contenido de la 
normativa de la Unión Europea. 
A modo de ejemplo, podemos analizar el Reglamento49 No. 45 de 2001 que adoptó 
una disciplina de protección de los datos personales relativa a las instituciones europeas que 
 
Crédito (ASNEF) y Federación de Comercio Electrónico y Marketing Directo (FECEMD), 
contra Administración del Estado, del 24 de noviembre de 2011, puntos 28 y 29. 
49 Cabe recordar que tanto el reglamento como la directiva son actos comunitarios jurídicamente 
vinculantes para los Estados miembros, aunque presentan algunas diferencias que resulta 
necesario aclarar. El reglamento es un acto jurídicamente vinculante para todos los destinatarios, 
es un acto de alcance general y, por lo tanto, está dirigido a todos los Estados miembros y a las 
personas físicas y jurídicas que operan en territorio comunitario. Se trata de un acto 
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resultaba de conformidad con las disposiciones que se incluyen en la Directiva No. 46 de 
1995 y que proporcionó a la institución la figura de supervisor europeo de los datos 
personales en relación con la actividad de las instituciones comunitarias, así como de sus 
organismos y oficinas (Pizzetti, 2016, p. 130 e ss.). 
Entre las acciones reguladoras de mayor importancia adoptadas con posterioridad a 
la directiva del año 1995 se encuentran otras dos directivas vinculadas a las innovaciones 
surgidas en el ámbito de la electrónica, a saber, la Directiva No. 58 de 2002 aprobada por el 
Parlamento Europeo y el Consejo y la Directiva No. 24 de 2006. 
La Directiva No. 58 del 12 de julio de 2002 está relacionada con el tratamiento de los 
datos personales y la protección de la vida privada en el sector de las comunicaciones 
electrónicas; mientras que la Directiva No. 24 del año 2006 es relativa a la conservación de 
datos generales o tratados en relación con la prestación de servicios de comunicaciones 
electrónicas de acceso público o de redes públicas de comunicaciones50. 
En concreto, la Directiva No. 58 de 2002, posteriormente modificada por la Directiva 
No. 136 de 2009, se encarga, en especial, de regular el tratamiento de los datos personales en 
el sector de las comunicaciones electrónicas; es una directiva cuyas disposiciones tienen 
como objetivo integrar las disposiciones incluidas en la Directiva No. 46 de 1995 para 
establecer la protección de los intereses legítimos de las personas físicas y jurídicas. 
En este caso, por lo tanto, se especifica que esta directiva tiene los mismos límites 
que ya hemos visto en la Directiva No. 46 de 1995 y está vinculada a la misma base jurídica 
 
jurídicamente vinculante y que se aplica directamente a cada uno de los Estados, en el sentido 
de que no es necesario que exista ningún acto de transposición, sino que se aplica de forma 
directa después de su publicación en el Diario Oficial de la Unión Europea. La directiva, por su 
parte, impone exclusivamente obligaciones de resultados, en el sentido de que se limita a indicar 
a los Estados los resultados que hay que conseguir, dejando que sea luego cada Estado miembro 
el que libremente utilice los instrumentos previstos en su derecho particular interno que estime 
más oportunos para alcanzar los resultados buscados. 
50 Sin embargo, la segunda directiva, la del año 2006, después de su revisión, fue objeto de 
impugnaciones y el Tribunal de Justicia la invalidó posteriormente el 8 de abril de 2014 al alegar 
que incumplía el principio de proporcionalidad en el equilibrio entre el derecho a la protección 
de los datos personales y las exigencias de la seguridad pública. Cfr. Tribunal de Justicia de la 
Unión Europea, sentencia del 8 de abril de 2014, C-293/12 y C-594/12. 
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de referencia. Por lo que respecta a la segunda directiva analizada, la No. 58 de 2002, 
constituye una verdadera novedad en relación con el sector de las comunicaciones 
electrónicas51. Uno de los elementos más interesantes de esta directiva y, se puede afirmar, 
también uno de los más innovadores, es el que está relacionado con la seguridad de los datos. 
En este sentido, el artículo 4 de la Directiva No. 58 de 2002 establece para el operador 
la labor de adoptar las medidas técnicas y organizativas adecuadas para proteger la seguridad 
de los distintos servicios y poder garantizar así la confidencialidad de las comunicaciones. 
Precisamente desde la óptica de la confidencialidad y la seguridad, el artículo 5 de la 
Directiva No. 58 de 2002 obliga a los Estados a actuar de tal modo que se prohíba la escucha, 
el almacenamiento u otros tipos de intervención o vigilancia de las comunicaciones y los 
datos de tráfico asociados a ellas por personas distintas de los usuarios, sin el consentimiento 
previo de los usuarios interesados (Pizzetti, 2016, p. 132 e ss.). Esto ya se había comentado 
antes, existe el riesgo de que la información que se emite en todo momento se esté 
recopilando para fines fuera de la legalidad, es por eso que fue importante que se expusiera 
enfáticamente la prohibición de todas las formas señaladas. 
Siguiendo con la explicación de la Directiva No. 58, en el apartado 3 del artículo 5 se 
establece que los Estados miembros velarán por que únicamente se permita el uso de las redes 
de comunicaciones electrónicas con fines de almacenamiento de información o de obtención 
de acceso a la información almacenada a condición de que se facilite al usuario interesado 
información clara y completa sobre los fines del tratamiento de los datos, con arreglo a lo 
dispuesto en la Directiva No. 46 de 1995. 
La Directiva No. 58 de 2002 también tiene carácter integrador y de ampliación con 
respecto a la anterior Directiva No. 46 de 1995 que, se recuerda, puede considerarse la 
directiva madre en el tratamiento de los datos personales. La directiva del año 2002 supone 
 
51 La Directiva No. 58 de 2002 forma parte del denominado «Paquete Telecom», aprobado en 2002 
y constituido por cuatro directivas y dos reglamentos. Con este paquete legislativo, la Unión 
Europea intentó regular los numerosos aspectos que quedaban sin regular en el sector de las 
comunicaciones electrónicas. Dichas disposiciones legislativas fueron posteriormente 
modificadas en 2009 para adecuarlas a los nuevos progresos registrados en el sector de las 
comunicaciones electrónicas. 
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una ampliación con respecto a la de 1995 porque contiene muchas normas importantes para 
la protección de los datos personales en un sector, como el de las telecomunicaciones, sobre 
el que la directiva de 1995 prácticamente no incluye ninguna disposición. Al mismo tiempo, 
constituye un refuerzo de esta porque comparte todas las disposiciones que se incluyen en la 
directiva de 1995, sobre todo en relación con el control, vigilancia y aplicación de las 
disposiciones. 
Otra disposición que puede considerarse una profundización e integración mayor de 
la Directiva No. 46 de 1995 es la Directiva No. 24 de 2006 que, como ya hemos mencionado 
con anterioridad, fue anulada mediante la sentencia del Tribunal de Justicia de la Unión 
Europea del 18 de abril de 2014. 
A pesar de la decisión adoptada por el Tribunal de Justicia que la anulaba, la Directiva 
No. 24 de 2006 tiene un papel muy importante a la hora de entender mejor los últimos 
progresos del derecho europeo en el tema de la protección de datos personales; dicha 
directiva, de hecho, incluye una serie de modificaciones con respecto a la Directiva No. 58 
de 2002 en un intento por adaptar más aún la normativa europea de protección de datos 
personales al sector de las comunicaciones electrónicas y las telecomunicaciones. 
Según las disposiciones del artículo 1 de la Directiva No. 24 de 2006, su objetivo 
consiste en intervenir directamente para garantizar la protección de los datos personales en 
el sector de las comunicaciones electrónicas desde el punto de vista de su conservación, de 
su uso con fines de investigación, de detección y de enjuiciamiento de los delitos más graves, 
tal y como se definen en la legislación nacional de cada Estado miembro. 
Por su parte, el apartado 2 del artículo 1 de la misma directiva hace referencia a su 
ámbito de aplicación y establece que se aplicará a los datos de tráfico y de localización sobre 
personas físicas y jurídicas, si bien no se aplicará al contenido de las comunicaciones 
electrónicas, lo que incluye la información consultada utilizando una red de comunicaciones 
electrónicas. 
En la práctica, la directiva en cuestión, aunque tiene como finalidad principal la 
regulación de los tratamientos de datos para fines de investigación, de detección y 
enjuiciamiento de los delitos graves, también se marca el objetivo de establecer un límite a 
  
76 
los tratamientos realizados para estos fines en el momento en que puedan perjudicar a los 
derechos fundamentales de las personas52. Esto es que, todo debe mantenerse dentro de la ley 
sin perjudicar a los titulares de los datos personales. 
En relación también con esta directiva que, cabe recordar, fue posteriormente anulada 
por el Tribunal de Justicia de la Unión Europea, resulta importante hacer referencia al 
contenido del artículo 9, que establece que cada Estado miembro nombrará una o más 
autoridades públicas responsables de controlar la aplicación en su territorio de las 
disposiciones adoptadas de conformidad con dicha directiva.  
El mismo artículo precisa, después, que estas autoridades pueden ser las mismas que 
las previstas por la directiva madre del tratamiento de los datos personales, es decir, la 
Directiva No. 46 de 1995 (Pizzetti, 2016, p. 111 e ss.). Así se termina este capítulo, mostrando 
los antecedentes de la protección de datos personales en la historia europea y su evolución 
hasta llegar a la Directiva mencionada, siendo la puerta a una evolución constante de los 
derechos sobre la protección de datos personales, misma que se presenta en el próximo 
capítulo junto con su respectivo análisis a la evolución del mismo y el impacto en algunas 
naciones del continente europeo. 
 
  
 
52 Una característica que puede considerarse peculiar de esta directiva es la que representa la 
identificación de periodos de tiempo estrictos en relación con la conservación de los datos 
personales con el fin de evitar que las legislaciones nacionales, cediendo a las presiones ejercidas 
por los organismos de seguridad, puedan alargar de manera excesiva los plazos de conservación 
de los datos personales. 
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CAPÍTULO II : EL REGLAMENTO EUROPEO EN MATERIA DE 
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de protección de datos. 
 2.3 El impacto del nuevo reglamento europeo en el 
sistema italiano en relación con la protección de datos. 
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sistema español en relación con la protección de datos. 
 
 
 
 
 
 
 
 
 
 
 
 
 
2.1  ORIGEN DE UN DERECHO EUROPEO UNIFORME SOBRE LA 
PROTECCIÓN DE DATOS 
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Este segundo capítulo, dedicado más específicamente al análisis del reglamento 
europeo en relación con la protección de datos personales, se abre con una parte introductoria 
dedicada al origen de un auténtico derecho europeo en materia de protección de datos 
personales. 
En primer lugar, para trazar las líneas fundamentales relativas al origen de un derecho 
europeo uniforme en materia de la protección de datos personales, es importante precisar lo 
siguiente: el derecho a la privacidad existe desde siempre y, a menudo, se ha considerado que 
está vinculado a una relación muy estrecha de interdependencia y de complementariedad con 
el derecho de propiedad. 
Desde una perspectiva de estas características, dicho derecho se establece, sobre todo, 
ius excludendi alios de la propia vida privada (Pizzetti, 2016, p. 24). Sin embargo, también 
se ha observado este derecho desde una óptica distinta, es decir, como un derecho vinculado 
al respeto de la vida privada para impedir a cualquier individuo acceder al ámbito íntimo y 
privado de otro individuo sin su consentimiento expreso.53 
Teniendo en cuenta las dos acepciones mencionadas con anterioridad, se puede 
afirmar que en el ámbito del debate actual, sobre todo en el contexto de la Unión Europea, y 
en relación con los derechos del individuo, por un lado encontramos aquellos que identifican 
dicho derecho con la necesidad de impedir cualquier intromisión, incluso física, en la vida 
del individuo y, por otro lado, el derecho a la protección de los datos personales, que consiste 
fundamentalmente en proteger al individuo frente a cualquier operación de recopilación y 
tratamiento de los datos que directamente le incumben sin su consentimiento expreso y sin 
que exista una disposición legal específica al respecto que pueda facilitarles un nivel de 
protección adecuado. 
A este aspecto hay que añadir también el derecho de todo individuo a que no se 
divulgue información que directamente le incumbe y se permita el acceso a la misma a 
 
53 En este sentido, el derecho a la privacidad puede definirse como la necesidad de proteger al 
individuo y, por lo tanto, como el derecho que impide recabar o utilizar información relacionada 
directamente con una persona determinada, sobre todo si es de carácter sensible, sin su 
consentimiento y sin que exista una disposición legal específica al respecto. 
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cualquier persona sin su consentimiento expreso, a menos que se establezca de otro modo 
por ley (Pizzetti, 2016). 
Para entender de qué forma se ha llegado, en el ámbito de la Unión Europea, a una 
disciplina uniforme en el tema de la protección de los datos personales que ha conllevado la 
posterior redacción del reglamento que se analizará en el siguiente apartado del trabajo, 
resulta importante subrayar que el concepto de privacidad siempre ha estado presente en 
todos los países europeos y que se trata del mismo concepto que se hizo famoso en un ensayo 
del año 1995 en el que se definía la privacidad como «el derecho a la soledad» (right to be 
alone) (Faulkner, 1995, p. 211). Aunque ciertamente el concepto se aleja de lo que es 
verdaderamente el derecho a la privacidad. 
En la práctica, el right to be alone adquiere una fama mundial porque se considera 
una exigencia natural de todo individuo. En este sentido, resulta oportuno que se recuerden 
las palabras que, en 1776, durante una sesión del Parlamento inglés en la que se abordaban 
las garantías constitucionales, pronunció William Pitt, quien afirmó que 
 
El hombre más pobre, en su choza, puede desafiar todas las fuerzas de la 
Corona. La casa puede ser frágil, la techumbre tambalearse y la lluvia y la 
tormenta colarse en su interior. Pero el rey de Inglaterra no puede entrar, ni 
sus ejércitos franquear el umbral de la vivienda, por ruinosa que sea. 
(Brougham, 1839, p. 52 e ss.) 
 
 
Esta definición, aún tratándose de una cita antigua y que no se refleja en el contexto 
del derecho europeo, tiene cierta importancia en la medida en que recuerda que la protección 
de los datos personales no se ocupa exclusivamente de las labores de recopilación y 
tratamiento, sino que puede extenderse, en algunos casos, también a la protección del 
domicilio y del espacio físico en el que una persona se encuentra en un determinado 
momento54. 
 
54 Quizás el siguiente ejemplo ayude a aclarar mejor dicho concepto. Se puede pensar en un registro 
o también en un acto de presión sobre un individuo con el fin de conseguir información o datos 
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Esta premisa puede ayudar a entender mejor el modo en el que se ha desarrollado, en 
el contexto de la Unión Europea, el derecho a la protección de los datos personales a lo largo 
del tiempo hasta llegar al reglamento. De forma particular, sobre todo después de la Carta de 
los Derechos Fundamentales de la Unión Europea proclamada en Niza y su artículo 8, el 
derecho a la protección de los datos personales ha obtenido un reconocimiento pleno como 
derecho fundamental de todos los ciudadanos de la Unión Europea. 
En este sentido, no debemos olvidar que la Carta de los Derechos Fundamentales de 
la Unión Europea55, proclamada durante el Consejo de Europa celebrado en Niza el 7 de 
 
que directamente le incumben, por ejemplo, mediante interceptaciones telefónicas y controles 
del entorno. También en una situación de estas características, la protección de los datos 
personales está directamente implicada en la medida en que dicha invasión del espacio personal 
choca de frente con el principio fundamental según el cual, con la excepción de los casos 
previstos expresamente por ley, nadie puede recabar, mantener o tratar datos sin el 
consentimiento expreso del individuo directamente interesado. 
55 En relación con la Carta de los Derechos Fundamentales de la Unión Europea, proclamada 
durante el Consejo de Europea celebrado en Niza el 7 de diciembre de 2000, resulta oportuno 
hacer una serie de aclaraciones. Dicha carta reconoce una serie de derechos personales, civiles, 
políticos y económicos de los ciudadanos y de todos aquellos que residan dentro de la Unión 
Europea. Se alcanzó un acuerdo para proclamar dicha carta porque, en junio de 1999, el Consejo 
de Europa celebrado en Colonia subrayó la necesidad de reunir en una única carta todos los 
derechos fundamentales reconocidos dentro de la Unión Europea con el objetivo de otorgarles 
una mayor protección y visibilidad. En concreto, se recalcó la necesidad de incluir en dicha carta 
los principales derechos reconocidos por el Convenio Europeo de los Derechos Humanos de 
1950 y por los presentes históricamente en los distintos países de la Unión Europea. La carta se 
elaboró a partir de una convención al respecto que reunió a un representante de cada uno de los 
Estados miembros de la Unión Europea y a un representante de la Comisión, así como a algunos 
miembros del Parlamento europeo y de los distintos parlamentos nacionales. Su proclamación 
tuvo lugar durante la celebración del Consejo de Europa de Niza, en diciembre de 2000, si bien, 
al menos en la fase inicial, dicha carta adquirió únicamente un valor de declaración de principios 
y no un carácter vinculante. Cuando, en el ámbito de la Unión Europea, se siguieron llevando a 
cabo actuaciones para la elaboración de un tratado constitucional europeo, se decidió incluir 
también en el mismo la Carta de los Derechos Fundamentales aprobada en Niza en diciembre 
del año 2000 con el objetivo de otorgarle un carácter vinculante. Sin embargo, el proyecto de la 
Constitución de la Unión Europea fracasó y, por lo tanto, la carta continuó sin tener un carácter 
jurídico vinculante. Posteriormente, al poner en práctica actuaciones para la creación del Tratado 
de Lisboa, se decidió incluir de nuevo el contenido de la Carta de los Derechos Fundamentales 
de la Unión Europea dentro de dicho tratado. De hecho, en diciembre del año 2009, con la 
entrada en vigor del Tratado de Lisboa, también la Carta de los Derechos Fundamentales de la 
Unión Europea adquirió un valor jurídico vinculante. Por lo que se refiere al contenido de la 
carta, podemos destacar que dicho documento reúne todos los derechos reconocidos a los 
ciudadanos de la Unión Europea que anteriormente se incluían en los distintos instrumentos 
legislativos puestos en marcha por la Unión Europea y en las legislaciones nacionales. La carta 
está formada por un preámbulo de introducción al que le siguen 54 artículos divididos en siete 
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diciembre de 2000, y que forma parte en la actualidad del Tratado de Lisboa (Mastroianni & 
Strozzi, 2015), establece en el artículo 8 que 
 
Toda persona tiene derecho a la protección de los datos de carácter personal 
que la conciernan. Estos datos se tratarán de modo leal, para fines concretos 
y sobre la base del consentimiento de la persona afectada o en virtud de otro 
fundamente legítimo previsto por la ley. Toda persona tiene derecho a 
acceder a los datos recogidos que la conciernan y a su rectificación. El 
respeto de estas normas quedará sujeto al control de una autoridad 
independiente (AA.VV., 2000). 
 
Si leemos con atención el artículo 8 de la Carta de los Derechos Fundamentales de la 
Unión Europea de Niza, podemos destacar que dicha disposición, aunque sin utilizar las 
mismas palabras, vuelve a sintetizar toda una serie de derechos fundamentales a los que hace 
referencia explícita el right to be alone al que alude Faulkner cuando se refiere a la libertad 
de domicilio, de circulación y, en un sentido más amplio, la libertad personal de todo 
individuo (Faulkner, 1995). 
Desde una perspectiva de estas características, podemos recalcar que, en el ámbito de 
los países de la Unión Europea, las normas puestas en práctica para la protección de los datos 
personales no solo se han considerado como actos para incluir dicho derecho entre los 
derechos fundamentales del hombre, sino que también han supuesto un instrumento válido 
para reconocer y reafirmar, con el desarrollo del sector de la tecnología, todos aquellos 
 
capítulos: el primero está dedicado a la dignidad humana, el derecho a la vida y el derecho a la 
integridad de la persona; el segundo hace referencia a la libertad, con especial hincapié en la 
seguridad y respeto de la vida privada y familiar; el tercero está dedicado a la igualdad y hace 
especial alusión a la igualdad ante la ley y a la no discriminación; el capítulo cuarto, por su parte, 
habla del término solidaridad y hace referencia especial al derecho de los trabajadores a la 
información y a la consulta en el ámbito de la empresa; el capítulo quinto se dedica a la 
ciudadanía y se centra en el derecho a voto y a ser elegible en las elecciones al Parlamento 
Europeo; el capítulo sexto, en cambio, está dedicado a la justicia y, por último, el capítulo 
séptimo incluye una serie de disposiciones de carácter general. Asimismo, por lo que respecta 
al ámbito de aplicación, podemos destacar que la carta se aplica a todas las instituciones de la 
Unión Europea y en todos los Estados miembros de la Unión Europea. 
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derechos considerados fundamentales en el ámbito de los tratados constitucionales y de las 
declaraciones aprobadas a nivel internacional. 
Si adoptamos esta interpretación concreta, podemos llegar a afirmar que no existe 
contraposición alguna entre las disposiciones que se han desarrollado dentro del ámbito de 
la Unión Europea en relación con la protección de los datos personales, el concepto de right 
to privacy (Warren & Brandeis, 1890) y el de right to be alone (Faulkner, 1995). 
Si analizamos de forma específica el contexto del derecho europeo relativo a la 
protección de datos personales, resulta oportuno subrayar que en ese ámbito, en el entorno 
europeo, encontramos gran cantidad de documentos normativos a los que resulta 
imprescindible hacer referencia. 
En efecto, lo que hoy podemos definir como el derecho europeo en materia de 
protección de datos personales constituye un sistema especialmente complejo fruto de una 
larga evolución histórica que abarca todo el siglo XX europeo y está formado por normas y 
principios que se entrelazan entre ellos gracias a actos provenientes de los distintos 
ordenamientos jurídicos presentes (Pizzetti, 2016, p. 27 e ss.). 
Llegados a este punto, conviene centrarse en los elementos que forman parte del 
derecho europeo relativos a la protección de los datos personales partiendo de la premisa de 
que, en el tema de la protección de datos personales, el derecho europeo se compone de 
numerosos documentos normativos que hay que tener en su debida cuenta para entender 
cómo se ha llegado al actual reglamento europeo sobre dicha materia. 
Lo que hoy podemos definir como derecho europeo relativo a la protección de datos 
personales es un sistema de gran complejidad que supone el resultado de una evolución 
histórica lenta y que se prolonga a lo largo de todo el siglo XX en Europa. De hecho, el 
primer ordenamiento europeo que incluye normas específicas relativas al tema de la 
protección de los datos personales lo encontramos en el Consejo de Europa, instituido el 5 
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de mayo de 1949,56 y en el Convenio Europeo de los Derechos Humanos, firmado en Roma 
en noviembre de 1950. 
También hay que tener en cuenta la experiencia de la Unión Europea que, a través de 
una extensa serie de tratados y acuerdos como la Carta de los Derechos Fundamentales de la 
Unión Europea proclamada en Niza en el año 2000, llega a un acuerdo sobre el tratado que 
está actualmente en vigor que se firmó en Lisboa el 13 de diciembre de 2007 y que comenzó 
a tener validez el 1 de diciembre de 2009. 
Nos encontramos ante dos ordenamientos distintos, con un sistema de fuentes y 
órganos diferente que, sin embargo, han contribuido de manera fundamental al desarrollo del 
actual sistema de protección de datos personales a través de una serie de actos y decisiones, 
siempre en el contexto europeo (Pizzetti, 2016, p. 28 e ss,). 
Partiendo de la premisa de que es en el ámbito del Consejo de Europa y en el de la 
Unión Europea donde se han desarrollado las principales normas que posteriormente han 
dado lugar al actual sistema europeo de protección de datos personales, resulta oportuno 
analizar las fuentes relativas a la protección de los datos personales en el ámbito de los dos 
ordenamientos. Por lo que respecta al Consejo de Europa, sin duda hay que hacer hincapié 
en el Convenio Europeo de los Derechos Humanos que, como ya hemos afirmado con 
anterioridad, en su artículo 8 reconoce y garantiza el derecho al respeto de la vida privada y 
familiar. 
A este hay que sumarle, también en el ámbito del Consejo de Europa, el Convenio 
No. 108 de 1981 para la protección de las personas con respecto al tratamiento automatizado 
de datos de carácter personal. Dicho convenio se firmó en Estrasburgo el 28 de enero de 1981 
 
56 Por lo que respecta al Consejo de Europa, cabe recordar que dicho órgano se creó en 1949, con 
posterioridad a la finalización de la Segunda Guerra Mundial, que había situado a Europa ante 
el drama de los campos de concentración, el asesinato de seis millones de judíos y la violación 
constante de los derechos humanos fundamentales. El Consejo de Europa se creó, en un contexto 
de estas características, con el objetivo fundamental de involucrar a los países europeos en un 
proceso de afirmación y respeto de los derechos humanos fundamentales y de las libertades y, 
con ese espíritu, se firmó en Roma el 4 de noviembre de 1950, entrando en vigor el 3 de 
septiembre de 1953, el Convenio Europeo de los Derechos Humanos, el documento considerado 
como el más importante del Consejo de Europa. 
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y adquirió carácter vinculante dentro del ordenamiento jurídico italiano, gracias a la 
normativa de adaptación, el 21 de febrero de 1989. 
Se trata de un documento que ha contribuido al desarrollo del derecho europeo en 
materia de protección de datos personales, al igual que el convenio de Budapest relativo a la 
ciberdelincuencia que se firmó el 23 de noviembre de 2001 y que Italia ratificó a través de la 
Ley No. 48 del 18 de marzo de 2008. A dichas fuentes se añaden numerosas recomendaciones 
del Consejo de Europa que, directa e indirectamente, influyen en la protección de los datos 
personales. 
También en el ámbito del Consejo de Europa, no podemos olvidar el papel que ha 
desempeñado el Tribunal Europeo de Derechos Humanos, que se constituyó con la 
colaboración de un juez de cada uno de los Estados miembros y que tiene competencias para 
garantizar la correcta aplicación del propio convenio.57 Con este paso dado por los Estados 
de la Unión Europea se presenta un acto de buena voluntad de todas y cada una de las 
naciones que la conforman para protección de los derechos humanos, entre los que está, 
indiscutiblemente el tema que se trata del derecho a la protección de datos personales. 
Con respecto a este tema de la protección de datos personales, el papel desempeñado 
por el Tribunal Europeo de Derechos Humanos resulta muy importante en relación con los 
actos mencionados con anterioridad. En efecto, dicho tribunal ha intervenido a menudo 
estableciendo una serie de indicaciones y fijando los principios generales que pueden 
considerarse puntos de referencia importantes con respecto al tema del derecho europeo en 
materia de protección de datos personales. 
 
57 En relación con el Tribunal Europeo de Derechos Humanos, que tiene su sede en Estrasburgo, 
hay que recalcar que juega un papel fundamental a la hora de garantizar la aplicación correcta 
del Convenio Europeo para la Protección de los Derechos Humanos y de las Libertades 
Fundamentales. Al Tribunal Europeo de Derechos Humanos se le reconoce la capacidad para 
decidir sobre los recursos de los Estados, así como con respecto a los presentados por los 
individuos, estableciendo como única condición la tramitación previa de todos los recursos 
judiciales previstos por la legislación nacional. Dicho tribunal está formado por dos cámaras, 
una establecida para la tramitación de los recursos presentados por los Estados y otra para los 
recursos de los individuos. En algunos casos, que se establecen de forma expresa en el estatuto, 
el Tribunal Europeo de Derechos Humanos tiene capacidad para reunirse en la gran sala que 
funciona como órgano de última instancia en caso de que se presenten recursos contra posibles 
sentencias dictadas de forma individual por alguna de las dos cámaras. 
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A esto hay que añadir el hecho de que el estatuto atribuye al Tribunal Europeo de 
Derechos Humanos la labor de juzgar en temas de derechos fundamentales y, con ese 
objetivo, la Unión Europea reconoce que el derecho a la protección de datos personales puede 
considerarse como un derecho fundamental que corresponde a todos los ciudadanos de la 
Unión Europea58. 
Si se analiza más específicamente el ordenamiento de la Unión Europea y, en este 
caso, el papel del Tribunal de Justicia de la Unión Europea, hay que destacar que dicho 
órgano fue creado a través de los tratados de Roma del año 1952 y que, al día de hoy, puede 
considerarse parte integrante del Tratado de Lisboa59. 
La labor fundamental del Tribunal de Justicia de la Unión Europea consiste en 
interpretar de forma correcta el derecho de la Unión Europea para garantizar su aplicación 
uniforme en todos los Estados miembros, a lo que hay que añadir la tarea de resolver los 
litigios que puedan surgir entre los Estados miembros y las instituciones de la Unión Europea. 
Por lo que respecta a la protección de los datos personales, el Tribunal de Justicia de 
la Unión Europea ha intervenido en varias ocasiones sobre cuestiones de gran importancia 
como el «derecho al olvido» (Google Spain SL e Google Inc. c. Agencia Española de 
Protección de Datos (AEPD), Mario Costeja Gonzalez, 2014), en relación con las 
comunicaciones electrónicas (Digital Rights Ireland Ltd c. Minister for Communications, 
Marine and Resources e Karntner Landesregierung, 2014) y sobre la validez de un acuerdo 
 
58 En este sentido, conviene recordar que en el párrafo 3 del artículo 52 de la Carta de los Derechos 
Fundamentales de la Unión Europea se establece expresamente que, en la medida en que la 
presente carta contenga derechos que correspondan a derechos garantizados por el Convenio 
Europeo para la Protección de los Derechos Humanos y de las Libertades Fundamentales, su 
sentido y alcance serán iguales a los que les confiere dicho convenio. 
59 En relación con el Tribunal de Justicia de la Unión Europea que, como recordamos, tiene su sede 
en Luxemburgo, cabe recordar que está dividido en tres secciones principales: la primera está 
representada por el Tribunal de Justicia compuesto por un juez de cada uno de los Estados 
miembros de la Unión Europea y 11 abogados generales; la segunda está constituida por el 
Tribunal General de la Unión Europea, compuesto por un juez de cada uno de los Estados 
miembros; la tercera, por su parte, la conforma el Tribunal de la Función Pública, formado por 
siete jueces que se ocupan específicamente de todos aquellos litigios que puedan surgir entre el 
personal de la Unión Europea y sus organismos correspondientes. 
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establecido entre Estados Unidos y la Unión Europea (Maximilian Schrems c. Data 
Protection Commissioner of Ireland e Digital Rights Ireland Ltd., 2015). 
 
A esto hay que sumar las numerosas intervenciones que se han producido a lo largo 
de los años a través de decisiones prejudiciales relativas a la interpretación del derecho de 
protección de datos personales a petición de los tribunales de los distintos Estados miembros 
o de recursos interpuestos por personas físicas y jurídicas. 
Con respecto a la protección de datos personales dentro de la Unión Europea, se 
pueden tener en cuenta algunas fuentes, en concreto: el Tratado de Lisboa, especialmente la 
Carta de los Derechos Fundamentales de la Unión Europea; la Directiva 95/46/CE relativa a 
la protección de las personas físicas en lo que respecta al tratamiento de datos personales y a 
la libre circulación de los datos60; la Directiva 2002/58/CE relativa al tratamiento de los datos 
personales y a la protección de la intimidad en el sector de las comunicaciones electrónicas61; 
la Directiva 2009/136/CE por la que se modifican una serie de directivas anteriores relativa 
a los servicios de comunicaciones electrónicas y de tratamiento de los datos personales62 
(Pizzetti, 2016, p. 30). 
Siguiendo con el contexto de la Unión Europea, resulta importante tener en cuenta 
algunas disposiciones relativas al sector de la policía, la justicia y la seguridad. Para ello, 
conviene hacer referencia a una directiva propuesta por la Comisión Europea al mismo 
 
60 Dicha directiva fue aprobada el 24 de octubre de 1995 e Italia la puso en práctica a través de la 
Ley No. 675 del 31 de diciembre de 1996. 
61 La Directiva 2002/58/CE fue aprobada el 12 de julio de 2002 y adoptada por Italia a través de la 
Ley No. 201 del 31 de julio de 2002. 
62 Se trata de la directiva «por la que se modifican la Directiva 2002/22/CE relativa al servicio 
universal y los derechos de los usuarios en relación con las redes y los servicios de 
comunicaciones electrónicas, la Directiva 2002/58/CE relativa al tratamiento de los datos 
personales y a la protección de la intimidad en el sector de las comunicaciones electrónicas y el 
Reglamento No. 20004 de 2006 sobre la cooperación entre las autoridades nacionales 
responsables de la ejecución de la normativa en materia de protección de los consumidores», 
aprobada por las instituciones comunitarias el 25 de noviembre de 2009 y adoptada en Italia a 
través de la Ley No. 217 del 15 de diciembre de 2011. 
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tiempo que el nuevo reglamento europeo para la protección de datos, que forma parte del 
paquete de protección de datos presentado por la Comisión Europea el 26 de enero de 2012. 
Otro sector que resulta fundamental para la creación del derecho europeo relativo a 
la protección de datos personales es el de los acuerdos transfronterizos. De hecho, algunos 
de estos acuerdos están presentes en las disposiciones que prohíben la transferencia de datos 
de ciudadanos de la Unión Europea a países que no garanticen el mismo nivel de protección 
que el de la normativa europea. Con esto se debe entender que hay un estándar esperado de 
las naciones parte para proteger activa y efectivamente los datos de los ciudadanos. 
En relación con este aspecto, debemos recordar que el capítulo V del reglamento 
sobre protección de datos personales está dedicado especialmente a este tema y lleva el título 
de «Transferencias de datos personales a terceros países u organizaciones internacionales». 
Se trata de un sector en continua evolución, sobre todo mediante las sentencias del 
Tribunal de Justicia de la Unión Europea, en concreto la relativa a las relaciones entre Estados 
Unidos y la Unión Europea (CGUE, 3 de febrero de 2016). 
En efecto, como observaremos en mayor profundidad en el siguiente apartado del 
trabajo dedicado al análisis del reglamento europeo para la protección de datos personales, 
dicho reglamento introduce novedades profundas también en relación con la redefinición del 
derecho de establecimiento y todas las condiciones de aplicación de las normas de la Unión 
Europea. 
Para seguir analizando todo el proceso evolutivo que ha supuesto la posterior creación 
de las normas europeas relacionadas con la protección de los datos personales, es importante 
tener en cuenta también todos los dictámenes, recomendaciones y documentos de trabajo 
que, a partir de 1997, ha elaborado el Grupo del Artículo 29.  
2.2 ANÁLISIS COMPLETO DEL REGLAMENTO EUROPEO EN MATERIA DE 
PROTECCIÓN DE DATOS 
Después de haber analizado el origen del derecho europeo uniforme relacionado con 
la protección de datos personales, resulta oportuno centrarse en el reglamento europeo en 
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materia de protección de datos para entender, en el contexto de dicho acto de especial 
importancia, qué aspectos se han modificado en la Unión Europea en relación con la 
protección de datos personales y qué cambios deberán llevar a cabo los Estados miembros 
para aplicar dicho reglamento. 
El nuevo reglamento europeo en materia de protección de datos personales entró en 
vigor el 24 de mayo de 2016 y se trata del Reglamento 2016/679, aprobado por el Parlamento 
Europeo el 14 de abril de 2016 y publicado en el Diario Oficial de la Unión Europea el 4 de 
mayo de 2016. Sin duda, dicho reglamento representa un intento decidido por armonizar las 
normas relativas a la protección de datos personales en los distintos Estados miembros y se 
pone como objetivo principal el desarrollo de un mercado digital único mediante la creación 
de nuevos servicios, aplicaciones, plataformas y software. 
De hecho, el denominado «paquete de protección de datos personales» está formado 
por este reglamento y la Directiva 2016/680, aprobada por el Parlamento Europeo y el 
Consejo el 27 de abril de 2016 y relativa a la protección de las personas físicas en lo que 
respecta al tratamiento de datos personales por parte de las autoridades competentes para 
fines de prevención, investigación, detección o enjuiciamiento de infracciones penales o de 
ejecución de sanciones penales. 
Dicho reglamento deroga la Directiva 95/46/CE relativa a la protección de datos 
personales. Antes de abordar el reglamento, resulta importante recordar que, si bien entró en 
vigor el 24 de mayo de 2016, se aplicaría en los Estados miembros a partir del 25 de mayo 
de 2018. De hecho, según las disposiciones del propio reglamento, está previsto un plazo de 
dos años para permitir a las distintas instituciones de los Estados miembros organizarse y 
adecuar el derecho nacional al contenido de las nuevas normas. 
Ya antes de la aprobación del reglamento, la Unión Europea reconocía el derecho a 
la protección de los datos personales como un derecho fundamental, como se recoge en el 
artículo 8 de la Carta de los Derechos Fundamentales de la Unión Europea63 o en el artículo 
 
63 En este sentido, cabe recordar que el artículo 8 de la Carta de los Derechos Fundamentales de la 
Unión Europea que, con el Tratado de Lisboa, adquirió valor vinculante, establece en el apartado 
1 que «toda persona tiene derecho a la protección de los datos de carácter personal que la 
conciernan». Ese mismo artículo, en su segundo apartado, establece una serie de principios que 
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16, párrafo 1 del Tratado de Funcionamiento de la Unión Europea64 introducido con el 
Tratado de Lisboa, que establece que todas las personas tienen derecho a la protección de los 
datos de carácter personal que le conciernen (Martinelli, 2016). 
Posteriormente, con el tiempo se han ido introduciendo una serie de instrumentos para 
proteger los datos personales, como la Directiva 95/46/CE de la que se habló previamente, 
que puede considerarse como uno de los instrumentos más importantes en espera de la 
aprobación de un reglamento europeo en materia de protección de datos personales. 
El objetivo fundamental en el ámbito de la Unión Europea consiste en garantizar tanto 
una protección adecuada de los datos personales como la libre circulación de datos en un 
mundo cada vez más globalizado y necesitado de permitir dicha circulación. 
En un momento dado, la directiva fue considerada insuficiente para garantizar la 
protección de los datos personales en el contexto de la Unión Europea y, de hecho, la 
característica principal de la directiva es que cada uno de los Estados miembros es libre de 
utilizar los instrumentos previstos en su derecho interno para aplicar la directiva en el ámbito 
de la legislación nacional. En la práctica, dicho instrumento ofrece un cierto margen de 
maniobra a los Estados miembros. Ello ayuda a ser más eficientes en la protección de los 
ciudadanos de la Unión Europea, distinto sería si se tuvieran leyes disímbolas, distintas y con 
aplicaciones alejadas unas de otras sobre los objetos y sujetos del derecho, el beneficio actual 
es que, las leyes son comunitarias y ello debe llevar a orientar las leyes de los países en un 
sentido bien definido. 
 
se aplican al tratamiento de los datos personales y especifica que «Estos datos se tratarán de 
modo leal, para fines concretos y sobre la base del consentimiento de la persona afectada o en 
virtud de otro fundamento legítimo previsto por la ley. Toda persona tiene derecho a acceder a 
los datos recogidos que la conciernan y a su rectificación». 
64 Por su parte, el artículo 16, párrafo 1 del Tratado de Funcionamiento de la Unión Europea, 
constituye una importante base jurídica de referencia para toda la legislación europea de reforma 
en materia de protección de datos personales. Antes de la entrada en vigor del Tratado de Lisboa, 
la legislación sobre protección de datos personales estaba repartida entre el primer pilar, que 
estaba relacionado con la protección de datos con fines privados y comerciales, y el tercer pilar, 
que hacía referencia a la protección de datos personales por razones de orden público. Con el 
Tratado de Lisboa, desapareció la división en tres pilares introducida con el Tratado de 
Maastricht en 1992, por lo que ahora son el Consejo y el Parlamento los que deben establecer 
las normas en relación con la protección de datos personales. 
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Asimismo, para la aplicación del contenido de la directiva relativa a los datos 
personales, además del papel de los legisladores nacionales y de los tribunales de los distintos 
Estados miembros individuales, se ha incorporado la actividad de las autoridades garantes 
previstas en cada uno de los Estados miembros, lo cual ha determinado la adopción de líneas 
interpretativas distintas en lo relativo a la aplicación del contenido de la directiva promulgada 
a nivel europeo. 
Todo esto ha obligado a la Unión Europea a intervenir y, en esta ocasión, ha elegido 
como instrumento el reglamento en lugar de la directiva, lo que supone un mayor impacto 
teniendo en cuenta que no deja margen de acción alguno a los distintos Estados miembros 
con respecto al contenido (Mastroianni & Strozzi, 2015)65. 
Uno de los principales objetivos del nuevo reglamento puesto en práctica por la Unión 
Europea con respecto a la protección de datos personales es el de la reducción de la 
fragmentación en la aplicación de las distintas normas relativas a la protección de datos 
personales en cada uno de los Estados miembros, con el objetivo de establecer una disciplina 
homogénea que permita encontrar la misma aplicación en todo el territorio europeo. 
 
65 Resulta oportuno aclarar mejor las diferencias entre el reglamento y la directiva en el ámbito de 
la Unión Europea para entender por qué, vistas las dificultades de aplicación de la directiva, la 
Unión Europea decidió utilizar el reglamento como instrumento en el tema de la protección de 
datos personales. Tanto el reglamento como la directiva pueden considerarse actos llevados a 
cabo por las instituciones comunitarias que tienen carácter jurídico vinculante. Sin embargo, 
mientras que la directiva deja un cierto margen de acción a los distintos Estados miembros, el 
reglamento no permite liberta de acción ninguna a los Estados y exige una aplicación rápida. 
Por este motivo, el reglamento garantiza una aplicación uniforme del derecho comunitario en el 
ámbito de todos los Estados miembros. La directiva puede definirse como un acto jurídico 
vinculante solo en relación con el resultado que se quiere alcanzar, en el sentido de que las 
instituciones comunitarias, a través de la directiva, indican a los Estados miembros simplemente 
el resultado que deben obtener en un plazo de tiempo determinado, lo que da libertad a cada uno 
de ellos para utilizar los instrumentos de su derecho interno a fin de conseguir ese resultado 
concreto. En cambio, por lo que respecta al reglamento, se trata de un acto jurídico vinculante 
en todos sus elementos que presenta tres características básicas: es un acto de alcance general 
que está dirigido a todos los Estados miembros de la Unión Europea; es un acto aplicable 
directamente en el ámbito de cada uno de los Estados miembros, en el sentido de que los Estados 
no tienen ningún margen de acción y están obligados a aplicar el contenido del reglamento según 
se haya establecido previamente a nivel comunitario; es un acto vinculante en todos sus 
elementos (Mastroianni & Strozzi, 2015). 
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Sin embargo, la aprobación del reglamento ha requerido un proceso largo y muy lento 
de procesamiento y consulta que no finalizó hasta abril de 2016. En la práctica, el nuevo 
reglamento, que lleva el título de «reglamento relativo a la protección de las personas físicas 
en lo que respecta al tratamiento de datos personales y a la libre circulación de estos datos y 
por el que se deroga la Directiva 95/46/CE», se publicó en el Diario Oficial de la Unión 
Europea el 4 de mayo de 2016 tras su aprobación por parte del Parlamento Europeo en la 
sesión plenaria celebrada el 14 de abril de 2016. 
 
 
 
En realidad, los trabajos para conseguir el actual reglamento comenzaron en 2009 
cuando la Comisión decidió iniciar una serie de consultas públicas con las partes interesadas 
para llegar a una reforma relativa a la protección de datos personales66. 
En este proceso tan largo, la Comisión ha desempeñado un papel fundamental y, en 
2010, publicó una comunicación con el título de «Un enfoque global de la protección de los 
datos personales en la Unión Europea» (Commissione, Un approccio globale alla protezione 
dei dati personali nell'Unione Europea, 2010).  
En esta comunicación, la Comisión expone los principales objetivos de la reforma 
que pretende aplicar: la armonización de la materia, la garantía de una mayor transparencia 
y certeza del derecho y una mayor consciencia por parte de los ciudadanos de la Unión 
Europea de los datos personales relativos a ellos. Tras haber obtenido una primera opinión 
positiva del Consejo y el Parlamento Europeo en 2001, el 25 de enero de 2012 se presentó 
 
66 De hecho, las consultas duraron más de dos años y pueden dividirse en dos fases distintas: la 
primera del 9 de julio al 31 de diciembre de 2009 obtuvo 168 respuestas de ciudadanos, 
organizaciones y asociaciones profesionales y autoridades públicas; la segunda fase, llevada a 
cabo entre el 4 de noviembre de 2010 y el 15 de enero de 2011 tras una comunicación de la 
Comisión titulada «Un enfoque global de la protección de los datos personales en la Unión 
Europea», obtuvo más de 300 respuestas provenientes de organizaciones, asociaciones de 
empresas, organizaciones no gubernamentales y ciudadanos. 
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una primera propuesta de reglamento para la protección de datos personales a la Comisión 
(Commissione, Proposta di Regolamento per la protezione dei dati personali, 2012).  
No obstante, para conseguir la aprobación definitiva del reglamento, que se produce 
en el año 2016, hay que esperar casi tres años de negociaciones. En efecto, el acuerdo entre 
el Parlamento Europeo y el Consejo no se alcanzó hasta diciembre de 2015. El 8 de abril de 
2016, el Consejo aprobó el texto del reglamento europeo de protección de datos personales 
y, el 14 de abril 2016, lo hizo el Parlamento Europeo, poniendo fin así a un larguísimo 
procedimiento legislativo. 
En realidad, el reglamento recupera muchos de los puntos que ya contenía la directiva 
y subraya el respeto de algunos principios fundamentales como la proporcionalidad, la 
transparencia y la legitimidad. En los dos años previstos por el propio reglamento, que 
deberán transcurrir entre su aprobación y su entrada en vigor prevista para mayo de 2018, 
será necesario realizar una serie de intervenciones por parte de las instituciones comunitarias 
y por parte de los legisladores nacionales. 
 
 
 
 
 
 
 
 
 
 
 
  
94 
 
 
 
 
Reglamento 2016/679: Estructura 
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Reglamento 2016/679 de protección de datos personales  
Estructura 
CAPÍTULO I ARTÍCULOS 1-4 
Ámbito de aplicación del reglamento 
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CAPÍTULO II ARTÍCULOS 5-11 
Principios básicos del reglamento 
CAPÍTULO III ARTÍCULOS 12-23 
Derechos del interesado 
CAPÍTULO IV ARTÍCULOS 24-43 
Obligaciones, deberes, responsabilidades del responsable y del 
encargado del tratamiento 
CAPÍTULO V ARTÍCULOS 44-50 
Transferencias de datos personales a terceros países u 
organizaciones internacionales 
CAPÍTULO VI ARTÍCULOS 51-59 
Regulación de los garantes de privacidad nacionales y de la Unión 
Europea 
CAPÍTULO VII ARTÍCULOS 60-76 
Cooperación y coherencia 
CAPITULO VIII ARTÍCULOS 77-84 
Recursos, responsabilidad y sanciones 
CAPÍTULO IX ARTÍCULOS 85-91 
Disposiciones relativas a situaciones específicas de tratamiento  
CAPÍTULO X ARTÍCULOS 92-93 
Actos delegados y actos de ejecución 
CAPÍTULO XI ARTÍCULOS 94-99 
Disposiciones finales 
 
Fuente: Esquema realizado por la estudiante. 
 
Teniendo en cuenta el esquema elaborado en la página anterior, se puede analizar en 
detalle las partes que componen el Reglamento 2016/679: 
El capítulo I del reglamento está dedicado al ámbito de aplicación e incluye los 
artículos que van del 1 al 4. Esta primera parte contiene una serie de disposiciones de carácter 
general. En concreto, el artículo 1 está dedicado específicamente al objeto y a las finalidades 
del reglamento y establece que este fija una serie de disposiciones relativas a la protección 
de las personas físicas, centrándose específicamente en el tratamiento de los datos personales 
y su circulación. El objetivo es proteger todos los derechos y las libertades de las personas 
físicas para garantizar una circulación libre y efectiva de los datos dentro de la Unión Europea 
(GUCE, 2016, p. 32). 
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Por su parte, el artículo 2 del reglamento se ocupa, de forma concreta, del ámbito de 
aplicación material y subraya que las disposiciones incluidas en el reglamento se aplican 
cuando existe un tratamiento automatizado de los datos personales y también en caso de 
tratamientos no automatizados de datos contenidos en archivos67. 
En cuanto al ámbito de la aplicación territorial del reglamento, el siguiente artículo 
establece que sus disposiciones se aplican en caso de tratamientos de datos personales 
efectuados en el contexto de las actividades de un establecimiento por parte de un responsable 
o un encargado del tratamiento en la Unión Europea. Por lo tanto, el reglamento se aplica a 
casos en los que el tratamiento de los datos personales se corresponda con interesados que 
residan en la Unión Europea, aunque dicho tratamiento se realice por parte de un responsable 
que no esté establecido dentro de ella. 
Siguiendo con el capítulo I del Reglamento 2016/679, resulta importante tener en 
cuenta el artículo 4, que cierra este primer capítulo, porque incluye una serie de definiciones 
que ayudan a comprender mejor el significado de los términos aplicados en el reglamento. 
Una primera definición que es fundamental tener en consideración es la de «datos 
personales». En concreto, el artículo 4 subraya que con esta expresión se entiende toda 
información sobre una persona física identificada o identificable a través de un nombre, datos 
de localización o varios elementos propios de la identidad física, psíquica, económica y 
cultural de dicha persona. 
El mismo artículo aclara después el significado que tiene el término «tratamiento» y 
que, en este caso, hace referencia a aquellas operaciones que ya sea por procedimientos 
automatizados o no, conduzcan a la recogida de una serie de datos personales. En concreto, 
 
67 El mismo artículo 2, en el párrafo 2, establece una serie de hipótesis en las que no se aplica el 
reglamento relativo al tratamiento de datos personales. Por ejemplo, en el caso de tratamientos 
de datos personales realizados para el ejercicio de una actividad no comprendida en el ámbito 
de aplicación del derecho de la Unión Europea, o en tratamientos de datos personales por parte 
de los Estados miembros cuando llevan a cabo actividades comprendidas en el ámbito del título 
V del Tratado de la Unión Europea. También con respecto a las excepciones, dicho artículo hace 
referencia asimismo al tratamiento de los datos personales efectuados por las autoridades 
competentes con fines de prevención, investigación, detección o enjuiciamiento de infracciones 
penales o que puedan poner en peligro la seguridad pública. 
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se mencionan las operaciones de recogida, registro, organización, conservación, 
modificación, extracción y utilización de dichos datos. 
Otra definición que se incluye en el artículo es la de «elaboración de perfiles». En 
este caso, se hace referencia a toda forma de tratamiento automatizado de datos personales 
consistente en utilizar datos personales para evaluar determinados aspectos personales de una 
persona física, como su rendimiento profesional, salud, intereses, movimientos o situación 
económica. 
Además, en el artículo 4 se aclara que «fichero» hace referencia a todo conjunto 
estructurado de datos personales a los que se puede acceder, mientras que «responsable del 
tratamiento» se refiere a la persona física o jurídica o autoridad pública que determina los 
medios a través de los que se realiza el tratamiento de los datos personales68. 
También en el artículo 4 se encuentra la definición de «encargado del tratamiento», 
que hace referencia a la persona física o jurídica que se ocupa materialmente del tratamiento 
de los datos personales por cuenta del responsable del tratamiento. Por su parte, el 
«destinatario» del tratamiento de los datos personales puede definirse como la persona física 
o jurídica al que se comuniquen datos personales, mientras que el término «tercero» se refiere 
a la persona física o jurídica distinta del interesado, del responsable del tratamiento o del 
encargado del tratamiento (GUCE, 2016, p. 33).  
Esta definición de términos es importante para los momentos en que se deba aplicar 
la ley de protección de datos, ya que se separan los sujetos y será posible señalar aquellos 
que quieran hacer uso de sus derechos, como el ciudadano que podrá desindexarlos si lo 
desea, de la persona jurídica que tiene el permiso de utilizarlos o, incluso del Estado quien 
puede solicitarlos por, por ejemplo, temas de seguridad nacional. 
 
68 En relación con este aspecto, cabe especificar que el mismo artículo 4 añade que si el derecho 
de la Unión Europea o de los Estados miembros determina los fines y medios del tratamiento, 
el responsable del tratamiento o los criterios específicos para su nombramiento podrá 
establecerlos el derecho de la Unión Europea o de los Estados miembros;  
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En un contexto de estas características, también resulta fundamental entender 
correctamente a qué hace referencia el término «consentimiento del interesado» y, para ello, 
en el punto 11 del artículo 4 se especifica que es 
 
Toda manifestación de voluntad libre, específica, informada e inequívoca 
por la que el interesado acepta, ya sea mediante una declaración o una clara 
acción afirmativa, el tratamiento de datos personales que le conciernen 
(GUCE, 2016, p. 11, artículo 4). 
 
En el mismo artículo 4 se especifica también la definición de «violación de la 
seguridad de los datos personales», que hace referencia a la violación de la seguridad que 
ocasione la destrucción, pérdida o divulgación no autorizada de datos personales, de forma 
ilícita o accidental. 
En el ámbito de los datos personales, también son de gran importancia lo que el propio 
artículo 4, en el punto 13, define como «datos genéticos» y que se refiere a todos aquellos 
datos personales relativos a las características genéticas heredadas o adquiridas de una 
persona física determinada y que proporcionen una información única sobre la salud física o 
mental de esa persona. Un nivel más de la protección de los datos sensibles, no cualquier 
entidad tiene derecho a conocer esos datos genéticos y es derecho del titular protegerlos. 
En otro tema, para comprender bien el contenido del reglamento, resulta esencial 
tener en cuenta la definición correcta de «autoridad de control» que se incluye en el punto 21 
del artículo 4 y que se refiere a la autoridad pública independiente establecida por un Estado 
miembro con arreglo a lo dispuesto por la Unión Europea. Esta autoridad debe ser regulada 
por la misma Unión Europea. 
El capítulo II del reglamento está dedicado a los principios en los que se basa el propio 
reglamento e incluye los artículos que van del 5 al 11. En este sentido, resulta interesante 
analizar el contenido del artículo 5, que hace referencia a los principios que se aplican en el 
tratamiento de los datos personales, subrayando que los datos se deben tratar de manera lícita, 
leal y transparente y, sobre todo, deben ser recogidos con fines explícitos y legítimos.  
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Otro aspecto interesante que se incluye en este mismo artículo 5 del reglamento es el 
correspondiente a la «minimización de los datos» en el sentido de que los datos deben ser 
pertinentes y limitados a lo estrictamente necesario en relación con los fines para los que son 
tratados. Por otra parte, el artículo añade la necesidad de que los datos sean exactos y se 
actualicen constantemente para evitar la divulgación de información no cierta.69 Se evita así 
que se lleve información errónea y se afecte a sus titulares, que se tengan resultados falsos 
en los tratamientos y que se señales cosas que no son verdad porque surgen de datos que no 
son correctos. 
Si seguimos analizando los principios que constituyen la base del reglamento, el 
artículo 6 hace referencia a la licitud del tratamiento de dichos datos y pone el acento en el 
hecho de que el tratamiento puede considerarse lícito solo si cumple determinadas 
condiciones que se enumeran expresamente en el artículo. En concreto, es necesario que el 
interesado haya dado su consentimiento previo al tratamiento de los datos personales y, 
además, resulta indispensable que el tratamiento sea necesario para los fines que se pretende 
perseguir o para el cumplimiento de una obligación legal o vinculada a la protección de los 
intereses vitales del interesado70. 
En el artículo 7 del reglamento se incluyen las condiciones necesarias para garantizar 
el consentimiento de los datos personales y, por lo tanto, se especifica que cuando el 
tratamiento se base en el consentimiento del interesado, el responsable del tratamiento deberá 
ser capaz de demostrar que aquel consintió el tratamiento de sus datos personales. Como es 
obvio, el interesado puede anular, en cualquier momento, su propio consentimiento al 
tratamiento de los datos personales (GUCE, 2016, p. 3, artículo artículo 7). 
 
69 El mismo artículo 5, en la parte final, pone de manifiesto también la necesidad de que los datos 
sean tratados de tal manera que se garantice una seguridad adecuada de los datos personales, 
incluida la protección contra el tratamiento no autorizado o ilícito y contra su pérdida y 
destrucción. 
70 El apartado 2 del artículo 6 establece que los Estados miembros podrán introducir nuevas 
disposiciones que especifiquen mejor el artículo 6 del reglamento y fijen de manera más precisa 
los requisitos concretos para el tratamiento de los datos personales. A esto hay que añadir que 
los criterios establecidos para el tratamiento de los datos personales tienen su base jurídica de 
referencia en el derecho de la Unión Europea y en el derecho de los Estados miembros al que 
están sujetos los responsables del tratamiento. 
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El siguiente artículo, el nº 8, hace referencia a las condiciones aplicables en caso de 
que el consentimiento al tratamiento de los datos personales provenga de un menor, sobre 
todo en relación con los servicios relacionados con la sociedad de la información. En este 
caso, el reglamento precisa que el tratamiento de los datos personales del menor se considera 
lícito cuando el niño tenga como mínimo 16 años de edad, si este niño es menor de 16 años, 
tal tratamiento únicamente se considerará lícito si el consentimiento lo dio uno de los 
progenitores71. 
 Siguiendo con el análisis de los principios que constituyen la base del reglamento, 
encontramos que el artículo 9 está dedicado al tratamiento de categorías especiales de datos 
personales. De hecho, este artículo se ocupa de aquella información definida generalmente 
como datos sensibles en la medida en que revelan el origen étnico o racial, datos genéticos, 
datos relativos a la orientación sexual o las convicciones políticas y religiosas de un individuo 
determinado. 
En concreto, el artículo 9 subraya que 
 
Queda prohibido el tratamiento de datos personales que revelen el origen 
étnico o racial, las opiniones políticas, las convicciones religiosas o 
filosóficas, o la afiliación sindical, y el tratamiento de datos genéticos, datos 
biométricos dirigidos a identificar de manera unívoca a una persona física, 
datos relativos a la salud o datos relativos a la vida sexual o las orientaciones 
sexuales de una persona física. (GUCE, 2016, p. 1, artículo 9). 
 
No obstante, el propio artículo 9 establece que dicha disposición no se aplicará a 
algunos casos como aquel en el que el interesado haya dado su consentimiento explícito para 
el tratamiento de dichos datos sensibles o aquel en el que el tratamiento sea necesario para el 
cumplimiento de obligaciones en el ámbito del derecho laboral y de la seguridad y protección 
social. También es posible el tratamiento de datos personales en aquellos casos en los que el 
tratamiento se refiera a datos personales que el interesado haya hecho manifiestamente 
públicos o si resulta necesario para la defensa de reclamaciones en los tribunales. De esto ya 
 
71 En este mismo artículo 8, en la parte final, se indica que los Estados miembros podrán establecer 
por ley una edad inferior a los 16 años a tales fines, siempre que esta no sea inferior a 13 años. 
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se había comentado previamente: se deben señalar claramente los sujetos que son titulares, 
de los que los usan y de los terceros. 
El siguiente artículo, el No. 10, hace referencia al supuesto de tratamiento de datos 
personales relativos a condenas e infracciones penales. En casos de estas características, el 
tratamiento de los datos solo podrá llevarse a cabo bajo la supervisión de las autoridades 
públicas y debe garantizar los derechos y libertades de los interesados. 
Por su parte, el artículo 11, que cierra el capítulo II del Reglamento 2016/679, hace 
referencia al tratamiento que no requiere identificación y establece que, si los fines para los 
cuales un responsable trata datos personales no requieren la identificación del interesado, el 
responsable del tratamiento no estará obligado a mantener dichos datos u obtener datos 
nuevos. Con este artículo se cierra la parte relativa a los principios básicos del reglamento. 
Otra sección interesante que hay que tener en cuenta para entender mejor las 
novedades que introduce el reglamento relativo a la protección de datos personales es el 
capítulo III que, en los artículos 12 a 23, aborda expresamente los derechos del interesado. 
En primer lugar, resulta fundamental el concepto de transparencia y, por ello, el 
artículo 12 establece que el responsable del tratamiento de los datos tomará las medidas 
oportunas para que la información que se facilite al interesado sea concisa, transparente, de 
fácil acceso y con un lenguaje claro, sobre todo si va específicamente dirigida a un niño 
(GUCE, 2016, p. 1, artículo 12). 
A esto se añade que, según las disposiciones del artículo 13 del reglamento, en caso 
de que la información y los datos personales se recojan directamente del interesado, el 
responsable del tratamiento facilitará a este interesado una serie de datos, en concreto, la 
identidad del responsable del tratamiento, los datos relativos a los responsables de la 
protección de datos personales, los fines del tratamiento, cuáles son los destinatarios de los 
datos personales y también si existe la intención de transferir a terceros datos personales 
relativos al interesado72. 
 
72 El mismo artículo 12, en el segundo párrafo, subraya que, en el momento en que el responsable 
del tratamiento obtenga los datos personales del interesado, tiene la obligación de facilitar 
información adicional, siempre de manera transparente. En concreto, deberá facilitar 
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Como se pone posteriormente de manifiesto en el artículo 14, que hace referencia a 
los casos en los que la información relativa a los datos personales no se ha obtenido 
directamente del interesado, también en este caso el responsable del tratamiento debe facilitar 
todos los datos mencionados con anterioridad. 
Naturalmente, el interesado del tratamiento de los datos personales puede ejercer un 
verdadero derecho en relación con el acceso a dichos datos según las disposiciones del 
artículo 15 del reglamento que, en relación con ese tema, establece que 
 
El interesado tendrá derecho a obtener del responsable del tratamiento 
confirmación de si se están tratando o no datos personales que le conciernen 
y, en tal caso, derecho de acceso a los datos personales y a la siguiente 
información: los fines del tratamiento; las categorías de datos personales de 
que se trate; los destinatarios o las categorías de destinatarios a los que se 
comunicaron o serán comunicados los datos personales, en particular 
destinatarios en terceros países u organizaciones internacionales; de ser 
posible, el plazo previsto de conservación de los datos personales o, de no 
ser posible, los criterios utilizados para determinar este plazo; la existencia 
del derecho a solicitar del responsable la rectificación o supresión de datos 
personales o la limitación del tratamiento de datos personales relativos al 
interesado, o a oponerse a dicho tratamiento (GUCE, 2016, p. 1, artículo 15). 
 
Siguiendo con el análisis de los derechos relativos al interesado, el artículo 16 del 
reglamento hace referencia expresa al derecho de rectificación y precisa que el interesado 
puede ejercer un auténtico derecho de obtener del responsable del tratamiento la rectificación 
de todos aquellos datos personales que resulten inexactos. Ya se había establecido esto 
previamente y, se puede llegar a casos en que el titular de los datos decida ya no permitir su 
uso, como se ve en el artículo 17 del que se viene hablando. 
Más adelante, el artículo 17 establece también la posibilidad para el interesado de 
obtener la supresión de los datos y, en este caso, se habla de un auténtico derecho al olvido. 
De hecho, el reglamento indica que el interesado puede obtener del responsable del 
 
información sobre el plazo de conservación de los datos personales, los criterios para poder 
rectificar o suprimir dichos datos y la posibilidad de anular en cualquier momento el 
consentimiento al tratamiento de los datos personales. 
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tratamiento de los datos la supresión de los datos personales que le conciernen si estos datos 
ya no son necesarios en relación con los fines para los que fueron recogidos, o si el interesado 
decide ejercer su derecho de retirada del consentimiento para el tratamiento de los datos 
personales. El derecho de obtener la supresión de los datos también existe en caso de que los 
datos personales hayan sido tratados de forma ilícita.73 
En cualquier caso, el reglamento establece que en caso de que exista una rectificación 
o supresión o incluso una limitación del tratamiento, prevalecerá una verdadera obligación 
de notificación por parte del responsable del tratamiento frente a los destinatarios a los que 
se hayan comunicado los datos personales (GUCE, 2016, p. 1, artículo 19). 
A esto hay que añadir el derecho del interesado a la portabilidad de los datos (GUCE, 
2016, p. 1, artículo 20), en el sentido de que el interesado podrá ejercer su derecho a recibir 
los datos personales que le incumban, que haya facilitado a un responsable del tratamiento 
en un formato que sea legible de uso común. 
 El mismo reglamento también incluye un derecho de oposición al tratamiento de los 
datos personales, según las disposiciones del artículo 21, a favor del interesado del 
tratamiento de los datos, que tendrá derecho a oponerse a dicho tratamiento. El derecho de 
oposición podrá ejercerse a través de medios automatizados y medios no automatizados, 
entendiendo así que el titular podrá acceder a medios digitales en los que se pueda especificar 
claramente sin interacción directa de los que utilizan los datos para oponerse a su tratamiento, 
y también podrá acceder con personas de esos sujetos jurídicos que los están usando para 
presentarles su negativa para su uso, tratamiento y divulgación. 
El capítulo II, relativo a los derechos de los interesados, se cierra con el artículo 23 
que hace referencia expresamente a las limitaciones y pone el acento en el hecho de que tanto 
 
73 En este sentido, resulta oportuno añadir que, según las disposiciones del artículo 18 del 
reglamento, existe también un verdadero derecho de limitación del tratamiento. En efecto, dicha 
disposición establece que el interesado tendrá derecho a obtener del responsable del tratamiento 
la limitación del tratamiento de los datos en algunos casos como, por ejemplo, cuando el 
interesado impugne la exactitud de los datos personales, durante un plazo que permita al 
responsable del tratamiento verificar la exactitud de los mismos.  
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el derecho de la Unión Europea como el de uno de los Estados miembros74 pueden establecer 
una serie de limitaciones a los derechos y obligaciones previstos en el propio reglamento sin 
que se incumplan, naturalmente, los derechos y libertades del individuo. Además, dichas 
limitaciones deben respetar el principio de proporcionalidad y proteger la seguridad pública 
y la defensa (GUCE, 2016, p. 1, artículo 23). 
 El siguiente capítulo, el IV, es especialmente sustancioso, ya que está formado por 
los artículos que van del número 24 al 43, y está dedicado al análisis de las obligaciones, los 
deberes y las responsabilidades del responsable y del encargado del tratamiento de los datos 
personales. En concreto, este capítulo se abre con el artículo 24 que, de forma específica, 
hace referencia a la responsabilidad del responsable del tratamiento y establece que dicho 
individuo debe adoptar una serie de medidas adecuadas para garantizar que el tratamiento de 
los datos se realiza conforme a las disposiciones incluidas en este reglamento. 
En la práctica, el responsable del tratamiento debe tener en cuenta los fines mismos 
del mismo, así como todos los riesgos que pueden comprobarse y que pueden impedir al 
individuo ejercer todos los derechos y libertades que resultan esenciales y, sobre todo, que 
se reconocen como inviolables (GUCE, 2016, p. 1, artículo 25). 
Con el objetivo de garantizar el más alto nivel de protección para el individuo cuyos 
datos son objeto de tratamiento, el propio reglamento, en su artículo 27, establece de forma 
expresa que cuando los encargados del tratamiento de los datos personales no estén 
establecidos dentro de la Unión Europea, es necesario designar, por escrito, un representante 
que esté establecido dentro de la Unión Europea a fin de aplicar el mayor nivel posible de 
protección en lo que respecta al interesado. 
A la hora de elegir al encargado del tratamiento (GUCE, 2016, p. 1, artículo 28), el 
reglamento prevé que cuando se vaya a realizar un tratamiento por cuenta de un responsable 
del tratamiento, este elegirá únicamente un encargado que ofrezca garantías suficientes para 
 
74 Evidentemente, en este caso no se hace referencia a un Estado miembro cualquiera de la Unión 
Europea, sino al Estado miembro al que esté sujeto el responsable o el encargado del tratamiento 
de los datos personales. 
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aplicar medidas técnicas y organizativas apropiadas, de manera que se garantice la protección 
de los derechos del interesado.75. 
El propio reglamento establece que el responsable del tratamiento de los datos 
personales deberá llevar un registro en el que incluirá de manera detallada todas las 
actividades de tratamiento efectuadas bajo su responsabilidad.  
En concreto, el registro debe constar de 
 
El nombre y los datos de contacto del responsable del tratamiento y, en su 
caso, del corresponsable, del representante del responsable del tratamiento, 
y del delegado de protección de datos; los fines del tratamiento; una 
descripción de las categorías de interesados y de las categorías de datos 
personales; las categorías de destinatarios a quienes se comunicaron o 
comunicarán los datos personales, incluidos los destinatarios en terceros 
países u organizaciones internacionales; cuando sea posible, los plazos 
previstos para la supresión de las diferentes categorías de datos; cuando sea 
posible, una descripción general de las medidas técnicas y organizativas de 
seguridad (GUCE, 2016, p. 2, artículo 30). 
En un contexto de estas características, se concede un papel fundamental al tema de 
la seguridad del tratamiento de los datos y, por ello, el artículo 32 del reglamento pone de 
manifiesto el hecho de que, teniendo en cuenta la naturaleza y los fines de los datos recogidos 
para el tratamiento, el responsable y el encargado de este aplicarán medidas técnicas y 
organizativas apropiadas para garantizar un nivel de seguridad adecuado. 
En aquellos casos en los que sea necesario comprobar una violación de la seguridad 
de los datos personales (GUCE, 2016, p. 1, artículo 33), el responsable del tratamiento tendrá 
una verdadera obligación de notificar la violación a la autoridad de control competente en un 
 
75 Además, el mismo artículo 28 del reglamento indica que el encargado del tratamiento no recurrirá 
a otro encargado sin la autorización previa por escrito del responsable del tratamiento. De hecho, 
el tratamiento de los datos por parte el encargado se regirá por un contrato u otro acto jurídico 
vinculante que deberá redactarse con arreglo a las normas expresamente previstas por la Unión 
Europea o los Estados miembros. A esto se añade que, siempre desde el respeto absoluto de los 
derechos del interesado del tratamiento de los datos, todos aquellos que, en el ámbito del proceso 
de tratamiento de los datos personales, estén autorizados para tratar datos personales se deben 
comprometer a respetar la confidencialidad y a tratar dichos datos con las garantías previstas por 
el propio derecho de la Unión Europea.  
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plazo máximo de 72 horas después de que haya tenido constancia de dicha violación de 
seguridad de los datos personales76. 
Como resulta evidente, la comunicación de una violación de seguridad de los datos 
personales se realiza también al interesado y, en ese sentido, el artículo 34 del reglamento 
establece que dicha comunicación se realiza sobre todo cuando la violación de la seguridad 
de los datos personales entraña un alto riesgo para los derechos y libertades fundamentales 
de la persona. Es en estos momentos que pone en riesgo su dignidad y su privacidad. 
La cuarta sección de este capítulo —que como ya hemos visto está dedicada a la 
responsabilidad del responsable y del encargado el tratamiento— se ocupa de forma 
específica del delegado de protección de datos. En este sentido, el artículo 37 del reglamento 
subraya que corresponde al responsable del tratamiento, junto con el encargado del 
tratamiento, designar un delegado de protección de datos en caso de que el tratamiento lo 
lleve a cabo una autoridad u organismo público. 
Además, el delegado de protección de datos debe participar en todas las cuestiones 
relacionadas directamente con la protección de datos personales y recibirá la ayuda del 
responsable y del encargado del tratamiento para poder cumplir con todas sus obligaciones 
(GUCE, 2016, p. 1, artículo 38). 
Entre las funciones principales del delegado de protección de datos, el artículo 39 del 
reglamento establece las siguientes: informar y asesorar al responsable o al encargado del 
tratamiento; supervisar el cumplimiento de lo dispuesto en el presente reglamento; ofrecer el 
asesoramiento que se le solicite acerca de la evaluación de impacto relativa a la protección 
de datos. 
 
76 En ese sentido, el tercer apartado del artículo 33 establece que la notificación debe describir la 
naturaleza de la violación de la seguridad de los datos personales e incluir, cuando sea posible, 
el nombre y los datos de contacto del delegado de la protección de datos, una descripción de las 
posibles consecuencias de la violación de la seguridad de los datos personales y las medidas 
adoptadas o propuestas por el responsable del tratamiento para poner remedio a la violación de 
la seguridad de los datos personales. 
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La parte final del capítulo hace referencia, de forma específica, a los códigos de 
conducta y, a este respecto, resulta importante citar las disposiciones del artículo 40 del 
reglamento que establece que 
 
Los Estados miembros, las autoridades de control, el Comité y la Comisión 
promoverán la elaboración de códigos de conducta destinados a contribuir a 
la correcta aplicación del presente Reglamento, teniendo en cuenta las 
características específicas de los distintos sectores de tratamiento y las 
necesidades específicas de las microempresas y las pequeñas y medianas 
empresas. Las asociaciones y otros organismos representativos de categorías 
de responsables o encargados del tratamiento podrán elaborar códigos de 
conducta o modificar o ampliar dichos códigos con objeto de especificar la 
aplicación del presente Reglamento (GUCE, 2016, p. 1, artículo 40). 
 
Además de los códigos de conducta, según las disposiciones recogidas en el artículo 
42 del reglamento, los Estados miembros, las autoridades de control, el Comité y la Comisión 
promoverán, en particular a nivel de la Unión Europea, la creación de mecanismos de 
certificación en materia de protección de datos y de sellos y marcas de protección de datos y 
otros instrumentos de protección del interesado.77 Estos se van configurando como estándares 
que deben tener todos los países de la Unión Europea. Por su parte, el capítulo V del 
Reglamento 2016/679, que incluye los artículos que van del número 44 al número 50, está 
dedicado a la transferencia de datos personales a terceros países u organizaciones 
internacionales. 
El principio general de las transferencias de datos es aquel según el cual cualquier 
transferencia de datos personales que estén sujetos a un tratamiento a un tercer país o una 
organización internacional se puede llevar a cabo solo en caso de que el responsable del 
tratamiento o el encargado del tratamiento respeten una serie de condiciones previstas por el 
reglamento, sobre todo, las incluidas en dicho capítulo V (GUCE, 2016, p. 1, artículo 44). 
 
77También según las disposiciones del artículo 42 del reglamento, pueden crearse mecanismos, 
sellos y marcas aprobados con los fines del reglamento a fin de demostrar la previsión de una 
serie de garantías adecuadas por parte de los responsables del tratamiento y de los encargados 
del tratamiento, aunque no estén sujetas al reglamento. La certificación se considerará voluntaria 
y deberá garantizarse a través de un proceso transparente.  
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Además, según las disposiciones del artículo 45 del reglamento, la transferencia de 
datos personales a un tercer país u organización internacional solo podrá llevarse a cabo en 
la medida en la que la Comisión haya decidido que el tercer país, u organización internacional 
garanticen un nivel de protección adecuado para el interesado. 
Por lo tanto, resulta evidente que, antes de llevar a cabo esta transferencia de datos a 
un tercer país o a una organización internacional, es necesario que la Comisión ofrezca una 
evaluación de la adecuación del nivel de protección. Dicha evaluación se realiza tomando 
como referencia una serie de elementos que van desde el Estado de derecho hasta el respeto 
de los derechos humanos y las libertades fundamentales; del análisis de las normas en materia 
de protección de datos personales a las medidas de seguridad; de la jurisprudencia a los 
derechos efectivos y exigibles por los interesados en el ámbito de dicho país concreto78. Es 
una forma de decir que se evalúa que todos los derechos del ciudadano están protegidos 
integralmente para que prevalezca siempre su interés superior sobre el de las naciones 
mismas. 
Además, el artículo 48 especifica que las sentencias de un órgano jurisdiccional de 
un tercer país que exijan la transferencia de datos personales por parte de un responsable del 
tratamiento asumirán carácter ejecutivo dentro de la Unión Europea solo si se basan en un 
acuerdo internacional vigente entre la Unión Europea y el tercer país en cuestión. 
En ausencia de una decisión de adecuación de conformidad con el artículo 45, se 
puede realizar la transferencia de datos personales a un tercer país o una organización 
internacional únicamente en caso de que se den algunas condiciones. En concreto, dichas 
 
78 De hecho, la Comisión tiene el deber de realizar una evaluación previa de la adecuación del nivel 
de protección y, en función de dicha evaluación, se ofrece la posibilidad de decidir, a través de 
una serie de actos de ejecución, si un tercer país u organización internacional concretos 
garantizan de forma efectiva un nivel de protección adecuado. En caso de que de las 
informaciones de las que disponga la Comisión se desprenda que un tercer país o una 
organización internacional no pueden garantizar un nivel de protección determinado 
considerado adecuado, la Comisión no solo puede no permitir la transferencia de los datos, sino 
que puede decidir también anular, modificar o suspender una decisión que se haya tomado con 
anterioridad. Esto es así gracias a que la Comisión supervisa de manera continuada los 
acontecimientos que tienen lugar en terceros países y en el ámbito de las distintas organizaciones 
internacionales. 
  
110 
condiciones están incluidas en el artículo 49 del reglamento que está dedicado a las 
excepciones previstas para situaciones específicas. 
Con respecto a dichas excepciones, el artículo 49 indica que el interesado debe haber 
dado explícitamente su consentimiento a la transferencia de los datos tras haber sido 
informado de los posibles riesgos para él de dichas transferencias hacia este tercer país u 
organización internacional. Otra excepción es aquella en la que la transferencia de datos 
resulte necesaria para la ejecución de un contrato entre el responsable del tratamiento y otra 
persona física o jurídica o también por razones importantes de interés público o para defender 
derechos en sede judicial (GUCE, 2016, p. 1, artículo 49). Esta inclusión ya considera litigios 
judiciales, administrativos y penales, para que los datos, en su momento sean utilizados como 
evidencia para cada situación concreta. 
En cualquier caso, el reglamento especifica, en el artículo 50 que, para favorecer la 
transferencia de datos hacia terceros países u organizaciones internacionales, la Comisión y 
las autoridades de control de la Unión Europea tomarán medidas apropiadas para crear 
mecanismos de cooperación a nivel internacional a fin de garantizar de forma efectiva una 
asistencia mutua a escala internacional sin olvidar la necesidad de proteger al interesado 
cuyos datos se van a tratar. 
Por su parte, el capítulo VI del Reglamento 2016/679 está dedicado a las autoridades 
garantes de la privacidad y comprende los artículos entre el número 51 y el 59. Esta parte del 
reglamento se abre con el artículo 51 que está específicamente dedicado a la autoridad de 
control y que establece que cada Estado miembro dispondrá de una o varias autoridades 
públicas independientes que se encargarán de supervisar la correcta aplicación del 
reglamento, con el fin de proteger los derechos y las libertades fundamentales de las personas 
físicas en lo que respecta al tratamiento de los datos personales. 
Como es natural, la característica particular de dicha autoridad de control es sin lugar 
a duda, la independencia (GUCE, 2016, p. 1, artículo 52) y, de hecho, en el siguiente artículo 
se especifica que cada autoridad de control actuará con total independencia en el desempeño 
de sus funciones y en el ejercicio de sus poderes de conformidad con el presente Reglamento. 
Además, garantizar la independencia de dicha autoridad significa evitar que aquellos que 
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forman parte de esta sufran presiones, influencias externas o instrucciones de cualquier tipo.79 
La intención es que se tenga libertad, autonomía y responsabilidad en el uso de los datos 
personales. 
Los miembros de las autoridades de control son nombrados a través de un 
procedimiento que será lo más transparente posible; el nombramiento puede llevarse a cabo 
por parte del Gobierno, del Parlamento, del jefe del Estado o de un organismo independiente 
establecido de forma expresa (GUCE, 2016, p. 1, artículo 53). 
En el reglamento también se incluyen las funciones de las autoridades de control. En 
concreto, según las disposiciones recogidas por el artículo 57, las autoridades de control se 
encargan de controlar y garantizar la aplicación del reglamento; de promover la 
sensibilización del público y su compresión de los riesgos, las normas y las garantías en 
relación con el tratamiento de los datos; de asesorar a los organismos nacionales sobre las 
medidas a adoptar para la protección de los datos y para garantizar un nivel adecuado de 
libertad a las personas físicas con respecto al tratamiento de los datos.  
Además, las autoridades de control se encargan de facilitar información al interesado 
en relación con el ejercicio de sus derechos en virtud de lo establecido en el reglamento y, 
por supuesto, de ocuparse de las reclamaciones presentadas por posibles incumplimientos del 
reglamento (GUCE, 2016, p. 1, artículo 57). 
Evidentemente, para el ejercicio de dichas funciones del reglamento, en el artículo 58 
se contemplan una serie de poderes que se asignan a las autoridades de control. Se trata sobre 
todo de poderes de investigación que permiten a dicha autoridad ordenar al responsable del 
 
79 En ese sentido, el mismo artículo 52 del Reglamento 2016/679, también en relación con la 
independencia, indica que los miembros de las autoridades de control se abstendrán de cualquier 
acción que sea incompatible con sus funciones mientras dure su mandato. Además, los propios 
miembros de las autoridades no participarán en ninguna actividad profesional que sea 
incompatible con la labor que desempeñan dentro de la autoridad de control. Asimismo, 
establece que cada Estado miembro garantizará que estas autoridades de control dispongan de 
los locales y las infraestructuras, así como de los recursos humanos y financieros necesarios para 
el cumplimiento efectivo de sus funciones.  
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tratamiento o al encargado del tratamiento que faciliten cualquier información que requiera 
para el desempeño de sus funciones80. 
Cada autoridad de control se encargará también de elaborar un informe anual de sus 
actividades, que podrá incluir una lista de tipos de infracciones notificadas y de tipos de 
medidas adoptadas de por dicha autoridad (GUCE, 2016, p. 1, artículo 59). 
El capítulo VII del Reglamento 2016/679 está dedicado a la cooperación y la 
coherencia y comprende los artículos entre el número 60 y el 76. Esta parte del reglamento 
se inicia con el artículo 60, que está dedicado de manera concreta a la cooperación entre la 
autoridad de control principal y las demás autoridades de control interesadas, y que especifica 
que la cooperación implica la necesidad de intercambiar toda información pertinente para 
garantizar la correcta aplicación del reglamento. 
 Para ello, la autoridad de control principal podrá solicitar en cualquier momento a 
otras autoridades de control interesadas que presten información y asistencia. Además, el 
reglamento prevé la posibilidad de llevar a cabo operaciones conjuntas de las distintas 
autoridades de control (GUCE, 2016, p. 1, artículo 62). 
De hecho, se establece que las autoridades de control pueden realizar operaciones 
conjuntas y adoptar también medidas conjuntas con el objetivo de aplicar correctamente el 
reglamento. Como es natural, todo ello debe tener como finalidad la aplicación adecuada del 
reglamento en todos los Estados miembros de la Unión Europea (GUCE, 2016, p. 1, artículo 
63) y, por este motivo, resulta de gran importancia el mecanismo de cooperación. 
 
80A estos hay que añadir otros poderes que se definen, en el apartado 2 del artículo 58, como 
poderes correctivos. Por ejemplo, las autoridades pueden sancionar a todo responsable o 
encargado del tratamiento con una advertencia cuando las operaciones de tratamiento previstas 
puedan infringir lo dispuesto en el reglamento. Además, las autoridades de control pueden 
sancionar con advertencias y ordenar al responsable o encargado del tratamiento que atiendan 
las solicitudes de ejercicio de los derechos del interesado en virtud del reglamento. Las 
autoridades de control también se encargan de ordenar la rectificación o supresión de 
determinados datos personales o de imponer multas administrativas en caso de que se produzcan 
incumplimientos. También se consideran funciones de las autoridades la de asesorar al 
responsable del tratamiento o la de emitir dictámenes destinados a los organismos nacionales 
sobre cualquier asunto relacionado con el tratamiento de los datos personales. 
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Siempre dentro del ámbito de la cooperación y la coherencia, el artículo 64 del 
reglamento hace referencia al dictamen del Comité Europeo de Protección de Datos, un 
dictamen que se emitirá siempre que una autoridad de control competente proyecte adoptar 
una serie de medidas que considere oportunas para favorecer la aplicación del reglamento. 
El comité puede tomar también decisiones vinculantes (GUCE, 2016, p. 1, artículo 
65) si, por ejemplo, una autoridad de control ha formulado una objeción pertinente y 
motivada acerca del proyecto de decisión de la autoridad principal, o en caso de que existan 
opiniones divergentes en relación con la competencia de la autoridad de control. 
Por otra parte, el artículo 66 analiza también los procedimientos de urgencia y 
establece que, en circunstancias excepcionales en las que se considera que es urgente 
intervenir para proteger los derechos y las libertades de los interesados, una de las autoridades 
de control podrá adoptar inmediatamente medidas provisionales destinadas a producir efectos 
jurídicos en su propio territorio81.  
Siguiendo con el análisis del capítulo VII, en este también se hace referencia al 
Comité Europeo de Protección de Datos, para el que se establece lo siguiente en el artículo 
68 del reglamento: 
 
Se crea el Comité Europeo de Protección de Datos («Comité»), como 
organismo de la Unión, que gozará de personalidad jurídica. El Comité estará 
representado por su presidente. El Comité estará compuesto por el director 
de una autoridad de control de cada Estado miembro y por el Supervisor 
Europeo de Protección de Datos o sus representantes respectivos. […] La 
Comisión tendrá derecho a participar en las actividades y reuniones del 
Comité, sin derecho a voto. La Comisión designará un representante. El 
presidente del Comité comunicará a la Comisión las actividades del Comité 
(GUCE, 2016, p. 1 e ss., artículo 68). 
 
Durante el desarrollo de sus funciones y en el ejercicio de los poderes que se 
le confieren por el propio reglamento, el Comité Europeo de Protección de 
 
81 En este sentido, el propio artículo 66 del reglamento indica que dicha medida de urgencia no 
tiene un periodo de validez ilimitado, sino que dispone de un periodo de validez que no puede 
ser superior a los tres meses. De hecho, la autoridad de control comunicará sin dilación dichas 
medidas, junto con los motivos de su adopción, a las demás autoridades de control interesadas, 
al comité y a la Comisión.  
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Datos actúa con total independencia y sin recibir ninguna instrucción por 
parte de ningún otro organismo (GUCE, 2016, p. 1, artículo 69). De forma 
concreta, entre las funciones del comité, el artículo 70 del reglamento incluye 
supervisar la correcta aplicación del reglamento, emitir dictámenes en 
relación con los proyectos de decisión de las autoridades de control, 
promover la cooperación y el intercambio de información y elaborar códigos 
de conducta.  
 
El comité también deberá presentar anualmente un informe en materia de protección 
de las personas físicas en lo que respecta al tratamiento de los datos (GUCE, 2016, p. 1, 
artículo 71). Dicho informe se transmitirá al Parlamento Europeo, al Consejo y a la Comisión, 
y además se hará público. Esto permitirá que, en cada periodo la protección de los datos 
personales se mejore cualitativamente, siendo más funcional, útil y apegado al derecho de 
los ciudadanos. 
Por su parte, el capítulo VIII del reglamento está dedicado a los recursos, 
responsabilidades y las sanciones y, en concreto, el artículo inicial, el número 77, establece 
que todo interesado tendrá derecho a presentar una reclamación ante una autoridad de control, 
en particular en el Estado miembro en el que tenga su residencia habitual, si considera que el 
tratamiento de datos personales que le conciernen infringe el reglamento.  
A esto hay que añadir el derecho a la tutela judicial efectiva contra una autoridad de 
control (GUCE, 2016, p. 1, artículo 78), contra una decisión jurídicamente vinculante de la 
propia autoridad de control y también contra los responsables y encargados del tratamiento, 
para lo cual el reglamento establece un verdadero derecho del interesado a una tutela judicial 
efectiva. Según lo dispuesto en el artículo 79, dicho recurso debe presentarse ante las 
autoridades judiciales del Estado miembro en el que esté establecido el responsable o el 
encargado del tratamiento. 
Por otro lado, dentro del propio reglamento, el artículo 82 establece el derecho a 
indemnización por daños y estipula que toda persona que haya sufrido daños y perjuicios 
materiales o inmateriales como consecuencia de una infracción del Reglamento 2016/679 
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tendrá derecho a recibir del responsable o el encargado del tratamiento una indemnización 
por los daños y perjuicios sufridos82.  
El reglamento también tiene prevista la posibilidad de imponer una serie de multas 
administrativas de carácter pecuniario y que solo se impondrán si prevalecen 
obligatoriamente una serie de condiciones generales. De forma particular, hay que tener en 
cuenta algunos elementos como la naturaleza, la gravedad y la duración de la infracción, la 
intencionalidad o negligencia de la infracción, cualquier medida adoptada por el responsable 
o el encargado del tratamiento, toda infracción anterior que pueda considerarse pertinente, 
las categorías de los datos de carácter personal afectados por la infracción, así como cualquier 
otro factor agravante o atenuante (GUCE, 2016, p. 2, artículo 83). 
Ante una infracción de estas características, el párrafo 4 del artículo 83 del reglamento 
contempla la posibilidad de aplicar una multa administrativa de hasta 10 000 000 de euros y, 
si se trata de una empresa, de una cuantía equivalente al 2 % como máximo del volumen de 
negocio total anual global del ejercicio financiero anterior.  
Continuando con el análisis de las sanciones, el artículo 84, que cierra el capítulo 
VIII, subraya que los Estados miembros establecerán las normas en materia de otras 
sanciones aplicables a las infracciones del reglamento, en particular las infracciones que no 
se sancionen con multas administrativas. 
El capítulo IX del Reglamento 2016/679 relativo a la protección de datos personales 
incluye los artículos que van del 85 al 91 y contiene una serie de disposiciones relativas a 
situaciones específicas de tratamiento. La primera hipótesis que se tiene en cuenta ya desde 
el mismo artículo 85 es la relativa al tratamiento y libertad de expresión y de información. 
En este caso, se establece que los Estados miembros conciliarán por ley el derecho a la 
 
82 En este sentido, el mismo artículo 82 determina que el responsable del tratamiento responderá 
de los daños y perjuicios causados como consecuencia del incumplimiento del reglamento. 
Además, el párrafo 6 de dicho artículo establece que todas las acciones judiciales en ejercicio 
del derecho a indemnización se presentarán ante los tribunales competentes con arreglo al 
derecho del Estado miembro de referencia. 
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protección de los datos personales en virtud del reglamento con el derecho a la libertad de 
expresión y de información. 
Otra categoría concreta es la relativa al tratamiento y acceso del público a documentos 
oficiales. Para ello, el artículo 86 subraya que todos los datos personales de documentos 
oficiales en posesión de alguna autoridad pública podrán ser comunicados a fin de conciliar 
el acceso del público a documentos oficiales con el derecho a la protección de los datos 
personales. 
También resulta importante analizar la disposición sobre tratamiento de datos en el 
ámbito laboral y, para ello, el artículo 88 del reglamento precisa que los Estados miembros 
podrán, a través de disposiciones legislativas o de convenios colectivos, establecer normas 
más específicas para garantizar la protección de los derechos y libertades en relación con el 
tratamiento de datos personales de los trabajadores en el ámbito laboral83.  
No obstante, el propio reglamento incluye también la posibilidad de que existan 
obligaciones de secreto. De hecho, permite a los Estados miembros adoptar normas 
específicas para fijar los poderes de las autoridades de control en relación con el secreto 
profesional o posibles obligaciones de secreto equivalentes. Como es natural, debe tratarse 
de acciones proporcionadas para conciliar el derecho a la protección de los datos personales 
con la obligación de secreto (GUCE, 2016, p. 1, artículo 90). Esto indica una nueva 
disyuntiva en los mecanismos de protección ya que, se debe determinar con claridad lo que 
es el dato personal con lo que es el secreto profesional para evitar dañar el Estado de Derecho. 
El capítulo siguiente, el X, en sus artículos 92 y 93, hace referencia a los actos 
delegados y los actos de ejecución y establece que los poderes para adoptar actos delegados 
son otorgados a la Comisión que, tan pronto como adopte un acto delegado, lo notificará 
simultáneamente al Parlamento Europeo y al Consejo. Dichos actos delegados entrarán en 
vigor únicamente si ni el Parlamento Europeo ni el Consejo formulan objeciones en un plazo 
máximo de tres meses desde la fecha en la que se realizó la notificación a los dos organismos 
 
83 En relación con el tratamiento de los datos en el ámbito laboral, el segundo apartado del artículo 
88 del reglamento indica que el Estado debe establecer medidas adecuadas y específicas para 
preservar la dignidad humana de los interesados así como sus intereses legítimos y sus derechos 
fundamentales, prestando especial atención a la transparencia del tratamiento. 
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(GUCE, 2016, p. 1, artículo 92). 
 Por último, el capítulo XI incluye una serie de disposiciones finales que van del 
artículo 94 al artículo 99. El primer punto que hay que destacar es que, según las 
disposiciones del artículo 94, con efecto a partir del 25 de mayo de 2018 queda derogada la 
Directiva 95/46/CE.84 
El propio reglamento contempla la sustitución de todos aquellos acuerdos comerciales 
que impliquen la transferencia de datos personales a terceros países u organizaciones 
internacionales y que hubieran sido celebrados por los Estados miembros antes de la 
aprobación del reglamento, es decir, antes del 24 de mayo de 2016 (GUCE, 2016, p. 1, 
artículo 96). 
Además, el artículo 97 estipula una serie de informes que debe presentar la Comisión. 
De hecho, establece que, a más tardar el 25 de mayo de 2020 y posteriormente cada cuatro 
años, la Comisión tiene la obligación de presentar al Parlamento Europeo y al Consejo una 
serie de informes sobre la evaluación y revisión del reglamento. En concreto, la Comisión 
deberá examinar en particular la aplicación y el funcionamiento del capítulo V relativo a la 
transferencia de datos personales a terceros países u organizaciones internacionales y el 
capítulo VII que incluye las disposiciones referentes a la cooperación y la coherencia. 
Si lo considera oportuno, la Comisión tiene la posibilidad de presentar también las 
propuestas oportunas para modificar el reglamento, sobre todo teniendo en cuenta la 
evolución de las tecnologías de la información. Para finalizar, el artículo 99 del reglamento 
establece que entrará en vigor a los veinte días de su publicación en el Diario Oficial de la 
Unión Europea y que será aplicable a partir del 25 de mayo de 2018. 
 
2.3 EL IMPACTO DEL NUEVO REGLAMENTO EUROPEO EN EL SISTEMA 
 
84 En relación con este punto, resulta oportuno recordar que el propio reglamento establece que su 
entrada en vigor en todos los Estados miembros será efectiva dos años después de la aprobación, 
por lo tanto, el 25 de mayo de 2018 la Directiva 95/46/CE, que por el momento sigue vigente, 
quedará derogada y, en su lugar, se aplicará plenamente el Reglamento 2016/679. 
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ITALIANO EN RELACIÓN CON LA PROTECCIÓN DE DATOS 
Si se quiere analizar el impacto del nuevo reglamento europeo en el sistema italiano 
en relación con la protección de datos, resulta importante partir de la siguiente premisa: dado 
que el reglamento entró en vigor hace solamente unos meses, en mayo de 2016, y se aplicaría 
por completo dentro de dos años, en mayo de 2018, todavía no se puede entender totalmente 
qué impacto tendrá en el sistema italiano en materia de protección de datos, si bien se puede 
realizar una comparación entre el sistema actual y las disposiciones del reglamento para 
entender cuáles van a ser los cambios más importantes. 
En la práctica, en el reglamento europeo en materia de protección de datos personales 
se plantean cambios considerables para los ciudadanos europeos, sobre todo en las relaciones 
con las administraciones públicas y las empresas. Con este reglamento, se intenta establecer 
un cambio profundo en los Estados miembros de la Unión Europea con el fin de favorecer el 
desarrollo de un mercado digital único a través de la promoción de aplicaciones, plataformas 
y servicios nuevos (De Angelis, 2016). 
En concreto, el reglamento, junto con la Directiva 2016/680 del Parlamento Europeo 
y del Consejo relativa a la protección de las personas físicas en lo que respecta al tratamiento 
de datos personales, forman parte del denominado «paquete de protección de datos 
personales». 
Como ya se ha mencionado, el reglamento entró en vigor el 24 de mayo de 2016, si 
bien no sería aplicable en los Estados miembros a partir del 25 de mayo de 2018. De este 
modo, las empresas y las administraciones públicas contarían con dos años para adecuarse a 
las nuevas reglas que establece el propio reglamento. 
Dado que apenas han pasado dos meses desde la aprobación del reglamento por lo 
que todavía es pronto para identificar las novedades incluidas con respecto al ordenamiento 
italiano. Sin embargo, sí se puede centrar la atención en las principales novedades que 
conciernen a los ciudadanos y las administraciones públicas.  
El reglamento reconoce a los ciudadanos una serie de derechos importantes que se 
han identificado en el apartado anterior, como el derecho a la portabilidad de los datos, el 
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derecho al olvido, el derecho a ser informado de forma transparente sobre posibles 
tratamientos relativos a los datos personales o el derecho a ser informados sobre posibles 
incumplimientos relacionados con el tratamiento de los datos personales.  
De hecho, lo que deben hacer los Estados miembros de la Unión Europea en estos dos 
años de plazo que tienen para aplicar totalmente el reglamento dentro de su propia legislación 
es aumentar el nivel de protección de los ciudadanos garantizando mayores derechos y 
libertades. 
Además, el reglamento implica también cambios profundos desde el punto de vista 
cultural, en el sentido de que se centra sobre todo en la necesidad de defender los datos de 
posibles tratamientos ilícitos identificando esta defensa con la defensa de la propia persona, 
de su identidad y de su libertad (De Angelis, 2016). Esto implica educar a la sociedad sobre 
la importancia de los datos personales y que, al mismo tiempo, aprendan que tienen el 
derecho para permitir su uso o no, con todas las razones intervinientes.  
Esto explica el motivo por el que, habida cuenta del nuevo reglamento, los ciudadanos 
pueden contar con el derecho a ser advertidos por las empresas y las administraciones 
públicas en caso de que se produzcan incumplimientos en relación con el tratamiento de sus 
datos personales y, para ello, el reglamento establece también un plazo de tiempo de 72 
horas.85 
Otra novedad importante a la que deberá adaptarse el ordenamiento jurídico en estos 
dos años es la relativa a la posibilidad reconocida a los ciudadanos de ordenar a un organismo 
u organización sin ánimo de lucro que presente reclamaciones en su nombre y a reconocer 
en su nombre los derechos sobre los propios datos, junto al derecho a obtener 
indemnizaciones por los posibles daños causados por el incumplimiento del reglamento. 
La aplicación del reglamento relativo a la protección de datos personales significa, 
sobre todo para las administraciones públicas, utilizar cambios importantes en estos dos años 
en materia del tratamiento de datos personales. De hecho, las administraciones públicas 
 
85 En la actualidad, la obligación de la notificación en el plazo de 72 horas de posibles 
incumplimientos relacionados con el tratamiento de los datos personales se establece únicamente 
para algunos sectores, como el bancario y el de las telecomunicaciones. 
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cargan con la verdadera obligación, antes de proceder al tratamiento de los datos, de llevar a 
cabo una evaluación del impacto de dicho tratamiento. 
No obstante, aplicar el reglamento europeo también implica incluir una serie de 
simplificaciones a las obligaciones y las cargas que el derecho italiano establece en la 
actualidad para las administraciones públicas. Por ejemplo, en aplicación del nuevo 
reglamento europeo, se anula la obligación de la notificación preliminar al garante de la 
privacidad. En la práctica, se trata de una declaración a través de la cual un individuo notifica 
al garante para la protección de los datos personales una actividad de tratamiento de los datos 
especialmente delicados86. 
Además, con el nuevo reglamento en materia de protección de datos personales, se 
incluirá en el ordenamiento jurídico italiano un nuevo principio que no existe en el marco 
jurídico actual, el principio de accountability, entendido como una verdadera obligación de 
rendir cuentas. Sobre la base de este principio, todas las administraciones públicas que son 
titulares del tratamiento de datos personales deben, en primer lugar, demostrar que han 
establecido todas las medidas de seguridad adecuadas a la protección de los datos, así como 
revisarlas y actualizarlas en todo momento, además de demostrar que los tratamientos 
cumplen perfectamente las disposiciones y principios indicados dentro del reglamento 
europeo.  
El ordenamiento deberá adoptar también normas que obliguen a los responsables o 
encargados del tratamiento a llevar un registro de las distintas actividades de tratamiento 
aplicadas bajo su propia responsabilidad junto con una descripción detallada de todas las 
medidas de seguridad adoptadas. 
De hecho, el registro podrá ser en formato electrónico y deberá incluir una indicación 
de todas las medidas técnicas y organizativas de seguridad aplicadas por el responsable y el 
encargado del tratamiento. En este sentido, cabe subrayar que ya anteriormente, en Italia, se 
estableció una recomendación bastante similar con el Decreto Legislativo No. 5 del 9 de 
 
86Cuando se habla de tratamiento de los datos especialmente delicados se hace referencia, por 
ejemplo, a los datos genéticos o biométricos, a los datos que determinan el estado de salud o las 
tendencias sexuales de un individuo, o a los datos que revelan enfermedades mentales o 
infecciosas, seropositividad o el trasplante de órganos y tejidos. 
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febrero de 2012. Sin embargo, el cumplimiento relativo al registro de las actividades de 
tratamiento resulta mucho más estricto con respecto a la obligación prevista por el decreto 
legislativo de 2012 de adoptar un documento programático para la seguridad. No obstante, 
dicho decreto fue anulado por el Decreto Monti (De Angelis, 2016). 
Otra novedad importante que introduce el reglamento europeo en el ordenamiento 
italiano es la figura del delegado de protección de datos personales, el Data Protection 
Officer, que deberá ser nombrado de forma obligatoria por las administraciones públicas para 
poder intervenir en todas las cuestiones que estén directamente relacionadas con la protección 
de datos personales. Según las disposiciones incluidas en el reglamento, el delegado de 
protección de datos deberá cumplir una serie de requisitos concretos relacionados con la 
competencia y la experiencia y deberá poder actuar de forma independiente disponiendo de 
recursos propios. Además, se ocupará sobre todo de colaborar con la autoridad garante de la 
privacidad.87 
También el Data Protection Officer se enfoca en reforzar los poderes de todas las 
autoridades garantes nacionales y endurecer de manera importante las sanciones 
administrativas a todos aquellos que, al tratar datos personales, incurran en incumplimientos 
de los principios y las disposiciones del reglamento, serán otras de las novedades que 
introducirá el reglamento en el ordenamiento jurídico italiano. 
Estos dos años que marcan el periodo de transición entre las disposiciones antiguas 
sobre la privacidad y la aplicación del nuevo reglamento resultan de vital importancia y, en 
un contexto de estas características, el garante de la protección de los datos personales 
desempeñará un papel fundamental ya que deberá actuar en primera persona para favorecer 
el proceso de armonización de las normas nacionales en materia de protección de datos 
actualmente vigentes con las nuevas disposiciones aplicadas por el reglamento. 
 
 
87 En concreto, el delegado de protección de datos se convertirá en un punto de referencia 
importante para los ciudadanos que podrán dirigirse a él para abordar todas aquellas cuestiones 
inherentes al tratamiento de sus datos personales y para que se les concedan todos aquellos 
derechos que derivan directamente del reglamento europeo. 
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Habida cuenta de la normativa que actualmente está en vigor en Italia, conviene tomar 
en consideración algunos de los cambios importantes que deberán llevarse a cabo durante los 
dos años que restan para la aplicación del reglamento. Con respecto a la identificación de los 
sujetos a los que se aplica el reglamento, mientras que actualmente la normativa se aplica al 
lugar en el que tiene la sede el responsable del tratamiento de los datos, con el nuevo 
reglamento la ley se aplicará al sujeto cuyos datos son objeto de recogida. De hecho, todas 
las plataformas web, las redes sociales y los motores de búsqueda se someterán al derecho 
europeo también en caso de que sean gestionados por empresas que tienen su sede fuera del 
territorio de la Unión Europea (Lombardi, 2016). 
También resultan vitales los cambios que se van a introducir en materia de 
documentación. En la actualidad, la documentación tiene una importancia considerable, pero 
con la entrada en vigor del nuevo reglamento europeo, se aplicará el ya citado principio de 
accountability, es decir, de la responsabilidad demostrada. Por consiguiente, el responsable 
del tratamiento tendrá una verdadera responsabilidad con respecto a la documentación de la 
que se debe disponer para el tratamiento de los datos personales. 
Además, con respecto a la declaración de privacidad, actualmente nos encontramos 
habitualmente ante declaraciones largas, de difícil compresión y con numerosas referencias 
normativas que hacen especialmente compleja su interpretación. En cambio, con la 
aplicación del nuevo reglamento, las declaraciones de privacidad deberán ser mucho más 
concisas, tendrán que estar escritas en un lenguaje claro y accesible para todo el mundo y 
contarán con un número limitado de referencias legislativas. Además, se establece la 
obligación de facilitarla por escrito a menos que el interesado solicite expresamente tener 
conocimiento de esta de forma oral. Este punto señala que el lenguaje sencillo es importante 
para que todos los titulares puedan entender la información de forma clara y no se tengan 
ambigüedades en el lenguaje que deriven en ventajas de los entes jurídicos que utilizan los 
datos, una muestra del alcance del Decreto legislativo de Italia. 
También se introducirán novedades importantes con respecto al consentimiento. En 
la actualidad, el derecho nacional establece que el consentimiento debe presentar tres 
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características: debe ser libre, específico e informado. Asimismo, es necesario contar con un 
acto formal de aceptación del tratamiento de los datos. Con el nuevo reglamento europeo, el 
consentimiento, además de ser libre, específico e informado, debe ser también inequívoco, 
es decir, que únicamente será válido si no es equívoco. 
Otra novedad que introduce el reglamento europeo es la que respecta a la supresión 
de la notificación. De hecho, según las disposiciones recogidas en el artículo 37 del Decreto 
Legislativo No. 196 de 2003, es necesario informar al garante de la privacidad en el momento 
en el que un individuo trata los datos para una finalidad concreta. En cambio, con la 
incorporación del nuevo reglamento se suprime esta obligación de notificación al garante si 
bien, en relación con la empresa, surge la obligación de redactar una evaluación de impacto 
en la protección de datos según la Privacy Impact Assessment (PIA), mediante la que tiene 
lugar la notificación (Lombardi, 2016). 
Otra novedad importante es la relativa a la introducción de una figura totalmente 
desconocida para el ordenamiento jurídico italiano actual que es la del delegado de protección 
de datos. El nuevo reglamento, de hecho, recoge la obligación de establecer esta figura del 
delegado de protección de datos para todas las entidades públicas y todas las empresas que 
se ocupan fundamentalmente de tratamientos de datos personales de carácter arriesgado88. 
Con la entrada en vigor del nuevo reglamento, también cambia el propio concepto de 
privacidad que, en el ordenamiento italiano actual, representa un elemento concluyente e 
inapelable. En cambio, en el nuevo reglamento, la privacidad se entiende fundamentalmente 
como el elemento inicial, es decir, el elemento de partida. Esto significa que, en el mismo 
momento en que un individuo decide recopilar determinados datos personales, debe 
introducir todas aquellas medidas que resulten necesarias para garantizar altos niveles de 
privacidad en el tratamiento de dichos datos personales. Una medida de protección efectiva 
de la información que lleva a una responsabilidad del responsable de utilizar los datos. 
 
88 El delegado de protección de datos deberá ser una figura de tipo ejecutivo, que se sustituirá 
periódicamente y que tendrá como punto de referencia al garante de la privacidad. Además, 
contará con requisitos muy precisos que corresponderá al ordenamiento identificar. 
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A esto hay que añadir que, en el actual ordenamiento jurídico italiano, no hay prevista 
ninguna obligación en cuanto a la necesidad de comunicar posibles incumplimientos con 
respecto al tratamiento de los datos. En cambio, en el nuevo reglamento europeo, se estipula 
que en caso de infracciones en el tratamiento de los datos será necesario advertir al garante 
de la privacidad en un plazo máximo de 72 horas desde el momento en el que se haya tenido 
conocimiento de dicha infracción. Además, en el momento en el que el individuo incumpla 
esta obligación, el reglamento contempla la aplicación de sanciones. 
Lo que es importante destacar es que, en el derecho italiano actual, existen pocas 
disposiciones relativas a la privacidad que protejan al interesado en relación con la gestión 
de sus datos personales. En cambio, con la entrada en vigor del nuevo reglamento europeo 
se prevén nuevos derechos para la protección del interesado, como el derecho a la 
portabilidad de los datos, entendido como la posibilidad de obtener del individuo al que se le 
ha concedido la oportunidad de utilizar los datos personales una restitución de los mismos en 
un soporte electrónico para poder utilizarlos con posterioridad, así como un derecho 
fundamental que es el derecho al olvido, es decir, el derecho a ser olvidado por el individuo 
que se ha encargado de la recopilación de los datos. Entiéndase que los datos en poder del 
responsable tienen una fecha de caducidad, llegada la misma el responsable debe dejar de 
utilizar esa información de cualquier modo. 
Por lo tanto, serán muchas las novedades que se introducirán tanto en el Estado 
italiano como en los demás Estados de la Unión Europea, a los que el reglamento ha 
concedido un plazo de dos años para que puedan adaptarse a sus disposiciones. El 
ordenamiento italiano deberá aplicar todas las modificaciones que resulten estrictamente 
necesarias para garantizar el nivel de protección de los datos personales previsto por el 
reglamento antes del 24 de mayo de 2018. 
 
2.4 EL IMPACTO DEL NUEVO REGLAMENTO EUROPEO EN EL SISTEMA 
ESPAÑOL EN RELACIÓN CON LA PROTECCIÓN DE DATOS 
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Para finalizar esta parte del trabajo dedicada al análisis del nuevo reglamento europeo 
en materia de datos personales, se toma como referencia el sistema español relativo a la 
protección de datos. Como ya se ha mencionado en el apartado anterior dedicado al sistema 
italiano, todavía no se dispone de mucha información sobre el impacto del nuevo reglamento 
europeo en el sistema español porque solo han pasado dos meses desde la entrada en vigor 
de dicho reglamento y España, al igual que Italia y los demás países miembros de la Unión 
Europea, contará con dos años hasta 2018 para introducir por completo las disposiciones del 
reglamento en el ordenamiento jurídico nacional. 
En cualquier caso, puede resultar interesante conocer cómo es el actual sistema 
español en materia de protección de datos personales para entender cuáles son las posibles 
modificaciones que deberán introducirse en dicho sistema a fin de aplicar plenamente el 
reglamento europeo. 
En realidad, el ordenamiento jurídico español en materia de protección de datos 
personales presenta ciertas particularidades con respecto a los demás ordenamientos que le 
dotan de una cierta originalidad frente al resto de países europeos. Esta particularidad se 
caracteriza por el hecho de que existe un artículo específico incluido en la Constitución 
española aprobada en 1978 relativo a la privacidad. 
 
De hecho, se trata de un caso único en la Unión Europea, ya que ningún otro país 
protege la intimidad incorporando a su constitución un artículo específico como es el artículo 
18, que concede al derecho a la intimidad y a la protección de los datos personales una 
importancia tal que lo incluye entre los derechos fundamentales garantizados a nivel 
constitucional, incluso antes de la elaboración de directivas y reglamentos a nivel de la Unión 
Europea (Liguori & Puopolo, 2010). 
Llegados a este punto, para entender mejor la situación actual del ordenamiento 
español, puede resultar de utilidad citar el texto del artículo 18 de la Constitución que, a modo 
de recordatorio, fue aprobada en 1978 y que protege de forma expresa el derecho a la 
privacidad.  
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Se garantiza el derecho al honor, a la intimidad personal y familiar y a la 
propia imagen. El domicilio es inviolable. Ninguna entrada o registro podrá 
hacerse en él sin consentimiento del titular o resolución judicial, salvo en 
caso de flagrante delito. Se garantiza el secreto de las comunicaciones y, en 
especial, de las postales, telegráficas y telefónicas, salvo resolución judicial. 
La ley limitará el uso de la informática para garantizar el honor y la intimidad 
personal y familiar de los ciudadanos y el pleno ejercicio de sus derechos 
(Constitución Española, 2016). 
 
Para el objeto de estudio del presente trabajo, resulta especialmente interesante el 
apartado 4, en el que se recalca que con la ley se establecerán límites al uso de la informática 
con el objetivo de garantizar el honor y la intimidad personal y familiar de los ciudadanos y 
el pleno ejercicio de sus derechos. Es decir, no se deben recopilar datos sin control, siempre 
deben ser los datos permitidos y ninguno otro que no esté autorizado. 
Todas las disposiciones incluidas en el ámbito de la Constitución, especialmente en 
relación con el artículo 18, se aplicaron posteriormente a través de la aprobación de una serie 
de leyes, como la ley de protección del derecho al honor de 1982, la ley sobre escuchas 
telefónicas de 1984 y la ley de protección de la seguridad urbana de 1992. De hecho, durante 
un largo periodo de tiempo, las únicas disposiciones del artículo 18 que no se aplicaron 
fueron precisamente las incluidas en el apartado cuarto hasta que, el 31 de enero de 1992, 
entró en vigor la Ley Orgánica de regulación del tratamiento automatizado de los datos de 
carácter personal, conocida como la ley orgánica española sobre privacidad. 
En efecto, se trata de una ley orgánica que, en el ámbito del ordenamiento jurídico 
español, equivale a una ley de categoría superior a la ordinaria y que podría compararse con 
las leyes constitucionales del ordenamiento jurídico italiano. 
Esta es una primera novedad importante que distingue al ordenamiento español de 
otros ordenamientos jurídicos europeos como el italiano. Sin embargo, existe otro elemento 
que hay que tener en cuenta y que hace que el caso español sea especial con respecto al resto 
de Europa y es la sensibilidad que siempre ha tenido la opinión pública frente al problema de 
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la confidencialidad de los datos. Esto supuso la creación, a finales de 1990, de una comisión 
pertinente que recibió el nombre de Comisión de Libertades e Informática89. 
El objetivo fundamental de la Comisión de Libertades e Informática consiste en 
promover un nivel adecuado de protección de los derechos del individuo en España, sobre 
todo en relación con las tecnologías informáticas. 
Por su parte, la ley orgánica de 1992 fue sustituida por la Ley Orgánica 15/1999 
elaborada por el ordenamiento jurídico español para aplicar la Directiva 95/46/CE en el país. 
Esta ley orgánica española está formada por siete títulos que incluyen un total de 49 artículos 
y contiene una serie de principios que resultan de conformidad con la Directiva 95/46/CE, 
que fue aprobada por el Parlamento Europeo y el Consejo y entró en vigor en los Estados 
miembros el 23 de octubre de 1998. 
El primer apunte que hay que realizar en relación con la protección de datos 
personales concierne a los destinatarios. De hecho, la ley española tiene como destinatarios 
únicamente a las personas físicas y, en concreto, hace referencia a los derechos 
fundamentales, especialmente de su honor e intimidad familiar, tal y como se indica en el 
artículo 1 de la misma (Frosini, 2016). 
En muchos aspectos, esta ley orgánica española es similar a la ley italiana No. 675 de 
1996, si bien esta última hace referencia a las personas físicas y también a las personas 
jurídicas, entidades o asociaciones a las que se refieren los datos personales. 
En la ley española, al igual que en la italiana de 1996, la norma general de la 
protección de los datos personales presenta una serie de excepciones. Por ejemplo, establece 
 
89 Originalmente es Commission Nationale de l’informatique et des Libertés. A este respecto, 
resulta oportuno precisar que la Comisión de Libertades e Informática fue creada en noviembre 
de 1990 bajo la iniciativa de un grupo de entidades privadas porque, con motivo de la realización 
de un censo, muchos ciudadanos mostraron su temor por la posibilidad de que todos los datos 
recogidos a través de dicho censo fuesen utilizados de manera tal que vulnerasen sus propios 
derechos. Al no existir todavía un organismo público que se encargase de controlar el 
tratamiento de los datos personales, un grupo de entidades privadas, formado sobre todo por 
asociaciones de trabajadores, de magistrados y de técnicos de la información, decidió crear un 
organismo que todavía sigue estando activo y que, desde 1997, constituye una sección 
especializada de la Asociación Pro Derechos Humanos de España. 
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excepciones en relación con los ficheros de personas físicas en el ejercicio de actividades 
exclusivamente personales o domésticas o también relativas a los ficheros que contienen 
datos personales destinados a la investigación del terrorismo y de la delincuencia 
organizada.90 Indudablemente los Estados se preocupan por su seguridad interna y deben 
dejar espacios para proteger a sus respectivos países, de ahí esas acotaciones en la ley. 
 
Por lo que respecta a las distintas definiciones que se incluyen, sobre todo las relativas 
a los ficheros, los datos, al tratamiento de los datos o al encargado del tratamiento, la ley 
orgánica española recupera el contenido de la directiva comunitaria y, por lo tanto, las repite 
completamente. Siempre en el ámbito de esta ley orgánica española, es necesario prestar 
especial atención a los datos sensibles que se definen como «datos especialmente 
protegidos». Estos datos se clasifican en distintas categorías y se prevé para los mismos un 
control especial en los artículos 7, 8 y 9 de dicha ley orgánica que los divide en tres categorías. 
 
 
• La primera categoría está formada por los datos relacionados con la religión, 
las creencias y la ideología y, para ello, el primer apartado del artículo 7 de la 
ley orgánica española, haciendo referencia al artículo 16 de la Constitución 
española, establece que ningún individuo podrá ser obligado a declarar sobre 
su ideología, religión o creencias. Dichos datos solo podrán ser objeto de 
tratamiento con el consentimiento expreso por escrito del interesado. 
• La segunda categoría atañe a los datos de carácter personal que hacen 
referencia a la salud, al origen racial y a la vida sexual. Según la ley orgánica 
española, estos datos solo podrán ser recabados y tratados cuando así lo 
disponga una ley o si el interesado expresa por escrito su consentimiento. 
 
90 Además, la ley orgánica española también incluye disposiciones específicas que van más allá de 
las normas de aplicación de la directiva comunitaria en materia de protección de datos personales 
para el censo electoral, los datos relativos a encuestas estadísticas, para todos aquellos datos 
relacionados con las fuerzas armadas y los antecedentes penales, así como para todos aquellos 
procedimientos que están directamente relacionados con las fuerzas policiales. 
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• La tercera categoría es la relativa a la comisión de infracciones penales o 
administrativas y se establece que dichos datos solo podrán ser incluidos en 
ficheros públicos competentes en los supuestos previstos en las respectivas 
normas reguladoras (Frosini, 2016). 
 
 
 
Además, la ley orgánica española cuida al más mínimo detalle la regulación relativa 
a la gestión de una serie de ficheros de carácter público. En concreto, por lo que respecta a 
los ficheros de las fuerzas y cuerpos de seguridad, la ley orgánica española especifica 
expresamente que la recogida de datos sensibles podrá realizarse exclusivamente en los 
supuestos en que sea absolutamente necesario para los fines de una investigación concreta. 
Además, añade que los datos personales se cancelarán cuando no sean ya estrictamente 
necesarios. 
Por otro lado, la propia ley orgánica española establece, para los datos en posesión de 
las administraciones públicas, una verdadera denegación del derecho de acceso con motivo 
de exigencias legales relacionadas con la defensa del Estado o la seguridad pública.91 Por lo 
que respecta a los ficheros de titularidad privada, la ley española determina que deberán 
notificarse a la Agencia de Protección de Datos y, más concretamente, que se notificarán 
todas las medidas de seguridad adoptadas para la protección del individuo. 
También resulta muy interesante el título quinto de la ley orgánica española, que hace 
referencia al movimiento internacional de datos. Se trata de disposiciones diseñadas según el 
contenido de la directiva europea y que incluyen, sin embargo, la disposición según la cual 
el director de la Agencia de Protección de Datos92 cuenta con plena autorización para 
conceder excepciones a solicitudes expresas por parte del interesado (Frosini, 2016). 
 
91 No obstante, la propia ley orgánica española ofrece la oportunidad al afectado de recurrir al 
director de la Agencia de Protección de Datos para poder acceder a los datos que le atañen 
directamente. 
92 El director de la Agencia de Protección de Datos es equivalente a la oficina del garante de la 
protección de datos personales presente en el ordenamiento jurídico italiano. La Agencia 
Española de Protección de Datos se puede definir como una entidad de derecho público que 
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También conviene prestar atención a la parte final de la ley orgánica española que 
aborda de forma especial el tema de las sanciones relacionadas con la protección de datos 
personales. Sin duda alguna, las sanciones incluidas en la ley orgánica española son 
superiores a las establecidas por la mayor parte de los países miembros de la Unión Europea 
(Fernández, 2016). 
Los tipos de infracciones previstas por la ley española se clasifican como leves, graves 
o muy graves y, para cada tipo de infracción, está tipificada una sanción de carácter 
pecuniario correspondiente. Por otro lado, la ley orgánica española no incluye ningún tipo de 
pena de prisión, pero sí hay multas: Se establecen multas de 100 000 a 10 000 000 de euros 
para los cinco tipos de infracciones leves. Por su parte, las infracciones graves son 12 e 
incluyen la creación de un fichero de datos personales de titularidad pública sin haber 
obtenido la autorización previa o, por ejemplo, la creación de un fichero de datos de 
titularidad privada con finalidades distintas de las consideradas legítimas. La sanción prevista 
es una multa que va de los 10 000 000 a los 50 000 000 de euros. 
Por último, las infracciones muy graves se enumeran en 10 puntos y, en concreto, 
hacen referencia a la recogida de datos de forma engañosa y fraudulenta. Para este tipo de 
infracciones se estipula una multa que va de los 50 000 000 a los 100 000 000. 
Como ya se ha indicado con anterioridad, habrá que esperar a los próximos meses 
para entender de qué forma modificará el ordenamiento jurídico español, al igual que los 
demás ordenamientos de los países de la Unión Europea, sus disposiciones en materia de 
protección de los datos personales para aplicar el Reglamento 2016/679 aprobado en mayo 
de 2016. 
Lo que está claro es que el ordenamiento español presenta importantes ventajas con 
respecto a otros ordenamientos jurídicos de la Unión Europea por el hecho de que ya cuenta 
 
cuenta con personalidad jurídica propia y que debe desarrollar sus funciones con plena 
autonomía e independencia. La Agencia Española de Protección de Datos está dirigida por un 
consejo consultivo formado por 10 miembros que es nombrado por real decreto por un periodo 
de cuatro años y que tiene como tarea prestar apoyo al director de la propia agencia. La labor 
fundamental de la agencia consiste en gestionar el Registro General de Protección de Datos, 
además de realizar inspecciones de documentos vinculados con la gestión de los ficheros. 
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con una disposición constitucional dirigida a proteger los datos personales, además de lo 
estipulado por la ley orgánica española y tiene novedades dado el avance científico que pone 
a la luz más información de carácter personal. Entre las novedades más importantes previstas 
por el reglamento europeo, y a las que el ordenamiento jurídico español deberá adaptarse 
porque se trata de novedades absolutas, se encuentran sin duda las nuevas definiciones de 
«dato genético» y «dato biométrico», así como la nueva categoría introducida en el 
reglamento relativa al tratamiento de los datos de los niños. 
Otras novedades a las que también deberá adaptarse el ordenamiento jurídico español 
son la incorporación de la cotitularidad en el tratamiento de los datos, la introducción del 
derecho al olvido y la presencia de una nueva figura como es la del corresponsable. Además, 
el reglamento establece requisitos más rígidos respecto de las previsiones del ordenamiento 
jurídico español para la transferencia de datos a terceros países a los que también deberá 
adecuarse dicho ordenamiento español. Asimismo, tendrá que adaptar su propio derecho 
interno a la creación del Comité Europeo de Protección de Datos y a la introducción del 
principio de la aplicación del derecho de la Unión Europea también en aquellos casos en los 
que se encuentre ante tratamientos de datos personales que no se llevan a cabo dentro de la 
misma, pero que están relacionados en cualquier caso con la oferta de bienes y servicios 
llevados a cabo por ciudadanos de la Unión Europea (Lombardi, 2016). 
Para la parte final de este apartado se ha remitido una actualización en materia de 
protección de datos en España en el Real Decreto –ley 5/2018–, de 27 de julio, de medidas 
urgentes para la adaptación del Derecho español a la normativa de la Unión Europea en 
materia de protección de datos que vale la pena destacar los puntos más relevantes que si 
bien algunos son coincidentes con lo ya escrito, muestra modificaciones alineados con la UE. 
El Reglamento (UE) 2016/679 del Parlamento Europeo y del Consejo, de 27 de abril 
de 2016, relativo a la protección de personas físicas en lo que respecta al tratamiento de sus 
datos personales y a la libre circulación de ellos y por el que se suscribe la Directiva 95/46/CE 
como Reglamento General de Protección de Datos acepta como plenamente aplicable en 
España desde el 25 de mayo de 2018. 
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Su aplicación implica el desfase de las anteriores disposiciones de Derecho interno 
que no coincidan con la nueva suscripción por lo que varios preceptos de la Ley Orgánica 
15/1999, de 13 de diciembre, de Protección de Datos de Carácter Personal y su Reglamento 
de desarrollo, aprobado por el Real Decreto 1720/2007, de 21 de diciembre del 2007. Con 
ello, se solicitan modificaciones en el reglamento interno nacional, pero con la excepción de 
que aunque el Reglamento Europeo mantenga un régimen de sanciones, las cuestiones 
esenciales o primordiales como plazos de prescripción de las dichas corresponden al 
ordenamiento de los Estados Miembros, en este caso, de España. 
Se resalta un mecanismo de cooperación entre los Estados miembros en tratamientos 
transfronterizos en la que deberán participar todas las autoridades implicadas. El Real 
Decreto-ley 5/2018, de 27 de julio se conforma de catorce artículos desarrollados en tres 
Capítulos, resumiendo cada uno de ellos a continuación:  
Capítulo I. Contiene la identificación de necesidades y alcances del personal 
competente en el ejercicio de los poderes de investigación para que el Derecho interno se 
encargue de regular la manera en que pueden ejercerse dichos poderes, las personas que 
llevarán a cabo cada actividad de inspección y lo que implican esas atribuciones (Real 
Decreto-ley 5/2018, de 27 de julio, de medidas urgentes para la adaptación del Derecho 
español a la normativa de la Unión Europea en materia de protección de datos): 
 
1. La actividad de investigación de la Agencia Española de Protección de 
Datos se llevará a cabo por los funcionarios de la Agencia o por funcionarios 
ajenos a ella habilitados expresamente por su director. 
2. En los casos de actuaciones conjuntas de investigación conforme a lo 
dispuesto en el artículo 62 del Reglamento (UE) 2016/679, el personal de las 
autoridades de control de otros Estados Miembros de Unión Europea que 
colabore con la Agencia ejercerá sus facultades con arreglo a lo previsto en 
la normativa española y bajo la orientación y en presencia del personal de 
ésta. 
3. Los funcionarios que desarrollen actividades de investigación tendrán la 
consideración de agentes de la autoridad en el ejercicio de sus funciones, y 
estarán obligados a guardar secreto sobre las informaciones que conozcan 
con ocasión de dicho ejercicio, incluso después de haber cesado en él…’ 
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Capítulo II. Señala las disposiciones de aplicación del Decreto sobre la delimitación 
de los sujetos que pueden incurrir en responsabilidad derivada de la aplicación de dicho 
régimen sancionador, además del remarcar la relevancia de determinar los plazos de 
prescripción de las infracciones y sanciones previstas dentro de la normativa europea, 
adaptándose lo antes posible a la española. También reemplaza a los infractores señalados en 
esa condición por los contenidos en los apartados 4, 5 y 6 del artículo 83 de la reglamentación 
de la Unión Europea. 
 
1. Las infracciones previstas en los apartados 5 y 6 del artículo 83 del 
Reglamento (UE) 2016/679 prescribirán a los tres años. 
2. Las infracciones previstas en el artículo 83.4 Reglamento (UE) 2016/679 
prescribirán a los dos años. 
3. Interrumpirá la prescripción la iniciación, con conocimiento del 
interesado, del procedimiento sancionador, reiniciándose el plazo de 
prescripción si el expediente sancionador estuviere paralizado durante más 
de seis meses por causas no imputables al presunto infractor. 
Cuando la Agencia Española de Protección de Datos ostente la condición de 
autoridad de control principal y deba seguirse el procedimiento previsto en 
el artículo 60 del Reglamento (UE) 2016/679 interrumpirá la prescripción el 
conocimiento formal por el interesado del proyecto de acuerdo de inicio que 
sea sometido a las autoridades de control interesadas…’’ (Artículo 5, Capítulo 
II de Real Decreto-ley 5/2018, de 27 de julio, de medidas urgentes para la 
adaptación del Derecho español a la normativa de la Unión Europea en 
materia de protección de datos). 
 
 
Capítulo III. Tiene la regulación para los procedimientos en caso de que exista una 
posible vulneración del Reglamento General de Protección de Datos, distinguiendo los 
siguientes tratamientos (Real Decreto-ley 5/2018, de 27 de julio, de medidas urgentes para 
la adaptación del Derecho español a la normativa de la Unión Europea en materia de 
protección de datos): 
 
➢ Tratamientos transfronterizos (artículo 4.23 del Reglamento general de 
Protección de Datos y en el artículo 56), separando los que se manejarían 
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como nacionales y los que tendrían tratamiento de transfronterizo con 
relevancia local. 
➢ Reglamentación de los trámites para determinar la competencia de la 
autoridad ce control principal y de los que puedan adoptar decisiones 
consensuadas entre las principales autoridades competentes a los 
procedimientos.  
 
La aplicación de todas las adecuaciones implementadas en el nuevo Real Decreto de 
adaptación a la normativa europea en cuanto a protección de datos requiere incorporar fases 
específicas principalmente en lo que respecta a la Agencia Española de Protección de Datos 
y sus competencias, así como la inclusión de nuevas normas de procedimiento. 
Siendo así que se tiene la necesidad de que la protección de los datos personales y de 
sus titulares se siga dando, por eso la importancia del principio de accountability, esa 
responsabilidad demostrada que lleve a los responsables de tratamiento de datos a apegarse 
a la ley para evitar sanciones, ya sean económicas o, en casos extremos hasta penales. 
Esta accountability debe ser una base para que todas las leyes se apeguen, ya que hace 
falta establecer mecanismos de coacción que lleven a los responsables y a personas no 
autorizadas a evitar utilizar datos personales sin autorización de los titulares, eso daría otros 
impactos a la situación en la ley que se está teniendo en Europa desde 2014 y que se 
mencionarán en capítulos posteriores.  
Además es importante que se tenga en cuenta ese impacto de las normativas en el 
tema de esta protección de la información y buscar que todos los países que pertenecen a la 
UE configuren sus leyes para mejorar la protección de sus ciudadanos y ayudar a que se 
puedan desarrollar más libremente sin sentir el peligro que sus datos personales pueden estar 
a la vista o a la venta ante cualquier persona no autorizada a acceder a ellos, hay que tener 
cuidado protegiendo los derechos de los ciudadanos, de eso es la base de una sociedad con 
vida sana y plena.  
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3.1 LA PROTECCIÓN DE LA INTIMIDAD EN ESTADOS UNIDOS Y EL ESCUDO 
DE PRIVACIDAD UE – EE.UU. 
El quinto capítulo de este trabajo sobre el reglamento europeo de protección de datos 
personales y el derecho al olvido está dedicado al análisis de la protección de los datos 
personales desde una óptica histórico-comparativa. En este apartado, el objetivo fundamental 
consiste en comparar las normas adoptadas en relación con la protección de la privacidad por 
algunos países europeos y no europeos: Estados Unidos, Italia, Países Bajos y Reino Unido. 
En la primera parte tiene como objetivo fundamental ilustrar el modo en el que se 
lleva a cabo la protección de los datos personales y de la privacidad en Estados Unidos, 
haciendo hincapié en el Escudo de Privacidad UE – EE.UU, para comprender mejor cómo 
funciona la protección de datos personales. Para entender el derecho estadounidense actual 
en materia de protección de datos personales, resulta importante echar la vista atrás, en 
concreto hasta finales del siglo XIX, cuando aparece la primera elaboración teórica 
estadounidense sobre privacidad, el artículo «The Right to Privacy», publicado en la Law 
Review de la Universidad de Harvard en 1890 por los juristas de Boston Warren y Brandeis 
(Warren & Brandeis, 1890, p. 193 e ss.). 
Esta elaboración teórica constituye el punto de partida fundamental para Estados 
Unidos en materia de privacidad. Es más, por primera vez, en este documento de carácter 
jurídico se reconoce la existencia de un verdadero derecho a la privacidad independiente de 
los demás derechos93. 
En cualquier caso, en lo relativo a esta cuestión conviene hacer referencia a la postura 
adoptada por Westin, que afirmó, en un texto publicado en 1970, que el derecho a la 
privacidad encuentra su reconocimiento dentro del ordenamiento jurídico estadounidense 
 
93 Con respecto a la publicación de este documento tan importante, hay que precisar que, antes de 
que se publicase esta monografía jurídica, ya se había observado en la sociedad americana, a 
nivel social, la necesidad de proteger la privacidad y, por lo tanto, la vida privada del individuo, 
si bien dicha necesidad todavía no había alcanzado un reconocimiento jurídico efectivo. Esto 
se debía, sobre todo, al fuerte clima de hostilidad por parte de la doctrina predominante, que 
sigue considerando la privacidad no como un derecho independiente, sino como un derecho que 
se incluye como apéndice de otros derechos, como pueden ser el derecho al honor y el derecho 
a la reputación. 
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antes del famoso ensayo publicado por Warren y Brandeis, más concretamente en el periodo 
anterior a la guerra civil, cuando algunos jueces se centraron en dicho derecho siguiendo una 
serie de casos que tenían por objeto el uso de datos personales por parte de terceros (Westin, 
1970, p. 377 e ss.). En ese entonces se tenía la preocupación de la forma en que se recababan 
los datos de la población, ya que implicaba un riesgo sobre la intimidad y la obtención de 
datos que pondrían en riesgo a los titulares de estos. 
No obstante, aunque resulte lícito pensar que, incluso antes de la publicación de este 
importante artículo jurídico, algunos aspectos vinculados a la privacidad ya se habían 
protegido de cierta manera, no se puede afirmar tajantemente que, desde un punto de vista 
jurisprudencial, antes de dicha publicación, existiese la idea de que la privacidad representase 
un verdadero derecho independiente y reconocido a nivel jurídico (Baldassarre, 1974, p. 16 
e ss.). 
En el ensayo titulado «The Right to Privacy», los dos juristas estadounidenses, 
después de haber determinado que los ordenamientos del derecho anglosajón tienen la 
capacidad intrínseca de adaptarse a los cambios que se producen a nivel social, concluyeron 
que, en función de dichos cambios, se había introducido en el ordenamiento jurídico 
estadounidense un verdadero derecho a la privacidad que no era, en modo alguno, 
dependiente de otros derechos, sino que había adquirido una verdadera independencia94. Y 
esto fue vital porque, en ese momento para EE.UU era el surgimiento de un nuevo derecho, 
ahora humano que debía preservarse por el bien de cada uno de los habitantes de ese país. 
Los dos juristas estadounidenses definieron este derecho como el «derecho a que le 
dejen a uno en paz», es decir, el que hoy en día traduciríamos como «derecho a ser olvidado». 
Los dos autores estadounidenses determinaron que, a través de este nuevo derecho, se 
garantizaba la protección de todos aquellos aspectos que podían ser considerados los más 
personales y espirituales de cada ser humano (Rodotà, Intervista su privacy e libertà, 2008, 
p. 9 e ss.). Se trata de aquellos datos que pueden, con un análisis profundo llevar a interpretar 
 
94 En efecto, el ensayo contiene una crítica a todas las teorías desarrolladas hasta ese momento y 
consigue realizar una verdadera labor de crítica sobre la inexactitud de algunos conceptos 
presentes hasta aquel momento en el ordenamiento inglés, en concreto, el property right, el 
breach of trust, el confidence or contract y el physical trespass. 
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la naturaleza del sujeto en cuanto a sus intereses de vida, de religión, de situaciones de índole 
íntimo que no deberían ser expuestas por ningún medio público ni privado. 
Por lo tanto, ambos autores se encargaron de ofrecer una interpretación evolutiva del 
derecho a la privacidad en función de los acontecimientos que tenían lugar en la sociedad 
estadounidense en aquellos años. Se trataba de tener en cuenta las nuevas exigencias de la 
sociedad y de encontrar soluciones novedosas para todas las transformaciones que se 
producían en la época (Pagallo, 2008, p. 64 e ss.; Alpa & Markesinis, 1997, p. 18 e ss.). 
El objetivo primordial de los dos juristas estadounidenses no era otro que el de centrar 
el debate jurídico estadounidense en el papel fundamental del individuo, su valor y sus 
derechos fundamentales, que no debían vulnerarse en ningún caso (Rodotà, Tecnologie e 
Diritti, 1995, p. 23 e ss.)95. 
Ciertamente, la sociedad estadounidense de la época no estaba preparada para acoger, 
en su totalidad, este nuevo concepto de privacidad. Es más, partiendo de la premisa de que 
la vulneración de la privacidad se iba a configurar fundamentalmente como hecho dañoso, 
es decir, en un ordenamiento como el del derecho anglosajón, en un tort, los dos juristas se 
centraron solo en un aspecto del problema, el negativo, omitiendo el aspecto positivo. A pesar 
de todo, su obra sigue siendo de gran importancia dentro del contexto estadounidense porque 
constituye un hito en la aparición del concepto de privacidad que debía ser valorado y 
apoyado en las leyes de ese  país. 
 Justo después de la publicación de este ensayo, no se observó en Estados Unidos una 
gran elaboración doctrinal en materia de privacidad, y esto vino a reforzar aún más la postura 
 
95 En relación con este punto, cabe destacar que el propio Rodotà recordó que los padres fundadores 
del derecho a la privacidad (right to privacy) partían de fuentes de inspiración muy distintas. 
En efecto, uno de los autores puede considerarse como una persona conservadora y tradicional, 
interesada especialmente en los privilegios de la alta burguesía y que criticaba a la prensa 
porque creía que únicamente buscaba perseguir escándalos mundanos o relacionados con la 
política. En cambio, el otro autor tenía aspiraciones más progresistas y liberales y se 
preocupaba, sobre todo, de la privacidad de las personas más influyentes, por lo que se encargó 
de poner el acento, fundamentalmente, en los daños que podrían provocar a los intelectuales las 
indiscreciones de la prensa. 
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de la jurisprudencia tradicional, que apostaba por mantener inalterados los conceptos de 
privacidad puestos en marcha hasta ese momento. 
Mientras tanto, a través de una serie de sentencias, algunos jueces estadounidenses 
comenzaron a consolidar la idea de que, mediante una interpretación evolutiva del derecho 
estadounidense, y en concreto de la Bill of Right, se podía encontrar el fundamento jurídico 
que probaba la existencia del derecho a la privacidad como derecho independiente de los 
demás. 
A partir de este momento, la sociedad estadounidense se dividió en dos posturas: por 
un lado, una minoría de jueces que pertenecían al Tribunal Supremo de los Estados Unidos 
y que, en base a una lectura evolutiva de las demandas de la sociedad norteamericana del 
momento, comenzaron a defender las libertades fundamentales del individuo y a considerar 
la privacidad como un verdadero derecho independiente de los demás derechos protegidos y, 
por otro lado, una parte de la sociedad apoyada por la opinión de la mayoría de los jueces del 
Tribunal Supremo de los Estados Unidos que continuaba mostrándose muy hostil frente al 
reconocimiento de la existencia de un derecho independiente a la privacidad (Miglietti, 
2014). 
La situación cambia ligeramente alrededor de la segunda mitad del siglo XX al pasar 
de un Estado liberal de tipo tradicional a convertirse en un Estado más plural y, por 
consiguiente, que presta más atención al ámbito privado del individuo y a su protección. Es 
así que durante el transcurso de la década de 1960, el Tribunal Supremo de los Estados 
Unidos, gracias a una serie de sentencias de gran importancia, comenzó a reconocer la 
privacidad como un verdadero derecho del individuo y a protegerla con mayor fuerza con 
respecto al pasado, dada su relevancia, una cuestión que se abordará con más detalle en las 
siguientes páginas. 
También durante la segunda mitad del siglo XX, en concreto hacia 1960, varios 
autores apoyaron personalmente y de forma determinante la doctrina estadounidense 
favorable al reconocimiento de la existencia de un derecho a la privacidad independiente. 
Uno de estos autores es, sin duda alguna, William Prosser, quien se encargó de elaborar una 
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teoría que negaba el concepto unitario de privacidad y propugnaba un concepto nuevo que 
podría considerarse de tipo pluralista (Prosser, 1960)96. 
También en los años 60, en concreto en 1964, otro autor realizó una contribución 
importante. Se trata de Edward Blounstein, que publicó un ensayo en el que se erige portavoz 
de la existencia de un concepto de privacidad entendido como valor fundamental de todo ser 
humano y como derecho merecedor de una protección a nivel jurídico (Blounstein, 1964, p. 
974 e ss.).  
Tomando como base este artículo de gran valor, en 1974, el Gobierno de Estados 
Unidos promulgó una ley, que toma el nombre de Privacy Act y que constituye, aún hoy en 
día, uno de los textos normativos estadounidenses más importantes en materia de privacidad. 
Esta ley fue aprobada por el Congreso tras el escándalo que salpicó al presidente de los 
Estados Unidos, Richard Nixon, y que provocó su dimisión. Es este escándalo el que impulsó 
al Congreso a elaborar una ley que, en cierto sentido, pudiese frenar posibles abusos en el 
uso inadecuado e indiscriminado de información relacionada con los ciudadanos (Alpa, 
Privacy e Statuto dell'Informazione, 1979). 
La ley en cuestión regula, de forma específica, todas las operaciones de recopilación, 
clasificación y utilización de la información tanto por parte del Gobierno federal como por 
las sociedades que están directamente controladas por el Gobierno central (D'Ignazio, 2004). 
Además de esta importante ley, en el ordenamiento jurídico estadounidense existen otras 
normas destinadas a proteger la privacidad y que hacen que este sistema se caracterice por 
su naturaleza sectorial, al menos con respecto a la protección de la privacidad. Incluso en un 
sistema de derecho anglosajón, como es el estadounidense, el tema de la privacidad y de sus 
límites representa uno de los aspectos más debatidos a nivel doctrinal. 
 
96 En concreto, la teoría elaborada por Prosser no parte del reconocimiento de la existencia de un 
verdadero derecho a la privacidad diferente de los demás derechos, sino que simplemente trata 
de demostrar que la vulneración de la privacidad da origen a cuatro tipos de infracciones 
distintas como consecuencia de la vulneración de tres intereses diferentes. Por lo tanto, sostiene 
que estas acciones ilegales comparten un elemento común, que es el hecho de que van a 
interferir en el derecho del individuo a ser olvidado. 
  
142 
Para entender mejor de qué manera se ha regulado en Estados Unidos la protección 
de los datos personales, conviene tomar como referencia una sentencia histórica en la materia 
que fue emitida por el Tribunal Supremo de ese país. Se trata de la sentencia dictada en 1986 
en el caso Bowers contra Hardwick (Stanzione, 2004), un caso en el que el Tribunal Supremo 
de los Estados Unidos expresó una postura distinta a la adoptada con anterioridad. 
De hecho, en 1940, con motivo de la sentencia del caso Rotary International contra 
Rotary Club of Duarte, el Tribunal Supremo de los Estados Unidos mantuvo que la primera 
enmienda de la Constitución estadounidense se encargaba de proteger las relaciones que cada 
individuo puede establecer libremente con otras personas. Dichas relaciones constituyen la 
base de la personalidad del individuo, que se protege en todo momento. 
Algunos años más tarde, en 1973, en la sentencia Paris Adult Theatre I contra Slaton, 
el Tribunal Supremo de los Estados Unidos dio un paso hacia adelante al incluir también, 
entre los distintos aspectos relativos a las relaciones interpersonales, la libertad de elección 
desde el punto de vista de la orientación sexual. 
Mientras tanto en otra sentencia, de Bowers contra Hardwick, el Tribunal Supremo 
de los Estados Unidos decidió establecer una serie de límites al derecho a la privacidad del 
ciudadano, y lo hizo subrayando que el punto fundamental de derecho en ese caso 
correspondía a la protección y a la libertad del individuo para elegir las relaciones que quería 
mantener. En las distintas opiniones adoptadas por los jueces que participaron en la 
elaboración de la sentencia en cuestión, resulta evidente que existe un cambio en la tendencia 
que prevalecía hasta el momento dentro del ordenamiento jurídico estadounidense en 
relación con la expansión del derecho a la privacidad.  
Es más, con esta sentencia de 1986, el Tribunal Supremo de los Estados Unidos 
restringió el concepto de derecho a la privacidad, principalmente limitando la protección de 
la privacidad solo a algunas categorías concretas de la vida social consideradas tradicionales, 
como la familia. Adicionalmente y muy importante: El Tribunal Supremo de los Estados 
Unidos se declaró favorable a una intrusión legítima por parte del Estado en el ámbito de la 
vida personal de los ciudadanos, era de esperar que éste órgano validara la importancia de 
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este derecho y lo expresara de forma clara en sus conceptos e ideas para evitar mal uso o 
manipulación por ideas ambiguas, esto fue muy importante para EE.UU. 
Otro aspecto interesante que hay que tener en cuenta en relación con el sistema 
estadounidense es el de los denominados «unenumereted rights» y la novena enmienda, en 
la que se establece lo siguiente: 
 
 
La mención de ciertos derechos en la Constitución no se debe interpretar 
como la denegación o la restricción de otros derechos que el pueblo se haya 
reservado para sí mismo.  
 
El Tribunal Supremo de los Estados Unidos ha utilizado con frecuencia esta enmienda 
en aquellos casos en los que debe hacer frente a problemas estrechamente relacionados con 
la evolución del derecho y que pueden resolverse haciendo referencia a disposiciones ya 
existentes, como en el caso del derecho a la protección de los datos personales.  
Esta norma constituye una regla de interpretación y no una regla que permita crear 
nuevos derechos. En efecto, en calidad de norma de interpretación presente en la Constitución 
norteamericana, permite al tribunal contribuir al desarrollo de un derecho nuevo, como así 
ocurrió en el caso de la privacidad (Stanzione, 2004, p. 67 e ss.). 
En definitiva, conviene subrayar que las normas incluidas en el ordenamiento 
estadounidense para proteger la privacidad atañen al tratamiento de los datos dentro de 
sectores concretos de la actividad económica, sobre todo en el momento en que determinadas 
actividades pueden poner en riesgo al ciudadano en su calidad de consumidor. 
Por consiguiente, a diferencia de lo que sucede en el contexto europeo, en los Estados 
Unidos, la privacidad no se considera un derecho fundamental del individuo, sino un derecho 
fundamental del consumidor en la medida en que también debe encontrar el equilibrio con 
las exigencias de las empresas que operan en territorio norteamericano, como se aclarará 
mejor en los siguientes apartados de este capítulo. 
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En este sentido, uno de los papeles fundamentales es el que desempeña la Comisión 
Federal de Comercio, una agencia estadounidense creada con el objetivo de proteger a los 
consumidores. Entre las labores fundamentales de esta agencia se encuentra la de vigilar el 
cumplimiento de las políticas relativas a la privacidad por parte de los operadores económicos 
con respecto a los consumidores. Dicha agencia también se encarga de tomar medidas para 
evitar prácticas comerciales deshonestas o perjudiciales para los consumidores. A pesar de 
ello, la agencia presenta grandes diferencias con respecto al organismo italiano encargado de 
la protección de la privacidad (Eisenhauer, 2008). 
Si tomamos como referencia la situación más reciente, se puede afirmar que, después 
de los atentados del 11 de septiembre de 2001, el derecho a la privacidad de los ciudadanos 
de Estados Unidos sufrió necesariamente una debilitación debido a la aprobación de una 
nueva legislación de urgencia. En este caso, se sacrificó parcialmente la privacidad para 
ofrecer un mayor nivel de seguridad (Directorate General for Internal Policies, 2015).  
Esto, como se dice, fue un retroceso en la ganancia de derechos de los ciudadanos de 
ese país, el problema es que su seguridad interna fue violada y, se supone que si hubieran 
tenido acceso a parte de la información privada de sus habitantes y de los visitantes a EE.UU 
se hubiera tenido bastante probabilidad de prevenir dichos atentados, de ahí que se tuvo que 
aprobar una nueva reforma pero, en el proceso, deja expuesta parte de la información sensible 
de las personas que viven o visitan dicho país. 
Un último aspecto que hay que tener en cuenta es el relativo al Escudo de Privacidad 
UE - EE.UU., que fue adoptado por la Comisión Europea el 12 de julio de 2016 en Bruselas 
(Commissione, La Commissione Europea lancia lo scudo UE - USA per la privacy: più tutele 
per i flussi transatlantici di dati, 2016). Para entender mejor cómo se llegó a este acuerdo en 
materia de privacidad, conviene precisar que, el 2 de febrero de 2016, se alcanzó un acuerdo 
político entre la Comisión Europea y el Gobierno de los Estados Unidos para colaborar de 
forma conjunta en la elaboración de un nuevo régimen relativo al intercambio de datos 
personales para fines comerciales que, en la práctica, es lo que posteriormente se convertirá 
en el Escudo de Privacidad entre la Unión Europea y los Estados Unidos. 
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Después de firmar este acuerdo, el 29 de febrero de 2016, la Comisión Europea 
presentó la propuesta de decisión relativa al Escudo de Privacidad y, tras la opinión favorable 
de la autoridad de protección de datos y del Grupo del Artículo 29, que fue emitida el 13 de 
abril de 2016, y la resolución adoptada por el Parlamento Europeo el 26 de mayo de 2016, la 
Comisión Europea adoptó el Escudo de Privacidad el 12 de julio de 2016. 
El objetivo fundamental del Escudo de Privacidad consiste en proteger 
adecuadamente los derechos fundamentales de todos los ciudadanos de la Unión Europea en 
caso de que los datos personales de dichos ciudadanos sean objeto de transferencia a los 
Estados Unidos.97 A través de este Escudo de Privacidad se refuerzan de forma efectiva las 
normas destinadas a la protección de los datos personales gracias a la consolidación de las 
garantías relativas a la posibilidad de que las autoridades públicas accedan a dichos datos. 
El Escudo de Privacidad UE - EE.UU. se basa en cuatro principios fundamentales:  
 
➢ En primer lugar, recoge una serie de obligaciones precisas y claras para todas 
las empresas que están obligadas a operar en el sector de los datos personales.  
➢ El segundo principio incluye diversas obligaciones de transparencia que 
pueden aplicarse al acceso de los datos personales por parte del Gobierno de 
los Estados Unidos.  
➢ El tercer principio fundamental es la garantía de una protección efectiva de 
los derechos de los individuos, que se activa de forma inmediata y que 
encuentra una respuesta adecuada.  
 
97 Con respecto a la aprobación del Escudo de Privacidad UE-EE.UU., resulta interesante conocer 
el punto de vista del Vicepresidente de la Comisión Europea, Andrus Ansip, responsable del 
mercado único digital. Con ocasión de la aprobación del Escudo de Privacidad, el señor Ansip 
destacó la importancia de este instrumento para la protección de los datos personales de los 
ciudadanos de la Unión Europea y a la hora de ofrecer una mayor transparencia a las empresas. 
Además, también subrayó el hecho de que la Comisión Europea tuvo que trabajar duramente 
con todos los socios europeos y norteamericanos a fin de establecer el mejor acuerdo posible 
para garantizar la protección de los ciudadanos de la Unión Europea en dicho flujo de 
información entre los Estados Unidos y la Unión Europea, algo que resulta de gran importancia 
no solo para consolidar las relaciones entre los dos bloques, sino también para garantizar un 
adecuado desarrollo económico. 
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➢ Y, por último, el cuarto principio fundamental consiste en la necesidad de 
elaborar anualmente un análisis común en relación con la aplicación del 
acuerdo. 
 
Por lo que concierne al primer principio, el Escudo de Privacidad UE-EE.UU. 
establece una serie de obligaciones rigurosas para todas las empresas que tienen que operar 
en el sector de los datos personales y, para ello, estipula que debe ser el Departamento de 
Comercio de los Estados Unidos el que realice las comprobaciones adecuadas en todas las 
empresas que se adhieran directamente al mismo, con una cierta periodicidad, para garantizar 
que se respetan todas las normas presentes en dicho acuerdo. 
En caso de que se encontrasen irregularidades en el cumplimiento del contenido de 
este acuerdo específico, están previstas una serie de sanciones de aplicación por parte del 
Gobierno correspondiente, dando así una separación de intereses, donde cada nación es 
responsable de los datos personales en su poder. 
En cuanto al segundo principio fundamental incluido en el Escudo de Privacidad entre 
los Estados Unidos y la Unión Europea, este hace referencia a la obligación de transparencia 
que se aplica en relación con el acceso a los datos personales por parte de los Estados Unidos. 
Para ello, las autoridades norteamericanas ofrecen a la Unión Europea garantías oficiales de 
que los posibles accesos de las autoridades públicas estadounidenses a los datos personales, 
sobre todo por motivos de seguridad nacional, estarán garantizados por una serie de 
mecanismos de vigilancia. 
Además, también en lo relativo a este segundo punto, cabe subrayar que cualquier 
ciudadano de la Unión Europea tendrá a su disposición una serie de mecanismos de recurso, 
en este sector concreto, a fin de evitar actividades de vigilancia indiscriminadas para todos 
aquellos datos personales que se transfieran a los Estados Unidos por cualquier motivo. 
El tercer principio fundamental del Escudo de Privacidad estipula una protección 
efectiva de los derechos de los ciudadanos de la Unión Europea, lo cual deriva en la 
posibilidad que se garantiza a los ciudadanos de la Unión Europea de establecer una serie de 
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mecanismos de solución de controversias cada vez que se considere que se ha producido un 
abuso en el uso de los datos personales.  
En este sentido, según las disposiciones recogidas en el Escudo de Privacidad, debe 
ser la propia empresa la que intente encontrar una solución a la reclamación y, solo en caso 
de que no se alcance un resultado positivo, se prevén otras soluciones que deberá poner en 
marcha un órgano alternativo de resolución de las controversias. 
Es más, el Escudo de Privacidad ofrece a los ciudadanos de la Unión Europea la 
posibilidad de dirigirse a su propio Estado y, por lo tanto, a las autoridades nacionales 
competentes en materia de protección de datos personales, para recibir ayuda a la hora de 
gestionar las posibles controversias y solo después de haber utilizado todos estos medios 
puestos a disposición de los ciudadanos de la Unión Europea, y en caso de que ninguno de 
ellos haya ayudado a alcanzar una resolución de la disputa, el caso podrá ser remitido a un 
árbitro ya que existe la posibilidad de recurrir al mediador europeo98. 
El análisis común anual, que conforma el último principio fundamental del Escudo 
de Privacidad entre la Unión Europea y los Estados Unidos, es un mecanismo a través del 
cual se realiza una supervisión anual del funcionamiento de dicho Escudo de Privacidad. 
Dicho análisis se realiza conjuntamente entre la Comisión Europea y el Departamento de 
Comercio de los Estados Unidos y, para sacarlo adelante, los dos organismos se sirven de 
expertos estadounidenses que colaboran con las autoridades europeas con competencias en 
materia de protección de datos personales para que dicho control sea eficiente. 
 
98 El mediador europeo, que es una figura especialmente importante presente dentro del 
ordenamiento jurídico de la Unión Europea, es nombrado cada vez que se celebran elecciones 
al Parlamento Europeo, es decir, cada cinco años. Actuando como vínculo directo entre las 
instituciones comunitarias y los ciudadanos de la Unión Europea, la labor fundamental del 
mediador europeo consiste en recibir las denuncias de los ciudadanos de la Unión Europea sobre 
casos en los que se determine que se ha producido una situación de administración incorrecta 
del derecho comunitario por parte de una de las instituciones. No obstante, cabe destacar que el 
mediador europeo no puede decidir directamente sobre cualquier presunto caso de 
administración errónea del derecho comunitario. De hecho, su labor simplemente consiste en 
recabar todas las denuncias realizadas por parte de los ciudadanos de la Unión Europea, en 
comprobar posteriormente las premisas y en presentar después un informe periódico al 
Parlamento Europeo (Mastroianni & Strozzi, 2015). 
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Por último, según lo dispuesto por el Escudo de Privacidad, al finalizar este análisis 
anual, la Comisión Europea tiene la obligación de elaborar y posteriormente presentar al 
Parlamento Europeo y al Consejo de la Unión Europea un informe sobre el estado de 
aplicación del Escudo de Privacidad, así es que se tuvo la decisión de lanzar dicho escudo.  
Después de tomar la decisión relativa a la idoneidad del Escudo de Privacidad, 
notificada por el Gobierno estadounidense, dicho escudo entró en vigor y los Estados Unidos 
así lo publicaron en el Registro Federal, que constituye el equivalente al Diario Oficial de la 
Unión Europea. Una vez concluido dicho procedimiento, el Departamento de Comercio de 
los EE.UU. puso en marcha el Escudo de Privacidad.  
Como es natural, todo esto exigió la actualización de una serie de normas y de 
prácticas a nivel estatal para permitir a las empresas norteamericanas obtener una 
certificación, que entró en vigor el 1 de agosto de 2016, que avale que han completado su 
proceso de adhesión al Escudo de Privacidad.  
Al mismo tiempo, en el ámbito de la Unión Europea, la Comisión Europea elaboró 
una guía específica para facilitar a todos los ciudadanos de la Unión la información necesaria 
relativa a las ventajas que derivan de la entrada en vigor de este Escudo de Privacidad entre 
los Estados Unidos y la Unión Europea. Dicha guía hace hincapié en los recursos y medios 
que el escudo pone a disposición de los ciudadanos de la Unión Europea en el momento en 
el que estos consideren que los datos personales que le atañen directamente, sobre todo si se 
trata de datos de una cierta relevancia, han sido utilizados sin respetar las normas en materia 
de protección de datos personales. 
También conviene precisar que el Escudo de Privacidad entre la Unión Europea y los 
Estados Unidos respeta los requisitos fijados por la sentencia dictada por el Tribunal de 
Justicia de la Unión Europea el 6 de octubre del año 2000, con la que el propio tribunal había 
declarado inválido el anterior régimen basado en los puertos seguros. La última aclaración 
relativa al Escudo de Privacidad UE - EE.UU. está relacionada con el acceso a los datos y 
con la supervisión y los instrumentos de protección jurídica. 
De forma específica, y teniendo en cuenta las obligaciones impuestas a las empresas, 
a las que se exige una mayor transparencia y mecanismos de control para garantizar el respeto 
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de las reglas, y a las que se imponen sanciones más duras, el Escudo de Privacidad UE - 
EE.UU. dicta garantías precisas y obligaciones de transparencia a fin de garantizar a la 
administración de los Estados Unidos la posibilidad de acceder libremente a una serie de 
datos. 
En efecto, mediante dicho acuerdo, por primera vez la administración de los Estados 
Unidos se compromete a garantizar que el acceso por parte de las autoridades públicas a los 
datos personales será objeto de una serie de garantías, limitaciones y mecanismos de control 
que, en cualquier caso, evitarán una vigilancia indiscriminada y respetarán las normas fijadas 
a nivel internacional. 
Por otro lado, se identifican una serie de instrumentos de protección jurídica que se 
pueden aplicar para proteger los propios derechos. En primer lugar, es posible dirigirse 
directamente a la empresa, que está obligada a responder en un plazo máximo de 45 días 
desde la presentación de la reclamación. Este es un dato que siempre debe estar a disposición 
del titular de los derechos privados, si esto no lo sabe, entonces el responsable del uso de los 
datos puede hacer un uso indiscriminado de la información sin que el titular pueda hacer 
nada, de ahí la bondad de la protección jurídica. 
Además, el Escudo de Privacidad UE - EE.UU. contempla la posibilidad de utilizar 
un mecanismo de ADR, es decir, de resolución alternativa de las controversias, que se 
caracteriza por su carácter gratuito. Al mismo tiempo, también se presenta la posibilidad de 
dirigirse directamente a la autoridad responsable de la protección de los datos que, en 
colaboración con el Departamento de Comercio y la Comisión Federal de Comercio, puede 
detectar todas aquellas reclamaciones presentadas por ciudadanos estadounidenses y que 
todavía siguen pendientes (Alo, 2014, p. 1096-1145). 
Por último, se incluye también la posibilidad de dirigirse a un colegio arbitral 
concreto, que recibe el nombre de Privacy Shield Panel, para intentar obtener una decisión 
ejecutiva en caso de que ninguna de las soluciones anteriores haya tenido un resultado 
positivo. Para poder poner en marcha todos estos instrumentos, resulta fundamental la acción 
de supervisión que se lleva a cabo mediante una revisión anual conjunta sobre el 
funcionamiento del acuerdo completo. 
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Se trata de la labor de supervisión relativa al correcto funcionamiento del colegio 
arbitral, el Privacy Shield, además de la supervisión de los compromisos adquiridos por los 
Estados Unidos, sobre todo en relación con el acceso a los datos personales para fines de 
justicia y de seguridad nacional. Se agrega que todo el procedimiento de revisión lo lleva a 
cabo la Comisión Europea, que trabaja en colaboración con el Departamento de Comercio 
de los Estados Unidos, asistida por expertos en servicios de seguridad y las autoridades 
europeas de protección de datos. 
En vista de todo lo indicado con anterioridad, los interesados que se encuentren dentro 
de la Unión Europea podrán disfrutar de una mayor transparencia en la transferencia de los 
datos personales a los Estados Unidos, así como de un refuerzo de la protección. A esto hay 
que añadir la disponibilidad de un mayor número de instrumentos para la protección jurídica, 
que pueden ponerse en marcha con facilidad y, sobre todo, que resultan menos costosos en 
caso de que existan reclamaciones. 
En cambio, por lo que respecta a las empresas estadounidenses, para poder garantizar 
una mayor protección, deberán autocertificar anualmente el respeto de las obligaciones 
recogidas en el Escudo de Privacidad UE - EE.UU. Por otra parte, las empresas están 
obligadas a publicar y a actualizar periódicamente la política de privacidad utilizada en su 
propia página web, así como a responder a la mayor brevedad a todas las reclamaciones 
presentadas por ciudadanos de la Unión Europea. Pero aquí surgió un problema si se entiende 
que todo lo comentado del Escudo de Privacidad es entre la Unión Européa y EE-UU.: ¿Qué 
sucederá en el caso del Reino Unido, que se separará de la Unión Europea? 
 
3.2 GDPR COMO MODELO DE INSPIRACIÓN: EL CALIFORNIANO ‘CCPA’, 
EL PRIMERO REGLAMENTO EN EL EXTRANJERO.  
 
El 25 de mayo de 2018 entró en vigor el Reglamento europeo relativo a la 
protección de datos personales y su libre circulación, (en lo adelante, el Reglamento), 
que declara como el primero de sus objetivos establecer “las normas relativas a la 
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protección de las personas físicas en lo que respecta al tratamiento de los datos 
personales y las normas relativas a la libre circulación de tales datos”. (Parlamento 
Europeo, 2016). 
 
La normativa está dirigida a regular la obtención y el uso de toda la 
información relacionada con las personas físicas, con independencia de que la 
adquisición o el tráfico de dicha información se realice de manera voluntaria o no, así 
como de la automatización de ambos procesos; disponiendo la obligatoriedad de un 
límite temporal a dicho uso y concediendo al individuo el derecho de acceso a sus 
datos, así como las facultades de rectificación y supresión de los mismos99. Sólo se 
excluyen de la aplicación del Reglamento, los datos intercambiados entre individuos 
“en el curso de una actividad exclusivamente personal o doméstica,  sin conexión 
alguna con una actividad profesional o comercial”100, (como la correspondencia y la 
participación en las redes sociales con carácter doméstico); sin perjuicio de la  
obligación de  los responsables o encargados de los medios por los que se realice tal 
intercambio, de cumplir con el Reglamento101.    
 
Esta regulación no resulta novedosa en el ámbito europeo. La Directiva 
95/46/CE del Parlamento Europeo y del Consejo, de 24 de octubre de 1995 ya 
reconocía en sus artículos 12 (b) y 14, los derechos de los individuos de solicitar la 
“rectificación, la supresión o el bloqueo” de sus datos personales, así como el derecho 
a oponerse a su procesamiento (Parlamento Europeo, EUR-Lex, 1995) y al amparo 
de dicha Directiva, fue fallado a favor de Costeja, el famoso caso Google Spain, S.L., 
Google Inc. contra Agencia Española de Protección de Datos (AEPD) y Mario 
Costeja González, en cuya sentencia el Tribunal de Justicia de la Unión Europea 
afirmó, que un procesamiento lícito de datos, puede convertirse en ilícito, al resultar 
innecesarios, inadecuados o excesivos, (esos datos), en virtud del tiempo transcurrido 
 
99 Reglamento (59) 
100 Reglamento (18) 
101 Idem 
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y su incidencia en los fines de su obtención o procesamiento.102 
 
Amparados en ese precedente y el nuevo Reglamento, al menos 3 097 518 de 
individuos han presentado a Google, la solicitud de retirar los URLs, que hagan 
referencia a su persona (Google.com, 2019), accediendo la entidad, al análisis del 
bloqueo sólo de los URLs de los resultados de búsquedas europeas; sin que sea 
posible solicitar igual reclamo respecto a las búsquedas estadounidenses, cuya 
regulación al respecto difiere de la europea. 
 
Determinar y comentar las diferencias fundamentales entre la protección de 
los datos personales de la persona física en el Reglamento Europeo y las leyes que 
regulan la materia en los EEUU, constituye el objetivo de este trabajo. 
Para desarrollar la comparación, se han identificado los siguientes criterios: 
a) la categoría de derechos bajo cuya protección se reconoce el derecho del individuo 
sobre sus informaciones personales, 
b) la existencia de un cuerpo legal único destinado a regular la adquisición y uso de las 
informaciones personales. 
c) definiciones y alcance de la protección 
 
No existe un “catálogo internacional”, aceptado por todos, que relacione y 
defina los derechos del ser humano, a pesar de los múltiples instrumentos 
internacionales firmados al efecto, las diversas Declaraciones y Convenciones y las 
innumerables Constituciones que se han pronunciado sobre el tema. Así, desde la 
Declaración Universal del Hombre y el Ciudadano de 1789, transitando por la 
Declaración Universal de los Derechos Humanos, de 1948 hasta la Carta de los 
Derechos Fundamentales de la Unión Europea, del año 2000, se ha pretendido 
 
102 Sentencia del Tribunal de Justicia de la Unión Europea (TJUE) de 13 de mayo de 2014, párrafo 
(93), dictado por la Gran Sala, Asunto C131/12, en el procedimiento entre Google Spain, S.L., Google Inc. y 
Agencia Española de Protección de Datos (AEPD), Mario Costeja González, disponible en 
http://curia.europa.eu/juris/document/document.jsf?docid=152065&doclang=ES. En este proceso el Sr Costeja 
González, solicita y obtiene, la declaración judicial que obliga a la retirada e imposibilidad del acceso de los 
gestores de los motores de búsqueda de Google Spain y Google Inc, a dos páginas publicadas por el periódico 
La Vanguardia Ediciones, S.L, en los que se informa sobre una subasta relacionada con un embargo por deudas 
a la Seguridad Social, que menciona el nombre del Sr. Costeja González. 
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identificar los derechos supremos del ser humano, en pro de cuya protección, han de 
estructurarse todos los sistemas de derechos y normas jurídicas de los países. 
Si bien no existe un acuerdo en el contenido y definición de dichos derechos, 
sí hay acuerdo en que, con el transcurso del tiempo y la lógica evolución de la 
sociedad, ha de evolucionar también la ciencia que los estudia y las normas que los 
protegen. 
Sin adentrarnos en la disquisición teórica entre “derechos fundamentales” y 
“derechos humanos”, ni pretender teorizar al respecto, nos resulta evidente que la 
manipulación de los datos personales del individuo afecta un amplio conjunto de 
derechos individuales, como el derecho a la privacidad, a la intimidad, a la libertad y 
la dignidad del individuo, que se extiende, incluso, al derecho al debido proceso. 
 
La privacidad, a nuestro modo de ver, incluye tanto el derecho a estar solo 
(right to be let alone), “derecho de vedar a terceros el conocimiento de la vida personal 
y la posibilidad de controlar qué, cuándo y cómo esas dimensiones de la vida personal 
pueden ser legítimamente comunicadas o conocidas por otras personas” (Saldañas, 
2007), como el derecho al olvido (right to be forgotten), definido como: “el 
fundamento jurídico que permite que ciertas informaciones del pasado no sean 
actualmente difundidas, cuando son capaces de provocar más daños que beneficios” 
(Leturia I, 2016). Abarca también, en nuestro criterio, el derecho a la intimidad, en 
tanto, determinadas informaciones podrían no resultar íntimas, pero sí privadas. El 
derecho a la intimidad, se ha definido como la facultad del ser humano a salvaguardar 
un determinado espacio con carácter exclusivo, un derecho del individuo a la soledad 
y "a tener una esfera reservada en el cual desenvolver su vida sin que la indiscreción 
ajena tenga acceso a ella103.  
El derecho a la libertad y la dignidad del hombre, resultan los más abarcadores 
y los que más se han transformado y debatido con el transcurso del tiempo. Resultan 
también los menos definidos, por lo que en este trabajo se reconoce el concepto de 
libertad en su sentido más amplio, como el derecho del ser humano de decidir 
 
103 Batle, Georgina, citado por García, Aristeo La protección de datos personales: derecho fundamental 
del siglo XXI. Un estudio comparado, Boletín Mexicano de Derecho Comparado, Vol. 40, No.120, 2007. Pag. 
743-778 
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libremente sus acciones, teniendo como único límite el respeto por el igual derecho 
que le asiste a sus semejantes, e incluye un amplio diapasón de libertades 
individuales, que transitan desde la libre circulación física, las formalidades y 
requisitos de la privación de libertad, el derecho a un juicio imparcial y la presunción 
de inocencia, a la libertad de pensamiento, conciencia, religión y opinión, hasta el 
derecho de reunión pacífica, libertad de asociación y la protección contra la injerencia 
arbitraria en la vida privada. 
La dignidad, por su parte, la entendemos como el máximo respeto con que 
deben ser tratados y que se le debe reconocer a los seres humanos, en todos los 
momentos de su existencia. 
Ambos derechos, resultan inherentes a la condición misma de humanidad, no 
pueden ser confundidos ni fusionados. Son derechos inalienables y son, a nuestro 
criterio, los derechos que amparan el derecho del ser humano de decidir sobre el 
acceso y destino de los datos de la persona física. 
Estos derechos no son absolutos y, como todo derecho, colindan con otros, 
igual de importantes y trascendentales, como la libertad de expresión y el derecho a 
ser informados. El respeto y las garantías que corresponden a estos últimos, frente al 
ejercicio de los primeros, habrán de ser valorados y ponderados en cada caso. 
La identificación de la libertad y la dignidad, como los derechos que 
fundamentan el derecho a decidir sobre el acceso y destino de los datos de la persona 
física, resulta importante, en tanto nos permite desarrollar el primer aspecto de la 
comparación: la categoría de derechos bajo cuya protección se reconoce el derecho 
del individuo sobre sus informaciones personales. 
 
El Reglamento lo cataloga como un derecho fundamental en su Considerando 
número uno (1), (Parlamento Europeo, EUR-Lex, 2016) invocando, además, el 
artículo 8, apartado 1, de la Carta de los Derechos Fundamentales de la Unión 
Europea (Estados, EUR-Lex, 2019) y el artículo 16, apartado 1, del Tratado de 
Funcionamiento de la Unión Europea (Estados, EUR-Lex, 2019), cuyas declaraciones 
coinciden plenamente y declaran que: “Toda persona tiene derecho a la protección de 
los datos de carácter personal que la conciernan” . 
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Por su parte, la Constitución de los EEUU, promulgada en 1787 y enmendada 
en 27 ocasiones, no reconoce expresamente el derecho humano a la libertad y la 
dignidad del individuo; ni el derecho a la privacidad, el  «right to privacy», (tan 
estudiado, debatido y teorizado en ese país desde 1890104); así como tampoco el 
derecho a la protección de los datos personales.  
El Tribunal Supremo de los EEUU ha declarado que todos se encuentran 
implícitos en las siguientes Enmiendas105, en virtud de las que se ha invocado y 
obtenido la protección de los datos personales: 
 
• Primera Enmienda: “El Congreso no hará ley alguna con respecto a la adopción de 
una religión o prohibiendo la libertad de cultos; o que coarte la libertad de expresión 
o de la prensa, o el derecho del pueblo para reunirse pacíficamente y para solicitar al 
gobierno la reparación de agravios”. Ejemplo de ello es el caso: NAACP v. Patterson, 
357 US 449 (1958), en que el Tribunal Supremo consideró que la divulgación de las 
listas de los miembros de una Asociación, infringía el derecho de libre asociación106; 
asimismo en el caso Sheldon v. Tucker, 364 US 479 (1960), declaró que brindar 
información sobre todas las Asociaciones a las que pertenecían los maestros, violaban 
el derecho de Asociación107; y en Gibson v. Florida Legislative Investigating 
Committee, 372, U.S. 539 (1963), aseveró que la divulgación de información 
contenida en la lista de miembros de una asociación violaban los derechos protegidos 
 
104 En ese año, los entonces abogados Louis Dembitz Brandeis y Samuel Dennis Warren II publicaron 
el famoso artículo “The Right to Privacy”, Harvard Law Review, vol. 4, núm. 5, págs. 193-220, Disponible 
en:https://www.cs.cornell.edu/~shmat/courses/cs5436/warren-brandeis.pdf, considerado uno de los artículos 
más influyentes en la historia de la ley estadounidense y comentado ampliamente por los estudiosos a lo largo 
de los años. Fue publicado en español bajo el título: “El derecho a la intimidad”, Edición de Benigno Pendás y 
Pilar Baselgas, Madrid, 1995. 
105 La Constitución de los Estados Unidos de América, Disponible en: 
https://www.wipo.int/edocs/lexdocs/laws/es/us/us181es. Consultado el 23 de abril de 2019. 
106 La sentencia se encuentra disponible en: https://www.loc.gov/item/usrep357449/. Consultada 23 de 
abril de 2019. 
107 La sentencia se encuentra disponible en:  https://www.loc.gov/item/usrep364479/. Consultada 23 
de abril de 2019. 
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por las Primera y Decimocuarta Enmiendas108.   
• Cuarta Enmienda: “El derecho del pueblo a la seguridad que sus personas, domicilios, 
papeles y efectos se hallen a salvo de pesquisas y aprehensiones arbitrarias, será 
inviolable, y no se expedirán órdenes, excepto con motivo probable, sustentados 
mediante juramento o promesa, y expresamente describiendo el lugar que será 
registrado y las personas o cosas que han de ser detenidas o incautadas”. Ejemplos: 
Katz v. United States, 389 U.S. 347 (1967) el Tribunal Supremo introdujo el concepto 
de: “expectativa razonable de privacidad”, valorando que las nuevas tecnologías, 
incluidas las búsquedas de información electrónica, pueden violentar las garantías 
establecidas en la Cuarta Enmienda109.  
• Quinta Enmienda: “…nadie será forzado a declarar en su propia contra en ningún 
juicio criminal; ni se le privará de la vida, libertad, o propiedad sin el debido proceso 
legal; ni se ocupará la propiedad privada para uso público sin una justa 
indemnización”, Ejemplo: Gouled v.United States, 255 U.S. 298 (l921), en esta 
sentencia, el Tribunal declaró que la Cuarta y Quinta Enmiendas debíanse interpretar 
libremente y, en consecuencia, consideró ilegal la búsqueda, por cualquier rama del 
gobierno, de documentos de una persona, sin su consentimiento110.  
• Décimo Cuarta Enmienda, Sección 1: “… Ningún Estado podrá dictar ni imponer ley 
alguna que limite los privilegios o inmunidades de los ciudadanos de los Estados 
Unidos; ni podrá Estado alguno privar a cualquier persona de la vida, libertad o 
propiedad sin el debido proceso legal; ni negar a cualquier persona que se encuentre 
bajo su jurisdicción igual protección de las leyes”. En este sentido es muy conocido 
el caso Whalen v. Roe, 429 U.S. 589, 599-600, 605 (1977), en el que el Tribunal 
reconoce la amenaza a la intimidad, que se deriva de la acumulación de grandes 
cantidades de información personal en bancos de datos automatizados u otros 
archivos del gobierno; pudiéndose inferir de la lectura de la sentencia, el criterio de 
 
108 La sentencia se encuentra disponible en: https://www.loc.gov/item/usrep372539/. Consultada 23 de 
abril de 2019. 
109La sentencia se encuentra disponible en:  https://www.loc.gov/item/usrep389347/ . Consultada 23 
de abril de 2019. 
110 La sentencia se encuentra disponible en: https://www.loc.gov/item/usrep255298/. Consultada 23 de 
abril de 2019. 
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que el derecho a la intimidad está basado en el concepto de libertad personal de la 
Decimocuarta Enmienda111.  
 
Se puede afirmar, entonces, como primer punto en la comparación, que 
mientras que en el Reglamento se cataloga expresamente como un derecho 
fundamental, el derecho del individuo sobre sus informaciones personales, en la 
regulación estadounidense no se encuentra declaración al respecto.  
Sin embargo, ello no es óbice para que pueda solicitarse y obtenerse la defensa 
del individuo, cuando se vulneren sus derechos por la obtención y uso indebido de 
informaciones personales, invocando la protección Constitucional a las libertades 
individuales afectadas con tal uso de información.   
Pero no es la Constitución el único amparo legal con el que cuenta la persona 
física en EEUU, para proteger sus informaciones personales; al respecto se han 
emitido Leyes Federales y Estatales como:  
 
• La Ley General de Protección de la Información Personal en Poder de las Agencias 
Federales de los Estados Unidos, Privacy Act, de 1974112: garantiza tres derechos 
primarios: el derecho de cada individuo a ver sus propios documentos, sujetos a las 
excepciones de la Ley de Privacidad, el derecho del individuo a corregir su 
documento, si el registro es incorrecto, irrelevante, inoportuno o incompleto, y el 
derecho a demandar al gobierno por violaciones a la Ley, incluyendo si el gobierno 
permite a otros ver tu documento personal, excepto si está específicamente permitido 
por la ley. 
• La Ley de Libertad de Información, Freedom of lnformation Act, 1974 (FOIA)113. 
Modificada en varias ocasiones, establece el proceso por el cual todo individuo puede 
solicitar acceso a registros o información de las Agencias Federales; como la 
Comisión para la Igualdad de Oportunidades en el Empleo, que están obligadas a 
 
111 La sentencia se encuentra disponible en: https://www.loc.gov/item/usrep429589/. Consultada 23 de 
abril de 2019.  
112 Ley de Privacidad de 1974, Disponible en: www.eeoc.gov/spanish/foia/index.html. Consultada 23 
de abril de 2019 
113 Disponible en: https://www.justice.gov/oip/blog/foia-update-freedom-information-act-5-usc-sect-
552-amended-public-law-no-104-231-110-stat. Consultado 26 abril de 2019. 
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divulgar sus archivos una vez hayan recibido una solicitud por escrito para la revisión 
de los mismos, excepto si los documentos solicitados están protegidos por una de las 
nueve excepciones y tres exclusiones contenidas en la Ley FOIA. La Ley FOIA no 
aplica a registros en poder del Congreso, los tribunales o gobiernos estatales y locales. 
(Congreso, Comisión para la igualdad de oportunidades de empleo, 2019).  
• Ley de los Derechos Educativos Familiares y Privacidad, Family Educational Rights 
and Privacy Act, 1974 (FERPA), que prohíbe la divulgación no autorizada de los 
datos personales incorporados a los registros de educación, y reconoce el derecho de 
los padres y tutores de acceder a los expedientes académicos, solicitar la modificación 
de los datos, dar su consentimiento antes de la divulgación de la información personal 
de los registros y de presentar una queja, ante la violación de tales derechos. 
(Congreso, 2019)  
• Ley del Derecho a la Privacidad Financiera, Right to Financial Privacy Act,  1978, 
(RFPA)114, relacionada con las informaciones que los registros financieros pueden 
facilitar a las autoridades y las formalidades para hacerlo.  
• Ley sobre la Política de las Comunicaciones por Cable, Cable Communication Policy 
Act (CCPA), 1984115, que protege la información de los usuarios de servicios por 
cable. 
• Ley de Protección de la Privacidad del Vídeo, Video Privacy Protection Act, 
(VPPA116), 1988, relativo al registro del alquiler o compra de videos, 
• Ley de Protección de los Usuarios de Servicios Telefónicos, Telephone Consumer 
Protection Act (TCPA), 1991117 protege la información personal de los usuarios de 
teléfonos  
• Ley de Protección de la Privacidad de los Conductores, Driver's Privacy Protection 
 
114Disponible en: https://www.govinfo.gov/content/pkg/CFR-2011-title31-vol1/pdf/CFR-2011-
title31-vol1-part14.pdf. Consultado 26 abril de 2019. 
115 Disponible en: https://www.congress.gov/bill/98th-congress/senate-bill/66. Consultado 26 abril 
de 2019. 
116 Disponible en: https://www.loc.gov/law/find/hearings/pdf/00183854811.pdf. Consultado 26 abril 
de 2019. 
117 Disponible en: https://www.fdic.gov/regulations/compliance/manual/8/viii-5.1.pdf. Consultado 26 
abril de 2019. 
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Act (DPPA), 1994118, relacionada con la información contenida en los registros de 
vehículos a motor, y otros. 
 
Por otra parte, las Constituciones estatales de Alaska, Arizona, California, 
Florida, Hawai, lllinois, Luisiana, Montana, Carolina del Sur y Washington, han 
protegido expresamente el derecho a la privacidad de sus ciudadanos (Saldañas, 
2007); y Estados como California, Massachusetts y Nueva York, han emitido Leyes 
Estatales como La Ley de Privacidad de las Comunicaciones Electrónicas de 
California del 8 de octubre de 2015, al respecto.  
Sumado a ello, la gran cantidad de precedentes judiciales que existen sobre el 
tema, cuyas doctrinas resultan obligatorias valorar, en casos similares. 
Por lo que resulta evidente, que mientras el Reglamento agrupa en un único 
cuerpo legal, toda la protección concedida en la Unión Europea a las informaciones 
personales de un individuo, en los EE.UU, resulta dispersa, sectorial, fragmentada, 
diversa; impidiendo así la elaboración de  definiciones y uniformidad en los alcances 
de protección. 
Define el Reglamento, de forma detallada qué se entenderá por datos 
personales119 y el alcance de dicha protección120, pero en los EE.UU, cada 
regulación jurídica, lógicamente, circunscribe los datos protegidos y el alcance de su 
protección, al especial objeto que regula, por lo que no resulta posible encontrar una 
definición genérica de datos personales y en consecuencia, el alcance que 
corresponde a dicha protección.  
 
118 Disponible en: https://www.govinfo.gov/content/pkg/USCODE-2011-title18/pdf/USCODE-2011-
title18-partI-chap123-sec2721.pdf. Consultado 26 abril de 2019. 
119 Son datos personales “toda la información relativa a una persona física identificada o cuya identidad 
pueda determinarse, directa o indirectamente, en particular mediante un identificador, como por ejemplo un 
nombre, un número de identificación, datos de localización, un identificador en línea o uno o varios elementos 
propios de la identidad física, fisiológica, genética, psíquica, económica, cultural o social de dicha persona Art. 
4.1 Reglamento  
120 Se protegerán lo datos personales respecto a:  cualquier operación o conjunto de operaciones 
realizadas sobre datos personales o conjuntos de datos personales, ya sea por procedimientos automatizados o 
no, como la recogida, registro, organización, estructuración, conservación, adaptación o modificación, 
extracción, consulta, utilización, comunicación por transmisión, difusión o cualquier otra forma de habilitación 
de acceso, cotejo o interconexión, limitación, supresión o destrucción. Art. 4.2 Reglamento  
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No consideramos que esta circunstancia resulte un gran perjuicio para la 
protección de los derechos objeto de nuestro análisis. Si bien es cierto, que las 
definiciones y las enumeraciones detalladas, resultan de una gran facilidad y 
certidumbre, cuando se ajustan al caso que pretendemos presentar, también ocurre, 
que la vida es más rica que la previsión del legislador más avezado; y cuando nuestro 
caso, extraño, improbable e imprevisto, se nos presenta, muy necesario resulta, 
entonces, tener la posibilidad de invocar la protección de un derecho  superior, más 
general y abarcador. 
No es posible obviar, las dificultades, el tiempo y los recursos monetarios que 
implica para los individuos presentar su caso ante la Corte Suprema de Justicia de los 
EE. UU, pero no resulta mucho más sencillo presentarlo ante el Tribunal de Justicia 
Europeo, pues ambos requieren agotar un conjunto amplio de procedimientos previos 
y cumplir determinados requisitos. 
Conclusiones 
El derecho a decidir sobre la obtención y uso de los datos personales es, a 
nuestro criterio, uno de los derechos individuales que integra el derecho del ser 
humano a la libertad y la dignidad, que, sin distinguir entre derechos humanos o 
fundamentales, son inalienables, inherentes a la condición humana. 
El Reglamento de la Unión Europea, lo reconoce como un derecho 
fundamental, autónomo, mientras que en los EE. UU, no se encuentra declaración al 
respecto, pudiendo encontrarse su protección en el amparo Constitucional a las 
libertades individuales de: libertad de Asociación, la inviolabilidad de la persona, el 
domicilio y la correspondencia, el derecho de no autoincriminarse, de debido proceso 
y otros derechos individuales.  
La existencia del Reglamento, como único cuerpo legal que regula la 
protección de las informaciones personales aporta certeza, orden, especialización en 
el proceso de la protección, sin que pueda obviarse la posibilidad de quedar excluido 
de su regulación algún presupuesto; en cuyo caso resulta útil y necesario el 
reconocimiento de este derecho como una de las libertades individuales que permiten 
al ser humano el ejercicio pleno de su derecho supremo a la libertad y la dignidad, 
que permitiría la defensa de tales derechos en otros ámbitos. 
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3.3 EL SISTEMA DE PROTECCIÓN DE LA PRIVACIDAD EN REINO UNIDO. LA 
DPA (UK DATA PROTECTION ACT) Y LA SITUACIÓN TRAS EL BREXIT 
Dentro del análisis comparativo de las normas adoptadas para la protección de la 
privacidad y tras haber analizado la situación de los Estados Unidos, haciendo especial 
hincapié en el Escudo de Privacidad aprobado en 2016 entre la Unión Europea y los Estados 
Unidos, conviene ahora centrarse en algunos países europeos que han adoptado una serie de 
normas que, desde muchos puntos de vista, pueden considerarse especialmente innovadoras 
en materia de privacidad y de políticas para la protección de los datos personales. 
En el caso del Reino Unido, existe un importante instrumento, que entró en vigor el 
1 de marzo de 2000, que regula específicamente la protección de los datos personales. Se 
trata de la Data Protection Act, aprobada por el Gobierno británico en 1998 para aplicar la 
Directiva 95/46/CE de la Unión Europea. Este documento es una ley que tiene como objetivo 
fundamental ampliar y reforzar el régimen relativo a la protección de los datos personales 
previsto por el anterior instrumento normativo, aprobado en 1984 y cuyo nombre era 
Telecommunications and Data Protection Act. 
Las normas elaboradas para la protección de la privacidad, que entraron en vigor en 
el año 2000, se completan con una serie de reglamentos de ejecución, 17 para ser exactos, 
que regulan hasta el mínimo detalle todo el proceso de aplicación de las normas de protección 
de la privacidad (Stanzione, 2004, p. 49 e ss.). 
Con la Data Protection Act, se amplía la protección de los datos personales también 
a algunos tipos de archivos manuales y se intensifica la protección del individuo, reafirmando 
una serie de principios, como el de la calidad del tratamiento, sobre todo en referencia a 
algunos datos considerados sensibles. Por otro lado, se establecen normas más claras relativas 
al procedimiento de transferencia de datos personales de los ciudadanos británicos fuera de 
la Unión Europea. 
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Para disponer de un mayor control que garantice un derecho fundamental de los 
ciudadanos británicos, la Data Protection Act refuerza los poderes de la autoridad garante de 
la protección de los datos personales121. Por lo que respecta a los principios específicos 
incluidos en este documento que entró en vigor en el año 2000, el primer punto fundamental 
que hay que destacar es la necesidad de garantizar una adecuación de la normativa británica 
en materia de privacidad, que estaba regulada por una ley de 1984, a las nuevas disposiciones 
establecidas por la Unión Europea en materia de privacidad mediante la Directiva 95/46/CE 
(Markesinis, O'Cinneide, Fedtke, & Hunter-Henin, 2012). 
En efecto, la normativa británica sobre privacidad se aplica exclusivamente a los 
datos personales de las personas físicas, a diferencia de la normativa italiana en materia de 
protección de datos personales, también establecida para aplicar las disposiciones de las 
normas comunitarias y que, en el artículo 1 de la Ley No. 675 de 1996, prevé la aplicación 
también en relación con las personas jurídicas, los organismos y las asociaciones. 
Según las disposiciones recogidas en el ordenamiento británico, las normas se aplican 
cada vez que se produce un proceso de tratamiento de los datos personales en territorio 
británico o en caso de que el individuo que efectúa el tratamiento de los datos personales no 
tenga su establecimiento dentro de territorio británico pero, para los fines del tratamiento de 
los datos personales, decide utilizar instrumentos que se encuentran dentro de dicho territorio 
británico (Stanzione, 2004, p. 49 e ss.). 
En la Data Protection Act, más concretamente en la segunda parte, se indican de 
forma expresa los derechos del interesado. Este tiene derecho a acceder a todos aquellos datos 
que le incumben directamente respetando lo establecido por la directiva de la Unión Europea 
y, además, también tiene derecho a oponerse al tratamiento de los datos personales en caso 
de que dicho tratamiento pueda suponerle un perjuicio. 
 
121 En este sentido, cabe recordar que, en 1984, la autoridad garante de la protección de los datos 
personales se denominaba Data Protection Registrar y que, posteriormente, con la entrada en 
vigor de la ley de 1998, el nombre se sustituyó por el de Data Protection Commissioner. Por 
último, desde el 30 de enero de 2001, la autoridad inglesa garante de la protección de los datos 
personales recibe el nombre de Information Commissioner. 
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Además, hay que hacer una aclaración sobre la norma relativa al consentimiento del 
interesado al tratamiento de los datos personales. Si bien en el ordenamiento jurídico italiano 
es la Ley No. 675 de 1996 la que establece que el tratamiento de los datos personales debe 
llevarse a cabo con el consentimiento del interesado, en el ámbito de la Data Protection Act, 
dicha aclaración no se incluye en el texto normativo sino en uno de los 17 anexos al texto de 
la ley, concretamente dentro del anexo 2. 
También según las disposiciones recogidas por la Data Protection Act, existe una 
verdadera obligación por parte del responsable del tratamiento de los datos personales de 
notificar a la autoridad inglesa garante de la privacidad sobre todos aquellos datos que 
directamente atañen al interesado, además de todas las medidas de seguridad adoptadas en 
respeto de la normativa vigente.  
A esto hay que añadir que la Data Protection Act especifica que, en el momento en el 
que el tratamiento de los datos personales resulte más bien perjudicial, el responsable del 
tratamiento de dichos datos personales no debe llevar a cabo el tratamiento hasta que la 
autoridad garante de la privacidad no haya analizado el caso y no haya presentado su propia 
notificación.  
Solo en el caso de que hayan transcurrido 28 días desde la fecha de la solicitud sin 
que el responsable del tratamiento de los datos personales haya obtenido una notificación de 
la autoridad garante, este puede llevar a cabo automáticamente el tratamiento de los datos 
que aparentemente son perjudiciales. 
Por lo que respecta al tratamiento de los datos sensibles, existe una importante 
diferencia entre las disposiciones recogidas dentro del ordenamiento jurídico italiano y las 
que se incluyen en la Data Protection Act. En efecto, en el ordenamiento jurídico italiano, 
como ya se especificó en la parte inicial del trabajo, para el tratamiento de los datos 
personales sensibles es necesario el consentimiento previo por escrito del interesado junto a 
una autorización de carácter preventivo por parte del garante de la privacidad, con la 
excepción de los datos personales relativos a la salud, para los que no es necesaria la 
autorización previa del garante de la privacidad, y los datos que se recaban durante el 
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ejercicio de la profesión de periodista, para los que no es necesario ni el consentimiento del 
interesado ni la autorización de la autoridad garante. 
 
En el ordenamiento jurídico británico, en cambio, se exige siempre el consentimiento 
del interesado en todos aquellos casos de tratamiento de datos sensibles. Como alternativa al 
consentimiento del interesado, existe el caso en el que el tratamiento de estos datos sensibles 
sea estrictamente necesario para cumplir una serie de obligaciones vinculadas al puesto de 
trabajo y para proteger los intereses fundamentales de otro individuo, o para fines de defensa, 
médicos o en el contexto de procedimientos jurídicos. 
También en este caso, dichas disposiciones no se incluyen en la Data Protection Act, 
sino que vienen recogidas en uno de los 17 anexos, concretamente en el anexo número 3. 
Las autoridades garantes de la protección de los datos personales previstas en la Data 
Protection Act son básicamente dos: el Data Protection Commissioner y el Data Protection 
Tribunal. El Data Protection Commissioner tiene como labor fundamental recibir todas las 
notificaciones de los responsables del tratamiento de los datos personales y se encarga de su 
inscripción para llevar un registro siempre actualizado de dichos responsables del tratamiento 
de los datos personales. 
Todas las informaciones que se recogen y que se incluyen en dicho registro pueden 
consultarse libremente por cualquier individuo y se puede solicitar una copia certificada del 
mismo si se abona una determinada suma. Por otra parte, el Data Protection Commissioner 
se ocupa del control preventivo de todas las notificaciones relativas al tratamiento de los 
datos y que podrían suponer perjuicios para los interesados. El Commissioner vigila la 
correcta aplicación de la ley relativa a la privacidad en territorio británico y, en caso de que 
se sospeche el incumplimiento de la Data Protection Act, puede notificárselo directamente a 
los interesados y tomar medidas de carácter disciplinario. 
Desde el 30 de enero de 2001, el Data Protection Commissioner vio cómo se 
incrementaban sus funciones y cómo se le asignaba el papel de garante de la libertad de 
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información dentro del Reino Unido (Korff, 2010). A partir de ese momento, el Data 
Protection Commissioner pasó a denominarse Information Commissioner. 
La segunda autoridad encargada de la protección de los datos personales en Gran 
Bretaña es el Data Protection Tribunal. Se trata de una autoridad formada fundamentalmente 
por jueces y no jueces que representan los intereses de las distintas partes que entran en 
conflicto. Este órgano se encarga, sobre todo, de conocer todas las controversias que llegan 
al Data Protection Commissioner. 
Por lo tanto, en Reino Unido, a diferencia de lo que ocurre en otros países miembros 
de la Unión Europea y de lo que sucede en territorio italiano, todas las competencias de 
carácter jurisdiccional relativas a los datos personales se atribuyen a un órgano que tiene 
carácter fundamentalmente judicial y, sobre todo, a un órgano distinto del que se encarga de 
efectuar el control sobre la aplicación de las normas estatales en materia de protección de los 
datos personales. 
En relación con la evolución de las normas sobre protección de la privacidad dentro 
del ordenamiento británico, resulta interesante analizar la ley sobre la conservación de los 
datos y sus facultades investigadoras, conocida como Data Retention and Investigatory 
Powers Act (DRIA) y aprobada por el Parlamento Británico en julio de 2014 (Lynskey, 
2015). Dicha ley fue aprobada con el objetivo de permitir a los servicios de seguridad 
británicos seguir teniendo acceso a todos los registros telefónicos y de Internet después de la 
derogación de una disposición específica que permitía tal acceso por parte del Tribunal de 
Justicia de la Unión Europea. 
A pesar de que la Data Retention and Investigatory Powers Act (DRIA) recibió 
numerosas críticas, sobre todo de algunos grupos como Open Rights and Liberty, que 
alegaban que se trataba de una ley que incumplía las normas de la Unión Europea en materia 
de protección de la privacidad, el Parlamento británico consiguió aprobarla. No obstante, a 
partir de noviembre de 2015, se comenzó a trabajar para actualizar dicha ley y se identificaron 
nuevas facultades de vigilancia y de investigación de los proveedores de servicios de Internet 
para permitir a las autoridades competentes del Reino Unido conservar una pista de la 
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actividad desarrollada por dichos proveedores para ofrecer dichos datos a las autoridades 
policiales. 
En efecto, la Data Retention and Investigatory Powers Act (DRIA) de 2014 permite 
a los servicios de seguridad, a través de la figura del Secretario de Estado, solicitar a los 
operadores públicos que utilizan datos personales conservar dichos datos para poder 
controlarlos. Por otro lado, se contempla la creación de un órgano de control específico para 
la privacidad encargado, de forma totalmente independiente, de comprobar que los servicios 
de seguridad apliquen de manera clara las disposiciones recogidas en el acto122. 
Por último, conviene hacer una observación con respecto a la situación de Gran 
Bretaña después del brexit en relación con la legislación en materia de protección de datos. 
El primer problema que se plantea es que el reglamento europeo de protección de datos 
personales (GUCE, Regolamento (UE) 2016/679 del Parlamento Europeo del Consejo del 
27 de abril de 2016 relativo a una efectiva protección de los sujetos en lo que respecta al 
tratamiento de sus datos personales, además de una libre circulación de esos datos y la 
derogación de la Directiva 95/46, 2016) deberá aplicarse antes de dos años, que es el plazo 
que necesita Gran Bretaña para salir definitivamente de la Unión Europea123. 
 
122 En agosto de 2014 entró en vigor, en Gran Bretaña, el reglamento para la conservación de los 
datos que completó las disposiciones introducidas por la Data Retention and Investigatory 
Powers Act (DRIA). La nueva regulación establece de forma expresa que un proveedor de 
servicios de comunicación debe conservar los datos personales solo en los casos indicados de 
forma explícita. Mientras tanto, siguieron apareciendo críticas al respecto. En concreto, el 4 de 
junio de 2014, dos diputados, Tom Watson y David Davis, presentaron un recurso contra dicha 
ley ante el Tribunal Supremo y defendieron la idea de que era incompatible no solo con la 
regulación británica en materia de derechos humanos, sino también con la Carta de los Derechos 
Fundamentales de la Unión Europea. Tras la presentación de dicho recurso, el 17 de julio de 
2015, el Tribunal Supremo británico declaró no legítimas las secciones 1 y 2 de dicha ley y 
suspendió su aplicación hasta el 31 de marzo de 2016. De este modo, se ofrecía a las autoridades 
competentes británicas el tiempo necesario para poder sacar adelante una legislación que fuese 
principalmente compatible con lo establecido por el derecho de la Unión Europea en materia de 
protección de la privacidad y de protección de los derechos humanos. 
123 A este respecto, hay que recordar que, según las disposiciones recogidas en el artículo 50 del 
Tratado de Lisboa, el Reino Unido debe establecer un acuerdo con la Unión Europea para su 
progresiva salida después de haber comunicado su intención de abandonar la Unión Europea. 
Como es natural, esto requiere un plazo de tiempo bastante largo que, por lo general, nunca será 
inferior a dos años. Esto supone que el 25 de mayo de 2018, fecha fijada para la entrada en 
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Según lo indicado, antes de su salida definitiva de la Unión Europea, Gran Bretaña 
tendrá que aplicar el reglamento europeo en materia de protección de datos personales, 
aunque sea durante un breve periodo de tiempo (Canetti, 2016). 
También conviene subrayar que, si se tiene en cuenta que muchas de las normas que 
se incluyen en el reglamento se aplican a organizaciones situadas en cualquier parte del 
mundo siempre y cuando se haga referencia a los datos personales de ciudadanos que 
pertenecen a la Unión Europea, dichas normas también se aplicarán a Gran Bretaña tras el 
brexit, con independencia de su salida de la Unión Europea.  
Tomando en consideración las disposiciones del reglamento europeo sobre protección 
de datos personales, a esto hay que añadir que todas las actividades comerciales que se 
desarrollen en el Reino Unido, si se corresponden con una empresa que tiene su sede en un 
país de la Unión Europea o, en cualquier caso, con personal que opera dentro de dicho 
territorio, deberán respetar las disposiciones recogidas en el reglamento de la Unión Europea.  
Por lo que respecta a la situación de Gran Bretaña después del brexit, son varias las 
hipótesis que se plantean sobre los posibles modelos de cooperación con la Unión Europea 
que puede decidir establecer. 
 
En concreto, parece posible la implantación de tres modelos distintos: el modelo 
europeo de libre intercambio —conocido como modelo noruego—, el modelo helvético y, 
como tercera posibilidad, un modelo relacional basado en una autonomía e independencia 
plenas. El primer modelo de cooperación posible que se contempla entre Gran Bretaña y la 
Unión Europea en la época posterior al brexit es el noruego, que está basado en el libre 
intercambio. Según este modelo, a pesar de haber abandonado la Unión Europea, el Reino 
Unido seguirá siendo miembro del Espacio Económico Europeo124. 
 
vigor del reglamento europeo de protección de datos personales, Gran Bretaña también deberá 
aplicar dicha normativa. 
124 El Espacio Económico Europeo se creó el 1 de enero de 1994 gracias a un acuerdo firmado en 
mayo de 1992 entre la Unión Europea y la Asociación Europea de Libre Comercio, y cuyo 
objetivo consistía en permitir a los países pertenecientes a esta última asociación participar en 
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De este modo, se permitiría a Gran Bretaña beneficiarse, incluso después del brexit, 
de los acuerdos de libre intercambio y permanecer en el mercado único europeo, si bien 
debería respetar algunas restricciones previstas por los acuerdos para los países no miembros 
de la Unión Europea125. 
Además, existe otra posibilidad para Gran Bretaña tras el brexit y es la implantación 
del modelo helvético. Conviene recordar que Suiza no es un Estado miembro de la Unión 
Europea ni del Espacio Económico Europeo y, a pesar de ello, forma parte de la Asociación 
Europea de Libre Comercio. Gracias a la participación en esta última organización, Suiza 
tiene la posibilidad de acceder al mercado único europeo mediante un acuerdo bilateral 
firmado con la Unión Europea. 
Con respecto a la protección de datos personales, cabe afirmar que Suiza cuenta con 
una normativa en materia de protección de datos muy similar a la adoptada por la Unión 
Europea, y este es el motivo por el cual todas las normas suizas correspondientes fueron 
consideradas suficientes por la Unión Europea para proteger a los ciudadanos comunitarios 
que tuviesen cualquier tipo de contacto con el Estado helvético, aunque esto es tema aparte, 
se debe considerar esta situación que permite el intercambio entre una nación no parte de la 
Unión Europea y esta comunidad de países. 
Tras el brexit, el Reino Unido podría adoptar una solución de estas características, es 
decir, podría establecer un acuerdo bilateral con la Unión Europea después de que la 
Comisión Europea verificase la idoneidad o no de la normativa inglesa en materia de 
protección de datos personales (Canetti, 2016). 
 
el mercado único europeo —que se basa en cuatro libertades: libre circulación de mercancías, 
de trabajadores, de servicios y de capitales— sin convertirse en miembro de la Unión Europea. 
Si se siguiese este primer modelo, se permitiría a Gran Bretaña colaborar con la Unión Europea 
dentro del mercado único europeo, aunque ya no fuese miembro de la Unión Europea. 
125 En este sentido, cabe hacer referencia a algunos países, como Islandia y Noruega que, a pesar 
de no ser Estados miembros de la Unión Europea, participan en el Espacio Económico Europeo 
y, por ello, han tenido que aplicar las dos directivas de la Unión Europea en materia de 
protección de datos personales y privacidad, en concreto, la Directiva 95/46/CE y la Directiva 
2002/58/CE. 
  
169 
No obstante, también existe una tercera posibilidad que consistiría en adoptar un 
modelo propio, es decir, actuar con plena autonomía e independencia. En efecto, tras el 
brexit, Gran Bretaña podría decidir establecer acuerdos bilaterales con la Unión Europea de 
forma totalmente independiente, lo que le daría plena libertad para elegir la regulación 
relativa a la protección de los datos personales. Aunque hay que remarcar: Como ya se ha 
indicado, esta no sería la solución más sencilla porque, cuando se trata de protección de datos 
personales, las autoridades de regulación y los tribunales de la Unión Europea no ven con 
buenos ojos a los países que adoptan una línea independiente con respecto a la normativa 
europea en dicha materia. 
En el caso concreto de que el Reino Unido decidiese no actualizar las normas internas 
sobre protección de datos personales que surgieron tras la aprobación, en 1998, de la Data 
Protection Act, se encontraría en una situación de incumplimiento de las normas previstas 
por el reglamento europeo de tratamiento de datos personales y, por consiguiente, debería 
establecer acuerdos oportunos con la Unión Europea para tratar de remediar dicha situación. 
Otro elemento que hay que tener en cuenta es el relacionado con la creación de un 
órgano adecuado formado por representantes de las autoridades de supervisión presentes en 
cada Estado miembro y que se estipula en la Directiva 95/46/CE. Con la entrada en vigor del 
reglamento europeo de protección de datos personales, este órgano recibirá el nombre de 
Comité Europeo de Protección de Datos y verá aumentados sus poderes, puesto que se 
encargará de la aprobación de los códigos de conducta y de todos los mecanismos de 
certificación, además de disponer de un papel clave en la resolución de las controversias 
surgidas con motivo de la aplicación de la normativa de la Unión Europea. Tras el brexit, 
Reino Unido quedará excluido de este importante organismo. 
Una situación así supondría un riesgo muy alto para las empresas británicas, ya que 
serán juzgadas necesariamente por un organismo supranacional, el Comité Europeo de 
Protección de Datos, en el que no tendrá ninguna función de toma de decisiones la autoridad 
de supervisión del lugar en el que tiene su sede la empresa, es decir, Gran Bretaña. Es más, 
tras el brexit, al no tener que aplicar el derecho de la Unión Europea, Gran Bretaña tampoco 
se verá obligada a aplicar la Directiva NIS (Network and Information Security Directive), lo 
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que tendrá importantes consecuencias sobre la cooperación, la seguridad y el intercambio de 
información.  
Así se termina la revisión de lo que sucedió con el Brexit y la protección de datos 
personales ante eventuales litigios que hagan necesario su uso, también se conoció que Gran 
Bretaña tiene una legislación sólida respecto a la protección de los datos personales de sus 
ciudadanos y de apoya en ella para protegerlos activamente. Ahora es momento de entrar a 
otra legislación en el tema de los datos personales: Holanda. 
 
 
 
3.4 LA DE WET BESCHERMING PERSOONSGEGEVENS (WBP): LA 
LEGISLACIÓN HOLANDESA EN MATERIA DE PROTECCIÓN DE DATOS 
Después de haber analizado las normas desarrolladas en materia de protección de la 
privacidad en Estados Unidos y Reino Unido, llega el momento de centrarse en la normativa 
holandesa sobre protección de datos personales y, en concreto, en la De Wet Bescherming 
Persoonsgegevens (WBP). 
La ley holandesa relativa a la protección de datos personales, la WBP, data del 6 de 
julio de 2000 y surge tras la revisión y el proceso de análisis de una ley anterior, la ley de 
registro de los datos de 1998 que se aprobó en los Países Bajos para aplicar la Directiva 
95/46/CE relativa a la transferencia de datos personales a terceros países. 
En 1989, el Gobierno holandés comenzó a utilizar un método de regulación de la 
privacidad muy similar al que se empleaba en Estados Unidos. Esta regulación establece una 
serie de códigos de conducta, sobre todo para el sector industrial, con procedimientos 
particulares destinados a conseguir la aprobación de dichos códigos. Se trata de una 
regulación que, durante el transcurso de los últimos veinte años, ha sido objeto de una 
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continua revisión y ejecución con el propósito de adaptase mejor a los cambios sociales 
(Bennett & Raab, 2006)126. 
Resulta evidente que la experiencia jurídica holandesa en materia de protección de 
datos personales ha generado un corpus especialmente completo sobre el enfoque 
colaborativo relativo a la protección de datos personales y, por ello, profundizar en la 
experiencia jurídica holandesa puede resultar especialmente importante para entender mejor 
cómo funciona la protección de los datos personales y la privacidad (Bennett Colin & 
Mulligan Deirdre, 2012; Hustinx Peter, 2002). 
Por ello, en el contexto de los Países Bajos, desde hace más de veinte años se utilizan 
códigos de conducta para sectores únicos de actividad que permiten proteger de forma 
adecuada la privacidad de los consumidores, basándose en lo que podría definirse como 
«gobernanza colaborativa» (Hirsch Dennis, 2013, p. 89 e ss.). 
En efecto, si tomamos como referencia la legislación sobre datos personales de 1989, 
esta representa una especie de estatuto europeo de primera generación que busca la 
protección de todos los datos personales incluidos dentro de las grandes bases de datos. Para 
intentar conseguirlo, la normativa holandesa se encargó de crear una agencia de regulación 
que recibió el nombre de Registratiekamer, un organismo destinado a controlar la aplicación 
de la ley por parte de los individuos destinatarios de ésta (Hirsch Ballin, 1995). 
La ley holandesa permitía a aquellos que, por motivos laborales, entraban en contacto 
con los datos personales incluidos en distintos archivos, utilizarlos de forma exclusiva para 
los fines para los que se habían recabado o, en cualquier caso, para fines que se considerasen 
compatibles con dicho objetivo. Pero era una época en que los avances tecnológicos todavía 
estaban retrasados e, inevitablemente llegaron nuevas formas de recopilar la información con 
el arribo de las Tecnologías de la Información y la Comunicación (TIC). 
 
126 En un periodo de aproximadamente 20 años, las autoridades holandesas han aprobado códigos 
para una veintena de sectores vinculados con la actividad industrial y la prestación de servicios, 
en concreto, para el sector de la banca, las compañías de seguros, los investigadores privados, 
las empresas farmacéuticas, las empresas de marketing, las oficinas de información comercial, 
las agencias de contratación de personal, los investigadores médicos y otros muchos sectores 
relacionados, en especial, con la industria y los servicios. 
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Pronto resultó evidente que la ley sobre privacidad de 1989 ya no era adecuada para 
hacer frente a las nuevas necesidades que se presentaban dentro de la sociedad holandesa y, 
como consecuencia de ello, las autoridades competentes comenzaron a trabajar para 
modificar esta normativa en materia de protección de datos personales adaptándola a las 
nuevas exigencias surgidas del desarrollo de la sociedad de la comunicación. 
En el año 2000, el Parlamento de los Países Bajos aprobó la nueva ley sobre 
protección de datos personales, que recibió el nombre de De Wet Bescherming 
Persoonsgegevens. Se trata de una ley promulgada para dar aplicación a la directiva europea 
sobre protección de datos personales del año 1995 y que se aplica también a la fase de 
tratamiento de los datos personales con el objetivo fundamental de proteger al consumidor 
final, que resulta ser la parte que más riesgo corre. Para ello, la ley holandesa del año 2000 
introduce también una figura concreta que es la autoridad de protección de datos personales, 
que recibe la denominación de College Bescherming Persoonsgegevens. 
Sin duda alguna, una de las novedades más importantes que incorpora la ley 
holandesa del año 2000 es la que establece una distinción entre un tratamiento aceptable y 
no aceptable de los datos. En concreto, para ser legalmente aceptable, según el derecho 
holandés, una operación de tratamiento de datos personales debe respetar una serie de 
principios y cumplir criterios bien precisos, a saber: los datos deben ser recopilados para fines 
bien definidos y, sobre todo, legales, deben ser pertinentes y adecuados, no excesivos en 
relación con los fines relativos al tratamiento y, por otro lado, los datos deben ser corregidos 
y conservados convenientemente. Todas las operaciones de tratamiento de los datos 
personales que no satisfacen directamente estos principios son consideradas ilegítimas según 
la ley holandesa (Hirsch Dennis, 2013, p. 114 e ss.). 
La ley holandesa de protección de datos personales ha experimentado reiteradas 
modificaciones con el objetivo de garantizar la aplicación de las nuevas directivas y 
disposiciones desarrolladas por la Unión Europea en materia de privacidad al derecho 
holandés. La última revisión de esta ley sobre protección de datos personales tuvo lugar el 
26 de marzo de 2008 y, gracias a ella, se pudieron aplicar todas aquellas disposiciones del 
derecho de la Unión Europea que todavía no se habían implementado en los Países Bajos (De 
Weed & Houthoff, 2010). 
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La De Wet Bescherming Persoonsgegevens (WBP) se encarga fundamentalmente de 
todo el procedimiento relacionado con la recopilación y el tratamiento de los datos de carácter 
personal, incluyendo también la posibilidad de eliminar dichos datos. Por lo que respecta a 
la autoridad que, dentro de territorio holandés, se encarga de la protección de los datos 
personales, esta recibe el nombre de College Bescheming Persoonsgegevens (CBP) y su labor 
fundamental consiste en supervisar todos los tratamientos de datos personales y garantizar la 
aplicación correcta de las normas previstas dentro del ordenamiento jurídico holandés. 
Otro de los papeles fundamentales que desarrolla dicha autoridad es el de imponer 
sanciones administrativas en caso de que un responsable del tratamiento de los datos 
personales lleve a cabo una conducta que no se adecue a una decisión adoptada por la propia 
autoridad. Esta autoridad estipula que, en territorio holandés, todos los datos personales 
pueden recogerse y tratarse únicamente para los fines legítimos y definidos, lo que implica 
que cualquier tratamiento de datos personales posterior que vaya más allá de las hipótesis 
expresamente previstas por ley no puede considerarse válido en ningún caso. Esto es una 
importante limitación para que los datos no se usen indiscriminadamente. 
La De Wet Bescherming Persoonsgegevens (WBP) también precisa que el 
tratamiento de los datos personales debe hacerse de forma transparente, por lo que existe una 
obligación por parte de todos aquellos que se encargan del tratamiento de los datos personales 
de facilitar a los interesados directos toda la información que se considere necesaria en 
relación con la utilización de dichos datos. 
Es de agregar también que las normas holandesas en materia de tratamiento de datos 
personales también contemplan una serie de sanciones que pueden imponerse en caso de 
infracción de las normas recogidas en la De Wet Bescherming Persoonsgegevens (WBP). 
Las sanciones pueden imponerlas directamente la autoridad encargada de controlar la 
correcta aplicación de las normas sobre privacidad, aunque también pueden solicitarlas las 
partes interesadas. 
Es por eso que, en caso de que la autoridad competente descubriese que se está 
produciendo una infracción de las normas holandesas sobre protección de datos personales, 
esta tiene la posibilidad de imponer una sanción administrativa que puede alcanzar un 
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importe de 4 000 euros en caso de que el responsable del tratamiento de los datos personales 
no haya notificado a la autoridad competente el tratamiento de dichos datos. Por otro lado, 
en el supuesto de que los datos de un individuo privado se hayan tratado incumpliendo las 
disposiciones recogidas por la De Wet Bescherming Persoonsgegevens (WBP), el interesado 
puede poner en marcha un proceso civil contra el responsable del tratamiento por tratar datos 
que lo atañen directamente sin su consentimiento previo. 
Además de las medidas de carácter civil, el legislador holandés establece una serie de 
medidas de tipo penal que se aplican, sobre todo, en caso de incumplimientos de notificación 
del tratamiento automatizado de los datos personales, en virtud de las disposiciones recogidas 
en el artículo 27 de la De Wet Bescherming Persoonsgegevens (WBP). 
También se prevén sanciones de carácter penal en caso de transferencias de datos 
personales fuera de la Unión Europea hacia terceros países que no presenten un nivel de 
protección adecuado, en virtud de las disposiciones del apartado 2 del artículo 78 de la De 
Wet Bescherming Persoonsgegevens (WBP), y en caso de quiebra de una empresa que no 
forme parte de la Unión Europea pero que, sin embargo, realice tratamientos de datos dentro 
del territorio holandés, según las disposiciones que estipula el apartado 3 del artículo 4 de la 
De Wet Bescherming Persoonsgegevens (WBP), por lo tanto, se tienen sanciones si se 
transfieren los datos personales sin autorización. 
 
Por otro lado, la ley holandesa otorga a la autoridad de vigilancia de la privacidad el 
derecho a poder poner en marcha investigaciones para determinar si un responsable concreto 
del tratamiento de datos personales actúa de conformidad o no con las disposiciones que 
estipula la ley holandesa en materia de tratamiento de los datos personales. Es más, la misma 
autoridad holandesa se encarga de publicar periódicamente en su página web todos los 
resultados de las investigaciones para que los usuarios tengan pleno conocimiento de quiénes 
son los responsables del tratamiento de los datos personales que incurren en infracciones y 
de qué tipo de infracciones se trata. 
Esta ley también incluyó una serie de disposiciones específicas referentes al 
tratamiento de los datos personales sensibles, sobre todo, de aquellos datos relativos a la 
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salud de los individuos. Según las disposiciones recogidas por el artículo 16 de la De Wet 
Bescherming Persoonsgegevens (WBP), existe una prohibición en los Países Bajos que 
impide tratar datos personales sensibles fuera de los límites expresamente establecidos por la 
ley. 
La ley holandesa también estipula una serie de normas específicas para aquellos casos 
de tratamiento de datos personales que contienen información de carácter financiero. En este 
caso, las normas de la ley que se está revisando, se coordinan con las disposiciones incluidas 
en la ley sobre vigilancia financiera que recibe el nombre de Wet op het financieel toezicht. 
En concreto, la ya citada ley holandesa establece que las empresas financieras deben 
incorporar una serie de medidas internas y de procedimientos particulares que permitan 
garantizar la protección del tratamiento de todas las informaciones de carácter personal que 
se registren de forma automática en relación con sus clientes. 
En caso de incumplimiento de las normas relativas al tratamiento de los datos 
personales por parte de los responsables del tratamiento de los datos personales que llevan a 
cabo actividades de carácter financiero, el legislador holandés prevé un endurecimiento de 
las sanciones administrativas. En concreto, las multas oscilan entre un mínimo de 10 000 
euros y un máximo de 4 millones de euros según la infracción en la que se incurra. 
Por otra parte, para los responsables del tratamiento de datos personales que se 
encargan de informaciones de carácter financiero, el legislador establece que su trabajo debe 
estar bajo la supervisión de dos autoridades administrativas: el banco central de los Países 
Bajos (De Nederlandshe Bank) y la autoridad de supervisión de los mercados financieros 
(Autoriteit Financiele Markten). 
Por último, según las disposiciones del artículo 25 de la De Wet Bescherming 
Persoonsgegevens (WBP), se pueden adoptar también códigos de conducta para los 
responsables de los tratamientos de datos personales. En concreto, en los Países Bajos, los 
institutos financieros están vinculados a un código de conducta concreto que se denomina 
Gedragscode Verwerking Persoonsgegevens Finalciele Instellingen (De Weed & Houthoff, 
2010).  
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Por lo tanto, se aprecia una legislación sólida en Holanda que protege activa y 
efectivamente los datos personales e, incluso los financieros para el beneficio de sus titulares, 
teniendo así un país que ha avanzado y evolucionado en la protección de datos para proteger 
a sus personas físicas y también a sus empresas. Ahora hay que ver otros ordenamientos de 
Europa, ya que permiten seguir abundando en cuanto al mejor entendimiento de la protección 
de la privacidad y su importancia como derecho fundamental en la sociedad actual, basada 
en la información. 
 
3.5 EL CÓDIGO ITALIANO EN MATERIA DE PROTECCIÓN DE DATOS 
PERSONALES Y LAS NORMATIVAS DE LOS GARANTES EN ITALIA, 
FRANCIA Y ALEMANIA 
Para poner punto final a este quinto capítulo, que está dedicado específicamente al 
análisis de las normas adoptadas por algunos países en materia de protección de datos 
personales, como Estados Unidos, Países Bajos y Gran Bretaña, el trabajo se centra en el 
ordenamiento jurídico italiano y se concentra principalmente en el código adoptado en Italia 
para la protección de la privacidad. Asimismo, profundiza en el papel clave que desempeña 
la autoridad garante de la privacidad, cuyas funciones se incluyen en dicho código, y 
establece una comparación con la función que cumplen los garantes de otros ordenamientos 
jurídicos, como el alemán y el francés. 
El 1 de enero de 2004, entró en vigor en Italia el código de privacidad, que recopila, 
en un único texto simplificado, muchas de las disposiciones que ya estaban en vigor e 
introduce una serie de innovaciones importantes destinadas fundamentalmente a simplificar 
el cumplimiento de las obligaciones previstas en materia de información, consentimiento y 
notificación. Se trata de un intento de facilitar la regulación relativa a la protección de los 
datos personales y de simplificar los procedimientos correspondientes. 
Por lo tanto, el código de privacidad constituye el texto único de las disposiciones en 
materia de protección de datos personales y se aprobó mediante el Decreto Legislativo No. 
  
177 
196 del 30 de junio de 2003, publicado en el Boletín Oficial de la República Italiana del 29 
de julio de 2003.127 
En efecto, el texto único o código sobre privacidad se encarga fundamentalmente de 
reordenar toda la regulación sobre tratamiento de datos personales, teniendo en cuenta las 
leyes, decretos y códigos deontológicos que se habían ido implantando dentro del 
ordenamiento jurídico italiano a lo largo de los años. Durante la elaboración del código de 
privacidad, el legislador italiano trató principalmente de simplificar todas las normas que ya 
estaban en vigor y de conseguir que fuesen más eficaces, sobre todo en términos de 
notificación, consentimiento e información. 
El código de privacidad está formado por 186 artículos divididos en tres partes 
distintas. Los artículos del 1 al 45 incluyen una serie de disposiciones de carácter general que 
regulan las normas fundamentales sobre tratamiento de datos personales. La segunda parte, 
que abarca los artículos que van del número 46 al número 140, contiene diversas 
disposiciones particulares relativas a los tratamientos de datos personales más específicos 
que integran las disposiciones de la primera parte. Por último, los artículos de los números 
141 a 186 comprenden disposiciones sobre medidas de protección que el interesado puede 
poner en marcha para protegerse en caso de que se produzca un tratamiento ilícito de sus 
datos personales, así como un sistema de sanciones. 
Además, se incluyen tres anexos distintos que acompañan al código: un primer anexo, 
marcado con la letra A, que contiene los códigos de deontología; un segundo anexo, marcado 
con la letra B, que regula las medidas mínimas de seguridad; y un tercer anexo, marcado con 
la letra C, que incluye la lista de todos los tratamientos de datos personales puestos en marcha 
dentro del ámbito judicial y para fines policiales (Fondazione Pacioli, 2004, p. 4 e ss.). 
 
127 En este sentido, conviene precisar que el Decreto Legislativo No. 196 del 30 de junio de 2003, 
que condujo a la aprobación del código sobre privacidad, emanó de una ley de habilitación, la 
Ley No. 127 del 24 de marzo de 2001. En concreto, el artículo 1 de dicha ley de habilitación 
estipula que el gobierno debe emitir un texto único, que incluya las disposiciones en materia de 
protección de las personas y de otros individuos con respecto al tratamiento de los datos 
personales, y que debe coordinarlo con todas las normas vigentes hasta ese momento y llevar a 
cabo todas las inclusiones y modificaciones que se consideren necesarias para aplicar de forma 
concreta el citado código. 
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Por lo que se refiere al contenido del código sobre privacidad, la primera parte incluye 
una serie de disposiciones de carácter general y se abre con el artículo 1, que hace referencia 
expresa al derecho a la protección de los datos personales.  
En este sentido, resulta interesante destacar que, en este primer artículo, existe una 
importante novedad con respecto a lo que sucedía en el pasado, y es que el código ofrece una 
definición de derecho a la protección de los datos personales que la califica de verdadero 
derecho de la persona y que estipula que «toda persona tiene derecho a la protección de los 
datos personales».  Por lo tanto, de este modo, el derecho a la privacidad se incluye dentro 
de los derechos tradicionales de la personalidad, como el derecho al nombre, el derecho a la 
intimidad y el derecho a la imagen. 
Es por eso que el código de privacidad establece, en este sentido, que cualquier 
individuo, persona física o persona jurídica puede ejercer un derecho protegido directamente 
por ley (Vanni Di San Vincenzo, 2012, p. 55 e ss.)128. 
Siguiendo con el análisis de la primera parte del código, el artículo 2 hace referencia 
al tipo de datos que son objeto de protección y, en este caso, establece una distinción, que ya 
se hacía dentro del ordenamiento jurídico italiano gracias a la Ley No. 675 de 1996, que 
diferencia entre datos ordinarios y datos de carácter sensible. 
El artículo 4 del código define los datos sensibles como todos aquellos datos que, en 
sí mismos, son adecuados para facilitar información sobre el origen racial y étnico de un 
individuo o que, en cualquier caso, ofrecen información sobre convicciones religiosas o 
filosóficas, sobre opiniones políticas o sobre la afiliación a un partido político, a un sindicato, 
a una asociación o a una organización de carácter político, religioso y sindical, así como la 
información sobre la vida y la orientación sexual o sobre el estado de salud del individuo. 
 
128 En relación con este punto, conviene indicar que el artículo 1 del código de privacidad constituye 
casi una reproducción fiel de lo estipulado dentro del artículo 8 de la Carta de los Derechos 
Fundamentales de la Unión Europea, que se aprobó en Niza el 7 de diciembre de 2000, y en el 
que se recoge que «toda persona tiene derecho a la protección de los datos de carácter personal 
que la conciernan». 
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Todos los datos que no se incluyen en esta categoría especial de datos sensibles 
definida por el artículo 4 del código se consideran datos ordinarios. Es decir, para identificar 
los datos ordinarios se lleva a cabo un proceso de exclusión, que lleva a establecer que todos 
aquellos datos que no formen parte de la lista de datos sensibles pueden considerarse datos 
de carácter ordinario129. En el caso de las modalidades de tratamiento de los datos, el código 
de privacidad mantiene invariable la modalidad de tratamiento de los datos con respecto a la 
regulación anterior, que se estableció en el artículo 9 de la Ley No. 675 de 1996, sobre esto, 
el código determina que los datos personales deben tratarse de forma lícita, recopilarse y 
registrarse solo para fines considerados legítimos, claros y determinados. A esto hay que 
añadir que todos los datos recogidos se actualizan de forma periódica si así se considera 
necesario. 
Por lo tanto, los datos personales que son objeto de tratamiento deben ser 
necesariamente pertinentes y completos y, en cualquier caso, deben responder estrictamente 
a los fines para los que dichos datos fueron recopilados y tratados. Este código estipula 
también que los datos recogidos deberán conservarse de tal forma que pueda realizarse una 
identificación rápida e inmediata del interesado y que se guardarán durante un periodo de 
tiempo que, en ningún caso, puede superar el estrictamente necesario para los fines para los 
que dichos datos fueron tratados. 
En lo relativo al objeto y al ámbito de aplicación de las disposiciones del código 
italiano de privacidad, resulta de gran importancia citar el contenido del artículo 5, que 
establece que el código alude específicamente al tratamiento de los datos personales también 
en caso de que estos datos se encuentren en un país extranjero y de que el tratamiento lo 
 
129 Por lo que respecta a la distinción entre datos ordinarios y datos sensibles, conviene señalar otro 
aspecto interesante y es que, según las disposiciones que se recogen en el artículo 17 del Decreto 
Legislativo No. 126 de 2003, se puede identificar otra categoría de datos. En efecto, este artículo 
estipula que «el tratamiento de los datos que no se consideran datos sensibles ni datos judiciales 
y que presenta riesgos específicos para los derechos y libertades fundamentales, así como para 
la dignidad del interesado, en relación con la naturaleza de los datos y las modalidades del 
tratamiento o con las consecuencias que pueda tener, está permitido siempre que se respeten las 
medidas y mecanismos de garantía del interesado pertinentes». En efecto, con esta disposición 
se identifica una especie de categoría intermedia entre la correspondiente a los datos sensibles 
y la de los datos ordinarios. Por lo tanto, en este caso, es la autoridad garante de la privacidad 
la que debe estipular una serie de medidas para garantizar el tratamiento de este tipo de datos 
concreto. 
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realice un individuo que está establecido dentro de territorio italiano o, en cualquier caso, 
que se encuentre dentro de un territorio que pueda considerarse sujeto a la soberanía del 
Estado. 
A todo esto, el mismo artículo 5 añade que el código se aplica también en aquellos 
casos en los que un individuo que está establecido en un país que no pertenece a la Unión 
Europea utiliza para el tratamiento de los datos personales una serie de instrumentos, de tipo 
electrónico o de cualquier otro tipo, que se encuentran dentro del territorio del Estado 
italiano. En este caso, el código estipula que el responsable del tratamiento debe designar un 
representante que esté establecido dentro del territorio del Estado italiano para garantizar la 
aplicación de todas las normas relativas al tratamiento de los datos personales. 
En lo relativo a la información sobre la privacidad, el artículo 7 del código confirma 
lo estipulado anteriormente en el artículo 13 del Decreto Legislativo No. 196 de 2003, es 
decir, la existencia de una obligación de informar al interesado en el momento en el que dicho 
individuo facilita sus datos personales sea cual sea el motivo. Este informe para el individuo 
debe incluir los fines del tratamiento de los datos personales, la modalidad de tratamiento y 
el carácter opcional u obligatorio de la concesión de los datos. 
Es más, el individuo interesado debe ser informado obligatoriamente también sobre 
la posibilidad que tiene de ejercer el derecho de acceso a dichos datos, sobre el modo en el 
que puede llevar a cabo la actualización, inclusión o posterior rectificación o la supresión 
definitiva de los mismos. 
Por lo que respecta al consentimiento al tratamiento de los datos personales, cabe 
señalar que el interesado del tratamiento de los datos personales debe prestar su 
consentimiento al tratamiento de dichos datos después de haber recibido toda la información 
relativa a sus derechos y a las formas de ejercer dichos derechos. Es por eso que, según lo 
estipulado en el artículo 23 del código de privacidad, el consentimiento debe concederse por 
escrito en general y, en el caso de datos sensibles, debe manifestarse también por escrito. 
Para aclarar mejor el modo en el que se presta el consentimiento, el siguiente artículo 
del Decreto Legislativo No. 196 de 2003, el 24, incluye una lista con todos los casos en los 
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que el tratamiento de los datos personales puede efectuarse sin que el interesado haya 
prestado su consentimiento de manera explícita. 
Entre los supuestos que recopila el artículo 24 se encuentra el caso en el que el 
tratamiento de los datos personales resulta indispensable para el cumplimiento de una 
obligación prevista por una norma del Estado italiano o por un reglamento aprobado por la 
Unión Europea. 
Otra hipótesis que se contempla en este mismo artículo es la relativa al caso en el que 
el tratamiento de los datos resulta imprescindible para ejecutar obligaciones que derivan 
directamente de un contrato al que el individuo ya haya dado anteriormente su 
consentimiento. En ese caso, no es necesario un nuevo consentimiento por parte del 
interesado. 
El artículo 24 del código también estipula otro supuesto, y es el que se refiere al 
tratamiento de datos personales correspondiente a una serie de datos extraídos de registros 
públicos o de otros documentos que sean de dominio público y a los que todo el mundo puede 
acceder. Este código también contiene una serie de indicaciones sobre el proceso de 
autorización del tratamiento de los datos personales. En referencia a esto, el artículo 26 del 
código determina que, tras la prestación del consentimiento, en aquellos casos en los que el 
tratamiento de los datos aluda a datos sensibles, es necesario contar con una autorización 
específica por parte del garante de la privacidad (Fondazione Pacioli, 2004, p. 7 e ss.). 
El garante de la privacidad debe comunicar su decisión sobre la solicitud de 
autorización del tratamiento en un plazo máximo de 45 días. Si no se recibe una respuesta 
transcurrido dicho plazo, se considerará que la petición queda automáticamente rechazada. 
En el momento en el que concede la autorización, el garante de la privacidad también 
puede establecer una serie de medidas que deberán adoptarse para la protección del 
interesado y, en ese caso, será el responsable del tratamiento quien deberá adoptarlas. 
Conviene precisar que el código identifica dos casos distintos en los que no es necesaria 
ninguna autorización por parte del garante de la privacidad. 
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El primer caso se corresponde con el tratamiento de los datos personales relativos a 
individuos que se adhieren a una confesión religiosa, en cuyo caso, son los propios órganos 
religiosos los que se encargan del tratamiento de los datos personales. En el segundo caso, 
atañe al tratamiento de los datos personales de individuos que hayan decidido afiliarse a una 
asociación sindical profesional. 
El código de privacidad incluye una serie de indicaciones sobre el comportamiento 
que debe llevar a cabo el responsable del tratamiento de los datos personales. A este respecto, 
el artículo 28 del código estipula que el responsable del tratamiento puede definirse como la 
persona jurídica, la entidad, el organismo o la administración pública que ejerce un poder de 
decisión independiente en relación con los fines y las modalidades de tratamiento de los datos 
personales.  
Por otra parte, según las disposiciones recogidas en el artículo 29 del código, el 
responsable del tratamiento tiene la posibilidad de identificar uno o varios responsables a los 
que encargar tareas bien precisas, todo ello a través de un acto escrito, como es natural.  
Otra figura que identifica el legislador dentro del código de privacidad, en concreto 
en el artículo 30, es la del gestor del tratamiento que, de forma específica, se ocupa de todas 
las operaciones relativas al tratamiento de los datos personales bajo el control directo del 
responsable y el encargado del tratamiento de los datos personales. 
 
Un aspecto especialmente relevante dentro del código de privacidad es el que se 
corresponde con las medidas y las obligaciones sobre seguridad. En efecto, el texto único del 
año 2003 identifica nuevas medidas de seguridad que tienen como objetivo fundamental 
garantizar un nivel de protección más alto para los individuos privados en el momento en el 
que se hace referencia al tratamiento de sus datos personales. 
El primer artículo que conviene tomar como referencia es el 31, que establece una 
serie de obligaciones de seguridad que corresponden al responsable del tratamiento de los 
datos personales y cuyo objetivo fundamental, en estas circunstancias, es el de adoptar una 
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serie de medidas preventivas y posteriores para reducir al mínimo los riesgos vinculados con 
la pérdida o destrucción de los datos sometidos al tratamiento. 
Los artículos posteriores, en concreto los que van del número 33 al 36, recogen con 
detalle todas aquellas medidas de seguridad que el responsable del tratamiento de los datos 
personales debe adoptar para garantizar este nivel mínimo de seguridad. 
En particular, se hace referencia a la adopción de procedimientos de gestión de las 
credenciales de autenticación, a las medidas mínimas de seguridad relativas al uso del sistema 
de autorización, a la necesaria actualización periódica de los datos, a la necesidad de proteger 
los instrumentos electrónicos para evitar que se produzcan tratamientos ilícitos y a la 
adopción de una serie de procedimientos de seguridad para custodiar las copias de datos y 
restaurarlas cuando se produzcan posibles problemas. Esta ley tiene esa particularidad, 
agregar seguridad en las entidades que utilizan los datos para que no cualquier persona pueda 
acceder a ellos y se haga mal uso de la información contenida. 
En el caso de tratamientos de datos personales que no prevean el uso de medios 
electrónicos, por lo que respecta a las medidas de seguridad, se hace referencia al anexo B 
del texto único en el que se estipula una actualización periódica de los datos, procedimientos 
concretos para custodiar todos las actas y documentos en papel, así como una serie de 
procedimientos para la conservación de las actas dentro de los archivos. 
El garante desempeña un papel fundamental, sobre a través del proceso de 
notificación, a la hora de garantizar la seguridad de los procedimientos que deben llevarse a 
cabo con respecto al tratamiento de los datos personales. Esta notificación al garante puede 
definirse como un acto mediante el que un individuo indica al garante todos aquellos 
tratamientos de datos personales que tiene previsto llevar a cabo para una finalidad concreta.  
En este sentido, conviene subrayar que, a diferencia de la anterior normativa, el 
código de privacidad establece una gran simplificación de todos los procedimientos 
necesarios para llevar a cabo la notificación de los tratamientos al garante; es más, mientras 
que la normativa anterior estipulaba la obligación de notificación a todos aquellos individuos 
que no quedaban eximidos de forma explícita por la norma, el actual artículo 37 del código 
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da la vuelta a esta regla e indica solo los casos en los que los responsables del tratamiento 
deben llevar a cabo necesariamente la notificación. 
Por su parte, el siguiente artículo del código, el 38, también simplifica la modalidad 
a través de la cual se efectúa la notificación, que puede transmitirse por vía telemática 
utilizando un único modelo que determina el garante de la privacidad y que puede 
descargarse en el sitio web oficial del garante.130 De este modo, todos los procedimientos 
serán notificados de forma válida si se realizan a través del módulo puesto a disposición por 
el garante y siguiendo los procedimientos incluidos en el sitio web de dicho garante para la 
suscripción con firma digital (Fondazione Pacioli, 2004, p. 9 e ss.). 
 La segunda parte del código sobre privacidad contiene una serie de normas y 
obligaciones específicamente destinadas a los profesionales. En esta sección se establece que 
todos aquellos que se ocupan del tratamiento de datos personales, es decir, empresas, 
asociaciones, profesionales y administraciones públicas deben adaptarse al contenido que 
recoge el texto único sobre privacidad.  
Para adaptarse a la nueva normativa sobre privacidad, estos individuos deben designar 
algunas figuras previstas de forma expresa por la ley, como el responsable del tratamiento de 
los datos y el encargado del tratamiento de los datos, que pueden ser también la misma 
persona. Por otra parte, también deben contar con una serie de sistemas de protección 
informática que permitan proteger los ordenadores de todos los riesgos relacionados con la 
posible presencia de virus. 
Por otro lado, las personas que se ocupan del tratamiento de datos personales deberán 
adoptar también una serie de medidas físicas para proteger los locales en los que se conservan 
los datos. Todos estos datos deben documentarse en el documento programático sobre 
seguridad y sobre esto también trata el código de privacidad. Según se estipula en el artículo 
 
130Los términos previstos para la transmisión telemática de la notificación son básicamente dos: 
para todas aquellas actividades ya desarrolladas antes del 1 de enero de 2014, la transmisión 
por vía telemática de la notificación debía hacerse antes del 30 de abril de 2004; en cambio, 
para todas aquellas actividades de tratamiento de datos personales puestas en marcha después 
del 1 de enero de 2004, la transmisión por vía telemática de la notificación deberá realizarse 
antes del comienzo del tratamiento. El modelo para la notificación al garante puede descargarse 
en la siguiente página web: https://web.garanteprivacy.it/rgt/NofificaTelematica.php.  
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34 del código de privacidad, una de las medidas de seguridad obligatorias que deben adoptar 
todos los responsables del tratamiento de datos con la ayuda de medios electrónicos consiste 
en elaborar un documento específico: el documento programático sobre seguridad. 
El documento programático sobre seguridad debe redactarse antes del 31 de marzo 
de cada año y debe incluir, de forma obligatoria, una serie de datos, a saber: la lista de los 
tratamientos de datos personales, un análisis claro y completo de todos los riesgos presentes, 
la lista de todos los individuos entre los que se realiza el reparto de las tareas y las 
responsabilidades en relación con el tratamiento de los datos personales, la identificación de 
cursos de formación adecuados y periódicos para todas aquellas personas que se encargan 
del tratamiento de los datos personales, y la descripción clara y detallada de todos los criterios 
que se van a adoptar para garantizar la adopción de las medidas mínimas de seguridad en 
caso de que el tratamiento de los datos personales se encargue a terceros. 
En el supuesto de que no se respeten todas las medidas previstas en el código de 
privacidad, el propio código se encarga también de establecer las sanciones, que van de un 
mínimo de 3 000 euros a un máximo de 50 000 euros, existiendo también la posibilidad de 
imponer penas de cárcel de hasta un máximo de tres años. Según las disposiciones recogidas 
en el código, en la tabla que aparece a continuación se indican los tipos de sanciones que se 
aplican para las infracciones de carácter civil y las infracciones de tipo penal. 
 
INFRACCIONES CIVILES SANCIONES PREVISTAS 
POR EL CÓDIGO 
Art. 161 Omisión o información 
no adecuada 
Sanción de 3 000 euros a 18 000 
euros 
Art. 161 Omisión de información 
de datos sensibles o judiciales o en caso 
de tratamientos que presenten riesgos 
específicos. 
Sanción de 5 000 euros a 30 000 
euros 
Art. 163 Omisión o notificación 
incompleta al garante 
Sanción de 10 000 euros a 60 000 
euros 
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Art. 164 Omisión de información 
o presentación de los documentos 
solicitados por el garante  
Sanción de 4 000 euros a 24 000 
euros 
  
INFRACCIONES PENALES SANCIONES PREVISTAS 
POR EL CÓDIGO 
Art. 167 Tratamiento ilícito de los 
datos personales 
Pena de prisión de 6 meses a 3 
años o pago de una suma de dinero que 
deberá regularizarse en el plazo previsto 
que no puede ser superior a 6 meses 
Art. 168 Falsedad en las 
declaraciones y notificaciones al garante 
Pena de prisión de 6 meses a 3 
años 
Art. 169 Omisión de la adopción 
de medidas mínimas de seguridad 
Pena de prisión de hasta 2 años y 
sanción administrativa correspondiente a 
una cantidad de 10 000 a 50 000 euros. 
Art. 170 Incumplimiento de las 
medidas estipuladas por el garante 
Pena de prisión de 3 meses a 2 
años 
 
Según las disposiciones incluidas en el propio artículo 186, el 1 de enero de 2004 
constituye no solo la fecha de entrada en vigor del código, sino también el plazo final para la 
adaptación a las nuevas disposiciones previstas dentro del mismo, aunque se tuvo una 
excepción. La única excepción es la relativa a las medidas mínimas de seguridad que, según 
se estipula en el artículo 180 del código, pueden adoptarse hasta el 30 de junio de 2004 
(Fondazione Pacioli, 2004, p. 13 e ss.). 
Para poner punto final a este apartado dedicado a Italia, resulta conveniente analizar 
el papel clave que desempeña la autoridad garante de la protección de datos personales que 
se especifica de forma expresa dentro del código de privacidad, sobre todo para garantizar el 
respeto de las normas del código de protección de datos personales (Decreto legislativo n.169 
del 30 giugno 2003). 
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En concreto, hay que tener en cuenta el contenido del artículo 153 del código, que 
incluye al garante de la protección de datos personales dentro de las autoridades y determina 
que se trata de un órgano que opera con plena autonomía e independencia, tanto en lo que se 
refiere al juicio como al proceso de evaluación. Se está así ante un órgano colegiado formado 
por cuatro miembros, dos de ellos elegidos por la Cámara de Diputados italiana y dos por el 
Senado de la República. Los miembros de este órgano garante de la privacidad deben ser 
personas con competencias en materia de derecho e informática y son estos mismos 
miembros los que eligen un presidente que se encarga de coordinar las actividades del 
garante. 
Los miembros de la autoridad garante asumen cargos de siete años de duración y no 
pueden ser reelegidos. Según las disposiciones incluidas en el artículo 153, apartado 2, del 
código de privacidad, el actual colegio fue elegido por el Parlamento italiano el 6 de junio de 
2012 y se constituyó oficialmente el 19 de junio de 2012131. 
Las actividades que lleva a cabo la autoridad garante de la protección de los datos 
personales se especifican en el artículo 154 del código sobre protección de datos personales. 
En concreto, el garante se encarga de controlar los tratamientos de datos personales para 
comprobar que se llevan a cabo respetando las normas vigentes de conformidad con las 
estipulaciones sobre notificación, además de analizar todas las reclamaciones y 
recomendaciones presentadas. 
Otra labor importante que desempeña el garante consiste en indicar a las autoridades 
competentes, en concreto al Parlamento y al Gobierno italianos, la necesidad de establecer 
normas específicas en aquellos sectores que presentan lagunas. Por otro lado, el garante se 
encarga de conseguir que todo el mundo conozca las normas fundamentales sobre tratamiento 
de datos personales y denuncia todas aquellas situaciones que pueden considerarse delictivas 
y que, por consiguiente, deben procesarse. 
 
 
131 En la actualidad, la autoridad garante de la privacidad italiana está formada por los siguientes 
miembros: Antonello Soro, en calidad de presidente; Augusta Iannini, como vicepresidenta; y 
Giovanna Bianchi Clerici y Lucia Califano, en calidad de miembros.  
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Este sujeto prepara también un informe anual específico en el que describe, de forma 
detallada, todas las actividades que se han desarrollado, prestando especial atención al estado 
de implementación del código de privacidad. Dicho informe se envía al Parlamento y al 
Gobierno italianos antes del 30 de abril de cada año. 
Por otro lado, al garante de la privacidad se le hace llegar una copia de todas las 
medidas que ha implantado la autoridad judicial competente con respecto a las sanciones que 
hay que aplicar en virtud del código para que pueda consultarlas. Durante el desarrollo de 
sus actividades, el garante de la protección de datos personales cuenta con la ayuda de otro 
órgano, regulado por el artículo 155 del código de protección de la privacidad, que es la 
oficina del garante. Además, en la oficina del garante existe la figura del secretario general, 
que es elegido por los magistrados ordinarios y administrativos, que se encarga de coordinar 
toda la actividad de la oficina. 
Según lo dispuesto en el artículo 157 del código de privacidad, para llevar a cabo las 
labores que le corresponden, el garante tiene la posibilidad de solicitar al responsable del 
tratamiento de los datos personales o al encargado o incluso a terceros que faciliten una serie 
de informaciones y de documentos que resultan necesarios para verificar si existe o no un 
incumplimiento de lo recogido dentro del código de privacidad (Vanni Di San Vincenzo, 
2012, p. 55 e ss.). 
Asimismo, para garantizar el desempeño de las funciones que se le asignan dentro del 
código de privacidad, al garante se le reconoce la posibilidad de acceder a los archivos y a 
los bancos de datos y de efectuar las comprobaciones y las revisiones en los lugares donde 
se lleva a cabo el tratamiento de los datos personales para localizar todo el material necesario 
para la investigación. 
Para los fines de la investigación, el código estipula que el personal encargado de la 
misma debe disponer de un documento de reconocimiento adecuado y, de acuerdo con las 
disposiciones que se incluyen en el propio código, puede llevar a cabo todas las operaciones 
técnicas y todos los registros que resulten precisos para la investigación, incluida la 
posibilidad de solicitar una copia de las actas y los documentos necesarios para la misma. 
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Todos los responsables del tratamiento de los datos personales a los que se les realizan 
las comprobaciones reciben una copia de la autorización del presidente del tribunal que 
permite al personal competente llevar a cabo dichas comprobaciones.  
Después de haber analizado el papel y las funciones que otorga el código de 
protección de datos personales a la autoridad garante de la privacidad dentro del 
ordenamiento jurídico italiano, resulta interesante establecer una comparación con las 
funciones que desarrollan los garantes de privacidad de otros países de la Unión Europea, en 
concreto, de Francia y Alemania, países que se mencionan a continuación. 
Por lo que se refiere a Francia, la autoridad que se encarga de la protección de datos 
personales es la Comisión Nacional de Informática y las Libertades que es independiente 
creada con el objetivo de controlar el cumplimiento y la correcta aplicación de la ley francesa 
en materia de protección de datos personales.  
La labor fundamental de la comisión consiste en examinar todas las reclamaciones 
presentadas en relación con la aplicación de la ley sobre protección de datos personales. Por 
otra parte, también se le reconoce a dicha comisión la posibilidad de poner en marcha 
reglamentos, llevar a cabo auditorías y realizar controles periódicos. 
En el año 2004, las autoridades francesas competentes realizaron una modificación a 
la ley francesa de protección de datos personales que atribuye a este organismo 
gubernamental una serie de funciones de investigación nuevas relativas al tratamiento de los 
datos personales, así como la posibilidad de imponer sanciones de hasta un máximo de 
150 000 euros, algo que no se contemplaba con anterioridad132. 
Una de las funciones más importantes que tiene la autoridad garante francesa de 
protección de datos personales y que, en cambio, no se le atribuye a la autoridad garante 
italiana, consiste en que, en caso de tratamientos de datos personales realizados dentro del 
 
132La página web www.cnil.fr ofrece más información sobre la comisión de informática y libertades 
francesa. Además, con respecto a la posibilidad de imponer sanciones, conviene recordar que, 
en el año 2006, la agencia gubernamental francesa impuso una sanción administrativa de 45 000 
euros al grupo bancario francés Le Crédity Lyonnais, acusado de haber incumplido gravemente 
el derecho de acceso de los clientes a sus datos personales. 
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ámbito público, la ley francesa requiere la obtención de una autorización previa y expresa 
por parte de la autoridad garante francesa, cosa que no sucede en Italia. 
Es más, a diferencia de lo que ocurre dentro del ordenamiento jurídico italiano y 
también de las disposiciones de la directiva europea en materia de tratamiento de datos 
personales, el encargado del tratamiento de los datos personales en Francia debe informar al 
interesado de los fines de dicho tratamiento solo en caso de que este último lo solicite de 
forma expresa, no como principio de carácter general.  
En el contexto francés, a esto hay que añadir que los fines del tratamiento se 
comunican exclusivamente a la autoridad garante, es decir, a la Comisión Nacional de 
Informática y las Libertades (Puopolo & Liguori, 2000). Adicionalmente, en este país, la 
autoridad garante de la privacidad desempeña un papel concreto en el caso de transferencia 
de datos personales al extranjero. En caso de que dicha transferencia de datos personales se 
dirija a países que tienen una legislación propia en materia de protección de datos personales, 
la legislación francesa estipula simplemente que debe realizarse una notificación previa a la 
autoridad garante de la privacidad en la que se indique la intención de llevar a cabo esa 
transferencia.  
En cambio, si la transferencia se va a realizar a un país extranjero que no cuenta con 
legislación propia en materia de protección de datos personales, el ordenamiento francés 
solicita obligatoriamente la formalización de un contrato entre el individuo que quiere 
realizar la transferencia de los datos personales al extranjero y el individuo extranjero que va 
a utilizar dichos datos a fin de garantizar la protección de estos. A través de este contrato, el 
usuario extranjero debe asegurar la aplicación de las normas de protección previstas en el 
ordenamiento francés. 
Según las disposiciones que se incluyen en el propio sitio web de la autoridad garante 
francesa, son fundamentalmente cuatro las misiones principales de dicha autoridad. En 
primer lugar, la de informar a los profesionales e individuos privados sobre la protección de 
los datos personales facilitándoles una serie de instrumentos dirigidos a la formación y 
sensibilización en materia de tratamiento de los datos personales, sobre todo teniendo en 
cuenta las rápidas y profundas innovaciones que se observan en la sociedad digital con el 
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acceso a las TIC. Para llevar a cabo esta primera misión, la autoridad garante francesa se 
encarga de promover el uso de las nuevas tecnologías destinadas a la protección de datos 
personales. 
La segunda misión principal que desarrolla la autoridad garante francesa es la de 
incidir en la revisión de la legislación y acordar autorizaciones sobre el tratamiento de los 
datos sensibles, así como facilitar todo el asesoramiento necesario que se solicite 
expresamente; a esto se añade la labor de servir de órgano de control para la aplicación de 
las normativas vigentes, controles que se realizan generalmente de forma aleatoria. Por otro 
lado, existe también la posibilidad, ya indicada con anterioridad, de aplicar una serie de 
sanciones de carácter pecuniario en caso de que se detecten incumplimientos133. 
Por último, la cuarta función fundamental de la autoridad garante de la privacidad en 
Francia consiste en innovar a través de una actividad de supervisión que permita analizar las 
distintas tecnologías presentes. Para ello, dispone de un laboratorio adecuado equipado con 
la tecnología informática más moderna que ofrece la posibilidad de experimentar la 
aplicación de las técnicas más innovadoras. 
Después de haber analizado las características de la autoridad garante de la privacidad 
en Francia, conviene abordar también el papel que desempeña la autoridad garante de la 
protección de datos personales en Alemania a fin de establecer una comparación de la función 
y la importancia de dicha autoridad en los principales países de la Unión Europea, es decir, 
Italia, Francia y Alemania. 
 
133 Por lo que se refiere a las labores de control, la autoridad garante francesa tiene la posibilidad 
de acceder a todos los locales comerciales, así como a toda la documentación necesaria para las 
investigaciones. Además, también puede acceder a los programas y a los datos que se conservan 
en ordenadores y llevar a cabo todas las comprobaciones que considere oportunas para realizar 
dicho control. Es más, después de haber realizado el control, el propio presidente de la autoridad 
garante francesa de privacidad puede decidir qué tipo de comunicación formal utilizar con el 
interesado. La autoridad garante, compuesta por cinco miembros y el presidente, también tiene 
la posibilidad de imponer una serie de sanciones al finalizar el proceso de alegaciones, 
sanciones que, a día de hoy, van hasta los 3 millones de euros. Por otra parte, la propia autoridad 
francesa garante de la privacidad puede adoptar una medida mediante la cual interrumpe el 
tratamiento de los datos personales o, en cualquier caso, revoca un proceso de autorización 
anterior. 
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Conviene subrayar que la ley sobre protección de datos personales de Alemania puede 
considerarse una de las más restrictivas de los países miembros de la Unión Europea; además, 
no hay que olvidar que, además de la legislación en materia de protección de datos a nivel 
federal, cada estado alemán cuenta con su propia legislación sobre protección de datos 
personales que, si bien se adapta al derecho federal, también se aplica dentro del contexto 
territorial específico. 
A nivel federal, todos los interesados pueden solicitar el acceso, la modificación o la 
supresión de los datos personales que directamente les atañan y, además, cuentan con la 
posibilidad de oponerse al tratamiento de los datos en algunas circunstancias. Se añade que 
según la normativa alemana sobre privacidad, aquellos que se ocupan del tratamiento de los 
datos personales están obligados a registrar todos los tratamientos automatizados ante el 
comisario federal encargado de la protección de los datos personales. 
Por lo tanto, en Alemania, la autoridad garante de la protección de datos personales 
es precisamente el comisario federal para la protección de los datos y la libertad de 
información, que recibe el nombre de Bundesbeauftragter für den Datenschutz. Se trata de 
una agencia federal que opera de forma independiente y a la que se le asigna la labor de 
supervisar la aplicación del decreto federal sobre protección de datos personales y del decreto 
federal sobre libertad de información, funcionando como un comisario especializado en la 
protección de datos del Estado alemán. 
El comisario federal para la protección de los datos y la libertad de información se 
encarga de coordinar y supervisar todas las actividades llevadas a cabo por organismos 
públicos, así como de gestionar el registro federal de datos personales, incluso, a petición de 
los interesados, se ocupa de analizar las distintas reclamaciones y de facilitar una serie de 
recomendaciones a las autoridades alemanas competentes. Por último, cada dos años, publica 
un informe sobre la aplicación de la ley en territorio alemán y las actividades llevadas a cabo. 
Es un funcionario de la cancillería alemana el que se encarga de presidir la autoridad 
garante de la privacidad alemana. Sin embargo, todo esto no garantiza un correcto 
cumplimiento de las disposiciones de la Unión Europea. De hecho, en el año 2005, la Unión 
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Europea decidió abrir un procedimiento de infracción134 contra Alemania precisamente 
porque el hecho de que la autoridad garante de la privacidad esté presidida por un funcionario 
de la cancillería no garantizaba la suficiente independencia considerada imprescindible para 
la actividad de la autoridad. 
Por otro lado, cada uno de los Estados alemanes dispone de un comisario local que se 
encarga de la protección de los datos personales y que cuenta con una serie de atribuciones 
de control de las distintas actividades del sector público, mientras que, por lo que respecta al 
sector privado, cada estado se encarga de la creación de una autoridad de vigilancia 
correspondiente. Todas estas autoridades que operan a nivel local son coordinadas por el 
comisario de Berlín.135 
Como resumen, en este capítulo se pudo apreciar que prácticamente todas las 
naciones que se han revisado (España, EE.UU., Francia, Gran Bretaña, Italia, Holanda, etc.) 
toman muy en serio la protección de datos personales y, aunque con diferencias en cada 
legislación, con normativas vinculadas al tema se tienen una serie de Estados verdaderamente 
preocupados por la información de sus ciudadanos, de su uso, de su alcance y, sobre todo, 
sobre la importancia de la privacidad, que es y debe ser considerado un derecho humano para 
 
134 El procedimiento de infracción constituye un instrumento para garantizar el respeto y la 
efectividad del derecho de la Unión Europea. La decisión sobre su incoación la toma 
exclusivamente la Comisión Europea que, ejerciendo un poder de tipo discrecional, puede 
actuar por iniciativa propia o tras una pregunta parlamentaria o una denuncia por parte de un 
individuo privado. En la práctica, según las disposiciones que recoge el artículo 258 del Tratado 
de Funcionamiento de la Unión Europea, cuando la Comisión estima que se ha producido un 
incumplimiento del derecho de la Unión Europea, se procede al envío de un escrito de 
requerimiento con el que se concede al Estado un plazo de dos meses para poder presentar sus 
observaciones. Si el Estado miembro no responde dentro de los términos indicados, al escrito 
de requerimiento o facilita a la Comisión Europea una respuesta no satisfactoria, la Comisión 
Europea puede emitir un dictamen motivado con el que insta al Estado a resolver la situación 
dentro de un plazo estipulado. Si el Estado no se ajusta al dictamen motivado, la Comisión 
Europea puede presentar un recurso por incumplimiento ante el Tribunal de Justicia de la Unión 
Europea contra el Estado. A partir de este momento, se inicia la fase contenciosa y, si el Tribunal 
de Justicia de la Unión Europa constata el incumplimiento, impone al Estado la obligación de 
adoptar las medidas necesarias para poner fin a dicho incumplimiento, obligándolo así a aplicar 
la sentencia. 
135 El sitio web 
ww.poloconsulting.net/LEGISLAZIONE/Normativa_Paesi_europei/GERMANIA/tabid/81/D
efault.aspx ofrece más información sobre las actividades que desarrolla en Alemania la 
autoridad de protección de datos personales. 
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que entidades ajenas a ellos puedan usar indiscriminadamente su información, por eso se 
tienen los comisarios, por eso se crearon las autoridades que cuidan de cerca el uso y 
tratamiento de la información, porque saben que es importante proteger a la población sobre 
todo en la época de las TIC, que permiten generar mecanismos de apropiación de datos 
desmesuradamente, de ahí que se tengan mecanismos que limiten a todas las entidades para 
que sólo se tenga la información útil sin afectar la privacidad y que el titular de sus derechos 
de privacidad sea el único responsable para autorizar o no el uso de la información pública y 
el Estado debe limitar el acceso a información privada e íntima. 
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4.1 EL DERECHO DE INFORMACIÓN, ACCESO, RECTIFICACIÓN, 
CANCELACIÓN Y OPOSICIÓN Y SUS EXTENSIONES 
El cuarto capítulo del trabajo, dedicado al reglamento europeo de protección de datos 
personales y al derecho al olvido aborda de forma específica los derechos fundamentales del 
interesado, en concreto, los derechos ARCO y el derecho al olvido. 
Este primer apartado se centra fundamentalmente en el derecho de información, 
acceso, rectificación, cancelación y oposición tal y como se especifican en el reglamento 
europeo de protección de datos personales que, a modo de recordatorio, se aprobó en el año 
2016.136  
En concreto, hay que tener en cuenta el capítulo III de los derechos ARCO, que aborda 
el tema de los derechos del interesado y que en el artículo 12 hace referencia expresa a la 
«transparencia de la información, comunicación y modalidades de ejercicio de los derechos 
del interesado» (GUCE, Reglamento (UE) 2016/679 del Parlamento Europeo y del Consejo, 
del 27 de abril de 2016 que se enfocó en la protección de personas sobre el tratamiento de 
sus datos personales y por la que se derogó al fin la Directiva 95/46, 2016, p. 39). 
Es en este artículo donde se especifica que el responsable del tratamiento debe adoptar 
las medidas oportunas para facilitar al interesado toda la información indicada en el propio 
reglamento y relativa al tratamiento en forma concisa, transparente y con un lenguaje claro y 
sencillo, en particular cualquier información dirigida específicamente a un niño. La 
información será facilitada por escrito o a través de medios electrónicos.137 Ya se había dicho 
que es importante que el mensaje sea sencillo y sin ambigüedades. 
 
136 En el presente trabajo, se ha utilizado el término «cancelación» cuando se habla de 
derechos ARCO (las siglas corresponden a acceso, rectificación, cancelación y oposición) y 
«supresión» cuando se hace referencia al Reglamento 2016/679 relativo a la protección de las 
personas físicas en lo que respecta al tratamiento de datos personales, ya que este es el término que 
se usa en dicho reglamento. 
137 Este mismo artículo añade que solo cuando lo solicite el interesado, la información podrá 
facilitarse verbalmente. No obstante, en este caso, la identidad del interesado debe probarse a 
través de otros medios. 
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El párrafo 5 del artículo 12 indica que la información y las comunicaciones se realizan 
a título gratuito y, solo cuando las solicitudes del interesado sean manifiestamente excesivas 
o de carácter repetitivo en el tiempo, el responsable del tratamiento tendrá la posibilidad de 
solicitar el cobro de un canon en función de los costes. En cualquier caso, dicho cobro será 
razonable en todo momento. 
En relación con el derecho de información, resulta de gran interés analizar también el 
texto del artículo 13 del reglamento europeo en materia de protección de datos personales 
que se refiere expresamente a la información que debe facilitarse cuando los datos personales 
se obtengan del interesado. En este caso, el responsable del tratamiento tiene la obligación 
de facilitar al interesado una serie de datos, en concreto, la información relativa a la identidad 
del responsable del tratamiento y la de los delegados de la protección, así como los fines del 
tratamiento y, evidentemente, la base jurídica de referencia relativa al tratamiento.138 
En relación con aquellos casos en los que la información no se haya obtenido del 
interesado, el artículo 14 del reglamento especifica la información que deberá facilitarse y 
subraya que, cuando los datos no se han obtenido del interesado, el responsable del 
tratamiento facilitará al interesado 
 
 
La siguiente información: la identidad y los datos de contacto del 
responsable y, en su caso, de su representante; los datos de contacto del 
delegado de protección de datos en su caso; los fines del tratamiento a que 
se destinan los datos personales, así como la base jurídica del tratamiento; 
las categorías de datos personales de que se trate; los destinatarios o las 
categorías de destinatarios de los datos personales, en su caso; en su caso, la 
intención del responsable de transferir datos personales a un destinatario en 
un tercer país u organización internacional.  
 
 
138 En el mismo artículo 13 del reglamento se precisa que es necesario indicar también los intereses 
legítimos del responsable del tratamiento, los posibles destinatarios de los datos personales y la 
intención del responsable del tratamiento de transferir los datos personales a un tercer país o a 
una organización internacional. 
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El mismo artículo señala además que toda la información deberá ser facilitada por el 
responsable del tratamiento dentro de un plazo de tiempo razonable con respecto al momento 
de obtención de los datos personales y que, en cualquier caso, deberá realizarse en un plazo 
máximo de un mes. 
Por otra parte, en lo relativo al derecho de acceso del interesado a los datos personales 
que le conciernen, conviene prestar especial atención a las disposiciones recogidas en el 
artículo 15 del reglamento que está dedicado específicamente al derecho de acceso del 
interesado; sobre esto, dicho artículo establece un auténtico derecho para el interesado que le 
permite obtener del responsable del tratamiento la confirmación de si se están tratando los 
datos personales que le conciernen, en cuyo caso tiene derecho a acceder a los mismos. 
Además, cabe subrayar que el acceso también afecta a la información como los fines 
del tratamiento, las categorías de datos personales y los destinatarios a los que se les pueden 
comunicar los datos, en particular si se trata de organizaciones internacionales o terceros 
países. Asimismo, el derecho de acceso implica conocer el plazo previsto para la 
conservación de los datos personales, las modalidades de ejercicio del derecho de 
rectificación o de cancelación de los datos y las posibles autoridades de control a las que se 
puede presentar una reclamación. 
 
El propio artículo 15 determina que cuando se transfieran datos personales a un tercer 
país o a una organización internacional, el interesado tendrá derecho a ser informado de las 
garantías adecuadas correspondientes, del documento que ha se ha hablado que fue derogado 
el 27 de abril de 2016.   
Llegados a este punto, conviene abordar los casos de rectificación y cancelación de 
los datos personales. En relación con este tema, hay que tener en cuenta la sección 3 del 
reglamento que, en su artículo 16, se refiere expresamente al derecho de rectificación y 
establece que el interesado tendrá derecho a obtener del responsable del tratamiento la 
rectificación de los datos personales inexactos que le conciernan. Además, dicha rectificación 
se realizará sin demora injustificada, del mismo GUCE. En el mismo artículo 16 se especifica 
que teniendo en cuenta los fines del tratamiento de los datos personales, el interesado tendrá 
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derecho a que se completen los datos personales que sean incompletos. Dichos datos 
personales se completarán en el momento en que el interesado presente una declaración 
adicional. 
El siguiente artículo 17 del reglamento hace referencia al derecho de supresión de los 
datos, denominado derecho al olvido, que se abordará más detalladamente en el siguiente 
apartado de este mismo capítulo del trabajo, en concreto, en este caso conviene subrayar que, 
según las disposiciones del reglamento, el responsable del tratamiento deberá suprimir sin 
dilación todos los datos personales del interesado que así lo solicite cuando concurra alguna 
de las circunstancias enumeradas en ese mismo artículo, las circunstancias se mencionan a 
continuación. 
La primera circunstancia que se incluye de forma expresa en el artículo 17 del 
reglamento está relacionada con el supuesto de que los datos personales ya no sean necesarios 
en relación con los fines para los que fueron recogidos. En cambio, la segunda condición 
hace referencia a aquellos casos en los que el interesado decida retirar el consentimiento en 
que se basa el tratamiento. A esto hay que añadir los casos en los que no exista fundamento 
jurídico para el tratamiento de dichos datos personales. 
Una circunstancia más que puede obligar a suprimir los datos personales al 
responsable del tratamiento es aquella en la que el interesado se oponga al tratamiento de los 
datos con arreglo a las disposiciones del artículo 21 del reglamento europeo de protección de 
datos personales.139 Otra circunstancia que puede obligar al responsable del tratamiento a 
 
139 En este sentido, cabe recordar que el artículo 21 de dicho reglamento hace referencia al derecho 
de oposición y establece que el interesado dispondrá de un verdadero derecho a oponerse en 
cualquier momento, por motivos relacionados con su situación particular, a que los datos 
personales que le conciernan sean objeto de un tratamiento. Por consiguiente, el responsable del 
tratamiento de los datos dejará de tratar los datos personales del interesado, salvo que acredite 
motivos legítimos imperiosos para poder continuar con el tratamiento de dichos datos. En 
cualquier caso, deberá demostrar que dichos motivos prevalecen sobre los intereses, los derechos 
y las libertades del interesado. Además, el mismo artículo 21 determina que, en el contexto de 
la utilización de servicios de la sociedad de la información, el interesado podrá ejercer su derecho 
a oponerse también por medios automatizados. Ese mismo artículo especifica también que 
cuando los datos personales se traten con fines de investigación científica o estadísticos, el 
interesado tendrá derecho, por motivos relacionados con su situación particular, a oponerse al 
tratamiento de los datos personales que le conciernan, salvo que sea necesario para el 
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suprimir los datos es aquella en la que los datos personales hayan sido tratados ilícitamente. 
Asimismo, se contempla la hipótesis según la cual los datos personales deben suprimirse para 
el cumplimiento de una obligación legal establecida en el derecho de uno de los Estados 
miembros y de la Unión Europea. 
También resulta de gran importancia abordar las disposiciones recogidas en el 
artículo 18 del reglamento, que hace referencia al derecho a la limitación del tratamiento y 
que especifica que el interesado tendrá derecho a obtener del responsable del tratamiento, en 
determinadas circunstancias, la limitación del tratamiento de los datos, como en caso de que 
el interesado impugne la exactitud de los datos personales, durante un plazo que permita al 
responsable del tratamiento verificar la exactitud de los mismos. 
 
El interesado también puede ejercer un auténtico derecho de limitación del 
tratamiento en caso de que el tratamiento sea ilícito y el interesado se oponga a la supresión 
de los datos personales y solicite en su lugar la limitación de su uso. 
En relación con la rectificación de los datos personales, la supresión o la limitación 
del tratamiento, el artículo 19 del reglamento establece una verdadera obligación de 
notificación y determina que el responsable del tratamiento de los datos personales deberá 
comunicar a los destinatarios a los que se hayan transmitido los datos personales cualquier 
rectificación o supresión de datos personales o limitación del tratamiento efectuada con 
arreglo al artículo 16, al artículo 17 y al artículo 18 del reglamento europeo de tratamiento 
de los datos personales, salvo que sea imposible o exija un esfuerzo desproporcionado por 
parte del responsable del tratamiento. Esto lleva a una responsabilidad de quien usa los datos 
de tratarlos correctamente y sin errores, porque es importante que la información se use con 
certeza y veracidad. 
Adicionalmente, el artículo 20 del reglamento europeo en materia de protección de 
datos personales aborda el tema del derecho a la portabilidad de los datos. Dicha disposición 
 
cumplimiento de una misión realizada por razones de interés público.  
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establece que el interesado tendrá derecho a recibir los datos personales que le incumban y 
que haya facilitado a un responsable del tratamiento, en un formato que se pueda leer a través 
de un dispositivo automático. Además, el interesado podrá transmitir estos datos a otro 
responsable del tratamiento140. 
 
La sección 4 del reglamento europeo está dedicada específicamente al derecho de 
oposición y a las decisiones individuales automatizadas. Esta sección se abre con el artículo 
21, que regula el derecho de oposición y determina que el interesado tendrá derecho a 
oponerse en cualquier momento, por motivos relacionados con su situación particular, a que 
los datos personales que le conciernan sean objeto de un tratamiento. 
En el momento en el que se confirme dicha oposición, el responsable del tratamiento 
de los datos personales dejará de tratar dichos datos. Solo podrá seguir utilizándolos en caso 
de que acredite motivos legítimos imperiosos para el tratamiento de estos. También se 
incluye en el mismo artículo que el responsable del tratamiento puede ejercer el derecho de 
oposición con ayuda de medios automatizados. 
Por su parte, el siguiente artículo del reglamento, el número 22, está dedicado al 
proceso de decisiones automatizado relativo a las personas físicas y hace alusión a la 
elaboración de perfiles. Dicha disposición establece que el interesado tendrá derecho a no ser 
objeto de una decisión basada únicamente en el tratamiento automatizado y que produzca 
efectos jurídicos significativos en él. 
A continuación, el reglamento incluye una sección dedicada a las limitaciones que, 
en el artículo 23, determina que tanto el derecho de la Unión Europea como el de los Estados 
miembros podrá limitar el alcance de las obligaciones y de los derechos establecidos en el 
 
140 En este sentido, conviene precisar que, según lo establecido en el segundo apartado del artículo 
20 del reglamento europeo de protección de datos personales, al ejercer su derecho a la 
portabilidad de los datos personales, el interesado tendrá derecho a que los datos personales se 
transmitan directamente de responsable a responsable cuando sea técnicamente posible. El 
derecho en cuestión no se aplicará exclusivamente al tratamiento que sea necesario para el 
cumplimiento de una misión realizada en interés público o en el ejercicio de poderes públicos 
conferidos al responsable del tratamiento.  
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reglamento, en la medida en que sus limitaciones puedan garantizar el respeto de los derechos 
y libertades fundamentales y sea una medida necesaria y proporcionada en una sociedad 
democrática para salvaguardar la seguridad del Estado, la defensa y la seguridad pública, la 
prevención, detección o enjuiciamiento de infracciones penales, la ejecución de sanciones 
penales, los objetivos importantes de interés público general de la Unión Europea o de los 
Estados miembros, la ejecución de demandas civiles y la independencia judicial, según el 
GUCE 2016/679.  
El segundo apartado de dicho artículo establece que cualquier medida legislativa 
indicada en el primer apartado contendrá disposiciones específicas relativas a la finalidad del 
tratamiento o a las categorías del tratamiento, a las categorías de datos personales, al alcance 
de las limitaciones establecidas, a las garantías para evitar abusos, a la determinación del 
responsable del tratamiento de los datos, a los plazos de conservación de los datos personales 
y las garantías previstas por ley habida cuenta de la naturaleza y los objetivos del tratamiento, 
a los riesgos para los derechos y libertades fundamentales de los interesados y al derecho de 
los interesados a ser informados sobre la limitación que también se menciona en el GUCE 
2016/679 (p. 47). 
 
4.2 EL DERECHO AL OLVIDO COMO DERECHO A LA DESINDEXACIÓN EN LA 
ERA DE INTERNET 
Este segundo apartado se centra, como ya se ha indicado con anterioridad, en el 
derecho al olvido entendido como derecho a la desindexación, el cual asume un papel de gran 
relevancia en la actualidad, en la denominada era de Internet. Se debe entender como 
desindexación a ese derecho del sujeto para que se eliminen su información personal de las 
bases de datos que las contengan y, si no se pueden quitar, al menos no se indexen en los 
resultados de búsqueda o no se utilicen sin autorización de propio sujeto, teniendo como 
resultado que el sujeto no será expuesto en ninguno de sus datos personales en ninguna base 
de datos de las que él solicitó dicho derecho al olvido. 
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Como se especificará en detalle en el siguiente apartado de este trabajo, el derecho al 
olvido adquirió especial resonancia gracias a la sentencia que el Tribunal de Justicia de la 
Unión Europea dictó el 13 de mayo de 2014 en relación con el motor de búsqueda Google. 
 
En el capítulo quinto de este trabajo se analiza detalladamente el contenido de esta 
sentencia, pero antes conviene tener en cuenta algunos principios manifestados en la decisión 
del Tribunal de Justicia de 2014 (Google Spain SL, Google Inc. / Agencia Española de 
Protección de Datos, Mario Costeja González, 2014) para entender el modo en el que se ha 
establecido y desarrollado el derecho al olvido. 
El primer principio que se extrae de la sentencia es aquel en base al cual se debe 
aplicar la legislación nacional del país en el que el motor de búsqueda lleva a cabo sus 
operaciones. Además, el tribunal determina que también los motores de búsqueda pueden ser 
considerados responsables del tratamiento de los datos y, por consiguiente, el interesado 
puede ejercer un auténtico derecho y exigir directamente al motor de búsqueda la retirada de 
la información de sus índices, con independencia de la solicitud que se presenta al gestor del 
sitio web que ha efectuado la publicación de la información. 
Por último, en su sentencia del 13 de mayo de 2014, el Tribunal de Justicia dictamina 
que el interesado puede solicitar, y conseguir, que determinados datos personales que lo 
atañen no se relacionen directamente con su nombre (Finocchiaro, 2014, p. 591). La intención 
de esto es que no se pueda crear una relación entre los datos en posesión de la entidad y el 
sujeto titular de la misma, con un marcado paso que se decanta en la protección del titular de 
los datos ante exposiciones descuidadas.  
Antes de pasar a analizar cómo funciona el derecho al olvido, es importante ofrecer 
una definición adecuada y, para ello, es necesario indicar que dicha expresión se utiliza con 
diversas acepciones: Una primera definición es la de tipo tradicional, surgida 
fundamentalmente del derecho civil y la jurisprudencia en una época anterior a la aparición 
de Internet. Según esta primera acepción, el derecho al olvido está relacionado con el derecho 
de un individuo a que no se publiquen informaciones relacionadas con asuntos que lo 
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incumben y que anteriormente hayan sido publicadas de forma legítima cuando haya pasado 
un periodo importante de tiempo desde que se haya verificado el propio evento (Ferri, 1990). 
En esta acepción tradicional, el derecho al olvido se define en relación con 
acontecimientos de interés público o hechos personales de un individuo hechos públicos con 
anterioridad. El problema reside en entender si estos sucesos publicados de forma legítima 
pueden constituir de hecho un nuevo objeto de publicación o si, en cambio, con el transcurso 
del tiempo y con el cambio de la situación, dicha publicación nueva puede considerarse 
ilícita.141 
Como es natural, con el transcurso del tiempo y, sobre todo, con la aparición de 
Internet, que ha cambiado radicalmente las formas de interacción, fundamentalmente las 
relativas a la divulgación de las noticias que pueden estar relacionadas directamente con un 
individuo determinado, el concepto de derecho al olvido también ha sufrido modificaciones 
profundas. Sin duda, ha sido la red y las formas de difusión de la información 
correspondientes las que han favorecido la modificación del concepto de «derecho al olvido». 
En un contexto como el de Internet, no se puede hablar de nueva publicación de una 
noticia concreta en el sentido de que no es necesaria porque, en la red, las informaciones no 
se borran y permanecen disponibles en todo momento, al menos en un sentido abstracto, por 
lo que pueden ser recuperadas por cualquier usuario en un momento cualquiera de una época 
posterior a su publicación. 
Por lo tanto, cuando se habla de derecho al olvido ya no se hace referencia 
exclusivamente a un proceso de nueva publicación de la información, sino a la permanencia 
de dicha información concreta en la red. En una situación como esta, cambia totalmente el 
papel que tenía el factor tiempo en el pasado. De hecho, el «tiempo» que es necesario tener 
en cuenta ya no es, como en el pasado, aquel que transcurre entre el momento en el que se 
 
141 En este caso, la doctrina tradicional ha destacado, en numerosas ocasiones, que es importante 
tener en cuenta el factor «tiempo». De hecho, este desempeña una función de vital importancia 
también en caso de no estar ante un acontecimiento de interés público sino de sucesos 
importantes relacionados con un individuo concreto y divulgados en el pasado, dentro de un 
contexto concreto. En estas circunstancias particulares, la jurisprudencia ha subrayado 
reiteradamente que puede constituir un incumplimiento del derecho a la identidad personal, 
haciendo propia la definición de la doctrina tradicional relativa al derecho al olvido. 
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publica la información y el de la nueva publicación de esta, sino que es necesario tomar como 
referencia el tiempo que transcurre a partir de la primera publicación que perdura con el 
transcurso del mismo en la red142. 
En la época de Internet y de la red, la de la denominada «sociedad líquida» (Bauman, 
2003), también cambian profundamente las exigencias que el derecho debe satisfacer y que 
ya no están relacionadas con evitar la nueva publicación de una noticia concreta, sino que, 
más bien, consisten en intervenir para colocar una determinada publicación que pudo 
realizarse también de forma legítima en años anteriores dentro del contexto actual. 
Para llevar a cabo algo similar, es importante tener en cuenta el peso que se debe 
atribuir a una determinada información para que no se utilicen de forma ilegítima la 
identidad, la libertad y los derechos de un individuo concreto en la propia red (Schonberger, 
2009). Nuevamente, se remarca que se protegen los derechos del titular para evitar usos 
sesgados o sin autorización de la información sensible. 
Mientras tanto, con el paso del tiempo y con el posterior desarrollo de la red y de 
Internet, se introduce también una tercera acepción de derecho al olvido de acuerdo con lo 
dispuesto en la Directiva 95/46/CE en materia de protección de datos personales. Habida 
cuenta del contenido incluido en dicha directiva, el derecho al olvido se considera sinónimo 
del derecho al bloqueo, a la congelación143 y a la oposición de los datos personales. En 
concreto, dicha directiva, que se aprobó de común acuerdo entre el Parlamento Europeo y el 
Consejo de la Unión Europea el 24 de octubre de 1995, hace referencia expresa a la 
 
142 En un contexto de estas características, lo que interesa fundamentalmente es el tiempo de 
permanencia en la red de una información concreta. Por lo tanto, en este caso no nos 
encontramos ante una información que se propone constantemente a la atención del público, 
sino a un acontecimiento que, al menos de forma potencial, no ha sido retirado nunca de la 
atención del público. Como consecuencia, en este segundo caso, en el de la red, existe una 
especie de proceso temporal continuo y no ya dos acontecimientos distintos entre los que hay 
que calcular el tiempo transcurrido, como ocurría en el pasado. 
143 En cuanto al término en italiano «congelamento» (que podría traducirse al español como 
«congelación»), adoptado por la Directiva 95/46/CE en materia de protección de datos 
personales, resulta oportuno especificar que dicho término no se ha trasladado al ordenamiento 
jurídico italiano puesto que, en la legislación italiana, se utiliza el término «blocco» (que se 
correspondería con el término español «bloqueo») en lugar de dicho término «congelamento». 
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protección de las personas físicas en lo que respecta al tratamiento de datos personales y a la 
libre circulación de dichos datos144. 
Asimismo, esta tercera acepción, que se ajusta a lo dispuesto en la Directiva 95/46/CE 
de la Unión Europea, se entiende mejor si se analiza el artículo 14 de la misma, que regula el 
derecho de oposición del interesado y que indica que 
 
Los Estados miembros reconocerán al interesado el derecho a: oponerse, al 
menos en los casos contemplados en las letras e) y f) del artículo 7, en 
cualquier momento y por razones legítimas propias de su situación 
particular, a que los datos que le conciernan sean objeto de tratamiento, salvo 
cuando la legislación nacional disponga otra cosa. En caso de oposición 
justificada, el tratamiento que efectúe el responsable no podrá referirse ya a 
esos datos (GUCE, Direttiva relativa alla tutela delle persone fisiche con 
riguardo al trattamento dei dati personali, nonchè alla libera circolazione dei 
dati, 1995, p. 10, artículo 7). 
 
Estas disposiciones presentes en el ámbito de la directiva europea se implementaron 
en el ordenamiento jurídico italiano tras la aprobación del Decreto Legislativo No. 196 del 
30 de junio de 2003, conocido como el «Código en materia de protección de datos 
personales». Según las disposiciones de esta ley, el derecho de supresión de los datos 
personales y el derecho de oposición al tratamiento de dichos datos están supeditados a la 
presencia de dos requisitos: el tratamiento se ha llevado a cabo incumpliendo la ley y el 
recurso se presenta por motivos legítimos. De tal forma que, si los datos que se utilizan están 
dentro del marco del derecho mencionado, es posible que no se le otorgue al titular esa opción 
de suprimir sus datos personales, esto se debe tomar en cuenta también, es una forma de darle 
derecho de uso a las entidades que recopilaron la información. 
 
144 Para entender mejor esta tercera acepción del derecho al olvido, se puede tomar como referencia 
el derecho de acceso a los datos por parte del interesado que se establece en el artículo 12 de la 
Directiva 95/46/CE. En efecto, dicho artículo está dedicado al derecho de acceso y estipula que 
los Estados miembros garantizarán a todos los interesados el derecho de obtener del responsable 
del tratamiento, libremente y sin restricciones y con una periodicidad razonable y sin retrasos ni 
gastos excesivos, la rectificación, la supresión o el bloqueo de los datos cuyo tratamiento no se 
ajuste a las disposiciones de la directiva, en particular a causa del carácter incompleto o inexacto 
de los datos. 
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Ya antes de llegar a un acuerdo con respecto al actual reglamento europeo en materia 
de protección de datos personales, el Consejo de la Unión Europea y el Parlamento Europeo 
presentaron una propuesta relativa a la protección de las personas físicas en la que se prestaba 
especial atención a la protección de los datos personales. La propuesta se presentó el 25 de 
enero de 2012 y no modifica el concepto de derecho al olvido. De hecho, el artículo 17 de 
dicha propuesta de reglamento mantiene el discurso adoptado por la normativa anterior en 
relación con el derecho al olvido y el derecho de supresión de los datos. 
Entonces el artículo 17 de dicha propuesta reglamentaria especifica 
fundamentalmente tres hipótesis distintas que pueden considerarse premisas necesarias para 
solicitar y conseguir la supresión de los datos personales. 
La primera hipótesis hace referencia a que dichos datos ya no son necesarios para los 
fines para los que se recabaron y trataron. La segunda hipótesis prevista por la propuesta de 
reglamento establece que el interesado puede decidir retirar el consentimiento prestado con 
anterioridad y sobre el que se basa expresamente el tratamiento de los datos. La última 
hipótesis es la que determina que el tratamiento no se realiza de conformidad con las 
disposiciones del reglamento por otros motivos. 
Un análisis exhaustivo de la propuesta de reglamento elaborada por el Consejo de la 
Unión Europea y el Parlamento Europeo permite afirmar que no existen cambios relevantes 
en relación con las disposiciones recogidas con anterioridad por la directiva (Van Alsenoy, 
Kuczerawy, & Ausloos, 2013), es más, se puede incluso confirmar que dicha propuesta de 
reglamento aplica plenamente todos los principios generales previstos por la directiva 
(Pizzetti F., 2013). 
En cambio, surge una novedad con respecto a la anterior directiva, y es la que se 
encuentra en el artículo 17, en concreto en el segundo apartado, en el que se incluyen las 
nuevas responsabilidades del responsable del tratamiento. En particular, se estipula que el 
responsable del tratamiento tiene la obligación de informar a los terceros sobre la solicitud 
del interesado de suprimir todos los datos personales que están tratando. En efecto, en el 
momento en el que el responsable del tratamiento decide autorizar a un tercero la publicación 
de datos personales de un individuo que él ha recogido, este tercero es considerado encargado 
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de dicha publicación145 (Finocchiaro, 2014, p. 596). Este paso evitaría que información, ahora 
prohibida para ese responsable y su órgano llegue a los terceros, implicando una mejor 
protección de los datos personales, ya que, la consecuencia de la supresión alcanza a todas 
esas entidades o personas que derivan o que obtuvieron los datos del responsable. 
Por otro lado, puede resultar oportuno intentar aclarar mejor las diferencias existentes 
entre el concepto de «olvido» 146 (Buttarelli, 1997, p. 310) y el de «supresión de los datos»147 
(Imperiali, 2004, p. 93). En efecto, la supresión puede entenderse como una operación 
realizada sobre los datos que implica la exclusión de cualquier conservación adicional de los 
mismos, mientras que, en el caso del olvido, la atención se centra en el fin último que se 
puede alcanzar, no exclusivamente mediante la supresión de los datos, sino también a través 
del bloqueo de estos para que ya no se utilicen por ningún motivo. 
Llegados a este punto, para comprender mejor el concepto de derecho al olvido hay 
que tomar como referencia, aunque sea de forma breve, la sentencia del tribunal de justicia 
correspondiente al caso Google (Google Spain SL e Google Inc. c. Agencia Española de 
Protección de Datos (AEPD), Mario Costeja Gonzalez, 2014), que se abordará en detalle en 
el siguiente capítulo del trabajo. No obstante, siempre que se hable del derecho al olvido es 
 
145 Llegados a este punto, conviene hacer hincapié en que el contenido del apartado 2 del artículo 
17 de la propuesta de reglamento supone una gran innovación con respecto a lo que ya se incluía 
en la Directiva 95/46/CE. En cualquier caso, hay que precisar que la obligación del responsable 
del tratamiento de los datos personales de informar a un tercero de la solicitud del interesado de 
suprimir sus datos personales ya se encontraba dentro del ordenamiento jurídico italiano. 
146 En este sentido, Buttarelli (1997) sostiene que el derecho al olvido se refiere fundamentalmente 
a los datos que no es necesario conservar para los fines para los que dichos datos se recogieron 
y han sido tratados. En cambio, en el caso de la oposición al tratamiento de los datos personales, 
se hace referencia básicamente al supuesto en el que el tratamiento en sí se ha llevado a cabo 
con métodos perfectamente lícitos, si bien el interesado presenta una serie de motivos para su 
oposición que merecen protección. 
147 En lo que respecta al concepto de supresión de los datos, hay que hacer referencia a lo afirmado 
por Imperiali (2004), que determina que el responsable del tratamiento de los datos personales 
tiene la posibilidad de elegir entre la supresión de los datos y el bloqueo de los mismos. Es decir, 
que el responsable del tratamiento debería suprimir los datos personales en el momento en el 
que exista una infracción que no pueda subsanarse en base a la ley, mientras que debería 
suspender los datos personales cuando se encuentre ante una infracción que pueda subsanarse 
por la ley para permitir, en este último caso, reanudar posteriormente el tratamiento de los datos 
personales. 
  
210 
importante tener en cuenta, incluso parcialmente, dicha sentencia, que ha aclarado muchos 
de los interrogantes que se habían planteado en torno al tema (Riccio, 2014). 
A la vista de la sentencia, el Tribunal de Justicia de la Unión Europea tuvo que mostrar 
su postura, en una cuestión prejudicial, en relación con la correcta interpretación de los 
artículos 12 y 14 de la Directiva 95/46/CE, en concreto, con respecto al acceso a los datos y 
a la oposición al tratamiento de los datos personales. Más específicamente, el Tribunal de 
Justicia tuvo que exponer la correcta interpretación del apartado b) del artículo 12 de la 
Directiva 95/46/CE, en el que se estipula que 
 
Los Estados miembros garantizarán a todos los interesados el derecho de 
obtener del responsable del tratamiento: en su caso, la rectificación, la 
supresión o el bloqueo de los datos cuyo tratamiento no se ajuste a las 
disposiciones ce la presente Directiva, en particular a causa del carácter 
incompleto o inexacto de los datos. 
 
En la misma sentencia, el Tribunal de Justicia de la Unión Europea también tuvo que 
pronunciarse sobre la correcta interpretación del apartado 1 del artículo 14 de la Directiva 
95/46/CE, donde se indica que 
 
Los Estados miembros reconocerán al interesado el derecho a oponerse, al 
menos en los casos contemplados en [...] el artículo 7, en cualquier momento 
y por razones legítimas propias de su situación particular, a que los datos que 
le conciernan sean objeto de tratamiento, salvo cuando la legislación 
nacional disponga otra cosa. 
 
En vista de las disposiciones recogidas en la sentencia, el derecho al olvido debe 
entenderse como el derecho a la supresión, al bloqueo de los datos y a la oposición al 
tratamiento. En la sentencia, el tribunal especifica que estos derechos se pueden ejercer frente 
al responsable del tratamiento y, dado el caso, también frente al motor de búsqueda, que se 
equipara, a todos los efectos, a un responsable del tratamiento de los datos (Finocchiaro, 
2014, p. 597). 
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Como resulta evidente, el motor de búsqueda no puede llevar a cabo la supresión de 
los datos personales de un individuo que han sido registrados por el responsable del 
tratamiento que se ha ocupado en primera persona de la publicación. No obstante, el Tribunal 
de Justicia subraya que el motor de búsqueda tiene la posibilidad de suprimir las conexiones 
a dichos datos que, si bien permanecerán disponibles para el responsable del tratamiento, ya 
no podrán visualizarse a través del motor de búsqueda (De Oliveira Santos Colnago, 2014). 
En efecto, como subraya el Tribunal de Justicia, con una actuación así, no se consigue 
un verdadero derecho al olvido, sino más bien un derecho a «no ser encontrado en Internet», 
que puede identificarse como un derecho a conseguir la supresión de los datos personales 
(Siani, 2013). Sobre esto, también puede resultar de utilidad tomar como referencia la tercera 
cuestión prejudicial que se planteó al Tribunal de Justicia y a la que responde en el punto 
número 20 de la sentencia.  
Antes de analizar la respuesta del tribunal comunitario, conviene examinar la 
pregunta que el órgano jurisdiccional nacional remitente planteó al Tribunal de Justicia. En 
concreto, el tribunal expuso la cuestión del siguiente modo: 
 
Respecto al alcance del derecho de cancelación y/o oposición en relación 
con el derecho al olvido se plantea la siguiente pregunta: ¿Debe interpretarse 
que los derechos de supresión y bloqueo de los datos, regulados en el art. 
12.b) y el de oposición, regulado en el art. 14.a) de la [Directiva 95/46] 
comprenden que el interesado pueda dirigirse frente a los buscadores para 
impedir la indexación de la información referida a su persona, publicada en 
páginas web de terceros, amparándose en su voluntad de que la misma no 
sea conocida por los internautas cuando considere que puede perjudicarle o 
desea que sea olvidada, aunque se trate de una información publicada 
lícitamente por terceros? 
 
Resulta interesante analizar la cuestión planteada por el órgano jurisdiccional 
remitente porque permite centrar la atención sobre dos preguntas distintas. En primer lugar, 
el tribunal remitente pregunta si el interesado en la supresión de los datos tiene la posibilidad 
de dirigirse directamente al buscador en lugar de solicitar dicha supresión al individuo que 
se ha encargado de la publicación de la información. 
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En relación con la segunda cuestión, el interrogante atañe también al presupuesto de 
la pregunta, es decir, si se constata que una posterior divulgación de la información personal 
puede causar perjuicios al interesado. Con respecto a la primera pregunta, la respuesta del 
Tribunal de Justicia de la Unión Europea es positiva. De hecho, el tribunal determina que el 
individuo que desea suprimir los datos puede dirigirse directamente al buscador, que el 
tribunal equipara, a todos los efectos, al responsable del tratamiento de los datos personales. 
En cambio, por lo que respecta a la segunda cuestión planteada, el Tribunal de Justicia 
recuerda que en el caso que se establece en el artículo 12 de la Directiva 95/46/CE, según el 
cual su aplicación queda subordinada al hecho de que el tratamiento de los datos personales 
sea incompatible con la directiva, cabe recordar que dicha incompatibilidad podría derivar 
no solo del caso en el que los datos no sean exactos, sino también de aquellos casos en los 
que los datos no resulten pertinentes o sean inadecuados en relación con los fines del 
tratamiento, o incluso si los datos no están actualizados o se conservan durante un plazo de 
tiempo superior al estrictamente necesaria para los fines planteados.148 
En efecto, el Tribunal de Justicia confirma con esta sentencia, que cabe recordar será 
objeto de estudio en el siguiente apartado del trabajo, que existe un auténtico derecho de 
 
148Según el Tribunal de Justicia de la Unión Europea, ante una situación de estas características, se 
puede afirmar que también en aquellos casos en los que el tratamiento de los datos personales 
en su fase inicial pueda considerarse lícito y los datos recogidos sean exactos, con el transcurso 
del tiempo dicho tratamiento de los datos personales puede volverse incompatible con el 
contenido de la propia directiva, sobre todo en caso de que los datos personales recogidos ya 
no sean necesarios para los fines para los que se recabaron inicialmente. Por lo tanto, en un 
contexto así, es importante tomar como referencia el factor tiempo, que incidirá de manera 
determinante para poder establecer si existe o no un derecho del individuo a conseguir la 
supresión de los datos personales recabados con anterioridad por el responsable del tratamiento. 
Además, el propio Tribunal de Justicia de la Unión Europea añade que, en el momento en el 
que se aprecie una inclusión en la lista de resultados obtenida como consecuencia de una 
búsqueda realizada a través de un motor de búsqueda de vínculos a páginas web, publicadas 
legalmente por terceros y que contienen datos e información verídicos relativos a su persona, 
dicha situación resulta incompatible con lo dispuesto expresamente en el artículo 6, apartado 1, 
letras c) a e) del propio reglamento, puesto que dicha información resulta inadecuada, no es 
pertinente o es excesiva en relación con los fines mismos del tratamiento de los datos personales 
mencionados por el individuo que gestiona el buscador. Por consiguiente, en el punto 94 de la 
sentencia, el Tribunal de Justicia de la Unión Europea determina que los vínculos de dicha lista 
deben eliminarse. (Google Spain SL e Google Inc. c. Agencia Espanola de Proteccion de Datos 
(AEPD), Mario Costeja Gonzalez, 2014)  
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conseguir la supresión de los datos personales si estos no son pertinentes, resultan 
inadecuados o ya no son relevantes para los fines mismos del tratamiento (Busia, 2014). 
No puede considerarse que con esta sentencia se confirme necesariamente la 
existencia de un derecho general al olvido en relación con los datos personales tratados por 
los buscadores, pero dicha sentencia tiene una gran importancia sobre todo porque, por 
primera vez, el Tribunal de Justicia de la Unión Europea establece que el contenido de la 
directiva comunitaria es de aplicación no solo a los responsables del tratamiento, sino 
también a los motores de búsqueda.  
En efecto, no nos encontramos ante la confirmación de la existencia de un derecho de 
supresión de los datos personales por parte de un individuo, lo cual queda patente si se tienen 
en cuentan las conclusiones presentadas por el abogado general, quien subraya que  
 
Por sí sola, una preferencia subjetiva no constituye un motivo preeminente 
legítimo en relación con el artículo 14, letra a), de la directiva (Jääskinen, 
2013). 
 
Con todo lo declarado, se puede establecer que la valoración de la pertinencia o no 
pertinencia de los datos personales, así como la valoración relativa a la idoneidad de dichos 
datos, para consentir la toma de una decisión que permita su supresión debe realizarse 
obligatoriamente en relación con las finalidades mismas del motor de búsqueda. En efecto, 
no hay que olvidar que el objetivo fundamental de dichos motores de búsqueda consiste en 
facilitar el acceso a la información a todos aquellos que navegan por Internet y, por lo tanto, 
llevar a cabo actuaciones que mejoren la difusión de dicha información149 (Pollicino & 
Bassini, 2013). 
 
149 De hecho, en el momento en el que efectúa el tratamiento de los datos personales, el motor de 
búsqueda tiene la responsabilidad de respetar todos los principios incluidos en la directiva, 
además de aquellos que, como es natural, pueden considerarse los derechos fundamentales 
protegidos por la Unión Europea, como, en este caso, la libertad de información, la libertad de 
empresa y la libertad de expresión del pensamiento. Esto significa que, en el momento en que 
se ocupa del tratamiento de los datos personales, el motor de búsqueda debe asegurarse de que 
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En vista de la sentencia dictada por el Tribunal de Justicia de la Unión Europea, 
resulta evidente que el objetivo fundamental consiste en proteger un bien jurídico tan 
importante como la identidad, por lo que en el momento en que los datos personales 
recogidos y tratados no sean adecuados o, en cualquier caso, no resulten pertinentes en 
relación con la identidad de un determinado individuo, se puede ejercer un auténtico derecho 
de supresión. 
Si se analizan algunas de las consecuencias más importantes que derivan de la 
sentencia del Tribunal de Justicia de la Unión Europea en relación con el caso Google Spain, 
resulta oportuno tener en cuenta que, según lo establecido por el Tribunal de Justicia, Google 
se ha visto obligado a tomar en consideración una importante cantidad de solicitudes 
vinculadas al derecho al olvido reconocido por el tribunal. 
Aún así, a pesar de la sentencia del Tribunal de Justicia y en vista del contenido del 
reglamento europeo en materia de protección de datos personales, todavía no está claro si 
todas las plataformas de alojamiento, como Twitter, LinkedIn y Facebook, deberán respetar 
las mismas normas que el Tribunal de Justicia ha previsto para Google. Pero el caso tratado 
es un precedente muy importante que señala un camino en la aplicación de la ley que, en su 
momento debe ser respetado por otros casos de denuncia, no importando de qué tipo de 
plataforma de alojamiento de hable, los precedentes legales y, sobre todo de tribunales de 
justicia, que son los principales órganos de aplicación de justicia en los países, quedan como 
una evidencia y un camino de lo que debería ser apoyado en beneficio de los ciudadanos. 
Es por eso que el no respeto de este principio subrayado por el Tribunal de Justicia 
en el caso Google Spain supone para las empresas la posibilidad de hacer frente a sanciones 
elevadísimas por la no aplicación de las normas relativas al derecho al olvido (Von Haller 
Grønbæk, 2016). 
Con respecto al derecho al olvido, se ha llegado a la conclusión de que en realidad no 
puede considerarse un auténtico derecho por sí mismo que pueda incluirse en la lista 
completa de derechos de la personalidad. Sin embargo, se puede afirmar que este derecho 
 
los datos personales tratados sean adecuados y pertinentes, estén actualizados en todo momento 
y no excedan los fines últimos que se persiguen. 
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cuenta con todas las características de un derecho instrumental equiparable a aquel relativo a 
la identidad personal y al derecho a la protección de datos personales (Finocchiaro, 2014). 
En este sentido, cabe recordar que también en el caso de que la información y los 
datos correspondientes a una persona determinada se publiquen de forma lícita, se puede 
llegar a una situación paradójica en la que la imagen completa de este individuo se tergiverse 
porque, como destaca el tribunal de casación: 
 
La noticia, originalmente completa y cierta, se desactualiza y se convierte en 
una noticia parcial e inexacta y, por lo tanto, fundamentalmente no cierta 
(Sentenza della Corte di Cassazione, III Sezione Civile, 2012). 
 
En resumen, se puede precisar que el derecho a la protección de los datos personales 
tiene como objetivo principal la protección de la identidad del individuo, que se considera un 
bien jurídico. Por otro lado, todos los derechos de la personalidad que, directa o 
indirectamente, se vinculan al mismo, como el derecho a la identidad personal, el derecho a 
la intimidad, el derecho de rectificación, el derecho a la reputación, el derecho a la protección 
de los datos personales o el derecho a la imagen, también presentan el mismo objetivo 
fundamental: la protección de la identidad.  
Según lo que se desprende de esta acepción, la identidad presenta numerosas facetas. 
En efecto, la información personal puede estar relacionada con la imagen social de un 
individuo, con la presente en la prensa, y con la imagen pública o la privada.150 En vista de 
lo expuesto, resulta interesante abordar también los avances más recientes que han tenido 
lugar en relación con el caso Google Spain. En concreto, hay que tomar como referencia la 
sentencia No. 10374 del 28 de septiembre de 2016 del Tribunal de Milán en la que se 
establece que Google tiene la obligación de suprimir de todos los resultados de búsqueda, 
 
150Para entender mejor este punto, se puede afirmar que el derecho a la identidad personal consiste 
en el derecho de un individuo determinado a que su imagen social no se tergiverse. Por su parte, 
el derecho de rectificación permite al individuo ejercer un control sobre su imagen social y 
concede a dicho individuo el derecho a conseguir la corrección de todas aquellas publicaciones 
que, de algún modo, puedan afectarle o que, en cualquier caso, no sean veraces. Además, el 
derecho a la intimidad implica la posibilidad para el individuo de ejercer un control sobre todas 
aquellas informaciones y hechos que directamente le afecten. 
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por lo tanto del proceso de indexación, un artículo de carácter difamatorio relativo a un 
personaje público151. 
Por lo tanto, por primera vez en Italia, el Tribunal de Milán señaló de forma expresa 
mediante sentencia la responsabilidad conjunta de Google Inc. y Google Italy srl, subrayando 
que si se pone en una balanza la protección de la identidad personal en la red y el interés de 
los usuarios a disponer de la información, sin duda la protección de la identidad personal 
prevalece siempre. 
Por lo tanto, a través de dicha sentencia, el Tribunal de Milán obligó a Google a 
eliminar la dirección de Internet correspondiente al artículo al que se hacía mención en la 
sentencia con fecha de 2010 y que, anteriormente, ya había sido eliminado por el mismo 
periódico que lo había publicado en un principio (Melzi d'Eril & Vimercati, 2016)152. 
En definitiva, con esta sentencia reciente, la Sala Primera de lo Civil del Tribunal de 
Milán ha puesto de manifiesto que, más allá del alcance ofensivo de un determinado artículo, 
en el momento en el que con el transcurso del tiempo los datos personales incluidos en dicho 
 
151El asunto objeto de análisis por parte del Tribunal de Milán data del año 2010 cuando, en un 
periódico de difusión nacional, se publicó un artículo sobre un funcionario de la administración 
pública en el que se especificaba que el cargo desempeñado por dicho funcionario lo había 
obtenido gracias a la recomendación de un político influyente. El funcionario consideró que 
dicho artículo dañaba a su persona. En consecuencia, el artículo fue eliminado del archivo del 
periódico, pero aproximadamente dos años después, se publicó de nuevo el mismo artículo en 
un blog y, en los resultados de búsqueda de Google, aparecía entre los primeros resultados 
indicando el nombre y los datos del funcionario. Fue en ese momento cuando el funcionario 
solicitó la supresión del vínculo al motor de búsqueda, pero este último se negó. Al mismo 
tiempo, el garante italiano de la protección de datos personales, al que se recurrió para dilucidar 
sobre este asunto, declaró infundado el recurso y subrayó que, en dichas circunstancias, no se 
puede hablar de derecho al olvido en la medida en que ese hecho estaba relacionado con una 
figura institucional de gran importancia. En contra de lo establecido por el garante, el 
funcionario presentó un recurso ante el tribunal civil solicitando la anulación y la supresión del 
vínculo por parte del motor de búsqueda. 
152Siguiendo con el análisis de la sentencia No. 10373 del 28 de septiembre de 2016, el Tribunal 
de Milán también llevó a cabo la anulación de la medida adoptada el 31 de marzo de 2016 por 
el garante italiano de la protección de datos personales, y subrayó que un artículo que incluye 
datos de carácter personal no puede considerarse de interés público en el momento en que los 
datos correspondientes no se actualizan y, por consiguiente, resultan incompletos. En ese caso, 
continúa el Tribunal de Milán en su sentencia, la solicitud de supresión de los datos se presenta 
directamente ante el motor de búsqueda. 
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artículo no resulten pertinentes al no haber sido actualizados, se le reconoce al individuo un 
auténtico derecho a obtener la desindexación del vínculo por parte del motor de búsqueda. 
Como es natural, el Tribunal de Milán, al tomar una decisión sobre el caso, parte de 
la sentencia de Google Spain (Google Spain SL e Google Inc. c. Agencia Espanola de 
Proteccion de Datos (AEPD), Mario Costeja Gonzalez, 2014) en la que el Tribunal de Justicia 
de la Unión Europea estipula que la actividad de un motor de búsqueda puede calificarse de 
tratamiento de datos personales y, por consiguiente, también el motor de búsqueda tiene la 
obligación de eliminar los vínculos que hacen referencia a contenidos de terceros en el 
momento en que dichos contenidos ya no se actualizan (Melzi d'Eril & Vimercati, 2016). 
Para finalizar con el tema relativo al derecho al olvido, conviene tomar como 
referencia el reglamento europeo en materia de protección de datos personales que, en la 
sección 3 titulada «Rectificación y supresión», incluye el artículo 17, que hace referencia 
expresa al «derecho de supresión», entiéndase: Al derecho al olvido. 
Dicho artículo especifica que el interesado puede ejercer un derecho a obtener del 
responsable del tratamiento la supresión de los datos personales que le conciernan, el cual 
estará obligado a suprimir sin dilación indebida los datos personales cuando concurra alguna 
de las circunstancias que se enumeran de forma expresa en ese artículo 17. 
De forma específica, por lo que respecta a las distintas circunstancias incluidas en el 
artículo 17, se contempla la posibilidad de que los datos personales ya no sean necesarios en 
relación con los fines para los que fueron recogidos o tratados posteriormente por el 
responsable del tratamiento de los datos personales. 
Otra hipótesis que el reglamento contempla de forma expresa es aquella en la que un 
interesado que había prestado su consentimiento al tratamiento de los datos personales, en 
un momento posterior, decide retirar dicho consentimiento, de conformidad con las 
disposiciones recogidas en el artículo 6 del propio reglamento. 
Además, entre las distintas hipótesis que enumera el artículo 17 del reglamento 
europeo en materia de protección de datos personales, se incluyen como condiciones que el 
interesado puede utilizar para solicitar la supresión de los datos personales la circunstancia 
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en la que los datos hayan sido tratados de forma ilícita o el caso en que los datos personales 
deban suprimirse para el cumplimiento de una obligación legal establecida en el derecho de 
la Unión Europea o de los Estados miembros que se aplique al responsable del tratamiento 
de los datos personales. 
El mismo artículo precisa que, cuando el responsable del tratamiento haya hecho 
públicos los datos personales y esté obligado a suprimir dichos datos, el responsable del 
tratamiento, teniendo en cuenta la tecnología disponible y el coste de su aplicación, adoptará 
medidas razonables con miras a informar a los responsables que estén tratando los datos 
personales de que no pueden utilizarlos porque existe una solicitud de supresión por parte del 
interesado (Ciavattone, 2016). 
Llegados a este punto, conviene hacer alusión también a la parte final del artículo 17 
del reglamento europeo en materia de protección de datos personales, en la que se determina 
que todas las disposiciones anteriores relativas a la supresión de los datos personales no se 
aplicarán en algunas circunstancias, en concreto, en caso de que el tratamiento de los datos 
personales sea de vital importancia para ejercer algunos derechos, como el de la libertad de 
expresión o de información, o en caso de que el tratamiento de dichos datos resulte 
fundamental para permitir al responsable del tratamiento cumplir con el ejercicio de los 
poderes públicos o lo que esté previsto por el derecho de la Unión Europea o de los Estados 
miembros. 
Para entender los últimos avances relacionados con la sentencia del Tribunal de 
Justicia y el caso de Google Spain, resulta conveniente analizar por último los cambios que 
se están llevando a cabo en algunos países europeos en un intento por aplicar dicha sentencia. 
En concreto, el Consejo de Estado de Francia se está planteando adoptar una medida 
más estricta con el objetivo de adaptarse a las disposiciones recogidas en la sentencia de 
Google Spain. Así, en la actualidad y tras la sentencia dictada por el Tribunal de Justicia, 
Google está obligado, respetando el derecho al olvido, a eliminar los resultados de búsqueda 
exclusivamente para los usuarios que se encuentran dentro del territorio de la Unión Europea. 
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Sin embargo, el Consejo de Estado de Francia está estudiando una propuesta muy 
propugnada por la autoridad francesa encargada de la protección de los datos que prevé la 
necesidad de que Google elimine las conexiones no solo para los usuarios de la Unión 
Europea, sino también para los del resto del mundo. De esta forma, el derecho a ser olvidado 
adquiriría un verdadero alcance mundial (Neil, 2016). 
 
4.3 LAS RECOMENDACIONES DE LA AGENCIA ESPAÑOLA DE PROTECCIÓN 
DE DATOS EN MATERIA DE PROTECCIÓN DE DATOS PERSONALES EN LA 
ERA DE INTERNET 
Este cuarto capítulo, que está dedicado de forma específica a los derechos del 
interesado y, en especial, al derecho al olvido, se cierra con algunas consideraciones relativas 
a las recomendaciones desarrolladas por la Agencia Española de Protección de Datos en 
materia de protección de datos personales y de derecho al olvido. 
Para entender mejor dichas recomendaciones es necesario partir de una premisa: el 
artículo 18 de la Constitución española reconoce el derecho a la intimidad de todos los 
ciudadanos y garantiza su protección. En concreto, la Ley Orgánica 15/1999 de Protección 
de Datos de Carácter Personal fue promulgada a fin de sustituir la anterior ley de 1992 y de 
aplicar todas aquellas indicaciones presentes en las directivas adoptadas por la Unión 
Europea en relación con la privacidad. La Ley Orgánica 15/1999 de Protección de Datos de 
Carácter Personal se promulgó el 13 de diciembre de 1999. 
Se trata de una ley especialmente importante porque reconoce, de forma expresa, que 
todos los ciudadanos españoles tienen derecho, tanto en el ámbito público como en el 
privado, a conocer todos aquellos datos que directamente les incumben y que se incluyen en 
los archivos electrónicos, además de, como es obvio, el derecho a corregir dichos datos o a 
solicitar la supresión de estos en caso de que no sean correctos.153 
 
153Por otro lado, la propia ley orgánica española del año 1999 estipula también que solo se pueden 
comunicar los datos a terceros con el consentimiento del interesado, salvo para los casos de 
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Mientras tanto, en el año 1999 se aprobó el Real Decreto 994/1999 de medidas de 
seguridad de los ficheros automatizados que contengan datos de carácter personal. Teniendo 
en cuenta dicho decreto, todos aquellos que se ocupan de la gestión de los datos personales 
tienen la obligación de incluir toda la información de sus bases de datos en un registro 
específico de archivos de la información. Posteriormente a la Ley Orgánica 15/1999, se 
aplicó el Real Decreto 994/1998 con un reglamento adecuado aprobado el 11 de junio 
(AA.VV., POLO Consulting, 2016). 
Toda esta información preliminar resulta indispensable para comprender mejor el 
contexto en el que surge la Agencia Española de Protección de Datos. Dicha agencia tiene 
un papel primordial que consiste en garantizar la aplicación de la ley y de todos los 
reglamentos relativos a la protección de datos y, como es natural, en gestionar directamente 
el registro de todas las bases de datos. Asimismo, la propia agencia tiene derecho a investigar 
cualquier posible infracción de la Ley Orgánica 15/1999. 
Por lo que respecta a las actividades más importantes de la Agencia Española de 
Protección de Datos, hay que recordar que, en el año 2004, dicha agencia definió todas las 
direcciones IP como datos de carácter personal. Por consiguiente, todos los gestores de datos 
que operan en Internet deben llevar un registro de toda la información introducida en las 
bases de datos, si no lo hacen, pueden hacerse acreedores a una sanción pecuniaria. De ahí 
que los gestores de datos que no cumplan con esta obligación pueden incurrir en una 
infracción que puede sancionarse con un importe máximo de 300 000 euros. 
Por otra parte, a fin de promover el conocimiento y transparencia de sus actuaciones 
y, desde el mes de enero de 2005, la Agencia Española de Protección de Datos hace públicas 
todas las medidas aplicadas en un plazo máximo de 30 días a partir de la fecha de adopción 
de estas.  
Un año más tarde, en 2006, dicha agencia hizo público un nuevo reglamento en 
materia de videovigilancia en el que se establece que todas las imágenes grabadas por 
videocámaras que funcionan en lugares públicos se consideran a todos los efectos datos 
 
marketing directo para los que no está prevista ninguna forma de consentimiento previo, aunque 
el interesado tiene la posibilidad de negar su consentimiento posteriormente. 
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personales y, por lo tanto, todos los archivos que contienen este tipo de imágenes serán 
archivos protegidos y no podrán ser utilizados sin autorización expresa de las personas que 
sean grabadas por esos medios de comunicación. Sin duda esto es un hecho relevante que 
tiene como objetivo, precisamente, proteger los datos personales de ellas. 
Estos son solo algunos de los datos que ayudan a comprender el papel que desempeña 
la Agencia Española de Protección de Datos en su país. En este sentido, cabe recordar que la 
Comunidad de Madrid, la Comunidad Autónoma de Cataluña y el País Vasco disponen de 
su propia autoridad en materia de protección de datos personales. Estos organismos cuentan 
con reglamentos de ejecución específicos, si bien acatan la Ley Orgánica 15/1999, al igual 
que lo hace la Agencia Española de Protección de Datos (AA.VV., POLO Consulting, 2016). 
Llegados a este punto, resulta interesante tener en cuenta algunas de las 
recomendaciones y documentos aprobados por la Agencia Española de Protección de Datos 
y que hacen referencia directamente a la protección de los datos personales. En concreto, 
resulta de gran utilidad tomar como referencia un documento específico sobre el derecho al 
olvido. Se trata básicamente de cinco puntos desarrollados por la Agencia Española de 
Protección de Datos en relación con el citado derecho al olvido (Agencia Española de 
Protección de Datos, 2014). 
En dicho documento, la Agencia Española de Protección de Datos subraya 
reiteradamente que el contenido de la sentencia del Tribunal de Justicia de la Unión de 
Europa con fecha del 13 de mayo de 2014 sobre los motores de búsqueda ya se estaba 
aplicando por parte de la propia agencia, misma que señala además que ya hace tiempo que 
está presente en sus recomendaciones el principio según el cual las mismas reglas para la 
protección de los datos personales que se aplican a los responsables del tratamiento también 
se aplican a los gestores de los motores de búsqueda, por lo que los interesados pueden 
solicitar a estos últimos que actúen para que sus datos ya no estén relacionados con posibles 
búsquedas realizadas en Internet. 
En dicho documento, que está disponible en la página web de la Agencia Española 
de Protección de Datos, se especifican cinco documentos que la propia agencia considera de 
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gran importancia para poder ejercer el derecho al olvido o, tal y como lo define la propia 
agencia, el «derecho a ser olvidado». 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Agencia Española de Protección 
de Datos 
Derecho al olvido 
5 puntos clave 
¿Qué es el derecho al olvido? 
¿Puedo ejercerlo frente al 
buscador sin acudir previamente a la 
fuente original? 
Si se ejerce frente a un buscador, 
¿la información desaparecerá de 
internet? 
¿Cómo se ejerce el derecho al 
olvido? 
 ¿Existen límites al derecho al 
olvido? 
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Fuente: Esquema realizado con datos extraídos de la página web de la Agencia Española de Protección de 
Datos: http://www.agpd.es/portalwebAGPD/CanalDelCiudadano/derecho_olvido/index-ides-
idphp.php 
 
En concreto, el primer punto que analiza la Agencia Española de Protección de Datos 
en su documento trata de dar respuesta a la siguiente pregunta: ¿qué se entiende por derecho 
al olvido? 
 
➢ La respuesta que la agencia ofrece a este primer punto determina que por 
derecho al olvido se entiende el derecho de oposición, el derecho de supresión 
de los datos y que dicho derecho se aplica a los motores de búsqueda de 
Internet. En efecto, ese derecho que reiteradamente aparece definido en el 
documento de la Agencia Española de Protección de Datos como «derecho a 
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ser olvidado» tiene como principal objetivo el de impedir la divulgación de 
información personal a través de Internet en caso de que no se den los 
requisitos de idoneidad154. 
➢ El segundo interrogante al que la Agencia Española de Protección de Datos 
trata de dar respuesta en este documento, que sirve básicamente para aclarar 
brevemente los puntos clave en materia de protección de los datos personales, 
es el que aborda la posibilidad de ejercer el derecho al olvido frente a un motor 
de búsqueda sin haber ejercido previamente dicho derecho frente al individuo 
que constituye la fuente original de la noticia (Agencia Española de 
Protección de Datos, 2014). 
 
La respuesta que se ofrece es positiva, sobre todo en función de lo establecido por el 
Tribunal de Justicia de la Unión Europea en su sentencia del año 2014. De hecho, la Agencia 
Española de Protección de Datos indica en el documento que, a pesar de que los motores de 
búsqueda y otros responsables del tratamiento apliquen dos tratamientos de datos personales 
distintos con un impacto diferente sobre la vida privada de las personas, el individuo que ve 
dañada su intimidad por la divulgación de una noticia concreta tiene la posibilidad de ejercer 
el derecho al olvido no solo frente al gestor que constituye la fuente original de la noticia, 
sino también frente a los motores de búsqueda que, con su forma de actuar, pueden impedir 
al individuo ejercer su derecho a ser olvidado. 
El tercer planteamiento al que busca dar respuesta la Agencia Española de Protección 
de Datos es si la información debe desaparecer efectivamente de Internet en caso de que el 
derecho al olvido se ejerza frente a un motor de búsqueda. 
La respuesta que ofrece la agencia a esta pregunta no es positiva y tiene en cuenta la 
sentencia del Tribunal de Justicia del 13 de mayo de 2014. En efecto, el ejercicio de los 
derechos de cancelación y oposición realizado frente a los buscadores solo afecta a los 
 
154En particular, en el documento de la Agencia Española de Protección de Datos se indica que el 
derecho al olvido o el «derecho a ser olvidado» incluye el derecho a limitar la difusión universal 
e indiscriminada de datos personales en los buscadores generales cuando la información es 
obsoleta o ya no tiene relevancia o es errónea, aunque la publicación original se considere 
legítima. 
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resultados obtenidos en las búsquedas hechas, pero no implica que la página con la 
información deba ser suprimida de la fuente original.155 Dicho de otra forma, si una página 
en particular de internet tiene los datos personales de un titular de sus derechos, aunque los 
motores de búsqueda eliminen la indexación para que nadie que los utilice acceda a ella, aún 
así la página se mantendrá al aire, disponible para quienes tengan la liga electrónica exacta 
que lleve a la publicación donde se exponen los datos personales del titular. 
En el punto cuarto se recoge el modo en el que se puede ejercer el derecho al olvido 
y, para ello, la Agencia Española de Protección de Datos indica que la legislación española 
establece que, a fin de ejercer los derechos de cancelación y oposición, es imprescindible 
dirigirse directamente al motor de búsqueda.  
En general, los buscadores mayoritarios, como Google, Bing y Yahoo, ya se han 
comprometido a identificar una serie de procedimientos necesarios para llevar a cabo la 
cancelación y adaptarse así a los cambios en las distintas legislaciones. No obstante, si el 
motor de búsqueda no responde a la petición realizada por el ciudadano o si este considera 
que la respuesta que recibe no es la adecuada, puede solicitar directamente que la Agencia 
Española de Protección de Datos tutele su derecho frente al responsable156. 
El quinto punto que destaca la Agencia Española de Protección de Datos es si existen 
límites al derecho al olvido. La respuesta que ofrece la Agencia Española de Protección de 
Datos es que no se puede afirmar que existan límites, si bien, sobre todo en el caso de los 
motores de búsqueda, resulta imprescindible valorar las circunstancias de cada caso y realizar 
 
155En este sentido, la Agencia Española de Protección de Datos determina que, teniendo en cuenta 
las disposiciones recogidas en la sentencia del 13 de mayo de 2014 del Tribunal de Justicia de 
la Unión Europea, el enlace que se muestra en el buscador solo dejará de ser visible cuando la 
búsqueda se realice a través del nombre de la persona que ejerció su derecho al olvido. De hecho, 
todas las fuentes permanecen inalteradas y, por lo tanto, el resultado se seguirá mostrando 
cuando la búsqueda se realice por cualquier otro término distinto. 
156Como sigue indicando la Agencia Española de Protección de Datos en el documento, en ese 
sentido será la propia agencia la que, en función de las circunstancias de cada caso concreto, 
determinará la actuación que hay que llevar a cabo frente al motor de búsqueda que no haya 
dado respuesta a la solicitud de cancelación de los datos por parte del interesado. Esta decisión 
de la agencia, a su vez, podrá recurrirse ante los tribunales. 
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una ponderación constante entre los diferentes derechos e intereses presentes entre ambas 
partes. 
Otro documento interesante que también está disponible en la página web de la 
Agencia Española de Protección de Datos lleva por título «Ejercicio de derechos» 157 e 
incluye aclaraciones interesantes en relación con el ejercicio de algunos derechos importantes 
que se definen como derechos ARCO y que atañen directamente a la protección de datos 
personales (Agencia Española de Protección de Datos, Ejercicio de derechos, 2015). 
En dicho documento, la Agencia Española de Protección de Datos pone de manifiesto 
que los derechos de cancelación y de oposición, que se definen también como derechos 
ARCO, están reconocidos desde hace mucho tiempo dentro del ordenamiento jurídico 
español y, en concreto, en la Ley Orgánica de Protección de Datos. Estos derechos ARCO 
permiten al interesado conocer con exactitud cómo se está tratando su información personal 
por parte de un encargado del tratamiento de dicha información considerada sensible. 
Estos mismos derechos ARCO también permiten modificar o rectificar posibles 
errores, cancelar datos que, en un determinado momento, se prefiere que no sean visibles u 
oponerse al tratamiento de los datos personales realizado sin el consentimiento expreso del 
interesado. 
En este sentido, la Agencia Española de Protección de Datos subraya que, para ejercer 
correctamente dichos derechos, resulta indispensable conocer una serie de aspectos que se 
incluyen con detalle en la Guía para el Ciudadano de la Agencia Española de Protección de 
Datos que se analizará con mayor profundidad en el capítulo cinco de este trabajo (Agencia 
Española de Protección de Datos, El derecho fundamental a la protección de datos: Guía para 
el ciudadano, 2014). 
En concreto, en el documento se establece que los denominados derechos ARCO 
deben ser ejercidos directamente por el interesado. No obstante, existe la posibilidad de 
 
157 El documento en cuestión, titulado «Ejercicio de derechos», está disponible en la página web 
de la Agencia Española de Protección de datos en la siguiente dirección: 
http://www.agpd.es/portalwebAGPD/CanalDelCiudadano/ejercicio_derechos/index-ides-
idphp.php 
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actuar en nombre de otra persona, aunque es necesario demostrar que se cuenta con una 
autorización para representarla. Dichos derechos son independientes el uno del otro y para 
solicitar la modificación o cancelación de una información determinada no es necesario 
ejercer antes otros derechos como el de acceso. Además, según se indica en el documento de 
la Agencia Española de Protección de Datos, el ejercicio de estos derechos debe llevarse a 
cabo de manera sencilla, libre y rápida. 
En concreto, la solicitud debe incluir el nombre del interesado, la fotocopia de su 
documento de identidad, pasaporte u otro documento válido, la descripción detallada de la 
petición que se realiza, una dirección a efectos de notificaciones, documentos acreditativos 
de la petición que formula si fuera necesario y la fecha y firma del solicitante (Agencia 
Española de Protección de Datos, Ejercicio de derechos, 2015). 
Con lo tratado se tuvo evidencia que, con la llegada de las TIC y una de sus 
herramientas más usada, los motores de búsqueda no son ajenos a la protección de la 
privacidad de los usuarios, si bien no tienen el poder de eliminar todos los datos presentes en 
la red que sean considerados sensibles para los titulares, sí tienen mecanismos y algoritmos 
que pueden evitar que la información sea accesible a través de ellos, siendo una forma 
indirecta de proteger la privacidad de los titulares de los datos, eso es lo más importante de 
este capítulo, dejar como evidencia que los datos se protegen hasta el límite de lo posible con 
tal de que la ley prevalezca. 
También se supo que el derecho al olvido es, en el caso de la era de internet, el 
equivalente a desindexar la información del titular de la red, que se relaciona a lo dicho en el 
párrafo anterior, si el buscado ya no muestra los datos a sus usuarios, se protege al titular, 
pero tiene sus límites, ya que, es posible que la información que el titular considera siga 
disponible en la red; aparte, se tienen los casos en que, aunque un titular se oponga al uso de 
los datos, si los mismos se autorizaron apropiadamente y se están usando dentro de lo 
planeado e informado al titular, entonces es posible que los resultados de este tipo de 
solicitudes se denieguen, de tal forma que el titular no podrá bloquear el acceso a su 
información.  
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Entonces el derecho al olvido está presente, pero, dado cada caso particular, se pueden 
tener situaciones en que el uso de los datos personales es legítimo y apegado a la ley, de 
conforme con lo que se solicitó al titular, si este es el caso, entonces el responsable de los 
datos podrá utilizarlos tal como lo planeó y tal como lo autorizó el titular. Todo apegado al 
derecho.  
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5.1 LOS ORÍGENES DEL DERECHO AL OLVIDO. EL CASO PRESENTADO POR LA 
AGENCIA ESPAÑOLA DE PROTECCIÓN DE DATOS A LA AUDIENCIA 
NACIONAL. 
El cuarto capítulo del trabajo, dedicado al reglamento europeo de protección de datos 
personales y a la aparición del derecho al olvido, se centra específicamente en el proceso de 
consolidación del derecho al olvido como creación de jurisprudencia y se abre con un 
apartado que se ocupa del caso presentado por la Agencia Española de Protección de Datos 
a la Audiencia Nacional. 
Es a partir de este caso cuando surge la famosa sentencia del Tribunal de Justicia de 
la Unión Europea conocida como Google Spain (Google Spain SL, Google Inc / Agencia 
Española de Protección de Datos, Mario Costeja González, 2014). Es importante retomar este 
caso particular porque de él puede surgir toda una evolución o revolución en la forma de 
proteger los datos por parte de las naciones, si no se considera este caso en particular se corre 
el riesgo de no aprender y dejar incertidumbre en la constante y consecuente evolución de la 
protección de los datos personales y del derecho al olvido que todo ciudadano del mundo 
debe tener garantizados en sus países de residencia. 
En este sentido, cabe recordar que el derecho al olvido, entendido como el derecho 
de todo individuo a ser olvidado por acontecimientos que en el pasado pudieron ser de interés 
público, ha adquirido un mayor peso en los últimos tiempos, sobre todo por el hecho de que 
el derecho al olvido ha comenzado a ser considerado como una expresión particular del 
derecho a la intimidad garantizado a nivel constitucional y como uno de los derechos 
fundamentales e inviolables del individuo (Rodotà, Riservatezza, 2007). 
Tras la introducción del código de privacidad gracias al Decreto Legislativo No. 196 
del 30 de junio de 2003, el derecho al olvido encuentra un reconocimiento jurídico explícito 
dentro del ordenamiento jurídico italiano. Teniendo así una nación más que protege a los 
titulares de los datos personales. 
Siempre dentro del ordenamiento jurídico italiano, con respecto al tema del derecho 
al olvido, también ha intervenido en numerosas ocasiones el garante de la protección de datos 
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personales, quien ha subrayado reiteradamente que la divulgación de datos personales 
correspondientes a un determinado individuo, y que se refieren a acontecimientos del pasado, 
puede provocar efectos muy negativos en el interesado durante un largo periodo de tiempo, 
obligando a sacrificar otros derechos especialmente merecedores de una protección. 
Según el garante de la privacidad, en una situación de estas características se establece 
la necesidad de eliminar algunos datos transcurrido un determinado periodo de tiempo, sobre 
todo si ya no son útiles para los fines por los que fueron tratados en un primer momento158. 
En efecto, el proceso de indexación por parte de los motores de búsqueda puede 
provocar resultados poco positivos para individuos que están asociados automáticamente a 
determinadas expresiones y que, a menudo, pueden sentirse ofendidos cuando el proceso de 
indexación todavía los vincula a determinados hechos, a pesar de que haya transcurrido un 
periodo de tiempo largo. Tanto en territorio italiano como en el ámbito de la Unión Europea, 
esto ha provocado que muchos individuos interpongan recursos judiciales ante los gestores 
de motores de búsqueda que se consideran responsables (Petti, 2015). 
Si se analiza el aspecto jurisprudencial de la cuestión, se puede subrayar que los 
órganos jurisdiccionales de instancia no manifestaron inicialmente una gran propensión a 
considerar responsable al proveedor en relación con determinados contenidos que surgen en 
el momento en el que se realiza un proceso de búsqueda determinado159. 
En un contexto de estas características, cobra gran importancia la sentencia dictada 
por el Tribunal de Justicia de la Unión Europea en el caso Google Spain. En la sentencia 
 
158 Con respecto a este punto, se pueden tomar como referencia algunas de las decisiones más 
importantes adoptadas por el garante italiano de la protección de datos personales, como la 
decisión No. 1091915 del 7 de julio 2005 o la decisión No. 1617673 del 8 de abril de 2009. 
159 En este sentido, puede resultar útil recordar una sentencia dictada por el Tribunal de Milán con 
fecha del 25 de marzo de 2013 en la que se establece que los motores de búsqueda no pueden 
ser clasificados como «content provider» (proveedor de contenidos). Sin embargo, el mismo 
Tribunal de Milán, en otra sentencia del 24 de marzo de 2011, declaraba una posición totalmente 
contraria a la adoptada posteriormente y establecía que los motores de búsqueda desarrollan 
una actividad que permite generar una responsabilidad. En este sentido, se expresó también el 
Tribunal de Apelación de París en una sentencia con fecha del 14 de diciembre de 2011, donde 
consideraba similares las obligaciones del director responsable de un periódico online a las del 
representante legal de un motor de búsqueda. 
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Google Spain, el tribunal de justicia al que se apeló para una cuestión prejudicial declaró, de 
forma expresa, la existencia de una responsabilidad por parte del gestor de un motor de 
búsqueda en relación con el tratamiento de datos personales en la medida en que, según 
subrayó dicho tribunal, a través del proceso de indexación, el motor de búsqueda extrae y 
organiza los datos para poder memorizarlos posteriormente dentro del servidor y ponerlos a 
disposición para la consulta de los propios usuarios. En la práctica, todo este proceso ha sido 
equiparado completamente a un tratamiento de datos personales. 
En el caso Google Spain, el juez de la Unión Europea fue citado a intervenir en 
relación con la protección de la identidad personal en Internet, sobre todo teniendo en cuenta 
la nueva normativa europea surgida con respecto al tratamiento de datos personales, que 
establece como principal objetivo la protección del individuo. 
En esa ocasión, el Tribunal de Justicia reconoció la existencia de un verdadero 
derecho para el individuo que le permite solicitar directamente al gestor de un motor de 
búsqueda que elimine de su lista de resultados un vínculo determinado que puede resultarle 
perjudicial. Lo anterior es resultado del caso de Google Spain, del que se retoma su situación 
inicial para un mejor análisis de la situación. 
La cuestión que da origen a la sentencia Google Spain surgió en el año 2010, cuando 
un ciudadano español, el señor Mario Costeja González, se dirigió a la Agencia Española de 
Protección de Datos para presentar una reclamación contra el diario local La Vanguardia 
Ediciones S.L. El periódico en cuestión, a pesar de ser local, tiene amplia difusión en todo el 
territorio español, sobre todo en Cataluña. El señor Costeja González también presentó la 
misma reclamación contra Google Spain y Google Inc., es decir, contra los motores de 
búsqueda. 
Por lo que respecta al recurso, el señor González subrayaba que, dentro de la lista 
completa de resultados asociados a su nombre, el motor de búsqueda en cuestión mostraba 
una serie de links que directamente lo vinculaban a dos páginas distintas, ambas con fecha 
de 1998, una de enero y otra de marzo, en las que se incluía el anuncio de la venta en subasta 
de una serie de inmuebles propiedad del señor Mario Costeja González tras una operación de 
embargo por deudas con la Seguridad Social que no se habían saldado. 
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En su recurso, el ciudadano español precisaba que, en esos momentos, el embargo 
resultaba ya una cuestión resuelta hacía muchos años y que, por consiguiente, el hecho de 
que los resultados del motor de búsqueda todavía mostrasen una conexión entre su nombre y 
esas dos páginas relacionadas con dicho embargo suponía una vulneración de sus derechos 
fundamentales, además de que se trataba de datos poco relevantes al estar relacionados con 
una cuestión resuelta hacía varios años. 
En concreto, a través de esta reclamación, el ciudadano español Mario Costeja 
González solicitaba al periódico La Vanguardia Ediciones S.L. la eliminación o modificación 
de las dos páginas de enero y marzo de 1998 que directamente se relacionaban con su persona 
para que sus datos personales dejasen de aparecer cada vez que se accediese a dicho material 
online, o que utilizasen instrumentos facilitados por los propios motores de búsqueda para 
proteger sus datos personales. 
Por otro lado, el propio señor Costeja González solicitó en su recurso al Tribunal de 
Justicia que ordenase a Google Spain o a Google Inc. eliminar inmediatamente todos los 
datos personales relacionados con su persona para evitar que dichos datos siguiesen estando 
presentes entre los resultados de búsqueda de Google (Corte di Giustizia dell'Unione 
Europea, 2014). 
En cuanto a la respuesta que ofreció la Agencia Española de Protección de Datos con 
respecto al recurso, el organismo español decidió rechazar la reclamación contra el diario 
local español indicando que el editor tiene el derecho a publicar dichos datos y, como 
consecuencia, se puede considerar la publicación perfectamente legítima pero, al mismo 
tiempo, la propia Agencia Española de Protección de Datos decidió hacerse cargo de la 
reclamación contra Google Spain y Google Inc., estimando que se trataba de un recurso 
perfectamente legítimo.  
La misma Agencia Española de Protección de Datos impuso al motor de búsqueda 
adoptar toda una serie de medidas necesarias para eliminar del banco de datos y de los índices 
todos los datos relativos a dicho asunto, de forma que en el futuro resultase imposible para 
los usuarios acceder a los mismos. En esta situación, las dos empresas interesadas, Google 
Spain y Google Inc., decidieron dirigirse directamente a la Audiencia Nacional y presentar 
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recursos para conseguir la anulación de la decisión adoptada por parte de la Agencia Española 
de Protección de Datos. 
Ante dicha situación, se planteó la intervención del Tribunal de Justicia de la Unión 
Europea. De hecho, la Audiencia Nacional se dirigió al Tribunal de Justicia de la Unión 
Europea planteándole una cuestión prejudicial160 para solicitar la aclaración de una serie de 
puntos que se analizarán en el segundo apartado de este capítulo (Palmieri & Pardolesi, 27 
maggio 2014). 
Para poner punto final a este apartado introductorio, y antes de pasar a analizar las 
reflexiones relacionadas con la sentencia Google Spain, puede resultar de utilidad tener en 
cuenta una sentencia dictada aproximadamente un año antes por parte de otro órgano 
jurisdiccional europeo, el Tribunal Europeo de Derechos Humanos en el caso Wegrzynowski 
(Nannipieri, 2013)161. En el caso Wegrzynowski, conviene destacar que el Tribunal Europeo 
 
160 Para entender mejor la intervención del Tribunal de Justicia de la Unión Europea en el caso 
Google Spain, resulta oportuno aclarar qué se entiende por cuestión prejudicial. La cuestión 
prejudicial forma parte de las prerrogativas que se les reconocen a los jueces de los Estados 
miembros de la Unión Europea y se concede no solo para garantizar la correcta aplicación del 
derecho europeo en los distintos Estados, sino que también se utiliza para que el derecho tenga 
una aplicación uniforme dentro de todo el territorio de la Unión Europea. De hecho, en el 
momento en el que un juez de un Estado miembro, al tener que aplicar una disposición 
comunitaria, en este caso una directiva, albergue dudas con respecto a la validez del acto (en 
este caso, se habla de «cuestión prejudicial de validez») o a su correcta interpretación (en tal 
caso, se habla de «cuestión prejudicial de interpretación»), podrá suspender el juicio en curso y 
plantear una cuestión al Tribunal de Justicia de la Unión Europea para que sea este el que se 
pronuncie sobre la validez del acto o sobre su correcta aplicación. En el caso de la cuestión 
prejudicial, el tribunal europeo no tiene la obligación de ofrecer una solución a la controversia 
planteada a nivel nacional, que queda suspendida hasta que el Tribunal de Justicia dé repuesta 
a las cuestiones planteadas por el juez nacional, sino que deberá pronunciarse únicamente sobre 
la validez y correcta interpretación de la norma. Una vez que el Tribunal de Justicia haya 
ofrecido la correcta interpretación de una norma, el juez nacional que ha presentado la cuestión 
podrá reanudar el caso en cuestión y aplicará la norma tal y como haya sido interpretada por el 
Tribunal de Justicia. Esta misma interpretación tendrá validez erga omnes todos los jueces de 
todos los países miembros que deban aplicar, el algún momento, dicha norma comunitaria 
(Mastroianni & Strozzi, 2015). 
161En concreto, se hace referencia a la sentencia dictada por la sección cuarta del Tribunal Europeo 
de Derechos Humanos el 16 de julio de 2013 en el caso Wegrzynowski y Smolczewsky contra 
Polonia. En efecto, el caso surge en el año 2000, cuando un periódico polaco, Rzeczpospolita, 
publicó un artículo en el que se hablaba de dos abogados polacos implicados, junto a algunos 
políticos, en asuntos ilícitos con el objetivo de obtener una serie de ventajas de carácter 
económico. A partir de este artículo surgieron dos procesos por difamación. El primero contra 
el periódico que había publicado el artículo y que finalizó con la condena del mismo. En cambio, 
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de Derechos Humanos se pronunció igualmente sobre el tema del derecho al olvido, como 
también lo hizo el Tribunal de Justicia de la Unión Europea.  
Puede resultar interesante analizar el punto de vista del Tribunal Europeo de Derechos 
Humanos, que se pronunció sobre el tema poco antes que el Tribunal de Justicia de la Unión 
Europea hiciera lo propio. Es más, tener en cuenta la óptica de otro órgano jurisdiccional 
europeo puede ayudar a entender mejor los avances y las motivaciones que llevaron al 
Tribunal de Justicia de la Unión Europea a dictar la sentencia Google Spain (Di Ciommo, n. 
12/2014). 
La sentencia Wegrzynowski resulta de gran interés porque puede ayudar a 
comprender el recorrido que se ha hecho a nivel europeo, no solo por parte del Tribunal de 
Justicia de la Unión Europea, sino en relación con la comprensión de la normativa del 
derecho al olvido dirigida fundamentalmente a proteger la identidad personal de un 
determinado individuo. Dicha normativa se relaciona directamente con una pluralidad de 
conceptos, como la supresión, la integración, la rectificación y el proceso de indexación de 
los datos. 
En el caso Wegrzynowski, el Tribunal Europeo de Derechos Humanos trabajó 
fundamentalmente para encontrar un equilibrio difícil y delicado entre la libertad de 
expresión, los intereses del individuo y el interés público de conocer una determinada noticia. 
La complejidad entre lo público y lo privado se puso en la mesa de discusión así, también la 
 
el segundo no apareció hasta el año 2004, cuando los dos abogados descubrieron que el artículo 
que directamente les incumbía y que ellos consideraban difamatorio había sido registrado en la 
hemeroteca digital del periódico. Como consecuencia, los dos abogados acusaron de nuevo al 
periódico y solicitaron que se eliminase el artículo de su hemeroteca digital. De hecho, los dos 
abogados argumentaron que, con la publicación online del artículo, a través del proceso de 
indexación del motor de búsqueda Google, el artículo vulneraría a posteriori sus derechos, en 
concreto los relativos al respeto de la reputación y de su privacidad. Sin embargo, los jueces a 
los que se dirigieron los dos abogados polacos no aceptaron sus solicitudes y, por ese motivo, 
dichos abogados decidieron presentar un nuevo recurso ante el Tribunal Europeo de Derechos 
Humanos por la vulneración del artículo 8 del Convenio Europeo de los Derechos Humanos. 
En su decisión, el Tribunal Europeo de Derechos Humanos sostuvo que el recurso no era 
fundado y estableció un equilibrio entre el artículo 8 del Convenio Europeo de los Derechos 
Humanos, al que aludían los dos abogados polacos, y el artículo 10 del propio Convenio 
Europeo de los Derechos Humanos que hace referencia a la libertad de expresión. 
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libertad de expresión contra los datos que un titular considera privados, esto no fue fácil de 
llevar a un resultado benéfico para todos los involucrados y para la sociedad. 
En este caso, presentado ante el Tribunal Europeo de Derechos Humanos, no se puede 
hablar efectivamente de derecho al olvido porque los jueces ya habían establecido con 
anterioridad que la noticia relacionada con los dos abogados polacos era de carácter 
difamatorio. En cualquier caso, la sentencia presenta algunos elementos interesantes, sobre 
todo en la medida en que el Tribunal de Estrasburgo dictamina que la obligación de eliminar 
el contenido de la noticia no forma parte de las competencias que pueden atribuirse a los 
jueces nacionales, aunque estos hubiesen determinado con anterioridad su carácter 
difamatorio (Petti, 2015). 
Este aspecto llevó al Tribunal Europeo de Derechos Humanos a pensar que la 
supresión de un artículo de la hemeroteca digital del periódico polaco constituía una medida 
no proporcionada, incluso en este caso en el que el contenido del artículo fue considerado 
difamatorio. Esta aclaración es interesante porque permite entender que el proceso 
interpretativo aplicado por el Tribunal Europeo de Derechos Humanos en el caso 
Wegrzynowski es muy similar al que posteriormente llevó a cabo el Tribunal de Justicia de 
la Unión Europea en el caso Google Spain, ya que busca un equilibrio entre la libertad de 
prensa y el derecho del individuo a mantener inalterada su propia reputación162.  
En el caso Wegrzynowski, los jueces de Estrasburgo, tras reconocer que Internet 
podría dar lugar a numerosas vulneraciones del derecho al respeto de la vida privada, 
establecieron que no era necesario suprimir el artículo en cuestión acogiéndose a la libertad 
de expresión, aunque, como en este caso, la información fuera difamatoria, manteniendo así 
 
162 En efecto, el equilibrio entre la necesidad de conservar una noticia concreta, aunque se trate de 
una noticia incorrecta o no veraz, y la necesidad de proteger las pretensiones del individuo que 
quiere conservar inalterada su identidad personal encuentra un punto clave en la obligación, por 
parte del editor online, de rectificar o actualizar las noticias publicadas. En la sentencia en 
cuestión, el Tribunal Europeo de Derechos Humanos llegó a la conclusión de que la supresión 
del artículo difamatorio habría podido incidir gravemente sobre el derecho a la libertad de 
expresión del pensamiento del que deriva directamente la actividad de información. Por 
consiguiente, con su sentencia, el tribunal no hace otra cosa que reiterar que el derecho a la 
manifestación libre del pensamiento y el derecho a la libertad individual son similares, de modo 
que, en este caso, la no supresión del artículo habría supuesto una vulneración de la libertad 
personal, si bien habría menoscabado también la libertad de expresión. 
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la afectación a Wegrzynowski, y es por este precedente que Mario Costeja tenía una lucha 
importante por lo que el consideraba era una vulneración a sus derechos.  
En cualquier caso, el Tribunal Europeo de Derechos Humanos, al igual que hará 
posteriormente el Tribunal de Justicia de la Unión Europea en el caso Google Spain, establece 
una especie de equilibrio de intereses opuestos de suma importancia: por un lado, la 
protección de la privacidad y, por el otro, la libertad de expresión. 
En efecto, mientras que en el caso Google Spain, el Tribunal de Justicia de la Unión 
Europea subrayó la necesidad, en determinadas circunstancias, de eliminar todos los vínculos 
de la lista de resultados facilitada por el motor de búsqueda para proteger el derecho del 
individuo al respeto de su vida privada y, como consecuencia, el derecho a que se protejan 
sus datos personales, en el caso Wegrzynowski, la solución adoptada por el Tribunal Europeo 
de Derechos Humanos trató de posibilitar la actualización del contenido de la noticia, 
determinando que, en dicho caso, no se podía establecer una verdadera vulneración del 
derecho al olvido (Petti, 2015)163. 
 
 
 
 
5.2 REFLEXIONES SOBRE LA SENTENCIA DEL TRIBUNAL DE JUSTICIA DE LA 
UNIÓN EUROPEA Y SUS PERFILES JURÍDICOS 
 
163 La solución adoptada por los jueces del Tribunal Europeo de Derechos Humanos, al menos en 
este caso, tuvo como objetivo proteger la dignidad de la persona y favorecer, al mismo tiempo, 
una mejora de la calidad de la información para conseguir que resultase más completa y 
actualizada. 
  
239 
Esta parte central del capítulo cuarto incluye algunas observaciones y reflexiones 
acerca del contenido de la sentencia del Tribunal de Justicia de la Unión Europea en el caso 
Google Spain, haciendo hincapié en sus perfiles jurídicos. 
Siguiendo con el citado caso, tras haber aceptado el garante de la protección de datos 
personales español la petición del señor Mario Costeja González contra Google Spain y 
Google Inc., Google presentó un recurso contra dicha decisión directamente a la Audiencia 
Nacional que, al tener algunas dudas sobre la correcta interpretación de varias disposiciones 
correspondientes al derecho comunitario, en concreto las relativas al reglamento europeo de 
protección de datos personales, decidió suspender temporalmente el procedimiento que 
estaba en curso y someter el caso a la opinión del Tribunal de Justicia de la Unión Europea a 
través de un instrumento habitual del derecho comunitario: la cuestión prejudicial. 
Al ser apelado mediante una cuestión prejudicial, el Tribunal de Justicia de la Unión 
Europea tuvo que realizar una serie de reflexiones en relación con el ámbito de aplicación 
territorial de la directiva de la Unión Europea y, para ello, se centró sobre todo en el 
significado efectivo del término «establecimiento», al que se hace alusión en el artículo 4, 
apartado 1, letra a) de la Directiva 95/46/CE.164 
Por lo tanto, teniendo en cuenta lo dispuesto en la Directiva 95/46/CE, resulta 
evidente que, en caso de que un encargado del tratamiento de datos personales tenga 
establecimiento en varios Estados miembros, tendrá la obligación de adoptar todas aquellas 
medidas consideradas necesarias para garantizar que se cumple plenamente el derecho de 
todos esos Estados miembros. 
Partiendo de este punto, el Tribunal de Justicia de la Unión Europea realizó una serie 
de puntualizaciones tomando como referencia la sentencia Google Spain. De forma 
 
164 En este sentido, resulta oportuno recordar que el artículo 4, apartado 1, letra a) de la Directiva 
95/46/CE establece que «los Estados miembros aplicarán las disposiciones nacionales que haya 
aprobado para la aplicación de la presente directiva a todo tratamiento de datos personales 
cuando el tratamiento sea efectuado en el marco de las actividades de un establecimiento del 
responsable del tratamiento en el territorio del Estado miembro. Cuando el mismo responsable 
del tratamiento esté establecido en el territorio de varios Estados miembros deberá adoptar las 
medidas necesarias para garantizar que cada uno de dichos establecimientos cumple las 
obligaciones previstas por el derecho nacional aplicable». 
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específica, dicho tribunal subrayó que el tratamiento de los datos personales que se lleva a 
cabo por exigencias estrictamente relacionadas con la actividad de un motor de búsqueda, 
como en el caso de Google Search, que se gestiona por parte de un sujeto jurídico que tiene 
fijada su sede principal en un Estado tercero pero que, al mismo tiempo, también cuenta con 
un establecimiento dentro de uno de los Estados miembros de la Unión Europea, puede 
considerarse como realizado dentro del ámbito de todas aquellas actividades que forman 
parte de dicho establecimiento si se tiene como objetivo fundamental el de garantizar, dentro 
del Estado miembro, la promoción y la venta de los espacios publicitarios propuestos por el 
motor de búsqueda y desarrollados para rentabilizar mejor el servicio ofrecido por el propio 
motor de búsqueda (Cosa & Viola, 2015). 
En este caso, al ser Google Spain el que gestiona todas las actividades relacionadas 
con los espacios publicitarios, el Tribunal de Justicia de la Unión Europea llegó a la 
conclusión de que pueden considerarse válidas las tesis que apuntan a que existe un 
establecimiento de la empresa Google Inc. dentro del territorio español y, por lo tanto, dentro 
de uno de los Estados miembros de la Unión Europea. 
Siguiendo con el análisis de este caso, cabe destacar otra cuestión planteada por el 
Tribunal de Justicia de la Unión Europea. Este segundo interrogante atañe a la interpretación 
de los artículos 12, letra b), y 14, apartado 1, letra a) de la Directiva 95/46/CE sobre la 
responsabilidad del gestor del motor de búsqueda tomando como base un proceso de 
comparación con dos artículos de la Carta de los Derechos Fundamentales de la Unión 
Europea de Niza, los artículos 7165 y 8166, de los que se desprende la obligación, por parte del 
motor de búsqueda, de eliminar todos aquellos vínculos que dirijan a determinadas páginas 
que se consideran ofensivas tras la petición del interesado. 
 
165 En concreto, el artículo 7 de la Carta de los Derechos Fundamentales de la Unión Europea de 
Niza hace referencia al respeto de la vida privada y familiar y determina que «toda persona tiene 
derecho al respeto de su vida privada y familiar, de su domicilio y de sus comunicaciones». 
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En un principio, varias partes subrayaron que, en realidad, el tratamiento de los datos 
personales realizado por el gestor de un motor de búsqueda no podía considerarse similar al 
llevado a cabo por un editor de páginas web. Con bastante probabilidad, fue la falta de una 
postura unánime a este respecto lo que llevó al juez español a cerrar el proceso que se le había 
presentado y a solicitar la intervención del Tribunal de Justicia de la Unión Europea mediante 
una cuestión prejudicial. 
Llegados a este punto, si se tiene en cuenta la respuesta facilitada por el Tribunal de 
Justicia de la Unión Europea, resulta evidente que el tratamiento de los datos personales 
realizado por el gestor de un motor de búsqueda, incluso si se distingue del que lleva a cabo 
el gestor de páginas web, incide sobre los derechos fundamentales y las libertades del 
interesado. Por consiguiente, este tribunal llegó a la conclusión de que el motor de búsqueda 
puede ser considerado, en cualquier caso, encargado del tratamiento de los datos igual que el 
editor de una página web, de modo que debe garantizar el respeto de las disposiciones 
establecidas por la directiva comunitaria. El mandato fue de respeto a las leyes comunitarias 
y, en el caso particular, del derecho al olvido del titular, Mario Costeja en Google, aunque, 
como se verá posteriormente, se está ante una excepción de la que no se tenía precedente. 
Además, en este segundo punto, el Tribunal de Justicia de la Unión Europa realizó 
otra reflexión interesante al subrayar que las actividades efectuadas con fines periodísticos 
pueden constituir una de las excepciones expresamente previstas en el artículo 9 de la 
directiva europea. Sin embargo, dentro de esas excepciones no se incluye el tratamiento de 
los datos personales realizado por el gestor de un motor de búsqueda en Internet. 
Para aclarar mejor ese punto en el que hace hincapié el Tribunal de Justicia de la 
Unión Europea, hay que recordar que el artículo 9 de la Directiva 95/46/CE, al que alude 
expresamente el tribunal, determina que 
 
En lo referente al tratamiento de datos personales con fines exclusivamente 
periodísticos o de expresión artística o literaria, los Estados miembros 
establecerán, respecto de las disposiciones del presente capítulo, del capítulo 
IV y del capítulo VI, exenciones y excepciones sólo en la medida en que 
resulten necesarias para conciliar el derecho a la intimidad con las normas que 
rigen la libertad de expresión. 
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Si tomamos como referencia la posición adoptada por el Tribunal de Justicia de la 
Unión Europea, resulta evidente que dicha institución, a través de una interpretación rigurosa 
de la normativa europea en materia de protección de datos personales, haciendo especial 
hincapié en la disciplina relativa a la protección de datos, reconoce el derecho del individuo 
a solicitar al gestor y eventualmente a las autoridades competentes la eliminación de un 
determinado vínculo en el momento en que este vulnere su libertad personal y sus derechos 
fundamentales.  
En este sentido, puede resultar de utilidad hacer referencia al punto 41 de la sentencia 
del Tribunal de Justicia de la Unión Europea en el caso Google Spain, en el que dicho tribunal 
estipula que 
 
 
La actividad de un motor de búsqueda, que consiste en hallar información 
publicada o puesta en Internet por terceros, indexarla de manera automática, 
almacenarla temporalmente y, por último, ponerla a disposición de los 
internautas según un orden de preferencia determinado, debe calificarse de 
«tratamiento de datos personales» y, por otro, el gestor de un motor de 
búsqueda debe considerarse «responsable» de dicho tratamiento (Google 
Spain SL y Google Inc. contra Agencia Española de Protección de Datos 
(AEPD), Mario Costeja González, 2014, punto 41). 
 
Conviene prestar atención a este punto concreto de la sentencia, puesto de relieve por 
el Tribunal de Justicia de la Unión Europea, porque constituye la expresión más clara del 
reconocimiento explícito al individuo de un verdadero derecho de conseguir que se eliminen 
de los resultados de los motores de búsqueda todas aquellas conexiones que puedan estar 
todavía vinculadas a una serie de contenidos que ya no pueden considerarse actuales, aunque 
fuesen perfectamente correctos en el momento de su publicación. 
Todo esto se basa en el supuesto de que todas las actividades desarrolladas por el 
gestor y relacionadas con la extracción, registro y organización de determinados datos se 
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consideran necesariamente un tratamiento de datos personales y el propio gestor podrá ser 
considerado como responsable del tratamiento.167  
La conclusión a la que llegó el Tribunal de Justicia de la Unión Europea dentro de la 
sentencia analizada es que todo el proceso de indexación que desarrollan los distintos motores 
de búsqueda puede tener un gran impacto en los derechos fundamentales del hombre, en 
especial, en lo que respecta al derecho a la protección de la vida privada y a la protección de 
los datos personales. Por este motivo, en la sentencia se afirma reiteradamente que el gestor 
de un motor de búsqueda debe garantizar un nivel eficaz y elevado de protección a todos los 
individuos que, directa o indirectamente, puedan sufrir posibles vulneraciones con motivo 
del proceso de indexación de los datos (Petti, 2015). 
Llegados a este punto, conviene tener en cuenta otra apreciación realizada por el 
Tribunal de Justicia de la Unión Europea en el caso Google Spain y que también hace 
referencia al papel del motor de búsqueda en el proceso de indexación de determinadas 
informaciones. 
Con respecto a la responsabilidad del gestor del motor de búsqueda, el Tribunal de 
Justicia de la Unión Europea puso de manifiesto que dicha responsabilidad perdura incluso 
en aquellos casos en los que se haya eliminado determinada información de otras páginas 
web publicadas por terceros. 
 
167 No obstante, en relación con dicho punto, resulta de utilidad tomar como referencia también 
una opinión opuesta a la emitida por el Tribunal de Justicia de la Unión Europea en la sentencia 
en cuestión, y es la del abogado general Niilo Jääskinen. En concreto, en las conclusiones 
presentadas el 25 de junio de 2013, este abogado general puso de manifiesto que el gestor de 
un determinado motor de búsqueda no tiene plena conciencia de estar haciendo públicas 
informaciones de carácter personal y poco veraces en ese momento relacionadas con un 
determinado individuo, en la medida en que todo el proceso de indexación de la información lo 
realiza de forma mecánica el motor de búsqueda y, por consiguiente, no está en condiciones de 
establecer una distinción entre los distintos contenidos que son objeto de indexación. Son 
precisamente estas consideraciones particulares las que llevaron al abogado general Niilo 
Jääskinen a distanciarse de la postura adoptada en la sentencia por parte del Tribunal de Justicia 
de la Unión Europea, negando incluso que pudieran establecerse responsabilidades para el 
gestor de un determinado motor de búsqueda. La versión íntegra de las conclusiones del 
abogado general Niilo Jääskinen se puede consultar en la siguiente página: 
http://curia.europa.eu/juris/document/document.jsf?text=&docid=138782&pageIndex=0&doc
lang=IT&mode=req&dir=&occ=first&part=1&cid=386778 
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Según el razonamiento ofrecido por el Tribunal de Justicia de la Unión Europea, 
afirmar lo contrario permitiría a cualquier usuario, a través de la indexación efectuada por el 
motor de búsqueda, obtener una visión estructurada de toda la información relativa al 
individuo en cuestión, lo cual constituiría una importante vulneración de sus derechos y 
libertades fundamentales. Esto es porque se tendrían trozos de la información de un sujeto de 
interés hasta armar un perfil de él de forma ilegal. 
De hecho, el Tribunal de Justicia de la Unión Europea estableció que, en ausencia de 
la actividad desarrollada por el motor de búsqueda, un usuario cualquiera habría obtenido las 
informaciones que resultan perjudiciales para la libertad de otro individuo con muchas más 
dificultades (Petti, 2015). 
Otro aspecto interesante que hay que tener en cuenta en relación con la sentencia 
Google Spain es que, por primera vez en el contexto de la Unión Europea, se reconoce 
explícitamente el derecho al olvido. De hecho, en este sentido, el Tribunal de Justicia de la 
Unión Europea, haciendo referencia de forma particular a los artículos 12 y 14 de la Directiva 
95/95/CE, reconoce expresamente al interesado un auténtico derecho a obtener la supresión, 
rectificación o bloqueo de los datos en caso de que el tratamiento de los datos personales no 
cumpla las disposiciones recogidas en la propia directiva. 
Si se hace una comparación con respecto al pasado, se puede afirmar que la sentencia 
del Tribunal de Justicia de la Unión Europea en el caso Google Spain presenta un alcance 
novedoso, ya que establece la aplicación necesaria del contenido de la directiva comunitaria. 
En este sentido, se puede subrayar que el Tribunal de Justicia de la Unión Europea realiza 
una especie de ampliación con respecto a la aplicación territorial de las disposiciones de la 
directiva para garantizar la protección eficaz del individuo y de su privacidad. 
Para explicar mejor este aspecto, cabe recordar que Google había planteado un 
argumento según el cual el tratamiento de datos personales efectuado por la empresa no podía 
considerarse como desarrollado dentro del ámbito de las actividades del establecimiento 
español y, por consiguiente, no podía considerarse sometido a las disposiciones de la 
directiva comunitaria. 
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Este argumento concreto se vio rebatido por otro argumento del Tribunal de Justicia 
de la Unión Europea que, en determinadas circunstancias, podría debatirse. No obstante, el 
propio tribunal precisó que la aplicación de la directiva comunitaria no implicaba 
necesariamente que el tratamiento de los datos personales debía ser efectuado 
 
Por el establecimiento interesado, si bien bastaba con que fuese realizado 
dentro del contexto de las actividades de este último (Google Spain SL y 
Google Inc. contra Agencia Española de Protección de Datos (AEPD), Mario 
Costeja González, 2014, punto 52). 
 
Este punto resulta particularmente importante porque permite destacar que el Tribunal 
de Justicia de la Unión Europea prestó especial atención al proceso de aplicación efectivo de 
las disposiciones comunitarias llegando a ampliar el concepto de establecimiento mediante 
el uso de la expresión «contexto de las actividades» desarrolladas en el ámbito de la propia 
empresa. 
Como consecuencia, si el tratamiento de los datos personales se efectúa en el contexto 
de las actividades de una empresa concreta, incluso si esta tiene su sede dentro de un Estado 
no comunitario, se considerará que está sujeto a las disposiciones previstas dentro de la 
directiva168. 
En este sentido, algunos autores han destacado que el criterio que siguió el Tribunal 
de Justicia de la Unión Europea en el caso Google Spain, que resulta ser un criterio de carácter 
eminentemente económico de conexión entre la empresa y el territorio español, podría 
rebatirse fácilmente a través de una serie de separaciones a nivel corporativo y de negocio 
entre el responsable del tratamiento que opera fuera de la Unión Europea y el individuo que, 
 
168 En efecto, en el ámbito de la sentencia Google Spain, el Tribunal de Justicia de la Unión Europea 
precisó que la simple presencia de una sociedad vinculada, en este caso la empresa Google 
Spain, en territorio español se consideraba suficiente para determinar que la empresa matriz 
tenía su propia sede dentro de ese país concreto. El criterio que siguió el tribunal puede 
considerarse de carácter fundamentalmente económico y vinculado, por lo tanto, al ejercicio 
preponderante de una actividad determinada dentro del territorio español. 
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dentro de un país miembro de la Unión Europea, se ocupa de prestar una serie de servicios 
adicionales. 
 
En la práctica, bastaría para rebatir los argumentos del Tribunal de Justicia de la 
Unión Europea que todos los servicios de carácter accesorio como, en el caso Google Spain, 
los servicios de tipo publicitario, fuesen objeto de comercialización por parte de un tercero 
que no estuviese directamente controlado por la empresa Google Inc., sino que estuviese 
vinculado mediante una relación de simple asesoramiento en calidad de sujeto externo, y no 
de subordinación o de dependencia (Scorza, n. 12/2014, p. 1471 e ss.). Se muestra una forma 
en la que podría burlar las normativas comunitarias. 
En efecto, en la sentencia de este caso, el Tribunal de Justicia de la Unión Europea 
intentó realizar una reconstrucción de las actividades desarrolladas por el motor de búsqueda 
Google y, para ello, estableció una especie de asimilación de todas las operaciones 
desarrolladas por dicho motor de búsqueda, en concreto, las operaciones de recogida, 
memorización de los datos e indexación del tratamiento de los datos personales, con las 
operaciones desarrolladas por los editores de las páginas web en el momento en el que 
publican una serie de datos en una página web determinada169. 
En este sentido, resulta oportuno hacer referencia al punto 28 de la sentencia Google 
Spain, en el que el Tribunal de Justicia de la Unión Europea, al reconstruir jurídicamente 
 
169 Al presentar el caso ante el juez de la Unión Europea, este subrayó que, a pesar de que Google 
Search estuviese gestionado y administrado directamente por Google Inc., y que no hubiese 
ningún dato seguro que permitiese demostrar que Google Spain desarrollaba en España una 
actividad de indexación de información de una serie de datos que están incluidos en el ámbito 
de páginas web y de terceros, todas las actividades de venta de los espacios publicitarios de las 
que se ocupaba directamente Google Spain dentro del territorio español podían considerarse 
vinculadas con la actividad que llevaba a cabo Google Search a través de una conexión de 
interdependencia y complementariedad. Por lo tanto, el Tribunal de Justicia de la Unión 
Europea siguió un razonamiento concreto para considerar el motor de búsqueda no como una 
simple plataforma que se deja guiar de forma neutral por una serie de operaciones matemáticas, 
sino como un instrumento que puede ejercer un gran poder en la difusión de determinadas 
informaciones capaces de generar responsabilidades del propio motor de búsqueda en relación 
con los resultados que permite destacar. 
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todos los aspectos del caso en cuestión, alude a otro caso tratado con anterioridad por el 
mismo tribunal en 2003: el caso Gota Horvatt contra Lindqvist. 
En ese caso, el Tribunal de Justicia de la Unión Europea fijó la responsabilidad de un 
individuo que difunde en Internet datos de carácter personal sobre terceros sin haber obtenido 
el consentimiento previo de dichos individuos (Caso Gota Horvatt c. Lindqvist, 2003).  
No obstante, cabe subrayar que el caso abordado por dicho tribunal en 2003 presenta 
grandes diferencias con respecto al que se está analizando, sobre todo porque el motor de 
búsqueda no puede ser considerado el autor de los contenidos, puesto que estos ya están 
presentes en Internet (Umbertazzi, 4/2004, p. 377 e ss.). 
Otra aclaración importante sobre la sentencia Google Spain es la relativa a la 
orientación jurisprudencial que adoptó el Tribunal de Justicia de la Unión Europea que, en 
este caso en particular, no siguió el camino abierto por los jueces nacionales de algunos de 
los países miembros de la Unión Europea, especialmente de Italia.  
Es más, dicha sentencia se desvía de la orientación jurisprudencial del Tribunal 
Supremo de Italia, que establece que la supresión, modificación o la posible eliminación de 
aquellos datos que resulten perjudiciales para las libertades de un determinado individuo y 
sus derechos fundamentales no se debe solicitar al gestor del motor de búsqueda, sino al 
gestor de la página que originalmente publicó esa determinada noticia, es decir, a lo que 
puede definirse como la fuente de la noticia y no al motor de búsqueda.170  
Esto llevaría a demasiado trabajo para el sujeto vulnerado si, en el caso de que esa 
información se replique en otros medios de comunicación o en otras páginas web, teniendo 
en cuenta una época en la que una noticia se puede volver tendencia nacional y, hasta 
 
170 Para ello, resulta oportuno recordar que, el juez del Tribunal Supremo de Italia, junto con el 
austriaco y el polaco, apoyó la idea de que, teniendo en cuenta el vínculo de interdependencia 
y complementariedad que existe entre la actividad desarrollada por el motor de búsqueda 
gestionado por Google Inc. y la actividad desarrollada por Google Spain, esta última empresa 
se considera necesariamente, dentro del derecho de la Unión Europea, un establecimiento de la 
primera empresa dentro del territorio español. Por ello, en este caso, se pueden aplicar las 
disposiciones recogidas por el artículo 4, apartado 1, de la Directiva 95/46/CE. 
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mundial, entonces el interesado en ser olvidado tendría que realizar muchas solicitudes, una 
por lugar donde exponen la información que considera sensible. 
Si se analiza el razonamiento seguido por el Tribunal de Justicia de la Unión Europea 
en el caso en cuestión, se pone de manifiesto que, situando de un lado los intereses 
económicos junto con los derechos del individuo a tener acceso a las noticias y, del otro lado, 
el respeto de la vida privada del individuo y la consiguiente protección de los datos 
personales, el tribunal dio mayor prevalencia a los segundos frente a los primeros.  
Por consiguiente, se trata de una labor de equilibrio de derechos que, en cualquier 
caso, pueden considerarse merecedores de una protección y, precisamente, a través de esta 
operación de equilibrio, el tribunal perfila lo que anteriormente hemos definido como derecho 
al olvido. No obstante, ese derecho no se considera absoluto. 
Sobre todo tras lo establecido por el Tribunal de Justicia de la Unión Europea, el 
motor de búsqueda Google ha puesto a disposición de los usuarios de la web una especie de 
formulario que puede utilizarse para solicitar la eliminación de todos aquellos vínculos 
considerados no adecuados o que, en cualquier caso, ya no resulten pertinentes. 
Google también ha instituido un órgano específico que recibe el nombre de Advisory 
Council on the Right to be forgotten —formado por 10 expertos— cuya labor consiste en 
evaluar las solicitudes presentadas por los usuarios para la eliminación de los vínculos 
considerados no pertinentes o que, en cualquier caso, no sean adecuados, permitiéndoles 
establecer los criterios que seguirá Google, sobre todo en los próximos años, en relación con 
la aplicación del derecho al olvido (Petti, 2015). 
Como se acaba de indicar, la labor de dicho comité consiste en analizar las solicitudes 
de desindexación presentadas por los usuarios para comprobar su razonabilidad. Teniendo 
en cuenta el resultado del procedimiento presentado a dicho comité, el gestor deberá decidir 
posteriormente si procede o no a desindexar la información. 
En efecto, a través de dicho procedimiento, el motor de búsqueda se obliga a invertir 
tiempo y recursos en un proceso de vigilancia que permita analizar el punto de vista de los 
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usuarios en relación con la protección de los datos personales para decidir, eventualmente, 
admitir las solicitudes de desindexación. 
No obstante, para evitar el riesgo de desatar un proceso de desindexación 
generalizado que implique la supresión automática de muchos vínculos, es importante que el 
procedimiento de evaluación relativo a la prevalencia de la protección de la privacidad sobre 
el derecho a la información del público general sea minucioso y cuidadoso. 
Sobre este punto, se ha determinado que no puede encargarse dicho proceso de forma 
arbitraria a un individuo privado, como en el caso de Google, porque actuar de este modo 
supondría adjudicar a un ente privado la tarea de administrar de forma arbitraria el derecho 
al olvido (Petti, 2015). 
También en relación con la sentencia Google Spain, es necesario hacer una última 
aclaración con respecto al proceso de desindexación. Si se hace referencia a lo establecido 
por el artículo 24 de la Carta de los Derechos Fundamentales de la Unión Europea de Niza, 
relativo a la necesaria protección de los menores, dicho proceso se fomenta sobre todo cuando 
la noticia de la que se solicita su desindexación está directamente relacionada con un menor. 
En cambio, si por el contrario la noticia hace referencia a un personaje público, el proceso de 
desindexación no se aplica de forma tan rígida porque el personaje público, por su propia 
naturaleza, está muy expuesto. 
No obstante, si se tiene en cuenta el aspecto objetivo de la cuestión planteada al 
Tribunal de Justicia de la Unión Europea, cabe señalar que, en vista de la sentencia, se exige 
la necesaria actualización continua de las informaciones publicadas para conseguir que la 
información sea siempre completa, no resulte obsoleta y esté actualizada en todo momento 
con nuevos detalles y datos. 
Con referencia a la sentencia Google Spain, otro elemento que resulta importante 
tener en cuenta es el hecho de que dicha sentencia establece, en caso de que se rechace la 
desindexación, la facultad para los interesados de dirigirse a las autoridades judiciales 
pertinentes a fin de solicitar una nueva evaluación de la petición. 
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En este sentido, se ha señalado la existencia de un posible paralelismo con el 
procedimiento previsto por el Decreto Legislativo No. 70 de 2003. Dicho procedimiento 
determina que el juez o, en su caso, el organismo administrativo que se encarga de ejercer 
funciones de vigilancia, tiene la posibilidad de solicitar, por vía de urgencia, que el proveedor 
elimine las vulneraciones presentadas de forma inmediata171. 
En una situación así, se puede llegar a una aplicación no uniforme del derecho al 
olvido no solo para los países que no forman parte de la Unión Europea, sino también cuando 
se trata de motores de búsqueda distintos, lo que podría tener consecuencias especialmente 
negativas dentro del propio contexto de la Unión Europea. 
Todo esto lleva a la Unión Europea a tratar de abordar un problema de especial 
complejidad que viene representado por los efectos transfronterizos de las políticas adoptadas 
por los distintos Estados, tanto de los que pertenecen a la Unión Europea como de los que 
no. Para solucionar de forma adecuada dicha situación, la Unión Europea trata de buscar, 
sobre todo, actuaciones de vigilancia que resulten lo más eficientes posibles. 
En definitiva, en vista del contenido de la sentencia Google Spain, se puede 
determinar que el proceso de desindexación de posibles contenidos no considerados ya 
pertinentes o que, en cualquier caso, resulten obsoletos por parte de un determinado motor 
de búsqueda ha llevado a reconocer, al menos implícitamente, la existencia de un nuevo 
derecho del que se está revisando con amplitud en este documento: el derecho al olvido. 
Como se ha destacado con anterioridad en este mismo capítulo, aunque antes del 
pronunciamiento del Tribunal de Justicia de la Unión Europea en el caso Google Spain ya se 
podía hablar de la existencia de un concepto de olvido y de su derecho correspondiente, 
resulta inevitable remarcar que el principal mérito de esta sentencia de dicho Tribunal de 
Justicia de la Unión Europea está en centrar de nuevo la atención colectiva sobre el tema de 
 
171 En lo expuesto con anterioridad se hace referencia al siguiente proyecto de ley: Modificaciones 
a la Ley n. 47 del 8 de febrero de 1948, al código penal, al código de procedimiento penal y al 
código de procedimiento civil en materia de difamación, difamación en la prensa o a través de 
otros medios de difusión, de injurias y de condena del demandante, así como de secreto 
profesional. Disposiciones adicionales de protección del individuo difamado. 
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la existencia de un auténtico derecho al olvido y de su reconocimiento explícito por parte de 
los organismos jurisdiccionales de la Unión Europea (Petti, 2015). 
En concreto, de ese derecho no solo se habla en los casos que implican a operadores 
que tienen su sede dentro de la Unión Europea, sino también en aquellos casos en los que 
están involucrados proveedores cuya sede se fija fuera de la Unión Europea pero que ofrecen 
servicios también a otros operadores que, en realidad, tienen su sede dentro del territorio de 
la Unión Europea. 
Sin duda, la sentencia analizada presenta una serie de problemas todavía sin resolver 
y que se seguirán abordando, en el futuro, por juristas y por todos aquellos que operan dentro 
de la Unión Europea. En efecto, si bien dicha sentencia argumenta el derecho al olvido sobre 
todo haciendo referencia a datos personales que, aun siendo lícitos, se considera que ya no 
son adecuados o no resultan relevantes, esta no es especialmente clara con respecto a los 
límites del concepto de privacidad.  
De hecho, esos límites pueden provocar muchas confusiones, sobre todo desde un 
punto de vista legislativo. Es más, las conclusiones a las que llega el Tribunal de Justicia de 
la Unión Europea con relación al concepto mismo de motor de búsqueda no son siempre 
claras. El Tribunal de Justicia de la Unión Europea considera al motor de búsqueda 
responsable del tratamiento, incluso de forma consciente. No obstante, dicho concepto podría 
dar lugar a nuevos debates que, en un futuro, intenten aclarar mejor el concepto a través de 
sentencias del propio Tribunal de Justicia de la Unión Europea. 
En la práctica, si bien resulta innovadora en la medida en que es la primera sentencia 
de dicho organismo judicial que enuncia un derecho al olvido, la sentencia del Tribunal de 
Justicia de la Unión Europea en el caso Google Spain presenta un recorrido especialmente 
complejo que provoca perplejidad, sobre todo, en el momento en que se deben aplicar todos 
los principios incluidos dentro de dicha sentencia.  
Asimismo, también se ha subrayado que la posibilidad que ofrece la sentencia 
analizada a los usuarios de solicitar la supresión de todos aquellos datos que directamente les 
incumban y que hayan sido obtenidos en el proceso de indexación del motor de búsqueda 
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podría suponer, con el transcurso del tiempo, un debilitamiento de los motores de búsqueda, 
especialmente en relación con su valor económico. 
En cualquier caso, todos estos elementos son simplemente ideas que pueden 
deducirse, de alguna manera, de las conclusiones que ha presentado el Tribunal de Justicia 
de la Unión Europea a través de la sentencia Google Spain, por lo que solo el paso del tiempo 
ayudará a entender si esta sentencia permite la confirmación y consolidación del derecho al 
olvido. 
 
Para ello, resulta importante analizar los últimos avances que se han producido y que 
se producirán en el futuro a partir de los principios que el Tribunal de Justicia de la Unión 
Europea ha establecido a través de esta sentencia, algunos de los cuales se abordarán en el 
apartado siguiente que trata el tema después de la aplicación de la sentencia contra Google 
Spain. 
 
5.3 LA POSTSENTENCIA: POSICIONES ENCONTRADAS 
Este último apartado pone punto final al capítulo cuarto dedicado a la consolidación 
del derecho al olvido como creación de jurisprudencia. Para abordarlo, resulta oportuno 
centrar la atención en los sucesivos avances que se han producido en relación con el derecho 
al olvido tras la aparición de la sentencia del Tribunal de Justicia de la Unión Europea en el 
caso Google Spain, para lo cual, conviene analizar las críticas y los avances que se han 
producido después del 13 de mayo de 2014. 
Sin duda, la decisión adoptada por el Tribunal de Justicia de la Unión Europea con 
respecto al caso Google Spain adquiere una importancia fundamental, sobre todo en lo 
relativo a lo que se define como derecho a la privacidad digital (Frosini T. E., 2015, p. 1). Es 
más, a partir de la sentencia Google, todos los motores de búsquedas se vieron obligados a 
aplicar las disposiciones previstas por el ordenamiento jurídico de la Unión Europea en 
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materia de protección de datos personales gracias también a una firme declaración del 
derecho al olvido. 
Más allá de la confirmación de la existencia de un verdadero derecho al olvido, la 
sentencia Google Spain presenta una serie de elementos importantes que con toda seguridad 
influirán, en el futuro, en las actuaciones de los motores de búsqueda en el ámbito de la Unión 
Europea y las naciones de la Unión Europea deben mantenerse atentas a la evolución de 
internet, de las comunicaciones y de la propia sociedad para que siempre se busque que el 
derecho prevalezca en favor de todos. 
El primer elemento importante que hay que tener en cuenta es el que está relacionado 
con el hecho de que la sentencia en cuestión subraya la aplicación necesaria de todas las 
normas de la Unión Europea relativas a los motores de búsqueda, no solo en los casos 
relacionados con los motores de búsqueda que tienen su sede dentro de la Unión Europea, 
sino también en aquellos casos en los que dichos motores de búsqueda pueden contar con 
una organización estable dentro de uno de los países miembros de la Unión Europea, a pesar 
de tener su sede principal fuera del territorio de la Unión (Resta & Zeno-Zencovich, 2015, p. 
3 e ss.).  
Otro aspecto interesante que se puede extraer de la sentencia Google Spain atañe a la 
calificación de la actividad desarrollada por un motor de búsqueda. En efecto, según la 
sentencia en cuestión, la actividad habitual desarrollada por el motor de búsqueda se puede 
calificar como «tratamiento de los datos personales». Partir de dicha calificación implica que 
el gestor del motor de búsqueda tiene la obligación de respetar todas las normas previstas por 
la legislación de la Unión Europea y relativas a la protección de los datos personales. 
Otro elemento interesante para el presente trabajo es que de la sentencia en cuestión 
se desprende la obligación, en determinadas circunstancias, por parte del gestor del motor de 
búsqueda de eliminar de la lista de resultados de la búsqueda los relativos a un determinado 
individuo, es decir, todos aquellos vínculos hacia páginas web que contienen información 
relacionada con dicho individuo en el momento en que tales datos resulten obsoletos o, en 
cualquier caso, que vulneren la privacidad del individuo en cuestión. 
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Además, la propia sentencia, señalando las disposiciones recogidas en los artículos 7 
y 8 de la Carta de los Derechos Fundamentales de la Unión Europea, establece que el 
interesado tiene la posibilidad de dirigirse directamente al motor de búsqueda para conseguir 
que todas aquellas informaciones que le atañan no estén disponibles para los usuarios de 
Internet o, en determinadas circunstancias, que sean eliminadas (Frosini T. E., 2015). Es a 
través de este mecanismo por el que se aplica plenamente el derecho al olvido. 
A esto hay que añadir otro aspecto importante y es que, a través de la sentencia Google 
Spain, se han identificado toda una serie de criterios mediante los que se pueden equilibrar 
los intereses de las partes involucradas durante la celebración de un juicio. 
Para aclarar mejor esta cuestión, hay que hacer referencia a un punto de la sentencia 
del Tribunal de Justicia de la Unión Europea. En el punto en cuestión resulta clara la intención 
del juez del Tribunal de Justicia de la Unión Europea de conseguir el reconocimiento de una 
verdadera prevalencia de los derechos fundamentales de la persona y de su libertad sobre el 
derecho a la información. 
En concreto, en la sentencia del Tribunal de Justicia de la Unión Europea se estipula 
lo siguiente: 
 
Los derechos fundamentales anteriores (los previstos por los artículos 7 y 8 de 
la Carta de los Derechos Fundamentales de la Unión Europea) prevalecen, en 
principio, no sólo sobre el interés económico del gestor del motor de 
búsqueda, sino también sobre el interés de dicho público en acceder a la 
mencionada información en una búsqueda que verse sobre el nombre de esa 
persona. Sin embargo, tal no sería el caso si resultara, por razones concretas, 
como el papel desempeñado por el interesado en la vida pública, que la 
injerencia en sus derechos fundamentales está justificada por el interés 
preponderante de dicho público en tener, a raíz de esta inclusión, acceso a la 
información de que se trate (Google Spain SL y Google Inc. contra Agencia 
Española de Protección de Datos (AEPD), Mario Costeja González). 
 
Por lo tanto, en vista de la sentencia Google Spain, no nos encontramos 
exclusivamente ante la confirmación clara y firme del derecho al olvido, si bien la 
confirmación de este derecho resulta de especial importancia en la medida en que, en virtud 
  
255 
de los avances surgidos en la sociedad de la información y en las comunicaciones por 
Internet, es indispensable para el individuo poder ver reconocida su pretensión de 
reapropiarse del derecho a decidir en primera persona sobre el uso que se hace de todos los 
datos de carácter personal que le atañen directamente.172 
Parte de la doctrina (Frosini T. E., 2015) ha subrayado que la sentencia dictada por el 
Tribunal de Justicia de la Unión Europea en el caso Google Spain ha contribuido, al menos 
en la fase inicial, a crear cierta confusión sobre el modo adecuado de entender el tratamiento 
de los datos personales por parte de un motor de búsqueda, en el sentido de que, al menos en 
dicha fase inicial, no resulta clara y firme la distinción, por un lado, entre el tratamiento ilícito 
de los datos personales y, por el otro, el tratamiento lícito de dichos datos pero sometido a 
una solicitud de olvido por parte del interesado. Lo bueno de la situación es que se 
encontraron situaciones inéditas que deben tratarse, protegiendo, por un lado, a los titulares 
de sus datos privados, otorgándoles el derecho al olvido y, por el otro, la búsqueda de 
mecanismos adecuados para que el derecho a la libertad de expresión prevalezca. 
No obstante, no hay que olvidar que, en el caso Google Spain, no se trataba de una 
información que necesitaba actualizarse y que el motivo de la ilegitimidad de dicha noticia 
residía en el hecho de que seguía estando disponible en Internet transcurrido un largo periodo 
de tiempo con respecto al que se considera razonable en función del derecho del interesado 
a no ser recordado por una información que, desde un punto de vista social, se mantiene pero 
sin tener ningún tipo de relevancia. 
Otro elemento importante que surge del caso Google Spain y que puede resultar 
oportuno recordar en este apartado es el del interés particular por parte de los jueces 
 
172En este sentido, se ha subrayado que el derecho al olvido constituye una especie de evolución 
de aquellas ideas teóricas que la doctrina promulgó a comienzos de los años 80 con respecto al 
derecho a la libertad informática, entendida tanto en su acepción positiva como en su acepción 
negativa. En concreto, la libertad informática entendida en su acepción negativa pone el acento 
sobre el derecho del individuo a que su información personal no se haga pública. Por el 
contrario, en su acepción positiva, la libertad informática indica la existencia de un verdadero 
derecho a controlar todos los datos de carácter personal en el momento en el que se convierten 
en elementos conocidos a través de medios electrónicos. En vista de estas disposiciones 
enunciadas, se puede determinar que, ya en los años 80, empieza a establecerse un verdadero 
derecho subjetivo no solo a conocer los datos personales hechos públicos, sino también a 
obtener su corrección o eliminación. 
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nacionales y los jueces del Tribunal de Justicia de la Unión Europea hacia un tema que, hasta 
la sentencia en cuestión, no había suscitado especial atención ni a nivel nacional ni de la 
Unión Europea: Internet y todos los aspectos directamente relacionados, sobre todo aquellos 
relacionados con la forma en que se difunde la información y cómo, si no se tienen candados 
que protejan a los titulares de sus datos personales de ser expuestos en la red. 
Justo después del pronunciamiento del Tribunal de Justicia de la Unión Europea en 
el caso Google Spain, se registró otra sentencia de otro tribunal supremo, el del estado 
canadiense de British Columbia. En dicha sentencia, que tiene por objeto la competencia 
desleal, se alude de forma expresa a las disposiciones recogidas en la sentencia Google Spain 
y se estipula lo siguiente: 
 
Sería necesaria una medida provisional que obligase a Google a bloquear las 
páginas web de los demandados de los resultados de búsqueda de Google a 
nivel mundial. 
 
Además, siempre desde el punto de vista del análisis de las consecuencias derivadas 
de la sentencia del Tribunal de Justicia de la Unión Europea en el caso Google Spain, cabe 
recordar que, tras el pronunciamiento de dicho tribunal, el coloso Google creó y puso a 
disposición de sus usuarios un formulario que se cumplimenta en el momento en que el 
usuario decide presentar una solicitud para eliminar resultados indexados en el motor de 
búsqueda y que incluyen datos personales suyos. 
 
También como consecuencia de la sentencia dictada por el Tribunal de Justicia de la 
Unión Europea, el coloso internacional Google nombró un comité consultivo formado por 
personalidades internacionales y cuya labor consiste en pronunciarse respecto a aspectos 
relacionados con el derecho al olvido, este comité opera a través de una plataforma online y 
se encarga, sobre todo, de aunar las opiniones de los usuarios sobre las formas de equilibrar 
  
257 
el derecho al olvido con el derecho del público a conocer las noticias relativas a los 
individuos173. 
El comité consultivo creado por Google celebró dos reuniones internacionales que 
tuvieron lugar en Madrid y en Roma en septiembre de 2014 en un intento por entender mejor 
de qué forma se puede encontrar este delicado equilibrio entre el derecho al olvido y el 
derecho del público a informarse (Resta & Zeno-Zencovich, 2015). 
Si se centra la atención en el proceso que se ha desarrollado ante el Tribunal de 
Justicia de la Unión Europea, se puede determinar que este se ha caracterizado por la 
participación de individuos con intereses de valores muy diversos. Es por esto que entre los 
jueces se pueden detectar posiciones muy distintas entre sí. 
En este sentido, aquellos que se han opuesto al resultado de la sentencia han aludido 
reiteradamente a la posición totalmente contraria a las disposiciones finales de la sentencia 
adoptada por el abogado general Niilo Jääskinen, quien, en sus conclusiones, no solo excluye 
una posible responsabilidad por parte del motor de búsqueda Google, sino que subraya que, 
habiendo actuado el motor de búsqueda según la función para la que fue creado, no debe ni 
siquiera ser sometido a una obligación de eliminación de la noticia considerada 
desactualizada puesto que no puede considerarse el encargado del proceso de tratamiento de 
los datos (Sartor & Viola de Azevedo Cunha, 2015).  
Y realmente tiene razón este abogado ¿por qué Google o cualquier buscador se debe 
preocupar por lo que se ha publicado en internet, hace un año, hace 5, hace 10? ¿Por qué 
debe verificar que la información de todas las páginas web es actualizada y se trata de 
certezas? Estas son cuestiones relacionadas que llevan a Google, si no se tiene cuidado, en 
un árbitro obligado de monitorear la información que encuentra en internet, esta no es su 
labor, por lo tanto, el abogado tiene puntos válidos. 
El abogado general Niilo Jääskinen parte de una constatación que es compartida por 
muchos y que determina que considerar al motor de búsqueda el responsable del tratamiento 
 
173 La plataforma creada por Google y en la que opera el comité consultivo tiene la siguiente 
dirección: www.google.com/advisorycouncil/. 
  
258 
de los datos personales habría implicado un perjuicio inadmisible a la libertad de expresión 
del pensamiento, que se garantiza y se protege tanto a nivel nacional como a nivel de la Unión 
Europea. 
Si se analizan también las posiciones de algunos Estados miembros con respecto a la 
postura presentada por el Tribunal de Justicia de la Unión Europea en la sentencia Google 
Spain, se puede establecer que algunos Gobiernos, en concreto el italiano, el polaco y el 
español, han apoyado un determinado punto de vista. 
Estos tres países, al igual que la Comisión Europea, han defendido la idea de que son 
directamente las autoridades nacionales las que tienen el poder de ordenar de forma directa 
al individuo que se encarga de la gestión de un determinado motor de búsqueda la eliminación 
de sus índices de aquellas informaciones que, al incluir datos de carácter personal, pueden 
vulnerar la privacidad de un determinado individuo sin que exista la necesidad de dirigirse 
también al editor de la página web en la que aparece dicha información según un proceso de 
indexación. 
En cambio, y siempre en relación con la sentencia, algunos Estados como Grecia y 
Austria han subrayado que se puede llevar a cabo la eliminación de datos de carácter personal 
de los resultados del proceso de indexación de un motor de búsqueda únicamente en caso de 
que se den unas determinadas circunstancias, que son las previstas para la oposición al 
tratamiento de los datos personales expresamente indicadas en el ámbito del reglamento 
europeo relativo al tratamiento de los datos personales, es decir, solo en el momento en el 
que existan motivos legítimos y, sobre todo, teniendo en cuenta situaciones particulares 
vividas por el propio interesado, pero no en caso de que dicho individuo considere el 
tratamiento de los datos personales como un proceso que conlleve una serie de perjuicios. 
Como resulta evidente teniendo en cuenta las consideraciones que se acaban de hacer, 
en el caso Google Spain, el Tribunal de Justicia de la Unión Europea decidió adoptar una 
postura que fue mucho más allá del punto de vista de los Estados que intervinieron en el 
proceso. 
El Tribunal de Justicia de la Unión Europea llegó a subrayar que el gestor de un motor 
de búsqueda tiene una verdadera obligación de eliminar de la lista de resultados que aparecen 
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tras el proceso de indexación a partir del nombre de un determinado individuo aquellos 
vínculos que dirijan a páginas publicadas también por terceros y que contengan información 
sobre dicha persona. Esto mismo se aplica también en caso de que las informaciones que se 
solicita eliminar no se hayan borrado de las páginas web de origen y cuando la publicación 
de estos datos no pueda considerarse ilícita. 
Sin duda, la sentencia dictada por el Tribunal de Justicia de la Unión Europea en el 
caso Google Spain ha generado muchas reacciones por parte de los agentes que operan en 
Internet, como es el caso de Google, que ha criticado duramente la sentencia de dicho 
tribunal.  
De hecho, a pesar de que Google haya creado un comité consultivo cuya labor 
consiste en recibir solicitudes de desindexación por parte de los usuarios, ha subrayado 
reiteradamente lo absurdo de la postura adoptada en la sentencia por parte del Tribunal de 
Justicia de la Unión Europea, puesto que obliga a todos aquellos que operan en Internet a 
desempeñar un papel y a adoptar un rol que no les corresponde y que limita su radio de 
acción, ya que consiste en eliminar determinadas informaciones en lugar de hacerlas públicas 
(Palmieri & Pardolesi, 27 Maggio 2014). Con lo anterior, Google considera que se están 
violando sus derechos de publicidad y de libertad de expresión. 
Incluso el fundador de Wikipedia, Jimmy Wales, se pronunció sobre la sentencia en 
cuestión y declaró que el derecho a ser olvidado establecido por el Tribunal de Justicia de la 
Unión Europea en el caso Google Spain es 
 
Profundamente inmoral porque una de las peores cosas que se puede llegar 
a hacer es intentar reprimir a otro individuo (Curtis & Philipson, 2014). 
 
Además, se ha puesto en evidencia que, en la sentencia del Tribunal de Justicia de la 
Unión Europea sobre el caso Google Spain, no se hace referencia alguna a todas las 
limitaciones de responsabilidad del proveedor de servicios de Internet recogidas por la 
directiva relativa al comercio electrónico, sobre todo teniendo en cuenta que dichas 
limitaciones se reafirman también en el artículo 2 del reglamento general en materia de 
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protección de datos personales cuando se establecen las vulneraciones de las normas sobre 
la privacidad (Sartor & Viola de Azevedo Cunha, 2015). 
Es así como este capítulo encontró que, siguen habiendo disyuntivas en cuanto a los 
derechos que tienen ciudadanos e instituciones, entidades privadas y públicas, con problemas 
para determinar los límites de la actuación de cada entidad después de la sentencia que se 
emitió contra Google Spain, esto ha llevado a que sigan habiendo luchas por los derechos de 
cada entidad o persona, ya que siguen sintiéndose vulneradas, de un lado individuos 
particulares que deciden que deben hacer valer su derecho a la privacidad y al olvido ante un 
mundo de la información que tiene cada detalle de cada uno en sus medios, por el otro 
entidades que señalan que les están poniendo en situaciones de las que ellas consideran que 
no son las responsables y a la vez se les está limitando su libertad de expresión y de publicidad 
de la información.  
Las dos partes tienen sus razones válidas y el caso de Google Spain es apenas un paso 
más en la búsqueda del derecho para todas las personas y todas las entidades jurídicas en un 
mundo cada vez más globalizado y con mayor acceso a la información, una información que, 
a la vez debe protegerse y debe difundirse, los límites son los que están teniendo problemas 
y la evolución de esta época de la información seguirá avanzando, a veces a favor de un lado, 
en ocasiones de otro, pero es importante que, en cada paso se tenga en cuenta el bien común, 
un espacio en que todos ganen para que la sociedad siga teniendo un desarrollo lo más sano 
posible y el Estado (en este caso, el comunitario) debe tomar su rol y analizar a conciencia 
cada hecho y cada evidencia, siempre considerando el beneficio de todos y que prevalezca el 
derecho por sobre todas las cosas, personas, entidades, etc. 
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CAPÍTULO VI: CONCLUSIONES 
 
 
 
 
 
 
Índice: 
6.1 ¿Protección de datos personales vs. propiedad 
intelectual? 
 6.2 ‘Last, but not least.’ 
 
 
 
6.1 ¿PROTECCIÓN DE DATOS PERSONALES VS. PROPIEDAD INTELECTUAL? 
La aprobación del Reglamento europeo 216/679,  de 27 de abril de 2016,  relativo a la 
protección de  las personas físicas en lo que respecta al tratamiento de datos personales y a 
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la libre circulación de esos datos, ha obligado a los países miembros de la Unión a revisar 
sus legislaciones, en las más diversas materias, pues muy pocas resultan las gestiones, 
trámites, operaciones de la vida moderna en los que no se requiere la aportación, uso o 
intercambio de alguna información de carácter personal del individuo. 
El Reglamento 216/679 establece las normas para el “tratamiento de los datos 
personales en el contexto de las actividades de un establecimiento del responsable o del 
encargado en la Unión” (Artículo 3.1 Consejo de la Unión Europea, EUR-Lex, 2016, p.32). 
Entendiendo por: 
Datos personales: Cualquier elemento que podrían servir para identificar a una 
persona física  o a al seudónimo utilizado por ella, en especial “un nombre, un número de 
identificación, datos de localización, un identificador en línea o uno o varios elementos 
propios de la identidad física, fisiológica, genética, psíquica, económica, cultural o social de 
dicha persona” (Artículo 4.1) Consejo de la Unión Europea, EUR-Lex, 2016, p.33).  
Y tratamiento: Toda acción o conjunto de acciones ejecutadas sobre datos personales 
del individuo, ya sea de forma manual o automatizada, como la “recogida, registro, 
organización, estructuración, conservación, adaptación o modificación, extracción, consulta, 
utilización, comunicación por transmisión, difusión o cualquier otra forma de habilitación de 
acceso, cotejo o interconexión, limitación, supresión o destrucción” (Artículo 4.2) Consejo 
de la Unión Europea, EUR-Lex, 2016, p.33). 
Define también, que el responsable del tratamiento, es la persona física o jurídica, que 
de cualquier manera “determina los fines y medios el tratamiento” y el encargado, aquella 
que ejecuta el tratamiento, por cuenta del responsable (artículos 4.7) y 4.8). Consejo de la 
Unión Europea, EUR-Lex, 2016, p.33). 
Partiendo de esas definiciones, el Reglamento 216/679  establece los requisitos que 
tienen que cumplir los responsables y encargados para adquirir, manipular e incluso, 
almacenar, los datos personales de las personas físicas, excluyendo los datos de las personas 
fallecidas y aquellos datos intercambiados por los individuos, en al ámbito estrictamente 
personal, sin relación alguna con gestiones profesionales o comerciales, como la 
correspondencia y la participación en las redes sociales.  
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El Reglamento deroga, expresamente, la Directiva 95/46/CE, que constituía el Reglamento 
General de protección de datos, en vigor desde el 13 de diciembre de 1995 y cuyo objetivo 
se centraba también en la regulación del tratamiento de datos personales.  
Sin embargo, no es esa la única Directiva comunitaria destinada a la regulación del 
uso y manipulación de los datos personales. Las Directivas 2000/31/CE, sobre el comercio 
electrónico y la 2002/58/CE sobre la privacidad y las comunicaciones electrónicas, también 
realizan disposiciones acerca del tratamiento, uso, privacidad, consentimiento, 
almacenamiento, retiro y confidencialidad de las informaciones y de los datos de tráfico 
asociados a ellas, realizado a través de las redes públicas de comunicaciones y de los servicios 
de comunicaciones electrónicas disponibles al público (Artículo 5.1 Consejo de la Unión 
Europea, EUR-Lex, 2002, p.43). 
Durante la aplicación de estas Directivas se han suscitado debates, no sólo a nivel 
académico, también judicial, respecto a la posible colisión de los derechos por ellas 
protegidos, con los que gozan los titulares de los derechos de propiedad intelectual, 
reconocidos también en varias Directivas de la Unión Europea.  
La Directiva 2002/58/CE sobre la privacidad y las comunicaciones electrónicas, por 
ejemplo, en su ámbito de aplicación sólo excluye y, consecuentemente, no protege, la 
privacidad de las informaciones relacionadas con las “actividades que tengan por objeto la 
seguridad pública, la defensa, la seguridad del Estado (incluido el bienestar económico del 
Estado cuando dichas actividades estén relacionadas con la seguridad del mismo) y a las 
actividades del Estado en materia penal”, así mismo permite a los Estados, limitar el alcance 
de los derechos y protecciones reconocidos en la Directiva, cuando dicho límite represente 
una  “medida necesaria, proporcionada y apropiada, en una sociedad democrática para 
proteger la seguridad nacional (...), la defensa, la seguridad pública, o la prevención, 
investigación, descubrimiento y persecución de delitos o la utilización no autorizada del 
sistema de comunicaciones electrónicas” (Artículos 1.3 y 15 Consejo de la Unión Europea, 
EUR-Lex, 2002, pp.43 y 46). 
Consecuentemente, se ha razonado, que las informaciones que se requieran en 
procesos civiles, entre los que se encuentran los relacionados con los derechos de propiedad 
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intelectual, sí resultan protegidos por la Directiva y, por tanto, confidenciales, seguros y 
sujetos al consentimiento del usuario.  
Al respecto, es muy famoso el caso de los productores de música Promusicae contra 
Telefónica, S.A.U, ambos de España, promovido en el año 2005, ante el Juzgado de lo 
Mercantil No. 5 de Madrid, (que provocara una cuestión prejudicial ante el Tribunal de 
Justicia Europeo), en el que Promusicae pretendía que Telefónica, S.A.U, revelara, como 
diligencia previa a un futuro proceso civil, por infracción de derechos de autor, la identidad 
y residencia de algunos de los clientes de internet de Telefónica, de quienes Promusicae 
conocía sólo sus direcciones “IP”, la fecha y hora de conexión.  
Telefónica se negó, alegando que  
…la comunicación de los datos solicitados sólo estaba autorizada en el marco de 
una investigación criminal o para la salvaguardia de la seguridad pública y de la 
defensa nacional y no en el marco de un procedimiento civil o como medida 
preparatoria de un procedimiento civil  (Tribunal de Justicia, 2008, párrafo 33). 
Desarrollándose, entonces, un interesante debate doctrinal, en cuanto a los límites de 
la protección de los datos personales, ante los derechos reconocidos a los titulares de los 
derechos de propiedad intelectual. Se interpretaron al respecto las Directivas 2000/31, sobre 
el comercio electrónico174, la Directiva 2001/29/CE, relativa a la armonización de 
determinados aspectos de los derechos de autor y derechos afines a los derechos de autor en 
la sociedad de la información175 y la 2004/48/CE, relativa al respeto de los derechos de 
propiedad intelectual176. El caso concluyó en 2014, ante el Tribunal Supremo de España, que 
al resolver el recurso de casación promovido por los productores de música Promusicae, 
ratificó la sentencia emitida por el tribunal inferior, declarando sin lugar la demanda por ellos 
interpuesta (Tribunal Supremo, 2014). 
 
174Directiva 2000/31/CE del Parlamento Europeo y del Consejo, de 8 de junio de 2000, relativa a 
determinados aspectos jurídicos de los servicios de la sociedad de la información, en particular el 
comercio electrónico en el mercado interior (Directiva sobre el comercio electrónico), DO L178. P.1   
175Directiva 2001/29/CE del Parlamento Europeo y del Consejo, de 22 de mayo de 2001, relativa a la 
armonización de determinados aspectos de los derechos de autor y derechos afines a los derechos de autor en 
la sociedad de la información, DO L 167. p. 10. 
176Directiva 2004/48/CE del Parlamento Europeo y del Consejo, de 29 de abril de 2004, relativa al 
respeto de los derechos de propiedad intelectual, DO L 157, p. 45. 
  
266 
En la respuesta a la cuestión prejudicial planteada, el Tribunal de Justicia de la Unión 
Europea, declaró que  
…el Derecho comunitario exige que dichos Estados miembros, a la hora de adaptar 
su ordenamiento jurídico interno a estas Directivas, procuren basarse en una 
interpretación de éstas que garantice un justo equilibrio entre los distintos derechos 
fundamentales protegidos por el ordenamiento jurídico comunitario (Tribunal de 
Justicia, 2008, párrafo 70). 
Con la aprobación del nuevo Reglamento general de protección de datos, se concretan y 
precisan, casi en su totalidad177, los fines y objetivos declarados en la Directiva 95/46/CE, 
acerca de los derechos de las personas físicas sobre sus datos personales, limitando la 
interpretación de los Estados, en la aplicación de  sus mandatos; sin embargo respecto a la 
Propiedad intelectual, no ocurre lo mismo.  
Son varias las Directivas que la Unión Europea ha aprobado para la protección de los 
derechos relacionados con la Propiedad Intelectual. Así, se encuentran vigentes, entre otras: 
• Directiva 98/71/CE, de 13 de octubre de 1998, que aproxima las disposiciones 
nacionales sobre protección jurídica de los dibujos y modelos. 
• Directiva 2001/29/CE, de 22 de mayo de 2001, relativa a la armonización de 
determinados aspectos de los derechos de autor y derechos afines a los derechos de 
autor en la sociedad de la información. 
• Directiva (UE) 2015/CE del Parlamento Europeo y del Consejo, de 16 de diciembre 
de 2015, relativa a la aproximación de las legislaciones de los Estados miembros en 
materia de marcas. 
Resultando imposible, en el marco de ese trabajo, el análisis de cada una de ellas, 
centraremos el estudio en la que consideramos más general y abarcadora; pretendiendo, como 
objetivo general, identificar las posibles colisiones entre la protección que ofrece el 
Reglamento (UE) 216/679 relativo a la protección de las personas físicas, en lo que respecta 
 
177El Reglamento, deja al arbitrio de los Estados algunos aspectos como la edad mínima para otorgar 
el consentimiento para el tratamiento de los datos, que puede oscilar entre 13 y 16 años (artículo 8) y el 
establecimiento de condiciones específicas para el tratamiento de un número nacional de identificación o 
cualquier otro medio de identificación de carácter general, (artículo 87).  
  
267 
al tratamiento de datos personales y a la libre circulación de estos datos (Reglamento general 
de protección de datos), en lo adelante, el Reglamento y los derechos que reconoce la 
Directiva 2004/48/CE, relativa a las medidas, procedimientos y recursos necesarios para 
garantizar el respeto de los derechos de propiedad intelectual, incluyendo los derechos de 
propiedad industrial, en lo adelante, la Directiva. 
Para desarrollar el análisis, resulta imprescindible realizar dos acotaciones: 
La primera, salta a la vista: es la diferencia en el rango normativo de los instrumentos 
jurídicos. Por una parte, tenemos un Reglamento, cuya aplicación resulta inmediata, directa, 
en todo lo países de la Unión, sin necesidad de normativas internas que lo introduzcan; y por 
el otro, tenemos una Directiva, que establece fines y objetivos, con un amplio margen de 
decisión de cada uno de los Estados, para dictar las leyes internas que considere, en la 
consecución de tales metas (Artículo 288, Consejo de la Unión Europea, EUR-Lex, 2012, 
p.171). 
Esta diferencia de rango, no resulta un problema para nuestro análisis, ni para la protección 
de los derechos en estudio; todo lo contrario, lo consideramos una ventaja, pues podría 
utilizarse el marco decisorio que otorgan las Directivas, para compensar alguna falta de 
equilibrio o desproporción que, eventualmente, consideren los países que existiera en los 
cuerpos normativos respecto a los derechos reconocidos. 
El segundo aspecto es la categoría de los derechos que pretendemos analizar. Este detalle la 
autora lo considera muy importante, no sólo porque servirá para fundamentar su criterio 
respecto al objetivo de este trabajo, sino también porque la condición de derecho 
fundamental, resulta, sin dudas, favorable para reconocer la legitimación procesal de un 
particular que pretenda tener acceso directo al Tribunal de Justicia de la Unión Europea, ante 
la posible infracción de los derechos aquí tratados, y por tanto, para defenderse “contra los 
actos de los que sea destinatario o que le afecten directa e individualmente”, tal como autoriza 
el   artículo 263, párrafo cuarto del Tratado de Funcionamiento de la Unión Europea (Consejo 
de la Unión Europea, EUR-Lex, 2012, p.161).  
Ambos derechos han sido catalogados como derechos fundamentales, sin embargo, esa 
afirmación es imprecisa. En verdad, han sido declarados como libertades fundamentales, lo 
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que ciertamente, no los ha privado del reconocimiento y defensa de los que gozan los 
derechos fundamentales, pero no por ello, se salva la imprecisión. 
Es el Reglamento, el primer instrumento jurídico que declara el derecho a la protección de 
datos personales, como un derecho fundamental, independiente, autónomo.  
El Convenio Europeo para la Protección de los Derechos Humanos y Libertades 
Fundamentales de 1950, no hace referencia expresa a la protección de datos personales; se 
ha invocado su protección desde el artículo 8 Derecho al respeto a la vida privada y familiar: 
“Artículo 8. Toda persona tiene derecho al respeto de su vida privada y familiar, de su 
domicilio y de su correspondencia” 178 (Miembros, Tribunal Europeo de Derechos Humanos, 
1950, p.11).   
Constituyendo ese “Derecho al respeto a la vida privada y familiar”, un derecho humano, un 
derecho fundamental o una libertad fundamental, según el texto de su artículo 1, pues el 
Convenio no hace distinciones entre derechos y libertades, a pesar de referirse a ello179 
(Miembros, Tribunal Europeo de Derechos Humanos, 1950, p.6).   
El Convenio 108 del Consejo de Europa, lo consideró también un aspecto del derecho 
a la vida privada180 (Miembros, OEA, 1981, p.16); la Directiva 95/46/CE, lo reconoció como 
un derecho perteneciente al derecho a la intimidad181 (Parlamento Europeo, 1995, p.38);  la 
Carta de los Derechos Fundamentales de la Unión Europea lo considera una de las libertades 
fundamentales182 (Consejo de la Unión Europea, EUR-Lex, 2012, p.326) y el Reglamento, 
lo declara, finalmente, como un derecho fundamental, independiente: 
 
178Tal como ha sido modificado por las disposiciones del Protocolo n° 14 (STCE n° 194) a partir de su 
entrada en vigor el 1 de Junio de 2010. 
179Artículo 1. Reconocimiento de los derechos humanos. Las Altas Partes Contratantes reconocen a 
toda persona dependiente de su jurisdicción los derechos y libertades definidos en el título I del presente 
Convenio.  
180Artículo 1. El fin del presente Convenio es garantizar, en el territorio de cada Parte, a cualquier 
persona física sean cuales fueren su nacionalidad o su residencia, el respeto de sus derechos y libertades 
fundamentales, concretamente su derecho a la vida privada, con respecto al tratamiento automatizado de los 
datos de carácter personal correspondientes a dicha persona ("protección de datos").   
181Artículo 1.Los Estados miembros, garantizarán,  con arreglo a las disposiciones de la presente 
Directiva, la protección de las libertades y de los derechos fundamentales de las personas físicas, y, en particular, 
del derecho a la intimidad, en lo que respecta a los datos personales 
182Artículo 8 Protección de datos de carácter personal 1. Toda persona tiene derecho a la protección de 
los datos de carácter personal que le conciernan. El preámbulo de la Carta, declara que su texto está dirigido a 
reconocer los “derechos, libertades y principios” que serán reconocidos en la Unión. El derecho a la protección 
de los datos, se encuentra regulado en el artículo 8, ubicado en el título II, dedicado a  Libertades. 
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Artículo 1.2 El presente Reglamento protege los derechos y libertades fundamentales de las 
personas físicas y, en particular, su derecho a la protección de los datos personales (Consejo 
de la Unión Europea, 2016, p.32). 
Por su parte, la propiedad intelectual, con independencia de lo muy cuestionable que resulta, 
se ha protegido siempre, desde las normas que protegen el derecho a la propiedad183. Siendo 
así, su protección puede remontarse, dentro de la normativa de la Unión Europea, al artículo 
1 del Protocolo adicional al Convenio Europeo para la Protección de los Derechos Humanos 
y Libertades Fundamentales de 1950, firmado en París en el año 1952 y que establece en su 
artículo 1:  
“Protección de la propiedad. Toda persona física o jurídica tiene derecho al respeto de sus 
bienes”. No se logra definir si es un derecho o una libertad y la inclusión de los derechos de 
propiedad intelectual resulta de la aplicación de las doctrinas antes comentadas, ya que no se 
reconoce expresamente (Miembros, Tribunal Europeo de Derechos Humanos, 1950, p.6). 
La Carta de los Derechos Fundamentales de la Unión Europea la considera, al igual que a la 
protección de datos personales, una de las libertades fundamentales184, categoría a la que se 
acoge la Directiva, en su Considerando (32): “…En particular, la presente Directiva tiene por 
objeto garantizar el pleno respeto de la propiedad intelectual de conformidad con el apartado 
2 del artículo 17 de dicha Carta”  (Consejo de la Unión Europea, EUR-Lex, 2004, p.19). 
En consecuencia analizaremos, las posibles colisiones entre la protección otorgada 
por un Reglamento a un derecho fundamental: protección de los datos personales y la 
concedida por una Directiva a una libertad fundamental: los derechos de propiedad 
intelectual.  
Declara la Directiva como principal objetivo establecer las “medidas, procedimientos 
y recursos necesarios para garantizar el respeto debido de los derechos de propiedad 
intelectual” (artículo 1, Consejo de la Unión Europea, EUR-Lex, 2004, p.19), regulando para 
 
183Coincidimos con el criterio de los especialistas que consideran incorrecto aplicar el término 
“propiedad” a los derechos que se reconocen sobre los bienes intangibles. Teniendo en cuenta, entre otras 
razones, que la institución jurídica: propiedad, surgió y se elaboró en función de bienes materiales, por lo que 
resultan inaplicables a los bienes inmateriales muchos de sus presupuestos básicos, como las facultades de 
posesión, disfrute, disposición (destrucción). El estudio y protección de los bienes intangibles, requiere de 
teorías, propuestas y fundamentaciones jurídicas independientes, particulares, específicas.  
184Artículo 17.2  Se protege la propiedad intelectual. 
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ello, sobre la Obtención de las Pruebas, (artículo 6), las Medidas de protección de las pruebas, 
(artículo 7), el Derecho de información (artículo 8 Consejo de la Unión Europea, EUR-Lex, 
2004, pp 20-22). 
Respecto a las pruebas establece, que los Estados dispondrán las medidas que 
permitan al órgano jurisdiccional ordenar a una parte,  la entrega de pruebas específicas que 
se encuentran en su poder o bajo su control, siempre que la otra parte haya presentado 
evidencias suficientes que permitan razonar que ciertamente cuenta con la posesión de tales 
pruebas. Garantizándose siempre, la confidencialidad de las pruebas.  
Sobre las medidas de protección, autoriza la adopción de medidas cautelares, 
provisionales, dirigidas a proteger la integridad de alguna prueba, que se presentará 
posteriormente, en el momento procesal oportuno del proceso, cuando una futura parte haya 
logrado aportar elementos fundados que induzcan a concluir que su derecho de propiedad 
intelectual ha sido o será, violentado. En estos casos, también se brinda protección a la 
confidencialidad de toda la información que se maneje.  Estas medidas se tomarán, incluso, 
sin que sea oída la otra parte, de ser necesario.  
Y de las Informaciones, se ordena que los Estados garanticen que las autoridades 
judiciales competentes puedan obligar a cualquier persona relacionada con una infracción de 
derechos de propiedad intelectual, que faciliten datos sobre  
…los nombres y direcciones de los productores, fabricantes, distribuidores, 
suministradores y otros poseedores anteriores de las mercancías o servicios, así 
como de los mayoristas y minoristas destinatarios que pudiesen estar relacionados 
con las mercancías o los servicios que podrían infringir un derecho de propiedad 
intelectual (Consejo de la Unión Europea, EUR-Lex, 2016, p.22). 
Si las pruebas antes referidas, las medidas de protección o las informaciones 
solicitadas consisten en “un nombre, un número de identificación, datos de localización, un 
identificador en línea o uno o varios elementos propios de la identidad física, fisiológica, 
genética, psíquica, económica, cultural o social de una persona física, identificada o 
identificable” o sobre “cualquier operación o conjunto de operaciones realizadas sobre esos 
datos personales, ya sea por procedimientos automatizados o no” (tratamiento) (Consejo de 
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la Unión Europea, EUR-Lex, 2016, p. 33), forzosamente el órgano jurisdiccional tendrá que 
remitirse al Reglamento, en tanto la propia Directiva indica, en esos casos, tener en cuenta lo 
regulado en las disposiciones legales que “rijan el tratamiento de los datos personales” 
(artículo 8.3 inciso e) Consejo de la Unión Europea, EUR-Lex, 2004, p. 22).  
Igual remisión a las normas del Reglamento tendrá que realizar la autoridad judicial 
que disponga medidas provisionales o cautelares destinadas a prevenir cualquier infracción 
inminente de un derecho de propiedad intelectual o a prohibir, con carácter provisional, la 
posible continuación de esa infracción (artículo 9.1.a) Consejo de la Unión Europea, EUR-
Lex, 2004, p.22) y que involucre cualquier información de carácter personal de los 
implicados o el tratamiento de éstos.  
Establece el Reglamento, que el tratamiento de los datos personales será lícito cuando  
…es necesario para la satisfacción de intereses legítimos perseguidos por el 
responsable del tratamiento o por un tercero, siempre que sobre dichos intereses no 
prevalezcan los intereses o los derechos y libertades fundamentales del interesado 
que requieran la protección de datos personales, en particular cuando el interesado 
sea un niño (Artículo 6.1f) Consejo de la Unión Europea, EUR-Lex, 2016, p. 36). 
Dispone además, que  
Los Estados miembros podrán mantener o introducir disposiciones más 
específicas a fin de adaptar las normas de dicho Reglamento respecto a la licitud del 
tratamiento, cuando éste es necesario para el cumplimiento de una obligación legal 
aplicable al responsable del tratamiento (artículo 8.2, en relación con el 8.1c) 
Consejo de la Unión Europea, EUR-Lex, 2016, p. 37). 
Ambos mandatos constituyen fundamentos que nos permiten afirmar el equilibrio 
existente entre la protección concedida por el Reglamento a los datos personales de la persona 
física, con la otorgada por la Directiva a los derechos de propiedad intelectual. 
El artículo 6.1 f) hace referencia al principio de proporcionalidad, reconocido en el 
artículo 52.1 de la Carta de los Derechos Fundamentales de la Unión Europea, que declara la 
legitimidad de las limitaciones a los derechos, cuando ello sea necesario y efectivo para la 
  
272 
protección de los “derechos y las libertades de los demás” (Consejo de la Unión Europea, 
EUR-Lex, 2012, p. 406). 
En consecuencia, la autoridad judicial no infringiría el Reglamento, si ordenara el tratamiento 
no autorizado de alguna información personal, para la obtención de alguna prueba, como 
medida de protección de dicha pruebas o como medida cautelar, en un proceso en el que se 
resuelve sobre la posible violación de un derecho de propiedad intelectual, siempre que ello 
resulte proporcional, equitativo y justo.  
Y como resulta tan subjetivo y, en ocasiones, difícil, equilibrar la balanza en lo 
“proporcional, equitativo y justo”, cuando se enfrentan un derecho y una libertad de igual 
categoría, (en este caso, fundamentales), es nuestro criterio, que los países deben utilizar la 
prerrogativa otorgada por el Reglamento en el artículo 8, antes mencionado.  
En nuestra interpretación de este artículo, los Estados pueden emitir normas jurídicas, 
que obliguen a los responsables y encargados del tratamiento, a brindar a las autoridades 
judiciales competentes, datos e informaciones de personas físicas, que resulten necesarios 
para la investigación y procesamiento de potenciales violaciones de derechos de propiedad 
intelectual, precisando para ello determinados supuestos y condiciones necesarias para evitar, 
en todo lo posible, daños irreparables a los interesados. 
Esta prerrogativa resulta coherente y complementada con las atribuciones otorgadas 
a los Estados en el artículo 23 del propio Reglamento. En éste se declaran las limitaciones 
que se permiten al derecho de protección de los datos personales, en específico las 
limitaciones a los principios relativos al tratamiento, a los derechos del interesado y a la 
comunicación a éste de una violación de la seguridad de sus datos personales. 
Los Estados podrán emitir medidas legislativas que limiten el alcance de los derechos 
de protección de los datos personales, así como las obligaciones del responsable o encargado 
del tratamiento, cuando “tal limitación respete en lo esencial los derechos y libertades 
fundamentales y sea una medida necesaria y proporcionada en una sociedad democrática para 
salvaguardar la protección del interesado o de los derechos y libertades de otros” (Artículo 
23.1 i) Consejo de la Unión Europea, EUR-Lex, 2016, p. 46). 
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Siendo reconocida en la legislación de la Unión Europea la propiedad intelectual, 
como una libertad fundamental, tal como hemos comentado anteriormente, es de entender, 
que resulta de aplicación el artículo para su protección y los Estados pueden y deben emitir 
las normas jurídicas necesarias para garantizar el justo equilibrio entre las defensas de los 
derechos de propiedad intelectual y los de protección de la información personal, teniendo 
en cuenta, además que el propio Reglamento en su Cuarto Considerando expresa, 
textualmente: 
El derecho a la protección de los datos personales no es un derecho absoluto, 
sino que debe considerarse en relación con su función en la sociedad y mantener el 
equilibrio con otros derechos fundamentales, con arreglo al principio de 
proporcionalidad (Consejo de la Unión Europea, EUR-Lex, 2016, p. 2). 
Y para mantener este equilibrio, facilita las herramientas necesarias para limitar ese 
derecho, sin desprotegerlo. En tal sentido, prevé una lista de ocho disposiciones que los 
Estados deberán incorporar a cualquier legislación destinada a limitar el alcance de los 
derechos de protección de los datos personales, así como las obligaciones del responsable o 
encargado del tratamiento y al precisar que son “disposiciones mínimas”, otorga la 
posibilidad de incluir otras regulaciones ajustadas a los países y sus realidades.  
Esas disposiciones mínimas exigen que los países precisen:  
a) la finalidad del tratamiento o de las categorías de tratamiento;  
b) las categorías de datos personales de que se trate;  
c) el alcance de las limitaciones establecidas;  
d) las garantías para evitar accesos o transferencias ilícitos o abusivos;  
e) la determinación del responsable o de categorías de responsables”, entre otros 
(Artículo 23.2, Consejo de la Unión Europea, EUR-Lex, 2016, p.47).  
Siendo así, y en virtud de los argumentos hasta aquí expuestos, consideramos que no 
existe colisión alguna entre la protección que ofrece el Reglamento (UE) 216/679 relativo a 
la protección de las personas físicas, en lo que respecta al tratamiento de datos personales y 
a la libre circulación de estos datos (Reglamento General de Protección de Datos) y los 
derechos que reconoce la Directiva 2004/48/CE, relativa a las medidas, procedimientos y 
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recursos necesarios para garantizar el respeto de los derechos de propiedad intelectual, 
incluyendo los derechos de propiedad industrial.  
Ambos cuerpos jurídicos ofrecen a los Estados las prerrogativas necesarias para dictar 
las normas jurídicas que permitan respetar a cada uno de sus ciudadanos los derechos 
reconocidos. 
Constituye responsabilidad de los Estados ajustar su derecho interno, de forma tal que 
la defensa de los derechos y libertades fundamentales resulte equilibrada, proporcional, 
armónica, coherente y respetuosa con las Directivas de la Unión. 
Tal como expresara la Gran Sala en la respuesta a la cuestión prejudicial presentada 
por el Juzgado de lo Mercantil No. 5 de Madrid, en 2005:  
 …en el momento de aplicar las medidas de adaptación del ordenamiento 
jurídico interno a dichas Directivas, corresponde a las autoridades y a los órganos 
jurisdiccionales de los Estados miembros no sólo interpretar su Derecho nacional de 
conformidad con estas mismas Directivas, sino también no basarse en una 
interpretación de éstas que entre en conflicto con dichos derechos fundamentales o 
con los demás principios generales del Derecho comunitario, como el principio de 
proporcionalidad (Tribunal de Justicia, 2008, párrafo 68). 
Entonces, el derecho a la protección de los datos personales constituye en la 
actualidad un derecho fundamental, autónomo e independiente, luego de haber sido 
considerado como uno de los derechos que componen el Derecho al respeto a la vida 
privada y familiar; el derecho a la intimidad y una libertad fundamental. 
El derecho a la propiedad intelectual se ha considerado siempre una libertad 
fundamental, en tanto se protege desde las normas que reconocen el derecho a la 
propiedad. 
El Reglamento (UE) 216/679 relativo a la protección de las personas físicas, 
en lo que respecta al tratamiento de datos personales y a la libre circulación de estos 
datos (Reglamento general de protección de datos), ofrece los mecanismos legales 
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para que la protección de los datos personales resulte proporcional y equilibrada, con 
respecto a la protección y respeto de otros derechos y libertades fundamentales. 
No existe colisión alguna entre la protección que ofrece el Reglamento (UE) 
216/679 relativo a la protección de las personas físicas, en lo que respecta al 
tratamiento de datos personales y a la libre circulación de estos datos (Reglamento 
General de Protección de Datos) y los derechos que reconoce la Directiva 
2004/48/CE, relativa a las medidas, procedimientos y recursos necesarios para 
garantizar el respeto de los derechos de propiedad intelectual, incluyendo los derechos 
de propiedad industrial  
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6.2 ‘LAST, BUT NOT LEAST.’ 
El derecho a la privacidad, que surgió como el «derecho a la soledad» (to be let alone), 
se desarrolló en Estados Unidos a partir de 1890, año en el que dos jóvenes abogados 
norteamericanos publicaron un ensayo especialmente clarividente en el que trazaron las líneas 
maestras de un derecho que se expandió rápidamente también a Europa, donde encontró un 
terreno fértil, gracias fundamentalmente al importante desarrollo tecnológico que se produjo 
tras la Segunda Guerra Mundial. 
Una vez finalizada la Segunda Guerra Mundial, este derecho comenzó a hacerse un 
hueco en las legislaciones nacionales, en algunos convenios internacionales, como el 
Convenio Europeo para la Protección de los Derechos Humanos y de las Libertades 
Fundamentales de 1950, y en el seno de la Unión Europea, que en la actualidad incluye la 
privacidad y la protección de los datos personales dentro de los derechos fundamentales que 
protege. 
Hoy en día, en vista del progreso tecnológico y de las nuevas exigencias de seguridad 
que han surgido fundamentalmente tras los numerosos ataques terroristas que se han repetido 
en distintas partes del mundo tras el 11 de septiembre de 2001, se han colocado sobre la 
balanza dos necesidades distintas que deben tenerse en consideración. Por un lado, la de 
proteger la privacidad de forma adecuada y, por lo tanto, también el derecho a la protección 
de los datos personales, sin el cual la privacidad carece de sentido. Y por el otro, la necesidad 
de garantizar un nivel de seguridad mayor en un mundo cada vez más en peligro que exige el 
posible sacrificio de una parte de las libertades conseguidas a lo largo de los años también en 
el ámbito de la privacidad y la protección de los datos personales. 
El desarrollo tecnológico, sobre todo en los últimos años, muestra la otra cara de la 
moneda, ya que la continua conexión mediante aparatos de última generación aumenta el 
riesgo de que surjan políticas de control y favorece la percepción de los peligros de los que 
hay que protegerse, empezando por los ataques terroristas. 
El siguiente ejemplo puede ayudar a entender mejor el sentido de esta percepción que, 
en algunos casos, pone en un segundo plano la protección de la privacidad y favorece la 
aparición de políticas centradas fundamentalmente en la seguridad. En Estados Unidos, 
después de los acontecimientos del 11 de septiembre de 2001, la Agencia de Seguridad 
Nacional decidió reforzar las actividades de vigilancia de la vida cotidiana de los ciudadanos 
estadounidenses para garantizar una mayor seguridad utilizando los aparatos tecnológicos de 
los que disponían. Todo esto se llevó a cabo mediante la aplicación de data mining a todos 
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los aparatos de uso habitual. Por lo tanto, en este caso se optó por sacrificar un aspecto de la 
privacidad y de la protección de los datos personales a fin de garantizar un mayor nivel de 
seguridad (Schneier, 2015, p. 135-137).185 
No obstante, esta situación no se da en todas partes, sino sobre todo en Estados Unidos, 
un país en el que se han implantado políticas que privilegian la seguridad nacional por encima 
de otros derechos igualmente importantes, como todos aquellos relacionados con la 
protección de los datos personales. En Europa, en cambio, la situación es distinta y, a pesar 
de que se otorga mucha importancia a las exigencias sobre seguridad, la privacidad se 
considera un derecho inviolable que no puede menoscabarse en favor de la seguridad. 
Gracias también a la labor del Grupo del Artículo 29, que se ha analizado en este 
trabajo, en Europa se ha privilegiado la protección de los datos personales frente a la 
seguridad, algo que se ha conseguido implementando estrategias que no buscan tanto 
favorecer la adopción de políticas de vigilancia en masa, sino que tienen como objetivo 
proteger al individuo en el momento en el que opera por Internet. 
 
En concreto, tomando como referencia una serie de estudios realizados a partir del año 
2015, en la Unión Europea el 80 % de los dispositivos presentes en el mercado presenta 
problemas y carencias a nivel de privacidad. Estas carencias se deben a la solicitud de 
contraseñas poco complejas y, por lo tanto, fácilmente identificables, así como a la 
vulnerabilidad del software y de los sistemas de seguridad utilizados. 
Una situación así supone un riesgo elevado desde el punto de vista de la privacidad, 
sobre todo en la medida en que no permite al usuario ejercer un control constante del flujo de 
datos generados por los dispositivos que utiliza y, en particular, porque conduce a la no 
aplicación de las normas vigentes sobre datos anónimos. 
El problema radica en que, en un mundo hiperconectado como el nuestro, no resulta 
fácil mantener el anonimato, especialmente si se tiene en cuenta que la mayoría de los 
dispositivos conectados se estructuran de tal forma que permiten identificar automáticamente 
el perfil del individuo (Palanza, 2016, p. 14 e ss.). 
Entre las propuestas más interesantes presentadas recientemente por el Grupo del 
Artículo 29, destaca especialmente la de distinguir entre los distintos tipos de dispositivos del 
 
185 Esencialmente, los ciudadanos norteamericanos permitieron a la Agencia de Seguridad Nacional acceder 
a todos sus datos personales con el objetivo de garantizar un nivel de protección mayor frente a posibles 
ataques terroristas. 
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Internet de las cosas, en concreto: los wearables, todos aquellos dispositivos que se pueden 
llevar puestos; los quantified self, los dispositivos que permiten obtener una serie de datos 
relacionados con las actividades, horarios y hábitos que interesan diariamente a una 
determinada persona; y los dispositivos home automation, que son todos aquellos sistemas 
que se encuentran dentro de las casas y que disponen de mecanismos automáticos de 
funcionamiento186. 
En este sentido, conviene señalar que, en los últimos años, con el fin de garantizar una 
adecuada tutela del derecho a la protección de los datos personales y ante las nuevas 
exigencias de seguridad relacionadas principalmente con los distintos ataques terroristas 
sufridos a nivel internacional, se ha comenzado a hablar con mayor frecuencia de las PET, 
acrónimo de Privacy Enhancing Technologies, que es un concepto que alude a todas aquellas 
tecnologías innovadoras que se utilizan para mejorar la calidad de la privacidad y, 
fundamentalmente, para proteger los datos de carácter confidencial.  
En concreto, las PET constituyen una especie de plug-in creado por los navegadores y 
cuya labor primordial consiste en controlar y bloquear todos aquellos sitios web que buscan 
rastrear y conocer el uso de la red que hacen estos usuarios sin que se den cuenta. En los 
últimos años, la tecnología se ha comprometido a intentar proteger adecuadamente la 
privacidad online y los datos personales también a través de la identificación de una serie de 
programas que reciben el nombre de «programas proprivacidad». 
En este sentido, conviene subrayar que uno de los programas proprivacidad más 
famosos en la actualidad es TOR, acrónimo de The Onion Router, un sistema de 
comunicaciones anónimo para Internet que protege a los usuarios del análisis del tráfico 
gracias a una red de routers gestionados por voluntarios que permiten navegar por Internet a 
través de un tráfico anónimo en salida. 
En realidad, en el tema de la privacidad, la investigación y las actualizaciones son 
continuas porque el desarrollo de la tecnología es rápido e inmediato y, por consiguiente, se 
requieren constantes innovaciones también para la protección de la privacidad. En sí misma, 
la tecnología ha aportado grandes ventajas a nuestra vida diaria y lo seguirá haciendo. Sin 
 
186 Según lo especificado por el Grupo del Artículo 29, todos los fabricantes de dispositivos deben hacer 
esta distinción a fin de desarrollar sistemas de control que permitan evitar la intromisión en la privacidad 
de la persona que utiliza un determinado dispositivo. El objetivo consiste en conseguir que, ya en la fase 
inicial de planificación de un determinado producto, se proteja adecuadamente la privacidad del 
individuo y se propongan artículos al mercado que, en base al uso al que están destinados, permitan 
garantizar un alto nivel de protección de la privacidad del individuo. 
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embargo, no se deben subestimar todos los riesgos que pueden derivar de la difusión de los 
datos personales, a menudo sensibles y que pueden utilizarse para fines muy dispares. 
Por otro lado, teniendo en cuenta que se ha creado una UE como un organismo único 
que ha creado una ley compartida y ha decidido crear una moneda común para manejar sus 
destinos debería de manejar, al final de todas sus políticas una ley única que deje en segundo 
grado o nivel a las constituciones propias de cada una de las naciones que componen a esta 
unión, si esto es así, entonces las leyes nacionales salen sobrando y deberían no tener sentido 
para la aplicación de la ley ante los casos del derecho al olvido, por mencionar algunos, ya 
que la norma superior es la que dispone la propia UE ¿Pero qué pasa con la autonomía de las 
naciones, qué pasa con sus propios derechos?, ¿Ya no valen, ya se está ante una supranación 
que es la que dispone los destinos de cada país que, en el caso que sí se está ante esa gran 
nación pasan a ser sólo estados a las órdenes de la mayor? La respuesta es que cada nación 
sigue siendo independiente y, como independiente, manejan sus leyes nacionales de la mejor 
manera que pueden, ese es su derecho, cuando se convierta a la UE en una supranación, 
entonces las leyes locales dejarán de ser puestas en la mesa y se deberán ceñir a lo que la 
constitución europea diga sin más, cada nación que conforma la UE debe aplicar la justicia de 
acuerdo a sus normas y, solo los casos que atañan a más de un país dentro de la unión, entonces 
deberá tomarse la constitución europea. 
 
Reflexión final 
 
 
 La sociedad moderna, a pesar de las grandes innovaciones aportadas por las nuevas 
tecnologías, enfrenta un problema global que solo la ley puede resolver. En este camino, es 
fundamental recordar a Arnold Toynbee187, cuando expresaba que “el grado de dominio que 
posee una sociedad sobre su contorno físico puede medirse por su técnica. Pero la técnica no 
es parámetro para medir el crecimiento de una sociedad o civilización, ya que el crecimiento 
consiste en el progreso hacia la autodeterminación y superación de obstáculos materiales que 
impiden que las energías de una sociedad den respuesta a incitaciones tanto internas como 
externas, espirituales antes que materiales”.  
 
187 Toynbee, A. Estudios de la Historia. Compendio IX/XIII (Tomo 3). Sexta re-impresión. Editorial Alianza. Madrid, 1991, p. 339. 
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El debate público que se ha establecido en Euorpa sobre la protección de los Datos 
Personales es el resultado de la necesidad de nuestra generación de recuperar la propria 
autodeterminación. 
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