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BAB II 
TINJAUAN PUSTAKA 
 
A. Tinjauan Umum tentang Tindak Pidana  
A.1. Pengertian dan Unsur Tindak Pidana 
Tindak pidana atau merujuk pada istilah strafbaarfeit19 perlu 
pemahaman atau penjabaran khusus, karena penjelasan tindak pidana 
memberikan pemahaman kapan suatu perbuatan dapat dikualifikasikan 
sebagai perbuatan/tindak pidana dan kapan tidak. Dengan demikian 
dapatdiketahui dimana batas-batas suatu perbuatan dapat disebut sebagai 
perbuatan/ tindak pidana. 
Secara doctrinal dalam hukum pidana dikenal dengan adanya dua 
pandangan tentang perbuatan/ tindak pidana yaitu pandangan monistis dan 
pandangan dualistik20 
1. Pandangan Monistis  
Pandangan Monitis adalah suatu pandangan yang melihat 
keseluruhan syarat untuk adanya pidana itu kesemuanya merupakan 
sifat dari perbuatan. Pandangan ini memberikan prinsip-prinsip 
pemahaman, bahwa didalam pengertian perbuatan/tindak pidana 
sudahtercakup di dalamnya perbuatan yang dilarang (criminal act) dan 
pertanggung jawaban pidana/ kesalahan (criminal responsibility). 
                                                          
19Istilah tindak pidana hakikatnya merupakan istilah yang berasal dari terjemahan kata 
strafbaarfeit dalam Bahasa belanda. Kata strafbaarfeit kemudian diterjemahkan oleh beberapa 
sarjana hukum Indonesia antara lain : tindak pidana, delict, perbuatan pidana. 
20Lihat, Tongat. 2012. Dasar-Dasar Hukum Pidana Indonesia Dalam Perspektif 
Pembaruan. Malang. UMM Press. Halaman 94. 
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Menurut simons21, tindak pidana adalah tindakan melanggar 
hukum yang telah dilakukan dengan sengaja ataupun tidak dengan 
sengaja oleh seseorang yang dapat dipertanggung jawabkan atas 
tindakan yang oleh undang-undang telah dinyatakan sebagai suatu 
tindakan yang dapat dihukum. Batasan seperti ini, menurut simons, 
untuk adanya suatu tindak pidana harus dipenuhi unsur-unsur sebagai 
berikut: 
a. Perbuatan manusia, baik dalam arti perbuatan positif (berbuat) 
maupun perbuatan negative (tidak berbuat). 
b. Diancam dengan pidana. 
c. Melawan hukum. 
d. Dilakukan dengan kesalahan. 
e. Oleh orang yang mampu bertanggung jawab. 
 
Dengan penjelasan ini maka tersimpul, bahwa keseluruhan 
syarat adanya pidana telah melekat pada perbuatan pidana. Simons 
tidak memisahkan antara criminal act dan criminal responsibility. 
Apabila diikuti pendapat ini, maka apabila ada seseorang yang 
melakukan pembunuhan eks pasal 338 KUHP, tetapi kemudian orang 
yang mlakukan pembunuhan itu adalah orang yang tidak mampu 
bertanggung jawab, seperti orang gila maka dalam hal ini tidak dapat 
dikatakan telah terjadi tindak pidana. Tidak dapat disebut sebgai 
tindak pidana karena unsur-unsur tindak pidananya tidak terpenuhi, 
yaitu unsur orang yang mampu bertanggung jawab.  
 
                                                          
21 P.A.F. Lamintang. 1997. Dasar-Dasar Hukum Pidana Indonesia. Bandung. Citra Aditya 
Halaman 185. 
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2. Pandangan Dualistik 
Pandangan dualistik memisahkan antara perbuatan pidana dan 
pertanggung jawaban pidana. Dalam tindak pidana hanya dicakup 
criminal act, dan criminal responsibility tidak menjadi unsur tindak 
pidana.  
Menurut Moeljatno22, perbuatan pidana adalah perbuatan yang 
diancam dengan pidana, barang siapa melanggar larangan tersebut. 
Dengan penjelasan tersebut, maka untuk terjadinya perbuatan/tindak 
pidana harus dipenuhi unsur: 
a. Adanya perbuatan (manusia). 
b. Yang memenuhi rumusan dalam undang-undang (hal ini 
merupakan syarat formil, terkait dengan berlakunya Pasal 1 
ayat (1) KUHP23). 
c. Bersifat melawan hukum (hal ini merupakan syarat materiil, 
terkait dengan diikutinya ajaran sifat melawan hukum materiil 
dalam fungsinya yang negatif). 
Berdasarkan pandangan atau penjelasan tersebut dapat 
disimpulkan bahwa tindak pidana tidak tercakup pertanggung jawaban 
pidana (criminal responsibility). Bahwa untuk adanya pidana tidak 
cukup hanya telah terjadi tindak pidana, tanpa mempersoalkan apakah 
orang yang melakukan perbuatan itu mampu bertanggung jawab atau 
tidak. Sehingga peristiwanya adalah tindak pidana, tetapi apakah 
orang yang telah melakukan perbuatan itu benar-benar dipidana atau 
                                                          
22Sudarto. 1975. Hukum Pidana Jilid 1A-B. Fakultas Hukum Universitas Diponegoro. 
Halaman 31-32. Dikutip dalam, Tongat. 2012. Dasar-Dasar Hukum Pidana Indonesia Dalam 
Perspektid Pembaruan. Malang. UMM Press. Halaman 96-97. 
23Pasal 1 ayat (1) KUHP, Suatu perbuatan tidak dapat dipidana, kecuali berdasarkan 
kekuatan ketentuan perundang-undangan pidana yang telah ada. 
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tidak, akan dilihat bagaimana keadaan batin orang itu dan bagaimana 
hubungan batinantara perbuatan yeng terjadi dengan orang itu.  
Urgensi perbedaan apabila dikaitkan dengan syarat adanya 
pidana atau penjatuhan pidana, kedua pandangan tersebut tidak 
memunyai pandangan yang mendasar, pandangan monistik maupun 
pandangan dualistik, keduanya mempersyaratkan bahwa untuk pidana 
harus ada perbuatan/tindak pidana (criminal act) dan pertangung 
jawaban pidana (criminal responsibility). Perbedaan keduaya adalah 
bahwa pandangan monistik keseluruhan syarat untuk adanya pidana 
dianggap melekat pada perbuatan pidana karena dalam pengertian 
tindak pidana tercakup baik criminal act maupun criminal 
responsibility. Sementara dalam pandangan dualistic keseluruhan 
syarat untuk adanya pidana tidak melekat pada perbuatan pidana, 
karena dalam pengertian tindak pidana hanya mencakup criminal act 
tanpa mencakup criminal responsibility. Ada pemisahan antara 
perbuatan (pidana) dengan orang yang melakukan perbuatan (pidana) 
itu.24 
Secara teoritis adanya perbedaan dalam dua pandangan 
tersebut haruslah dicermati secara konseptual dalam dua pandangan 
tersebut sama-sama dapat diikuti dalam menjelaskan tentang 
perbuatan pidana. Maka haruslah ada konsistensi dalam mengikuti 
                                                          
24Lihat, Tongat. 2012. Dasar-Dasar Hukum Pidana Indonesia Dalam Perspektif 
Pembaruan. Op.Cit. 
19 
 
pandangan tersebut. Pemahaman pandangan tersebut diatas sangat 
penting, terutama pemahaman bahwa batasan/pengertian pidana tidak 
dibangun dalam kerangka berpikir yang sama dari para ahli hukum.  
A.2. Jenis-Jenis/ Penggolongan Tindak Pidana 
Secara teoritis terdapat beberapa jenis perbuatan pidana atau tindak 
pidana dapat dibedakan secara kualitatif atas kejahatan dan pelanggaran.25 
1. Kejahatan adalah rechtdelicten, yaitu perbuatan - perbuatan yang 
bertentangan dengan keadilan, terlepas apakah perbuatan itu diancam 
pidana dalam suatu undang-undang atau tidak. Sekalipun tidak 
dirumuskan sebagai delik dalam undang-undang, perbuatan ini benar-
benar dirasakan oleh masyarakat sebagai perbuatan yang bertentangan 
dengan keadilan.  
2. Pelanggaran adalah perbuatan yang oleh masyarakat baru disadari 
sebagai perbuatan pidana karena undang-undang merumuskannya 
sebagai delik. Perbuatan-perbuatan ini dianggap sebagai tindak pidana 
oleh masyarakat karena undang-undang mengancamnya dengan sanksi 
pidana. 
 
 
Tindak pidana juga dibedakan atas tindak pidana formil dan tindak pidana 
materiil.26 
1. Tindak pidana formil adalah perbuatan pidana yang perumusannya 
dititikberatkan pada perbuatan yang dilarang yaitu tindak pidana telah 
dianggap selesai dengan dilakukannya perbuatan yang dilarang oleh 
undang - undang tanpa mempersoalkan akibatnya. 
2. Tindak pidana materiil adalah perbuatan pidana yang perumusannya 
dititikberatkan pada akibat yang dilarang yaitu tindak pidana ini baru 
dianggap telah terjadi atau dianggap telah selesai apabila akibat yang 
dilarang itu telah terjadi. 
 
 
Tindak pidana juga dibedakan atas tindak pidana tunggal dan tindak pidana 
berganda.  
                                                          
25Andi Hamzah.1994.Asas - Asas Hukum Pidana.  Jakarta. Rineka Cipta.Halaman 83-111. 
26Mahrus Ali. 2011. Dasar - Dasar Hukum Pidana. Jakarta. Sinar Grafika. Halaman 102. 
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1. Tindak pidana tunggal adalah tindak pidana yang cukup dilakukan 
dengan satu kali perbuatan, misalnya penipuan, pencurian, 
pembunuhan.  
2. Tindak pidana berganda terjadi apabila terjadi apabila dilakukan 
beberapa kali perbuatan, misalnya penadahan. 
 
 
Tindak pidana dapat juga dibedakan atas delik aduan dan delik biasa. 
1. Delik aduan adalah perbuatan pidana yang penuntutannya hanya 
dilakukan jika ada pengaduan dari pihak yang terkena atau yang 
dirugikan. Delik aduan dibedakan dalam dua jenis, yaitu delik aduan 
absolute dan delik aduan relative.  
a. Delik aduan absolute adalah delik yang mempersyaratkan secara 
absolute adanya pengaduan untuk penuntutannya.  
b. Delik aduan relative adalah delik yang dilakukan masih dalam 
lingkungan keluarga.  
2. Delik biasa adalah delik yang tidak mempersyaratkan adanya 
pengaduan untuk penuntutannya.  
 
 
Tindak pidana juga didasarkan atas tindak pidana yang berlangsung terus-
menerus dan tindak pidana yang tidak berlangsung terus-menerus.  
1. Perbuatan pidana yang berlangsung terus menerus memiliki ciri 
bahwa perbuatan yang terlarang itu berlangsung terus, misalnya 
delik merampas kemerdekaan orang. 
2. Tindak pidana yang tidak berlangsung terus-menerus adalah 
perbuatan pidana yang memiliki ciri bahwa keadaan yang terlarang 
itu tidak berlangsung terus-menerus, misalnya pencurian dan 
pembunuhan.27 
 
Jenis tindak pidana juga dibedakan atas delik komisi (commission act), dan 
delik omisi (omission act).  
1. Delik komisi adalah delik yang berupa pelanggaran terhadap larangan, 
yaitu berbuat sesuatu yang dilarang.  
2. Delik omisi adalah delik yang berupa pelanggaran terhadap perintah, 
yaitu tidak berbuat sesuatu yang diperintah.  
  
                                                          
27Mahrus Ali. Ibid. Halaman 103. 
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Tindak pidana juga dibedakan atas delik dolus dan delik culpa.  
1. Delik dolus adalah delik yang memuat kesengajaan. 
2. Delik culpa adalah delik yang memuat unsur kealpaan.  
 
Jenis tindak pidana yang dibedakan atas delik biasa dan delik kualifikasi.  
1. Delik biasa adalah bentuk tindak pidana yang paling sederhana, tanpa 
adanya unsur bersifat memberatkan.  
2. Delik yang dikualifikasikan adalah tindak pidana dalam bentuk pokok 
yang ditambah dengan adanya unsur pemberat, sehingga ancaman 
pidananya menjadi diperberat.28 
 
B. Tinjauan tentang Tindak Pidana Penipuan 
B.1. Pengertian Tindak Pidana Penipuan 
Dari sudut bahasa Indonesia kata penipuan merupakan kata sifat dari 
kata dasar tipu, yang mendapat awalan pe- dan akhiran –an sehingga menjadi 
penipuan, yang berarti orang yang melakukan suatu perbuatan penipuan atau 
subjek pelaku.  
Dalam bentuk umum penipuan terdapat dalam Pasal 378 KUHP yaitu 
sebagai berikut:  
Barangsiapa dengan maksud hendak menguntungkan diri sendiri atau 
orang lain dengan melawan hak, baik dalam memakai nama palsu atau 
keadaan palsu, baik akal dan tipu muslihat, maupun dengan karangan-
karangan perkataan-perkataan bohong, membujuk orang supaya 
memberikan suatu barang, membuat hutang atau menghapuskan 
piutang, dihukum karena penipuan. 
 
Kemudian dijelaskan pula dalam kamus hukum29 penipuan dikenal 
dengan istilah zwendelarij atau swindling dengan memberikan pengertian 
sebagai berikut:  
                                                          
28Mahrus Ali.Ibid. Halaman 103.  
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Perbuatan membujuk memberikan suatu barang, membatalkan hutang, 
menghapuskan piutang dengan melawan hukum dengan menggunakan 
nama palsu, tujuan menguntungkan diri sendiri adalah merupakan 
tindakan pidana atau kejahatan yang mana si pelaku dapat dituntut 
atau ditindak.  
 
Penipuan itu sendiri pada dasarnya selalu diawali dengan melakukan 
perbuatan membujuk dengan cara memakai kata-kata bohong agar dapat 
dengan mudah mendapat kepercayaan dari orang yang dibujuknya. Penipuan 
berasal dari kata tipu yang berarti perbuatan atau perkataan yang tidak jujur 
atau bohong, palsu dan sebagainya dengan maksud untuk menyesatkan, 
mengakali atau mencari keuntungan. Tindakan penipuan merupakan suatu 
tindakan yang merugikan orang lain sehingga termasuk kedalam tindakan 
yang dapat dikenakan hukuman pidana.  
Pengertian penipuan di atas memberikan gambaran bahwa tindakan 
penipuan memiliki beberapa bentuk, baik berupa perkataan bohong atau 
berupa perbuatan yang dengan maksud untuk mencari keuntungan sendiri dari 
orang lain. Keuntungan yang dimaksud baik berupa keuntungan materil 
maupun keuntungan yang sifatnya abstrak, misalnya menjatuhkan sesorang 
dari jabatannya.  
Di dalam KUHP tepatnya pada Pasal 378 KUHP ditetapkan kejahatan 
penipuan (oplichthing) dalam bentuk umum, sedangkan yang tercantum 
dalam Bab XXV Buku II KUHP, memuat berbagai bentuk penipuan terhadap 
harta benda yang dirumuskan dalam beberapa pasal, yang masing-masing 
pasal mempunyai nama-nama khusus (penipuan dalam bentuk khusus). 
                                                                                                                                                               
29 Yan Pramdya Puspa. Kamus Hukum. Semarang. CV. Arena. Halaman 946.  
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Keseluruhan pasal pada Bab XXV ini dikenal dengan nama bedrog atau 
perbuatan curang.  
Pengertian penipuan sesuai pendapat tersebut di atas tampak secara 
jelas bahwa yang dimaksud dengan penipuan adalah tipu muslihat atau 
serangkaian perkataan bohong sehingga seseorang merasa terperdaya karena 
omongan yang seakan-akan benar. Biasanya seseorang yang melakukan 
penipuan, adalah menerangkan sesuatu yang seolah-olah betul atau terjadi, 
tetapi sesungguhnya perkataannya itu adalah tidak sesuai dengan 
kenyataannya, karena tujuannya hanya untuk meyakinkan orang yang 
menjadi sasaran agar diikuti keinginannya, sedangkan menggunakan nama 
palsu supaya yang bersangkutan tidak diketahui identitasnya, begitu pula 
dengan menggunakan kedudukan palsu agar orang yakin akan perkataannya.  
Penipuan sendiri dikalangan masyarakat merupakan perbuatan yang 
sangat tercela namun jarang dari pelaku tindak kejahatan tersebut tidak 
dilaporkan kepihak kepolisan. Penipuan yang bersifat kecil-kecilan dimana 
korban tidak melaporkannya membuat pelaku penipuan terus 
mengembangkan aksinya yang pada akhirnya pelaku penipuan tersebut 
menjadi pelaku penipuan yang berskala besar.  
 
B.2. Unsur-Unsur Tindak Pidana Penipuan  
Pengertian pokok tindak pidana penipuan, yang rumusannya dapat 
dilihat dalam Pasal 378 KUHP, yaitu sebagai berikut:  
Barangsiapa dengan maksud hendak menguntungkan diri sendiri atau 
orang lain dengan maksud melawan hak , baik dalam memakai nama 
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palsu atau keadaan palsu, baik akal dan tipu muslihat, maupun 
dengan karangan-karangan perkataan-perkataan bohong, membujuk 
orang supaya memberikan sesuatu barang, membuat hutang atau 
menghapuskan piutang, dihukum karena penipuan dengan pidana 
penjara selama-lamanya empat tahun. 
 
Menurut Tongat berdasarkan ketentuan pasal 378 KUHP tersebut 
diatas, maka tindak pidana penipuan dalam arti pokok mempunyai unsur-
unsur sebagai berikut : 30 
a. Unsur-unsur objektif yang terdiri dari :  
1. Menggerakkan,  
2. Orang lain,  
3. Untuk menyerahkan suatu barang atau benda,  
4. Untuk memberi hutang  
5. Untuk menghapus piutang,  
6. Dengan menggunakan daya upaya seperti :  
a) Memakai nama palsu,  
b) Martabat palsu,  
c) Dengan tipu muslihat, dan  
d) Rangkaian kebohongan.  
b. Unsur-unsur subjektif yang terdiri dari :  
1. Dengan maksud,  
2. Untuk menguntungkan diri sendiri atau orang lain, dan  
3. Secara melawan hukum.  
 
 
1. Unsur menggerakkan orang lain.  
Berkaitan dengan unsur menggerakkan orang lain dalam pasal 378 
KUHP ini perlu dikemukakan, bahwa pengertian menggerakkan orang lain 
adalah dengan menggunakan tindakan-tindakan baikberupa perbuatan-
perbuatan ataupun perkataan-perkataan yang bersifat menipu.  
Menggerakkan dapat didefinisikan sebagai perbuatan mempengaruhi 
atau menanamkan pengaruh pada orang lain. Objek yang dipengaruhi adalah 
                                                          
30Tongat. 2003. Hukum Pidana Materiil. Malang. UMM Press. Halaman 72. 
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kehendak seseorang. Perbuatan menggerakkan adalah berupa perbuatan 
yang abstrak dan akan terlihat bentuknya secara kongkrit bila dihubungkan 
dengan cara melakukannya. 
Unsur orang lain dalam Pasal 378 KUHP berbeda dengan unsur 
menggerakkan orang lain dalam konteks Pasal 55 ayat (1). Dalam Pasal 55 
KUHP “menggerakkan orang lain” dengan menggunakan upaya-upaya 
memberi atau menjanjikan sesuatu atau menyalahgunakan kekuasaan atau 
martabat, ancaman atau penyesatan, atau dengan memberi kesempatan 
sarana atau keterangan. Sedangkan menggerakkan orang lain dalam Pasal 
378 KUHP tidak dipersyaratkan dipakainya upaya-upaya diatas. Perbuatan 
menggerakkan dalam konteks pasl 378 KUHP ialah dengan menggunakan 
tindakan-tindakan, baik perbuatan-perbuatan maupun perkataan-perkataan 
yang bersifat menipu. 
 
2. Unsur menyerahkan suatu benda.  
Dalam tindak pidana penipuan yang dimaksud dengan menyerahkan 
suatu benda tidaklah harus dilakukan dengan dirisi korban secara langsung 
kepada si pelaku. Dalam hal ini penyerahan dapat juga dilakukan oleh si 
korban kepada orang suruhan dari pelaku.  
Hanya dalam hal ini, oleh unsur kesengajaan maka ini berarti unsur 
penyerahan haruslah merupakan akibat langsung dari adanya daya upaya 
yang dilakukan oleh si pelaku. Dengan antara perbuatan menyerahkan yang 
dilakukan oleh orang yang menjadi korban penipuan dengan daya upaya 
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yang dilakukan pelaku harus ada hubungan kausal. Pengertian benda dalam 
penipuan mempunyai arti yang sama dengan benda dalam pencurian dan 
penggelapan.  
 
3. Unsur memakai nama palsu 
Nama palsu adalah nama yang berlainan dengan nama yang 
sebenarnya, meskipun perbedaaan itu tampak kecil, misalnya orang yang 
sebenarnya bernama Ancis, padahal yang sebenarnya adalah orang lain, 
yang hendak menipu itu mengetahui, bahwa hanya kepada orang yang 
bernama Ancis orang akan percaya untuk memberikan suatu barang. Supaya 
ia mendapatkan barang itu, maka ia memalsukan namanya dari Anci 
menjadi Ancis. Akan tetapi kalau sipenipu itu menggunakan nama orang 
lain yang sama dengan namanya sendiri, maka ia tidak dikatakan 
menggunakan nama palsu tetapi ia tetap dipersalahkan.Pemakaian nama 
palsu ini akan terjadi apabila seseorang menyebutkan suatu nama yang 
bukan namanya, panggilan sehari-hari ataupun suatu sebutan yang 
menunjukkan bukan diri dari si pelaku.  
 
 
4. Unsur memakai martabat palsu.  
Maratabat palsu disini dimaksudkan adalah menyebutkan dirinya 
dalam suatu keadaan yang tidak benar dan yang mengakibatkan si korban 
percaya padanya, dan berdasarkan kepercayaan itu ia memberikan suatu 
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barang atau memberikan hutang atau menghapus piutang. Memakai 
martabat palsu jugatermasuk dalam hal jabatan palsu, kuasa palsu dari orang 
lain, atau seorang ahli waris dari seorang yang wafat yang meninggalkan 
harta warisan.  
 
5. Unsur memakai tipu muslihat dan unsur rangkaian kebohongan.  
 
Yang dimaksud dengan tipu muslihat adalah perbuatan-perbuatan 
yang dapat menimbulkan gambaran peristiwa yang sebenarnya dibuat-buat 
sedemikian rupa sehingga kepalsuan itu dapat mengelabui orang yang 
biasanya hati-hati.  
Kedua cara menggerakkan orang lain ini sama-sama bersifat menipu 
atau isinya tidak benar atau palsu, namun dapat menimbulkan kepercayaan 
bagi orang lain bahwa semuanya itu seolah-olah benar adanya. Namun 
terdapat perbedaan diantara keduanya, yaitu : pada tipu muslihat berupa 
perbuatan, sedangkan pada rangkaian kebohongan berupa ucapan/perkataan. 
Tipu muslihat sendiri, rangkaian suatu perbuatan yang sedemikian 
rupa, sehingga perbuatan tersebut menimbulkan kesan atau kepercayaan 
terhadap orang lain (korban) tentang perbuatan itu, yang sesungguhnya tidak 
benar. Sedangkan yang dimaksud dengan rangkaian kebohongan adalah 
rangkaian kata-kata dusta atau kata-kata yang bertentangan dengan 
kebenaran yang memberikan kesan seolah-olah apa yang dilakukan itu 
adalah benar. 
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Kebohongan itu harus sedemikian rupa berbelit-belitnya sehingga 
merupakan suatu atau seluruhnya yang nampaknya seperti benar dan tidak 
mudah ditemukan di mana-mana. Tipu muslihat yang digunakan oleh 
seorang penipu itu harus sedemikian rupa, sehingga orang yang mempunyai 
taraf pengetahuan yang umum (wajar) dapat dikelabui. Jadi selain kelicikan 
penipu, harus pula diperhatikan keadaan orang yang kena tipu itu. Tiap-tiap 
kejahatan harus dipertimbangkan dan harus dibuktikan, bahwa tipu muslihat 
yang digunakan adalah begitu menyerupai kebenaran, sehingga dapat 
dimengerti bahwa orang yang ditipu sempat percaya. Suatu kebohongan saja 
belum cukup untuk menetapkan adanya penipuan. Bohong itu harus disertai 
tipu muslihat atau susunan dusta, sehingga orang percaya kepada cerita 
bohong itu.  
Sedangkan rangkaian kebohongan adalah rangkaian kata-kata dusta 
atau kata-kata yang bertentangan dengan kebenaran yang memberikan kesan 
seolah-olah apa yang dikatakan itu adalah benar adanya.  
Berdasarkan semua pendapat yang telah dikemukakan tersebut di 
atas, maka seseorang baru dapat dikatakan telah melakukan tindak pidana 
penipuan sebagai mana dimaksud dalam Pasal 378 KUHP, apabila unsur-
unsur yang disebut di dalam pasal tersebut telah terpenuhi, maka pelaku 
tindak pidana penipuan tersebut dapat dijatuhi pidana sesuai perbutannya. 
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B.3. Jenis-Jenis Tindak Pidana Penipuan 
Adapun jenis-jenis penipuan yang diatur dalam Buku II KUHP terbagi 
atas : 
1. Penipuan dalam bentuk pokok yang diatur dalam Pasal 378 KUHP; 
2. Penipuan dalam hal jual beli terdiri dari :  
a. Penipuan pihak pembeli diatur dalam Pasal 379a KUHP. 
b. Penipuan pihak penjual diatur dalam Pasal 383,384,386 KUHP. 
c. Penipuan terhadap penjualan salinan konsumen diatur dalam 
Pasal 383 bis KUHP.  
3. Penipuan terhadap memalsu nama penulis buku dan lain-lain dalam 
Pasal 383 bis KUHP.  
4. Penipuan terhadap perasuransian yang diatur dalam Pasal 381 dan 
382 KUHP.  
5. Persaingan curang terdapat dalam Pasal 382 bis KUHP.  
6. Penipuan dalam hal pemborongan diatur dalam Pasal 387 KUHP.  
7. Penipuan dalam hal penyerahan barang untuk angkatan perang 
terdapat dalam Pasal 388 KUHP.  
8. Penipuan terhadap batas pekarangan termuat dalam Pasal 389 
KUHP.  
9. Penyiaran kabar bohong tercantum dalam Pasal 390 KUHP.  
10. Penipuan tentang obligasi diatur dalam Pasal 391 KUHP.  
11. Penipuan dengan penyusunan neraca palsu diatur dalam Pasal 392 
KUHP.  
12. Penipuan terhadap pemalsuan nama firma atau merk atas barang 
dagangan diatur dalam Pasal 393 KUHP.  
13. Penipuan dalam lingkungan pengacara diatur dalam Pasal 393 bis 
KUHP.  
 
 
C. Kejahatan Teknologi Informasi (Cybercrime) 
C. 1. Definisi  Kejahatan Teknologi Informasi (Cybercrime) 
Pada masa awalnya, cybercrime didefinisikan sebagai kejahatan 
komputer. Mengenai definisi kejahatan komputer sendiri, sampai sekarang 
para sarjana belum sependapat mengenai pengertian atau definisi dari 
kejahatan komputer. Komputer dalam bahasa inggrispun masih belum 
seragam. Namun pada waktu itu, pada umumnya para sarjana lebih menerima 
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pemakaian istilah “computer crime” oleh karena dianggap lebih luas dan 
biasa dipergunakan dalam hubungan internasional.31 
The British Law Commission mengartikan “computer fraud” sebagai 
manipulasi komputer dengan cara apapun uang dilakukan dengan itikad buruk 
untuk memperoleh uang, barang atau keuntungan lainya atau dimaksudkan 
untuk menimbulkan kerugian pada pihak lain. Madeel membagi “computer 
crime” atas dua kegiatan yaitu32 
1. Penggunaan komputer untuk melaksanakan perbuatan penipuan, 
pencurian atau penyembunyian yang dimaksud untuk memperoleh 
keuntungan keuangan, keuntungan bisnis, kekayaan atau pelayanan.  
2. Ancaman terhadap komputer itu sendiri sperti pencurian perangkat 
keras atau lunak, sabotase dan pemerasan. 
 
Sistem teknologi informasi berupa internet telah dapat menggeser 
paradigma para ahli hukum terhadap definisi kejahatan komputer 
sebagaimana ditegaskan sebelumnya, bahwa pada awalnya para ahli hukum 
terfokus pada alat/perangkat keras yaitu komputer. Namun dengan adanya 
perkembangan teknologi informasi berupa jaringan internet, maka fokus dari 
identifikasi terhadap definisi cybercrime lebih diperluas lagi yaitu seluas 
aktivitas yang dapat dilakukan di dunia internet/maya melalui sistem 
informasi yang digunakan. Jadi tidak sekedar pada komponen hardwarenya 
saja kejahatan tersebut dimaknai cybercrime, tetapi sudah dapat diperluas 
dalam lingkup dunia yang dijelajah oleh sistem teknologi informasi yang 
bersangkutan, sehingga akan lebih tepat jika pemaknaan dari cybercrime 
                                                          
31 Putlitbang Hukum dan Peradilan Mahkamah Agung RI. 2004. Naskah Akademis 
Kejahatan Internet (cybercrime). Halaman 4. 
32ibid 
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adalah kejahatan teknologi informasi, juga sebagaimana dikatakan Nawawi 
Arief sebagai kejahatan mayantara.  
Oleh karena itu, pada dasarnya cybercrime meliputi semua tindak 
pidana yang berkenaan dengan sistem informasi, sistem informasi itu sendiri, 
serta sistem komunikasi yang merupakan sarana untuk 
penyampaian/pertukaran informasi kepada pihak lainnya 
(transmitter/originator to reciptient).33 
 
C. 2. Karakteristik Kejahatan Teknologi Informasi (Cybercrime) 
Globalisasi yang melanda dunia dewasa ini menyebabkan perubahan 
dalam seluruh aspek kehidupan manusia, terutama pada negara-negara 
berkembang, termasuk Indonesia. Perubahan yang terjadi itu dengan 
sendirinya terjadi pula pada perubahan hukum karena kebutuhan masyarakat 
akan berubah secara kuantitatif dan kualitatif. Permasalahan yang timbul 
dalam perubahan hukum itu adalah sejauh mana hukum bisa seusai dengan 
perubahan tersebut dan bagaimana tatanan hukum itu agar tidak tertinggal 
dengan perubahan masyarakat. Di samping itu, sejauh mana masyarakat dapat 
mengikat diri dalam perkembangan hukum agar ada keserasian antara 
masyarakat dan hukum supaya melahirkan ketertiban dan ketentraman yang 
diharapkan.34 
                                                          
33 Budi Suhariyanto. 2012. Tindak Pidana Teknologi Informasi (cybercrime). Jakarta. PT 
RajaGrafindo Persada. Halaman 11. 
34 Abdul Manan. 2006. Apek-aspek Pengubah Hukum. Jakarta. Kencana. Halaman 63-64. 
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Era globalisasi juga menyebabkan makin canggihnya teknologi 
informasi sehingga telah membawa pengaruh terhadap munculnya berbagai 
bentuk kejahatan yang sifatnya modern yang berdampak lebih besar daripada 
kejahatan konvensional. Berbeda dengan kejahatan konvensional, yang 
bercirikan sertidaknya terdiri dari beberapa hal, di antaranya penjahat bisa 
siapa saja dan alat digunakan sederhana serta kejahatannya tidak perlu 
menggunakan suatu keahlian. Kejahatan dibidang teknologi informasi dapat 
digolongkan sebagai white colour crime karena pelaku cybercrime adalah 
orang yang menguasai penggunaan internet beserta aplikasinya atau ahli 
dibidangnya. Selain itu perbuatan tersebut sering kali dilakukan secara 
transnasional atau melintasi batas Negara sehingga dua kriteria kejahatan 
melekat sekaligus dalam kejahatan cyber ini, yaitu white colour crime dan 
transnational crime. Modern disini diartikan sebagai kecanggihan dari 
kejahatan tersebut sehingga pengungkapannya pun melalui saran yang 
canggih pula.35 
Perkembangan teknologi informasi termasuk internet di dalamnya 
juga memberikan tantangan tersendiri bagi perkembangan hukum di 
Indonesia. Hukum di Indonesia dituntut untuk dapat menyesuaikan dengan 
perubahan sosial yang terjadi. Perubahan perubahan sosial dan perubahan 
hukum atau sebaliknya tidak selalu berlangsung bersama-sama. Artinya pada 
keadaan tertentu perkembangan hukum mungkin tertinggal oleh 
                                                          
35Merry Magdalena dan Maswigrantoro Rous Setyandu. 2007. cyberlaw tidak perlu takut. 
Yogyakarta. Andi. Halaman 28.   
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perkembangan unsur-unsur lainnya dari masyarakat serta kebudayaannya atau 
mungkin hal yang sebaliknya.36 
Berdasarkan beberapa literature serta praktiknya, cybercrime memiliki 
beberapa karakteristik, yaitu:37 
1. Perbuatan yang dilakukan secara illegal, tanpa hak atau tidak etis 
tersebut terjadi dalam ruang/wilayah siber/cyber (cyberspace), 
sehingga tidak dapat dipastikan yurisdiksi negara mana yang berlaku 
terhadapnya.  
2. Perbuatan tersebut dilakukan dengan menggunakan peralatan apa pun 
yang terhubung dengan internet.  
3. Perbuatan tersebut mengakibatkan kerugian materiil maupun 
immateriil (waktu, nilai, jasa, uang, barang, harga diri, martabat, 
kerahasiaan informasi) yang cenderung lebih besar dibandingkan 
dengan kejahatan kovensional.  
4. Pelakunya adalah orang yang menguasai penggunaan internet beserta 
aplikasinya.  
5. Perbuat tersebut sering dilakukan secara transnasional/melintasi batas 
negara.  
 
C. 3. Bentuk Kejahatan Teknologi Informasi (Cybercrime) 
Sesungguhnya banyak perbedaan di antara para ahli dalam 
mengklasifikasikan kejahatan komputer. Ternyata klasifikasi ini tersebut 
terdapat kesamaan dalam beberapa hal. Untuk memudahkan klasifikasi 
kejahatan komputer tersebut, maka dari beberapa klasifikasi dapat 
disimpulkan:38 
1. Kejahatan-kejahatan yang menyangkut data atau informasi komputer.  
2. Kejahatan-kejahatan yang menyangkut program atau software 
komputer.  
                                                          
36 Budi Suhariyanto, Op. Cit., hlm 13   
37 Abdul Wahid dan M. Labib. 2005. Kejahaan Mayantara (cybercrime). Bandung: 
Refika Aditama. Halaman 76.   
38 Ibit, Halaman 67. 
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3. Pemakaian fasilitas-fasilitas komputer tanpa wewenang untuk 
kepentingan-kepentingan yang tidak sesuai dengan tujuan pengelolaan 
atau operasinya. 
4. Tindakan-tindakan yang mengganggu operasi komputer.  
5. Tindakan merusak peralatan komputer atau peralatan yang 
berhubungan dengan komputer atau sarana penunjangnya.  
Secara umum terdapat beberapa bentuk kejahatan yang berhubungan 
erat dengan penggunaan teknologi informasi yang berbasis utama komputer 
dan jaringan telekominikasi ini, dalam beberapa literatur dan praktiknya 
dikelompokan dalam beberapa bentuk antara lain:39 
1. Anauthorized acces to computer system and service. Kejahatan yang 
dilakukan dengan memasuki/menyusup kedalam suatu sistem jaringan 
komputer secara tidak sah, tanpa izin atau tanpa sepengetahuan dari 
pemilik sistem jaringan komputer yang dimasukinya. 
2. Illegal contents, merupakan kejahatan dengan memasukkan data atau 
informasi ke internet tentang sesuatu hal yang tidak benar, tidak etis, 
dan dapat dianggap melaggar hukum atau mengganggu ketertiban 
umum.  
3. Data forgery, merupakan dokumen-dokumen penting yang tersimpan 
sebagai scriptless document melalui internet.  
4. Cyber espionage, merupakan kejahatan yang memanfaatkan jaringan 
internet untuk melakukan kegiatan mata-mata terhadap pihak lain, 
dengan memasuki sistem jaringan komputer (computer network 
system) pihak sasaran.  
5. Cyber sabotage and exortion. Kejahatan ini dilakukan dengan 
membuat gangguan, perusakan atau penghancuran terhadap suatu 
data, program komputer atau sistem jaringan koputer yang terhubung 
dengan internet.  
6. Offence against intellectual property.Kejahatan ini ditujukan terhadap 
hak atas kekayaan intelektual yang dimiliki pihak lain di internet. 
Sebagai contoh adalah peniruan tampilan pada web page suatu sites 
milik orang lain secara illegal, penyiaran suatu informasi di internet 
yang ternyata merupakan rahasia dagang orang lain dan sebagainya.  
7. Infrengments of privacy. Kejahatan ini ditujukan terhadap informasi 
seseorang yang merupakan hal sangat pribadi dan rahasia. Kejahatan 
ini biasanya ditujukan terhadap keterangan seseorang pada formulir 
data pribadi yang tersimpan secara computerized, yang apabila 
diketahui orang lain akan merugikan korbannya secara materiil 
                                                          
39 Didik M Arief Mansur dan Elisataris Ghukthom. Cyber Law Aspek Hukum Teknologi 
Informasi. Bandung. Refika Aditama. Halaman 9-10.   
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maupun immateriil seperti nomor kartu kredit, nomor PIN ATM, cacat 
atau penyakit tersembunyi dan sebagainya.  
 
Berdasarkan kriteria bentuk-bentuk kejahatan cyber di atas, maka 
dapat diklasifikasikan lebih sederhana bentuk-bentuk kejahatan komputer 
dapat dikelompokan dalam dua golongan besar : penipuan data dan penipuan 
program. Dalam bentuk pertama, data yang tidak sah dimasukan ke dalam 
sistem atau jaringan komputer atau data yang sah yang seharusnya di entry 
diubah menjadi tidak valid atau tidak sah lagi. Fokus perhatian pada kasus 
pertama ini adalah adanya pemalsuan dan/atau perusakan data input dengan 
maksud untuk mengubah output. Bentuk kejahatan yang kedua, yang relatif 
lebih canggih dan lebih berbahaya apabila seseorang mengubah program 
komputer baik dilakukan secara langsung di tempat komputer tersebut berada 
maupun dilakukan secara remote melalui jaringan komunikasi data. Pada 
kasus ini penjahat melakukan penetrasi ke dalam sistem komputer dan 
selanjutnya mengubah susunan program dengan tujuan menghasilkan 
keluaran (output) yang berbeda dari yang seharusnya, meski program tersebut 
memperoleh masukan (input) yang benar.40 
Peringkat Indonesia dalam kejahatan di dunia maya telah 
menggantikan posisi Ukraina yang sebelumnya menduduki posisi pertama. 
Indonesia menempati persentase tertinggi di dunia maya. Data tersebut 
                                                          
40Merry Magdalena dan Maswigrantoro Roes Setyady, Op. Cit., hlm.38   
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berasal dari penelitian Verisign, perusahaan yang memberikan pelayanan 
intelejen di dunia maya yang berpusat di California, Amerika Serikat.41 
C. 4. Pengaturan Transaksi Elektronik dalam Cyber Law 
Rancangan Undang Undang Informasi dan Transaksi Elektronik 
(RUU ITE) disetujui DPR dan disahkan Rapat Paripurna DPR RI pada 
Selasa, 25 Maret 2008 menjadi UU ITE. UU ini menjadi cyber law pertama di 
Indonesia. Isinya cukup luas, banyak hal diatur disini yang amat penting bagi 
pelaku bisnis di dunia maya. Untuk Transaksi Elektronik dimuat dalam Bab 
V, Pasal 17 sampai dengan Pasal 22. 
Disebutkan dalam Pasal 17, Penyelenggaraan Transaksi Elektronik 
dapat dilakukan dalam lingkup publik ataupun privat. Para pihak yang 
melakukan Transaksi Elektronik wajib beriktikad baik dalam melakukan 
interaksi dan/atau pertukaran Informasi Elektronik dan/atau Dokumen 
Elektronik selama transaksi berlangsung. 
UU ITE menyebutkan bahwa transaksi elektronik yang dituangkan ke 
dalam kontrak elektronik mengikat para pihak. Para pihak memiliki 
kewenangan untuk memilih hukumyang berlaku bagi transaksi elektronik 
internasional yang dibuatnya. Jika para pihak tidak melakukan pilihan hukum 
dalam transaksi elektronik internasional, hukum yang berlaku didasarkan 
pada asas Hukum Perdata Internasional. Para pihak memiliki kewenangan 
untuk menetapkan forum pengadilan, arbitrase, atau lembaga penyelesaian 
                                                          
41 Ade Arie Sam Indradi. 2006. carding-modus operandi, Penyifikan dan Penindakan. 
Jakarta. Grafika Indah. Halaman 1.   
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sengketa alternatif lainnya yang berwenang menangani sengketa yang 
mungkin timbul dari Transaksi Elektronik Internasional yang dibuatnya.42 
Para pihak yang melakukan Transaksi Elektronik harus menggunakan 
Sistem Elektronik yang disepakati. Pihak yang bertanggung jawab atas segala 
akibat hukum dalam pelaksanaan transaksi elektronik sebagaimana dimaksud 
pada Pasal 21 ayat (1) diatur sebagai berikut:43 
1. jika dilakukan sendiri, segala akibat hukum dalam pelaksanaan 
Transaksi Elektronik menjadi tanggungjawab para pihak yang 
bertransaksi; 
2. jika dilakukan melalui pemberian kuasa, segala akibat hukum dalam 
pelaksanaan Transaksi Elektronik menjadi tanggungjawab pemberi 
kuasa; atau 
3. jika dilakukan melalui Agen Elektronik, segala akibat hukum dalam 
pelaksanaan Transaksi Elektronik menjadi tanggung jawab 
penyelenggara Agen Elektronik. 
 
Dalam Bab VII UU ITE juga menjelaskan hal yang dilarang dalam 
undang-undang tersebut. Pasal 28 ayat (1) secara tegas menyebutkan  
“Setiap Orang dengan sengaja dan tanpa hak menyebarkan berita 
bohong dan menyesatkan yang mengakibatkan kerugian konsumen 
dalam Transaksi Elektronik.” 
 
Sehingga ketentuan pidana dalam UU ITE menyebutkan dalam Pasal  45 ayat 
(2) ancaman sebagai berikut: 
“Setiap Orang yang memenuhi unsur sebagaimana dimaksud dalam 
Pasal 28 ayat (1) atau ayat (2) dipidana dengan pidana penjara paling 
lama 6 (enam) tahun dan/atau denda paling banyak 
Rp1.000.000.000,00 (satu miliar rupiah). 
 
                                                          
42 Lihat Ketentuan Pasal 17-22 Undang–Undang Nomor 11 Tahun 2008 tentang Informasi 
dan Transaksi Elektronik. Lembaran Negara Republik Indonesia Tahun 2008 Nomor 58. 
Tambahan Lembaran Negara Republik Indonesia Nomor 4843. 
43Ibid. 
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D. Transaksi Elektronik dalam Bisnis Online (E-Commerce) 
D.1. Pengertian E-Commerce 
Electronic Commerce (Perniagaan Elektronik), dapat didefinisikan 
sebagai segala bentuk transaksi perdagangan/bisnis/perniagaan barang atau 
jasa (trade of goods and service) dengan menggunakan media elektronik. E-
commerce merujuk pada semua bentuk transaksi komersial yang menyangkut 
organisasi dan individu yang didasarkan pada pemrosesan dan transmisi data 
yang digitalisasikan, termasuk teks, suara dan gambar. Termasuk juga 
pengaruh bahwa pertukaran informasi komersial secara elektronik yang 
mungkin terjadi antara institusi pendukungnya dan aktivitas komersial 
pemerintah. 
Pada transaksi jual-beli online (e-commerce), para pihak terkait 
didalamnya melakukan hubungan hukum yang dituangkan melalui suatu 
bentuk perjanjian atau kontrak yang dilakukan secara elektronik dan sesuai 
dengan Pasal 1 angka 17 UU ITE disebut sebagai kontrak elektronik yakni 
perjanjian yang dimuat dalam dokumen elektronik atau media elektronik 
lainnya. 
Menurut Sutan Remy Sjahdeini, e-commerce adalah kegiatan bisnis 
yang menyangkut konsumen (consumers), manufaktur (manufactures),service 
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providers, dan pedagang perantara (intermediaries) dengan menggunakan 
jaringan-jaringan computer yaitu internet.44 
Menurut Julian Ding sebagaimana dikutip oleh Mariam Darus 
Badrulzaman memberikan definisi e-commerce sebagai berikut45 
“Electronic Commerce, or E-Commerce as it is also known is a 
commercial transactions between a vendor and purchaser or parties 
in similar contractual relationships for the supply of goods, services 
or the acquisition of “right”. This commercial transaction is 
executedor entered into in an electronic medium (or digital 
medium)when the physical presence of the parties is not required. And 
the medium exits in a public network or system as opposed to a 
private network (Closed System). The public network or system must 
be considered an open system (e.g the internet or the world wide web), 
the transactions are concluded regardless of national boundaries or 
local requirements”.  
 
(Electronic Commerce Transaction adalah transaksi dagang antara 
penjual dengan pembeli untuk menyediakan barang, jasa atau 
mengambil alih hak. Kontrak ini dilakukan dengan media electronic 
(digital medium) di mana para pihak tidak hadir secara fisik dan 
medium ini terdapat dalam jaringan umum dengan sistem terbuka 
yaitu internet atau world wide web. Transaksi ini terjadi terlepas dari 
batas wilayah dan syarat nasional.)  
 
Berdasarkan pengertian di atas, dapat ditarik beberapa unsur dari E-
commerce, yaitu46 
a. Ada kontrak dagang  
b. Kontrak itu dilaksanakan dengan media elektronik  
c. Kehadiran fisik dari para pihak tidak diperlukan  
d. Kontrak itu terjadi dalam jaringan public  
e. Sistemnya terbuka, yaitu dengan internet atau www 
f. Kontrak itu terlepas dari batas, yuridiksi nasional  
 
                                                          
44 Badrul zaman, Mariam Darus, Sutan Remy Sjahdeini, Heru Soepraptomo, Faturrahman 
Djamil, dan Taryana Soenandar. 2001. Kompilasi Hukum Perikatan. Jakarta. Citra Aditya Bakti. 
Halaman 283. 
45Ibid. 
46Ibid. Halaman 284. 
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D.2. Ruang LingkupE-Commerce 
Electronic Business, merupakan lingkup aktifitas perdagangan 
secaraelektronik dalam artil luas Electronic Commerce, merupakan 
perdagangan bisnis yang dilakukan secara elektronik, mencakup:  
a. Perdagangan Via internet  
b. Perdagangan dengan fasilitas web internet 
c. Perdagangan dengan system pertukaran data terstruktur secara 
elektronik 
 
Kerangka Dasar E-commerce, Aplikasie-commerce disusun 
berdasarkan infrastruktur teknologi, yaitu kombinasi antar komputer, jaringan 
komunikasi dan software komunikasi. Infrastruktur meliputi : 
a. Jasa bisnis umum (proses pembelian dan penjualan)  
b. Distribusi pesan dan informasi (pengiriman dan pengambilan 
informasi)  
c. Multi media dan publikasi jaringan 
d. Information Superhighway  
e. M-Commerce, M-Commerce menyediakan akses ke seseorang, setiap 
waktu, kapan saja dan dimanapun yang menngunakan alat/ jaringan 
tanpa kabel (wirelass network) menggabungkan para pemakai mobile 
ke – internet. 
 
Orang yang ingin membeli barang atau transaksi lewat internet hanya 
membutuhkan akses internet dan interface-nya menggunakan web browser. 
Menjadikan portal e-commerce / e-shop tidak sekedar portal belanja, tapi 
menjadi tempat berkumpulnya komunitas dengan membangun basis 
komunitas, membangun konsep pasar bukan sekedar tempat jual beli dan 
sebagai pusat informasi (release,product review, konsultasi, dll). Pengelolaan 
yang berorientasi pada pelayanan, kombinasi konsepsi pelayanan 
konvensional dan virtual : responsif (respon yang cepat dan ramah), dinamis, 
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informatif dan komunikatif. Informasi yang up to date, komunikasi multi-arah 
yang dinamis.  
 
 
D.3. Jenis-Jenis Transaksi dalam E-Commerce 
Jenis-jenis hubungan hukum yang terjadi dalam transaksi jual beli 
secara elektronik tidak hanya terjadi antara pengusaha dengan konsumen saja, 
tetapi juga terjadi pada pihak-pihak di bawah ini:47 
1. Business to business: transaksi yang terjadi antarperusahaan dalam hal 
ini, baik pembeli maupun penjual adalah sebuah perusahaan dan 
bukan perorangan. Biasanya transaksi ini dilakukan karena mereka 
telah saling mengetahui satu sama lain dan transaksi jual beli tersebut 
dilakukan untuk menjalin kerja sama antara perusahaan itu.  
2. Business to customer: transaksi antara perusahaan dengan 
konsumen/individu. Pada jenis ini transaksi disebarkan secara umum, 
dan konsumen yang berinisiatif melakukan transaksi. Produsen harus 
siap menerima respon dari konsumen tersebut. Biasanya sistem yang 
digunakan adalah sistem web karena sistem ini yang sudah umum 
dipakai dikalangan masyarakat. 
3. Customer to customer: transaksi jual beli yang terjadi antar individu 
dengan individu yang akan saling menjual barang.  
4. Customer to business: transaksi yang memungkinkan individu 
menjual barang pada perusahaan. 
5. Customer to goverment: transaksi jual beli yang dilakukan antar 
individu dengan pemerintah, seperti dalam pembayaran pajak.  
 
 
D.4. Para Pihak dalam E-Commerce 
Transaksi e- commerce melibatkan beberapa pihak, baik yang terlibat 
secara langsung maupun tidak langsung, tergantung kompleksitas transaksi 
yang dilakukan. Artinya apakah semua proses transaksi dilakukan secara 
online atau hanya beberapa tahap saja yang dilakukan secara online. Apabila 
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seluruh transaksi dilakukan secara online, mulai dari proses terjadinya 
transaksi sampai dengan pembayaran. 
Menurut Budhiyanto sebagaimana dikutip oleh Didik M. Arief 
Mansur dan Elisatris Gultom mengidentifikasikan pihak–pihak yang terlibat 
dalam transaksi e-commerce terdiri dari:48 
1. Penjual (merchant), yaitu perusahaan/produsen yang menawarkan 
produknya melalui internet. Untuk menjadi merchant, maka seseorang 
harus mendaftarkan diri sebagai merchant account pada sebuah bank, 
tentunya ini dimaksudkan agar merchant dapat menerima pembayaran 
dari customer dalam bentuk credit card.  
2. Konsumen/card holder, yaitu orang–orang yang ingin memperoleh 
produk (barang/jasa) melalui pembelian secara online. Konsumen 
yang akan berbelanja di internet dapat berstatus perorangan atau 
perusahaan. Apabila konsumen merupakan perorangan, maka yang 
perlu diperhatikan dalam transaksi e-commerce adalah bagaimana 
sistem pembayaran yang digunakan, apakah pembayaran dilakukan 
dengan mempergunakan credit card (kartu kredit) atau dimungkinkan 
pembayaran dilakukan secara manual/cash. Hal ini penting untuk 
diketahui, mengingat tidak semua konsumen yang akan berbelanja di 
internet adalah pemegang kartu kredit/card holder. Pemegang kartu 
kredit (card Holder) adalah orang yang namanya tercetak pada kartu 
kredit yang dikeluarkan oleh penerbit berdasarkan perjanjian yang 
dibuat. 
3. Acquirer, yaitu pihak perantara penagihan (antara penjual dan 
penerbit) dan perantara pembayaran (antara pemegang dan penerbit). 
Perantara penagihan adalah pihak yang meneruskan penagihan kepada 
penerbit berdasarkan tagihan yang masuk kepadanya yang diberikan 
oleh penjualbarang/jasa. Pihak perantara pembayaran (antara 
pemegang dan penerbit) adalah bank dimana pembayaran kartu kredit 
dilakukan oleh pemilik kartu kredit/card holder, selanjutnya bank 
yang menerima pembayaran ini akan mengirimkan uang pembayaran 
tersebut kepada penerbit kartu kredit (issuer).  
4. Issuer, yaitu perusahaan credit card yang menerbitkan kartu. Di 
indonesia ada beberapa lembaga yang diijinkan untuk menerbitkan 
kartu kredit, yaitu :  
a. Bank dan lembaga keuangan bukan bank. Tidak semua bank 
dapat menerbitkan credit card, hanya bank yang telah 
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memperoleh ijin dari Card International, dapat menerbitkan 
credit card, seperti Master dan Visa card.  
b. Perusahaan non bank dalam hal ini PT. Dinner Jaya Indonesia 
International yang membuat perjanjian dengan perusahaan 
yang ada di luar negeri.  
c. Perusahaan yang membuka cabang dari perusahaan induk yang 
ada di luar negeri, yaitu American Express  
5. Certification Authorities yaitu pihak ketiga yang netral yang 
memegang hak untuk mengeluarkan sertifikasi kepada merchant, 
kepada issuer dan dalam beberapa hal diberikan kepada card holder.  
 
Apabila transaksi e-commerce tidak sepenuhnya dilakukan secara 
online dengan kata lain hanya proses transaksinya saja yang online, sementara 
pembayaran tetap dilakukan secara manual/cash, maka pihak acquirerissuer 
dan certification authority tidak terlibat di dalamnya. Di samping pihak – 
pihak tersebut diatas, pihak lain yang keterlibatannya tidak secara langsung 
dalam transaksi e-commerce yaitu jasa pengiriman (ekspedisi).49 
D.5. Mekanisme Dalam E-Commerce 
Suatu transaksi e-commerce juga merupakan suatu perjanjian jual beli 
yang sama dengan jual beli konvensional pada umumnya. Di dalam suatu 
transaksi e-commerce juga mengandung suatu asas konsensualisme, yang 
berarti kesepakatan dari kedua belah pihak. Penawaran dan penerimaan inilah 
yang merupakan awal terjadinya kesepakatan antara pihak – pihak yang 
bersangkutan. Proses penawaran penerimaan online ini tidaklah beda dengan 
proses penawaran dan penerimaan pada umumnya. Perbedaannya hanyalah 
pada media yang dipergunakan, pada transaksi e-commerce media yang 
digunakan adalah internet.  
                                                          
49Ibid. Halaman 154. 
44 
 
Pasal 19 UU ITE menyatakan bahwa para pihak yang melakukan 
transaksi elektronik harus menggunakan sistem elektronik yang disepakati. 
Jadi sebelum melakukan transaksi elektronik, maka para pihak menyepakati 
sistem elektronik yang akan digunakan untuk melakukan transaksi, kecuali 
ditentukan lain oleh para pihak, transaksi elektronik terjadi pada saat 
penawaran transaksi yang dikirim pengirim telah diterima dan disetujui oleh 
penerima sebagaimana yang ditentukan dalam Pasal 20 ayat (1) UUITE. 
Maka, dalam hal ini transaksi elektronik baru terjadi jika adanya penawaran 
yang dikirimkan kepada penerima dan adanya persetujuan untuk menerima 
penawaran setelah penawaran diterima secara elektronik.  
Pasal 20 ayat (2) UU ITE disebutkan “Persetujuan atas penawaran 
transaksi elektronik harus dilakukan dengan pernyataan penerimaan secara 
elektronik” Tahapan selanjutnya setelah dicapainya persetujuan dari para 
pihak adalah melakukan pembayaran. Pembayaran dapat dilakukan dengan 
sistem cash, transfer melalui ATM, kartu kredit, atau perantara pihak ketiga 
seperti rekber (rekening bersama).  
Apabila pembayaran telah selesai, maka barang akan dikirimkan oleh 
penjual kepada pembeli dengan menggunakan jasa pengiriman Biaya 
pengiriman bisa ditanggung pembeli atau penjual tergantung kesepakatan 
para pihak. 
