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l.Como administrar una red de area local?
Jose Ebert Bonilla*

R ES UME!~!

How

Las buenas redes operan sin que se note, esto so-

RBSTRRCT

TO MRIIIRGE R LOCAL RRER IIIETWORK

lamente es posible a traves de una infraestructura
de administracion de red organizada que permita

The best networks work so efficiently that we do

un intercambio y procesamiento de informacion en

not notice them. lt is only possible through an

forma eficaz y que los recursos de la red sean utili·

infrastructure of management of organized

zados en forma optima con una alta satisfaccion de

network, which allows an effici ent information

los usuaries. En pocas palabras, tener una calidad

interchange and processing, the network resources

de servicio de red (QoS) acorde a las necesidades

are used are optimally with a high satisfaction by

empresariales. La administracion de una red de area

users. In few words, it means to have a quality of

local engloba una serie de actividades tales como:

service appropriate to entrepreneurial needs. The

la gestion de fa llas, configuracion, contabilidad, se-

management of a local area network comprises a

guridad, inventario, mapeo de red y plantacion de

series of activities such as failure management,

la infraestructura. Cada una se debe cuidar con de-

configuration , accounting , secu ri ty, inventory,

talle. Hay que tener en cuenta que las redes son

network mapping and infrastructure. Each one must

sistemas sinergicos, lo cual implica que el descuido

take care of the details. We have to take into

en una de sus areas impactara directa y

account th at networks are synergic systems; it

sustancialmente el desempeno total de la red. El

implies that a failure in any of the areas will have

presente articulo tiene como motivacion el presen-

direct effects on the performance of the whole

tar una vision teorico-practica de como se puede

network. This article intends to present a theoretical

administrar una red de area local en forma eficien-

and practical view of how to manage a local area

te y eficaz con el fin de obtener del usuario una alta

network efficiently and effectively i n order to have

satisfaccion .

a high satisfaction by users.

Palabras clave: admi nistracion de redes, calidad

Key words: network management, quality of

de servicio, red de area local, analisis de tratico,

service, local area network, traffic analysis ,

seguridad en redes.

security in networks.

lngeniero de Sistemas Universidad Cat6lica de Colombia . ._..,.,,..., Go<enc~a"" " " ' - .. ,. .....
Actualmente desarrolla Maestria en Ciencia de la Informacion y Telecomunicaciones en la Universidad Distrital de Bogota.
Profesor de la Facultad de lngenieria de Diseiio y Automatizaci6n Electr6nica. Correo elect r6nico: ebert@etb.net.co
Fecha de recepci6n: octubre 10 de 2005.
Fecha de aprobaci6n: octubre 14 de 2005.
•

Revista Epsilon N• 5 I Julio - didembre 2005

En los afios 70, Robert Metcalfe y David Bogas, trabajaban para Xerox en ese entonces, inventaron
una forma en la cual se podian comunicar computadores que se encontraban a distancias no mayores

rior, se tenia una nueva arquitectura de red que
permitia el flujo de informacion a .. alta velocidad" .
A este tipo de redes se les denomino redes de area
local.

de 2800 mts 1 , y a una velocidad de 10 Mega bits
por segundo 1 •
En los afios 80, se entrega al mercado de consumo
un elemento tecnologico que revoluciono el mundo,
el Personal Computer (PC). La revolucion consistio
en poner la computacion al servicio y en manos de
las personas del comun.

Las aplicaciones de software empresarial ejecutadas en los PC tuvieron un aumento exponencial y al
lado de ellos, la interconexion de los mismos. Pero
este crecimiento casi desbordado trajo consigo la
presencia de fallas dificiles de detectar, congestion
de trMico en los canales de comunicacion, perdida
de la nocion de la topologia de la red, disminucion

edificio) se tuviera una densidad de computadores

de la seguridad en el transporte y almacenamiento
de la informacion y perdida de la confidencialidad y
veracidad de la misma. La generacion de malestar
e insatisfaccion dentro de los usuarios no se hizo
esperar. Por estas razones, la calidad del servicio
decayo ostensiblemente , a tal punto que dio la idea
de que la red ya no cumplia con los servicios para

personates bastante apreciable. Unido a lo ante-

los cuales fue creada.

Los dos hechos anteriormente descritos, inevitablemente tuvieron una convergencia 3 • El auge de la
computacion llevo a que en pequefias areas (el espacio de una oficina , el piso de un edificio o un

GRAFICR

1.

PLANO EN BORRROOR OE LA REO ETHERNET

1 A esta red se le denominado Ethernet. La Gratica 1 presenta el plano en borrador de dicha red. Est a grc\fica fue tomada de la paglna Web
de Xerox.
2 Es de anotar que est a velocidad era muy alta en ese t iempo. La velocidad que se lograba por pares aislados no era mayor a 9600 bit s por
segundo. Est a velocidad se obtenia cuando las condiciones de comunicacion y los enlaces estaban en optimas condiciones.
Esta convergencia es propiciada por el uso cada vez mas comun de elementos de procesamiento en las comunicaciones, lo cuallas hacia mas
eficientes: debido al proceso de digitalizacion de t odo tlpo de inf ormacion y a la necesidad de compartir informacion en forma facil y
en t iempo real.
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Siguiendo el proceso evolutivo , las tecnologias de

administrarla, en esos casos, se le asigna la admi-

las redes tuvieron un momento de caos, en el cual,

nistraci6n a cada uno de los usuarios quienes serian

tanto los productores de software como de hardware

directamente los responsables .

para redes, se dieron cuenta que era necesario poner en pnictica buenas practicas tecnol6gicas, de

El manejo de las redes comienza a ser vital cuando

uso y administraci6n de las redes de comunicaci6n

tenemos que manejar alguna o todas las variables,

de datos; de tal forma que se lograra el crecimien-

que a continuaci6n se nombran:

to de las mismas, en forma ordenada y manteniendo una cali dad de servicio satisfactoria para los

Redes fisicamente dispersas .

usuarios finales.

Incremento del uso de La red (aumento de trati -

El proceso inici6 por una serie de recomendaciones

Necesidad de discriminaci6n entre usuarios.

a traves de lo que se denominan los DRAFT, algu-

lnterconexi6n con otras re des (conexi6n a

co).

nas de estas recomendaciones se convirtieron en

internet, redes WAN , generaci6n de extranets,

protocolo, otras en software y algunas otras en

etc.).

metodologias y procedimientos. Con el pasar del

Un numero superior a 15 usuarios.

tiempo y con los desarrollos tecnol6gicos, los pro-

lmplementaci6n de redes privadas virtuales .

veedores de tecnologia decidieron recoger todo esto

Tiempos de respuesta muy largos.

en una sola soluci6n integrada de gran envergadu-

Necesidad de administraci6n de seguridad.

ra.
Si se observa que algunos o todos los enunciados
Cabe anotar que la administraci6n de redes no solo

anteriores se estan presentando en una red, es hora

se trata de elementos tecnicos y tecnol6gicos que

de iniciar La generaci6n de politicas de administra -

nos permitiran hacer un manejo adecuado de la red;

ci6n de red y por que no de un sistema de adminis-

sino tambien se debe tener en cuenta que a lo an-

traci6n de redes locales~ y de la busqueda una per-

terior hay que sumarle un personal debidamente

sona id6nea para que se haga cargo de la adminis-

en tre nado y una administraci6n alta mente

traci6n de La red. Claro esta, que si se ha hecho un

prospectiva y proactiva, con lo cual, podra tomar

analisis y disefio detallado de La red , est os puntos

decisiones acertadas oportunas y eficientes.

estaran cubiert os antes que se sucedan .

[UANOO SE OEBE PENSAR EN AOM INI STRAR
UNA REO

Una de las metas de La administraci6n de redes es
lograr antici parse a los problemas, esto permit ira
que se ejerza una labor silenciosa pero eficiente ,

Se puede suponer que una red con dos usuarios no

obteniendo una calidad del servicio superior a las

necesitara un despliegue tecnico y humano para

necesidades de la empresa.

4

El uso de un sistema de administraci6n de redes va a depender del tamaiio de la red y de los recursos con que cuente la empresa para tal
fin .

lC6mo administ rar una red de area local?
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P RINC IPALES FUNC IONES OE LA
AOMI NISTRACION OE REOES

Mapa de la red.
Manejo de inventario.
Planeaci6n de red .

Existen ocho tareas basicas que se deben desarro·

Contabilidad de costos.

llar cuando se esta administrando una red de area
local. Dependiendo de la magnitud de la red y del

En los parrafos siguientes, se presenta una revi -

uso que se le este dando se tendran en cuenta to-

sion de cada uno de los aspectos relacionados en

das o parte de elias. Lo que si es necesario saber,

la lista anterior.

es que el orden en el cual aparecen es el orden de
importancia que cada una tiene.

ANALIS IS DE: RENOIM IENTO

Analisis de rendimiento.

Este analisis involucra: el monitoreo de la canti·

Seguridad .

dad de tritfico en la red, el uso de los recursos y el

Monitoreo de fallas.

mantenimiento del archivo hist6rico (logs de

Control de configuraci6n.

auditoria).

Fuente: <http: I / www. int egracion·de-sistemas.com/ analisis-y-monitoreo-de·redes/ images>
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Esta labor esta encaminada a mantener en nivel

Los sistemas operativos actua tes i ncluyen algunas

adecuado La velocidad de prestacion de servicios y

herramientas que permiten hacer un monitoreo de

el tiempo promedio de respuesta que experimenta

red basico; con sistemas de administracion de red

cada uno de los usuarios de La red.

actuates, se puede hacer un monitoreo completo y
en tiempo real, mostrando l os resu ltados a traves

A traves de una serie de mediciones de tratico 5 , se

de graticas explicativas y que permiten que el ad-

pueden obtener cantidad de datos que permiten

ministrador t ome decisiones en forma oportuna .

establecer parametros estadisticos6 , por medio de
l os cuales se determina el comportamiento de La

Las soluciones que se pueden implementar para

red.

obtener un mejor desempefio en La red pueden ser

La medicion de tratico se debe realizar en diferen·

plejidad , economicas o costosas; todo depende de

tes dias, a diferentes horas. Es de suma importan-

La infraestructura tecnologica con que se cuente y

ci a saber las horas y dias de maximo y minimo tra-

con el presupuest o asignado para t al fin. Al gunas

fico; que son l os momentos mas propicios para de-

de las opciones a las que se puede acceder pa ra

sarrollar esta actividad . De igual relevancia es el

mejorar el rendimiento son:

La implementaci on de soluciones de baja o alt a com-

determinar las areas y los equipos que generan el
mayor flujo de informacion.

Incremento en La potencia y capacidad de alma-

En el momento de realizar el analisis de los datos

Incremento en el numero de servi dores.

obtenidos en las diferentes mediciones, se debe

Cambio de tarjet as de red para el aumento de

tener en cuenta que tipo de protocolo o pita de pro-

La vel ocidad.

cenamiento de los servidores .

tocolos se esta usando en La red. Este item, permi-

Segment aci on de red.

te determinar si el overhead es alto o baj o, porque

Cambio en el patron de uso de La red.

cada protocolo maneja diferentes tam afios de en-

Cambio de tipo de red.

cabezados, lo cual marca una diferencia en el con-

Cambio de cableado.

t enido de informacion en los datos recogidos.

Cambio de backbone.
Mej ora o cambio de l o elemen t os de i nterco-

Dentro del analisi s de rendimiento, es necesario

nexion activos (router, switch, etc.).

hacer una revision de los enlaces virtuales que se
establecen entre los diferentes usuarios de La red.

Lo anterior se aplica de acuerdo a los result ados

La razon para realizar esta revision esta sustenta-

arrojados por l as estadisticas.

da en el hecho de los usuarios establecen estos enlaces

vi rtuales,

los

cua l es

so n

usados

Se puede encontrar el caso de un cuello de bot ella

esporadicame nte, pero saturando l os recursos y

en un servidor de uso multiple (comunicaciones,

causando una sobrecarga en La red .

aplicaciones, impresion, etc.); en este caso, La solu-

5

Se sugiere que las mediciones de tratico se efectuen en diferentes puntos de la red, a diferentes horas del dia y teniendo en cuenta los
dias de mas alto volumen de trafico, si estos llegaran a existir.
6 Algunos de los parametros estadisticos a tener en .cuenta pueden ser promedio de paquet es enviados, recibidos, retransmisiones,
overhead , trafico efectivo tasa de errores, entre ot ros.

zC6mo administrar una red de area local?
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cion mas conveniente es distribuir las tareas en

vo de la red de redes: internet por parte de las

otros servidores que se tengan en la red y que po-

empresas y de la comunidad en general, la vincula-

sean capacidad para ejecutar la tarea. En caso de

cion de las redes corporativas a esta y la exist encia

no poder implementar esta solucion, debido a la

de usuarios de todo t ipo y de muy variadas inten-

baja cap?cidad de los servidores, se hace necesa-

ciones han magnificado el tema, hasta el punto de

rio aumentar el numero de servidores.

crear una paranoia en cuanto a seguridad de la informacion se refiere. La seguridad esta encamina-

Pero igualmente se puede detectar que el problema

da a proteger los datos y los equipos de danos acci-

es la lenti tud del servidor, entonces se deben bus-

dentales o mal intencionados.

car posibles alternativas, tales como hacer una actualizacion del procesador, aumentar la memoria o

Los actuates sistema s operatives de red han

la utilizacion de memoria cache . Si el problema es

implementado una proteccion para el acceso tanto

espacio de almacenamiento secundario, un aumen-

a nivel local como a nivel de red (recursos compar-

to de disco estaria bien

se puede llegar a ser mas

tidos) con el fin de evitar acceso a la red por perso-

radical, dependiendo de la gravedad del problema y

nas no autorizadas. Pero esto no es suficiente. Se

0

llegar al cambio del servidor por uno nuevo con una

req uiere la incorporacion de nuevo hardware y soft-

configuracion de mayor potencia a la actual. En este

ware que haga frente a los diferentes peligros a los

ultimo caso, es de vital importancia contemplar el

cuales esta expuesta la informacion.

crecimiento que presentara la red en el mediano
plazo, esto con el fin de no t ener un servidor obso-

Si bien es cierto, los sistemas operatives han traen

lete muy pronto.

implementados unos mecanismos de validaci6n de
acceso, estos no son suficientes . Se requiere con -

Pero no solo los servidores son los culpables de la

tar con elementos tales como routers de selecci6n,

degradacion del rendimiento de la red, otro cuello

fi r ewalls, proxys, NAT, mecanismos de encriptaci6n

de botella se puede presentar en los elementos ac-

de llave publica o llave privada, etc. Algunos de ellos

tives (router, switch, gateway, et c .) ; para estos

son

casos, es necesario pensar en un cambio del dispo-

implementados en software; pero la mayoria es una

sitive de mayor velocidad o efectuar otro tipo de

combinaci6n; buscando mayor rapidez sin hacer un

segmentacion de trafico.

amplio sacrificio de la flexibilidad. Cabe anotar que

neta m ente

hardware;

otros

estan

la implementaci6n de estrategias de seguridad conOtro elemento que puede afectar el rendimiento de

lleva un costo asociado, el cual puede ser alto. Para

la red es el cableado o el backbone. Para este caso,

determin ar si es necesario hacer la inversion, lo

se puede pensar en el cambio de tipo de cableado y

primero que se tiene que hacer es estimar el valor

si es el caso, se puede pensar en fibra optica.

de la informacion que se quiere proteger y luego
compararlo con el costo del sistema de seguridad.

SEGURIORO

Una de las medidas que en cualquiera de los casos
se debe implementar y que no tiene un costo direc-

El tema de la seguridad cada dia tiene mas prepon-

to es la activacion de los logs de auditoria; a tra-

derancia en el ambito de la administracion de re-

ves de ellos, se pueden est ablecer las acciones ej e-

des de transmision de informacion. El uso intensi-

cutadas por los usuaries de la red o por int rusos.

24 I Jose Ebe rt Bonilla
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Otro tipo de seguridad que se debe implementar es

distribuidas en distintos lugares a fin de poder res-

la defensa contra los upatogenos»: virus electroni -

ponder con prontitud frente a cualquier contingen -

cos y esto se puede lograr hacienda uso de soft-

cia.

ware legal, sin descargar software de internet de
dudosa procedencia y ante todo, contar con un

Es recomendable que las fallas presentadas se do·

antivirus que nos asegure, en alguna medida, la no

cumenten con el animo de llevar una bitacora ade-

entrada de virus al sistema. Una de las formas mas

cuada que permita a otro saber como actuar frente

faciles de contaminar los equipos existentes en una

a estas fallas. lgualmente, es aconsejable que se

empresa es a traves de la red; una recomendacion

haga un seguimiento minucioso con el fin de poder

es no usar dos o mas antivirus al tiempo, esto no

determinar las causas y poner en marcha planes

genera mayor proteccion; por el contrario, hace su

que aseguren que estas fallas no se repitan.

infraestructura mas vulnerable.

A ce tONES PARA APROUECHAM I E:NTO
Se ha hablado de la protecci on l ogica que se le debe
dar a los datos, pero igualmente importante, es

Existen algunas acciones que podemos tamar a fin

darle proteccion fisica a los servidores y demas ele·

de poder asegurar un alto porcentaje de disponibi-

mentos que conforman La red. Es aconsejable tener

lidad de la red, estas son:

los servidores en lugares de area restringida; ya
que en algunos casas, son equipos que tienen in-

Detectar alguna fa lla que haya sucedido o este

formacion critica para la empresa y en el momenta

por suceder.

de producirse un accidente, pueden causar perdi-

Minimizar el impacto de las fallas.

das incalculables. En cuanto a los otros elementos

Adecuado soporte para el arreglo de problemas.

de La red, es aconsejable que estos se encuentren
ubicados en gabinetes con su respectiva proteccion.

Cuando se cuenta con un buen sistema de adminis·
tracion de redes es posible que se hagan previsio-

En cuanto al cableado, no sabra decir que es im ·

nes sabre una posible falla en la red o en los equi·

prescindible que el tendido se encuentre dentro de

pos que se encuentran conectados a ella. lgualmente

su respectiva canaleta metalica o en una coraza

podemos tener facilidad de hacer bypass a los equi-

metalica. No es para nada aconsejable el uso de

pos que se encuentren fallando con el animo de

canaletas plasticas. La razon por la cual se debe

evitar que degraden La red.

usar canaleta metalica es por que con ella se consigue form ar la denominada camara de Faraday, lo

Otro aspecto que se debe tener en cuenta, es la

cual aisla el cableado de inducciones magneticas

minimizacion del impacto que ocasionan las fallas

externas que puedan generar errores en la trans-

en los usuarios. Se debe tener procedimientos de

mision de los datos.

contingencia que permitan , si es posible, que los
usuarios no se den cuenta de las fallas que suceden
MoNITORED or: FAUAS

en la red.

Una buena formula para contrarrestar las fallas, es

Por otra parte , el administrador de la red debe con-

tener capias de seguridad de la informacion. Por

tar con terceras partes que le proporcionen mante-

normas de auditoria es necesario tener tres capias

nimiento a los equipos y a La red en tiempo record

zC6mo administrar una red de area local?
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(es deseable que se en termino de horas). Para lo-

Cableado.

grar esto, es necesario establecer alianzas estra-

Equipos de computo.

tegicas con el proveedor de mantenimiento, asi se

Servidores.

hara mas facil lograr este tipo de prioridades.

Estaciones de trabajo.
Equipos de comunicaci6n.

01 SPONIBILIOAO OE LOS SERUIOORES

HUB.
Router.

Una de las medidas que podemos tener en cuenta

Switch.

para proveer disponibilidad de la red es tener siem-

Bridges.

pre en funcionamiento los servidores y esto se ob-

Gateway.

tendra a traves de los sistemas operativos de red

Firewalls.

local o del software de redo por medio de utilitarios.

Otros.

Los sistemas operativos actuates proporcionan

En caso que los equipos esten conformados tanto

utilitarios tales como el escaner de disco al iniciar

de parte fisica como l6gica, se hace necesario lle-

la sesi6n, con el fin de proporcionar un medio se-

var registro de ambas partes.

guro de almacenamiento al usuario.
La actualizaci6n de la configuraci6n de antemano
Si nuestro sistema operativo no tiene estas posibi-

nos esta garantizando tener un inventario de todos

lidades, debemos implementar las siguientes reco·

los elementos que conforman la red. Ademas que

mendaciones:

nos ayudara a que los cambios o modificaciones
que se efectuen, esten sustentadas sobre el estu-

Que se haga una verificaci6n de lectura despues

dio previa de las configuraciones existentes, lo que

de escribir.

proporcionara alta probabil idad de no ocasionar

Seguimiento de las transacciones.

traumatismos.

Discos espejados y duplicidad de disco.
Servidores espejados.

P LANEACION OE LA REO

Fuentes de poder ininterrumpibles (UPS).
La planeaci6n de red se refiere a las reformas que
[ONTROL OE CONF IGURAC ION

se vislumbran venir, tales como el crecimiento de
usuarios en la red, actualizaci6n de software, co-

Para el manejo de la configuraci6n de la red se lle-

municaci6n con otras redes o sistemas y todo aquello

va a cabo de forma automatica, de esta manera se

que de una u otra forma, afecte a los usuarios.

facilita tanto la actualizaci6n de la informacion,
como su consulta; ademas que podemos disponer

Este tipo de trabajos se deben prever con anterio-

de un gran numero de capias en poco tiempo y a

ridad y se deben estipular los dias en los cuales se

bajo costa.

realizaran; en lo posible, se deben efectuar los dias
en los cuales no hay usuarios conectados a la red

Los items de los cuales es necesario tener la confi-

(domingos o feriados), a fin de no entorpecer el

guraci6n son los siguientes:

trabajo de ellos y asi el administrador puede hacer

26 I
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todas las pruebas pertinentes a fin de certificar que

interconectadas. Este tipo de mapa most rara la

todo esta trabajando satisfactoriamente.

ubicacion geogratica de cada uno de los elementos
que componen la red.

Esta planeacion no solo debe responder a las necesidades que se van presentando como evolucion

El mapa topologico servira para visualizar los dis-

natural de la red sino tambien a una constante ac-

positivos y enlaces establecidos entre ellos sin in-

tualizacion del administrador que le permita incor-

teresar si ellos se encuentran en su posicion geo-

porar nuevas productos y nuevas equipos a la red ,

gratica exacta. Este es muy usado para redes pe-

a fin de mejorar los servicios presentes o

quenas.

implementar unos nuevas que aumenten el bienestar y la productividad de los usuarios.

Dependiendo de la magnitud de la red y de su distribucion se puede usar uno o el otro, o en algunos

[ ONTAB ILl ORO OE COSTOS

casos es aconsejable el uso de ambos o un hibrido
para lograr tener una mayor claridad de la magni-

Esto es propio de empresas que cuentan con redes

tud de la red y sus implicaciones.

grandes y que se encuentran divididas en departamentos y donde a cada departamento se le carga el

MANEJO OE INUENTAR IOS

costo de tener la red en funcionamiento.
Este concepto esta directamente ligado con el mapa
Para nadie es un secreta que el poner en funciona-

de la red y con el manejo de la configuracion. Esta

miento una red conlleva una serie de costas (que al

administracion se debe hacer independientemente

inicio son altos) , los cuales hay que ponerlos en

de si la red es pequena o grande.

confrontacion con los beneficios obtenidos y se busca que la relacion establecida entre estas dos can-

La utilizacion se puede ver desde varios angulos y

tidades sea mayor a uno (1 ). Es bueno decir que en

uno de ellos es llevar el registro de los equipos que

una red se tendran costas cargables a lo largo del

se han utilizado a lo largo del ciclo de vida de la

periodo de vigencia o utilizacion de la red.

red, lo que dara casi que un historial de la evolucion. Tambien se puede utilizar en casos de tener

MAPA OE LA REO

alguna falla logica o fisica en la red reportada por

Este mapa de la red debe ser otra de las utilidades

inventario, cual es la configuracion de ese punto y

que proporcione al sistema el administrador de la

determinar si la falla es generada ahi o en otro pun to.

un usuario; rapidamente podemos ver, a traves del

red y debe ser lo suficientemente potente y amigable para que permita el manejo de la configuracion

[ ONCL USIONES

y tambien que a traves de el, se logre visualizar el
punto donde se ha detectado una falla.

Podemos concluir afirmando que la administracion
de redes es la colaboracion cooperativa tanto de la

Se pueden tener dos tipos de mapas: geogratico y

parte humana, como de la parte tecnica y ademas

topologico. El mapa geogratico es necesario cuan-

debe ser una conviccion de la alta gerencia, tener

do tenemos un gran numero de redes LAN disper-

la vision necesaria para entender hay que disponer

sas en diferentes localidades, las cuales tenemos

recursos suficientes para este tipo de labor.

(Como administ ra r una red de area local?

I
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Tambien se debe tener consciencia de que la

Por ningun motivo se debe descuidar lo concernien-

implementaci6n de administraci6n de redes impli·

te a la seguridad. Esta es una de las tareas que ha

ca asumir costos, los cuales en muchas ocasiones

tornado mayor importancia al interior de las orga-

la alta gerencia no esta dispuesta a sufragar, pero

nizaciones. Las perdidas por este concepto son muy

es trabaj,o de la persona que tiene a cargo la admi·

altas y tienen implicaciones no solo a nivel econ6-

nistraci6n de la red convencer a la gerencia que en

mico, sino legal, competitive y de imagen corpora-

caso de no invertir en este rubro, la empresa esta-

tiva .

ra trazando un camino hacia el caos en lo que se
refiere a su parte de tecnologia en informatica y
mas exactamente en su parte de redes.
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