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OAuth adalah entitas yang dapat memberikan hak akses terhadap sumber yang 
dilindungi (protected resource). Dengan OAuth seseorang dapat berbagi data dengan orang 
lain seperti foto, video dan tulisan secara langsung sehingga dapat mengidentifikasi dan 
memudahkan dalam proses pengenalan dan pencarian informasi.  
Tujuan penelitian ini adalah merancang dan menerapkan prosedur mekanisme 
kerja teknologi OAuth 2 dengan melibatkan adanya otorisasi server yang merupakan 
sumber daya server itu sendiri dalam melakukan otentikasi dan otorisasi credential dari 
seorang client.  
Pada penelitian ini digunakan 3 (tiga) aplikasi yang bersifat single sign on, terdiri 
atas 3 halaman sign-in berbasis otentikasi OAuth 2 dari pemilik sumber daya (Resource 
Owner) dengan menerapkan proses kerja otentikasi OAuth 2. Otentikasi OAuth 2 lewat 
peran Authorization Server akan memvalidasi credential dari client seusai keberadaannya 
pada basis data, di proses dengan mengeluarkan sebuah halaman otorisasi (Authorize App) 
untuk diarahkan ke halaman utama setiap aplikasi web masing-masing. Otorisasi akhir dari 
kebenaran credential seorang client adalah di hasilkan sebuah akses token yang bekerja 
pada url (uniform resource locator) pada masing - masing aplikasi web.   
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