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АНАЛИЗ ДЕЙСТВУЮЩЕЙ ПРАКТИКИ УПРАВЛЕНИЯ 
ОПЕРАЦИОННЫМИ РИСКАМИ В КОММЕРЧЕСКИХ БАНКАХ  
В статье проведен анализ современной практики управления операционными рисками и 
предложены рекомендации по  минимизации операционных рисков в ВТБ 24. 
In the article the analysis of modern practice of management operating risks is conducted and 
offered to recommendation on  minimization of operating risks in VTB 24.  
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операционных рисков.  
Введение. Актуальность темы обусловлена повышенным вниманием к 
современным проблемам управления и снижения операционных рисков в 
коммерческих банках.  
Проблемы, связанные с управлением операционными рисками 
коммерческого банка исследованы в публикациях М.А. Бухтина,  С.Р. 
Моисеева, О.И. Лаврушина,  Б.В. Сазыкина. Проблемы управления 
операционными рисками банков в Украине  пока недостаточно исследованы.  
Поэтому, актуален и необходим поиск новых подходов к управлению 
операционными рисками с целью снижения операционных рисков в 
коммерческих банках Украины. 
Постановка задачи. Целью данной статьи является анализ практики 
управления операционными рисками ВТБ 24 и разработка рекомендаций по  
минимизации операционных рисков в коммерческих банках. 
Методология исследования. Объектом исследования является система 
управления операционными рисками ВТБ 24.  
Предмет исследования – организационная структура системы 
управления операционными рисками коммерческого банка. 
Результаты исследования. ОАО Банк ВТБ и его дочерние банки 
(группа ВТБ) являются ведущей российской финансовой группой, 
предоставляющей широкий спектр банковских услуг в Украине, России, 
СНГ, странах Западной Европы, Азии и Африки. Сеть продаж группы 
состоит из 935 офисов в России, СНГ и Европе. 
Управление рисками и их минимизация (риск-менеджмент) традиционно 
являются приоритетными в деятельности коммерческого банка. Основным 
подходом к минимизации банковских рисков является определение их 
количественных параметров и разработка методов управления рисками [1]. 
С 2005-2006 г. Банк начал вести учет операционных рисков и расчет 
капитала, необходимого для резервирования под операционные риски. Расчет 
капитала под операционные риски производится двумя методами: базовым 
индикативным (BIA) и стандартизированным (TSA)  (табл. 1). Ежеквартально 
рассчитывается уровень операционного риска Банка. Выявление 
операционных убытков и потерь ведется всеми подразделениями банка, 
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включая и филиалы. Отчеты по операционным рискам составляются отделом 
контроля банковских рисков ежеквартально и направляются Правлению  и 
Наблюдательному совету Банка ВТБ 24 [6]. 
Таблица 1 – Подходы банка к оценке рисков при расчете достаточности 
капитала 
Вид риска Метод расчета 
Кредитный риск Стандартизированный подход 
Рыночный риск Стандартизированный подход 
Операционный риск Базовый индикативный подход 
Стандартизированный подход 
Составлено автором  на основе данных [6] 
Рассмотрим структуру и процесс управления операционными рисками в 
коммерческом банке  ВТБ 24. 
В процессе управления рисками Банка ВТБ 24 задействованы 
Наблюдательный Совет, Правление, Управление внутреннего аудита, и 
специализированное подразделение – Департамент рискового менеджмента. 
Правление Банка является ответственным за функционирование 
системы внутреннего контроля и управления рисками. Комитет по вопросам 
управления операционными рисками (КУОР) является исполнительным 
комитетом Правления, в функции которого входит воплощение политики 
управления операционным риском, усовершенствования бизнес-процессов, 
внедрения систем внутреннего контроля. Организацию работы по 
минимизации операционного риска и контроль по выполнению решений 
КУОР и рекомендаций «Управления внутреннего аудита» осуществляет 
«Департамент рискового менеджмента». 
Основными функциями «Департамента рискового менеджмента» 
является:  обеспечение проведения количественной и качественной оценки 
рисков, которым подвергается банк; обеспечение методологии по 
управлению рисками; создание системы для автоматизированного ведения и 
обработки базы данных относительно рисков; идентификация и мониторинг 
нарушения лимитов; анализ возможных сценариев; подготовка отчетности 
относительно рисковых позиций и предоставление рекомендаций Правлению 
относительно их оптимального значения; участие в кредитном процессе в 
части оценки финансового состояния заемщиков и оценки ликвидности 
обеспечения, анализа кредитных продуктов и процессов. Наблюдательный 
совет систематически отслеживает состояние управления рисками, влияет на 
избранную Правлением склонность к рискам. Управление внутреннего 
аудита осуществляет проверку и тестирование систем внутреннего контроля 
и управления рисками. Контроль операционных рисков осуществляется 
«Управлением внутреннего аудита» в части предоставления рекомендаций 
структурным подразделениям банка на стадии разработки и внедрения новых 
продуктов, процессов, систем, проведения аудита деятельности структурных 
подразделений банка, «Департаментом информационных технологий» в 
части обеспечения корректности функционирования программных 
119 
 
комплексов банка, создания комплексной системы информационной 
безопасности банка [5,7]. 
Важнейшим источником информации об операционных рисках 
являются сообщения от работников банка ВТБ 24 (горячая линия). Подобную 
информацию также получают в результате анализа проводок по операциям 
бухгалтерского учета (денежные выплаты, добровольно произведенные 
банком; денежные выплаты, произведенные банком на основании решений 
уполномоченных государственных органов; досрочное списание (выбытие) 
материальных активов; повторные затраты; регрессные потери; снижение 
стоимости активов; счета, отражающие создание резервов на возможные 
потери, и др.). Безусловно, необходимо выстраивать взаимодействие со 
смежными подразделениями, в ходе которого будет происходить обмен 
конфиденциальной информацией и ее анализ. 
В числе таких подразделений ВТБ 24 можно указать:  
 подразделение по информационной безопасности (информационные 
риски);  
 маркетинговое подразделение (жалобы клиентов, данные о 
мониторинге качества обслуживания);  
 подразделение по информационным технологиям (сведения о сбоях в 
IT-системах и количестве обращений пользователей в службу 
технической поддержки);  
 подразделение по безопасности (инциденты, по которым завершено 
или ведется расследование, информация о чрезвычайных и аварийных 
ситуациях);  
 подразделение по описанию и оптимизации бизнес-процессов банка;  
 подразделение по банковским технологиям и методологии 
(существенные операционные риски, источником которых могут быть 
бизнес-процессы и документы банка);  
 подразделение финансового мониторинга;  
 подразделение по работе с персоналом;  
 юридическое подразделение (информация из области страхования);  
служба внутреннего контроля. 
В связи с большим количеством бизнес-подразделений и подразделений 
бэк-офиса одной из важных задач отдела по управлению операционными 
рисками является грамотное выстраивание информационных потоков в 
целях эффективного выявления операционных рисков [2,4]. 
Идентификацию, анализ, оценку и выработку методов управления 
банковскими рисками осуществляет независимое структурное подразделение 
банка ВТБ 24 - риск-подразделение. Управление рисками является не только 
функцией риск-менеджеров, оно также интегрируется во все бизнес-
процессы банка. 
Автором выявлены этапы управления операционными рисками в отделе 
по управлению операционным рискам банка ВТБ 24: 
 идентификация и оценка категорий и факторов рисков; 
 составление каталога процессов и операций банка; 
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 идентификация проявления отдельных категорий и факторов рисков и 
оценка их уровня на процессах и операциях;  
 сбор данных по операционным потерям и событиям; 
 выявление критических зон концентрации риска на группах операций 
или процессах; 
 разработка и реализация мероприятий по ограничению и/или 
нейтрализации выявленных критических зон риска (страхование, 
реинжениринг бизнес-процессов, повышение надежности отдельных 
элементов процессов и технологий); 
 мониторинг и контроль выявленных факторов операционного риска на 
отдельных процессах и операциях; 
 разработка плана организационных изменений с целью снижения 
рисков бизнес-процессов, включающих оптимизацию 
документооборота, информационных потоков, распределения функций, 
полномочий и ответственности.  
Предложена организационная структура системы управления рисками 
(рис. 1) и организационная структура Департамента рискового менеджмента 
банка ВТБ 24, представленная следующими отделами (рис. 2): 
 отдел операционных рисков; 
 отдел по борьбе с мошенничеством; 
 отдел информационных рисков; 
 отдел оптимизации бизнес-процессов; 
 отдел методологии. 
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Рис. 1 - Организационная структура системы управления рисками банка ВТБ-
24 
Составлено автором 
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Рис. 2 - Организационная структура Департамента рискового 
менеджмента банка ВТБ-24 
          Составлено автором 
Предложены некоторые методы снижения операционных рисков в банке 
ВТБ 24:  
 планирование процедур управления операционными рисками и, в 
частности, управления информационной безопасностью;  
  регламентирование и контроль всех проводимых в Банке процедур, 
делегирование и разделение полномочий, постоянное 
совершенствование используемых технологий и информационных 
систем; 
 регулярный аудит банка на предмет снижения операционных рисков 
(в том числе аудит безопасности);  
 регистрация в информационной системе банка всех действий 
связанных с управлением операционными рисками;  
 аутсорсинг (Managed Service) непрофильных активов (в том числе 
информационных систем);  
 обеспечение банковской тайны (хотя принятие новых законов в 
последнее время серьезно усложнило эту задачу);  
 обеспечение непрерывности бизнес-процессов; 
 обеспечение контроля работы операциониста в АБС банка.  
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