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Seznam uporabljenih kratic 
 
API (angl.) Application programming interface vmesnik aplikacijskega programa 
CLI (angl.) Command line ukazna vrstica 
DHCP (angl.) Dynamic host configuration protokol za dinamično nastavitev 
protocol gostitelja 
DNS (angl.) Domain name server sistem domenskih imen  
FTTH (angl.) Fiber to the home optično vlakno do hiše 
GUI (angl.) Graphical user interface grafični uporabniški vmesnik 
HTTP (angl.) Transfer protocol hipertekstovni prenosni protokol 
IETF (angl.) Internet enginnering task force delovna skupina internetnega 
  inženirstva 
IP (angl.) Internet protocol internetni protokol 
LAN (angl.) Local area network zasebno domače omrežje 
NAT (angl.) Network address translation pretvarjanje omrežnih naslovov 
p2p (angl.) Peer to peer vsak z vsakim 
PBX (angl.) Private branch exchange zasebna naročniška centrala 
PCM (angl.) Pulse code modulation pulzno kodna modulacija 
QoS (angl.) Quality of service kvaliteta storitev 
RPC (angl.) Remote procedure call klic za oddaljeni postopek 
RTP (angl.) Real time protocol časovno realni protokol 
SDP (angl.) Session description protocol protokol za opis seje 
SIP (angl.) Session initiation protocol protokol za vzpostavitev seje 
SMTP (angl.) Simple mail transfer protocol preprost protokol za prenos 
  sporočil 
SSH (angl.) Secure shell varna lupina 
TCP (angl.) Transport control protocol transportno nadzorni protokol 
 vi 
TDM (angl.) Time division multiplexing časovno multipleksiranje 
UA (angl.)  User agent uporabniški agent 
UAC (angl.) User agent client odjemalec uporabniškega agenta 
UAS (angl.) User agent server strežnik uporabniškega agenta 
UDP (angl.) User data protocol protokol uporabnika paketnega  
  omrežja 
URI (angl.) Uniform resource indicator enolični indikator virov 
USB (angl.) Universal serial bus univerzalno serijsko vodilo 
VoIP (angl.)  Voice over internet protocol zvok preko internetnega 
  protokola 
WAN (angl.) Wide area network prostrano javno omrežje 
WLAN (angl.) Wireless local aera network brezžično zasebno lokalno 
  omrežje 





Diplomska naloga opisuje postopek namestitve pisarniškega sistema VoIP za mala in srednja 
podjetja. Opisali bomo celotni konfiguracijski postopek namestitve hišne telefonske centrale 
Asterisk, ki deluje po odprtokodnem grafičnem vmesniku FreePBX. Prvi del diplomske naloge 
obravnava osnove telefonije VoIP in protokolno delovanje SIP, po katerem deluje telefonska 
hišna centrala Asterisk. Diplomska naloga izkaže Asterisk kot popolnoma stabilen in celovit 
telekomunikacijski sistem, ki poleg glasovnega prometa omogoča istočasno uporabo 
podatkovnega prometa. Praktični del naloge prikazuje konfiguracijo strojne in programske 
opreme SIP ter testiranje celotno postavljenega omrežja VoIP. Odprtokodni vmesnik 
administratorju centrale Asterisk ponuja številne napredne aplikacijske funkcije, ki 
uporabnikom telefonije omogočajo dodatne telefonske storitve. Prav tako se izkaže, da je 
namestitev telefonske centrale z uporabo grafičnega vmesnika FreePBX tudi preprosta. 




The thesis describes the process of installing office VoIP system for small and medium-sized 
enterprises. We will describe the entire configuration process of installing Asterisk PBX which 
operates through an open source graphical interface FreePBX. The first part of the thesis 
presents the basics of VoIP telephony and SIP protocol operation, which operates a telephone 
private branch exchange Asterisk. During the thesis is Asterisk is recognized as a fully stable 
and integrated telecommunications system in addition to voice traffic allows simultaneous use 
of data traffic. Practical part of the task shows the configuration of SIP hardware and software 
equipment and testing results of the entire VoIP network. Open Source Asterisk offers 
administrator a number of advanced application features that users of telephony can use as 
additional telephone services. As well as it proves the configuration of a telephone private 
branch using a graphical interface FreePBX can be easy. 





Namen diplomske naloge je bil postaviti hišno telefonsko centralo, ki uporablja operacijski 
sistem Linux. Hišna telefonska centrala bo namenjena manjšemu številu uporabnikov in 
zahteva osnovno računalniško znanje za vzpostavitev celovitega telekomunikacijskega sistema 
VoIP. Najpomembnejši pogoj pri namestitvi tega sistema je razumevanje nekaterih 
komunikacijskih protokolov, ki omogočajo, da se izhodni in dohodni klic dejansko izvede. V 
diplomski nalogi sem uporabil program Asterisk, ta pa uporablja ukazno lupino (angl. shell), ki 
uporabniku omogoča sporazumevanje z jedrom operacijskega sistema. Operacijski sistem 
Linux je prosto dostopen in licence za njegovo uporabo ni treba plačati, kot recimo za OS 
Windows. Zaradi zahtevnosti ukazne lupine Linuxa bomo uporabili odprtokodni program 
FreePBX, ki deluje na osnovi Asterisk in ponuja grafični vmesnik (angl. GUI). Ta je namenjen 
za lažje in prijaznejše uporabniško rokovanje pri številnih nastavitvenih možnostih 
odprtokodnega programa Asterisk. 
Naslednji cilj je bil namestiti program Asterisk, ki bi ga lahko kasneje uporabili za manjša 
podjetja, v katerih ni več kot pet pisarniških delavcev, in vzpostavili cenovno dostopen ter 
zanesljiv komunikacijski sistem, ki omogoča nadgradnjo sistema pri povečanju števila 
uporabnikov. To bomo dosegli z izvedbo arhitekturno zmogljive strežniške in mrežne opreme, 
ki bo uporabnikom programske telefonske opreme X-Lite sočasno omogočala prenos zvočnih 
in podatkovnih podatkov na uporabnikovem delovnem mestu. Omenjena programska oprema 
je odprto dostopna in, kar je najpomembnejše, brezplačna. Pri uporabnikovih zahtevah po 
klasičnem telefonu bosta opisana tudi konfiguracijski postopek in izvedba IP-telefona znamke 
Yealink v celovito telekomunikacijsko okolje. Program Asterisk ponuja številne razširitvene 
možnosti, kot so glasovna pošta, klic na čakanju, telefonska tajnica in dodatne napredne 





2 Telefonija VoIP 
Internetna telefonija (angl. Voice over internet protocol – VoIP) je prenos zvočnih paketov v 
obliki paketnih podatkov po omrežju IP. VoIP uporablja internetni protokolni sklad TCP/IP, ki 
storitvam VoIP ponuja množico protokolov in ustvarja razmere za povezovanje internetne 
telefonije v omrežje IP. Vendar pa uporaba omrežnih povezav TCP/IP povzroča nove težave, 
ki so znane v računalniških omrežjih. Omrežje IP deluje brez mehanizma kakovosti storitev 
(angl. Quality of Service – QoS) in pakete poskuša prenašati po najboljših močeh. Takšno 
obnašanje omrežja je spremenljivo za storitve, kot so brskanje po spletu, elektronska pošta, 
prenos datotek. Za spletno telefonijo je uvedba ustreznega mehanizma QoS ključnega pomena, 
saj ji zagotavlja ustrezno kakovostno storitev in odpravlja težave, povezane s podatkovnim 
načinom prenosa podatkov, ki ni najbolj primeren za prenos podatkov v realnem času – zvočni 
paket. Nekatere najpogostejše težave, ki obstajajo pri uporabi storitev VoIP, so varnost, 
zakasnitev govora, trepetanje sporočil ali odmev. Uporabniki, ki uporabljajo klasično telefonijo 
predvsem zaradi njene preprostosti in zanesljivosti, stalno iščejo cenejše komunikacijske 
tehnologije. Ponudniki telekomunikacijskih storitev spletno telefonijo ponujajo v različnih 
tržnih paketih, ki uporabnikom klasične hišne telefonije omogoča nižji obračun pogovorov in 
vse bolj funkcijsko zmogljive telefonske storitve. Vendar današnji trg uporabe telefonije VoIP 
zajema predvsem številne organizacije, podjetja in multinacionalke, saj je njena uporaba ponuja 
nižje stroške mednarodne telefonije in brezplačne interne pogovore. Razvoj storitev VoIP je še 
vedno zelo hiter in neustavljiv in postaja vse bolj priljubljena oblika komunikacije. 
  




2.1 Prednosti in slabosti telefonije VoIP 
Prednosti VoIP: 
Uporabne funkcije: Protokoli VoIP delujejo na aplikacijski ravni referenčnega modela 
TCP/IP. Aplikacijska raven uporabniku omogoča možnost združevanja aplikacij, kot so 
elektronska pošta, faks, spletne konference in video telefonija. Napredne funkcije VoIP 
uporabniku omogočajo preusmeritev klicev, blokiranje številk, blokiranje anonimnih številk, 
glasbo ob čakanju.[5] 
Fleksibilnost: Ena izmed prednosti internetne telefonije je, da telefonska številka ni več vezana 
na lokacijo, saj je uporabnika možno premakniti v vsak prostor, kjer je mrežni dostop. 
Telefonsko številko je mogoče prestaviti na drugo zemljepisno lokacijo, saj internetni mrežni 
dostop omogoča selitev uporabniške strojne in aplikacijske sisteme na drugo lokacijo. V tem 
primeru je treba telekomunikacijskemu podjetju sporočiti, da uporabniško entiteto prenese na 
drugo lokacijo. Telefonska številka tako ni več vezana na območno kodo kakor pri analognih 
telefonskih linijah.[5] 
Brez dodatnega ožičenja: Tehnologija VoIP ne potrebuje dodatnega ožičenja, saj lahko 
uporabnik uporabi obstoječo topologijo mrežnega dostopa. Z uporabo brezžičnega zasebnega 
lokalnega omrežja ožičenje uporabniških terminalov ni potrebno, vendar za ceno manjše 
zanesljivosti, daljših odzivnih časov in vpliva drugih brezžičnih omrežij. 
Lažje vzdrževanje: Pri vzdrževanju internetne telefonije je potreben manjši čas vzdrževanja, 
saj je po svoji zasnovi preprosta telekomunikacijska storitev, ki ne potrebuje dodatnih 
topologijskih in informacijskih znanj, kajti VoIP uporablja internetni sklad protokolov TCP/IP. 
Cena vzdrževanja je tudi nižja, saj administrator potrebuje manj časa, napako odkrije in odpravi 
ob sistemski težavi. 
Cena klicev: Vsi glasovni in podatkovni paketi podjetja se prenašajo skozi zasebno lokalno 
omrežje, ki omogoča brezplačno interno glasovno komuniciranje, ki je v večini primerov 
najpogostejša oblika komuniciranja v podjetjih. Internetna telefonija omogoča nižje mesečne 
naročnine in obračunavanje mednarodnih in medkrajevnih pogovorov. 
Nezasedenost linije: Glavna prednost internetne telefonije v primerjavi z drugimi analognimi 
sistemi je, da en klic nikoli ne zasede celotne povezave, saj omogoča čakalno vrsto in tajnico 
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ter klicatelju ponudi možnost čakanja ob povečanem številu klicev. V praksi se omenjena 
lastnost uporablja predvsem za podjetja z večjim številom naročnikov in dohodnih klicev. 
Slabosti VoIP 
Izpad elektrike: Ob izpadu elektrike je spletna telefonija onemogočena z drugimi 
telekomunikacijskimi storitvami vred. Za uporabo neprekinjenega napajanja ali generatorja je 
storitev VoIP mogoča tudi med izpadom elektrike, to pa pomeni dodaten strošek uporabniku 
storitev VoIP. Neprekinjeno napajanje ali generator mora biti vezan v električno omrežje drugih 
sistemskih naprav. Druga težava pri izpadu elektrike je klic v sili na številko 112 ali 113 v 
primerjavi s klasično analogno telefonijo, ki to storitev omogoča.[6] 
Kakovost in zanesljivost: Glavna pomanjkljivost internetne telefonije v primerjavi z drugimi 
telekomunikacijskimi rešitvami je, da glasovni promet ni edini promet v podatkovnem omrežju. 
Celotno spletno omrežje deluje na podatkovnem prenosu digitalnih paketov, ki lahko 
povzročijo različne težave, kakršne so zamude, zavrženi paketi, trepetanja in podobno. Za 
kakovostno govorno komunikacijo je treba v komunikacijski sistem združiti dovolj dobre 
mrežne naprave, ki poskrbijo za podobno kakovost govora kakor pri klasični telefoniji.[6] 
Vendar obstajajo tudi zunanji dejavniki, na katere nimamo nobenega vpliva, ti pa nastopijo ob 
vzdrževalnih del, nedelovanju strojne in programske opreme telekomunikacijskega ponudnika 
ter ob ponudnikovih sistemskih težavah. Kljub vidnemu napredku pri kakovosti glasu je še 
vedno veliko število uporabnikov internetne telefonije, ki se pritožujejo zaradi šuma in odmeva 
v telefonski slušalki. 
Varnost: Varnost je glavna skrb pri internetni telefoniji. Z drugimi internetnimi tehnologijami 
vred je tudi spletna telefonija ranljiva na sistemske vdore. Najpogostejša težava sistemskih 
administratorjev je kraja podatkov, kot so številke zaposlenih in njihova identiteta, s katero 
lahko računalniški heker, poleg prisluškovanja pogovora, povzroči podjetju ogromne telefonske 
stroške (npr. izhodni klic na plačljivo številko 090). Zvočne pakete je mogoče zaščititi s 
šifriranjem TLS ali ZRTP, sicer bi se promet VoIP po spletu prenašal povsem nezaščiteno. 
2.2 Osnovno načelo delovanja VoIP 
Spletna telefonija omogoča prenos govora v realnem času med dvema ali več udeleženci 
komunikacijske seje. Za izmenjavo govornih podatkov so potrebni številni signalizacijski in 
transportni protokoli za prenos govora končnemu uporabniku  telefonije. Pri zagotavljanju 
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ustrezne kakovosti digitalnega zvočnega zapisa je treba analogni signal najprej digitalizirati z 
naprednimi algoritmi in kodirnimi metodami. Zvočni paket po transportnem protokolu potuje 
do klicne točke, kjer se zvočni paket dekodira in pretvori v analogni signal. Spletna telefonija 
uporablja realno časovni protokol (angl. Real time protocol – RTP) za prenos multimedijskih 
podatkov v realnem času, vključno z avdio, video ali besedilno podatkovno vsebino. Za 
vzpostavitev komunikacijske seje so potrebni signalizacijski protokoli, ki omogočajo 
sporazumevanje med dvema ali več udeleženci komunikacijske seje. Signalizacijski protokoli 
so za spletno telefonijo ključnega pomena, saj nudijo možnost vzpostavitve komunikacijske 
seje z drugimi telekomunikacijski sistemi. Poznamo več signalizacijskih protokolov, 
najpogosteje se uporabljata SIP (angl. Session initiation protocol) in njegov predhodnik 
H.323.[2] 
Osnovni prikaz klica v sedmih korakih[2]: 
1. Klicatelj dvigne slušalko in sliši glas centrale. 
2. Klicatelj vtipka telefonsko številko, ki se preslika v IP – naslov klicanega. 
3. Signalizacijski protokol pošlje zahtevek za vzpostavitev zveze. 
4. Klicatelj nato dobi odgovor klicanega terminala ali se zveza vzpostavi ali prekine ob 
nedosegljivosti klicane številke. 
5. Klicani telefon začne zvoniti, kar signalizira dosegljivost klicanega terminala. 
6. Klicani dvigne slušalko in vzpostavi dvosmerni pogovor. Zvočni paketni promet je 
kodiran in potuje po omrežju IP v realnih časovnih pretočnih protokolih. 
7. Vzpostavljena komunikacijska seja se konča na zahtevo enega izmed sodelujočih. 
2.3 Povezave VoIP 
Poznamo več načinov povezav VoIP. Vsaka povezava potrebuje drugačne strojne in 
aplikacijske zahteve: 
 Računalnik–računalnik 
Pomeni najpogostejšo obliko komuniciranja VoIP med dvema ali več uporabniki. Govorna 
komunikacija poteka po programski opremi, kot so Skype, MSN, Viber, ki so običajno 
brezplačni. Poleg programske opreme uporabnik potrebuje dostop do medmrežja in strojno 






Uporaba IP-telefona: Namesto klasičnega omrežja PSTN IP-telefon uporablja širokopasovno 
spletno omrežje. Internetni telefon že vsebuje medijski prehod, ki omogoča žični priklop na 
mrežno napravo ali na modem telekomunikacijskega ponudnika. Internetni telefon uporablja 
priključek RJ-45, ki standardno uporablja ethernet povezavo z mrežnimi napravami. 
 
Uporaba analognega vmesnika ATA 
Analogni telefonski adapter je najpreprostejši in najpogostejši sistem internetne telefonije. 
Analogna telefonija pomeni prenos analognega signala po parici (RJ-11), ki lahko prenaša samo 
govor, in ne podatkovnih paketov po klasičnem analognem telefonskem omrežju PSTN. 
Omrežje PSTN je popolnoma digitalizirano, kar omogoča amplitudna ali frekvenčna 
modulacija. Omenjeni modulaciji sta potrebni, saj je večina central v Sloveniji digitalnih. 
Ponudniki storitev zato ponujajo številne analogne adapterje imenovane ATA, ki pretvarjajo 
analogni signal v digitalne podatke, kar je osnova za prenos podatkov z zvočnimi paketi po 
spletu. Adapter ATA, imenovan tudi medijski prehod (angl. media gateway), po standardni 
telefonski linijski povezavi RJ-11 omogoča povezavo obstoječih faksov, alarmov in podobnih 
naprav na modem.[10] 
Uporaba terminala ISDN 
Zaradi sodobnih telekomunikacijskih naprav, ki uporabljajo zelo širok frekvenčni spekter, 
tehnologijo ISDN uporabljamo samo za prenos zvočnih paketov po internetnem omrežju. 
Uporabljajo jo le posamezni uporabniki internetne telefonije, ki večinoma uporabljajo terminale 
ISDN za priklop obstoječih telefonov ISDN. Osnovni dostop ISDN-BRI (2B+D) zagotavlja 
prenosno hitrost 144 Kbit/s in omogoča ločena govorna kanala oziroma konfiguracijo dveh 
telefonskih številk na eno terminalno enoto. Primarni dostop ISDN-PRI (30B+D) predstavlja 
TDM (angl. Time division multiplexing) telefonska linija T1/E1. Sistem je primeren za 
podjetja, saj ponuja trideset govornih kanalov, skupna prenosna hitrost je 2.048 Mbit/s. 
Moduliranje in demoduliranje pri telefoniji ISDN ni potrebno, saj že v osnovi prenašajo 




2.4 Protokolni sklad VoIP za prenos zvočnih paketov 
VoIP temelji na internetnem protokolnem skladu TCP/IP, da lahko dva ali več uporabnikov 
internetne telefonije komunicirajo med seboj. Model TCP/IP določa pravila za izmenjavo 
podatkov in povezovanje različnih protokolov internetne telefonije. Protokolni sklad TCP/IP je 
razdeljen na fizično, omrežno, transportno in aplikacijsko raven, ki jih delimo na dve skupini: 
signalizacijske in govorno transportne protokole. Za analogno in digitalno pretvorbo zvočnih 




Slika 2: Protokolni sklad TCP/IP [14] 
2.4.1 Omrežna raven internetnega sklada TCP/IP 
Omrežna raven IP: nadzira in ukrepa ob preobremenjenosti omrežja, dodeluje načine in poti 
med napravi, ki so na istem ali na različnih omrežjih, in se skoraj vedno izvaja z uporabo 
internetnega protokola IP. Storitvam VoIP omogoča prenos zvočnega paketa iz omrežja v drugo 
omrežje in s tem omogoča medomrežno povezovanje. Medomrežno povezovanje pri storitvah 
VoIP omogoča prehod zvočnega paketa iz zasebnega domačega omrežja (angl. Local area 
network – LAN) v prostrano javno omrežje (angl. Wide area network – WAN), ki omogoča 
medomrežno komunikacijo z drugimi uporabniki storitev VoIP. Omrežna raven storitvam VoIP 
definira enote sporočila, oddajo paketov v omrežje in sprejetje iz omrežja, ponavljanje 
oddajanja in odkrivanje napak. Ta raven postavlja bite na fizičnem sloju v določen vrstni red, 
ki je znan kot okvir. Če se pojavi šum ali kakšna druga napaka, lahko mehanizem za nadzor 
napak pošlje zahtevek po ponovnem pošiljanju istega podatka. Bistvo omrežne ravni ni samo 
popravljanje napak, temveč tudi zagotovitev majhnih zakasnitev, ki ne smejo biti večje kakor 




2.4.2 Transportna raven internetnega sklada TCP/IP 
Transportna raven internetnega sklada TCP/IP je odgovorna za zanesljivost in določa tip 
prenosa podatkov. Določajo jo različni protokoli, vendar se v telefoniji VoIP najpogosteje 
uporablja protokol UDP (angl. User datagram protocol). Transportni kontrolni protokol TCP 
omogoča večjo zanesljivost, vendar za ceno večjih sistemskih obremenitev. Zaradi večjih 
časovnih zakasnitev transportno kontrolnega protokola se za prenos zvočnih paketov v 
internetni telefoniji uporablja protokol UDP. Ta v primerjavi s protokolom TCP omogoča 
hitrejšo prenosno pot od točke A do točke B, ki je pri internetni telefoniji ključnega pomena. 
Na osnovi protokola UDP se je kasneje kot dopolnilo izvedel protokol RTP. RTP (angl. Real 
time protocol – RTP) je najbolj pogost in optimiziran protokol za prenašanje časovno kritičnih 
podatkov (avdio in video) po paketno komutiranih omrežjih, pri katerih je hitrost prenosa 
podatkov pomembnejša od kakovosti sprejetega signala. Proces protokola RTP poteka tako, da 
izvorni zvočni signal razbijemo na manjše bitne pakete, ki so primerni za prenos zvočnega 
paketa v paketno komutiranem omrežju. Protokol RTP na ponorni strani pakete ponovno sestavi 
v logično zaporedje, ki je primerno, da ga ponorna stran sestavi v enak izvorni zvočni signal. 
Omenjeni proces zahteva čim manjše medijske in sistemske zakasnitve ter pravilni vrstni red 
poslanih podatkov na sprejemno stran. 
2.5 Signalizacijski protokoli VoIP 
Protokoli VoIP in tudi večina drugih protokolov se za prenos multimedijskih podatkov izvaja 
na aplikacijskem sloju protokolnega sklada TCP/IP. Aplikacijski sloj se nenehno nadgrajuje, 
kar postavlja spletno telefonijo v veliko prednost pred klasičnimi analognimi sistemi in omrežji 
ISDN, uporabniku VoIP pa z združitvijo aplikacijske ravni TCP/IP izboljša funkcionalnost in 
kakovost storitev za čedalje zahtevnejšega uporabnika. Obstaja več vrst protokolov, ampak 
običajno določata dva signalizacijska protokola VoIP: H.323 ITU in IETF SIP (angl. Session 
initiation protocol). Glavna naloga pri signalizacijah protokolov je sporazumevanje, 
vzpostavitev ter prenehanje komunikacijske seje med različnimi telekomunikacijskimi sistemi. 
2.5.1 Protokol H.323 
ITU H.323 je prva standardizirana rešitev ne le za prenos govora, temveč tudi besedilnih in 
video podatkov. Trenutno je protokol H.323 še vedno prisoten, saj že več kot desetletje 
omogoča dodatne telefonske storitve, ki so zelo pomembne za poslovne uporabnike. V zadnjem 
desetletju se je razvil v protokol, ki omogoča celovito telekomunikacijsko rešitev, bil je prvi 
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protokol, ki je nadomestil ustaljene analogne sisteme PBX. ITU-organizacija je našla način 
komunikacijske povezave z drugimi omrežji, ki omogočajo telefonijo (PSTN, ISDN in GSM). 
H.323 tako omogoča integracijo obstoječih javnih telefonskih omrežij (POTS, ISDN) v sistem 
VoIP.[21] Vendar je tržni delež obmejnega protokola trenutno vse manjši, saj številne 
organizacije prestavljajo svoje sisteme PBX na signalizacijski protokol SIP zaradi njegove 
preprostosti. H.323 se uporablja za komunikacijo od točke do točke, ali točka–več točk 
(multimedijska konferenca). 
 arhitektura H.323 
Standard H.323 razdelimo na štiri skupine, ki so med seboj povezane in omogočajo 
multimedijsko sporazumevanje od dveh do več udeležencev komunikacijske seje [21]: 
Terminal – omogoča dvosmerni promet govora v realnem času. Terminali lahko med seboj 
komunicirajo na strojni ali programski opremi. Strojno opremo pomeni IP-telefon,  ker pa je na 
aplikacijski ravni, je komunikacija omogočena tudi po računalniku. Podpira zvočni, video ali 
podatkovni prenos podatkov. To je mogoče doseči z množico postopkov, ki omogočajo 
omenjeni način komunikacije, in lahko po želji podpirajo video komunikacijo ali prenos; ti so 
okvirno predstavljeni na tabeli: (tabela 1) 
Gateway – prehod ima vlogo prevajanja signalizacijskih protokolov, ki določa način 
komunikacijskih postopkov in podpira različne oblike kodiranja. 
Vratar – angl. gatekeeper izbira komponente v omrežju H.323 in ima nalogo nadzorovati 
dostop do virov, upravlja pasovno širino, zagotavlja QoS, obračunski interval in potrebne 
podatke o klicih, poslanih v druge strežnike. 
MCU – omogoča in zagotavlja podporo treh ali več terminalov H.323. Vsi terminali, ki 
sodelujejo v isti pogovorni konferenci, morajo vzpostaviti povezavo z MCU, ki nadzoruje potek 
konference. MCU je potreben, saj komunikacijsko poravna zvezo med terminali in ugotovi, 
kateri avdio in video kodirniki in dekodirniki se uporabljajo med terminali. 
V zadnjem desetletju se je razvil v ustrezen protokol, ki je nadomestil ustaljene sisteme PBX. 
Kot protokol H.323 ne podpira nobenih zagotovil o kakovosti prenosa in je določen kot množica 




H.225 Je namenjen za nadzor in v praksi služi za sinhronizacijo 
govora, vzpostavitev in prenehanje seje, digitalno 
paketiziranje. 
H.235 Določa integriteto, zasebnost in varnostni protokol za 
avtentikacijo. 
H.245 Je namenjen za signalizacijo in nadzor. 
H.450 Omogoča napredne funkcijske storitve, klic na čakanju, 
prevezava, ne moti itd. 
H.246 Prenosni način s trajno dodelitvijo kanalov ali pasovne 
širine priključkom ISDN. 
H.332 Določa večje konference. 
H.26x Video kodeki 
G.7xx Za kodiranje govora serije G.7xx 
Tabela 1: Množica postopkov in priporočil serije H.xxx [21] 
2.5.2 Protokol SIP 
Protokol SIP (angl. Session initiation protocol) je razvila organizacija IETF (Internet 
engineering task force je najpogostejši kontrolni protokol za ustvarjanje, spreminjanje in 
prenehanje komunikacijske seje z dvema ali več udeleženci internetne telefonije.). 
Signalizacijski protokol SIP je modeliran po vzorcu protokolov SMTP in HTTP, ki sta na 
aplikacijski ravni internetnega protokolnega sklada TCP/IP. Kot pri drugih protokolih VoIP 
protokol SIP ne ponuja celotne telekomunikacijske rešitve, saj je SIP zasnovan za reševanje 
nalog signalizacije in vodenje seje telefonije VoIP.[20] V praksi to pomeni, da je protokol SIP 
namenjen za nadzor, vzpostavitev in prenehanje seje med dvema ali več končnimi točkami. Za 
uspešno usmerjanje in prenos zvočnega paketa od točke A do točke B in multimedijsko 
distribucijo so potrebni številni drugi protokoli, ki se uporabljajo za prenos različnih medijev, 
kot so govor, video ali podatkovni podatek. Pri širokopasovnem prenosu podatkov izvorna 
točka po multicast ali unicast povezavi komunicira z eno ali več ponornimi točkami. Za 
omenjeni prenos sta izvedena protokola TCP ali UDP, ki določata ustrezen prenos 
signalizacijskih zahtevkov protokola SIP. Protokol UDP v nasprotju s protokolom TCP 
omogoča oddajo sporočil SIP več prejemnikom. 
Protokol SIP za opis komunikacijskih sposobnosti udeležencev zveze uporablja protokol SDP 
(angl. Session description protocol), ki je zapisan v preprosti besedilni obliki. V besedilnem 
zapisu so zapisani številni parametri komunikacijske seje, kot so naslov izvorne ali ponorne 
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točke IP, kodirne sposobnosti udeležencev komunikacijske seje, vrsta transportnih vrat, ki 
omogočajo, da se udeleženci pogovora dogovorijo in določijo vrsto in tip komunikacije. Pri 
internetni telefoniji je pomembna izbira ustreznega govornega kodirnika in kateri transportni 
protokol se bo uporabil pri izmenjavi zvočnih podatkov v realnem času. Udeleženci seje SIP 
običajno za prenos zvočnih paketov uporabljajo protokol RTP, ki podpira prenos podatkov v 
realnem času, vključno z avdio, video in vsebino besedila. 
Protokol SIP zagotavlja niz funkcij in značilnosti, ki omogočajo uporabniku internetne 
telefonije že prisotne značilnosti javne telefonije: klicanje, zvonjenje telefona, prosti ali 
zasedeni znak telefonske centrale. Vendar zaradi uporabe aplikacijske ravni modela TCP/IP 
uporabniku SIP zagotavlja napredne funkcije in omogoča popolno telefonsko rešitev za vse bolj 
zahtevne uporabnike klasične telefonije. 
 Entitete protokola SIP 
Protokol SIP temelji na arhitekturi od točke do točke (angl. peer to peer). Subjekti SIP so v 
protokolu SIP označeni z edinstveno identifikacijo, predstavljeno kot URI (angl. Uniform 
resource indicator), ki strukturno spominja kot e-poštni naslov: sip:uporabnik@10.0.0.1:5090. 
Začetna kratica sip: začne vsak naslov SIP in se ne spreminja. V zgornjem primeru je 
uporabniški agent (angl. User agent – UA) v registru SIP označen kot niz črk, ki sta ločena z 
znakom @. Naslov IP v zgornjem nizu znakov zapisu URI predstavlja domeno, ki pove domeno 
gostovanja uporabniškega agenta in uporabniku omogoča storitve VoIP.[8] 
Uporabniški agent je sestavljen iz dveh komponent: 
• odjemalec uporabniškega agenta (angl. User agent client – UAC), ki skrbi za 
vzpostavitev ali prenehanje SIP seje in zahtevke pošilja strežniku SIP, 
• strežnik uporabniškega agenta (angl. User agent server – UAS) sprejme ali zavrne 
sejo SIP in pošilja odgovore SIP v imenu dveh ali več udeležencev seje SIP. 
UAS delimo na tri vrste strežnikov in register SIP 
Proksi strežnik: To je najpogostejša vrsta strežnika v signalizacijskem okolju SIP. Uporabniški 
agent generira zahtevo za vzpostavitev komunikacijske seje in jo pošlje na strežnik. Strežnik 
SIP prejme zahtevo in jo v imenu izvirne točke pošlje za vzpostavitev komunikacijske seje 
drugemu proksi strežniku ali prejemniku izvirnega sporočila. Medtem ko strežnik SIP deluje 
kot proksi strežnik, lahko zagotavlja funkcije, kot so dostop do omrežja, varnost in avtorizacija. 
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Preusmeritveni strežnik: Če uporabniški agent generira zahtevo, strežnik direktno preusmeri 
zahtevo z IP-naslovom klicatelja uporabniškega agenta. Preusmeritveni strežnik je tako 
drugačen kakor proksi strežnik, ki pošlje zahtevo v imenu uporabniškega agenta. Po 
preusmeritvenem strežniku uporabniški agent vzpostavi komunikacijsko sejo s ponorno točko 
brez posredovanja proksi strežnika. Preusmeritev kot dodatna sposobnost pomeni ponovno 
pošiljanje, če se prvotni klic ni izvedel. Če se prvotni klic ni izvedel, izvirna točka ponovno 
pošlje sporočilo, vendar po drugi poti, da pride do prejemnika. 
Register SIP: Je kot tajnik, ki se uporablja za beleženje lokacije uporabniškega agenta, ki je 
prijavljen v internetnem omrežju. Register SIP pridobi uporabnikov IP-naslov in ga poveže z 
njegovim uporabniškim imenom (npr. format SIP: uporabnik@domena.net). Register shrani 
podatke uporabniških agentov in si ustvari imenik v svoji podatkovni bazi. Kadar kdo želi 
vzpostaviti zvezo z enim od uporabnikov protokola SIP, register pošlje podatke o IP-naslovu in 
uporabniškem imenu klicanega uporabnika. 
Lokacijski strežnik: Naslovi končnih točk so shranjeni v podatkovno bazo lokacijskega 
strežnika. V praksi to pomeni, da končni uporabniški agent pošlje podatek o svoji lokaciji v 
register, ta pa shrani podatek o lokaciji končne točke v svojo podatkovno bazo, in ko je treba, 
pošlje ključni IP-naslov za vzpostavitev komunikacijske seje. Za pravilno delovanje mora 
uporabniški agent od časa do časa poslati sporočilo z imenom REGISTER, ki obvesti register 
o svoji trenutni lokaciji, sicer register uporabniškega agenta, ki ne zahteva overitve svoje 
lokacije, ima za neprijavljenega uporabnika. 
 




Prehod: Za povezavo med uporabniškimi agenti SIP in drugimi omrežji so potrebni vmesniki, 
ki jih imenujemo medijski prehodi (angl. media gateway). Po takih vmesnikih lahko uporabnik 
protokola SIP uspešno vzpostavi klic z drugimi telefonskimi komunikacijskimi mediji, kot je 
GSM, PSTN ali H.323. 
 Sporočanje SIP 
Za signalizacijo med uporabniškimi agenti v večini primerov uporablja protokol SIP, ki ga 
delimo na dva tipa: zahteva in odziv. Za vzpostavitev zveze je potreben zahtevek INVITE, ki 
določa, kam je treba poslati zahtevo za vzpostavitev komunikacijske seje. V naslednjem koraku 
nato pošiljatelj čaka na odziv prejemnika ali strežnika. Signalizacijsko sporočilo SIP je 
sestavljeno iz začetne vrstice, glave sporočila in telesa sporočila, kot je prikazano na spodnji 
sliki (slika 4): 
  
Slika 4: Sporočilo SIP[15] 
Začetna vrstica 
INVITE: povabilo za vzpostavitev komunikacijske seje ali spreminjanje. Uporabnik poleg 
zahteve za vzpostavitev komunikacije pošlje tudi podatke o vrsti medija in druge parametre. 
ACK: potrdilo izvorne točke, da je prejela končni odgovor in s tem potrdi komunikacijsko sejo, 
ki se kasneje izvede. 
BYE: zahtevek za preklic uspešno opravljene komunikacijske seje na pobudo klicatelja ali 
klicanega odjemalca. 
OPTIONS: informacijski zahtevek o zmogljivosti strežnika in klicane končne točke. 
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REGISTER: registracija uporabniškega agenta v podatkovno bazo, s katerim odjemalec sporoči 
strežniku, da je navzoč in dosegljiv strežniku. 
CANCEL: preklic čakajoče zahteve. 
Glava sporočila 
Via: označuje verzijo in transportni protokol, ki ga uporablja sporočilo SIP. Poleg tega označuje 
identifikacijo za pošiljanje na več naslovov (angl. forking). Z uporabo Max-Forwarda se lahko 
določi maksimalno število skokov na signalni poti zahtevka do ciljne končne točke. Omejitev 
je pomembna, kadar je pošiljateljeva zahteva ujeta v zanko. 
To/From: vsebuje logični naslov pošiljatelja/prejemnika oziroma naslov cilja sporočila SIP (ne 
uporablja se za usmerjanje sporočila). Vsebuje tudi oznako, ki je psevdo-naključno zaporedje, 
ki se lahko uporablja kot telefonska številka. Deluje tudi kot identifikator odjemalca SIP v 
pogovornem oknu. 
Call-ID: gre za globalno enoličnen identifikator, ki je ustvarjen kot kombinacija psevdo-
naključnega niza in domene. Call-ID je edinstven indentifikator, zagotavljati mora, da iste 
indentifikacijske številke ali imena ne bo ustvaril noben drug uporabniški agent. 
 Cseq: vsebuje zaporedno številko in metodo. Pomeni mehanizem za razvrščanje in 
identifikacijo posameznih transakcij znotraj dialoga. Na začetku transakcije prvo sporočilo dobi 
naključno Cseq in njena vrednost se poveča za eno z vsakim novim sporočilom. Cseq se 
uporablja za odkrivanje napak, če sporočilo ni prispelo do prejemnika. 
Telo sporočila 
Za uspešno vzpostavitev komunikacijske seje osnova Asterisk uporablja tekstovni opis SDP 
seje SIP, ki protokolno določi in uskladi udeležence komunikacijske seje. SDP pošilja število 
in tip podatka, ki jih delimo na zvočne, avdio ali kontrolne podatke. V tekstovnem opisu je tudi 
IP-naslov, saj potrebujemo podatek o izviru zveze, ki pri tehničnih težavah pomaga odkriti 
morebitno težavo. Pomemben podatek so tudi vrata (angl. port). Vsakemu uporabniškemu 
odjemalcu SIP se določijo vrata UDP, ki določajo, kam je treba poslati zahtevek SIP. 
Pomemben je tudi zaradi varnosti, ker je težava v protokolu RTP, ki ga je težko zaščititi in je 
treba zagotoviti določeno številko vrat UDP (npr. 10000–20000). V telesu sporočila SIP je 




Po sprejetju sporočila INVITE prejemnik odgovori na zahtevo izvorne točke. Odgovori so 
lahko različnih vrst in odzivov. Odgovor SIP je tekstovno enak začetnemu zahtevku, razlikuje 
se po začetni vrstici, ki poleg verzije in protokola vsebuje odgovor na zahtevo (npr. 200 OK). 
Odzivi in vrste so označeni s kodami, ki povedo svoje stanje. Prva številka odziva (npr. 2xx) 
poda začetni (angl. provisional response) status odgovora oziroma razred, medtem ko drugi 
številki (npr. x00) pomenita končni odziv (angl. final response) odgovora na zahtevo. V 
protokolu SIP poznamo šest različnih vrst odzivov: 
 Opis  Primer 




183 Call is being Forwarded 




3xx Preusmeritev (angl. redirection) – za 
uspešno izvedbo zahteve je treba 
kontaktirati drug element SIP. 
300 Multiple Choices 
301 Moved Permanently 
302 Moved Temporarily 
4xx Nepravilna zahteva (angl. incorrect 
request) – zahteva vsebuje nepravilno 
sintakso ali pa strežnik ne more 
procesirati zahteve. 
401 Unauthorized 
486 Busy here 
487 Request Terminated 
5xx Napaka na strežniku (angl. server 
failure) – strežnik zaradi svoje napake ne 
more procesirati zahteve 
502 Bad Gateway  
503 Service Unavailable 
6xx  Globalna napaka (angl. global failure) – 
zahteva je napačna za vse strežnike. 
600 Busy Everywhere 
603 Decline 
Tabela 2: Tipi odgovorov SIP 
 
2.6 Glasovno kodiranje VoIP 
Kodirnik/dekodirnik je nameščena programska ali vgrajena strojna oprema, ki se uporablja za 
pretvorbo analognega zvočnega signala v digitalni podatkovni signal na strani klicatelja in nazaj 
iz podatkovnega signala v analogni zvočni signal na strani klicanega. 
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Spletna telefonija uporablja različne vrste kodirnikov za prenos zvoka, videa po širokopasovni 
internetni povezavi. Glasovni kodirnik uporabljamo za naslednje tri naloge: kodiranje, 
dekodiranje in kompresiranje oziroma stiskanje zvoka v telefonskih sistemih. Najpogosteje 
uporabljeni glasovni kodeki so G.729, G.711, G.722 in G.723.1: 
G.729 je najpogosteje uporabljen kodek v internetni telefoniji, predvsem zaradi svoje nizke 
pasovne širine, ki za svojo pasovno širino, zagotavlja dobro kakovost zvoka. Kodek G.729 
obstaja v različnih verzijah in podpira skoraj vse programske in strojno osnovne internetne 
terminale. Standard G.729 deluje z bitnim tokom 8 kbit/s, vendar obstajajo različne verzije, ki 
ponujajo slabšo ali boljšo glasovno kakovost glede na ponujeno bitno hitrost, in sicer od 6,4 
kbit/s do 11,8 kbit/s. Značilnosti kodeka G.729 so naslednje [19]: 
 Frekvenca vzorčenja: 8kHz (80 okvirov na 10 ms). 
 Bitna hitrost: 8 kbit/s na 10 ms. 
 Velikost glasovnega podatkovnega okvira: 10 bitov na 10 ms. 
 Potreben čas za procesiranje enega govornega okvira: 15 ms. 
 Zakasnitev je majhna in znaša le 25 ms, od česar je 15 ms algoritemske. 
 
G.723.1 uporablja najmanjšo pasovno širino za prenos zvočnega paketa. Glede na izbiro 
kodirnega postopka ima dve nazivni hitrosti za prenos zvočnega zapisa: 5,3 ali 6,4 kbit/s. 
Govorni kodirnik je zasnovan tako, da gre analogni signal skozi pasovni filter, ki ga vzorčimo 
z 8-16 kHz in digitaliziramo z metodo PCM (angl. Pulse code Modulation), ki analogni signal 
vzorči s 16-bitno natančnostjo. Potreben čas za procesiranje enega govornega okvira traja 
30 ms, njegova celotna algoritmična zamuda traja 37,5 ms. Te algoritemsko ni možno skrajšati, 
vsaka dodatna zakasnitev pa pomeni dodatno čakanje na sogovornikov odgovor.[19] 
G.711 je v osnovi zasnovan za uporabo v telefoniji ISDN, uporablja pasovno širino 64 kbit/s 
za vsak govorni kanal. Primeren je za uporabnike z večjimi zahtevami po pasovni širini. Je 
ozkopasovni glasovni kodek, ki omogoča prenos kakovostnega zvočnega zapisa s hitrostjo 64 
kbit/s. Frekvenčni pas kodiranja zvočnega signala je v območju 300-3400 Hz, katerega 
vzorčimo z 8kHz na vzorec. Sledi logaritemska kvantizacija, ki analogni signal vzorči z 8-bitno 
natančnostjo. Rezultat tega je prenos zvočnega signala s hitrostjo 64 kbit/s. Značilnosti kodeka 
G.711 so naslednje [19]: 
 Frekvenca vzorčenja: 8 kHz. 
 Bitna hitrost: 64 kbits/s (8 kHz * 8 po vzorcu). 
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 Velikost glasovnega podatkovnega okvira: 1 bit na 0.125 ms. 
 Ohranja prvotno obliko signala, identične oblike in amplitude. 
 Vsebuje algoritem za popravek izgubljenih zvočnih paketov. 
 Mehanizem za detekcijo raznih motilnih vplivov (šum, tišina v slušalki). 
G.722 zagotavlja boljšo kakovost govora, predvsem zaradi širše govorne pasovne širine. 
Frekvenčni pas kodiranja zvočnega signala je v območju 50-7000 Hz, ki ga vzorčimo s 16 kHz 
na en vzorec. Vzorec G.722 analognega signala kvantizira s 14 bitno kvantizacijsko 
natančnostjo, kar pomeni večjo kakovost in jasnost zvočnega zapisa pri digitalizaciji govornega 
signala. Kodirnik ima medfrekvenčna pasova in deluje tako, da gre zvočni signal skozi pasovni 
filter, ki razdeli zvočni signal na spodnji frekvenčni pas od 0 do 4 kHz in zgornji frekvenčni 
pas od 4 kHz do 8 kHz. Nižji frekvenčni pas zaradi večje človeške govorne moči kvantiziramo 
z večbitno kvantizacijsko stopnjo od 4- do 6-bitno. Manj pomemben višji frekvenčni pas 
kvantiziramo samo z 2-bitno kvantizacijo [19]. Rezultat tega je, da se lahko uporabnik odloči 
za pasovno širino, ki omogoča prenos zvočnega signala z 48, 56 ali 64 kbit/s. To je lahko zelo 
uporabno, saj lokalni prenos podatkov omogoča večjo pasovno širino tudi do 1 Gbit/s in ponuja 
bistveno izboljšanje kakovosti in kakovost internega telefonskega pogovora. 
Izbira kodirnika 
Izbira glasovnega kodeka za prenos govornega signala je odvisna od pasovne širine, ki je na 
voljo. V primeru omrežnega okolja LAN, v katerem so 100 Mbit/s ali hitrejše omrežne 
povezave, lahko brez razmišljanja izberemo kodek G.711 ali G.722, pri čemer je poraba 
pasovne širine večja. Dilema pri izbiri ustreznega kodeka je le pri nizki prostrani povezavi 
WAN, saj ob njenih večjih obremenitvah WAN postane pogovor moteč in nerazločen. 
Optimalna izbira glasovnega kodeka pri omenjenem problemu je G.729, ki zagotavlja 
zadovoljive kakovosti z manjšo porabo pasovne širine. Izbira glasovnega kodeka je tudi odvisna 
od procesiranja enega govornega okvira, saj je treba poleg algoritemske zakasnitve upoštevati 
tudi trepetanje sporočil (angl. jitter) in propegacijski čas (medijska zakasnitev), ki določajo 
skupni čas potovanja enega paketa od izvirne do ponorne točke. Optimalni zakasnitveni čas 
potovanja enega zvočnega paketa znaša od 45 do 100 ms. Glasovni kodeki (tabela 3) se tako 
razlikujejo po: 
 hitrosti kodiranja/dekodiranja zvočnega zapisa (zakasnitev kompresije), 
 kakovosti zapisa zvočnega ali video signala – MOS je sistem za ocenjevanje kakovosti 
govora telefonskih priključkov. S sistemom MOS širok spekter poslušalcev ocenjuje 
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kakovost glasovnega vzorca na lestvici od ena (slabo) do pet (odlično). Rezultati so v 
povprečju od 3,5 do 4,2 odvisno od kodirnika, 



















G.711 64 0.75 50 160 87.1 4,10 
G.723.1 5,3 37,5 50 20 20,8 3,65 
G.723.1 6,4 37,5 34 24 21,9 3,90 
G.722 
(64kbits) 
80 10 50 160 87,2 4,13 
G.729 10 10 50 20 31,2 3,92 
Tabela 3: Glasovni kodeki in njihove lastnosti 
2.7 Kakovost storitev 
Kakovost storitev je kakovostni mehanizem, ki daje prednost določenega podatkovnega 
prometa. Pri internetni telefoniji je treba zvočne pakete označiti kot prednostne in s tem 
takojšnje pošiljanje zvočnih paketov odjemalcem internetne telefonije. Ti visoko prednostni 
zvočni paketi nato dosežejo svoj cilj v najkrajšem možnem času. Skozi mrežno napravo dobi 
zvočne pakete z višjo prednostjo in zniža zakasnitve, česar morda ne bi bilo mogoče doseči brez 
mehanizma QoS. Razlog za uvedbo mehanizma QoS leži predvsem v nepovezanem načinu 
delovanja omrežja IP, ki ni najprimernejše za prenos podatkov v realnem času, kot je denimo 
prenos govora. Uporabniškemu agentu kakovost storitev omogoča, da se prednostni zvočni 
paket postavi kot prvi v podatkovni čakalni vrsti, kadar podatkov ni mogoče takoj poslati. Za 
kakovosten prenos govora so pomembni štirje kakovostni vidiki: 
Zakasnitev je čas, ki je potreben, za prenos glasovnega paketa od izvornega do ciljnega 
sistema. Zaradi različnih značilnosti prenosnih medijev (pasovna širina, propagacijski čas ...) 
lahko zakasnitev predvidevamo. Na zakasnitev poleg medija vplivata zakasnitev pri obdelavi 
digitalnih govornih podatkov, obdelava podatkov na strežnikih in usmerjevalnikih. Kadar so 
zakasnitve v komunikaciji med dvema govorcema prevelike, začne tekoč pogovor zastajati, je 
moteč ali celo onemogočen. Človeško uho običajno sprejema zamudo približno 150 ms, ne da 
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bi opazil težave, zamuda, ki je daljša od 250 do 300 ms, pa je za kakovosten prenos govora 
popolnoma nesprejemljiva. Zakasnitve povzročajo odmev ali t. i. eho efekt. Poslušalec 
predvideva, da sogovornik na nasprotni strani ni začel govoriti, zato začne govoriti, medtem pa 
prispe govorni signal z nasprotnega konca. 
Pasovna širina omrežja uporabniškim agentom določi ustrezno hitrost internetne povezave za 
prenos govornih paketov skozi omrežje. Komunikacije VoIP poleg nižjih zakasnitev 
potrebujejo ustrezno pasovno širino. Posamezen govorni kanal za nemoteno delovanje 
potrebuje določeno omrežno prepustnost (angl. bandwith). Pri telefoniji VoIP je treba 
zagotoviti od 80 kbit/s na enega končnega uporabniškega agenta. A to je ob današnjemu razvoju 
tehnologije (FTTH, xDSL, kabelska omrežja) bolj obvladljiva težava kakor zakasnitev. Težava 
s pasovno širino lahko nastopi v skupnem lokalnem omrežju. V številnih organizacijah lahko 
omrežje sega od manjšega do kompleksnega omrežja LAN (večje število povezanih 
računalnikov in perifernih enot), ki uporabljajo razpoložljivo pasovno širino. Ob večjih 
obremenitvah internetne linije lahko nastopi moten prenos zvočnih paketov, saj ni zadostne 
razpoložljive širokopasovne povezave za kakovosten prenos zvočnega paketa do končnega 
terminala VoIP. 
Trepetanje sporočil je pogosta težava v povezovalnih omrežjih ali paketno komuniciranih 
omrežjih. Trepetanje sporočil (angl. jitter) je zakasnitev med podatkovnimi paketi sporočila. 
Časovna sprememba zakasnitve prihaja zato, ker se omrežne razmere med trajanjem 
komunikacije spreminjajo, najpogosteje ob porastu podatkovnega prometa ali omrežnih 
zastojev. Na usmerjevalniku prihaja do zastoja pri zapisovanju in obdelavi podatkovnih paketov 
v predpomnilniku (angl. bufferjih). Zvočni paketi tako od izvora do ponora ne pridejo vedno 
po isti poti in v enakem paketnem vrstnem redu, kot so bili prvotno poslani. Posledica trepetanja 
so v praski nerazločna komunikacija, prekinjanje pogovora ali odmevi. Za komunikacijo VoIP 
je pomembno, da je trepetanja čim manj. Zakasnitev trepetanja naj bi bila načeloma največ 50 
ms, optimalna vrednost mora biti pod 45 ms, kakršen je pogovor po javni analogni liniji. 
Najboljša rešitev za trepetanje je izvedba posebnega predpomnilnika (angl. jitter buffer), pri 
čemer hitrejši paketi počakajo počasnejše. Z uporabo predpomnilnika usmerjevalnik hitrejše 
pakete pošlje z majhno zakasnitvijo; v praksi to pomeni, da je manjša izguba podatkovnih 
paketov. Takšna rešitev pa še poveča že opisano splošno težavo zakasnitve. Indikator, da pri 
komunikaciji VoIP prihaja do trepetanja, sta nihanje odzivnih časov (angl. ping) in slabša 
doslednost odzivnih časov. 
 20 
 
Izguba podatkovnih paketov (angl. Time out error) nastane, kadar eden ali več podatkovnih 
paketov, ki potujejo skozi lokalno omrežje, ne dosežejo svojega cilja. Izguba paketov nastane 
kot trepetanje ob preobremenjenosti omrežja. Paketno izgubo merimo kot odstotek izgubljenih 
paketov na število poslanih. Načeloma velja, da je za komunikacije VoIP sprejemljivih do 3 % 
oziroma največ 5 % izgube podatkovnih paketkov (idealno je do največ 1 %). Pri pogostih 
paketnih izgubah je treba preveriti nastavitve usmerjevalnika, ali ima pravilne internetne 
nastavitve, povezavo s internetnim ponudnikom in razpoložljivo pasovno širino. Zadnjo je 
mogoče nadzirati z nadzorno pasovno listo (angl. bandwith control list). Vsem napravam, tudi 
IP-telefonom, usmerjevalnik nudi delitev razpoložljive pasovne širine. Napravam se dodelita 








3 Opis ustvarjalcev načrtovanega pisarniškega sistema VoIP 
3.1 Osnova Asterisk 
Težnja k razvoju novih tehnologij vodi v razvoj telefonije v smeri VoIP. Kot pri številnih drugih 
projektih je tudi VoIP začetek, ki temelji na odprtokodnih projektih posameznikov. Razvijalec 
Mark Spencer je razvijalec svetovno znanega odprtokodnega programa Asterisk, znanega po 
imenu opensource AOL Instant Messager. Odprtokodni program Asterisk je eden izmed 
številih projektov linux, ki jih je mogoče programirati z ukazno vrstico (angl. Command line – 
CLI) in z grafičnim uporabniškim vmesnikom (angl. Graphical user interface – GUI). Poznamo 
več kot milijon komunikacijskih sistemov, ki temeljijo na odprtokodni programski osnovi 
Asterisk in se uporabljajo v več kot 170 državah. Najpogosteje ga uporabljajo sistemski 
združevalci, razvijalci hišnih telefonskih central sistemov PBX (angl. Private branch exchange) 
in telekomunikacijski ponudniki. Asterisk pomeni temeljno osnovo za celoten poslovni 
telefonski sistem ali pa se uporablja za izboljšanje ali razširitev obstoječega telefonskega 
sistema[4]. 
Asterisk trenutno podpira širok spekter telefonskih protokolov, nekateri so opisani v poglavju 





Z uporabo medijskega prehoda lahko telefonski centrali Asterisk dodamo analogne linije 
(PSTN) in digitalne ISDN-PRI ali T1/E1, ki omogočajo združitev obstoječih telefonskih 
sistemov. Treba je tudi namestiti ustrezne gonilnike, ki omogočajo medijski prehod med osnovo 
Asterisk in medijskim vmesnikom. Za analogno telefonijo se uporablja modul zaptel, za 
uporabo obstoječe ISDN-PRI pa je potreben modul libpri. Vendar jih kasneje pri namestitvi 
osnove Asterisk ne bomo uporabili. Osnova Asterisk je tako sestavljena iz več konfiguracijsih 
modulov, ki uporabniku nudijo številne dodatne telefonske funkcijske storitve, nekatere bomo 




Dodatne telefonske možnosti 
 klic na čakanju 
 glasovno sporočilo 
 klicna skupina 
 ne moti 
 izhodna PIN-koda 
 dohodna tajnica 
 glasba ob čakanju 
 preusmeritev klicev 
 poljubne interne številke 
 konferenčni klici 
 
3.1.2 Aplikacije 
Aplikacije na osnovi Asterisk so celotni klicni načrt in omogoča možnost stopenjskega razvoja 
in nadgradnje klicnega sistema. Z ukazi Goto () lahko ustvarimo zelo kompleksen klicni načrt 
oziroma potek klica, kot so glasovna pošta, telefonska konferenca ali klic na čakanju, ki jo 
zapišemo v konfiguracijsko datoteko extensions.conf, od koder se izvaja scenarij za različne 
klicne razmere. Pri uporabi že vgrajenih funkcij je treba vedeti, da je treba nekaterim 
aplikacijam prej določiti navodila, ki opisujejo, kaj naj aplikacija naredi, in kasneje po želji 
uporabnika osnove Asterisk vključiti v začetni klicni načrt, kot prikazuje spodnja tabela.[1] 
Z uporabo uporabniškega vmesnika FreePBX se aplikacije določajo zelo preprosto, saj lahko s 
preprostim klikom potrdimo, ali želimo omenjeno aplikacijo uporabiti v klicnem načrtu, kot je 
razvidno na sliki (slika 4). 
 






Aplikacije Delovanje aplikacije 
SetMusicOnHold() Glasba na čakanju, ki smo jo vključili v klicni načrt. 
Aplikacija klicatelju predvaja glasbo za poprej 
določen čas. 
VoiceMailMain() Če nismo bili dosegljivi, lahko klicatelj pusti glasovno 
sporočilo. 
Ringing() Uporabniku omogočimo zvonjenje v slušalki ob 
izhodnem klicu. Aplikacija sicer ne predvaja zvoka. 
Playtones() Uporabniku lahko določimo različne tone zvonjenja, 
vendar moramo prej aktivirati zgoraj navedeno 
aplikacijo Ringing () 
Answer() Uporabnik se lahko javi ob dohodnem klicu 
Hangup() Uporabnik lahko zaključi klic ob dohodnem klicu 
Dail() Vzpostavi klic in povezavo do izhodnega kanala. 
NoOp() Ne opravlja nobene klicne operacije, ta ukaz izpisuje 
vrednosti v "logfile" konzoli Asterisk, in se običajno 
uporablja za iskanje napak. 
Goto() Za ustvarjanje kompleksnega klicnega načrta. 
Gotoif() Pogojni stavek, kadar želimo izvesti določeno 
aplikacijo, vendar samo tedaj, kadar je neki pogoj 
izpolnjen. 
Set() Najbolj pogosto uporabljena aplikacija, saj določa 
vrednosti in spremenljivke govornega kanala. 
Macro() Za izvedbo določenega makra 
Tabela 4: Aplikacije Asterisk in njihovo delovanje 
 Macro () 
Makri se uporabljajo za izognitev ponavljajočih se ukazov v klicnem načrtu. Prav tako 
pomagajo pri spremembah klicnega načrta, ki ga Asterisk določa v naslednjem kontekstu 
macro-[macro-voicemail] in omogoča glasovno pošto. Ukazi v Makru so definirani skoraj 
povsem enako za katero koli drugo nastavitev v klicnem načrtu, edini omejitveni dejavnik je ta, 
da se lahko uporablja le ena možnost razširitve »s« v klicnem načrtu interne številke, ki jo 
Asterisk označuje kot »exctention«.[1] 
3.2 Klicni strežnik IP-PBX 
Večina podjetij je že seznanjena s sistemi IP-PBX, ki omogočajo celosten prenos glasu, videa, 
podatkov in besedilne komunikacije po protokolu SIP. Strežnik IP-PBX deluje na neodvisnem 
računalniku, ki omogoča obdelavo, povezavo, storitveno bazo in omogoča porazdeljeno 
procesiranje podatkov med odjemalci IP. Z uporabo medijskega prehoda (angl. VoIP gateway) 
lahko telefonski centrali IP dodamo analogne javne in interne priključke ter priključke ISDN 
BRI ali PRI. Strežnik VoIP z uporabo protokola TCP/IP omogoča heterogeno okolje – strojna 
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in programska oprema odjemalca in strežnika sta lahko različni. Komunikacija poteka z dobro 
definiranim nizom standardnih aplikacijskih programskih vmesnikov (angl. API – Application 
programming interface) in klicev oddaljenih procedur (angl. RPC – Remote procedure call). 
Številne organizacije uporabljajo telefonske sisteme IP-PBX za zagotavljanje prenosa govornih 
in drugih komunikacijskih storitev za zaposlene v podjetju. Znotraj istega omrežja centrala IP-
PBX omogoča brezplačne interne klice med zaposlenimi, uporabnik preprosto pokliče na 
določeno prej določeno interno številko (npr. zadnje tri številke uporabniškega agenta) in 
pokliče svojega sodelavca.[11] Ta model komunikacije je sicer najdražji način uporabe 
telefonije VoIP, saj je treba poleg zakupa širokopasovne povezave zakupiti navidezne številke 
in govorne kanale. Vendar IP-PBX nudi celovito telekomunikacijsko rešitev, saj po isti 
širokopasovni povezavi omogočamo prenos zvočnih in podatkovnih podatkov. Z uporabo 
odprtokodnih programov imamo možnost sistem nadgraditi s številnimi brezplačnimi 
funkcijami, po katerih si lahko ustvarimo klicni center po svoji želji. 
 
Slika 6: IP-PBX kot celovita telefonska storitev[16] 
3.3 Navidezni snop številk 
Pojem navideznega snopa številk (angl. SIP trunk) je postal vsakdanji izraz za proizvajalce 
opreme in storitev SIP. Navidezni snop je virtualna številka SIP na strežniku, ki ima vnaprej 
določena pravila, ki določajo, kako se procesira in obdela določena zahteva uporabnika 
navidezne številke. Z izrazom navidezna je pogosto opredeljena kot možnost izvajanja klicev 
po omrežju ponudnika internetnih in telefonskih storitev. Navidezni snop je zelo prilagodljiv 
glede na število razpoložljivih govornih kanalov. Medtem ko ISDN BRI ponuja samo enega do 
osem govornih kanalov na eno linijo ISDN (z uporabo ISDN E1/T1 do trideset govornih 
kanalov), je navidezni snop skoraj popolnoma prilagodljiv, kadar gre za število razpoložljivih 
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govornih kanalov. Navidezni snop omogoča celo do 1000 internih številk. Navidezni snop 
omogoča logično povezavo med sistemi IP-PBX in ponudniki javne telefonije. Vsa 
signalizacija in govorni promet med IP-PBX in ponudnikom storitev poteka po protokolu SIP 
in RTP. Prednost snopa SIP je, da ni omejitve glede števila klicev. Podjetjem, ki imajo večjo 
bazo naročnikov, omogoča čakalno vrsto in tajnico ter klicatelju ponudi možnost čakanja na 
sprejem operaterja.[11] 
3.3.1 Erlang 
Pri načrtovanju telefonskega omrežja je treba vedeti, koliko govornih kanalov in navideznih 
številk bo treba zakupiti pri ponudniku telefonskih storitev. Glede na število govornih kanalov 
si lahko pomagamo z Erlangovima obrazcema B ali C, ki sta osnovni enoti za intenzivnost 
prometa v telekomunikacijah. Glede na število govornih kanalov je poznati vedeti razmerje 
med ceno in kakovostjo storitev: 
 Če se zakupi za vsako navidezno številko en govorni kanal, bo kakovost storitev boljša, 
vendar je strošek pri ponudniku telefonskih storitev višji. Kakovost storitev je boljša, 
saj ni blokiranih telefonskih klicev in je telefonska linija ves čas prosta. 
 Če se zakupi en govorni kanal za celotni navidezni snop številk, je naročnina pri 
ponudniku telefonskih storitev nižja, vendar je kakovost storitev manjša, saj morajo 
uporabniki pogosto čakati na prosto telefonsko številko. Če gre za večjo organizacijo, 
to lahko postane moteče, saj je lahko blokiranih večje število klicev. 
Katere parametre je treba postaviti pri vzpostavitvi? 
Erlang: enota intenzivnosti prometa v telekomunikacijah, ki pomeni količino prometa na 60 
minut. Če predpostavimo neko podjetje, ki sprejme 50 petminutnih klicev, skupno sprejme 250 
minut na uro, torej približno 4 Erlange v eni uri. 
Prometna ura: najbolj prometna ura, ko se klici nakopičijo. Kadar je število klicev povečano, 
se klic najprej blokira, vendar ga lahko postavimo v čakalno vrsto. V praksi to pomeni: če kdo 
pokliče neko podjetje, se klicatelj postavi v vrsto in čaka na prostega operaterja. Na podlagi 
prometne ure se lahko odločimo, ali bomo povečali število linij in operaterjev ob določeni uri. 
Za neko podjetje, ki ima večjo bazo naročnikov, je to pomembno, saj uporabnikom ni treba 
predolgo čakati v vrsti za prostega operaterja, ki pomaga ali sprejme naročilo.  
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Strežnik: število potrebnih strežnikov za procesiranje in zagotavljanje potrebnih linij za dobro 
kakovost celotnih storitev. Ob večjem številu klicev strežnik ne more procesirati in porazdeliti 
vseh podatkov, celotne telefonske storitve so tako lahko popolnoma onemogočene. 
Stopnja storitve: V praksi je predvsem v večjih klicnih centrih, ki imajo ogromno bazo 
naročnikov. Stopnja storitve je za merjenje dostopnosti operaterjev, da se oglasijo klicatelju ob 
določenem času. Meri se v odstotkih in sekundah, na primer raven 90/10, kar pomeni, da bo 90 
odstotkov klicateljev čakalo 10 s za prostega operaterja. 
3.4 Terminalna oprema 
Pri telefoniji VoIP je raznovrstna terminalna oprema velika prednost pred drugimi sistemi, kot 
sta javni telefonski omrežji PSTN in ISDN. Velika prednost telefonskega sistema IP je v tem, 
da znajo zaganjati spletne aplikacije, ki pripomorejo h kakovostnejšemu in hitrejšemu izvajanju 
uporabniških dejavnosti. Na telefonsko centralo IP lahko priklopimo različno terminalno 
opremo, če podpira signalizacijske in protokolne standarde. Prednost telefonske centrale VoIP 
je uvedba aplikacijske ravni protokola TCP/IP, ki omogoča odprtokodne ali plačljive telefonske 
programe, nameščene v računalnik. 
3.4.1 Telefon PC 
Večina programskih telefonov PC (angl. softphone) omogoča telefonske klice po spletu in 
deluje v povezavi z obstoječo strojno opremo: računalnik, slušalke in mikrofon. Telefon PC se 
običajno uporablja s slušalkami, priključenimi na zvočno kartico osebnega računalnika ali po 
vhodu USB. Komuniciranje po spletu je omogočeno z uporabo obstoječe omrežne kartice LAN 
ali WLAN, ki zagotavlja fizično ali brezžično povezavo odjemnega računalnika s skupnim 
lokalnim omrežjem in strežniki. Telefon PC se lahko uporablja v skoraj vseh okoljih, od okolja 
PBX do navadne domače uporabe telefonije in v večini primerov za uporabo v večjih 
komunikacijskih podjetjih. Številni proizvajalci programskih telefonov PC s prirejenim 
grafičnim vmesnikom omogočajo prenos funkcionalnosti telefonskega aparata na uporabnikov 
zaslon. Pogosto so telefoni PC zasnovani tako, da se obnašajo kot navadni telefon, ponujajo 
enako podobo navadnega telefona z zaslonom in tipkovnico, po kateri uporabnik lahko 
preprosto vzpostavi ali prevzame dohodni klic. Z uporabo miške ali hitrih tipk se uporabniku 
ponudijo tudi dodatne funkcije, kot so odhodni in dohodni klici, preusmeritev, telefonski 




IP-telefon je realiziran kot samostojni telefon, ki ga lahko neposredno priključimo v lokalno 
omrežje ali omrežje WAN internetnega ponudnika. IP-telefoni na videz delujejo kot standardni 
telefoni, vendar temeljijo na tehnologiji IP. Kot pri navadnem analognem telefonu uporabnik 
za vzpostavitev ali sprejetje klica potrebuje tipkovnico, slušalko, zvočnik in digitalni zaslon. 
Novejši IP-telefoni namesto digitalnega zaslona uporabljajo zaslon na dotik, bolj znan kot angl. 
touchscreen. Namesto standardnega omrežnega priključka RJ-11 se uporablja ethernet 
priključek RJ-45, ki omogoča direktno povezavo z usmerjevalnikom, stikalom (angl. switch), 
telefonsko centralo itd. Ima svojo IP-številko in se uporablja kot navadni telefon. Za prenos 
govora IP-telefon uporablja govorni vmesnik, ki skrbi za pretvorbo govornega signala v 
digitalni signal za prenos IP-paketa po prostranem omrežju WAN. Po načelu delovanja je IP-
telefon enak analognemu telefonu, poleg osnovnih funkcij klicanja pa ga odlikuje grafični 
uporabniški vmesnik (GUI), ki uporabniku po spletnem brskalniku omogoča konfiguracijo 
telefona in uporabniku omogoča lažje rokovanje s strojno opremo. 
3.5 Mrežna naprava usmerjevalnik 
Gateway ali prehod je mrežna naprava, ki povezuje omrežja in dovoljuje določen promet in 
pravzaprav pomeni zelo inteligenten most med manjšim ali večjim lokalnim omrežjem ter 
ponudnikom storitev. Mrežna naprava poleg osnovnega prenosa podatkovnih podatkov 
omogoča prenos zvočnih paketov odjemalcem IP-telefonije. Mrežne naprave med ponudnikom 
storitev in naročnikom so po navadi modemi, ki lahko podpirajo različne prenosne medije 
FTTH, XDSL, kabelski dostop, ki omogočajo dostop v prostrano omrežje WAN. V skupino 
mrežnih naprav lahko dodamo tudi usmerjevalnik (angl. router), ki je najpogostejša strojna 
mrežna oprema naročnikov internetnih storitev. Usmerjevalnik omogoča prehod iz omrežja 
LAN v prostrano omrežje WAN, ki uporabniku omogoča internetne storitve. Usmerjevalnik 
strojno in programsko prvotno ne zagotavlja kakovostnega prenosa zvočnega zapisa. Zato ga je 
treba funkcijsko pravilno konfigurirati, da služi za kakovosten, učinkovit in varen lokalni 
omrežni prenos med odjemalci internetne telefonije. Za varen prenos podatkov v lokalni mreži 
je treba pravilno nastaviti požarni zid in zagotoviti ustrezno enkripcijo podatkov, ki z uvedbo 
mehanizma QoS omogoča kakovostne storitve VoIP. 
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Njegove funkcije tako metaforično veljajo kot prometna policija omrežja WAN, ki s požarnim 
zidom (angl. firewall) zagotavlja varnost in blokira neavtoriziran promet in ščiti notranje 
omrežje pred zunanjim. 
Usmerjevalnik pri internetni telefoniji funkcijsko služi za omejevanje prometa in zagotovitev 
ustrezne pasovne širine. Usmerjevalnik pasovno širino prednostno zagotovi terminalom VoIP, 
v nasprotnem primeru pa onemogoči dodatne telefonske povezave. Usmerjevalnik pri internetni 
telefoniji je ključnega pomena, saj zvočne pakete v mrežnem prometu označuje kot prednostne 
in s tem zagotavlja nemoteno pošiljanje paketov odjemalcem VoIP. Za VoIP so tako 
zagotovljeni potrebna pasovna širina, manjši in stabilni odzivni časi ter nemotena izvedba 






4 Namestitev odprtokodne telefonske centrale Asterisk FreePBX 
4.1 Arhitekturni in sistemski načrt omrežja 
Sistem obsega več telefonskih aparatov VoIP znamke Yealink T-20, povezuje pa ga 
odprtokodna telefonska centrala IP-PBX. Za povezavo sem uporabil naročniško širokopasovno 
internetno povezavo pri ponudniku T-2 z maksimalnim podatkovnim prenosom 100/10 Mbit/s 
FTTH. Vsak odjemalec bo po njihovih navedbah potreboval približno 100 kb/s simetrične 
pasovne širine. Sistem bo deloval po internetnem mrežnem usmerjevalniku Mikrotik 
routerBOARD 951-2n in osnovi Asterisk. Usmerjevalnik bo zagotovil kakovostno povezavo 
VoIP in omogočal profiliranje QoS telefonskim odjemalcem. Za zagotavljanje visoke kakovosti 
govora bo sistem QoS zvočne pakete v mrežnem prometu označil kot prednostne in s tem 
zagotovil nemoteno pošiljanje paketov VoIP odjemalcem. Za VoIP bo tako zagotovljena 
potrebna pasovna širina, manjši in stabilni odzivni časi in nemotena izvedba telefonskega 
podatkovnega prenosa ob večjih obremenitvah. Usmerjevalnik bo tako omogočal naslednje 
funkcije: 
• zagotavljanje pasovne širine, 
• manjše odzivne čase, 
• nastavitev paketnih prednosti v celotnem lokalnem omrežju, 
• usmerjevanje lokalnega (LAN) in zunanjega (WAN) prometa,  
• preprečevanje trkov in zastojev paketov v omrežju. 
Programska oprema FreePBX bo nameščena na strežnik, ki bo deloval kot možgani hišne 
telefonske centrale. Ta sistem bo izpolnjeval naslednje zahteve telefonije v pisarniškem delu: 
• klic na čakanju. 
• avtomatski telefonski odzivnik. 
• Prevezava. 
• glasovno sporočilo (VMS). 
• klicna skupina. 
• Imenik. 
Ponudnik navideznega snopa (angl. IP trunk) izhodne linije je podjetje T-2, d. o. o., pri katerem 
sem zakupil snop petih navideznih številk in dva govorna kanala. Omenjena povezava bo 





Slika 7: Prikaz arhitekture lokalnega načrtovanega sistema 
Z zgornje slike (slika 7) je razvidno, da bo odprtokodni strežnik PBX prisoten v lokalnem 
omrežju LAN, ki ga potrebujemo za internetni dostop do internetnega vmesnika GUI in v 
omrežje WAN, da lahko omogočamo izhodne in dohodne klice. Tako bo sistem PBX 
potreboval le omrežno povezavo po dveh mrežnih karticah. Da bo lahko sistem PBX zaznal 
telefonske IP-odjemalce v skupnem lokalnem omrežju, pa bo potrebna ustrezna konfiguracija 
strežnika PBX. Na usmerjevalniku bo treba nastaviti ena izhodna vrata, ki bodo omogočala 
dodatno povezavo WAN, saj je treba v centralo IP-PBX vpisati statični IP, ki omogoča spletno 
povezavo s strežnikom SIP ponudnika, po katerem bo potekal ves promet VoIP. 
4.2 Namestitev usmerjevalnika Mikrotik routerBOARD 951-2n 
Mikrotik usmerjevalnik je treba najprej pravilno priklopiti. Mrežni kabel RJ-45 je treba vklopiti 
v vhod 1 oziroma vhod PoE, ki omogoča internetno povezavo s ponudnikom storitev. Mikrotik 
usmerjevalnik sprva brez potrebnih začetnih konfiguracijskih nastavitev omogoča dostop do 
interneta in omogoča povezavo med centralo PBX in Mikrotikom in dostop do vmesnika 
FreePBX GUI, vendar ga je treba zaradi pravilnega delovanja centrale PBX, kot prikazuje slika, 
pravilno nastaviti. Dostop do Mikrotika in njegovih funkcionalnosti je mogoč po orodjih 
WebFig, Winbox in konzole Mikrotik, vendar je zadnji način zelo zapleten, saj deluje z 
ukaznimi vrsticami in je treba pisati ukaze za potrebne pravilne nastavitve. V našem primeru 
bomo uporabili WebFig, saj nastavitev usmerjevalnika poteka po običajnem konfiguracijskem 
postopku kot pri drugih usmerjevalnikih. 
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4.2.1 Dostop do usmerjevalnika 
Računalnik preprosto s povezave RJ-45 priklopimo na katerakoli prosta vrata na 
usmerjevalniku mikrotiku. Dostop do orodja WebFig je sprva mogoč samo preko povezave 
LAN. Ko smo priklopili računalnik na usmerjevalnik, odpremo brskalnik in vpišemo začetno 
privzeti naslov IP 192.168.88.1, ko se pojavi prijavno okno, kot prikazuje spodnja slika, pod 
login ukazno vrstico vpišemo začetno uporabniško ime: admin. 
  
Slika 8: Prijavno okno WebFig 
Zaradi PBX-zaščite je pomembno, da zamenjamo privzeto uporabniško ime in geslo za dostop 
do usmerjevalnika. To lahko storimo s klikom na system->users, pojavi se novo konfiguracijsko 
okno, ki nam omogoča spremembo priveznih nastavitev. Zaradi varnosti centrale PBX je 
pomembno, da onemogočimo oddaljeni dostop, sicer lahko omogočimo tretji osebi do 
konfiguracijskih sprememb in nastavitev usmerjevalnika. 
Usmerjevalnik Mikrotik prvotno že omogoča dostop do spleta po protokolu DHCP, vendar smo 
ga v našem primeru spremenili. Za spremembo statičnega IP je treba odpreti razdelek »Quick 
Set« in zamenjati način povezovanja iz »automatic« na »static«. Treba je vpisati statični IP, 
masko, privzeti prehod in strežnike DNS, kar nam je dodelil ponudnik storitev. 
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4.2.2 Nastavitev požarnega zidu 
Mikrotik je sprva že nastavljen za zagotavljanje varnosti med dvema omrežjema, vendar je 
treba preveriti določena pravila, ki dovolijo ali zavračajo tok podatkov skozi požarni zid. Na 
usmerjevalniku Mikrotik nastavitve požarnega zidu najdemo pod razdelkom IP->Firewall in 
pod oknom service port; preverimo ali je omogočen vhod 5060, ki omogoča signalizacijsko 
sporazumevanje SIP med napravami znotraj omrežja NAT, kakor je razvidno na spodnji sliki. 
Usmerjevalnik Mikrotik ne potrebuje nobenih dodatnih nastavitev za prenos zvočnega paketa 
od točke A do točke B. Če pa imamo težave, moramo na požarnem zidu odpreti vrata od 10000 
do 20000 za protokol UDP in RTP, za signalizacijo SIP vrata 5060 ali 1720 UDP za H.323. 
Požarni zid služi tudi kot zaščita sistema IP-PBX, saj funkcija NAT zakriva LAN statični IP 
telefonskega strežnika, ki se navezen predstavlja samo kot sprva dodeljen zunanji statični IP. 
 
Slika 9: Nastavitve požarnega zidu 
4.3 Strojne zahteve načrtovanega sistema PBX 
Odprtokodni strežnik Asterisk bo nameščen na računalnik arhitekture Intel x86_64 2,8 Ghz 4 
GB RAM pomnilnika in 120 GB SDD trdega diska, ki bo deloval kot strežnik PBX. Za 
nemoteno obdelavo podatkov in pravilno delovanje telefonske centrale so strojne zahteve za 
zastavljeno število uporabnikov zelo skromne: minimalna zahtevana konfiguracija obsega 
400MHz, 256 MB RAM pomnilnika, 10 Mbit/s ethernet mrežni element in 10 GB trdega diska. 
Zagotovitev ustrezne strojne opreme je strogo določena še posebej na področju telefonije VoIP. 
Če sistem ne zmore v realnem času obdelovati govornih podatkov, se izkaže kot slaba odzivnost 
sistema pri govorni komunikaciji: pojavijo se zamiki v govoru, ki onemogočajo normalno 
komunikacijo, posledica napak v signalu pa je slabša kakovost govornega paketa in dodatne 
nepotrebne algoritemske zakasnitve. Te nastopijo predvsem zato, ker sistem v predpisanem 
algoritemskem kodirnem času ne zakodira ali dekodira govornega signala ustrezno. Takšne 
nepravilne govorne paketne obdelave lahko povzročajo večje obremenitve sistema. Ob 
sočasnem izvajanju tudi drugih podatkovnih paketnih obdelav pa lahko obstaja možnost 
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popolne sistemske zrušitve. Sistemske zahteve za načrtovan sistem so bile izbrane iz strogo 
izbranih meril in zahtev o zmogljivosti telefonskega sistema, ki so jih proučili načrtovalci 
sistemov Asterisk.[1] 
Sistemske zahteve govorne zmogljivosti delimo na štiri skupine (tabela 5)[1]: 
Sistemske skupine Število 
uporabnikov 
Strojne zahteve 
Hobi sistem do 5 400 MHz, x86, 256 MB RAM 
Manjše organizacije od 5 do 10 1 GHz, x86, 512 MB RAM 
Srednje velike organizacije do 25 3 GHz, x86, 1 GB RAM 
Od srednje velike 
organizacije do večje 
organizacije 
 
več kot 25 
minimalno dvojedrni procesor, x64, 
več kot 1 GB RAM, povezava več 
strežniških sistemov 
Tabela 5: Računalniške arhitekturne zahteve Asterisk 
4.4 Izbira programske opreme  
 Operacijski sistem 
Za načrtovano telefonsko centralo Asterisk bom uporabil odprtokodni operacijski sistem Linux 
v6.6, ki ima prosto dostopno izvorno kodo, zaščiteno s splošnim dovoljenjem GNU. Operacijski 
sistem Linux in odprtokodni program FreePBX bosta nameščena na računalnik arhitekture: 
Intel i5 x86_64, 4 GB RAM in 120 SSD disk, ki bo deloval kot strežnik IP PBX. Odločitev za 
operacijski sistem Linux je temeljila predvsem zaradi večje fleksibilnosti in posamičnega 
nalaganja oziroma odstranjevanja modulov. Operacijski sistem Linux ima večopravilno jedro, 
ki omogoča hitro in zanesljivo obdelavo strežniških podatkov, na katerih odlično delujejo 
spletne aplikacije (v našem primeru FreePBX). Linux za mikro ali mala podjetja omogoča 
brezplačno operacijsko storitev, ki uporabniku nudi možnost ureditve  
 FreePBX 
FreePBX je najbolj razširjena odprtokodna osnova PBX, saj je trenutno omenjeni sistem na več 
kot enem milijonu osnov PBX. Odprtokodni sistem uporabniku omogoča postaviti celovito 
komunikacijsko rešitev, ki uporabniku ponuja preprosto izvajanje številnih prej sistemsko 
naloženih aplikacij. Za vzpostavitev sistema PBX bomo uporabili FreePBX v. 13.0.106, ki 
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deluje na osnovi Asterisk. Odprtokodni sistem PBX lahko preprosto prenesemo s spletne strani 
www.freepbx.org.[4] 
 
Slika 10: Simbol programa FreePBX[4] 
4.5 Namestitev programa FreePBX 
Namestitev programa je dokaj preprosta, odprtokodni FreePBX lahko prenesemo s spletne 
strani www.freepbx.org. Na izbiro imamo več različic. Zaradi zmogljive računalniške 
arhitekture smo izbrali 64 bitno datoteko STABLE – 10.13.66 FreePBX, ki že vključuje 
vmesnik Asterisk in FreePBX – GUI. Datoteko prenesemo na računalnik in zaženemo začetni 
konfiguracijski postopek. Pri namestitvi programa je treba določiti statični IP naslov, masko in 
privzeti prehod, da sistem vzpostavi povezavo do spleta. Sledi določitev uporabniškega imena 
in gesla, ki mora biti dolgo in dovolj močno, da sistem PBX že na začetku dovolj dobro 
zaščitimo. 
4.5.1 Mrežne nastavite 
Za naš primer, pri katerem potrebujemo dva mrežna dostopa, smo uporabili dodatni USB-
ethernet adapter, ki deluje kot dodatna mrežna kartica in ne potrebuje nobenih dodatnih 
nastavitev ter se lahko preprosto vklopi v prosti vhod USB in lahko začnemo konfigurirati 
omrežje. Prej je treba ustrezno priklopiti naprave in paziti, da bomo pravilno priklopili mrežni 
kartici na usmerjevalnik. V ukazno vrstico linux nato napišemo: system-config-network, in 
določimo parametre za obe mrežni kartici, ki ju bomo imenovali: 
eth0 – Lokalna mreža, ki omogoča izmenjavo podatkov na relaciji IP-PBX – odjemalec VoIP. 
eth1 –mreža WAN, ki omogoča povezavo s strežnikom ponudnika SIP. 
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Ker smo prej že določili statični IP-naslov za mrežno kartico eth0, je treba vpisati le podatke za 
eth1, ki nam jih dodeli ponudnik navidezne številke. Nato odpremo datoteko 
/etc/sysconfig/network in vpišemo skupni privzeti prehod. Omrežnim nastavitvam je treba 
dodati še eno statično pot (angl. route), da bo ves promet VoIP potekal preko eth1 kartice, ki 
omogoča povezavo s strežnikom ponudnika SIP. Nato se lahko lotimo konfiguracije vmesnika 
FreePBX GUI. 
4.5.2 Grafični vmesnik FreePBX 
Prijava na GUI-vmesnik je preprosta. V spletni brskalnik vpišemo statični IP-naslov, ki smo ga 
prej določili na mrežni kartici eth0, in pojavi se prijavno okno. Kliknemo na »FreePBX 
Administration« in se prijavimo v sistem. Na začetku je treba aktivirati uporabniški račun, ki 
omogoča dostop do nadzorne plošče (slika 11). 
 
Slika 11: Nadzorna plošča FreePBX 
Z nadzorne plošče lahko tudi opravljamo s centralo PBX in omogočimo, da si jo urejamo po 
svoji želji. Vsak razdelek uporabniku omogoča različne sistemske možnosti: 
 Razdelek »admin« – nam omogoča nastavitev mreže, sistemske nadgradnje, nastavitve 
požarnega zidu in nadgrajevanje trenutnih modulov. 
 Razdelek »Applications« – nam omogoča nastavitev internih številk, tem lahko 
dodelimo dodatne funkcije, ki jih lahko vključimo v klicni načrt. 
 Razdelek »Connectivity« – nam omogoča dodajanje navideznih številk, nastavitev 
izhodne in dohodne linije. 
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 Razdelek »Reports« – nas obvešča o stanju centrale PBX. Na začetku je lahko »Asterisk 
Logfiles« v veliko pomoč, saj poroča o celotnem sistemskem delovanju. 
 Razdelek »settings« – nam omogoča nastavitve, kot so: signalizacija SIP, glasba na 
čakanju, ne moti, glasovna pošta itd. 
Nastavitev navideznega snopa 
Preden bomo lahko opravili izhodni klic v javno omrežje, je treba najprej definirati navidezno 
številko. Če ne bi določili navideznega snopa, bi lahko izhodni klic opravili le v interni lokalni 
mreži. Konfiguracije se lotimo tako, da najprej kliknemo na razdelek »Connectivity« in nato » 
trunks« in definiramo: 
 Outbound caller ID: "uporabnik" <SITE ID+mapping> 
Nastavitev klicne indentitete »Outbound caller ID« je preprost in učinkovit način, da 
upravljamo z indentiteto klicatelja. Ob izhodnem klicu se bosta klicani osebi prikazala klicana 
številka in ime uporabnika. Treba je tudi vpisati »SITE ID« in »Mapping«, katere pridobimo 
od ponudnika telefonskih storitev. 
 Ujemanje izhodnih klicnih vzorcev 
Razdelek »Dial Number Manipulation Rules« omogoča urejanje klicnih vzorcev klicatelja. Ta 
pravila lahko upravlja ob izhodnem klicu. Za ujemanje vzorcev moramo uporabiti pravila, ki 
so že sprva določena. Pravila so sestavljena iz simbolov in črk, ki jih osnova Asterisk primerja 
med seboj. Kadar se noben vzorec ne ujema, se izhodni klic ne izvede.[1] Pravila:  
X se ujema z vsako številko od 0-9 
Z se ujema z vsako številko od 1-9 
N se ujema z vsako številko od 2-9 
[ 1237-9 ] ujemanje z enomestno številko (v tem primeru 1,2,3,7,8,9) 
. »wildcard« , se ujema z enim ali več znaki. 
Funkcija »Outbound dial prefix« omogoča, da si lahko prej nastavimo začetno izhodno številko, 
ki že na začetku vzpostavi zvezo s telefonsko centralo. Funkcija je uporabna, če ponudnik 
storitev od uporabnika zahteva vpis predhodne številke za dostop do izhodne linije. V našem 
primeru smo dodali »0«, ki je vsem terminalom VoIP omogočila samo vpis klicane številke 
brez dodatne »0«. 
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Nato moramo določiti še odhodne parametre, ki nam omogočajo, da se klic izvede v zunanje 
analogno, digitalno ali GSM-omrežje (slika 12). Nastavitev je dokaj preprosta. Najprej 
kliknemo na razdelek »SIP Settings -> Outgoing« in pod »PEER Details« vpišemo parametre, 
ki jih moramo pridobiti od ponudnika telekomunikacijskih storitev. Nastavitev parametrov 
"PEER" je obvezna, saj nam omogoča »peer to peer« povezavo s ponudnikovim strežnikom, ki 
omogoča zanesljiv paketni prenos UDP v obe smeri. Za uspešno registracijo in povezavo našega 
strežnika IP-PBX s ponudnikovim strežnikom SIP je treba pod »PEER Details« vpisati slednje 
nastavitvene parametre (tabela 6)[4]: 
PEER Details  Opis vrednosti 
type=friend Omogoča odhodne in dohodne klice s strežnika IP-PBX. 
dtmfmode=info Signalizacijski protokol RFC 2976. 
qualify=yes Registracija našega strežnika IP-PBX, ponudniku tudi v nekem 
periodičnem času pošiljamo podatke o naši navzočnosti. 
nat=no Asterisku povemo, da ponudnikov strežnik SIP ne uporablja notranjega 
omrežja NAT. 
insecure=port,invite Sprejem dohodnih klicev, tudi če prihajajo iz drugih portov in jih Asterisk 
ne pričakuje. Invite pomeni sprejem klica tudi, če nima ustreznega 
uporabniškega imena in gesla za dostop. 
host=ip domene Statični IP, ki ga pošlje ponudnik telekomunikacijskih storitev, lahko je 
tudi domena format: uporabnik@domena.net. 
directmedia=no Asterisku povemo, da ne bomo uporabili na dveh telefonih iste odhodne in 
dohodne klicne poti. 
context=from-trunk Omogočimo sprejem dohodnih klicev, saj jih Asterisk obravnava kot klice 
iz zunanjih linij. 
disallow=all Osnovi Asterisk povemo, katerih kodekov ne sme uporabljati, edino če so 
zapisani »alaw« vrstici. 
allow=alaw Dovoljen kodirnik, alaw = G.711.a 
Tabela 6: »PEER Details« od ponudnika 
Tako smo uspešno nastavili vse potrebne parametre navideznega snopa, da lahko opravimo 
odhodni ali dohodni klic. Zatem je treba le klikniti na »submit« in obvezno na »Applay Config«, 
ki trajno shrani nastavitve naše končne točke parametrov v podatkovno bazo Asterisk. Če smo 
uspešno nastavili navidezni snop, se v »Asterisk Logfiles« izpiše: 
chan_sip.c: Peer 'SIDE-ID' is now Reachable. (3ms/2000ms) 








Slika 12: Nastavitve snopa SIP 
 Nastavitev internih telefonskih številk 
Da lahko nastavimo interne številke, je treba na nadzorni plošči (slika 11) klikniti na 
»Applications« in izbrati razdelek »extension«, ki omogoča, da se uporabnik telefonskega 
terminala registrira v naš strežnik IP-PBX. Ko smo izbrali razdelek »extension«, se pojavi okno 
»Add SIP Extension«, kakor je razvidno na spodnji sliki (slika 13). Za vsakega uporabnika so 
nastavitve povsem enake, ki jih bomo kasneje uporabili za prijavo telefonskih terminalov v 
sistem. Paziti je treba, da pravilno nastavimo »User extension«, saj mora biti za vsakega 
uporabnika različno, sicer dodelitev interne številke ne bo mogoča. Da dodelimo novega 
uporabnika, je treba izbrati »Add New Chan_SIP Extension«, in odpre se konfiguracijski meni 
za nastavitev uporabnika: 
V polju »Display Name« je treba vpisati ime, ki pripada posamezni interni številki in se bo 
prikazovalo ob klicu na druge interne številke. 
Zelo pomembno nastavitveno polje je »Secert«, ki mora biti dovolj močno in dolgo, da 
zaščitimo telefonski terminal pred morebitnimi vdori v lokalno mrežo. Kot dodatno 
aplikacijsko nastavitev smo uporabili »SIP Alias«, ki omogoča interne klice znotraj lokalnega 
omrežja. Uporabnik (390) lahko preprosto pokliče na določeno prej definirano interno številko 
(zadnje tri telefonske številke) drugih uporabnikov. Za pravilno signalizacijo med uporabniki 
je treba na nastavitvah »Chan_SIP« določiti dohodna vrata UDP, ki povejo osnovi Asterisk, da 
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naj vsa signalizacija sporočil SIP poteka po vratih 5060 namesto po privzeti nastavitvi vrat 
5061. 
Slika 13: Nastavitev internih številk 
 Nastavitev odhodne klicne poti 
Preden lahko dejansko opravimo odhodni klic, je treba nastaviti »Outbound route«. Določitev 
poti je pomembna, saj osnovi Asterisk povemo, kateri navidezni snop naj uporabi za določeno 
telefonsko številko. Asterisk nato izvede klic po poti, ki smo jo določili v »dial patterns«. 
Asterisk omogoča, da lahko klicne poti nastavljamo po svoji želji. Če ne želimo imeti v klicni 
izhodni poti cenovno dragih izhodnih klicev, kakršni so klici na 090 ali 1188, lahko omenjene 
številke blokiramo ali pa jih ne vključimo v klicni izhodni načrt in uporabnikom samo 
omogočimo klice v slovenska mobilna ali stacionarna telefonska omrežja. V naši klicni poti 
smo omogočili klice v vsa plačljiva ali brezplačna omrežja, treba je bilo le še določiti klicno 
pot za klic v sili. Da bomo uspešno opravili odhodni klic, je treba pod »Outbound route« 
izpolniti naslednja polja: 
 »Route name«: Nastavitveno nepomembno, osnovi Asterisk samo povemo, kako smo 
naši klicni poti dali ime. 
 »Trunk Sequence«: Izbira navideznega snopa, po katerem želimo, da se izhodni klic 
izvede. Odhodni klic se izvede tedaj, kadar uporabnik pravilno vpiše številko, kateri 
smo določili odhodni klicni načrt (slika 14). 
 »Dial Patterns«: Pravilo, ki določa odhodni klicni načrt za vse uporabnike, ki 
uporabljajo isti navidezni snop. Prvi klicni vzorec 0X. omogoča, da lahko izvedemo klic 
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na katero koli številko. V klicnem načrtu smo morali dodati še številki za klic v sili na 
112 in 113, saj jih s prvim klicnim vzorcem nismo vključili v klicni načrt. 
 
Slika 14: Odhodni klicni vzorci 
 Nastavitev dohodne klicne poti 
Za uspešno sprejetje dohodnega klica je treba na nadzorni plošči klikniti na »Applications« in 
nato »Inbound routes«, po kateri lahko upravljamo dohodne klice. Po prejetem dohodnem klicu 
lahko osnovi Asterisk povemo, kaj naj stori s klicem, ki pride v naš sistem iz zunanje telefonske 
linije. Klic ima vse parametre zapisane v »PEER Details« in ga z dohodnim klicnim načrtom 
preusmerimo na želeno interno številko. Za uspešno preusmerjen dohodni klic je treba vpisati 
slednje parametre: 
 »Description«: Nastavitveno nepomembno, vendar moramo dosledno izbrati ime 
zaradi boljše preglednosti ob večjem številu uporabnikov. 
 »DID number«: Treba je vpisati »SIDE ID« + »mapping«, ki smo ga dobili od našega 
telekomunikacijskega ponudnika. »SIDE ID« pomeni naš navidezni snop, »mapping« 
pa navidezne številke znotraj navideznega snopa. 
 »SET destination«: Povemo osnovi Asterisk, na kateri »excetions« naj preusmeri klic. 
Tako smo uspešno nastavili vse potrebne konfiguracijske nastavitve in postopke za izvedbo 
osnovnih storitev telefonske centrale IP-PBX, kot sta izhodni in dohodni klic. Vendar je kljub 
temu treba še pravilno namestiti telefonske terminale. V našem primeru IP-telefon znamke 
Yealink in odprtokodni program X-Lite. 
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4.6 Konfiguracija telefonskih terminalov 
Programska in strojna oprema, ki smo ju izbrali za naš telefonski sistem IP-PBX, je popolnoma 
združljiva z vso standardno terminalno programsko in strojno opremo IP SIP, in ne pomeni 
nobenih omejitev pri njuni uporabi. Vsi terminali podpirajo večino funkcij in aplikacij, kot je 
glasovna pošta, ne moti, interni klici itd. Terminali vsem uporabnikom dajejo sporočila po 
programskem ali digitalnem zaslonu in s tem uporabniku omogočajo lažje rokovanje. 
 Namestitev Yealink SIP – T20 
Namestitev IP-telefona je podobna konfiguraciji usmerjevalnika. Treba je vpisati IP-naslov, ki 
ga lahko pridobimo iz terminala pod »Network«. IP-naslov vpišemo v brskalnik, nato se odpre 
prijavno okno in zahteva vnos gesla in uporabniškega imena. Za telefon Yealink sta prvotno 
uporabniško ime »admin« in geslo »admin«. Poleg mrežnih statičnih nastavitev je pod »SIP 
server« ter »Outbound Proxy Server« treba vpisati statični IP našega strežnika PBX, ki je v 
našem primeru 192.168.88.200. Da se bo IP-telefon uspešno registriral v naš sistem IP-PBX, 
moramo pod »username« in »password« določiti geslo in ime, ki smo jih določili pri nastavitvah 
internih številk. Spodnja slika (slika 15) kaže nastavitev telefonskega terminala za uporabnika 
(390). 
 




 Namestitev programskega telefona X-Lite 
Programski telefon X-Lite je odprtokodni program, ki omogoča prenos govora in videa po 
internetni povezavi. Najpomembneje pa je, da gre za brezplačni programski telefon SIP, ki nudi 
uporabniku prijazno telefonsko opremo. Razvilo ga je podjetje CounterPath in ga lahko 
prenesemo na operacijski sistem s spletne strani www.counterpath.com. Namestitev programa 
je preprosta. Ko zaženemo program, se pojavi nadzorna plošča programa. Izberemo 
»Softphone« -> »Account Settings« in uporabnika (391) registriramo tako, kakor je razvidno 
na spodnji sliki (slika 16), na kateri se vidijo tudi uspešno opravljeni izhodni in dohodni klici. 
 
Slika 16: Pravilna namestitev programa X-Lite 
Za uspešno registracijo uporabnika (391) je treba pod »domain« vpisati statični IP naše centrale 
IP-PBX in pod »username« in »password« določiti geslo in ime, ki smo jih določili pri 
nastavitvah internih številk za uporabnika (391). 
Programska in strojna oprema je tako pravilno konfigurirana v obeh primerih terminalne 
uporabe. Za vsakega nadaljnjega uporabnika je registracija uporabnika povsem enaka, odvisno 
od terminala, ki ga uporablja. Prijavo uporabnika lahko tudi preverimo v »Asterisk Logfiles«. 
Primer uspešne registracije uporabnika (391): 
chan_sip.c: Registered SIP '105754391' at 192.168.88.252:54930 




Primer napačno vpisanega uporabniškega imena ali gesla:  
chan_sip.c: Registration from '"Uporabnik (391)"<sip:105754391@192.168.88.200>' failed for 
'192.168.88.252:59795' – Wrong password ali Wrong username 
4.7 Vzpostavitev telefonskega okolja 
V pisarniško telefonsko okolje smo uspešno dodali štiri uporabnike (interne številke, slika 11), 
ki smo jih imenovali uporabnik (interna številka). Vsi uporabniki imajo enake klicne možnosti 
brez odhodnih klicnih omejitev. Dvema uporabnikoma smo dodelili program X-Lite ob 
predpostavki, da istočasno opravljata telefonski pogovor in računalniško storitvene dejavnosti, 
povezane z njihovimi naročniki. Program X-Lite tako nudi odlično multifunkcijsko rešitev, ki 
obema uporabnikoma omogoča opravljati telefonski pogovor in računalniška opravila na enem 
računalniškem terminalu. Za končnega uporabnika program pomeni brezplačno možnost, če pa 
si uporabnik želi uporabljati klasični telefon, lahko uporabniško identiteto preprosto 
prekonfiguriramo na drugo terminalno enoto, če je združljiva z internetno tehnologijo IP SIP. 
Drugima uporabnikoma smo dodelili strojno terminalno opremo IP SIP ob domnevi, da imata 
manjše število klicev in bolj značilno pisarniško delo, kakršne so »papirologija«, 
računovodstvo, vodenje podjetja ipd. 
 Lokalni klicni načrt 
Vsem uporabnikom smo dodelili dodatne interne klicne številke, ki smo jih določili po »SIP 
Alias«. Omenjena razširitev omogoča brezplačne interne klice, preusmeritev klicev in lažje 
pisarniško rokovanje. Interno številko lahko uporabnik shrani pod kontaktni list za hitro 
klicanje drugih številk. Vendar je treba paziti pri nastavitvah internih številk, da ni podvajanj 
pri začetnih nastavitvah, saj lahko istočasno zazvoni več telefonov in s tem nastane interna 
zasedenost večjega števila telefonskih številk. 
 Dohodni klicni načrt 
Za sprejetje dohodnih klicev bomo v našo pisarniško okolje vključili tajnico, ki bo klicatelja 
preusmerila na želeno telefonsko številko. Če se klicatelj zmoti in pritisne na napačno številko, 
bomo izvedli tudi prevezavo na drugo interno številko. Vsem uporabnikom bomo omogočili 
glasovno pošto, ne moti, čakalno vrsto in glasbo ob čakanju. Omenjene funkcije so osnova za 
učinkovito pisarniško delovanje. Vključitev omenjenih lastnosti v naš klicni načrt pisarne bomo 
opisali v naslednjem poglavju. 
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5 Vzpostavitev pisarniškega okolja in delovanje 
V tem poglavju bomo nastavili in prikazali delovanje v aplikacijah, ki jih bomo vključili v naše 
pisarniško okolje. Program FreePBX po grafičnem vmesniku omogoča preprosto dodeljevanje 
aplikacij našim uporabnikom, ki smo jih prej dodelili v nastavitvenem okolju »extension« (slika 
13). Da bodo aplikacije pravilno delovale, bomo preverili v konzoli »Asterisk Logfiles«, ki se 
uporablja pri iskanju napak. Delovanje izhodnih in dohodnih klicev bomo preverili s 
programom Wireshark. Program omogoča, da lahko ujamemo širok spekter protokolnega 
delovanja VoIP in preverjamo kakovost storitev. Delovanje bomo preizkusili s programom 
StarTrinity SIP Tester, ki testira in simulira delovanje telefonske centrale IP-PBX. 
5.1 Uvedba klicnega načrta 
Vsem uporabnikom je treba nastaviti osnovne pisarniške telefonske storitve, ki omogočajo 
razširitev našega klicnega načrta pri dohodnem klicu. Vsak klic je preusmerjen na strojni ali 
programski terminal uporabnika, kjer poteka dvosmerni govorni promet med klicateljem in 
klicanim. Klicne aplikacije smo vključili v obstoječo datoteko »extension«, ki smo jo prej 
nastavili pri nastavitvah internih številk. Pri dohodnem klicu aplikacije tako omogočajo: 
 Klic na čakanju – Uporabniku ponuja možnost, da začasno zadrži pogovor in ga 
nadaljuje kasneje. Klic na čakanju lahko tudi razširimo z glasbo na čakanju. 
 Glasovno sporočilo (VMS) – Glasovna pošta je telefonski predal, ki omogoča klicatelju 
sporočiti svoje sporočilo, ko je klicana številka zasedena ali nedosegljiva. Vsak 
uporabnik lahko dostopa do glasovne pošte in posluša sporočila, uredi pozdravno 
sporočilo ali shrani sporočilo v podatkovno bazo. 
 Ne moti – Aktiviramo jo, kadar želi uporabnik ustaviti vse dohodne klice. Klicatelj 
prejme sporočilo, da je uporabnik na voljo. 
 Klicna skupina – V neko klicno skupino lahko dodamo poljubno število telefonskih 
priključkov in jim določimo kategorijo klica. 
 Snemanje – Omogoča snemanje vseh ali nekaterih pogovorov. Pogovor je po navadi 




5.1.1 Registracija osnove Asterisk in uporabnikov 
Po uspešni namestitvi osnove Asterisk je treba naš sistem tudi registrirati, da bo delovala 
povezava z našim in ponudnikovim strežnikom. Ponudnik storitev nam je dodelil dva govorna 
kanala. Mesečna naročnina za en govorni kanal znaša 3,33 brez DDV in dodelitev petih 
navideznih številk, katere lahko namestimo med uporabnike. Namestitev ene številke smo 
opisali v prejšnjem poglavju (glej poglavje 4, namestitev internih številk). Za uspešno prijavo 
in pravilno delovanje naše telefonske centrale je treba sistem najprej aktivirati po brskalniku. 
V našem primeru vpišemo 192.168.88.200 in izberemo razdelek »admin« -> »system admin« -
> »activation«. Ko smo to opravili, se naš sistem IP-PBX registrira v sistem in aktivira naše 
uporabnike. V nasprotnem primeru so nekatere nastavitvene funkcije neuporabne, kot so 
nastavitve omrežja, nastavitev navideznega snopa, klicne nastavitve. Če smo se uspešno 
prijavili, se v nadzorni plošči vidita število aktivnih in neaktivnih povezav ter število 
registriranih navideznih snopov, kot kaže spodnja slika (slika 17).  
 
Slika 17: Število aktivnih in neaktivnih povezav FreePBX 
5.1.2 Potek izhodnih in dohodnih klicev 
Asterisk kot strežnik je register in lokacijski strežnik SIP, ki je v našem primeru predstavljen 
kot 192.168.88.200 in deluje kot končna točka med našim in ponudnikovim strežnikom. Naša 
osnova Asterisk pošlje signalizacijski protokol SIP za vzpostavitev komunikacijske seje z 
drugimi uporabniki, ki poteka po vratih 5060, ki smo jih nastavili pod »SIP settings«, in obratno 
pri dohodnem klicu. Zvočni paketni prenos poteka po protokolu RTP, ki neposredno vzpostavi 
govorni kanal med klicateljem in klicanim uporabnikom. Klici bodo potekali v obe smeri iz 
različnih omrežij v naše telefonsko okolje PBX in obratno. Izhodni in dohodni klici so 
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usmerjeni na prenosni računalnik, ki ima naložena odprtokodna programa X-Lite (Uporabnik 
(391), IP:192.168.88.252) in Wireshark, da smo lahko ujeli promet VoIP v obe smeri. 
S programom Wireshark smo uspešno ujeli zvočne pakete, ki so potekali po izhodni in dohodni 
klicni poti. Za uspešno komunikacijo med našo centralo IP-PBX in Robnim nadzornikom sej 
ponudnika (angl. Session border controller – SBC) smo morali na naši strani zagotoviti: 
 IP naslov strežnika Asterisk in pravilno protokolno delovanje SIP, ki se je začelo z 
zahtevkom INVITE: sip:105754391@192.168.252:vrata pri dohodnem klicu. Za 
odhodni klic smo za vzpostavitev komunikacije poslali zahtevek INVITE: 
sip:105754391@192.168.200:vrata. V celoti je tako komunikacija med ponudnikom in 
našim strežnikom potekala po protokolu UDP, RTP in SIP. 
 Tagiranje je bilo navzoče skozi celotni klicni dialog in je edinstven tudi, če bi 
preusmerili klic na drugega uporabniškega agenta. Tagiranje nam je omogočalo, da smo 
skozi celotni govorni dialog omogočali povezavo med našim strežnikom in 
nadzornikom SBC, ki je preusmerjen na našega uporabnika. 
 Protokol SDP – Začetno sporočilo INVITE je vsebovalo tekstovni opis SDP za 
vzpostavitev zveze, ki smo jih vpisali v razdelek »PEERS Detalis«. 
Klic se je nato lahko po centrali SBC preusmeril v različna medoperaterska omrežja. Odhodne 
in dohodne klice smo tudi analizirali, kot je prikazano na naslednjih dveh straneh. 
 Dohodni klic 
 




Zgornja slika (slika 18) kaže vzpostavitev dohodnega klica. Prikazan je tudi strežnik IP-PBX 
(192.168.88.200), ki pomaga poiskati komunikacijsko pot do našega uporabnika (391). 
Uporabnika smo najprej že uspešno registrirali z zahtevkom REGISTER in sporočili strežniku, 
da smo navzoči in dosegljivi. SIP-register pridobi IP-naslov ter uporabniško ime SIP-
odjemalca, v našem primeru uporabnik (391), in shrani v našo podatkovno bazo. Zahtevek 
INVITE s tekstovnim opisom SDP prihaja iz zunanje telefonske linije, ki ga je ponudnik 
preusmeril na našo strežniško lokacijo. Za vzpostavitev komunikacijske seje je uporabnik (391) 
najprej odgovoril s 100 Trying, kar pomeni, da je bila zahteva za vzpostavitev komunikacijske 
seje sprejeta in preusmerjena naprej. Na našem prenosniku je začel zvoniti programski telefon. 
Z odzivnim sporočilom 180 Ringing smo dohodni klicni mobilni številki sporočili, da naš 
telefon zvoni, in ga po ponudniku poslali na medijski prehod SIP/GSM. Ko smo uspešno 
sprejeli klic na programskem telefonu, smo strežniku sporočili odzivno sporočilo 200 OK. Po 
uspešno prejetem ponornem sporočilu 200 OK se vzpostavi komunikacijska seja in naš strežnik 
SIP pošlje potrditveno sporočilo ACK. Med klicateljema se vzpostavi govorna komunikacijska 
seja in se prilagodi na govorne sposobnosti klicanega. Prenos podatkov je potekal po realno 
časovnem protokolu RTP in prenos zvočnih paketov kodiramo s kodirnikom G.711.a. 
Telefonski pogovor smo v našem primeru končali mi z zahtevkom BYE. 
 Odhodni klic 
 




Zgornja slika (slika 19) kaže izhodni klic v omrežje GSM. Uporabnik (391) se navzven 
predstavlja kot samo ena končna točka med našo centralo IP-PBX in strežnikom ponudnika 
SIP, ki preusmeri klic na medijski prehod SIP/GSM, kjer gostuje številka osebe, ki jo uporabnik 
želi poklicati. Uporabnik (391) pošlje zahtevo za vzpostavitev seje naši centrali IP-PBX, ta pa 
odgovori s poznanimi odgovori 100 Trying ter 180 Ringing. Po odzivnem sporočilu 183 Session 
Progress lahko vidimo, da je našo zahtevo za vzpostavitev telefonske zveze ponudnik procesiral 
naprej. Ko se klicna mobilna številka oglasi, se začne prenos podatkov, ki poteka po protokolu 
RTP, vendar govor kompresiramo z zakonom G.711.u. Kodirnik G.711.u obema klicateljema 
omogoča čistejši zvok, ki se aktivira samo tedaj, če imamo na voljo dovolj pasovne širine, in 
sicer na obeh straneh komunikacijske seje. 
 Operaterski del 
Za pregled in analiziranje prometa VoIP med ponudnikom in našo centralo IP-PBX smo prosili 
ponudnika, naj nam pošlje podatke o uspešno opravljenem odhodnem in dohodnem klicu. Klica 
sta bila opravljena kasneje in tako potekata po drugih vratih RTP. Oba klica sta bila uspešno 
opravljena in pri analizi nismo ugotovili signalizacijskih napak in protokolnih incidentov VoIP. 
Kot je razvidno na spodnji sliki (slika 20), je Asterisk kot strežnik (IP:10.150.1.5) končna točka 
v povezavi točka–točka in preusmeri klic našim uporabnikom. 
  




5.1.3 Klic na čakanju  
Da lahko dohodni klic damo na čakanje, je treba med klicem pritisniti gumb, ki kaže, da lahko 
klicatelja zadržimo. Na strojni in programski opremi omenjeno funkcijo označuje gumb »hold«. 
Kot dodatno razširitveno možnost smo dodali možnost predvajanja glasbe, kadar klicatelja 
pustimo na čakanju. Glasbo na čakanju lahko dodamo po nadzorni plošči pod razdelkom 
»settings« in izberemo »music on hold«. Vsem uporabnikom smo dodali tudi možnost klica na 
drugo interno številko, medtem ko klicatelj na drugi strani čaka na operaterja. Na spodnji sliki 
(slika 21) je razvidno, da je razširitev res_musiconhold.c:«Started music on hold« omogočila, 
da smo klicatelja postavili na čakanje ob predvajanju glasbe. Po Goto () aplikaciji smo nato 
uspešno poklicali uporabnika (390), kar nazorno kaže vrstica pbx.c: Executing [390@from-
internal:1]. 
 
Slika 21: Klic na čakanju 
5.1.4 Glasovna pošta  
Vključevanje govorne pošte med uporabniki se nastavlja z razširitvenim razdelkom 
»extensions«. V razdelku »extensions« izberemo prej nastavljeno interno številko in v polju 
»Voice mail« izberemo – omogoči glasovno pošto. Klicni dohodni načrt smo razširili v 
kontekstu, da smo določili glasovni nabiralnik za vsakega uporabnika, ki so ločeni drug od 
drugega. 
Asterisk ima precej prilagodljiv sistem glasovne pošte in vsem uporabnikom omogoča dodatne 
napredne funkcije, ki jih bomo tudi vključili v naš klicni načrt: 
• Zaščito glasovnega poštnega nabiralnika, ki uporabnikom omogoča različno organizacijo 
poštnega predala. 
• Različne pozdrave ob zasedenosti. Mi bomo izbrali privzeto vrednost. 
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• Obveščanje uporabnika, da ima v poštnem predalu glasovno pošto. Na telefonu Yealink 
predstavlja utripajoča luč na gumbu »message«, v primeru programa X-Lite se prikaže število 
glasovnih sporočil na ikoni »Voice messages«. 
• Končno posredovanje in oddaja glasovnega sporočila končnemu uporabniku. 
Za naš primer bomo uporabili uporabnika (391), ki je označen kot številka: 105754391, to pa 
smo morali dodeliti, da Asterisk ve, kam mora poslati klic. Konfiguracija glasovne pošte je 
definirana v konfiguracijski datoteki z imenom voicemail.conf. Ta datoteka vsebuje privzeti 
izbor nastavitev, ki smo jih predhodno po naši želji tudi spremenili.  
Uporabniku smo določili številčno geslo s predhodnim znakom »*«. Geslo je treba vpisati, kot 
bi izvedli klic. Ob uspešno vnesenem geslu se aktivira tajnica, ki potem uporabnika vodi pri 
dostopu do njegovih sporočil v predalu. Kot je razvidno na spodnji sliki (slika 22), smo dohodni 
klic uspešno posneli z aplikacijo app_voicemail.c in jo shranili v datoteko 
/var/spool/asterisk/voicemail/, ki pripada našemu uporabniku. Ob dostopu do poštnega predala 
mora uporabnik z vstopno kodo »*91« dostopati do svojega predala. Asterisk po ukazu 
Executing [*97@from-internal:112] VoiceMailMain () aktivira glasovno tajnico, da 
uporabniku predvaja njeno vsebino. Uporabnik nato po zvočnih navodilih tajnice dostopi do 
datoteke, kjer je shranjeno sporočilo, in mu ponudi izbris, predvajanje sporočila in preusmeritev 




Slika 22: Glasovna pošta 
Kot dodatno storitveno možnost smo uporabnikom dodali razširitveno funkcijo ne moti (angl. 
do not disturb – DND). Nastavitev s programom FreePBX je dokaj preprosta. Nadzorni plošči 
je treba izbrati »admin« in izbrati »Feature codes« in v nastavitveno okno DND vpisati kodo za 
vklop in izklop funkcije DND. Uporabnikom smo tako omogočili funkcijo DND, ko ne želijo 
prejeti nobenega klica, in klicatelja preusmerili na glasovno pošto. 
 





5.2 Testiranje delovanja 
Razširitev je možna od arhitekturne zmogljivosti strežnika, na katerem deluje Asterisk. 
Zmogljivost strežnika je pomembna, da zadovoljimo potrebe osnove Asterisk, da procesira 
uporabnikovo zahtevo. Na en aktivni govorni kanal je potrebne približno 30 Mhz procesorske 
moči[1], da Asterisk govor kompresira s kodirnikom G.711. Spodnji graf (slika 24) prikazuje, 
kolikšen delež procesorske zmogljivosti CPE smo uporabili v povprečnem času in v trenutku, 
ko je dejansko pogovor potekal. 
Opravili smo 10 klicev in klicateljem predvajali glasbo ob čakanju. Kodiranje in procesiranje 
podatkov je obremenilo naš sistem maksimalno do 0,16 % procesorske zmogljivosti. Testiranja 
ni bilo možno doseči v večjem obsegu, saj smo imeli na voljo dva govorna kanala. Če sta bila 
oba govorna kanala zasedena, je klicatelj uspešno prejel obvestilo o zasedenosti linije in obratno 
ob odhodnem klicu. Klici so bili opravljeni iz različnih telefonskih omrežij in se kompresirali s 
kodirnikom G.711. Rezultati testiranja, ki smo ga opravili, kažejo minimalne zahteve osnove 
Asterisk za njegovo delovanje, ki omogoča normalno komunikacijo VoIP. 
  
Slika 24: Procesorska in pomnilniška obremenjenost 
Rezultati tako omogočajo priklop večjega števila uporabnikov in zakup večjega števila 
govornih kanalov. Na osnovi našega manjšega testa ni možno določiti, kolikšno število 
uporabnikov lahko naša osnova Asterisk uspešno obvladuje in omogoča kakovosten prenos 
govora. Na spletu in po podatkih iz knjige Asterisk: The Future of Telephony lahko zasledimo 
številne teste, ki kažejo večje količine obdelav podatkov in uporabnikov telefonije VoIP na 
osnovi Asterisk tudi do 550 istočasnih klicev.[1] 
Asterisk tako omogoča, da nimamo omejitev glede števila uporabnikov, vendar je treba tudi 
upoštevati število razpoložljivih govornih kanalov, arhitekturno strojno razširitev in kakovost 
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storitev. Delovanje centrale PBX pri večjem številu uporabnikov je bilo mogoče testirati s 
programom StarTrinity SIP Tester, saj nismo imeli na razpolago dovolj strojne in programske 
opreme. SIP Tester simulira delovanje strežnika IP-PBX in omogoča, da lahko v register 
dodamo seznam dodatnih internih številk in razširimo število uporabnikov. Kot pri 
konfiguraciji strojne in programske opreme smo vpisali ime uporabnika in njegovo geslo (geslo 
ni prikazano zaradi nadaljnje uporabe in varnosti). Pod razdelkom status (slika 25) je razvidno, 
da smo uspešno dodali dodatnih šest uporabnikov (200OK). Celotni registracijski proces je 
viden na desni strani slike, ki je potekal približno 100 ms. Strežniški register je pridobil IP 
naslov uporabnika, uporabniško ime (format SIP: 105754392@192.168.88.200) in v svoji 
podatkovni bazi dodal novega uporabnika (slika 17). Dva uporabnika sta bila neuspešno 
prijavljena z napačno vpisanim geslom in domenskim IP registra. Strežnik jih je po 
pričakovanjih tudi zavrnil s sporočilom (403 Forbidden) in (408 request time out), obvestila o 
zavrnitvi so bile tudi vidna pod »Asterisk logfile«, ki smo jih tudi pričakovali. 
 
Slika 25: Simuliranje razširitve uporabnikov 
5.2.1 Kakovost storitev 
 Pasovna širina 
SIP Tester omogoča, da lahko tudi preverimo kakovost storitev, ki smo jo prej že opisali in jo 
bomo na podlagi programa tudi testirali. Vendar se je treba zavedati, da imamo preko optične 
povezave dovolj veliko pasovno širino, ki omogoča hitrosti do 100/10 Mbit/s, in brez težav 
zagotavljamo prepustnost vsem odjemalcem internetne povezave. Celotni čas testiranja, ki je 
potekal približno 25 min, smo izvajali ob prenosu podatkovnih podatkov. Obremenitev celotne 
razpoložljive pasovne širine smo opravili s programom Torrent. Deluje na načelu p2p (peer to 
peer, vsak z vsakim), kar omogoča hitre in kakovostne prenose podatkovnih datotek med 
odjemalci. V našem primeru je program Torrent uporabljal celotno razpoložljivo pasovno 
širino, ki je znašala med testiranjem 94/10 Mbits. Zagotovljena pasovna širina mora biti med 
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klicem 130 kbit/s, da PBX obvladuje ves promet VoIP v obe smeri prenosa za enega 
uporabnika. Med testiranjem smo tudi nadgradili sistem IP-PBX z manjšo aplikacijsko datoteko 
in omogočili prenos tudi do 2 Mbit/s. Kljub zasedeni celotni podatkovni liniji smo jo tudi 
dosegali, kar je tudi razvidno na spodnjem mrežnem grafu (slika 26). 
 
Slika 26: Zagotovitev pasovne širine centrali FreePBX 
Na sliki eth0 kaže našo lokalno mrežo za izmenjavo zvočnih podatkov med uporabniki in 
centralo IP-PBX. Zeleni stolpec na grafu kaže eth1 mrežno kartico za prenos zvočnih podatkov 
na relaciji IP-PBX – SBC. Omenjena povezava nam je omogočila vzpostaviti mrežno povezavo 
z omrežjem WAN in lokalnim omrežjem LAN. Pasovna širina je bila tako zagotovljena za vse 
vrste aplikacijskih potreb uporabnika. Torej primarni cilj o sočasni izmenjavi podatkovnih 
podatkov in zvočnih paketov je dosežen. 
Mehanizem QoS je tako pravilno deloval, preostale podatke mehanizma, kakršni so: trepetanje 
sporočil, zakasnitve in izguba podatkovnih paketov, smo uspešno testirali s programom SIP 
tester (slika 27). Analizirali smo vseh deset dohodnih klicev. Polje »Caller CDR« vsebuje 
podatke o toku RTP-podatkov, ki prihajajo od klicatelja (izvorna stran). Polje »CDR« vsebuje 
podatke o toku RTP-podatkov, ki prihajajo od klicanega (ponorna stran). Podatki od klicatelja 
ali klicanega se bistveno ne razlikujejo. V razdelku »Caller CDR« so zajeti tudi podatki meritev 
programske opreme. Vseh deset klicev je bilo uspešno sprejetih in dobili smo naslednje 
rezultate: 
 Zakasnitev 
Maksimalni in minimalni čas zakasnitve, ki je bil potreben za prenos glasovnega paketa RTP 
od klicatelja do klicanega, je potekal 45,47 ms in 23,51 ms. Povprečni čas zakasnitve je znašal 
37,26 ms, s tem smo pridobili pomemben podatek o delovanju različnih značilnosti, kakršne so 
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kodiranje, propagacijski čas, pasovna širina in dodatne strojne zakasnitve. Kot smo tudi opisali, 
da na človeško uho ne vpliva zamuda do 150 ms, lahko predvidevamo, da je odmev ali t. i. eho 
efekt majhen. 
 Trepetanje sporočil 
Maksimalna vrednost "Caller max jitter" predstavlja trepetanje sporočil med paketnim 
prenosom sporočil RTP. Trepetanje sporočil je izmerjeno po standardu RFC3550, kakršen je 
Wireshark. Kljub porastu podatkovnega prometa nismo zaznali nestabilnih zamud pri prenosu 
paketov RTP. Minimalna vrednost čakanja na oddajo paketa RTP v usmerjevalniku je znašala 
1,18 ms, povprečna 3,83 ms. Tudi maksimalna vrednost 10,12 ms ne pomeni nobenih težav, saj 
na kakovost zvoka vplivajo vrednosti nad 50 ms. 
 Paketne izgube 
Izgube zvočnih paketov, ki so potovali skozi lokalno omrežje, tester SIP ni zaznal, kljub 
obremenitvi razpoložljive širokopasovne povezave je vrednost znašala 0,00 %. Torej med 
uporabniki nismo zasledili, izgube zvočnih paketov in zaradi tega prekinjanja govora. 
 MOS 
G.107 E – je model, ki opisuje oziroma ocenjuje stopnjo zadovoljstva uporabnikov. Program 
meri MOS s prej določenimi nastavitvenimi merili. Da pa bi lahko ocenili kakovost naših 
storitev, bi morali anketirati udeležence pogovora, ki podajo končno oceno uporabniške 
izkušnje. 
 4,3–5,0: zelo zadovoljen 
 4,0–4,3: zadovoljen 
 3,6–4,0: nekateri uporabniki so zadovoljni 
 3,1–3,6: številni uporabniki so nezadovoljni 
 2,6–3,1: skoraj vsi uporabniki nezadovoljni 
 1,0–2,6: onemogočene uporabniške storitve 
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Slika 27: Kakovost klicnih storitev 
5.2.2 Rezultati testiranja in možnost razširitve 
Rezultati testiranja so zadovoljivi glede na postavljeni cilj iz uvoda. Vzpostavitev cenovno 
dostopnega in zanesljivega komunikacijskega sistema, ki omogoča razširitev sistema ob 
povečanju število uporabnikov. Strežnik IP-PBX omogoča tudi druge aplikacijske razširitve, 
kakršne so tajnica na dohodu, PIN-koda za prijavo uporabnika, čakalna vrsta in mnogo drugih 
naprednih aplikacijskih možnosti, ki jih bomo kasneje tudi izvedli. Prav tako nam da vedeti, da 
lahko sistem postavimo na arhitekturno manj zmogljivi strojni opremi.  
Trenutna strojna oprema je za učinkovito delovanje telefonskega strežnika energijsko in strojno 
potrata denarja. Strežnik bi lahko uporabili za druga pisarniška strojno zahtevnejša opravila, 
kakršna so oblikovanje spletnih strani, grafično oblikovanje ali strežniška podatkovna baza. Če 
podjetje ne bi imelo strojne opreme, ki bi ustrezala minimalnim merilom osnove Asterisk, bi 
bil potreben nakup dodatne strežniške opreme. 
Odlično rešitev bi pomenil Raspberry PI 2 Model B, ki ima 1 GB pomnilnika, ethernet vtič in 
vhod USB. Vhod USB bi v našem primeru služil kot dodatna mrežna ethernet kartica. 
Raspeberry PI 2 je arhitekturno dovolj zmogljiv in bi za končnega uporabnika pomenil 
minimalni strošek, saj se cene gibljejo okoli 40 evrov. Raspeberry PI potrebuje tudi izjemno 
nizko energijsko porabo, ki pomeni manjši energijski strošek za končnega uporabnika.  
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Preko ethernet stikala naš sistem Asterisk IP-PBX omogoča fizični priklop do 8 aparatov IP 
SIP. Če upoštevamo izbiro brezžične možnosti WLAN, ki jo ponuja usmerjevalnik Mikrotik po 
dostopni točki, je število končnih uporabnikov večje. Brezžično omrežje tako omogoča po 
programski opremi IP SIP-povezavo X-Lite večjega števila uporabnikov brez uporabe kablov, 
vendar za ceno manjše zanesljivosti, višjih odzivnih časov ter za vpliv drugih brezžičnih 
omrežij. Številni prenosni računalniki imajo brezžične kartice že vnaprej nameščene, uporaba 
brezžičnega omrežja pa je nekaj vsakdanjega in samoumevnega.  
Brezžično omrežje in program X-Lite tako pomeni preprosto uporabniško rokovanje s strojno 
in programsko opremo VoIP. IP-telefonsko številko je tako mogoče prestaviti na drugo 
pisarniško lokacijo brez dodatnih stroškov ožičenja in topologijskih sprememb mrežnega 
dostopa. Odjemalec naše IP-telefonije je tako lahko prenosni računalnik, IP SIP-aparat ali 
statični namizni računalnik.  
Vendar je podatkovna paketna uporaba pri telefoniji VoIP nagnjena k nekaterim varnostnim 
vprašanjem. Čeprav je tveganje majhno pri tovrstni vzpostavitvi pisarniškega okolja IP-PBX, 
je še zmeraj mogoče. Program Asterisk je odprtokoden in računalniški hekerji imajo prost 
dostop do izvorne programske kode in varnostnih pomanjkljivosti. Hekerji so ugotovili, da je v 
lokalna omrežja razmeroma preprosto vdreti. Na spletu je mogoče dobiti veliko programov, ki 
omogočajo tretji osebi vdor v brezžične tehnologije, po kateri je možno vdreti v žična omrežja. 
Računalniški virusi lahko okužijo celotni sistem Asterisk.  
Napadalec lahko pridobi podatke o geslih, ki so vtipkana v telefonske terminale, in gesla za 
elektronsko pošto itd. Napadalec lahko s številnimi programi dobi vse potrebne podatke za krajo 
uporabniške entitete in uspešen vdor lahko podjetje stane več tisoč evrov (npr. klic v tujino). 
Med testiranjem smo tudi spoznali, da lahko tretja oseba s programom Wireshark prestreže 
celotni promet RTP in tako prisluškuje pogovoru. Pazljivost glede internetne nevarnosti pri 
tovrstni postavitvi pisarniškega okolja je ključnega pomena. Vsi računalniki morajo imeti 
zadnje varnostne sistemske posodobitve in obvezno dober požarni zid. Antivirusni programi so 
ključnega pomena za zaščito sistema IP-PBX, ob morebitni okužbi računalnika pa je treba 
pregledati celotni sistem. 
Pri naši vzpostavitvi smo zaradi varnosti mednarodne in plačljive (090) številke izključili iz 
klicnega načrta. Zaščita je bila po klicnem načrtu in od ponudnika, ki blokira vse odhodne klice 
na omenjeni številki. Asterisk sicer ponuja številne varnostne ukrepe pred morebitnimi vdori, 
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saj sistem ščiti požarni zid od podjetja Sangoma in varnostna zaščita fail2ban. Zaščita fail2ban 
naš strežnik varuje pred grobo silo (angl. bruteforce), ki blokira večkratne zunanje napade 
(poskus vdora skozi vrata SSH ali na vmesnik GUI FreePBX). Varnostni sistem nas lahko po 
elektronski pošti obvesti, da je sistem zaznal poizkus vdora, in IP-napadalca blokira ter ga 
zabeleži na črni seznam (angl. blacklist). Dokler je IP blokiran, sistem napadalcu ne dovoli 









Na podlagi nižjih stroškov in manj sistemskega vzdrževanja, kar ponuja storitev VoIP, se 
čedalje več organizacij in podjetij odloča za takšno obliko komunikacije. Za podjetje ali 
organizacijo VoIP pomeni poceni telefonsko rešitev, saj se vsi glasovni in podatkovni paketi 
podjetja lahko prenašajo po zasebnem lokalnem omrežju, ki omogoča brezplačno interno 
glasovno komuniciranje. Na področju mednarodne telefonije lahko pri podjetju Skype za 12 
evrov na mesec zakupimo neomejeno mednarodno komuniciranje v vsa svetovna omrežja. Za 
podjetja, ki opravijo več mednarodnih klicev, je omenjeni strošek minimalen. Smernice 
pisarniške telefonije se vse bolj nagibajo k tehnološkim oblikam, kakršna je hišna telefonska 
centrala ali strežniško gostovanje pri ponudniku pisarniških storitev v oblaku. Zadnjo v 
kombinaciji s storitvami VoIP uporablja čedalje več podjetji, saj za podjetje pomeni sistemsko 
preprosto rešitev brez dodatnih topologijskih sprememb. Ponudniki storitev v oblaku 
zagotavljajo poceni in varne telekomunikacijske storitve. To pa ne pomeni, da bodo hišne 
telefonske centrale IP-PBX preprosto izginile. IP-PBX s snopom SIP omogoča, da imamo 
popolno telefonsko rešitev VoIP. Številni ponudniki ob gostovanju centrale IP-PBX za dodatne 
aplikacijske storitve tudi zaračunavajo. Iz diplomske naloge je razvidno, kako preprosta je v 
našem primeru aplikacijska razširitev klicnega načrta, predvsem pa je pomembno, da je storitev 
povsem brezplačna. V diplomski nalogi smo torej uspešno opisali konfiguracijski postopek za 
vzpostavitev pisarniškega sistema VoIP, ki deluje kot hišna telefonska centrala IP-PBX. Sistem 
je namenjen predvsem malim in srednjim podjetjem do deset uporabnikov.   
V poglavjih je prikazan preprost konfiguracijski GUI-vmesnik FreePBX, prijazen do 
uporabnika, ki omogoča krajši potrebni čas za vzdrževanje sistema in njegovo nadgradnjo. S 
spletnim brskalnikom lahko administrator centrale IP-PBX hitro nastavi dodatne 
konfiguracijske spremembe. Pregledne nastavitve omogočajo nastavitev vseh parametrov 
telefonije VoIP in tudi dodajanje naprednih aplikacijskih razširitvenih možnosti za načrt 
pisarniškega okolja. Asterisk tako ponuja hitro in učinkovito nadaljnje vzdrževanje in 
nadgradnjo strojne in programske sistemske opreme. Nadgrajevanje sistema je preprosto, 
posodobitve aplikacijskih modulov in varnostne sistemske nadgradnje lahko potekajo 
avtomatsko ali ročno po spletnem brskalniku. Ob morebitnih prihodnjih sistemskih napakah 
ponuja Asterisk sistemsko podporo, da se napaka odkrije in odpravi. Razvidno je tudi, da smo 
v petem poglavju uporabili popolnoma združljive programe, ki omogočajo testiranje in 
odpravljanje težav protokolnega delovanja SIP. 
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Naslednji postavljeni cilj je vzpostavitev sistema, pri čemer imamo na voljo manjšo pasovno 
širino in večje število uporabnikov. Kakovost storitev bi morali upoštevati tudi pri manjših 
širokopasovnih hitrostih in ob večjem številu uporabniških potreb po istočasnih podatkovnih in 
zvočnih podatkih. V strojno in programsko opremo bi bilo treba dodati medijske prehode, ki 
bodo omogočali povezavo obstoječih naprav telefonskega omrežja na podatkovno omrežje 
VoIP, kot so: 
 Analogni vmesnik: nadgradnja sistema IP-PBX z analognim modulom bi omogočala 
priklop faksa, analognega telefona in alarma. 
 ISDN-terminal: možnost razširitve sistema s sedanjo IP-spletno telefonijo. 
 GSM: vzpostavitev navideznega virtualnega omrežja, ki uporabniku omogoča klicanje 
z GSM-aparatom s protokolom SIP. 







[1] J. J. Smith Meggelen, L. Madsen, “Asterisk: The Future of Telephony.” 2. izdaja, 
O´Reilly, 2007. Dosegljivo: http://cdn.oreillystatic.com/books/9780596510480.pdf. 
[Dostopano: 18. 4. 2016]. 
[2] “Configuring Voice over IP.” Dosegljivo: 
http://www.cisco.com/c/en/us/td/docs/ios/12_2/voice/configuration/guide/fvvfax_c/v
vfvoip.pdf. [Dostopano 16. 3. 2016]. 
[3] N. Udum, “Three Ways of Making a VoIP Connection.” Dosegljivo: 
http://voip.about.com/od/voipbasics/a/threewaysofuse.html. [Dostopano: 9. 3. 2016]. 
[4] “FreePBX – configuration manual.” Dosegljivo: https://www.freepbx.org. 
[Dostopano: 22. 4. 2016]. 
[5] “Eight Befits of using VoIP by Patrick Park.” Dosegljivo: 
http://www.enterprisenetworkingplanet.com/unified_communications/eight-benefits-
voip. [Dostopano: 17. 3. 2016]. 
[6] “What are advatages and disadvantages of VoIP.” Dosegljivo: 
http://faq.programmerworld.net/voip/voip-advantages-disadvantages.html. 
[Dostopano: 18. 3. 2016]. 
[7] “Overview of the Session Initiation Protocol.” Dosegljivo: 
http://www.cisco.com/en/US/tech/tk652/tk701/technologies_configuration_guide_ch
apter09186a00800eadee.html. [Dostopano 20. 3. 2016]. 
[8] “What is a SIP Address? by Nadeem Unuth.” Dosegljivo: 
http://voip.about.com/od/sipandh323/g/What-Is-A-Sip-Address.htm. [Dostopano: 24. 
3. 2016]. 
[9] M. Zver, “IP telefonija.” Dosegljivo: http://student.pfmb.uni-
mb.si/~mzver/Mulitmedija%20II/mm2.html, [Dostopano: 29. 3. 2016]. 
[10] “Arhiv starih spletnih vsebin.” Dosegljivo: http://splet-stari.fnm.uni-
mb.si/pedagoska/didgradiva/01/3x.htm. [Dostopano: 30. 3. 2016]. 
 62 
 
[11]  P. Harley, “SIP Trunkng for dummies,” New Jersey: John Wiley & Sons, 2012 
[12] “Wikipedia - Voice over IP.” Dosegljivo: https://en.wikipedia.org/-
wiki/Voice_over_IP. [Dostopano: 13. 3. 2016]. 
[13] “Problems with VoIP Phone Systems by Brittany Wilhelms [Onilne].” Dosegljivo: 
http://www.callforwarding.com/blog/problems-with-voip-phone-systems. 
[Dostopano: 19. 4. 2016]. 
[14] “VoIP tehincal blog.” Dosegljivo: http://techgeek-gig.blogspot.si. [Dostopano: 24. 4. 
2016]. 
[15] “Studentski.net - gradiva.” Dosegljivo: www.studentski.net/gradivo. [Dostopano: 23. 
3. 2016]. 
[16] “3CX [Onilne].« Dosegljivo: http://www.3cx.com/pbx/ip-pbx-overview/. 
[Dostopano: 24. 4. 2016]. 
[17] “Cisco – VoIP Per Call Bandwith [Onilne].” Dosegljivo: 
http://www.cisco.com/c/en/us/support/docs/voice/voice-quality/7934-bwidth-
consume.html. [Dostopano: 20. 3. 2016]. 
[18]  “Colos.fri.uni-lj.si – ISDN.” Dosegljivo: http://colos.fri.uni-
lj.si/eri/RAC_SISTEMI_OMREZJA/html/isdn/isdn.html. [Dostopano: 16. 3. 2016].  
[19] “Wikipedia – Comparison of audio coding formats.” Dosegljivo: 
https://en.wikipedia.org/wiki/Comparison_of_audio_coding_formats. [Dostopano: 
16. 3. 2016].  
[20] “Wikipedia – Session Initiation Protocol.” Dosegljivo: 
https://en.wikipedia.org/wiki/Session_Initiation_Protocol. [Dostopano: 16. 3. 2016].  
[21] “Wikipedia – H.323 [Online].” Dosegljivo: https://en.wikipedia.org/wiki/H.323. 
[Dostopano: 16. 3. 2016].  
