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ABSTRAK
Saat ini banyak pencurian pesan oleh orang â€“ orang yang tidak berkepentingan. Steganografi merupakan
teknik untuk menyembunyikan pesan, dan sedangkan kriptografi merupakan teknik untuk mengamankan
pesan. Dua metode ini saling berkaitan pada pesan yang dijaga kerahasianya. Least Significant Bit (LSB)
merupakan teknik steganografi yang mengganti bit terahkir citra cover dengan citra pesan. Metode ini
mampu menyembunyika pesan dengan baik. Tetapi karena metode ini terlalu sederhana maka perlu
ditingkatkan keamanannya. Maka pada penelitian ini diusulkan kombinasi teknik steganografi dan kriptografi
dengan metode yang digunakan yaitu metode LSB â€“ RSA. Karena pixel maksimal citra grayscale 255
maka dari itu RSA di buat menjadi 16 bit agar nilai lebih bervariasi. Dengan tujuan meningkatkan keamanan
pesan dan tetap menjaga kualitas hasil eksperimen terbukti dari hasil percobaan metode yang diusulkan
tahan terhadap serangan salt and paper. Naiknya nilai imperceptibility dapat dibuktikan dengan hasil PSNR
57.2258dB, MSE 0.1232dB.
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ABSTRACT
Today many thefts of messages by unauthorized people. Steganography is a technique for messaging
techniques, and while cryptography is a technique for securing messages. These two methods are
interconnected to messages that are kept secret. Least Significant Bit (LSB) is a steganographic technique
that changes the last bit of the cover image with the message image. This method can hide the message
well. This method can be very much needed. So in this study combines steganography and cryptography
techniques with methods that form the method of LSB - RSA. Because the maximum pixel image grayscale
255 then RSA made into 16 bits to be more varied. With the aim of improving the security of messages and
maintaining the quality of experimental results proven from the method of methods that like to attack salt and
paper. The rising imperceptibility value can be proven with the result of PSNR 57.2258dB, MSE 0.1232dB.
Keyword : Steganography, Cryptography, LSB, RSA, Image Encryption
Generated by SiAdin Systems ï¿½ PSI UDINUS 2017
