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S U H A D I 
 
Komunikasi data pada internet melibatkan masalah keamanan, kemudahan, dan 
kecepatan transfer atau pertukaran data. Hal inilah yang harus diperhatikan oleh 
pemilik dan atau administrator sistem informasi suatu instansi pemerintah 
khususnya, dalam melakukan kegiatan di dunia internet, sehingga kerahasiaan 
informasi suatu perusahaan, universitas, dan atau dalam hal ini instansi 
pemerintah bisa terjaga dengan baik, dan kemudahan serta kecepatan transfer data 
bisa diimplementasikan sehingga menjadi satu nilai lebih yang berpengaruh pada 
efektifitas dan efisiensi suatu lembaga atau instansi pemerintah dimaksud. 
Perkembangan teknologi komputer dan perangkat mobile yang sangat cepat 
membutuhkan suatu metode yang bisa melindungi komunikasi dan privasi 
jaringan komputer di tempat kerja dari ancaman terhadap masalah keamanan di 
dunia komunikasi dan jaringan komputer, kebutuhan akan suatu metode yang 
murah, tepat, dan efisien dapat diterapkan agar pekerjaan dapat terselesaikan 
secara lebih cepat dan efektif. 
Virtual Private Network (VPN) merupakan salah satu solusi yang dapat 
diterapkan, dengan membangun sebuah jaringan privat yang bisa diakses dan 
digunakan melalui jaringan publik, dengan sistem pembuatan jalur tersendiri 
memungkinkan hal ini bisa dilakukan dan sangat membantu apabila seorang 
karyawan dari sebuah instansi pemerintah maupun swasta, harus sering berada di 
luar kantor sedangkan dibutuhkan komunikasi dan akses data dengan komputer 
yang ada di kantor. 
Skripsi dengan judul Rancang Bangun Virtual Private Network (VPN) 
Menggunakan OpenSwan dan Linux Debian ini disusun guna mengembangkan 
jaringan komputer yang ada di Unit Pelaksana Teknis Pelatihan Kerja Ponorogo 
agar meningkatkan kinerja dan meningkatkan keamanan data yang ada dengan 
memanfaatkan remote access. Pemanfaatan OpenSwan yang berjalan di atas 
sistem operasi Linux Debian sebagai Free and Open Source Software dapat 
dikolaborasikan menjadi sebuah mesin server yang handal dan dengan biaya yang 
cukup murah, tapi dengan kinerja yang sangat baik dan manajemen yang cukup 
mudah. 
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