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Tato diplomová práce popisuje problematiku měřicích pracovišť s důrazem na jejich 
automatizované řízení pomocí webového rozhraní. Popisuje jednotlivá rozhraní, pomocí 
kterých lze měřicí přístroje ovládat. Dále popisuje jednotlivé technologie použité při 
realizaci výsledné webové aplikace, jako jsou ASP.NET, AJAX, AngularJS a relační 
databáze. V neposlední řadě je zde uvedeno řešení webové aplikace umožňující 
uživatelům, zejména dálkovým studentům, provádět automatizovaná měření odkudkoliv 
skrze webový prohlížeč.  
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This master work describes issues of measurement workplaces with accent at automatic 
control of them by web interface. Describes  one by one interfaces which allow us to 
controll measurement devices. Additionally there are described technologies which was 
used for realization of web application, as ASP.NET, AJAX, AngularJS, and relation 
databases. Last but not least here is described solution of web application which allow 
to users to do automatization measurements from anywhere by web browser. 
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Cílem této práce je zejména vytvoření webové aplikace, skrze kterou bude dálkovým 
studentům umožněno provést laboratorní měření předmětu Radioelektronická měření z domu. 
Je zde popsána teorie měřicích přístrojů a jejich správa v rámci pracoviště skrze komunikační 
sběrnice.  Dále je zde nemalá část textu věnovaná popisu technologií, použitých při tvorbě 
výsledné aplikace. Mezi které patří ASP.NET, AJAX, AngularJS a relační databáze.  
Jelikož výsledná webová aplikace bude sloužit pro dálkové studenty oboru 
Elektrotechnika, elektronika, komunikační a řídicí technika, je zapotřebí, aby obsahovala 
administrační rozhraní pro učitele. Součástí tohoto administračního rozhraní bude průvodce 
pro vytvoření jednotlivých laboratorních úloh s následným přiřazením studentů k jednotlivým 
časovým úsekům. Dále je zapotřebí, aby bylo možné jednotlivá cvičení a uživatele mazat. 
Součástí administrace by měl být kalendář s přehledem naplánovaných laboratorních cvičení. 
Vytvoření studentských uživatelských účtů bude povoleno jen učitelovi. Po vytvoření účtu 
bude danému studentovi zasláno pomocí e-mailu zpráva osahující přihlašovací jméno a heslo. 
Při přiřazení laboratorní výuky k danému studentovi, bude studentovi odeslán opět e-mail 
s informací o vymezeném času pro jeho měření. 
Stěžejní částí práce bude webové rozhraní pro interaktivní zadávání příkazů do 
měřicích zařízení. Tato část bude využívat JavaScriptový framework AngularJS umožňující 
snadnou manipulaci s HTML elementy. Před spuštěním webového rozhraní, by se měly najít 
všechna zařízení připojené k serveru s následným zasláním žádosti o identifikační řetězec. 
Tím pádem si uživatel bude moci vybrat, s jakým zařízením chce komunikovat. Naměřené 







1 Měřicí pracoviště a jejich automatizované 
řízení 
Měřicí pracoviště je sestava zařízení, která jsou vzájemně propojena tak aby společně řešila 
určitou úlohu. Automatizované řízení probíhá zpravidla přes řídicí počítač, který nastavuje 
atributy určitých přístrojů, jako například zdroje nebo generátoru a následně sbírá data 
z měřicích přístrojů. Tyto data může dále číslicově zpracovat a dále publikovat, například jako 
grafy. [1]  
Nejjednodušší měřicí pracoviště je znázorněno níže (Obrázek 1.1). Je zde znázorněn 
řídicí počítač (1), který je připojen prostřednictvím libovolného rozhraní (USB, GPIB, RS-
232, LAN, …) ke dvěma zařízením: generátoru (2) a měřicímu osciloskopu (4). Mezi těmito 
zařízeními leží testovaný obvod (3). 
 
Obrázek 1.1: Ukázka měřicího pracoviště 
Vlastní měření probíhá automaticky, bez zásahu uživatele. Ten pouze před započetím 
měření nakonfiguruje celou měřicí soustavu. Ovládací rozhraní lze vytvářet v různých 
programovacích jazycích, jako například jazyky C a Basic s jejich variantami. Dále je možné 
využít různá grafická prostředí, která jsou k dispozici přímo od výrobců měřicích zařízení. 
Lze sem zařadit například LabView od firmy National Instruments a VEE od firmy Agilent 
Technologies. [1] 
Vlastní komunikace při automatizovaném měření může probíhat přes různé 
komunikační sběrnice. Mezi nejpoužívanější můžeme zařadit tyto:  
 GP-IB – paralelní sběrnice 
 RS-232 – sériová sběrnice 
 RS-485 – sériová sběrnice 
 USB – sériová sběrnice 
 Ethernet – sériová sběrnice 
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V rámci jednoho měřicího pracoviště můžeme použít libovolnou kombinaci těchto 
rozhraní. Měřicí přístroje lze tedy zapojovat do sítí s různou topologií. Topologie jsou 
analogicky shodné s těmi používanými v počítačových sítích. Jde tedy o hvězdicovou 
topologii, sběrnicovou topologii a stromovou topologii. [1] 
1.1 GPIB 
Dříve než přišel standard GPIB, zde bylo mnoho komunikačních rozhraní od různých 
výrobců. Každé z těchto rozhraní mělo vlastní sběrnici a vlastní programovací příkazy. Tato 
situace byla neudržitelná, proto firma HP začala v šedesátých letech minulého století vývoj 
sběrnice HP-IB. Tato norma bylo v roce 1975 specifikováno americkou standardizační 
institucí IEEE jako standard IEEE 488. Častěji označován jako GPIB. Tento standard 
používají tisíce přístrojů a dalo by se říci, že takřka neexistuje měřicí zařízení bez tohoto 
rozhraní. [2] 
 
Obrázek 1.2: Fyzické provedení GPIB konektoru 
GPIB standard definuje elektrické a mechanické vlastnosti rozhraní. Navíc poskytuje 
protokol pro navázání spojení a komunikaci mezi vysílačem a přijímačem dat. Standard dále 
definuje vztah mezi řídicím zařízením a měřicím zařízením.  
 
Obrázek 1.3: Přehled ATE standardů [2] 
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K přenosu informací mezi jednotlivými přístroji je zde využit paralelní přenos. Pro 
komunikaci je použita negativní TTL logika, elektrické úrovně signálu jsou tedy: H (> 2V) 
odpovídá hodnotě FALSE a L (< 0.8V) odpovídá hodnotě TRUE. Maximální počet 
připojených zařízení je 15. Celková délka sběrnice může dosáhnout 20 metrů. Maximální 
přenosová rychlost sběrnice je 1MB/s. 
Ačkoliv byl GPIB standard důležitým krokem vpřed, existují zde rozdíly mezi 
jednotlivými zařízeními. To je způsobeno tím, že data posílaná mezi přístroji nemají 
definovanou strukturu.  S touto myšlenkou přišel až standard IEEE 488.2 a SCPI. 
1.2 488.2 
Standardem 488.2 se inženýři pokusili rozšířit základní 488.1 o definici formátu zpráv, 
syntaxi zpráv, rozšířený stavový model zařízení, protokoly přístrojových zpráv a soubor 
obecných příkazů. Datové formáty jsou v tomto standardu rozděleny na formát pro příjem a 
pro vysílání dat. Oba formáty se liší pouze nepatrně. [1] 
V normě IEEE 488.2 je definována syntaxe jednotlivých přístrojových zpráv. Zprávy 
musí dodržovat tyto zákonitosti: 
- Dvojtečka se používá jako oddělovač jednotlivých příkazů na dvou hierarchických 
úrovních. Např.: INP:FILT 1 
- Středník se používá jako oddělovač příkazů na stejné úrovni. Jinými slovy jde-li o 
vícenásobný příkaz. Např.: INP:IMP 50; CONF:VOLT:DC 100 
- Mezera (white space) se používá jako oddělovač významové části příkazu od jeho 
parametrů. Např.: CONF:VOLT:DC 100 
- Čárka se používá pro oddělení jednotlivých parametrů zprávy. Např. pokud 
chceme nastavit rozsah a rozlišení přístroje, použijeme: CONF:VOLT:DC 100, 1E-
3 
- Otazník se používá jako ukončovací znak dotazu. Např.: MEAS:VOLT:DC? 
- Jako ukončovací znak řetězce příjmu se používají: Znak LF, jednovodičová zpráva 
EOI popř. jejich současná kombinace. 
Dále jsou ve standardu IEEE 488.2 definovány příkazy obecného charakteru, které 
jsou určeny pro řídicí jednotku k ovládání přístrojů a identifikaci jejich stavu. Jako příklad si 
zde můžeme uvést příkazy CLS (nulování stavových registrů), OPC (aktivace hlášení o 
ukončení operace), TST (spuštění vnitřního testu přístroje), atd. 
1.3 SCPI 
SCPI standard je nadstavba standardu IEEE 488.2 a jde o definici unifikace ATE příkazů, 
které jsou posílány do přístroje. Před zrodem této normy měla téměř každá firma vlastní sadu 
příkazů pro komunikaci s daným měřicím přístrojem. V roce 1990 byla na popud předních 
světových výrobců měřicích přístrojů publikována první verze standardu SCPI. Tento 
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standard je převzat z jazyka TMSL vyvinutého  firmou Hewlett-Packard. SCPI oproti IEEE 
488.2 přidává další dvě skupiny 16-bitových registrů. Jde o registry probíhající operace a 
registry umožňující definovat kvalitu naměřených dat (definice rozsahu apod.). [1] 
Pro přístroje vykonávající stejný typ činnosti lze tedy díky tomuto standardu použít 
stejné příkazy i přes to, že jsou různého typu a od různých výrobců. Klíčovou vlastností SCPI 
standardu je definice programovacího jazyka, popisuje jednotlivé příkazy a jejich použití. Ve 
standardu je také definován formát zpráv vracejících se z měřicího (testovacího) přístroje do 
řídicí jednotky. Terminologie příkazů je navržena na základě anglických slov popisujících 
význam dané operace. [1] 
SCPI standard není vázán na jediný typ sběrnice. Pomocí definovaných příkazů lze 
tedy s přístroji komunikovat pomocí různých rozhraní např. USB, LAN, RS-232, apod. 
1.4 USB 
Rozhraní USB bylo vyvinuto pro efektivní připojení různých zařízení k osobnímu počítači. 
Toto rozhraní bylo vyvinuto v roce 1994 a umožnuje připojit k jednomu osobnímu počítači až 
127 různých zařízení. Součástí konektoru USB 1.x a 2.0 (Obrázek 1.4) jsou 4 piny. Dva pro 
napájení - to znamená, že skrze toto rozhraní lze připojená zařízení také napájet. Další dva 
slouží pro sériový přenos informací. Osobní počítače obyčejně disponují 2 až 8 USB porty. 
Proto, abychom mohli připojit více zařízení, je potřeba využít tzv. USB huby. Zapojení 
s pomocí těchto hubů vytváří stromovou strukturu. Pro připojování a odpojování zařízení se 
využívá technologie Plug&Play. To znamená, že můžeme připojovat a odpojovat zařízení bez 
nutnosti restartu hlavního počítače a také bez nutnosti ruční instalace ovladačů. [1] 
 
Obrázek 1.4: Konektor USB typu A ve verzi 1.X  a 2.0 
Dle specifikace může mít USB kabel maximální délku 5m. Z toho je patrné, že pomocí 
tohoto rozhraní můžeme přenášet data pouze na malou vzdálenost. Rychlost přenosu dat se 
liší v závislosti na verzi rozhraní. USB 1.1 bylo schopno komunikovat s maximální rychlostí 
12 Mbit/s. Verze USB 2.0, která vznikla v roce 2000, disponovala maximální rychlostí 480 
Mbit/s. V současné době (rok 2014) poslední revize tohoto rozhraní USB 3.1 umožňuje 
komunikaci s rychlostí až 5 Gbit/s. Ačkoliv verze USB 3.0 (Obrázek 1.5) již obsahuje 9 pinů 
(4 datové), je zpětně kompatibilní se staršími verzemi. 
 
Obrázek 1.5: Konektor USB typu A ve verzi 3.0 
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Toto rozhraní si díky možnosti připojení spousty zařízení na krátkou vzdálenost 
vydobylo také místo při vytváření malých měřicích systémů. Výhoda oproti GPIB spočívá 
v tom, že do osobního počítače nemusíme zapojovat další přídavnou kartu. 
Komunikaci po sběrnici USB řídí vždy jen jeden master, obvykle osobní počítač. 
Znamená to, že žádné jiné zařízení nemůže s komunikací začít samovolně. Každé zařízení má 
svou adresu. Data jsou přenášena prostřednictvím paketů o délce 8 až 256 bajtů. Pakety jsou 
přenášeny v rámcích, každý rámec trvá přesně 1 ms. V jednom rámci mohou být obsaženy 
pakety pro vícero koncových zařízení. Jejich správné rozdělení zařizuje hub. 
1.5 RS-232 
RS-232 (nazývaná také jako sériová linka nebo sériový port) byla představena v roce 1962 
komisí EIA. Jde o sériové komunikační rozhraní, které zpravidla využívá konektor typu 
Cannon 9 (Obrázek 1.6) a propojuje právě dvě zařízení. V dřívějších dobách byl tento 
standard využíván jako komunikační rozhraní osobních počítačů, díky jeho velké rozšířenosti 
se postupem let začal používat také jako rozhraní pro připojení měřicích zařízení. Dodnes 
můžeme narazit na měřicí zařízení disponující právě tímto rozhraním. Jde zejména o levnější 
přístroje, speciální moduly apod. [1] 
 
Obrázek 1.6: Konektor Cannon 9 
Data jsou po sběrnici přenášena bit po bitu prostřednictvím dvou párů vodičů (jeden 
v každém směru). Na rozdíl od technologie Ethernet či USB jde o zcela bezkolizní spojení. 
Sériové rozhraní pro komunikaci využívá asynchronní přenos dat zvaný UART. Tento typ 
komunikace používá synchronizační bity, které jsou vkládány na začátek a na konec 
posílaných dat. Před započetím komunikace je zapotřebí zvolit přenosovou rychlost, délku 
přenášených dat, délku stop bitu a způsob přenosu paritního bitu. Hodnota logické 1 odpovídá 
napěťové úrovni -3 až -15 V, hodnot logické 0 odpovídá úrovni 3 až 15V. Před započetím 
komunikace se sběrnice nachází v logické nule, někdy je tento stav označován jako marking 
state. [1][6] 
1.6 LAN 
Síť Ethernet, jež je v dnešní době nejrozšířenější počítačovou sítí, dělíme podle rozsahu na 
WAN (Wide Area Network), MAN (Metropolitan Area Network), LAN (Local Area 
Network) a PAN (Personal Area Network). Ethernetové sítě mohou dosahovat rychlostí až 10 
Gbit/s. Standard LXI (LAN Extensions for Instrumentation) bývá považován za nového 
nástupce sběrnice GP-IB. Byl uveden v roce 2005 společnostmi Agilent Technologies a VXI 
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Technology. Hlavními výhodami tohoto připojení je snadná dostupnost sítě Ethernet, její 
vysoká rychlost, velká kapacita atd. [1] 
V současné době se pro spojení více zařízení prostřednictvím sítě Ethernet používá 
kabel zvaný kroucená dvoulinka. Skládá se z 8 vodičů, z nichž každý pár je kroucený po své 
délce. Kroucením vodičů se zlepšují jejich elektrické vlastnosti, zejména se snižuje riziko 
přeslechů a také se snižuje interakce mezi kabelem a jeho okolím. Oba vodiče v rámci páru 
jsou rovnocenné, jelikož žádný z nich není spojen se zemí, proto kroucená dvoulinka patří 
mezi symetrická vedení. Zakončují se zpravidla konektory typu RJ-45 (Obrázek 1.7).   
 
Obrázek 1.7: Konektor typu RJ-45 
LXI standard umožňuje komunikaci se zařízeními v módu peer to peer nebo master to 
slave. Dále umožňuje díky IEEE 1588 protokolu snadnou časovou synchronizaci. LXI 
standard definuje následující třídy zařízení pro různé aplikace:  
- Třída C: poskytuje připojení LAN a webový server. Většina zařízení v současné 
době disponuje touto třídou. 
- Třída C plus: poskytuje připojení LAN a webový server, který je kompatibilní 
s LXI standardem. Dále obsahuje spouštěcí sběrnici WTB (Wired Trigger Bus). 
- Třída B: poskytuje připojení LAN a časování dle IEEE 1588. 
- Třída A: poskytuje připojení LAN a časování dle IEEE 1588. Dále obsahuje 





2 Knihovna VISA 
Virtual Instrument Software Architecture dále jen VISA je hojně využívaná knihovna pro 
komunikaci s testovacími a měřicími zařízeními. Je implementovaná v mnoha softwarových 
nástrojích firem National Instruments, Agilent Technologies, Tektonix, Rohde & Schwarz a 
dalšími.  
Knihovna VISA má standardizované způsoby použití jejich operací pro rozhraní 
GPIB, RS-232, VXI, PXI, Ethernet a USB. Obsahuje API pro jazyk C a Visual Basic 
distribuovaný pomocí DLL knihoven pro operační systém Windows [3].  
 
Obrázek 2.1: Schéma použití knihovny VISA [4] 
Díky .NET API v programovacím jazyku C# nepracujeme přímo s VISA příkazy, ale 
s metodami obsaženými v .NET knihovně, které nám usnadňují práci při komunikaci 
s měřicími zařízeními. Tyto metody dále volají základní příkazy. 
2.1 Otevření relace (session) 
Relace (session) je kanál pro komunikaci. Jeho otevření je třeba provést před započetím 
vlastní komunikace. Nejdříve je potřeba otevřít relaci pro základního správce prostředků, 
anglicky default resouce manager. Teprve poté je možno jej zprovoznit pro jednotlivé 
rozhraní. [5] 
Relace vrácená na prvním řádku musí být použita jako atribut při otvírání relace 
s konkrétním zařízením, řádek 2. Mezi další atributy funkce viOpen patří adresa zařízení 
„rsrcName“, která může vypadat takto: 
- Pro rozhraní LAN: TCPIP0::192.168.1.10::inst0::INSTR        
- Pro rozhraní USB: USB0::0x0957::0x0607::MY47000559::0::INSTR   
- Pro rozhraní GPIB: GPIB0::20::INSTR 
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Atribut „accessMode“ specifikuje, v jakém módu bude k rozhraní přistupováno. Čtvrtý 
atribut „timeout“ udává čas, po jaký se bude čekat na odpověď. Pokud je tato doba 
překročena, vrátí se chyba. Atribut „vi“ je ukazatel na identifikátor relace, používá se pří 
zasílání příkazů na rozhraní, při čtení odpovědi, případně při ukončování relace. [5] 
 
//otevření relace pro Default Resource Manager 
viOpenDefaultRM(sesn);   
 
//otevření relace pro konkrétní rozhraní 
viOpen(sesn, rsrcName, accessMode, timeout, vi);   
  
2.2 Posílání příkazů a přijímání odpovědí 
Když máme otevřenou relaci, můžeme již začít posílat na jednotlivá rozhraní ATE příkazy. 
K tomu se používá funkce viPrintf, která zasílá do zařízení data, která vzniknout 
formátováním vstupního stringu pomocí atributů. Funkce je velice podobná funkci printf 
známé z jazyka C. Pro čtení dat z přístroje slouží funkce viScanf. Tato funkce je obdobou 
funkce scanf známé z jazyka C a opět dokáže formátovat vstupní data, dle předem dané 
masky.  [5] 
Třetí funkcí používanou pro posílání příkazů a jejich čtení je viQueryf, která spojuje 
funkčnost obou předchozích funkcí viScanf a viPrintf. Funguje tedy tak, že zašle do zařízení 
data a poté ihned obdrží a formátuje odpověď. Atribut „vi“ je opět ukazatel na identifikátor 
relace, který byl získán při Otevření relace (session). [5] 
 
//Nejdříve musí dojít k zahájení relace, tato ukázka je 
předvedena výše 
 
//Definování proměnné s obsahem, který funkce viPrintf 
zformátuje a zašle do zařízení 
double list [2] = {1,0.001};  
 
//Definování proměnné pro výstup dat 
double res;  
 
//Inicializace zařízení 
viPrintf(vi, "*RST\n");   
 
//Zaslání zprávy do zařízení 
viPrintf(vi, "MEAS:VOLT:AC? %,2f\n", list);  
 
//Přečtení výsledku 




2.3 Automatická detekce zařízení 
Automatická detekce připojených zařízení je jednou ze základním funkcí knihovny VISA. 
Vše probíhá následujícím způsobem. Pokud je otevřena relace pro základního správce 
prostředků (default resource manager), tak se otevře nadřazená relace, která zná všechna 
rozhraní  
zařízení (PC). Poté co se tato nadřazená relace zkontroluje tato rozhraní, je schopna hledat a  
otevřít relaci pro tato nalezená zařízení.  
Funkce viFindRsrc vrátí pouze první zařízení, nalezené dle vyhledávacího výrazu, 
pokud je nalezeno více zařízení odpovídající vyhledávacímu výrazu použijeme funkci 
viFindNext, která nám tato zařízení jedno po druhém vrátí. Atribut „sesn“ funkce viFindRsrc 
slouží k předání otevřené relace. Vyhledávací výraz předáme funkci pomocí atributu „expr“. 
Pro různá rozhraní má tento atribut jinou podobu, například pokud chceme hledat zařízení 
připojená pomocí sběrnice GPIB použijeme řetězec „GPIB[0-9]*::?*INSTR“. Atribut 
„findList“ je ukazatel na proměnnou, který následně můžeme předat funkci viFindNext pro 
navrácení dalšího zařízení v řadě. Atribut „retcnt“ je ukazatel na číslo obsahující počet 
nalezených zařízení. „instrDesc“ ukazatel na textový řetězec obsahují identifikaci zařízení 
(adresu). Ukončení hledání musí být provedeno pomocí funkce viClose, do kterého vložíme 
atribut „findList“ získaný výše. 
 
//nalezení zařízení dle vyhledávacího výrazu 
viFindRsrc(sesn, expr, findList, retcnt, instrDesc); 
 








ASP.NET je technologie pro tvorbu webových služeb a aplikací. Tato technologie je 
postavena na .NET („dotnet“) frameworku, který patří mezi nejrozšířenější  platformy pro 
osobní počítače. Mezi jeho přímé konkurenty patří například Java. Vývoj .NET frameworku 
má na starosti firma Microsoft, z tohoto důvodu je tato platforma dostupná jen pro operační 
systémy Windows. Ačkoliv nyní (rok 2014) Microsoft zveřejnil zprávu, že .NET framework 
bude nadále vyvíjen pod hlavičkou open source a počítá se také s jeho rozšířením na Unixové 
systémy. .NET framework obsahuje soubor knihoven, které usnadňují práci s tvorbou 
aplikace. Obsahují předpřipravenou sadu struktur a komponent. Pro běh aplikace je nutné, aby 
na daném počítači byla nainstalována ta samá nebo vyšší verze .NET frameworku, pro jakou 
byla aplikace vyvíjena. [8] 
 
Obrázek 3.1: Způsob práce s interpretovaným jazykem [9] 
Platforma .NET nevyžaduje použití určitého programovacího jazyka. Mezi 
nejpoužívanější jazyky pro vývoj .NET aplikací patří C#, Visual Basic .NET a Delphi. Tyto 
jazyky se obecně nazývají jazyky s virtuálním strojem. Přednost těchto jazyků oproti 
interpretovaným jazykům jako jsou PHP nebo Python spočívá v tom, že napsaný kód se 
přeloží do mezi-jazyku zvaného Common Interediate Language, který je až při spuštění 
programu dále přeložen do strojového kódu. Rozdíl při zpracovávání kódu je patrný na 
Obrázek 3.1 a Obrázek 3.2. [9] 
 
Obrázek 3.2: Způsob práce s jazyky s virtuálním strojem [9] 
Mezi výhody jazyků s virtuálním strojem oproti interpretovaným jazykům patří: 
- Odhalení syntaktických chyb – toto je možné díky kompilaci zdrojového kódu do 
mezi-kódu. 
- Vyšší stabilita – Díky tomu, že interpret rozumí zdrojovému kódu, zastaví nás před 
vykonáním chybné či nebezpečné operace a na chybu upozorní. 
- Vyšší rychlost – oproti interpretovaným jazykům si virtuální stroj výsledky své práce 
může cachovat, a tím optimalizuje svůj chod při častých výpočtech. Další výhoda 
spočívá v předkompilovaní kódu do několika málo DLL souborů. Interpret poté 
s těmito soubory pracuje rychleji, než je tomu u interpretovaných jazyků, kde se musí 
při každém spuštění programu zdrojový kód znovu rozparsovat. 
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3.1 Server Internet Information Services 
Internet Information Services dále jen IIS je softwarový webový server se sbírkou 
rozšiřujících modulů. Byl vytvořen firmou Microsoft a je součástí produktové řady Windows 
Server a některých verzí Windows. Jedná se o druhý nejpoužívanější webový server po 
serveru Apache.  
Tento webový server byl pro tuto práci vybrán díky jeho bezproblémové kompatibilitě 
s technologií ASP.NET a dále také kvůli jeho bezpečnosti. Zpřístupnění serveru je 
jednoduché, pokud máte k dispozici systém Windows v edici Professional, Enterprise nebo 
Ultimate, stačí otevřít Ovládací panely -> Programy a Funkce a v podokně s názvem 
„Zapnout nebo vypnout funkce systému Windows“ zatrhnout „Internetová informační 
služba“. Po odsouhlasení toho dialogu dojde k instalaci serveru IIS. Konfiguraci serveru lze 
obstarat přes grafické rozhraní aplikace IIS. Konkrétně jsou zapotřebí tyto kroky: 
- Zadat cestu k souborům  
- Nastavit verzi .NET frameworku. Pro účely této práce to byla verze 4.0 
- Nastavit port serveru. V tomto konkrétním případě jde o port 80   
- V případě, že se jedná o 64 bitový operační systém, povolit také spouštění 32 bitových 
aplikací.  
Pro umožnění přístupu z vnější sítě, je zapotřebí příchozí komunikaci na portu 80 
povolit v firewallu systému Windows, popřípadě i dalších zabezpečovacích softwarů jako je 
například AVG nebo ESET. Podrobný postup instalace IIS serveru je popsán v kapitole 7. 
3.2 Visual Studio 
Pro tvorbu webové aplikace určené pro účely této práce bylo využito Visual Studio (Obrázek 
3.3). Visual Studio je IDE (vývojové prostředí) od firmy Microsoft. Slouží pro vývoj 
konzolových aplikací, aplikací s grafickým rozhraním, webových aplikací a služeb. Umožňuje 
efektivně spravovat kód a dále ho debugovat jak na úrovni kódu, tak na úrovni stroje. 
Mezi vestavěné nástroje patří formulářový designer, ve kterém se komponuje vizuální 
podoba grafických aplikací. Dále tu můžeme nalézt designer webu a databázových schémat. 
Podporuje rozšíření, což umožňuje vylepšit funkčnost či přidat podporu pro jakýkoliv jazyk. 
V základní instalaci podporuje jazyky C, C++, C #, Visual Basic .NET, HTML, CSS, 
JavaScript a další. 
Další hojně využívanou funkcí Visual Studia při vytváření této práce byla podpora 
verzovacího systému, konkrétně GIT. Tento systém dovoluje vracet se ke starším verzím 
upravovaného zdrojového souboru nebo vytvářet nové větve, do kterých můžeme umístit kód 
který je aktuálně ve vývoji a nechceme ho zatím nasazovat na běžící server a podobně. Dále je 
také hojně používaný v práci v rámci týmu. V případě, že na jednom souboru pracuje více 
lidí, GIT dokáže tyto verze, s víceméně dobrou úspěšností, spojit. Popřípadě si vývojář může 
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zobrazit změny, které jednotliví uživatelé provedli a poté ručně určit co do kódu a na které 
místo skutečně patří. 
 




4 SQL a relační databáze 
Structured Query Language nebo-li SQL je neprocedurální programovací jazyk používán k 
obsluze relačních databázových systémů. Relační databáze je založená na relačním modelu, to 
znamená, že způsob uložení dat je provedeno v logickém smyslu. Databáze je založena na 
tabulkách a vzájemném propojení. Řádky databáze chápeme jako jednotlivé záznamy a 
jednotlivé položky mohou reprezentovat buďto hodnotu předem definovaného datového typu 
nebo může jít o informaci o relaci mezi jednotlivými tabulkami. Každá tabulka by měla 
osahovat právě jeden primární klíč, jehož hodnota se nesmí rovnat hodnotě NULL a který je 
svou hodnotou v rámci tabulky jedinečný. Mezi další klíče patří cizí klíč, který slouží 
k vyjádření vztahů mezi jednotlivými záznamy jak v rámci jedné, tak i více tabulek. Dalším 
používaným klíčem je tzv. kandidátní klíč. Pro tento klíč platí pravidlo, že hodnota atributů 
pro daný sloupec je jedinečná v rámci celé tabulky, z toho vyplývá, že každý primární klíč je 
zároveň klíčem kandidátním. Typickým příkladem kandidátního klíče je např.: rodné číslo. 
Mezi nejpoužívanější relační databázové servery patří: MySQL, Postgree, MS Access, Oracle, 
MS-SQL. [12] 
 Důležitým pojmem v problematice relačních databází je integrita databáze. Znamená 
to, že data v ní uložená jsou vůči definovaným pravidlům konzistentní. K zajištění integrity 
slouží integritní omezení, která kontrolují vkládaná data a hlídají dodržování datových typů, 
v případě primárních a kandidátních klíčů kontrolují duplicity. Dále je díky tomuto systému 
možné smazat data, která již nepotřebujeme a v případě, že umažeme jeden řádek z jedné 
tabulky, tak se všechna závislá data z ostatních tabulek rovněž odstraní. [13] 
 Pro svázání tabulek v relační databázi slouží vztahy. Tyto vztahy se charakterizují 
pomocí tří hlavních kritérií: stupněm, kardinalitou a volitelnou účastí. Stupeň vztahu definuje, 
mezi kolika tabulkami je vztah navázán. Kardinalita vztahu určuje počet entit na jedné a druhé 
straně vztahu. 1:1 – jednomu záznamu v jedné tabulce existuje právě jeden záznam v tabulce 
jiné, např.: právě jeden uživatel má právě jeden řidičský průkaz. 1:N – jednomu záznamu 
v jedné tabulce náleží více záznamů v tabulce druhé, např.: právě jeden uživatel má 
vypůjčeno N knížek. M:N – několik záznamů z jedné tabulky je svázáno z několika záznamy 
z tabulky druhé, např.: vztah spisovatelů a knížek, M spisovatelů může napsat N knížek. 
Tento poslední typ se příliš nepoužívá, spíše se převede na vztah typu M:1 a 1:N, které jsou 
realizovány pomocí pomocné tabulky. 
 Mezi výhody použití databázového systému patří krátká přístupová doba k datům, 
zabudovaný mechanismus pro paralelní přístup a v neposlední řadě umožňují pomocí dotazů 
snadno extrahovat množiny dat odpovídající zadaným kritériím. [12]  
4.1 Syntaxe SQL 
Kód jazyka SQL není tzv. case sensitive, to znamená, že příkaz „select“ znamená to samé 
jako „SELECT“. Základem jazyka jsou příkazy, v originále statements, pomocí kterých 
dokážeme vybrat, vložit, aktualizovat či mazat jednotlivé tabulky nebo jejich řádky. 
Jednotlivé příkazy jsou od sebe oddělené pomocí středníku. Mezi příkazy použité v této práci 
patří: SELECT, UPDATE, DELETE a INSERT INTO. Například pro vložení nového 
uživatele je použit tento příkaz: 
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INSERT INTO Uzivatele (Name, Pass, Role) output 
INSERTED.UserID VALUES (@Name, @Pass, @Role) 
 
Tento příkaz je uveden klíčovým souslovím INSERT INTO, poté následuje název 
tabulky, do které chceme vložit data se jmény sloupců v závorce. Dále je zde klíčové slovo 
output, které nám po vykonání příkazu vrátí ID právě vloženého uživatele. Příkaz je ukončen 
klíčovým slovem VALUES s parametry, které jsou v .NET programu následně nahrazeny 
proměnnými. Tento postup také brání před útokem na SQL server pomocí takzvaného SQL 
injection. Technika SQL injection do příkazu vloží místo hodnoty proměnné další příkaz 
mající za úkol získat či smazat některá data z databáze. 
4.2 Microsoft SQL Server 
MS-SQL je databázový systém od firmy Microsoft. V minulosti byl tento systém dostupný 
jen v placené verzi, od verze 2008 je také dostupná verze express, který je omezena 
maximální velikostí databáze na 4GB a limitním využitím hardware na 1GB operační paměti 
a omezení využitelnosti procesoru. Co se týče funkčnosti, nabízí MSSQL širokou paletu 
funkcí a nástrojů. Pro tuto práci byl tento databázový server vybrán z důvody bezproblémové 





S postupným prosazováním technologie HTML5 je kladen stále větší důraz na JavaScript, 
který tyto webové aplikace takzvaně oživuje. JavaScriptové programy se stávají stále 
složitější a komplexnější. Proto, aby byl JavaScriptový kód stále dobře čitelný a přehledný, 
jsou do projektů zaváděny různé MVC frameworky, které ulehčují práci s DOM elementy, 
zpracování událostí a podobně. Jedním z hojně využívaných JavaScriptových frameworků 
dnešní doby je jQuery, který již ale na některé komplexnější aplikace přestává stačit. Proto 
byl pro tuto diplomovou práci zvolen jiný vhodnější framework z dílny firmy Google zvaný 
AngularJS. 
AngularJS rozšiřuje HTML o řadu elementů a atributů, které nám vytváření 
dynamického HTML dokumentu usnadňují. Navíc nám umožnuje vytvářet vlastní HTML 
elementy a atributy, ke kterým lze přiřadit funkčnost přes takzvané direktivy. Obsahuje 
techniku two-way data binding (Obrázek 5.1), která řeší synchronizaci stavů mezi modelem a 
pohledem. Pokud uživatel změní hodnotu například textového řetězce v HTML tagu input, 
tento text se přenese do modelu a následně se z modelu přepíše do ostatních částí pohledu. 
 
Obrázek 5.1: Two-way data binding v AngularJS [11] 
 
Dalším charakteristickým rysem pro AngularJS je zabudovaný systém pro 
implementaci dependency injection. Jedná se o návrhový vzor, který řeší závislost mezi 
jednotlivými komponentami programu. Umožňuje vždy dohledat, které jiné komponenty se 
uvnitř konkrétní komponenty používají. To znamená, že pokud například v nějaké funkci 
voláme část kódu z jiné komponenty, popřípadě využíváme její data, je potřeba tuto 
komponentu předat v atributech dané funkce. 
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Program napsaný v AngularJS se skládá z libovolného počtu modulů, které popisují 
danou funkčnost a měli by být psané tak, aby u každého z nich byla zajištěna 
znovupoužitelnost i pro jiné projekty. Každý modul může dále obsahovat tyto části: 
 Direktiva - je obslužná funkce, která je aplikována na DOM element s daným 
názvem nebo atributem. Direktiva umožňuje vložení šablony a přepsání tak 
aktuální části HTML za zástupnou, která rozšiřuje funkčnost a reaguje na 
změny modelu. 
 Controller - k DOM elementu je přiřazen skrze direktivu ng-controller. 
Používáme v ní službu $scope, která odkazuje na aktuálně používaný kontext 
aplikace. Controller se používá k nastavení počátečního stavu nebo k popisu 
chování aplikace. 
 Služba – složitější logika programu, která nesouvisí přímo se změnou modelu, 
by měla být schována v takzvaných službách. Služby v AngularJS framevorku 
jsou nahraditelné objekty, které jsou propojené pomocí techniky dependency 
injection. 
 Filtr, konfigurace, atd… 
 
V oficiální dokumentaci je kladen velký důraz na styl použití jednotlivých částí s návazností 
na možnost automatického testování aplikací. Testování je prováděno pomocí frameworku 
Karma.  
Pro názornost uvádím jednoduchou ukázku aplikace, která využívá většinu výše popsaných 
částí: 
 




<title>Diplomová práce - ukázka</title> 
</head> 
 
<!-- spuštění aplikace pomocí direktivy ng-app --> 
<body ng-app=“diplomovaPrace“>  
    <!--přižazení controlleru pomocí direktivy ng-controller--
> 
<div class=“main“ ng-controller=“dpController“> 
 <input type=“text“ ng-model=“novyPrikaz“/> 
 <!-- po kliknití se provede funkce ng-click --> 













// ******************* JavaScript ******************* 
 
//vytvoření modulu 
var aplikace = angular.module(‘diplomovaPrace‘, []); 
 
//vytvoření controlleru s ukázkou použití dependency injection 
aplikace.controller(‘dpController‘,[‘$scope‘, ‘sluzbaDP‘, 
function($scope, sluzbaDP){  
 
 $scope.prikazy = []; 
 
 $scope.pridejPrikazy = function(nazev){ 
  $scope.prikazy.push(nazev); 
} 
 





//příklad použití služby 
aplikace.factory(‘sluzbaDP‘, function(){ 
 return function(prikazy){ 
























AJAX je akronym anglického názvu Asychnronous JavaScript and XML, kterým označujeme 
soubor technologií sloužících při vývoji webových aplikací, které nám umožňují měnit jejich 
obsah asynchronně bez nutnosti jejich znovunačtení. Webová aplikace tak působí více jako 
nativní desktopová aplikace, než klasická webová stránka. Při použití AJAXu se využívá 
kombinace JavaScriptu, který celý proces řídí, XML nebo JSON, popřípadě jiného formátu, 
použitého pro přenášená data. Dále rozhraní XMLHttpRequest umožňující asynchronní 
výměnu dat s webovým serverem pomocí protokolu HTTP. A v neposlední řadě kombinace 
jazyků HTML a CSS, které zpravidla slouží pro konečnou prezentaci informací. 
Schéma popisující tuto techniku se nachází na obrázku Obrázek 6.1. Na začátku stojí 
javascriptová funkce která pomocí vestavěného XMLHttpRequest objektu nejdříve otevře 
spojení s určitou adresou a poté odešle potřebná data. Data je možné odesílat pomocí dvou 
metod. GET, která data vloží do URL adresy požadavku a metody POST, která tato data pošle 
data v těle HTTP zprávy. Po zpracování požadavku na straně serveru se pošle zpět buďto 
pouze potvrzující zpráva nebo i nějaká větší data. S těmito daty můžeme v javascriptové 
callback funkci dále operovat například upravit obsah stránky. 
 
 
Obrázek 6.1: Jak funguje AJAX [10] 
 
V této práci bylo pro spojení platformy ASP.NET s technikou AJAX použito volání 
aplikační komponenty Web Service. Třída typu WebService obsahuje metody s atributem 
WebMethod. K takovéto metodě můžeme přistupovat skrze danou URL, například: 
/TřídaWebService.asmx?op=Metoda. Odezva na toto volání je ve formátu XML a obsahuje 




7 Instalace webového a databázového serveru na 
pracovní stanici 
Instalace a konfigurace pracoviště je otázkou několika desítek minut. Před započetím je třeba 
mít na počítači nainstalovány knihovny Agilent VISA. Nejrychlejší způsob jak nainstalovat 
IIS a Microsoft SQL server je skrze nástroj Microsoft Web Platform (Obrázek 7.1).  
Tento nástroj je zcela zdarma k dispozici na této adrese: 
https://www.microsoft.com/web/downloads/platform.aspx. Po spuštění se nám zobrazí 
přehled dostupných produktů.  
 
Obrázek 7.1: Microsoft  Web Platform 
1. Přidejte do instalačního procesu položky uvedené v příloze této práce.  
2. Započneme instalaci  
3. V průběhu instalace budete vyzváni k zadání hesla pro SQL server (Obrázek 7.2). 
Zadejte heslo „jzPass“. Webová aplikace je na něj nakonfigurována. 
 
Obrázek 7.2: Instalace pomocí Web Platform 
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4. Po dokončení instalace je zapotřebí nastavit ASP.NET verzi 4.0 jako primární pro 




pro 32-bitový systém nebo: 
%windir%\Microsoft.NET\Framework64\v4.0.30319\aspnet_regiis.exe –i 
 
pro 64-bitový systém.  
 
Obrázek 7.3: Nastavení ASP.NET 4.0 
5. Nyní již můžeme začít konfigurovat webový server. Nejdříve je potřeba vytvořit nový 
fond aplikací (Obrázek 7.4). A poté jej nakonfigurovat pro verzi .NET Framework v4 
(Obrázek 7.5). 
 
Obrázek 7.4: Přidání fondu aplikací... 
 




6. V dalším kroku již vytvoříme vlastní web (Obrázek 7.6). A nakonfigurujeme jej dle 
obrázku Obrázek 7.7. Název hostitele zvolíme dle adresy aktuálního počítače. 
 
Obrázek 7.6: Přidání webu 
 




7. Nyní spusťte Microsoft SQL Server Management Studio a vytvořte novou databázi 
(Obrázek 7.8 a Obrázek 7.9). 
 
Obrázek 7.8: Vytvoření nové databáze 
 




8. Instalaci samotné webové aplikace provedeme tak, že se v okně příkazové řádky 




Obrázek 7.10: Instalace webové aplikace 
 
9. V posledním kroku již stačí přidat výjimku pro příchozí komunikaci na portu 80 do 






Cílem této práce je návrh a realizace webového rozhraní, sloužícího pro interaktivní vkládání 
příkazů a následné přijmutí odpovědi, tedy komunikaci s měřicími přístroji připojenými 
pomocí rozhraní USB, GPIB, LAN a RS232. Toto rozhraní má za úkol umožnit žákům 
dálkové formy magisterského studia, konkrétně předmětu Radioelektronická měření, 
absolvovat laboratorní cvičení, bez nutnosti být fyzicky přítomni v laboratořích na půdě 
Fakulty elektrotechniky a komunikačních technologií. 
Výsledkem je komplexní řešení pro učitele i studenty. Webová aplikace obsahuje 
administrační rozhraní, sloužící učiteli k přidávání žáků a jednotlivých cvičení. Žáky lze poté 
jednoduše přiřazovat k jednotlivým naplánovaným cvičením. 
Díky tomu, že všechna PC na Fakultě elektrotechniky a komunikačních technologií 
VUT v Brně mají veřejnou IP adresu a zároveň i DNS záznam je přístup k jednotlivé stanici 
velice jednoduchý. Pro přístup k aplikaci vytvořené pro účely této práce, stačí do webového 
prohlížeče zadat adresu požadované pracovní stanice na půdě VUT. V našem konkrétním 
případě jde o adresu PC-293.urel.feec.vutbr.cz.  
Jak již bylo výše zmíněno, webová aplikace je realizována na platformě ASP.NET 
s využitím programovacího jazyka C#. Tento jazyk byl zvolen z důvodu předchozí základní 
znalosti a praktické zkušenosti. Jazyk C# je využit pro základní komunikaci s měřicími 
přístroji a pro realizaci vnitřní logiky webových stránek. Dále se zde využívá značkového 
jazyka HTML, který slouží k zobrazování vlastního obsahu jednotlivých stránek. Pro 
zatraktivnění vzhledu webového rozhraní, jsou zde použity kaskádové styly, zkráceně CSS. 
Majoritní část kódu CSS tvoří světově velmi oblíbený a často využívaný framework Bootstrap 
ve verzi 3.3, který je dostupný pod svobodnou licencí MIT. Výhoda použití tohoto 
frameworku spočívá v tom, že pro základní prvky objevující se na webových stránkách nabízí 
již předpřipravené styly, které jsou jednotné a to je po designové stránce velice efektivní. 
Jediné co je třeba pro použití těchto stylů zapotřebí, je přiřadit konkrétnímu HTML prvku 
určitou třídu. Ukažme si například klasické tlačítko: 
<button type=“button“ class=“btn btn-success“>Start</button> 
Vidíme, že tlačítko obsahuje dvě třídy (anglicky zvané class). První třída btn aplikuje na tento 
HTML tag vzhled tlačítka. Druhá třída btn-success dodá kontext, v tomto případě zelené 
obarvení. [7] 
8.1 Struktura databáze 
V této práci byla použita MS-SQL databáze, využívající jazyka SQL. Tato databáze slouží pro 
ukládání dat o uživatelích, naplánovaných měřeních a dalších dodatečných informacích. 
Obsahuje 3 tabulky: 
 Uživatelé. Obsahuje informace o e-mailu, heslu a stupni pověření uživatele. Heslo je 
zahashované pomocí algoritmu SHA1 s přidanou solí. Pověření uživatele má dva 
stupně: student a učitel. 
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 Časy měření. Sem se ukládají informace o začátku a konci měření. Dále je zde 
informace o přiřazeném uživateli pro dané měření. 
 Obslužné informace. Zde se nachází informace o aktuálně přihlášeném uživateli a 
takzvaný nonce, sloužící k ověření oprávnění u AJAXových dotazů. 
 
 
Obrázek 8.1: Struktura databáze 
 
8.2 Struktura programu 
Struktura projektu je rozdělena do pěti základních sekcí. Jde o stránky přístupné studentům, jako je 
přihlašovací stránka a stránka pro zadávání příkazů pro měřicí přístroje. Tyto stránky se nachází 
v kořenovém adresáři. Druhá sekce je administrační část, nachází se ve složce admin a obsahuje 
všechny podstránky administračního rozhraní. Včetně kalendáře, správy uživatelů a cvičení. V třetí 
sekci se nachází třídy obsluhující přístup k dalším funkcím 
serveru. Nachází se ve složce lib a starají se o připojení a 
komunikaci s databází, přístup a komunikaci se zařízeními a 
také o odesílání informačních emailů studentům. Čtvrtou sekcí 
jsou obslužné metody pro AJAXové metody, které jsou volány 
z prohlížeče studenta. Tato sekce tvoří jádro měřicího 
mechanizmu, přistupuje dále ke třídě, která má na starosti 
komunikaci se zařízeními, nacházející se v předchozí sekci. 
Poslední pátou sekci tvoří podpůrné skripty jazyka CSS, a 
JavaScriptu nacházející se ve složce assets. CSS soubory 
obsahují styly tvořící výsledný vzhled aplikace a vycházejí 
z frameworku Bootstrap popsaného v předchozí části práce. 
Scripty jazyka Javascript jsou dále rozděleny do dvou částí. 
Kódy třetích stran, tedy knihovny podléhající licencím GNU-
GPL, popřípadě MIT. Mezi použité knihovny patří jQuery, 
AngularJS a dále různé modly pro Angular, které umožňují 
například ukládání do souboru CSV popřípadě práci 
s kalendářem a další užitečné věci. Druhá část JavaScriptových 
skriptů patří kódu napsanému speciálně pro tuto práci. 
Obsahuje zejména kontrolery Angularu starající se o chod 





Jelikož se v této práci operuje s fakultním počítačem, na který můžeme přistupovat 
odkudkoliv z internetu, musí zde být kladen nemalý důraz na zabezpečení přístupu k samotné 
webové aplikaci i k jednotlivým jejím součástem jako jsou například AJAX metody. 
Základní zabezpečení spočívá v nutnosti přihlašování uživatele. Uživatel musí být 
předem zaregistrován do systému jiným uživatelem s pověřením na úrovni učitel. Hesla 
uživatelů jsou uložena v databázi v zahashované formě pomocí algoritmu SHA1 s přidanou 
solí, tudíž jejich zpětné dešifrování je nemožné. 
Jelikož webová aplikace vytvořená v této práci z principu umožnuje v jeden okamžik 
přístup pouze jediného uživatele, je zapotřebí tuto dispozici ošetřit. Pokud je uživatel 
přihlášen, na pozadí aplikace se v pravidelných 20 sekundových intervalech odesílá takzvaný 
heatbeat. V případě, že je časové razítko heartbeatu aktuální, je všem ostatním uživatelům 
v tento okamžik znemožněn přístup do aplikace. Po odhlášení uživatele nebo po zavření okna 
prohlížeče se již heartbeat neodesílá, časové razítko zastará a aplikace proto ví, že žádný 
uživatel není aktuálně přihlášen. Umožní se tedy přihlášení dalšího uživatele.  
Další technika použitá pro dosažení lepší bezpečnosti webové aplikace je takzvaný 
nonce. Nonce je náhodně vygenerovaný kód, který se udržuje v aplikaci po dobu přihlášení 
uživatele a slouží ke kontrole oprávnění přístupu k AJAXovým metodám. V našem případě 
jde o náhodně vygenerované číslo v rozsahu 999 – 99999, které je uchováváno v serverovém 
objektu zvaném Session a zároveň v databázové tabulce s obslužnými informacemi. Vždy, 
když je volána libovolná AJAXová metoda, se jako atribut metody přidá kód nonce. Tento 
kód je následně porovnáván s hodnotou v databázi. V případě, že se oba kódy shodují, jde o 
přístup přihlášeného uživatele, AJAXová metoda pokračuje v činnosti a nakonec vrátí 
požadovaná data. V případě, že se neshodují, je vrácena chybová hláška. Toto zabezpečení 
zamezuje volání AJAXových metod odjinud než z naší aplikace a také ověřuje platnost 
přihlášení uživatele. 
8.4 Přihlašovací dialog 
Pokud uživatel vstoupí do webové aplikace a jiný uživatel je již aktuálně přihlášen. Je nově 
příchozímu uživateli zobrazena informace o tom, že momentálně probíhá jiné měření a není 
možné se přihlásit. Uživatel je dále vyzván k tomu, aby se zkusil vrátit později. V případě, že 
žádné měření neprobíhá, zobrazí se klasický přihlašovací dialog vyžadující adresu fakultního 




Obrázek 8.2: Přihlašovací dialog 
 
8.5 Administrační rozhraní 
Do administračního rozhraní mají přístup jen uživatelé s pověřením typu učitel. Těmto 
uživatelům se po přihlášení zobrazí v pravém horním rohu tlačítko pro vstup do administrační 
části webové aplikace.  
 
 
Obrázek 8.3: Administrační rozhraní 
 
Po vstoupení do administrační části (Obrázek 8.3), můžeme na levé straně nalézt menu 
pro rychlou a jednoduchou navigaci skrze administrační rozhraní. První odkaz slouží pro 
návrat do měřicího módu. Duhou položkou je domovská stránka administrace, která obsahuje 
kalendář, kde jsou vypsány časy všech plánovaných měření. Kalendář má několik módů 
zobrazení, mezi které patří zobrazení agendy dne, týdne a měsíce. Další položkou v menu je 
odkaz na průvodce (Obrázek 8.4), který umožní ve dvou krocích snadné naplánovaní časů 
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laboratorních měření a následně k nim lze přiřadit jednotlivé žáky, popřípadě vytvořit žáky 
nové. Pomocí dalších dvou položek v menu se dostaneme na tabulkový seznam všech 
uživatelů respektive cvičení, odkud je lze po jednom mazat. Poslední položka menu odkazuje 
na stránku pro přidání uživatele.  
 
Obrázek 8.4: Naplánování výuky a následné přiřazení uživatelů 
 
Jako přihlašovací jméno slouží uživateli jeho fakultní e-mailová adresa. Na tuto adresu 
se při vytvoření účtu nebo při přiřazení naplánovaného měření odešle zpráva s danou 
informací. Pro rozesílání e-mailů se využívá možnosti anonymního přístupu k fakultnímu 
mailovému serveru na adrese „kos.feec.vutbr.cz“ port 25 s adresou „noreply@feec.vutbr.cz“. 
8.6 Rozhraní pro měření 
Stěžejní část této práce je samotné rozhraní umožňující interaktivně zadávat příkazy pro 
jednotlivá zařízení (Obrázek 8.5: Rozhraní pro interaktivní zadávání příkazů). Tyto příkazy 
lze následně zanořovat do konfigurovatelných smyček s možností definovat proměnnou, její 
počáteční i koncovou hodnotu a krok. Po dokončení daného měření lze zobrazit naměřené 
výsledky v tabulkách, grafech nebo je exportovat do CSV souborů, což může pomoci při 
dalším zpracování naměřených dat, zejména pak při vytváření protokolů o měření. 
Při vstupu na stránku /Controll.aspx proběhne automatická detekce zařízení 
připojených k danému počítači. K tomu se využívá příkazu viFindRsrc popsaného v části 2.3. 
Při tomto úkonu je třeba dbát na to, aby aktuálně neaktivní zařízení byla z programu Agilent 
Connection Expert odstraněna. V opačném případě hrozí, že budou webovou aplikací 
rozpoznána jako aktivní a v případě poslání příkazu na takovéto zařízení dojde k vyvolání 
výjimky z důvodu vypršení časového intervalu.  
Po rozpoznání a zjištění adres jednotlivých zařízení dojde k odeslání příkazu *IDN? na 
každou adresu. Tímto způsobem dostaneme identifikační řetězce, která zpravidla obsahují 
jména jednotlivých zařízení. Tato jména jsou poté zobrazena ve výběru zařízení, uživatel tak 




Obrázek 8.5: Rozhraní pro interaktivní zadávání příkazů 
 
Uživatelské rozhraní, ve kterém se vytváří měřicí schéma, využívá tří prvků, které lze 
navzájem kombinovat pomocí myši a techniky drag&drop. Mezi tyto tři prvky patří: 
 Smyčka s konfigurovatelným názvem proměnné. Pro každou smyčku lze zadat 
počáteční i koncové hodnoty a krok rozmítání. Do smyčky můžeme následně 
vkládat libovolné množství prvků. Můžeme tedy použít i více zanořených 
smyček v sobě. Pokud do jakékoliv vnoříme příkaz, tak výsledná tabulka i graf 
zobrazí data relevantně se všemi proměnnými. Pokud chceme hodnotu 
proměnné použít v příkazu, musíme ji zadat se znakem procenta před i za 
znakem proměnné. V případě, že chceme například rozmítat napětí pro 
proměnnou X, zadáme do pole příkazu: VOLT %X%V; 
 Pole pro zadávání příkazů s výběrem zařízení, na které se dané příkazy 
odešlou. Formát příkazů v tomto poli se liší dle připojeného zařízení. Většinou 
jde o formát popsaný v kapitole 1.2. 
 Zpoždění. Jde o textový vstup, kam uživatel zadává počet milisekund, po který 
bude webová aplikace na daném místě čekat. Maximální možná hodnota je 
omezena na 5 sekund. Omezení je zde zavedeno jako ochrana, aby v důsledku 
překlepu uživatel neuspal server na několik minut. 
Po sestavení schématu měření uživatel klikne na tlačítko start a následně se začne 
provádět měření. Vše se děje na pozadí pomocí techniky AJAX, popsané v kapitole 0. Data 
schématu vytvořeného uživatelem jsou pomocí javascriptu poslány na server, ten provede 
krok po kroku měření tak, jak byla uživatelem sestavena v grafickém módu. Následně se 
v callback funkci vrátí naměřené hodnoty. Měření lze v průběhu ukončit. To je provedeno 
dalším AJAXovým dotazem, který změní statickou proměnou serveru. Při každém kroku 
měřicí funkce se tento stav kontroluje a v případě, že byl vyvolán požadavek na ukončení, 
měřicí funkce vrátí doposud naměřené hodnoty a žádné další měření již neprobíhá. 
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Jelikož práce s více vnořenými smyčkami a velkým množstvím příkazů je časově 
náročnější, je ve webové aplikaci zabudována funkce pro ukládání aktuálně rozpracovaného 
projektu a samozřejmě i pro následné pozdější načtení těchto dat. Ukládání je provedeno 
pomocí zápisu dat aplikace do souboru JSON, který se uloží do uživatelova počítače. Načítání 
je provedeno tak, že uživatel musí zkopírovat celý obsah tohoto JSON dokumentu a vložit jej 
do textového pole ve webové aplikaci. Načítání pomocí souboru není implementováno 
z důvodu nutnosti implementace sofistikovaného ověřování typu nahrávaného souboru a jeho 
obsahu. Jelikož by se takový soubor ukládal na serverový disk, hrozilo by zde riziko napadení 
tohoto počítače škodlivým softwarem. 
8.7 Testované zapojení a možnosti další rozšiřitelnosti 
Pro účely této práce bylo třeba vytvořit testovací pracoviště obsahující jeden řídicí počítač, 
který zároveň obstarával funkci webového serveru a k němu připojené měřicí přístroje dle 
laboratorní úlohy č. 0 předmětu Radioelektronická měření. Vytvořené pracoviště, je 
vyobrazeno na obrázku Obrázek 8.6. 
 
Obrázek 8.6:  Zapojení pro úlohu č.0 
 
1. Vzdálený počítač s libovolným internetovým prohlížečem, na němž je 
zobrazená patřičná webová stránka. Po přihlášení je uživateli umožněno 
interaktivně strukturovat jednotlivé příkazy a tvořit tak postup měření. 
Následně se dané příkazy provedou a uživateli jsou zobrazena výsledná data 
v přehledných tabulkách a grafech, která je možno uložit ve formátu CSV.  
2. Pracovní stanice s webovým a databázovým serverem. Webový server 
běžící na platformě asp.net. Aby bylo umožněno vzdálené připojení na portu 
80, bylo nutno tento port propustit vnitřní sítí školy. Webová aplikace běžící na 
tomto serveru úzce spolupracuje s knihovnami VISA, které se starají o vlastní 
komunikaci s měřicími přístroji (3 a 5). 
3. Generátor Hewlett-Packard E3631A, sloužící k napájení žárovky (4). 
4. Žárovka, pro kterou v úloze č. 0 měříme VA charakteristiku. 
5. Měřicí přístroj Agilent 34401A, připojený rovněž k žárovce (4), měřící 
aktuální napětí na svorkách žárovky. 
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V dané úloze č. 0 mají studenti za úkol seznámit se s nástroji sloužící pro 
automatizované ovládání měřicích pracovišť. Dále mají změřit V/A charakteristiku žárovky. 
Výsledná charakteristika, naměřená pomocí webové aplikace je zachycena v grafu Graf 1. 
Webová aplikace je navržena a postavena tak aby s její pomocí bylo možné změřit většinu 
úloh předmětu Radioelektronická měření. Popřípadě zautomatizovat měření pro jiné zadání. 
 
 





















Tato práce na téma automatické ovládání měřicích přístrojů pomocí webového rozhraní 
obsahuje stručný úvod do problematiky automatizovaných měřicích pracovišť, popis 
jednotlivých rozhraní používaných při práci s měřicími přístroji a popis jednotlivých 
technologií použitých pro praktickou část práce. V neposlední řadě zde je popsána vytvořená 
webová aplikace s popisem a rozborem jednotlivých funkcí. Dále je zde umístěn návod pro 
instalaci a zprovoznění webové aplikace a k ní potřebných serverů. 
Všechny cíle této práce byly splněny. To znamená, že na základě získaných znalostí 
v oblasti řízení automatizovaných pracovišť, byla vytvořena webová aplikace využívající 
rozhraní GPIB, USB a RS-232 pro komunikaci s měřicími zařízeními. Webová aplikace 
využívá moderní technologie, mezi něž patří JavaScriptový framework AngularJS, 
responzivní CSS framework Bootstrap či technologii AJAX.  
 Webová aplikace je zcela připravena na to, aby se stala součástí výuky dálkových 
studentů, kteří s její pomocí mají být schopni absolvovat laboratorní cvičení z domova skrze 
svůj internetový prohlížeč. Pro studenty je zde také implementována funkce exportu 
naměřených dat do CSV souboru, což jim usnadní práci při vytváření protokolu o měření. 
Webová aplikace dále obsahuje administrační rozhraní, umožňující učiteli pohodlně spravovat 
jednotlivá měření, přidávat studenty a přiřazovat je k jednotlivým laboratorním cvičením. 
V módu pro ovládání zařízení bylo vytvořeno plně interaktivní rozhraní umožňující zadávání 
příkazů do smyček a to i několikanásobně vnořených.  
 Další rozšíření této práce by bylo možno provést zavedením modulu pro deklaraci a 
práci s proměnnými. Práci s podmínkami a v nejideálnější variantě i podporu maker. Pomocí 
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API - Application Programming Interface 
ASP - Active Server Pages  
CSS - Cascading Style Sheets 
DLL - Data Definition Language 
DNS - Domain Name Systém 
EIA - Electronic Industries Association 
GPIB - General Purpose Interface Bus 
HPIB - Hewlett-Packard Interface Bus 
HTML - Hypertext Markup Language 
IDE - Integrated Development Environment 
IEEE - Institute of Electrical and Electronics Engineers 
IIS - Internet Information Services 
LAN - Local Area Network 
LXI - LAN Extensions for Instrumentation 
MAN - Metropolitan Area Network 
MIT - Massachusetts Institute of Technology 
PAN - Personal Area Network 
PXI - PCI eXtensions for Instrumentation 
SCPI - Standart Standard Commands for Programmable Instruments 
TLMS - Test and Measurement Systém Language 
TTL - Transistor-Transistor Logic 
USB -  Universal Seriál Bus 
VISA - Virtual Instrument Software Architecture 
VXI - VMEbus eXtensions for Instrumentation 
WAN - Wide Area Network 
MVC - Model View Controller 
SQL - Structured Query Language 
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Seznam položek, které je nutné nainstalovat pomocí Microsoft Web Platform: 
 IIS: Statický obsah 
 IIS: Výchozí dokument 
 IIS: Procházení adresářů 
 IIS: Chyby protokolu http 
 IIS: Přesměrování protokolu http 
 IIS: ASP.NET 
 IIS: Rozšiřitelnost rozhraní .NET 
 IIS:ASP 
 IIS: CGI 
 IIS: Rozšíření ISAPI 
 IIS: Filtry ISAPI 
 IIS: Kód vložený na straně serveru 
 IIS: Protokolování http 
 IIS: Nástroje protokolování 
 IIS: Sledování požadavků 
 IIS: Trasování 
 IIS: Vlastní protokolování 
 IIS: Protokolování do ODBC 
 IIS: Základní ověření 
 IIS: Ověřování systému Windows 
 IIS: Ověřování algoritmem Digest 
 IIS: Ověřování prostřednictvím mapování klientských certifikátů 
 IIS: Autorizace adres URL 
 IIS: Filtrování požadavků 
 IIS: Omezení podle IP adresy nebo domény 
 IIS: Komprese statického obsahu 
 IIS: Komprese dynamického obsahu 
 IIS: Konzola pro správu 
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 IIS: Model zpracování služby WAS 
 IIS: Prostředí WAS.NET 
 IIS: Rozhraní ASI konfigurace služby WAS 
 IIS: Služba publikování FTP 7.5 
 IIS: WebDAV 7.5 
 IIS: Rozšiřitelnost protokolu FTP 
 Doporučená konfigurace služby IIS 
 IIS 7.5 Express 
 Služba IIS 8.0 Express 
 Nasazení webu 3.5 
 Nástroj pro nasazení webu 2.1 
 Microsoft.NET Framework 4 
 Microsoft.NET Framework 4.5 
 SQL Server Express 2008 R2 
 SQL Server 2008 R2 Management Studio Express s aktualizací SP1 
 
