The Research on the Jurisdiction of Cybercrime by 谢家兴
 
         
 
学校编码：10384                  分类号           密级          





硕  士  学  位  论  文 
 
                                           
网络犯罪刑事管辖权问题研究 


















































另外，该学位论文为（                            ）课题（组）
的研究成果，获得（               ）课题（组）经费或实验室的






































（     ）1.经厦门大学保密委员会审查核定的保密学位论文，
于   年  月  日解密，解密后适用上述授权。 







                             声明人： 










































































Noadays, network brings people convenience and quick, but also brings social 
cybercrime. Compared with the traditional crime, cyber crime is intelligent, 
concealment, anonymity, transnational etc. It is also because of the particularity of the 
cybercrime, cyber crime jurisdiction over the difficult to determine. This paper 
writing objective is the interpretation of the cybercrime concept, characteristic, 
structure features and classification, based on the cybercrime is different from 
traditional the particularity of the crime, this paper analyzes the traditional criminal 
jurisdiction theory deficiency, judge the emerging Internet crime jurisdiction and the 
advantages and disadvantages of the theory, and finally established the cybercrime 
jurisdiction system construction principle, the article expounds the constructing the 
cybercrime jurisdiction some proposals. The article consists of four parts. 
The first part, summarize cybercrime concept, the characteristic, the crime 
constitution, and introduces the development of the network technology to the 
influence of cybercrime, according to the characteristics and functions of the network. 
Cybercrime divided into the medium cybercrime, unitary cybercrime and mutual 
cybercrime. 
The second part, according to the network of the space virtual sex, global, 
interaction, etc, this article analyzes the traditional criminal jurisdiction. It is 
respectively: the territorial jurisdiction, the diversity jurisdiction, the protection 
jurisdiction, the universal jurisdiction. 
The third part, the emerging Internet crime jurisdiction theory new sovereignty 
theory, jurisdiction theory of relativity, website jurisdiction theory, minimum contact 
theory, limited jurisdiction theory is introduced, and the theory analysis. 
The fourth part, based on the traditional criminal jurisdiction theory system and 
judicial practice, determine the construction cybercrime jurisdiction system principle, 
and it is proposed to construct a cybercrime jurisdiction system three Suggestions. 
The main innovation lies in: first, according to the characteristics of the network 
technology, and puts forward a new classification method of cybercrime. Second, to 
the traditional and emerging Internet crime jurisdiction theory and analysis on how to 
build up the cybercrime criminal jurisdiction system put forward the proposal. 
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