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Kriptografi merupakan ilmu dan seni untuk mengamankan pesan. Kata Kriptografi (cryptography) berasal dari bahasa Yunani yaitu  “cryptos” artinya “secret” (rahasia), sedangkan “graphein” artinya “writing” (tulisan). Jadi, kriptografi berarti “secret writing“ (tulisan rahasia). Secara umum dikenal dua teknik dalam kriptografi yaitu Symmetric-Key (Kunci Symmetric) dan Asymmetric-Key (Kunci Asymmetric). Kunci Symmetric menggunakan kunci yang sama untuk melakukan enkripsi dan dekripsi file. Sedangkan Kunci Asymmetric menggunakan kunci yang berbeda  untuk melakukan enkripsi dan dekripsi file. File yang dienkripsi dengan metode ini menggunakan public key untuk mengenkrip file dan menggunakan private key untuk mendekrip file.
Karya tulis ini membahas tentang ilmu kriptografi yang kemudian akan diimplementasikannya ke sebuah bahasa pemrograman yaitu Visual Basic 6.0 untuk dijadikan sebagai sebuah tools yang berguna untuk mengamakan data. 
Pada Implementasi kriptografi ini, penulis menggunakan teknik Symmetric-Key atau kunci symmetric dalam proses enkripsi dan dekripsinya.  Keuntungan dari enkripsi ini adalah keamanannya dan kecepatan dalam melakukan enkripsi dan dekripsi. Adapun algoritma yang digunakan dalam enkripsi ini adalah algoritma RC4, yaitu sebuah algoritma yang digunakan untuk melakukan pengacakan pesan dan password. Data yang dapat dienkripsi pada aplikasi ini hanyalah data yang berbasis biner.
































BAB II   DASAR  TEORI		4
2.1	Tinjauan Umum Tentang Kriptografi		4
2.2	Teknik kriptografi		6
2.2.1	Kunci simetrik (Symmetric Key)		6
2.2.2	Kunci asimetrik (Asymmetric Key)		7
2.3	Kriptografi Blok Cipher		8
2.4	Mode  Operasi Kriptografi		9
2.5	Aritmetika Modular		11
2.6	Serangan Terhadap Kriptografi..................................................	12
2.7	Algoritma RC4  ( Rivest Code 4)................................................	13
2.8	Data Biner...................................................................................	15
2.9	Landasan Teori Bahasa Pemrograman ..................................	16
2.9.1  Bahasa Pemrograman Visual Basic		16
2.9.2  Struktur Aplikasi dengan Bahasa Visual Basic		17






3.2.1.1  Algoritma Program Utama		22
3.2.1.2  Algoritma Proses Enkripsi		23
3.2.1.3  Algoritma Proses Dekripsi		24
3.2.2	Diagram Alir		24
3.2.2.1  Diagram Alir Program Utama 		25
3.2.2.2  Diagram Alir Proses Enkripsi		26
3.2.2.3 Diagram Alir Proses Dekripsi		28
3.3	Perancangan Antarmuka Aplikasi		30
3.3.1	Rancangan Antar Muka Form Utama		30
3.3.2	Rancangan Input Output		31
3.3.3	Rancangan Form Masukkan Password		32
3.3.4	Rancangan Form Masukkan Password Direct		33
BAB IV   IMPLEMENTASI  DAN PEMBAHASAN		34
4.1	Spesifikasi Program		34
4.2	Menjalankan Program		36
4.3	Penggunaan Menu Dan Toolbar 		37
4.3.1  Menu File		37
4.3.2  Menu Kunci		38
4.3.3  Menu Crypto		39
4.3.4  Menu Extra		39
4.3.5  Menu Bantuan		40
4.4	Pembahasan Dan Analisis Program		42
4.4.1  Proses Encrypt		42
4.4.2  Proses Decrypt		50
4.5	Analisis Hasil Implementasi Program		55
















Gambar 2.1. Proses Enkripsi/Dekripsi Symmetric 		6
Gambar 2.2. Proses Enkripsi/Dekripsi Asymmetric		8
Gambar 3.1 Diagram alir Program utama		25
Gambar 3.2 Diagram alir proses enkripsi		27
Gambar 3.3 Diagram alir proses dekripsi		29
Gambar 3.4 Rancangan Form Utama		30
Gambar 3.5 Rancangan Input		31
Gambar 3.6 Rancangan Form Output		32
Gambar 3.7 Rancangan Form Masukan kunci/Password		32
Gambar  3.8 Rancangan Form Masukan Password Direct		33
Gambar 4.1 Tampilan Form Utama		36
Gambar 4.2 Menu file		37
Gambar 4.3 Form Options		40
Gambar 4.4 Menu Bantuan		40
Gambar 4.5 Form Help		41
Gambar 4.6 Form About		41
Gambar 4.7 Kotak dialog Select File		42
Gambar 4.8 Form masukkan kunci baru		43
Gambar 4.9 Form utama yang siap untuk di enkrip		44
Gambar 4.10 Form Proses enkripsi		44
Gambar 4.11 Pesan penyimpanan hasil enkripsi		45
Gambar 4.12 Dialog simpan file hasil		49
Gambar 4.13 Form Kode direct		50
Gambar 4.14 Tampilan Proses Deskripsi File		50
Gambar 4.15 Pesan penyimpanan hasil dekripsi		51
Gambar 4.16 Dialog simpan hasil dekripsi		51
Gambar 4.17 Properties file asli		55
Gambar 4.18 Properties file hasil enkripsi		56
Gambar 4.19 Properties file hasil dekripsi		56
Gambar 4.20 Header file gambar asli		57
Gambar 4.21 Header File Hasil enkripsi		58


















Tabel 2.1 Tabel Operasi XoR		12
Tabel 3.1. Ketarangan Gambar		31
Tabel 4.1. Perbandingan ukuran file asli dengan file enkripsi		59























PAGE  



xiv



