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PT. Sinar Aneka Niaga is a company that processes raw materials into finished materials to be 
marketed again. The problem that occurred at PT. Sinar Aneka Niaga has been the supplier of data 
leaked frequently and was found out by other competitors, so PT. Sinar Aneka Niaga cannot maintain 
supply and price stability. The purpose of this study was to secure supplier data using RSA 
cryptography in maintaining supply and price stability from competitors. The method in this activity 
is carried out by applying the encryption and decryption process of RSA cryptography which will be 
infused into the role of Desktop Programming-based software namely VB.net 2010. The results of 
this study are expected by PT. Sinar Aneka Niaga can maintain supply and price stability from 
competitors and can increase profits for PT. Sinar Aneka in managing raw materials. 
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  PENDAHULUAN 
 
Kriptografi merupakan salah satu ilmu yang membahas masalah keamanan komputer seperti 
menyembunyikan pesan, kerahasiaan data, keutuhan data dan otentikasi entitas. Banyak perusahaan 
yang sudah menerapkan ilmu kriptografi ke dalam managemennya seperti perbankan, kedokteran, 
informasi teknologi (IT), dan lain sebagainya. PT. Sinar Aneka Niaga adalah perusahaan yang 
mengelolah bahan baku menjadi bahan jadi untuk di pasarkan kembali. Untuk menjaga stabilitas 
pasokan dan harga dari kompetitor, PT. Sinar Aneka Niaga memerlukan suatu keamanan data untuk 
mengamankan data supplier bahan baku agar data supplier tersebut tidak diketahui oleh kompetitor. 
Masalah yang terjadi di PT. Sinar Aneka Niaga selama ini yaitu sering sekali data supplier bocor dan 
diketehui oleh kompetitor lain, sehingga PT. Sinar Aneka Niaga tidak dapat menjaga stabilitas 
pasokan dan harga. Maka di pilih ilmu kriptografi sebagai solusi untuk mengamankan data tersebut. 
Dalam kriptografi ada dua proses utama yaitu enkripsi dan dekripsi. Enkripsi adalah proses 
pengamanan suatu informasi atau data dengan membuat informasi atau data tidak dapat dibaca dan 
dimengerti oleh orang lain. Sedangkan dekripsi adalah kebalikan dari enkripsi yaitu dapat mengubah 
kembali bentuk tersamar tersebut menjadi informasi atau data awal, sehingga dapat dibaca dan 
dimengerti. Salah satu cara untuk mengamankan data yaitu dengan cara melakukan enkripsi. Dengan 
enkripsi informasi atau data tidak dapat terbaca, karena teks asli atau plaintext telah diubah ke teks 
yang tidak dapat dibaca atau disebut chipertext. 
Ada banyak algoritma kriptografi yang dapat digunakan dalam mengamankan data, salah satunya 
adalah algoritma Rivest Shamir Adleman (RSA). RSA ditemukan pada tahun 1978 oleh Ron Rivest, 
Adi Shamir dan Leonardo Adleman, RSA digunakan karena algoritma ini sangat cocok untuk digital 
signature seperti halnya enkripsi yang mudah untuk diimplementasikan dan dimengerti. Perangkat 
lunak yang di rancang akan memakai algoritma Rivest Shamir Adleman (RSA). Pada konsep 
perancangan yang dilakukan yaitu sistem menggunakan teknik level user untuk membatasi 
hak akses dengan membangun suatu jaringan komputer dan pada fase akhir akan dilakukan 
sebuah perancangan sistemnya sehingga dapat menyelesaikan masalah sesuai dengan yang 
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diharapkan. Dalam masalah yang dibahas pada penelitian ini akan di rancang sebuah perangkat lunak 
berbasis Dekstop Programming yang diharapkan menjadi solusi pemecahan masalah. 
Dekstop Programming adalah salah satu pemrograman yang fokus untuk membuat suatu 
sistem perangkat lunak yang mengolah data numerik/aritmatik. Perangkat lunak yang dibangun akan 
menggunakan metode RSA, pada konsep perancangannya yang dilakukan adalah dengan 
membangkitkan kunci public dan kunci privat. 
Manfaat Penelitian 
1. Dapat membantu PT. Sinar Aneka Niaga dalam pengamanan data supplier bahan baku sehingga 
data supplier tidak bocor ke perusahaan kompetitor. 
2. Dapat membantu peneliti di dalam memecahkan permasalahan yang terjadi selama ini, 
khususnya dalam keamanan data dengan menggunakan Metode RSA (Rivest Shamir Adleman). 
3. Dari penelitian tersebut diharapkan dapat memberikan solusi dalam menjaga stabilitas pasokan 
dan harga dari kompetitor PT. Sinar Aneka Niaga. 
4. Dengan adanya aplikasi ini, diharapkan dapat meningkatkan keuntungan bagi PT. Sinar Aneka 







Berikut ini adalah tahapan penelitian untuk pengamanan data supplier bahan baku pada PT. 
























Gambar 3.1 Tahapan Penelitian 
Keterangan: 
1. Perumusan Masalah 
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Merupakan bentuk kalimat-kalimat pertanyaan atau pernyataan yang tegas dan jelas guna 
menambah ketajaman perumusan. 
2. Penentuan Tujuan 
Penentuan tujuan ini memperkuat hipotesa tentang perlunya dilaksanakan suatu penelitian 
sehingga pemecahan masalah yang diuraikan pada perumusan masalah dapat dicapai setelah 
penelitian selesai dilakukan 
3. Studi Pustaka 
Studi   kepustakaan   merupakan  salah  satu  elemen  yang   mendukung  sebagai landasan 
teoritis peneliti dalam mengkaji masalah yang dibahas. 
4. Pengumpulan Data 
Pengumpulan data merupakan suatu teknik yang digunakan dalam pengumpulan data.  
5. Analisa Sistem 
Analisa sistem adalah tahap menganalisa hal-hal yang diperlukan dalam pelaksanaan proyek 
pembuatan sistem. Berikut ini adalah yang merupakan analisa sistem, yaitu: 
a. Analisa Sistem Yang Berjalan 
b. Analisa Kebutuhan Sistem 
6. Desain Sistem 
Desain  sistem   adalah  tahap   penterjemah   dari   keperluan-keperluan  yang   
dianalisa dalam bentuk yang lebih mudah dimengerti oleh pemakai. Yaitu dengan cara 
menampilkan kedalam Use Case Diagram, Sequence Diagram, Activity Diagram, dan 
Perancangan Input, dan mengoneksikan aplikasi berbasis Dekstop Programming. Berikut ini 
adalah yang merupakan desain sistem, yaitu: 
a. Perancangan Basis Data 
b. Perancangan Interface 
7. Implementasi 
Implementasi adalah menguji software aplikasi yang telah dibuat dan dirancang kemudian di 
implementasikan pada perangkat pendukung. 
8. Pengujian 
Adalah pengujian terhadap program yang telah dibuat kemudian dilanjutkan terhadap tampilan 
antar muka untuk memastikan tidak ada kesalahan dan semua berjalan dengan baik dan input 
yang diberikan hasilnya sesuai yang di inginkan. 
Lokasi Penelitian 
Penelitian dilaksanakan di PT. Sinar Aneka Niaga  
Penelitian Lapangan (Field Research)  
Adapun beberapa teknik yang digunakan dalam pengumpulan data yaitu: 
1. Observasi 
Observasi   merupakan   teknik   pengumpulan   data   dengan  melakukan tinjauan langsung ke 
tempat studi kasus dimana akan di lakukan penelitian. Dalam hal ini peneliti melakukan 














Berikut ini adalah data yang diperoleh dari hasil observasi di PT. Sinar Aneka Niaga. 
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Tabel 1 Data Supplier 






2. Wawancara  
Teknik wawancara ini dilakukan untuk mendapatkan  informasi tambahan dari pihak-pihak yang 
memiliki wewenang dan berinteraksi langsung dengan sistem yang akan dirancang sebagai 
sumber data. Dalam hal ini wawancara dilakukan di PT. Sinar Aneka Niaga. 
 
 
IMPLEMENTASI DAN HASIL 
 
Implementasi 
1. Tampilan Form Login 
Berikut ini merupakan tampilan dari Form login yang berfungsi untuk melakukan proses validasi 
username dan password pengguna. 
 
Gambar 2. Form Login 
2. Tampilan Menu Utama 
Berikut ini merupakan tampilan menu utama dari pengamanan data supplier bahan baku pada 
PT. Sinar Aneka Niaga menggunakan algoritma Rivest Shamir Adleman (RSA): 
 
Gambar 3. Form Menu Utama Admin 
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Gambar 4. Form Menu Utama User 
3. Form Masukan Data Pembelian 
Berikut ini merupakan tampilan dari Form masukan data pembelian yang berfungsi untuk 
menginput data-data pembelian bahan baku pada PT. Sinar Aneka Niaga: 
 
Gambar 5. Form Masukan Data Pembelian 
4. Form Proses Enkripsi 
Berikut ini merupakan tampilan dari Form proses enkripsi yang berfungsi untuk melakukan 
proses enkripsi data: 
 
 
Gambar 6. Form Proses Enkripsi 
 
 
5. Form Proses Dekripsi 
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Berikut ini merupakan tampilan dari Form proses dekripsi yang berfungsi untuk melakukan 
proses dekripsi data: 
 
Gambar 7. Form Proses Dekripsi 
6. Tampilan Form Laporan Hasil Enkripsi 
Laporan ini berfungsi untuk menampilkan data hasil enkripsi data supplier bahan baku pada 
PT. Sinar Aneka Niaga. 
 
Gambar 8. Tampilan Form Laporan Hasil Enkripsi 
 
Hasil 
Hasil pengujian yang dilakukan pada sistem menggunakan kriptografi RSA dengan Vb. Net 
2010 
 
Gambar 4.8 Hasil Pengujian Untuk Pengamanan Data Supplier Bahan Baku 
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1. Dalam mengatasi masalah yang terjadi pada PT. Sinar Aneka Niaga untuk pengamanan data 
supplier bahan baku menggunakan algoritma Rivest Shamir Adleman (RSA) yaitu dengan 
melihat begitu pentingnya data supplier bahan baku dari PT. Sinar Aneka Niaga sehingga data 
tersebut harus dirahasiakan dengan menggunakan kriptografi dan menerapkan algoritma RSA. 
2. Dalam merancang aplikasi menggunakan algoritma Rivest Shamir Adleman (RSA) yang dapat  
digunakan  dalam  pengamanan data supplier bahan baku pada PT. Sinar Aneka Niaga, yaitu 
dengan membuat pemodelan sistem seperti use case diagram, activity diagram dan class 
diagram, kemudian membuat flowchart algortima sistem, selanjutnya membangun database 
untuk menampung dan menyimpan data, terakhir melakukan pengkodean dengan pempograman 
VB.Net 2010. 
3. Sistem yang telah dirancang selanjutnya diuji dan diimplementasikan dengan memasukkan 
data-data sesuai dengan yang ada pada bab-bab sebelumnya, kemudaian jika hasil outputnya 
sesuai dengan data manual maka dalam pengujian ini sistem berjalan dengan baik, 
menambahkan data ke database, perintah update untuk merubah data di database, perintah 
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