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Il presente lavoro si fonda sulla concezione della banca come impresa di servizi 
all’interno dello scambio finanziario.  
La banca deve essere in grado di soddisfare l’esigenza di un’offerta, sempre più 
articolata e completa, di servizi legati allo scambio finanziario, attraverso i quali 
massimizzare la soddisfazione della clientela e , per tale via, perseguire la 
massimizzazione del profilo rischio-rendimento.  
Conseguentemente, l’intermediario creditizio deve attentamente valutare le diverse 
variabili che, a partire dallo svolgimento della propria attività, possono condizionare il 
risultato gestionale, non soltanto in termini di rischio che caratterizzano la gestione pura 
dell’attività di intermediazione, ma anche in termini di effetti che le diverse dinamiche 
esterne possono avere sulla propria reputazione, ovvero sulla fidelizzazione della 
propria clientela. 
Il governo di queste diverse dinamiche, all’interno di un’unica coordinazione lucrativa e 
gestionale, impone all’azienda bancaria di dotarsi di un adeguato sistema di governance.  
Il sistema dei controlli interni in questo senso rappresenta la più efficace risposta che la 
banca è oggi in grado di offrire, in un’ottica di consapevole gestione della variabile 
rischio-rendimento. 
È opportuno fare riferimento al processo evolutivo che negli ultimi anni ha interessato i 
sistemi finanziari dei paesi maggiormente avanzati, i quali sono stati coinvolti in un 
intenso processo di innovazione finanziaria, caratterizzato dal profondo cambiamento 
della fisionomia del sistema, insieme con la variazione del numero e delle tipologie di 
operatori coinvolti, delle funzioni che questi ultimi tendono ad assumere nel sistema, ed 
in linea con il crescente numero di strumenti finanziari innovativi.  
Questo ha portato al mutamento dell’orientamento delle Autorità di Vigilanza, cui ha 
fatto seguito il processo di deregolamentazione e innalzamento dei livelli di concorrenza 
all’interno del comparto creditizio.    
Una valutazione di questo tipo permette di analizzare i fattori che hanno indotto con il 
tempo le banche a considerare il Sistema dei Controlli Interni come uno strumento 
indispensabile per il governo dell’impresa bancaria.  
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La considerazione delle diverse fasi di cambiamento attraversate dal sistema consente di 
ricostruire il percorso evolutivo complessivo, nel corso del quale si sono affermati i 
diversi modelli organizzativi, strategici, di controllo.  
La recente crisi ha anch’essa fatto emergere l’importanza di un adeguato sistema dei 
controlli interni che assicuri una sana e prudente gestione della banca e che diventa 
quindi uno strumento centrale per la stabilità del sistema finanziario e dell’economia. 
Alla luce di questi innumerevoli considerazioni pare evidente come sia necessario 
definire dei principi che possano assicurare ragionevolmente una sana e prudente 
gestione dell’impresa, conforme alle leggi, imparziale e trasparente. 
 
In questo lavoro si andrà ad analizzare il sistema dei controlli interni nella recente 
regolamentazione di vigilanza.  
In primo luogo si analizzerà il ruolo fondamentale che il sistema dei controlli interni 
assume nell’ambito del sistema di governo dell’intermediario creditizio, evidenziando le 
peculiarità, gli obbiettivi, gli elementi costitutivi, gli attori coinvolti ed il legame tra 
sistema dei controlli interni ed i rischi.  
Successivamente l’attenzione verrà focalizzata sul 15° aggiornamento della Circolare di 
Banca d’Italia n. 263/2006, descrivendo la nuova disciplina, gli obbiettivi, le 
tempistiche, i principi di fondo e soprattutto le novità introdotte dal nuovo quadro 
normativo.  
L’analisi prenderà poi in considerazione il confronto tra due realtà ben diverse l’una 
dall’altra : si tratta della Cassa di Risparmio di San Miniato (Carismi) e di UniCredit. 
Il lavoro proseguirà con un breve excursus storico dei due intermediari ed in seguito 
verrà  mostrata la diversa articolazione della struttura organizzativa e conseguentemente 
del sistema dei controlli interni, analizzando tali aspetti nel dettaglio in modo da 










CAPITOLO I  
 
 CARATTERI EVOLUTIVI DEL SISTEMA DEI CONTROLLI INTERNI 
 
1.1   Il sistema dei controlli interni : Definizione e peculiarità  
 
In questo lavoro sarà definito un Sistema dei Controlli Interni nella sua più ampia 
accezione come strumento di governo dell’intermediario creditizio e si farà riferimento 
a diversi contributi, che si sono conseguiti nel tempo nell’ambito della disciplina 
bancaria. 
In questo contesto assume notevole rilevanza il ruolo svolto dalle diverse autorità di 
vigilanza, le quali, hanno contribuito a definire sempre con maggiore chiarezza le 
caratteristiche che contraddistinguono un adeguato ed efficace Sistema dei Controlli 
Interni all’interno dell’intermediario finanziario e creditizio. 
Vi sono preliminari indicazioni già a partire dal D. Lgs 385/1993 , il cosiddetto Testo 
Unico delle leggi in materia bancaria e creditizia, nel quale per la prima volta viene 
posta l’attenzione sull’importanza dei controlli interni e dell’organizzazione aziendale 
all’interno degli intermediari finanziari e creditizi. 
In seguito troviamo un ulteriore approfondimento nella delibera del Comitato 
interministeriale del credito e del risparmio (CICR) del 2 Agosto 1996 e nella 
comunicazione n. 97001574 della Consob del 20 Febbraio 1997.  
La delibera del CICR ha contribuito ad enunciare i principi ispiratori delle successive 
istruzioni della Banca d’Italia relativamente alla tematica dei controlli interni aziendali. 
Nella medesima direzione, la comunicazione della Consob del 1997, pur essendo 
indirizzata al complesso delle società quotate, ha comunque rappresentato un momento 
fondamentale per la condivisione del ruolo del Sistema dei Controlli Interni all’interno 
del sistema di vigilanza sugli intermediari creditizi, soprattutto nel momento in cui ha 
richiamato l’attenzione del collegio sindacale alla verifica dell’adeguatezza e 
dell’efficacia del sistema di controllo interno, così come stabilito dal Comitato di 
Basilea in ambito di vigilanza prudenziale. 
Alla luce di queste indicazioni, Banca d’Italia ha provveduto per la prima volta a 
disciplinare in maniera organica il Sistema dei Controlli Interni nella banca, attraverso 
l’aggiornamento delle istruzioni di Vigilanza, recependo le indicazioni dagli ambiti 
6 
 
nazionali e internazionali, in maniera da considerare il Sistema dei Controlli Interni nei 
due momenti fondamentali in cui esso svolge un ruolo determinante, di contributo alla 
direzione da parte del management dell’azienda e di salvaguardia dei requisiti di 
stabilità richiesti dalla vigilanza. 
Banca d’Italia ha in questo modo riorganizzato e perfezionato la materia per allinearsi a 
quanto precedentemente stabilito dagli altri organismi internazionali, prevedendo regole 
da considerarsi valide per tutte le banche, in maniera tale da mantenere flessibile la 
struttura organizzativa e richiedere la maggior responsabilità ed impegno da parte del 
management delle stesse. 
La normativa delinea in questo modo un Sistema dei Controlli Interni che attraversa e 
coinvolge l’intera struttura aziendale e costituisce in questo senso uno strumento 
fondamentale per condurre l’azienda verso la realizzazione dei suoi obbiettivi.  
Nel momento in cui veniva alla luce tale normativa, Banca d’Italia prevedeva un 
periodo di adeguamento di circa sei mesi, entro il quale le banche avrebbero dovuto 
redigere una relazione sullo stato del loro sistema di controllo , sulle iniziative 
necessarie all’adeguamento e sulle tempistiche necessarie alla realizzazione dello stesso. 
Questa relazione doveva rappresentare il punto di partenza, assumendo caratteristiche di 
autenticità, concretezza e dinamicità. 
Dall’esame di questa relazione si sarebbe immediatamente capito verso quale struttura 
dei controlli la banca si stava indirizzando.  
Questo documento assume altresì rilevanza come strumento di autodiagnosi aziendale, 
in grado di fornire un’approfondita documentazione sullo stato del sistema dei controlli 
interni.  
Si evidenzia perciò l’obbiettivo di coerenza del  Sistema dei Controlli Interni con la 
complessità e le dimensioni dell’istituto, ed emerge la consapevolezza della trasversalità 
dei controlli e della loro valenza strategica, oltre alla loro permanenza nel tempo. 
 
Come definito nella Circolare di Banca d’Italia n. 229 (le cc.dd. “Istruzioni di vigilanza 
per le banche”) e, precisamente, nel capitolo 11 del titolo IV, il sistema di controllo 
interno è costituito da  “ l’insieme delle regole, delle procedure e delle strutture 
organizzative che mirano ad assicurare il rispetto delle strategie aziendali e il 
conseguimento delle seguenti finalità: 




- salvaguardia del valore delle attività e protezione dalle perdite;  
- affidabilità ed integrità delle informazioni contabili e gestionali;  
- conformità delle operazioni con la legge, la normativa di vigilanza nonché con le 
politiche, i piani, i regolamenti e le procedure interne ”. 
 
Vediamo adesso una definizione ‘ristretta’ di Sistema dei Controlli Interni: 
“ Strumento attraverso il quale il management mira ad acquisire ragionevole certezza 
dell’esistenza di adeguate misure a tutela delle proprietà aziendali e delle relative 
registrazioni contabili ”.  
(W.F. Messier jr., Auditing, Mc Graw Hill, 2000) . 
 
La definizione ‘allargata’ definisce il Sistema dei Controlli Interni come:  
“ Un processo, svolto ai diversi livelli dell’organizzazione, finalizzato a fornire una 
ragionevole sicurezza sul conseguimento degli obiettivi di efficacia ed efficienza delle 
attività operative; attendibilità delle informazioni di bilancio; conformità alle leggi e ai 
regolamenti in vigore ”.  (CoSo , 1992). 
Il CoSo Report è un documento che sintetizza i risultati di un progetto statunitense sulla 
corporate governante allo scopo di definire un nuovo modello di sistema di controllo 
interno e assume grande rilevanza per il contributo offerto in materia di controlli interni. 
Il "Committee of Sponsoring Organization of the Treadway Commission" è una 
Commissione indipendente USA sponsorizzata delle maggiori associazioni 
professionali e industriali.  
Ha prodotto nel 1992 il "CoSo Report 1" (Internal Control over Finacial Reporting) e 
nel 2004 il "CoSo Report 2" (ERM, integrated framework), il cui modello include il 
CoSo 1 e offre una ricca sezione di tecniche applicative, talvolta alternative fra loro, a 
supporto dell'applicazione del modello.   
Il CoSo Report ha introdotto una nozione di sistema di controllo interno innovativa, che 
ha riscontrato numerosi consensi su scala internazionale ed è stata considerata un solido 
punto di riferimento per il redifinimento dei sistemi di controllo nelle imprese 
industriali e finanziarie.  
È stata elaborata anche una versione italiana del CoSo Report, che ha influito, seppur 




La definizione proposta da Banca d’Italia non costituisce una vera e propria novità, in 
quanto gli operatori erano già spinti ad interpretare il paradigma competitivo con 
dinamicità, tenendo conto delle mutevoli condizioni e caratteristiche dell’ambiente 
interno ed esterno. 
La principale novità si riscontra piuttosto nella sancita esigenza di ‘’complessità’’ nel 
controllo, la quale deve rispondere alle caratteristiche tipiche di ogni organizzazione 
multistrutturata. 
Solo in questo modo, l’organizzazione aziendale è in grado, da una parte di disciplinare 
i rapporti tra gli organi aziendali e il controllo, e dall’altra, di definire la responsabilità 
strategiche e politiche tra il Consiglio d’amministrazione e l’Alta direzione. 
È evidente che il sistema riguarda l’intera struttura aziendale e tutte le tipologie di 
controllo, tra le quali si stabiliscono precise relazioni di complementarietà e di 
rafforzamento; questo a dispetto delle precedenti disposizioni le quali si limitavano ad 
indicare le funzioni dei soggetti predisposti al controllo, in particolare agli ispettori 
interni, volti a verificare il corretto andamento delle singole gestioni aziendali. 
Si viene a modificare il concetto stesso di controllo da parte della vigilanza, in quanto si 
affianca la nozione di controllo ex ante a quella tradizionale di controllo ex post, 
andando così ad ampliare le responsabilità dei soggetti addetti ai controlli. 
Affinché tale sistema di controlli si realizzi effettivamente è necessario che la banca si 
doti di adeguati sistemi di rilevazione, misurazione e controllo dei rischi, i quali devono 
essere necessariamente inseriti in un quadro organico di regole, norme, procedure, 
responsabilità da ripartire tra le diverse unità aziendali.  
Tutte queste componenti devono essere legate indissolubilmente alla stessa operatività 
della banca. 
 Il Comitato di Basilea sottolinea come condizione indispensabile la separatezza 
operativa delle funzioni di controllo, nel rispetto dei requisiti di indipendenza, di 
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DI 3° LIVELLO 
 
 
Fonte: propria elaborazione 
 
 
 I controlli di primo livello fanno riferimento ai controlli di linea, diretti ad 
assicurare il corretto svolgimento delle operazioni e sono effettuati dai 
responsabili delle stesse unità operative nell’ambito delle attività di front-office 
e back-office.  
Sono quella serie di verifiche di routine compiute sia da chi svolge una 
determinata attività nell’ambito di una struttura produttiva, sia da chi ne ha la 
responsabilità di supervisione, rimanendo però, anche se a livelli gerarchici 
differenti, sempre nell’ambito della stessa unità organizzativa. 
 
 I controlli di secondo livello si riferiscono al controllo dei rischi (Risk 
Management) e alla conformità dell’attività bancaria alla normativa vigente e, 
più, in generale agli obbiettivi aziendali (Compliance).  
La funzione di Risk Management poggia la sua enfasi sulla capacità della banca 
di gestire i rischi, di varia natura, non più con riferimento alle singole tipologie 




La funzione di Risk Management punta a riportare ad unità la frammentazione 
dei rischi, al fine di ottenere una chiara comprensione delle loro interdipendenze.  
Si ha quindi un passaggio da una visione verticale dell’organizzazione, vista 
come una serie di attività disgiunte e non correlate, ad una visione orizzontale, 
dove le attività sono tra loro strettamente correlate e congiunte. 
Per questo motivo è necessario che le banche si dotino di un adeguato processo 
di identificazione, misurazione e gestione dei rischi in grado di definire una 
possibile misura omogenea di rischio , così da poter valutare i dati reddituali e 
quelli relativi all’assorbimento di capitale rispettivamente per ogni tipologia di 
attività, per ciascun processo, e, infine per il complesso aziendale.  
In questo modo la banca è in grado di misurare l’assorbimento di capitale a 
livello di ciascuna componente del rischio aziendale. 
Tale funzione di Risk Management è fondamentale dal momento in cui concorre 
alla definizione delle metodologie di misurazione dei rischi ed alla verifica della 
compatibilità di questi con le risorse assegnate alle diverse unità di business.  
Per quanto riguarda invece la funzione di Compliance, essa è stata introdotta con 
la Direttiva Mifid e con Basilea 2 relativamente al Pillar 2 , ed è volta al presidio 
ed al controllo della conformità delle procedure interne e alla normativa e/o alle  
norme di autoregolamentazione (codici etici e di condotta) propri 
dell’intermediario finanziario. 
La funzione di Compliance è volta alla gestione ed al controllo del rischio di 
conformità, inteso come ‘ il rischio di incorrere in sanzioni amministrative o 
giudiziarie, perdite finanziari rilevanti o danni di reputazione in conseguenza a 
violazioni di norme di legge, di regolamenti, ovvero di autoregolamentazioni o 
di codici di condotta’. 
Nell’ambito dell’assetto complessivo del Sistema dei Controlli Interni, la 
funzione di Compliance deve fornire valido supporto all’Alta Direzione 
relativamente alla verifica dell’aderenza a leggi, regolamenti e procedure 
contribuendo alla formazione di risorse umane, a garanzia di una condotta il più 
possibile conforme alle normative; deve avere inoltre un ruolo di monitoraggio 
dell’operatività, mediante l’ausilio di specifici indicatori di performance, tali da 
garantire una storicizzazione dei controlli ed una stratificazione delle 
informazioni; deve elaborare un programma specifico contenente l’attività da 
realizzare nel medio periodo, in particolare quelle di verifica del grado di 
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conformità di talune aree di business, di monitoraggio del rischio e di 
sensibilizzazione del personale bancario sul tema della Compliance. 
 
 I controlli di terzo livello (Internal Audit) fanno riferimento alla certificazione di 
adeguatezza del sistema dei controlli interni nel suo complesso rispetto 
all’operatività dell’intermediario finanziario. 
Quest’attività viene definita anche come ‘‘attività di revisione interna’’ ed è 
volta ad individuare andamenti anomali, violazioni delle procedure e della 
regolamentazione, nonché a valutare la funzionalità del complessivo sistema di 
controlli interni. 
Questa funzione ha subito nel tempo una notevole evoluzione, assumendo una 
crescente rilevanza nell’ambito dell’adeguatezza dell’assetto organizzativo; in 
passato l’Audit consisteva principalmente in un’attività di revisione esterna, 
finalizzata a salvaguardare gli interessi di investitori e di operatori mediante la 
comunicazione di informazioni trasparenti e attendibili contenute nei bilanci di 
esercizio, successivamente, l’obbligo di certificazione dei bilanci delle aziende 
quotate ha costituito un fattore propulsivo per la definizione all’interno della 
banca di un’apposita funzione di Internal Auditing tesa al confronto con i 
revisori esterni. 
L’Internal Auditing è stata inquadrata dall’Organo di Vigilanza nella struttura 
organizzativa della banca e le sono stati attribuiti espliciti poteri di controllo e 
poteri di collaborazione con altri organi di controllo, in particolare con il 
Collegio Sindacale. 
L’Internal Audit si pone quindi come funzione direzionale, indipendente dalle 
altre funzioni aziendali, che assolve a compiti di accertamento della regolarità 
delle operazioni, di esame dell’affidabilità e della funzionalità delle procedure, 
la verifica, la misurazione e la valutazione dell’efficienza ed efficacia del 
sistema dei controlli interni.  
Le attività, le responsabilità e la regolamentazione della funzione di Internal 






1.2. Obiettivi del Sistema di Controllo Interno 
 
Esistono diverse definizioni di Sistema dei Controlli Interni in dottrina come visto in 
precedenza.  
Tuttavia, la caratteristica che li accumuna è data dagli obbiettivi che esso si prefigge. 
 
 Il Sistema dei Controlli Interni mira ad assicurare il rispetto delle strategie ed il 
conseguimento delle seguenti finalità:  
 
- efficacia ed efficienza dei processi aziendali (amministrativi, produttivi, distributivi, 
etc.) 
- adeguato controllo dei rischi 
- salvaguardia del patrimonio aziendale e protezione dalle perdite 
- affidabilità e integrità delle informazioni contabili e gestionali 
- conformità delle operazioni con la legge,con la normativa di vigilanza nonché con le 
politiche,i piani, i regolamenti e le procedure  
 
Per quanto concerne il primo aspetto, esso è condizione necessaria per il 
soddisfacimento della moltitudine di stakeholders.   
L’efficacia è espressione del raggiungimento dei risultati conseguiti in rapporto agli 
obiettivi assegnati;  l'efficienza attiene invece al rapporto obiettivi raggiunti-risorse 
consumate: un'azione è efficace ed efficiente, se raggiunge l'obiettivo utilizzando un 
quantitativo di risorse consono all'operazione stessa. 
Con il termine‘‘affidabilità e integrità delle  informazioni”, ci concentriamo su un punto 
saliente: i dati che emergono dal bilancio, monetari o non monetari, devono infatti 
possedere determinate caratteristiche: esistenza, completezza, accuratezza, tempestività, 
attendibilità sono solo alcune delle qualità che tali informazioni devono avere, sia per 
l'interno che per l'esterno. 
Con riguardo all’ultimo aspetto, la conformità, il Sistema di controllo interno deve 
verificare che le operazioni svolte e le decisioni prese ad ogni livello siano conformi 




 E' fondamentale quindi istituire canali di accesso alle informazioni per le persone che 
lavorano ad ogni livello, che devono avere la possibilità di aggiornarsi sui cambiamenti 
normativi che, in un settore come quello bancario, sono sempre in continua evoluzione. 
 
Essendo la banca un sistema complesso costituito da un insieme di più unità 
organizzative che operano all’interno dell’unità aziendale con procedure e strutture di 
controllo diverse, orientate all’unico e comune obbiettivo di creazione di valore per 
l’impresa, diventa condizione necessaria la predisposizione di una struttura dei controlli 
interni in grado di tenere a sistema i singoli servizi della banca. 
 
Si evince quindi come un Sistema dei Controlli Interni efficiente ed efficace rappresenti, 
nella visione della vigilanza, uno strumento indispensabile per garantire una sana e 
prudente gestione, ovvero in grado di coniugare nel tempo la profittabilità dell’impresa 
con una assunzione dei rischi consapevole e compatibile con le condizioni economico-
patrimoniali, nonché una condotta operativa improntata a criteri di correttezza.  
In questo senso il Sistema dei Controlli Interni può incidere direttamente sulle capacità 
dell’azienda di raggiungere i propri obbiettivi. 
Un’adeguata integrazione dei controlli interni nell’organizzazione aziendale può avere 
degli effetti notevoli, sia sul contenimento dei costi, sia sui tempi di risposta ai 
cambiamenti.  
Per quanto riguarda il primo aspetto, in particolare, occorre considerare come la 
predisposizione di nuove procedure rispetto a quelle già esistenti comporti dei costi più 
elevati per l’impresa : per questo motivo, per ridurre tali costi, è necessario affidarsi alle 
procedure già esistenti, al loro contributo all’efficacia del controllo interno. 
Con riferimento al secondo aspetto, viceversa, l’integrazione dei sistemi di controllo nel 
contesto operativo dell’azienda comporta lo stimolo per l’intermediario nel predisporre 
le tipologie di controlli che si rendono necessarie in funzione delle nuove istanze 
provenienti dall’evoluzione dell’attività. 
Il livello di coinvolgimento del personale nel processo di controllo costituisce un 






Il primario obiettivo di ogni azienda, cui il Sistema di controllo interno deve contribuire 
è rappresentato dalla salvaguardia del patrimonio aziendale, che riguarda la protezione 
del capitale umano, tecnologico e commerciale presente in azienda.  
Nelle banche bisogna porre particolare attenzione anche all'accezione più ristretta del 
patrimonio aziendale, ovvero la protezione dei beni materiali: la presenza di valori come 
denaro, assegni ed effetti, ad esempio, fanno sì che sia necessario predisporre misure di 
protezione fisica degli stessi (mezzi forti), ma anche di prevenzione di eventi 
pregiudizievoli, come le procedure connesse al trasporto valori o alla loro custodia. 
Gli obiettivi citati sono tra loro strettamente connessi e concatenati, e devono essere 
compresi ad ogni livello come un tutto unitario.  
A tale proposito si evince che rispetto al passato le banche pongono sempre più 
attenzione alla variabile del sistema di controllo: in particolare, si segnala una maggior 
attenzione ai rischi di eventi pregiudizievoli all'immagine della banca, al rischio di 
perdite impreviste e al mantenimento di sistemi informativi affidabili; gli obiettivi 
relativi alla conformità a leggi e regolamenti mantengono un peso rilevante.  
Questo ci fa vedere che, se da un lato l'evoluzione porta verso una concentrazione su 
obiettivi strategici, dall'altro l'attendibilità delle informazioni sarà sempre fondamentale, 

















1.3. Gli elementi costitutivi  del Sistema di Controllo Interno 
 
Il Sistema dei Controlli Interni è costituito da cinque componenti interconnessi:  
 
• Ambiente di controllo  
• Valutazione dei Rischi 
• Attività di controllo  





- L’ Ambiente di Controllo è il componente più importante e l’elemento chiave per 
assicurare un migliore governo aziendale.  
Il Sistema dei Controlli interni infatti è fisiologicamente teso a fornire un ambiente e 
una struttura aziendali complessivamente idonei alla gestione dei rischi, al 
perseguimento graduale degli obiettivi e alla necessità di reagire ai continui 
cambiamenti interni ed esterni. 
L’ambiente di controllo è costituito da azioni, politiche e procedure che riflettono 
l’attitudine generale del soggetto economico, dell’alta direzione e dei responsabili di 
unità organizzative in relazione all’importanza del sistema di controllo interno.  
Esistono una serie di fattori che concorrono a definire l’ambiente di controllo:  
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a) I valori etici ; ossia l’impegno da parte degli amministratori, management e 
dipendenti verso un livello di competenza e di integrità e lo sviluppo di una 
cultura idonea a supportare questi valori. 
b) Filosofia di controllo/ stile di direzione (Comunicazione di standard di 
comportamento condivisi a tutti i livelli, affinché ci sia una consapevolezza del 
controllo da parte sia del management sia dei responsabili operativi). 
c) Struttura organizzativa (Attraverso cui si possono definire e pianificare le 
strategie aziendali, nonché controllare e verificare che vengano raggiunti gli 
obiettivi). 
d) Organi amministrativi indipendenti dalle direzioni esecutive (E’ indispensabile 
che il Consiglio di Amministrazione sia in parte composto da amministratori non 
esecutivi, perché essi possano esaminare le attività del management). 
e) Assegnazione di autorità e responsabilità (Separazione dei compiti con 
assegnazione di chiare responsabilità in funzione delle capacità ad assumere 
livelli di rischio differente e conseguente imposizione di livelli gerarchici). 
f) Gestione delle risorse umane (Allocazione ottimale del tempo e delle risorse e 
creazione di un ambiente che promuova un approccio basato sulla comprensione 
e sull’insegnamento delle problematiche legate ai controlli e ai rischi). 
 
-Valutazione dei rischi : ogni azienda deve affrontare una varietà di rischi. 
Il rischio è definito come un evento potenziale che riduce la probabilità di raggiungere 
obiettivi di business o che può implicar l’incertezza di ottenere benefici. 
Se da una parte è impossibile eliminare tutti i rischi che sono elementi intrinsechi 
all'attività imprenditoriale, dall'altro ogni Sistema di controllo interno deve provvedere 
alla identificazione e valutazione degli stessi, alla gestione strategica dei portafogli 
rischi, ed  infine al monitoraggio dei rischi in modo da contenerne le conseguenze. 
 Si parla di Risk Management, ovvero di gestione del rischio: non solo quindi 
identificazione, ma valutazione del possibile impatto e della probabilità di manifestarsi, 
quindi gestione del rischio stesso e monitoraggio continuo attraverso specifici interventi 
di Audit. 
L’attività di gestione del rischio si è progressivamente modificata nel corso del tempo, 
in conformità con il mutamento della rischiosità della gestione bancaria e della 
complessità del contesto competitivo, provvedendo ad estendere le categorie di rischio. 
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La complessità dell’attività bancaria impone al management di considerare i rischi in 
una visione integrata all’interno della gestione aziendale: in particolare si pone 
maggiore enfasi sulla capacità delle banche di gestire tali rischi, non più in riferimento 
alle singole tipologie di attività, quanto piuttosto, all’insieme di attività poste in essere 
dalla banca. 
Attraverso l’integrazione delle diverse misure di rischio in un’unica misura sintetica che 
ne quantifichi il grado complessivo sopportato dall’intermediario, è possibile dotare lo 
stesso di adeguati strumenti per il perseguimento dell’obbiettivo di massimizzazione del 
valore aziendale. 
Un siffatto processo di Risk Management, affinché sia effettivamente in grado di 
misurare l’assorbimento di capitale a livello di ciascuna componente di rischio 
aziendale, deve necessariamente integrarsi con il sistema dei Controlli Interni della 
banca, il quale costituisce lo strumento di controllo in assoluto più efficace e completo 
all’interno dell’organizzazione aziendale. 
 
-Attività di controllo 
Sono rappresentate dall’insieme delle politiche e delle procedure che assicurano al 
management che le proprie direttive siano applicate.  
Queste attività si attuano in tutti i livelli dell’organizzazione aziendale al fine di 
agevolare l’adozione di provvedimenti necessari per far fronte ai rischi che potrebbero 
pregiudicare la realizzazione degli obiettivi aziendali.  
I controlli comprendono il seguente insieme di attività: adeguata separazione dei 
compiti;  corretta autorizzazione per tutte le operazioni; adeguata documentazione e 
registrazione delle operazioni ; controllo fisico su beni e registrazioni; controlli 
indipendenti sulle prestazioni effettuate.  
Queste operazioni vengono messe in atto per prevenire un errore (controlli preventivi), 
per scoprire irregolarità già avvenute (controlli successivi), o durante lo svolgimento 
dell'ordinaria operatività (controlli concomitanti).  
Possono essere di tipo manuale (es. le verifiche di cassa o il riscontro valori), o 
automatico, cioè svolte dal sistema informatico. 
 
- Informazione e Comunicazione  
Nello schema piramidale visto in precedenza, possiamo notare come questa componente 
attraversi le altre in maniera trasversale. 
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Le informazioni devono essere individuate, rilevate e diffuse nei modi e nei tempi 
appropriati per consentire ai membri dell’organismo personale di assolvere le proprie 
responsabilità.  
Tutte le aziende devono essere infatti in grado di reperire informazioni di qualità 
dall'interno e dall'esterno, e devono poter garantire canali di comunicazione per le stesse 
di tipo top-down, bottom-up e trasversale.  
La comunicazione deve essere efficace all’interno della struttura organizzativa e sono 
quindi indispensabili mezzi di comunicazione delle informazioni verso la Direzione e 
verso i terzi. 
Quando si parla di Sistema informativo aziendale spesso si ricorre ad indicatori di 
performance in base ai quali il management possa monitorare le attività e i rischi critici 
e definire gli interventi necessari. 
I  Sistemi informativi devono fornire continuamente l’identificazione e la rilevazione 
delle informazioni attendibili e utili ad uso interno ed esterno e devono essere in grado 
di comunicare le informazioni rilevanti alle persone giuste, con la frequenza e la 
tempestività richieste. 
È evidente quindi che per assicurare la tempestività e l’efficacia del flusso di 
informazioni è fondamentale che la banca disponga di un efficiente sistema informativo, 
in grado di supportare i flussi decisionali, con indicazione degli obbiettivi di rischio-
rendimento da conseguire. 
 
- Monitoraggio 
Una volta definite le varie componenti, bisogna continuamente verificarne l'adeguatezza 
alla realtà aziendale, che è in continuo divenire: le variabili ambientali e il contesto 
normativo rendono necessario un monitoraggio continuo che accerti se il Sistema di 
controllo interno mantiene nel tempo inalterati i suoi requisiti di efficacia e funzionalità 
al raggiungimento degli obiettivi prefissati e alla gestione dei numerosi rischi che si 
affacciano continuamente sul panorama aziendale. 
Si parla di ‘controlli operanti’, ossia che operino secondo gli obiettivi formulati e di 
‘controlli aderenti’, che  siano cioè  adeguati rispetto ad eventuali cambiamenti 
intervenuti nella realtà operativa. 
 L’identificazione dei cambiamenti nell’impresa e del suo ambiente può richiedere 




1.4. Gli Attori del Sistema di Controllo Interno 
 
Il Sistema dei Controlli Interni influenza l’operato dei soggetti coinvolti, e questi ultimi 
contribuiscono con le proprie esperienze e competenze tecniche.  
Si può quindi affermare che controllo interno e personale si influenzano 
reciprocamente, perciò è essenziale che tutti i soggetti conoscano le loro responsabilità e 
i limiti dei loro poteri. 
Per garantire l’efficacia di tale rapporto, è necessario che esista una ben chiara relazione 
tra i compiti del personale ed il modo in cui questi svolgono tali compiti e gli obbiettivi 
aziendali.  
Come chiaramente indicato nella nota della Banca d’Italia dell’11 Gennaio 2012 avente 
ad oggetto ‘‘l’Applicazione delle disposizioni di Vigilanza in materia di organizzazione 
e governo societario delle banche’’ , ‘‘compiti e poteri di amministrazione e di controllo 
devono essere ripartiti in modo chiaro ed equilibrato tra i diversi organi e all’interno di 
ciascuno di essi, evitando concentrazioni di potere che possano impedire una corretta 
dialettica interna’’. 
 
Una prima classificazione che possiamo fare per identificare gli attori del Sistema di 
controllo interno, distingue tra:  
• interlocutori interni: rientrano in questa categoria il Consiglio di 
Amministrazione, l’Alta Direzione, il Comitato per il controllo interno, la 
Funzione Internal Audit; 
• interlocutori esterni: parliamo ad esempio delle Autorità creditizie, la 
CONSOB, la Banca d'Italia;  
• interlocutori intermedi: classifichiamo Collegio Sindacale e Società di  
Revisione come interlocutori intermedi, in quanto, seppur nominati e remunerati 
dall'impresa, operano in qualità di professionisti indipendenti e sono spesso 
chiamati a interfacciarsi con le autorità pubbliche. 
 
Secondo i recenti orientamenti di vigilanza della Banca d’Italia e del Comitato di 
Basilea per la vigilanza bancaria sembra emergere un modello in cui le Autorità 
creditizie tendono a promuovere un’autonoma capacità delle banche nel dotarsi di 
adeguati strumenti a tutela dei rischi e in funzione degli obbiettivi di stabilità, di 
efficienza, di gestione equilibrata ed economica. 
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Vediamo adesso nel dettaglio le caratteristiche di ciascuno dei soggetti principali. 
 
 
Fonte :  Libro : Cenderelli E., Bruno E.,  ‘’La Banca. Aspetti normativi e gestionali’’. 
Torino, Giappichelli, 2011 
 
 
-CDA : Consiglio di amministrazione 
 
Il Consiglio di Amministrazione ha principalmente il compito di: 
- approvare strategie e politiche di rischio, nonché la struttura organizzativa della 
banca (comprendendo in questa anche il modello di controllo dei rischi 
finanziari); 
- -in merito alle politiche di rischio deve verificare sistematicamente l’esposizione 
della banca rispetto a tali rischi (il reporting del CDA dovrà quindi includere le 
informazioni inerenti ai maggiori sconfinamenti); 
- assicurarsi che i compiti e le responsabilità siano allocati in modo chiaro e 
appropriato;  
- verificare che l'Alta Direzione definisca l'assetto dei controlli interni in coerenza 
con la propensione al rischio prescelta;  
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- verificare che le funzioni di controllo siano adeguatamente autonome e dotate di 
risorse adeguate; 
-  assicurarsi che venga definito un sistema informativo completo e tempestivo;  
- assicurarsi che l'efficienza e l'efficacia del sistema dei controlli interni siano 
periodicamente valutate e che le risultanze di tale valutazione siano fornite al 
Consiglio stesso; e, qualora vengano riscontrate delle criticità, ha il compito di 
assicurarsi che vengano adottate con tempestività idonee misure correttive. 
- selezionare e definire le responsabilità dell’Alta Direzione e valutare i risultati 
della stessa; 
- definire le funzioni e la struttura di Internal Auditing in modo adeguato; 
 
Il Consiglio di Amministrazione è il centro responsabilità più elevato al fine di 
assicurare la creazione ed il continuo processo di adattamento di un efficace sistema di 
controllo ed ha quindi compiti di supervisione strategica e di gestione dell’impresa 
bancaria e di determinazione dei principi per l’assetto generale della banca e 
l’approvazione del modello organizzativo, di stabilimento di rischi e dell’assetto e della 
funzionalità del sistema di controllo interno. 
Al consiglio di amministrazione compete, pertanto, l’assunzione delle decisioni più 
importanti sotto il profilo economico-strategico o  in termini di incidenza strutturale 
sulla gestione ovvero in quanto funzionali all’esercizio delle attività di valutazione 
dell’assetto organizzativo e amministrativo. 
In particolare il CDA deve assicurare l’efficace gestione dei rischi mediante la 
definizione di adeguate procedure e regole e vigilare sull’osservanza di queste da parte 
degli organi della banca. 
Per quanto riguarda i controlli di terzo livello, il CDA valuta le linee guida dell’attività 
di audit; formula proposte per integrare il piano annuale dei controlli; esprime pareri 
preventivi non vincolanti sulle proposte di adeguamenti organizzativi e del personale 
della Direzione Internal Audit.  
Il Consiglio di Amministrazione e l’Alta Direzione spesso richiedono documentazioni e 
rendiconti gestionali che consentano loro di verificare i progressi compiuti dalla banca 






-Alta direzione  
 
Le responsabilità dell’Alta Direzione si sostanziano nell’assicurare che: 
- vengano definite in modo chiaro le responsabilità di gestione dei rischi, 
- vengano utilizzati adeguati sistemi di misurazione dei rischi; 
- sia definita una struttura di limiti coerente con il sistema di misurazione dei 
rischi prescelto, con la tolleranza al rischio dell’istituzione finanziaria, con le 
attività svolte e con gli obbiettivi perseguiti; 
- siano definiti gli obbiettivi quali-quantitativi del modello di controllo; 
- il sistema dei controlli interni sia efficace e cioè che consenta di prendere 
decisioni correttive; 
- il piano organizzativo indichi chiaramente le deleghe da attribuire e l’effettiva 
separazione dei compiti tra le funzioni operative, amministrative, contabili e di 
controllo; 
- sia mantenuto un completo ed accurato sistema informativo delle transazioni; 
- siano predisposte procedure amministrative, operative e di controllo per 
rispettare norme, piani e procedure; 
- siano riportati periodicamente al CDA le funzioni ed i risultati provenienti dal 
sistema dei controlli interni; 
 
Rientra quindi nella responsabilità dell'alta direzione dare attuazione alle strategie 
approvate dal consiglio di amministrazione; definire appropriate politiche di controllo 
interno; verificare l'efficacia del sistema di controllo interno. È quindi responsabile per 
l’istituzione ed il mantenimento di un’efficace sistema di controlli interni. 
L'alta direzione deve assicurarsi che siano individuati e valutati i fattori interni ed 
esterni capaci di influire negativamente sul conseguimento degli obiettivi aziendali. 
 La valutazione deve estendersi a tutti i rischi cui è esposta la banca (ad esempio, il 
rischio di credito, il rischio paese e di trasferimento valutario, il rischio di mercato, il 
rischio di tasso d'interesse, il rischio di liquidità, il rischio operativo, comprendente il 
rischio di frode, di appropriazione indebita di attività e di informazione finanziaria 
inaffidabile, il rischio legale e il rischio di reputazione). 
L'alta direzione deve assicurarsi che siano costantemente valutati i rischi che influiscono 
sulla realizzazione delle strategie e degli obiettivi della banca.  
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Può essere necessaria una revisione dei controlli interni in modo che essi tengano 
adeguatamente conto dei rischi nuovi o precedentemente non soggetti a controllo e in 
questo senso l’alta direzione può esaminare i rapporti che aggiornano i risultati 
finanziari effettivi a fronte del budget.  
I quesiti sollevati dall’alta direzione in seguito a tale esame e le conseguenti risposte 
preparate dai quadri direttivi inferiori rappresentano un’attività di controllo che 
potrebbe far emergere problemi, come debolezze nel sistema di controllo, errori nelle 
segnalazioni finanziarie o attività fraudolente.  
L'alta direzione deve assicurarsi che siano disponibili adeguati ed esaurienti dati interni 
sugli aspetti finanziari, operativi e di conformità, nonché informazioni esterne di 
mercato su fatti e situazioni rilevanti ai fini del processo decisionale.  
Le informazioni devono essere affidabili, tempestive e accessibili; esse devono inoltre 
essere fornite con modalità uniformi.  
L'alta direzione deve istituire efficaci canali di comunicazione per assicurare che tutto il 
personale abbia piena cognizione delle politiche e delle procedure attinenti alle proprie 
funzioni e responsabilità e ogni altra informazione rilevante pervenga al personale 
appropriato. 
L'alta direzione deve verificare in modo continuativo l'efficacia complessiva dei 
controlli interni della banca ai fini del conseguimento degli obiettivi aziendali. 
 
Il Consiglio di Amministrazione e l'Alta Direzione sono i primi responsabili del sistema 
dei controlli e, perché venga realizzato e gestito un sistema di controlli efficace, risulta 
decisiva l’importanza che gli stessi attribuiscono al sistema stesso e alle finalità a esso 
assegnate. In primo luogo, si deve ricordare che l’individuazione dei rischi bancari e la 
definizione nel dettaglio del sistema del controllo interno sono poste in capo all’Alta 
Direzione: l’intervento del Consiglio di Amministrazione è quindi successivo rispetto a 
quello dell’Alta Direzione ed è funzionale solo alla mera approvazione dell’assetto 
organizzativo e di controllo. 
 
 
-Collegio sindacale  (Organo di Controllo) 
 
Il ruolo e le responsabilità del Collegio Sindacale presentano alcune specificità che 
trovano evidenza nel T.U agli Art 52 e ss. che attribuiscono a tale organo ruoli di 
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sorveglianza attiva e incisiva sui vari settori della gestione, segnatamente, sull’operato 
del CDA e dell’Alta Direzione. 
In Italia l’Organo di Controllo è il Collegio Sindacale (modello Tradizionale), nel 
modello monistico l’organo preposto al controllo è invece il Comitato per il Controllo 
sulla Gestione, e nel sistema dualistico è rappresentato invece dal Consiglio di 
Sorveglianza. 
In questo contesto faremo riferimento al modello tradizionale e quindi al Collegio 
Sindacale. 
Il Collegio Sindacale è chiamato a controllare l’operato degli amministratori, 
verificando che le operazioni da questi posti in essere siano effettuate in conformità alla 
legge ed allo statuto e nel rispetto dei principi di corretta amministrazione. 
In tale ambito il Collegio Sindacale deve assicurarsi che le scelte gestionali siano non 
pregiudizievoli, razionali sotto il profilo economico e coerenti con l’obbiettivo 
dell’intermediario. 
Il Collegio è altresì chiamato a vigilare sull’adeguatezza della struttura organizzativa del 
sistema del controllo interno, con particolare riguardo al controllo dei rischi. 
L’attività di vigilanza di tale organo non deve limitarsi alla sola verifica della 
correttezza delle operazioni compiute dagli amministratori, ma deve estendersi anche al 
controllo del regolare funzionamento complessivo di ciascuna principale area 
organizzativa. 
A tal fine, esso può e deve avvalersi di tutte le unità delle strutture organizzative che 
svolgono funzioni di controllo, prima tra tutte l’Internal Audit, oltre che scambiarsi dati 
e informazioni con la società di revisione per l’espletamento dei rispettivi compiti. 
Le Istruzioni di Vigilanza stabiliscono che i componenti del Collegio Sindacale debbano 
“valutare il grado di efficienza e di adeguatezza del sistema dei controlli interni, con 
particolare riguardo al controllo dei rischi, al funzionamento dell’Internal Audit e al 
sistema informativo-contabile”; specificando poi che, per lo svolgimento di tali 
mansioni, il Collegio Sindacale “si avvale di tutte le unità delle strutture organizzative 
che assolvono funzioni di controllo, prima fra tutte l'Internal Audit” e interloquisce 
stabilmente con Banca d’Italia cui viene assicurato un flusso informativo continuo. 
 L’Autorità di Vigilanza può sempre richiedere direttamente  al Collegio Sindacale 





-Comitato per il Controllo Interno 
 
Come noto, le banche che decidono di quotarsi su un mercato regolamentato possono, 
pur non essendovi obbligate, aderire al Codice di Autodisciplina e, quindi, istituire il 
c.d. “comitato per il controllo interno” (o, come definito dalle nuove disposizioni 
autoregolamentari di recente pubblicazione, il “Comitato Controllo e Rischi”) che deve 
essere composto da amministratori non esecutivi e indipendenti .  
Si tratta di un “organo” appunto eventuale, ma che nei fatti si rivela fondamentale ai fini 
dell’efficienza del sistema di controllo, essendo il suo scopo quello di svolgere tutta 
l’attività istruttoria preliminare alle deliberazioni in materia del Consiglio . 
 In particolare, al Comitato Controllo e Rischi spetta il compito di assistere il Consiglio 
di Amministrazione nel definire le linee di indirizzo del sistema di controllo interno, 
esprimendo pareri su aspetti specifici inerenti l’identificazione dei principali rischi 
aziendali e il monitoraggio e la gestione degli stessi; inoltre, deve valutare, insieme con 
il dirigente preposto alla redazione dei documenti contabili societari, i revisori e il 
Collegio Sindacale, il corretto utilizzo dei principi contabili, esaminare e approvare il 
piano audit predisposto dalla funzione di Internal audit sul quale riferisce al Consiglio e 
vigilare sull’efficacia del processo di revisione contabile. 
L’istituzione di questo organo spetta al Consiglio di amministrazione. 
Il Comitato per il Controllo Interno è un organismo preposto ad analizzare le 
problematiche ed istruire pratiche rilevanti per il controllo delle attività aziendali. 
Il Comitato, oltre che assistere il Consiglio di Amministrazione in merito alla 
determinazione delle linee di indirizzo ed alla verifica periodica circa l’adeguatezza e 
l’effettivo funzionamento del sistema di controllo interno,  
a) valuta il corretto utilizzo dei principi contabili; 
b) esprime pareri su specifici aspetti inerenti alla identificazione dei principali 
rischi aziendali nonché alla progettazione, realizzazione e gestione del sistema di 
controllo interno; 
c) esamina il piano di lavoro preparato dai preposti al controllo interno; 
d) valuta le proposte formulate dalle società di revisione, il relativo piano di lavoro 
ed i risultati; 




f) riferisce al Consiglio di Amministrazione, almeno semestralmente, in occasione 
dell’approvazione del bilancio e della relazione semestrale, sull’attività svolta 
nonché sull’adeguatezza del sistema di controllo interno. 
 
Una prima analisi dei compiti attribuiti al Comitato Controllo e Rischi potrebbe però 
indurre a ritenere che vi siano (almeno potenzialmente) delle sovrapposizioni con le 
attività che sono affidate al Collegio Sindacale nelle banche; e ciò, in particolare, con 
riferimento alla valutazione del grado di efficienza e di adeguatezza del sistema di 
controllo interno che in ambito bancario è attribuita al Collegio Sindacale, ma che 
parallelamente è attribuita dal Codice di Autodisciplina anche al Comitato Controllo e 
Rischi.  
Per superare questa potenziale sovrapposizione di ruoli, si è obiettato che le due 
valutazioni provenienti dal Collegio Sindacale e dal Comitato dovrebbero ritenersi 
differenti nel senso che il primo sarebbe competente esclusivamente a valutare gli 
assetti sotto il profilo della conformità alla legge e all’atto costitutivo, mentre il secondo 
dovrebbe valutare gli assetti anche sotto il profilo del’utilità e della convenienza. E’ 
però difficile individuare una discriminante con riferimento all’oggetto delle valutazioni 
posto che, in ambito bancario, è espressamente previsto che i sindaci devono giudicare 
anche sulla “efficienza” dell’assetto di controllo della società, sicché la differenza tra le 
due valutazioni potrebbe piuttosto essere individuata nel fatto che sono effettuate in 
momenti diversi e hanno finalità differenti. 
 
 
-I dirigenti a livello di dipartimento o di divisione 
 
Essi  ricevono ed esaminano rapporti regolari o straordinari su base giornaliera, 
settimanale o mensile. La verifica a livello funzionale avviene più frequentemente che 
al vertice ed è in genere più analitica. Ad esempio, il responsabile dell’area dei crediti 
commerciali esamina rapporti settimanali sulle sofferenze, i pagamenti in entrata, gli 
introiti da interessi sulle attività in portafoglio, mentre il responsabile del settore crediti 
visiona rapporti analoghi su base mensile e in una forma più sintetica comprendente 





-Organismo di vigilanza 
 
L’intensa attività di regolamentazione e di definizione di istruzioni da parte di Banca 
d’Italia ha lo scopo di esercitare un’azione di prevenzione di casi di crisi o anomali 
nello svolgimento dell’attività bancaria.  
Ricordiamo che Banca d’Italia svolge anche una significativa attività di vigilanza 
informativa ed ispettiva. 
 Questo organismo richiede la collaborazione a tutti gli organi di controllo ( Consiglio 
di Amministrazione, Alta Direzione, Collegio Sindacale, Internal Audit) affinché, 
ognuno nei propri ruoli e responsabilità, adempia correttamente ai propri compiti e 
rispetti gli obblighi di comunicazione previsti dalla legge. 
In altri termini, la Banca d’Italia con la sua attività di vigilanza tende a promuovere una 
cultura e una sensibilizzazione interna alle banche sul tema dei controlli, definendo, 
soprattutto, principi di carattere generale in linea con gli orientamenti internazionali. 
Le relazioni più stringenti e intense si instaurano tra Banca d’Italia , Collegio sindacale 
e Internal Audit.  
Banca d’Italia, in particolare, considera il Collegio Sindacale come interlocutore 
privilegiato e ha definito un raccordo funzionale tra la sua attività di vigilanza e 
l’attività di controllo svolta dai sindaci bancari.  
In tal senso sono previsti specifici obblighi di comunicazione del Collegio Sindacale a 
Banca d’Italia, in caso di irregolarità nella gestione della banca ovvero di violazione di 














1.5. Valutazione dei rischi e controllo interno 
 
Individuare, valutare e controllare ogni singola tipologia di rischio insito nell’attività 
bancaria, interessa non solo la banca, i suoi debitori e gli azionisti, ma anche le autorità 
di vigilanza. 
Ai fini della stabilità del sistema, è necessario evitare che i possibili effetti negativi, 
derivanti da una elevata esposizione ai rischi di una banca, si diffondano ad altri 
intermediari sani del sistema. 
Anche per questo motivo, la politica di vigilanza sulle banche, nel corso degli anni si è 
trasformata, passando da una vigilanza strutturale, diretta ad assicurare la stabilità del 
sistema attraverso interventi amministrativi-autorizzativi, ad una vigilanza prudenziale, 
‘’più attenta alle condizioni di concorrenza del mercato creditizio ed ai conseguenti 
riflessi sul grado d efficienza del sistema’’. 
In questo contesto gli intermediari hanno rivolto una sempre maggiore attenzione alla 
gestione dei rischi.  
Da ricordare che ha assunto definitiva affermazione il modello di banca universale, con 
la possibilità da parte degli operatori di intraprendere attività in settori non tradizionali, 
e la conseguente necessità di assetti organizzativi funzionali in grado di fronteggiare 
tale mutato contesto competitivo. 
Gli Organismi di Vigilanza hanno quindi indirizzato i loro sforzi verso la definizione di 
nuove e sempre più articolate norme prudenziali: prima di tutto, hanno previsto 
l’adozione di strumenti di controllo, di tipo quantitativo, delle condizioni di solvibilità 
delle banche, basati su schemi che hanno per oggetto la misurazione del grado di rischio 
potenziale insito nello svolgimento di determinate attività e la conseguente 
quantificazione dell’ammontare minimo di patrimonio necessario per fronteggiare il 
livello di rischio assunto. 
È noto che nel corso delle loro operazioni, le banche si trovano di fronte a diverse 
tipologie di rischio che possono avere un effetto potenzialmente negativo sullo 
svolgimento della propria attività. 
 La gestione del rischio nel settore bancario include pertanto l’identificazione dei rischi, 
ovvero una sua definizione, misurazione e valutazione, con l’obiettivo di minimizzare 
gli effetti negativi legati a tali rischi che possono incidere negativamente sul risultato 
finanziario e patrimoniale complessivo.  
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 Di conseguenza, una efficacie gestione del rischio è condizione necessaria per garantire 
una generazione di valore affidabile e sostenibile, in un contesto di rischio controllato, 
proteggendo così la solidità finanziaria e la reputazione d’impresa. 
 
Nello specifico, i principali rischi a cui una banca è tipicamente esposta nel corso delle 
proprie attività sono rappresentati da: 
 Rischio di liquidità: incapacità da parte della banca di rispettare gli impegni di 
pagamento alle scadenze a causa della difficoltà di reperire fondi (“funding 
liquidity risk”) o di liquidare attività sul mercato (“asset liquidity risk”). 
 Rischio di credito: rischio per cui, nell’ambito di un accordo di credito, un 
debitore non assolva anche solo in parte ai suoi obblighi di rimborso del capitale 
e/o al pagamento degli interessi al suo creditore. 
 Rischio di mercato: probabilità di ottenere dalle operazioni di negoziazione di 
strumenti finanziari un rendimento diverso da quello atteso.  
 Il rischio di mercato si traduce nella perdita o nel guadagno potenziali di una 
posizione o di un portafoglio di titoli suscettibili di variazioni funzioni delle 
principali variabili di mercato, tra le quali si annoverano le oscillazioni dei tassi 
di interesse, dei tassi di cambio, del prezzo delle materie prime. 
 Rischio operativo: rischio di subire perdite derivanti dall’inadeguatezza o dalle 
disfunzioni di procedure, risorse umane o sistemi  interni, oppure da eventi 
esogeni tra i quali rientra il rischio legale. 
 Rischio di reputazione: rischio di percezione negativa dell’immagine della 
banca da parte dei suoi stakeholders interni ed esterni. 
 Rischio strategico: rischio di perdite causate da una carenza di visione di lungo 
periodo nella gestione della banca, traducibili in decisioni aziendali errate o 
inadeguatezza nell’attuazione delle decisioni di fronte alle pressioni competitive 
esterne. 
 
Il rischio di credito, unitamente al rischio di mercato ed al rischio operativo, è diventato 
di grande attualità soprattutto in seguito agli accordi di Basilea, accordi internazionali 
tra i governatori delle banche centrali dei paesi G10, in vigore dal gennaio 2007.  
La riforma della finanza ha confermato la centralità di una corretta valutazione dei 
rischi da parte delle banche.  
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Ad esempio, le nuove regole per la misurazione dei rischi di controparte e del trading 
book, che dovrebbero contribuire alla quantificazione dell’attivo ponderato per il rischio 
al denominatore dei ratios patrimoniali, mirano a catturare, con maggiore accuratezza 
rispetto al passato, importanti fattori di rischiosità. 
Al contempo, il G20 ha invitato le autorità di Vigilanza nazionali a richiedere alle 
banche un rafforzamento del complessivo sistema di gestione dei rischi.  
Importanti indicazioni sono state fornite, tra gli altri, dal Senior Supervisory Group, dal 
Comitato di Basilea e dalla European Banking Authority. 
 
Gli orientamenti complessivamente emersi si muovono lungo tre direttrici: 
1. Organizzativa: alla visione tradizionale di unità organizzativa dedicata al 
“controllo di secondo livello” deve affiancarsi la concezione di “processo 
aziendale” che sia capace di coinvolgere pienamente tutta la struttura 
dell’azienda, dall’unità commerciale agli organi di vertice; 
2. Funzionale: il ruolo del risk management  deve aumentare la propria centralità 
all’interno dei processi strategici e al controllo di gestione, promuovendo una 
logica di “redditività corretta per il rischio”; 
3. Contenutistica: l’approccio per “silos”, centrato cioè su singoli profili di 
rischiosità, deve evolvere in una visione “olistica” dell’esposizione complessiva, 
attenta alle interazioni tra rischi, unità di business, entità giuridiche. 
 
L’Accordo di Basilea III, finalizzato nel dicembre 2010, rappresenta il passo più 
significativo del menzionato processo di riforma.  
Con l’espressione Basilea III si indica un insieme di provvedimenti approvati dal 
Comitato di Basilea per la vigilanza bancaria in diretta risposta alla crisi finanziaria del 
2007-08; l’intento di tale revisione è consistito nel perfezionamento della preesistente 
regolamentazione prudenziale contenuta nelle disposizioni di Basilea II, oltre che 
nell’efficientamento dell’azione di vigilanza e della capacità degli intermediari di 







Le nuove regole introdotte con Basilea III  definiscono nello specifico nuovi standard 
internazionali per l’adeguatezza patrimoniale delle banche e nuovi vincoli di liquidità. 
 
Le riforme sono ascrivibili a due ordini di principio: 
 
 Microprudenziali, ossia riguardanti la regolamentazione a livello di singolo 
istituto bancario; queste riforme intendono rafforzare la resistenza dei singoli 
istituti bancari alle fasi di stress, crisi o stagnazioni; 
 Macroprudenziali, ossia riguardanti i rischi a livello di sistema che possono 
accumularsi nel settore bancario, nonché l’amplificazione prociclica di tali rischi 
nel tempo. 
 
In sintesi, il presidio dei rischi è un processo complesso e sempre più strategico, 
il quale coinvolge il management a più livelli e una molteplicità di funzioni 
aziendali; esso si articola in diverse fasi, ugualmente rilevanti e fortemente 
integrate. Un’adeguata misurazione, che presuppone anzitutto una accurata 
definizione dei rischi sia per tipologia sia caratteristiche, deve essere considerata 
necessaria ad una efficace gestione che, a sua volta, deve delineare le corrette 
















CAPITOLO  II 
 
XV AGGIORNAMENTO DELLA CIRCOLARE N. 263/2006 
 DI BANCA D’ITALIA 
 
2.1   Contesto normativo di riferimento 
 
La disamina delle cause e delle conseguenze connesse alla recente crisi finanziaria che 
ha interessato anche diverse istituzioni finanziarie hanno confermato la centralità 
della Governance e dei Sistemi di Controllo Interno delle banche nel garantire la loro 
sana e prudente gestione.  
Queste  vicende hanno quindi stimolato la riflessione sulla rilevanza che il sistema dei 
controlli interni assume nel quadro di un adeguato governo societario, indispensabile 
per assicurare una creazione di valore di lungo termine, in grado di aumentare la fiducia 
degli operatori economici e assicurare una stabile crescita economica. 
 Muovendo da tale consapevolezza, le autorità internazionali e in seguito quelle 
domestiche hanno emanato una fitta serie di provvedimenti destinati a ridisegnare 
profondamente la cornice regolamentare entro la quale dovrà svilupparsi il mercato 
bancario europeo. 
In tale mutevole contesto, si inseriscono le recenti previsioni introdotte da Banca 
d’Italia con il 15° aggiornamento della Circolare n. 263/2006 (2 luglio 2013). 
Ancora prima di procedere con l'emanazione del 15° aggiornamento, il 4 settembre 
2012, Banca d'Italia ha posto in consultazione pubblica lo schema di disposizioni di 
vigilanza prudenziale in materia di sistemi di controlli interni e di sistema informativo 
delle banche e dei gruppi bancari, avviando così una procedura che ha permesso ai 
partecipanti di esprimere osservazioni e commenti relativi alla proposta di disciplina 
entro 60 giorni dalla pubblicazione.  
Alla conclusione di questa procedura, Banca d'Italia ha pubblicato sul suo sito internet il 
resoconto delle osservazioni ricevute, la relazione sull'analisi d'impatto nonché il testo 






Con tale aggiornamento la nostra Autorità di Vigilanza si propone di: 
 
 Rafforzare la capacità delle banche nella gestione dei rischi aziendali; 
 Rivedere organicamente l’attuale quadro normativo in materia di Sistema dei 
Controlli Interni, Sistemi Informativi e Continuità Operativa; 
 Allineare la normativa nazionale alle previsioni comunitarie. 
 
Sono stati inseriti nel Titolo V della Circolare n. 263 del 27 dicembre 2006  di Banca 
d’Italia intitolata “Nuove disposizioni di vigilanza prudenziale per le banche” il 
Capitolo 7 “Il sistema dei controlli interni”, il Capitolo 8 “Il sistema informativo” e il 
Capitolo 9 “La continuità operativa”. 
 
L’intervento sul sistema dei controlli interni (Capitolo 7) ha l’obiettivo di rafforzare la 
capacità delle banche e dei gruppi bancari di presidiare i rischi aziendali, creando un 
quadro normativo organico e coerente con le migliori prassi internazionali e con le 
raccomandazioni dei principali standard setter (Financial Stability Board, Comitato di 
Basilea per la vigilanza bancaria, EBA).  
Non si va ad esaurire le disposizioni organizzative applicabili alle banche, poiché le 
disposizioni ivi contenute  rappresentano la cornice di riferimento nella quale si 
inquadrano le regole sui controlli dettate all’interno di specifici ambiti disciplinari (ad 
es., regole organizzative in materia di gestione di singoli profili di rischio, di sistemi 
interni di misurazione dei rischi per il calcolo dei requisiti patrimoniali, di processo 
ICAAP, di prevenzione del rischio di riciclaggio).  
Le disposizioni contenute nel Capitolo 7 definiscono: 
1) i principi generali del sistema dei controlli interni (Capitolo 7 Sezione I); 
2) il ruolo degli organi aziendali (Capitolo 7 Sezione II);  
3) l’istituzione e i compiti delle funzioni aziendali di controllo (Capitolo 7 Sezione 
III);  
4) l’esternalizzazione di funzioni aziendali (outsourcing) al di fuori del gruppo 
bancario (Capitolo 7 Sezione IV);  
5) il Risk Appetite Framework, il sistema dei controlli interni e l’esternalizzazione 
nei gruppi bancari (Capitolo 7 Sezione V);  
6) le imprese di riferimento (Capitolo 7 Sezione VI);  
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7) le regole applicabili alle succursali di banche comunitarie e di banche 
extracomunitarie aventi sede nei paesi del Gruppo dei Dieci o in quelli inclusi 
nell’elenco pubblicato dalla Banca d’Italia (Capitolo 7 Sezione VII);  
8) l’informativa alla Banca d’Italia (Capitolo 7 Sezione VIII); 
9) le disposizioni speciali relative a particolare categorie di rischio (Capitolo 7 
Allegato A);  
10) i controlli sulle succursali estere (Capitolo 7 Allegato B);  
11) il Risk Appetite Framework (Capitolo 7 Allegato C). 
 
La disciplina si ispira ad alcuni principi di fondo: il coinvolgimento dei vertici 
aziendali; l’esigenza di assicurare una visione integrata dei rischi; l’attenzione ai temi 
dell’efficienza e dell’efficacia dei controlli; la valorizzazione del principio di 
proporzionalità, che consente di graduare l’applicazione delle norme in funzione della 
dimensione e della complessità operativa delle banche.  
 
Facendo riferimento alla ‘’Sintesi per gli utenti’’ pubblicata da Banca d’Italia si riesce a 
percepire quale sia l’orientamento di fondo e quali siano gli obbiettivi che si intende 
raggiungere con queste nuove disposizioni. 
 
Dalla ‘’Sintesi per gli utenti’’ : 
‘’Come si raccordano le nuove disposizioni con gli altri provvedimenti normativi che 
contengono regole di carattere organizzativo? ‘’ 
‘’Le singole normative di vigilanza, in molti casi, prevedono presidi di tipo 
organizzativo e attribuiscono compiti e responsabilità ai vertici aziendali e alle funzioni 
di controllo per assicurare la realizzazione degli obiettivi regolamentari. Tali presidi 
organizzativi e compiti non vengono meno con l’emanazione delle nuove disposizioni 
sul sistema dei controlli interni; anzi, essi si integrano in quest’ultima, definendo il 
complesso normativo in materia di organizzazione e controlli. Secondo questa logica, la 
nuova disciplina sui controlli interni definisce i principi e le regole cui deve essere 
ispirato il sistema dei controlli interni. Essa costituisce, dunque, il perno  del sistema 
organizzativo e dei controlli, sul quale si innestano, come raggi ideali, le specifiche 





Il nuovo quadro normativo, infatti, merita di essere letto da tutte le strutture 
organizzative come una straordinaria opportunità per razionalizzare compiti, ruoli e 
responsabilità sul governo e sul controllo aziendale, con notevoli potenzialità in termini 
di trasparenza, efficacia e ottimizzazione dei processi e dei servizi, sia di gestione 
interna che in termini di business verso la clientela.  
Le norme relative agli organi all’apice, infatti, costringono l’alta direzione, il consiglio 
di amministrazione e gli organi di controllo a prendere in maggior considerazione 
aspetti come la definizione della propensione aziendale al rischio (già introdotta con il 
processo ICAAP), l’analisi, il controllo, la gestione e la prevenzione dei rischi e delle 
non conformità a leggi e regolamentazioni, o la rappresentazione della visione 
direzionale sulla sicurezza sotto forma di information security policy. Tutti aspetti 
storicamente spesso sottovalutati, trascurati, approcciati creativamente o delegati con 
sufficienza a strutture operative gerarchicamente distanti dalla stanza dei bottoni. 
Le nuove disposizioni sono entrate in vigore il 3 luglio 2013 e sono divenute efficaci, 




2.2 Gli obbiettivi della normativa 
 
La recente crisi economica e finanziaria globale ha indirizzato l’attenzione delle autorità 
di vigilanza nazionali ed europee sulle sempre maggiori esigenze di stabilità, uniformità 
e controllo del sistema finanziario.  
Queste, unite all’analisi di origini e conseguenze della crisi, hanno evidenziato 
l’importanza di due aspetti principali degli istituti finanziari: il governo strategico e il 
sistema dei controlli interni. 
Le disposizioni introdotte il 2 luglio 2013 da Banca d’Italia, con il 15° aggiornamento 
della Circolare n. 263 del 27 dicembre 2006,  “Nuove disposizioni di vigilanza 
prudenziale per le banche”, hanno proprio l’obiettivo di rispondere a queste esigenze, 
definendo un preciso quadro regolamentare organico, coerente, allineato alle 
migliori best practice e alle raccomandazioni internazionali (Financial Stability Board, 





Come esplicitato nella ‘’Sintesi per gli utenti’’ : 
 
Quali sono gli obiettivi?  
‘’L’intervento normativo è in linea di continuità con le previgenti disposizioni ed è 
volto a spingere le banche a rafforzare ulteriormente la propria capacità di gestire i 
rischi aziendali, richiedendo che queste si dotino di un sistema di controlli interni 
completo, adeguato, funzionale e affidabile. La crisi finanziaria ha messo fortemente 
alla prova la capacità delle banche di gestire efficacemente le diverse tipologie di rischi 
e di reagire prontamente a situazioni di criticità; in tale contesto, è emerso con chiarezza 
che assetti di governo efficienti e funzioni di controllo autorevoli, attive e indipendenti, 
consentono di evitare o limitare le perdite conseguenti a situazioni di crisi intense e 
diffuse. Particolare importanza riveste il coinvolgimento attivo dei vertici aziendali 
nella gestione della banca e nella comprensione dei rischi insiti nell’operatività 
aziendale. La disciplina fa leva su alcuni principi di fondo, coerenti con le migliori 
prassi internazionali e con le raccomandazioni dei principali standard setter (Financial 
Stability Board, Comitato di Basilea per la vigilanza bancaria, EBA); tra questi: il 
maggior coinvolgimento dei vertici aziendali; l’esigenza di assicurare una visione 
integrata e trasversale dei rischi; l’attenzione ai temi dell’efficienza e dell’efficacia dei 
controlli; la valorizzazione del principio di proporzionalità, che consente di graduare 
l’applicazione delle norme in funzione della dimensione e della complessità operativa 
delle banche. L’intervento normativo, inoltre, razionalizza e semplifica il quadro 
regolamentare, riunendo in un’unica fonte normativa organica la disciplina di vigilanza 
relativa alle caratteristiche e ai requisiti di carattere generale del sistema dei controlli 




2.3 Tempistiche di adeguamento e la c.d gap analysis 
 
L’adeguamento alle nuove disposizioni di vigilanza prudenziale è suddiviso in più 
scadenze temporali, con i seguenti obblighi: 




 Entro il 31 gennaio 2014 (la precedente scadenza del 31 dicembre 2013 è stata 
prorogata mediante comunicazione BdI con prot. n. 1134065/13 del 06/12/2013), 
l’invio a Banca d’Italia della relazione di autovalutazione che indichi gli scostamenti 
della situazione aziendale rispetto ai requisiti della nuova normativa (Gap Analysis), 
con l’evidenza delle misure di adeguamento che si intende adottare e relative 
scadenze previste (Master Plan), oltre all’elenco dei contratti di esternalizzazione in 
essere e relativa scadenza (o durata). Entro questa scadenza è richiesto anche l’invio 
del questionario (in formato Excel) in cui devono essere espressi i risultati della Gap 
Analysis rispetto alle previsioni normative dei capitoli 8 (sistema informativo) e 9 
(continuità operativa). 
 Entro il 1 luglio 2014, gli adeguamenti richiesti dal capitolo 7 “Il sistema dei 
controlli interni”, ovvero posizionamento gerarchico, compiti e responsabilità 
rispettivamente dell’ organo con compito di supervisione strategica (OFSS), 
dell’organo con funzione di gestione (OFG) e l’organo con funzione di controllo 
(OFC), funzioni aziendali di controllo, con incarico formale dei relativi responsabili. 
Sempre entro questa scadenza, sono previsti l’adeguamento dei contratti di 
esternalizzazione delle Funzioni Operative Importanti e gli adeguamenti richiesti dal 
capitolo 9 “La continuità operativa”. 
 Entro il 2 febbraio 2015, gli adeguamenti richiesti dal capitolo 8 “Il sistema 
informativo”, ovvero posizionamento gerarchico, compiti e responsabilità di OFSS, 
OFG, OFC e funzioni aziendali di controllo in ambito ICT, nonché delle funzioni di 
controllo di linea, con incarico formale dei relativi responsabili e la nomina 
dell’Organo Responsabile dei Sistemi Informativi. Sono previsti anche 
l’allestimento di un inventario ICT con mappatura aggiornata delle risorse 
informatiche, l’aggiornamento delle conoscenze ICT, l’adeguamento e 
l’approvazione dei processi di gestione ICT, l’avviamento della funzione di IT Risk 
Management e la separazione degli ambienti di sviluppo, collaudo e produzione. 
 Entro il 1 luglio 2015, gli adeguamenti richiesti dal capitolo 7 – sezione III –parte 
1b in relazione ai requisiti previsti per i responsabili delle funzioni aziendali di 
controllo. 
 Entro il 1 luglio 2016, infine, gli adeguamenti richiesti dal capitolo 7 – sezioni IV e 
V – in merito alla garanzia dell’accesso ai locali degli outsourcer per le società di 
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revisione e gli organi di vigilanza, oltre all’adeguamento dei contratti di 
esternalizzazione in essere e non rinnovati entro il 30 giugno 2016. 
 
Riprendendo approfonditamente il tema delle attività di gap analysis, si evince che esse 
si possono sintetizzare in quattro fasi di lavoro: 
1) analisi 
2) conformità 
3) reporting direzionale 
4) piano di superamento 
Vediamo adesso nel dettaglio che cosa avviene in ciascuna fase. 
Nella prima fase, ossia quella relativa all’analisi, si svolge un analisi di tutto il sistema 
dei controlli interni della banca. In particolare, i tre diversi livelli di controllo interno 
saranno esaminati nell’ottica di attestare tutti gli elementi già allineati alle nuove 
disposizioni. Sarà valutato anche il grado di integrazione delle attività svolte da tutti i 
controller attraverso accessi ed interviste presso la banca. In particolare viene svolto un 
esame della documentazione prodotta dal Risk Management (ICAAP, report, etc.) ed in 
seguito viene svolta una disamina dell’architettura dei controlli di linea con focus sulle 
strutture che risultano maggiormente esposte alla rischiosità aziendale. Successivamente 
vengono svolti approfondimenti conoscitive e si ha la condivisione delle metodologie di 
analisi con l’Organo con funzioni di controllo, e ove esistente anche con l’Organismo di 
Vigilanza ai sensi del D.Lgs. 231/01. 
Nella seconda fase, quella relativa alla conformità, si tratta di accertare la conformità 
della banca alle nuove disposizioni di vigilanza prudenziale ed alle best practice 
internazionali. 
Si vanno ad evidenziare le criticità normative e regolamentari riscontrate e si attua una 
azione di revisione interna sui processi di controllo interno. Successivamente vengono 
condivise le evidenze con il responsabile della funzione di revisione interna , mentre le 
maggiori ‘non conformità’ vengono condivise con tutti gli attori del controllo interno 
della banca. 
Nella terza fase, di reporting direzionale, vengono registrate le eventuali carenze e 
vengono fatte osservazioni e commenti su appositi formulari standard della Consulenza. 
Questi vengono poi condivisi con il responsabile della funzione di revisione interna e 
sottoposti agli organi con funzione di supervisione strategica e di quelli con funzione di 
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controllo , anche sotto forma di ’executive summary’ , certificatici della situazione ‘as 
is’ della banca. 
Nell’ultima fase vengono definite le misure che la banca deve adottare e la relativa 
pianificazione degli interventi volti ad assicurare il rispetto delle disposizioni. Questa 
relazione viene posta all’attenzione dei Vertici Aziendali, in particolare al responsabile 
della funzione di revisione interna, ed in seguito si ha la predisposizione della relazione 





2.4  Le modifiche e le principali novità apportate  
 
Mediante questo aggiornamento, Banca d’Italia, a seguito d un lungo periodo di 
consultazione e confronto con il sistema bancario, ha voluto portare un ulteriore 
importante contributo alla definizione di principi e regole nei quali il complessivo 
sistema dei controlli interni deve essere inquadrato, introducendo rilevanti novità che 
avranno certamente, anche nel breve termine, impatti sulle linee di indirizzo strategiche 
e sulle modalità degli operative di gestione del rischio da parte degli operatori.  
Le nuove norme, formano parte integrante della disciplina concernente gli assetti di 
governo e controllo delle banche e sono ricche di chiarimenti. 
 
Le principali novità introdotte rispetto al previgente quadro normativo riguardano:  
 
1) la previsione di principi generali di organizzazione;  
2) i compiti degli organi aziendali; 
3) il Risk Appetite Framework (RAF);  
4) l’istituzione, la programmazione e la rendicontazione delle funzioni aziendali di 
controllo;  
5) il rafforzamento dei controlli di primo, secondo e terzo livello; 
6) l’esternalizzazione di funzioni aziendali (outsourcing). 
 




2.4.1 La previsione di principi generali di organizzazione 
 
Principi generali di organizzazione: 
 
 Chiarezza della struttura organizzativa (“univoca individuazione di compiti e 
responsabilità”)  
 Prevenzione dei conflitti di interessi  
 Importanza delle risorse umane (“competenze e professionalità”)  
 Processi e metodologie di valutazione delle attività aziendali (“affidabili e 
integrate con il processo di gestione del rischio”) 
 
Il nuovo quadro regolamentare introduce alcuni principi generali di organizzazione che 
le banche devono rispettare nell’articolazione dei propri assetti organizzativi, che 
costituiscono, insieme alle regole di governance, i prerequisiti di un sistema dei 
controlli interni ben funzionante . 
Nelle disposizioni preliminari al Capitolo 7, Banca d’Italia afferma:   
‘’ Il sistema dei controlli interni è un elemento fondamentale del complessivo sistema di 
governo delle banche; esso assicura che l’attività aziendale sia in linea con le strategie e 
le politiche aziendali e sia improntata a canoni di sana e prudente gestione ‘’.  
 
Questo testimonia la rilevanza del sistema dei controlli interni. 
Banca d’Italia afferma che queste disposizioni rappresentano la cornice generale del 
sistema dei controlli aziendali e specifica che i presidi relativi al sistema dei controlli 
interni devono coprire ogni tipologia di rischio aziendale e che  la responsabilità 
primaria è rimessa agli organi aziendali, ciascuno secondo le rispettive competenze. 
L’articolazione dei compiti e delle responsabilità degli organi e delle funzioni aziendali 
deve essere chiaramente definita. 
Viene aggiunto che le banche devono applicare le disposizioni secondo il principio di 
proporzionalità, cioè tenendo conto della dimensione e della complessità operative, 
della natura dell’attività svolta, della tipologia dei servizi prestati. 
Banca d'Italia, nell’ambito del processo di revisione e valutazione prudenziale, 
verificherà la completezza, l’adeguatezza, la funzionalità (in termini di efficienza ed 
efficacia) e la affidabilità del sistema dei controlli interni delle banche. 
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Al Sistema dei Controlli Interni viene quindi attribuito un ruolo strategico e centrale 
dell’organizzazione, rappresentando ‘’un elemento fondamentale di conoscenza per gli 
organi aziendali’’ tale ‘‘da garantire piena consapevolezza della situazione ed efficace 
presidio dei rischi aziendali e delle interrelazioni’’. 
Uno dei punti di forza, in questo ambito, risulta essere, senza dubbio, la diffusione di 
una cultura della legalità a tutti i livelli dell’organigramma aziendale, poiché si afferma 
che le procedure operative e di controllo debbano essere volte a minimizzare i rischi 
legati a frodi o infedeltà dei dipendenti, prevenendo, dove possibile, il coinvolgimento 





2.4.2  I nuovi compiti degli organi aziendali 
 
La nuova normativa ha delineato in maniera puntuale i compiti e le responsabilità degli 
organi aziendali nella definizione del sistema dei controlli interni delle banche. 
 
All’organo con funzione di supervisione strategica spettano i seguenti compiti: 
 Indirizzi strategici/obiettivi rischio, approvazione processi aziendali nevralgici, 
Adeguatezza della struttura organizzativa, del RAF e delle politiche aziendali, Controllo 
dell’andamento dell’attività.  
 
Questo organo definisce e approva: 
- il modello di business 
- gli indirizzi strategici; provvede al loro riesame periodico in relazione 
all’evoluzione dell’attività aziendale e del contesto esterno 
- gli obiettivi di rischio, la soglia di tolleranza e le politiche di governo dei rischi 
(RAF) 
- le linee di indirizzo del Sistema dei Controlli Interni 
- i criteri per individuare le operazioni di maggiore rilievo da sottoporre al vaglio 





L’organo in questione approva inoltre: 
- la costituzione delle funzioni aziendali di controllo; 
- i processi nevralgici (gestione del rischio; valutazione delle attività aziendali; 
sviluppo e convalida dei sistemi interni di misurazione dei rischi utilizzati a fini 
gestionali; approvazione di nuovi prodotti e servizi, l’avvio di nuove attività, 
l’inserimento in nuovi mercati); 
- la politica dell’outsourcing; 
- il codice etico; 
 
Quest’organo assicura che il Sistema dei Controlli Interni e l’organizzazione aziendale 
rispettino i principi e i requisiti normativi e che vengano messe in atto le idonee misure 
correttive; assicura la coerenza della struttura della banca, nell’attuazione del RAF  e la 
coerenza del piano strategico, dell’ICAAP, dell’allocazione di capitale e del complesso 
del Sistema dei Controlli Interni. 
Altri compiti che spettano all’Organo con funzione di supervisione strategica 
riguardano l’approvazione del piano di audit e la verifica delle relazioni annuali 
predisposte dalle funzioni aziendali di controllo. 
 
 – All’Organo con Funzione di Gestione (cui spetta la gestione corrente della banca) è 
richiesto di attuare gli indirizzi strategici, avendo piena comprensione di tutti i rischi 
aziendali e delle loro interrelazioni. 
 
L’Organo con Funzione di Gestione: 
- Ha comprensione di tutti i rischi aziendali (rischio di modello, gestione 
integrata, complessità della struttura organizzativa) 
- Attua indirizzi strategici, RAF e delle politiche di governo dei rischi  
- Assicura aderenza dell’organizzazione e del SCI alle regole  
- Definisce e cura l’attuazione: 
a) del processo di gestione dei rischi (limiti operativi; affidamento ai rating esterni; 
cultura del rischio; responsabilità strutture e funzioni aziendali) 
b) del processo per approvare gli investimenti in nuovi prodotti, la distribuzione di 
nuovi prodotti o servizi ovvero i  servizi ovvero l avvio ’ di nuove attività o l di 
nuove attività o l ingresso ’ingresso in nuovi mercati (valutazione dei rischi; 
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fasce in nuovi mercati (valutazione dei rischi; fasce di clientela; stima impatti; 
modifiche SCI);   
c) della politica aziendale in materia di outsourcing e dei processi e delle 
metodologie di valutazione delle attività.  
- Definisce i flussi informativi  
- Autorizza il superamento della propensione al rischio entro il limite della soglia 
di tolleranza  
- Predispone e attua i necessari interventi correttivi o di adeguamento nel caso 
emergano carenze o anomalie, o a seguito dell’introduzione di nuovi prodotti, 
attività, servizi o processi rilevanti  
 
Questo organo assicura : 
- -la coerenza del processo di gestione dei rischi con la propensione al rischio e le 
politiche di governo dei rischi;  
- -la corretta, tempestiva e sicura gestione delle informazioni a fini contabili, 
gestionali e di reporting. 
 
 
All’Organo con Funzione di Controllo spetta, invece, il compito di vigilare sulla 
completezza, adeguatezza, funzionalità e affidabilità del sistema dei controlli interni e 
del RAF. 
È  tenuto ad accertare l’adeguatezza di tutte le funzioni coinvolte nel sistema dei 
controlli, il corretto assolvimento dei compiti e l’adeguato coordinamento delle 
medesime, promuovendo gli interventi correttivi delle carenze e delle irregolarità 
rilevate. 
Questo organo è identificato, diversamente dagli organi con funzione di supervisione 
strategica e di gestione, avendo riguardo non alla funzione esercitata, bensì all’organo 
che, ai sensi del codice civile, assolve funzioni di controllo nelle società di capitali.  
Esso coincide con il collegio sindacale, il comitato per il controllo sulla gestione o il 
consiglio di sorveglianza, a seconda che il modello di amministrazione e controllo 
adottato sia, rispettivamente, quello tradizionale, monistico o dualistico.  
Di norma questo organo assume le vesti dell’Organismo di Vigilanza. 




Qualora la banca optasse per l’istituzione di un Organismo indipendente, essa deve 




2.4.3 La definizione del Risk Appetite Framework (RAF) 
 
La crisi ha mostrato una notevole incoerenza tra i rischi effettivamente assunti 
dall’intermediario e quelli percepiti dagli organi decisionali.  
La motivazione risiede nel fatto che vi era una scarso coinvolgimento di questi ultimi 
nella definizione del RAF e nel suo monitoraggio. 
Le definizioni dello stesso Risk Appetite risultavano poco corpose.  
Successivamente gli intermediari hanno dato sempre maggiore rilevanza al RAF poiché 
esso rappresenta un fondamentale strumento che riesce a fornire una visione integrata 
dei rischi. 
Banca d’Italia fornisce le indicazioni minimali per la definizione del Risk Appetite 
Framework, fermo restando che l’effettiva articolazione del RAF venga calibrata in 
base alle caratteristiche dimensionali e di complessità operativa di ciascuna banca. 
Le banche definiscono un quadro di riferimento per la determinazione della propensione 
al rischio (“RAF”), che fissi ex ante gli obiettivi di rischio/rendimento che 
l’intermediario intende raggiungere e i conseguenti limiti operativi. 
Le banche devono assicurare una stretta coerenza e un puntuale raccordo tra: il modello 
di business, il piano strategico, il RAF (e i parametri utilizzati per definirlo), il processo 
ICAAP, i budget, l’organizzazione aziendale e il sistema dei controlli interni. 
Tra le principali novità introdotte dalla nuova normativa sul sistema dei controlli interni, 
vi è l’obbligo per le banche di definire il RAF. 
Il RAF è il quadro di riferimento che definisce la propensione al rischio, le soglie di 
tolleranza, i limiti di rischio, le politiche di governo dei rischi, i processi di riferimento 
necessari per definirli e attuarli, in coerenza con il massimo rischio assumibile, il 
modello di modello di business e il piano strategico. 
 
Nel RAF sono definite le procedure e gli interventi gestionali da attivare nel caso in cui 
sia necessario ricondurre il livello di rischio entro l’obiettivo o i limiti prestabiliti. In 
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particolare, sono definiti gli interventi gestionali da adottare al raggiungimento della 
soglia di tolleranza ove questa sia definita. 
 Sono precisate anche le tempistiche e le modalità da seguire per l’aggiornamento del 
RAF. 
Il RAF, infine, precisa i compiti degli organi e di tutte le funzioni aziendali coinvolte 
nella definizione del processo. 
 
Il RAF è lo strumento che collega i sistemi di governo, gestione e controllo 
dell’intermediario; è la cornice di riferimento che lega i rischi alla strategia aziendale e 
cioè traduce la mission e la strategia in variabili quali-quantitative e assume quindi la 
veste di strumento per il controllo strategico. 
Il RAF inoltre lega gli obiettivi di rischio all’operatività aziendale e cioè traduce gli 
obiettivi di rischio in vincoli e incentivi per la struttura e si pone come strumento di 
gestione e controllo dei rischi. 
 
 
Gli elementi essenziali del RAF sono: 
- Risk capacity (massimo rischio assumibile): livello massimo di rischio che una 
banca è tecnicamente in grado di assumere senza violare i requisiti 
regolamentari o altri vincoli imposti dagli azionisti o dagli Organismi di 
Vigilanza  
- Risk appetite (obiettivo di rischio o propensione al rischio): il livello di rischio  
(complessivo e per tipologia) che la banca intende assumere per il 
perseguimento dei suoi obiettivi strategici 
- Risk tolerance (soglia di tolleranza): la devianza massima dal risk appetite 
consentita; è fissata in modo da assicurare  in ogni caso alla banca margini 
sufficienti per operare, anche in condizioni di stress, entro il massimo rischio 
assumibile  
- Risk profile (rischio effettivo): rischio effettivamente assunto, misurato in un 
determinato istante temporale  
- Risk limits (limiti di rischio): articolazione degli obiettivi di rischio in limiti 
operativi, definiti per tipologie di rischio , unità e o linee di business, linee di 




Viene fatta una distinzione in base a rischi ‘’quantificabili’’ e rischi ‘’difficilmente 
quantificabili’’. 
Per i primi si hanno dei parametri quantitativi ovvero misurabili e monitorabili e 
parametri qualitativi che riguardano il capitale economico, il patrimonio e la liquidità. 
Per i secondi si hanno invece indicazioni di tipo qualitativo in grado di orientare la 
definizione e l’aggiornamento di processi e sistemi di controllo. 
In particolare, il RAF deve indicare le tipologie di rischio che la banca intende 
assumere, tenuto conto del piano strategico, dei rischi rilevanti ivi individuati e del 
massimo rischio assumibile. 
Per ciascuna tipologia di rischio il RAF deve fissare gli obiettivi di rischio, le eventuali 
soglie di tolleranza e i limiti operativi in condizioni sia di normale operatività, sia di 
stress e deve indicare le circostanze, inclusi gli esiti degli scenari di stress, al ricorrere 
delle quali l’assunzione di determinate categorie di rischio va evitata o contenuta 
rispetto agli obiettivi e ai limiti fissati. 
Il RAF deve indicare le procedure e gli interventi gestionali da attuare in caso di 
raggiungimento delle soglie di tolleranza e del superamento dei limiti e precisare le 
tempistiche e le modalità da seguire per l’aggiornamento del RAF. 
Il RAF deve essere, secondo le disposizioni di Banca d’Italia, coerente con il piano 
strategico e con le risultanze del processo interno di autovalutazione dell’adeguatezza 
patrimoniale (c.d. ICAAP). 
 
I presupposti per un RAF efficace sono: 
 
- Integrazione/coerenza tra RAF e altri processi di governo aziendale (business 
model, strategie, ICAAP, budgeting)  
- Coinvolgimento nella definizione del RAF dei soggetti chiamati ad attuarlo 
- Comunicazione chiara alla struttura  
- Responsabilizzazione/accountability della struttura (coerente sistema 
incentivante)  
- Adattabilità/flessibilità ai cambiamenti delle condizioni di mercato e del 
business aziendale 
 
Il RAF diventa uno strumento di confronto sui rischi (assunti e da assumere) e agisce 
come freno all’assunzione di rischi eccessivi. 
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2.4.4 Il rafforzamento dei controlli di primo, secondo e terzo livello 
 
Per quanto riguarda i controlli di primo livello, ovvero la serie di controlli diretti ad 
assicurare il corretto svolgimento delle operazioni, sono stati potenziati i requisiti alla 
base, prevedendo il coinvolgimento delle stesse unità di business.  
La nuova normativa stabilisce ,nel Capitolo 7, Titolo V, Sezione III, par. 1 e par. 2, 
modalità di istituzione, programmazione e rendicontazione delle funzioni aziendali di 
controllo. 
In particolare è stata rivista la disciplina delle funzioni aziendali responsabili dei 
controlli di secondo livello (Risk Management e Compliance) e di terzo livello (Internal 
Audit), con l’obiettivo di renderle più incisive e di assicurarne la vicinanza agli organi 
aziendali.  
È stata prestata massima attenzione al coordinamento dell’attività dei vari organi e 
funzioni di controllo, in modo da sfruttarne le sinergie ed evitare lacune nei controlli. 
Le banche sono tenute a predisporre un documento che formalizzi le modalità di 
coordinamento, in particolare la nuova normativa stabilisce che esse, ferma restando 
l’autonoma responsabilità aziendale per le scelte effettuate in materia di assetto dei 
controlli interni, debbano istituire funzioni aziendali permanenti e indipendenti:  
a) di conformità alle norme (compliance);  
b) di controllo dei rischi (risk management);  
c) di revisione interna (internal audit). 
 
Per assicurare l’indipendenza e l’autorevolezza del Risk Management, della 
Compliance e dell’Internal Audit, sono state previste rigorose procedure di nomina e di 
revoca dei responsabili, che coinvolgono gli organi aziendali. 
È richiesto che il personale addetto sia adeguato in termini quali-quantitativi e sono 
inoltre richiesti presidi organizzativi per garantirne l’indipendenza dalle aree di business 
e devono essere delineate le modalità di riporto, gerarchico e funzionale, verso gli 
organi aziendali. 
Per assicurare l’indipendenza delle funzioni aziendali di controllo è previsto in 
particolare che : 
a) tali funzioni dispongano dell’autorità, delle risorse e delle competenze 
necessarie per lo svolgimento dei loro compiti.  
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Alle funzioni è consentito l’accesso ai dati aziendali e a quelli esterni necessari 
per svolgere in modo appropriato i propri compiti.  
Le risorse economiche, eventualmente attivabili in autonomia, permettono, tra 
l’altro, alle funzioni aziendali di controllo di ricorrere a consulenze esterne.  
Il personale è adeguato per numero, competenze tecnico-professionali, 
aggiornamento, anche attraverso l’inserimento di programmi di formazione nel 
continuo.  
Al fine di garantire la formazione di competenze trasversali e di acquisire una 
visione complessiva e integrata dell’attività di controllo svolta dalla funzione, la 
banca formalizza e incentiva programmi di rotazione delle risorse, tra le funzioni 
aziendali di controllo. 
 
b) i responsabili: devono possedere adeguati requisiti di professionalità e sono 
collocati in un’adeguata posizione gerarchico - funzionale.  
In particolare, i responsabili delle funzioni di controllo dei rischi e di conformità 
alle norme sono collocati alle dirette dipendenze dell’organo con funzione di 
gestione o dell’organo con funzione di supervisione strategica, mentre il 
responsabile della funzione di revisione interna è collocato sempre alle dirette 
dipendenze dell’organo con funzione di supervisione strategica. 
 
c) I responsabili non hanno responsabilità diretta di aree operative sottoposte a 
controllo né sono gerarchicamente subordinati ai responsabili di tali aree e sono 
nominati e revocati (motivandone le ragioni) dall’organo con funzione di 
supervisione strategica, sentito l’organo con funzione di controllo.  
 
d) I responsabili riferiscono direttamente agli organi aziendali. 
 
e) Il personale che partecipa alle funzioni aziendali di controllo non sia coinvolto 
in attività che tali funzioni sono chiamate a controllare.  
Per questo motivo nelle banche di dimensioni contenute o caratterizzate da una 
limitata complessità operativa, il personale incaricato di compiti attinenti al 
controllo di conformità alle norme o al controllo dei rischi, qualora non sia 
inserito nelle relative funzioni aziendali di controllo, può essere integrato in aree 
operative diverse; in questi casi, tale personale riferisce direttamente ai 
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responsabili delle funzioni aziendali di controllo per le questioni attinenti ai 
compiti di tali funzioni;  
 
f) Le funzioni aziendali di controllo siano tra loro separate, sotto un profilo 
organizzativo e che i rispettivi ruoli e responsabilità siano formalizzati. 
 
g) I criteri di remunerazione del personale che partecipa alle funzioni aziendali di 
controllo non ne compromettano l’obiettività e concorrano a creare un sistema di 
incentivi coerente con le finalità della funzione svolta. 
 
Se coerente con il principio di proporzionalità, le banche possono, a condizione che i 
controlli sulle diverse tipologie di rischio continuino ad essere efficaci: 
- affidare a un’unica struttura lo svolgimento della funzione di conformità alle 
norme e della funzione di controllo dei rischi; 
- affidare lo svolgimento delle funzioni aziendali di controllo all’esterno, secondo 
quanto previsto dalle disposizioni in materia di esternalizzazione previste nella 
Sezione IV e, per quanto riguarda l’esternalizzazione all’interno dei gruppi 
bancari, nella Sezione V. 
Le previsioni di cui alla Sezione III, par. 2 del Capitolo 7 intitolato “Programmazione e 
rendicontazione dell’attività di controllo”, non apportano particolari novità rispetto al 
previgente quadro normativo ribadendo che per ciascuna funzione aziendale di 
controllo, devono essere indicate le responsabilità, compiti, le modalità operative,  i 
flussi informativi , i compiti e la programmazione dell’attività di controllo. 
 
 
-La funzione di Compliance 
 
La funzione di Compliance è stata istituita dalla Banca d’Italia con le Disposizioni di 
vigilanza n. 688006 del 10 luglio 2007, in cui vengono dettati i principi generali, le 
finalità ed i compiti primari e viene assicurato un quadro unitario per gli operatori. 
 
Tale impianto è stato successivamente abrogato mediante il 15° aggiornamento della 
circolare 263 di Banca d’Italia che ha rafforzato le modalità di presidio dei rischi 
aziendali da parte delle banche. 
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Questa funzione risulta ad oggi regolamentata da: 
 
a) 15° aggiornamento della circolare n. 263/2003 di Banca d’Italia del 2 Luglio 
2013 
b) Regolamento congiunto Banca d’Italia e Consob in materia di organizzazione e 
controlli degli intermediari ( art. 6, comma 2 bis TUF del 29 ottobre 2007) 
c) Regolamento ISVAP n. 20 del 26 marzo 2008 
 
 Banca d’Italia ha assunto un ruolo di notevole importanza nella definizione ed 
evoluzione della funzione di Compliance. 
Il nuovo impianto normativo mantiene la definizione di rischio di compliance, definito 
come :  “il rischio di incorrere in sanzioni giudiziarie o amministrative, perdite 
finanziarie rilevanti o danni di reputazione in conseguenza di violazioni di norme 
imperative (leggi, regolamenti) ovvero di autoregolamentazione (statuti, codici di 
condotta, codici di autodisciplina)”. (Banca d’Italia, Circ. n. 263 del 27/12/2006, op. 
cit., Titolo V, Capitolo 7, Sezione III, par. 3.2.). 
Essendo questo un rischio trasversale, va gestito con riguardo a tutta l’attività aziendale, 
ed è necessario che la funzione di conformità alle norme abbia accesso a tutte le attività 
della banca e a qualsiasi informazione rilevante. 
È  necessaria un’adeguata responsabilizzazione di tutto il personale visto che questo 
rischio è diffuso a tutti i livelli dell’organizzazione aziendale.  
Viene utilizzato un approccio risk based, verificando che le procedure interne siano 
adeguate a prevenire il rischio di compliance. 
 
I principali adempimenti che la funzione di conformità alle norme è chiamata a svolgere 
sono:  
- ‘’l’ausilio alle strutture aziendali per la definizione delle metodologie di 
valutazione dei rischi di non conformità alle norme;  
- l’individuazione di idonee procedure per la prevenzione del rischio rilevato, con 
possibilità di richiederne l’adozione;  
- la verifica della loro adeguatezza e corretta applicazione;  
- l’identificazione nel continuo delle norme applicabili alla banca e la 
misurazione/valutazione del loro impatto su processi e procedure aziendali;  
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-  la proposta di modifiche organizzative e procedurali finalizzate ad assicurare un 
adeguato presidio dei rischi di non conformità identificati;  
- la predisposizione di flussi informativi diretti agli organi aziendali e alle 
strutture coinvolte (ad es.: gestione del rischio operativo e revisione interna);  
- la verifica dell’efficacia degli adeguamenti organizzativi (strutture, processi, 
procedure anche operative e commerciali) suggeriti per la prevenzione del 
rischio di non conformità alle norme. ‘’. 
 (Banca d’Italia, Circ. n. 263 del 27/12/2006, op. cit., Titolo V, Capitolo 7, 
Sezione III, par. 3.2.) 
 
La Compliance dovrà  assicurare, secondo l’approccio risk based precedentemente 
citato, il presidio del rischio di non conformità relativamente a tutte le norme applicabili 
alle banche, prevedendo una particolare graduazione degli adempimenti in relazione: 
a) al rilievo che le singole norme hanno per l’attività svolta;  
b) alle conseguenze delle eventuali violazioni;  
c) all’esistenza, all’interno della banca, di altre forme di presidio specializzato. 
 
Il 15° aggiornamento ha inoltre introdotto un esplicito riferimento al presidio del rischio 
di non conformità alla normativa fiscale, richiedendo alla funzione di definire le 
procedure volte a prevenire violazioni o elusioni di tale normativa e ad attenuare i rischi 
connessi a situazioni che potrebbero integrare fattispecie di abuso del diritto, in modo 
da minimizzare le conseguenze sia sanzionatorie, sia reputazionali derivanti dalla non 
corretta applicazione della normativa fiscale e di verificare l’adeguatezza di tali 
procedure e della loro idoneità a realizzare effettivamente l’obiettivo di prevenire il 
rischio di non conformità.  
Considerata l’ampiezza del perimetro di attività appena descritto, gli intermediari sono 
nuovamente chiamati ad interrogarsi sulle scelte organizzative da porre in essere al fine 
di individuare soluzioni ottimali per raggiungere il miglior compromesso tra quantità e 
qualità degli adempimenti in capo alla funzione.  
L’esigenza è particolarmente sentita dagli intermediari di dimensioni più contenute, i 






I possibili scenari organizzativi sembrerebbero prevedere: 
1. L’attribuzione in capo alla Funzione di conformità di tutte le attività previste 
dalla normativa; 
2. L’attribuzione di parte dei controlli di conformità a forme di presidio 
specializzato all’interno della banca; 
3. L’esternalizzazione della funzione di conformità o di parte delle sue attribuzioni. 
Ferme restando tali possibilità di scelta organizzativa, è bene precisare che la 
responsabilità delle attività rimane comunque in capo alla Compliance.  
Invero, laddove quest’ultima collabori con le Funzioni specialistiche incaricate 
(cc.dd. presidi specializzati), risulta comunque responsabile della definizione delle 
metodologie di valutazione del rischio di non conformità e della individuazione delle 
relative procedure, con l’obbligo di procedere alla verifica dell’adeguatezza delle stesse, 
al fine di prevenire possibili rischi di non conformità. 
Di maggiore complessità appare l’ipotesi di attribuzione in capo alla Funzione di 
conformità di tutti i controlli previsti dalla normativa.  
In ragione sia della contrazione della redditività, che non sempre permette un adeguato 
dimensionamento della Funzione, sia delle specializzazioni che richiedono conoscenze 
e competenze specialistiche che graverebbero sulla attività della Funzione inficiandone 
l’efficienza.  
Soprattutto, se da un lato la normativa ammette il principio di proporzionalità, dall’altro 
le citate competenze specialistiche, sia normative sia di processo, richiederebbero in 
astratto un dimensionamento di risorse “potenzialmente utili” ma spesso non necessarie, 
del tutto incompatibile con le strutture di costo sostenibili.  
Una parziale soluzione a questo è costituita, soprattutto nelle attività ex-ante rispetto a 
nuovi prodotti, reclami, ecc., dal ricorso più frequente a consulenze esterne una tantum, 
con però la conseguente perdita di know how e controllo. 
 
La nuova normativa ha introdotto numerose novità , tra le quali:  
- l’inserimento organico della Funzione all’interno del sistema dei controlli 
interni;  
- l’attribuzione alla Funzione del ruolo di presiedere alla gestione del rischio di 
non conformità a tutta l’attività aziendale;  
- l’inserimento di regole relative alla rischio di non conformità di natura fiscale;  
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- la definizione delle metodologie di valutazione dei rischi di non conformità alle 
norme;  
- l’individuazione delle procedure per la prevenzione del rischio rilevato;  
- la gradualità del presidio compliance . 
 
Le Nuove disposizione di vigilanza prudenziale analizzano anche altre aree di 
intervento e riguardano: 
- il coinvolgimento nella valutazione ex ante della conformità alla 
regolamentazione applicabile di tutti i progetti innovativi (inclusa l’operatività in 
nuovi prodotti o servizi) che la banca intenda intraprendere nonché nella 
prevenzione e nella gestione dei conflitti di interesse sia tra le diverse attività 
svolte dalla banca, sia con riferimento ai dipendenti e agli esponenti aziendali;  
- la consulenza e assistenza nei confronti degli organi aziendali della banca in 
tutte le materie in cui assume rilievo il rischio di non conformità nonché la 
collaborazione nell’attività di formazione del personale sulle disposizioni 
applicabili alle attività svolte, al fine di diffondere una cultura aziendale 
improntata ai principi di onestà, correttezza e rispetto dello spirito e della lettera 
delle norme. 
(Banca d’Italia, Circ. n. 263 del 27/12/2006, op. cit., Titolo V, Cap. 7, Sez. III, par. 3.2) 
 
In conclusione, quindi, si rileva da parte del legislatore sia europeo che nazionale 
un’attenzione crescente riservata alla Compliance, nonché la tendenza ad attribuire a 
quest’ultima Funzione molteplici ed onerose attività, che risultano di difficile 
applicazione per la necessità di figure specializzate in materia, nonché, in fine, a causa 
di una non sempre pronta recezione dei continui  cambiamenti normativi da parte degli  
intermediari.  
Non si esclude tuttavia che, in ragione delle recentissime novità normative della CRR e 
della CRD IV, l’Autorità di Vigilanza possa intervenire ancora conferendo nuove 
attività in capo alla Funzione di conformità, aggravandone ulteriormente gli obblighi ed 







-La funzione di Risk Management 
 
La funzione di controllo dei rischi ha la finalità di collaborare alla definizione e 
all’attuazione del RAF e delle relative politiche di governo dei rischi, attraverso un 
adeguato processo di gestione dei rischi.  
Deve essere quindi organizzata in modo da riuscire a perseguire tale obbiettivo in 
maniera efficace ed efficiente. 
Questa funzione può essere variamente articolata, ad esempio in relazione ai singoli 
profili di rischio (di credito, di mercato, operativo, modello, ecc.), purché la banca 
mantenga una visione d’insieme dei diversi rischi e della loro reciproca interazione.  
Le banche che adottano sistemi interni per la misurazione dei rischi, se coerente con la 
natura, la dimensione e la complessità dell’attività svolta, individuano all’interno della 
funzione di controllo dei rischi unità preposte alla convalida di detti sistemi 
indipendenti dalle unità responsabili dello sviluppo degli stessi.  
Specie nelle banche più complesse, può essere prevista la costituzione di specifici 
comitati di gestione dei diversi profili di rischio (ad es., comitati per i rischi di credito e 
operativi, comitato di liquidità, comitato finanza, comitato per l'asset and liability 
management), definendo in modo chiaro le diverse responsabilità e le modalità di 
intervento e di partecipazione della funzione, in modo da garantirne la completa 
indipendenza dal processo di assunzione dei rischi; va inoltre evitato che l’istituzione di 
tali comitati possa depotenziare le prerogative della funzione di controllo dei rischi.  
 
La funzione di Risk Management: 
a)  è coinvolta nella definizione del RAF, delle politiche di governo dei rischi e 
delle varie fasi che costituiscono il processo di gestione dei rischi nonché nella 
fissazione dei limiti operativi all’assunzione delle varie tipologie di rischio. In 
tale ambito, ha, tra l’altro, il compito di proporre i parametri quantitativi e 
qualitativi necessari per la definizione del RAF, che fanno riferimento anche a 
scenari di stress e, in caso di modifiche del contesto operativo interno ed esterno 
della banca, l’adeguamento di tali parametri; 
b)  verifica l’adeguatezza del RAF;  




d) fermo restando quanto previsto nell’ambito della disciplina dei sistemi interni 
per il calcolo dei requisiti patrimoniali, è responsabile dello sviluppo, della 
convalida e del mantenimento dei sistemi di misurazione e controllo dei rischi 
assicurando che siano sottoposti a backtesting periodici, che vengano analizzati 
un appropriato numero di scenari e che siano utilizzate ipotesi conservative sulle 
dipendenze e sulle correlazioni; nella misurazione dei rischi tiene conto in 
generale del rischio di modello e dell’eventuale incertezza nella valutazione di 
alcune tipologie di strumenti finanziari e informa di queste incertezze l’organo 
con funzione di gestione; 
e)  definisce metriche comuni di valutazione dei rischi operativi coerenti con il 
RAF, coordinandosi con la funzione di conformità alle norme, con la funzione 
ICT e con la funzione di continuità operativa; 
f)  definisce modalità di valutazione e controllo dei rischi reputazionali, 
coordinandosi con la funzione di conformità alle norme e le funzioni aziendali 
maggiormente esposte;  
g) coadiuva gli organi aziendali nella valutazione del rischio strategico 
monitorando le variabili significative;  
h) assicura la coerenza dei sistemi di misurazione e controllo dei rischi con i 
processi e le metodologie di valutazione delle attività aziendali, coordinandosi 
con le strutture aziendali interessate;  
i) sviluppa e applica indicatori in grado di evidenziare situazioni di anomalia e di 
inefficienza dei sistemi di misurazione e controllo dei rischi;  
j) analizza i rischi dei nuovi i prodotti e servizi e di quelli derivanti dall’ingresso in 
nuovi segmenti operativi e di mercato;  
k) dà pareri preventivi sulla coerenza con il RAF delle operazioni di maggiore 
rilievo eventualmente acquisendo, in funzione della natura dell’operazione, il 
parere di altre funzioni coinvolte nel processo di gestione dei rischi;  
l)  monitora costantemente il rischio effettivo assunto dalla banca e la sua coerenza 
con gli obiettivi di rischio nonché il rispetto dei limiti operativi assegnati alle 
strutture operative in relazione all’assunzione delle varie tipologie di rischio;  
m) verifica il corretto svolgimento del monitoraggio andamentale sulle singole 
esposizioni creditizie (cfr. Allegato A, par. 2);  
n) verifica l’adeguatezza e l’efficacia delle misure prese per rimediare alle carenze 
riscontrate nel processo di gestione del rischio. 
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Le modifiche introdotte con il 15° Aggiornamento della circolare n. 263 di Banca 
d’Italia riguardano: 
 
-  la definizione e la verifica dell’adeguatezza del RAF e l’individuazione dei 
parametri quantitativi e qualitativi necessari per la sua definizione (lettera ‘a’ e 
lettera ‘b’ del precedente elenco); 
- i pareri preventivi sulla coerenza del RAF ( di cui alla lettera ‘k’ del precedente 
elenco); 
 
Altre novità riguardano la gestione ed il monitoraggio dei rischi ed in particolare si fa 
riferimento alle lettere ‘l’ , ‘m’ , ‘n’ del precedente elenco. 
 
Alla luce di questo si denota come si sia ampliato il ruolo del responsabile del Risk 
Management e cioè il Chief Risk Officer (CRO).  
Questo ampliamento si è reso necessario alla luce delle incompletezze e insufficienze 




-La funzione di Internal Audit 
 
La funzione di revisione interna svolge una duplice funzione: da un lato tende a 
controllare, in un’ottica di controlli di terzo livello, anche con verifiche in loco, il 
regolare andamento dell'operatività e l’evoluzione dei rischi, e, dall'altro, tende a 
valutare la completezza, l’adeguatezza, la funzionalità e l’affidabilità della struttura 
organizzativa e delle altre componenti del sistema dei controlli interni, portando 
all'attenzione degli organi aziendali i possibili miglioramenti, con particolare 
riferimento al RAF, al processo di gestione dei rischi nonché agli strumenti di 
misurazione e controllo degli stessi.  







La funzione di revisione interna : 
 
- valuta la completezza, l’adeguatezza, la funzionalità, l’affidabilità delle altre 
componenti del sistema dei controlli interni, del processo di gestione dei rischi e 
degli altri processi aziendali, avendo riguardo anche alla capacità di individuare 
errori ed irregolarità. In tale contesto, sottopone, tra l’altro, a verifica le funzioni 
aziendali di controllo dei rischi e di conformità alle norme. 
- valuta l’efficacia del processo di definizione del RAF, la coerenza interna dello 
schema complessivo e la conformità dell’operatività aziendale al RAF e, in caso 
di strutture finanziarie particolarmente complesse, la conformità di queste alle 
strategie approvate dagli organi aziendali. 
- Verifica, anche attraverso accertamenti di natura ispettiva: 
a) la regolarità delle diverse attività aziendali, incluse quelle esternalizzate, e 
l’evoluzione dei rischi sia nella direzione generale della banca, sia nelle filiali. 
La frequenza delle ispezioni è coerente con l’attività svolta e la propensione al 
rischio; tuttavia sono condotti anche accertamenti ispettivi casuali e non 
preannunciati; 
b) il monitoraggio della conformità alle norme dell’attività di tutti i livelli 
aziendali; 
c) il rispetto, nei diversi settori operativi, dei limiti previsti dai meccanismi di 
delega, e il pieno e corretto utilizzo delle informazioni disponibili nelle diverse 
attività; 
d) l’efficacia dei poteri della funzione di controllo dei rischi di fornire pareri 
preventivi sulla coerenza con il RAF delle operazioni di maggior rilievo; 
e) l’adeguatezza e il corretto funzionamento dei processi e delle metodologie di 
valutazione delle attività aziendali e, in particolare, degli strumenti finanziari; 
f) l’adeguatezza, l’affidabilità complessiva e la sicurezza del sistema informativo 
(ICT audit); 
g) la rimozione delle anomalie riscontrate nell’operatività e nel funzionamento dei 
controlli (attività di “follow-up”); 
- effettua test periodici sul funzionamento delle procedure operative e di controllo 
interno; 
- espleta compiti d'accertamento anche con riguardo a specifiche irregolarità; 
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- controlla regolarmente il piano aziendale di continuità operativa. In tale ambito, 
prende visione dei programmi di verifica, assiste alle prove e ne controlla i 
risultati, propone modifiche al piano sulla base delle mancanze riscontrate.  
La funzione di revisione interna controlla altresì i piani di continuità operativa 
dei fornitori di servizi e dei fornitori critici; essa può decidere di fare 
affidamento sulle strutture di questi ultimi se ritenute professionali e 
indipendenti quanto ai risultati dei controlli ed esamina i contratti per accertare 
che il livello di tutela sia adeguato agli obiettivi e agli standard aziendali; 
- qualora nell’ambito della collaborazione e dello scambio di informazioni con il 
soggetto incaricato della revisione legale dei conti, viene a conoscenza di 
criticità emerse durante l’attività di revisione legale dei conti, si attiva affinché 
le competenti funzioni aziendali adottino i presidi necessari per superare tali 
criticità. 
 
Con particolare riferimento al processo di gestione dei rischi, la funzione di Internal 
Audit valuta anche: 
- l’organizzazione, i poteri e le responsabilità della funzione di controllo dei 
rischi, anche con riferimento alla qualità e alla adeguatezza delle risorse a questa 
assegnate;  
- l’appropriatezza delle ipotesi utilizzate nelle analisi di sensitività e di scenario e 
negli stress test;  
- l’allineamento con le best practice diffuse nel settore. 
 
La funzione di Internal Audit tiene conto degli standards professionali accettati a livello 
diffuso nell’espletamento dei suoi compiti. 
L’organizzazione di questa funzione deve essere coerente con l’articolazione ed il grado 
di complessità della banca.  
Questa funzione va posta alle dirette dipendenze dell’organo con supervisione 
strategica, pur preservando il legame con l’organo con funzione di gestione.  
Per l’Internal Audit è espressamene previsto, nella regolamentazione interna, il potere  
di comunicare in via diretta i risultati degli accertamenti e delle valutazioni agli organi 
aziendali, anche se i destinatari delle comunicazioni delle attività di verifica sono gli 
organi aziendali e le unità sottoposte a controllo. 
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La funzione di revisione interna ha accesso a tutte le attività, comprese quelle 
esternalizzate, così da svolgere nel modo più adeguato possibile i suoi compiti. 
Nel caso in cui vi sia attribuzione a soggetti terzi di attività rilevanti per il 
funzionamento del sistema dei controlli interni (ad es., dell'attività di elaborazione dei 
dati), la funzione di revisione interna deve poter accedere anche alle attività svolte da 
tali soggetti.  
 
Questa funzione è associata con il terzo livello dei controlli, ed è considerata come 
“ultima linea di difesa” del sistema dei controlli d’azienda. 
L’ Internal Audit ha lo scopo di monitorare e valutare l’efficacia e l’efficienza del 
Sistema di Controllo Interno e le necessità di adeguamento, anche attraverso attività di 
supporto e di consulenza alle altre funzioni aziendali. 
In origine l'Internal Auditing veniva concepito esclusivamente come una funzione 
strumentale al controllo ed alla valutazione delle gestioni contabili e finanziarie 
dell'azienda.  
Tuttavia, così come la realtà imprenditoriale è dinamica e continuamente mutevole nel 
tempo, in rapporto ai cambiamenti di natura istituzionale, strutturale ed ambientale, 
anche l'Internal Auditing ha subito parallelamente un importante processo evolutivo, sia 
sul piano professionale che su quello degli obiettivi.  
Infatti la funzione di Internal Auditing si è progressivamente trasformata da mero 
strumento di controllo interno, limitato al campo contabile e finanziario, ad una vera e 
propria funzione aziendale che investe, in modo dinamico e trasversale, l'insieme dei 





2.4.5 Le novità in materia di outsourcing 
 
Con il termine outsourcing si intende l’esternalizzazione delle funzioni aziendali al di 
fuori del gruppo bancario.  
Sul piano generale, è consentita alle banche ed agli intermediari finanziari l’attribuzione 




 L’attenzione della Banca d’Italia, come autorità di vigilanza del settore, è focalizzata 
sul presidio del rischio derivante dalla scelta di esternalizzare funzioni aziendali, sulla 
capacità di controllo, sulla responsabilità della banca per le attività delegate, nonché sul 
possesso da parte della banca delle competenze tecniche e gestionali per re-
internalizzare, in caso di necessità, dette attività. 
 
Il quadro normativo è rappresentato: 
 dagli artt. 51 e 53, co. 1, lett. d) del T.U.B. (d. lgs. 1 settembre 1993, n. 385), che 
attribuiscono alla Banca d’Italia poteri di vigilanza e regolamentari; 
 dalla Circolare della Banca d’Italia n. 263 del 27 dicembre 2006-
15°aggiornamento del 2 luglio 2013, Nuove disposizioni di vigilanza 
prudenziale per le banche, Titolo V, Capitolo 7 “Il sistema dei controlli interni”, 
sez. IV “Esternalizzazione di funzioni aziendali (outsourcing) al di fuori del 
gruppo bancario”, pp. 28-32. 
 
Il 15° aggiornamento della Circolare n. 263 introduce una disciplina organica in materia 
di esternalizzazione: in generale, le banche sono chiamate a presidiare attentamente i 
rischi derivanti dall’esternalizzazione (outsourcing), mantenendo la capacità di 
controllo e la responsabilità delle attività esternalizzate, nonché le competenze 
essenziali per re-internalizzare le stesse in caso di necessità.  
Disposizioni specifiche riguardano le condizioni per esternalizzare funzioni aziendali 
importanti o di controllo al di fuori o all’interno di un gruppo bancario. 
Alla banca non è consentito di esternalizzare ogni attività, infatti essa non può: 
1. delegare a terzi le proprie responsabilità e quelle dei propri organi aziendali; 
2. modificare il rapporto e gli obblighi assunti verso i clienti; 
3. mettere a rischio la propria capacità di rispettare gli obblighi previsti dalla disciplina 
di vigilanza o mettersi in condizione di violare le riserve di attività previste dalla 
legge; 
4. pregiudicare la qualità del sistema dei controlli interni; 
5. ostacolare l’attività di vigilanza della Banca d’Italia. 
 
Con riferimento al divieto sub 1, Banca d’Italia ha chiarito che non è ammessa 
l’esternalizzazione di attività che rientrino nei compiti degli organi aziendali o che 
riguardino aspetti nevralgici del processo di erogazione del credito, che caratterizzano 
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l’essenza stesa dell’attività bancaria, quali il processo di  valutazione del merito 
creditizio e di monitoraggio delle relazioni creditizie. 
L’esternalizzazione delle funzioni aziendali di controllo è consentita solo se l’outsoucer 
è una banca, una società di revisione o un organismo associativo di categoria (ad es., le 
Federazioni regionali delle banche di credito cooperativo).  
La scelta della banca di ricorrere all’outsourcing per lo svolgimento di determinate 
funzioni aziendali deve comunque e sempre essere coerente con la politica aziendale in 
materia di esternalizzazione. 
In altri termini, la banca outsourcee deve definire: 
 
a) il processo decisionale da rispettare per esternalizzare funzioni aziendali (livelli 
decisionali, funzioni coinvolte, valutazione dei rischi, inclusi quelli connessi con 
potenziali conflitti di interesse del fornitore di servizi, e l’impatto sulle funzioni 
aziendali, valutazione dell’impatto in termini di continuità operativa; criteri per la 
scelta e la due diligence del fornitore); 
b) il contenuto minimo dei contratti di outsourcing e i livelli di servizio attesi delle 
attività esternalizzate; 
c) le modalità di controllo delle funzioni esternalizzate; 
d) i flussi informativi interni, idonei ad assicurare agli organi e funzioni aziendali di 
controllo, la conoscenza completa e la governabilità dei fattori di rischio attinenti 
alle funzioni esternalizzate; 
e) i piani di continuità operativa (clausole contrattuali, piani operativi, ecc.) nel caso di 
non corretto svolgimento delle funzioni esternalizzate o di inadempimento da parte 
del fornitore dei servizi. 
 
Le regole stabilite dall’Autorità di Vigilanza devono trovare riscontro nel contratto di 
outsourcing, che deve avere forma scritta. 
 
Il contratto deve stabilire con chiarezza: 
 
 i diritti e gli obblighi delle parti, 
 i livelli del servizio attesi dalla banca, espressi in termini oggettivi e misurabili, 
nonché le informazioni necessarie per la verifica del loro rispetto, 
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 gli eventuali conflitti d’interesse, le cautele da adottare per prevenirli o, se possibile, 
per attenuarli, 
 le condizioni, al verificarsi delle quali, si può modificare il contratto, 
 la durata e le modalità di rinnovo del contratto, 
 le obbligazioni reciproche in caso di interruzione del rapporto, 
 i livelli del servizio assicurati dal fornitore in caso di emergenza e le soluzioni di 
continuità compatibili con le esigenze aziendali e coerenti con le disposizioni della 
Vigilanza, 
 le modalità di partecipazione alle verifiche dei piani di continuità operativa dei 
fornitori, 
 il diritto di accesso della Banca d’Italia ai dati relativi alle attività esternalizzate ed 
ai locali in cui opera il fornitore di servizi, senza oneri per la banca, 
 le clausole risolutive espresse, che consentano alla banca di risolvere il contratto di 
outsourcing in presenza di fatti che possano compromettere la capacità del fornitore 
di garantire il servizio o quando il fornitore non rispetti il livello del servizio 
convenuto. 
 
La banca deve, comunque, conservare la competenza richiesta per controllare 
efficacemente le funzioni esternalizzate e per gestire i rischi connessi, individuando al 
proprio interno un responsabile di controllo, dotato di adeguati requisiti di 
professionalità. (c.d. ‘’referente per le attività esternalizzate’’). 
 
Le disposizioni regolamentari della Banca d’Italia, pur focalizzate sulla banca, si 
occupano anche del fornitore dei servizi, con limitate disposizioni, lasciando sufficiente 
discrezionalità all’autonomia delle parti. 
 
L’impresa fornitrice di servizi dovrà: 
 
 disporre delle competenze, delle capacità e delle autorizzazioni ( laddove 
necessarie) per esercitare in maniera professionale ed affidabile le funzioni 
esternalizzate, 
 informare la banca di qualsiasi fatto che potrebbe incidere sulla sua capacità di 




 (in particolare) comunicare tempestivamente il verificarsi di incidenti di 
sicurezza, anche per consentire la pronta attivazione delle procedure di gestione 
o di emergenza, 
 garantire la sicurezza delle informazioni relative all’attività della banca, sotto 
l’aspetto della disponibilità, integrità e riservatezza, 
 assicurare il rispetto delle norme sulla protezione dei dati personali.  
 
La banca, i soggetti incaricati della revisione legale dei conti e le Autorità di Vigilanza 
devono poter accedere ai dati relativi alle attività esternalizzate ed ai locali in cui opera 
il fornitore dei servizi.  
All’impresa outsoucer è consentita la sub-esternalizzazione o sub-outsourcing, 
intendendosi per tale la possibilità di esternalizzare a sua volta una parte delle attività 
oggetto del contratto di outsourcing, a condizione che non venga messo a repentaglio il 
rispetto dei principi e delle condizioni per l’esternalizzazione stabiliti dalle istruzioni di 
Banca d’Italia.  
 
A tal fine, il rapporto di sub-esternalizzazione deve: 
 
a) essere stato preventivamente autorizzato dalla banca nel contratto (primario) di 
outsourcing o in una apposita pattuizione; 
b) garantire il rispetto di tutte le clausole del contratto primario, compresa la 
possibilità per la Banca d’Italia di accedere alle attività esternalizzate ed ai locali 
del sub-fornitore. 
 
Per quanto riguarda le comunicazioni a Banca d’Italia: 
‘’Le banche che intendono esternalizzare, in tutto o in parte, lo svolgimento di funzioni 
operative, devono comunicarlo preventivamente a Banca d’Italia, riportando nella 
comunicazione tutte le indicazioni necessarie alla verifica del rispetto delle regole 






La comunicazione deve avvenire almeno sessanta giorni prima della stipulazione del 
contratto di outsourcing, specificando le ragioni aziendali che hanno determinato tale 
scelta.  
La comunicazione a Banca d’Italia deve contenere, oltre alla rappresentazione delle 
ragioni imprenditoriali che hanno determinato la scelta, anche l’indicazione dei termini 
e delle condizioni del contratto, nonché la dimostrazione dell’idoneità dell’impresa 
outsoucer a prestare il servizio.  
L’autorizzazione all’esternalizzazione è concessa sulla base del provvedimento 
amministrativo del c.d ‘‘silenzio-assenso’’:  
La Banca d’Italia ha sessanta giorni di tempo, a decorrere dal momento del ricevimento 
della comunicazione, per avviare un procedimento amministrativo di divieto 
dell’esternalizzazione.  
In difetto di tale comunicazione, la banca è autorizzata alla esternalizzazione. 
Entro il 30 Aprile di ogni anno, le banche che abbiano esternalizzato funzioni, devono 
trasmettere a Banca d'Italia una relazione relativa ai controlli svolti sulle funzioni 
operative importanti esternalizzate, che dia notizia delle eventuali carenze riscontrate e 


















CAPITOLO III  
CARISMI E UNICREDIT 
SISTEMA DEI CONTROLLI INTERNI A CONFRONTO 
 
 
3.1  Breve storia dei due intermediari 
 
3.1.1   CARISMI 
 
La Cassa di Risparmio di San Miniato  stata fondata nel 1830 da Monsignor Torello 
Pierazzi, segretario dell’Accademia degli Euteleti, (una istituzione che fa parte del 
Sistema Museale di San Miniato) e poi vescovo di San Miniato. 
La richiesta di istituzione della banca fu inoltrata a leopoldo II Granduca di Toscana ed 
accolta dallo steso il 23 Agosto 1830. 
È una delle più antiche Casse di Risparmio d’Italia. 
Nello Statuto originario si legge che ‘’lo scopo principale era quello di essere banca 
per il popolo, per la cittadinanza anche di piccole e sperdute località’’. 
Tale finalità, seppure in forme diverse, caratterizza tutt’oggi l’attività di tale Istituto che 
rimane profondamente inserito nel contesto sociale edf economico del territorio in cui 
opera. 
 Nel contesto del complessivo riassetto legislativo delle Casse di Risparmio e per effetto 
del menzionato D. Lgs. 20 novembre 1990 n. 356, nel corso del 1992 la Cassa mutò la 
propria denominazione in “Ente Cassa di Risparmio di San Miniato” e conferì l’intera 
azienda bancaria in una società per azioni di nuova costituzione, denominata “Cassa di 
Risparmio di San Miniato S.p.A.”, della quale divenne unico azionista. Al 31 dicembre 
1998, la Cassa era partecipata per il 62,83% dalla Finanziaria CRSM S.p.A. e, per il 
residuo 37,17%, dall’Ente Cassa di Risparmio di San Miniato. 
In data 22 settembre 1999, l’Ente cedette il 25% del capitale sociale della Cassa alla 
Banca Monte dei Paschi di Siena S.p.A., continuando a detenere una quota pari al 12, 
17% del capitale sociale della Cassa. 
In data 15 maggio 2000, l’Ente Cassa di Risparmio di San Miniato mutò nuovamente la 
propria denominazione in “Fondazione Cassa di Risparmio di San Miniato”.  
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A decorrere dal 1° giugno 2002, il Gruppo Bancario Cassa di Risparmio di San Miniato 
venne iscritto nell’Albo dei Gruppi Bancari previsto dall’articolo 64 del T.U.B..  
Alla fine del 2002, la “Società Cattolica di Assicurazione S.c.a r.l.” acquisì dalla Banca 
Monte dei Paschi di Siena S.p.A. il 25% del capitale della Cassa.  
Nel maggio del 2004, la Cassa acquisì una partecipazione complessivamente pari al 
20% del capitale sociale della “Cassa di Risparmio di Volterra S.p.A.”.  
Nel 2006, essendosi verificate le condizioni previste dall’art. 2 bis del Regolamento 
Emittenti emanato dalla Consob, la Cassa di Risparmio di San Miniato S.p.A. assunse la 
qualità di "Emittente strumenti finanziari diffusi" nonché di società che fa ricorso al 
mercato del capitale di rischio, ex art. 2325 bis del Codice Civile; pertanto con effetto 
dal 1/1/2006 la Cassa è assoggettata agli obblighi di legge previsti dal Codice Civile, 
dall’art. 116 del D. Lgs. 58/98 e dal regolamento Consob n. 11971/99 e successive 
modificazioni ed integrazioni. 
Dal 2014 Carismi si apre al mercato delle banche on line con il brand ‘Bancadinamica’, 
con l’obbiettivo di ampliare il proprio raggio di azione a livello nazionale, mantenendo 
però saldi i principi e lo stile per i quali ha saputo farsi apprezzare in Toscana fin dalla 
propria origine.  
Attualmente la banca ha 86 fra filiali, agenzie e sportelli leggeri in tutta la Toscana e, fra 
questi, anche due a Roma ed una a Milano. 
Per questo Istituto la scelta vincente risulta quella di non aver partecipato a fusioni con 
altri istituti di credito poiché in tal modo è riuscito a mantenere una notevole autonomia 
nelle scelte strategiche ed economiche. 
 
Il Gruppo è composto dalla Cassa di Risparmio di San Miniato, la quale, nel ruolo di 
Capogruppo controlla direttamente le seguenti società: 
- Fiducia S.p.a 
- San Genesio S.p.a 
 
CARISMI risulta collegata, detenendo delle partecipazioni, alle seguenti società: 
- Cassa di Risparmio di Volterra S.p.a 
- Soprano SGR S.p.a 




L’istituto di credito ha dal 1953 sede nel Palazzo Formichini, antico palazzo situato a 
San Miniato, e possiede una preziosa collezione d’arte che comprende opere di Lorenzo 
di Bicci, Ventura Salimbeni, Jacopo Chimenti. 
La raccolta è custodita in gran parte nella sede del Palazzo Formichini, anche se alcune 
opere sono state concesse in comodato alla Fondazione per allestire la propria sede in 
Palazzo Grifoni, e si è formata nel corso dei vari decenni attraverso acquisizioni 
dell’Ente per l’allestimento dei propri ambienti di rappresentanza. 
Attualmente continua  il trend positivo per la Cassa di risparmio di San Miniato che ha 
chiuso il 2014 con un utile netto di 10,2 milioni di euro (circa il 56% in più rispetto al 
2013). 
 
Il Capitale Sociale della Cassa di Risparmio di San Miniato S.p.a sottoscritto e versato è 
pari ad € 177.215.392,00. 
Esso risulta suddiviso in n. 22.151.924 azioni ordinarie prive del valore nominale. 
 
Alla data del 11 Aprile 2015 ( data di approvazione del Bilancio 2014) l’azionariato 
risulta così composto:  
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3.1.2   UNICREDIT 
 
Le origini del gruppo risalgono alla costituzione di Rolo Banca nel 1473, oltre cinque 
secoli fa, quando fu creato l'istituto pubblico di prestito su pegno Monte di Pietà di 
Bologna. 
In tempi più recenti, UniCredit è il risultato della fusione di nove fra le principali 
banche italiane, e delle successive aggregazioni con il gruppo 
tedesco HVB e l'italiano Capitalia.  
Nel 1998 si ha la nascita di Unicredito Italiano dalla fusione dei gruppi Credito 
Italiano (formato da Credito Italiano e Rolo Banca 1473, nata nel 1996 dalla fusione tra 
il Credito Romagnolo, la Cassa di Risparmio di Modena e la Banca del Monte di 
Bologna e Ravenna; e che in quell'anno incorporò la Banca Popolare del Molise, allora 
la principale banca della regione) e Unicredito (formato da Cassa di Risparmio di 
Verona, Vicenza, Belluno e Ancona (Cariverona), Cassa di Risparmio di 
Torino e Cassamarca). 
Il gruppo risulta costituito dalla integrazione di Credito Italiano, Rolo Banca 1473, 
CariVerona, Banca CRT, Cassamarca, Cassa di Risparmio di Trento e Rovereto, Cassa 
di Risparmio di Trieste. 
 
Nel 1999 entrano nel gruppo Cassa di Risparmio di Trento e Rovereto (Caritro) e Cassa 
di Risparmio di Trieste, la quale giusto vent'anni prima, nel 1979, aveva incorporato la 
Cassa di Risparmio dell'Istria di Pola, con sede provvisoria in esilio a Trieste. 
Tra il luglio e il settembre 2002 le sette banche di prima vengono fuse, secondo la prima 
fase del "progetto S3", in Unicredito Italiano, e le attività bancarie vengono scorporate 
in Credito Italiano. 
Il 1º gennaio 2003 Unicredito Italiano al termine del "progetto S3" (da Credito Italiano 
vengono create tre nuove banche divise per la categoria a cui si rivolgono: una banca 
per la clientela retail, privati, famiglie e piccole imprese (Unicredit Banca), una banca 
per la clientela redditualmente elevata (Unicredit Private Banking), una banca per le 
imprese (Unicredit Banca d'Impresa) adotta il marchio Unicredit. 
Sempre nel 2003 vengono fuse in Unicredit le già appartenenti al gruppo: Banca 
dell'Umbria (ex Cassa di Risparmio di Perugia) e Cassa di Risparmio di Carpi. 
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Nel 2005 UniCredit annunciò l'OPA sulla banca tedesca HypoVereinsbank AG (HVB-
Group), che portò alle OPA a cascata su Bank Austria Creditanstalt e Bank 
BPH (controllate da HVB).  
Il 17 novembre 2005 UniCredit annunciò di aver raggiunto il 93,93% di adesioni 
all'Offerta Pubblica HVB. 
 
Il 20 maggio 2007 i Consigli di Amministrazione di UniCredit e Capitalia, riunitisi 
rispettivamente a Milano e Roma, hanno approvato il progetto di fusione per 
incorporazione di Capitalia S.p.A. in Unicredito Italiano S.p.A.. 
Questa fusione è diventata operativa dal 1º ottobre 2007, trasferendo la sede legale 
da Genova a Roma. 
La crisi finanziaria 2007-2008 colpisce anche Unicredit e fa crollare in poco tempo il 
valore delle sue azioni (nel mese di settembre 2008 Unicredit perde il 29%).  
L'amministratore delegato, Alessandro Profumo, convoca un Consiglio di 
Amministrazione straordinario per domenica 5 ottobre 2008 e propone un aumento di 
capitale da 3 miliardi di euro, che permette all'Istituto di rafforzare la propria liquidità. 
Nel Consiglio di Amministrazione del 29 settembre 2009 viene deciso un aumento di 
capitale di 4 miliardi di euro, che allinea definitivamente i coefficienti patrimoniali di 
UniCredit ai migliori standard mondiali e permette alla banca di non ricorrere agli aiuti 
statali, i cosiddetti "Tremonti bond". 
 
Nel 2010 ha superato lo "stress test" effettuato dal Committee of European Banking 
Supervisors (CEBS). 
 Il test analizzava la solidità patrimoniale degli istituti bancari per verificare le capacità 
di resistenza alle crisi. 
Il 21 settembre 2010 l'amministratore delegato Alessandro Profumo si dimette a seguito 
della sfiducia espressagli dalla maggioranza del CdA. 
 
Il 2011 doveva essere un anno di transizione per Unicredit, ma la crisi estiva dei debiti 
sovrani europei porta al crollo delle azioni Unicredit che dal 16 febbraio al 16 settembre 
perdono il 63% del loro valore. 
Il 14 novembre viene presentato il piano industriale 2012-2015: si decide un nuovo 




Unicredit è una banca attiva in 17 paesi europei e conta oltre 147.000 dipendenti, più di 
8.500 filiali e con un network internazionale distribuito in circa 50 mercati. 
Il Gruppo è caratterizzato da una forte identità europea e da un’ampia base di clientela. 
 
 
Il Capitale Sociale di UniCredit è pari a € 20.257.667.511,62. 
Esso risulta suddiviso in n. 5.967.177.811 azioni ordinarie e n. 2.480.677 azioni di 
risparmio, per un totale di n. 5.969.658.488 azioni. 
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La struttura organizzativa del Gruppo riflette un modello organizzativo e di business 
che, garantendo l'autonomia dei Paesi / Banche locali su specifiche attività al fine di 
assicurare maggiore vicinanza al cliente ed efficienti processi decisionali, mantiene una 
struttura divisionale per quanto riguarda il governo del business / dei prodotti Corporate 
Investment Banking e del business nei Paesi CEE, nonché un presidio globale sulle 














3.2  Il Sistema dei controlli interni in UniCredit  
 
Unicredit adotta il sistema di amministrazione e controllo cosiddetto tradizionale, basato 
sulla presenza di due organi di nomina assemblare:  
 
 il Consiglio di Amministrazione, con funzione di supervisione strategica e di 
gestione dell’impresa; 
 il Collegio Sindacale , con funzioni di controllo sull’amministrazione. 
 
Caratteristica essenziale di tale sistema è la separazione tra compiti di supervisione 
Strategica e gestione della società, di controllo sull’amministrazione e di revisione 
legale dei conti. 
 
Il sistema tradizionale permette, attraverso la previsione di alcune competenze 
inderogabili in capo all’Assemblea, un opportuno confronto tra il management e gli 
azionisti relativamente ad elementi fondamentali di governance, quali ad esempio la 
nomina e la revoca degli amministratori, la nomina dei componenti del Collegio 
Sindacale, la nomina dei componenti del Collegio Sindacale, il conferimento 
dell’incarico di revisione legale dei conti alla società di revisione, stabilendo i relativi 
compensi. 
L'Assemblea è competente a deliberare in sede ordinaria o straordinaria, con diversi 
quorum costitutivi e deliberativi, in considerazione delle specifiche materie da trattare. 
L'Assemblea ordinaria approva il bilancio e delibera sulla distribuzione degli utili, 
nomina gli amministratori ed i sindaci e conferisce l'incarico di revisione legale dei 
conti alla società di revisione, stabilendone i compensi.  
Essa, inoltre, delibera in materia di politiche e prassi di remunerazione e incentivazione 
previsti dalla normativa vigente.  
L'Assemblea straordinaria è competente a deliberare sulle modifiche statutarie, sulle 
operazioni di aumento di capitale, sulle fusioni e scissioni.  
Possono partecipare all'Assemblea coloro che hanno diritto al voto e per i quali sia 
pervenuta da parte dell'intermediario che tiene i relativi conti la comunicazione alla 
Società nei termini previsti dalla normativa vigente.  
La revisione legale dei conti è affidata dall’Assemblea ad una società di revisione legale 
esterna, su proposta del Collegio Sindacale. 
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Al 31 Dicembre 2014, il Consiglio di Amministrazione di UniCredit era composto da 
19 membri, inclusi il presidente e l’Amministratore Delegato. 
A supporto del Consiglio di Amministrazione sono previsti cinque Comitati aventi 
finalità consultive e propositive. 
L’Amministratore Delegato, nella gestione del Gruppo, si avvale del supporto del 
Direttore Generale e dei due Vice Direttori Generali. 
Nel processo di assunzione di decisioni strategiche per il Gruppo, l’Amministratore 
Delegato è supportato da due comitati di direzione, il CEO Office e l’Executive 
Management Comittee, entrambi istituiti con funzioni consultive. 
 
 
Dalla relazione sul Governo Societario del 2015 di UniCredit si legge quanto segue: 
 
’’ Un sistema dei controlli interni efficace ed efficiente è, di fatto, il presupposto per la 
creazione di valore nel medio lungo termine, per la salvaguardia della qualità delle 
attività, per una corretta percezione dei rischi ed un’appropriata allocazione del capitale. 
Un efficace sistema dei controlli interni si basa su adeguati meccanismi di governance 
mediante i quali Unicredit, in qualità di Capogruppo, esercita la direzione ed il 
coordinamento delle Società del Gruppo. ’’  
 
Questo a sottolineare ulteriormente la necessità di efficaci ed efficienti sistemi dei 
sistemi di controllo interno come strumento operativo per il corretto funzionamento 














3.2.1  Il ruolo degli organi aziendali 
 






Fonte : sito web www.unicreditgroup.eu 
 
 Presidente e Vice Presidente: 
Essi partecipano di diritto al Comitato Controllo Interni e Rischi.  
Il Presidente, previo parere del Comitato formula la proposta al Consiglio di 
Amministrazione in merito alla nomina o alla sostituzione del responsabile 




 Consiglio di Amministrazione della Capogruppo:  
Il Consiglio di UniCredit può essere composto da un minimo di 9 ad un 
massimo di 24 membri.  
Alla data del 12 marzo 2015 il numero di Consiglieri è di 19 ed il loro 
mandato scadrà alla data dell’Assemblea chiamata ad approvare il bilancio 
relativo all’esercizio 2014. 
Il Consiglio definisce le linee guida e le politiche di gruppo sui controlli 
interni in accordo con le istruzioni emanate dalle Autorità di Vigilanza 
italiane e con le leggi applicabili. 
 Il Consiglio, sentito il Collegio Sindacale, approva le politiche di gestione 
del rischio.  
Ai sensi dell’art. 23 dello Statuto Sociale, tra le materie di esclusiva 
competenza del Consiglio rientrano le delibere riguardanti l’indirizzo 
generale nonché l’adozione e la modifica dei piani industriali, strategici e 
finanziari della Società, nonché il periodico monitoraggio della loro 
attuazione.  
Ai sensi del Regolamento del Consiglio di Amministrazione, inoltre, esso 
delibera con competenza esclusiva:  
a) in merito alla determinazione degli indirizzi generali di gestione delle 
politiche di sviluppo del Gruppo propedeutici alla redazione di piani 
strategici, industriali e finanziari pluriennali e di budget d’esercizio della 
Società e del Gruppo, nonché al riesame periodico dei predetti indirizzi, in 
relazione all’evoluzione dell’attività aziendale e del contesto esterno, 
all’adozione e alla modifica dei piani stessi e alla verifica della loro corretta 
attuazione;  
b) sull’esame e l’approvazione dell’assetto organizzativo e di governo 
societario di UniCredit, garantendo la chiara distinzione di compiti e funzioni 
nonché la prevenzione dei conflitti di interesse, della struttura societaria e dei 
modelli/linee guida di governance del Gruppo; 
c) sull’esame e l’approvazione delle operazioni della Società e delle società 





Il Consiglio di Amministrazione quindi valuta nel continuo il generale 
andamento della gestione, anche attraverso l’analisi delle informazioni 
ricevute dagli organi delegati nonché confrontando, periodicamente, i risultati 
conseguiti con quelli programmati . 
Valuta altresì l’adeguatezza dell’assetto organizzativo, amministrativo e 
contabile, con particolare riferimento al sistema di controllo interno e alla 
gestione dei conflitti di interesse e si assicura che i principali rischi aziendali 
siano correttamente identificati nonché misurati, gestiti e monitorati in modo 
adeguato, determinando criteri di compatibilità di tali rischi con una sana e 
corretta gestione della Società. 
Il Consiglio valuta inoltre anche attraverso l’emanazione di policy e linee 
guida l’adeguatezza dell’assetto organizzativo, amministrativo e contabile 
delle società controllate aventi rilevanza strategica, con particolare 
riferimento al sistema di controllo interno e di gestione dei rischi. 
 
La nomina dei suoi componenti avviene sulla base del meccanismo del voto 
di lista, affinché almeno un amministratore sia espressione della lista di 
minoranza che abbia ottenuto il maggior numero di voti, non collegata in 
alcun modo con i soci che hanno presentato o votato la lista risultata prima 
per numero di voti.  
I componenti del Consiglio sono in possesso dei requisiti di professionalità, 
onorabilità e indipendenza previsti dalle vigenti disposizioni normative e 
regolamentari.  
Conformemente alle previsioni statutarie, il Consiglio di Amministrazione ha 
nominato un Amministratore Delegato cui ha affidato la gestione della 
Società nei termini e nei limiti dallo stesso stabiliti. 
 
 Amministratore Delegato:  
Provvede ad identificare i principali rischi aziendali sottoponendoli all'esame 
del Consiglio di Amministrazione ed attua gli indirizzi del Consiglio stesso 




L'Amministratore Delegato deve assicurare l'efficace gestione del 
rischio definendo adeguate politiche e procedure, assicurando che le politiche 
e le procedure vengano osservate all'interno della Banca. 
In riferimento ai controlli di terzo livello, svolti dalla funzione audit che 
riporta direttamente al Consiglio di Amministrazione, valuta le linee guida 
dell'attività di audit, formula proposte per integrare il piano annuale dei 
controlli, richiede specifici interventi di audit, esprime un parere preventivo 
non vincolante sulle proposte di adeguamenti organizzativi e del personale 
della Direzione Internal Audit. 
 
 Collegio Sindacale:  
Al Collegio Sindacale di UniCredit sono attribuiti compiti di vigilanza sulla 
completezza, adeguatezza, funzionalità e affidabilità del sistema di controllo 
interno e del RAF.  
Considerata la pluralità di funzioni aventi, all’interno dell’azienda, compiti e 
responsabilità di controllo, il Collegio Sindacale è tenuto ad accertare 
l’adeguatezza di tutte le funzioni coinvolte nel sistema dei controlli, il 
corretto assolvimento dei compiti e l’adeguato coordinamento delle 
medesime, promuovendo gli interventi correttivi delle carenze e delle 
irregolarità rilevate.  
Avvalendosi dell’apporto delle funzioni aziendali di controllo, il Collegio 
Sindacale vigila – nell’ambito della più generale attività di verifica del 
processo di gestione dei rischi – sulla completezza, adeguatezza, funzionalità, 
affidabilità, dei sistemi interni avanzati di misurazione dei rischi per la 
determinazione dei requisiti patrimoniali e sulla loro rispondenza ai requisiti 
previsti dalla normativa.  
Il Collegio Sindacale vigila sul processo di informativa finanziaria, 
sull'efficacia del Sistema dei Controlli Interni, di revisione interna e di 
gestione del rischio, sulla revisione legale dei conti annuali e dei conti 
consolidati, sull'indipendenza della società di revisione legale, in particolare 
per quanto concerne la prestazione di servizi non di revisione, incontrando 
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periodicamente il revisore legale dei conti al fine dello scambio di reciproche 
informazioni.  
Con specifico riferimento all’attribuzione al Collegio Sindacale anche delle 
funzioni di Organismo di Vigilanza ex d.lgs. 231/200121, si evidenzia che 
UniCredit ha mantenuto l’attuale assetto, che prevede che tali funzioni siano 
affidate ad un Organismo appositamente costituito. 
Il Collegio Sindacale, tra l’altro, cura l’instaurazione di opportuni 
collegamenti funzionali con il Comitato per i Controlli Interni & Rischi per lo 
svolgimento delle attività comuni ai due organi, nel rispetto delle specifiche 
competenze. 
 
 Comitati consiliari  
Il Consiglio di UniCredit ha costituito al proprio interno cinque comitati, 
aventi finalità consultive e propositive: 
1. il Comitato Permanente Strategico; 
2. il Comitato per i Controlli Interni & Rischi; 
3. il Comitato Corporate Governance, HR and Nomination;  
4. il Comitato Remunerazione; 
5. il Comitato Parti Correlate ed Investimenti in Equity. 
 La composizione e le competenze dei Comitati consiliari sono 
stabilite nel Regolamento del Consiglio di Amministrazione. 
 
 
1) Comitato Permanente Strategico: 
 
È composto da 9 membri e fornisce pareri al Consiglio, in ordine alle 
proposte formulate dall’Amministratore Delegato al Consiglio medesimo, 
riguardanti:  
a) la predisposizione del Piano Triennale di Gruppo; 
b) la determinazione del Budget di Gruppo annuale;  
c) la determinazione della Capital Allocation annuale di Gruppo;  
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d) l’individuazione della strategia annuale di Gruppo riguardante le 
operazioni su partecipazioni (M&A/riorganizzazioni);  
e) l’approvazione di operazioni su partecipazioni oltre determinati limiti 
di valore (300 milioni € per le operazioni in Paesi ad alto rischio e 500 
milioni € per le operazioni in Paesi a basso rischio);  
f) operazioni straordinarie sul capitale del Gruppo e politica dei dividendi, 
sia della Capogruppo che delle Società del Gruppo, qualora questa non sia 
già ricompresa negli indirizzi generali della Capital Allocation annuale di 
cui al punto c);  
g) altre operazioni/iniziative di rilevante contenuto strategico per il 
Gruppo quali, ad esempio: valutazioni d’ingresso in nuovi mercati, sia 
geografici che di business, jointventures di alto profilo con Gruppi 
industriali e/o finanziari. 
 
2) Comitato per i Controlli Interni e Rischi: 
 
È composto da amministratori non esecutivi (la maggioranza 
indipendenti). Assiste il Consiglio nella definizione delle linee di 
indirizzo del sistema di controllo interno e nella verifica almeno annuale 
della sua adeguatezza, assicurando che i principali rischi aziendali siano 
correttamente identificati, misurati, gestiti e monitorati. 
Il Comitato, per il tramite del suo Presidente, ha possibilità di accedere a 
tutte le informazioni e alle funzioni aziendali necessarie per lo 
svolgimento dei propri compiti avvalendosi delle strutture della società, 
del gruppo e anche di consulenti esterni. 
Il Comitato assiste il Consiglio nella definizione del Risk Appetite del 
gruppo, valuta il piano annuale dei controlli preparato dal Responsabile 
della Direzione Audit, esamina i bilanci trimestralmente e assiste il 
Consiglio nella formalizzazione delle politiche per il governo dei rischi e 
ne riferisce almeno semestralmente sull'attività svolta e sull'adeguatezza 






3) Comitato Corporate Governance, HR and Nomination 
 
Il Comitato Corporate Governance, HR and Nomination si esprime 
riguardo alla definizione di policy per la nomina degli Amministratori di 
UniCredit nonché di policy per la valutazione che il Consiglio deve 
effettuare, almeno una volta all’anno, sulla dimensione, sulla 
composizione e sul funzionamento del Consiglio stesso e dei suoi 
Comitati.  
Il Comitato ha altresì il compito di esprimere un parere in merito alla 
compatibilità con la carica di Amministratore di UniCredit 
dell’assunzione di un incarico di amministrazione, direzione o controllo 
in una società bancaria, assicurativa o finanziaria, nonché in caso di 
superamento del limite al numero massimo di incarichi individuati dal 
Consiglio di Amministrazione stesso.4 
4) Comitato Remunerazione  
 
Il Comitato formula proposte al Consiglio relativamente alla 
remunerazione dei componenti del Consiglio di Amministrazione, del 
Direttore Generale, dei Vice Direttori Generali, dei responsabili delle 
funzioni di controllo interno e del personale i cui sistemi di 
remunerazione e incentivazione sono decisi dal Consiglio stesso. 
Relativamente ai compensi dell'Amministratore Delegato, ha compiti 
consultivi in materia di fissazione degli obiettivi di performance correlati 
alla componente variabile di tale remunerazione. 
Il Comitato ha compiti consultivi in materia di determinazione dei criteri 
per la remunerazione del personale più rilevante, come individuato ai 
sensi delle vigenti disposizioni della Banca d'Italia. 
Esso fornisce altresì pareri al Consiglio riguardanti: 
a) la policy di remunerazione dei Senior Executive Vice President, del 
Group Management Team (Executive Vice President) e del Leadership 
Team (Senior Vice President); 




c) la policy di remunerazione degli esponenti aziendali (membri dei 
Consigli di Amministrazione, dei Collegi Sindacali e dei Supervisory 
Board) delle società del Gruppo. 
 
 
5) Comitato Parti Correlate ed Investimenti in Equity 
 
Questo Comitato opera con funzioni consultive e propositive a supporto 
del Consiglio di Amministrazione.  
Per quanto riguarda le operazioni con parti correlate e con soggetti 
collegati, il Comitato:  
a) formula pareri preventivi (ove del caso, vincolanti) sulle procedure che 
disciplinato l’individuazione e la gestione delle operazioni con parti 
correlate e/o con soggetti collegati poste in essere da UniCredit e/o dalle 
Società del Gruppo, nonché sulle relative modifiche;  
b) formula pareri preventivi e motivati, nei casi espressamente previsti, 
anche sull’interesse al compimento dell’operazione con parti correlate e/o 
con soggetti collegati posta in essere da UniCredit e/o dalle Società del 
Gruppo, nonché sulla convenienza e correttezza sostanziale delle relative 
condizioni; 
c) nel caso di operazioni di maggiore rilevanza con parti correlate e/o 
soggetti collegati, il Comitato è coinvolto, per il tramite di uno più 
componenti delegati,  nella fase delle trattative e nella fase istruttoria 
attraverso la ricezione di un flusso informativo completo e tempestivo, 
con la facoltà di richiedere informazioni e di formulare osservazioni agli 











3.2.2  Le funzioni aziendali di controllo 
 
Il sistema dei controlli interni risulta così articolato: 
 
 
Fonte : sito web www.unicreditgroup.eu 
 
 
UniCredit Group monitora, misura e controlla l'insieme dei rischi (di mercato, di 
credito, operativi, reputazionali, compliance) secondo lo schema visto nella figura 
precedente.  
Vengono delineati i tre tipici livelli di controllo , che adesso andremo a illustrare nel 
dettaglio. 
 
Per quanto riguarda i controlli di primo livello, definiti anche come controlli di linea, 
essi sono adibiti ad assicurare il corretto svolgimento delle operazioni.  
Tali controlli sono effettuati dalle stesse strutture produttive o incorporati dalle 
procedure o eseguiti dal back office. 
 
I controlli di secondo livello sono affidati a unità diverse da quelle produttive. 
Le Direzioni responsabili dei controlli di 2° livello sono la Funzione Compliance, 
all'interno del Legal & Compliance Department, e Il Group Risk Management (GRM). 
 
La Funzione Compliance è incaricata della corretta applicazione e del rispetto del 
framework normativo di riferimento, della sua coerente interpretazione a livello di 
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gruppo e dell'identificazione, valutazione, prevenzione e monitoraggio dei rischi 
complessivi di Compliance del gruppo o delle rispettive Entità.  
Il Legal & Compliance Department è presieduto dal Group Compliance Officer (GCO), 
nominato dal Consiglio di Amministrazione di Unicredit, previo parere del Collegio 
Sindacale. 
La funzione Compliance opera con l'obiettivo di prevenire e gestire il rischio di non-
conformità alle norme e di conflitti di interesse per preservare il buon nome della 
Banca, la fiducia del pubblico e contribuire alla sostenibilità e cioè alla creazione e 
consolidamento del valore aziendale. 
Il ruolo e i requisiti della funzione di Compliance sono regolati in specifiche Global 
Compliance Rules emanate da Unicredit e recepite dalle società del Gruppo, così da 
assicurare che questioni similari vengano gestite in modo omogeneo nell’ambito dei 
vari ordinamenti in cui opera il Gruppo. 
 
Nel dettaglio la funzione Compliance: 
 interpreta le norme ed emana policy e linee guida a livello di Gruppo 
 fornisce input per la definizione o adeguamenti ai processi 
 valuta preventivamente la conformità di processi, prodotti, strutture, contratti 
 fornisce supporto e consulenza, attraverso la predisposizione di pareri 
 fornisce supporto alla formazione 
 gestisce i Conflitti di Interesse 
 verifica "nel continuo" che i processi sui servizi d'investimento siano adeguati 
e efficaci 
 identifica le aree caratterizzate dai maggiori rischi di Compliance, al fini della 
programmazione annuale degli interventi di Compliance 
 relaziona periodicamente agli Organi di vertice della Banca e agli Organi di 
Vigilanza sulle rispettive materie di competenza. 
Questa funzione è di notevole importanza poiché ha grandi responsabilità su materie 






Il Group Risk Management (GRM) controlla e indirizza i rischi del Gruppo attraverso la 
definizione di politiche e metodologie volte a misurare e controllare tali rischi e 
attraverso l'ottimizzazione del costo del rischio grazie alla definizione di linee guida, 
politiche e pareri non vincolanti su esposizioni creditizie rilevanti, nel rispetto delle 
norme interne ed esterne e dei regolamenti. 
Mediante un adeguato processo di governance del rischio , il GRM gestisce 
l’esposizione al rischio del Gruppo relativamente al rischio di credito, al rischio di 
mercato, al rischio di liquidità ed al rischio operativo e reputazionale. 
 
La sua funzione è quella di controllare ed indirizzare i rischi del  Gruppo attraverso: 
 la gestione e l'ottimizzazione della qualità dell'attivo e del costo del rischio del 
Gruppo; 
 
 la definizione (di concerto con la funzione CFO) e il monitoraggio 
della propensione al rischio del Gruppo, valutandone inoltre l'adeguatezza 
patrimoniale; 
 
 la definizione - in conformità con i requisiti normativi - delle regole, 
metodologie, tipologie di limiti di rischio, politiche e strategie di gestione del 
rischio del Gruppo; 
 
 la definizione e l'applicazione dei criteri per la valutazione, gestione, 
misurazione, monitoraggio e reportistica dei rischi in modo da garantirne la 
coerenza e la trasparenza a livello di Gruppo; 
 
 la verifica dell'adeguatezza dei sistemi di misurazione dei rischi adottati 
nell'ambito del Gruppo; 
 
 la quantificazione dell'impatto delle variazioni del ciclo economico o 
degli eventi eccezionali sulla struttura finanziaria del Gruppo; 
 
 la creazione di una cultura del rischio estesa a tutto il Gruppo. 
 
Per quanto riguarda i controlli di terzo livello, facciamo riferimento alla funzione di 
Internal Audit.  
Questi controlli sono finalizzati alla valutazione e verifica periodica della completezza, 
della funzionalità e dell'adeguatezza del sistema dei controlli interni. 
 L'attività è condotta da strutture diverse da quelle produttive e di controllo di 2° livello. 
 In alcuni casi tali attività sono realizzate da ogni Società in outsourcing verso 
UniCredit Audit. 
La Capogruppo dispone di una propria Direzione Internal Audit.  
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Il "Preposto al Controllo Interno" - previsto dal Codice di Autodisciplina - si identifica 
con il Responsabile della funzione Internal Audit. 
Ogni entità del Gruppo ha istituito una funzione di Internal Audit responsabile dei 
controlli di terzo livello. 
L' Internal Audit Department di UniCredit verifica la rispondenza dei comportamenti 
delle società appartenenti al Gruppo agli indirizzi della Capogruppo, l'efficacia dei 
sistemi dei controlli interni e definisce gli indirizzi, coordina e controlla le attività di 
revisione interna svolta dalle funzioni di Internal Audit nel Gruppo. 
Il Department opera in conformità al “Mandato di Audit di Gruppo”, documento, 
revisionato lo scorso 29 ottobre 2013, che ne formalizza la mission, le responsabilità, il 
posizionamento organizzativo, l’indipendenza, i compiti e l’autorità. 
L'obiettivo di questi controlli è quello di contribuire alla tutela del patrimonio e della 
stabilità aziendale. 
Il Responsabile dell’Internal Audit, nello svolgimento dei suoi compiti, deve essere 
responsabile nel fornire annualmente una valutazione dell’adeguatezza e dell’efficacia 
dei processi di gestione dei rischi e di controllo della Società nelle aree che rientrano 
nella mission e nel suo ambito di competenza, nel riportare le problematiche 
significative che riguardano i processi di controllo della Società e delle sue affiliate e 
nel fornire informazioni periodiche riguardo lo stato ed i risultati del piano annuale di 
audit e l’adeguatezza circa le risorse impiegate. 
Il Responsabile dell’Internal Audit deve coordinarsi con le altre funzioni del Gruppo al 
fine di assicurare un adeguato approccio di gestione del rischio e di controllo nel 
Gruppo e un sistematico processo di valutazione del Sistema dei Controlli Interni, senza 
però che questo coordinamento pregiudichi l’indipendenza dell’audit. 
 
La funzione di Internal Audit cerca di raggiungere gli obbiettivi prefissati attraverso: 
- il controllo della regolarità dell'operatività e della conformità della stessa alle 
leggi e regolamenti; 
- la valutazione dell'efficacia e dell'efficienza dei processi operativi; 
- il supporto alle Divisioni e alle Società del Gruppo nell'ottenimento di una 
chiara visione dell'esposizione e della valutazione dei rischi a livello di 
Divisione e dell'implementazione delle linee guida sui controlli interni a 
livello delle singole Entità; 
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- la valutazione della corretta funzionalità del complessivo Sistema dei 
Controlli Interni (controlli di linea, o operativi, e i controlli sulla gestione dei 
rischi). 
L’Internal Audit è una funzione indipendente ed è nominata dagli Organi di Governo 
della Società ed è parte integrante dell’ambiente di controllo interno.  
Svolge un’indipendente ed obiettiva attività di assurance e consulenza al fine di 
valutare, dare valore aggiunto e contribuire al miglioramento del Sistema dei Controlli 
Interni della Società.  
È di supporto alla Società per il raggiungimento dei propri obiettivi aziendali fornendo 
un approccio sistematico e professionale per valutare e migliorare l’adeguatezza delle 
operazioni poste in essere dalla Società stessa attraverso la valutazione ed il 
miglioramento dell’efficacia dei processi di governance, di gestione del rischio e di 
controllo. 
L’attività dell’Internal Audit è indipendente e gli Internal Auditors sono obiettivi nello 
svolgimento del loro lavoro.  
Il Responsabile dell’Internal Audit della Società deve riportare ad un livello adeguato 
nell’ambito della Società che permetta alla Funzione di Internal Audit di adempiere alle 
proprie responsabilità. 
L’Internal Audit deve essere informato di ogni direttiva e decisione del Management 
che potrebbe essere rilevante per le proprie attività.  
Deve essere tempestivamente informato di eventuali cambiamenti significativi nei 
processi di governance, di gestione del rischio e di controllo. Inoltre, sussiste l’obbligo 
di informare l’Internal Audit se, in termini di rischio, sono state individuate gravi 





3.2.3  Il Risk Appetite Framework in UniCredit 
 
Nella propria organizzazione, Unicredit ritiene che la cultura del rischio sia costituita 
“dall’insieme delle norme di comportamento, riflesse  nei ragionamenti e nelle azioni 
quotidiane di tutti i dipendenti della banca, che determinano la capacità collettiva e dei 
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singoli di identificare, comprendere, discutere apertamente e prendere decisioni sui 
rischi attuali e futuri dell’organizzazione”. 
 




Fonte : sito web www.unicreditgroup.eu 
 
Il RAF viene definito tenendo conto delle aspettative dei vari stakeholder (inclusi 
Consiglio di Amministrazione, Autorità di Vigilanza, agenzie di rating, ecc.) ed indica 
la strada verso una crescita sostenibile, garantendo al contempo la flessibilità necessaria 
e prevenendo i rischi indesiderati.  
Il RAF assicura inoltre la coerenza tra i profili di rischio-rendimento, definendo delle 
soglie per guidare il business durante la sua evoluzione nel tempo. 
La propensione al rischio del Gruppo viene continuamente ottimizzata per essere 
prontamente adattata a variazioni del contesto, sia interno (es. business), sia esterno (es. 
normative, cambiamenti macroeconomici).  
Nel 2014, la governance dei rischi di UniCredit è stata ulteriormente migliorata grazie a 
misure di potenziamento del Risk Appetite Framework che includono: una valutazione 
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mensile dei rischi presentata al Consiglio di Amministrazione, una correlazione più 
forte tra Risk Appetite e gestione della performance, una maggiore collaborazione tra 
Group Risk Management e altre funzioni quali Planning, Finance & Administration. 
È stata rafforzato anche l’organizzazione, sia a livello centrale sia a livello locale, 
potenziando la funzione Group Risk Management, e migliorato l’interazione tra la 
Capogruppo e le altre società del Gruppo grazie a misure più incisive volte a delegare la 
responsabilità operativa a livello locale. 
Nel 2014 sono stati apportati miglioramenti significativi ai modelli utilizzati per 
misurare il rischio di mercato e operativo, rafforzando il RAF ed il suo contributo agli 
obiettivi del Piano Strategico. 
I miglioramenti riguardano: 
1. Counterparty Credit Risk (CCR). 
È un modello che è stato sviluppato completamente all’interno del Gruppo per 
misurare il rischio di controparte nelle operazioni in derivati.  
2. Advanced Measurement Approach Model (AMA)  
È un modello che è stato sviluppato per misurare in modo più preciso il rischio 
operativo e la sua applicazione.  
Questo modello consente di assegnare una ponderazione diversa a ogni scenario 
e quindi permette una rappresentazione della esposizione al rischio operativo 
molto più orientata al futuro, consentendo un uso del capitale più efficiente. 
 
Il Risk Appetite è quindi per UniCredit il livello di rischio che il Gruppo è disposto ad 
accettare per il perseguimento dei propri obiettivi strategici e di piano industriale, 
considerando gli interessi dei propri clienti e dei propri azionisti, così come i requisiti di 
capitale e gli altri requisiti.  
 
Fra i principali obiettivi del Risk Appetite Framework vi sono:  
 
 - valutare esplicitamente i rischi, e le loro interconnessioni a livello di Gruppo, 
che UniCredit decide di assumere o di evitare in una prospettiva di lungo 
periodo;  
- specificare i tipi di rischio che la banca intende assumere, 




- assicurare “ex-ante” un profilo di rischio-rendimento coerente con una crescita 
sostenibile a lungo termine, come definita nelle proiezioni di rendimento del 
piano strategico o nel budget; 
- assicurare che l’attività commerciale si sviluppi entro i limiti di tolleranza al 
rischio stabiliti dal Consiglio di Amministrazione della Capogruppo, in 
conformità alle vigenti regolamentazioni nazionali e internazionali; 
- supportare le discussioni sulle opzioni strategiche future con riferimento al 
profilo di rischio; 
- indirizzare la visione degli stakeholder interni ed esterni su un profilo di rischio 
coerente con il posizionamento strategico. 
 
 
Il Consiglio di Amministrazione definisce e approva su base annuale il Risk Appetite 
Framework di Gruppo, coerentemente con le tempistiche del processo di budget e di 
definizione del piano finanziario, al fine di garantire che il business si sviluppi 
nell’ambito del profilo di rischio desiderato e nel rispetto della regolamentazione 
nazionale ed internazionale.  
Il Framework di Risk Appetite per il 2014 sintetizza il desiderato profilo di rischio di 
Gruppo rispetto a quattro dimensioni (Risk ownership e posizionamento, Requisiti 
regolamentari, Profittabilità e rischio e Controllo su specifici tipi di rischio) definendo 
per ognuna le metriche di riferimento.  
Nel corso del 2014 il Consiglio ha inoltre approvato il nuovo Risk Appetite Framework 
di Gruppo per il 2015. 
 Esso è stato ulteriormente migliorato al fine di rafforzare il controllo sui profili di 
rischio di Gruppo rispetto ai commitment esterni, in continuità con il Multi Year Plan 
Risk Appetite di Gruppo. 
 Il Risk Appetite per il 2015 è stato definito sulla base di scenari di rischio e 
profittabilità alternativi, al fine di supportare la solida crescita prevista dal Multi Year 






Il Risk Appetite Framework di Gruppo, che deve essere implementato in maniera 
coerente nelle Società del Gruppo, non include solo la lista delle metriche rilevanti, ma 
anche i target, i trigger ed i limiti di riferimento:  
 
i. i target rappresentano l’ammontare di rischio che il Gruppo è disposto ad 
assumere in condizioni di normale operatività e sono le soglie di riferimento per 
lo sviluppo del business,  
ii.  i trigger rappresentano la massima deviazione accettabile dai target; essi sono 
definiti in modo da assicurare l’operatività del Gruppo anche in condizioni di 
stress entro il massimo livello di rischio accettabile e prevedono, nel caso di 
sforamento, un’informativa al Group Risk Committee e al Consiglio di 
Amministrazione;  
iii.  i limiti rappresentano il massimo livello di assunzione di rischio accettabile per 
il Gruppo; nel caso di un loro sforamento, il Consiglio di Amministrazione deve 
essere coinvolto nella valutazione e definizione degli eventuali interventi 
correttivi. 
 
Il RAF viene rivisto annualmente, in parallelo ai processi di budget e di pianificazione, 
al fine di garantire la sua coerenza con le strategie di Gruppo, le condizioni commerciali 

















3.3  Il Sistema dei controlli interni in CARISMI 
 
La Banca ha adottato il modello di governo societario c.d. tradizionale, ritenuto il più 
idoneo ad assicurare la migliore efficienza della gestione, considerate le dimensioni 
della Banca ed il grado di complessità operativa/organizzativa della stessa.  
Tale modello di governo societario è adottato anche dalle altre società facenti parte del 
Gruppo Bancario. 
 
La Governance risulta articolata nel seguente modo:  
 
 
Fonte: sito web  www.carismi.it/  
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Tale modello è così articolato:  
 
 La funzione di supervisione strategica è svolta dal Consiglio di Amministrazione 
che delibera sugli indirizzi di carattere strategico e ne verifica nel continuo 
l’attuazione. 
 La funzione di gestione è svolta dallo stesso Consiglio di Amministrazione.  
Al momento l’Organo di supervisione strategica ha delegato importanti compiti 
di gestione all’Amministratore Delegato.  
 La funzione di controllo compete al Collegio Sindacale, che svolge le attività ad 
esso attribuite dall’ordinamento, è parte integrante del complessivo sistema di 
controlli interni ed – a tale riguardo – svolge le funzioni definite dalla Circolare 




3.3.1  Il ruolo degli organi aziendali 
 
Gli organi della Banca, così come attualmente previsti nello Statuto (art. 7 e seguenti), 
modificato con delibera dell’Assemblea degli Azionisti in data 11 aprile 2015, sono: 
 
a) l’Assemblea degli Azionisti;  
b) il Consiglio di Amministrazione;  
c) il Comitato Esecutivo (ove non sia nominato l’Amministratore Delegato);  
d) il Presidente;  
e) il Vice Presidente;  
f) l’Amministratore Delegato;  
g) il Direttore Generale;  
h) il Collegio Sindacale 
 
Sulla base della normativa in vigore per le banche intermedie, la Cassa ha altresì 
attivato un Comitato Rischi, organo di natura endo–consiliare deputato a svolgere 
attività di supporto al Consiglio di Amministrazione con funzioni istruttorie e consultive 
in materia di rischi e sistema di controlli interni; svolge altresì funzioni di supporto in 




b)  Il Consiglio di Amministrazione. 
È composto da 11 amministratori ed è investito di tutti i poteri di ordinaria e 
straordinaria amministrazione, salvo quanto per legge o in conformità allo statuto è 
espressamente riservato all’Assemblea.  
A tale organo compete la funzione di supervisione strategica ed è preposto a 
determinare gli indirizzi e gli obiettivi aziendali strategici ed a verificarne l’attuazione. 
Il medesimo Consiglio è anche organo con funzioni di gestione; al momento, peraltro, 
l’Organo di supervisione strategica ha delegato all’Amministratore Delegato importanti 
compiti di gestione, ed al Direttore Generale specifiche deleghe operative, 
determinandone limiti quantitativi e di valore. 
Questo organo delibera dunque gli indirizzi di carattere strategico della Banca e del 
Gruppo e ne verifica l'attuazione nel tempo; definisce altresì le politiche di gestione e 
controllo dei rischi e vigila sul loro corretto funzionamento per garantire un governo 
efficace, unitario e coerente dei rischi stessi. 
Il Consiglio di Amministrazione effettua la propria autovalutazione periodica; tale 
adempimento deve essere realizzato con cadenza almeno annuale. Nell’effettuazione di 
tale valutazione vengono principalmente in rilievo le numerose raccomandazioni, 
indicazioni, precisazioni contenute nella richiamata normativa di Vigilanza. 
Sulla base delle previsioni statutarie ed alla luce della normativa di Vigilanza,tale 
organo  può delegare parte dei suoi poteri al Comitato Esecutivo o all’Amministratore 
Delegato, determinando contenuto, limiti e modalità di esercizio delle deleghe conferite. 
 
c)  Il Comitato Esecutivo ( ove non sia nominato un Amministratore delegato) 
In conformità alle Disposizioni di Vigilanza per le Banche emanate con la “Circolare 
sul governo societario” e alla luce del vigente Statuto sociale, non è stato nominato 
alcun Comitato Esecutivo, ma è stato nominato un Amministratore delegato. 
 
d)  Il Presidente del Consiglio di Amministrazione 
Esso è nominato, tra i componenti del Consiglio di Amministrazione, dall’Assemblea 
degli Azionisti o, se questa non vi provvede, dal Consiglio di Amministrazione stesso ai 






- ha rappresentanza legale della società; 
- promuove l’effettivo funzionamento del sistema di governo societario; 
- garantisce l’equilibrio dei poteri; 
- si pone come interlocutore degli organi interni e dei comitati endo-consiliari e 
quindi favorisce la dialettica interna; 
- condivide le informazioni ricevute con gli amministratori; 
- garantisce l’efficacia del dibattito consiliare e si adopera affinché le 
deliberazioni alle quali giunge il Consiglio siano il risultato di un’adeguata 
dialettica; 
- promuove ed adotta azioni ed iniziative per la tutela e la valorizzazione 
dell’immagine e della reputazione della società anche attraverso relazioni 
esterne ed istituzionali; 
- ha il potere di assumere delibere d’urgenza. 
 
In caso di assenza o impedimento il Presidente è sostituito dal Vice Presidente o, in sua 
assenza, dal Consigliere anziano. 
 
 
f)  L’Amministratore Delegato 
Esso è nominato dal Consiglio di Amministrazione e scelto fra i propri componenti ed è 
il responsabile della struttura operativa della Banca.  
Esso attua le deliberazioni tempo per tempo assunte dagli organi sociali ed esercita, 
altresì, i poteri delegati dallo Statuto Sociale e dal Consiglio nel rispetto del contenuto, 
dei limiti e delle modalità di esercizio della delega ricevuta, riferendo periodicamente 
sugli andamenti gestionali. 
All’Amministratore Delegato, il Consiglio di Amministrazione, ha delegato importanti 
compiti di gestione, determinando in maniera analitica il contenuto ed i limiti della 
delega, nonché le modalità del suo esercizio. 
Esso partecipa alla funzione di gestione, consentendo all’organo collegiale la verifica 
del corretto adempimento delle deleghe conferite, fermo restando l’esercizio dei propri 
poteri di direttiva e avocazione. 
L’Amministratore Delegato partecipa con diritto di voto nonché con funzioni 
propositive e consultive alle riunioni del Consiglio di Amministrazione. 
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L’Amministratore Delegato, nell’esercizio delle sue funzioni, presiede il Comitato di 
Direzione, il Comitato Finanza ed il Comitato Crediti, quest’ultimo solo in sede 
proponente, secondo quanto stabilito dal relativo regolamento. 
In caso di assenza o impedimento, l’Amministratore Delegato è sostituito dal Direttore 
Generale.  
 
g)  Il Direttore Generale 
Lo Statuto sociale vigente, in recepimento della normativa di Vigilanza, stabilisce che il 
Consiglio di Amministrazione può nominare un Direttore Generale, nomina non 
obbligatoria se si è proceduto alla nomina di un Amministratore Delegato. 
Il Direttore Generale è capo degli uffici e del personale della Cassa ed esercita le 
proprie attribuzioni nell’ambito di quanto stabilito dai regolamenti interni, dalle deleghe 
conferitegli dal Consiglio di Amministrazione, oltre ai poteri derivanti dall’art. 19 dello 
Statuto, limitatamente a quelli non espressamente attribuiti dal Consiglio di 
Amministrazione all’Amministratore Delegato. 
Al Direttore Generale è infatti attribuito il coordinamento delle Aree e delle altre 
strutture tempo per tempo individuate, che lo supportano nel governo delle attività di 
competenza, nonché della rete distributiva.  
Esso secondo quando previsto dall’art. 19 dello Statuto, fa capo all’Amministratore 
Delegato e partecipa con funzioni consultive alle riunioni del Consiglio di 
Amministrazione. 
Il Direttore Generale sostituisce l’Amministratore Delegato in caso di sua assenza o 
impedimento. 
 
h)  Il Collegio Sindacale.  
Il Collegio Sindacale si compone di 3 membri effettivi, tra cui il Presidente, e due 
supplenti. 
È  l’organo con funzione di controllo preposto a vigilare sull’osservanza delle norme di 
legge, regolamentari e statutarie, sulla corretta amministrazione, sull’adeguatezza degli 
assetti organizzativi e contabili della Banca, nonché sul corretto esercizio dell’attività di 
controllo strategico e gestionale svolto dalla Capogruppo.  
L’Organo con funzione di controllo è parte integrante del complessivo sistema dei 
controlli interni e svolge le funzioni definite dalla Circolare n. 263, Tit. V, Cap. 7. 
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I componenti dell’Organo devono assicurare un livello di professionalità adeguato alla 
complessità operativa e dimensionale della Banca, fermo restando il possesso dei 
requisiti di onorabilità, professionalità ed indipendenza prescritti dalla legge, e dedicare 
tempo e risorse idonei per l’assolvimento dell’incarico. 
In occasione della nomina dei Sindaci, e nel continuo, devono essere accertati e valutati 
il numero di incarichi di amministrazione e controllo. 
I componenti del Collegio Sindacale, sempre a norma di Statuto, non possono 
comunque assumere cariche in Organi diversi da quelli di controllo presso altre società 
appartenenti al Gruppo o al conglomerato finanziario, nonché presso società nelle quali 
la Banca detenga, anche indirettamente, una partecipazione strategica. 
Questo organo verifica periodicamente la propria adeguatezza in termini di poteri, 
funzionamento e composizione, tenuto conto delle dimensioni, della complessità e delle 
attività svolte dalla banca. 
 
Al Collegio Sindacale spettano i seguenti compiti : 
- segnalare agli organi con funzione di supervisione strategica e di gestione le 
carenze e le irregolarità riscontrate; 
-  richiedere l’adozione di idonee misure correttive e verificare nel tempo 
l’efficacia di tali misure; 
- verificare anche l’attività di controllo strategico e gestionale svolto dalla Banca 
sulle controllate; 
- propone all’Assemblea dei soci la scelta della società di revisione iscritta 
all’albo speciale delle società di revisione di cui all’art. 161 T.U.F., a cui 
affidare la revisione legale dei conti; 
- valutazione dell’adeguatezza e della funzionalità dell’assetto contabile; 
- procedere ad incontri periodici con la società di revisione per esaminare 
eventuali criticità o problematiche emerse nel corso delle verifiche svolte dal 
revisore esterno; 
-  
Come il Collegio Sindacale, anche la società incaricata della revisione è tenuta a 
comunicare senza indugio alla Banca d’Italia gli atti o i fatti rilevati nello svolgimento 
dell’incarico che possano costituire una grave violazione delle norme disciplinanti 
l’attività Bancaria ovvero che possano pregiudicare la continuità dell’impresa o 
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comportare un giudizio negativo, un giudizio con rilievi o una dichiarazione di 
impossibilità di esprimere un giudizio sul bilancio. 
 
È possibile distinguere il ruolo del Collegio Sindacale della Capogruppo da quello 
svolto dagli organi di controllo all’interno di ogni singola componente del Gruppo.ù 
 
- Ruolo del Collegio Sindacale della Capogruppo 
In questa ottica l’organo di controllo della Capogruppo svolge controlli a 
distanza, sulla base delle informazioni fornite da ogni Collegio Sindacale 
presente nelle componenti del Gruppo. 
In tale ottica, il Collegio Sindacale verifica la conformità normativa ed operativa 
nonché l’adeguatezza del proprio processo e del processo del Consiglio di 
Amministrazione e dell’Alta Direzione nonché del processo dell’attività di 
revisione interna.  
Questo organo verifica anche la conformità normativa ed operativa nonché 
l’adeguatezza del processo del Consiglio di Amministrazione, del Collegio 
Sindacale e dell’Alta Direzione, del processo dell’attività di revisione interna, 
del processo organizzativo e del processo di controllo di conformità delle 
componenti del Gruppo, sulla base delle informazioni al riguardo fornite dal 
Collegio Sindacale delle stesse componenti. 
Il Collegio Sindacale verifica gli interventi assunti e precedentemente 
programmati dalle unità della Capogruppo e delle componenti del Gruppo, 
propone le azioni correttive da adottare - tenendo presente quelle proposte dal 
Collegio Sindacale delle componenti del Gruppo - sottopone i risultati delle 
verifiche svolte e degli interventi da assumere al Consiglio di Amministrazione e 
trasferisce le deliberazioni assunte dal Consiglio di Amministrazione al Collegio 
Sindacale delle componenti del Gruppo. 
 
- Ruolo del Collegio Sindacale delle componenti del Gruppo 
I singoli organi di controllo in ciascuna società facente parte del Gruppo 
svolgono funzioni di controllo in un’ottica di coordinamento con l’organo di 
controllo della Capogruppo; in particolare, svolgono controlli a distanza sulla 
base delle informazioni fornite dalla funzione di revisione interna e dalla 
funzione di conformità o presso la singola unità. 
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Altri soggetti coinvolti risultano essere i Comitati, tra cui il Comitato Rischi, il 
Comitato di Direzione, il Comitato Crediti, il Comitato Finanza e il Comitato 
Nuovi Prodotti, e l’Organismo di Vigilanza ex d. lgs. 231/01. 
 
- Il Comitato Rischi 
Il Consiglio di Amministrazione, tenuto conto della intervenuta classificazione 
della Cassa tra le banche “intermedie” prevista dalla normativa di Vigilanza, con 
deliberazione del 28 maggio 2014 ha istituito un Comitato Rischi, 
disciplinandone funzioni, poteri, attribuzioni e durata con apposito 
Regolamento. 
Il Comitato Rischi ha il compito di assistere il Consiglio di Amministrazione 
con funzioni istruttorie, di natura propositiva e consultiva, nella determinazione 
delle linee di indirizzo del sistema dei controlli interni, nella verifica periodica 
della sua adeguatezza e del suo effettivo funzionamento ed ha compiti e funzioni 
di supporto in materia di nomine, remunerazioni, operazioni con Parti Correlate 
e con soggetti collegati. 
 
- Il Comitato Finanza 
È un organo collegiale interno, consultivo, presieduto dall’Amministratore 
Delegato, che formula i principi e gli indirizzi strategici in materia di finanza di 
proprietà, servizi di investimento e liquidità della Banca. La composizione e le 
relative competenze consultive sono definite dal relativo Regolamento. 
 
- Il Comitato Nuovi Prodotti 
E’ un organo collegiale, presieduto dal Direttore Generale, che ha il compito di 
presidiare il processo di realizzazione di nuovi prodotti e la manutenzione del 
profilo di rischio di quelli già esistenti, assicurando che ne siano vagliati gli 
aspetti legali e fiscali, di rischio e di business e che la proposta sia coerente con 
le strategie aziendali e le politiche di brand.  







- L’Organismo di Vigilanza 
Il Consiglio di Amministrazione ha altresì costituito un ulteriore Organismo, cui 
partecipa, tra gli altri, un proprio componente, e precisamente è l’Organismo di 
Vigilanza ex d. lgs. 231/01. 
Esso è nominato, con delibera del Consiglio di Amministrazione ed ha il 
compito di vigilare sul funzionamento e sull'osservanza del Modello 
organizzativo adottato dalla Banca e di curarne l'aggiornamento. 
E’ composto da tre membri, ovvero da due componenti esterni, di cui uno con 





3.3.2  Le funzioni aziendali di controllo    
 








Questo modello è finalizzato a: 
- garantire la correttezza dei comportamenti, della Banca stessa e delle persone 
che la rappresentano, nel completo rispetto delle disposizioni di legge e 
regolamentari; 
-  rafforzare i meccanismi di controllo, monitoraggio e sanzionatori atti a 
contrastare la commissione di reati;  
- riconfermare le scelte in materia di compliance, di etica, di trasparenza, di 
correttezza e probità perseguite dalla Banca;  
- rendere consapevoli tutte le persone facenti parte della struttura aziendale, sia di 
governo sia esecutiva, che eventuali comportamenti illeciti possono comportare 
sanzioni penali ed amministrative sia per il singolo che per l'azienda. 
 
La Banca ha predisposto un sistema di controlli interni regolamentato da uno specifico 
Regolamento. 
In questo ambito sono inserite le seguenti funzioni di controllo:  
 
a) Direzione Audit;  
b) Direzione Controlli;  
c) Servizio Antiriciclaggio. 
 
 
Per quanto riguarda la Direzione Audit, essa si riferisce ai controlli di terzo livello e 
quindi relativi all’Internal Audit. 
La Direzione Controlli ed il Servizio Antiriciclaggio fanno invece riferimento ai 
controlli di secondo livello. 
 
In merito ai controlli di linea (c.d. “controlli di primo livello”), essi sono diretti ad 
assicurare il corretto svolgimento delle operazioni. Essi sono effettuati dalle stesse 
strutture operative (ad es., controlli di tipo gerarchico, sistematici e a campione), anche 
attraverso unità dedicate esclusivamente a compiti di controllo che riportano ai 
responsabili delle strutture operative, ovvero eseguiti nell’ambito del back office; per 
quanto possibile, essi sono incorporati nelle procedure informatiche.  
Le strutture operative sono le prime responsabili del processo di gestione dei rischi: nel 
corso dell’operatività giornaliera tali strutture devono identificare, misurare o valutare, 
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monitorare, attenuare e riportare i rischi derivanti dall’ordinaria attività aziendale in 
conformità con il processo di gestione dei rischi; esse devono rispettare i limiti operativi 
loro assegnati coerentemente con gli obiettivi di rischio e con le procedure in cui si 
articola il processo di gestione dei rischi. 
 
 
a) Direzione Audit 
 
 La funzione di Revisione Interna svolge attività di individuazione della violazione di 
procedure e della regolamentazione, e di valutazione periodica della adeguatezza, 
completezza, affidabilità, efficacia ed efficienza del sistema dei controlli interni e del 
sistema informativo (ICT Audit). 
Mediante verifiche in loco, essa controlla il regolare andamento dell’operatività e 
dell’evoluzione dei rischi. 
L’Internal Audit valuta la completezza, adeguatezza, funzionalità e affidabilità della 
struttura organizzativa e delle altre componenti del sistema dei controlli interni. 
Il responsabile della Direzione Audit informa i responsabili delle altre funzioni 
aziendali di controllo per le eventuali inefficienze, punti di debolezza o irregolarità 
emerse nel corso delle attività di verifica di propria competenza.  
Si tratta di un flusso reciproco di informazioni tra le funzioni di controllo. 
Vengono effettuate riunioni periodiche tra la funzione di Internal Audit ed il Collegio 
Sindacale. 
Il Responsabile fornisce i relativi report di Audit al Presidente, al Comitato Rischi, al 
Collegio Sindacale e all’Amministratore Delegato oltre che alle strutture auditate e/o 
interessate nel processo auditato ed effettua trimestralmente il rendiconto dell’attività 
svolta al Consiglio di Amministrazione oltre che il piano di audit contenente l’attività 
programmata da effettuare nel triennio. 
 
 
b)  Direzione Controlli 
 
Le funzioni di controllo dei rischi e di conformità alle norme, in coerenza al  principio 
di proporzionalità, sono affidate ad un’unica Direzione e sono sottoposte a periodica 
verifica da parte della funzione di revisione interna. 
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Queste due funzioni essendo affidate ad un’unica Direzione dispongono di un unico 
responsabile, il quale ha accesso diretto all’Organo con Funzione di supervisione 
strategica e all’Organo con funzione di controllo, ed ha la possibilità di comunicare con 
questi ultimi senza restrizioni. 
Se, nell’ambito dello svolgimento dei propri controlli, il Responsabile individua 
eventuali criticità deve informare il responsabile della funzione di revisione interna. 
La Direzione svolge le seguenti attività : 
 
- collabora alla definizione e all’attuazione del Risk Appetite Framework (RAF); 
- verifica nel tempo l’adeguatezza del Risk Appetite Framework con particolare 
riguardo al processo di gestione dei rischi e dei limiti operativi in esso contenuti; 
- fornisce pareri preventivi sulla coerenza con il RAF delle operazioni di maggior 
rilievo; 
- analizza i rischi dei nuovi prodotti e servizi e di quelli derivanti dall’ingresso in 
nuovi segmenti operativi e di mercato; 
- nell’ambito dell’attività di monitoraggio del credito, la Direzione verifica il 
corretto svolgimento del monitoraggio andamentale sulle singole esposizioni, 
con particolare riguardo a quelle deteriorate; 
- assicura il rispetto dell’operatività aziendale alle disposizioni di legge, alle 
normative istituzionali ed alle norme di autoregolamentazione, valutandone 
l’impatto sui processi e sulle procedure aziendali. 
 
c)  Servizio Antiriciclaggio 
 
Con delibera del 10.12.2014 tale funzione è stata scorporata dalla Direzione 
Controlli e collocata alle dirette dipendenze dell’Amministratore Delegato.  
Al responsabile di detta funzione è attribuita anche la delega per la valutazione e la 
segnalazione delle operazioni sospette per il Gruppo. 
Tale funzione aveva il compito di verificare nel continuo la coerenza delle 
procedure aziendali con l’obiettivo di prevenire e contrastare la violazione di norme 
di eteroregolamentazione (leggi e norme regolamentari) e di autoregolamentazione 





3.3.3  Il Risk Appetite Framework in CARISMI 
 
Le nuove disposizioni di Banca d’Italia hanno introdotto importanti novità al quadro 
normativo al fine di dotare le banche di un sistema dei controlli interni adeguato, 
funzionale ed affidabile, disciplinando tra l’altro il ruolo degli organi aziendali 
nell’ambito del sistema dei controlli interni, il ruolo delle funzioni aziendali di 
controllo, le esternalizzazioni di funzioni aziendali, il sistema informativo e la 
continuità operativa.  
Nell’ambito di suddetta normativa è stato introdotto il Risk Appetite Framework, 
documento che definisce e contiene gli obiettivi di rischio della Banca.  
La complessiva gestione dei rischi coinvolge, in base ai diversi ruoli ed in funzione 
delle specifiche responsabilità e competenze, gli Organi di governo e controllo, l’Alta 
Direzione e tutte le strutture organizzative del Gruppo.  
I principi base che caratterizzano il processo di gestione dei rischi all’interno del 
Gruppo si basano su una chiara e netta distinzione di ruoli e responsabilità tra le 
funzioni di controllo di primo, secondo e terzo livello.  
Al fine di coordinare le funzioni aziendali di controllo il Gruppo si è dotato di un 
Regolamento interno nel quale sono definiti compiti e responsabilità di organi e 
funzioni di controllo, i flussi informativi tra le diverse funzioni e tra queste e gli organi 
aziendali e, nel caso in cui gli ambiti di controllo presentino aree di potenziale 
sovrapposizione o permettano di sviluppare sinergie, le modalità di coordinamento e di 
collaborazione 
Nel rispetto delle nuove disposizioni prudenziali il Gruppo ha provveduto ad aggiornare 
il proprio Sistema dei Controlli Interni ed ha predisposto il Risk Appetite Framework.  
Il Risk Appetite Framework (“RAF”) formalizza ex ante gli obiettivi di rischio che il 
Gruppo intende assumere ed i conseguenti limiti operativi.  
Il Gruppo ritiene che la formalizzazione attraverso la definizione del “RAF” di obiettivi 
di rischio coerenti con il modello di business e gli indirizzi strategici perseguiti 
dall’istituto sia elemento essenziale per improntare la politica di governo dei rischi ed il 
processo di gestione degli stessi ai principi della sana e prudente gestione aziendale.  
Il RAF fornisce quindi un quadro organico della strategia corrente della Banca, dei 
rischi collegati a tale strategia e del contributo di questi rischi al fabbisogno di capitale 




Nell’esercizio della propria attività, il Gruppo intende:  
 
- mantenere un profilo generale di rischio medio basato su un modello di 
business diversificato, focalizzato sul retail banking ma con appropriata 
attenzione al mercato corporate e con una significativa quota di mercato 
nella regione; 
- mantenere una politica stabile e ricorrente di generazione di profitto e 
remunerazione degli azionisti sulla base di una adeguata dotazione di 
capitale e di liquidità;  
- promuovere la diffusione della cultura del rischio a livello aziendale e di 
Gruppo;  
- focalizzare il modello di business su prodotti di cui la Banca ha una adeguata 
conoscenza e capacità di gestione (sistemi, processi e risorse);  
- attuare una politica di remunerazione adeguata per garantire che gli interessi 
individuali dei dipendenti e dirigenti siano allineati con il quadro aziendale 
di propensione al rischio e questi siano coerenti con l'evoluzione del risultati 
dell'istituto nel lungo termine.  
 
Il livello di patrimonializzazione rappresenta uno dei principali elementi di valutazione 
dei diversi portatori di interesse per giudicare la solvibilità e la stabilità della Banca.  
La propensione complessiva al rischio del Gruppo (risk appetite) è misurata in forma 
sintetica tramite l’individuazione di una dotazione patrimoniale tale da perseguire le 
finalità di continuità aziendale e di mantenimento di condizioni di flessibilità gestionale. 
La valutazione dell’adeguatezza patrimoniale in ottica regolamentare si basa sul 
costante monitoraggio dei fondi propri, dei Risk Weighted Assets (RWA) e sul 
confronto con i requisiti regolamentari minimi. 
 
I Gruppo si è dotato di un sistema di limiti di rischio quale strumento gestionale volto a 
disciplinare l’assunzione dei rischi aziendali ed a guidare il ripristino di condizioni di 
normalità nel caso di superamento dei valori soglia. 
Esso è definito in relazione alla disponibilità patrimoniale di Istituto ed alla sua 
propensione al rischio e rappresenta in tal senso un fattore di raccordo tra la 
propensione al rischio e l’operatività corrente, costituendo così un elemento a garanzia 
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della coerenza tra gli orientamenti strategici in termini di rischio definiti dall’Organo 
con Funzione di Supervisione Strategica ed il processo di assunzione dei rischi. 
 
Il sistema dei limiti di rischio è finalizzato quindi:  
 alla definizione e al rispetto di vincoli alla destinazione d’uso dei mezzi 
patrimoniali tenendo conto anche dei limiti di risk tolerance definiti;  
 a tradurre gli obiettivi definiti in sede di pianificazione strategica e/o di budget 
in coerenti modalità di allocazione dei mezzi patrimoniali disponibili con 
riferimento ai più rilevanti portafogli ed aree di operatività del business 
bancario;  
 a rafforzare ed affinare progressivamente il controllo sui rischi caratterizzanti sia 
le attività tradizionali sia quelle di nuova attivazione.  
La responsabilità del rispetto di ciascun limite è assegnata a specifiche 
funzioni/organi aziendali. 
 
Il RAF viene aggiornato con cadenza mensile, ed il processo di definizione del 
complessivo sistema dei limiti prevede una verifica e revisione con periodicità di norma 
annuale, nonché al verificarsi di eventi in grado di modificare sostanzialmente 
l’esposizione ai rischi e/o la dotazione patrimoniale disponibile.  
Questi limiti sono oggetto di monitoraggio, controllo e reporting a cura delle funzioni 
titolari dei controlli di primo e di secondo livello. 
Il Gruppo si è dotato di un sistema di Indicatori di Rischio, (cd. "RiskIndicator 
Framework") affinché sia possibile un monitoraggio efficace e tempestivo del RAF e 
che sia coerente con il modello RAF adottato. 
Tali indicatori sono essenziali nell’operazione di monitoraggio del RAF poiché 
rappresentano di fatto le leve operative per rendicontare e segnalare eventuali situazioni 
di tensione/criticità connesse al profilo di rischio. 
 
In questo senso il Gruppo ha provveduto ad identificare tutti i rischi a cui è o potrebbe 
essere esposto in futuro, avuto riguardo alla propria operatività ed ai mercati di 
riferimento.  





Rischi di primo pilastro:  
- rischio di credito e di controparte;  
- rischio di mercato;  
- rischio operativo;  
 
Rischi di secondo pilastro:  
- rischio di concentrazione;  
- rischio di tasso di interesse;  
- rischio residuo (CRM);  
- rischio di liquidità;  
- rischi connessi con l’assunzione di partecipazioni;  
- rischi connessi con attività di rischio e conflitti di interesse nei confronti di 
soggetti collegati;  
- rischio strategico;  
- rischio reputazionale;  
- rischio di compliance. 
 
Il Gruppo ha identificato i rischi rilevanti seguendo una logica di proporzionalità, 
tenendo conto quindi del livello di rilevanza che gli stessi assumono nell’ambito della 
propria operatività. 
Tramite l’analisi della normativa contenuta nel 15° aggiornamento della Circolare 263, 
sono emersi ulteriori rischi considerati rilevanti, oggetto di apposito approfondimento 
(in termini di presidio e di modalità di gestione) all’interno del processo di valutazione 
di adeguatezza patrimoniale del Gruppo (processo ICAAP), inviato annualmente a 
Banca d’Italia entro il 30 aprile. 
Gli ulteriori rischi sono:  
- Rischio di leva finanziaria (requisito regolamentare dal 1/1/2018)  
- Rischio paese (rischio di trasferimento e rischio sovrano);  
- Rischio derivante da cartolarizzazione;  
- Rischio informatico; 
- Rischio derivante da esternalizzazione. 
Per le banche di piccole dimensioni il RAF risulta essere un obbligo normativo ulteriore 
ma è importante poiché fa sì che gli Organi Aziendali siano dotati di un adeguato 





È noto che le crisi bancarie non originano soltanto da shock esterni, ma non di rado 
nascono, o si aggravano a causa di carenze nella gestione.  
Sono essenziali quindi assetti di governo e dei controlli interni equilibrati, che evitino 
ad esempio eccessive concentrazioni di potere e valorizzino l’attività di organi collegiali 
professionali e capaci di indipendenza di giudizio; conta, più in generale, la capacità 
degli organi di vertice di comprendere le fonti dei rischi, di assumere decisioni 
consapevoli sul livello di rischio tollerato e sulle conseguenti strategie di sviluppo, di 
istituire meccanismi di controllo e gestione idonei a verificare la corretta attuazione 
delle strategie a tutti i livelli aziendali. 
 
L’aggiornamento normativo oggetto della trattazione giunta alle conclusioni definisce il 
nuovo quadro di insieme in cui sono compresi ruoli e responsabilità degli organi 
aziendali, attività e requisiti delle funzioni aziendali di controllo, flussi informativi e 
relazioni tra gli attori della governance del rischio.  
Oggi, tutte le banche sono chiamate a rivedere i propri modelli di gestione del rischio, 
verificandone l’effettiva rispondenza alle norme di legge attraverso una progressiva 
opera di autovalutazione e adozione di correttivi laddove necessario. 
 Parte di tale opera di revisione è stata già condotta dagli istituti bancari italiani 
nell’ambito dell’adempimento di gap analysis imposto agli stessi dalla Banca d’Italia 
con scadenza 31 gennaio 2014. 
 Il piano di adeguamento alla nuova normativa, definito e approvate dalle banche in 
conseguenza alla gap analysis condotta, è sicuramente senza precedenti in termini di 
complessità, onerosità e rispetto delle scadenze imposte.  
La difficoltà che lo contraddistingue è emersa anche dalle molteplici richieste di 
chiarimento avanzate dal sistema bancario che hanno condotto la Banca d’Italia a 
fornire le proprie indicazioni nell’ambito del Resoconto della consultazione e della Nota 
di chiarimenti del gennaio 2014, aggiornata nel mese di giugno alla luce delle 
persistenti difficoltà di interpretazione delle Disposizioni.  
Si denota, tuttavia, nei chiarimenti forniti al sistema, una posizione dell’Autorità di 




Gli  istituti che sapranno riconoscere e sceglieranno di sfruttare il valore aggiunto che 
l’attuazione delle Disposizioni determina, in termini di razionalizzazione, efficienza ed 
efficacia del governo aziendale, potranno godere nel tempo dei benefici tali da ripagare 
per buona parte gli sforzi condotti.  
Se, come insegna l’economia aziendale, il valore di un’impresa dipende dalla dinamica 
di molteplici grandezze, tra cui la relazione esistente tra rischio assunto e rendimento 
atteso, l’aver posto da parte della Vigilanza una grande attenzione alla politica di 
gestione dei rischi rappresenta un elemento di stabilità del sistema, che porterà 
certamente risultati positivi negli anni a venire, per il bene degli intermediari e 
dell’economia reale che dagli stessi necessariamente dipende. 
Va ricordato che stiamo attraversando anni definiti, quasi ossessivamente, come ‘l’età 
della crisi’ , dell’incertezza strutturale, della complessità operativa e, conseguentemente 
del rischio immanente e imponderabile e per tale motivo è ancora più importante per le 
banche disporre di un adeguato sistema dei controlli interni. 
Da questo lavoro emerge che i capisaldi della sana e prudente gestione risiedono proprio 
nel Sistema dei Controlli Interni.  
Il Governatore ha più volte sottolineato l’importanza di un efficace ed efficiente 
Sistema dei Controlli Interni affermando che : ‘ la rigorosa gestione dei rischi della 
banca, la tutela del suo buon nome, la verifica della sua correttezza, il rispetto delle 
regole richiedono un governo societario ed un sistema dei controlli interni efficaci e 
solidi ’.  
Questo perché un sistema dei controlli interni così formulato rappresenta, ancor prima 
dell’Autorità di Vigilanza, il primo presidio della stabilità della banca. 
In conclusione, si può certamente affermare che l’aggiornamento di Luglio 2013 alla 
circolare n. 263 continui il virtuoso percorso intrapreso dalla Vigilanza finalizzato a 
dare sempre maggiore importanza all’interno delle organizzazioni degli intermediari al 
complesso sistema dei controlli interni ed al ruolo rivestito dagli organi aziendali e dalle 
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