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ABSTRAKT
Diplomová práce se zabývá problematikou zálohování dat. Zálohování dat je často pod-
ceňovanou a přehlíženou oblastí informačních technologií a při tom, ke ztrátě dat může
dojit i banální chybou uživatele nebo zhroucením komponentů.
V rámci diplomové práce je rozebírána teorie zálohování, je definován archivní bit a jeho
chování s ohledem na zvolení různých typů záloh (úplná, inkrementální, diferenční nebo
jejich kombinace), doba a frekvence zálohování nebo nejzazší bod obnovy dat . Dále
jsou v práci zmíněna rotační schémata Round-Robin, GFS a Hanojské věže u kterých se
uvádí jejich princip a grafické schéma rotací.
V kapitole Strategie zálohování se popisuje princip správné volby zálohovací strategie, s
ohledem na technické a ekonomické parametry. Analýza dopadů, která je v této kapitole
vysvětlena popisuje důležité okamžiky při obnově dat. Pro zvolení optimální strategie je
nutné zohlednit nejenom celkovou kapacitu zálohovaných dat, ale i velikost zálohovacího
okna, dobu úschovy dat nebo polohu úložiště.
Kapitola Média pro ukládání dat seznamuje se všemy zálohovacími médii a jejich tech-
nickými parametry, které jsou dostupné na trhu a lze je využít pro zálohování dat.
V části věnované návrhu metodiky velkého objemu dat je navržen zálohovací plán s
nutnými vstupy pro samotnou realizaci zálohování, při návrhu metodiky je kladen důraz
také na pravidelnou kontrolu záloh a jejich umístění. Na praktické ukázce se dokázáno, že
schéma Hanojských věží patří mezi ta s nejmenší potřebou zálohovacích médií. Součástí
práce je návrh metodiky pro zálohování malého objemu dat.
KLÍČOVÁ SLOVA
Záloha dat, Úplná záloha, Inkrementální záloha, Diferenciální záloha, Round-Robin, GFS,
rotace Hanojské věže, metodika zálohování
ABSTRACT
This diploma thesis deals with backup for big volumes of data. Data backup is a over-
looked area of information technology and the data can be lost by trivial user error or
breakdown on any components.
In this thesis is discussed theory of backup - archive bit and his behavior based on vari-
ous type of backup (full, incremental, differential or combination thereof), duration and
frequency of backups or the point of ultimate recovery. In addition there are mentio-
ned rotation schemes Round-Robin, GFS and Tower of Hanoi, where are described their
principles and graphic diagram of rotation.
In chapter Strategy of backup describes the backup strategy via choosing the right cho-
ice, taking into technical and economic parameters. Impact analysis, which is explained
also in this chapter, describes the important moments in data recovery. For select the
optimal strategy is necessary to consider not only the whole capacity of the backup data,
but also the size of the backup window for data storage or storage location.
In chapter Media storage you can acquainted with all backup media and their technical
parameters that are available on the market and can be used for data backup. In section
Guide methodology of large volumes of data backup is designed a backup plan with the
necessary inputs for the actual implementation of the backup. The design methodology
puts emphasis on regular backups and check their location. On practical demonstration is
shown that the rotation scheme Tower of Hanoi are among the smallest need for backup
media.
A part of this thesis is also design of methodology for backup small amounts of data.
KEYWORDS
Data backup, Full Backup, Incremental Backup ,Differential Backup, Round-Robin, GFS,
Hanoi Towers rotation, Backup methodology
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ÚVOD
Zálohování dat představuje oblast ve světě informačních technologií, kterou není
radno přehlížet. Podle studie provedené společností Iomega[1] téměř polovina do-
tázaných přišla o důležitá data následkem chybné operace, zhroucení komponentů
(počítače) nebo počítačového viru.
Pro technika, programátora nebo jen běžného uživatele je ztráta dat vždy ne-
příjemná. Během několika minut lze ztratit veškerá data, ať už to jsou soukromé
fotografie, vlastnoručně natočená videa, důležité smlouvy, faktury nebo programové
kódy, výkresy či schémata. Přitom lze ztrátě předejít častým zálohováním. Bohužel
automatické zálohování nemá mezi uživateli vybudovanou tradici. Teprve až násled-
kem vlastní zkušenosti se ztrátou dat se uživatelé rozhodnou data zálohovat.
O důležitosti zálohování svědčí i neustále rostoucí nabídka hardwarových zařízení
a software nástrojů určených speciálně pro tyto účely. V dnešní době si už může sám
uživatel zvolit na jaké záložní médium bude zálohu ukládat. Zda bude zálohovat
veškerý obsah osobního počítače či jenom jeho část. Dokonce je mu i umožněno celý
proces zálohy dat zautomatizovat při zvolení vhodného způsobu ukládání dat.
V rámci diplomové práce rozebírám oblast zálohování dat a navrhuji optimální způ-
sob zálohování velkého objemu dat s ohledem na zvolené rotační schéma nebo typ
zálohy. V práci se také zabývám návrhem metodiky zálohování, která usnadní zálo-
hování i pro uživatele bez předchozích zkušeností.
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1 ZÁLOHOVÁNÍ DAT
Zálohování dat (anglicky backup) je proces, při kterém je vytvořena kopie dat
pro případ jejich ztráty, poškození či jiné potřeby práce s daty uložené v minu-
losti. Zálohovat data znamená uložit data umístěná na jednom záznamovém médiu
(pevný disk, flash disk ..) na jiné médium s úmyslem vytvořit jeho kopii.
Existuje hned několik důvodu proč zálohovat, mezi nejznámější patří:
• lidská chyba - soubory jsou smazány nebo přepsány vinou uživatele, chyba je
způsobena nepozorností nebo neodborným zásahem.
• softwarová chyba - selhání operačního systému, chyba aplikace. Nejčastěji tato
chyba vzniká tato chyba z důvodu chyby v kódu aplikace/Operační systém –
Operation System (OS).
• hardwarová chyba - mechanické zničení komponentů, mechaniky.
• vandalismus, krádež - zálohovací média jsou odcizena, hrozí zde velké nebezpečí
prozrazení důvěrných informací.
• přírodní katastrofy - mechanické zničení zálohovacích médií, ztráta archivu.
• viry a malware1 aj.
Na obrázku 1.1[2] jsou znázorněny nejčastější příčiny ztráty dat. Jak je z grafu pa-
trné nejčastěji dochází ke ztrátě dat hardwarovou chybou nebo selháním lidského
faktoru. Správné zálohování ”na míru” by mělo tyto chyby odstranit nebo alespoň
minimalizovat.[3]
Obr. 1.1: Příčiny ztráty dat
1Malware je označení pro počítačový program, který slouží k vniknutí do osobního počítače,
kde ho poškodí. Počítačové viry, trojské koně, spyware a adware patří právě do této kategorie.
13
Záloha dat představuje pro uživatele účinný nástroj pro minimalizaci ztráty mnohdy
citlivých dat. Samotný uživatel by si měl připustit toto nebezpečí a připravit taková
opatření, aby případná ztráta byla minimální. K tomu mu může pomoci strategie
zálohování, která umožňuje vybrat nejvhodnější princip pro jeho situaci. Jednou
ze snadných možností jak zálohovat data, může být pouhé vytvoření kopie doku-
mentu (protokolu, bakalářské práce atd.) na jiné záznamové médium. Jen pro ”jis-
totu”.
Úložný prostor pro zálohovaná data je možné také řešit různými disky či paměťovými
médii. Data uložená na externích discích mohou být ohrožena v případě živelných
pohrom. Tento problém je řešitelný umístěním zálohy na vzdálené online úložiště
aj. Výběr v oblasti tvorby zálohy je poměrně široký a každý si může zvolit vhodnou
variantu. Je možné při návrhu uvažovat i o automatizaci celého procesu zálohování
- existují freeware nebo shareware aplikace, které tuto funkci umožňují.
Zálohu lze vytvořit:
1. Kopírováním souborů - kopírování je provedeno operačním systémem.
2. Zálohováním souborů - zálohování je provedeno zálohovacím softwarem.
Se zálohou dat je často spojována i synchronizace dat. Při běžném zálohování se data
kopírují ze zdrojové složky do cílové, ale v případě synchronizace dat dochází k obou-
směrné aktualizaci obsahu. Tudíž spojování těchto dvou pojmů je zcela nesprávné.
Synchronizace dat se využívá v případech, kdy se pracuje na jednom dokumentu
na dvou nebo více rozdílných místech - na osobním počítači, na přenosné paměti
či jinde. Právě synchronizace dokáže zajistit, aby na všech úložištích byla aktuální
verze - starší data se automaticky přepíšou novějšími. Nejčastěji se synchronizace
uplatňuje při konstrukci strojních součástí, v programování nebo i při organizaci
jiných dějů.
Nepřetržitá úplná záloha – Continuous Data Protection (CDP) lze ji zařadit do ka-
tegorie příbuzné se synchronizací dat. Jelikož CDP nevyužívá pravidelných zálo-
hovacích intervalů, ale okamžitý zápis (vytvoření timestamp) při každé provedené
změně do záznamu změn (journal). Provádí se uložením bytů nebo celých dat místo
toho, aby se ukládaly celé změněné soubory. Díky záznamu změn je poté možné se
v případě poruchy vrátit k jakékoliv časové známce (timestamp), jež byla vytvo-
řena. CDP nedokáže nahradit tradičně využívané typy záloh. Jedná se o doplněk
pro ochranu kritických částí systému.
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Dalším pojmem, který je často spojován se zálohou dat je i archivace dat. Archi-
vace dat znamená dlouhodobé uchování dat, které nejsou aktivně využívána. Jako
příklad archivace může sloužit e-mailový klient typu Microsoft system (MS) Outlook,
kde jsou staré zprávy přesouvány při archivaci z doručené pošty do archivu. Oproti
zálohování dat není při archivaci upřednostňována možnost rychlé obnovy.
Do zvláštní kategorie patří i zálohování dokladů a dokumentů - účetních, da-
ňových či jiných. Právní normy nedovolují tyto doklady ničit, ale přikazují je ar-
chivovat. Doba archivace se liší u jednotlivých druhů dokladů (3 až 30 let). Díky
digitalizaci dat je možné již tyto dokumenty neskladovat pouze v papírové podobě,
ale vytvářet digitální zálohy.
1.1 Typy záloh
Existuje několik strategií jak vytvářet zálohy. Volba té správné strategie je závislá
na tom, zda je potřeba se zálohami pracovat velmi často nebo zda je požadována
maximální délka archivace zálohovaných dat. Z tohoto pohledu se rozlišují 4 typy
záloh.[4]
1.1.1 Úplná
Pod pojmem Úplná záloha – Full Backup (FB) je možné si představit kopírování
všech dat technikou 1:1. Jedná se o prosté kopírování všech vybraných souborů a
složek do cílového umístění, v tuto chvíli nezáleží zda data byla již někdy v minulosti
kopírována nebo zda byly provedeny úpravy na označených dokumentech. Typ úplné
zálohy prochází stromovou strukturu a kopíruje vše do nového umístění. Pokud se
jedná o celý počítač včetně operačního systému vytváří se obraz disku. Tento typ
je velmi jednoduchý, při pravidelném provádění je neefektivní s ohledem na prostor
potřebný pro uložení dat také může docházet k vícenásobným duplikacím dat. Vý-
hoda úplného zálohování naopak spočívá v rychlé obnově dat. Na úplné záloze jsou
závislé i další typy záloh - inkrementální a rozdílová.
1.1.2 Inkrementální
Inkrementální záloha – Incremental Backup (IB) spočívá ve vytvoření více kopií zá-
lohovaných dat vhodnějším způsobem. Nejdříve je provedena úplná záloha, při které
je prováděna inkrementální záloha, kde jsou uloženy pouze soubory a dokumenty,
které se změnily od předchozí úplné či inkrementální zálohy. Výhoda tohoto způ-
sobu zálohování je v její vysoké rychlosti, naopak pokud se ztratí některá z částí
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řetězu inkrementálních záloh není možná obnova dat z dalších záloh. Je možné to-
muto riziku předcházet použitím úplné zálohy po uplynutí pravidelného časového
intervalu. Dále při obnovení dat zálohy je potřeba pracovat s úplnou zálohou a také
se všemi inkrementálními zálohami až k požadovanému okamžiku zálohy, což může
být časově náročné a obtížné s ohledem na potřebný pracovní prostor.
1.1.3 Rozdílová
Rozdílová záloha – Differential Backup (DB) se od inkrementálního typu odlišuje
v tom, že je vytvořená z informací o souborech, které se změnili od poslední verze
úplné zálohy. Tento způsob je známý také pod názvem inkrementální rozdílové zálo-
hování. Při použití tohoto typu zálohování v prostředí s velkým objemem měnících
se dat může dojít k rapidnímu nárůstu velikosti zálohy. Výhoda rozdílového záloho-
vání je, že obnova dat zahrnuje obnovení poslední úplné nebo inkrementální zálohy a
poté její překrytí poslední rozdílovou zálohou. Z toho vyplývá, že je proces obnovení
dat více odolný vůči závadě média. Dále také rychlost obnovy dat je u tohoto typu
zálohy považována za výraznou výhodu.[5]
Obr. 1.2: Porovnání jednotlivých typů záloh v týdenním cyklu zálohování
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1.1.4 Hybridní
Hybridní zálohování spojuje výše zmíněné typy záloh a využívá jejích kladných vlast-
ností. Má lepší škálovatelnost a nevyžaduje tolik pracovního prostoru pro vytvoření.
Mezi její nevýhody patří složitá struktura.
Typy záloh jde vyjádřit i přehledněji pomocí obrázku 1.2 nebo v tabulce 1.1, kde
jsou jednotlivé zálohy označeny pořadovým číslem, například 𝐹𝐵(1), 𝐼𝐵(2), 𝐷𝐵(3).
Data, určená pro zálohu, jsou označena 𝐷𝑚,𝑛, kde 𝑚 představuje pořadové číslo sou-
boru a 𝑛 pořadové číslo modifikace tohoto souboru. K modifikaci dat oproti před-
chozí záloze došlo u pořad. čísla 2 (𝐷2,1,𝐷3,0), u pořad. čísla 3 (𝐷3,1), u pořad. čísla
4 (𝐷5,0) a u pořad. čísla 5 (𝐷4,1).
Pořad. Data(i) FB(i) IB(i) DB(i)
číslo
zálohy
1 𝐷1,0 +𝐷2,0 𝐷1,0 +𝐷2,0
2 𝐷1,0+ 𝐷2,1 + 𝐷3,0 𝐷1,0 +𝐷2,1 +𝐷3,0 𝐷2,1 +𝐷3,0 𝐷2,1 +𝐷3,0
3 𝐷1,0 +𝐷2,1 +𝐷3,1+ 𝐷1,0 +𝐷2,1 +𝐷3,1+ 𝐷3,1 +𝐷4,0 𝐷2,1 +𝐷3,1 +𝐷4,0
𝐷4,0 𝐷4,0
4 𝐷1,0 +𝐷2,1 +𝐷3,1+ 𝐷1,0 +𝐷2,1 +𝐷3,1+ 𝐷4,1 +𝐷5,0 𝐷2,1 +𝐷3,1 +𝐷4,1+
𝐷4,1 +𝐷5,0 𝐷4,1 +𝐷5,0 𝐷5,0
5 𝐷1,0 +𝐷2,1 +𝐷3,1+ 𝐷1,0 +𝐷2,1 +𝐷3,1+ 𝐷5,1 +𝐷6,0 𝐷2,1 +𝐷3,1 +𝐷4,1+
𝐷4,1 +𝐷5,1 +𝐷6,0 𝐷4,1 +𝐷5,1 +𝐷6,0 𝐷5,1 +𝐷6,0
Tab. 1.1: Znázornění jednotlivých typů záloh
Dané typy záloh lze vyjádřit i pomocí matematických vzorců:
1. FB je prováděna každé pondělí v měsíci.
Plná záloha: 𝐷𝑎𝑡𝑎(𝑖) = 𝐹𝐵(𝑖)
2. FB je prováděna první pondělí v měsíci, IB ostatní zbylé pondělky v rámci
jednoho měsíce.
Inkrementální záloha: 𝐷𝑎𝑡𝑎(𝑖) = 𝐹𝐵(𝑥) + 𝐼𝐵(𝑦)
𝐹𝐵(𝑥) = první plná záloha před i-tou zálohou
𝑦 = (𝑥+ 1), (𝑥+ 2) . . . 𝑖
3. FB je prováděna první pondělí v měsíci a DB ostatní zbylé pondělí v rámci
jednoho měsíce.
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Rozdílová záloha: 𝐷𝑎𝑡𝑎(𝑖) = 𝐹𝐵(𝑥) +𝐷𝐵(𝑖)
𝐹𝐵(𝑥) = první plná záloha před i-tou zálohou
4. FB je prováděna první pondělí v měsíci a IB ostatní zbylé pondělí v rámci
jednoho měsíce a DB každý den mimo pondělí.
Hybridní záloha: 𝐷𝑎𝑡𝑎(𝑖) = 𝐹𝐵(𝑥) + 𝐼𝐵(𝑦) +𝐷𝐵(𝑖)
𝐹𝐵(𝑥) = první plná záloha před i-tou zálohou
𝑦 = (𝑥+ 1), (𝑥+ 2) . . . 𝑧, kde 𝑧 je poslední přírůstková záloha před i-tou
Důležitý parametr, který se bezprostředně váže k zálohování je archivní bit 𝐴. Tento
bit je logická informace připojená ke každému souboru, která sděluje zda je daný
soubor nutné archivovat či nikoliv.
Hodnota archivního bitu 𝐴 se automaticky nastaví pokaždé, když se soubor změní,
přesune nebo vznikne nový pomocí kopírování. Díky archivnímu bitu lze detekovat
soubory změněné od posledního zálohování.
Archivní bit může nabývat dvou hodnot:
• 𝐴 = 1: soubor není zálohován, nebo je zálohován rozdílovým typem zálohování
(DB)
• 𝐴 = 0: soubor je zálohován inkrementální (IB) nebo úplným typem zálohování
(FB)
U jednotlivých typů záloh (FB, IB, DB) se chová archivní bit v rámci zálohování
následovně:
• FB: Archivní bit 𝐴 se ignoruje, všechny soubory se zálohují. Po ukončení zálohy
se bit nastaví 𝐴 = 0
• IB: Zálohují se všechny soubory co mají bit 𝐴 = 1, po ukončení zálohy se bit
nastaví na 𝐴 = 0
• DB: Zálohují se všechny soubory co mají bit 𝐴 = 1, po ukončení zálohování
se hodnota 𝐴 = 1 ponechá. (Při příštím zálohování budou soubory zálohovány
znovu.)
Archivní bit 𝐴 je součástí atributů souboru u operačního systému Microsoft (ná-
zorná ukázka je k dispozici na obrázku 1.3), u Linuxu je čas poslední modifikace 𝑇
v tzv. 𝑚𝑡𝑖𝑚𝑒2 souborech.
2Mtime neboli modification time je atribut, který obsahuje informace o posledním datu poslední
modifikace obsahu souboru
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Za předpokladu, že:
• 𝑚𝑡𝑖𝑚𝑒 > 𝑇 =^𝐴 = 1 se u FB a IB 𝑇 aktualizuje.
• 𝑚𝑡𝑖𝑚𝑒 < 𝑇 =^𝐴 = 0 se u DB 𝑇 ponechá.
V Linuxu lze čas poslední modifikace souboru nastavit pomocí programu 𝑡𝑜𝑢𝑐ℎ,
který umožňuje aktualizovat poslední modifikaci souboru. Nejčastěji se 𝑡𝑜𝑢𝑐ℎ pou-
žívá s programem 𝑚𝑎𝑘𝑒 a celá modifikace se provádí přes příkazový řádek.
Pro zajímavost pomocí parametru −𝑡𝑖𝑚𝑒 == 𝑎𝑡𝑖𝑚𝑒 se bude aktualizovat čas po-
sledního přístupu k souboru a čas poslední modifikace souboru zůstane nezměněn.
Naopak při použití parametru - 𝑡𝑖𝑚𝑒 == 𝑚𝑡𝑖𝑚𝑒 se bude aktualizovat pouze čas
poslední modifikace souboru, ale čas posledního přístupu zůstane nezměněn.
V operačních systémech Mac X je možné pro zálohování dat použít nástroj 𝐵𝑎𝑠ℎ.
Lze jej spustit pomocí aplikace 𝑇𝑒𝑟𝑚𝑖𝑛𝑎𝑙 a poté si vytvořit skript pro automatické
zálohy. Druhou možností je využít funkci 𝑇𝑖𝑚𝑒𝑀𝑎𝑐ℎ𝑖𝑛𝑒, kterou obsahuje každý po-
čítač Mac. Tato funkce automaticky ukládá aktuální kopie všech souborů na externí
disk.
Při prvním připojení externího disku přes USB a spuštění aplikace 𝑇𝑖𝑚𝑒𝑀𝑎𝑐ℎ𝑖𝑛𝑒
se celý obsah disku zaindexuje a zazálohuje. 𝑇𝑖𝑚𝑒𝑀𝑎𝑐ℎ𝑖𝑛𝑒 uchovává hodinové zá-
lohy za posledních 24 hodin, denní zálohy za uplnynulý měsíc a týdenní zálohy. Po-
kud není externí disk připojen k počítači 𝑇𝑖𝑚𝑒𝑀𝑎𝑐ℎ𝑖𝑛𝑒 hlídá jaké soubory se změ-
nily a po opětovném připojení externího disku jej zazálohuje.[6]
Nutné je také definovat dobu zálohy. Tento pojem určuje časový interval, pro který
je důležité, aby bylo možné obnovit data v daném čase, tj. z uložených záloh sestavit
obraz původních dat. Po uplynutí doby zálohy je možné paměťové médium použít
znovu, tedy přepsat zálohu novou zálohou. Prakticky se dá doba zálohy vysvětlit
na modelové situaci.
Firma XY provádí zálohování následovně - FB probíhá každou sobotu (v obrázku
1.4 vyznačeny žlutou barvou), DB každý pracovní den (Obrázek 1.4 barva modrá).
Pokud by si firma stanovila dobu zálohy 1 měsíc, tak bude zapotřebí 6 úložišť pro FB
(kalendářní měsíc může mít maximálně 5 sobot + 1 poslední sobota z předchozího
měsíce) a 5 úložišť pro DB (počet pracovních dnů ve firmě). Pokud dojde k havárii
a bude naléhavé obnovit aktuální data např. k datu 4.5. (pátek), bude zapotřebí
úložiště s FB z 28.4. (sobota) a úložiště ze dne 3.5. (čtvrtek). Šest úložišť pro FB a
5 úložišť pro DB cyklicky rotují.
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Obr. 1.3: Znázornění možností archivace v OS Microsoft Windows
Pokud by si firma stanovila dobu zálohy větší - např. 2 kalendářní měsíce, bude
zapotřebí nikoliv 6 úložišť nýbrž 10 úložišť FB (2 kalendářní měsíce můžou mít
maximálně 9 sobot + 1 poslední sobota z předcházejícího měsíce). Doba zálohy,
která bude stanovena na 3 měsíce bude zapotřebí 14 FB úložišť atp. Počet úložišť
pro DB zůstává stejný = počet pracovních dnů se totiž nemění - úložiště pro DB
cyklicky rotují.
Obr. 1.4: Grafické znázornění doby zálohy
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1.2 Matematické modely k určení objemu záloh
Nejčastěji je možné se v praxi setkat se situacemi, kdy buď objem dat při zálohování
lineárně narůstá nebo se objem nemění - modifikuje se pouze obsah. V modelech
pro určení objemu jednotlivých záloh se předpokládá, že zálohy dat se provádějí
v pravidelných intervalech. Záloha číslo 𝑖 je značena jako 𝑍𝑖.
1.2.1 Model k určení objemu záloh pro data s rostoucí ve-
likostí
Pro tento model platí, že velikost zálohovaných dat se pro každou provedenou zálohu
mění - přidávají se nová data. Objem dat 𝐷 se mezi následujícími zálohami mění
o přírůstek dat 𝑑. Důležité je uvést i počáteční hodnotu objemu dat 𝐷0, aby bylo
možné zjistit velikost přírůstku 𝑑.
• Objem dat 𝐷𝑖 před provedením zálohy 𝑍𝑖 lze určit jako 𝐷𝑖 = 𝐷0 + 𝑑𝑖
• Přírůstek mezi zálohami 𝑍𝑖 a 𝑍𝑖+𝑘 je poté dán jako 𝑑 · 𝑘 = 𝐷𝑖+𝑘 −𝐷0
Při použití tohoto modelu u FB zálohy se budou veškerá data zálohovat vždy jako
𝐶 = 𝐷𝑖 = 𝐷0 + 𝑑𝑖 U IB a DB zálohy se zálohují data jako 𝐶 = 𝑑 · 𝑘, kde 𝑘 je
pořadové číslo od poslední zálohy typu FB nebo IB.[7]
1.2.2 Model k určení objemu záloh pro data o konstantní
velikosti
Tento model platí pro případ, kdy velikost zálohovaných dat je konstantní - ne-
dochází k přidávání nových dat. Zálohovaná data se pouze mění. Celkový objem
zálohovaných dat je definován jako 𝐷. Počet datových souborů se blíží k nekonečnu.
Modifikace souboru je nezávislá událost s ohledem na jiné události.
• Pravděpodobnost, že dojde k modifikaci souboru v době mezi po sobě násle-
dujícími zálohami (tj. 𝑍𝑖 a 𝑍𝑖+1) je rovna 𝑝 => pravděpodobnost, že nedojde
ve stejné době k modifikaci souboru se rovná 𝑞 = 1− 𝑝.
• Pravděpodobnost, že v době mezi zálohami 𝑍𝑖 a 𝑍𝑖+𝑘 nedojde k modifikací
souboru odpovídá hodnota 𝑄𝑘 = 𝑞𝑘.
• Pravděpodobnost toho, že v době mezi zálohami 𝑍𝑖 a 𝑍𝑖+𝑘 dojde k modifikaci
souboru se dá zapsat jako 𝑃𝑘 = 1−𝑄𝑘 = 1− 𝑞𝑘.
S ohledem na předchozí vztah dojde za uvedenou dobu k modifikaci dat o cel-
kovém objemu 𝐶 = 𝐷 · 𝑃𝑘.
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Obr. 1.5: Grafické znázornění závislosti velikosti dat na zvolené pravděpodobnosti
Při použití tohoto modelu u FB zálohy se veškerá data vždy zálohují 𝐶 = 𝐷.
U IB a DB zálohy se data zálohují jako 𝐶 = 𝐷 · 𝑃𝑘 = 𝐷 · [1− (1− 𝑝) · 𝑘], kde 𝑘 je
pořadové číslo od poslední zálohy typu FB nebo IB.[7]
Na obr.1.5 je znázorněn nárůst dat s ohledem na zvolenou pravděpodobnost. Na
tomto obrázku není zohledněn zvolený zálohovací typ. Velikost první zálohy 𝑍0 se
rovná 2 MB. Při nulové pravděpodobnosti nedochází k modifikaci mezi zálohami 𝑍𝑛
a 𝑍𝑛+𝑘 a hodnota zůstává 2 MB. Naopak při pravděpodobnosti 0,25, 0,5 nebo 0,75
lze vypozorovat růst velikosti dat. V případě, že se počítá s pravděpodobností 1, tj.
všechna data budou modifikována, dojde k nárůstu dat až na hodnotu 4 MB - což
odpovídá dvojnásobku původní velikosti.
Pro snadnější porozumění je použit jako příklad firma XY z předchozí kapitoly.
Firma XY disponuje firemním informačním systémem s určitým objemem dat, tato
data se nemění, jsou pouze modifikována.
Firma XY provádí zálohy každý pracovní den (tj. pondělí až pátek) v přesně
definovanou dobu. Firma XY si může zvolit ze čtyř zálohovacích strategií - plné zá-
lohování (S1), inkrementální (S2), rozdílové (S3) a hybridní (S4). Dále je vytvořeno
zálohování pro jeden pracovní týden = tedy plánuje se vytvořit 5 záloh, vše je zná-
zorněno v tabulce 1.2.
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Zálohovací strategie se dá určit následovně:
Strategie Pá Po Út St Čt
S1 FB FB FB FB FB
S2 FB IB IB IB IB
S3 FB DB DB DB DB
S4 FB DB IB DB DB
Tab. 1.2: Ilustrace použití různých typů záloh
• S1 - Po dobu pátek až čtvrtek se provádí FB typ zálohy o objemu 𝐷.
Celkově je potřeba zálohovací médium (média) o kapacitě 𝐾1 = 5𝐷.
• S2 - V pátek se provádí záloha typu FB o objemu dat 𝐷.
Pondělí až čtvrtek je prováděna IB záloha o objemu 𝐷 · 𝑃1.
U IB se ukládají pouze změny od poslední zálohy typu IB nebo FB.
U strategie S2 je hodnota k vždy rovna 1.
Celkově je zapotřebí zálohovací médium (média) o kapacitě
𝐾2 = 𝐷 + 4 ·𝐷 · 𝑃1 = 𝐷 · (1 + 4 · 𝑃1).
• S3 - V pátek se provádí záloha typu FB o objemu dat 𝐷.
Pondělí až čtvrtek je prováděna DB záloha o objemu dat 𝐷 · 𝑃𝑘,
kde 𝑘 = 1, 2, 3 a 4. DB záloha ukládá vše od poslední FB zálohy.
Celkově je zapotřebí médium (média) o kapacitě
𝐾3 = 𝐷 +𝐷 · 𝑃1 +𝐷 · 𝑃2 +𝐷 · 𝑃3 +𝐷 · 𝑃4 = 𝐷 · (1 + 𝑃1 + 𝑃2 + 𝑃3 + 𝑃4).
• S4 - V pátek se provádí záloha typu FB o objemu dat 𝐷. V úterý se provádí
IB záloha o objemu 𝐷 ·𝑃2 s ohledem na 2 uplynulé dny od poslední FB zálohy.
V pondělí, středu a čtvrtek se provádí DB záloha o objemu 𝐷 · 𝑃𝑘,
kde 𝑘 = 1, 1 a 2.
Celkově bude potřeba zálohovací médium (média) o kapacitě
𝐾4 = 𝐷 +𝐷 · 𝑃1 +𝐷 · 𝑃2 +𝐷 · 𝑃1 +𝐷 · 𝑃2 = 𝐷 · (1 + 2 · 𝑃1 + 2 · 𝑃2)
Pro různé velikosti 𝑝 < 0, 1 > jsou uvedeny závislosti kapacity 𝐾 = 𝑓(𝑝) na násle-
dujícím obrázku.
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Obr. 1.6: Grafické znázornění závislosti potřebné kapacity K na pravděpodobnosti
p
Z grafu na obrázku 1.6 lze určit, že nejmenší potřebná kapacita zálohovacího
média (mediích)je pro strategii S2 - použití kombinace FB + IB. Největší kapacitu
zálohovacího média vyžaduje strategie S1, kde je použita pouze FB záloha. Obecně
pro všechny zobrazené strategie platí, že čím vyšší kapacita je požadována, tím je i
doba obnovy dat kratší.
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2 STRATEGIE ZÁLOHOVÁNÍ
Pro různé podmínky se využívají různé strategie zálohování. Špatně zvolená strategie
bývá důsledkem nevhodně popsaných potřeb. Často se stává, že požadavky na zálo-
hování určují zálohu pouze dokumentů nikoliv specifického softwaru, tudíž dochází
k případům kdy je zničen osobní počítač, což má za následek opětovnou instalaci
celého nastavení počítače včetně specifického software, aby bylo možné zálohované
dokumenty znovu přehrát či zeditovat. Někdy tato obnova zabere i několik dní a pro
firmu, která je závislá na svých dokumentech může tento výpadek znamenat velký
problém. Přitom této situaci bylo možné předejít zvolením vhodnější strategie.
Jakákoliv zálohovací strategie by měla začít návrhem uložení dat. V tuto chvíli není
myšleno fyzické - hardwarové úložiště, ale organizace záložních dat. Volba správné
strategie je závislá například na tom, zda je potřeba se zálohami pracovat velmi často
nebo je naopak považována maximální délka archivace zálohovaných dat. Existují
však i další kritéria, která odrážejí konkrétní specifické podmínky.
2.1 Důležité parametry strategie zálohování
Při návrhu vhodné strategie zálohování je dobré uvažovat nejenom o technických
parametrech, kolik bude potřeba místa pro jednotlivé zálohy atd., ale i o nákladech
a rizicích, které jsou úzce spojeny se ztrátou dat a nákladů potřebných pro jejich
znovuobnovení. V případě, že uživatel zálohuje data pouze pro vlastní potřeby není
nutné nad otázkou rizik popř. nákladů vůbec uvažovat. V případě velkých firem
či právních subjektů je možné, že se v datech určených pro zálohu objevují i data
finančního charakteru - rozpočty projektů, finanční analýzy nebo různé kalkulace,
jinými slovy data, která při ztrátě výrazně ohrožují chod firmy a na jejich zálohu
nutné brát zvýšený ohled.
Pro snadnější plánování lze využít Analýza dopadů – Business Impact Analysis
(BIA). Tato metodika popisuje jak provádět analýzu činností a dopadů, které mo-
hou být způsobeny jejich narušením. V rámci BIA se hodnotí jak velké dopady by
nastaly, kdyby se narušili dodávky klíčových produktů a služeb - jinými slovy v
rámci zálohování - co by se stalo, kdyby došlo ke ztrátě dat a co vše je potřeba
pro jejich obnovení. Díky BIA je možné sestavit krizový scénář a definovat různé
varianty a způsoby obnovy dat v požadovaných časech. BIA analýza definuje čtyři
základní parametry, které jsou znázorněny na obrázku 2.1[5]:
1. Cílový bod obnovy – Recovery Point Objective (RPO) - je maximální ča-
sové okno ztráty dat pro aplikaci, které si daná činnost může dovolit. RPO je
schopné určit, jakou technologii pro zálohováni je potřeba využít.
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2. Cílový čas obnovy – Recovery Time Objective (RTO) - je čas požadovaný pro
obnovu dat po výpadku. Hodnota RTO ovlivňuje výběr postupu zálohování.
3. Čas potřebný pro obnovu – Work Recovery Time (WRT) - jedná se o čas, který
je potřeba pro obnovu dat. Na rozdíl od RTO je WRT čas kdy je pracováno
na odstranění výpadku či poruchy.
4. Maximální tolerovaný prostoj – Maximum Tolerable Downtime (MTD) - jedná
se o maximálně tolerovanou dobu, kdy je systém ve výpadku. Délka tolerova-
ného prostoje je definována jako 𝑀𝑇𝐷 = 𝑅𝑇0 +𝑊𝑅𝑇 .
Obr. 2.1: Grafické znázornění obnovy systému dle BIA metodiky
Na základě časového okna, lze zohlednit ve kterém se prostoj nachází a věnovat
mu patřičnou pozornost. Pokud se jedná o složitou situaci a prostoj byl definován
jako kritický je nutné v co nejrychlejším čase vyřešit danou situaci a obnovit data.
Naopak pokud se jedná o situaci se zanedbatelným prostojem čas na jeho řešení
bývá v řádů týdnů.[8]
Kategorizace prostojů je následující:
• Kritický (kategorie 1): MTD = 0 - 12 hodin
• Urgentní (kategorie 2): MTD = 0 - 24 hodin (až 1 den)
• Důležitý (kategorie 3): MTD = 0 - 72 hodin (až 3 dny)
• Normální (kategorie 4): MTD = 0 - 168 hodin (až 7 dní)
• Zanedbatelný (kategorie 5): MTD = až několik týdnů
Na obrázku 2.1 je graficky znázorněn proces obnovy systému pomocí BIA metody.
Poslední záloha značí poslední uložení dat na zálohovací médium před poruchou.
Jakmile dojde k poruše systému začíná běžet RTO, za tuto dobu by měl být IT
tým schopen zjistit, kde vznikla závada a následně ji i opravit - zajistit hardwaro-
vou nápravu. Doba WRT slouží k tomu, aby se stav systému navrátil do podoby
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před poruchou, tj. softwarová funkčnost, zajištění obnovení dat. Pro lepší pochopení
lze použít příklad z praxe. Firma XX je IT firma, která poskytuje svým klientům
služby hostingu1. Tato firma má smlouvy se zákazníky, kde je uvedeno, že budou mít
24hodin/7dní v týdnu přístup k internetových stránkám. Při navrhování strategie
zálohování dat dle metodiky BIA bylo zjištěno, že:
• MTD byl klasifikován jako kritický, proto je nutné aby případná havárie v co
nejkratším čase vyřešena
• Byl definovány klíčové parametry - zálohování dat, funkčnost a dostupnost
webových serverů poskytované pro hosting, pokud tyto servery nebudou funkční
a dostupné hrozí firmě finanční postih.
• Nefunkční webové servery mohou být pouze v případech kdy jsou odpojeny od
zdroje elektrické energie nebo v případě poškození, kde může dojít i ke ztrátě
veškerých dat. Webové servery jsou nedostupné v případě ztráty interneto-
vého připojení. Těmto situacím lze předcházet pomocí záložního elektrického
zařízení (UPS2) a v případě poškození přepnutí na záložní webový serverem.
Ztrátu internetového připojení lze vyřešit zajištěním druhého Poskytovatel in-
ternetu – Internet service provider (ISP).
• Zálohování dat na hostingových serverech by mělo probíhat každý den, jedná
se tedy o velký objem dat je vhodné zvolit zálohování na pevné disky, nebo
NAS zařízení.
Z technického hlediska jsou pro zvolení optimální strategie zálohování zajímavé tyto
parametry:
1. Celková kapacita zálohovaných dat - lze ji určit podle vzorce
𝐶 = 𝑑 * (1 + 𝑝) * 𝑛
𝐶 = celková výsledná kapacita
𝑑 = objem ukládaných dat
𝑝 = procentuální nárůst objemu dat (roční, měsíční, týdenní, denní)
𝑛 = počet let plánovaného provozu úložiště
2. Velikost zálohovacího okna - doba, po kterou nejsou přístupná data kvůli zá-
lohovacímu procesu. Velikost okna lze určit podle vzorce
𝑇 = 𝑣 * 𝑟
𝑇 = doba, potřebná pro zálohování dat
𝑣 = objem zálohovaných dat
𝑟 = přenosová rychlost
1Hosting (webhosting) = pronájem prostoru pro webové stránky na cizím serveru.
2Zdroj nepřerušovaného napájení – Uninterruptible Power Supply (UPS) funguje na principu
akumulátoru a udrží v chodu zařízení od několika minut po několik hodin.
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Přenosová rychlost v rámci Internetu je závislá na jeho připojení (FTTH, LAN,
STA, WIFI), nebo v rámci počítačové sítě dle rozhraní (USB, FireWire, eSATA
aj.). Přehled přenosových rychlostí je zobrazen v tabulce 2.1. Nejčastěji bývají
zálohovací okna prováděna v noci nebo o víkendech s ohledem na volnou ka-
pacitu a minimální komunikaci v počítačové síti. Není to ovšem pravidlem. V
mnoha firmách funguje zálohování i v rámci pracovního den. Velikost záloho-
vacího okna závisí i na zvoleném typu záloh. FB záloha bude mít jistě větší
zálohovací okna než IB nebo DB.
Název Přenosová rychlost Název připojení Přenosová
rozhraní [Mbit/s] rychlost [Mbit/s]
FireWire 400 400 FTTH3 60
USB 2.0 480 Fast Ethernet 100
FireWire 800 800 Giga Ethernet 1000
eSATA 3000 STA4 25
SuperSpeed USB 3.0 5000 WIFI 25
Tab. 2.1: Srovnání přenosových rychlostí různých rozhraní a připojení k Internetu
3. Doba uchování zálohy - časový interval, po jehož dobu lze obnovit data v da-
ném čase. Není přesně definován, nejčastěji se jedná o týdenní, měsíční roční
interval. Zlehčeno napsáno delší doba uchování záloh je otázkou pouze zakou-
pení a rozšíření zálohovacích médií.
4. Obnova dat - možnost vrátit data do původního stavu. Při návrhu zálohovací
strategie se očekává, že obnova dat a samotného operačního systému do stavu
před nehodou bude rychlá (MTD bude v řádu hodin). Důležité pro obnovu
dat je možnost vrátit do původního stavu i operační systém po pádu. Je dobré
mít zálohu dat, ale bez funkčního operačního systému je záloha k ničemu.
Instalace, nastavení, ovladače, zabezpečení, instalace aplikací - to vše může
zabrat nepřiměřeně mnoho času. Pro snížení MTD je možné předvídat některé
situace jako je například pád operačního systému - pro jeho obnovu je možné
postupovat následovně:
• Vytvořit bootovací médium pro komunikační rozhraní mezi úložištěm
(místo, kde jsou uložené zálohy) a zařízením (místo, na které se obno-
vují data), následně i načtení bootovacího média.
• Obnovit zálohovaný operační systém i na jiné (odlišné) platformy.
• Upravit obnovený operační systém přes rozhraní a nástroje bootovacího
média.
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2.2 Rotace záložních médií
Pod pojmem rotace záložních médii se označuje metoda vhodná pro větší objemy
dat, jejichž zálohy nelze ukládat na jedno médium. Určitý počet médií se postupně
střídá tak, aby docházelo k pokud možno rovnoměrnému opotřebení. Existuje i
varianta kumulativního systému zálohy, kde se zálohy hromadí na jedno médium
do doby, než se zaplní jeho kapacita. Poté se buď vymažou nejstarší zálohy nebo se
médium uschová. Tento způsob se hodí spíše pro menší objemy dat.
2.2.1 Round Robin
Metoda Round Robin patří mezi nejstarší a nejpoužívanější způsob rotace. Jedná se
o postupnou rotaci médií. Na obrázku 2.2 je znázorněna rotace médií v rámci jednoho
týdne pomocí schéma Round-Robin. Zálohuje se pouze v pracovní dny tudíž označení
X v tabulce znázorňuje pro který den je zvoleno dané médium. Záloha pořízená v
pondělí se zálohuje na médium A, úterní záloha bude na médiu B atd. Výhodami
Obr. 2.2: Schéma Round Robin v rámci týdenní zálohy
tohoto způsobu rozhodně jednoduchost, stejnoměrné opotřebení jednotlivých sad
médií a historie dat po určených periodách záloh. Naopak právě úměrně se zkracující
historie záložních kopií nebo vysoký počet sad médií patří mezi nevýhody způsobu
rotace medií Round Robin.
2.2.2 Grandfather-Father-Son
Způsob rotace Grand-Father-Son (GFS) záložních médií je založený na odlišných
hodnotách jednotlivých záloh, lze tedy k nim přistupovat hierarchicky. GFS schéma
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využívá denní (Son), týdenní (Father) a měsíční (Grandfather) sady médií. Schéma je
znázorněno na obrázku 2.3. Čtyři sady médií jsou potřebné pro každodenní zálohy
v pracovním týdnu (v obrázku jsou označeny čísly 1-4). Tyto média (Son) jsou
opětovně přepisovány v dalších týdnech. Pět sad médií jsou potřeba pro týdenní
zálohy (Father), kde je doba expirace nastavena na jeden měsíc, poté jsou opětovně
přepsány (v obrázku jsou značeny čísly 5, 6, 7, 9, 10). Poslední sada médií se skládá
minimálně ze tří (Grandfather) a slouží u uložení měsíčních záloh (v obrázku je
použito 12 sad - čísla 8, 11, 12-21). Tyto sady mají nastavenou dobu expirace na
tři měsíce a více s ohledem kolik setů médií je vyčleněno pro skupinu Grandfather.
Nejčastěji se na denní sady médií zapisují inkrementální a rozdílové typy záloh.
Obr. 2.3: Schéma GSF pro 21 záložních médií
Úplné zálohy se zaznamenávají jednou za týden - do týdenní sadu médií. Do měsíční
sady médií se ukládají zálohy vytvořené vždy poslední pracovní den v měsíci. Celkem
stačí na vytvoření základní rotačního schématu 12 sad médií, což vede k historii
zálohy dva až tři měsíce.
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2.2.3 Hanojské věže
Metoda Hanojské věže byla pojmenovaná podle matematického hlavolamu, který
vymyslel matematik Édouard Lucas v roce 1883. Lucas se inspiroval dávnou legen-
dou, ve které Hanojští mniši dostali úkol přenést šedesát čtyři zlatých disků různých
velikostí. Legenda praví, že mniši přesouvají tyto zlaté disky mezi třemi kolíky podle
posvátných pravidel. Nesmí být větší disk položen na menší a vždy je vykonán pouze
jeden tah. Schéma je znázorněné na obrázku 2.4. Logika tohoto řešení byla převzata
Obr. 2.4: Znázornění principu hanojských věží
i do řešení strategie zálohování. S využitím tohoto schématu je možné docílit přimě-
řené rovnováhy mezi hloubkou záloh a počtem zálohovacích médií. Historie dat na
médiích se odvíjí od vzorce 2(𝑛− 1), kde 𝑛 je pořadí záložní sady médií:
• 1 obsahuje zálohu 1 den starou.
• 2 obsahuje zálohu 2 dny starou.
• 3 obsahuje zálohu 4 dny starou.
• 6 obsahuje zálohu 64 dny starou.
• 7 obsahuje zálohu 128 dní starou.
• 𝑛 obsahuje zálohu 2(𝑛−1) dní starou.
Na obrázku 2.5 je zobrazen princip rotace médii pro dvou až pěti sad médií. V 16-ti
denním rotačním cyklu je možné použít čtyři sady médií, princip fungovaní je po-
psán následovně. Záloha začíná na záložní médium označené "A"a poté pokračuje v
každý následující den. Další záloha je provedena na médium značené "B"(záloha na
média "B"neprobíhá v den kdy proběhla záloha na médium "A") a dále se opakuje
každou čtvrtou zálohu. Záloha na médium nesoucí označení "C"se opakuje každou
osmou zálohu. Pro záložní média s označením "D"a "E"se opakuje každou šestnáctou
zálohou. Z principu rotace sad médií podle matematického modelu řešení problému
Hanojských věží vyplývá, že schéma roste velmi rychle. Jak je viditelné šesté mé-
dium v pořadí bude použito každých 64 dní, osmé 256 dní a desáté každých 1024
dní. Z toho vyplývá, že deset sad medií vystačí na necelé 3 roky. Další předností
tohoto rotačního schématu je možnost přidání nového setu médií, na které je možné
ukládat zálohy a tím pádem získat i větší historii zálohy. Nejčastěji používané sety
médií obsahují novější kopie souborů, méně používané obsahují starší verze souborů,
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což může být považováno za nevýhodu s ohledem na nerovnoměrné využití médií.
Princip Hanojských věží je problematický na manuální správu. Pro používání tohoto
schématu se obecně doporučuje využít zálohovacího software s možností naplánovaní
celého procesu (Scheduling).
Obr. 2.5: Použití médií při schématu Hanojských věží pro 2, 3, 4 a 5 sad
2.3 Dostupnost úložiště dat
Mezi další strategické kritérium při volbě zálohy je i dostupnost těchto dat v případě
havárie či poruchy. Dle dostupnosti lze rozdělit úložiště do skupin popsaných níže:
• On-line úložiště - představuje jedno z nejpoužívanějších úložišť, které umož-
ňuje obnovu dat rychlostí v řádu v milisekund. Představiteli on-line úložišť
mohou být interní pevné disky či disková pole. Tato úložiště jsou rychlá, ale
finančně náročná. Další nevýhodou je i nebezpečí přepsání nebo smazání dat
nesprávnou manipulací.
• Near-line úložiště - nepředstavují finanční náročnost jako v případě on-line
úložišť a stále jsou dostatečně pro účely zálohování - čas obnovy dat se po-
hybuje v řádu sekund až minut. Nevýhodou mechanických zařízení je nutnost
přesunovaní datových medií z archivu do mechaniky pro možnost čtení zálohy
nebo jejího zápisu.
• Off-line úložiště - se nacházejí na vzdálenějším místě, tudíž přístupová doba
k zálohám se pohybuje řádově v několika minut až hodin. Off-line úložiště se
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podobá svým principem near-line úložišti s tím rozdílem, že pro zpřístupnění
konkrétního datového média se vyžaduje lidský zásah.
Velmi často je možné se setkat v rámcí off-line úložiště i s pojmem electronic vaul-
ting. Toto označení definuje strategii zasílání důležitých dat mimo lokalitu, ve které
se uživatel nachází jako součást plánu pro rychlé obnovení dat v případě přírodní
katastrofy, náhodné chyby nebo selhání systému. Data jsou odesílána elektronicky
pomocí vzdálené služby.
2.4 Úložiště
V dnešní době se pro větší bezpečnost dat využívá především tzv. primární a sekun-
dární úložiště dat. Jako primární úložiště je použito záložní médium, kde se ukládá
aktuální záloha a ta je poté migrována nebo zrcadlena na sekundární úložiště (více
obrázek 2.6).
Obr. 2.6: Znázornění primárního a sekundárního úložiště
Ve většině firem slouží jako primární úložiště NAS zařízení, kam se ukládají na
disky zálohy v pracovním týdnu a poté se migrují na páskové mechaniky nebo na
páskové knihovny. Oblast duplikace zálohovaných dat definovala v roce 1992 me-
zinárodní uživatelská skupina SHhare, která definovala sady vrstev řešení, které se
staly standardy pro disaster recovery. Existuje celkem sedm vrstev a definovaný
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standard v každé vrstvě vysvětluje aktuální stav, jeho výhody a možná rizika. Na-
příklad první vrstva definuje základní zálohovací řešení mezi klientem a centrálním
úložištěm. Nebo sedmá vrstva popisuje řešení automatické duplikace mezi jednotli-
vými prostředími (softwarový, hardwarový cluster).
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3 MÉDIA PRO UKLÁDÁNÍ DAT
Běžný uživatel i velké firmy mají dnes k dispozici rozsáhlou nabídku datových médií.
Jedná se například o externí disky, disková pole, pásky nebo online úložiště v cloudu.
3.1 Pásková média
Již od roku 1951 se využívají pásková media pro zálohu systémů či souborů. Tento
typ médii je oblíbený nejenom pro svoji relativně nízkou pořizovací cenu ale dlouhou
životnost a vysokou kapacitu dat (až 5 TB). Páskové jednotky, zařízení pro záznam
dat, provádí zápis i čtení dat na magnetickou pásku (viz obrázek 3.1). Tato páska
je umístěna v kazetě nebo cartridge. Kryt bývá vyroben nejčastěji z plastu, bývá
také vyztužen kovovými částmi. Páskové jednotky jsou vstupně-výstupní zařízení,
využívající sekvenční přístup k datům, což způsobuje velké zpoždění. Naproti tomu
mají páskové jednotky velkou přenosovou rychlost.(např. HP StoreWorks dosahují
rychlosti 38TB/h [9]). Páskové jednotky se připojují k PC pomocí SCSI1 nebo jinými
rozhraními. Nevýhodou těchto zařízení představují neschopnost paralelní práce s více
systémy a zápis dat pouze v jednom směru.
Obr. 3.1: Znázornění páskové jednotky a média společnosti Dell
1Nejčastěji bývají páskové jednotky připojeny pomocí Počítačové rozhraní – Small Computer
System Interface (SCSI), pomocí SCSI lze připojit i jiná zařízení jako skenery, CD-ROM, DVD.
Dále potom pomocí Fibre Channel (Gigabitové rozhraní - pro vysokorychlostní přenos dat), SATA,
Počítačové rozhraní – Universal Serial Bus (USB), FireWire.
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3.2 Pevné disky
Další možností jak zálohovat data je použít Pevný disk – Hard disk drive (HDD).
Tento disk slouží k dočasnému nebo trvalému uchování většího množství dat pomocí
magnetické indukce. Harddisk nabízí dobrý poměr kapacity a pořizovací ceny disku
doprovázeného dostatečnou rychlostí čtení a zápisu dat. Díky velkému rozvoji har-
ddisku lze na trhu nalézt disky s rychlostí 7200 otáček za minutu a s kapacitou 250
GB-1 TB.
Pevné disky lze připojit k počítači pomocí rozhraní ATA, SATA, SCSI nebo Fi-
reWire, externí pevné disky pomocí rozhraní USB. Nevýhodu harddisku představují
možnosti mechanického poškození harddisku, vysoká spotřeba elektrické energie,
vyšší hmotnost a nemožnost zapojení harddisku na budoucích základních deskách.
Poslednímu zmíněnému lze předejit využitím metody Vícenásobné diskové pole –
Redundant array of inexpensive disks (RAID) při které se vytvořeno pevné pole
pevného disku tvářící se jako samostatný disk.
Mezi pevné disky lze zařadit i Typ pevného disku – Solid-state drive (SSD), typ
datového média, který ukládá data na flash paměť. Na rozdíl od klasických pevných
disků má nižší spotřebu energie (příkon) tudíž delší výdrž. SSD dokáže emulovat
rozhraní SATA nebo ATA a má také výrazně nižší latenci, právě díky tomu dosahují
SSD disky oproti pevným diskům vyšší přenosové rychlosti při čtení. Znázornění
HDD i SSD je k dispozici na obrázku 3.2.
Obr. 3.2: Znázornění pevného disku a SSD disku společnosti Toshiba
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3.2.1 RAID disk
Metodu RAID je možné specifikovat a stanovovat námi zadanou toleranci vůči chy-
bám, efektivně využít úložnou plochu, výkon diskového pole a celkové náklady na
řešení. Následovník RAID1 již nevytváří pole pevného disku jako jeho předchůdce,
ale zaměřuje se na zrcadlení disku. Tato technologie synchronně zapisuje i čte údaje
na dvou nebo více disků což má za následek rychlejší čtení dat. Metoda zálohování
zrcadlení disků je používána u systému s vysokou dostupností jako jsou např. ope-
rační systémy nebo e-mailové servery). Nevýhoda této metody spočívá ve vysoké
redundanci dat a proto se nehodí pro zálohy dat v rámci informačních systémů s
velkými objemy dat.
3.2.2 NAS zařízení
NAS zařízení (Network Attached Storage) slouží jako síťové datové úložiště připojené
k místní síti LAN. V podstatě jde o standardní pevný disk starající se o vzájemnou
komunikaci na bázi TCP/IP protokolu. NAS zařízení nemusí plnit pouze funkci
souborového serveru, ale je možné ho využít i jako klienta P2P sítě, webový server
nebo FTP server. Od roku 2010 se stává čím dál populárnější díky možnosti sdílení
dat mezi několika počítači. NAS obsahuje jeden nebo více pevných disků, které se
slučuji do větších datových struktur jako RAID pole. Data tohoto úložiště mohou
být poskytována různým uživatelům LAN sítě. Přístup k datům je pomocí protokolů
NFS , SMB/CIFS nebo AFP . Data jsou chráněna pro případ závady disku většinou
technologií zrcadlení obsahu RAID 1.[11] Výhodou použití NAS zařízení je možnost
výběru konektivity (USB, FireWire, LAN nebo WLAN) dále představuje i skvělou
možnost úschovy dat v lokální nebo bezdrátové síti. Je levnější než rackový server
tudíž ho v komerční sféře využívají především malé firmy.
3.3 Optická média
Dalším vhodným typem médií pro zálohování dat mohou být optická média CD nebo
DVD. Kompaktní disk – Compact Disk (CD) nebo Kompaktní disk – Digital Video
Disk (DVD) byli dříve velmi oblíbené, v dnešní době se naopak u nich upouští kvůli
jeho limitované kapacitě. Aby záloha dat mohla být provedena je nutné vlastnit
tzv. vypalovačku a optický disk určený pro ukládání digitálních dat. Tyto data jsou
uložena ve stopách na jedné dlouhé spirále, která začíná od středu média a vede
až k jeho okraji, příčný odstup stop je stanoven na 1,6 mikro metru. Pro čteni
z disku se využívá laserové světlo s vlnovou délkou 785 nm. Na rozdíl od většiny
diskových zařízení jako jsou pevné disky nejsou data ukládána do soustředných
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kružnic, ale do již zmíněné spirály, její délka je 6km, podobný princip funguje i u
gramofonových desek (LP). CD patří mezi jednostranné médium kvůli jeho spirále
umístěné na spodní strany disku. Disk má tloušťku 1,2 mm. Zápis na disk probíhá
pouze od 23mm do 58 mm poloměru disku. CD disky a jemu příbuzné formáty jsou
specifikovány v technických standardech dle barev. Data na médiu jsou specifikována
ve standardu ISO 9660,technické standardy jsou zobrazeny v tabulce A.1
DVD oproti CD poskytují efektivnější korekci chyb, vyšší kapacitu záznamu (asi
4,7 GB) a také odlišný souborový systém Universal Disk Format, který není zpětně
kompatibilní s ISO 9660, který používá CD-ROM. Proto je nutné vlastnit další
mechaniku DVD-ROM. DVD se od CD liší i tím, že je slepené ze dvou polovin
to proto, aby při snímaní laserový paprsek nejprve snímal první vrstvu, která je
polopropustná, a když je vrstva přečtena, rozezná záznam, který je zaznamenán ve
vrchní polovině. Tyto dva záznamy jsou odděleny od sebe tenkou vrstvou lepidla
(50 nm). Na obrázku 3.3 je znázorněna mechanika i optický disk.
Typ Průměr Tloušťka Kapacita Vlnová Velikost
média média [cm] média [mm] média [GB] délka [nm] pitů [𝜇𝑚]
CD 12 1,2 0,656-0,7 780 0,6
DVD 12 1,2 4,7-15,9 650 0,32
BD 12 1,2 25-100 450 0,15
HD DVD 12 1,2 15-30 450 0,32
Tab. 3.1: Srovnání kontaktních médií
Následovníky DVD je třetí generace optických disků - HD DVD a Blu-ray disky.
HD DVD patří mezi chráněná média proti kopírování a lze na ně zaznamenat 15
až 60 GB dat. V dnešní době se však již nevyrábí. Naopak Blue-ray disky jsou
stále populární, své uplatnění našly tyto disky v oblasti filmového průmyslu, pro-
tože umožňují uložit obraz a zvuk v lepší kvalitě než DVD, což se projeví zejména
při zobrazení na plazmových a LCD-LED televizorech.[12]
Archivace v rámci optických disků patří mezi ty méně obtížné, stačí vypálit požado-
vaný obraz a pečlivě archivovat. Pro správnou archivaci je nutné dodržovat zásady
archivování (tma, optimální vlhkost, teplota atd.). Takto mohou optická disky vy-
držet i několik desítek let. Obecně je ale doporučováno zálohy provádět postupně v
pravidelných intervalech na nová a nová média a tím pádem prodlužovat životnost
a minimalizovat ztrátu dat na starších médiích.
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Obr. 3.3: Znázornění optického disku a jeho mechaniky
3.4 USB flash disky a paměťové karty
Jak USB flash disk tak i paměťová karta patří do skupiny přenosových datových
médií, jsou vhodná pro ukládání hesel, přenosných aplikací (portable application),
dokumentů a méně důležitých informací. Tato média obsahují flash paměť a jsou
odolná vůči magnetickému poli, tudíž nelze ztratit data jak tomu bylo v případě
disket. Obě média jsou znázorněna na obrázku 3.4[13].
USB flash disky se dají považovat za nástupce disket. Obsahují paměti typu flash,
které se při odpojení napájení nesmažou. USB flash disky pracují s rozhraním USB
2.0 což umožňuje přenosovou rychlost v průměru 1,5 MB/s až 60 MB/s (běžná je
rychlost 30 MB/s). Kapacita disků se pohybuje od 1 GB - 256 GB, nejmodernější
flash disky obsahují již rozhraní USB 3.0 a disponují přenosovou rychlostí až 625
MB/s. Pouzdra USB flash disky jsou na trhu dostání ve velkém množství provedení
(plast, guma, kov), díky tomu jsou odolnější proti fyzickému poškození způsobené
velkými výkyvy teplot nebo vysokým tlakem.
Paměťové karty se používají především v digitálních fotoaparátech, PDA, mobilních
telefonech a noteboocích. Vzniklo již několik typů karet, ale nejpoužívanější je SD a
její novější varianta SDHC (Security Digital High Capacity). SD karta má kapacitu
do 2 GB, SDHC do 32 GB. Nejnovější varianta SDXC (Secure Digital eXtended
Capacity) dosahuje 68 GB, do budoucna by se měla kapacita zvýšít až na 2 TB. Podle
rychlostí čtení a zápisu se paměťové karty rozdělují do tříd - class 1 až 10. Fyzický
rozměr SD karty je 32×23×2, 1mm, SD karty se vyrábí i v dalších velikostech - Mini
a Micro2. Pořizovací náklady na USB flash disky a paměťové karty za posledních 10
let výrazně klesají a i přes fakt, že jejich kapacita rok od roku rychle roste, jsou tato
média pro dlouhodobou zálohu nevhodná.
2Rozměr Mini SD karty je 20, 0× 21, 5× 1, 4 mm, Micro SD karta má rozměr 11, 0× 15, 0× 1, 0
mm
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Obr. 3.4: Znázornění USB flash disku a paměťové karty firmy Kingston.
3.5 Online zálohování
Za online zálohování (backup) se dá považovat služba, která nabízí kompletní servis
- klientskou aplikaci, která se automaticky stará o zálohování vybraných částí disku
v pravidelných intervalech, také nabízí vzdálené úložiště a poskytuje úroveň ochrany
přenášených a uskladněných dat. Díky internetu je poté možné si tyto data kdykoliv
a kdekoliv stáhnout zpět. Standardní online backup systém tvoří již zmíněná klient-
ská aplikace, která podle plánovacího kalendáře provádí zálohování dílčích složek na
lokálním disku. Tato aplikace sbírá, komprimuje, šifruje lokální data a následně je
odesílá na vzdálené úložiště poskytovatele. Přehled nejzajímavějších řešení pro on-
line zálohovaní je v tabulce. Mezi online zálohování jistě patří do jisté míry i pasivní
úložiště jako FTP servery a webové služby pro dlouhodobé sdílení dat typu Dro-
pbox3 aj. Online zálohování jsou provozována soukromými subjekty, proto je vždy
nutné pečlivě pročíst podmínky užívání - především zda provozovatel garantuje za-
chování dat či existují sankce vůči provozovateli pokud se uživatelova uploadovaná
data ztratí. Přehled nejzajímavějších produktů pro online zalohování je popsáno v
tabulce A.2.
3.5.1 Zálohování na FTP server
Další možností jak zálohovat data je využít FTP server. FTP server funguje jako
vzdálené úložiště dat, kde přenos souborů mezi počítači zajišťuje protokol FTP (File
Transfer Protocol). Klasické FTP se již nedoporučuje s ohledem na nešifrovanou
3Služba Dropbox funguje od roku 2007 a umožňuje umístění na zabezpečeném internetovém
serveru a jejich následném sdílení s ostatními uživateli. Tato služba funguje na principu cloud
computing, kde je možné poskytovat služby či programy uložené na serverech, uživatelé k nim
mohou volně přistupovat pomocí webového prohlížeče nebo dané aplikace prakticky odkudkoliv.
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komunikaci mezi serverem a klientem (osobní počítač), proto se začal využívat FTP s
podporou šifrování SSL/TLS nebo SFTP (Secure File Transfer Protocol) využívající
protokol SSH. Schéma zapojení je k dispozici na obrázku 3.5.
Obr. 3.5: Znázornění síťového diagramu s využitím FTP serveru.
Zálohování dat na FTP server je vhodné spíše velkou skupinu lidí, ale s ohledem na
velké množství TCP/IP spojení a možnému blokování stahování dat firewallem se
příliš nedoporučuje.
3.6 Celkové srovnání
Při volbě zálohovacích médii nebo samostatného principu zálohování, je nutné při-
hlédnout i na tyto kritéria[14]:
• Kapacita - nejdůležitější faktor při výběru zálohovací techniky. Je nutné zvážit
i nárůst požadavků na kapacitu v budoucnosti, ne všechny technologie umož-
ňují přikoupení média. Pokud není kapacita média dostatečná pro uložení celé
zálohy najednou, není možná automatizace procesu zálohování.
• Životnost - pro archivaci záloh, zde sehrávají faktory jako způsob skladování
nebo kvalita média.
• Odolnost - odolnost proti poškození, znehodnocení média např. poškrábání,
zmagnetizování.
• Cena - za jednotku úložného prostoru - obvykle se udává cena za 1 MB.
• Možnost automatizace - automatizace procesu zálohování.
• Rychlost zápisu dat - udává množství dat, která mohou být v daném časovém
úseku zálohována. Zde platí čím více dat je v daném čase zálohováno, tím větší
musí být rychlost zápisu.
• Rychlost čtení dat - využití především u obnovy dat. Rychlost čtení dat se liší
od rychlosti zápisu, obvykle má vyšší rychlost než rychlost zápisu.
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• Jednoduchost užívání - náročnost na pochopení mechanismu, pro méně znalé
uživatele.
Každé zde přiblížené zálohovací médium nebo technologie má své kladné i záporné
stránky.[15] Orientační přehled cen různých zálohovacíh médií je k dispozici v pří-
loze B.
Technika Klady Zápory
Pásková - uchování velkého množství dat, - nevhodný pro časté zpřístupňování
média - dlouhá životnost médií určitých částí dat
(až 25 let) - vysoká pořizovací cena
Pevné - uchování velkého množství dat, - nebezpečí přepsání nebo smazání dat
disky - skvělý poměr ceny, velikosti a - náchylné na mechanické poškození
- hodí se i pro jednotlivé médií
uživatele
NAS - uchování velkého množství dat, - nebezpečí přepsání nebo smazání dat
zařízení - spolehlivé a rychlé - náchylné na mechanické poškození
- uchování dat díky LAN, médii
WLAN z více PC v sítí - konfigurace zařízení vyžaduje znalost
- možnost výběru konektivity
Optická - levná média a vypalovací - nešetrné zacházení může nenávratně
média mechaniky poškodit média
- dlouhá doba životnosti médií
Flash - nízká pořizovací cena - nebezpečí přepsání nebo smazání dat
paměti - univerzální díky USB - omezený počet zápisů, časem
konektoru nespolehlivé
- lehce mobilní
FTP - uložená data jsou dostupná - špatné zabezpečení bez aplikace
server z jakéhokoliv PC s připojením šifrování
na internet - mnoho TCP/IP spojení
- nevhodné pro jedince
Online - jednoduché na použivání - rychlost zápisu závisí na připojení
zálohování - šifrované přenosy dat k internetu
Tab. 3.2: Srovnání zmíněných technik zálohování
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4 NÁVRH METODIKY PRO VELKÝ OBJEM
DAT
V závislosti na velikosti a druhu dat se volí různé způsoby zálohování. Ať už jde o
veřejný nebo soukromý sektor, kde zálohování bude prováděno, platí všude stejné
pravidlo - důležitější než konkrétní metoda zálohování je zálohovat data správně. Ná-
vrh metodiky zálohování velkého objemu dat upřesňuje a definuje postup činností,
které vedou k efektivnímu zálohování. Před samotným výběrem zálohovací tech-
niky, zálohovacích médii a dalších faktorů související se zálohováním dat je nutné
zjistit všechny činnosti související se zálohováním systematicky uspořádat - vytvořit
tzv. zálohovací plán, naplánovat kontrolu záloh, zajistit bezpečné místo pro média
se zálohami.
4.1 Zálohovací plán
Před samotnou realizací zálohování dat je dobré promyslet v jakém prostředí bude
zálohování dat probíhat a zda jsou k dispozici finanční prostředky pro realizaci
navrhnuté metody zálohovaní1. Odpovědi na následující otázky jsou jádrem záloho-
vacího plánu:
1. Proč je nutné zálohovat?
Přijít o data jakýmkoliv způsobem není příjemné. Ať už v rámci technického
rizika (zkolabováním software, hardware) nebo odcizením počítače vždy se
jedná o ztrátu cenných informací někdy i nevyčíslitelné hodnoty. Pokud nee-
xistuje záloha, není možnost jak data obnovit. Je nutné začít od nuly.
2. Co je nutné zálohovat?
Pro zálohu jsou určená data, která jsou pro uživatele nepostradatelná. Ať už
jsou to dokumenty, smlouvy, účetnictví, hudba, software nebo celý operační
systém. Míra důležitosti je pro každého uživatele nastavena jinak. Podle obec-
ného tvrzení je ale dobré zálohovat taková data, o které by uživatel nechtěl
přijít a jejichž ztráta by ho mohla zdiskreditovat. Určení a definování počá-
tečního objemu dat 𝐷0 je důležité i pro zvolený typ záloh, pokud není zvolen
počáteční objem nelze zjistit přírůstek dat 𝑑 mezi vykonanými jednotlivými
zálohami.
1Finanční náročnost návrhu je v dnešní době jednou z nejdůležitějších avšak při návrhu meto-
diky nebude na toto kritérium brán ohled.
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3. Jak často?
Frekvence zálohování se odvíjí od důležitosti dat. Běžné administrativní kan-
celáře by měly zálohovat proměnlivá data jednou za den. Pokud, ale uživatelé
pracují s velkým neustále se měnícím množstvím dat (jakou jsou např. vývojáři
nebo grafici) je doporučeno zálohovat i vícekrát za den. Méně proměnlivá data
(software, OS) se zálohují méně často než denně. Objem dat a rychlosti změny
dat jsou klíčovými faktory pro určení periody FB, která probíhá v rozsahu
týdne až měsíce. Inkrementální či rozdílové zálohy se v závislosti na zmíněné
parametry je doporučeno vytvářet alespoň každý den.
S intervalem mezi jednotlivými zálohami souvisí i doba cyklu. Cyklus lze chá-
pat jako posloupnost záloh začínající FB a končící zálohou, která bude před-
cházet následující FB. Tyto cykly je možné různě uspořádat a načrtnout mezi
nimi i dané vazby. Rozkreslení se vřele doporučuje pro pochopení fungování
celého cyklu. Návrh schématu cyklu je znázorněn na obrázku.4.1 Při zvolení
Obr. 4.1: Graf návrhu schématu cyklu
jednoúrovňové rotace Round-Robin je cyklem jediná FB, v případě víceúrov-
ňových typů rotací (GFS, Hanojské věže) je cyklus co nejkratší cesta od FB
ke koncovým vrcholům.
4. Jak dlouho mít k dispozici zálohy?
Při plánování zálohování je dobré myslet i nejzazší bod obnovy dat, do kdy je
možné obnovit zálohovací data.
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5. Kdy zálohovat (určení zálohovacího okna)?
Doba, kdy bude vykonávána záloha dat není přesně definován. Doporučuje se
u velkého objemu dat provádět zálohování v nočních hodinách, s ohledem na
volnou kapacitu sítě (v noci probíhá minimální komunikace v rámci sítě) a
integritě zálohovaných dat. [16]
6. Na jaká média a jak zálohovat?
Vybrat vhodná média, která budou složit jako úložiště zálohovacích dat. To-
muto tématu se věnuje kapitola Média pro ukládání dat.
7. Kdo je zodpovědný nebo kdo bude provádět zálohování?
Ač se to na první pohled nemusí zdát, osoba (uživatel), který provádí zálo-
hování je důležitý prvek celého zálohovacího procesu. Kompetentní osoba by
měla být seznámena se zálohovacím plánem, mít základní znalost a vědomosti
v oblasti zálohování. Dále také mívá na starosti zálohy dat na serverech a jejich
snadnou obnovu v případě havárie (u velkých firem). I přes plnou automati-
zaci zálohování by měla kompetentní osoba provádět náhodné kontroly, zda se
zálohy opravdu vytvořili nebo zda nedošlo k poškození úložiště.
4.2 Pravidelná kontrola záloh
Pravidelná kontrola záloh má za cíl ověřit funkčnost zálohování - zda se opravdu data
správně zálohují. Pokud zálohovací proces selže a kompetentní osoba tuto chybu ne-
objeví, celá vytvořená záloha může být zbytečná. V praxi se objevuje hodně příčin
pro selhání zálohy. Od nedostatku místa na disku, přes závady způsobené aktua-
lizacemi software, hardwarové chyby nebo chyby obsluhy. Je vhodné najít taková
zálohovací řešení, která budou uživatele (kompetentní osobu) informovat o stavu zá-
lohování. Dnes již existuje zálohovací software, který dokáže dopředu rozeznat, zda
dochází volné místo na úložiště nebo při selhání zálohovaní je schopen vygenerovat a
zaslat e-mail s informacemi o problému. V rámci pravidelné kontroly záloh je vhodné
také otestovat zkušební obnovení zálohovaných dat. Často se stává, že při vytváření
zálohy provede proces nedefinovanou chybu a v rámci obnovy se tato chyba dá ob-
jevit. Právě včasné objevení technické závady nebo špatně definovaného software
dokáže minimalizovat ztráty, které by v případě reálného obnovení zálohovacích dat
mohly nastat.[19]
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4.3 Úložiště zálohovacích médií
Média s vytvořenými zálohami by měly být ukládány na bezpečných místech. Běž-
ným uživatelům postačí ukládat záložní CD, DVD nebo USB Flash disk do zásuvky
u svého pracovního stolu, kde budou mít v případě potřeby záložní data k dispozici.
Tento způsob uložení záloh by snad vyhovoval i menším firmám. Bohužel, ale v pří-
padě vloupání do objektu by tyto zálohy mohly být odcizeny společně i s výpočetní
technikou.
V případě velkých firem, které vlastní velký počet zálohovacích médií je nutná
investice do vlastní fyzické ochrany celého datového úložiště. Tato ochrana obsa-
huje nejenom kontrolu fyzického přístupu k datovému úložišti (kdo má přístup do
serverovny), ale také požární ochranu, vzduchotechniku pro udržení speciálních pra-
covních podmínek pro hardware aj. Výhodné je i geograficky oddělit úložiště záloho-
vacích médií s ohledem havárie, které mohou způsobit destrukci hardware ( požár,
povodeň nebo další živelné pohromy). Principu oddělených úložišť využívá přede-
vším online zálohování, kde se zálohy nahrávají na úložiště druhé strany. Zde, ale
může nastat nebezpečí zneužití citlivých dat ze záloh třetí osobou, která se může k
těmto datům nelegální cestou dostat.
4.4 Volba vhodné zálohovací strategie a rotace
záloh
Do klíčových prvků každého zálohování dat bezesporu patří zvolení rotačního sché-
matu tak, aby byla zaručena ochrana minimálně jeden den zpětně. Schéma rotace,
kde se přepisují data z předešlého dne zálohou následujícího dne se nepovažuje za
bezpečné natož pak užitečné. Obecně se hodnotí jako nejlepší rotační schéma takové,
které zaručí co možná nejdelší a nejrozsáhlejší kopie důležitých dat. Výběr vhodné
rotace je možný i na základě vývojového diagramu zobrazeného na obrázku 4.2 Na
modelové situaci je možné si ukázat jak volba rotace a typ záloh ovlivní počet zálo-
hovacích médií.
Firma XZ disponuje velkým objemem dat 10 GB (informační systém, poštovní ser-
very atd.), které je nutné zálohovat. Ve firmě je požadavek zálohovat důležitá data
po dobu minimálně 6 měsíců, záloha se bude provádět pouze v pracovních dnech.
Majitel firmy XZ se rozhodl, že jako zálohovací média využije pásková média veli-
kosti 80GB, denní nárůst objemu dat je 0,01 GB. Jak by vypadala jednotlivá rotační
schémata a kolik by bylo potřeba páskových médií? Který typ zálohy by bylo vhodné
použít?
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Obr. 4.2: Vývojový diagram pro volbu rotačního schématu
4.4.1 Round Robin - jednoúrovňové rotační schéma
V rámci tohoto schématu je možné vyhradit pro každý pracovní den jednu pásku,
kam budou ukládány zálohy a tím získat obnovu dat s maximálním 1 denním posu-
nem zpět (týden = 5 pracovních dní). Pásky budou postupně rotovat a při zaplnění
kapacity pásku dojde k výměně za nové médium. Pro určení konkrétního počtu pás-
kovým médií bude potřeba v rámci šesti měsíců lze vycházet z jednoho pracovního
týdne, kdy je potřeba 5 médií v setu. Standardní měsíc má délku 4 týdny. V tabulce
4.1 byl proveden výpočet kolik je potřeba páskových médií.
1. Aplikace FB typu zálohy
Při použití FB typu zálohy se budou zálohovat veškerá data každý pracovní
den (tj. 10 GB). Pro zaplnění jednoho páskového média s kapacitou 8 GB je
nutné na něj ukládat zálohy celých 7 týdnů. První záloha pořízená v pondělí
má velikost 10 GB, následující pondělí s ohledem na denní růst dat 0,01 GB
je velikost 10,05 GB atd. Poté budou pro půlroční zálohovací okno existovat
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tři pásková média pro každý pracovní den s označením PO1, PO2, PO3, UT1,
UT2, UT3 atd. , kde budou uloženy zálohy z uplynulých 24 týdnů pro jednot-
livé dny.
2. Aplikace IB typu zálohy
Při použití IB typu zálohy je nutné nejdříve vytvořit jednu počáteční FB zá-
lohu (tj. zálohovat data o velikosti 10 GB), aby bylo zřejmé, která data již byla
zálohována a které je nutné zálohovat. Díky tomu, že je uveden denní nárůst
dat 0,01 GB na rotujících médií určených pro út-st-čt-pá není nutná výměna.
”Pondělní” média bude nutné dvakrát vyměnit, s ohledem na FB zálohu, která
je prováděna na začátku každého nového měsíce (po 4 týdnech). Tento krok -
zálohovat FB zálohu na začátku každého měsíce vychází z teoretického úvodu,
kde je zmíněno, že IB zálohy jsou na sebe vázané, pokud dojde k poškození, ně-
které z IB záloh, následující IB zálohy budou znehodnoceny a dojde ke ztrátě
dat.
3. Aplikace DB typu zálohy
Pokud by byla použita pouze DB záloha je nutné tak jako v případě IB vy-
tvořit jednu počáteční FB zálohu. Každá další záloha bude obsahovat data z
předchozích dnů (tj. všechna data od poslední provedené FB zálohy). V rámci
této metody bylo navrženo provádět FB zálohu pokaždé když dojde k zapl-
nění ”pondělního” média a je následně provedena výměna zálohovacích médií.
K zaplnění médií dochází každý 12 týdnů. Výhodou DB záloh je, že zálohy po
sobě jdoucí nejsou na sebe vázané. Na každé nově vytvořené záloze jsou data
ze záloh předchozích.
Počet týdnů Round-Robin
FB IB DB
1 5 5 5
4 5 5 5
12 10 5 5
24 20 5 15
32 25 6 15
48 40 6 25
56 45 7 25
Tab. 4.1: Počet páskových médií potřebné pro jednotlivé typy záloh
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Obr. 4.3: Závislost počtu médií na zvoleném typu zálohy v rotaci Round-Robin
Jak je patrné z grafu 4.1 a z tabulky 4.1, počet pásek roste lineárně s časem ať
už je použit jakýkoliv typ zálohy. Nejvíce pásek spotřebuje FB typ zálohy, nejméně
naopak typ IB. DB záloha nepotřebuje tolik páskových médií, za to ale obsahuje
mnoho duplikovaných dat.
Rotace Round Robin je vhodná pro aplikaci v menších společnostech a všude tam,
kde je možné provádět každý den plnou zálohu. Toto schéma se vytvoří pomocí
interní nebo externí páskové mechaniky, nebo se použije zařízení NAS s vytvořenou
VDL knihovnou, která by sloužila jako primární úložiště dat.
4.4.2 GFS - víceúrovňové rotační schéma
GFS schéma využívá denní - týdenní a měsíční sety médií. Tudíž čtyři sety médií
by stačili pro každodenní zálohu v pracovním týdnu, dva další sety médií je nutné
vyhradit pro týdenní a měsíční zálohy. Pro jeden pracovní týden se potřebují 4
”denní” média, která budou poté každý následující pracovní týden přemazána a 1
”týdenní” médium, které bude přemazáno po uplynutí 5-ti týdnů. Každý čtvrtý tý-
den se záloha bude provádět na ”měsíční” médium, které má dobu zálohy 12 měsíců.
Díky přepisování jednotlivých zálohovacích médií není důležité jaký typ zálohy
bude použit, vždy dojde ke stejnému výsledku - tedy potřebnému počtu zálohovacích
médií. Počet zálohovacích médií pro modelovou situaci je maximálně 21 kusů, které
se po uplynutí dané doby přepisují. Postupný nárůst počtu kusů je znázorněn v
tabulce 4.2. U GFS se dají typy záloh s ohledem na obnovu dat kombinovat, využít
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tedy hybridní typ zálohy, jak je zobrazeno na obrázku 4.4. Oranžové čtverce zobrazují
”denní” typ médií, žluté elipsy ”týdenní” a modrý šestiúhelník ”měsíční” typ médií.
Pokud by se GFS využívalo pro delší časové období (1 rok) je vhodné záložní sety
médií měnit za nové z důvodu jejich opotřebení a zachování delší historie.
Obr. 4.4: Grafické znázornění hybridního typu zálohování pro GFS
4.4.3 Hanojské věže - víceúrovňové rotační schéma
Princip schématu Hanojských věží spočívá v pravidelném střídání různých sad mé-
dií. Při použití 4 sad médií se budou média typu A střídat s médii typu B,C a D.
Díky přepisování jednotlivých zálohovacích médií není důležité jaký typ zálohy bude
použit potřebnému počtu zálohovacích médií. Počet zálohovacích médií pro mode-
lovou situaci je znázorněn v tabulce 4.2. Celkově je potřeba 4 kusy médií, které se
podle daného schématu viz obrázek 4.5 přepisují. U principu Hanojských věží lze
rovněž jak tomu bylo u GFS použít hybridní typ zálohy.
Obr. 4.5: Grafické znázornění hybridního typu zálohování pro Hanojské věže
Hanojské věže - použití tohoto schématu se pokládá za celkem obtížné pro manu-
ální správu, proto se doporučuje využívat zálohovací software s možností naplánování
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celého procesu a také použít páskový autoloader (zařízení s jednou páskovou me-
chanikou). Další možnost je použít páskovou knihovnu (zařízení se dvěma nebo více
páskovými mechanikami) pro dostatečný počet zálohovacích setů médií.
4.5 Celkové srovnání
S ohledem na graf, který je znázorněn na obrázku 4.6 je patrné, že největší spotřebu
zálohovacích médií má rotační schéma Round-Robin. Na druhou stranu obnova dat
u tohoto rotačního modelu nedochází k přepisování zálohovacích médíí a také ob-
nova dat bude trvat podstatně menší dobu, než tomu bude u GFS nebo Hanojských
věží. Jak značí tabulka 4.2 u rotačního modelu GFS lze rotaci záloh odhadnout či
naplánovat podle kalendáře, zálohy se vytvářejí periodicky (den, týden, měsíc).
Počet Round-Robin GFS Hanojské věže
týdnů 4 sady médií
1 5 5 4
4 5 8 4
12 10 12 4
24 15 15 4
32 20 17 4
48 30 21 4
56 35 21 4
Tab. 4.2: Počet páskových médií za období 1, 4, 12, 24 a 48 týdnů pro FB zálohu
U GFS lze vypozorovat z grafu 4.6 rozdíl oproti schématu Round-Robin. Počet
pásek s časem nepatrně stoupá až se dostane k počtu 52 týdnů, kde stagnuje. V
tuhle chvíli dochází k přepisování ”měsíčních” médií. U principu Hanojských věží se
využívá pouze 4 sad médií, které se postupně přepisují, proto nedochází k nárůstu
počtu zálohovacích médií. Z grafu 4.6 je možné vypozorovat rozdíl oproti rotačnímu
schématu Round-Robin. Počet pásek s časem nepatrně stoupá až se dostane k počtu
52 týdnů, kde stagnuje. V tuhle chvíli dochází k přepisování ”měsíčních” médií. U
rotačního principu Hanojských věží je potřeba nejméně kusů zálohovacích médií.
Ve velkých firmách se nejčastěji využívají IB typy záloh s ohledem na potřebnou
kapacitu. Na každém osobním počítači zaměstnance je nainstalován software s de-
faultním nastavením, které si poté může zaměstnavatel nastavit podle své potřeby.
IT tým, který má na starosti zálohování v těchto firmách kontroluje pravidelně zda
51
zálohy probíhají, nejsou poškozené a mají i přehled o průměrných velikostech vytvá-
řených záloh. Ve velkých firmách funguje i zálohovací politika - je přesně definováno,
co je určeno k zálohování a co nikoliv. Mezi ”zakázaná” data patří multimediální
data, která jsou náročná na potřebnou kapacitu a většinou ani nesouvisí s náplní
zaměstnání.
Obr. 4.6: Graf znázorňující všechna rotační schémata při použítí FB zálohy
4.6 Shrnutí
Obecné shrnutí v bodech. Diky tomuto postupu je možné získat schéma zálohování
(kde použít FB, IB, DB a jejich propojení) a počet a typ vhodných úložišť. Mezi
nutné informace pro realizaci zálohování patří:
1. Intervaly mezi zálohami.
2. Doba cyklu.
3. Nejzazší bod obnovy.
4. Počáteční objem dat 𝐷0.
5. Přírůstek dat mezi sousedícími zálohami 𝑑.
52
Jak postupovat při realizaci:
1. Vyber typ cyklu:
• plochý: jen FB (velká kapacita dat, rychlá obnova dat).
• hierarchický: kombinace FB, IB, DB (nízká kapacita dat, pomalá obnova
dat):
– GFS: více zálohovacích médií (úložišť), kalendářní schéma.
– Hanojské věže: méně zálohovacích médií (úložišť), nevyužívá kalen-
dářní schéma.
2. Vypočítej kapacitu zálohovacích médií(úložišť):
• FB: 𝐷0 + 𝑖 · 𝑑 pro i-tou zálohu (dostatečná rezerva).
• IB, DB: 𝐾 · 𝑑 kde K je vzdálenost od referenční zálohy.
3. Zřetěz cykly k nejzazšímu bodu obnovy.
4. Redukuj starší cykly podle požadavků na dostupnost (nepotřebné nebo dupli-
kované zálohy lze zrušit a jejich média přepsat dalšími zálohami).
5. Zpětně zkontroluj splněné požadavků, pokud nevyhovuje vrať na předchozí
body.
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5 JAK ZÁLOHOVAT MENŠÍ OBJEM DAT
Při zálohování menšího objemu dat není nutné promýšlet strategie, dobu zálohování
nebo další parametry, které byly uvedeny v předchozí kapitole. Stačí vybrat pouze
vhodné zálohovací médium nebo software a v pravidelných intervalech zálohovat
data.
Obvykle využívají běžní uživatelé tyto možnosti zálohování:
• Synchronizaci dat - data jsou synchronizována na druhý identický disk (externí
disk) nebo webový server. Pro synchronizaci je možné využít jeden z populár-
ních synchronizačních nástrojů od firmy Microsoft Live Mesh. Tento nástroj
umožňuje práci s daty z různých míst i platforem nebo sdílení složek mezi více
uživatelů. Další oblíbené nástroje jsou Dropbox, kde lze pohodlně synchronizo-
vat data, která jsou uložena na webovém serveru s daty v uživatelově počítači,
GoodSync, Allway Sync, Network File Monitor Pro, nebo MirrorFolder.[17]
• Kompresi dat a následné vytvoření kopie dat - data určená pro zálohu jsou
komprimována a poté se z nich vytváří jejich kopie ("vypálí se") na optické
médium pomocí speciální software např. Nero Burning Room. Mezi uživatelsky
oblíbené aplikace pro komprimaci dat patří WinRAR nebo 7-zip.
• Vytvoření kopie dat - data se překopírují na jiné médium (externí disk, usb
flash disk, FTP server). Občas uživatelé využívají i své e-mailové schránky
provozované třetí stranou jako úložiště dat.
Modelová situace
Běžný uživatel (např. student VŠ) vlastní osobní počítač nebo notebook, v rámci
každého pracovního dne potřebuje zálohovat menší objem dat - soubory osobní pošty
a dalších messengerů (student využívá poštovního klienta - Outlook/Thunderbird,
dále komunikátor icq a jabber), soubory MS Office (tabulkové a textové dokumenty).
Čas od času si tento uživatel chce zálohovat i soubory multimediálního charakteru -
audio, video nebo fotografie. Již z definice souborů určených pro zálohu vyplývá, že
data pracovního charakteru (pošta, dokumenty atd.) nebudou obsahově náročná -
tj. nebudou mít kapacitu větší než 1 TB. U multimediálních dat určených pro zálohu
je možné, že velikost přesáhne 1 TB. Jak zálohovat taková data?
Řešení modelové situace - zálohovací plán vypadá následovně:
• Definice souborů, určených pro zálohu - již v popisu modelové situace je uve-
deno, co je pro běžného uživatele důležité - tedy především soubory a archivy
poštovního klienta, komunikátorů. Dále také data multimediálního charakteru.
• Určení zálohovací periody - uživatel potřebuje zálohovat data z poštovního
klienta v rámci každého dne.
54
• Určení času zálohování - uživatel není limitován, zálohování dat může probíhat
kdykoliv během dne.
• Zodpovědnost za zálohy - uživatel provádí zálohování dat sám, je tedy sám
zodpovědný i za případnou obnovu dat.
• Volba zálohovacího média - při ní lze využití vývojový diagram zobrazený na
obr. 5.1.
Obr. 5.1: Vývojový diagram pro volbu zálohovacího média
Multimediální data určená pro zálohu patři do skupiny, kde není potřeba je jakkoliv
modifikovat, také není nutné, aby tato data byla on-line dostupná. Jako zálohovací
médium lze zvolit CD, DVD nebo jiné optické médium, kam se poté data "vypálí".
Vytvoří se tedy FB dat na optický disk. Data lze obnovit vložením tohoto disku
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do mechaniky a spuštěním potřebných souborů. Pro data určená pro každodenní
zálohování je možné využít zálohovací software, například ten, který je součástí kaž-
dého OS Windows. Program Backup od společnosti Microsoft umožňuje nejenom
Obr. 5.2: Znázornění programu Backup společnosti Microsoft
zálohování dat, ale i jejich obnovu. Na obrázku 5.2 je zobrazeno programové okno
Backup, ve kterém si uživatel sám vybere, které soubory chce zálohovat. Ovládání
celého programu je intuitivní a uživatelsky přívětivé, Backup obsahuje i průvodce,
který krok po kroku pomůže nastavit zálohování což ocení především uživatelé bez
předchozích zkušeností se zálohováním dat. Mezi základní výbavu programu Backup
patří i plánování jednotlivých úloh pomocí kalendáře, který lze najít v záložce Na-
plánované úlohy - viz obrázek 5.2. Obecně platí, že při prvotním spuštění se vytvoří
úplná záloha a do následujících záloh bude nástroj přidávat nové nebo změněné in-
formace - tedy budou se vytvářet inkrementální zálohy. Data se ukládají na místo,
které si uživatel taktéž může zvolit - další disk či externí disk.
Na stejném principu fungují i další programy ať už open-source nebo licencovaný
software. Mezi open-source stojí za zmínku FBackup, Areca Backup, TrueSafe, GFI
Backup Home Edition, SyncBack Freeware nebo Cobian Backup. [18]
56
6 ZÁVĚR
V diplomové práci jsem se zaměřila na problematiku zálohování dat. V rámci te-
oretického úvodu byly připomenuty principy zálohování, jednotlivé typy záloh a
matematické modely pro určení objemu dat. Také byla zmíněna i samotná strategie
zálohování a rotační schémata, která jsou nejčastěji využívána v praxi. Teoretický
úvod je doplněn o přehledný popis jednotlivých zálohovacích médií, které je možné
při zálohování plně využít, na závěr kapitoly věnované zálohovacím médiím je i
stručné srovnání jednotlivých zálohovacích médií a jejich cen.
V praktické části se zabývám definováním důležitých parametrů, které jsou stě-
žejní pro každé zálohování, ve své práci zmiňuji i nutnost pravidelné kontroly vytvo-
řených záloh nebo správnou volbu úložiště médií. Dále navrhuji optimální způsob
zálohování velkého objemu dat s ohledem na zvolené rotační schéma nebo typ zálohy.
V rámci návrhu jsou rozebrány jednotlivé metody rotačních schémat i typů záloh
a výsledky jsou porovnány pomocí grafů a tabulek. Ze závěrečného srovnání všech
rotačních schémat vyplynulo, že pokud bude uživatel požadovat rychlou obnovu dat,
musí počítat s velkou spotřebou zálohovacích médií. V opačném případě je možné
potřebnou kapacitu snížit použitím různých typu záloh, ale následná obnova dat
bude časově náročnější.
Mou snahou v této práci bylo přehledně seskupit informace týkající se zálohování
dat a vytvořit obecný popis (metodiku) jak postupovat při zálohování velkého ale i
malého objemu dat. Věřím, že tuto metodiku ocení nejenom zkušení uživatelé, ale i
ti, kteří nemají se zálohováním dat žádné zkušenosti.
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SEZNAM SYMBOLŮ, VELIČIN A ZKRATEK
DSP Číslicové zpracování signálů – Digital Signal Processing
BIA Analýza dopadů – Business Impact Analysis
CD Kompaktní disk – Compact Disk
CDP Nepřetržitá úplná záloha – Continuous Data Protection
DB Rozdílová záloha – Differential Backup
DVD Kompaktní disk – Digital Video Disk
FB Úplná záloha – Full Backup
FTTH Internetové přípojení pomocí optického vlákna – Fiber to the home
HDD Pevný disk – Hard disk drive
IB Inkrementální záloha – Incremental Backup
ISP Poskytovatel internetu – Internet service provider
MS Microsoft system
MTD Maximální tolerovaný prostoj – Maximum Tolerable Downtime
OS Operační systém – Operation System
RAID Vícenásobné diskové pole – Redundant array of inexpensive disks
RPO Cílový bod obnovy – Recovery Point Objective
RTO Cílový čas obnovy – Recovery Time Objective
SCSI Počítačové rozhraní – Small Computer System Interface
SD Typ paměťové karty – Security Digital
SDHC Typ paměťové karty – Security Digital High Capacity
SDXC Typ paměťové karty – Secure Digital eXtended Capacity
SSD Typ pevného disku – Solid-state drive
STA Internetové připojení přes kabelovou televize
UPS Zdroj nepřerušovaného napájení – Uninterruptible Power Supply
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USB Počítačové rozhraní – Universal Serial Bus
WRT Čas potřebný pro obnovu – Work Recovery Time
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A PRVNÍ PŘÍLOHA - TABULKOVÁ PŘÍLOHA
Číslo Název standardu Obsah
1 Yellow book Definuje format CD-ROM, byl vytvořen firmami
Sony and Phillips a patřil mezi první rozšíření
Red book.
2 Green book Standard, který specifikuje ukládání
interaktivních multimédií.
3 Orange book Popisuje formát CD-R a CD-RW. Obecně
specifikuje standart pro multisession zápis.
4 White book Definuje digitální formáty pro ukládání
videa- VCD, SVCD.
5 Red book Standard pro audio CD. Byla vydána v roce
1980 a ratifikována jako IEC 60908 v roce 1987.
6 Blue book Popisuje ukládání zvukové stopy a počítačová
data na jeden disk. Standard znám i jako
Enhanced CD.
7 Scarlet book Standard pro ukládání audia na read-only disk
ve vysokém rozlišení.
8 Beige book Specifikace vytvořené firmou Kodak upřesňující
digitalizaci a ukládání fotek na CD.
Tab. A.1: Technické standardy pro CD média
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Název Mozy Xdrive ADrive DriveHQ SkyDrive
Prostor 2 5 50 1 5
poskytovaný
zdarma [GB]
Možnost ne ano ano ano ano
přístupu
přes webové
rozhraní
Možnost sdílení ne ano ano ano ano
souborů
Automatizované ano ano ne ano ne
zálohování
Zajímavosti Možnost Umožňuje i Možnost Služba České
šifrování manuální editace poskytuje uživatelské
souborů, umístění dokumentů zajímavé rozhraní.
k dispozici souborů na serveru. nástroje
128 bitové na server pro práci
zabezpečené bez nutnosti s obrázky,
SSL připojení a instalace prostor
448 bitové software. lze využít
šifrování. i jako FTP
nebo
e-mailový
server.
Tab. A.2: Přehled nejzajímavějších řešení pro online zálohování
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B DRUHÁ PŘÍLOHA - FINANČNÍ PŘEHLED
V dnešní době se bohužel vše točí kolem peněz. Při plánování je také nutné zohlednit
náklady na instalaci a zprovoznění zařízení specialisty (techniky). Dále i dokumen-
tace, metodické pomůcky a evidence, všech zařízení, které jsou součástí zálohovacího
systému se jistě vyplatí.
Níže v tabulkách B.1, B.2, B.3, B.4, B.5, B.6, B.7 je malý finanční orientační pře-
hled cen jednotlivých zařízení, právě cena je ve většině případě základním bodem
pro volbu zálohovacího média.[10][20]
Název kategorie Název produktu Obecný popis Cena [Kč/ks]
Optická média - Verbatim CD-R - 700 MB rychlost zápisu 52x 14,-
- Verbatim DVD-R - 1.4 GB rychlost zápisu 4x, 23,-
- Verbatim DVD-RAM - 4.7 GB rychlost zápisu 3x, 57,-
- Verbatim BD-R -50 GB rychlost zápisu 6x, 200,-
Optická média - Sony Optiarc AD-5280S DL, SATA 450,-
interní DVD R/RW
mechaniky - LG CH10LS-LRB - BD-ROM, SATA, 1 647,-
CD-RW, DVD-RW/+RW/RAM,
- LG CH10LS-LRBB OEM - SATA, LightScribe, 1 509,-
CD-RW, DVD-RW/+RW/RAM, OEM
- Sony BWU-500S - BD-R, SATA, podpora 2 450,-
DVD
Tab. B.1: Finanční přehled - optická média
Název kategorie Název produktu Obecný popis Cena [Kč/ks]
Vypalovací - Nero Multimedia multimediální balíček softwaru 1 899,-
software Suite 11 ve výhodné sadě, Nero Vision
Platinum HD Xtra s rozšířením o Nero
Video Premium HD, podpora
pro přehrávání Blu-ray disků,
Nero Burning ROM a Nero
BackItUp, Burn v češtině,
kompatibilní s Windows
Tab. B.2: Finanční přehled - Vypalovací software
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Název kategorie Název produktu Obecný popis Cena [Kč/ks]
Pevné disky - WD My Passport HDD, 2.5", 5400ot./min. 3 160,-
externí Studio 500 GB USB 2.0, FireWire 800
ukazatel kapacity,
nevyžaduje napájecí zdroj,
hmotnost 180 g;
pro Mac OS X
- Samsung M2 Portable HDD, 2.5", 5400ot./min., 2 135,-
640 GB, USB 3.0 přenosová rychlost
až 5 Gb/s, nevyžaduje
napájecí zdroj
17.6x81.9x110.6 mm
hmotnost 155g
- WD My Passport HDD, 2.5", 5200ot./min., 2 930,-
Essential SE 1 TB USB 3.0, přenosová
rychlost až 5 Gb/s,
hmotnost 200 g
- Seagate FreeAgent HDD, 2.5", 5400ot./min., 3 990,-
GoFlex 1.5 TB USB 3.0 přenosová rychlost
až 5 Gb/s, nevyžaduje
napájecí zdroj,
22x89x120 mm,
hmotnost 280 g
- WD My Book Live 3 TB osazeno diskem WD 4 590,-
GreenPower, 5400ot./min,
rozhraní GB LAN, externí
napájecí zdroj, hmotnost
1.09 kg, rozměry
167x50x139mm
- WD My Book HDD, 3.5",zvýšená odolnost 4 478,-
Essential 3 TB USB 3.0 vůči nárazům, externí
napájecí zdroj, hmotnost
1.18 kg, rozměry
165x48x135 mm,
Tab. B.3: Finanční přehled - Pevné disky
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Název kategorie Název produktu Obecný popis Cena [Kč/ks]
Flash - Kingston DataTraveler USB 3.0, kompatibilní 1 090,-
disky Elite 3.0 32GB USB 2.0, výsuvný
konektor
- Kingston DataTraveler vyšší odolnost proti 5 360,-
HyperX 128GB USB 3.0 nárazu a vodě, gumové
provedení, rychlost
čtení až 225MB/s,
zápis až 135MB/s
Paměťové - SanDisk Memory Stick rychlost zápisu 6 MB/s 892,-
karty Pro DUO 16GB rychlost čtení 6 MB/s
- Kingston Secure kompatibilní se 445,-
Digital 16GB SDHC standardem SDHC,
(value class10) Class 10
- Kingston Secure kompatibilní se 400,-
Digital micro 16GB SDHC standardem SDHC,
class 10 Class 10
min. rychlost přenosu
dat 10 MB/s
Tab. B.4: Finanční přehled - Flash disky a paměťové karty
Název kategorie Název produktu Obecný popis Cena [Kč/ks]
NAS zařízeni - D-Link DNS-325 box NAS pro 2x HDD 3.5"SATA , 3 525,-
4 TB systém EXT3, konektor RJ45
(Ethernet 10/100/1000), 1x USB 2.0,
protokoly CIFS, AFP, FTP, NFS,
Bonjour, Basic, JBOD, RAID 0/1
- QNAP TS-559 box NAS pro 5x HDD 3.5"SATA 18 325,-
Pro II NAS systém FAT, NTFS, EXT3,EXT4,
15 TB 2x konektor RJ45
(Ethernet 10/100/1000)
6x USB 2.0, 2x eSATA,
CPU 1.8GHz DC, 1GB RAM
protokoly CIFS/SMB, AFP, NFS,
HTTP, FTP, DDNS, NTP, Basic,
RAID 0/1/5/6
Tab. B.5: Finanční přehled - NAS zařízení
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Název Název Obecný popis Cena
kategorie produktu [Kč/ks]
Zálohovací - Acronis Disc Director 11 nástroj pro komplexní správu 821,-
software HOME CZ Upgrade pevných disků, umožňuje
vytvořit, odstranit, zvětšit,
zmenšit diskové oddíly
bez ztráty dat, nově podporuje
Windows 7, dynamické disky a
disky typu GPT, upgrade ze starších
ze starších verzí Disc Director
česká verze
- Acronis Backup and nástroj pro komplexní správu 1 490,-
Recovery 10 Advanced pevných disků, elektronická licence
Workstation platnost 12 měsíců, česká verze,
umožňuje centralizované zálohování
a obnovu stanic, tvorba záloh
celých systému nebo jen vybraných
souborů a adresářů 1 100,-
- Backup2009 PRO zálohovací program, využívá
zálohování dat ve formatu .zip
kopírování, synchronizace dat.
Podporuje jakékoliv médium (HDD,
USB externi disk, FTP server atd.)
Tab. B.6: Finanční přehled - Zálohovací software
Název Název Obecný popis Cena
kategorie produktu [Kč/ks]
Pásková - LTO3 400/800 GB kompaktní a velmi spolehlivé, určené 2 242,80,-
média WORM Dell pro zálohování a archivaci velkých
objemů dat
- RD1000 Dell Lehká, rychlá a extrémně odolná 8 194,80,-
SATA, pojme až 320 GB dat
(640 GB po komprimaci)
- PV RD 1000 Lehká, rychlá a extrémně odolná 15 490,80,-
Dell pojme až 1 TB dat
Tab. B.7: Finanční přehled - Pásková média
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