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概要 
As increasing the awareness of disaster prevention and mitigation, various early warning systems have been 
developed and operated in Japan. In most cases, a system is composed of servers and clients. A server receives 
warning information from ministries and other government agencies and redistributes it to clients. Clients are 
normally deployed in a fixed and protected area, such as a server room, in order to ensure the reliable reception of 
the information. We have studied mobile clients of early warning systems. In this paper, we focus on connectivity 
testing in early warning systems operated with mobile clients. Conventional testing methods assume only a stable 
environment based on wired networks. We discussed issues and requirements of the testing method in an unstable 
environment including wireless links. 
In this paper, we conducted experiments on connection confirmation communication when we operated an 
emergency bulletin reporting system on a wireless network using mobile terminals. We also discussed how to 
manage the receiving terminal when operating the emergency bulletin reporting system in the wireless network. 
 
 
1.  はじめに 
 
日本は外国と比べ地震，台風による洪水等の自
然災害が多く発生している[1]．2011 年 3 月 11 日
の東日本大震災以降でも，2016 年 4 月 16 日に発
生した熊本地震など甚大な被害が発生した地震
が発生している．台風などによる大きな被害が発
生した水害については，2011 年の台風 12 号，2013
年の台風 26 号，2014 年の広島市土砂災害，2015
年の関東・東北豪雨，2017 年の九州北部豪雨など
が発生している．それ以外にも，2014 年の平成









































































































































































えば，OSPF (Open Shortest Path Fast) [10] では，隣
接ルータ同士の生存確認のために定期的に接続




さらに，IETF (Internet Engineering Task Force) で
は下位層の通信媒体やルーティングプロトコル
に依存せず，低コストかつ高速な障害検出の仕組



















































































の規格は IEEE 802.11n である． 







実験 1 では，図 3 に示す手順で受信端末の IP
アドレスが変化しないときの接続確認通信の実
験を行った．実験 2 では図 4 に示す手順で受信端
末の IP アドレスが DHCP で取得できないときの











































図 3  IP アドレスが変化しない際の実験手順 
 










結果を表 1 に示す．ただし，表の実験 1-①とは，













































































図 4  IP アドレスが DHCP で取得できない際
の実験手順 
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