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INTRODUCCION 
 
Hoy en dia las aplicaciones para la gestion de servicios TI tienen que estar alineadas a los 
objetivos del negocio. La getion de servicios de TI o ITSM va de la mano con el marco 
de referencia ITIL, ITSM indica como desarrollar ciertos procesos de gestion de servicios 
TI, mientras que ITIL es un conjunto de buena pracicas que indica que es lo que hay que 
realizar para alinearse a ITIL. 
En el Capitulo 1 se desarrollara la definicion del problema, definicion de obejtivos, 
alcances y limitaciones, estado del arte. Siendo la ultima una de las importantes ya que la 
informacion buscada se convienrte en sustento para el presente trabajo. 
En el segundo capitulo se desarrola el Marco Teorico y marco conceptual, en este capitulo 
se ha recopilada bastante informacion para dar un respaldo a nuestro tema de 
investigacion, asi como tambien el marco conceptual donde ingresamos todas las 
herramienta que se ha utilizado durante el proyecto. 
En el tercer capitulo se presenta el proceso de solución, en nuestro caso hemos utilizado 
una metodologia de implementacion ITSM con marco referencial ITIL PMBOK. Cabe 
resaltar que utilizaremos ciertos procesos del ciclo de vita ITIL al igual que PMBOK, en 
este caso nos concentraremos en el alcance del proyecto. 
En el cuarto capitulo se presenta los resultados, los cuales son el desarrollo de los 
objetivos, con el fin de sustentar y evidenciar que la implemntacion de un Help Desk ha 
apoyado a mejorar la administracion de los servicios TI en la organización. 
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CAPITULO 1 
ASPECTOS GENERALES 
 
1.1. Definición del Problema 
1.1.1. Descripción del Problema 
El tema investigativo tiene como unidad de análisis la empresa Exalmar 
S.A.A. y está orientado a la implementación de una mesa de ayuda, referente 
a ello se observa que la atención al usuario que actualmente se brinda de 
manera cotidiana no es la adecuada ya que se realiza mediante una llamada 
o envío de correo al área de TI. 
El cliente indica su incidencia o requerimiento lo cual se procesa, en tal 
situación no se cuenta con un registro de incidentes, ni hora de inicio y fin, 
sin ningún tiempo de atención por cada servicio. Existe una dilatación de 
tiempo en el cual un usuario requiere para tramitar una solicitud o 
requerimiento. 
Se han registrado perdida de llamadas o correos no atendidos de solicitudes 
o requerimientos hacia el área de TI, así como también existe una falta de 
motivación y/o objetivos del área de TI frente a las solicitudes y 
requerimientos que se tienen en la organización. 
La implementación de una mesa de ayuda en tal sentido, es necesaria e 
importante llevarla a cabo en la organización, porque permite mejorar la 
atención al cliente basándose en indicadores, un mejor control y orden de 
los activos de TI y llevando un historial de incidentes, es por estos aspectos 
que es relevante el contar con un software  de mesa de ayuda, para seguir 
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actualizando y mejorando el área de TI, y estar vigente a través de la mejora 
continua y en respuesta a las mejores prácticas de ITIL. 
Figura 1: Árbol de Problemas 
 
Fuente. Elaboración propia 
 
1.1.2. Formulación del Problema 
¿En qué medida la implementación de mesa de ayuda GLPI contribuirá a 
mejorar la gestión del área de TI frente a los incidentes, requerimientos y 
activos en la organización?  
 
 
 
 
 
12 
 
1.2. Definición de objetivos 
1.2.1. Objetivo general 
Implementar una mesa de ayuda para mejorar los procesos de atención de 
incidentes y requerimientos al usuario en la empresa Pesquera Exalmar 
S.A.A.  
 
1.2.2. Objetivos específicos 
 Desarrollar una gestión de incidentes y requerimientos solicitados por el 
usuario. 
 Generar una adecuada administración del catálogo de servicios. 
 Generar un inventario de activos TI. 
 
1.3. Alcances y limitaciones 
1.3.1. Alcances 
 El alcance se situará en la implementación de un Help Desk para la 
organización a través del software GLPI, en el cual los usuarios puedan 
registrar los incidentes y requerimientos bajo un lineamiento de buenas 
prácticas y recomendaciones. 
 Se podrá contar con un inventario de activos para su mejor gestión y eso 
del mismo. 
 El software de Help Desk GLPI soporta todo el ciclo de vida de ITIL, de 
los cuales utilizaremos algunos procesos. 
 El usuario podrá registrar un incidente o requerimiento por medio de la 
plataforma o enviando un correo a una dirección predefinida. 
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1.3.2. Limitaciones 
Se listan las limitaciones del proyecto: 
 El desarrollo del proyecto de investigación aplica solo para personal 
administrativo. 
 El equipo de TI no podrá registrar incidentes y requerimientos vía 
teléfono. 
 Los cambios de acuerdo de nivel de servicio se cambiarán previa 
coordinación con la gerencia y/o jefatura del área solicitante. 
 El acceso al Help Desk es exclusivo para usuarios que se encuentran 
dentro del dominio de la organización. 
1.4. Justificación 
1.4.1. Tecnológico 
Facilitará el uso de un software de mesa de ayuda, el cual nos mostrará un 
registro de incidentes y requerimientos de forma ordenada con información 
segura y confiable. Por lo tanto, el cliente interno, externo y el área de TI se 
beneficiarán de esta implementación, ya que agilizara el proceso de atención 
al mismo. 
1.4.2. Económico 
Se reducirán gastos con una mesa de ayuda, debido a que se gestionarán los 
incidentes y requerimientos bajo tiempos establecidos por un acuerdo de 
nivel de servicio. Se tendrá información y recomendaciones para tomar 
acciones de mejora continua. 
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1.4.3. Operativo 
Aumento de la productividad de los usuarios, evitando que acudan a sus 
compañeros de trabajo, generando tiempos improductivos y solucionando 
en menor tiempo un porcentaje de los incidentes y requerimientos. 
 
1.5. Estado del Arte 
1.5.1. Internacionales 
De la Cruz y Rosas (2012) de la Universidad Nacional Autónoma de México 
realizo una investigación llamada Implementación de un Sistema Service 
Desk basado en ITIL, como objetivo tenía el desarrollar una herramienta de 
TI el cual se utilizará para la administración de incidentes y requerimientos 
de los trabajadores, el cual vendría a ser una Mesa de Servicios y cuya 
implementación sea bajo el marco de referencia ITIL. La mesa de ayuda 
desarrollada tuvo como nombre Reports System bajo el marco de referencia 
ITIL enfocándose en los procesos y subprocesos del ciclo de vida ITIL. 
 
Según (Guzmán-Angel), del Departamento de Administración de 
Tecnologías de Información – Universidad del Valle de México, publico un 
artículo sobre la implementación de ITIL en organizaciones a nivel mundial, 
las mismas organizaciones están capacitando a sus colaboradores en la 
implementación de la misma, con el objetivo de facilitar calidad de gestión 
del servicio dentro de la organización, como por ejemplo se tienen las 
siguientes organizaciones: 
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 Tecnología: Microsoft, IBM, HPE, Fujitsu, IBM 
 Distribuidores: Walmart and Staples, Target 
 Entidades Financieras: Citi Bank, Banco de America, Barclay’s Bank 
 Entretenimiento: Sony, Disney 
 Manufactura: Toyota, Bombardier 
 Laboratorios: Pfizer, Takeda Pharmaceuticals. 
Como conclusiones, implementar ITIL como marco referencial de buenas 
prácticas es brindar un servicio de calidad dentro de la organización 
haciendo diferencias entre sus competidores. Una característica principal en 
la implementación de una mejor práctica es prevenir al usuario, analizar 
patrones de comportamiento del usuario frente a incidentes o 
requerimientos, que el uso de sistemas de gestión de servicios TI se puedan 
medir, para facilitar una mejor calidad frente a las necesidades de los 
usuarios.  
 
El proyecto de investigación “Análisis de impacto del Help Desk en los 
procesos del Departamento de Soporte Técnico en una Organización” de la 
Universidad Politécnica Salesiana desarrollado por Ponce y Samaniego 
(2015), nos comenta que al implementar el software TI (GLPI) se 
optimizarían los recursos, agilizando los tiempos de respuesta frente a 
incidentes y requerimientos. Llegando a la conclusión que se obtuvo una 
mejora notable en la gobernalización de TI, donde los procesos se 
desarrollan de forma ágil y ordenada y como consecuencia un área de TI 
funcional y eficiente. 
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De acuerdo a la configuracion de los procesos basados en ITIL en la 
compañía SinergyTeam, Urgilés (2013), indica que la percepción de una 
organización observándola por dentro y por fuera no es la adecuada si es 
que no están definidos ciertos procesos. La creación de estos procesos puede 
ser sencillo siempre y cuando se tenga información oportuna. 
 
1.5.2. Nacionales 
En el año 2016, Correa Gonzales, en su proyecto de la Universidad Nacional 
de Trujillo “Implementación de un Help Desk en el Departamento de 
Tecnología de Información” precisa que, al no tener un software de 
servicios TI, los procesos del área no son los óptimos tales como ausencia 
de indicadores de gestión en el área de TI. El autor concluye que con el 
desarrollo de un Help Desk en la organización, el área de TI ha podido 
registrar el 100% de los incidentes, se generó acuerdos de nivel de servicio 
y con este proceso pudieron medir el área para una mejora continua de la 
misma. 
 
Según Alfaro(2017) del centro de estudios Católica Los Ángeles de 
Chimbote realizo la tesis “Implementación de un sistema de Help Desk 
basado en GLPI (Software Libre) en la empresa Austral Group S.A.A” – 
Lima-Chancay, describe que la organización requiere optimizar los tiempos 
de respuesta a los problema que presentan los incidentes y requerimientos 
solicitados por los usuarios. Para ello utilizo la herramienta de gestión de 
servicios TI GLPI la cual es un software libre el cual permitió mejorar la 
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administración de incidencias y requerimientos, y al ser libre la empresa se 
ahorró en licencias que conlleva una herramienta de gestión TI. El autor 
concluye que implementando la herramienta de gestión TI GLPI logra 
optimizar los tiempos de respuesta frente a incidentes y requerimientos, así 
como también llevar un mejor control de los activos de TI dentro de la 
organización, ya que se logró llevar un registro de equipos reincidentes con 
el mismo inconveniente sin dejar de tratar algún incidente. 
 
El Banco de Crédito del Perú y otras empresas del grupo Credicorp 
implementaron un CA Services desk Manager, en definitiva, la herramienta 
daba indicios de que iba a ofrecer buenas soluciones, sin embargo, 
demandaría bastante esfuerzo dentro de la organización. Hay que tomar en 
cuenta que una herramienta de TI no es la solución al problema, sino que 
apoya a la organización a ordenarse en sus procesos y/o darse cuenta que 
debe ordenarse. 
Si no se está ordenado en procesos y en tu forma de trabajo, así se trate de 
la mejor herramienta, no funcionará. Se tuvieron que adecuarse, ordenar 
procesos, crear metodología de gestión de incidentes, gestión de problemas 
y luego de hacer todos esos cambios, utilizar el producto. Todo esto ha 
conllevado un esfuerzo de tres años para ‘reinventar’ todos los procesos y 
adecuarlos al ciclo de vida ITIL, de hecho, CA Service Desk Manager es 
una solución certificada por Pink Elephant en los 14 procesos ITIL. 
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CAPITULO 2 
MARCO TEÓRICO 
2.1. Fundamento teórico 
La organización fue fundada en el año 1992, cuenta con 27 años de experiencia en 
el sector pesquero en el cual se desarrollan dos líneas de negocio las cuales son el 
consumo humano directo (CHD) y el consumo humano indirecto (CHI), teniendo 
como valores la integridad, responsabilidad, respeto, excelencia y comunicación. 
La misión de la empresa es el desarrollar de forma sostenible productos 
hidrobiológicos de calidad, y la visión es ser reconocidos por nuestros clientes como 
una entidad sostenible y proveedora de productos de alto valor proteico. 
La empresa cuenta con 01 oficina principal la cual llamaremos San Isidro, 06 
plantas de consumo humano indirecto las cuales son Planta Callao, Flota Callao, 
Tambo de Mora CHI, Planta Huacho, Planta Chimbote, Planta Chicama y 02 
plantas de consumo humano directo Tambo de Mora CHD y Planta Paita. 
Estas 09 sedes constituyen la población de trabajadores a la que Help Desk facilita 
sus servicios, el cual en el presente es aproximadamente 350 colaboradores los 
cuales constituyen el personal administrativo y 800 colaboradores que vendrían a 
ser el personal obrero. En este caso de estudio el servicio de Help Desk estará 
dirigido a todo el personal administrativo de las 09 sedes. La cantidad presentada 
de usuarios hace referencia a una carga laboral considerable que debe desarrollar el 
área de TI para cubrir la demanda y cumplir con las necesidades de los usuarios. 
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2.1.1. Metodología  
La metodología a usar es Gestión de Servicios TI (ITSM) basado en ITIL 
para la implementación de un Help Desk creada por Sandeep Kumar 
Seeram, el cual menciona que en la actualidad existen muchos fallos cuando 
las empresas deciden implementar ITIL para los servicios que TI ofrece, es 
por ello que la administración de servicios TI ha ido cambiando en el 
tiempo, puesto que en la actualidad se ha integrado con ITIL el cual es un 
marco referencial de buenas prácticas basado en procesos para administrar 
los servicios TI, donde ITIL documenta y define cuales son las  buenas 
prácticas y la administración de servicios TI (ITSM) las emplea para cumplir 
con las prioridades y requerimientos de los usuarios. 
Sandeep, nos menciona cuales son los pasos para una implementación de 
ITSM y  Help Desk los cuales se describen a continuación: 
Fase 1: Definición del requerimiento 
Se recopilará la información necesaria y se redacta la definición del 
requerimiento  
Fase 2: Selección del Software 
El software que se seleccione debe de estar enfocado en ITIL, puede ser un 
software comercial o de código abierto y que cumpla con los requisitos de 
la compañía para administrar los procesos de ITIL. 
 
 
 
20 
 
Fase 3: Preparar los requerimientos para la configuración del Software 
Una vez seleccionado el Software a usar, se determinará la información 
específica sobre la instalación y configuración inicial, el acuerdo de nivel 
de servicio se tendrá que desarrollar para la configuración del Help Desk. 
Fase 4: Implementación y pruebas del Software 
Se tendrá que completar con datos como, por ejemplo, usuarios finales, 
expertos responsables, unidades de soporte, tiempos de SLA, etc. Una vez 
se terminada la instalación y las actividades de configuración finalizadas, se 
pueden realizar pruebas operativas del sistema (se define un grupo de 
colaboradores quienes registraran incidentes y requerimientos para recopilar 
datos del uso del software y se puedan realizar ajuste de configuración), así 
como también pruebas de seguridad del software, en este caso será una 
prueba de penetración al sistema Help Desk realizado por el personal de TI. 
Fase 5: Capacitación de usuarios 
Se incluye capacitaciones para operadores Help Desk y para las áreas 
involucradas, dando prioridad a los operadores Help Desk, ya que son el 
primer nivel de contacto en los modelos ITSM y Help Desk. 
Fase 6: Realización del proyecto piloto 
Cuando las partes involucradas estén capacitadas y el software esté 
configurado y probado adecuadamente, el proyecto piloto puede iniciarse 
con el propósito de hacer una evaluación final de los colaboradores de la 
compañía y el sistema mismo. Si en esta etapa no se descubren problemas 
significativos, el Help Desk puede considerarse operativo. 
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2.1.2. Gestión de Servicios TI (ITSM) 
Es un proceso estratégico para diseñar, entregar, gestionar y optimizar la 
manera en que se utiliza las tecnologías de la información (TI) dentro de una 
empresa. El objetivo es garantizar que existan los procesos, la tecnología y 
las personas adecuadas para que se cumplan con los objetivos del negocio. 
ITSM facilita conexión entre TI y la estrategia del negocio, ayudando a las 
organizaciones a entender el impacto de TI en los diversos procesos de 
negocio. 
 
Figura 2: Gestión de Servicios TI 
 
Fuente: IT Servicetonic, 2017 
Para una implementación de un ITSM se requiere tener definido las personas 
(usuarios finales, clientes o colaboradores, quienes utilizaran los servicios 
de TI), los procesos que nos indica ITSM son Help Desk, administración de 
incidencias, gestión de activos TI, gestión del cambio, gestión del problema 
y gestión del conocimiento y por último la tecnología, es aquí donde la 
organización necesita implementar una herramienta ITSM que se adecue a 
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sus necesidades y permita mejorar la automatización de los procesos. ITSM 
se enfoca en una mejora continua para los servicios de TI, pero alinear los 
diferentes servicios de TI con los requerimientos de la organización será el 
primer enfoque. En el tiempo ITSM ha ido cambiando y seguirá en 
constantes cambios debido a que va de la mano con la tecnología, los 
procesos y las personas, a continuación, se muestra un cuadro donde se 
visualiza un TI Tradicional vs ITSM. 
 
Tabla 1: TI Tradicional vs ITSM 
 
Fuente: ITSM.info 
2.1.3. ITIL 
La Librería de Infraestructura de Tecnologías de la Información o en inglés 
IT Infraestructure Library (ITIL) es un enfoque o marco referencial para la 
administración de servicios de TI (ITSM) el cual facilita un conjunto de 
buenas prácticas obtenidas de las distintas organizaciones de sector público 
y privado a nivel global. 
Como objetivo principal tiene que facilitar un valor agregado al negocio y a 
los clientes transformados en servicios TI, utilizando distintas aplicaciones, 
métodos y procedimientos establecidos para realizar la implementación. 
TI Tradicional ITSM
Enfoque tecnológico Enfoque de proceso
Lucha contra incendios Prevención
Reactivo Proactivo
Usuarios Clientes
Aislados Integrados
Proceso informales Mejores prácticas formales
Perspectiva Interna TI Perspectiva empresarial
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Asimismo, ITIL es un marco referencial que indica a las organizaciones 
como usar las TI como herramienta para brindar el cambio en el negocio, 
crecimiento y transformación. 
La revista ECORFAN (2012), en uno de sus artículos menciona que: “En 
todas las organizaciones se elaboran distintos proyectos de gran impacto, 
inversión e importancia las cuales cuentan con objetivos, visión, misión, 
procesos, alcances, mejoras, observaciones, monitoreo y conclusiones, todo 
esto incluido en algunos de los procesos del ciclo de vida de los proyectos 
de TI, a lo largo de todo el ciclo de vida se invierte tiempo en cada proceso 
o fase.” (p. 802). 
 
Figura 3: Ciclo de vida de ITIL 
 
Fuente: Van Bon, Cross-Reference ITIL V3 
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Las 5 etapas del ciclo de vida del libro de ITIL son: 
2.1.3.1. Estrategia del Servicio 
Se indica qué tipo de servicios pueden facilitarse a ciertos clientes 
y/o usuarios, así como también entender los objetivos 
organizacionales y los requerimientos de los clientes internos y 
externos. Asegurarse que la organización administre el riesgo y 
costo vinculados con el portafolio de servicios TI y la gestión 
financiera. 
La estrategia del servicio consta de 05 procesos: 
Gestión de la estrategia para servicios de TI, Gestión del 
portafolio de servicios, el cual lista una guía de los servicios 
gestionados por la organización en el cual nos centraremos en el 
catálogo de servicios, dentro de cada servicio se detallan los 
acuerdos de nivel de servicio (SLA), compromisos contractuales, 
información sobre nuevos servicios, y planes de mejora continua 
a los servicios, la Gestión financiera el cual maneja el 
presupuesto, honorarios y la contabilidad del proveedor del 
servicio, en este caso sería el área de TI, Gestión de la demanda y 
Gestión de relacionamiento con el negocio. 
2.1.3.2. Diseño del Servicio 
El Diseño del servicio se encarga de facilitar soluciones, 
proyectar nuevos servicios y modificar y/o mejorar los servicios 
de TI ya existentes. 
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El diseño del servicio consta de 08 procesos los cuales son: 
Coordinación del diseño se encarga de gestionar las actividades 
de diseño, procesos y recursos, también asegura la efectividad y 
consistencia del diseño de servicio. La Gestión del catálogo de 
servicios el cual realiza una lista de servicios TI que contengan 
información de todos los servicios que se encuentren en línea 
dentro de la organización, así como también los próximos 
servicios a ofrecerse. Cabe resaltar que el catálogo de servicios es 
la única parte publicada del portafolio de servicios que está al 
alcance de los usuarios. La Gestión del nivel de servicio (SLM), 
en el proceso Gestión del nivel de servicio o Service level 
management, encontramos los acuerdos de nivel de servicio 
(SLA) previamente negociados con los clientes internos o 
usuarios. Así como también es responsabilidad del SLM asegurar 
que los acuerdos de nivel operacional (OLA) y contratos de apoyo 
(UC) sean adecuados. La Gestión de la capacidad el cual es 
asegurar que los servicios e infraestructura TI tengan la capacidad 
de cumplir con los objetivos acordados de desempeño y 
capacidad del servicio. La Gestión de la disponibilidad la cual se 
encarga de asegurar que los niveles de servicios acordados de 
disponibilidad se cumplan, de optimizar teniendo en cuenta el 
costo/beneficio adecuado y mejorar la disponibilidad del soporte, 
infraestructura y servicios de TI. La Gestión de la continuidad del 
servicio, se encarga de que los servicios de TI puedan proveer un 
nivel de servicio mínimo, minimizando el riesgo de que el 
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servicio deje de operar por completo y planifica la recuperación 
de los servicios de TI. La Gestión de la seguridad TI se encarga 
de asegurar la confidencialidad, integridad y disponibilidad de la 
información y de los sistemas-comunicaciones, se tendrá que 
generar un sistema de gestión de seguridad de la información 
implementando políticas de seguridad de la información dentro 
de la organización y la Gestión de suministradores asegura que 
todos los contratos de suministradores apoyen las necesidades de 
la organización, y que cumplan. 
2.1.3.3. Transición del Servicio 
 
La transición de servicio tiene como propósito el aseguramiento 
de que nuevos servicios, cambios a servicios en línea, y/o retiro 
de un servicio se realicen de forma coordinada y de acuerdo con 
lo estipulado en la estrategia y diseño del servicio. 
La transición del servicio consta de 07 procesos los cuales son: 
Planificación y soporte a la transición gestiona los recursos que 
usara la organización para facilitar servicios establecidos 
previamente. La Administración de cambios Asegura que se 
realicen cambios de una forma evaluada, controlada, planificada, 
priorizada y documentada, así como también facilita que los 
cambios que se realicen en un servicio de TI tengan un mínimo 
de interrupciones. La Gestión de activos del servicio y 
configuración consiste en gestionar el registro de todos los 
elementos de configuración (CI) y activos del servicio. La 
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Gestión de liberación e implementación se encarga de programar, 
planificar y controlar las versiones reales y de ambiente de 
pruebas, como objetivo principal es apoyar a la integridad de las 
ediciones que se hayan usado. La validación del servicio y 
pruebas asegura que las versiones y servicios implementados 
cumplan las expectativas de los clientes. La evaluación del 
cambio se encarga de recolectar y procesar información sobre un 
servicio nuevo o un cambio del cual se toma la decisión de aceptar 
o rechazar, y la Gestión del conocimiento obtiene información 
esencial, clasifica y mejora la información a fin de reducir la 
necesidad de redescubrir datos e información. 
2.1.3.4. Operación del Servicio 
Se encarga de realizar que los servicios de TI se faciliten efectiva 
y eficientemente en la organización, cumpliendo con 
observaciones, las necesidades y/o requerimientos de los 
usuarios. 
La Operación del servicio consta con 05 procesos y 4 funciones 
las cuales son: Gestión de eventos el cual es el encargado de 
gestionar los eventos que suceden en TI con el fin de prever 
futuras incidencias. La Gestión de incidentes es el responsable de 
gestionar todos los incidentes que afecten a la calidad del servicio 
ofrecido. La Gestión de problemas es el responsable de analizar y 
ofrecer soluciones a los incidentes que por su impacto y/o 
frecuencia degradan la calidad del servicio, la Gestión de acceso 
a los servicios TI se encarga de otorgar o denegar acceso a los 
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usuarios de acuerdo a los distintos servicios que se tienen. El 
cumplimiento de solicitudes es el encargado de manejar 
solicitudes de usuarios y clientes que requieran cambios en el 
servicio. 
Las 04 funciones de la Operación del servicio son: Mesa de 
servicio al usuario, Gestión técnica, Gestión de aplicaciones y 
Gestión de operaciones de TI. 
2.1.3.5. Mejora Continua del Servicio 
Se encarga de mejorar sucesivamente la eficiencia y eficacia de 
los servicios y procesos de TI. La Mejora continua del servicio 
comprende de 01 proceso: Informes del servicio en 7 pasos para 
la mejora el cual consiste en procesar información para que se 
puedan realizar mejoras funcionales, adaptación de la mejora 
continua al ciclo de Deming el cual consiste en planear, hacer, 
verificar y actuar y por último el proceso de medición del servicio, 
que se define como la evaluación de actividades y procesos de la 
gestión de servicios. 
Si bien es cierto ITIL es un marco referencial en el cual describe 
que es lo que se debe de hacer para llevar un mejor proceso de la 
gestión de servicios TI, sin embargo, ITIL no ofrece los pasos a 
seguir de cómo realizar dichas buenas practicas, es por ello que 
en el presente estudio se utilizara una metodología de ITSM con 
marco referencial ITIL, utilizando de esta última algunos 
procesos de las 5 etapas del ciclo de vita ITIL. 
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Figura 4: ITIL V3 2011 
 
Fuente: Elephant Pink 
 
2.1.4. PMBOK 
La guía de para la gestión de proyectos (PMBOK) es un marco de referencia 
con las mejores prácticas conocidas por profesionales que se dedican a la 
gestión de proyectos a nivel mundial. Buenas prácticas no significan que se 
deba aplicar tal cual aparecen en el libro PMBOK, es por ello que se designa 
un equipo para la gestión de proyectos el cual validara que procesos se 
utilizaran para un proyecto determinado. Es determinante saber la naturaleza 
de los proyectos, así como procesar y entender el alcance, supuestos, 
restricciones, así como también saber de qué manera se manejará la 
información recolectada, luego procesarla para un plan de la gestión del 
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proyecto con un desarrollo estructurado, los cuales se podrán medir, 
controlar para lograr con los objetivos del mismo. 
Existen proyectos grandes, pequeños, sencillos, complejos, pero todos ellos 
se pueden configurar en el ciclo de vida de un proyecto los cuales son: Inicio, 
Planificación, Ejecución, Seguimiento y Control, por ultimo Cierre. La guía 
del PMBOK aborda 09 áreas de conocimiento las cuales son: 
 
2.1.4.1. Gestión de la integración 
Identifica, define, combina unifica y coordina los múltiples 
procesos y actividades de gestión del proyecto, así como también 
incluye requisitos de consolidación, unificación, comunicación y 
actividades integradoras para que se aborde de una manera 
controlada cumpliendo así con los requerimientos y expectativas 
del cliente. 
La Gestión de integración cuenta con 06 procesos los cuales son: 
Desarrollar el Acta de Constitución del proyecto el cual se 
encarga de generar un documento en el cual se autoriza la 
formación de un proyecto. Desarrollar el Plan para la Dirección 
del proyecto, en este proceso se realiza una definición, 
preparación y coordinación para integrarlos en un plan para la 
dirección del proyecto. Dirigir y Gestionar el trabajo del proyecto 
es el proceso de dirigir y realizar el plan para la gestión de 
proyectos, también se asegura de instalar los cambios aprobados. 
Monitorear y controlar el trabajo del proyecto, en este proceso se 
hace seguimiento, revisión y se informa el avance del proyecto 
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con respectos a los objetivos que se establecieron en el plan para 
la gestión del proyecto. Realizar el control integrado de cambios, 
se analizan las solicitudes de cambio, aprobar y gestionar cambios 
a los entregables, activos de los procesos, documentos del 
proyecto y plan para la gestión de proyectos, y por último el 
proceso Cerrar el proyecto o Fase el cual consiste en terminar 
todas las actividades en todos los grupos de proceso para 
completar el proyecto o una fase del mismo. 
 
2.1.4.2. Gestión del alcance del proyecto 
Garantiza que se incluya todo el trabajo solicitado para completar 
con éxito el proyecto. Se enfoca en precisar y controlar que se 
agrega y que no se agrega. El alcance del proyecto consta de 06 
procesos los cuales son: Planificar el alcance, proceso encargado 
de generar un plan de administración del alcance donde se 
documente la definición, controlar y validar. Recopilar requisitos, 
en este proceso se especifica, documenta y gestiona los requisitos 
y necesidades de los interesados para entregar los objetivos. 
Definir el alcance, en dicho proceso se realiza un resumen 
detallado. Crear un EDT/WBS, el proceso de generar una 
estructura de desglose de trabajo, se dividen los entregables. 
Validar el alcance, en este proceso se formaliza la aprobación de 
los entregables, y por último Controlar el alcance, el cual indica 
que se debe monitorear el estado y alcance del trabajo. 
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2.1.4.3. Gestión del tiempo del proyecto 
Trata sobre la administración del tiempo de ejecución de las 
actividades que conforma el proyecto, y se realiza seguimiento y 
control para cumplir los plazos establecidos. La Gestión del 
tiempo consta de 07 procesos los cuales son: Planificar la gestión 
del cronograma, se definen políticas, procedimientos y 
documentación para desarrollar, planificar, ejecutar, gestionar y 
controlar el cronograma del proyecto. Definir las actividades; se 
identifican y documentan las acciones específicas. Secuencia de 
actividades, proceso en el cual indica identificar y documentar 
ente los activos del proyecto. Estimar los recursos de las 
actividades, se identifica y documenta las relaciones existentes 
entre las actividades del proyecto. Medir el tiempo entre 
actividades, estima el número de ciclos para cerrar las tareas 
individuales con los recursos calculados. Desarrollo del 
cronograma, este proceso analiza la estructura de las actividades, 
tiempos, condiciones y restricciones para generar un modelo de 
programación del proyecto. Controlar el cronograma, en este 
último proceso se monitorea el estado de las actividades para 
actualizarlas, cumpliendo con el plan. 
 
2.1.4.4. Gestión de los costos del proyecto 
Analiza y determina el costo de los componentes necesarios para 
finalizar las actividades. Consta de 04 procesos los cuales son: 
Planificar la gestión de los costos, gestiona, ejecuta y controla los 
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gastos del proyecto. Evaluar costos, consiste en realizar una 
estimación de los recursos para terminar tareas del trabajo. 
Determinar el presupuesto, sumar todos los costos estimados para 
implantar una línea base de costo autorizado y Controlar los 
costos, monitorear el estado del proyecto para actualizar y/o 
cambiar. 
 
2.1.4.5. Gestión de la calidad del proyecto 
Aplica a todos los proyectos, especifica responsabilidades en la 
solución de las actividades y los procesos que intervengan en el 
proyecto y sus fases, asegura que se validen los requisitos del 
proyecto, incluido los del producto. 
Consta de 03 procesos los cuales son: Planificar administración 
de calidad, identifica condiciones y/o patrones para el proyecto y 
sus entregables, registrar como el proyecto evidenciara el 
desempeño con los mismos. Ejecutar el aseguramiento de la 
calidad, se auditan los requerimientos resultados de las 
mediciones. Controlar la calidad, revisar y reconocer los 
resultados de las actividades, a fin de evaluar el cumplimiento y 
facilitar cambios necesarios. 
 
2.1.4.6. Gestión de los recursos humanos del proyecto 
Gestión y dirección del/los equipos humanos implicados en el 
proyecto o en cada una de sus fases concretas, se definen 
actividades y responsabilidades específicos los integrantes del 
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proyecto. Consta de 04 procesos: Planificar la gestión de los 
recursos humanos, es identificar y documentar los roles de un 
proyecto, compromiso, competencia y comunicaciones. Adquirir 
el equipo del proyecto: asegurar facilidad de recursos humanos y 
adquirir el grupo humano necesario para finalizar actividades del 
proyecto. Desarrollar el equipo del proyecto: desarrollar las 
competencias, integración entre miembros del equipo, 
retroalimentación, solucionar problemas, gestionar cambios y por 
último, Dirigir el equipo del proyecto, es hacer el seguimiento del 
cumplimiento de los miembros del equipo, facilitar 
retroalimentación, solucionar incidentes y manejar cambios con 
el fin de mejorar el desempeño. 
 
2.1.4.7. Gestión de las comunicaciones del proyecto 
Asegurar que la planificación, recolección, creación, entrega, 
provisión, restauración, gestión, control, monitoreo y disposición 
final de la información del proyecto sean oportunos y adecuados. 
Consta de 03 procesos los cuales son: Planificar la gestión de las 
comunicaciones; especifica los requerimientos de información de 
los interesados y decide cómo llevar a cabo la comunicación con 
ellos, Gestionar las comunicaciones; es la creación, distribución, 
recopilación, espacio, recuperación y disponibilidad de la 
información del proyecto y por ultimo Controlar las 
comunicaciones; se encarga controlar y monitorear las 
comunicaciones durante todo el ciclo de vida del proyecto, 
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asegurándose así que los requerimientos  de información por parte 
de los interesados se estén realizando. 
 
2.1.4.8. Gestión de los riesgos del proyecto 
Aumentar la probabilidad y el impacto de los eventos positivos, y 
disminuir la probabilidad y el impacto de los eventos negativos 
en el proyecto. Consta de 06 procesos los cuales son: Planificar la 
gestión de los riesgos, se define como realizar las actividades de 
gestión de riesgos de un proyecto, Identificar riesgos: determinar 
los riesgos que pueden afectar al proyecto, Realizar el análisis 
cualitativo de riesgos: priorizar riesgos evaluando y combinando 
la probabilidad vs impacto de dichos riesgos. Realizar el análisis 
cuantitativo de riesgos: analiza matemáticamente el impacto de 
los riesgos ya identificados en el proyecto. Planificar la respuesta 
a los riesgos, desarrollar opciones y actividades para mejorar 
oportunidades y disminuir amenazas a los objetivos del proyecto 
y por ultimo Controlar los riesgos: se tiene que desarrollar los 
planes de respuesta a los riesgos, dar seguimiento, monitorear, 
identificar nuevos riesgos y evaluar efectividad del proceso. 
 
2.1.4.9. Gestión de las adquisiciones del proyecto 
Cuenta con los procesos indicados para comprar y obtener 
productos, servicios o resultados, que es necesario alcanzarlo 
fuera del equipo de proyecto. Consta de 04 procesos los cuales 
son: Planificar la gestión de las adquisiciones: consiste en 
36 
 
registrar las adquisiciones del proyecto y especificar e identificar 
a proveedores altamente potenciales. Efectuar las adquisiciones; 
obtener respuesta de los suministradores, escogerlos y generar un 
contrato. Controlar la adquisición, gestionar la correspondencia 
de adquisición, hacer seguimiento a la ejecución de los contratos. 
Terminar las adquisiciones, culmina cada obtención en el 
proyecto. 
Si bien es cierto PMBOK es un marco referencial en el cual te 
describe que es lo que se debe de hacer para llevar una mejor 
gestión de proyectos, sin embargo, PMBOK no ofrece los pasos a 
seguir de cómo realizar dichas buenas practicas, es por ello que 
en el presente estudio se utilizara una metodología de ITSM con 
marco referencial ITIL-PMBOK, utilizando de esta última 01 área 
de conocimiento del ciclo de vida del proyecto. 
 
2.2. Marco conceptual 
2.2.1. Alcance del proyecto 
Se enfoca en definir y controlar que se agrega y que no se agrega en el 
proyecto. Consta de 06 procesos los cuales son: 
 
 
 
 
37 
 
 Figura 5: Alcance 
 
     Fuente: PMBOK 
 
Para el presente proyecto de investigación utilizaremos la definición del 
alcance y la creación de estructura de desglose del trabajo (EDT). 
Definición del alcance: Realizar una descripción a detalle del producto, así 
como objetivos de estratégicos, objetivos del proyecto, entregables. 
38 
 
Crear EDT: Subdividir los entregables del proyecto que se deben de realizar 
durante todas las actividades o fases, con el fin de definir el alcance total. 
 
2.2.2. Gestión del nivel de servicio 
Llegar a un acuerdo con los clientes con respecto a los tiempos de resolución 
de incidentes de cada servicio facilitado por el área de TI. Parte de la gestión 
es documentar todos los servicios, controlar la calidad de los servicios 
ofrecidos con el fin de mejorar el coste accesible para el cliente. 
 
2.2.3. Acuerdo de nivel de servicio 
Describe un servicio, realiza la documentación de nivel de servicio y asigna 
responsabilidades y tiempos de respuesta al proveedor o personal TI de la 
organización. 
 
2.2.4. Gestión de incidentes 
Es el cómo se administra un incidente o requerimiento, desde registro hasta 
la categorización, seguimiento, información a usuarios de manera proactiva 
y asegurar y evidenciar solución del incidente. 
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 Figura 6: Incidentes 
 
    Fuente: servicetonic.com 
 
2.2.5. Catálogo de servicios 
Expone las soluciones de la compañía a los usuarios, es decir realizar un 
listado de servicios que estén disponibles y garantiza la integridad del 
mismo. 
 
2.2.6. Helpdesk 
Es la integración entre el recurso humano y el recurso tecnológico con el fin 
de llevar un servicio estructurado al usuario o cliente interno. El helpdesk se 
puede realizar mediante llamada, correo y en el mejor de los casos por medio 
de una herramienta tecnológica, logrando así un mejor orden y seguimiento 
ante las solicitudes y requerimientos de los usuarios. 
 
2.2.7. GLPI 
Es un software web ITSM alineado con ITIL, es una mesa de ayuda o mesa 
de servicio, dependiendo el uso que se quiera dar. Es un software francés 
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con mucha madurez ya que está presente desde hace 10 años. Es un software 
libre hecho en php puro. GLPI tiene varias opciones como la conexión por 
active directory, gestión de incidentes, gestión de inventarios de equipos, 
creación de catálogo de servicios, conexión con otros plugin para agregar 
funcionalidad al software. 
 
2.2.8. OCS Inventoy 
Es un software de inventario de equipos el cual es compatible con GLPI es 
decir se integran, logrando parte de los procesos de ITIL, su arquitectura es 
cliente servidor, en el lado de clientes es un agente que se instala por cada 
equipo, una vez instalado el agente recopilará información física y lógica 
del equipo, luego será registrado en la base de datos de ocsinventory. 
 
2.2.9. PHP 
Es un lenguaje de programación open source el cual se adecua bastante a 
desarrollos web. Puede ser usado con HTML para una mejor flexibilidad en 
la digitación de comandos. 
 
2.2.10. OWASP ZAP 
Es un software open source el cual realiza diferentes análisis de seguridad a 
aplicaciones y servicios web, en el presente caso se realiza un test de 
penetración a la dirección web del servicio helpdesk GLPI. 
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CAPITULO 3 
DESARROLLO DE LA SOLUCIÓN 
 
La metodología a usar es Gestión de Servicios TI (ITSM) basado en ITIL y Gestión del 
Alcance del PMBOK, para la implementación de un Help Desk. 
Sandeep, nos menciona 06 pasos para una implementación de ITSM y Help Desk los 
cuales se describen a continuación: 
Fase 1: Definición del requerimiento 
Se recopilará la información necesaria y se redacta la definición del requerimiento  
Fase 2: Selección del Software 
El software que se seleccione debe de estar enfocado en ITIL, puede ser un software 
comercial o de código abierto y que cumpla con los requisitos de la compañía para 
administrar los procesos de ITIL. 
Fase 3: Preparar los requerimientos para la configuración del Software 
Una vez seleccionado el Software a usar, se determinará la información específica sobre 
la instalación y configuración inicial, el acuerdo de nivel de servicio y el catálogo de 
servicios se tendrá que desarrollar para la configuración del Help Desk. 
Fase 4: Implementación y pruebas del Software 
Se tendrá que completar con datos como, por ejemplo, usuarios finales, expertos 
responsables, unidades de soporte, tiempos de SLA, etc. Una vez se terminada la 
instalación y las actividades de configuración finalizadas, se pueden realizar pruebas 
operativas del sistema (se define un grupo de colaboradores quienes registraran incidentes 
y requerimientos para recopilar datos del uso del software y se puedan realizar ajuste de 
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configuración), así como también pruebas de seguridad del software, en este caso será 
una prueba de penetración al sistema Help Desk realizado por el personal de TI. 
Fase 5: Capacitación de usuarios 
Se incluye capacitaciones para operadores Help Desk y para las áreas involucradas, dando 
prioridad a los operadores Help Desk, ya que son el primer nivel de contacto en los 
modelos ITSM y Help Desk. 
Fase 6: Realización del proyecto piloto 
Cuando las partes involucradas estén capacitadas y el software esté configurado y 
probado adecuadamente, el proyecto piloto puede iniciarse con el propósito de hacer una 
evaluación final de los colaboradores de la compañía y el sistema mismo. Si en esta etapa 
no se descubren problemas significativos, el Help Desk puede considerarse operativo. 
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Figura 7: Metodología 
 
Fuente: Elaboración propia
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3.1.   Fase 1: Definición del requerimiento 
En esta fase nos basaremos en el área de conocimiento Alcance del PMBOK. En la 
definición del requerimiento se realizó el documento del alcance de trabajo del 
proyecto, EDT/WBS y cronograma de actividades. 
Para el documento del alcance de trabajo del proyecto se realizó la siguiente 
plantilla. 
Evidencia del alcance 
DOCUMENTO DEL ALCANCE DE TRABAJO DEL PROYECTO 
 Estado  Versió
n 
1.0 
TITULO PROPUESTO DEL      
PROYECTO:      Implementación 
de un Help Desk en la empresa 
Pesquera Exalmar S.A.A. 
 
CLASIFICACION DE CONFIDENCIALIDAD 
PATROCINANTE DEL 
PROYECTO: 
 Uso 
 General 
x Uso 
interno 
Solamen
te 
 Documen
to 
Confidenc
ial 
 
NUMERO DEL PROYECTO:  
PROYTI-020 
  
DESCRIPCION DEL PROYECTO:  
 
NECESIDAD DEL PROYECTO 
(ORIGEN) 
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OBJETIVOS ESTRATEGICOS  
 
OBJETIVOS DEL PROYECTO: 
  
ABORDAJE DEL PROYECTO 
Entregas 
 
Medidas 
  
Exclusiones 
 
Supuestos 
 
OTROS PROYECTOS RELACIONADOS 
Proyectos precedentes: Ninguno 
 
FIRMA DE PARTICIPANTES 
 
 
AUTORIZACION PARA EL PROYECTO 
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PREPARADO 
POR: 
Manuel Huanca Bedón FECHA REVISION INICIALES 
     
FECHA:     
     
 
Con relación a la elaboración del EDT/WBS se utilizó el software EDT WBS Pro, 
en el cual se definieron las fases y actividades de la metodología. 
 
3.1.1. Alcance del proyecto 
 Consiste en la implementación de una mesa de ayuda en la empresa Pesquera 
Exalmar S.A.A, aplicando la metodología ITSM basada en ITIL-PMBOK, 
el cual contribuirá a mejorar la gestión del área de TI frente a los incidentes 
y requerimientos dentro de la organización.  
 El objetivo principal es implementar de una mesa de ayuda para mejorar los 
procesos de atención de incidentes y requerimientos al cliente, debido a que 
el mercado en el sector pesquero es muy competitivo, surge la necesidad de 
mejorar los procesos de TI, obteniendo así mejores tiempos de respuesta 
frente a incidentes y requerimientos, reducción de costos en el área de TI 
usando las mejores prácticas basadas en ITIL. 
Entregables 
 Se realizarán los siguientes entregables 
 Documento del alcance de trabajo del proyecto 
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 EDT/WBS  
Criterios de aceptación 
A continuación, se detallan los diferentes criterios de aceptación del 
proyecto: 
 Se proporcionará acceso vía web a la aplicación Help Desk en la versión 
1.00 con todas las funcionalidades correspondientes al rol del usuario. 
 Los navegadores aptos serán google Chrome, Mozilla Firefox, en las 
versiones no menores al año 2018. 
 En todo momento se podrá realizar el registro de un incidente y/o 
requerimiento con respecto a un servicio de TI. 
Exclusiones del proyecto 
 Configuraciones del servidor de Help Desk ajenas al despliegue del 
software nativo. 
 Soporte de los bugs encontrados en la herramienta help desk 
 No se incluirá ningún otro software que no haya sido especificado en el 
alcance 
 Manuales de usuario, administración. 
 Procesos de TI 
Restricciones impuestas en el proyecto 
 Los cambios de acuerdo de nivel de servicio se cambiarán previa 
coordinación con la gerencia y/o jefatura del área solicitante. 
 El acceso a la mesa de ayuda es exclusivo para usuarios que se 
encuentran dentro del dominio de la empresa Pesquera Exalmar S.A.A. 
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 Conectividad y mantenimiento de la red que da soporte a las 
comunicaciones con el servidor de Help Desk 
Asunciones 
Se detallan a continuación los supuestos del proyecto, elementos que se dan 
por hecho que son cumplidos y que se encuentran fuera del alcance del 
proyecto: 
 Existirá apoyo de las gerencias de cada área para la utilización del Help 
Desk para registrar los incidentes y requerimientos de la organización. 
 La red de la organización es la adecuada para realizar la implementación 
del Help Desk. 
Tabla 2: Alcance del proyecto 
DOCUMENTO DEL ALCANCE DE TRABAJO DEL PROYECTO 
 Estado  Versión 1.0 
TITULO PROPUESTO DEL      
PROYECTO:      Implementación 
de un Help Desk en la empresa 
Pesquera Exalmar S.A.A. 
 
CLASIFICACION DE CONFIDENCIALIDAD 
PATROCINANTE DEL 
PROYECTO: 
 Uso 
 General 
x Uso 
interno 
Solamen
te 
 Documen
to 
Confidenc
ial 
 
NUMERO DEL PROYECTO:  
PROYTI-020 
  
DESCRIPCION DEL PROYECTO:  
Consiste en la implementación de un Help Desk en la organización, aplicando la metodología ITSM basada 
en ITIL, el cual contribuirá a mejorar la gestión del área de TI frente a los incidentes y requerimientos 
dentro de la organización. 
NECESIDAD DEL PROYECTO 
(ORIGEN) 
 
49 
 
La empresa Pesquera Exalmar S.A.A. es una empresa peruana que se dedica a la pesca para el consumo 
humano directo e indirecto. En un mercado tan competitivo como lo es el sector pesquero, surge la 
necesidad de mejorar los procesos de TI frente a los incidentes y requerimientos, reducir tiempo de 
respuesta y costos al área de TI y ser más competitivos. Es así como se requiere una implementación de 
Help Desk dentro de la organización. 
OBJETIVOS ESTRATEGICOS  
Implementación de una mesa de ayuda para mejorar los procesos de atención de incidentes y 
requerimientos al cliente interno y externo en la empresa Pesquera Exalmar S.A.A.  
OBJETIVOS DEL PROYECTO: 
 Realizar un catálogo de servicios TI para agilizar el registro de un incidente o requerimiento realizado 
por el usuario. 
 Utilizar las mejores prácticas y recomendaciones para la gestión de servicios TI 
 Implementar indicadores de servicios TI (acuerdo de nivel de servicio SLA). 
 
ABORDAJE DEL PROYECTO 
Entregas 
Definición del alcance del proyecto 
EDT/WBS 
 
Medidas 
Aplicación de la metodología ITSM con referencia en ITIL 
Aplicación del PMBOK Alcance  
Exclusiones 
Planificación del manejo de las adquisiciones del proyecto 
Planificación del manejo de los recursos humanos del proyecto 
Planificación del manejo de las comunicaciones del proyecto 
Planificación de la gestión de la integración del proyecto 
Estrategia de servicios 
Transición de servicios 
Mejora continua de servicios 
Supuestos 
 
OTROS PROYECTOS RELACIONADOS 
Proyectos precedentes: Ninguno 
 
FIRMA DE PARTICIPANTES 
 
AUTORIZACION PARA EL PROYECTO 
 
 
PREPARADO 
POR: 
Manuel Huanca Bedón  
 
FECHA: 
 
  Fuente: Elaboración propia 
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3.1.2. Estructura de desglose de trabajo 
 
Figura 8: EDT 
 
Fuente: Elaboración propia 
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3.1.3. Cronograma de actividades 
 
Tabla 3: Cronograma de actividades 
Ítem WBS Día
s 
Fecha 
inicio 
Fecha fin 
0 Implementación de un Help Desk en la empresa 
Pesquera Exalmar 
34d 01-03-18 17-04-18 
1 Definir Requerimientos 5d 01-03-18 07-03-18 
1.1 Definición de alcance 2d 01-03-18 02-03-18 
1.2 Establecer cronograma de actividades 1d 05-03-18 05-03-18 
1.3 Establecer EDT 2d 06-03-18 07-03-18 
2 Selección del Software 4d 08-03-18 13-03-18 
2.1 Comparativo de software Helpdesk 2d 08-03-18 09-03-18 
2.2 Identificación de riesgos 2d 12-03-18 13-03-18 
3 Preparar los requerimientos para la configuración 
del Software 
13d 14-03-18 30-03-18 
3.1 Información específica del software a instalar 2d 14-03-18 15-03-18 
3.2 Instalación del software 2d 16-03-18 19-03-18 
3.3 Configuración del software 4d 20-03-18 23-03-18 
3.4 Capacitación del software 5d 26-03-18 30-03-18 
3.5 Catálogo de servicios 2d 19-03-18 20-03-18 
3.6 Generar SLA  2d 21-03-18 22-03-18 
4 Implementación y pruebas del software 4d 02-04-18 05-04-18 
4.1 Definir usuarios finales, unidades de soporte 2d 02-04-18 03-04-18 
4.2 Realizar pruebas de seguridad del software 2d 04-04-18 05-04-18 
5 Entrenamiento de usuarios 4d 06-04-18 11-04-18 
5.1 Entrenamiento al operador helpdesk 4d 06-04-18 11-04-18 
5.2 Entrenamiento a usuarios piloto 3d 06-04-18 10-04-18 
6 Realización del proyecto piloto 4d 12-04-18 17-04-18 
6.1 Realizar pruebas de helpdesk en tiempo real 4d 12-04-18 17-04-18 
Fuente: Elaboración propia 
 
3.2. Fase 2: Selección del software 
La selección del software para ITSM y Help Desk puede ser un proceso 
complicado; hay muchas opciones disponibles en el mercado, desde software ya 
hecho hasta software de código abierto de compilación personalizada. Al 
52 
 
seleccionar el software, debe cumplir con los requisitos de la compañía para 
administrar procesos de ITIL. Para realizar la primera actividad de la segunda fase 
la cual es Comparativo de software helpdesk, se utilizó la siguiente plantilla: 
 
Tabla 4: Plantilla cuadro comparativo ITSM 
Software Fortalezas Debilidades 
GLPI   
Zendesk Support   
Freshdesk   
HappyFox   
    Fuente: Elaboración propia 
 
Haciendo referencia a la segunda actividad la cual es identificación de riesgos, se 
han utilizado las siguientes plantillas: 
Tabla 5: Identificación de activos 
ID Nombre Descripción Responsable Tipo Critico 
A01      
A02      
A03      
A04      
A05      
A06      
A07      
   Fuente: Elaboración propia 
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3.2.1. Comparativo de software helpdesk 
En nuestro caso utilizaremos el software GLPI, debido a que ofrece 
compatibilidad con un Help Desk basado en ITIL e ITSM el cual es nuestra 
metodología elegida. Se obtuvo la siguiente información y se tomó la 
decisión de implementar el software GLPI: 
 
Tabla 6: Cuadro comparativo ITSM 
Software Fortalezas Debilidades 
GLPI  Software maduro en el mercado 
con más de 15 años en constante 
actualización por lo cual tiene 
una gran comunidad y soporte en 
10 idiomas distintos 
 Permite integrar complementos 
gratuitos que amplían 
funcionalidad sin limitar la 
capacidad del software 
 Generación de tareas 
automáticas 
 Varios métodos de autenticación 
 Gestión de inventarios 
enlazándose con los incidentes y 
requerimientos ingresados 
 
 La actualización de la 
plataforma es compleja, las 
cuales se tiene que preparar 
un escenario de pruebas 
 El software GLPI es más 
compatible con SO Linux 
 
 
Zendesk Support  Instalación sencilla, cuenta con 
videos de instalación y 
requerimientos 
 Software maduro por lo cual 
tiene una gran comunidad y 
soporte 
 Es multicanal 
 Complicaciones al 
personalizar el software a 
medida de la organización 
 No dispone de 
actualizaciones automáticas 
para visualización de tickets 
 No dispone de opción de 
descarga, ni compartir 
archivos 
Freshdesk  Instalación sencilla 
 Administración de ticket, base 
de datos de conocimientos 
 No dispone de API, 
problemas en el desarrollo de 
programas o plugins 
especifico 
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 Foros de comunidad   Es poco personalizable 
 No cuenta con inventario, por 
lo cual no podemos ver los 
incidentes que afectan a cada 
objeto de inventario 
HappyFox  Fácil de configurar y administrar 
 Automatización y herramientas 
de autoservicio 
 Multiplataforma 
 La automatización puede 
limitar la capacidad del 
software 
 El operador solo puede ser 
asignado a una sola función 
 No cuenta con una comunidad 
de apoyo 
   Fuente: Elaboración propia 
 
3.2.2. Identificación de riesgos 
Para la identificación del riesgo, se ha utilizado el marco referencial que nos 
ofrece ITIL 
 Análisis de impacto y riesgo al negocio 
En primera instancia se detalló un alcance del proyecto para poder 
identificar los activos involucrados a la implementación de un Help 
Desk en la empresa Pesquera Exalmar 
 
 Identificación y clasificación de los activos.  
Contempla todos los elementos para mantener estable el software Help 
Desk. Los activos fueron clasificados en 3 categorías: 
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Tabla 7: Clasificación de activos 
Clasificación de activos para implementación de Help Desk 
ID Nombre Descripción Responsable Tipo Critico 
A01 Sistema 
Equipos físicos donde va a 
interactuar la herramienta Help 
Desk Analista TI Hardware Si 
A02 Conectividad 
Gestión de cableado y 
estructurado Analista TI Software Si 
A03 Personal 
Personal que va a interactuar con 
la herramienta Help Desk 
Coordinador 
TI Comunicación Si 
     Fuente: Elaboración propia 
 A01 Sistemas: Activo de hardware y software que pueden ser afectados 
por la herramienta Help Desk. 
 
Tabla 8: A01 Sistemas 
S
is
te
m
as
 
Servidor 
Equipos de red cableada 
Equipos de red inalámbrica 
Software GLPI 
Sistema operativo 
estaciones 
Backup GLPI 
          Fuente: Elaboración propia 
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 A02 Conectividad: Cableado y estructurado de los equipos que 
interactúan con la herramienta Help Desk. 
 
  Tabla 9: A02 Conectividad 
C
o
n
ec
ti
v
id
ad
 
Puntos de red 
Switches 
Router 
Firewall 
    Fuente: Elaboración propia 
 
 A03 Personal: Trabajos que realizan personas que pueden ser afectados 
en la herramienta Help Desk. 
Tabla 10: A03 Personal 
P
er
so
n
al
 
Soporte Help Desk 
Soporte Externo 
Usuarios finales 
Servicio de limpieza 
Personal TI 
    Fuente: Elaboración propia 
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3.2.2.1. Matriz de riesgo 
 
Figura 9: Matriz de riesgo 
 
Fuente: Elaboración propia 
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Tabla 11: Estimación impacto 
ESTIMACION DEL IMPACTO 
VALOR DESCRIPCIÓN 
Bajo (1) La amenaza no es relevante para la organización. 
Medio (2) La amenaza es relevante para tomar en cuenta en la organización. 
Alto (3) La amenaza tiene consecuencias muy graves para la organización.  
Fuente: Elaboración propia 
 
 
Tabla 12: Estimación probabilidad 
ESTIMACION DE LA PROBABILIDAD 
RANGO DESCRIPCIÓN 
Bajo (1) La frecuencia de la amenaza es una vez cada año 
Medio (2) La frecuencia de la amenaza es una vez cada mes 
Alto (3) La frecuencia de la amenaza es una vez cada semana 
Fuente: Elaboración propia 
 
A continuación, tenemos el análisis de riesgo para la implementación de un 
software de mesa de ayuda en la empresa Pesquera Exalmar. 
 
3.2.2.2. Análisis de riesgos 
Se procedió a realizar el análisis de riesgo de cada uno de los 
ítems de activos de clasificación, de los cuales se muestra a 
continuación los dos primeros: Servidor y Equipos de red 
cableada 
Tabla 13: Análisis de riesgos - servidor 
ANÁLISIS DE RIESGOS - SERVIDOR 
Activo Amenaza Impacto Probabilidad Riesgo Tratamiento 
Servidor Incendio 3 2 6 Evitar 
Servidor Inundación 3 1 3 Mitigar 
Servidor Sismo 3 1 3 Mitigar 
Servidor Polvo 3 1 3 Aceptar 
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Servidor Falta de ventilación 3 2 6 Mitigar 
Servidor Sobrecarga eléctrica 3 2 6 Transferir 
Servidor Falla de corriente 3 2 6 Transferir 
Servidor Falla del sistema 3 2 6 Mitigar 
Servidor Daño disco duro 3 3 9 Mitigar 
Servidor 
Falta de 
entrenamiento y 
concientización 
sobre riesgos 
3 3 9 Evitar 
Servidor 
Mal manejo de 
sistemas y 
herramientas 
3 2 6 Mitigar 
Servidor 
Perdida de datos por 
error de usuario 
3 2 6 Evitar 
Servidor 
Daños físicos por 
error de usuario 
3 1 3 Evitar 
Servidor 
Infección de recursos 
informáticos por 
unidades extraibles 
sin escaneo 
3 2 6 Mitigar 
Servidor 
Perdida de equipo, 
discos duros 
3 2 6 Mitigar 
Servidor 
Perdida de datos por 
error de hardware 
3 2 6 Evitar 
Servidor 
Falta de 
mantenimiento físico 
3 2 6 Mitigar 
Servidor 
Manejo no apropiado 
de datos críticos 
3 2 6 Mitigar 
Servidor 
Transmisión no 
cifrada de datos 
críticos 
3 2 6 Mitigar 
Servidor 
Ingreso de 
información falsa en 
el Help Desk 
3 2 6 Evitar 
Servidor 
Falta de 
actualización de 
software 
3 2 6 Mitigar 
Servidor Código malicioso 3 2 6 Evitar 
Servidor 
Falla del Sistema 
operativo 
3 2 6 Evitar 
Servidor 
Falla del software 
Help Desk 
3 2 6 Mitigar 
Servidor 
Conflicto de 
aplicaciones 
3 1 3 Mitigar 
Servidor 
Servidor expuesto 
para el acceso a 
personas no 
autorizadas 
3 2 6 Mitigar 
60 
 
Servidor 
Falta de ventilación 
en el área donde se 
encuentra el servidor 
3 2 6 Transferir 
Servidor 
Uso de la 
herramienta Help 
Desk a personal no 
autorizado 
3 2 6 Mitigar 
Servidor 
Acceso por VPN a la 
herramienta Help 
Desk a personal no 
autorizado 
3 2 6 Mitigar 
Fuente: Elaboración propia 
 
 
Tabla 14: Análisis de riesgo - Equipos de red cableada 
ANÁLISIS DE RIESGOS - EQUIPOS DE RED CABLEADA 
Activo Amenaza Impacto Probabilidad Riesgo Tratamiento 
Equipos de 
red cableada 
Incendio 1 2 2 
Evitar 
Equipos de 
red cableada 
Inundación 1 1 1 
Mitigar 
Equipos de 
red cableada 
Sismo 1 1 1 
Mitigar 
Equipos de 
red cableada 
Polvo 1 1 1 
Aceptar 
Equipos de 
red cableada 
Falta de 
ventilación 
1 2 2 
Aceptar 
Equipos de 
red cableada 
Sobrecarga 
electrica 
1 2 2 
Aceptar 
Equipos de 
red cableada 
Falla de 
corriente 
1 2 2 
Aceptar 
Equipos de 
red cableada 
Falla del 
sistema 
1 2 2 
Aceptar 
Equipos de 
red cableada 
Daño disco 
duro 
1 3 3 
Mitigar 
Equipos de 
red cableada 
Falta de 
entrenamiento 
y 
sensibilización 
sobre los 
riesgos 
1 3 3 Aceptar 
Equipos de 
red cableada 
Mal manejo de 
sistemas y 
herramientas 
1 2 2 Aceptar 
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Equipos de 
red cableada 
Perdida de 
datos por error 
de usuario 
1 2 2 Mitigar 
Equipos de 
red cableada 
Daños físicos 
por error de 
usuario 
1 1 1 Transferir 
Equipos de 
red cableada 
Infección de 
SO a través de 
usb sin escaneo 
1 2 2 Mitigar 
Equipos de 
red cableada 
Exposición o 
perdida de 
equipo, 
unidades 
extraibles. 
1 2 2 Mitigar 
Equipos de 
red cableada 
Perdida de 
datos por error 
de hardware 
1 2 2 Evitar 
Equipos de 
red cableada 
Falta de 
mantenimiento 
físico 
1 2 2 Aceptar 
Equipos de 
red cableada 
Mal manejo de 
datos críticos 
(codificar, 
borrar, etc) 
1 3 3 Mitigar 
Equipos de 
red cableada 
Transmisión no 
cifrada de datos 
críticos 
1 2 2 Mitigar 
Equipos de 
red cableada 
Ingreso de 
información 
falsa en el Help 
Desk 
1 2 2 Aceptar 
Equipos de 
red cableada 
Falta de 
actualización 
de software 
1 2 2 Aceptar 
Equipos de 
red cableada 
Código 
malicioso 
1 2 2 Mitigar 
Equipos de 
red cableada 
Falla del 
Sistema 
operativo 
1 2 2 Mitigar 
Equipos de 
red cableada 
Falla del 
software Help 
Desk 
1 2 2 Mitigar 
Equipos de 
red cableada 
Conflicto de 
aplicaciones 
1 1 1 Aceptar 
Equipos de 
red cableada 
Servidor 
expuesto para 
el acceso a 
1 2 2 Mitigar 
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personas no 
autorizadas 
Equipos de 
red cableada 
Falta de 
ventilación en 
el área donde 
se encuentra el 
servidor 
1 2 2 Mitigar 
Equipos de 
red cableada 
Uso de la 
herramienta 
Help Desk a 
personal no 
autorizado 
1 2 2 Aceptar 
Equipos de 
red cableada 
Acceso por 
VPN a la 
herramienta 
Help Desk a 
personal no 
autorizado 
1 2 2 Mitigar 
Fuente: Elaboración propia 
 
3.3. Fase 3: Preparar los requerimientos para la configuración del Software 
Una vez que el software haya sido seleccionado, se deberá averiguar la información 
específica sobre su instalación y configuración inicial. Una comprensión clara de 
SLA (Acuerdo de Nivel de Servicio. Durante esta etapa, se deben trazar los plazos 
del proyecto, con todas las fases de instalación y configuración. 
3.3.1. Información específica del software a utilizar 
Observaciones previas: 
El software de mesa de ayuda GLPI deberá tener un entorno Linux, de 
preferencia con distribución CentOS7 y en modo consola. 
Requisitos para la instalación: 
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Tabla 15: Requisitos instalación 
Item Descripción 
Servidor Servidor HP ProLiant ML110 Gen9 
Procesador Intel Xeon Six-Core 1.7GHz 
Memoria Ram 8 Gb DDR4 
Disco Duro 1TB 
Instalador ISO con el Sistema operativo CentOS7 
Fuente: Elaboración propia 
 
Tabla 16: Software a instalar 
Información específica del software a 
instalar Descripción 
Sistema operativo Linux CentOS7 consola 
Sistema operativo elegido para realizar la 
instalación del Help Desk GLPI 
Últimas actualizaciones de la distribución 
Actualizaciones del SO CentOS7 para 
evitar bugs y vulnerabilidades 
Repositorios EPEL  
Repositorios necesarios para la instalación 
de GLPI 
Servidor htttpd Web services a utilizar 
Base de datos MariaDB 
Base de datos donde se restaurará una BD 
limpia del software GLPI 
Utilitario mc (Midnight Commander) 
Utilitario para una mejor navegación y 
visualización de carpetas en el entorno 
consola de CentOS7 
PHP7 o superior 
Lenguaje de programación en el cual está 
desarrollado el software GLPI 
Repositorios GLPI Instalador del software GLPI 
Plugins ocsinventory 
Plugins para fusionar inventario de 
equipos con el Help Desk GLPI 
Fuente: Elaboración propia 
 
3.3.2. Instalación del software 
A continuación, se adjuntan pantallas de los pasos a seguir para la 
instalación del software. 
En primera instancia se cargó el sistema operativo CentOS7 en una unidad 
extraíble (USB) 
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Figura 10: Instalación del software 
 
Fuente: Elaboración propia 
 
Escogemos la opción de Install CentOS 7 y nos ubicaremos en la siguiente 
pantalla: 
Figura 11: Instalación CentOS 1 
 
Fuente: Elaboración propia 
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En esta pantalla configuraremos la fecha y hora, distribución de teclado, 
idioma, red o nombre de equipo, selección de software el cual se escogerá 
la opción “mínimo” la cual es modo consola y por último destino de la 
instalación, en esta última escogeremos la configuración de las particiones 
de forma automática. 
Figura 12: Instalación CentOS 2 
 
Fuente: Elaboración propia 
Escoger configurar el particionado automáticamente y dar click en listo. 
Figura 13: Instalación CentOS 3 
 
Fuente: Elaboración propia 
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Entramos en la opción de red y nombre de equipo, y seleccionamos 
conectarse automáticamente a esta red cuando esté disponible y todos los 
usuarios deben conectarse a esta red. 
Figura 14: Instalación CentOS 4 
 
Fuente: Elaboración propia 
 
Finalmente escogemos security policy y buscando la opción de perfil de 
seguridad estándar. 
Figura 15: Instalación CentOS 5 
 
Fuente: Elaboración propia 
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Una vez terminado todo el proceso de configuración, dar click en el botón 
install, por último, nos pedirá ingresar una contraseña al usuario root y nos 
dará opción para crear otro usuario distinto a root. 
Figura 16: Instalación CentOS 6 
 
Fuente: Elaboración propia 
 
 
Y con esto solo queda esperar a que termine la instalación. Una vez termina 
la instalación aparecerá la siguiente pantalla: 
Figura 17: Instalación CentOS 7 
 
Fuente: Elaboración propia 
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Se recuerda que en la versión mínima solo estaremos trabajando en la 
consola de comandos, para iniciar sesión ingresamos con el usuario root y 
la contraseña que se fijó en los pasos de instalación. 
En primera instancia debemos de configurar la ip del servidor, recordar que 
tiene que ser una ip con privilegios de navegación y descarga ya que en los 
siguientes comandos se instalaran y actualizaran repositorios. 
Ingresar el siguiente comando: 
Nmtui // ingreso a la configuración y activación de la tarjeta de red 
Figura 18: Configuración de red 1 
 
Fuente: Elaboración propia 
 
Una vez ingresado una ip valida y activar la tarjeta de red se harán pruebas 
de conectividad o ping:  
Ping 8.8.8.8 //hacer ping a los dns de google es una manera rápida de ver si 
tenemos salida a internet, si tenemos tiempos de respuesta quiere decir que 
ya tenemos salida internet. 
69 
 
Figura 19: Configuración de red 2 
 
Fuente: Elaboración propia 
 
 
 
Ingresamos el siguiente comando: 
“vi /etc/selinux/config”  
Figura 20: Configuración de servidor 
 
Fuente: Elaboración propia 
 
“SELINUX=disabled” 
//Se deshabilita porque SELINUX es una extensión de seguridad de CentOS, 
por lo cual tiene muchas limitaciones y restricciones para la configuración 
de un web services, guardamos y salimos. 
Luego ingresamos los siguientes comandos: 
Yum update //actualizar el SO con los servicios preinstalados 
Yum install httpd // instalar web services 
Yum install mariadb-server mariadb // instalar base de datos mariadb 
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Luego de ingresar los comandos ya mencionados, vamos a verificar que los 
servicios inicien sin inconvenientes con el siguiente comando: 
Systemctl enable httpd 
Systemctl enable mariadb 
yum -y install epel-release // comando para instalación de repositorios 
necesarios para plugin ocsinventory). 
yum install mod_perl mod_perl-devel make gcc httpd php php-mysql php-
gd php-xml php-mbstring php-curl perl-CPAN perl-Archive-Zip php-pclzip 
php-soap perl-YAML perl-XML-Simple perl-Compress-Zlib perl-DBI perl-
DBD-MySQL perl-Net-IP perl-SOAP-Lite perl-BSD-Resource perl-
Apache-DBI perl-Apache2-SOAP perl-XML-Entities // comando para 
instalar dependencias de ocsinventory. 
perl -MCPAN -e Shell //hay algunos repositorios yum que no se instalan, es 
por eso que debemos de instalarlos por CPAN. 
CPAN[]>installBundle::CPAN 
CPAN[]> reload cpan 
CPAN[]> install Apache::DBI 
CPAN[]> install Apache2::SOAP 
CPAN[]> exit 
Ahora instalaremos PHP. 
Figura 21: Comandos instalación PHP 
 
Fuente: Elaboración propia 
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Habilitar los puertos 80 y 443 en el firewall que viene por defecto. 
Figura 22: Configuracion firewalld 
 
Fuente: Elaboración propia 
Reiniciamos servicio httpd: 
systemctl restart httpd.service 
Ahora descargamos el software GLPI: 
Figura 23: Descarga GLPI 
 
Fuente: Elaboración propia 
 
 
Se tienen que descomprimir el archivo .tgz y facilitar permisos lectura y 
escritura a la carpeta: 
chmod 755 /var/www/html/glpi –R 
chown apache:apache /var/www/html/glpi –R 
Una vez ingresado todos los comandos reiniciamos el servicio httpd: 
systemctl restart httpd 
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Ahora nos vamos a un equipo con sistema operativo Windows, abrimos un 
navegador y en la barra de direcciones digitamos lo siguiente: 
http://192.168.XXX.XXX/helpdesk 
Escogemos el idioma y damos click en OK: 
Figura 24: Instalación GLPI 1 
 
Fuente: Elaboración propia 
Validar la licencia del producto, que es GLP: 
Figura 25: Instalación GLPI 2 
 
Fuente: Elaboración propia 
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Si el servidor cumple con todos los requisitos mínimos seguirá al siguiente 
paso de instalación: 
Figura 26: Instalación GLPI 3 
 
Fuente: Elaboración propia 
Indicar si utilizaremos una base de datos existente o generar una nuevo 
BD: 
Figura 27: Instalación GLPI 3 
 
Fuente: Elaboración propia 
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Figura 28: Instalación GLPI 4 
 
Fuente: Elaboración propia 
Utilizando uno de los usuarios que viene por defecto con la instalación se 
puede acceder a la aplicación web. 
Figura 29: Instalación GLPI 5 
 
Fuente: Elaboración propia 
 
 
3.3.3. Configuracion del software 
Ya teniendo instalado y preconfigurado el software de Help Desk GLPI se 
procederá a configurar para su uso: 
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Como primer paso vamos a definir las entidades, para nosotros serían las 
plantas que usaran el servicio de Help Desk en la empresa Pesquera 
Exalmar. 
Figura 30: Configuración de entidades 
 
Fuente: Elaboración propia 
Luego vamos a realizar la conexión con el directorio activo para que los 
usuarios que se encuentren dentro del dominio de Exalmar puedan acceder 
con un único usuario y contraseña a la plataforma de Help Desk. 
Figura 31: Configuración AD 1 
 
Fuente: Elaboración propia 
 
Dentro del menú configuración, nos vamos a la opción Autenticación y 
escogemos la opción Directorios LDAP, escogemos una nueva conexión y 
tendremos la siguiente ventana: 
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Figura 32: Configuración AD 2 
 
Fuente: Elaboración propia 
 
Debemos de completar los campos según la configuración de nuestro 
servidor de directorio activo. 
Figura 33: Configuración AD 3 
 
Fuente: Elaboración propia 
Una vez completado los campos damos click en la opción probar y si todos 
los datos están correctos aparece el siguiente mensaje. 
Figura 34: Configuracion AD 4 
 
Fuente: Elaboración propia 
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Ahora procedemos a irnos al botón administración / usuarios: 
Figura 35: Configuración usuarios AD 1 
 
Fuente: Elaboración propia 
 
Damos click en Enlace de directorio LDAP: 
 
Figura 36: Configuración usuarios AD 2 
 
Fuente: Elaboración propia 
 
Escogemos la opción importación de usuarios nuevos: 
 
Figura 37: Configuración usuarios AD 3 
 
Fuente: Elaboración propia 
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Aparecerá la siguiente pantalla: 
Figura 38: Configuración usuarios AD 4 
 
Fuente: Elaboración propia 
 
Si le damos click en el botón buscar aparecerán todos los usuarios del 
directorio activo el cual debemos de seleccionarlos y personalizarlos de 
acuerdo a la sede donde labora y los permisos que tendrá. 
Figura 39: Configuración usuarios AD 5 
 
Fuente: Elaboración propia 
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3.3.4. Capacitación del software 
Se adjuntan actas de capacitación a usuarios y personal helpdesk 
operadores. 
Figura 40: Formato capacitación 
 
Fuente: Pesquera Exalmar 
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En dicha capacitación, se llevaron a cabo los siguientes puntos: 
 
Tabla 17:Agenda capacitación 
Agenda Checklist 
Dirección web de la aplicación X 
Acceso a la aplicación web X 
Perfiles de cada usuario X 
Registro de incidentes X 
Registro de requerimientos X 
Escoger categoría de incidente X 
Seguimiento de incidente o requerimiento X 
Adjuntar imágenes en los tickets de atención X 
Cierre de un ticket de atención X 
Fuente: Elaboración propia 
 
 
3.3.5. Catálogo de servicios 
Input: Lista de servicios TI, información de usuarios. 
Output: Catalogo de servicios TI 
Para la creación de un catálogo de servicios se han definido por categorías 
las cuales se han identificado las siguientes: 
 Aplicaciones: Herramientas tecnológicas que apoyan al proceso de 
negocio en la organización. 
 Puesto de trabajo: Se refiere a la gestión de equipos TI. 
 Infraestructura: Soporta y atiende todo lo referente a comunicaciones en 
todas las sedes de la organización. 
 Seguridad TI: Hace referencia al control de acceso físico, centro de 
control de cámaras, firewall y antivirus dentro de la organización. 
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Tabla 18: Extracto Catalogo de servicios TI 
CÓDIGO  CATEGORIAS SERVICIOS  SUB SERVICIO DESCRIPCION 
DUEÑO 
DEL 
SERVICIO 
ACUERDOS 
DE 
NIVELES 
DE 
SERVICIO 
RESPONSABLE 
DE LA 
ATENCIÓN 
APSAP01 Aplicaciones SAP Creación de usuario nuevo Alta de usuario SAP TI 48hrs Analista SAP 
APSAP02 Aplicaciones SAP Mantenimiento de roles Roles indicados por jefe inmediato TI 48hrs Analista SAP 
APSHA01 Aplicaciones Sharepoint Solicitud de accesos y recursos TI 
Requerimientos de equipos de cómputo, 
telefonía, servicio internet, accesos SAP, entre 
otros TI 48hrs 
Asistente TI / 
Analista TI 
PTGET01 Puesto de trabajo Gestión de Equipos TI 
Creación de usuarios en el 
directorio activo Alta de usuarios en el AD TI 48hrs 
Asistente TI / 
Analista TI 
PTGET02 Puesto de trabajo Gestión de Equipos TI Configuracion de perfil Configuracion de nuevo perfil TI 4hrs 
Asistente TI / 
Analista TI 
INSER01 Infraestructura Servidores Gestión de servidores Mantenimiento de servidores Telefónica 6hrs Jefe TI 
INSER02 Infraestructura Servidores Compra de servidores Compra de un nuevo servidor TI 48hrs Jefe TI 
INCOM03 Infraestructura Comunicaciones Mantenimiento físico de switch Limpieza física del switch Telefónica 24hrs Analista TI 
SECAF02 Seguridad TI 
Control de acceso 
físico 
Mantenimiento de control acceso 
a usuarios 
Se debe dar mantenimiento a lista de usuarios 
y sus accesos TI 2hrs Analista TI 
SEFIR01 Seguridad TI Firewall Gestión del firewall Gestión del firewall, permisos, navegación TI 2hrs Analista TI 
SEFIR02 Seguridad TI Firewall 
Mantenimiento de políticas de 
firewall actualizar permisos, navegación Telefónica 6hrs Analista TI 
SEANT01 Seguridad TI Antivirus Gestión de la consola de antivirus Mantenimiento de la consola de antivirus TI 2hrs Analista TI 
SEANT02 Seguridad TI Antivirus 
Actualización de repositorios a 
equipos de computo Verificar actualizaciones de repositorios  TI 1hrs Analista TI 
 
Fuente: Elaboración propia
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3.3.6. Generar SLA 
Input: Información de usuarios, catálogo de servicios. 
Output: Acuerdo de nivel de servicio SLA. 
Para la generación de acuerdos de nivel de servicio se han definido los 
siguientes elementos: 
 Descripción: Detalle del servicio. 
 Categoría: Tipo de servicio agrupado por categorías. 
 Usuarios: Son los que recibirán el servicio solicitado. 
 SLA: acuerdo de nivel de servicio. 
 Horario de Servicio: Se menciona en que horario estará disponible el 
servicio. 
 Responsable de atención: Personal de TI quien hará la recepción del 
incidente o requerimiento. 
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Tabla 19: Extracto acuerdo de nivel de servicios TI 
CÓDIGO  
GRUPO DE 
SERVICIO 
SERVICIOS  SUB SERVICIO DESCRIPCION 
HORARIO 
DE 
SERVICIO 
ACUERDOS 
DE NIVELES 
DE SERVICIO 
RESPONSABLE DE LA 
ATENCIÓN 
SLAAPSAP01 Aplicaciones SAP Creación de usuario nuevo Alta de usuario SAP Lun a Vier 48hrs Analista SAP 
SLAAPSAP02 Aplicaciones SAP Mantenimiento de roles 
Roles indicados por jefe 
inmediato 24/7 48hrs Analista SAP 
SLAPTGET05 
Puesto de 
trabajo 
Gestión de 
Equipos TI Instalación de SW 
Instalación de SW varios en 
equipos TI Lun a Vier 12hrs Asistente TI / Analista TI 
SLAPTGET06 
Puesto de 
trabajo 
Gestión de 
Equipos TI Configuracion de aplicativos 
Configuracion de aplicativos 
varios Lun a Vier Inmediato Asistente TI / Analista TI 
SLAINSER01 Infraestructura Servidores Gestión de servidores Mantenimiento de servidores Sab y Dom 6hrs Jefe TI 
SLAINSER02 Infraestructura Servidores Compra de servidores Compra de un nuevo servidor Lun a Vier 48hrs Jefe TI 
SLAINSER14 Infraestructura Comunicaciones Gestión de cámaras de video Gestión de cámaras de video Lun a Vier 3hrs Analista TI 
SLAINSER15 Infraestructura Comunicaciones 
Habilitar nueva cámara de 
video 
Requerimiento de una nueva 
cámara de video Lun a Vier 48hrs Analista TI 
SLASECAF02 Seguridad TI 
Control de 
acceso físico 
Mantenimiento de control 
acceso a usuarios 
Se debe dar mantenimiento a 
lista de usuarios y sus accesos Lun a Vier 2hrs Analista TI 
SLASECAF03 Seguridad TI 
Control de 
acceso físico Gestión de control de accesos Gestión de control de accesos Lun a Vier 2hrs Analista TI 
SLASECAF04 Seguridad TI Firewall Gestión del firewall 
Gestión del firewall, permisos, 
navegación Lun a Vier 2hrs Analista TI 
SLASECAF05 Seguridad TI Firewall 
Mantenimiento de políticas de 
firewall actualizar permisos, navegación Lun a Vier 6hrs Analista TI 
SLASEANT01 Seguridad TI Antivirus 
Gestión de la consola de 
antivirus 
Mantenimiento de la consola de 
antivirus Lun a Vier 2hrs Analista TI 
SLASEANT02 Seguridad TI Antivirus 
Actualización de repositorios 
a equipos de computo 
Verificar actualizaciones de 
repositorios  Lun a Vier 1hrs Analista TI 
Fuente: Elaboración propia
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3.4. Fase 4: Implementación y pruebas del Software 
Se tendrá que completar con datos como, por ejemplo, usuarios finales, expertos 
responsables, unidades de soporte, tiempos de SLA, etc. Una vez se terminada la 
instalación y las actividades de configuración finalizadas, se pueden realizar 
pruebas operativas del sistema (se define un grupo de colaboradores quienes 
registraran incidentes y requerimientos para recopilar datos del uso del software y 
se puedan realizar ajuste de configuración), así como también pruebas de seguridad 
del software, en este caso será una prueba de penetración al sistema Help Desk 
realizado por el personal de TI. 
 
3.4.1. Definir usuarios finales y unidades de soporte 
Para la definición de usuarios finales, se han separado los usuarios por cada 
área de la organización, los cuales se indican a continuación: 
Tabla 20: Usuarios 
Gerencias Áreas 
Gerencia de Innovación y Mejora Continua 
TI 
Mejora Continua 
Gerencia de Finanzas 
Contabilidad 
Finanzas 
Presupuesto 
Tesorería 
Gerencia General 
Gerencia 
Abastecimiento 
Legal 
Gerencia Comercial CHI 
Comercial CHI 
Productos Terminados 
Gerencia Comercial CHD 
Comercial CHD 
Productos Terminados 
Gerencia de Operaciones 
Logística 
Operaciones 
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SGA 
Calidad 
Radioperador 
Superintendencia 
Gerencia de Flota 
Bahías 
Mantenimiento 
Analista de Pesca 
Fuente: Elaboración propia 
En total son un aproximado de 350 colaboradores quienes utilizaran el 
servicio de Helpdesk, en el cuadro anterior hace referencia a todas las 
plantas de Pesquera Exalmar, incluyendo la sede principal de San Isidro. 
 
3.4.2. Realizar pruebas de seguridad del software 
Para las pruebas de software se hicieron pruebas funcionales, de las cuales 
se ha utilizado el software OWASP ZAP. 
Tabla 21: Instalación OWASP ZAP 
 
Fuente: Elaboración propia 
Para la fase de implementación y pruebas del software utilizaremos la 
aplicación OWASP ZAP. Esta aplicación un en escáner de seguridad web 
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de código abierto, puede ser utilizado como una aplicación de seguridad y 
como herramienta de pruebas de penetración. Uno de los requisitos para la 
instalación del software es Java 8.0 en la última versión del software 
OWASP ZAP. En la siguiente imagen nos muestra los datos necesarios para 
el ataque a la dirección del servidor helpdesk, el cual es el siguiente: 
http://192.168.14.62/helpdesk 
una vez ingresada la dirección, damos click en el botón atacar y esperamos 
a que termine todas las fases. 
Figura 41: Ataque OWASP ZAP 
 
Fuente: Elaboración propia 
Al darle click en el botón atacar, automáticamente empezara a realizar las 
pruebas correspondientes al ataque spider. 
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Figura 42: Ataque a página Helpdesk 
 
Fuente: Elaboración propia 
Una vez terminado, tenemos en el panel del lado izquierdo una carpeta de 
nombre alertas, estas son las posibles vulnerabilidades que se encontraron 
en el ataque al servicio helpdesk. 
Se encontraron 6 alertas las cuales se detallarán a continuación: 
Figura 43: Alertas OWASP ZAP 
 
Fuente: Owasp Zap 
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Alerta 1. Encabezado X-Frame-Options no establecido 
Figura 44: Alerta 1 
 
Fuente: Owasp Zap 
Descripción 
 
Solución 
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Figura 45: Alerta 2 
 
Fuente: Owasp Zap 
Descripción 
 
Solución 
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Figura 46: Alerta 3 
 
Fuente: Owasp Zap 
Descripción 
No Anti-CSRF tokens fue encontrado en HTML 
 
 
Los ataques de CSRG son muy efectivos en varias situaciones, que incluyen: 
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Figura 47: Alerta 4 
 
Fuente: Owasp Zap 
Descripción 
 
 
 
92 
 
Solución 
Asegúrese que la bandera HttpOnly se encuentra establecida para todas las 
cookies. 
Figura 48: Alerta 5 
 
Fuente: Owasp Zap 
Descripción 
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Solución 
 
Figura 49: Alerta 6 
 
Fuente: Owasp Zap 
Descripción 
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Solución 
 
3.5. Fase 5: Entrenamiento de usuarios 
Esta etapa incluye capacitaciones para operadores de mesas de servicio y para otras 
partes involucradas, la prioridad principal se otorga a la capacitación de operadores 
de Helpdesk, ya que son el primer nivel de contacto en los modelos de ITSM y 
Helpdesk. 
Figura 50: Capacitación al personal 
 
Fuente: Archivos Exalmar 
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3.6. Fase 6: Realización del proyecto piloto 
Una vez que todas las partes involucradas están capacitadas y el software está 
correctamente configurado y probado, el proyecto piloto puede iniciarse con el 
propósito de realizar una evaluación final de los empleados de la empresa y del 
sistema en sí. Si en esta etapa no se descubren problemas serios, la mesa de ayuda 
puede considerarse completamente operativa.  
3.6.1. Realizar pruebas de Helpdesk en tiempo real 
En esta última fase se procede a hacer un corrido en línea de un ticket de 
incidente y requerimiento 
 
 
Figura 51: Incidentes y requerimientos 
 
Fuente: Elaboración propia 
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Figura 52: Incidentes 
 
Fuente: Elaboración propia 
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CAPITULO 4 
RESULTADOS 
 
4.1. Resultados 
Resultado 1 
Generar seguimiento y control de los incidentes y requerimientos solicitados por el 
usuario. 
A continuación, se mostrará algunos print de pantalla de la interfaz del software de 
mesa de ayuda GLPI en el cual aparecen incidentes y requerimientos solicitados 
por los usuarios de la organización. 
Figura 53: Creación de incidente o requerimiento 
 
Fuente: Elaboración propia 
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Figura 54: Seguimiento y control 1 
 
Fuente: Elaboración propia 
 
Como se visualiza en la Figura 55; cada ticket generado por el usuario ya sea 
incidente o requerimiento tendrá un seguimiento agregando una línea de tiempo, de 
todas las comunicaciones que hubo entre el operador de TI y el solicitante del 
incidente o requerimiento 
Figura 55: Seguimiento y control 2 
 
Fuente: Elaboración propia 
 
De esta manera, todos los incidentes registrados hacia el área de TI serán tratados 
sin tener usuarios no atendidos, disconformidad, y la atención será mas segura y 
confiable ya que cada cambio o seguimiento quedara grabado en el ticket mientras 
este se encuentre en proceso. 
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Figura 56: Seguimiento y control 3 
 
Fuente: Elaboración propia 
 
Resultado 2 
Generar una adecuada gestión del catálogo de servicio. 
Para lograr el siguiente resultado, se ha creado e ingresado un catálogo de servicios 
al software de mesa de ayuda GLPI, el cual se mostrará a continuación. 
Figura 57: Catálogo GLPI 
 
Fuente: Elaboración propia 
 
 
100 
 
Figura 58: Catálogo GLPI 
 
Fuente: Elaboración propia 
Dentro de cada catalogo se encuentra el acuerdo de nivel de servicio. 
Figura 59: SLA GLPI 
 
Fuente: Elaboración propia 
 
Resultado 3 
Generar un inventario de activos de TI 
Para el resultado del último objetivo se procedió a utilizar la herramienta 
ocsinventory el cual es un plugin que se adiciona al software de mesa de ayuda 
GLPI. 
Pantalla de ocsinventory con el listado de equipos TI que se tienen en la empresa 
Pesquera Exalmar. 
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Figura 60: OCS Inventory 
 
Fuente: Elaboración propia 
 
A continuación, se mostrará el listado de inventario de equipos TI ya importados 
en el software de mesa de ayuda GLPI. 
 
Figura 61: Inventario GLPI 
 
Fuente: Elaboración propia 
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A continuación, el detalle de uno de los equipos agregados a la mesa de ayuda 
GLPI. 
Figura 62: Detalle inventario GLPI 
 
Fuente: Elaboración propia 
 
 
4.2. Presupuesto 
La implementación de una mesa de ayuda implica costos de Software y Hardware, 
además del costo del Recurso Humano.  
Recurso Humano 
Tabla 22: Recurso humano 
 Datos de Profesionales Ocupación 
Líder del Proyecto Ing. Juan Vega Villalba Jefe TI 
Operador TI Bach. Santos Figueroa Asistente TI 
Analista SAP 
Ing. Marilyn Dominguez 
Riofrio 
Analista SAP 
Analista TI 
Bach. Manuel Huanca 
Bedón 
Analista TI 
Fuente: Elaboración propia 
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Inversión de hardware 
Tabla 23: Inversión hardware 
 Marca Unidad Costo 
Servidor HPE ProLiant 
DL360 Gen10 
HPE 1 S/.9,600.00 
HDD Hp 300gb Ultra320 
Scsi 
HPE 1 S/.1,248.00 
Adicional 1 Memoria 8 GB 
RAM 
HPE 1 S/.480.00 
Total S/.16,820.00 
Fuente: Elaboración propia 
 
Inversión de software 
Tabla 24: Inversión software 
 Marca Unidad Costo 
Windows Server 2012  Windows 1 868.00 
CentOS 7 Open Source 1 0.00 
Office 365 (5 usuarios) Windows 1 620.00 
PHP Mantenimiento  Open Source 3 anual S/. 6000.00 
Total S/. 7,488.00 
Fuente: Elaboración propia 
Inversión de servicios 
Tabla 25: Inversión servicios 
 Costo Mensual Meses Total 
Llamadas Telefónicas S/. 29.00 3 S/. 87.00 
Internet S/. 99.00 3 S/. 297.00 
Energía S/. 80.00 3 S/. 240.00 
Impresiones S/. 30.00 3 S/. 90.00 
Fotocopias S/. 30.00 3 S/. 90.00 
Economatos S/. 50.00 3 S/. 150.00 
Total S/. 954.00 
Fuente: Elaboración propia 
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Flujo de Caja 
Tabla 26: Flujo de caja 
Mes Egresos Ingresos 
0 0 S/. -25,262.00 
1 S/. 24,626.00 S/. 13,000.00 
2 S/. 318 S/. 13,000.00 
Total S/. 24,944.00 S/. 26,000.00 
Fuente: Elaboración propia 
Cálculo de VAN y TIR 
Para calcular el VAN y TIR, usaremos las funciones del Excel, VNA y TIR, 
respectivamente. 
La función TIR, se interpreta como la rentabilidad de la operación financiera, a 
mayor TIR, mayor rentabilidad, la función TIR devuelve la tasa interna de retorno 
de una serie de flujo de caja. Microsoft Office Excel aplica el 10% automáticamente 
si no se especifica dicha tasa.  
La función VNA, devuelve el valor actual neto a partir de un flujo de fondos y de 
una tasa de descuento. Para nuestro caso la tasa de descuento es del 20%. 
Tabla 27: TIR y VAN 
 
Fuente: Elaboración propia 
Los cálculos realizados nos brindar estos resultados. 
VAN: S/. 2,238.00 
TIR: 27%. 
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CONCLUSIONES 
 
 
Conclusión 1 
La implementación de un software de mesa de ayuda incidió positivamente en generar 
seguimiento a los incidentes y requerimientos solicitados por el usuario, por lo cual se ha 
obtenido una mejor vista de los reportes de cada registro que realiza el usuario, así como 
también se ha obtenido un parámetro de medición hacia el área de TI. 
 
Conclusión 2 
Se ha observado que una adecuada gestión del catálogo de servicios nos ha facilitado un 
mejor orden al momento de registrar un incidente o requerimiento, clasificándolos así de 
acuerdo al catálogo e incluyendo un acuerdo de nivel de servicios con plazos de tiempo 
establecidos por las áreas involucradas. 
 
Conclusión 3 
La ejecución del inventario de equipos TI integrado al software de mesa de ayuda GLPI 
nos ha facilitado una mejor visión del parque de computadoras en todas las sedes de la 
empresa Pesquera Exalmar, así como también una mejor toma de decisiones al momento 
de cambiar, reparar o comprar un equipo, ya que se ha obtenido un historial de incidentes 
de cada equipo. 
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ANEXOS 
 
Situación actual del soporte a usuarios finales 
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Proceso final con la implementación de Mesa de Ayuda GLPI 
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Encuesta a los usuarios de la organización Pesquera Exalmar 
 
 
Alfa de Cronbach – Personal Administrativo 
 
 
 
 
 
Alfa de Cronbach – Personal Obrero 
 
 
 
 
 
 
 
 
 
K 15 
∑Vi 17.89 
Vt 158.40 
∞ 0.95 
K 15 
∑Vi 14.54 
Vt 147.67 
∞ 0.97 
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Análisis y resultados 
 
I. Implementación de mesa de ayuda 
 
PERSONAL ADMINISTRATIVO 
I. IMPLEMENTACION DE MESA DE AYUDA 
PREGUNTAS  
En total 
desacuerdo 
En 
desacuerdo 
Ni de 
acuerdo ni 
en 
desacuerdo 
De 
acuerdo 
Totalmente 
de acuerdo 
TOTAL  
1. ¿Estaría de acuerdo 
en usar una plataforma 
tecnologica para 
registrar incidentes y 
requerimientos? 
14 18 19 28 17 96 
2. ¿Esta de acuerdo con 
el actual proceso de 
registro de incidentes y 
requerimientos? 
12 15 19 37 13 96 
3. Cree usted que una 
mesa de ayuda ayudaria 
a mejorar los procesos 
de TI con las demas 
areas de negocio? 
14 14 22 32 14 96 
4. Estaria de acuerdo en 
usar una herramienta 
gratuita como mesa de 
ayuda? 
8 17 27 28 16 96 
5. ¿Cree usted que una 
implementacion de 
mesa de ayuda generara 
orden en cuanto a la 
atencion de incidentes y 
requerimientos? 
4 21 23 33 15 96 
TOTAL 52 85 110 158 75 480 
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PERSONAL OBRERO 
I. IMPLEMENTACION DE MESA DE AYUDA 
PREGUNTAS  
En total 
desacuerdo 
En 
desacuerdo 
Ni de 
acuerdo ni 
en 
desacuerdo 
De 
acuerdo 
Totalmente 
de acuerdo 
TOTAL  
1. ¿Estaría de acuerdo 
en usar una plataforma 
tecnologica para 
registrar incidentes y 
requerimientos? 
7 7 12 17 7 50 
2. ¿Esta de acuerdo con 
el actual proceso de 
registro de incidentes y 
requerimientos? 
8 7 10 16 9 50 
3. Cree usted que una 
mesa de ayuda ayudaria 
a mejorar los procesos 
de TI con la produccion 
de harina y aceite de 
pescado? 
4 10 12 17 7 50 
4. Estaria de acuerdo en 
usar una herramienta 
gratuita como mesa de 
ayuda? 
3 2 21 19 5 50 
5. ¿Cree usted que una 
implementacion de 
mesa de ayuda generara 
orden y priorizara areas 
criticas en temporada 
de produccion? 
1 6 21 20 2 50 
TOTAL 23 32 76 89 30 250 
 
 
112 
 
 
 
 
I. IMPLEMENTACION DE MESA DE AYUDA 
Respuestas 
PERSONAL 
ADMINISTRATIVO 
PERSONAL OBRERO 
Cantidad % Cantidad % 
En total desacuerdo 52 10.8% 23 9.2% 
En desacuerdo 85 17.7% 32 12.8% 
Ni de acuerdo ni en desacuerdo 110 22.9% 76 30.4% 
De acuerdo 158 32.9% 89 35.6% 
Totalmente de acuerdo 75 15.5% 30 12.0% 
Total 480 100% 250 100% 
 
 
 
0.0%
5.0%
10.0%
15.0%
20.0%
25.0%
30.0%
35.0%
40.0%
Personal Administrativo Personal Obrero
En total desacuerdo 10.8% 9.2%
En desacuerdo 17.7% 12.8%
Ni de acuerdo ni en desacuerdo 22.9% 30.4%
De acuerdo 32.9% 35.6%
Totalmente de acuerdo 15.5% 12.0%
10.8%
9.2%
17.7%
12.8%
22.9%
30.4%
32.9%
35.6%
15.5%
12.0%
I. IMPLEMENTACION DE MESA DE AYUDA
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II. CALIDAD DE SERVICIO AL USUARIO 
 
PERSONAL ADMINISTRATIVO 
II. CALIDAD DE SERVICIO AL USUARIO 
PREGUNTAS  
En total 
desacuerdo 
En 
desacuerdo 
Ni de 
acuerdo ni 
en 
desacuerdo 
De 
acuerdo 
Totalmente 
de acuerdo 
TOTAL  
6. ¿Cree usted que los 
tiempos de respuesta 
para solucionar un 
incidente y/o 
requerimiento 
mejorarian con una 
mesa de ayuda? 
5 12 32 41 6 96 
7. ¿Cree ustes que una 
mesa de ayudaria a 
mejorar el servicio de TI 
para los usuario finales? 
3 10 37 39 7 96 
8. ¿Cree usted que el 
personal de TI tiene el 
conocimiento adecuado 
para la solucion de 
incidentes y 
requerimientos bajo 
una mesa de ayuda? 
9 17 40 26 4 96 
9. ¿Diria usted que con 
una mesa de ayuda se 
respetaran los acuerdos 
de nivel de servicio? 
5 5 24 45 17 96 
10. ¿Cree Ud., que el 
nivel de incidentes 
pendientes se reduciran 
con una mesa de 
ayuda? 
0 12 27 41 16 96 
TOTAL 22 56 160 192 50 480 
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PERSONAL OBRERO 
II. CALIDAD DE SERVICIO AL USUARIO 
PREGUNTAS  
En total 
desacuerdo 
En 
desacuerdo 
Ni de 
acuerdo ni 
en 
desacuerdo 
De 
acuerdo 
Totalmente 
de acuerdo 
TOTAL  
6. ¿Cree usted que los 
tiempos de respuesta 
para solucionar un 
incidente y/o 
requerimiento 
mejorarian con una 
mesa de ayuda? 
1 11 16 19 3 50 
7. ¿Cree usted que una 
mesa de ayudaria a 
mejorar el servicio de TI 
para los usuario de 
planta Exalmar? 
0 13 18 16 3 50 
8. ¿Cree usted que el 
personal de TI tiene el 
conocimiento adecuado 
para la solucion de 
incidentes y 
requerimientos bajo 
una mesa de ayuda? 
0 10 22 14 4 50 
9. ¿Diria usted que con 
una mesa de ayuda se 
respetaran los acuerdos 
de nivel de servicio? 
3 5 13 26 3 50 
10. ¿Cree Ud., que el 
nivel de incidentes 
pendientes se reduciran 
con una mesa de 
ayuda? 
1 7 17 22 3 50 
TOTAL 5 46 86 97 16 250 
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II. CALIDAD DE SERVICIO AL USUARIO 
Respuestas 
PERSONAL 
ADMINISTRATIVO 
PERSONAL OBRERO 
Cantidad % Cantidad % 
En total desacuerdo 22 4.6% 5 2.0% 
En desacuerdo 56 11.7% 46 18.4% 
Ni de acuerdo ni en desacuerdo 160 33.3% 86 34.4% 
De acuerdo 192 40.0% 97 38.8% 
Totalmente de acuerdo 50 10.4% 16 6.4% 
Total 480 100% 250 100% 
 
 
0.0%
5.0%
10.0%
15.0%
20.0%
25.0%
30.0%
35.0%
40.0%
Personal Administrativo Personal Obrero
En total desacuerdo 4.6% 2.0%
En desacuerdo 11.7% 18.4%
Ni de acuerdo ni en desacuerdo 33.3% 34.4%
De acuerdo 40.0% 38.8%
Totalmente de acuerdo 10.4% 6.4%
4.6%
2.0%
11.7%
18.4%
33.3% 34.4%
40.0%
38.8%
10.4%
6.4%
II. CALIDAD DE SERVICIO AL USUARIO
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III. CAPACITACION AL USUARIO 
 
PERSONAL ADMINISTRATIVO 
III. CAPACITACION AL USUARIO 
PREGUNTAS  
En total 
desacuerdo 
En 
desacuerdo 
Ni de 
acuerdo ni 
en 
desacuerdo 
De 
acuerdo 
Totalmente 
de acuerdo 
TOTAL  
11. ¿Esta Ud., de 
acuerdo con recibir 
capaciacion de una 
nueva herramienta para 
el registro de incidentes 
y requerimientos? 
4 5 24 47 16 96 
12. ¿Según la carga 
laboral, se daria el 
espacio necesario para 
recibir las capacitaciones 
de un nuevo software 
para el registro de 
incidentes y 
requerimientos 
6 18 20 29 23 96 
13. ¿Cree usted, que la 
capacitacion a los 
usuarios de nueva 
herramienta tenga que 
realizarse en temporada 
de veda? 
2 17 20 28 29 96 
14. ¿Diria usted, que la 
capacitacion para el uso 
de la nueva herramienta 
seria necesario? 
3 18 24 32 19 96 
15. ¿Está Ud., de 
acuerdo que la 
capacitacion de una 
nueva herramienta para 
el registro de incidentes 
y requerimientos este 
disponible en pdf y 
capcitaciones 
presenciales? 
2 11 30 42 11 96 
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TOTAL 17 69 118 178 98 480 
 
 
 
 
 
PERSONAL OBRERO 
III. CAPACITACION AL USUARIO 
PREGUNTAS  
En total 
desacuerdo 
En 
desacuerdo 
Ni de 
acuerdo ni 
en 
desacuerdo 
De 
acuerdo 
Totalmente 
de acuerdo 
TOTAL  
11. ¿Esta Ud., de acuerdo 
con recibir capaciacion 
de una nueva 
herramienta para el 
registro de incidentes y 
requerimientos? 
1 3 18 23 5 50 
12. ¿Según la carga 
laboral, se daria el 
espacio necesario para 
recibir las capacitaciones 
de un nuevo software 
para el registro de 
incidentes y 
requerimientos 
1 6 15 20 8 50 
13. ¿Cree usted, que la 
capacitacion a los 
usuarios de nueva 
herramienta tenga que 
realizarse en temporada 
de veda? 
1 3 18 18 10 50 
14. ¿Diria usted, que la 
capacitacion para el uso 
de la nueva herramienta 
seria necesario? 
0 7 17 18 8 50 
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15. ¿Está Ud., de acuerdo 
que la capacitacion de 
una nueva herramienta 
para el registro de 
incidentes y 
requerimientos este 
disponible en pdf y 
capcitaciones 
presenciales? 
0 3 18 22 7 50 
TOTAL 3 22 86 101 38 250 
 
 
 
 
 
 
 
 
III. CAPACITACION AL USUARIO 
Respuestas 
PERSONAL 
ADMINISTRATIVO 
PERSONAL OBRERO 
Cantidad % Cantidad % 
En total desacuerdo 13 2.7% 3 1.2% 
En desacuerdo 69 14.5% 22 8.8% 
Ni de acuerdo ni en desacuerdo 118 24.8% 86 34.4% 
De acuerdo 178 37.4% 101 40.4% 
Totalmente de acuerdo 98 20.6% 38 15.2% 
Total 476 100% 250 100% 
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0.0%
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10.0%
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25.0%
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40.0%
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Personal Administrativo Personal Obrero
En total desacuerdo 2.7% 1.2%
En desacuerdo 14.5% 8.8%
Ni de acuerdo ni en desacuerdo 24.8% 34.4%
De acuerdo 37.4% 40.4%
Totalmente de acuerdo 20.6% 15.2%
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III. CAPACITACION AL USUARIO
