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Resumo: O referido artigo científico busca apresentar a Lei Geral de Proteção de Dados 
Pessoais – Lei nº 13.709/2018 e explicar como o tratamento de dados pessoais deve 
acontecer. Dessa forma, é apresentado como a lei surgiu, o conceito de dados pessoais, as 
formas de tratamento destes dados, o direito à privacidade e à informação, direito ao 
esquecimento e à exclusão de dados pessoais e a responsabilidade civil, segurança e boas 
práticas.  
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Abstract: The referred scientific article seeks to present the General Law of Personal Data 
Protection - Law no. 13.709/2018 and explain how the treatment of personal data should 
happen. Thus, it is presented how the law appeared, the concept of personal data, the forms of 
treatment of these data, the right to privacy and information, the right to forget and to the 
exclusion of personal data and the civil responsibility, security and good practices.  





A priori, o objetivo deste trabalho é analisar a aplicabilidade da Lei 13.709/2018, 
no que se refere ao Tratamento de Dados Pessoais. Além disso, busca entender a trajetória do 
Direito Digital na história, bem como evidenciar conceitos e princípios importantes. Nesse 
sentido, será analisado o posicionamento doutrinário majoritário no que tange ao direito à 
privacidade e ao dever de informação, através do método dedutivo. 
Na primeira seção será abordado o conceito de Direito Digital, bem como sua 
evolução histórica no Brasil e no mundo, sendo necessário entender o porquê a Lei Geral de 
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Proteção de Dados Pessoais existe. Ato contínuo, a segunda seção tratará sobre a Lei Geral de 
Proteção de Dados, o tratamento de dados pessoais, seu conceito, princípios e direitos do 
usuário. Também será esclarecido como as empresas e órgãos públicos devem agir e a 
penalidade aplicada, caso descumpram a regra. Por fim, a terceira seção discutirá sobre a 
responsabilidade civil perante o tratamento de dados e as consequências tanto para o usuário 
tanto para quem controla o banco de dados, bem como as boas práticas, compliance e 
segurança.  
 
1 DIREITO DIGITAL  
 
1.1 CONCEITO DE DIREITO DIGITAL  
Entende-se por Direito Digital, um novo ramo do direito que estuda a evolução 
das tecnologias e como ela afeta as relações socais, integrando todos os princípios 
fundamentais e regulamentos que estão vigentes e aplicados atualmente, bem como a inserção 
de novas ferramentas para construir e desenvolver um raciocínio jurídico, em todas as áreas 
do direito. (PECK, 2016, p.77).  
Com o passar dos anos, a tecnologia possibilitou a integração do mundo, e o 
Direito precisa acompanhar essa mudança. As empresas transformaram seu negócio e se 
adaptaram para conquistar uma maior visibilidade com a internet, por exemplo. Porém, com 
essa integração houve também, um aumento no tratamento de dados pessoais.  
Por isso, quando há uma manifestação em massa, essas condutas precisam ser 
abordadas e estudadas pelo Direito, a fim de garantir uma segurança jurídica e um equilíbrio 
nas relações de poder. O Direito Digital traz esse equilíbrio, entre o Direito Codificado e do 
Direito Costumeiro, utilizando-se de vários mecanismos, dentre eles, a analogia, costumes, 
princípios gerais de direito etc., para regulamentar as relações entre seres humanos e 
máquinas, a fim de intermediar os conflitos gerados por elas, pois no Direito Digital há a 
premissa de que toda relação que envolve textos e multimídias, através da ação humana ou de 
máquinas, gera direitos, deveres, obrigações e responsabilidades. (PECK, 2016, p. 57).  
 
1.2 SURGIMENTO DA LEI 13.709/2018 – LEI GERAL DE PROTEÇÃO DE 
DADOS PESSOAIS  
A prova da evolução tecnológica, está nos mecanismos que se usa no dia a dia, 
como por exemplo: do Código Morse passa-se a utilizar a localização por GPS (Global 
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Positioning System), da carta ao e-mail, do telegrama ao WhatsApp, do rádio ao Spotify e 
assim sucessivamente. Hoje, as informações circulam de uma maneira cada vez mais rápida, 
com um alcance muito maior.  
Por isso, Patrícia Peck (2016, p.51) traz a reflexão de que a sociedade atual está na 
Era da Informação ou Era Digital, também chamada de Terceira Onda. As características 
principais da Terceira Onda são o grande tráfego de informações e a descentralização destas. 
(PECK, 2016, p. 52) 
Na Era Digital, o instrumento de poder é a informação, não só recebida mas 
refletida. A liberdade individual e a soberania do Estado são hoje medidas pela 
capacidade de acesso à informação. Em vez de empresas, temos organizações 
moleculares, baseadas no Indivíduo. A mudança é constante e os avanços 
tecnológicos afetam diretamente as relações sociais. Sendo assim, o Direito Digital 
é, necessariamente, pragmático e costumeiro, baseado em estratégia jurídica e 
dinamismo. (PECK, 2019, p. 74) 
 
Então, a partir desse momento e com o desenvolvimento da tecnologia digital, a 
privacidade passou a ser algo muito importante, se tornando um direito fundamental, passível 
de proteção pela jurisdição, conforme se vê na evolução histórica do Direito Digital no Brasil, 
resumidamente, até o surgimento da Lei 13.709/2018, que trata sobre a proteção de dados 
pessoais.  
Em 1824, com a Constituição do Império que reconheceu o direito à privacidade 
ao proteger o “segredo da carta” e a “inviolabilidade da casa”. Nessa época, a privacidade 
estava ligada a ideia de propriedade, protegendo o meio físico e não o conteúdo em si.  
O Brasil teve influências internacionais no que se refere a legislações sobre 
proteção de dados e privacidade. É importante saber que a primeira lei mundial de proteção 
aos dados pessoais, surgiu em 1970, no Estado Alemão de Hesse, que reconheceu que os 
“dados pessoais constituem uma projeção da personalidade do indivíduo e que, portanto, 
merecem uma tutela forte” (SCHERTEL, 2011, online).  
No Brasil, a partir de 1990 surgiram legislações que deram à proteção de dados 
pessoais uma nova visibilidade, surgindo então a Lei nº 8.078/90, conhecida como Código de 
Defesa do Consumidor, que, dentre outras abordagens, passou a regular sobre os dados dos 
consumidores, dando a eles o direito a “informações existentes em cadastros, fichas, registros 
e dados pessoais e de consumo arquivado sobre ele”. A partir de então, outras leis surgiram, a 
fim de regulamentar e proteger a privacidade. 
A privacidade foi ganhando relevância ao longo do tempo, e em 2002 o Código 
Civil Brasileiro, trouxe um capítulo sobre os Direitos da Personalidade, incluindo a vida 
privada, e fornecendo instrumentos para coibir a violação deste direito. É importante ressaltar 
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que o teor do Código Civil Brasileiro, traz a proteção à privacidade como um direito 
subjetivo, evoluindo o conceito de proteção dado em 1824. 
A privacidade ganhou grande destaque quando, alguns acontecimentos (G1, 2013, 
online) fizeram com que o governo brasileiro tomasse medidas, e uma delas foi a tramitação 
do PL 2126/11 (Marco Civil da Internet).  
Através da Lei 12.965 de 2014 – Marco Civil da Internet, a palavra “privacidade” 
passou a constar no nosso ordenamento jurídico brasileiro e ao entrar em vigor em 2014, a 
internet no Brasil começou a ser melhor disciplinada, tendo como princípios a proteção da 
privacidade e dos dados pessoais, na forma da lei, em seu Artigo 3º, incisos II e III, bem como 
direitos e garantias aos usuários em seu Artigo 7º e seguintes.  
Em 2016, na Europa, o General Data Protection Regulation – GDPR foi 
aprovado e em 2018 ele entrou em vigor. Com isso, o Brasil se viu pressionado a “agilizar a 
votação de um projeto de lei de dados pessoais, caso contrário as empresas brasileiras teriam 
enorme dificuldade em realizar negócios com europeus” (MACIEL, 2019, online).  
Para fins de contextualização, antes da criação da GDPR, foi criada em meados da 
década de 90, mais precisamente em 1995, a Diretiva nº 46 da União Europeia, visando a 
proteção de dados pessoais e por mais que não tivesse força legal perante os países membros, 
serviu como base para legislações nacionais e os seus princípios mais relevantes foram 
mantidos no GDPR.  
Por fim, após inúmeras leis criadas com o intuito de proteger a privacidade 
humana, e diante da necessidade de regulamentar a proteção dos dados pessoais, visto que os 
demais países do mundo já haviam se posicionado e regulamentado esse assunto em suas 
legislações, o Brasil sancionou em 2018 a Lei Geral de Proteção de Dados Pessoais – Lei nº 
13.709/2018, influenciada diretamente pelo GDPR – General Data Protection Regulation.  
Por muito tempo não se via o assunto “proteção aos dados pessoais” como algo 
que deveria ter muita relevância, pois existe um mercado de dados pessoais no Brasil e no 
mundo. Muitas empresas ganharam relevância no mercado porque passaram a conhecer 
melhor o seu cliente, ganharam conhecimento por meio dos dados pessoais.  
Como não havia uma legislação específica que garantia aos titulares, proteção de 
seus dados pessoais, ao longo dos anos estes passaram a ser fundamentais para as empresas 
compreenderem melhor os seus clientes, seu público-alvo e suas necessidades, oferecendo-
lhes serviços personalizados, bem como os anúncios direcionados com base na idade, sexo e 
características do comportamento.  
O mercado de dados pessoais é cada vez mais relevante na sociedade informacional 
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e pode ser entendido como as interações econômicas voltadas à compra e venda das 
informações relativas a uma pessoa identificada ou identificável, direta ou 
indiretamente. O mercado de dados pessoais se baseia nas necessidades de 
informação das empresas, instituições públicas e usuários finais. (SILVEIRA, 
AVELINO, SOUZA, 2016, p.219) 
 
Diante do exposto, percebe-se que a trajetória da proteção de dados pessoais no 
Brasil é extensa e com uma larga lista de leis específicas. Mas como já foi dito, o Direito 
Digital não possui um Código específico, pois ele é baseado em comportamentos e 
influenciado diretamente pelo Direito Internacional. Portanto, foi necessário realizar uma 
análise dessa trajetória, para se perceber a importância da Lei Geral de Proteção de Dados 
Pessoais e estudá-la com maior clareza.   
  
2 LEI GERAL DE PROTEÇÃO DE DADOS PESSOAIS – LEI Nº 13.709/2018  
 
Visando proteger os dados pessoais e os direitos do titular, foi criada a Lei nº 
13.709/2018, chamada de Lei Geral de Proteção de Dados Pessoais – LGPD, a fim de tratar a 
deficiência existente no ordenamento jurídico brasileiro sobre o assunto. A Lei Geral de 
Proteção de Dados Pessoais foi totalmente influenciada pelo General Data Protection 
Regulation (GDPR), o regulamento da União Europeia sobre o tema. 
A criação dessa lei específica se dá em razão do aumento significativo das 
tecnologias pelo mundo e consequentemente pelo acesso aos dados pessoais, ou seja, quem 
detém a informação, detém o poder. (PECK, 2020, p.70), pois “personal data is the new oil of 
the Internet and the new currency of the digital world” – Meglena Kuneva, European 
Consumer Commisioner, March 2009. (“Dado pessoal é o novo óleo da internet e a nova 
moeda do mundo digital – Meglena Kuneva, Comissária do Consumidor Europeu, Março, 
2009). 
Sendo assim, com a evolução constante das tecnologias, a Lei Geral de Proteção 
de Dados Pessoais demonstra a importância de o titular dos dados pessoais entender que ele é 
o verdadeiro dono destes. Isso é tão importante, que o documentário The Social Dilemma, da 
Netflix,  trouxe a seguinte frase: There are only two industries that call their customers 
‘users’: ilegal drugs and software. - Edward Tufte. (Existem apenas duas indústrias que 
chamam seus clientes de usuários: a de drogas e a de software. - Edward Tufte).  
 
2.1 INTRODUÇÃO AOS DADOS PESSOAIS 
Sendo assim, para se falar de dados pessoais, é preciso falar um pouco sobre 
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personalidade. Entende-se por personalidade, as particularidades ou o conjunto de 
particularidades que diferenciam uma pessoa da outra. Os direitos da personalidade, ao longo 
da história, passaram por diversas mudanças até se tornarem juridicamente tutelados. Orlando 
de Carvalho, ensina:  
A noção-chave da disciplina civilista é, a dos direitos da pessoa, a dos direitos 
subjetivos em função da realização dos mencionados direitos da pessoa, isto é, o 
poder dos homens de espontaneamente estabelecerem a disciplina da sua quotidiana 
convivência. (CARVALHO, 1981, p.30) 
 
O ser humano se desenvolve em comunidade, se conecta com aqueles que se 
identifica. Isso tudo forma a base da personalidade do indivíduo, pois define quem ele é e, 
portanto necessita de tutela jurisdicional perante o ordenamento jurídico brasileiro. 
Os direitos da personalidade possibilitam o desenvolvimento do ser humano em 
comunidade e possuem tutela jurisdicional perante o Código Civil, em seu rol numerus 
apertus, ou seja, um rol aberto. Por não serem direitos que se exaurem naquelas espécies 
elencadas nos artigos 11 ao 21 do Código Civil, isso gerou a possibilidade de reconhecimento 
da proteção dos dados pessoais como um novo direito da personalidade. (BIONI, 2020, 
online)  
A intenção deste artigo não é aprofundar em direitos da personalidade, mas 
demonstrar que o ordenamento jurídico brasileiro está aberto a novas maneiras de garantir a 
proteção do ser humano, pois como já dito, a sociedade está em constante evolução, sempre 
com novas tecnologias e o Direito precisa acompanhar os novos desafios que surgem.  
A quantidade de características que particularizam o indivíduo é imensa, como 
por exemplo, nome, endereço, CPF, RG, e-mail, fotos, gostos musicais, dentre tantos outros. 
Essas particularidades podem ser consideradas dados pessoais, ou seja, toda e qualquer 
informação que seja capaz de identificar ou tornar identificável, uma pessoa. Portanto, os 
dados pessoais precisam ser protegidos pela jurisdição brasileira, a fim de garantir segurança 
ao titular dos dados pessoais.  
.  
2.2 ENTENDENDO A LEI Nº 13.709/2018 
2.2.1 Conceito e vigência  
 
A Lei nº 13.709/2018, conhecida como Lei Geral de Proteção de Dados Pessoais é 
aquela que regulamenta o uso de dados pessoais por empresas, Poder Público, ou mesmo por 
pessoas físicas que possuem interesse econômico.  
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A referida lei foi publicada em 14 de agosto de 2018 e a vigência da Lei 
13.853/2019, a vacatio legis foi alterada para 24 meses, ficando determinado que a LGPD 
entraria em vigor em 16 de agosto de 2020. Entretanto houve uma discussão desta vigência 
através da MP 959/2020. 
Em 10 de junho de 2020 foi sancionada a Lei nº 14.010/2020 que altera a Lei nº 
13.709/2018 (LGPD), determinando que as sanções administrativas previstas na lei sejam 
aplicáveis a partir de 1º de agosto de 2021.  
Em 18 de setembro de 2020 a Lei Geral de Proteção de Dados Pessoais entrou em 




A Lei Geral de Proteção de Dados Pessoais é uma lei com muitas terminologias e 
o legislador traz 19 (dezenove) conceitos que são usados ao longo da lei. Porém, para facilitar 
a interpretação deste artigo, abaixo estão alguns termos. Veja: 
a) Dados pessoais: é toda informação relevante sobre uma pessoa, ou seja, 
informação que faça com que aquela pessoa seja identificada ou identificável. Tem-se como 
exemplos: nome, sobrenome, e-mail, endereço etc.  
b) Dados pessoais sensíveis: é toda informação que esteja relacionada a 
personalidade do indivíduo e suas escolhas pessoais. Tem-se como exemplos: opinião 
política, dados sobre saúde ou vida sexual, dados genéticos ou biométricos, religião, dentre 
outros.  
c) Dados anonimizado: não são dados pessoais. São dados referentes a um 
indivíduo que não pode ser identificado, levando em consideração os meios disponíveis no 
momento de seu tratamento.  
d) Titular: é o indivíduo, dono dos dados pessoais. É aquele que possui as 
informações prestadas para tratamento de dados.  
e) Tratamento de dados pessoais: é toda operação realizada com os dados 
pessoais.  
f) Agentes de tratamento: são aqueles que tratam os dados pessoais, por meio 
de alguma operação. A lei traz dois agentes: o controlador e o operador. Controlador é aquele 
que recepciona os dados pessoais dos titulares por meio de consentimento ou das bases legais 
de exceção. O operador é aquele que realiza o tratamento de dados pessoais, seja por 
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obrigação legal ou por contrato. Um ponto importante a ser falado aqui, é que o controlador 
deverá indicar o encarregado, pelo tratamento dos dados pessoais, nos termos do Artigo 41 da 
lei.  
A especificação dos termos utilizados no contexto dos dados pessoais é 
particularmente importante e visa resolver os problemas de conceituação e até 
mesmo categorização que as informações coletadas sofriam. A partir da LGPD, 
passa a ficar claro e apontável o que é ou não dado pessoal, assim como todos os 
processos, as técnicas ou os procedimentos relativos ao tratamento de dados. 
(PECK, 2020, p.80) 
 
2.2.3 Princípios   
A LGPD é uma lei principiológica e possui três pilares importantes: uso legítimo, 
segurança e governança.  
Por uso legítimo, entende-se o uso correto dos dados pessoais, obedecendo as 
regras impostas pela LGPD, respeitando a vontade do titular. Por segurança, entende-se que 
as instituições públicas e privadas, e em alguns casos pessoas físicas, precisam procurar 
medidas que garantam a proteção dos dados pessoais confiados a elas. Por fim, entende-se 
que governança é uma estrutura criada pelas instituições privadas e públicas juntamente com 
sua equipe para lidar com os dados pessoais e enfrentar os novos desafios que irão surgir. 
(MARQUES, online, 2020).  
O artigo 6º da lei traz um rol com 10 (dez) princípios que devem ser seguidos 
quando os dados pessoais são tratados, bem como a boa-fé.  
Há três princípios que se destacam e são mencionados direta e indiretamente no 
decorrer da lei. São eles: o princípio da finalidade, que determina que o tratamento dos dados 
pessoais deve ter um propósito legítimo, ter um porquê; o princípio da necessidade que 
determina que o tratamento de dados pessoais deve ocorrer nos limites do mínimo necessário 
para cumprir sua finalidade e que os dados pessoais utilizados devem ser proporcionais ao 
uso, ou seja, não pode haver abusividade. E por fim, o princípio da transparência, que garante 
aos titulares a informação clara e objetiva do que está sendo feito com os dados, observados 
os segredos comercial e industrial.  
A Lei Geral de Proteção de Dados Pessoais foi criada para o titular, mas se 
comunica o tempo todo com os agentes de tratamento, com o intuito de devolver a 
autodeterminação informativa ao titular, ou seja, deixar claro para todos que o único 
proprietário dos dados pessoais, é o próprio titular. A ideia da legislação é fazer com que a 
sociedade se torne mais consciente. 
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2.2.4 Territorialidade  
O critério de aplicação da LGPD é territorial e não possui ligação com 
nacionalidade. Isso significa que não é porque o usuário é brasileiro que os seus dados 
pessoais serão tratados conforme a LGPD determina. O que deve ser analisado é se os dados 
pessoais daquele usuário passaram pelo território brasileiro ou estão em solo brasileiro.  
Conforme o Artigo 3º da LGPD, deve ser verificado as seguintes situações: a) Os 
dados pessoais podem ter sido tratados dentro do território brasileiro; b) O tratamento de 
dados pode ter começado no Brasil e ter sido destinado para outro país (território); e c) O 
tratamento de dados pode ter começado em outro território e ter sido destinado para o 
território brasileiro.  
 
2.2.5 Direito à privacidade e à informação 
Quando se trata do direito à privacidade, sabe-se que é um direito fundamental 
previsto no artigo 5º, X da Constituição Federal, que prevê a inviolabilidade da “intimidade, a 
vida privada, a honra e a imagem das pessoas, assegurado o direito à indenização pelo dano 
material ou moral decorrente da sua violação”.  
A vida privada é protegida pelo Código Civil, pela Lei nº 12.965/2014 (Marco 
Civil na Internet). A Lei nº 13.709/2018, também traz a proteção à privacidade, devendo se 
atentar que por vida privada entende-se como a esfera que as pessoas possuem mais acesso à 
informação, acontecimentos de vida, vontades e afazeres do indivíduo, que opta por dividir 
com seus conhecidos e familiares distantes. (CONSALTER, 2017, p.127) 
Sendo assim, cada indivíduo tem o direito de escolher quais dados pessoais 
podem ou não ser divulgados, de maneira que “todos indistintamente têm o dever de se abster 
de qualquer ato, público ou privado, que importe na divulgação não desejada da informação”. 
(LUCCA, SIMÃO FILHO, LIMA, 2015, p. 507) 
No que se refere ao mundo digital, a privacidade tem uma importância tremenda 
em razão da “maior quantidade de informações disponíveis, a enorme facilidade e a maior 
escala de intercâmbio de informações, os efeitos potencializados das informações errôneas e a 
duração perpétua dos registros”. (MARTINS, 2014, p. 265) 
Quando se trata do direito à informação, sabe-se que também é um direito 
fundamental previsto no artigo 5º, XIV e XXXII da Constituição Federal, que reconhece a 
possibilidade de o indivíduo obter informações a seu respeito, armazenadas em cadastros 
públicos e retificá-las quando for o caso.  
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Esse direito está ligado ao Estado Democrático de Direito, tendo em vista que é o 
que norteia o direito de informar e de ser informado, a liberdade de expressão, o acesso à 
informação, e, inclusive, a proibição da censura, conforme prevê o artigo 220 da Constituição 
Federal. 
A Sociedade Digital já não uma sociedade de bens. É uma sociedade de serviços em 
que a posse da informação prevalece sobre a posse dos bens de produção. Essa 
característica faz com que a produção do Direito à Informação seja um dos 
princípios basilares do Direito Digital, assim como a proteção de seu contradireito, 
ou seja, do Direito à não informação. (PECK, 2016, p. 89) 
 
É necessário entender que o direito de informar é um direito ativo, o direito de ser 
informado, é um direito passivo e o direito de não receber informação é um direito ativo e 
passivo. A questão da não informação protege a privacidade do indivíduo e deve se equilibrar 
essas relações para que a intervenção do Estado seja mínima, não necessitando de uma 
imposição de limites, a fim de não ferir o direito de liberdade de pensamento.  
 
2.3 TRATAMENTO DE DADOS PESSOAIS   
 
É necessário pontuar que dados pessoais, dados pessoais sensíveis e dados 
anonimizado possuem conceitos diferentes e são tratados em capítulos diferentes na LGPD. 
Vale ressaltar que dado anonimizado não é dado pessoal, nem dado pessoal sensível, tendo 
em vista que este dado é incapaz de identificar alguém. O presente artigo visa aprofundar 
apenas no que se refere a dados pessoais.  
O tratamento dos dados pessoais está previsto no Artigo 7º da Lei n 13.709/2018, 
ou seja, a lei traz a forma que o agente de tratamento pode tratar os dados pessoais.  
O tratamento dos dados pessoais das crianças e dos adolescentes deverão ser 
realizados a fim de garantir seu melhor interesse, levando em consideração a Lei Geral de 
Proteção de Dados e a legislação pertinente (artigo 14), qual seja, o Estatuto da Criança e do 
Adolescente. Entretanto, não é o objetivo deste trabalho trazer de forma aprofundada os 
direitos e garantias da criança e do adolescente perante a Lei Geral de Proteção de Dados, 
tendo em vista ser um assunto com dimensões para um outro estudo.  
 
2.3.1 Bases legais da Lei 
Para que os dados pessoais sejam tratados de forma correta, a LGPD traz 10 (dez) 
hipóteses de bases legais que autorizam o tratamento, nos incisos do Artigo 7º.  
O artigo 7º é taxativo e exaustivo, e as bases legais deixam claro sua utilização. 
Tratamento De Dados Pessoais – Por Que Precisamos Saber Como Os Nossos Dados Pessoais 
São Tratados? - Isabella Teixeira Martins; Marina Rubia M. Lôbo de Carvalho 
Revista Jurídica٠http://revistas.unievangelica.edu.br/Revista Jurídica/v.20, n.2, jul-dez. 2020•p.151-
170•DOI: https://doi.org/10.29248/2236-5788.2020v2.p.151-170 
Vale ressaltar que as bases legais podem ser cumuladas e elas modulam o tempo, ou seja, o 
tratamento de dados pode começar com uma base, se manter com outra e finalizar com uma 
terceira. É necessária uma análise cautelosa.  
Mesmo que o rol do artigo 7º seja de fácil compreensão, existem duas bases legais 
que merecem um estudo mais aprofundado e maior atenção, tendo em vista os seus requisitos. 
A primeira base, é a do consentimento (Artigo 7º, I da referida Lei), uma vez que 
este valida a própria vontade dos titulares dos dados, contanto que preencha os seguintes 
requisitos, de maneira concomitante: ser prévio, livre, informado, inequívoco e revogável. 
Vale ressaltar que se os dados tornarem manifestadamente públicos pelo titular (artigo 7º, § 
4º), a exigência do consentimento é dispensada, resguardos seus direitos e os princípios da 
LGPD. 
O agente de tratamento de dados pessoais tem que deixar claro quais são as 
finalidades daquele tratamento, pois o consentimento será vinculado àquela(s) finalidade(s) 
exposta(s).  
Não há um conceito claro do que seja consentimento “livre, informado e 
inequívoco”, porém como já foi mencionado neste artigo, a LGPD foi totalmente influenciada 
pela GDPR – General Data Protection Regulation e essa discussão foi abordada em uma de 
suas diretrizes, a Guideline 05/2020 que, dentre outros assuntos, aborda sobre o 
consentimento e o desiquilíbrio de poder em dois aspectos: nas relações de emprego e no 
tratamento de dados realizado pelo Poder Público. 
Desequilíbrio de poder é a posição hierarquicamente superior do controlador de 
dados pessoais perante o titular. Nesse caso, seria pertinente a busca de outras hipóteses para 
justificar o tratamento de dados, a fim de mitigar os possíveis riscos.  
Sendo assim, como há uma certa omissão da legislação na definição de “livre, 
informado e inequívoco”, o juiz decidirá de acordo com as fontes do direito, jurisprudências, 
doutrinas, legislações em âmbito internacional e o que mais o ordenamento jurídico brasileiro 
lhe oferecer.   
Se o consentimento (Artigo 7º, I) for obtido por escrito, o artigo 8º, § 1º nos 
esclarece que é necessária uma cláusula destacada das demais cláusulas contratuais, tratando 
sobre esse consentimento que será dado, seguindo todas as regras exigidas pela Lei Geral de 
Proteção de Dados Pessoais. É preciso que haja uma garantia aos titulares de que o 
consentimento dado é referente àquela finalidade exposta, assegurando a liberdade e a 
privacidade. (PECK, 2020, p. 85) 
Tratamento De Dados Pessoais – Por Que Precisamos Saber Como Os Nossos Dados Pessoais 
São Tratados? - Isabella Teixeira Martins; Marina Rubia M. Lôbo de Carvalho 
Revista Jurídica٠http://revistas.unievangelica.edu.br/Revista Jurídica/v.20, n.2, jul-dez. 2020•p.151-
170•DOI: https://doi.org/10.29248/2236-5788.2020v2.p.151-170 
Isso possui uma conexão com o parágrafo seguinte (Artigo 8º, § 2º), pois este 
determina a inversão do ônus da prova. Para a lei, é o controlador que tem o ônus de provar 
que requereu o consentimento do titular, cumprindo todos os requisitos, sendo vedado o vício 
de consentimento e garantindo ao titular que aquele consentimento que tenha conteúdo 
enganoso ou que não tenha sido claro, seja nulo. (CAVALCANTE, 2018, p.68). 
Por fim, o consentimento pode ser revogado a qualquer tempo mediante 
manifestação expressa do titular, e o procedimento deve ser gratuito e facilitado. 
A segunda base legal a ser pontuada é a do interesse legítimo (Artigo 7º, IX). Essa 
é uma das bases legais que não necessita de consentimento e ao ler o inciso IX, parece ser um 
tratamento de dados mais simples. Nesta base legal, o legislador também não conceituou o 
que seria “interesse legítimo”, deixando um conceito aberto capaz de se adequar as mais 
diversas hipóteses.  
Mas isso não significa que o uso dessa base legal pode ser feito de qualquer 
maneira. Ela possui os seguintes requisitos: legitimidade do interesse, necessidade, 
balanceamento e precauções. Esses requisitos são cumulativos e devem estar necessariamente 
presentes para utilização dessa base legal.   
Entende-se por legitimidade do interesse (artigo 10, caput e I da LGPD), aquela 
que é especificada, devidamente informada e faz sentido para o titular de dados. Deve-se 
analisar também se o uso dos dados possui alguma finalidade econômica para o controlador, 
bem como se há uma “situação em concreto”. Quanto mais bem descrita a situação, mais fácil 
será analisar se há legítimo interesse.  
Feito isso, deve ser verificado se os dados coletados são minimamente necessários 
para a realização da finalidade pretendida. É uma base de exclusão, ou seja, deve ser usada 
quando as demais hipóteses do artigo 7º não forem possíveis.  
O terceiro passo e o principal é o balanceamento (artigo 10, II). Já verificados os 
dois passos supracitados, deve-se verificar se o novo uso atribuído ao dado está de acordo 
com as expectativas legítimas do titular de dados, ou seja, o uso adicional dos dados deve ser 
compatível com o uso primário, sempre levando em conta o princípio da finalidade. Ato 
contínuo, é necessário demonstrar de que forma os titulares serão impactados, especialmente 
os efeitos negativos que podem surgir, no sentido de descriminação e sobre a sua autonomia. 
Caso, mas não obrigatoriamente, o tratamento de dados também os beneficie, há o equilíbrio. 
(BIONI, 2020, online) 
O desafio para justificar o uso dessa base legal fica em entender o que poderia ser 
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legítimo interesse, dada a subjetividade deixada pelo legislador e a desnecessidade do 
consentimento do titular. Desta forma, como uma forma de marcar sua utilização, além dos 
requisitos cumulativos e necessários, deve-se levar em consideração a razoabilidade e a 
proporcionalidade.  
Por fim, as precauções tomadas devem ser a transparência e a minimização dos 
riscos ao titular do dado (artigo 10, §§ 2º e 3º), sendo a transparência em primeiro lugar, e o 
poder de decisão para se opor ou “sair” de tal atividade de tratamento de dados (opt-out), 
como segundo; e ações que amenizem os riscos adotadas pelo controlador, como terceira.  
 
2.3.2 TRATAMENTO DE DADOS PESSOAIS PELO PODER PÚBLICO  
Assim como as instituições privadas precisam se adequar à Lei Geral de Proteção 
de Dados, a pessoa jurídica de direito público também precisa, devendo levar em 
consideração a finalidade e o interesse público. 
A partir do Artigo 23, inicia-se o capítulo referente ao tratamento de dados 
pessoais pelo Poder Público. A lei especifica como pessoas jurídicas de direito públicos 
aquelas descritas no Artigo 1º da Lei nº 12.527 de 2011, conhecida como Lei de Acesso à 
Informação. Entretanto, as instituições públicas poderão seguir procedimentos e prazos 
apontados por leis específicas (artigo 23, § 3º da referida lei).  
O Conselho Nacional de Justiça, já se posicionou e publicou a Recomendação nº 
73 de 20 de agosto de 2020, para orientar o Judiciário a instituir um padrão nacional de 
proteção dos dados pessoais existentes nas suas bases.  
Portanto, a Lei Geral de Proteção de Dados traz de maneira clara, que tanto as 
instituições privadas quanto as públicas, precisam informar a finalidade do tratamento de 
dados pessoais, salvo as exceções previstas em lei, bem como respeitar os direitos e garantias 
do titular.  
 
2.4 DIREITOS DO TITULAR, DIREITO AO ESQUECIMENTO E EXCLUSÃO 
DOS DADOS PESSOAIS  
 
O direito dos titulares dos dados de livre acesso às informações relativas ao 
tratamento é reiterado de maneira enumerativa no art. 18, cuja preocupação é 
garantir que o titular possa assegurar que os seus dados estão sendo tratados de 
forma segura, verídica e cumprindo a sua finalidade (PECK, 2020, p. 101). 
 
O direito ao esquecimento foi devidamente reconhecido pela VI Jornada de 
Direito Civil, em seu Enunciado 531 que determina: “A tutela da dignidade da pessoa humana 
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na sociedade da informação inclui o direito ao esquecimento”.  
A finalidade do Enunciado 531 é remediar qualquer dano provocado pelas novas 
tecnologias que popularizam a informação, com o intuito de dar segurança do direito de 
ressocialização sem qualquer ligação com os fatos ocorridos no passado. Com isso, o direito à 
privacidade e o direito à informação serão protegidos e aplicados de maneira ponderada.  
Portanto, para que o direito ao esquecimento seja aplicado, é necessária uma 
decisão judicial determinando que as informações acerca daquela pessoa sejam retiradas do 
meio público, da Internet. Entretanto, não se deve confundir direito ao esquecimento com 
eliminação de dados pessoais.  
A eliminação dos dados pessoais, além de ser um direito do titular, está prevista 
no artigo 15 da Lei Geral de Proteção de Dados Pessoais e se enquadra como uma das formas 
de tratamento, nos termos do Artigo 5º da referida Lei. 
O artigo 19 do Marco Civil da Internet – Lei nº 12.965 de 2014 garante ao usuário 
da internet, por meio de ordem judicial, a indisponibilidade do conteúdo apontado como 
infringente, ou seja, o direito ao esquecimento destas informações.  
Já a Lei Geral de Proteção de Dados garante ao titular dos dados pessoais, após o 
término do tratamento, a exclusão dos dados tratados, mediante requerimento ao agente de 
tratamento, nos termos do Artigo 16 da referida Lei, ou seja, direito a exclusão.  
Em julgado recente do Superior Tribunal de Justiça, a Terceira Turma julgou o 
REsp 1660168/RJ, esclarecendo que: 
[...] 4. Há, todavia, circunstâncias excepcionalíssimas em que é necessária a 
intervenção pontual do Poder Judiciário para fazer cessar o vínculo criado, nos 
bancos de dados dos provedores de busca, entre dados pessoais e resultados da 
busca, que não guardam relevância para interesse público à informação, seja pelo 
conteúdo eminentemente privado, seja pelo decurso do tempo. 5. Nessas situações 
excepcionais, o direito à intimidade e ao esquecimento, bem como a proteção aos 
dados pessoais deverá preponderar, a fim de permitir que as pessoas envolvidas 
sigam suas vidas com razoável anonimato, não sendo o fato desabonador 
corriqueiramente rememorado e perenizado por sistemas automatizados de busca. 
[...]. 9. Recursos especiais parcialmente providos. (REsp 1660168/RJ, Rel. Ministra 
NANCY ANDRIGHI, Rel. p/ Acórdão Ministro MARCO AURÉLIO BELLIZZE, 
TERCEIRA TURMA, julgado em 08/05/2018, DJe 05/06/2018) 
 
Conclui-se que, o direito ao esquecimento vem sendo permitido a depender do 
caso concreto, do lapso temporal e outros fatores que podem influenciar a decisão judicial 
para se obter esse direito. E no que se refere ao direito de exclusão previsto pela Lei Geral de 
Proteção de Dados, com certeza haverá bastante discussão acerca deste direito e todos os 
campos que ele pode influenciar. 
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3 RESPONSABILIDADE CIVIL, SEGURANÇA E BOAS PRÁTICAS  
 
A Lei Geral de Proteção de Dados Pessoais trouxe a responsabilidade civil para os 
agentes de tratamento nos artigos 42 ao 45. 
Patrícia Peck (2016, p. 514) explica que, quando se trata de Responsabilidade 
Civil no Direito o Digital, a teoria do risco tem maior aplicabilidade, pois nasceu na era da 
industrialização e quando se trata de reparação de danos em que a culpa é dispensável, é a 
teoria que melhor se enquadra quando há responsabilidades mesmo que sem culpa, a depender 
do caso concreto.  
A Lei Geral de Proteção de Dados Pessoais esclarece que o controlador ou 
operador que causa dano patrimonial, moral, individual ou coletivo, deve repará-lo. A 
legislação deixa claro a responsabilidade solidária do operador e controlador, quando 
descumprir as obrigações impostas pela lei, entretanto não traz responsabilidade ao 
encarregado pelos danos provocados pelos controladores ou operadores aos titulares, mas o 
Artigo 42, § 4º preceitua que “aquele que reparar o dano ao titular tem direito de regresso 
contra os demais responsáveis, na medida de sua participação no evento danoso.” 
Mas também há as exceções de responsabilidade previstas na legislação, desde 
que os agentes de tratamento comprovem alguma das hipóteses previstas no artigo 43.  
Vale ressaltar que no que se refere ao tratamento de dados feito pelo Poder 
Público, o legislador também traz formas de responsabilizar os agentes, caso haja alguma 
violação no tratamento de dados pessoais, conforme os artigos 31 e 32 da referida Lei. As 
instituições públicas têm a necessidade de prever o impacto de privacidade no âmbito da 
administração pública, pois a Lei Geral de Proteção de Dados Pessoais terá grande impacto e 
exigirá muitas implementações.   
Quando se tratar de relação consumerista, a Lei Geral de Proteção de Dados 
Pessoais determina que se houver violação dos direitos do titular, às regras de 
responsabilidade previstas no Código de Defesa do Consumidor e/ou Código Civil Brasileiro 
serão aplicadas (Artigo 45 da referida Lei).  
Portanto, se houver dano, ele precisa ser reparado, para que não haja insegurança 
jurídica e para que a responsabilidade civil cumpra o seu papel de restabelecer o estado 
jurídico no qual o titular se encontrava antes de sofrer o dano. (FIGUEIREDO, 
FIGUEIREDO, 2020, p. 551 e 555).  
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3.1 BOAS PRÁTICAS, GOVERNANÇA E COMPLIANCE  
Com a criação da Lei Geral de Proteção de Dados Pessoais e sua vigência, muito 
se tem falado em política de privacidade, pois existe a necessidade de adequação à legislação 
e também a interpretação errônea de que se adequar seria apenas mudar tal política com os 
requisitos exigidos por lei. Basicamente, isso é estar em compliance com a legislação, ou seja, 
de acordo com ela.  
As empresas precisam estar em busca de maneiras de garantir a segurança dos 
dados pessoais e demonstrar para o titular como isso é feito.  
Dessa forma, para que as medidas de segurança, técnica e administrativas, 
mencionadas no Artigo 46 e seguintes da lei supramencionada sejam eficazes, é necessário 
que as empresas e seus agentes de tratamento de dados pessoais, estejam totalmente 
envolvidos com a proteção de privacidade, sempre viabilizando ao titular o uso fácil e 
tranquilo das tecnologias, a fim de cativar no usuário uma real capacidade de administrar seus 
dados pessoais.  
 
3.2 AUTORIDADE NACIONAL DE PROTEÇÃO DE DADOS PESSOAIS – ANPD E 
AS SANÇÕES ADMINISTRATIVAS  
 
A Autoridade Nacional de Proteção de Dados Pessoais – ANPD foi criada pela 
Lei Geral de Proteção de Dados Pessoais e estruturada pelo Decreto nº 10.474 de 26 de agosto 
de 2020.  
Dessa forma, a estruturação da Autoridade Nacional de Proteção de Dados 
Pessoais demonstra ser um passo na segurança dos dados pessoais como o direito da 
personalidade, tendo em vista que ter um órgão fiscalizador, incluirá o Brasil no contexto de 
informação e economia global, principalmente no que se refere a transferência de dados 
pessoais para a União Europeia. E é uma maneira de solucionar conflitos de maneira mais 
ágil, quando comparada à apreciação pelo Poder Judiciário. (TEIXEIRA, MAGRO, 2020, p. 
224) 
O artigo 52 prevê as sanções administrativas que serão aplicadas, caso não haja 
uma adequação correta da Lei Geral de Proteção de Dados Pessoais. Após o procedimento 
administrativo e oportunizada a ampla defesa, as sanções poderão ser aplicadas de forma 
gradativa, isolada ou cumulativa, conforme o caso concreto, seguindo os parâmetros e 
critérios do artigo 52, § 1º da referida lei.  
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Portanto, as medidas de boas práticas e governança aplicadas, a adoção de 
mecanismos e procedimentos internos que mitiguem o dano, podem ser fatores que irão 
contribuir para a redução da sanção.  
E no que se refere ao poder público, a ele poderão ser aplicadas as mesmas 
sanções (artigo 52, § 3º), exceto as pecuniárias, porém sem prejuízo ao que está disposto 
na Lei nº 8.112, de 11 de dezembro de 1990 (Estatuto do Servidor Público Federal), na Lei nº 
8.429, de 2 de junho de 1992 (Lei de Improbidade Administrativa), e na Lei nº 12.527, de 18 
de novembro de 2011 (Lei de Acesso à Informação).   
Diante do exposto, percebe-se a importância de estar sempre atento a todos os 
princípios e requisitos trazidos pela Lei Geral de Proteção de Dados Pessoais, bem como a 
adequação do tratamento de dados pessoais às bases legais previstas, para evitar o desvio de 
finalidade no tratamento, para mitigar danos aos titulares e também não ocasionar sanções 
administrativas.  
 
CONSIDERAÇÕES FINAIS  
 
Todo o estudo abordado neste artigo teve como objetivo a conscientização do 
titular dos dados pessoais. Por ser uma lei nova e que trouxe a autodeterminação informativa, 
ou seja, o titular é o dono dos dados pessoais e tem que saber o que está sendo feito com eles, 
essas questões precisam ser levantadas, e levadas até o titular. O Direito não pode e nem deve 
ser complexo. Ele deve ser simples e facilitar ao máximo ao titular, a compreensão e 
aplicação. 
Um ditado popular diz que “conhecimento é poder” e quando se trata de dados 
pessoais, o conhecimento é sinônimo de muito poder financeiro. Portanto, houve a 
necessidade de regulamentação do uso desses dados, a fim de evitar a violação aos direitos 
fundamentais dos usuários, dentre eles, a privacidade e a intimidade.    
O problema não está no tratamento dos dados pessoais, mas o que é feito com 
eles. Quando a informação é monopolizada, existe maiores chance de ocorrer abusividades. 
Os dados estão em praticamente tudo que se usa no dia a dia e quanto mais tecnologia, mais 
praticidade, mais consumo de dados pessoais.  
Portanto, é necessário que os agentes de tratamento busquem diversas maneiras 
de proteger os dados pessoais, mas também informar o titular, levar a informação do que está 
acontecendo de maneira clara e precisa, gerando uma cultura de proteção de dados. No futuro, 
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que não está muito distante, a transparência e zelo com o consumidor serão requisitos 
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