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1. ΕΙΣΑΓΩΓΗ 
 
Την τελευταία δεκαετία η διάδοση και η χρήση του διαδικτύου οδήγησε 
στην εκρηκτική ανάπτυξή του. Η ανάπτυξη αυτή, εκτός από την δυνατότητα 
πρόσβασης από όλους, δηµιούργησε και απαιτήσεις. Απαιτήσεις που 
οφείλονται αρχικά στη δυνατότητα πρόσβασης από οπουδήποτε και από 
οποιονδήποτε µε εύκολο και γρήγορο τρόπο, αλλά και µετέπειτα µε υψηλές 
ταχύτητες µε παράλληλη αύξηση της ευχρηστίας. Σε όλη αυτή την εξέλιξη οι 
εταιρίες παροχής υπηρεσιών διαδικτύου (Internet Service Providers –ISPs) 
προσπάθησαν να καλύψουν τις ανάγκες των πελατών τους. Έτσι ενώ  η 
βασική επικοινωνιακή υποδοµή ήταν το τηλεφωνικό σύστηµα (public switched 
telephone network - PSTN) δηµιούργησαν ένα νέο ψηφιακό σύστηµα, το 
ψηφιακό δίκτυο ολοκληρωµένων υπηρεσιών, το ISDN (Integrated Services 
Digital Network). Και αυτό µε τη σειρά του κρίθηκε ανεπαρκές και 
οδηγήθηκαν στην ενσύρµατη τεχνολογία, στο DSL (Digital Subscriber Line). 
Το DSL, αν και εµφανίστηκε ως πρωτοποριακή λύση, συνοδευόταν από 
περιορισµούς στην απόδοση, αφού αναπτύχθηκε επάνω στις ήδη υπάρχουσες 
τηλεφωνικές γραµµές, αλλά και στην κάλυψη ορισµένων περιοχών όπου ο 
αριθµός υποψηφίων πελατών θα δικαιολογούσε τη δαπάνη ανάπτυξής του. Η 
λύση της κάλυψης των αναγκών των χρηστών µε αντικατάσταση των 
υπαρχουσών τηλεφωνικών γραµµών µε οπτικές ίνες, θα πρόσφερε µεν 
υψηλότερες ταχύτητες, αλλά θα ανέβαζε το κόστος της επένδυσης και το 
χρόνο υλοποίησης λόγω των απαραίτητων εργασιών (σκάψιµο, άπλωµα των 
ινών κλπ).  
 
Έτσι οι εταιρίες παροχής υπηρεσιών διαδικτύου άρχισαν την αναζήτηση 
εναλλακτικής πρότασης. Η λύση που προέκυψε µέσα από την αναζήτηση ήταν 
το ασύρµατο δίκτυο (Wireless Network) που ακούει στο όνοµα  ασύρµατη 
ευρυζωνική πρόσβαση (Broadband Wireless Access–BWA)[37]. Το ασύρµατο 
δίκτυο είναι ένα επικοινωνιακό σύστηµα που χρησιµοποιείται ως επέκταση ή 
εναλλακτική λύση ενός κοινού ενσύρµατου δικτύου (Ethernet) και επιτρέπει 
στον κινητό χρήστη την ασύρµατη µετάδοση και λήψη δεδοµένων. Τα 
ασύρµατα δίκτυα χρησιµοποιούν µικροκύµατα και ακολουθούν τις αρχές 
σχεδίασης των δικτύων υπολογιστών. 
 
Αρχικά τα ασύρµατα δίκτυα, λόγω του έντονου ανταγωνισµού και των 
ασυντόνιστων προσπαθειών των εµπλεκόµενων φορέων – εταιρειών,  είτε 
ήταν µη συµβατά, είτε ήταν οικονοµικά ασύµφορα, είτε ήταν µη τεχνολογικά 
εξελίξιµα (αργά, δύσχρηστα κλπ).  
 
Με την ωρίµανση όµως των βιοµηχανικών στάνταρτ, την εξέλιξη της 
τεχνολογίας, τη συµµετοχή φορέων (δηµόσιων, επιστηµονικών µη 
κερδοσκοπικών όπως η ΙΕΕΕ, το WIMAX Forum) και των ιδίων εταιρειών 
ξεκίνησε ο συντονισµός των προσπαθειών µε κοινό στόχο. Έτσι προέκυψαν 
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τα πρότυπα, που υιοθετήθηκαν από όλους, µε αποτέλεσµα την υλοποίηση του 
ασύρµατου δικτύου [11].  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
ΕΙΚΟΝΑ : Παράδειγµα ενός ασύρµατου (τοπικού) δικτύου [11] 
 
Τα ασύρµατα δίκτυα, όπως ήδη έχουµε πει, ακολουθούν τις αρχές 
σχεδίασης των τοπικών δικτύων υπολογιστών. Η υλοποίηση των τοπικών 
δικτύων υπολογιστών βασίζεται σε κάποια πρότυπα που θεσπίζει το 
Ινστιτούτο Ηλεκτρολόγων Ηλεκτρονικών Μηχανικών (Institute of Electrical 
and Electronics Engineers - IEEE) και παίρνουν συνήθως κάποιο όνοµα 
σχετικό µε αυτόν. Έτσι και τα πρότυπα για την ασύρµατη δικτύωση που 
έχουν επικρατήσει στη σηµερινή αγορά της Ευρωπαϊκής Ένωσης είναι της 
µορφής IEEE 802.Χ (όπου Χ ένας αριθµός). Οι διαφορές τους έχουν να 
κάνουν κυρίως µε τη διαµόρφωση που χρησιµοποιούν και την µέγιστη 
ταχύτητα µετάδοσης που υποστηρίζουν.  
 
 Εκτός από τους φορείς που δηµιουργούν τα πρότυπα υπάρχουν και οι 
φορείς που τα προωθούν, όπως το WiMAX Forum [43] [44]που σήµερα 
αριθµεί πάνω από 350 µέλη. Το WΙMAX Forum είναι µία µη κερδοσκοπική 
οργάνωση που δηµιουργήθηκε το 2003 από τους κατασκευαστές συστηµάτων 
WΙMAX (ολοκληρωµένων ή τµηµάτων αυτών) καθώς και από παρόχους 
τηλεπικοινωνιακών υπηρεσιών (όπως η Intel, η Motorola, η Samsung κλπ). 
Το Forum έχει σκοπό να προάγει και να πιστοποιεί τη συµβατότητα και τη 
διαλειτουργικότητα των προϊόντων που προσφέρουν ασύρµατη ευρυζωνική 
πρόσβαση και να πιστοποιεί ότι λειτουργεί στη βάση που καθορίζουν τα 
πρότυπα. Παράλληλα το Forum αποσκοπεί και στην επιτάχυνση της 
εισαγωγής στην αγορά. Η επίτευξη των παραπάνω στόχων πραγµατοποιείται 
µέσω διεξαγωγής ελέγχων που γίνονται σε ανεξάρτητα εργαστήρια. 
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2. ΤΙ ΕΙΝΑΙ ΤΟ WiMAX 
 
Το WiMAX (Worldwide Interoperability for Microwave Access)  είναι το 
εµπορικό όνοµα που αναφέρεται σε κάθε σύστηµα και εφαρµογή που 
χρησιµοποιεί το πρότυπο 802.16 της ΙΕΕΕ  στη λειτουργία του. Το πρότυπο 
υιοθετήθηκε από την ΙΕΕΕ το 2003 για να καλύψει τις απαιτήσεις για 
ασύρµατη πρόσβαση ευρείας ζώνης. Όταν ένα προϊόν φέρει αυτή την 
πιστοποίηση (certification) σηµαίνει ότι έχει κατασκευαστεί µε βάση το 
πρότυπο 802.16 εξασφαλίζοντας έτσι τη συµβατότητα (compatibility)  και τη 
διαλειτουργικότητα (interoperability) στο BWA (Broadband Wireless Access) 
εξοπλισµό[16][43][44][45][46]. 
 
 
 
 
 
 
ΕΙΚΟΝΑ : Το εµπορικό σήµα του WiMAX 
 
Το αρχικό όραµα των οπαδών του WiMAX, ήταν η εγκατάσταση 
ποµποδεκτών στις στέγες (ψιλών) κατασκευών και η λειτουργία αυτών ως 
σταθµών βάσεως, συνδεδεµένων ταυτόχρονα µε το ∆ιαδίκτυο. Κάθε σταθµός 
βάσεως θα µπορούσε να χρησιµοποιήσει την τεχνολογία WiMAX για να στείλει 
και να λάβει δεδοµένα από και προς τις σταθερές κεραίες συνδροµητών, 
αναπτύσσοντας έτσι ένα ασύρµατο δίκτυο δίνοντας πρόσβαση σε όλους. 
 
 
ΕΙΚΟΝΑ : Αρχική θεωρητική ανάπτυξη του WiMAX  
 
 
Ο προορισµός του WiMAX είναι να γίνει µία παγκοσµίως διαθέσιµη 
τεχνολογία αφού το πρότυπο ΙΕΕΕ 802.16 αναγνωρίζεται ως πρότυπο 
αναφοράς από το ETSI (European Telecommunication and Standards 
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Institute), από το HIPERMAN (High Performance Radio Metropolitan Area 
Network) αλλά και από το WiBro (Wireless Broadband). Έτσι µπορεί πλέον 
ένας φορητός σταθµός εργασίας (Subscriber Station (SS)– Mobile Station 
(MS)) να συνδυάζει τις ιδιότητες κινητού τηλεφώνου και ραδιοφωνικού 
ποµπού, δηλαδή να πιάνει «παντού», και να εξασφαλίζει επικοινωνία µε και 
από κάθε γωνιά του πλανήτη. 
 
Το WiMAX, σε αντίθεση µε άλλα ασύρµατα δίκτυα, επιτρέπει τη µεταφορά 
δεδοµένων µε πολλαπλά, ευρύ φάσµατα συχνότητας, ενώ τα άλλα 
επιτρέπουν µεταδόσεις µόνο µε ένα φάσµα. Η ύπαρξη πολλών φασµάτων 
βοηθάει πολύ, διότι µεγιστοποιεί τη δυνατότητα µετάδοσης πέρα από τις 
συχνότητες των άλλων ασύρµατων εφαρµογών. Το WiMAX επίσης αναµένεται 
να επιτρέψει αληθινές ευρυζωνικές ταχύτητες µε τέτοιο κόστος που θα 
καταστήσει ενεργή την υιοθέτηση µαζικής αγοράς ακόµα και σε σηµεία όπου 
πριν δεν υπήρχε προσβασιµότητα.  
 
Τα βασικά πλεονεκτήµατα των συστηµάτων που βασίζονται στο πρότυπο 
802.16 είναι τα εξής: 
 
•  Η ικανότητα γρήγορης παροχής υπηρεσιών ακόµα και σε περιοχές πολύ 
αποµακρυσµένες όπου η εγκατάσταση ενσύρµατων δικτύων θα ήταν 
εξαιρετικά δύσκολη. 
•   Αποφυγή µεγάλου κόστους εγκατάστασης. 
•  Η ικανότητα υπέρβασης των φυσικών περιορισµών που υπάρχουν στην 
ενσύρµατη δικτύωση. 
 
2.1 Το πρότυπο IEEE 802.16 και η εξέλιξη του 
 
Από το 1998, λόγω της εκρηκτικής ανάπτυξης του διαδικτύου και της 
πρόβλεψης για κορεσµό του ήδη υπάρχοντος, πολλές εταιρίες είχαν ξεκινήσει 
να αναπτύσσουν και να προσφέρουν προϊόντα για ασύρµατη ευρυζωνική 
πρόσβαση. Προκειµένου τα προϊόντα αυτά να ακολουθήσουν ένα 
συγκεκριµένο πρότυπο, για βελτιστοποίηση των τεχνικοοικονοµικών 
χαρακτηριστικών τους,  οργανώθηκε το 1999 µία οµάδα εργασίας στα πλαίσια 
του οργανισµού IEEE 802. Το πρότυπο που προτάθηκε αφορούσε τα 
ασύρµατα δίκτυα µητροπολιτικής περιοχής WirelessMAN για συχνότητες 10-
66 GHz ενώ λίγο αργότερα ξεκίνησαν οι µελέτες για παρόµοιες υπηρεσίες στις 
συχνότητες 2-11 GHz [12].  
2.1.1 ΙΕΕΕ 802.16-2001 
 
Το πρώτο πρότυπο εγκρίθηκε ως WMAN-SC (Wireless Metropolitan Area 
Network – Single Carrier) ΙΕΕΕ 802.16-2001 και εκδόθηκε το 2002. 
Αφορούσε συχνότητες 10-66GHz, όπου υπήρχε ακόµα διαθέσιµο φάσµα 
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παγκοσµίως, και µόνο για επικοινωνίες απ’ ευθείας οπτικής επαφής (Line Of 
Sight-LOS) λόγω των ισχυρών απωλειών διάδοσης που οφείλονταν στα µικρά 
µήκη κύµατος. Το πρότυπο προδιέγραφε air-interface µονού φέροντος 
(Single Carrier), εύρος καναλιών 25 και 28 MHz και ρυθµούς έως 120 Mbps 
σε κανάλι των 25 MHz[20],[21][42].  
2.1.2 ΙΕΕΕ 802.16c 
 
Το ∆εκέµβριο του 2002 εγκρίθηκε και τον Ιανουάριο του 2003 
δηµοσιεύθηκε το υπό-πρότυπο ΙΕΕΕ 802.16c (η πρώτη τροποποίηση), το 
οποίο ήταν µία συλλογή από αποσαφηνίσεις και ενηµερώσεις πάνω στο ΙΕΕΕ 
802.16-2001. Η τεκµηρίωση του ΙΕΕΕ 802.16c αναπτύχθηκε για ασύρµατα 
δίκτυα σε αδειοδοτηµένες ζώνες συχνοτήτων µεταξύ 10 και 66 GHz και 
σχετιζόταν µε το λεπτοµερές προφίλ, µε την αποτίµηση των επιδόσεων και µε 
τη δοκιµή του συστήµατος[22]. 
 
2.1.3 ΙΕΕΕ 802.16a 
 
Η ανάγκη για επικοινωνία µεταξύ σταθµών που δεν βρίσκονται σε 
οπτική επαφή ήταν το κίνητρο για την επέκταση του προτύπου ΙΕΕΕ 802.16. 
Έτσι τον Απρίλιο του 2003 εκδόθηκε το πρότυπο ΙΕΕΕ 802.16a που 
αφορούσε συχνότητες 2-11GHz συµπεριλαµβάνοντας τις συχνότητες µε ή 
χωρίς αδειοδότησης χρήσης τους, για επικοινωνίες µη οπτικής επαφής (Non-
LOS) και εποµένως σε περιβάλλον µε ισχυρές απώλειες λόγω 
πολυδιαδροµικής παρεµβολής. Το πρότυπο προδιέγραφε τρία air interface : 
i. WirelessMAN-SC µονού φέροντος 
ii. WirelessMAN-OFDM (Orthogonal Frequency Division Multiplexing) µε 
µετασχηµατισµό 256 σηµείων 
iii. WirelessMAN-OFDMA µε µετασχηµατισµό 2048 σηµείων, ενώ 
προέβλεπε ρυθµούς έως 70 Mbps σε κανάλι 14 MHz και σε απόσταση µέχρι 
50 Km[23].  
2.1.4 ΙΕΕΕ 802.16-2004 
 
Το 2004 εκδόθηκε το πρότυπο ΙΕΕΕ 802.16-2004 το οποίο αναθεώρησε 
και αντικατέστησε όλα τα προηγούµενα. Αναφέρεται σε σταθερά συστήµατα 
ασύρµατης ευρυζωνικής πρόσβασης που υποστηρίζουν υπηρεσίες πολυµέσων. 
Το πρότυπο προδιαγράφει πέντε air interfaces[25][26][27][28]:  
i. WirelessMAN-SC για συχνότητες 10-66GHz 
ii. WirelessMAN-SCa για αδειοδοτηµένες συχνότητες <11GHz  
iii. WirelessMAN-OFDM για αδειοδοτηµένες συχνότητες <11GHz 
iv. WirelessMAN-OFDMA για αδειοδοτηµένες συχνότητες <11GHz 
v. WirelessHUMAN για µη αδειοδοτηµένες συχνότητες <11GHz 
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2.1.5 ΙΕΕΕ 802.16e 
 
Το ∆εκέµβριο του 2005 εκδόθηκε το ΙΕΕΕ 802.16e που αφορά την 
ασύρµατη ευρυζωνική πρόσβαση για κινητά συστήµατα. Το πρότυπο υιοθετεί 
air interface OFDMA για βελτιωµένη πολυδιαδροµική απόδοση σε περιβάλλον 
µη απ’ ευθείας οπτικής επαφής (NLOS). Παρουσιάζεται ακόµη η κλιµακωτή 
OFDMA (Scalable OFDMA-SOFDMA) για να υποστηρίξει κλιµακούµενα εύρη 
καναλιών από 1.25 έως 20MHz . Η πρώτη έκδοση του προτύπου καλύπτει 
εύρη καναλιών 5, 7, 8.75 και 10MHz για τις αδειοδοτηµένες συχνότητες 2.3, 
2.5 και 3.5GHz, ενώ προβλέπει ρυθµούς downlink έως 63Mbps, uplink έως 
28Mbps σε κανάλι εύρους 10ΜHz[29]. 
 
 
 
 
ΕΙΚΟΝΕΣ : Τεχνικές πολυπλεξίας σηµάτων του WiMAX [1] [5] 
 
2.1.6 IEEE 802.16f – IEEE 802.16g – IEEE 802.16k 
 
Την ώρα που γράφεται η παρούσα εργασία είναι σε εξέλιξη και τα 
επόµενα RFC που θα ακολουθήσουν[30],[31],[32].  
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2.2 Ζώνες συχνοτήτων 
Κατά το σχεδιασµό ενός ασύρµατου δικτύου που χρησιµοποιεί την 
τεχνολογία WiMAX υπάρχει η δυνατότητα επιλογής αδειοδοτηµένου φάσµατος 
ή µη. Η αδειοδοτηµένη ζώνη περιλαµβάνει συχνότητες των 2.5GHz (γνωστά 
ως Multipoint Distribution Service - MDS ζώνη) και των 3,5 GHz. Η µη 
αδειοδοτηµένη µπάντα περιλαµβάνει τη ζώνη συχνοτήτων των 5,8 GHz 
(γνωστή ως Universal National Information Infrastructure - UNII) [3] [13] 
[16] [19]. 
2.2.1 Αδειοδοτηµένη ζώνη συχνοτήτων 
  Η χρήση της αδειοδοτηµένης µπάντας από την µια πλευρά είναι η 
προστασία έναντι παρεµβολών από άλλους ασύρµατους παρόχους ενώ από 
την άλλη χρειάζεται να ακολουθηθεί η απαραίτητη νόµιµη διαδικασία 
χορήγησης άδειας. Η διαδικασία χορήγησης άδειας ποικίλει από χώρα σε 
χώρα ανάλογα µε τον κανονισµό και µπορεί να είναι αρκετά χρονοβόρα αλλά 
και εξαιρετικά ακριβή. Οι υψηλές δαπάνες και τα αποκλειστικά δικαιώµατα στο 
φάσµα, επιτρέπουν µία πιο προβλέψιµη και σταθερή λύση για τις µεγάλες 
µητροπολιτικές εφαρµογές και την κινητή χρήση. Οι χαµηλότερες συχνότητες 
που συνδέονται µε τις αδειοδοτηµένες ζώνες (2.5GHz και 3.5GHz) ευνοούν την 
επικοινωνία NLOS.  
Οι αδειοδοτηµένες λύσεις προσφέρουν βελτιωµένη ποιότητα υπηρεσιών 
(Quality of Services - QoS) και είναι κατάλληλες για εφαρµογές ευρείας 
κάλυψης (point-to-multipoint – PTM) εφαρµογές. 
2.2.2 Μη αδειοδοτηµένη ζώνη 
Πολλοί πάροχοι προτιµούν τη χρήση µη αδειοδοτηµένου φάσµατος, 
παρόλο που υπάρχει ο κίνδυνος παρεµβολής από γειτονικούς παρόχους, γιατί 
προσφέρει το πλεονέκτηµα της άµεσης χρήσης και των πολύ χαµηλότερων 
αρχικών δαπανών σε σχέση µε την µπάντα των αδειοδοτηµένων συχνοτήτων.  
Σε αγροτικές περιοχές, που είναι αραιοκατοικηµένες άρα υπάρχει πολύ 
µικρός αριθµός παρόχων, το µη αδειοδοτηµένο φάσµα είναι πολλές φορές µία 
καλή επιλογή, σε συνδυασµό µε κατάλληλη µελέτη και εξειδικευµένες λύσεις 
χρήσης κεραιών.  
Οι µη αδειοδοτηµένες λύσεις WiMAX είναι κατάλληλες για εφαρµογές α) 
σηµείου προς σηµείο (point-to-point PTP) µεγάλης απόστασης, β) ευρείας 
κάλυψης σε αραιοκατοικηµένα περιβάλλοντα και σε αγροτικές περιοχές και γ) 
σε περιοχές µε µικρό εντός ζώνης θόρυβο RF ή όπου η παρεµβολή µπορεί να 
ελεγχθεί µέσα σε γεωγραφικά όρια (πανεπιστηµιουπόλεις, στρατιωτικές 
εγκαταστάσεις).  
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Εν τούτοις, η λύση των µη αδειοδοτηµένων συχνοτήτων δεν αποτελεί 
αντικαταστάτη µιας λύσης που βρίσκεται στην αδειοδοτηµένη ζώνη. Η 
επιλογή της µίας ή της άλλης εξαρτάται από τις ανάγκες της αγοράς για την 
οποία προορίζεται και βασίζεται στην αναλογία κόστους και στην ποιότητα 
παροχής υπηρεσιών (QoS). 
2.3 WiMAX προφίλ 
 
Το WiMAX είναι ένα σύνολο προφίλ βασισµένων στο 802.16 που 
αναπτύσσεται από το WiMAX Forum και τα µέλη του. Ενώ το 802.16 
υποστηρίζει ένα µεγάλο εύρος συχνοτήτων, µε µεγέθη καναλιών από 1,25 έως 
20 MHz και για εφαρµογές LOS και NLOS, PTP και PMP, τα προφίλ στενεύουν 
το πεδίο του για να εστιάσουν σε συγκεκριµένες διαµορφώσεις. Η επιλογή 
ενός περιορισµένου αριθµού προφίλ είναι σηµαντική ώστε να εξασφαλισθεί 
διαλειτουργικότητα µεταξύ των κατασκευαστών για να παραχθούν  οικονοµίες 
κλίµακας που θα οδηγούν σε χαµηλότερες τιµές και σε µια πιο ελκυστική 
τεχνολογία. 
 
Η επιλογή των προφίλ καθορίζεται από τη ζήτηση στην αγορά, τη 
διαθεσιµότητα φάσµατος, τους ρυθµιστικούς περιορισµούς, τις υπηρεσίες που 
προσφέρονται, και το ενδιαφέρον των προµηθευτών. Έτσι, η διαθεσιµότητα 
του φάσµατος για τις ευρυζωνικές ασύρµατες υπηρεσίες πρόσβασης σε 
διάφορες χώρες ήταν το κίνητρο για τη δηµιουργία των αρχικών προφίλ στη 
ζώνη των 3.5 GHz. Η διαθεσιµότητα του µη αδειοδοτηµένου φάσµατος και η 
απαίτηση για σταθερές υπηρεσίες καθόρισαν τη δηµιουργία ενός προφίλ στη 
ζώνη των 5.8 GHz. Η απαίτηση για κινητές υπηρεσίες και διαθεσιµότητα 
φάσµατος κάνει τα 2.5 GHz πιθανό στόχο για το προφίλ 802.16e. 
 
Τα προφίλ του WiMAX καθορίζονται από τις ακόλουθες παραµέτρους[3]: 
 
 Ζώνη φάσµατος  
 Duplexing: ∆ύο επιλογές είναι διαθέσιµες: Time Division Duplex 
(TDD) για τους operators µε unpaired ή license-exempt φάσµα, και 
Frequency Division Duplex (FDD). Η FDD απαιτεί δύο κανάλια, ένα για 
uplink και ένα για downlink µετάδοση. Σε ένα δίκτυο TDD η κυκλοφορία 
καταλαµβάνει ένα ενιαίο κανάλι, µε την uplink και downlink κυκλοφορία να 
ανατίθενται σε διαφορετικές χρονοσχισµές.  
 Εύρος ζώνης καναλιών: Το εύρος ζώνης καναλιών εξαρτάται 
ιδιαίτερα από το φάσµα που διατίθεται από τους διαχειριστές. Τα αρχικά 
προφίλ περιορίζονται σε 3.5MHz και 7MHz στο αδειοδοτηµένο φάσµα 
δεδοµένου ότι αυτά είναι τα επικρατούντα κανάλια που διατίθενται στη ζώνη 
των 3.5GHz.  
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3. ΤΑ ΚΥΡΙΑ ΧΑΡΑΚΤΗΡΙΣΤΗΚΑ ΤΟΥ WiMAX 
 
Αρχικά βασικό χαρακτηριστικό του προτύπου είναι η διεκπαιρεωτική 
ικανότητα (throughput). To πρότυπο ΙΕΕΕ 802.16  επιτυγχάνει πολύ µεγάλη 
διεκπαιρεωτική ικανότητα, ακόµα και σε µεγάλες αποστάσεις αφού έχει ένα 
πολύ µεγάλο φάσµα εκποµπής που είναι ιδιαίτερα ανθεκτικό σε 
αντανακλάσεις του σήµατος κατά τη διάρκεια της διαδροµής του. 
 
Επίσης πολύ σηµαντικό για τη διάδοσή του είναι η κλιµακοσιµότητα 
(scalability) ή καλύτερα επεκτασιµότητα. Για να µπορεί να γίνει εύκολος και 
επεκτάσιµος σχεδιασµός κυψελών (cells) επικοινωνίας σε επιτρεπόµενες και 
µη µπάντες συχνοτήτων, το πρότυπο ΙΕΕΕ 802.16 υποστηρίζει ευέλικτα από 
άποψη εύρους ζώνης κανάλια επικοινωνίας. Για παράδειγµα αν σε κάποιο 
χειριστή ανατεθεί το φάσµα συχνοτήτων των 20 MHz, τότε αυτός µπορεί να 
χωρίσει το φάσµα σε δύο κοµµάτια των 10 MHz ή ακόµα σε τέσσερα κοµµάτια 
των 5 MHz. Συγκεντρώνοντας έτσι όλη την ενέργεια σε ένα πολύ µικρό 
φάσµα συχνοτήτων ο χειριστής µπορεί να αυξήσει τον αριθµό των χρηστών 
επιτυγχάνοντας παράλληλα µεγάλο βεληνεκές και throughput. Για να 
κλιµακώσει ακόµα περισσότερο την εµβέλεια του σήµατος , ο χειριστής µπορεί 
να χωρίσει ακόµα περισσότερο το φάσµα συχνοτήτων δηµιουργώντας 
αποµόνωση µεταξύ των κεραιών των σταθµών βάσης. 
 
Ένα άλλο εξίσου σηµαντικό χαρακτηριστικό του WiMAX είναι η εµβέλεια 
(coverage). To πρότυπο ΙΕΕΕ 802.16 κατασκευάζεται έτσι ώστε να 
υποστηρίζει τεχνολογίες που αυξάνουν την εµβέλεια του σήµατος όπως mesh 
τοπολογίες και έξυπνες κεραίες. Αξίζει να σηµειώσουµε ότι  mesh τοπολογίες 
είναι αυτές οι τοπολογίες δικτύου όπου κάθε κόµβος συνδέεται άµεσα µε κάθε 
άλλο κόµβο του δικτύου. Όσο λοιπόν η ράδιο-τεχνολογίες βελτιώνονται και 
το κόστος µειώνεται, µεγαλώνει και η δυνατότητα αύξησης της εµβέλειας και 
του throughput  µε τη χρήση πολλαπλών κεραιών καθώς ενθαρρύνεται και η 
εξάπλωση της εµβέλειας σε περιοχές που παλαιότερα ήταν αδύνατο να 
εξαπλωθεί.    
 
H παροχή υψηλής ποιότητας υπηρεσιών (QoS ή Quality of service)  
όπως είναι η µεταφορά φωνής, είναι εξαιρετικά σηµαντική για την υιοθέτηση 
και εξάπλωση του προτύπου. Για αυτό ακριβώς το λόγο το υπό-πρότυπο 
802.16a συµπεριλαµβάνει κάποια ιδιαίτερα χαρακτηριστικά που κάνουν 
δυνατή τη µεταφορά φωνής και βίντεο αφού για να είναι εφικτή αυτή η 
µεταφορά χρειάζεται ένα χαµηλού φόρτου δίκτυο. 
 
Επίσης κάτι άλλο που χαρακτηρίζει το πρότυπο ΙΕΕΕ 802.16 είναι τα 
κανάλια ραδιοκυµάτων ασύρµατης επικοινωνίας, στα οποία εκπέµπονται οι 
συχνότητες. Αυτά διαχωρίζονται σε LOS (Line of sight) και σε  NLOS ( Non 
line of sight). 
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Σε µια σύνδεση LOS ένα σήµα ταξιδεύει σε µία άµεση και χωρίς εµπόδια 
διαδροµή από τον ποµπό στο δέκτη. Μια σύνδεση LOS, απαιτεί το 
περισσότερο µέρος της ζώνης Fresnel να µην παρεµποδίζεται από κάτι. Αν δεν 
ισχύει αυτός ο παράγοντας τότε η ισχύς του σήµατος ελαττώνεται σηµαντικά. 
Γενικά, γνωρίζουµε ότι η ζώνη Fresnel καλύπτει τη ζώνη οπτικής επαφής 
µεταξύ ποµπού και δέκτη. Αξίζει να σηµειώσουµε ότι η Fresnel zone clearance 
που αναφέρεται στο σχήµα, εξαρτάται από τη συχνότητα του σήµατος και 
βέβαια από την απόσταση µεταξύ ποµπού και δέκτη. 
 
 
ΕΙΚΟΝΑ : Σύνδεση LOS και ζώνη Fresnel [8][18] 
 
Σε µια NLOS σύνδεση ένα σήµα φθάνει στο δέκτη µέσω αντανακλάσεων 
και διασποράς. Το σήµα αυτό που φτάνει στο δέκτη αποτελείται από σήµα που 
έφτασε άµεσα από τον ποµπό, σήµα που έφτασε από πολλαπλά µονοπάτια 
µέσω αντανάκλασης, διασπαρµένη ενέργεια και µονοπάτια όπου συνέβη 
περίθλαση. Αυτά τα σήµατα έχουν διαφορετική καθυστέρηση διάδοσης, 
πολώσεις, και σταθερότητα σχετικά µε το σήµα που φτάνει άµεσα. Το 
φαινόµενο αυτό του πολλαπλού µονοπατιού που περιγράφουµε µπορεί να 
ευθύνεται και για την αλλαγή της πολικότητας του σήµατος.  
 
Γενικά, αν και υπάρχουν  προβλήµατα, η NLOS  µετάδοση έχει αρκετά 
πλεονεκτήµατα έναντι της LOS, αφού είναι πιο ευέλικτη  και απαιτεί πολύ 
µικρότερες κεραίες. Η ύπαρξη µικρών κεραιών είναι πολύ µεγάλης σηµασίας 
σε ασύρµατα δίκτυα µε κυψελοειδής δοµές και αυτό συµβαίνει γιατί µε µικρές 
κεραίες µειώνονται οι παρεµβολές µεταξύ των γειτονικών κυψελών. Βέβαια η 
NLOS µετάδοση µειώνει το κόστος εγκατάστασης σε αποµακρυσµένες και σε 
πληθυσµιακές  περιοχές όπου η εγκατάσταση πολλών κεραιών είναι αρκετά 
δύσκολη. 
 
ΕΙΚΟΝΑ : NOLS µετάδοση WiMAX [8] 
  
                       Κουρούς Ιωάννης, «Μελέτη Τεχνολογίας και Εφαρµογών WiMAX» 
 
Πανεπιστήµιο Μακεδονίας – ΜΠΣΕ Τµήµατος Εφαρµοσµένης Πληροφορικής          16 
4.  ΑΝΑΛΥΣΗ ΤΟΥ WiMAX  
 
Για να µπορέσουµε να µελετήσουµε το WiMAX και τα αδύνατα σηµεία του, 
θα πρέπει πρώτα να κατανοήσουµε τον τρόπο λειτουργίας του, ο οποίος θα 
παρουσιαστεί εν συντοµία σε αυτό το κεφάλαιο, κάνοντας την παραλληλία µε 
το µοντέλο αναφοράς διασύνδεσης ανοικτών συστηµάτων (OSI – Open 
System Interconnection) που αναπτύχθηκε από τον διεθνή οργανισµό 
τυποποίησης (ISO – International Standards Organization).    
 
Tο WIMAX (πρότυπο 802.16) επικεντρώνεται στα δύο χαµηλότερα στρώµατα 
του µοντέλου διαστρωµάτωσης OSI, δηλαδή στο φυσικό επίπεδο (Physical 
Layer – PHY ) και στο επίπεδο συνδέσµου µετάδοσης δεδοµένων (MAC - 
Medium Access Control). Η στοίβα πρωτοκόλλων του WiMAX παρουσιάζεται 
στην Εικόνα που ακολουθεί. Ανάµεσα στα υπό-επίπεδα υπάρχουν τα σηµεία 
διασύνδεσής τους (service access points - SAP) που ορίζονται από το 
πρότυπο. Οι πληροφορίες µεταφέρονται µε την µορφή PDU (Protocol Data 
Units - Μονάδες ∆εδοµένων Πρωτοκόλλου)[49]. 
 
 
 
ΕΙΚΟΝΑ : Στοίβα (υπό) επιπέδων του 802.16 
 
Ξεκινώντας την ανάλυση από κάτω προς τα πάνω παρατηρούµε ότι το 
χαµηλότερο επίπεδο, που αποτελείται από δύο υπό-επίπεδα, είναι το φυσικό 
επίπεδο το οποίο ασχολείται µε προσαρµογή του σήµατος στο φυσικό µέσο 
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(ατµόσφαιρα) και τη µετάδοση. Εκεί χρησιµοποιείται η παραδοσιακή µετάδοση 
ραδιοκυµάτων στενής ζώνης µε συµβατικές µεθόδους διαµόρφωσης. Πιο 
πάνω είναι το MAC επίπεδο. Το οποίο παρατηρούµε ότι αποτελείται από τρία 
υπό-επίπεδα. Το πρώτο από αυτά είναι το υπό-επίπεδο σύγκλισης εξαρτώµενο 
από την υπηρεσία (Convergence Sublayer - CS) και αποτελεί τη διασύνδεση 
των εφαρµογών µε το WiMAX. Το επίπεδο που ακολουθεί είναι το MAC υπό-
επίπεδο κοινού τµήµατος (Common Part Sublayer - CPS). Εδώ βρίσκονται τα 
βασικά πρωτόκολλα (όπως η διαχείριση των καναλιών). Το τελευταίο είναι το 
υπό-επίπεδο µυστικότητας (Privacy Sublayer - PS), το οποίο προσφέρει 
αυθεντικοποίηση, ανταλλαγή κλειδιού ασφαλείας και κρυπτογράφηση[10].  
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5. ΑΣΦΑΛΕΙΑ ΤΟΥ WiMAX 
 
 
Σε κάθε επίπεδο µπορούν να παρατηρηθούν απειλές ικανές να 
διαταράξουν – να αλλοιώσουν -  να καταστρέψουν την λειτουργία τους. Έτσι 
ανάλογα µε το επίπεδο που παρατηρείται η απειλή µπορεί να χωριστεί σε δύο 
κατηγορίες. Στις απειλές φυσικού επιπέδου και στις απειλές επιπέδου 
συνδέσµου µετάδοσης δεδοµένων, τις οποίες θα αναλύσουµε στην συνέχεια 
[6].  
 
5.1 Απειλές φυσικού στρώµατος  
 
Στο φυσικό στρώµα, τα δεδοµένα αποτελούνται από ένα σύνολο bits 
(διαµορφωµένο σήµα) δοµηµένα ως πλαίσια ίσου µήκους. Το κάθε πλαίσιο 
µπορούµε, για χάρη της ανάλυσης, να το χωρίσουµε σε δύο µέρη. Το πρώτο 
µέρος περιέχει τις πληροφορίες ελέγχου, ενώ το δεύτερο µέρος περιέχει τα 
δεδοµένα. Τα πλαίσια αυτά αποστέλλονται στον παραλήπτη µε µορφή 
ακολουθίας ριπών µέσα από το κανάλι µετάδοσης, καταλαµβάνοντας τον 
απαραίτητο χώρο. Αφού εδώ δεν υπάρχει επίπεδο ασφαλείας αυτό είναι 
τρωτό σε απειλές όπως jamming, scrambling και fresnelling[10].  
 
Το jamming επιτυγχάνεται µε την εισαγωγή µιας πηγής θορύβου τόσο 
ισχυρής, ώστε να µειώνει σηµαντικά την χωρητικότητα του καναλιού και αυτό 
είναι είτε ακούσιο είτε κακόβουλο. Οι πληροφορίες και ο εξοπλισµός που 
απαιτούνται για να εκτελεστεί το jamming δεν είναι δύσκολο να αποκτηθούν 
από οποιονδήποτε. Γενικά µια επίθεση jamming είναι αρκετά πιθανή να 
εµφανιστεί. Η ανθεκτικότητα στο jamming µπορεί να αυξηθεί µε την αύξηση 
της ισχύος των σηµάτων (όπως η χρήση ισχυρότερου ποµπού, κεραίας 
µετάδοσης/ λήψης υψηλού κέρδους) ή µε την αύξηση του εύρους ζώνης 
χρησιµοποιώντας τεχνικές εξάπλωσης συχνότητας π.χ. hopping (αναπήδηση 
συχνότητας) ή direct sequence spread spectrum (DSSS)[14]. 
 
 
 
ΕΙΚΟΝΑ : (α) σήµα χωρίς εξάπλωση συχνότητας (β) µε εξάπλωση   
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Το jamming είναι εύκολο να ανιχνευθεί µε εξοπλισµό ελέγχου 
ραδιοφάσµατος. Οι πηγές επίσης είναι σχετικά εύκολο να εντοπιστούν µε τη 
χρησιµοποίηση εργαλείων ανεύρεσης της ραδιο-κατεύθυνσης.  
 
Το scrambling είναι η επιβολή θορύβου στο σήµα-πληροφορία, για 
σύντοµα χρονικά διαστήµατα και στοχεύει σε συγκεκριµένα πλαίσια ή 
τµήµατα πλαισίων. Οι scramblers µπορούν επιλεκτικά να αλλοιώσουν τον 
έλεγχο ή τη διαχείριση των πληροφοριών µε στόχο να επηρεάσουν την οµαλή 
λειτουργία του δικτύου. Το πρόβληµα είναι µεγαλύτερης έκτασης για 
ευαίσθητα στο χρόνο µηνύµατα, που δεν είναι ανεκτικά σε καθυστερήσεις 
(όπως οι αναφορές αιτηµάτων ή απαντήσεων µέτρησης καναλιών channel 
measurement report requests or responses). Οι scrambled πετυχαίνουν να 
µειώσουν το ωφέλιµο εύρος ζώνης των θυµάτων.  
 
Είναι σχετικά περισσότερο δύσκολο να εκτελεστεί το scrambling σε 
σχέση µε το jamming, λόγω της ανάγκης του επιτιθέµενου να ερµηνεύσει τις 
πληροφορίες ελέγχου και να στείλει θόρυβο κατά τη διάρκεια συγκεκριµένων 
διαστηµάτων. Υπάρχουν τεχνικές δυσκολίες που πρέπει να αντιµετωπίσει ένας 
επίδοξος επιτιθέµενος, αλλά είναι επιλύσιµες. Το scrambling είναι πιο 
δύσκολο να ανιχνευθεί λόγω της διαλείπουσας φύσης της επίθεσης και του 
γεγονότος ότι µπορεί επίσης να οφείλεται σε φυσικές πηγές θορύβου. Το 
scrambling µπορεί να ανιχνευθεί µε τον έλεγχο για ανωµαλίες στα κριτήρια 
απόδοσης. 
 
Το fresnelling είναι η παρεµβολή αντικειµένων στην οπτική διαδροµή 
µεταξύ του ποµπού και του δέκτη. Η παρεµβολή αυτή αποσκοπεί στην µείωση 
της ισχύος του σήµατος. Το fresnelling είναι πολύ εύκολο και να υλοποιηθεί 
(όπως τοποθέτηση µιας µεγάλης διαφηµιστικής πινακίδας, το κτίσιµο µιας 
µεγάλης κατασκευής) και να ανιχνευθεί χωρίς ιδιαίτερο εξοπλισµό, 
ελέγχοντας οπτικά την διαδροµή.  
 
5.2 Απειλές του στρώµατος MAC  
 
Το στρώµα συνδέσµου µετάδοσης δεδοµένων (MAC) είναι 
προσανατολισµένο σε σύνδεση (connection oriented). Υπάρχουν δύο είδη 
συνδέσεων α) οι συνδέσεις διαχείρισης και β) οι συνδέσεις µεταφοράς 
δεδοµένων. Οι συνδέσεις διαχείρισης είναι τριών ειδών 1) οι βασικές, 2) οι 
αρχικές και 3) οι δευτερεύουσες. Μια βασική σύνδεση δηµιουργείται για κάθε 
κινητό σταθµό όταν µπαίνει στο δίκτυο. Χρησιµοποιείται για σύντοµα και 
επείγοντα µηνύµατα διαχείρισης. Η αρχική σύνδεση δηµιουργείται επίσης για 
κάθε κινητό σταθµό κατά το χρόνο εισόδου του στο δίκτυο, αλλά αυτό 
χρησιµοποιείται για µηνύµατα διαχείρισης που είναι ανεκτικά σε 
καθυστέρηση. Η δευτερεύουσα σύνδεση χρησιµοποιείται για ενθυλακωµένα 
(encapsulated) IP µηνύµατα διαχείρισης (π.χ. DHCP, SNMP, TFP). 
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Όλες οι παραπάνω συνδέσεις είναι ασύρµατες άρα οποιοσδήποτε µε έναν 
κατάλληλα τοποθετηµένο ασύρµατο δέκτη µπορεί να παρεµποδίσει µηνύµατα 
που στέλνονται σε ένα ασύρµατο κανάλι.   
 
Επιπλέον, οποιοσδήποτε µε σωστά τοποθετηµένο και διαµορφωµένο 
ασύρµατο ποµπό µπορεί να γράψει σε ένα ασύρµατο κανάλι. Λόγω αυτής της 
ευπάθειας, ένας επιτιθέµενος θα µπορούσε να πλαστογραφήσει νέα πλαίσια, 
να συλλάβει, να τροποποιήσει, και να αναµεταδώσει πλαίσια από 
εξουσιοδοτηµένα συµβαλλόµενα µέρη. 
 
Επίσης ένας επιτιθέµενος µπορεί επίσης να στείλει εκ νέου ένα έγκυρο, 
ήδη σταλµένο πλαίσιο χωρίς τροποποιήσεις. Η παρέµβαση και η απόσταση θα 
µπορούσαν να επιτρέψουν σε έναν επιτιθέµενο να επικοινωνήσει µε δύο 
εξουσιοδοτηµένα συµβαλλόµενα µέρη που δεν µπορούν να επικοινωνήσουν 
άµεσα ο ένας µε τον άλλον και να αναδιατάξει και να προωθήσει επιλεκτικά 
πλαίσια.  
 
Τέλος υπάρχει µια δυνατότητα επιθέσεων άρνησης των υπηρεσιών 
(denial of service-DoS) που δηµιουργούνται από το γεγονός ότι οι 
διαδικασίες επικύρωσης (των συσκευών, των χρηστών και των 
µηνυµάτων) προκαλούν την εκτέλεση µακροχρόνιων διαδικασιών. Μια 
επίθεση DoS µπορεί να εκτελεσθεί πληµµυρίζοντας ένα θύµα µε έναν 
υψηλό αριθµό µηνυµάτων προς πιστοποίηση.  
 
Όλες οι παραπάνω επιθέσεις πρέπει να αντιµετωπιστούν µε ένα 
µηχανισµό ασφαλείας που θα εξασφαλίζει την εµπιστευτικότητα, την 
αυθεντικότητα και την ακεραιότητα των δεδοµένων που αποστέλλονται και 
λαµβάνονται. ∆ηλαδή µιλάµε για µηχανισµούς οι οποίοι εξασφαλίζουν την 
ορθότητα της επικοινωνίας. Τέτοιοι µηχανισµοί είναι η κρυπτογράφηση των 
δεδοµένων, οι ψηφιακές υπογραφές και τα πιστοποιητικά.  
 
Ο µηχανισµός αυτός βρίσκεται στο υπό-επίπεδο ασφαλείας και 
περιλαµβάνει όλες τις παραµέτρους ασφάλειας για µια σύνδεση. Η ανάπτυξη - 
ανάλυση αυτού του µηχανισµού γίνεται στις επόµενες ενότητες.   
 
Το υπό-επίπεδο ασφάλειας χρησιµοποιεί ένα πρωτόκολλο 
κρυπτογράφησης που παρέχει µέσα για τη κρυπτογράφηση δεδοµένων και 
ένα βασικό διοικητικό πρωτόκολλο που παρέχει µέσα για τον συγχρονισµό 
ανάµεσα στο σταθµό βάσης και τους συνδροµητές. Το IEEE 802.16 
χρησιµοποιεί την έννοια µιας σύνδεσης ασφαλείας (security associations ή 
SA)  για να καθορίσει τις παραµέτρους ασφάλειας που σχετίζονται µε τη 
σύνδεση. Ένα SA είναι ένα σύνολο παραµέτρων ασφάλειας που µοιράζονται 
από το BS (Base Station - Σταθµός Βάσης) µε ένα ή περισσότερα SS 
(Subscriber Station - Σταθµός Συνδροµητή ή κινητό σταθµό) για να επιτραπεί 
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η ασφαλή ροή επικοινωνίας µέσω του δίκτυο 802.16. Ένα SA προσδιορίζεται 
από την ταυτότητα σύνδεσης ασφάλειάς του.  
 
5.2.1 ∆ιαδικασία εισόδου στο δίκτυο 
 
Κάθε κινητός σταθµός είναι εφοδιασµένος µε ένα X.509 πιστοποιητικό, το 
οποίο περιέχει το δηµόσιο κλειδί του (Public Key-PK). Ο σταθµός χρησιµοποιεί 
το ΡΚ για την εξουσιοδότησή του µε τους σταθµούς βάσης. Όλα τα άλλα 
κλειδιά καθιερώνονται κατά τη διάρκεια της πιστοποίησης. Όλα τα κλειδιά 
υπόκεινται σε διαδικασία γήρανσης και πρέπει να ανανεώνονται σε περιοδική 
βάση µέσω της επαναεξουσιοδότησης. Οι σταθµοί βάσης καθορίζουν το AK 
(Authorization Key - Κλειδί Εξουσιοδότησης) και το περνούν στους κινητούς 
σταθµούς, αφού το έχουν κρυπτογραφήσει χρησιµοποιώντας το PK. Το AK 
έχει έναν αύξοντα αριθµό (από µηδέν έως 15) και µια διάρκεια ζωής. Για τον 
σκοπό των οµαλών µεταβάσεων, δύο AK µπορεί να είναι ταυτόχρονα ενεργά 
µε επικαλυπτόµενο χρόνο ζωής. Η διάρκεια ζωής κάθε AK εκτείνεται από µια 
έως 70 ηµέρες. 
  
Ο κινητός σταθµός χρησιµοποιεί το AK για να καθορίσει τα κλειδιά  KEK 
(Key Encryption Key - Κλειδί Κρυπτογράφησης Κλειδιού) και HMAC (Hash 
function-based Message Authentication Code - Κώδικας Αυθεντικοποίησης 
µηνύµατος βασισµένος σε συνάρτηση σύνοψης). Ο αύξων αριθµός του AK 
ανήκει επίσης στα κλειδιά HMAC. Τα KEK χρησιµοποιούνται για να 
κρυπτογραφήσουν τα TEK (Traffic Encryption Keys - Κλειδιά 
Κρυπτογράφησης της Κίνησης) κατά τη διάρκεια της µεταφοράς τους. Η 
είσοδος στο δίκτυο κάθε σταθµού αποτελείται από τα ακόλουθα βήµατα:  
i. Ανίχνευση κάτω ζεύξης και συγχρονισµός µε σταθµό βάσης  
ii. Ανακάλυψη διαθέσιµων καναλιών άνω ζεύξης 
iii. Ταξινόµηση 
iv. ∆ιαπραγµάτευση χωρητικότητας  
v. Εξουσιοδότηση, πιστοποίηση και ανταλλαγή κλειδιών 
vi. Εγγραφή στο δίκτυο 
 
Κατά τη διάρκεια της ταξινόµησης, ο σταθµός συγχρονίζει το ρολόι του 
µε τον σταθµό βάσης και καθορίζει το επίπεδο της ισχύος που απαιτείται για 
να επικοινωνήσει µαζί του. Η εγγραφή στο δίκτυο έχει ως αποτέλεσµα την 
εγκατάσταση µιας δευτεροβάθµιας διοικητικής σύνδεσης. 
 
5.2.2 Ασφάλεια πρόσβαση – χρήσης δικτύου  
 
Η ασφάλεια πρόσβασης και χρήσης του δικτύου άρα και κατ’ επέκταση η 
προστασία έναντι των απειλών του στρώµατος MAC, γίνεται µέσω της 
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εµπιστευτικότητας και της αυθεντικότητας (confidentiality and 
authentication).  
 
 Σε επίπεδο συσκευών, που είναι χρήσιµο και για το µπλοκάρισµα 
της πρόσβασης των κλεµµένων συσκευών στο δίκτυο, η πιστοποίηση 
είναι βασισµένη στο πιστοποιητικό RSA/X.509. Το πιστοποιητικό µπορεί 
να προγραµµατιστεί σε µια συσκευή από τον κατασκευαστή της. Αυτή 
είναι µονοµερές διότι οι σταθµοί βάσης δεν πιστοποιούνται. 
 
Σε επίπεδο χρήστη η πιστοποίηση είναι βασισµένη στο Extensible 
Authentication Protocol (EAP) που είναι ένα γενικό πρωτόκολλο 
πιστοποίησης.  Η αµοιβαία πιστοποίηση εµφανίζεται µετά από την 
ανίχνευση, την απόκτηση περιγραφής του καναλιού, την ταξινόµηση και 
την διαπραγµάτευση ικανότητας. Για το WiMAX, το EAP µπορεί να 
ενεργοποιηθεί µε συγκεκριµένες µεθόδους πιστοποίησης όπως EAP-TLS 
(βασισµένο στο πιστοποιητικό X.509) ή EAP-SIM.  
 
Τα µηνύµατα διαχείρισης τoυ MAC δεν κρυπτογραφούνται και δεν 
πιστοποιούνται πάντα. Οι µηχανισµοί πιστοποίησης για τα µηνύµατα 
διαχείρισης του στρώµατος MAC είναι το hashed message authentication 
code (HMAC) και το one-key message authentication code (OMAC). Το 
OMAC και το  HMAC είναι βασισµένο στο AES (Advanced Encryption 
Standard - Προχωρηµένο Πρότυπο Κρυπτογράφησης). Το OMAC 
περιλαµβάνει και προστασία επανάληψης. Ο µηχανισµός πιστοποίησης 
για τη διαχείριση των µηνυµάτων του στρώµατος MAC, προκειµένου αυτό 
να χρησιµοποιηθεί, µελετάται στην είσοδο των δικτύων.  
 
Τα µηνύµατα που διακινούνται στο δίκτυο κρυπτογραφούνται 
χρησιµοποιώντας τα ποιοτικά πρωτόκολλα 3 DES (Triple Data Encryption 
Standard, Πρότυπο Κωδικοποίησης ∆εδοµένων) και AES (Advanced 
Encryption Standard).    
 
Ενώ η πιστοποίηση για την σύνδεση (Από άκρο σε άκρο - End – to 
– end) χρησιµοποιεί την µεθοδολογία PKM – EAP (Extensible 
Authentication Protocol). 
 
5.3 Κρυπτογράφηση στο WiMAX 
 
Η ασφάλεια του WiMAX είναι πρωταρχικής σηµασίας διότι έτσι 
εξασφαλίζεται η οµαλή λειτουργία του δικτύου. Αυτός είναι και ο λόγος για 
τον οποίο κατά τον σχεδιασµό του συµπεριελήφθη το υπό-επίπεδο ασφαλείας.      
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Η σηµαντικότητα έγκειται στην αποτροπή των απειλών στη χρήση του 
ασύρµατου  δικτύου. Κάποιες τυπικές απειλές που έχει να αντιµετωπίσει 
οποιοδήποτε ασύρµατο δίκτυο είναι: 
 
1) Κακόβουλες οντότητες που προσπαθούν να κερδίσουν πρόσβαση στο 
δίκτυο µέσω των ασύρµατων συνδέσεων, οι οποίες δεν είναι αρκετά 
ασφαλείς.  
2) Μη κρυπτογραφηµένη πληροφορία που περιπλανάται στον αέρα µπορεί να 
αναχαιτιστεί από οποιονδήποτε έχει έναν κατάλληλα συντονισµένο δέκτη. 
3) DoS επιθέσεις. 
4) Η ταυτότητα ενός νόµιµου χρήστη µπορεί να κλαπεί και οι εγκληµατίες 
µπορούν να µεταµφιεστούν ως νόµιµοι χρήστες. 
5) Οι ιοί και άλλοι κακόβουλοι κώδικες µπορούν εύκολα να εισαχθούν στο 
δίκτυο και επιπλέον να πολλαπλασιαστούν στην ενσύρµατη πλευρά του 
δικτύου. 
 
Η ασφάλεια πετυχαίνεται χρησιµοποιώντας µεθόδους κρυπτογράφησης 
των δεδοµένων, ψηφιακές υπογραφές και πιστοποιητικά. Επειδή όµως, τόσο 
οι ψηφιακές υπογραφές όσο και τα πιστοποιητικά χρησιµοποιούν µεθόδους 
κρυπτογράφησης για να υλοποιηθούν, κρίνεται αναγκαία µία ανασκόπηση 
στον τοµέα αυτόν. 
 
Το βασικό δοµικό στοιχείο ονοµάζεται κρυπτοσύστηµα (cryptosystem) ή 
αλγόριθµος κρυπτογράφησης (encryption algorithm). Το κρυπτοσύστηµα 
ορίζει ένα ζεύγος µετασχηµατισµών, την κρυπτογράφηση και την 
αποκρυπτογράφηση. Η κρυπτογράφηση είναι µια διαδικασία που εφαρµόζεται 
στα δεδοµένα (plaintext) και τα µετασχηµατίζει σε κρυπτογραφηµένα 
(ακατανόητα) δεδοµένα (ciphertext). Η αποκρυπτογράφηση εφαρµόζεται στο 
ciphertext και το µετασχηµατίζει στο αρχικό µήνυµα. Ο µετασχηµατισµός της 
κρυπτογράφησης δέχεται ως είσοδο τα δεδοµένα (plaintext) και το κλειδί 
κρυπτογράφησης. Όµοια ο µετασχηµατισµός της αποκρυπτογράφησης 
δέχεται ως είσοδο τα κρυπτογραφηµένα δεδοµένα (ciphertext) και το κλειδί 
αποκρυπτογράφησης. Το κλειδί, σε κάθε περίπτωση είναι µία τυχαία 
ακολουθία από bits, το πλήθος των οποίων καθορίζει το συγκεκριµένο 
κρυπτοσύστηµα. 
 
ΕΙΚΟΝΑ : Κρυπτοσύστηµα [15] 
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Υπάρχουν δύο κατηγορίες αλγορίθµων κρυπτογράφησης. Οι 
συµµετρικοί ή ιδιωτικού κλειδιού αλγόριθµοι και οι αλγόριθµοι δηµοσίου 
κλειδιού. Κάθε µία κατηγορία έχει συγκεκριµένα πλεονεκτήµατα και 
χρησιµοποιείται µε διαφορετικό τρόπο. Στην εφαρµογή του WiMAX 
χρησιµοποιούνται οι συµµετρικοί αλγόριθµοι. Οι συνήθεις αλγόριθµοι που 
χρησιµοποιούνται, για την ασφάλεια του WiMAX, είναι αυτοί που 
περιγράφονται στην συνέχεια και πάντα σε συνδυασµό µεταξύ τους. Οι 
παρακάτω αλγόριθµοι (αν και είναι υψηλότερου επιπέδου) χρησιµοποιούνται 
στο WiMAX µε µια µετατροπή διότι αυτοί είναι οι ποιο ασφαλείς βάση της 
εµπειρίας που αποκτήθηκε από το προκάτοχο του, το Wi-Fi [15].  
 
5.3.1 DES – 3DES 
 
Το πρώτο συµµετρικό κρυπτοσύστηµα που χρησιµοποιήθηκε ευρέως 
ήταν το Data Encryption Standard (DES). Ο DES λειτουργεί ως block cipher  
(σε block cipher η συνάρτηση κρυπτογράφησης λειτουργεί σε σταθερού 
µήκους block plaintext, n bits και παράγει σταθερού µήκους block ciphertext, 
το οποίο έχει µήκος n bits) σε blocks δεδοµένων των 64 bits και χρησιµοποιεί 
κλειδί των 56 bits. 
 
Η αποτελεσµατικότητα του DES µπορεί να βελτιωθεί σηµαντικά 
χρησιµοποιώντας τεχνικές πολλαπλής κρυπτογράφησης. Το αρχικό µήνυµα, 
κρυπτογραφείται χρησιµοποιώντας ένα κλειδί α, στη συνέχεια 
αποκρυπτογραφείται χρησιµοποιώντας ένα κλειδί β και το αποτέλεσµα 
κρυπτογραφείται χρησιµοποιώντας ένα κλειδί γ. Το αποτέλεσµα που 
προκύπτει είναι πολλές τάξεις µεγέθους ισχυρότερο του DES. Το 
κρυπτοσύστηµα αυτό οναµάζεται 3DES.  
 
5.3.2 AES 
Το πρότυπο κρυπτογράφησης AES (Advanced Encryption Standard), 
περιγράφει µια διαδικασία κρυπτογράφησης ηλεκτρονικής πληροφορίας 
βασισµένη στην λογική της κωδικοποίησης οµάδων δεδοµένων µε κάποιο 
µυστικό κλειδί. Έχει προτυποποιηθεί από το NIST (National Institute of 
Technology) τον Νοέµβριο του 2001. Το πρότυπο AES περιγράφει µια 
συµµετρική µπλοκ διαδικασία κρυπτογράφησης µυστικού κλειδιού. Το 
πρότυπο υποστηρίζει την χρήση κλειδιών µήκους 128, 192 και 256 bits. 
Ανάλογα µε το ποιο µήκος κλειδιού χρησιµοποιείται, συνήθως χρησιµοποιείται 
η συντόµευση AES-128, AES-192 και AES-256 αντίστοιχα. Ανεξάρτητα από 
το µήκος κλειδιού, ο αλγόριθµος επενεργεί πάνω σε µπλοκ δεδοµένων 
µήκους 128 bits. Η διαδικασία κρυπτογράφησης είναι επαναληπτική. Κάθε 
επανάληψη ονοµάζεται γύρος (round). Στον πρώτο γύρο επεξεργασίας ως 
είσοδος είναι ένα plaintext µπλοκ και το αρχικό κλειδί, ενώ στους γύρους που 
ακολουθούν ως είσοδος είναι το µπλοκ που έχει προκύψει από τον 
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προηγούµενο γύρο καθώς και ένα κλειδί που έχει παραχθεί από το αρχικό µε 
βάση κάποια διαδικασία που ορίζει ο αλγόριθµος. Το τελικό προϊόν της 
επεξεργασίας είναι το κρυπτογραφηµένο µπλοκ (ciphertext). Το µπλοκ αυτό 
πρέπει να σηµειωθεί ότι έχει ακριβώς το ίδιο µέγεθος (128 bits) µε το 
plaintext µπλοκ. [2][52] 
5.3.3 TLS 
Το TLS (Transport Layer Security) είναι ένα πρωτόκολλο που εγγυάται 
ότι κατά την επικοινωνία εξυπηρετητή - πελάτη (server -client) µέσω του 
∆ιαδικτύου, δεν πρόκειται να µεσολαβήσει κάποιος τρίτος που θα "υποκλέψει" 
το περιεχόµενο της επικοινωνίας. Το TLS έχει διαδεχθεί το Secure Sockets 
Layer (SSL). Το πρωτόκολλο είναι σχεδιασµένο ώστε να παρέχει 
κρυπτογράφηση και πιστοποίηση δεδοµένων σε έναν πελάτη και έναν 
εξυπηρετητή. Το πρωτόκολλο αρχίζει µε φάση χειραψίας και 
διαπραγµατεύεται έναν αλγόριθµο κρυπτογράφησης (π.χ. DES). Επίσης 
εµπεριέχει κλειδιά και πιστοποιεί τον εξυπηρετητή στον πελάτη (προαιρετικά 
µπορεί να γίνει και αντίστροφα). Όταν ολοκληρωθεί η φάση της χειραψίας 
και αρχίσει η µετάδοση των δεδοµένων της εφαρµογής, όλα τα δεδοµένα 
κρυπτογραφούνται µε κλειδιά τα οποία συµφωνήθηκαν κατά την φάση της 
χειραψίας [34].  
 
5.3.4 PKM 
 
Το πρωτόκολλο διαχείρισης κλειδιού (Key Management Protocol ή PKM) 
εξασφαλίζει την ασφαλή διανοµή, τον συγχρονισµό και την ανανέωση των 
πληροφοριών που σχετίζονται µε το κλειδί ανάµεσα στον σταθµό βάσης (BS) 
και στον σταθµό συνδροµητή (SS). Ο σταθµός βάσης επιβάλλει την 
επικύρωση (authenticate) και την υπό όρους έγκριση των υπηρεσιών 
δικτύου. Χρησιµοποιώντας αυτό το πρωτόκολλο ο κάθε SS που συνδέεται στο 
δίκτυο αποκτά εξουσιοδότηση (authorization) και δεδοµένα, που αφορούν το 
κλειδί, αλλά και περιοδικά ζητά επανεξουσιοδότηση (reauthorization) και 
ανανέωση των πληροφοριών που έχει για το κλειδί.  
 
Ο σταθµός του συνδροµητή στέλνει αρχικά µια “αίτηση” (Authorization 
Request, AR) σε ένα επιλεγµένο BS, και αφού εγκριθεί ο SS αποκτά 
εξουσιοδότηση (authorization). Στην αίτηση αυτή περιλαµβάνεται η 
ταυτότητα του SS (κάθε SS φέρνει ένα µοναδικό ψηφιακό πιστοποιητικό 
X.509) και οι αλγόριθµοι κρυπτογράφησης που ο συνδροµητικός σταθµός 
υποστηρίζει.  
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ΕΙΚΟΝΑ : TEK κρυπτογράφηση ανάµεσα στο SS και BS 
 
 
Ο σταθµός βάσης ελέγχει τα πιστοποιητικά που παρουσιάζει ο SS και 
καθορίζει τις κοινές ακολουθίες και τις παραµέτρους ασφάλειας. Ο σταθµός 
βάσης απαντά µε µια αίτηση έγκρισης (Authorization Replay). Η απάντηση 
περιλαµβάνει ένα κλειδί εξουσιοδότησης (Authorization Key, ή AK) που 
κρυπτογραφείται µε το δηµόσιο κλειδί του SS, από το πιστοποιητικό X.509 
και τις ταυτότητες (SAIDs) των συνδέσεων ασφαλείας (security associations 
ή SAs)  για τις οποίες ο SS είναι εξουσιοδοτηµένος να αποκτήσει πληροφορίες 
σχετικά µε τα κλειδιά. Το κλειδί εξουσιοδότησης (Authorization Key, AK) 
περιλαµβάνει το κλειδί αποκρυπτογράφησης (Key Encryption Key, KEK) και 
δύο κλειδιά  αυθεντικότητας (authentication) µηνύµατος (HMACs), ένα για 
την ανερχόµενη και ένα για την κατερχόµενη ζεύξη.  
 
Οι συνδέσεις δεδοµένων ανάµεσα στον BS και στον SS 
κρυπτογραφούνται, οι BS και οι SS απαιτούν την κοινή πληροφορία του 
κλειδιού για τις συνδέσεις ασφαλείας που σχετίζονται µε εκείνες τις 
υπηρεσίες/ συνδέσεις. Ένας SS µπορεί να ζητήσει την πληροφορία του 
κλειδιού γνωστό ως κλειδί κρυπτογράφησης κυκλοφορίας (TEK) από το BS 
για µια συγκεκριµένη σύνδεση ασφαλείας. Για την απόκτηση του TEK από µια 
συγκεκριµένη  σύνδεση ασφαλείας, θα πρέπει πρώτα να σταλεί ένα αίτηµα για 
TEK από το SS, το οποίο αίτηµα περιέχει την ταυτότητα (SAID) της 
επιθυµητής SA. Εάν ο SS εξουσιοδοτηθεί για τη ζητούµενη SA, ο BS θα δώσει 
απάντηση.  
 
Η απάντηση του BS θα περιλαµβάνει πληροφορίες σχετικά µε: 
 Το κρυπτογραφηµένο TEK για τη ζητούµενη σύνδεση ασφαλείας (SA). 
Η κρυπτογράφηση του TEK πραγµατοποιείται χρησιµοποιώντας το KEK 
ή το RSA δηµόσιο κλειδί της αίτησης SS. 
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 Ο αριθµός ακολουθίας του AK που θα χρησιµοποιηθεί για την περιοδική 
ανανέωση των πληροφοριών που σχετίζονται µε το κλειδί AK. 
 Το IV (Initialization Vector) που θα χρησιµοποιηθεί από το πρωτόκολλο 
κρυπτογράφησης για την κρυπτογράφηση δεδοµένων. 
 
Μετά την αρχική εξουσιοδότηση ο SS ζητά περιοδικά επανεξουσιοδότηση η 
οποία λαµβάνει χώρα και αυτή στη µηχανή καταστάσεων εξουσιοδότησης.   
 
5.3.5 X.509 Πιστοποιητικά 
 
Αυτά τα πιστοποιητικά χρησιµοποιούνται για την αναγνώριση των 
επικοινωνούντων µερών. Το προφίλ του πιστοποιητικού όπως ορίζεται στο 
πρότυπο αποτελείται από τις ακόλουθες πληροφορίες: 
 
• Έκδοση του πιστοποιητικού 
• Σειριακός αριθµός του πιστοποιητικού 
• Όνοµα εκδότη του πιστοποιητικού 
• Περίοδος ισχύος του πιστοποιητικού 
• Ταυτότητα κατόχου του πιστοποιητικού (MAC διεύθυνση του SS) 
• ∆ηµόσιο κλειδί κατόχου του πιστοποιητικού 
• Αλγόριθµος υπογραφής του εκδότη και του κατόχου 
• Προσδιοριστικό αλγορίθµου υπογραφής 
• Υπογραφή της αρχής πιστοποίησης 
 
Το πρότυπο ορίζει ένα πιστοποιητικό κατασκευαστή και ένα SS πιστοποιητικό. 
∆εν καθορίζει πιστοποιητικά BS. Ο BS χρησιµοποιεί τα πιστοποιητικά 
δηµοσίου κλειδιού του κατασκευαστή για να επικυρώσει την αυθεντικότητα 
του SS πιστοποιητικού και ως εκ τούτου να προσδιορίσει τη γνησιότητα της 
συσκευής. Το µοντέλο υποθέτει ότι ο SS αποθηκεύει το ιδιωτικό κλειδί σε µια 
«σφραγισµένη» µονάδα αποθήκευσης. Ένα πιστοποιητικό κατασκευαστή 
προσδιορίζει τον κατασκευαστή µιας WiMAX συσκευής. Μπορεί να είναι ένα 
αυτό-υπογεγραµµένο πιστοποιητικό ή εκδιδόµενο από µια τρίτη οντότητα. 
Ένα πιστοποιητικό SS προσδιορίζει ένα συγκεκριµένο SS και περιλαµβάνει τη 
MAC διεύθυνση του στο πεδίο κατόχου.  
 
5.3.6 EAP  
 
Το Extensible Authentication Protocol, ή EAP [33], [36], είναι ένα 
πλαίσιο αυθεντικότητας που χρησιµοποιείται συχνά στα ασύρµατα δίκτυα και 
τις από σηµείο σε σηµείο συνδέσεις (Ρ2Ρ). Το EAP είναι ένα πλαίσιο 
αυθεντικότητας, όχι ένας συγκεκριµένος µηχανισµός. Το EAP παρέχει µερικές 
κοινές λειτουργίες και µια διαπραγµάτευση για τον επιθυµητό µηχανισµό 
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αυθεντικότητας. Τέτοιοι µηχανισµοί καλούνται µέθοδοι EAP και υπάρχουν, 
αυτήν την περίοδο, περίπου 40 διαφορετικοί. Οι συνήθως χρησιµοποιούµενες 
και σύγχρονες µέθοδοι στα ασύρµατα δίκτυα είναι οι EAP-TLS και EAP-SIM.  
Όταν το EAP καλείται από έναν SS, όπως ένα ασύρµατο σηµείο 
πρόσβασης, οι σύγχρονες µέθοδοι µπορούν να παρέχουν έναν ασφαλή 
µηχανισµό επικύρωσης και να διαπραγµατευτούν ένα ασφαλές PMK (Pair-wise 
κύριο κλειδί) µεταξύ του SS και BS. Το PMK µπορεί έπειτα να χρησιµοποιηθεί 
για την ασύρµατη σύνοδο κρυπτογράφησης που χρησιµοποιεί (βασισµένο σε 
AES) την κρυπτογράφηση TKIP ή CCMP. 
 
ΕΙΚΟΝΑ : Φάση χειραψίας EAP – TLS 
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6. ΕΞΟΠΛΙΣΜΟΣ WIMAX 
 
Το WiMAX ως µια νέα τεχνολογία απαιτεί για την λειτουργία του µια 
απαραίτητη υλικοτεχνική υποδοµή και για τον παροχό (provider) και για τον 
χρήστη (user). Όσον αφορά για τον παροχό, θα πρέπει να επιλέξει αρχικά σε 
ποια ζώνη συχνοτήτων θα λειτουργήσει. Έτσι έχει δύο επιλογές, είτε να 
αγοράσει µέρος του ηλεκτροµαγνητικού φάσµατος από την Εθνική Επιτροπή 
Τηλεπικοινωνιών & Ταχυδροµείων (Ε.Ε.Τ.Τ.), είτε να χρησιµοποιήσει το 
αντίστοιχο µη αδειοδοτηµένο τµήµα του φάσµατος που έχει απελευθερώσει η 
Ε.Ε.Τ.Τ., αποδεχόµενος στην περίπτωση αυτή το ενδεχόµενο παρεµβολών.  
 
Στη συνέχεια θα πρέπει να επιλέξει την τοποθεσία στην οποία θα 
εγκατασταθεί ο βασικός εξοπλισµός των εξυπηρετητών – σταθµών βάσης 
(server – base station). Η επιλογή αυτή θα πρέπει να επηρεάζεται από 
παράγοντες όπως α) ύπαρξη απαιτούµενων υποδοµών (π.χ. ηλεκτροδότηση, 
χώρος εγκιβωτισµού και προστασίας κλπ) β) δυνατότητα µέγιστης κάλυψης 
της απαιτούµενης περιοχής γ) ιδιοκτησιακό καθεστώς δ) δυνατότητα 
εγκατάστασης τηλεπικοινωνιακής κεραίας ε) πληθυσµιακή κατανοµή κ.α. 
 
Έχοντας επιλέξει τα σηµεία εγκατάστασης των σταθµών βάσης θα 
πρέπει να προχωρήσει στη µελέτη κατανοµής των ζωνών συχνότητας που θα 
ανατεθούν σε κάθε σταθµό (frequency planning). Στα WiMAX συστήµατα το 
εύρος ζώνης του κάθε καναλιού (διαύλου) ενός σταθµού βάσης µπορεί να 
είναι πολλαπλάσιο των 3.5 MHz (βάση του WiMAX forum). Για τη βέλτιστη 
ανάπτυξη του δικτύου θα πρέπει να χωρίσουµε το δοθέν φάσµα σε ζώνες των 
3.5 ή των 7 MHz το πολύ. Γενικά, σκοπός του frequency planning είναι η 
κατανοµή των καναλιών, συχνοτήτων, στους διάφορους σταθµούς βάσης µε 
τέτοιο τρόπο ώστε να ελαχιστοποιείται το ενδεχόµενο οµοδιαυλικών 
παρεµβολών. Επειδή το διαθέσιµο φάσµα µπορεί να είναι περιορισµένο για 
την εξασφάλιση της απαιτούµενης πληθυσµιακής κάλυψης, ακολουθείται η 
τεχνική της επαναχρησιµοποίησης συχνοτήτων. Εδώ υπενθυµίζεται ότι η 
κατανοµή των καναλιών επηρεάζεται άµεσα και από την πληθυσµιακή 
κατανοµή µε δεδοµένο ότι υπάρχει ένα άνω όριο ως προς το πλήθος των 
συνδροµητών που µπορεί να υποστηρικτή από κάθε κανάλι.  
 
 
ΕΙΚΟΝΑ : Μέθοδος επαναχρησιµοποίησης συχνοτήτων [5] 
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Στη συνέχεια επιλέγεται ο απαραίτητος εξοπλισµός. Συνήθως αυτός ο 
εξοπλισµός αποτελείται από (µια γενική εικόνα µπορούµε να πάρουµε από την 
εικόνα που ακολουθεί) :  
 
 
 
 
ΕΙΚΟΝΑ: Τοπολογία δικτύου µε χρήση κεραίας omni (για κάλυψη 360°) 
 
 
 ένα κεντρικό υπολογιστή του συστήµατος (server), όπου θα 
αποθηκεύονται τα δεδοµένα όλων των υποσυστηµάτων  
 ένα κεντρικό υπολογιστή που θα χρησιµοποιηθεί ως backup server του  
παραπάνω υπολογιστή. Στην αγορά των servers έχουν κυριαρχήσει οι 
επεξεργαστές της Intel και της AMD. 
 λειτουργικό σύστηµα µε κυριότερες επιλογές κάποια έκδοση του Unix  
 σταθµός βάσης WiMAX επιπέδου φορέα  
 κεραίες συγκεκριµένης γωνίας κάλυψης για τον σταθµό βάσης  
 κατευθυντήριες παραβολικές κεραίες για τους τερµατικούς σταθµούς 
 µεµονωµένες µονάδες χωρίς εξωτερικά καλώδια ή κυµατοδηγούς για 
αποφυγή απωλειών µεταξύ του ραδιοσυστήµατος και κεραίας, προστασία σε 
σκληρές περιβαλλοντικές συνθήκες, εύκολη εγκατάσταση και µεταφορά  
 Μονά οµοαξονικά καλώδια για διασύνδεση  
 Βραχίονες στήριξης για εύκολη εγκατάσταση των κεραιών, διατήρηση 
της ευθυγράµµισης και εύκολη αντικατάσταση  
 Hubs, switches, routers 
 Μόντεµ και κάρτες µόντεµ 
 Σύστηµα ∆ιαχείρισης Ευρυζωνικών Υπηρεσιών 
 Μηχανισµός ελέγχου αποδοχής κλήσης (Call Admission Control) {Ο 
µηχανισµός ελέγχου αποδοχής φωνητικής κλήσης (VoIP Call Admission 
Controller-CAC) ρυθµίζει τον αριθµό των ταυτόχρονων κλήσεων σε ένα 
δεδοµένο µόντεµ του σταθµού βάσης ώστε οι ροές υπηρεσιών φωνής (voice 
service flows) να µην υπερκαλύπτονται} 
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ΕΙΚΟΝΑ : Κεραίες και διασπορά σήµατος [4]. 
 
Το συνολικό κόστος για την υλοποίηση µιας εγκατάστασης WiMAX για 
τον παροχό είναι περίπου (στοιχεία που συγκεντρώθηκαν από εταιρεία στην 
Κοζάνη) [19]: 
 
∆απάνες Κόστος 
Μίσθωση φάσµατος Κυµαίνεται  € 
ΣΒ WiMAX 3.5 GHz 6.000 € 
Τοµέας ΣΒ WiMAX 3.5GHz 8.000 € (ανά ζεύγος) 
Εγκατάσταση ΣΒ 800 € 
Μίσθωση χώρου εγκατάστασης ΣΒ 1.000 € ανά ΣΒ ανά µήνα 
Εξοπλισµός υλοποίησης ζεύξης 300 € ανά ΣΒ 
Εξοπλισµός εσωτ. Χώρου WiMAX 150 € 
Εξοπλισµός εξωτ. Χώρου WiMAX 350 € 
Κόστος εγκατάστασης εξοπλ. εξωτ. 100 € / h  
Κόστος εγκατάστασης εξοπλ. εσωτ. 70 € / h 
Συντήρηση 100 € / µήνα 
  
Όσον αφορά τον χρήστη, αρχικά επιλέγει τον παροχέα και στην συνέχεια 
εγκαθιστά την απαραίτητη υλικοτεχνική υποδοµή η οποία αποτελείται από : 
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 βραχίονες στήριξης για εύκολη εγκατάσταση των κεραιών, διατήρηση 
της ευθυγράµµισης και εύκολη αντικατάσταση  
 κεραία τερµατικού σταθµού 
 τερµατικός σταθµός  
 Hubs, switches, routers 
 Μόντεµ και κάρτες µόντεµ 
 Μονά οµοαξονικά καλώδια για διασύνδεση  
 
 
 
 
 
 
 
 
 
     
    
    ΕΙΚΟΝΑ : router – VoIP phone [1]      ΕΙΚΟΝΑ : Εξοπλισµός χρήστη [1] 
 
 
Για τον συνολικό εξοπλισµό το κόστος που επωµίζεται ο χρήστη ανέρχεται 
περίπου στα 300 € (εξαρτάται από τις απαιτήσεις του στην κεραία και στον 
εξοπλισµό).  
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7. ΕΦΑΡΜΟΓΕΣ ΤΟΥ WiMAX 
 
Η τεχνολογία WiMAX λόγω των µεγάλων αποστάσεων που καλύπτει και 
ταυτόχρονα των υψηλών ρυθµών µετάδοσης που µπορεί να παρέχει βρίσκει 
πολλές εφαρµογές, λύνοντας σηµαντικά προβλήµατα που απασχολούσαν 
τους τεχνικούς δικτύων σήµερα.  
 
Τρεις είναι οι βασικότερες χρήσεις του: 
1) ∆ίκτυο κορµού στα κυψελωτά συστήµατα κινητής τηλεφωνίας. Η εισαγωγή 
του προτύπου αυτού αναµένεται να µειώσει σηµαντικά το κόστος εξάπλωσης 
των δικτύων κινητής τηλεφωνίας, µιας και αποτελεί µια οικονοµικότερη 
πρόταση, αν συγκριθεί µε τα υλικά µέσα µετάδοσης, για τις εταιρίες κινητής 
τηλεφωνίας. Εξασφαλίζοντας ταυτόχρονα αξιοπιστία και υψηλούς ρυθµούς 
µετάδοσης που απαιτούν τα συστήµατα αυτά.  
 
2) Broadband on Demand. Παρέχει υψηλούς ρυθµούς µετάδοσης κάνοντας 
εφικτή τη χρήση της τεχνολογίας για εφαρµογές πραγµατικού χρόνου ακόµα 
και σε µεγάλες αποστάσεις. 
 
3) Παρέχει κάλυψη σε περιοχές που είναι αδύνατο να καλυφθούν µε άλλα 
µέσα. Μπορεί να χρησιµοποιηθεί είτε σαν συµπλήρωµα είτε σαν επέκταση του 
ήδη εγκατεστηµένου δικτυού.   
 
Τα ιδιαίτερα χαρακτηριστικά του WiMΑΧ το καταστούν κατάλληλο και 
για σταθερές και για κινητές εφαρµογές. Οι σταθερές εφαρµογές WiMΑΧ είναι 
κυρίως Point - to - Multipoint (PTM) επιτρέποντας την ευρυζωνική πρόσβαση 
στα σπίτια και στις επιχειρήσεις. Ενώ οι κινητές εφαρµογές προσφέρουν την 
πλήρη κινητικότητα των κυψελοειδών δικτύων µε αληθινές ευρυζωνικές 
ταχύτητες. Το WiMΑΧ σχεδιάστηκε κατά βάση ώστε να καλύπτει κυρίως Point-
to-Multipoint (PTM) συνδέσεις χωρίς ωστόσο να αποκλείεται και η χρήση του 
για point to point (PTP) συνδέσεις. 
 
 
 
 
 
 
 
 
 
 
 
 
ΕΙΚΟΝΑ: Σύνδεση point to point    ΕΙΚΟΝΑ: Σύνδεση Point - to - Multipoint 
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Πιο συγκεκριµένα, το πρότυπο 802.16 έχει εξαιρετικές εφαρµογές στην 
βιοµηχανία δίνοντας πολλές λύσεις σε υπάρχοντα προβλήµατα. Μερικές από  
αυτές περιγράφονται περιληπτικά στη συνέχεια. 
 
Α) Κυψελοειδής µετάδοση (backhaul): Οι παροχείς της κύριας αρτηρίας 
(backbone) του internet µισθώνουν σε τρίτους παροχείς υπηρεσιών (ISP’s) 
γραµµές του δικτύου. Αυτή η µίσθωση  έχει σαν αποτέλεσµα να µειώνει το 
κόστος επέκτασης και λειτουργίας του διαδικτύου. Το 802.16 αποτελεί µία 
εξαιρετική λύση σε εταιρίες παροχής υπηρεσιών που τώρα δε θα είναι 
αναγκασµένες να µισθώνουν ενσύρµατες γραµµές αλλά µπορούν µε τη χρήση 
των ασύρµατων κυψελών να παρέχουν φτηνή πρόσβαση στους χρήστες.  
 
Β) Άρση των περιορισµών: Υπάρχουν κάποιοι φυσικοί περιορισµοί στα υλικά 
µέσα µετάδοσης (χαλκός και οπτική ίνα) οι οποίοι αποτρέπουν πολλούς 
πελάτες να συνδεθούν µε το δίκτυο. Επιπλέον η DSL σύνδεση µπορεί να 
φτάσει µέχρι περίπου τρία µίλια µακριά από τον κεντρικό δροµολογητή 
πράγµα που σηµαίνει ότι πολλές αστικές και προαστιακές περιοχές δεν 
µπορούν να εξυπηρετηθούν. Επίσης υπάρχουν πολλά παλιά ενσύρµατα 
δίκτυα που δεν είναι εξοπλισµένα µε κανάλι επιστροφής, µε συνέπεια ο 
εκσυγχρονισµός αυτών να είναι οικονοµικά ασύµφορος. Τέλος η επέκταση 
της καλωδιακής εγκατάστασης, είτε είναι ανέφικτη, είτε είναι αρκετά δύσκολη 
και ακριβή ειδικά σε περιοχές στις οποίες δεν υπάρχει µεγάλη «πυκνότητα» 
χρηστών. Το 802.16 µπορεί να λύσει όλα τα παραπάνω προβλήµατα, 
παρέχοντας µεγάλο εύρος ζώνης (bandwidth),υψηλές ταχύτητες και ευελιξία 
µε χαµηλό κόστος. 
 
Γ) Επέκταση της ασύρµατης ευρυζωνικότητας: Ένα από τα βασικά 
πλεονεκτήµατα, που έχει το WiMAX είναι η εύκολη και ευέλικτη 
επεκτασιµότητα του µε ταυτόχρονη συµβατότητα µε τα υπόλοιπα υπάρχοντα 
δίκτυα. Αυτή η επεκτασιµότητα δίνει στο WiMAX την ικανότητα να συνδέονται 
µετακινούµενοι χρήστες εύκολα από παντού. Μια τέτοια εφαρµογή θα 
µπορούσε να δώσει πρόσβαση σε όλους µέσα σε µια µεγάλη βιοµηχανία ή σε 
µια εταιρεία που µετακινείται συνεχώς και µάλιστα από παντού.  
 
 
 
 
 
 
 
 
 
 
 
ΕΙΚΟΝΑ : Τοπολογία πρόσβασης WiMAX [9] 
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∆) Αποµακρυσµένες περιοχές: Η δηµιουργία δικτύου σε αποµακρυσµένες 
περιοχές είναι συνήθως είτε οικονοµικά ασύµφορες είτε τεχνικά αδύνατες. Το 
WiMAX άρει τα παραπάνω προβλήµατα και καταστεί πλέον δυνατή µια τέτοια 
ανάπτυξη.   
 
 
 
ΕΙΚΟΝΑ :Ανάπτυξη ασύρµατου δικτύου σε αγροτική περιοχή [8] 
 
7.1 Εφαρµογές στην Ελλάδα 
 
Μια τεχνολογία όπως η WiMAX, η οποία διαθέτει τόσα πλεονεκτήµατα και έχει 
απασχολήσει τόσο κόσµο, δεν θα µπορούσε να µην εφαρµοστεί άµεσα και 
ειδικά στη Ελλάδα. Στην Ελλάδα λόγω του γεωγραφικού της ανάγλυφου και 
της σχεδόν ανύπαρκτης έως πρότινος, υλικοτεχνικής υποδοµής της. Στις 
παρακάτω ενότητες περιγράφονται τέτοιες εφαρµογές.    
 
7.1.1 Άγιο Όρος 
Μια ιδιαίτερα σηµαντική εφαρµογή του WiMAX ήταν η εγκατάστασή του 
στο Άγιο Όρος και αυτό γιατί ήταν ανέφικτη µε τα άλλα µέσα λόγω του 
γεωγραφικού ανάγλυφου, της ιερότητας του χώρου, της ανύπαρκτης 
υποδοµής και της έλλειψης εγκατεστηµένου δικτύου ηλεκτρικής ενέργειας. Η 
εφαρµογή αυτή ήταν πιλοτική για την Ελλάδα και επιτυχής. Το πιλοτικό αυτό 
δίκτυο παρέχει υπηρεσίες ευρυζωνικότητας και ΙΡ τηλεφωνίας (VoIP) και 
εγκαταστάθηκε από τον ΟΤΕ[38][50].  
Στο Άγιο Όρος εγκαταστάθηκαν συνολικά έξι σταθµοί βάσης µε την 
εµβέλεια του δικτύου να φτάνει τα 50 km, καλύπτοντας την πλειοψηφία των 
Μονών και Σκητών, σε σχεδόν όλη την έκταση της Χερσονήσου του Άθως. Το 
δίκτυο WiMAX που έχει υλοποιηθεί έχει τη δυνατότητα µετάδοσης έως και 60 
Mbps (αµφίδροµα). 
  
                       Κουρούς Ιωάννης, «Μελέτη Τεχνολογίας και Εφαρµογών WiMAX» 
 
Πανεπιστήµιο Μακεδονίας – ΜΠΣΕ Τµήµατος Εφαρµοσµένης Πληροφορικής          36 
 
ΕΙΚΟΝΑ : Φωτογραφία Μονής στο Άγιο Όρος  
Οι σταθµοί βάσης εκπέµπουν στη φασµατική ζώνη των 3,5 GHz που 
έχει απονεµηθεί στον ΟΤΕ από την ΕΕΤΤ. Τα συστήµατα που εγκαταστάθηκαν 
πληρούν τις προδιαγραφές του προτύπου IEEE 802.16 και ο εξοπλισµός που 
χρησιµοποιείται είναι πιστοποιηµένος από το WiMAX Forum. 
Στην αρχική φάση λειτουργίας, που βρίσκεται σε εξέλιξη, έχουν ήδη 
συνδεθεί οι πρώτοι χρήστες από το Άγιο Όρος, τη Νήσο Αµµουλιανή και την 
περιοχή της Ιερισσού. Επίσης, χρήστες στις Καρυές απολαµβάνουν υπηρεσίες 
ADSL µέσω του διασυνδεδεµένου στο WiMAX ειδικού εξοπλισµού (DSLAM).  
Η λειτουργία του δικτύου WiMAX στο Άγιο Όρος εξασφαλίζεται µε 
χρήση ανανεώσιµων πηγών ενέργειας, ηλιακής και αιολικής, που 
συνδυάζονται µε καινοτόµες ενεργειακές διατάξεις. Συγκεκριµένα, οι σταθµοί 
βάσης του δικτύου λειτουργούν µε φωτοβολταϊκά συστήµατα σε συνδυασµό 
και µε µικρές ανεµογεννήτριες, προσφέροντας την απαραίτητη ηλεκτρική 
ενέργεια για τη λειτουργία του δικτύου χωρίς να επιβαρύνεται το περιβάλλον. 
Τα µέχρι στιγµής συµπεράσµατα από τη λειτουργία του δικτύου WiMAX 
στο Άγιο Όρος είναι ενθαρρυντικά, αφού το σύστηµα έχει λειτουργήσει 
απρόσκοπτα ακόµα και σε εξαιρετικά δυσµενείς καιρικές συνθήκες. 
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7.1.2 ∆ιεθνής Αερολιµένας Αθηνών (∆ΑΑ) 
 
Μια άλλη εξίσου σηµαντική εφαρµογή στην Ελλάδα ήταν ο ∆ιεθνής 
Αερολιµένας Αθηνών. Η εφαρµογή αυτή είναι αξιοσηµείωτη λόγο των 
απαιτήσεων σε ποιότητα των υπηρεσιών και το µεγάλο αριθµό ιδιωτικών και 
εταιρικών χρηστών σε περιορισµένο χώρο. Ο ∆ΑΑ αξιοποιώντας τις 
τεχνολογικές εξελίξεις στον τοµέα των επικοινωνιών και των ευρυζωνικών 
εφαρµογών, για πρώτη φορά στο διεθνή χώρο αεροδροµίου, ανέπτυξε 
σύνθετες υπηρεσίες Triple Play (ενιαίο δίκτυο δεδοµένων, φωνής και 
τηλεοπτικού σήµατος) µέσω του WiMAX[51]. 
 
Ο ∆ΑΑ, ως αδειοδοτηµένος χρήστης από την ΕΕΤΤ για την περιοχή Σπάτα 
- Κορωπί, ανέπτυξε εφαρµογές σε τρεις τεχνολογικές ενότητες, ανάλογα µε 
τη χρήση τους αξιοποιώντας την τεχνολογία WiMAX. Αναφορικά οι εφαρµογές 
αυτές είναι για :  
 
- ιδιωτική χρήση: ταυτόχρονη µεταφορά τηλεοπτικού σήµατος υψηλής 
ευκρίνειας, φωνής και δεδοµένων, µε ευκολία διαχείρισης και σύνδεσης και 
εξαιρετική ταχύτητα µετάδοσης (14 Mbps) 
- εταιρική χρήση: προσφορά σε εταιρείες, υπηρεσίες όπως υπηρεσίες βάσεων 
δεδοµένων (Data Centre Services), τηλεδιασκέψεων (Video-Conference) και 
παροχή εφαρµογών εξ αποστάσεως (ASP) 
- παροχή κοµβικής υποδοµής - WiMAX Hub: παρέχει κοµβική υποδοµή σε 
άλλους παρόχους WiMAX ή WLAN, για την εξυπηρέτηση των συνδροµητών 
τους. 
 
7.1.3 Άλλοι φορείς που εφαρµόζουν WiMAX 
 
        Εκτός από τις προαναφερόµενες πιλοτικές εφαρµογές, που 
αναφέρθηκαν λόγω της ιδιαιτερότητας που τις κατείχε, υπάρχουν και άλλες 
εταιρείες/φορείς που έλαβαν άδεια χρήσης και εφαρµογής. Μερικά 
παραδείγµατα είναι αυτά που αναφέρονται στη συνέχεια :  
 
 
3NET, ∆. Αθήνας 
ALTEC, Καλλιθέα 
ARX.NET, Θεσσαλονίκη 
COSMOLINE, Γλυφάδα 
COSMOTE, ∆. Αθήνας, Θεσσαλονίκη, 
Πάτρα, Ηράκλειο Κρήτης 
FORTHNET, Καλλιθέα 
HELLAS ON LINE, Μαρούσι 
INTRASTET, Λάρισα 
LANNET, Περιστέρι, Καβάλα, Κοµοτηνή 
METANET, Βόλος 
SPARKNET, Θεσσαλονίκη 
SYNED, Κάτζα 
TELEPASSPORT, Θεσσαλονίκη, Τρίκαλα 
TELLAS, Μαρούσι 
VIVODI, Χαλάνδρι 
VODAFONE, Παιανία 
Κ. ΟΥΡΟΥΛΗΣ (TELEDATA), 
Θεσσαλονίκη 
ΜΑΡΑΚ, Πέραµα
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8. ΕΦΑΡΜΟΓΕΣ ΤΕΧΝΟΛΟΓΙΑΣ WiMAX 
 
Η εκρηκτική ανάπτυξη ζήτησης διαδικτυακών υπηρεσιών και 
διασυνδεδεµένων προϊόντων από τους χρήστες, κάτω από το πρίσµα του 
µικρότερου, του γρηγορότερου και του µη ενεργοβόρου, οδήγησε πολλές 
εταιρείες στην παραγωγή νέων πρότυπων προϊόντων. Τα νέα αυτά προϊόντα 
εκτός από την καλαισθησία – ευχρηστία - αξιοπιστία συνδυάζουν την 
τεχνολογία του διαδικτύου, της ψυχαγωγίας, της επαγγελµατικότητας και της 
υψηλής εξατοµίκευσης (personalization) και µάλιστα µε τη δυνατότητα της 
κίνησης (mobility – on the go).   Στον “αγώνα” κατασκευής τέτοιων 
προϊόντων συµµετέχουν εταιρείες όπως η Intel, Samsung, Motorola, Fujitsu, 
Nokia κ.α. [54][55][56][57][58][59] 
 
Στην Ελλάδα τέτοιου είδους προϊόντα δεν έχουν µπει ακόµα στην 
αγορά µε συνέπεια να µην υπάρχει και καµία οικονοµική ένδειξη κόστους. 
Αυτό οφείλεται στο γεγονός ότι δεν υπάρχει ακόµα ολοκληρωµένη εφαρµογή, 
παρά µόνο λίγες πιλοτικές εφαρµογές όπως της Αθήνας, του Αγίου Όρους µε 
αποτέλεσµα να µην είναι δυνατή η ακόµα της εισαγωγή τους, αφού απαιτείται 
σχετική άδεια χρήσης.  
 
Παγκοσµίως όµως η κατασκευή και η πώληση τέτοιων προϊόντων είναι 
και δυνατή (µετά το 2008) και ποικίλη. Είναι όµως προφανές ότι η κατασκευή 
και η παρουσίαση νέων προϊόντων από όλο και περισσοτέρων εταιρειών 
ακόµα και όσο γράφεται η παρούσα εργασία  είναι δεδοµένη.  
 
Περιγραφή προϊόντων (Mobile Broadband Solutions) 
  
Στη συνέχεια θα δούµε ενδεικτικά µερικά τέτοια προϊόντα όπως 
παρουσιάζονται από τις αντίστοιχες κατασκευαστικές εταιρείες. 
 
Express Card EXC 8500 
 
Το EXC 8500 είναι η αναφορά για τον κινητό σταθµό WiMAX στο τύπο 
Express Card. Το 8500 είναι η ιδανική ευρυζωνική λύση πρόσβασης 
ασύρµατων δικτύων για τους υπάρχοντες (desktοp) υπολογιστές διότι 
ενσωµατώνεται σε αυτούς µέσω της µητρικής πλακέτας.  Εµπεριέχει µέσα του 
τα προηγµένα χαρακτηριστικά γνωρίσµατα του Wavesat’s Odyssey 8500 
Broadband Wireless Access (BWA) baseband processor για να παραδώσει την 
εξαιρετική ράδιο - απόδοση στο κινητό περιβάλλον. Το υψηλό επίπεδο 
ολοκλήρωσης συστηµάτων της Odyssey 8500, συµπεριλαµβανοµένης της 
ενσωµατωµένης µνήµης συστηµάτων -τσιπ και του µεγάλου USB 2.0 ελεγκτή 
και του PHY µειώνει τα ίχνη (design footprint)  και ελαχιστοποιεί την 
κατανάλωση ισχύος[55]. 
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ΕΙΚΟΝΑ Express Card EXC 8500 
 
Είναι κατάλληλο για µη ορατό σήµα (NLOS) και υποστηρίζει το 
πρωτόκολλο WiMAX 802.16e. Υποστηρίζει εφαρµογές πραγµατικού χρόνου 
QoS (VoIP, Multimedia). Η εγκατάσταση βασίζεται στο πρωτόκολλο plug- 
and- play. Ενσωµατώνει πρωτόκολλα ασφαλείας και υποστηρίζει τα 
λειτουργικά windows XP /Vista. 
 
USB 8500 
 
To USB 8500 είναι η λύση για ασύρµατη ευρυζωνική λύση (BWA) στα 
φορητά υπολογιστικά συστήµατα (laptop). Εµπεριέχει µέσα του τα προηγµένα 
χαρακτηριστικά γνωρίσµατα του Wavesat’s Odyssey 8500 Broadband 
Wireless Access (BWA) baseband processor για να παραδώσει την εξαιρετική 
ράδιο - απόδοση στο κινητό περιβάλλον. Το υψηλό επίπεδο ολοκλήρωση 
συστηµάτων της Odyssey 8500, συµπεριλαµβανοµένης της ενσωµατωµένης 
µνήµης συστηµάτων -τσιπ και του µεγάλου USB 2.0 ελεγκτή και του PHY 
µειώνει τα ίχνη και ελαχιστοποιεί την κατανάλωση ισχύος[55]. 
 
 
ΕΙΚΟΝΑ USB 8500 
 
Είναι κατάλληλο για µη ορατό σήµα (NLOS) και υποστηρίζει το 
πρωτόκολλο WiMAX 802.16e. Υποστηρίζει εφαρµογές πραγµατικού χρόνου 
QoS (VoIP, Multimedia). Η εγκατάσταση βασίζεται στο πρωτόκολλο plug- 
and- play. Ενσωµατώνει πρωτόκολλα ασφαλείας και υποστηρίζει τα 
λειτουργικά windows XP /Vista. 
 
BreezeACCESS® Wi2 
 
Το BreezeACCESS Wi2 συνδυάζει τα πλεονεκτήµατα της δηµοφιλούς 
πρόσβασης WiFi µε τις ισχυρές ικανότητες των συστηµάτων BreezeACCESS 
για να παρασχεθούν οι οικονοµικώς αποδοτικές λύσεις για τις προσωπικές 
ευρυζωνικές υπηρεσίες σήµερα. Έτσι ώστε σήµερα να κάνουν την ασύρµατη 
σύνδεση WiFi και αργότερα να χρησιµοποιούν τη µελλοντική προσωπική 
κινητή ευρυζωνική σύνδεση WiMAX 802.16e έτσι ώστε να γεφυρώσουν το 
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χάσµα µεταξύ τους.  Το Wi2 σύστηµα περιλαµβάνει έναν ανεξάρτητο 
συνδυασµό ενός προηγµένου σηµείου πρόσβασης WiFi και µιας µονάδας 
BreezeACCESS VL/4900 που παρέχει τη κεντρική (backhaul) σύνδεση. Το 
Wi2 µπορεί να επεκταθεί οπουδήποτε παρέχοντας την ευρυζωνική 
κινητικότητα (mobility) στο τυποποιηµένο (IEEE 802.11 b/g) WiFi.  
Χρησιµοποιηµένο από κοινού µε τους σταθµούς βάσης BreezeACCESS 
Alvarion, το Wi2 επεκτείνει τις υπάρχουσες ικανότητες Alvarion των δικτύων 
WiMAX. Χρησιµοποιώντας Wi2, ένα δίκτυο BreezeACCESS µπορεί να 
χρησιµοποιηθεί για να παρέχει τις προσωπικές ευρυζωνικές υπηρεσίες high-
end στην επιχείρηση καθώς επίσης και τους οικιακούς χρήστες που 
εξοπλίζονται µε τις WiFi συσκευές όπως τα lap-top, PDAs και τα έξυπνα – 
τηλέφωνα[56].  
 
 
ΕΙΚΟΝΑ BreezeACCESS® Wi2 
 
YellowFin WiMAX Analyzer 
 
Η κινητή συσκευή ανάλυσης YellowFin™ είναι η πρώτη παγκοσµίως που 
δουλεύει ως δέκτης ελέγχου και αποδιοµαρφωτής πακέτων WiMAX.   Η χρήση 
των τεχνολογίων των Samsung Q1 Ultra tablet UMPC και Berkeley’s precision 
receiver επιτρέπει στη συσκευή την πλήρη ανάλυση του φάσµατος και των 
πακέτων WiMAX. Η συσκευή σαρώνει το φάσµα από 2 µέχρι 5,9 GHz µε 
ακρίβεια +1.5 dB. Η συσκευή κάνει πλήρες ανάλυση φάσµατος πράγµα που 
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επιτρέπει στους µηχανικούς να αποκτήσουν µια πλήρη εικόνα του ασύρµατου 
δικτύου στην περιοχή. Τα χαρακτηριστικά γνωρίσµατα που εντοπίζονται από 
την συσκευή, εκτός του σήµατος, είναι ωθήσεις δύναµης (power triggers), 
τοπικά µέγιστα της κυµατοµορφής (peak) και εντοπίζει σηµεία – ίχνη άλλων 
κυµατοµορφών.  Επιπλέον στην ανάλυση πακέτων WiMAX 802.16e 
περιλαµβάνει τις µετρήσεις RSSI, την ταυτότητα κυττάρων (Cell ID) & τις 
πληροφορίες τµήµατος (Segment), την ανάλυση πολλαπλών διαδροµών και 
CINR (µεταφορέας--παρέµβαση-συν-θόρυβος-αναλογίες) (Carrier – to -  
Interference – plus – Noise - Ratios)  σε µια βάση.  Η προαιρετική DF 
(Direction Finding) κεραία επιτρέπει στους µηχανικούς να εντοπίζουν τις 
παρεµβολές, τους παράνοµους σταθµούς βάσης ακόµη και τους κοντινούς 
χάκερ (hackers). Τέλος ένα εσωτερικό 12κάναλο / δορυφορικό δέκτη GPS 
επιτρέπει τις geo-coded έρευνες και τις µελέτες περιοχών χρησιµοποιώντας το 
προαιρετικό λογισµικό χαρτογράφησης[62]. 
 
 
ΕΙΚΟΝΑ WiMAX αναλυτής 
 
Εσωτερικό ασύρµατο σηµείο πρόσβασης 
 
Το εσωτερικό ασύρµατο σηµείο πρόσβασης RedMAX είναι µια συσκευή 
WiMAX σύµφωνη µε τις προδιαγραφές του WiMAX Forum ενσωµατώνοντας 
παράλληλα και µια διεπαφή  για Ethernet (ενσύρµατο δίκτυο). Ο 
συνδροµητής (subscriber) προ- ρυθµίζεται για νa είναι αυτοµατοποιηµένη η 
εγκατάσταση του (self-install). Μετά από την κατάλληλη εγκατάσταση, ο 
τοπικός σταθµός βάσης WiMAX αυτόµατα θα έρθει σε επαφή µε το 
συνδροµητή και θα ρυθµίσει τις προσυπογραµµένες υπηρεσίες (configure 
subscribed services). 
 
 
ΕΙΚΟΝΑ Εσωτερικό ασύρµατο σηµείο πρόσβαση δικτύου 
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ΕΙΚΟΝΑ Συνδέσεις τροφοδοσίας και δικτύου ενός συνδροµητή 
 
Περιγραφή προϊόντων της εταιρείας Intel 
Οι υπάλληλοι της Intel Corporation  [47]προβλέπουν ότι στο εγγύς 
µέλλον, λόγω της εξάπλωσης της τεχνολογίας WiMAX, του αξιόπιστου 
ευρυζωνικού ασύρµατου δικτύου  και της τρέχουσας καινοτοµίας στα 
δηµοφιλή προϊόντα επεξεργαστών Duo Intel® και  Centrino®  θα παράγονται 
προϊόντα για lap-top και ∆ιαδίκτυο-συνδεµένων συσκευών. Όλα τα προϊόντα 
θα κατασκευάζονται βάση της λογικής του µικρότερου, του γρηγορότερου και 
της ενεργειακής αποτελεσµατικότητας – µη σπατάλης (energy efficient – 
energy saver). Αναµένουν ότι οι καταναλωτές θα µετατοπιστούν όλο και 
περισσότερο προς αυτόν τον συνδυασµό τεχνολογιών για να 
χρησιµοποιήσουν το ∆ιαδίκτυο για την ψυχαγωγία, την επιχείρηση  και την 
κινητή εξατοµίκευση (personalization on-the-go). 
Σε αυτά τα πλαίσια η Intel αναµένεται να παράγει προϊόντα όπως τα 
παρακάτω (Φωτογραφίες από Intel - WiMAX και Mobile Devices) : 
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ΕΙΚΟΝΑ : Mobile Internet Device concept by Asus based on Intel's Menlow 
platform 
 
ΕΙΚΟΝΑ : Mobile Internet Device concept by Compal based on Intel's Menlow 
platform 
 
ΕΙΚΟΝΑ : Mobile Internet Device concept by Ben Q based on Intel's Menlow 
platform 
 
ΕΙΚΟΝΑ : An Intel concept of a Mobile Internet Device based on Intel's 
Menlow platform 
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ΕΙΚΟΝΑ : An Electrobit concept of a Mobile Internet Device based on Intel's 
Menlow platform 
 
 
ΕΙΚΟΝΑ : One of Intel's concepts of a Mobile Internet Device based on 
Intel's Menlow platform 
 
ΕΙΚΟΝΑ : An Intel concept of a Mobile Internet Device based on Intel's 
Menlow platform 
Περιγραφή προϊόντων της εταιρείας Fujitsu 
Στα ίδια «µήλη κύµατος» οδεύει και η εταιρεία Fujitsu. Μερικά 
αναµενόµενα προϊόντα είναι [66] : 
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ΕΙΚΟΝΑ : εξοπλισµένη κινητή συσκευή Fujitsu 
 
ΕΙΚΟΝΑ : Χρονολογική εξέλιξη των προϊόντων της εταιρείας Fujitsu 
Βάση του προγραµµατισµό της εταιρείας αναµένονται τα νέα προϊόντα WiMAX 
ως ακολούθως : 
16 February 2009  
Fujitsu Announces WiMAX Baseband Device for Mobile PCs  
 
ΕΙΚΟΝΑ : Κάρτα ασύρµατου δικτύου για Η/Υ 
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16 February 2009  
Fujitsu to Demonstrate WiMAX with Adaptive Beamforming Using Cisco 
Base-Station at Mobile World Congress 2009  
 
ΕΙΚΟΝΑ : USB προσαρµογές για ασύρµατο δίκτυο 
 
16 February 2009  
Visit Fujitsu and Experience 2nd Generation Mobile WiMAX at Mobile 
World Congress  
 
ΕΙΚΟΝΑ : ∆ιαφηµιστική εικόνα της εταιρείας Fujitsu 
  
Τα παραπάνω προϊόντα είναι µια µερική αναφορά σε αυτά που είτε 
κυκλοφορούν πιλοτικά είτε θα κυκλοφορήσουν στο εγγύς µέλλον.  
 
Εν κατακλείδι θα λέγαµε ότι η αγορά  των προϊόντων που είτε 
βασίζονται στη τεχνολογία WiMAX είτε την ενσωµατώνουν  αναµένεται να 
αναπτυχθεί πολύ στο εγγύς µέλλον µε πληθώρα επιλογών αφού στη 
παραγωγή και στη κατάκτηση του µεριδίου αγοράς έχουν µπει πολλές 
εταιρείες παγκοσµίως.   
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9. ΓΕΩΓΡΑΦΙΚΑ ΣΤΟΙΧΕΙΑ 
 
Για την εύρεση όλων των απαραίτητων γεωγραφικών στοιχείων στην 
περίπτωση µελέτης της παρούσας εργασίας χρησιµοποιήθηκε το πρόγραµµα 
της google earth  5.0.11337.1968 (beta)  µε ηµεροµηνία κατασκευής 29 
Ιανουαρίου 2009 [73].  
Google Earth ονοµάζεται ένα πρόγραµµα γραφικής απεικόνισης της 
Γης το οποίο είναι διαθέσιµο στο διαδίκτυο. Κατασκευάστηκε από την εταιρεία 
Keyhole Inc. µε το όνοµα Earth Viewer. Όταν η εταιρεία αγοράστηκε από την 
Google το 2004, πήρε το σηµερινό του όνοµα. Το πρόγραµµα συνθέτει 
εικόνες και πληροφορίες από δορυφορικές φωτογραφίες, αεροφωτογραφίες, 
στοιχείων GIS και από πολλές πηγές σε επάλληλα στρώµατα, µε σηµαντική 
ευκολία χρήσης. Η ανάλυση και η ηλικία των εικόνων ποικίλλουν. Οι 
φωτογραφίες είναι συνήθως τελευταίων ετών µε την ανάλυση να κυµαίνεται 
από 1 m µέχρι τα 15 m.  
ΠΕΡΙΟΧΗ ΚΟΖΑΝΗΣ  
 
 
 
ΕΙΚΟΝΑ : Αεροφωτογραφία της περιοχής της πόλεως Κοζάνης σηµειώνεται 
 και η περιοχή του Προφήτη Ηλία 
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ΕΙΚΟΝΑ : Αεροφωτογραφία της περιοχής µε διάκριση των υψοµετρικών 
διαφορών σηµειώνεται  και η περιοχή του Προφήτη Ηλία 
 
 
 
ΕΙΚΟΝΑ : Πανοραµική φωτογραφία από το πιθανό σηµείο τοποθέτησης της 
κεραίας βάσης 
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ΕΙΚΟΝΑ : Οπτική γωνία από το σηµείο τοποθέτησης της κεραίας βάσης 
 
 
 
ΕΙΚΟΝΑ : Γωνία αποστολής σήµατος από το πιθανό σηµείου τοποθέτηση του 
σταθµού βάσης 
 
Από την πιο πάνω εικόνα παρατηρούµε ότι α) όλες οι αποστάσεις είναι κάτω 
από 10 Km και β) το εύρως της γωνίας είναι από 60ο µέχρι 200ο δηλαδή 
140ο. Ενώ η προβολή ανύψωσης είναι σε µέτρα και χιλιόµετρα.  
 
Όλες οι  γεωγραφικές συντεταγµένες µε τη σειρά που αναγράφονται έχουν 
µονάδες µέτρησης  µοίρες, λεπτά και δευτερόλεπτα 
Άνοιγµα γωνίας 140ο  
Μεγαλύτερη απόσταση 6 Km 
  
                       Κουρούς Ιωάννης, «Μελέτη Τεχνολογίας και Εφαρµογών WiMAX» 
 
Πανεπιστήµιο Μακεδονίας – ΜΠΣΕ Τµήµατος Εφαρµοσµένης Πληροφορικής          49 
 
 ΠΡΟΦΗΤΗΣ ΗΛΙΑΣ 
 
 
 ΟΤΕ ΚΟΖΑΝΗΣ (Αρχική παροχή πρόσβασης) 
 
 
 ΝΟΜΑΡΧΙΑ - ∆ΙΚΑΣΤΗΡΙΑ 
 
 
 ∆ΗΜΑΡΧΕΙΟ  
 
 
 “ΚΟΒΕΝΤΑΡΙΟ”  – ΑΙΘΟΥΣΑ ΣΥΝΕ∆ΡΙΑΣΕΩΝ 
 
 
 ΠΕΡΙΦΕΡΕΙΑ (απόσταση περίπου 6 Km) 
 
 
  
  
 
     
 
ΕΙΚΟΝΑ : Αεροφωτογραφία 
περιοχής ΖΕΠ 
ΕΙΚΟΝΑ : Απόσταση µεταξύ 
Σταθµού βάσης και ΖΕΠ 
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 ΜΑΜΑΤΣΕΙΟ ΝΟΣΟΚΟΜΕΙΟ  
 
 
 ΤΕΙ ∆ΥΤΙΚΗΣ ΜΑΚΕ∆ΟΝΙΑΣ (ΚΟΖΑΝΗ) 
 
 
 
ΕΙΚΟΝΑ : Αεροφωτογραφία περιοχής ΤΕΙ 
 
 
ΕΙΚΟΝΑ : Απόσταση µεταξύ Σταθµού βάσης και ΤΕΙ 
 
 
 
 ΠΑΝΕΠΙΣΤΗΜΙΟ ΚΟΖΑΝΗΣ (ΤΜΗΜΑ ΜΗΧΑΝΟΛΟΓΩΝ ΜΗΧ) (απόσταση 
περίπου 3 Km) 
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ΕΙΚΟΝΑ : Απόσταση µεταξύ Σταθµού βάσης και Πανεπιστηµίου 
 
 
 ΠΑΝΕΠΙΣΤΗΜΙΟ ΚΟΖΑΝΗΣ (ΤΜΗΜΑ ΜΗΧ ΠΛΗΡΟΦΟΡΙΚΗΣ ΚΑΙ 
ΤΗΛΕΠΙΚΟΙΝΩΝΙΩΝ) 
 
 
 ΛΑΟΓΡΑΦΙΚΟ ΜΟΥΣΕΙΟ 
 
 
 ΑΡΧΑΙΟΛΟΓΙΚΟ ΜΟΥΣΕΙΟ 
 
 
 ΕΘΝΙΚΟ ΣΤΑ∆ΙΟ ΚΟΖΑΝΗΣ 
 
 
 ΟΙΚΙΑΚΟΣ ΧΡΗΣΤΗΣ 
 
 
 ΜΕΤΑΞΑΣ 
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10. ΒΗΜΑΤΑ ∆ΗΜΙΟΥΡΓΙΑΣ ∆ΙΚΤΥΟΥ ΣΤΟΝ ΠΡΟΣΟΜΟΙΩΤΗ 
(RADIO MOBILE FOR WINDOWS) 
 
Στη συνέχεια θα αναλυθούν τα βασικά βήµατα που ακολουθήθηκαν 
κάνοντας χρήση το λογισµικό (radio mobile for windows) [67] [68] [68] [69] 
[70] [71] [72] για την κατασκευή και ανάπτυξη του ασύρµατου δικτύου για 
την απαραίτητη µελέτη περιπτώσεων στην περιοχή της Κοζάνης.  
 
ΒΗΜΑ 1 
∆ηµιουργία νέου δικτύου µε δυνατότητα υποστήριξης µεγαλύτερου αριθµού 
συνδέσεων και µονάδων από ότι απαιτούνται για τις µελέτες περίπτωσης.  
 
 
 
ΒΗΜΑ 2 
Επιλογή των επιθυµητών σηµείων που θα εγκατασταθούν οι κεραίες 
εκποµπής και λήψης.  
 
 
Τα σηµεία τοποθετούνται βάση του γεωγραφικού πλάτους και µήκους. 
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ΒΗΜΑ 3  
Στη συνέχεια ορίζεται η κάθε ζεύξη ξεχωριστά (ανά ζεύγη σηµείων). 
Επιλέγοντας ταυτόχρονα τη συχνότητα ασύρµατης ζεύξης, τον τρόπο ζεύξης 
(δηλαδή αν θα είναι σταθερή κινητή κλπ.), το κλίµα που επικρατεί, αν 
υπάρχουν επιπλέον απώλειες λόγω περιοχής (πχ αν είναι σε πόλη), αν 
υπάρχουν διαθλαστικότητες - αγωγιµότητες και το πώς θα εκπέµπεται το 
σήµα (οριζόντια ή κάθετα).  
 
 
ΒΗΜΑ 4  
Μετέπειτα επιλέγουµε την τοπολογία που θα έχει αυτή η ζεύξη. 
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ΒΗΜΑ 5  
Σε αυτό το βήµα επιλέγουµε ποιες µονάδες θα συγκροτήσουν την εκάστοτε 
ασύρµατη ζεύξη. 
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ΒΗΜΑ 6  
Η επόµενη ρύθµιση - επιλογή που κάνουµε είναι η επιλογή του συστήµατος 
αποστολής – λήψης. Ορίζουµε δηλαδή την ισχύ µετάδοσης, το κατώφλι 
λήψης, τις απώλειες που έχουµε, τον τύπο της κεραίας, το κέρδος που έχει η 
κεραία,  το ύψος της και πιθανόν επιπλέον απώλειες λόγω υψοµετρικής 
διαφοράς στο καλώδιο.   
 
 
 
ΒΗΜΑ 7 
Επιλέγουµε το χρώµα µε το οποίο θα φαίνεται η κάθε ζεύξη. Έτσι µε πράσινο 
ορίζουµε την καλή, µε κίτρινο η µέτρια και µε κόκκινο η κακή ή αδύνατη. Σε 
αυτή την επιλογή βλέπουµε ότι σαν κριτήριο επιλογής της ποιότητας της 
ασύρµατης ζεύξης είναι η ορατή σύνδεση (Line Of Sight) το οποίο θα είναι και 
το κριτήριο µας στη συνεχεία για την κατάταξη της σύνδεσης. Φυσικά 
υπάρχει περίπτωση ένα σηµείο να έχει άριστο σήµα παρόλο που το 
πρόγραµµα το υπολογίζει χείριστο ή αδύνατο. Αυτό µπορεί να συµβεί διότι η 
τεχνολογία ασύρµατης πρόσβασης WiMAX µπορεί να υλοποιηθεί και µε µη 
ορατή σύνδεση (Non Line Of Sight). Αυτό όµως είναι αδύνατο να το 
γνωρίζουµε στο επίπεδο µελέτης που υλοποιούµε διότι οι παράµετροι που 
εµπλέκονται είναι πάρα πολλοί και τις περισσότερες φορές µη µετρήσιµοι και 
ποσοποιήσιµοι (πχ καιρικές συνθήκες, το ύψος των κατασκευών που 
παρεµβάλλονται, τα υλικά που παρεµβάλλονται, τα σήµατα – παρεµβολές που 
υπάρχουν στην περιοχή, οι συνθέσεις των σηµάτων που παράγονται από την 
πρωτογενή εκποµπή κλπ τα οποία όµως µεταβάλλονται µε τη πάροδο του 
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χρόνου). Η δυνατότητα µέτρησης σε αυτές τις περιπτώσεις γίνεται µε 
µετρητικό όργανο στο σηµείο που µας ενδιαφέρει µόνο εφόσον γίνεται 
πιλοτική εφαρµογή και εκποµπή από το σταθµό βάσης. Σε αυτή τη περίπτωση 
η κεραία λαµβάνει το ανακλώµενο σήµα ή την σύνθεση του.  
 
 
 
ΒΗΜΑ 8 
Τέλος µπορούµε να αλλάζουµε τις ρυθµίσεις για να δούµε τα πιθανά 
αποτελέσµατα που θα προκύπτουν σε κάθε περίπτωση. Όπως το που θα 
«κεντράρει» η εικόνα και σε ποιο ύψος (αν θέλουµε να βλέπουµε από κοντά 
ή από µακριά και µε ποια ανάλυση).  
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Αν θέλουµε να δούµε τη περιοχή Fresnel και τι σήµα (ισχύ) θα έχει ο 
παραλήπτης για κάθε σύζευξη ανά ζεύγος σηµείων για τον εντοπισµό πιθανών 
προβληµάτων.  
 
 
 
ΒΗΜΑ 9 
Για το ρεαλισµό των αποτελεσµάτων µπορούµε να αντλήσουµε δεδοµένα από 
το διαδίκτυο. Στην παρούσα εργασία όλα τα δεδοµένα θα τα πάρουµε από το 
google earth.  
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ΒΗΜΑ 10  
Τέλος ορίζουµε και ρυθµίζουµε το πώς θα εµφανίζονται τα αποτελέσµατα 
στην οθόνη µας. Επιλέγουµε πάντοτε µε γνώµονα τον ρεαλισµό και τη 
αληθοφάνεια για την εύκολη εξαγωγή των αποτελεσµάτων.  
 
 
 
Για παράδειγµα η παρακάτω εικόνα µας δείχνει την πόλη της Κοζάνης όπως 
φαίνεται από ψηλά και την καλής ποιότητας ασύρµατης ζεύξης δύο σηµείων. 
 
 
 
Η παρακάτω εικόνα µας δείχνει µια άλλη εικόνα µιας περιοχής µε κακή 
ασύρµατη ζεύξη σηµείων. 
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Υπάρχει βέβαια η δυνατότητα να δούµε τα αποτελέσµατα και στην 
τρισδιάστατη του µορφή ή σε όποια άλλη µορφή επιθυµούµε αρκεί να την 
επιλέξουµε.  
 
 
 
Με το παρακάτω παράθυρο διαλόγου µπορούµε να επιλέξουµε και από ποια 
οπτική γωνία θα δούµε το τρισδιάστατο αποτέλεσµα.   
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Για παράδειγµα η εικόνα που ακολουθεί : 
 
 
 
Στις επιλογές µπορούµε να προσθέσουµε και την δυνατότητα να δούµε τις 
όποιες µονάδες επιθυµούµε να εµφανίζονται. Για παράδειγµα η παρακάτω 
εικόνα δείχνει καλής ποιότητας σύνδεση σε µια εφαρµογή.  
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Ενώ σε αυτό το παράδειγµα φαίνονται και οι τρεις πιθανές συνδέσεις από 
πλευράς ποιότητας ληφθέντος σήµατος (η πράσινη σηµαίνει καλή, η κίτρινη 
µέτρια και η κόκκινη κακή).   
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11. ΜΕΛΕΤΗ ΠΕΡΙΠΤΩΣΗΣ  
 
Το λογισµικό που χρησιµοποιήθηκε για την µελέτη περίπτωσης (case 
study) είναι το radio mobile for windows (copyright of Roger Coudι VE2DBE). 
Το λογισµικό αυτό επιλέχθηκε για τους εξής λόγους : 
 
1. είναι δωρεάν (free of charge - freeware) 
2. είναι συνεχώς εξελίξιµο από πληθώρα επιστηµόνων και χρηστών 
3. η τελευταία ενηµέρωση έγινε την ώρα που γράφετε η συγκεκριµένη 
εργασία 
4. έχει πολύ καλό αναλυτικό εγχειρίδιο χρήσης και εγκατάστασης 
5. έχει πολλές οµάδες στο διαδίκτυο (newsgroups – blogs) 
6. είναι εύκολο στην χρήση και στην εκµάθηση 
7. έχει δυνατότητα αλλαγών σε πληθώρα ρυθµίσεων 
8. είναι ρεαλιστικό αφού παίρνει γεωγραφικά δεδοµένα από βάσεις 
δεδοµένων (π.χ. google earth) 
9. έχει δυνατότητα τρισδιάστατων αποτελεσµάτων  
10. είναι το πρόγραµµα που χρησιµοποιείται και από τις τεχνικές εταιρείες 
11. είναι το µόνο ολοκληρωµένο πρόγραµµα για τέτοιες εφαρµογές 
(τουλάχιστον για ερασιτέχνες µελετητές – εγκαταστάτες ερευνητές) 
 
Το επιθυµητό αποτέλεσµα είναι η επιτυχής ασύρµατη δικτύωση όλων των 
δηµόσιων και κοινωφελών κτιρίων στην πόλη της Κοζάνης. Λαµβάνοντας υπ’ 
όψιν την όσο µικρότερη δυνατή εκποµπή από πλευράς ισχύος και τον 
ελάχιστο δυνατό εγκατεστηµένο αριθµό σταθµών βάσεων και κεραιών.  
 
1Η ΜΕΛΕΤΗ ΠΕΡΙΠΤΩΣΗΣ  
 
Για την πρώτη µελέτη περίπτωσης επιλέγεται να τοποθετηθεί ο σταθµός 
βάσης (κεντρική κεραία) στον Προφήτη Ηλία και να συνδεθεί µε το υπόλοιπο 
δίκτυο µέσω του Μεταξά. Ο Μεταξάς επιλέγεται ως κοµβικό - συνδετικό 
σηµείο γιατί έτσι είναι και στην πραγµατικότητα, εκεί βρίσκονται όλες οι 
κεραίες. Ο Προφήτης Ηλίας επιλέγεται για εγκατάσταση του σταθµού βάσης 
διότι είναι το πλησιέστερο ψηλότερο σηµείο στην περιοχή µελέτης µας.  
 
Όπως παρατηρούµε από την εικόνα που ακολουθεί η ασύρµατη ζεύξη 
Προφήτης Ηλίας µε τον Μεταξά είναι επιτυχής, παρόλη την µεγάλη 
χιλιοµετρική απόσταση που µεσολαβεί. Αυτό βέβαια επιτυγχάνεται λόγω της 
υψοµετρικής διαφοράς που υπάρχει µεταξύ των δύο επιλεγµένων σηµείων.  
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Στη συνέχεια επιλέγουµε να τοποθετήσουµε µια παραβολικού τύπου 
κεραία (θεωρούµε ότι αυτή θα µας καλύψει αρχικά λόγω της περιοχής 
εκποµπής - κάλυψης της) στο σταθµό βάσης και ελέγχουµε εάν τα 
αποµακρυσµένα σηµεία µπορούν να έχουν σήµα καλής ποιότητας. Από την 
εικόνα που ακολουθεί παρατηρούµε ότι όλα τα επιλεγµένα σηµεία έχουν το 
επιθυµητό σήµα.  
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Το ίδιο αποτέλεσµα φαίνεται και από την τρισδιάστατη εικόνα που ακολουθεί.  
 
 
 
Το πρόβληµα που προκύπτει, όπως φαίνεται από την παρακάτω εικόνα, 
είναι τα σηµεία που είναι πλησιέστερα στην κεραία βάσης. Με τη Νοµαρχία να 
έχει το χειρότερο σήµα.  
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Αναλύοντας και µελετώντας την περιοχή στην τρισδιάστατη µορφή της 
παρατηρούµε την ύπαρξη ενός λοφίσκου κοντά στην περιοχή της Νοµαρχίας, 
πράγµα που αποτρέπει την ύπαρξη LOS σύνδεσης.  
 
 
 
Στην παρακάτω εικόνα σηµειώνεται η ύπαρξη του λοφίσκου αυτού.  
 
 
 
Η εικόνα που ακολουθεί δείχνει µε µια διαφορετική οπτική και υψοµετρική 
γωνία την τρισδιάστατη εικόνα της περιοχής.   
 
 
 
  
                       Κουρούς Ιωάννης, «Μελέτη Τεχνολογίας και Εφαρµογών WiMAX» 
 
Πανεπιστήµιο Μακεδονίας – ΜΠΣΕ Τµήµατος Εφαρµοσµένης Πληροφορικής          66 
 
ΠΑΡΑΤΗΡΗΣΕΙΣ 
 
Από την πιο πάνω υλοποίηση ασύρµατης δικτύωσης όλων των δηµόσιων και 
κοινωφελών κτιρίων εξάγουµε τα εξής συµπεράσµατα : 
1. ότι είναι εφικτή η ασύρµατη δικτύωση σε ένα τέτοιο εύρως γωνίας  
2. ότι σχεδόν επιτυγχάνεται η επιτυχής ασύρµατη δικτύωση  
3. ότι προκύπτει πρόβληµα στην LOS σύνδεση στα µουσεία και στην 
Νοµαρχία 
4. ότι είναι επιτυχής η δικτύωση µεταξύ των σηµείων Μεταξά και Προφήτη 
Ηλία παρόλο την µεγάλη απόσταση που µεσολαβεί 
5. ότι µε ένα µόνο σταθµό βάσης καταφέρνουµε την ζεύξη σε πολλά και 
διάσπαρτα σηµεία 
 
2Η ΜΕΛΕΤΗ ΠΕΡΙΠΤΩΣΗΣ 
 
Για την δεύτερη µελέτη περίπτωσης επιλέγεται να τοποθετηθεί η κεραία 
βάσης µέσα στην πόλη σε ιδιόκτητο κτίριο (πολυκατοικία)   και να συνδεθεί 
στο υπόλοιπο δίκτυο µέσω του κτιρίου – κεραίας του ΟΤΕ. Ο ΟΤΕ επιλέγεται 
ως κοµβικό σηµείο γιατί έτσι είναι και στην πραγµατικότητα (κινητή 
τηλεφωνία – ασύρµατο δίκτυο). Το οίκηµα βρίσκεται εντός πόλεως γιατί 
θεωρούµε ότι είναι προσωπική περιουσία που τυγχάνει να βρίσκεται, 
αποφεύγοντας έτσι κόστος ενοικίασης και για να µελετήσουµε την περίπτωση 
ασύρµατης ζεύξης εντός πόλεως πράγµα αδύνατο από τις υπάρχουσες 
τεχνολογίες µέχρι τώρα. 
 
Από τις παρακάτω εικόνες παρατηρούµε ότι η ζεύξη µεταξύ του 
ιδιόκτητου οικήµατος και του ΟΤΕ είναι επιτυχής και µάλιστα καλής 
ποιότητας.  
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Στη συνέχεια παρέχουµε ασύρµατη πρόσβαση στους υπόλοιπους 
συνδροµητές από την ιδιόκτητη οικία. Για την µετάδοση του σήµατος 
χρησιµοποιούµε κεραία omni η οποία εκπέµπει προς όλες τις κατευθύνσεις 
(εκποµπή σε 360ο). Από ότι παρατηρούµε από την παρακάτω εικόνα η ζεύξης 
όλες είναι καλής ποιότητας. ∆ηλαδή µε µια κεραία εκποµπής παρέχετε 
ασύρµατη πρόσβαση σε όλους.   
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ΕΙΚΟΝΑ : Περιοχές (µε κίτρινο χρώµα) που έχουν ασύρµατη πρόσβαση στο 
δίκτυο 
 
Αντίθετα η προσπάθεια να παρέχουµε ασύρµατη ζεύξη στο εκτός 
πόλεως (ΤΕΙ) στέφεται ανεπιτυχής, όπως φαίνεται και στην παρακάτω εικόνα.   
 
 
  
                       Κουρούς Ιωάννης, «Μελέτη Τεχνολογίας και Εφαρµογών WiMAX» 
 
Πανεπιστήµιο Μακεδονίας – ΜΠΣΕ Τµήµατος Εφαρµοσµένης Πληροφορικής          69 
Η αιτία της ανεπιτυχής ζεύξης οφείλεται στην ύπαρξη λοφίσκου 
ανάµεσα στην κεραία βάσης και στο ΤΕΙ (όπως φαίνεται κα στην παρακάτω 
εικόνα). 
 
 
 
Ενώ αντίθετα η ζεύξη στην περιοχή ΖΕΠ της Περιφέρειας είναι επιτυχής 
λόγω µη ύπαρξης λοφίσκους και υψοµετρικής διαφοράς (όπως φαίνεται και 
στην επόµενη εικόνα).  
 
 
 
Μια λύση είναι να διαχωρίσουµε το συνολικό δίκτυο σε δύο υπό-δίκτυα 
στα α) εντός πόλεως και β) εκτός πόλεως. Έτσι ώστε η παροχή εντός πόλεως 
να υλοποιηθεί µε το σταθµό βάσης που έχει επιλεχθεί να τοποθετηθεί εντός 
του ιδιόκτητου οικήµατος (My Home) και η εκτός πόλεως να γίνει κάνοντας 
χρήση ενός αναµεταδότη, ο οποίος θα έχει δύο κατευθυντηκές κεραίες (εκτός 
εάν επιλέξουµε κάποια άλλη και για µελλοντική επέκταση προς την πόλη της 
Πτολεµαϊδας)  που θα τοποθετηθεί στο ύψωµα του Προφήτη Ηλία.  
 
Θα πρέπει να επισηµάνουµε ότι στην περίπτωση αυτή ξεφεύγουµε από τον 
αρχικό µας στόχο που είναι η ελαχιστοποίηση στη χρήση των 
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εγκατεστηµένων κεραιών αλλά δεδοµένου της υφιστάµενης κατάστασης 
δηλαδή της ύπαρξης λοφίσκων είναι αναπόφευκτο.  
Έτσι η τελική λύση που θα προκύψει είναι (όπως φαίνεται και στην εικόνα 
που ακολουθεί) κάνοντας χρήση κεραίας βάσης και κεραίας αναµετάδοσης :   
 
 
 
Στη συνέχεια µπορούµε να «παίξουµε αλλάζοντας τους τύπους των 
κεραιών που θα χρησιµοποιήσουµε για να δούµε ποια κεραία τελικά θα 
χρησιµοποιήσουµε. Για παράδειγµα στη ζεύξη Προφήτης Ηλίας µε ΤΕΙ οι 
επιλογές που µπορούµε να έχουµε είναι : 
 
 
ΕΙΚΟΝΑ : Ζεύξη µε κατευθυντική κεραία 
 
 
ΕΙΚΟΝΑ : Ζεύξη µε παραβολικού τύπου κεραία 
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ΠΑΡΑΤΗΡΗΣΕΙΣ 
 
Με την εφαρµογή της δεύτερης ασύρµατης δικτύωσης όλων των δηµόσιων 
και κοινωφελών κτιρίων εξάγουµε τα εξής συµπεράσµατα : 
1. ότι είναι εφικτή η ασύρµατη δικτύωση σε ένα τέτοιο εύρως γωνίας  
2. ότι είναι επιτυχής η ασύρµατη δικτύωση  
3. ότι χρειαζόµαστε ένα σταθµό βάσης και ένα αναµεταδότη για την 
υλοποίηση του δικτύου  
4. ότι καλό είναι να γίνεται διαχωρισµός τον δικτύων εντός και εκτός 
πόλεως  
 
 
Οι εικόνες που ακολουθούν δείχνουν στιγµιότυπα από το πρόγραµµα 
προσοµοίωσης που χρησιµοποιήθηκε. Το κάθε στιγµιότυπο δείχνει τις 
επιµέρους ρυθµίσεις που επιλέχτηκαν.   
 
 
 
ΕΙΚΟΝΑ : Στιγµιότυπο από τις µονάδες που τοποθετήθηκαν  
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ΕΙΚΟΝΑ : Στιγµιότυπο από τις ρυθµίσεις της σύζευξης 
 
 
 
ΕΙΚΟΝΑ : Στιγµιότυπο από τις ρυθµίσεις της σύζευξης 
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ΕΙΚΟΝΑ : Στιγµιότυπο από τις ρυθµίσεις του συστήµατος κεραίας 
παραβολικού τύπου στον Μεταξά 
 
 
 
ΕΙΚΟΝΑ : Στιγµιότυπο από τις ρυθµίσεις του συστήµατος κεραίας τύπου yagi 
στο σταθµό βάσης 
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ΕΙΚΟΝΑ : Στιγµιότυπο από τις ρυθµίσεις του συστήµατος κεραίας 
παραβολικού τύπου στις εξωτερικού τύπου µονάδες – συνδροµητές 
 
 
 
ΕΙΚΟΝΑ : Στιγµιότυπο από τις ρυθµίσεις του συστήµατος κεραίας 
παραβολικού τύπου στις εσωτερικού τύπου µονάδες – συνδροµητές 
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12. ΣΥΜΠΕΡΑΣΜΑΤΑ  
 
Το WiMAX (Worldwide Interoperability for Microwave Access)  είναι το  
εµπορικό όνοµα που αναφέρεται σε κάθε σύστηµα και εφαρµογή που 
χρησιµοποιεί το πρότυπο 802.16 της ΙΕΕΕ  στη λειτουργία του. Το πρότυπο 
υιοθετήθηκε από την ΙΕΕΕ το 2003 για να καλύψει τις απαιτήσεις για 
ασύρµατη πρόσβαση ευρείας ζώνης. Όταν ένα προϊόν φέρει αυτή την 
πιστοποίηση (certification) σηµαίνει ότι έχει κατασκευαστεί µε βάση το 
πρότυπο 802.16 εξασφαλίζοντας έτσι τη συµβατότητα (compatibility)  και τη 
διαλειτουργικότητα (interoperability) στο BWA (Broadband Wireless Access) 
εξοπλισµό. 
 
 
ΕΙΚΟΝΑ : Λογότυπο πιστοποιηµένων  
WiMAX προϊόντων από το WiMAX Forum 
 
Το WiMAX µπορεί να λειτουργήσει είτε ως επέκταση, είτε ως βελτίωση 
του υπάρχοντος, είτε ως ανεξάρτητο δίκτυο άρωντας τους περιορισµούς και 
τις ασυµβατότητες των άλλων µέσων. Επίσης έχει σχεδιαστεί για να 
προσφέρει ποιοτικές υπηρεσίες (µεταφορά ήχου, video και δεδοµένων) µε 
υψηλές ταχύτητες και µε πλήρες γεωγραφική και πληθυσµιακή κάλυψη.   
 
Ο τελικός προορισµός του WiMAX είναι να γίνει µία παγκοσµίως 
διαθέσιµη και ευρέως χρησιµοποιηµένη τεχνολογία. Όπως αναφέρει και στο 
διαφηµιστικό της φυλλάδιο η Intel[7]: Welcome to your internet future. 
Τεχνολογία που επιτρέπει ένα φορητό σταθµό εργασίας να συνδυάζει τις 
ιδιότητες κινητού τηλεφώνου και ραδιοφωνικού ποµπού, για να «πιάνει 
παντού» και να εξασφαλίζει επικοινωνία µε και από κάθε γωνιά του πλανήτη. 
Η επιτυχής αυτή κατάληξη είναι αναπόφευκτη λόγω της ευκολίας υλοποίησης 
(εγκατάστασης – λειτουργίας – συντήρησης), του µικρού οικονοµικού 
κόστους και των πλεονεκτηµάτων που παρουσιάζει έναντι όλων των 
υπολοίπων τεχνολογιών.   
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ΠΑΡΑΡΤΗΜΑΤΑ 
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ΠΑΡΑΡΤΗΜΑ Α 
IEEE 802.16 Published Standards and Drafts[42] 
 
Drafts Under Development  
IEEE Draft 802.16e  
IEEE Draft 802.16f  
Active Standards  
IEEE Standard 802.16-2004  
IEEE Standard 802.16.2-2004  
IEEE Standard 802.16/Conformance01-2003  
IEEE Standard 802.16/Conformance02-2003  
IEEE Standard 802.16/Conformance03-2004  
Obsolete Standards  
IEEE Standard 802.16-2001  
IEEE Standard 802.16a-2003  
IEEE Standard 802.16c-2002  
IEEE Standard 802.16.2-2001  
Terminated Projects  
IEEE Draft P802.16d  
IEEE Project P802.16e {project to amend IEEE Std 802.16-2004, in 
development by Task Group e} 
  
Draft Amendment to IEEE Standard for Local and Metropolitan Area 
Networks - Part 16: Air Interface for Fixed Broadband Wireless Access 
Systems- Physical and Medium Access Control Layers for Combined Fixed 
and Mobile Operation in Licensed Bands 
 
 
History  Released  
In IEEE 
Catalog  
IEEE 
Product 
#  
(click to 
order)  
ISBN 
#  
Pages 
IEEE 
Member 
Price  
Nonmember 
Price  
Status  
Draft 5a 23 Dec 
2004 
see index   474   Ballot Resolution 
Committee 
Recirculation 
Draft 5 
18 Sept 
2004  
see index    376   
IEEE Sponsor 
Ballot 
WG Recirc Ballot 
#14d 
Draft 4 
2 August 
2004  
see index    270   
WG Recirc Ballot 
#14c 
Draft 3 
31 May 
2004  
see index    161   
reviewed in WG 
Recirc Ballot 
#14b 
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Draft 2 
3 Apr 
2004  
see index    136   
reviewed in WG 
Recirc Ballot 
#14a 
Draft 1 
3 Feb 
2004  
see index    110   
reviewed in WG 
Letter Ballot #14 
 
 
IEEE Project P802.16f {project to amend IEEE Std 802.16-2004, in 
development by Network Management Task Group}  
Draft Amendment to IEEE Standard for Local and Metropolitan Area 
Networks - Part 16: Air Interface for Fixed Broadband Wireless Access 
Systems - Management Information Base 
History Released  
In IEEE 
Catalog  
IEEE 
Product 
#  
(click to 
order)  
ISBN 
#  
Pages 
IEEE 
Member 
Price  
Nonmember 
Price  
Status  
Draft 2 2004-12-
08 
   248   review in WG 
Recirc Ballot 
#16a 
Draft 1 
2004-09-
30  
   141   
review in WG 
Letter Ballot 
#16 
 
 
IEEE Standard 802.16-2004 {Revision of IEEE Std 802.16 (including IEEE 
Std 802.16-2001, IEEE Std 802.16c-2002, and IEEE Std 802.16a-2003) 
developed by Task Group d under the temporary draft designation 
"P802.16-REVd"}  
IEEE Standard for Local and Metropolitan Area Networks - Part 16: Air 
Interface for Fixed Broadband Wireless Access Systems 
 
………………. 
WiMAX for Metropolitan Wireless network, 15-75 Mbps 
802.16d = fixed BB Internet Access 
802.16e = portable BB Internet Access 
Also as a T1 replacement to carry 24 channelized voice calls, 
intel.com/go/WiMAX, &  WiMAXforum.org 
802.16e = portable BB Internet Access 
3G for WAN, WCDMA 2 Mbps, Global convergence 
WiFi for WLAN, 11-54 Mbps 
Bluetooth , for wireless Personal Network110-480 Mbps 
Check Avarion high speed 802.16 BB wireless access 
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ΠΑΡΑΡΤΗΜΑ Β 
 
IEEE 802 Working Group &  
Executive Committee Study Group Home Pages 
 
    Active Working Groups and Study Groups  
 
802.1 Higher Layer LAN Protocols Working Group  
Link Security Executive Committee Study Group is now part of 802.1  
802.3 Ethernet Working Group  
802.11 Wireless LAN Working Group  
802.15 Wireless Personal Area Network (WPAN) Working Group  
802.16 Broadband Wireless Access Working Group  
802.17 Resilient Packet Ring Working Group  
802.18 Radio Regulatory TAG  
802.19 Coexistence TAG  
802.20 Mobile Broadband Wireless Access (MBWA) Working Group  
802.21 Media Independent Handoff Working Group  
802.22 Wireless Regional Area Networks  
    Inactive Working Groups and Study Groups 
802.2 Logical Link Control Working Group  
802.5 Token Ring Working Group  
    Disbanded  Working Groups and Study Groups 
802.4 Token Bus Working Group (material no longer available on this web 
site)  
802.6 Metropolitan Area Network Working Group  (material no longer 
available on this web site)  
802.7 Broadband TAG  (material no longer available on this web site)  
802.8 Fiber Optic TAG  (material no longer available on this web site)  
802.9 Integrated Services LAN Working Group  (material no longer available 
on this web site)  
802.10 Security Working Group  (material no longer available on this web 
site)  
802.12 Demand Priority Working Group  
802.14 Cable Modem Working Group  (material no longer available on this 
web site)  
QOS/FC Executive Committee Study Group  (material no longer available on 
this web site)  
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ΠΑΡΑΡΤΗΜΑ Γ 
 
Radio Mobile Freeware by VE2DBE 
 
Radio Mobile software is a copyright of Roger Coudι VE2DBE. Radio Mobile is 
dedicated to amateur radio and humanitarian use. Although commercial use 
is not prohibited, the author cannot be held responsible for its usage. The 
outputs resulting from the program are under the entire responsibility of the 
user, and the user should conform to restrictions from external data sources. 
Radio Mobile is a Free Radio Propagation simulation program which operates 
over the frequency range of 20MHz to 20GHz. It is based on the ITS 
(Longley-Rice) propagation model. The program enables maps to be drawn 
of specified areas using downloaded SRTM data from the Space Shuttle 
Radar Terrain Mapping Mission, elevation contours and roads to be added, 
then Units (stations) can be placed where required. Individual Unit 
performances can be specified for power, sensitivity, antenna parameters 
etc. and all Radio Links between Units examined for path profile and signal 
parameters. Signal coverage patterns can be produced for each separate 
Unit if required. The 'Best Sites' to provide radio coverage to a number of 
specified Unit locations can also be found. The performance of a radio Unit 
which is traversing a defined route on the map can also be generated by the 
new 'Route Radio Coverage' feature. It is also possible to find the 'Best 
Unit' from a selection to give the maximum signal level at a defined location. 
Last update: March 20, 2009 
 
 
 
 
ΕΙΚΟΝΑ : Screenshot από το πρόγραµµα 
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ΕΙΚΟΝΑ : Screenshot από το πρόγραµµα 
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Getting started in Radio Mobile – G8GTZ (20/3/2002) 
 
Radio Mobile is a fantastic program for predicting links and radio coverage.  
However, it does take some time to get to know and the user documentation 
is not the best!  So here is the G8GTZ how to get started guide. 
Downloading the program 
 
The program is located at http://www.cplus.org/rmw/english1.html.   
 
Go to down load page and you need to down load and install the following: 
 
1) Visual Basic Runtime service pack. 
 
2) Zip file containing Radio Mobile executables, 
 
3) Zip file containing Radio Mobile supplement File  
 
4) File jpeglib.zip to be able to produce JPEGs as well as bit maps. 
 
Run the Visual Basic Runtime service pack and unzip the program and other 
zips in to the same directory.  You can’t use it yet as you need the map 
data! 
 
Get the mapping data 
 
Go to the “where to get data from” page on the Radio Mobile site and use 
the link to the NIMA website, to get the DTEDs mapping data file. 
http://geoengine.nima.mil/ 
 
This site is a bit unfriendly and slow to use but in the bottom frame enter 
"London" and "UK" (or your capital city and country if not in the UK) and 
press "go".  This will get you roughly in the right area for your first download 
– you are bound to come back for more!   
 
When the site has located the area, click on the download tab select 
“windows” and “DTED” and follow the instructions.  You will end up with a 
DTED Zip file being downloaded. 
 
Copy the DTED zip file in to a new directory under the main program 
directory called something like c:radiomobile\data.  Double click on it to 
unzip it  and extract the unzipped files in to the same directory. It will create 
2 directories called dted and text and a file called dmed.   
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If you download additional DTEDs, extract them in to the same directory - it 
doesn't seem to matter about overwriting the files that are common - it just 
adds some new data. 
  
Using Radio Mobile 
 
Drawing a map 
 
Run Radio Mobile and do the following: 
 
"File - map properties" 
 
Click  "select a city name" - enter London or your capital city. 
  
Set pixels to 800 * 800 
  
Height = 150 
 
Tick "ignore missing data" 
 
Tick "dted" and enter the location of the map data file.  ie 
c:\radiomobile\data. 
 
Then click apply and it should draw a default map centred on London 
 
Close the picture and go "file - new picture".  Try selecting different types of 
picture -  "coloured slope (relative)" I think produces the best effect. 
 
Note - you can click on the map and it puts a cursor up - you can now read 
the lat and long of that position and if you go "view - elevation grid" and it 
puts a small grid so you can accurately move the cursor to the correct height 
position. 
 
The actual area the map covers and hence the detail is determined by the 
"height" you enter in the map properties field. 
 
Adding radio stations (or units) 
 
Go "edit - unit properties" 
 
Enter the name of the location (G8GTZ etc) 
 
Choose to either enter the lat and long manually or if you have already got a 
map drawn you can place the cursor at the desired location and then choose 
"place unit at cursor position".  
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You can name the site and add it to the permanent cities database so it 
always appears on every map by clicking "add to cities database" 
 
Adding a network  
 
Before you can see the coverage of the various stations, they have to be in a 
radio network. 
 
Go "file - network properties"  
 
Enter your first network name eg “23cms ATV”, the frequency of operation 
and polarisation. 
 
Click the "systems" tab 
 
Enter a system name eg “23cms ATV repeater”, “power level” and “aerial 
height” etc. 
 
Create the second system name eg 23cms ATV home and enter the data 
(lower but bigger aerial!) 
 
Click "membership" tab 
  
Tick the units you want in this network and then make sure you put them as 
the correct system (eg either repeater or home) 
 
Click "apply" It will draw the paths between your stations on the map.  
 
Station coverage prediction 
 
To see the coverage from a unit close the existing picture. 
 
Go "file - new picture" and click "grey scaled slope" and un tick "10 metre 
contours" and then apply. 
 
Go "view", "radio coverage"  
 
Choose the centre (base) unit and the mobile (remote) unit, the colour to 
draw the coverage in (red is good) and the upper and lower signal level and 
"apply" 
 
It will then ask to redraw in grey scale mode - say yes 
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It will draw the coverage and ask,  "leave in picture".  Answer yes if you 
want to either save the picture as a bit map or you want to draw anther 
coverage area on the same picture - useful for adjoining repeater coverage 
or seeing the different frequency coverage form the same site. 
 
Answer no if you want to see another coverage without the old one coverage 
plot. 
 
To look at the link between 2 stations  
 
Go “view”  “Radio link” 
 
Select the 2 stations you wish to link 
Note you can now adjust aerial height and power levels etc. 
 
If you click anywhere on the link diagram, this puts the cursor on the main 
map so you can see where the high hills are that are obstructing the path! 
  
Overlaying road maps on the coverage plot 
 
Now the smart bit - you can overlay a road map from Map blast on your 
coverage plot!  
 
Go "edit” 
 
“Merge from map blast”  (you need to be on line) 
 
“Multiply".   
 
You can then save this picture under “file”, “save picture as” 
 
You can download mapblast pictures for use at a later date. 
 
Go “file” 
 
"New picture" 
 
"Mapblast" 
 
This will give a clean copy of Mapblast that you can save for later use. 
 
"File",  "save picture as" 
 
To use this, draw your coverage plot and leave it open. 
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Go file, open picture and open the saved Mapblast. 
 
Go “edit”, “merge pictures” and select to merge the Mapblast on to your 
coverage plot. 
 
I’m sure there is a lot more you can do but I have not found it yet – have 
fun! 
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A first example: the VHF coverage of my QTH 
 
1. Acquire elevation database from the internet 
You have Radio Mobile installed... 
My QTH is St-Jean-sur-Richelieu 
Latitude 45° 16' - Longitude 73° 16' 
You can use the following elevation data files for my area: srtm1.zip 
Decompress them in the following directories (Dont forget to use folder 
names): 
"C:\srtm\N45W073.hgt" 
"C:\srtm\N45W074.hgt" 
Elevation database is now ready for Radio Mobile! 
 
2. Extract elevation data and create a map picture 
Launch Radio Mobile program. In "Files" menu, select "Map Properties", and 
enter the following values: 
 
 
 
Click on the "Apply" button. Once data extraction is finished, the program 
will generate the following picture: 
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Use "Picture properties" to force "Gray scaled slope" mode. 
3. Position my QTH 
Open "Unit properties" in the "Edit" menu and click on "Enter Latitude and 
Longitude". Fill as per the following: 
 
 
 
Back to "Unit properties" insure that the unit is enabled and that a 38m 
elevation is shown before to apply, repeat for mobile: 
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4. Enter Network data 
Open "Networks properties" in the "Files" menu and fill as per the following: 
Net parameters tab: 
 
 
 
Net topology tab: 
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System tab for base: 
 
 
 
System tab for mobile: 
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Net membership tab for base: 
 
 
 
Net membership tab for mobile: 
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On apply, the program is ready for Radio Coverage! 
4. VHF Radio coverage! 
In "View" menu, select "Radio coverage polar" and complete form as per the 
following: 
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Click "Apply" button to obtain the resulting picture. 
 
 
 
  
                       Κουρούς Ιωάννης, «Μελέτη Τεχνολογίας και Εφαρµογών WiMAX» 
 
Πανεπιστήµιο Μακεδονίας – ΜΠΣΕ Τµήµατος Εφαρµοσµένης Πληροφορικής          94 
ΠΑΡΑΡΤΗΜΑ ∆  
 
Τεχνικά φυλλάδια προϊόντων WiMAX  
 
 
  
                       Κουρούς Ιωάννης, «Μελέτη Τεχνολογίας και Εφαρµογών WiMAX» 
 
Πανεπιστήµιο Μακεδονίας – ΜΠΣΕ Τµήµατος Εφαρµοσµένης Πληροφορικής          95 
 
  
                       Κουρούς Ιωάννης, «Μελέτη Τεχνολογίας και Εφαρµογών WiMAX» 
 
Πανεπιστήµιο Μακεδονίας – ΜΠΣΕ Τµήµατος Εφαρµοσµένης Πληροφορικής          96 
 
  
                       Κουρούς Ιωάννης, «Μελέτη Τεχνολογίας και Εφαρµογών WiMAX» 
 
Πανεπιστήµιο Μακεδονίας – ΜΠΣΕ Τµήµατος Εφαρµοσµένης Πληροφορικής          97 
 
 
 
 
 
  
                       Κουρούς Ιωάννης, «Μελέτη Τεχνολογίας και Εφαρµογών WiMAX» 
 
Πανεπιστήµιο Μακεδονίας – ΜΠΣΕ Τµήµατος Εφαρµοσµένης Πληροφορικής          98 
 
 
  
                       Κουρούς Ιωάννης, «Μελέτη Τεχνολογίας και Εφαρµογών WiMAX» 
 
Πανεπιστήµιο Μακεδονίας – ΜΠΣΕ Τµήµατος Εφαρµοσµένης Πληροφορικής          99 
 
  
                       Κουρούς Ιωάννης, «Μελέτη Τεχνολογίας και Εφαρµογών WiMAX» 
 
Πανεπιστήµιο Μακεδονίας – ΜΠΣΕ Τµήµατος Εφαρµοσµένης Πληροφορικής          100 
 
 
 
  
                       Κουρούς Ιωάννης, «Μελέτη Τεχνολογίας και Εφαρµογών WiMAX» 
 
Πανεπιστήµιο Μακεδονίας – ΜΠΣΕ Τµήµατος Εφαρµοσµένης Πληροφορικής          101 
 
  
                       Κουρούς Ιωάννης, «Μελέτη Τεχνολογίας και Εφαρµογών WiMAX» 
 
Πανεπιστήµιο Μακεδονίας – ΜΠΣΕ Τµήµατος Εφαρµοσµένης Πληροφορικής          102 
 
 
 
 
  
                       Κουρούς Ιωάννης, «Μελέτη Τεχνολογίας και Εφαρµογών WiMAX» 
 
Πανεπιστήµιο Μακεδονίας – ΜΠΣΕ Τµήµατος Εφαρµοσµένης Πληροφορικής          103 
 
 
  
                       Κουρούς Ιωάννης, «Μελέτη Τεχνολογίας και Εφαρµογών WiMAX» 
 
Πανεπιστήµιο Μακεδονίας – ΜΠΣΕ Τµήµατος Εφαρµοσµένης Πληροφορικής          104 
  
                       Κουρούς Ιωάννης, «Μελέτη Τεχνολογίας και Εφαρµογών WiMAX» 
 
Πανεπιστήµιο Μακεδονίας – ΜΠΣΕ Τµήµατος Εφαρµοσµένης Πληροφορικής          105 
 
 
 
 
  
                       Κουρούς Ιωάννης, «Μελέτη Τεχνολογίας και Εφαρµογών WiMAX» 
 
Πανεπιστήµιο Μακεδονίας – ΜΠΣΕ Τµήµατος Εφαρµοσµένης Πληροφορικής          106 
 
 
 
 
  
                       Κουρούς Ιωάννης, «Μελέτη Τεχνολογίας και Εφαρµογών WiMAX» 
 
Πανεπιστήµιο Μακεδονίας – ΜΠΣΕ Τµήµατος Εφαρµοσµένης Πληροφορικής          107 
ΠΑΡΑΡΤΗΜΑ Ε 
Φωτογραφίες από κεραίες WiMAX 
 
  
 
 
 
Φωτογραφίες από εγκατεστηµένες οικιακές κεραίες WiMAX 
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Φωτογραφίες από εγκατεστηµένες κεντρικές κεραίες WiMAX 
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