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1. MOTIVACIÓN Y OBJETIVOS 
 
1.1 MOTIVACIÓN DEL PROYECTO 
El mercado conocido como metering engloba el transporte de datos de consumo de 
contadores de agua, gas, electricidad y calefacción, mediante el uso de los denominados smart 
meters. Estos “contadores inteligentes” actúan como tales, proporcionando lecturas de 
consumo en tiempo real de forma automática. Es lo que se denomina funcionalidad AMR 
(Automatic Meter Reading). 
Y no sólo eso: estos contadores también son capaces de enviar notificaciones en caso de 
apagón o realizar seguimientos sobre la calidad de la potencia suministrada, entre otras 
muchas más. Se trata de comportamientos característicos de los contadores AMI (Advanced 
Metering Infrastructure), de forma que se habilita una comunicación bidireccional entre el 
usuario final y la empresa suministradora de agua, gas, electricidad o calefacción. 
Dicha infraestructura está soportada por redes de comunicación inalámbrica de ultra bajo 
consumo y de muy bajo coste, ya que su entorno de aplicación habitual es el transporte de 
datos procedentes de sensores, pues son los que se adaptan mejor a sus características 
funcionales. Estas redes son las conocidas wireless sensor networks (WSN). 
Actualmente, el metering es un mercado muy poco conocido en España. No obstante, en 
Estados Unidos e incluso en otros países de Europa hace años que se ha establecido con éxito. 
Según un estudio realizado por la compañía Berg Insight [31], a finales del 2008 el parque de 
smart meters instalados en Europa era de 39 millones de unidades. Además, se prevé su 
instalación a gran escala en los próximos años. 
Teniendo en cuenta que en 2008 menos del 1% de los contadores de todo el mundo 
disponían de soluciones metering implementadas, se trata de un mercado con un gran 
potencial de crecimiento. Por consiguiente, los smart meters se presentan como una 
alternativa de futuro a los métodos tradicionales de medición de consumo. 
Estos motivos fueron los que provocaron que, desde su creación, la empresa Wimet S.L. 
focalizara sus soluciones hacia el mercado del metering. En este sentido, la empresa desarrolló 
un protocolo de comunicaciones inalámbricas propio y específico para redes WSN con 
topología mesh, es decir, ideal para aplicaciones de metering. A día de hoy se ha probado su 
funcionamiento en redes pequeñas (entre 5 y 10 dispositivos), obteniendo resultados 
satisfactorios. 
Sin embargo, para continuar evolucionando y perfeccionando el protocolo, llegó un 
momento en el que se requería realizar experimentos en redes de mayor tamaño y bajo unas 
determinadas condiciones de trabajo. Por esta razón, la empresa comenzó a plantearse utilizar 
una herramienta de simulación que permitiera poder llevar a cabo aquellas pruebas 
difícilmente realizables en la práctica. 
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Finalmente, tras valorar los beneficios que aportaría al desarrollo del protocolo una 
utilidad de este tipo, Wimet decidió iniciar el análisis y evaluación de su comportamiento 
mediante el uso de un entorno de simulación, para proporcionar una ayuda adicional en el 
proceso de corrección y optimización. 
 
1.2 OBJETIVOS DEL PROYECTO 
El objetivo principal de este proyecto final de carrera es el estudio, modelado y simulación 
del protocolo de comunicaciones WiMet (Wireless Metering protocol) sobre el entorno de 
simulación OMNeT++, donde WiMet se define como un nuevo protocolo de ultra bajo 
consumo concebido para redes de sensores inalámbricos (WSN) con topología de red mesh. 
Se pretende utilizar la herramienta de simulación OMNeT++ para aportar nuevos datos 
sobre el comportamiento del protocolo en múltiples situaciones. El proyecto se centrará en el 
desarrollo de la subcapa de control de acceso al medio (MAC) y, en concreto, en la evaluación 
del proceso denominado device discovery period con la intención de detectar sus posibles 
defectos y así aportar soluciones a estos. 
Paralelamente a las simulaciones, se llevarán a cabo pruebas en un escenario con 
dispositivos reales funcionando bajo las mismas condiciones de trabajo, con el objetivo de 
validar el modelo del protocolo desarrollado específicamente para el simulador OMNeT++. 
Para ello, se compararán los resultados obtenidos en ambos experimentos y se analizará si el 
modelo de simulación se aproxima al comportamiento real del protocolo WiMet lo suficiente 
como para considerarlo válido. 
Lógicamente, será necesario ir cumpliendo una serie de objetivos secundarios para lograr 
alcanzar las metas que sea acaban de plantear. A continuación se enumeran estos propósitos 
secundarios. 
• Estudio de las redes WSN y LR-WPAN. 
• Estudio del estado del arte de los protocolos y estándares existentes para las redes 
WSN. 
• Estudio del estado del arte de los protocolos MAC energy-efficient más importantes 
para redes WSN. 
• Estudio y análisis exhaustivo del protocolo WiMet. 
• Aprendizaje del entorno de simulación OMNeT++. 
• Modelado e implementación del protocolo WiMet en lenguaje C++ para el entorno de 
simulación OMNeT++. 
• Planteamiento teórico del escenario a simular. 
• Preparación del escenario con dispositivos reales. 
• Simulación del protocolo WiMet en el escenario planteado. 
• Extracción y análisis de los resultados de la simulación y comparación con los 
resultados obtenidos en la implementación real. 
• Extracción de conclusiones finales. 
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1.3 MEDIOS EMPLEADOS 
1.3.1 Software 
• Sistema operativo GNU Linux (Fedora 9) 
• Editor de textos Microsoft Word 2010 (Beta) 
• Hoja de cálculo Microsoft Excel 2010 (Beta) 
• Entorno de simulación OMNeT++ 3.4b2 
• Paquete de simulación INET Framework para OMNeT++ 3.4b2 
• Editor de diagramas Dia 
• Debugger gdb y valgrind 
1.3.2 Hardware 
• Workstation HP con procesador a 2,66 GHz y 7,8 Gb de memoria. 
 
1.4 ESTRUCTURA DEL DOCUMENTO 
La memoria se ha dividido en ocho capítulos, incluyendo el actual, en el que se ha 
especificado la motivación del proyecto, cuáles son los objetivos que se persiguen con su 
realización y los medios que se han empleado para alcanzarlos. 
En el capítulo 2 se introducen los conceptos necesarios para situar al lector en el contexto 
en el que se desarrolla el proyecto. Para empezar, una breve descripción de la topología de red 
mesh, que es sobre la que trabaja el protocolo WiMet. Seguidamente, se definen las 
características de las redes WSN y LR-WPAN. Finalmente, se analiza el estándar IEEE 802.15.4 y 
su relación con ZigBee. 
El capítulo 3 versará sobre los protocolos MAC más destacados que se han desarrollado 
para redes WSN. En primer lugar, se presentan los cuatro protocolos que han servido 
principalmente de inspiración o aprendizaje en la elaboración de la subcapa MAC del protocolo 
WiMet. Además, se introducen otros seis protocolos MAC con filosofías de funcionamiento 
muy particulares, algunas bastante diferentes a la del protocolo bajo estudio. Para finalizar, se 
razona cuáles fueron los motivos que llevaron a la creación de este nuevo protocolo de 
comunicaciones inalámbricas de ultra bajo consumo. 
La descripción del protocolo WiMet se concentra en el capítulo 4, donde se detalla la capa 
física y la subcapa MAC, así como los elementos de red. Dentro de las especificaciones de la 
subcapa MAC se incluye una explicación detallada del device discovery period, también 
llamado proceso de descubrimiento de dispositivos. Una vez descrito el nuevo protocolo, se 
analizan las ventajas que aporta respecto a las soluciones existentes, resaltando sus principales 
virtudes. 
El capítulo 5 está dedicado al programa OMNeT++, que será el entorno de simulación 
utilizado en el transcurso del proyecto. Tras una breve introducción a esta herramienta y al 
paquete de simulación INET, se justifica la elección de OMNeT++ para realizar las simulaciones. 
Lógicamente, no podía faltar una pequeña descripción de la estructura seguida en la 
implementación del modelo del protocolo WiMet realizada para esta plataforma. 
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El análisis de los resultados extraídos de las simulaciones llevadas a cabo se concentra en 
el capítulo 6. Primeramente, se define el contexto en el que se llevarán a cabo los 
experimentos, y se enumeran y describen los parámetros más relevantes de la simulación. 
Previa explicación de cada una de las simulaciones, se comentan los resultados obtenidos y las 
conclusiones a las que se han llegado a través de su estudio. 
A lo largo del capítulo 7 se implementa empíricamente el escenario planteado para las 
simulaciones. La finalidad es validar el modelo del protocolo desarrollado en el capítulo 5, 
comparando los resultados proporcionados por las simulaciones con los resultados 
suministrados por los dispositivos que componen el experimento. A partir de estas 
comparaciones se podrá decidir si la versión del protocolo WiMet desarrollada para las 
simulaciones se corresponde con la versión original utilizada en los componentes. 
La memoria del proyecto concluye con el capítulo 8, donde se desglosan las conclusiones 
finales y se adjuntan las propuestas para futuros trabajos relacionados con el desarrollo del 
protocolo. 
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2. INTRODUCCIÓN 
 
2.1 TOPOLOGÍA DE RED MESH 
Una red mesh inalámbrica se puede definir como una red de comunicaciones ad-hoc sin 
movilidad en sus nodos. Al tratarse de una red inalámbrica multisalto, permite extender el 
rango de cobertura proporcionando NLOS (non-line-of-sight). Se caracteriza también por ser 
dinámicamente autoconfigurable (self-configuration) y autoorganizarse (self-organization). El 
protocolo WiMet está concebido para funcionar en dispositivos organizados según esta 
topología de red. 
2.1.1 Arquitectura de red 
La arquitectura mesh mantiene la potencia de la señal, de forma que es capaz de alcanzar 
largas distancias mediante series de saltos cortos. Los nodos intermedios no solamente 
transportan la señal, sino que además cooperan entre ellos para tomar decisiones de reenvío 
basándose en su conocimiento sobre la propia red. Es decir, desempeñan funciones de 
enrutado de paquetes. 
2.1.2 Gestión de red 
Los nodos actúan como routers, transmitiendo datos procedentes de otros nodos cercanos 
que se encuentran demasiado alejados de su destino para alcanzarlo en un solo salto. 
Asimismo, cada dispositivo está conectado a varios nodos, de manera que si un nodo cae 
debido a un fallo hardware, sus vecinos pueden encontrar una ruta alternativa gracias al 
protocolo de enrutado. Por lo tanto, estas redes suelen ser muy fiables ya que existe más de 
un camino para llegar del nodo origen al nodo destino. 
En definitiva, se dice que las redes mesh inalámbricas son redes self-healing; esto es, la red 
puede continuar operativa cuando falla alguno de los nodos. 
2.1.3 Funcionamiento 
En cada dispositivo se implementan algoritmos dinámicos de enrutado de paquetes, de 
forma que los datos van saltando de dispositivo en dispositivo hasta alcanzar su destino final. 
Los nodos intercambian información de enrutado entre sí, y cada dispositivo determina qué 
hacer con los datos que recibe (dejarlos pasar al siguiente dispositivo o quedárselos) en 
función del protocolo. En este sentido, cualquier algoritmo de enrutado debería asegurar que 
los datos toman siempre la ruta más apropiada hacia su destino. 
 
2.2 REDES WSN Y LR-WPAN 
2.2.1 WSN (Wireless Sensor Networks) 
Las redes inalámbricas de sensores están formadas por dispositivos autónomos 
distribuidos que utilizan sensores para monitorizar parámetros físicos o ambientales de forma 
cooperativa. 
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Originariamente, el desarrollo de las WSN vino motivado (como suele ocurrir en estos 
casos) por intereses militares. Sin embargo, en la actualidad este tipo de redes también se 
utiliza en aplicaciones industriales y civiles. Algunos ejemplos son: monitorización y control de 
procesos industriales, monitorización en aplicaciones médicas, monitorización de variables 
ambientales, automatización del hogar o control de tráfico. 
2.2.1.1 Características 
Los nodos sensores son muy simples en cuanto a interfaz y componentes. Aparte de ir 
equipados con uno o más sensores, cada nodo dispone de: 
• Un transceptor radio u otro dispositivo de comunicación inalámbrica. 
• Un pequeño microcontrolador. 
• Una fuente de energía (típicamente una batería). 
Por otro lado, cada nodo sensor soporta un algoritmo de enrutado multisalto, de forma 
que dentro de una red WSN los nodos se autoorganizan y colaboran en la detección y el 
reenvío de información hacia uno o varios destinos. 
Además, los nodos de una red de este tipo deben ser robustos para permitir su 
implantación en medios hostiles, deben tener un bajo consumo energético y su producción ha 
de ser económica. 
2.2.1.2 Plataformas 
Existen varios estándares para las WSN, aprobados o bajo desarrollo. Todos ellos están 
implementados sobre el mismo estándar radio, el denominado IEEE 802.15.4 - 2006. Hoy en 
día, ZigBee es el más conocido. Se trata de una especificación para redes mesh propietaria, 
promocionada por un amplio consorcio de participantes industriales (ZigBee Alliance). 
2.2.2 LR-WPAN (Low Rate-Wireless Personal Area Network) 
Una LR-WPAN es una red de comunicaciones simple que proporciona conectividad 
inalámbrica en aplicaciones con potencia limitada y requerimientos de rendimiento relajados. 
Estas redes trabajan con rangos de operación pequeños, tasas de transmisión bajas, alta 
eficiencia energética y bajo coste. Por consiguiente, se han convertido en una de las 
tecnologías más utilizadas para habilitar WSN.  
Sus objetivos principales son: 
• Fácil instalación. 
• Transferencia de datos fiable. 
• Rango de operación corto. 
• Muy bajo coste. 
• Tiempo de vida de las baterías razonable. 
Ante una red LR-WPAN se han de tener muy en cuenta las posibles fuentes de gasto 
energético y se ha de intentar reducir su efecto al máximo. A continuación se describen 
brevemente las cuatro fuentes de gasto energético más importantes. 
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2.2.2.1 Idle listening 
Para la mayoría de transceptores inalámbricos, el consumo de potencia en estado de 
escucha idle no es mucho más bajo que en estado de recepción. Por lo tanto, si un nodo 
permanece constantemente en estado idle esperando una posible transmisión, su consumo 
energético se dispara. Por este motivo, los nodos deben conmutar al estado de recepción sólo 
cuando realmente vayan a recibir tramas, y volver inmediatamente al estado sleep. 
2.2.2.2 Overhearing 
La recepción de tramas de datos que no están destinadas realmente a la estación que las 
recibe representa otra fuente de desperdicio energético. Por lo tanto, debe evitarse el 
overhearing sistemático del tráfico dirigido a otras estaciones. Los mecanismos utilizados para 
evitar overhearing tienen que asegurarse de que éste sea improbable e infrecuente. 
2.2.2.3 Colisiones 
Las tramas irrecuperables debido a interferencias con transmisiones de nodos adyacentes 
constituyen también un gasto energético no despreciable, ya que los esquemas Automatic 
Repeat Request (ARQ) requieren retransmisiones costosas. Energéticamente hablando, a 
menudo compensa introducir mecanismos para evitar estas colisiones o para disminuir la 
probabilidad de padecerlas. 
2.2.2.4 Overhead 
Los mensajes de control y la información de señalización almacenada en las cabeceras de 
las tramas para gestionar las operaciones del protocolo MAC permiten al esquema de 
comunicaciones a operar tal y como se indica, pero no llevan asociado ningún payload útil. Por 
consiguiente, hay que intentar que la cantidad de información de señalización en la capa MAC 
sea mínima. 
 
2.3 ESTÁNDAR IEEE 802.15.4 Y ZIGBEE 
Hace unos años, el Instituto de Ingenieros Electricistas y Electrónicos (IEEE) y la ZigBee 
Alliance trabajaron conjuntamente con el objetivo de especificar toda la pila de protocolos 
para las redes LR-WPAN. El resultado fue: 
 Por un lado, el estándar IEEE 802.15.4, centrado en la especificación de las dos capas 
más bajas del protocolo (capa física y de enlace). 
 Por otro lado, la ZigBee Alliance estipuló las capas más altas de la pila de protocolos 
(desde la capa de red hasta la de aplicación). 
2.3.1 Estándar IEEE 802.15.4 
El estándar IEEE 802.15.4 [6] [9] [10] define las especificaciones de la capa física (PHY) y de 
la subcapa de control de acceso al medio para conexiones inalámbricas con baja tasa de 
transmisión, entre dispositivos simples que consumen muy poca potencia y que operan en un 
POS (Personal Operating Space) de como mucho 10 metros. Por consiguiente, es un estándar 
diseñado específicamente para redes inalámbricas de área personal de bajo consumo (LR-
WPAN). 
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Bajo este estándar, los enlaces inalámbricos pueden operar en tres bandas de frecuencias 
ISM (Industrial Scientific Medical) libres de licencia: 
Banda de 
frecuencias (MHz) 
Número de 
canales 
Data rate 
(kb/s) 
Symbol rate 
(ksym/s) 
868 1 20 20 
915 10 40 40 
2400 16 250 62,5 
 
Tabla 1. Resumen de las propiedades de las tres bandas de frecuencia ISM. 
 
2.3.1.1 Modelo de red 
El estándar define dos tipos de nodo de red: 
 Dispositivo de funcionalidad completa (full-function device, FFD) 
Tiene dos modos de funcionamiento: como coordinador de una red de área personal 
(PAN) o como un nodo normal. Implementa un modelo de comunicación que le 
permite intercambiar mensajes con cualquier otro dispositivo. Además, es capaz de 
encaminar mensajes actuando como coordinador (si es responsable de toda la red, 
“coordinador de la PAN”). 
 Dispositivo de funcionalidad reducida (reduced-function device, RFD) 
Son dispositivos muy sencillos, con recursos y necesidades de comunicación muy 
limitadas. No pueden actuar como coordinadores y sólo pueden comunicarse con 
otros FFD. 
Las redes pueden construirse como redes punto a punto o en estrella. En cualquier caso, 
toda red necesita al menos un FFD que actúe como coordinador. 
 Redes punto a punto 
Su extensión está limitada únicamente por la distancia existente entre cada par de 
nodos. Debido a que en el estándar no se define capa de red, no se soportan funciones 
de enrutado directo. 
 Redes en estrella 
Se forma cuando un FFD decide crear su PAN y se nombra a sí mismo coordinador 
(nodo central), tras elegir un identificador de PAN único. Entonces, otros dispositivos 
pueden unirse a una red totalmente independiente del resto de redes en estrella. 
Las redes se componen de grupos de dispositivos. Cada dispositivo posee un identificador 
único de 64 bits, aunque si se dan ciertas condiciones de entorno pueden utilizarse 
identificadores cortos de 16 bits. Éstos últimos se utilizarían dentro del dominio de cada  PAN 
separada. 
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2.3.1.2 Transmisión de datos 
Existen cuatro tipos distintos de tramas: 
• Datos 
• Sincronización 
• Beacon 
• Control MAC 
Además, es posible utilizar una estructura de supertrama definida por el coordinador. Una 
supertrama está formada por 16 slots de igual longitud, que pueden dividirse en parte activa e 
inactiva. Durante ésta última se consigue ahorrar energía, ya que el coordinador no debe 
realizar tareas de control. Las tramas están comprendidas entre dos beacon, y proporcionan 
sincronización e información de configuración a otros dispositivos.  
 
Figura 1. Estructura de supertrama en el estándar IEEE 802.15.4. 
 
El proceso de contención se da entre los límites de la supertrama y se resuelve mediante 
CSMA/CA. Las transmisiones deben finalizar antes de la llegada del segundo beacon. Las 
supertramas suelen utilizarse cuando hay dispositivos de baja latencia, que deben mantener 
sus asociaciones incluso ante largos periodos de inactividad. 
Si se trabaja con tramas beacon, la transferencia de datos requiere una primera fase de 
sincronización mediante beacon seguida por una transmisión con CSMA/CA con confirmación. 
Las transferencias iniciadas por el coordinador suelen atender a peticiones de los dispositivos, 
utilizando tramas beacon. El coordinador confirma la petición y envía la información en 
paquetes que, a su vez, confirman los dispositivos.   
En caso de no utilizar supertramas, se sigue el mismo procedimiento con la salvedad de 
que no se pueden mantener listas de mensajes pendientes debido a la ausencia de beacon. 
2.3.1.3 Fiabilidad y seguridad 
Al medio físico se accede utilizando CSMA/CA. Si un dispositivo es incapaz de procesar una 
trama, no confirma su recepción. Se pueden realizar reintentos basados en timeout un 
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determinado número de veces, tras lo cual se decide si continuar intentándolo o descartar la 
trama por error en la transmisión. 
Respecto a la seguridad en las comunicaciones, la subcapa MAC ofrece funcionalidades a 
los niveles superiores para poder alcanzar el nivel de seguridad deseado. Existe también un 
modo MAC inseguro que permite la utilización de listas de control de acceso únicamente como 
mecanismo de decisión de aceptación de tramas en base a su supuesto origen. 
2.3.1.4 Capa Física 
La capa física proporciona el servicio de transmisión de datos sobre el medio físico, así 
como el interfaz con el servicio de gestión por medio del cual se puede acceder a todos los 
servicios de gestión del nivel. De esta manera, la capa física controla el transceptor de 
radiofrecuencia y realiza la selección de canales junto con el control de consumo y de señal. 
A continuación se enumeran sus principales funciones: 
• Activación y desactivación del transceptor radio 
• Energy detection (ED) 
• Link Quality Indication (LQI) 
• Clear Channel Assessment (CCA) 
• Selección de frecuencia del canal 
• Transmisión y recepción de datos 
2.3.1.5 Subcapa MAC 
Transmite tramas MAC usando el canal físico. Además del servicio de datos, ofrece un 
interfaz de control y regula el acceso al canal físico. También controla la validación de las 
tramas y las asociaciones entre nodos, y garantiza slots temporales. Por último, ofrece puntos 
de acceso para servicios seguros. 
En resumen, las principales funciones de la subcapa MAC: 
• Generación de beacon de red (si el dispositivo es un coordinador) 
• Sincronización de los beacon 
• Soporte de asociación y disociación de PAN (association y disassociation) 
• Empleo del mecanismo de CSMA/CA para acceso al canal 
• Manejo y mantenimiento del mecanismo GTS (Guaranteed Time Slot) 
• Enlace fiable entre dos entidades MAC 
Merecen atención especial los conceptos de association y disassociation, dado que en 
futuros capítulos se tratará en profundidad el proceso de device discovery period, muy 
relacionado con la asociación y disociación de PAN realizada por el estándar IEEE 802.15.4. 
Un FDD puede indicar su presencia a otros dispositivos de una PAN transmitiendo tramas 
beacon. Esto permite a los dispositivos a llevar a cabo el “device discovery”. Un FDD que no sea 
coordinador de una PAN empezará a transmitir tramas beacon sólo cuando se haya asociado 
con éxito a una PAN. 
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La asociación de un dispositivo comienza tras haber completado un escaneado activo o 
pasivo del canal. El escaneado pasivo, como el activo, permite al dispositivo localizar a 
cualquier coordinador que esté transmitiendo tramas beacon dentro de su POS. Los resultados 
del escaneado del canal se utilizan para escoger una PAN apropiada. Un dispositivo tratará de 
asociarse sólo con una PAN que permita la asociación en ese momento. El proceso de elección 
de una PAN apropiada con la que asociarse concierne a la capa de aplicación. 
Un dispositivo sin asociar iniciará el proceso de asociación enviando un comando de 
petición de asociación al coordinador de una PAN existente. Si el comando de petición de 
asociación se recibe correctamente, el coordinador enviará un acknowledgement (ACK). Sin 
embargo, este reconocimiento no significa que el dispositivo se haya asociado. El coordinador 
necesita cierto tiempo para determinar si las fuentes de las que dispone en ese momento la 
PAN son suficientes para permitir a otro dispositivo asociarse. Si ya está asociado, se elimina 
toda la información. Si hay suficientes recursos disponibles, el coordinador asignará una 
dirección corta al dispositivo y generará un comando de respuesta de asociación que contenga 
la nueva dirección y un estado indicando el éxito en la asociación. Si no hay recursos 
suficientes, el coordinador generará un comando de respuesta de asociación que contenga un 
estado que indique el fracaso. 
Por otro lado, el dispositivo, tras adquirir la trama de reconocimiento, espera la respuesta. 
Tras la espera, comprueba los beacon (en una red con beacon habilitados) o extrae el comando 
de respuesta de asociación del coordinador. En caso de recepción del comando de respuesta 
de asociación, el dispositivo enviará un reconocimiento. Si la asociación tiene éxito, almacena 
la dirección del coordinador con el que se ha asociado. 
Cuando un coordinador desea que uno de sus dispositivos asociados abandone la PAN, 
envía el comando de notificación de disociación al dispositivo. Con la recepción del paquete, el 
dispositivo deberá enviar la correspondiente trama de reconocimiento. Incluso si no se recibe 
este ACK, el coordinador considerará al dispositivo disociado. 
Si un dispositivo asociado desea abandonar la PAN, envía un comando de notificación de 
disociación al coordinador. Cuando lo recibe, el coordinador envía un ACK. Incluso si no recibe 
el ACK, el dispositivo se considerará a él mismo disociado. 
Un dispositivo asociado se disocia a él mismo eliminando todas las referencias a la PAN. Un 
coordinador disocia a un dispositivo eliminando todas las referencias a él. 
2.3.2 ZigBee 
La ZigBee Alliance es un consorcio industrial de más de 50 compañías cuyo objetivo es 
promocionar las redes IEEE 802.15.4 LR-WPAN. Está compuesta en su mayoría por empresas 
de semiconductores y sistemas integrados, y por los propios usuarios. Además, proporciona 
marketing y certificación de conformidad para el estándar 802.15.4. 
En cuanto a la especificación, se encarga de definir las capas más altas del modelo de 
referencia de Interconexión de Sistemas Abiertos (OSI, Open System Interconnection). Hay que 
recalcar que oficialmente la ZigBee Alliance no está asociada con el IEEE y, por lo tanto, sus 
estándares no son abiertos. 
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La tecnología de ZigBee consiste en un protocolo para redes inalámbricas con baja tasa de 
transmisión, bajo consumo de potencia y bajo coste, dirigido a aplicaciones de automatización 
y control remoto. Se puede emplear la solución ZigBee en equipos que necesitan baterías con 
un tiempo de vida que va de varios meses a varios años, pero que no requieran tasas de 
transferencia de datos muy altas. Además, dicha solución puede implementarse en redes con 
topología mesh. 
Los dispositivos inalámbricos ZigBee poseen un rango de transmisión de 10 a 75 metros, 
dependiendo del entorno de radiofrecuencia y del consumo de potencia de salida requerido 
por una aplicación dada, y operan en las bandas de radiofrecuencia mundiales que no 
requieren licencia (ISM). 
En resumen, la solución ZigBee proporciona: 
• Información de red interoperable 
• Servicios de seguridad 
• Pruebas de conformidad de interoperabilidad 
• Marketing del estándar 
• Ingeniería avanzada para la evolución del estándar 
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3. ESTADO DEL ARTE 
 
3.1 PROTOCOLOS MAC ENERGY-EFFICIENT 
La eficiencia energética es el aspecto más importante en las redes WSN [23]. Por este 
motivo, es primordial desarrollar técnicas que prolonguen el tiempo de vida de las baterías lo 
máximo posible. 
En este sentido, el transceptor radio suele ser el componente que más energía consume de 
todos los que forman un nodo sensor. Contrariamente a lo que podría parecer a priori, el 
consumo energético en transmisión y en recepción es prácticamente el mismo. Por lo tanto, la 
solución radio always on se torna inaceptable bajo las condiciones de trabajo de estas redes. 
Las soluciones a nivel de capa MAC intentan ahorrar energía mediante el uso de 
herramientas de control de acceso al medio. De esta manera, las capas superiores de la pila del 
protocolo no se ven afectadas. 
3.1.1 S-MAC (Sensor-MAC) 
El protocolo S-MAC [1] fue el primero en dividir el tiempo en periodos de duración fija, 
formados por una ventana activa y una ventana inactiva. La diferencia entre ambas ventanas 
radica en el estado radio, ya que en la primera se mantiene el transceptor en funcionamiento y 
en la segunda permanece apagado. Por lo tanto, los nodos deben organizarse de alguna 
manera para intercambiar información dentro de sus ventanas activas relativas. 
En el S-MAC, la duración de las ventanas es fija y única para toda la red. Durante la 
ventana inactiva, cada nodo “duerme” durante un tiempo determinado. Mientras el nodo 
duerme, su radio queda apagada y establece un temporizador para despertarse más tarde. 
Cuando despierta, es decir, cuando entra dentro de la ventana activa, comienza a escuchar el 
medio para comprobar si otro nodo desea hablar con él. 
La ventana activa se divide en dos partes: 
• La primera parte se reserva para la recepción de mensajes SYNC procedentes de los 
vecinos de la red. Mediante el envío de mensajes SYNC periódicos, un nodo informa a 
sus vecinos sobre el tiempo restante hasta su siguiente ventana activa. Los tiempos 
relativos evitan la necesidad de una sincronización temporal global, mientras que la 
periodicidad de los mensajes palia los efectos de drift del reloj. 
• La segunda parte se dedica a la recepción de datos, siguiendo un protocolo 
RTS/CTS/DATA/ACK. 
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Figura 2. Patrón temporal del protocolo S-MAC. 
 
3.1.1.1 Selección y mantenimiento de patrones 
Inicialmente, cada nodo escucha el medio durante un tiempo determinado a la espera de 
recibir un mensaje con el patrón temporal de alguno de sus vecinos. Si no recibe nada, escoge 
aleatoriamente un instante para irse a dormir e inmediatamente después difunde por toda la 
red un patrón propio mediante un mensaje SYNC. Si el nodo recibe un patrón de algún vecino 
antes de escoger uno propio, lo establece también como suyo, espera un tiempo aleatorio y lo 
retransmite por toda la red. Se necesita un tiempo aleatorio de espera para evitar posibles 
colisiones, ya que puede darse el caso que múltiples dispositivos reciban el mismo patrón y 
quieran transmitirlo a la vez, colisionando sistemáticamente. Si el nodo recibe un patrón tras 
haber seleccionado ya el suyo, deshecha este último si todavía no lo ha compartido con ningún 
vecino. Finalmente, si recibe un patrón tras haber seleccionado y enviado el propio, adopta 
ambos patrones. 
Este comportamiento trata de coordinar los nodos para que puedan utilizar el mismo 
patrón. Sin embargo, por la propia naturaleza estadística, algunos nodos adoptarán varios 
patrones a la vez. 
3.1.1.2 Sincronización 
Aunque con un tiempo de escucha suficientemente largo se pueden tolerar drifts de reloj 
bastante largos, los nodos vecinos necesitan actualizar periódicamente sus patrones para 
prevenir drifts de reloj de larga duración. Por lo tanto, este tipo de esquema denominado 
listen/sleep scheme, requiere sincronización entre nodos vecinos. 
La actualización de patrones se realiza mediante el envío de paquetes SYNC. Estos 
paquetes son muy cortos e incluyen la dirección del transmisor y el tiempo restante para su 
siguiente periodo de sleep. El next-sleep time es relativo al momento en que el transmisor 
finaliza la transmisión del paquete SYNC, que es aproximadamente cuando el receptor recibe 
el paquete (debido a que los retardos de propagación son despreciables). 
La ventana activa se divide en slots temporales para que los transmisores lleven a cabo la 
detección de portadora. Por ejemplo, si un transmisor quiere enviar un paquete SYNC, éste 
inicia la detección de portadora cuando el receptor comienza a escuchar. Entonces selecciona 
aleatoriamente un slot temporal para finalizar su detección de portadora. Si no detecta 
ninguna transmisión al final del slot, gana el medio y empieza a enviar su paquete SYNC en ese 
instante. 
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Cada nodo envía periódicamente paquetes SYNC a sus vecinos, incluso si ninguno de ellos 
comparte su patrón. Así se ofrece a nuevos vecinos la oportunidad de unirse a un vecindario ya 
existente. El nuevo nodo seguirá el procedimiento de selección de patrón descrito más arriba. 
Con todo esto, los principales defectos del S-MAC son: 
• Alta latencia. 
• Insensibilidad para variar cargas de tráfico, dado que su ciclo de trabajo o duty cycle es 
fijo. 
3.1.2 T-MAC (Timeout-MAC) 
El protocolo T-MAC [2] está basado en el S-MAC y pretende solventar sus deficiencias. La 
elección del patrón temporal a seguir por los nodos se lleva a cabo de la misma manera que en 
el S-MAC. En cambio, las ventanas activas no son de duración fija: pueden extenderse, 
adaptándose así a diferentes tasas de tráfico. 
Cada nodo activa su radio en el inicio de la ventana activa y la desactiva si no recibe ningún 
evento de activación durante un periodo determinado. La recepción de un mensaje es un 
ejemplo de evento de activación que prolongaría la ventana activa. 
 
 
Figura 3. Patrón temporal del protocolo T-MAC. En la primera ventana activa no se recibe 
ningún evento de activación, mientras que en la segunda sí. 
 
3.1.2.1 Mejoras respecto al S-MAC 
Como se ha visto con el protocolo S-MAC, con un ciclo de trabajo fijo se consigue reducir el 
tiempo en idle listening. Sin embargo, una solución de este estilo no es óptima. 
El problema radica en el hecho de que la tasa de envío de mensajes casi nunca será 
constante y, normalmente, variará. Si no se desea perder ningún mensaje, el periodo activo de 
los nodos debe escogerse de manera que sean capaces de soportar la carga máxima esperada. 
No obstante, siempre que la carga sea menor que el valor máximo, el periodo activo no será el 
óptimo y, de nuevo, se desperdiciará energía en idle listening. 
La novedad que aporta el protocolo T-MAC es básicamente la transmisión de todos los 
mensajes en ráfagas de longitud variable, yendo a dormir entre ráfagas para reducir aún más 
el idle listening. Para mantener un periodo activo óptimo bajo carga variable, se determina 
dinámicamente su longitud. Esto es, en caso de no escuchar nada pasado un cierto timeout, se 
da por finalizado el periodo activo y el nodo se va a dormir. 
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3.1.2.2 Funcionamiento 
Los nodos se comunican utilizando un esquema RTS/CTS/DATA/ACK, tal y como sucede en 
el S-MAC. 
Cada nodo escucha y transmite dentro de su ventana o periodo activo. Cuando no se da 
ningún evento de activación durante un tiempo predefinido, el periodo activo finaliza. Se 
considera un evento de activación: 
• La ejecución de algún temporizador. 
• La recepción de datos vía radio. 
• La detección de una comunicación vía radio. 
• El fin de la transmisión de un paquete de datos o de reconocimiento. 
• El conocimiento de la finalización de un intercambio de datos de algún vecino. 
Un nodo se irá a dormir en caso de estar libre y encontrarse fuera del periodo activo. Bajo 
el esquema descrito, la comunicación se realiza mediante una ráfaga al principio de cada 
trama. Dado que entre periodos activos los mensajes deben ser almacenados en un buffer, la 
capacidad de éste determinará el límite superior del máximo tiempo de trama. 
3.1.2.3 Sincronización 
La sincronización de trama está inspirada en la del protocolo S-MAC. Por lo tanto, su 
comportamiento puede consultarse en el apartado anterior. 
3.1.2.4 Características adicionales 
 Intervalo de contención fijo 
Cada nodo transmite sus mensajes almacenados en buffer en una ráfaga en el inicio de 
trama. Durante esta ráfaga el medio se satura debido a que los mensajes se transmiten 
a tasa máxima. La transmisión RTS en T-MAC se inicia escuchando el medio durante un 
tiempo aleatorio dentro de un intervalo de contención fijo. La longitud del intervalo de 
contención se escoge para carga máxima. 
 Reintentos RTS 
Cuando un nodo envía un RTS y no recibe de vuelta un CTS, puede deberse a tres 
situaciones: 
• El nodo receptor no ha escuchado el RTS debido a una colisión. 
• Al nodo receptor no se le permite responder debido a overhearing de RTS o CTS. 
• El nodo receptor está durmiendo. 
Si el nodo transmisor no recibe respuesta durante el intervalo predefinido, se va a 
dormir. Para los dos primeros casos este comportamiento sería erróneo ya que el 
nodo transmisor se iría a dormir mientras el nodo receptor aún permanecería 
despierto, cosa que implicaría una disminución dramática del throughput. 
Por consiguiente, los nodos tienen que retransmitir RTS en caso de no recibir 
respuesta por parte del receptor. Si tras dos reintentos sigue sin obtener respuesta, 
entonces debe abandonar e irse a dormir. 
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 TA 
Un nodo no debe irse a dormir mientras sus vecinos están en comunicación, ya que 
podría ser el receptor alguno de los mensajes. Dado que un nodo puede no escuchar el 
RTS que inicia una comunicación con su vecino, el intervalo de tiempo activo debe ser 
suficientemente largo para recibir al menos el inicio del paquete CTS. Por lo tanto, se 
puede encontrar una cota mínima para el periodo activo: 
TA > C + R + T 
Donde TA es el periodo activo, C es la longitud del intervalo de contención RTS, R es la 
longitud de un paquete RTS y T es el tiempo de turn-around (el intervalo de tiempo 
entre el fin del paquete RTS y el inicio del paquete CTS). 
 Overhearing 
El protocolo S-MAC introdujo la idea de ir a dormir tras escuchar un RTS o CTS 
destinado a otro nodo de la red. De esta manera, como el nodo no puede transmitir 
durante este intervalo, no toma parte en ninguna comunicación y puede desconectar 
su radio para ahorrar energía. 
En general, el protocolo T-MAC dispone también de una opción para evitar el 
overhearing. Sin embargo, como efecto colateral, aumentan las colisiones provocadas 
por overhead, haciendo que el throughput máximo decrezca. Por lo tanto, aunque 
evitando overhearing se ahorra en potencia, este mecanismo no debe ser usado 
cuando se requiera throughput máximo. 
3.1.3 WiseMAC (Wireless Sensor MAC) 
El protocolo WiseMAC [3] [4] pertenece al grupo de los llamados unscheduled protocols y 
está basado en una técnica denominada preamble sampling. Dicha técnica consiste en 
muestrear el medio periódicamente en busca de alguna actividad. En otras palabras, escuchar 
el canal radio durante un corto espacio de tiempo para detectar una portadora durante una 
señal de preámbulo.  
Todos los nodos que forman una red muestrean el medio con el mismo periodo constante, 
pero sus patrones de escucha o wake-up son independientes y no están sincronizados. En caso 
de encontrarse el medio ocupado, el nodo continúa escuchando hasta recibir una trama de 
datos o hasta que el medio vuelve a estar libre. 
Cuando se transmite una trama, se añade un preámbulo de longitud variable cuyo objetivo 
es avisar al nodo receptor, dentro de su intervalo de wake-up, de que ha de mantenerse 
despierto. Si se desconoce el patrón de wake-up del receptor, la duración del preámbulo será 
igual a la del intervalo básico. El preámbulo consiste en una secuencia de bits simple que indica 
a un nodo vecino la intención de realizar una transmisión. La propia temporización de 
muestreo se transmite al receptor dentro de la misma trama. Tras recibir la trama 
correctamente, el nodo receptor repite esta operación con su propia temporización en la 
respectiva trama de reconocimiento. 
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Figura 4. Esquema de comunicación del protocolo WiseMAC. 
 
Los valores de temporización de muestreo de todos los nodos vecinos se almacenan en 
una tabla, cuyos valores se van actualizando periódicamente. Un nodo puede determinar los 
patrones de wake-up de todos sus vecinos a partir de esta tabla, hecho que permite minimizar 
la longitud del preámbulo en las transmisiones y, por consiguiente, reducir también el coste 
energético por transmisión. Siendo consciente del patrón de wake-up del receptor, el 
transmisor añade un pequeño preámbulo para compensar el máximo drift que los relojes de 
los dos nodos involucrados en la comunicación pueden haber desarrollado durante el tiempo 
desde su último intercambio de los valores temporales de muestreo. El cálculo detallado de la 
duración del preámbulo puede encontrarse en [3] y [4]. 
En situaciones de tráfico elevado, el tiempo entre comunicaciones será corto, así como el 
preámbulo de wake-up. Bajo estas condiciones, gracias a la combinación de la técnica de 
preamble sampling y de la minimización de la duración del preámbulo de wake-up es posible 
combatir el overhearing. En cambio, con condiciones de poco tráfico el tiempo entre 
comunicaciones tenderá a ser largo. No obstante, como máximo será igual al periodo de los 
nodos. Esta propiedad convierte a WiseMAC en un protocolo adaptable al tráfico. 
Un detalle importante del protocolo WiseMAC es la presencia de un bit de frame pending 
en la cabecera de los paquetes de datos. Un nodo que reciba un paquete de datos con este bit 
activado continuará escuchando el medio tras haber enviado el correspondiente 
reconocimiento. El transmisor enviará el siguiente paquete justo después de recibir esta trama 
de reconocimiento. 
Si un nodo sensor encuentra el medio ocupado esperará al start of frame delimiter, situado 
en el inicio de cada trama de datos. El nodo consultará en la cabecera si el paquete está 
destinado a él. En caso afirmativo, espera hasta el final de la transmisión y envía una trama de 
reconocimiento. Si el destino es otro nodo, se irá a dormir.  
3.1.3.1 Extended Carrier Sensing Range 
Mediante el extended carrier sensing range, los nodos consideran el medio ocupado 
siempre y cuando detecten una transmisión o ruido procedente de transmisiones de 
estaciones lejanas, incluso si la estación transmisora no se encuentra dentro del rango de 
transmisión del nodo. 
Este mecanismo ofrece protección frente al problema del nodo escondido, que ocurre 
cuando un nodo A es visible por un nodo B, pero no por un nodo C que sí es capaz de 
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comunicarse con el B. Entonces, si el nodo A y el C intentan comunicarse con el B al mismo 
tiempo, ambos encontrarán el medio libre, pero se producirá una colisión. 
 Todos los nodos localizados dentro del rango de detección de portadora (normalmente es 
dos veces más grande que el rango de transmisión) considerarán el medio ocupado y 
desistirán cualquier intento de transmisión. No obstante, el precio a pagar es una reducción 
del throughput máximo global, ya que se permite a menos nodos transmitir al mismo tiempo. 
En una red de sensores diseñada para escenarios con poco tráfico esta reducción del 
throughput puede llegar a ser aceptable. Por lo tanto, si los recursos son escasos y el tiempo 
de vida es más importante que el propio throughput, el extended carrier sensing range es una 
solución apropiada. 
3.1.3.2 CSMA no persistente con preamble sampling 
Cuando hay más de una estación con intención de enviar un paquete, aquella que posea la 
reserva del medio más larga iniciará la transmisión. Las colisiones y los errores surgidos 
durante la transmisión se detectan utilizando tramas de reconocimiento, y se resuelven con un 
esquema ARQ. Aun así, se pueden dar colisiones por las siguientes razones: 
• Problema del nodo escondido. 
• Retardos en la propagación de la señal. 
• Vulnerabilidad cuando dos estaciones conmutan simultáneamente sus transceptores 
al estado de transmisión. 
Con la finalidad de mitigar las colisiones provocadas por transmisiones concurrentes hacia 
un mismo nodo u otros envíos en el vecindario, el protocolo WiseMAC sigue un esquema 
CSMA-no persistente en combinación con la técnica del preamble sampling. Cuando un nodo 
intenta el envío de una trama en un instante determinado, si en ese preciso momento 
encuentra el medio ocupado, pospone la transmisión y conmuta su radio al estado sleep. En 
caso de querer enviar un paquete a una estación que muestrea periódicamente el medio, el 
nodo debe escoger el siguiente instante de wake-up del destino e intentarlo de nuevo con otro 
preámbulo de reserva del medio aleatorio. 
El principal inconveniente del WiseMAC es que los preámbulos de wake-up provocan una 
limitación en el throughput y un consumo elevado en recepción debido a overhead. 
3.1.4 ADCA (Asynchronous Duty Cycle Adjustment) 
El protocolo ADCA [5] es un protocolo asíncrono con patrón de escucha periódico. No 
necesita sincronizar los temporizadores de los nodos (así se evita overhead) y permite a cada 
uno establecer su propio patrón de escucha independiente. Está pensado para proporcionar 
bajo consumo energético, baja latencia en transmisión y alto throughput en redes WSN.  
Cuando se inicializa un nodo, en primer lugar decide su propio patrón de escucha y lo 
transmite en modo broadcast. Durante un periodo inicial de longitud arbitraria colecciona 
todos los patrones de sus vecinos. Entonces empieza a ejecutar su patrón de escucha, 
compuesto de ciclos periódicos repetidos y de longitud fija, cada uno de ellos formado por un 
periodo de contención, un periodo SYN, un periodo extendido y un periodo sleep. 
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Figura 5. Inicialización del patrón de escucha del protocolo ADCA. 
 
Durante el periodo de contención, cada nodo escucha el canal en busca de posibles 
paquetes de entrada. En el periodo SYN, se envía un paquete SYN broadcast a todos los nodos 
transmisores. Inmediatamente después al periodo SYN, el periodo extendido prolonga la 
duración del tiempo activo. Entonces, cada nodo conmuta su radio a modo sleep para ahorrar 
energía durante el periodo que lleva el mismo nombre.  
Cuando un nodo desea transmitir un paquete, comprueba su tabla de vecinos y “lucha” 
para enviar el paquete de datos dentro del periodo de contención del receptor. Tras la 
correcta transmisión, el nodo se va a dormir. En cambio, si el nodo fracasa al enviar el paquete 
en el periodo de contención del receptor, conmuta la radio a modo recepción a la espera de 
recibir un paquete SYN del receptor e intentar la retransmisión en su periodo extendido. Si aun 
así falla también la transmisión durante el periodo extendido, el nodo transmisor esperará al 
siguiente periodo de contención del receptor. 
Debido a la no sincronización de los patrones de los nodos, éstos son escalonados. Por 
consiguiente, se incrementa tanto la probabilidad de éxito en la transmisión como la utilización 
del canal, y se reducen las incidencias debidas a overhearing. Además, ADCA permite a los 
nodos ajustar dinámicamente sus periodos de contención y extendido basándose en el estado 
de la transmisión en curso y/o la carga de tráfico. De esta manera, el throughput también se ve 
incrementado y el retardo de transmisión disminuye, sin afectar a la eficiencia energética. 
3.1.5 Otros protocolos 
3.1.5.1 DS-MAC (Dynamic Sensor-MAC) 
DS-MAC [16] añade la característica de ciclo de trabajo dinámico al protocolo S-MAC. 
Inicialmente, la longitud del periodo viene definida por el sistema pero se permite a un nodo 
duplicarla o reducirla a la mitad dinámicamente dependiendo de las condiciones de carga de 
tráfico. Si el retardo medio en la recepción de paquetes es demasiado alto, el nodo reduce a la 
mitad la duración de su actual periodo. Si el retardo en la recepción de paquetes es bajo, el 
nodo doblará la duración del periodo. En ambos casos la ventana activa se mantiene 
constante. 
El objetivo es disminuir la latencia en aplicaciones sensibles al retardo. Dentro del periodo 
SYNC, todos los nodos comparten sus valores de latencias de un salto (tiempo entre la 
recepción de un paquete dentro de la cola y su transmisión). Como se ha comentado, todos los 
nodos empiezan con el mismo valor de duty cycle. Cuando un nodo receptor se percata de que 
el valor medio de latencia de un salto es alto, decide acortar su tiempo en sleep y lo anuncia 
dentro del periodo SYNC. De acuerdo con esto, después de que el nodo transmisor reciba esta 
señal de disminución del periodo sleep, comprueba si en su cola hay paquetes destinados a 
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este nodo receptor. Si hay alguno, dobla su ciclo de trabajo siempre y cuando su nivel de 
batería esté por encima de un umbral específico. 
La latencia observada con DS-MAC es mejor que la obtenida con S-MAC. Además, también 
se aprecia mejor consumo de potencia media por paquete. 
3.1.5.2 B-MAC (Berkeley-MAC) 
Es un protocolo de acceso al medio por detección de portadora. Proporciona un interfaz 
flexible para conseguir operaciones de ultra baja potencia, mecanismos efectivos para evitar 
colisiones y alta utilización de canal. 
Para lograr operaciones de baja potencia, B-MAC [11] emplea un esquema de muestreo de 
preámbulo adaptable para reducir el ciclo de trabajo y minimizar el idle listening. Asimismo, el 
protocolo soporta configuraciones on-the-fly y proporciona interfaces bidireccionales para 
servicios del sistema, con el objetivo de optimizar el comportamiento, ya sea para throughput, 
latencia o conservación de potencia. En el documento [11] se lleva a cabo una comparación 
con el protocolo S-MAC, donde se demuestra una mejor tasa de entrega de paquetes, 
throughput, latencia y consumo energético. 
Este protocolo utiliza clear channel assessment (CCA) y backoffs de paquetes para el 
arbitraje del canal, reconocimientos de la capa de enlace para obtener fiabilidad y LPL (Low 
Power Listening) para comunicaciones de baja potencia. 
3.1.5.3 P-MAC (Pattern-MAC) 
En el protocolo P-MAC [12], los nodos determinan sus sleep/wake-up schedules basándose 
en su propio tráfico y en los patrones de tráfico de sus vecinos. En [12] se demuestra tanto 
analíticamente como experimentalmente que mediante esta estrategia el protocolo es capaz 
de alcanzar mayor throughput con cargas altas y conservar más energía con cargas bajas que el 
S-MAC. 
Con P-MAC, un nodo sensor consigue información sobre la actividad de su vecindario a 
través de patrones. Basándose en estos patrones, el nodo puede irse a dormir durante un 
largo tiempo cuando no hay tráfico en la red. Si existe alguna actividad en el vecindario, el 
nodo la conocerá a través de los patrones y despertará cuando se le requiera. Por lo tanto, P-
MAC intenta ahorrar más potencia que el S-MAC y el T-MAC, sin mantener ningún tipo de 
compromiso con el throughput. 
3.1.5.4 U-MAC (Utilization based duty cycle tuning-MAC) 
Realiza tres modificaciones sobre el S-MAC: 
• Incorpora diversos esquemas de duty cycle para asignar diferentes ciclos de trabajo a 
nodos con diferentes tareas. 
• Para calcular los valores de ciclo de trabajo adecuados usa un enfoque basado en la 
utilización. 
• Emplea periodos de sleep selectivos tras las transmisiones para reducir el desperdicio 
energético experimentado en el S-MAC. 
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Los experimentos llevados a cabo en [13] muestran que el U-MAC reduce efectivamente el 
consumo energético y la latencia respecto al S-MAC. En comparación con el DS-MAC, saca 
partido del mecanismo de sintonización utilizado. 
Como se ha comentado, el protocolo no asigna el mismo ciclo de trabajo para todos los 
nodos, y a cada nodo se le pueden asignar periódicamente diferentes listen/sleep schedules 
con ciclos de trabajo también diferentes. Como ocurre en el S-MAC, se fuerza a los nodos 
sensores a intercambiar sus patrones y sincronizar el reloj con el de sus vecinos, con un 
periodo fijado. Sin embargo, los nodos que reciban paquetes SYNC no adoptarán el mismo 
patrón que sus vecinos, como sucede en el S-MAC. 
En una red de sensores, cada nodo tiene sus propias cargas de tráfico, diferentes de 
acuerdo con las tareas que lleva a cabo y con su ubicación. Para reflejar las diferentes cargas 
de tráfico, se adopta como métrica de evaluación la utilización de cada nodo. El nodo calcula 
cuál ha sido su utilización tras su última sincronización y ajusta el duty cycle de acuerdo con el 
valor calculado. Entonces, envía el nuevo patrón a sus vecinos vía broadcasting. El algoritmo 
detallado se resume en [13]. 
Se propone también que los nodos vayan selectivamente a dormir. Cuando termina una 
transmisión, un nodo comprueba si se encuentra en el periodo sleep y, si lo está, se va a 
dormir. El hecho de irse a dormir no provoca retardos adicionales, ya que los vecinos creen 
que el nodo se encuentra en estado sleep y ninguno de ellos le enviará paquetes. 
3.1.5.5 X-MAC 
La primera idea que introduce el protocolo X-MAC es incrustar en el preámbulo la 
dirección de destino para que los receptores que no lo sean puedan volver a dormir 
rápidamente. Así se trata el problema del overhearing. 
La segunda idea es utilizar el llamado strobed preamble para permitir al destinatario 
interrumpir el preámbulo largo tan pronto como se despierte y determine que él es el objetivo 
de la recepción. El enfoque del strobed preamble (o preámbulo corto) permite reducir el 
tiempo y la energía empleada esperando a que se complete el preámbulo largo. En [14] se 
lleva a cabo la demostración de que el X-MAC proporciona un ahorro significativo en energía y 
en latencia por salto. 
Finalmente, el protocolo X-MAC puede optar por utilizar un algoritmo automatizado para 
adaptar el ciclo de trabajo de los nodos y acomodar de la mejor forma posible la carga de 
tráfico en la red. 
3.1.5.6 Z-MAC (Zebra-MAC) 
Es un esquema MAC híbrido, que combina los puntos fuertes de TDMA y CSMA al tiempo 
que compensa sus debilidades. La principal característica del Z-MAC [15] es su adaptabilidad al 
nivel de contención en la red de forma que, en condiciones de baja contención, éste se 
comporta como CSMA, y en condiciones de alta contención, como TDMA. Es también un 
protocolo robusto a cambios de topología dinámicos y fallos en sincronización temporal, 
problemas muy comunes en redes de sensores. 
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En Z-MAC la asignación de slots temporales se lleva a cabo en el momento del despliegue, 
que es cuando se sufre el overhead más alto. Después de la asignación, cada nodo reutiliza su 
slot periódicamente en cada trama. A un nodo con un slot temporal asignado se le denomina 
propietario de ese slot, y los otros nodos son no propietarios de ese slot. Notar que puede 
haber más de un propietario por slot. 
Un nodo puede transmitir en cualquier slot temporal. Antes de transmitir (no 
necesariamente en el inicio del slot), el nodo siempre lleva a cabo la detección de portadora, y 
transmite un paquete cuando el canal está libre. Sin embargo, un propietario de slot siempre 
tendrá más prioridad en acceder al canal que los no propietarios. La prioridad se implementa 
ajustando el tamaño de la ventana de contención inicial de forma que a los propietarios se les 
da la opción de transmitir antes que a los no propietarios. El objetivo es que durante los slots 
donde los propietarios tengan datos a transmitir, Z-MAC reduzca la probabilidad de colisión, 
dado que los propietarios disponen antes de la oportunidad de transmitir y sus slots están 
repartidos a priori para evitar colisiones. No obstante, cuando un slot no es utilizado por sus 
propietarios, los no propietarios pueden “robarlo”. 
Una característica importante de este esquema de prioridad es que la probabilidad de 
acceder al canal de los propietarios puede ser ajustada independientemente de la de los no 
propietarios. En [15] se demuestra que esto contribuye a incrementar la robustez del 
protocolo frente a la sincronización y la asignación de slots fallida, mientras que habilita su 
escalabilidad a la contención. 
Mezclando CSMA y TDMA, Z-MAC consigue ser más robusto que un TDMA por sí solo a 
fallos temporales, condiciones del canal variantes con el tiempo, fallos en la asignación de slots 
y cambios en la topología. 
 
3.2 NACIMIENTO DEL PROTOCOLO WIMET 
Las aplicaciones de metering cumplen con todos los parámetros característicos de las 
redes de sensores inalámbricos: 
• Alta eficiencia energética de los contadores. 
• Bajo coste. 
• Instalación muy simple de dispositivos. 
• Tasas de transmisión bajas. 
Sin embargo, exigen todavía más: requieren el mínimo consumo energético 
proporcionando a la vez máximo rango de cobertura. Concretamente, el tiempo de vida de los 
dispositivos debe ser de unos 10 años y la cobertura superior a 100 metros. Estos últimos 
requisitos dificultan la elección de un protocolo de comunicaciones inalámbricas adecuado a 
las condiciones de trabajo de dichas aplicaciones. 
Inicialmente se contempla la solución clásica utilizada para redes WSN, esto es, estándar 
IEEE 802.15.4 más protocolo ZigBee. Por un lado, esta opción consigue tiempos de vida que 
van de varios meses a varios años, aunque resulta difícil creer que pueda alcanzar la década. 
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Por otro lado, los rangos de transmisión oscilan entre los 10 metros y los 75 metros. Por lo 
tanto, esta combinación de protocolos no es válida de acuerdo con los requerimientos 
demandados por las aplicaciones de metering. 
Debido al auge que han vivido durante estos últimos años las redes WSN, hoy en día 
abundan los denominados protocolos MAC energy-efficient. Como se ha podido comprobar en 
el apartado 3.1, cada uno de estos protocolos se las ingenia de alguna manera para ahorrar la 
máxima potencia posible y así alargar el tiempo de vida de los dispositivos. A través del estudio 
de su funcionamiento, se ha valorado cada una de las propuestas para su posible aplicación. 
Sin embargo, ninguna de ellas asegura acatar las duras exigencias impuestas por el metering. 
Por consiguiente, la empresa Wimet se planteó la posibilidad de desarrollar un protocolo 
de comunicaciones de ultra bajo consumo, con su correspondiente subcapa MAC, que lograra 
cumplir con estos requisitos. 
En primer lugar, se ideó utilizar varias de las estrategias seguidas por protocolos MAC 
energy-efficient existentes en combinación con técnicas de ahorro energético originales, para 
cumplir con las exigencias relativas al consumo. 
En cuanto al rango de transmisión, se consideró la configuración mesh como topología de 
red apropiada para el diseño de la solución. En el capítulo 2 se han visto sus características 
principales, entre ellas permite extender el rango de cobertura gracias a su condición de red 
inalámbrica multisalto. 
De esta manera nació el protocolo de comunicaciones WiMet (Wireless Metering 
Protocol). 
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4. WIMET PROTOCOL 
 
4.1 ELEMENTOS DE RED 
Las redes que funcionan bajo el protocolo WiMet se componen básicamente de dos tipos 
de dispositivos: MIU y gateway. Los enlaces inalámbricos trabajan en la banda de frecuencias 
ISM libres de licencia de 868 MHz (sólo en Europa). 
 
Figura 6. Esquema de una red simple de MIU y Gateway. 
 
4.1.1 Gateway 
Es un dispositivo que actúa como concentrador de una subred de MIU, centralizando la 
información recibida de cada nodo y transmitiéndola de forma conjunta a otros gateway en 
configuración mesh hasta llegar a una salida hacia Internet (un Access Point o AP, con 
capacidad GPRS o Wifi). 
Los gateway transmiten a 869 MHz (banda ISM libre de licencia) y alcanzan rangos de 2 a 3 
km. Por lo tanto, una red mesh de gateway es una red metropolitana, donde cada dispositivo 
agrupa diferentes subredes de MIU. Normalmente, cada gateway es capaz de administrar 50 
dispositivos MIU, y cada AP alberga alrededor de 20 dispositivos gateway. 
4.1.2 MIU (Meter Interface Unit) 
Es un dispositivo con capacidad de establecer comunicación inalámbrica con otros MIU a 
868 MHz (banda ISM libre de licencia). Se comporta como un nodo dentro de una agrupación o 
red mesh, capaz de enviar y recibir mensajes hacia/desde otros MIU (también llamados 
vecinos a un salto) y de retransmitir mensajes procedentes de MIU más lejanos (situados a 
más de un salto) hacia otros MIU. El destino final de todos estos mensajes es el gateway de la 
agrupación. 
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El MIU se encarga de almacenar información para su posterior envío. Normalmente realiza 
una transmisión cada 24 horas y su duty cycle de recepción suele ser del 1%, para satisfacer los 
requerimientos de vida del sistema (10 años mínimo). De todas formas, tanto la frecuencia de 
las transmisiones como el ciclo de trabajo son parámetros configurables por el usuario, y que 
afectarán al tiempo de vida. 
El enrutamiento de paquetes hacia el gateway se realiza mediante el algoritmo de 
gradiente basado en el número de saltos existente entre el MIU y el propio gateway. Cada MIU 
determina su distancia al gateway (cuantificada en saltos) a partir de las distancias de sus 
nodos vecinos, y enruta la información hacia MIU situados a menos saltos que él. Así hasta 
alcanzar el gateway. 
 
4.2 ESPECIFICACIÓN DE LA CAPA FÍSICA 
A continuación se adjunta una breve descripción de la capa física (PHY) del protocolo 
WiMet. Aunque la extensión de esta especificación no es demasiado larga y no entra mucho en 
detalle debido a que el objetivo del proyecto se ha concentrado en la subcapa MAC y no en la 
PHY, se considera que la información que aparece es la mínima necesaria para la buena 
comprensión del trabajo realizado. 
La capa física del protocolo WiMet proporciona un interfaz entre la subcapa MAC y el canal 
radio físico, y es responsable de las siguientes tareas: 
 Activación y desactivación del transceptor radio 
Conmuta el transceptor radio en uno de sus tres posibles estados: recepción, 
transmisión o sleep, de acuerdo con las solicitudes de la subcapa MAC. 
 Clear channel assessment (CCA) 
La capa física se ocupa de llevar a cabo el CCA, necesario durante la ejecución del 
mecanismo de CSMA/CA. Básicamente, considera medio ocupado si la energía 
detectada está por encima de un umbral predefinido. 
 Transmisión y recepción de datos 
Es la función principal de la capa PHY. 
Un resumen de sus características principales: 
• La modulación utilizada es una FSK (Frequency Shift Keying) binaria, con desviación de 
frecuencia igual a 50 kHz. 
• Los valores de frecuencia que suele utilizar son 868,0 MHz y 868,6 MHz, que permiten 
emitir a 25 mW de potencia. 
• Para obtener cobertura máxima utiliza un baudrate de 9600 baud. 
• No existe codificación de canal. 
• Para la codificación de fuente utiliza una codificación Manchester. Se trata de una 
codificación NRZ (Non Return Zero), donde 1 bit se representa por 2 símbolos. 
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Figura 7. Codificación de fuente Manchester. 
 
• La secuencia de inicio (start sequence, véase figura 8) está concebida tal que es una 
violación del código Manchester. De esta manera, es fácilmente reconocible por los 
dispositivos. 
 
 
 
Figura 8. Secuencia de símbolos enviados en una trama. 
 
• La secuencia de sincronismo (synchronism sequence) junto con la mencionada 
secuencia de inicio forman el denominado preámbulo. Los dispositivos deben detectar 
un mínimo de 24 símbolos de preámbulo (16 símbolos de la secuencia de sincronismo 
más los 8 símbolos de la secuencia de inicio) para poder aceptar la recepción de una 
trama. Siempre que no se detecten estos 24 símbolos, la recepción no se llevará a 
cabo. 
 
4.3 ESPECIFICACIÓN DE LA SUBCAPA MAC 
El protocolo WiMet propone una implementación a nivel de subcapa MAC a partir de la 
experiencia adquirida en el estudio de varios protocolos MAC energy-efficient. El objetivo que 
persigue es mejorar los resultados alcanzados por estos protocolos, tanto a nivel energético 
como en cuanto a efectividad en el funcionamiento. 
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4.3.1 Estructura de trama 
El protocolo WiMet sigue una estrategia de escucha periódica. Cada nodo divide su tiempo 
en periodos de recepción, y a su vez, cada periodo se separa en dos partes: 
 
 
Figura 9. División del tiempo en los nodos. 
 
 Ventana de recepción 
Intervalo durante el cual el nodo escucha el medio a la espera de recibir algún paquete 
procedente de cualquier vecino de la red. 
 Sleep time 
El nodo permanece dormido y sólo se despierta si debe enviar algún paquete a alguno 
de sus vecinos. 
Durante la ventana de recepción el nodo mantiene activo el microcontrolador y configura 
el transceptor para trabajar en modo recepción. Al conmutar a sleep time, desactiva ambos 
componentes e inicializa un temporizador para volver a despertarse en el siguiente periodo de 
recepción. 
Relacionando los conceptos de ventana y periodo de recepción se define el ciclo de trabajo 
del nodo (duty cycle): 
% = 	
 × 100 
ΔRx: duración de la ventana de recepción (s) 
TRx: duración del periodo de recepción (s) 
Fijado un valor para el periodo de recepción, el valor del ciclo de trabajo se escogerá de 
acuerdo con las condiciones particulares de cada escenario de aplicación. Por lo tanto, la 
duración de la ventana de recepción vendrá determinada por ambos parámetros, y en 
principio tendrá un valor constante. 
Lógicamente, el consumo energético durante la ventana de recepción es mucho mayor 
que durante el Sleep time. De ahí la importancia de conocer el ciclo de trabajo de un nodo: 
cuanto mayor sea éste, mayor será el gasto energético del dispositivo por periodo de 
recepción. 
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4.3.2 Sincronismo 
WiMet no requiere sincronismo entre los nodos de la red, es decir, no necesita que sus 
patrones de escucha mantengan una perfecta sincronización mediante, por ejemplo, un 
sistema de temporizadores complejo. 
 
 
Figura 10. Patrones de escucha asíncronos de tres dispositivos 
pertenecientes a una misma red. 
 
Como se aprecia en la figura 10, el instante de inicio de la ventana de recepción no tiene 
por qué ser el mismo para todos los dispositivos: 
t1 ≠ t2 ≠ t3 
Cuando se inicializa por primera vez un nodo, éste escoge aleatoriamente su propio patrón 
de escucha y, a continuación, entra en el denominado device discovery period, que se 
describirá en detalle más adelante. 
No obstante, sí hay que tener presentes los problemas de sincronismo provocados por la 
deriva temporal de los relojes de los dispositivos (clock drift) a la hora de enviar y recibir 
paquetes. Los efectos de deriva temporal son aquellos que provocan que un reloj pierda 
sincronización respecto a un reloj de referencia. En el caso tratado, todos los dispositivos de la 
red disponen de un reloj propio expuesto a la deriva temporal. Por esta razón, se puede llegar 
a alguna de las dos situaciones planteadas en la figura 11. 
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Figura 11. Efectos de la deriva temporal (clock drift). 
 
En la figura superior, los trazos punteados representan el desplazamiento que sufre la 
ventana de recepción respecto a la ventana teórica debido al clock drift. En el primer caso, el 
reloj sufre un retardo respecto a su periodo teórico. Esto hace que el periodo real del nodo, 
T'Rx, tenga asociado un pequeño incremento, δt1: 

 = 
 +  
En cambio, en el segundo caso el reloj se avanza al periodo ideal, hecho que provoca un 
adelanto en el periodo de recepción real cuantificado por δt2: 

 = 
 −  
Por este motivo, cada nodo dispone de un espacio reservado de memoria destinado a la 
gestión de una tabla de vecinos (neighbor table), donde almacenan toda la información 
relativa a su vecindario necesaria para contrarrestar los efectos de clock drift. En particular, se 
almacena el tiempo de offset de todos los vecinos descubiertos durante el proceso de 
descubrimiento. 
 
Nodo Tiempo de offset 
A OFFSETBA 
C OFFSETBC 
... ... 
 
Figura 12. Ejemplo de tabla de vecinos (en este caso, del nodo B). 
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Por definición, el tiempo de offset entre el dispositivo A y el dispositivo B es la separación 
temporal entre el inicio de la ventana de recepción de A y el inicio de la ventana de recepción 
de B, donde B y A son vecinos de la misma red. 
 
 
Figura 13. Tiempo de offset entre el dispositivo A y el dispositivo B (OFFSETAB), 
y viceversa (OFFSETBA). 
 
Considerando condiciones ideales (esto es, sin efectos de clock drift), se cumple la 
siguiente igualdad: 
OFFSETAB + OFFSETBA = TRx 
Gracias a los tiempos de offset, los nodos son capaces de conocer todos los patrones de 
escucha de sus vecinos. Realizando una actualización periódica de estos valores de la tabla de 
vecinos se logra mitigar el efecto de la deriva temporal. La frecuencia de las actualizaciones 
dependerá del ciclo de trabajo y del periodo de recepción escogidos. 
4.3.3 CSMA/CA (Carrier Sense Multiple Access/Collision Avoidance) 
En redes inalámbricas no se puede escuchar a la vez que se transmite; ergo, no pueden 
detectarse colisiones. Sin embargo, dado que todos los dispositivos utilizan el mismo medio de 
transmisión, sí que es necesario algún método que sirva para evitar colisiones entre paquetes. 
En el protocolo bajo estudio se utiliza el mecanismo CSMA/CA, muy común en este tipo de 
redes. Básicamente, se trata de consultar el estado del medio justo antes de transmitir un 
paquete. Si se encuentra ocupado, el nodo que desea acceder debe esperar un tiempo 
aleatorio adicional antes de volver a consultar el estado del medio. Si está libre, procede con la 
transmisión. Así consigue reducir la probabilidad de colisión en el canal. 
Cuando la subcapa MAC recibe un paquete pendiente de ser transmitido, ésta ordena a la 
capa física que lleve a cabo un CCA. Entonces, se comprueba en primer lugar si el canal está 
libre. Si es así, se espera un tiempo igual al tiempo de procesado de un paquete, y se vuelve a 
comprobar el estado del canal. En caso de continuar vacío, se inicia la transmisión del paquete. 
En caso de encontrar ocupado el canal ya sea en el primer intento o en el segundo, se pospone 
la transmisión y, tras un algoritmo de backoff, procederá otro CCA. Este procedimiento se 
repetirá un determinado número de veces, inferior a un límite prefijado, hasta encontrar el 
medio libre. Si finalmente se alcanza el límite fijado, se descarta el paquete y se informa sobre 
el acceso fallido. 
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Figura 14. Diagrama de flujo del proceso de CSMA/CA. 
 
El funcionamiento del algoritmo de backoff es el siguiente. La primera vez que se invoca,   
genera un número entero aleatorio dentro del rango (0, Contention Window] que indica el 
número de periodos de recepción que el dispositivo debe retrasar el intento de transmisión 
del paquete. Inicialmente se establece el valor de Contention Window a CWmin, y éste va 
creciendo exponencialmente en cada nueva retransmisión siguiendo la regla 2*Contention 
Window, hasta alcanzar un valor máximo de CWmax. Cuando el nodo vuelve a consultar el 
estado del medio, en caso de detectarlo libre, se reduce el valor de Contention Window en un 
periodo, que equivale a restarle una unidad: Contention Window - 1. 
Expresado en pseudocódigo, el algoritmo de backoff con ventana exponencial (binary 
exponential backoff) sería: 
Si medio == ocupado 
 waitTime = random(0, CW] · periodoRx 
 CW = 2 · CW 
 Si CW > CWmax 
  CW = CWmax 
Si medio == libre && CW > CWmin 
 CW = CW – 1 
 Si CW < CWmin 
  CW = CWmin 
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Por lo tanto, la primera vez que se intenta acceder al medio y no se encuentra libre, el 
tiempo aleatorio de backoff será de uno o de dos periodos de recepción. Si en el siguiente 
acceso el medio sigue ocupado, entonces los posibles valores pasarán a ser uno, dos, tres o 
cuatro periodos. Y así sucesivamente. 
Por razones de diseño, se establecen los siguientes valores: 
CWmin = 2 
CWmax = 32 
La figura 15 representa esquemáticamente el funcionamiento del algoritmo de backoff, 
considerando que en todos los intentos de acceso al medio está siempre ocupado. Notar que 
el valor máximo de los rangos es siempre una potencia de dos. 
 
 
Figura 15. Ejemplo 1 de funcionamiento del algoritmo de backoff. 
 
En caso de encontrar el medio libre, se resta una unidad al valor que tenga asignada la 
ventana de contención en ese instante (Contention Window). Por ejemplo, si se han realizado 
tres consultas y no se ha tenido éxito hasta la tercera, ocurrirá lo ilustrado en la figura 16. 
 
 
Figura 16. Ejemplo 2 de funcionamiento del algoritmo de backoff. 
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4.3.4 Device discovery period 
Como bien indica su nombre, durante el device discovery period los dispositivos tratan de 
descubrir a los nodos que se encuentran dentro de su rango de cobertura, a la vez que se dan 
a conocer ellos mismos en su vecindad. 
El correcto desarrollo de este periodo de descubrimiento es clave en la conformación de 
una red; debe proporcionar la capacidad de añadir un nodo de forma automática a una WPAN 
ya existente sin que se vea afectado su funcionamiento y, sobretodo, consumiendo la mínima 
energía durante el proceso. 
4.3.4.1 Formato de las tramas MAC de descubrimiento 
Durante el proceso de descubrimiento, tanto el dispositivo que lo está llevando a cabo 
como los nodos que forman la red intercambian información a través del envío de tramas MAC 
de descubrimiento (MAC Discovery Frames). 
 Trama beacon 
Un nodo utiliza la trama beacon para anunciar su presencia dentro de una red, a fin de 
que posibles vecinos que la reciban puedan contestar posteriormente con una trama 
hello. Por ello, se transmite en modo broadcast. 
Cuando un dispositivo recibe correctamente una trama beacon dentro de su ventana 
de recepción debe responder con una trama hello únicamente al dispositivo origen. 
Este envío es posible gracias a la información que incorpora la trama beacon, a saber: 
- RX WINDOW CONFIG 
Debido a la estrategia de escucha periódica adoptada por la subcapa MAC, la 
trama beacon facilita qué tipo de ventana implementa el dispositivo, 
proporcionando el periodo de recepción y el tiempo asignado de escucha (por 
ejemplo: cada 5 segundos, durante el 1% del tiempo). 
 
- TIME TO RX 
El time-to-receive (TTR) es el tiempo que debe transcurrir hasta el inicio de la 
siguiente ventana de recepción. Necesario para transmitir la trama hello dentro de 
la ventana de recepción del dispositivo emisor del beacon. Útil también para 
calcular otro parámetro importante visto anteriormente: el tiempo de offset. 
 
 
Figura 17. Valor del time-to-receive en el instante de envío 
de una trama beacon. 
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- SHORT SOURCE ADDR 
Dirección del dispositivo emisor. Gracias a esta información, el dispositivo receptor 
puede transmitir la trama hello sólo al dispositivo de interés, esto es, el nuevo 
vecino descubierto. 
 
 
Figura 18. Formato de la trama beacon. 
 
El significado de todos los campos de la trama beacon se puede encontrar en el 
capítulo C de los Anexos. 
 Trama hello 
La trama hello se utiliza para responder a la recepción de una trama beacon de un 
dispositivo que está realizando el proceso de descubrimiento. Se trata pues de una 
transmisión unicast, ya que la trama está destinada explícitamente a un determinado 
vecino. De esta manera se le pretende hacer saber a ese dispositivo que un nodo 
vecino ha recibido un beacon suyo (es consciente de su existencia) y desea añadirlo a 
su tabla de vecinos. Al mismo tiempo, mediante el envío de la trama le facilita la 
información necesaria para que él pueda hacer lo mismo (pueda “descubrirlo”). 
Un hello también almacena la dirección del nodo transmisor, su time-to-receive y la 
configuración de su ventana de recepción. De esta manera, el receptor de la trama 
puede calcular el tiempo de offset relativo a ese vecino y guardarlo posteriormente en 
su tabla de vecinos. 
Hay que remarcar que solamente se considera a un vecino como “descubierto” si se ha 
podido comprobar la bidireccionalidad del enlace; esto es, las tramas hello deben ser 
confirmadas mediante tramas ACK. Si pasado un cierto timeout el nodo no ha recibido 
una confirmación de recepción del hello, retransmite otra vez la trama. Así hasta un 
límite prefijado; una vez superado dicho límite, deja de retransmitir el hello y se da por 
perdida la trama (y con ella la información que contenía). 
Una vez se ha confirmado a un vecino como “descubierto”, se debe refrescar su estado 
periódicamente para actualizar el valor del tiempo de offset y el algoritmo de 
enrutamiento. 
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Figura 19. Formato de la trama hello. 
 
El significado de todos los campos de la trama hello se puede encontrar en el capítulo 
C de los Anexos. 
 Trama ACK 
Se origina para confirmar a un dispositivo la correcta recepción de una trama hello, a la 
vez que le permite actualizar el valor del tiempo de offset almacenado en su tabla de 
vecinos mediante la transmisión de su time-to-receive. 
4.3.4.2 Funcionamiento del device discovery period 
La estrategia que se lleva a cabo durante el device discovery period es realizar un barrido 
del periodo de recepción, que consiste en el envío broadcast de tramas beacon en unos 
instantes determinados por parte del nuevo nodo de la red. 
Para ello se divide el periodo de recepción en slots, donde la duración de cada slot es igual 
a la de una ventana de recepción. Por consiguiente, el número total de slots que conforma un 
periodo es igual a: 
 = 
	 =
1
 
Se debe diferenciar entre el caso Nslots entero y Nslots real. 
Se considera inicialmente el caso Nslots entero. Un barrido completo equivale al envío 
broadcast de Nslots tramas beacon, realizándose una sola transmisión por periodo de recepción. 
En otras palabras, se transmite un primer beacon justo al finalizar la primera ventana de 
recepción del propio dispositivo. El intervalo de tiempo que se “barre” con este beacon es 
igual a una ventana de recepción, o lo que es lo mismo, es igual a un slot, al que se nombrará 
número 1. El siguiente beacon se transmitirá un periodo de recepción más una ventana de 
recepción después que el número 1; será el slot número 2. Y así sucesivamente hasta llegar al 
slot número “Nslots”.  
Una forma quizá más sencilla de entender el barrido es imaginarlo como una matriz como 
la mostrada en la figura 20. 
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Figura 20. Representación matricial del barrido realizado por un nodo 
durante el device discovery period. 
 
La matriz representada está formada por n columnas que representan los slots en los que 
se divide un periodo de recepción, y por n filas que representan los barridos realizados durante 
el device discovery period. La celda sombreada resalta el slot en el que se realiza el barrido, o 
en otras palabras, el intervalo dentro del cual se transmite la trama beacon. 
Por otro lado, si Nslots es un número real se considera la función techo de la parte entera. 
La función techo aplicada a un número real x devuelve el mínimo número entero k no inferior 
a x: 
 = min ! ∈ ℤ   ≤ !⁄ ' 
De esta manera se asegura la inspección de todo el periodo de recepción. 
Se debe decir que aunque el barrido contempla todas las posibles ubicaciones dentro del 
periodo de recepción, esto no implica que siempre se obtenga éxito en el proceso de 
descubrimiento de todos los vecinos. 
En conclusión, la duración del device discovery period (TDDP) se calcula de la siguiente 
manera: 

(() = * − 1+*
 + 	+ = ,
	 − 1- *
 + 	+ = 
 ,
1
 − 1- *1 + + 

(() = 
 , 1 − - 
Análisis y evaluación de un protocolo MAC eficiente energéticamente para redes de sensores inalámbricos 
 
38 
 
En realidad se debe hablar de cota mínima, ya que existirán casos en los que el tiempo de 
realización del proceso de descubrimiento será mayor. El motivo es que si en el instante en 
que se ha de transmitir un beacon el medio se encuentra ocupado, se pospone la transmisión 
para el siguiente periodo. Esto implica que el valor de TDDP calculado con la expresión anterior 
se verá incrementado en un periodo de recepción. 
En este sentido, hay fijado un límite de retransmisiones de una misma trama beacon. Una 
vez superado este límite, se pasa automáticamente al envío del siguiente beacon. 
Como ya se ha comentado anteriormente, la reacción ante la recepción de una trama 
beacon es la transmisión de una trama hello de respuesta lo antes posible al dispositivo origen. 
Para ello, haciendo uso del time-to-receive proporcionado por el beacon, se intenta el envío 
del hello dentro de la ventana de recepción del receptor. Una vez enviado, el dispositivo activa 
el transceptor en modo recepción durante un breve intervalo de tiempo, a la espera de una 
trama de acknowledgment (ACK) que verifique la entrega del hello. El nodo receptor enviará 
esta trama de reconocimiento inmediatamente después de procesar correctamente la trama 
hello. 
 
 
Figura 21. Ejemplo del proceso de descubrimiento entre el dispositivo A y el dispositivo B. 
 
Si tras el pertinente tiempo de guarda no se recibe una trama ACK, el dispositivo 
procederá a reenviar la trama hello en la siguiente ventana de recepción del receptor. Así 
hasta la correcta recepción de la trama o hasta rebasar el límite máximo de retransmisiones. 
En dicho caso, se descartará el paquete. 
Durante todo este tiempo, si el dispositivo tiene tramas hello pendientes de ser enviadas, 
se retrasará el momento de la transmisión hasta recibir la confirmación o descartar finalmente 
la trama en curso (comportamiento Stop & Wait). Dichas tramas en espera se almacenan en 
una cola FIFO (First In First Out) de capacidad finita. 
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A modo de resumen, en la figura 22 se adjunta un diagrama de flujo simplificado del 
periodo de descubrimiento de dispositivos. 
 
Figura 22. Diagrama de flujo del device discovery period. 
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4.3.5 Instante de envío de tramas hello 
La transmisión de una trama hello debe realizarse de forma que el receptor la reciba 
dentro de su ventana de recepción. No obstante, existen varias posibilidades a la hora de 
escoger el instante en el que iniciar el envío: 
• Una opción sería enviar la trama justo cuando se inicia la ventana de recepción. 
• Otra alternativa podría ser enviarla a mitad de ventana. 
• Por otro lado, también se podría optar por realizar el envío en un instante aleatorio 
dentro de un intervalo menor al de la propia ventana, como se muestra en la figura 23. 
 
 
Figura 23. Intervalo habilitado para la recepción de paquetes hello. 
 
Esta flexibilidad en la elección del instante de transmisión se debe al hecho de que en las 
tramas beacon se comparten los valores del periodo de recepción y del ciclo de trabajo de 
cada nodo individualmente. De esta manera, el nodo transmisor de la trama hello es capaz de 
conocer perfectamente el patrón temporal de su vecino y de transmitirle la trama en cualquier 
instante dentro de la ventana de recepción, sin miedo a equivocarse. 
Una de las tareas que se llevará a cabo en la simulación del protocolo es experimentar 
varias estrategias de envío de tramas hello y comprobar cuál de ellas resulta más eficiente para 
los propósitos buscados. 
4.3.6 Extensión de la ventana de recepción 
Esta técnica consiste básicamente en alargar la duración de la ventana de recepción 
cuando el tiempo de recepción de un paquete sea mayor al tiempo que le queda a la ventana 
para conmutar al estado sleep. Así, todos los paquetes cuya recepción se haya iniciado 
dispondrán de preferencia para finalizarla, aunque ello conlleve aumentar el tiempo en el 
estado de recepción. En otras palabras, se prioriza la recepción de un paquete en curso antes 
que su posterior retransmisión. 
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Figura 24. Recepción correcta de una trama hello gracias a 
la extensión de la ventana de recepción. 
 
Al aplicar esta estrategia el valor del ciclo de trabajo se verá ligeramente afectado, ya que 
el tiempo durante el cual el microcontrolador y el transceptor permanecen activos será mayor 
al esperado. Las consecuencias, ventajas e inconvenientes del uso de la técnica de la ventana 
de recepción extendida se analizarán en el capítulo 6, correspondiente a las simulaciones del 
protocolo. 
 
4.4 VENTAJAS DEL PROTOCOLO 
Como se ha comentado anteriormente, el protocolo WiMet fue desarrollado con una 
orientación hacia el campo del metering. Una de las peculiaridades de las aplicaciones 
metering es su filosofía en cuanto al consumo energético: la prioridad es hacer un uso óptimo 
de los recursos disponibles. En este sentido, los dispositivos que forman una red de una 
aplicación de este campo se alimentan con baterías de bajo consumo que les deben 
proporcionar un tiempo de vida de 10 a 15 años. 
Por este motivo, el protocolo WiMet está pensado para aportar ciertas ventajas relativas al 
ahorro energético sobre los protocolos existentes, pero a la vez no podrá ser tan eficiente en 
otros aspectos de la comunicación como, por ejemplo, la latencia. 
4.4.1 Consumo energético 
Evidentemente, la principal ventaja del protocolo será su bajo consumo energético, ya que 
su diseño y desarrollo se ha basado casi exclusivamente en conseguir reducir al máximo el 
desperdicio de potencia en los nodos sensores. 
En primer lugar, se ha empleado una estructura de trama con escucha periódica. De esta 
manera, como ya demostró en su día el protocolo S-MAC, se combaten los efectos del idle 
listening, una de las principales causas de gasto energético en redes WSN. 
Al tratarse de un protocolo asíncrono, su consumo relativo a la actualización de la tabla de 
vecinos pretende ser mucho menor que el que dedican a mantener el sincronismo global los 
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protocolos MAC síncronos. En este sentido, el proceso de descubrimiento (o device discovery 
period) también ha sido ideado respetando el principio de mínimo consumo, a la vez que 
persigue una alta efectividad en el descubrimiento de todos los nodos del vecindario. 
El mecanismo CSMA/CA se utiliza para evitar colisiones entre paquetes que conllevarían 
sus respectivas retransmisiones, y su correspondiente gasto energético. La estrategia de 
extensión de ventana también debe contribuir al ahorro en energía dedicada a la 
retransmisión de tramas que no se hubiesen podido recibir en caso de no haberse aplicado 
esta técnica. 
4.4.2 Latencia 
En general, la mayoría de protocolos MAC energy-efficient priorizan sus esfuerzos en el uso 
adecuado de los recursos energéticos y no proporcionan un valor de latencia destacable. Esto 
es debido al compromiso que existe entre el consumo energético y la latencia, de forma que si 
se mejora uno de los dos parámetros, normalmente el otro empeora. 
Por consiguiente, dado que la filosofía de funcionamiento del protocolo WiMet opta por el 
ahorro energético, éste no proporcionará un valor destacable de latencia debido al 
mencionado compromiso entre los dos parámetros. 
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5. IMPLEMENTACIÓN DEL PROTOCOLO WIMET EN OMNET++ 
 
5.1 ENTORNO DE SIMULACIÓN OMNET++ 
Debido a la importancia que han adquirido las redes de telecomunicaciones, hoy en día es 
vital el uso de un simulador de red en el diseño y desarrollo de nuevos modelos. Mediante una 
herramienta de este tipo se pueden llevar a cabo múltiples simulaciones para el estudio y el 
análisis de redes. 
En el proyecto, se ha empleado OMNeT++ para simular el comportamiento de una 
pequeña red inalámbrica de sensores funcionando con el protocolo WiMet. Para ello ha sido 
necesaria la implementación de la subcapa MAC y parte de la capa física del protocolo. 
5.1.1 Definición 
OMNeT++ (Ojective Modular Network Testbed in C++) [24] es un simulador de red 
modular, de eventos discretos y orientado a objetos. Normalmente se utiliza para: 
• Modelar tráfico en redes de telecomunicaciones. 
• Modelar protocolos. 
• Modelar multiprocesadores y otros sistemas hardware distribuidos. 
• Validar arquitecturas hardware. 
• Evaluar aspectos de rendimiento de sistemas software complejos. 
• Modelar cualquier sistema donde el enfoque de eventos discretos sea adecuado. 
Con el paso de los años, se ha convertido en una herramienta de simulación de redes muy 
popular en la comunidad científica, así como en el mundo industrial. Su creador es András 
Varga, pero cuenta con contribuciones ocasionales de un considerable número de personas. 
5.1.2 Componentes 
• Simulation kernel library. 
• Compilador para el lenguaje de descripción de topología NED (nedc). 
• Editor de redes gráfico para archivos NED (GNED). 
• GUI para la ejecución de simulaciones (Tkenv). 
• Interfaz de usuario en línea de comandos para la ejecución de simulaciones (Cmdenv). 
• Herramienta de representación gráfica de vectores de salida (Plove). 
• Otras utilidades (herramienta de generación de semillas aleatorias, herramienta de 
creación de makefile, etc.). 
• Documentación, ejemplos de simulación, material de las contribuciones, etc. 
5.1.3 Plataformas 
El simulador funciona en Windows y en varias distribuciones de Unix, utilizando diversos 
compiladores de C++. OMNeT++ es gratuito únicamente para uso académico y con fines no 
lucrativos. Para propósitos comerciales existe OMNEST, la versión comercial de OMNeT++, 
para cuya utilización es necesario obtener licencias de la Omnest Global, Inc. 
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5.1.4 Modelo de simulación 
Un modelo de OMNeT++ está formado por módulos anidados jerárquicamente, que se 
comunican mediante el envío de mensajes. 
5.1.4.1 Módulos de librerías 
Se pueden crear librerías de objetos utilizando módulos simples. Los módulos simples que  
suelen utilizar los módulos de librerías son aquellos que implementan: 
• Protocolos de capa física/enlace 
• Protocolos de capas superiores 
• Tipos de aplicaciones de red 
• Elementos básicos: generador de mensajes, acumulador, hub concentrador/simple, 
colas, etc. 
• Módulos que implementan algoritmos de enrutado en un multiprocesador o red. 
Antes de ejecutar una simulación se debe compilar el código fuente. Por lo tanto, la 
dificultad radica básicamente en la obtención de dicho código, ya sea a partir de librerías 
existentes o mediante el desarrollo personal del programador. Si se opta por utilizar las 
librerías, gracias a su desarrollo modular, se pueden emplear sólo los bloques de interés. 
Cuando se dispone de todo el código fuente, se ejecuta un compilador C++. 
5.1.4.2 Descripción de módulos red 
La descripción modular de redes se realiza en lenguaje NED. La descripción de red consiste 
en descripciones de componentes, tales como canales, tipos de módulo simples o compuestos, 
que pueden utilizarse en diversas descripciones de red. Por lo tanto, el usuario puede 
personalizar su librería personal de descripciones de red. 
Los archivos que contienen las descripciones de red deben terminar con el sufijo “.ned”. El 
compilador NEDC traduce las descripciones de red a código C++. Entonces, este código es 
compilado por el compilador C++ y enlazado con el ejecutable de la simulación. 
5.1.5 Interfaces de usuario 
El simulador dispone de dos interfaces de ejecución: 
 Tkenv: potente interfaz gráfico. 
 Cmdenv: interfaz simple y rápido que soporta ejecuciones en lote. 
Normalmente, el usuario prueba y depura la simulación con Tkenv, y la ejecuta finalmente 
con Cmdenv. 
5.1.5.1 Tkenv 
Se trata de un interfaz de usuario gráfico portable, basado en ventanas. La simulación 
puede realizarse mensaje a mensaje o de forma continua (a varias velocidades), convirtiéndose 
en una herramienta de depuración de código muy útil. Además, tiene la capacidad de 
proporcionar una imagen detallada del estado de la simulación en cualquier momento de la 
ejecución. Estas características convierten a Tkenv en un buen candidato durante la fase de 
desarrollo de una simulación, o para utilizarlo en presentaciones. 
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Sus características más importantes son: 
• El intercambio de mensajes puede ser visualizado en una ventana durante el progreso 
de una simulación. 
• Ejecución animada evento a evento. 
• Uso de breakpoints. 
• Uso de inspector windows para examinar y alterar objetos y variables en el modelo. 
• Representación gráfica de los resultados de la simulación durante la ejecución. Los 
resultados pueden ser representados como histogramas o diagramas temporales. 
• Snapshots (informes detallados sobre el modelo). 
Proporciona un entorno idóneo para experimentar con el modelo durante las ejecuciones 
y para la verificación de la correcta operación durante la simulación. 
5.1.5.2 Cmdenv 
Es un interfaz basado en línea de comandos, portable y rápido, y está diseñado 
principalmente para la ejecución por lotes. Cmdenv se utiliza para ejecutar todas las 
simulaciones que están descritas en el archivo de configuración omnetpp.ini. Compila y ejecuta 
en todas las plataformas. 
 
5.2 INET FRAMEWORK 
El INET Framework [25] es un paquete open-source de simulación de redes de 
comunicaciones para el entorno de simulación OMNeT++/OMNEST. Contiene modelos para 
varios protocolos: UDP, TCP, SCTP, IP, Ipv6, Ethernet, PPP, IEEE 802.11, MPLS, OSPF y muchos 
más. 
Feng Chen y Falko Dressler elaboraron un modelo de simulación del estándar IEEE 802.15.4 
para OMNeT++/INET Framework [17] [18] [26], con el objetivo de evaluar su rendimiento. 
Adaptado de su implementación para el simulador ns-2, su modelo fue desarrollado de 
acuerdo con la versión IEEE Std. 802.15.4-2006 y está preparado para ser extendido con la pila 
de protocolos de ZigBee.  
El modelo consiste en una pila de protocolos basada en 802.15.4 y dos módulos 
independientes que se encargan de las medidas energéticas y la movilidad en las simulaciones. 
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Figura 25. Estructura del modelo de Feng Chen y Falko Dressler. 
 
 Módulos IEEE 802.15.4 MAC y PHY 
Son el núcleo de la implementación y están modelados estrictamente de acuerdo con 
el estándar IEEE 802.15.4-2006.  
 Módulo IFQ 
Dado que en el estándar no se especifica explícitamente la capacidad para un buffer 
MAC, se añade un módulo IFQ que actúa como tal. De hecho, el módulo IFQ es un cola 
FIFO drop-tail, que almacena paquetes de datos provenientes de la capa superior y los 
entrega a las peticiones MAC. El tamaño del buffer es ajustable. 
 Módulo Routing 
Reenvía paquetes en topologías de estrella y cluster-tree. También soporta la 
formación de cluster-tree PANs. 
 Módulo Traffic 
Se modela como la capa de aplicación y actúa tanto como una fuente de tráfico 
generadora de paquetes como un sumidero de tráfico que colecciona y analiza los 
paquetes recibidos. El módulo de tráfico se hereda de una clase existente desarrollada 
por Isabel Dietrich y es capaz de generar tráfico de varios tipos, incluyendo CBR, 
Exponencial y On-off. Utiliza una estructura de parámetros flexible basada en XML y 
admite cambios dinámicos de los patrones de tráfico durante la simulación. 
 Módulo Battery 
El módulo de baterías proporciona medidas en tiempo real del consumo energético en 
cada nodo y acepta simulaciones del tiempo de vida de la red. Contabiliza el tiempo 
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total que la radio ha permanecido en cada uno de los estados de trabajo y calcula el 
correspondiente consumo energético utilizando los valores de potencia radio dados. 
 Módulo Mobility 
El módulo de movilidad soporta topologías de simulación estáticas y dinámicas. Para 
simulaciones estáticas, puede ubicar a los nodos en posiciones fijadas previamente o 
de forma aleatoria dentro de un área específica. 
 
5.3 JUSTIFICACIÓN DE LA ELECCIÓN DEL SIMULADOR 
La decisión de utilizar el entorno de simulación OMNeT++ fue tomada tras valorar varias 
opciones más de simuladores. En este sentido, aparte de OMNeT++ y de su versión comercial 
OMNEST, las alternativas que se contemplaron fueron las siguientes: 
 ns-2 (Network Simulator) [27] 
Simulador de eventos discretos muy utilizado en la simulación de redes de 
comunicaciones, que dispone de una amplia librería de protocolos y redes. Sin 
embargo, no proporciona un entorno de simulación, ni posee capacidades de 
animación gráfica en tiempo real ni tratamiento estadístico de datos. Además, utiliza 
dos lenguajes de programación: C++ y una extensión de TCL (orientada a objetos), lo 
que provoca que la depuración pueda llegar a ser muy tediosa. 
 OPNET [28] 
Es un lenguaje de simulación orientado a las comunicaciones. Incluye varias librerías 
de modelos, cuyo código fuente es accesible si se dispone de la versión OPNET 
Modeler. Proporciona acceso directo al código fuente, hecho que ayuda a los 
programadores a familiarizarse con el programa con mayor rapidez. Destacar que 
existe un modelo de simulación del estándar IEEE 802.15.4 para OPNET [7] [8]. 
 GloMoSim [29] y QualNet [30] 
Al igual que ocurre con OMNeT++ y OMNEST, GloMoSim es la versión de QualNet 
disponible sólo para uso académico. La principal diferencia entre ambos es que 
QualNet utiliza lenguaje C++ y GloMoSim utiliza el lenguaje de simulación de eventos 
discretos Parsec, que es básicamente lenguaje C ampliado. Aunque se especializa en 
redes inalámbricas, no hay tanta disponibilidad de librerías y modelos como en 
OMNeT++ o ns-2. 
Una vez vistas las alternativas y analizados sus pros y sus contras, se optó por utilizar 
OMNeT++ ya que las prestaciones que ofrece se adecuan perfectamente a los propósitos del 
proyecto. 
En primer lugar, es un simulador pensado principalmente para modelar tráfico en redes de 
telecomunicaciones. Por lo tanto, dado que el escenario de simulación es una red WSN, 
OMNeT++ se perfila como un buen candidato para el modelado de redes inalámbricas de 
sensores. 
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En segundo lugar, este simulador también está capacitado para modelar protocolos. 
Debido a que se pretende testear el nuevo protocolo WiMet, OMNeT++ permitirá hacerlo. Eso 
sí: será necesario desarrollar una versión de dicho protocolo para el simulador, programada en 
lenguaje C++ (frente a ns-2 es una gran ventaja, ya que sólo se utiliza un lenguaje de 
programación). 
Finalmente, el hecho de ser una herramienta de libre acceso para uso académico fue 
también un factor tenido en cuenta en el momento de la elección. 
 
5.4 DESCRIPCIÓN MODULAR DEL PROTOCOLO WIMET 
A partir del modelo de simulación del estándar IEEE 802.15.4 desarrollado por Feng Chen y 
Falko Dressler se ha llevado a cabo la elaboración del modelo de simulación del protocolo 
WiMet. Básicamente, se ha adaptado parte de su estructura modular y se han aprovechado 
algunas de las funciones que aportan sus módulos, como por ejemplo el cálculo del consumo 
energético del módulo Battery. Todo ello combinado con la minuciosa construcción de la 
subcapa MAC y parte de la capa PHY del protocolo WiMet, da como resultado el modelo 
utilizado en las simulaciones del proyecto. 
 
 
Figura 26. Estructura del modelo de simulación del protocolo WiMet. 
 
Como se puede observar en la figura 26, la arquitectura del modelo sigue una estructura 
parecida a la del modelo del IEEE 802.15.4. Sin embargo, en el modelo del protocolo WiMet no 
aparecen los módulos Traffic y Routing, ni el IFQ. Los módulos Wimet PHY y Wimet MAC son el 
núcleo de la implementación y están modelados estrictamente de acuerdo con las 
especificaciones del protocolo WiMet. Además, existen también dos módulos independientes 
del protocolo que se encargan de las medidas energéticas (Battery) y la movilidad en las 
simulaciones (Mobility). Finalmente, los módulos RETXQ y CSMACAQ actúan como buffers de 
la subcapa MAC.  
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Todos ellos son módulos independientes y heredados de la clase C++ básica 
cSimpleModule de OMNeT++.  
5.4.1 Módulo Wimet PHY 
Viene implementado por la clase WimetPhy.h y el archivo de código fuente WimetPhy.cc. 
5.4.1.1 Funciones de gestión de mensajes 
 void handleMessage(cMessage*); 
Es la función general de manejo de mensajes. Dentro de ella conviven las siguientes 
sub-funciones: 
 virtual void handleUpperMsg(AirFrame*); 
Gestiona las tramas recibidas de la capa MAC. Básicamente, comprueba que el 
medio no esté ocupado y realiza el envío de la trama. 
 virtual void handleSelfMsg(cMessage*); 
Gestiona los auto-mensajes enviados por la misma capa PHY. En realidad, estos 
auto-mensajes realizan la función de temporizadores, y son cuatro: 
- PHY_RX_OVER_TIMER: indica el momento en el que se ha completado la 
recepción de una trama. Dependiendo del tipo de trama, realizará unas 
determinadas acciones y pasará a tratar la trama con la función 
“handleLowerMsgStart”. 
- PHY_TX_OVER_TIMER: indica el momento en el que se ha completado la 
transmisión del paquete. Actualiza el estado del transceptor y del 
microcontrolador. 
- PHY_CCA_TIMER y PHY_CCA_DELAYED_TIMER: finaliza el proceso de clear 
channel assessment e informa a la subcapa MAC del resultado obtenido. 
 virtual void handlePrimitive(int, cMessage*); 
Gestiona las primitivas referentes al cambio de estado del dispositivo 
(PLME_SET_TRX_STATE_REQUEST) y a la ejecución del CCA (PLME_CCA_REQUEST 
y PLME_CCA_REQUEST_DELAYED). 
 virtual void handleLowerMsgStart(AirFrame*); 
Gestiona los mensajes recibidos del medio físico. Calcula la potencia recibida y la 
acumula a la potencia total del canal. Si la potencia recibida supera la sensibilidad 
mínima y la radio está libre, se iniciará la recepción de la trama. En caso contrario, 
se considerará a la trama como ruido. Si resulta que el nivel de ruido llega a 
superar la sensibilidad, el transceptor se activará. 
 virtual void handleLowerMsgEnd(AirFrame*); 
Una vez recibida completamente la trama procedente del medio físico, comprueba 
si la recepción ha sido correcta. En caso de recepción errónea, descarta la trama. Si 
se ha completado sin problemas, la acondiciona para transmitirla a la subcapa 
MAC. 
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 void sendUp(cMessage*); 
Envía una trama al módulo Wimet MAC. 
 void sendDown(AirFrame*); 
Envía una trama al medio físico a través del Channel Control. 
5.4.1.2 Funciones de procesado de primitivas 
 void PLME_CCA_confirm(PHYenum status); 
void PLME_CCA_DELAYED_confirm(PHYenum status); 
Ambas funciones se encargan de confirmar la finalización del proceso de CCA, 
informando del resultado del mismo a la subcapa MAC. 
 void PLME_SET_TRX_STATE_confirm(PHYenum status); 
Confirma el establecimiento de un nuevo estado en el dispositivo a la subcapa MAC. 
 void handle_PLME_SET_TRX_STATE_request(PHYenum setState); 
Gestiona una petición de cambio de estado del dispositivo procedente de la subcapa 
MAC. Se trata de una función clave en el funcionamiento del protocolo ya que existen 
múltiples situaciones posibles y, para cada una de ellas, se deben tener en cuenta 
varios factores para decidir si se puede realizar el cambio de estado sin interferir en los 
principios del protocolo. 
 void setRadioState(RadioState::State newState); 
Establece un nuevo estado en el canal radioeléctrico. 
5.4.2 Módulo Wimet MAC 
Viene implementado por la clase WimetMac.h y el archivo de código fuente WimetMac.cc. 
5.4.2.1 Funciones de inicialización 
 void startDevice(); 
Inicializa un dispositivo, asignándole su correspondiente dirección MAC. 
5.4.2.2 Funciones de gestión de mensajes 
 void handleMessage(cMessage*); 
Es la función general de manejo de mensajes. Dentro de ella conviven las siguientes 
sub-funciones: 
 virtual void handleSelfMsg(cMessage*); 
Gestiona los auto-mensajes enviados por la misma subcapa MAC. En realidad, 
estos auto-mensajes realizan la función de temporizadores, y son siete: 
- MAC_RX_ON_TIMER: cambia el estado del dispositivo a RX_ON (recepción). 
- MAC_SLEEP_TIMER: cambia el estado del dispositivo a SLEEP (inactivo). 
- MAC_BCN_DISC_PER_TIMER: temporizador para el envío de tramas beacon 
durante el device discovery period. 
- MAC_BCN_TX_TIMER: indica el inicio de la transmisión de una trama beacon. 
- MAC_HELLO_TX_TIMER: indica el inicio de la transmisión de una trama hello. 
- MAC_RETX_HELLO_TIMER: indica el inicio de la retransmisión de una trama 
hello. 
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- MAC_ACK_TIMEOUT_TIMER: indica la finalización del timeout para la 
recepción de tramas ACK. 
 virtual void handleLowerMsg(cMessage*); 
Gestiona los mensajes recibidos de la capa PHY. Primero de todo, comprueba que 
no se está procesando un paquete anterior al que se acaba de recibir. En caso 
afirmativo, descarta la trama recibida. A continuación, comprueba que el paquete 
no sea un duplicado. En tal caso, también descarta la trama. Seguidamente, si el  
paquete recibido requiere trama de confirmación (ACK), realiza una petición de 
CCA a la capa física para transmitir dicha trama. Finalmente, dependiendo del tipo 
de paquete recibido, realiza una llamada a una de las siguientes funciones: 
- void handleBeacon(WimetFrame*); 
- void handleHello(WimetFrame*); 
- void handleAck(WimetFrame*); 
 void handleMacPhyPrimitive(int, cMessage*); 
Gestiona todas las primitivas que se reciben de la capa PHY. Por un lado, las que 
confirman la ejecución del clear channel assessment (PLME_CCA_CONFIRM y 
PLME_CCA_DELAYED_CONFIRM), y por otro lado, la que confirma el correcto 
establecimiento de estado del dispositivo (PLME_SET_TRX_STATE_CONFIRM). 
 void sendDown(WimetFrame*); 
Envía la trama especificada a la capa PHY. 
5.4.2.3 Funciones que gestionan la recepción de tramas MAC 
 void handleBeacon(WimetFrame*); 
Procesa las tramas beacon recibidas. Extrae la dirección del dispositivo de origen y su 
time-to-receive, calcula el offset relativo y lo almacena en la tabla de vecinos junto con 
la dirección. Finalmente, inicia el temporizador para el correspondiente envío de trama 
hello, utilizando el valor del time-to-receive extraído. 
 void handleHello(WimetFrame*); 
Procesa las tramas hello recibidas. Extrae la dirección del dispositivo de origen y su 
time-to-receive, calcula el offset relativo y lo almacena en la tabla de vecinos junto con 
la dirección. Comprueba si el vecino que acaba de almacenar es el último que le 
quedaba por descubrir. En tal caso, detiene el temporizador del tiempo de 
descubrimiento. Por último, dado que las tramas hello requieren una respuesta ACK, 
construye una trama de este tipo y realiza una petición de CCA a la capa física. 
 void handleAck(WimetFrame*); 
Procesa las tramas ACK recibidas. Primeramente, se asegura de que se esperaba recibir 
esa trama ACK. En caso contrario, la descarta. Si además ha llegado antes de la 
finalización del timeout, calcula el offset y actualiza el valor de la tabla de vecinos. 
Dado que se ha completado el reconocimiento de la trama hello, consulta el buffer 
RETXQ y, si contiene alguna trama hello, la prepara para ser transmitida en cuanto le 
sea posible. 
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 void constructACK(WimetFrame*); 
Construye una trama ACK. Almacena el time-to-receive del dispositivo para que el 
destino pueda actualizar el valor del tiempo de offset de su tabla de vecinos. 
5.4.2.4 Funciones relacionadas con primitivas MAC-PHY 
 void PLME_SET_TRX_STATE_request(PHYenum state); 
Petición de establecimiento de estado del dispositivo a la capa física. 
 void PLME_CCA_request(); 
void PLME_CCA_request_delayed(double delay); 
Ambas funciones son peticiones para la realización del clear channel assessment a la 
capa física. La segunda añade un cierto retardo (delay) al envío de la petición. 
 void handle_PLME_CCA_confirm(PHYenum status); 
Gestiona la recepción de la primitiva de confirmación de correcta ejecución del clear 
channel assessment. Si se ha encontrado el medio ocupado cuando se intentaba la 
transmisión de una trama hello, se entra en CSMA (se pospone la transmisión). Si se 
pretendía enviar una trama de reconocimiento (ACK), únicamente se informa del 
fracaso en el envío. Si el medio estaba libre, se envía la trama a la capa física. 
 void handle_PLME_CCA_DELAYED_confirm(PHYenum status); 
También gestiona la recepción de la primitiva de confirmación de correcta ejecución 
del CCA, pero cuando éste se lleva a cabo en retransmisiones de tramas hello. Si 
encuentra el medio ocupado vuelve a entrar en CSMA, y si lo encuentra libre transmite 
a la capa física. 
 void handle_PLME_SET_TRX_STATE_confirm(PHYenum status); 
Gestiona la confirmación de establecimiento de estado en el dispositivo. 
5.4.2.5 Funciones relacionadas con CSMA/CA 
 void csmacaEntry(char pktType); 
void csmacaResume(); 
Funciones de inicialización de CSMA/CA. 
 void csmacaStart(bool firsttime, WimetFrame* frame = 0, bool ackReq = 0); 
Realiza el cálculo del tiempo de espera hasta el siguiente reintento de CCA. 
 void csmacaReset(bool bcnEnabled); 
Resetea las variables que intervienen en el CSMA/CA. 
5.4.2.6 Funciones de inicialización de temporizadores 
 void startBcnTxTimer(bool txFirstBcn = false, simtime_t startTime = 0.0); 
Inicia el temporizador de transmisión de tramas beacon. Si la transmisión se ha de 
realizar en ese mismo instante, envía una petición de establecimiento de estado 
TX_ON (transmisión) a la capa física. En caso de transmisión del primer beacon del 
device discovery period, inicia también el temporizador del tiempo de descubrimiento. 
Si el tiempo de inicio de la transmisión es posterior, programa el auto-mensaje 
correspondiente (bcnDiscPerTimer). 
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 void startHelloTxTimer(unsigned short dstAddr, simtime_t timeToReceive); 
Construye la trama hello adjuntando la dirección de origen y destino, y el time-to-
receive. Si hay otra trama hello pendiente de ser transmitida, envía la recién construida 
al buffer RETXQ. En caso contrario, programa el auto-mensaje para iniciar la 
transmisión en el momento oportuno (helloTxTimer). 
 void startHelloWaitTimer(WimetHelloFrame* frame); 
Cuando se recibe una trama hello procedente del buffer RETXQ, calcula el instante en 
el que debe reintentarse la transmisión de esta trama. 
 void startRetxHelloTimer(); 
Calcula el instante exacto en el que debe retransmitirse una trama hello procedente 
del buffer CSMACAQ, o tras cumplirse el timeout de recepción de trama ACK. 
 void startAckTimeoutTimer(); 
Programa el temporizador de timeout de recepción de tramas ACK. 
5.4.2.7 Funciones de gestión de temporizadores 
 void handleBcnTxTimer(); 
Suponiendo que durante el desarrollo del device discovery period aún quedan beacon 
por transmitir, construye la nueva trama beacon, le asigna el time-to-receive y la envía 
a la capa física lista para ser transmitida. En el caso concreto del último beacon del 
proceso de descubrimiento, indica que se ha llegado al final del proceso. 
 void handleHelloTxTimer(); 
Gestiona el temporizador de transmisión de tramas hello. Básicamente, realiza una 
petición de CCA a la capa PHY. 
 void handleRetxHelloTimer(); 
Gestiona el temporizador de retransmisión de tramas hello. Si el número de 
retransmisiones es inferior al límite establecido, lo intenta de nuevo (realiza una 
petición de CCA a la capa PHY). Si es superior, descarta la trama. 
 void handleAckTimeoutTimer(); 
Gestiona el temporizador de timeout de recepción de tramas ACK. 
 void handleRxOnTimer(); 
Gestiona el temporizador que indica el inicio de una ventana de recepción. A su vez, 
programa el auto-mensaje que indica el final de la ventana de recepción. 
 void handleSleepTimer(); 
Gestiona el temporizador que indica el final de una ventana de recepción. Si está 
todavía realizando el device discovery period, inicia el temporizador de transmisión de 
trama beacon. A su vez, programa el auto-mensaje que indica el inicio de la siguiente 
ventana de recepción. 
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 void handleBcnDiscPerTimer(); 
Gestiona el temporizador para la transmisión de tramas beacon durante el device 
discovery period. En caso de que todavía queden beacon por transmitir, inicia el 
temporizador de la siguiente transmisión de beacon (startBcnTxTimer). 
5.4.2.8 Funciones de evaluación de transmisiones 
 void taskSuccess(char type, bool csmacaRes = true); 
Se ejecuta en caso de obtenerse éxito en la transmisión de una trama beacon, hello o 
ACK. En caso de transmisión correcta de hello, solicita a la capa física establecer su 
estado a recepción a la espera de recibir la trama de confirmación (ACK). 
 void taskFailed(char type, MACenum status, bool csmacaRes = true); 
Se ejecuta en caso de fracaso en la transmisión de una trama hello. 
5.4.2.9 Funciones de utilidad 
 int calFrmByteLength(WimetFrame*); 
Calcula la longitud en bytes de una trama de un tipo determinado. 
 simtime_t calDuration(WimetFrame*); 
Calcula la duración de una trama transmitida por medio inalámbrico. 
5.4.3 Módulo Mobility 
Viene implementado por las clases BasicMobility.h y StaticMobility.h, y los respectivos 
archivos de código fuente BasicMobility.cc y StaticMobility.cc. 
BasicMobility.h es la clase base abstracta para todos los módulos que deseen implementar 
movilidad. Las subclases deben redefinir las funciones handleSelfMsg(), para actualizar la 
posición y programar el tiempo de la siguiente actualización de posición, e initialize(), para leer 
parámetros y programar la primera actualización de posición. 
Como en el caso tratado los nodos permanecen fijos (sin movilidad), la subclase 
StaticMobility.h no implementa nada en las funciones handleSelfMsg() e initialize(). 
Inicialmente, si no indicamos las coordenadas de las posiciones de los nodos, la función 
initialize() de BasicMobility.h ya se encarga de asignarles valores aleatorios. 
5.4.4 Módulo Battery 
Viene implementado por las clases WimetBattery.h y BasicBattery.h, y los respectivos 
archivos de código fuente WimetBattery.cc y BasicBattery.cc. Se encarga de las medidas 
energéticas durante la simulación. 
Las funciones más relevantes de la clase BasicBattery.h son: 
 void UpdateEnergy(); 
Actualiza la energía disponible en un dispositivo en tiempo real. 
 double GetEnergy(); 
Devuelve la energía que queda en esos momentos en un nodo. 
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 double GetLifetime(); 
Devuelve el tiempo cuando murió el nodo (-1 si aún vive). 
En cuanto a la clase WimetBattery.h: 
 void receiveChangeNotification(int, cPolymorphic*); 
Se ejecuta cuando hay un cambio en el estado radio (por ejemplo, pasa de estado 
SLEEP a TRANSMIT). Mediante el uso de timestamps, calcula el tiempo que ha 
permanecido en el último estado y lo acumula hasta el final de la simulación. Además, 
si se facilitan los valores de consumo del microcontrolador y del transceptor en cada 
uno de los estados, lleva el contaje en tiempo real de la energía restante en las 
baterías. En caso de agotar la energía almacenada en las baterías, informa de lo 
sucedido y finaliza la simulación. Al finalizar la simulación se muestran por pantalla los 
tiempos totales en cada uno de los cuatro estados radio (timeInRx, timeInTx, 
timeInIdle, timeInSleep), junto con la energía consumida (en unidades de mAh) y el 
porcentaje de energía restante en las baterías. 
5.4.5 Módulos RETXQ y CSMACAQ 
Los módulos RETXQ y CSMACAQ son colas drop-tail que almacenan paquetes de la subcapa 
MAC y los entregan a peticiones MAC también. 
La cola RETXQ almacena los paquetes hello que no se han podido transmitir debido a que 
hay pendiente un envío de otro paquete hello previo. Es decir, frente a la situación de recibir 
dos beacon de dos dispositivos diferentes muy seguidos, el primero en recibirse tiene 
preferencia sobre el segundo, aunque la ventana de recepción de este último se inicie antes y, 
por lo tanto, el hello de respuesta pueda enviarse antes. Es entonces cuando se utiliza este 
buffer, que retornará el paquete a la subcapa MAC justo después de haberse realizado el envío 
del primer hello. 
Por su parte, la cola CSMACAQ se encarga de guardar los paquetes hello que han entrado 
en CSMA/CA por encontrar el medio ocupado cuanto se intentaba su transmisión. Pasado el 
algoritmo de backoff, el paquete es enviado de vuelta a la subcapa MAC para volver a intentar 
su transmisión. 
Ambas colas proceden de la clase abstracta IPassiveQueue.h, que da lugar a la también 
clase base abstracta PassiveQueue.h para colas pasivas. Ésta, implementa la función: 
 virtual void requestPacket(); 
La cola envía un paquete a la subcapa MAC cuando se invoca este método. Si se 
encuentra vacía, no hace nada. 
Las funciones enqueue(), dequeue() y sendOut() se implementan en la clase 
DropTailQueue.h: 
 virtual bool enqueue(cMessage *msg); 
Añade un paquete a la cola si no está llena, o lo descarta si ya ha alcanzado su 
capacidad máxima. Devuelve true en caso de descarte. 
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 virtual cMessage *dequeue(); 
Devuelve un paquete de la cola, o NULL si está vacía. 
 virtual void sendOut(cMessage *msg); 
Envía un paquete de la cola a la subcapa MAC. 
5.4.6 Módulo Channel Control 
Viene implementado por las clases ChannelControl.h y ChannelAccess.h, y los respectivos 
archivos de código fuente ChannelControl.cc y ChannelAccess.cc. Se encarga de controlar el 
acceso al canal radioeléctrico y su comportamiento. 
En la clase ChannelControl.h se pueden encontrar las funciones: 
 virtual double calcInterfDist(); 
Calcula la distancia interferente basándose en la potencia del transmisor, la longitud 
de onda, el coeficiente de pérdida de camino y un umbral para la potencia recibida 
mínima. 
 void purgeOngoingTransmissions(); 
Descarta las transmisiones que han expirado. 
 const TransmissionList& getOngoingTransmissions(const int channel); 
Proporciona una lista de las transmisiones que actualmente están en curso. 
 void addOngoingTransmission(HostRef h, AirFrame *frame); 
Notifica el control del canal a una transmisión en curso. 
 const Coord& getHostPosition(HostRef h); 
Devuelve la posición del dispositivo en cuestión. 
 const ModuleList& getNeighbors(HostRef h); 
Devuelve la lista de los nodos que se encuentran dentro del rango de cobertura del 
dispositivo dado. 
La clase ChannelAccess.h coopera con la clase ChannelControl.h para gestionar los accesos 
al canal creados dinámicamente. La función más importante es: 
 virtual void sendToChannel(AirFrame *msg); 
Envía un mensaje a todos los dispositivos que se encuentran dentro del rango de 
cobertura de un dispositivo dado. Por lo tanto, debe ser llamada siempre y cuando 
haya algún paquete pendiente de ser enviado al canal. Hay que tener en cuenta que el 
envío del mensaje es real, de modo que si se quiere seguir trabajando con él debe 
enviarse un duplicado. 
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6. SIMULACIÓN DEL PROTOCOLO WIMET EN OMNET++ 
 
6.1 MODELO DE SIMULACIÓN 
6.1.1 Escenario de simulación 
Inicialmente se dispone de tres dispositivos MIU formando una red mesh WSN. Cada uno 
de ellos se encuentra dentro del rango de cobertura de los demás, de manera que todos son 
capaces de detectar a sus vecinos. Tras su inicialización no realizan ninguna transmisión por 
iniciativa propia, ni de tramas beacon ni de tramas hello. Sólo reaccionarán ante la recepción 
de alguna trama beacon procedente de algún dispositivo que realice el device discovery period. 
Se desea añadir a esta red un cuarto MIU (figura 27). Como se ha visto en el capítulo 4, lo 
primero que debe hacer el nuevo dispositivo es iniciar el proceso de descubrimiento para 
darse a conocer en la red y, al mismo tiempo, poder conocer a sus vecinos más cercanos 
(dentro de su rango de cobertura). Esta será la situación bajo estudio en las simulaciones. 
 
 
Figura 27. Escenario de simulación. 
 
Uno de los objetivos será capturar el tiempo de descubrimiento (o discovery time) del 
nuevo aparato. Se considera como tiempo de descubrimiento el intervalo comprendido entre 
el inicio del device discovery period (es decir, el instante en que se envía el primer beacon) y la 
recepción de la trama hello del último de los vecinos por descubrir de la red (es decir, el 
instante en que se almacena en la tabla de vecinos al último dispositivo ubicado dentro de su 
área de cobertura). 
A parte del discovery time, también se estudiará el consumo energético del dispositivo 
durante el device discovery period, y la efectividad lograda por este proceso de 
descubrimiento. Para ello, será necesario extraer parámetros tales como el tiempo total que el 
MIU permanece en cada uno de los posibles estados o el número de vecinos descubiertos al 
finalizar el device discovery period. 
Toda esta información será útil para analizar la efectividad y el rendimiento del protocolo 
WiMet. 
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6.1.2 Parámetros de simulación 
 Número de dispositivos que forman el escenario de simulación. 
Normalmente se indicará con el siguiente formato: 
nodosRed + 1 
Donde nodosRed representa la cantidad de dispositivos que forman inicialmente la red 
a la que desea unirse el nuevo MIU. Por ejemplo, “3+1” equivaldría a una red como la 
de la figura 27, compuesta de inicio por 3 nodos, más 1 que desea iniciar el proceso de 
descubrimiento. 
 Tiempo de simulación. 
Duración “real” de cada ejecución simulada. Hay que ser cuidadoso a la hora de 
escoger el valor de este parámetro ya que, por un lado debe ser lo suficientemente 
amplio como para permitir que el device discovery period se realice íntegramente, y a 
la vez hay que intentar no excederse para evitar alargar excesivamente el propio 
proceso global de simulación. 
La duración del proceso de descubrimiento depende del ciclo de trabajo de los 
dispositivos: 

(() = 
 , 1 − - 
Dado que en la práctica el valor del ciclo de trabajo estará comprendido entre 
0'01 ≤ DCRx ≤ 0'1, entonces se puede aproximar la expresión por: 

(() ≈ 
 ∙ 1 
Y se tiene que para duty cycle pequeños el tiempo del proceso de descubrimiento es 
mayor: 
 ↓  ⇒  
(() ↑ 
Por lo tanto, la duración máxima del device discovery period coincidirá con el valor más 
pequeño del ciclo de trabajo. 
Además, hay que tener en cuenta que al finalizar el proceso de descubrimiento es 
posible que algún dispositivo tenga pendiente el envío de un paquete hello dentro de 
su algoritmo de backoff. Esto quiere decir que al valor máximo de la duración del 
proceso de descubrimiento habrá que sumarle un cierto tiempo de guarda, para 
asegurar que se llevan a cabo estos envíos póstumos. 
Por otro lado, a mayor tiempo de ejecución más tiempo tarda OMNeT++ en realizar la 
simulación total y mayor será también el tiempo global de simulación. 
Por lo tanto, se ha de llegar a un compromiso entre estas dos restricciones. 
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 Número de ejecuciones. 
Número de situaciones que se simulan en cada simulación. Las condiciones iniciales 
(semillas o seeds) deben ser distintas para cada ejecución, de forma que se puedan 
evaluar múltiples estados. La duración de cada ejecución la marca el tiempo de 
simulación. 
 Periodo de recepción (TRx). 
El mismo para todos los dispositivos que forman el escenario. 
 Ciclo de trabajo (DCRx). 
El mismo para todos los dispositivos que forman el escenario. Junto al periodo de 
recepción, definen la duración de la ventana de recepción: 
∆= 
 ∙  
 Límite de retransmisiones de un paquete. 
Número de reintentos máximo tras fracasar el primer envío de un paquete hello. Una 
vez rebasado este límite se da al paquete por perdido. 
 Límite de CSMA/CA. 
Número de entradas máximo en el algoritmo de backoff de CSMA/CA de un mismo 
paquete. Tras rebasar este límite se da al paquete por perdido. 
 Estrategia de envío de tramas hello. 
Intervalo de la ventana de recepción dentro del cual se pueden transmitir 
aleatoriamente los paquetes hello. Por ejemplo, se podría transmitir entre el 10% y el 
90% de la ventana, entre el 30% y el 70%, etc. En caso de querer enviar de forma 
determinista a mitad de ventana, la estrategia a seguir será del 50%. 
 Extensión de la ventana de recepción. 
Indicar si se opta por utilizar la técnica de extensión de la ventana de recepción. 
 
6.2 PROCESO DE SIMULACIÓN 
6.2.1 Probabilidad de éxito del device discovery period 
La probabilidad de éxito del device discovery period se define como el porcentaje de casos 
en los que el dispositivo que realiza el proceso de descubrimiento logra detectar a todos los 
vecinos que se encuentran dentro de su área de cobertura. 
Lógicamente, uno de los objetivos que se persigue es conseguir la máxima probabilidad de 
éxito del device discovery period. Para alcanzar este hito, se estudiará el efecto que tienen 
varios parámetros sobre esta probabilidad y se investigará como optimizar su valor bajo esas 
condiciones. 
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6.2.1.1 Simulación nº1: probabilidad de éxito en función del ciclo de trabajo 
Un parámetro de configuración muy importante del protocolo es el duty cycle de los 
equipos. En este sentido, sería interesante conocer cómo afecta al proceso de descubrimiento, 
esto es, para qué valores del ciclo de trabajo es más probable descubrir a todos los vecinos 
presentes dentro del rango de cobertura del nuevo dispositivo. 
Se realizan una serie de simulaciones bajo los siguientes parámetros: 
Número de dispositivos 3+1 
Tiempo de simulación 15 minutos 
Número de ejecuciones 1000 
Duración del periodo de recepción 5 segundos 
Ciclo de trabajo 1% - 10% 
Límite de retransmisiones de un paquete 3 
Límite de CSMA/CA 3 
Estrategia de envío de tramas hello 50% 
Extensión de ventana NO 
 
Se simulan 1000 ejecuciones para cada valor del ciclo de trabajo, comprendido entre el 1% 
y el 10%, con incrementos de una unidad. En definitiva, se realizan un total de: 
1000 45467689:4;686<9 =4 >?@?59 ∙ 10 686<9; =4 >?@?59 = 10000 45467689:4; 
Los 15 minutos de tiempo de simulación aseguran un correcto desarrollo del proceso de 
descubrimiento, ya que para el caso de mínimo duty cycle (DCRx = 1%) se necesitan 
aproximadamente 9 minutos para barrer todo el periodo. 
En primer lugar, se realiza una simulación con envío de tramas hello fijo a mitad de 
ventana de recepción y sin posibilidad de extensión de ventana. Bajo estas condiciones se 
obtiene la siguiente estadística: 
 
Análisis y evaluación de un protocolo MAC eficiente energéticamente para redes de sensores inalámbricos 
61 
 
 
Lo primero que llama la atención es que para un 1% de ciclo de trabajo no hay ningún caso 
con éxito. Por otro lado, la máxima probabilidad alcanzada es de un 59,90% para un ciclo de 
trabajo del 7%, de forma que en todos los casos estudiados, el fracaso en el device discovery 
period supera el 40%. 
Debido a la alta tasa de casos sin éxito obtenida, es necesario analizar detalladamente las 
posibles causas de fracaso en el proceso de descubrimiento. 
a) Situación 1: dos dispositivos poseen patrones de escucha muy parecidos (“casi-
sincronizados”). 
Ante este panorama, la probabilidad de que los dos reciban el mismo beacon durante el 
proceso de descubrimiento es elevada y directamente proporcional a la cantidad de 
ventana solapada. Esto provocará la transmisión del respectivo paquete hello de respuesta 
por parte de ambos equipos justo en el mismo instante (a mitad de la ventana de 
recepción del receptor), siguiendo con las directrices de la estrategia escogida, lo que 
conducirá inevitablemente a una colisión. 
En estos casos se habla de colisión inevitable debido a que el mecanismo de CSMA/CA no 
logra cumplir con su función. El motivo es que los dos nodos transmisores realizan la 
consulta sobre el estado del medio (CCA) justo en el mismo instante, obteniendo como 
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respuesta “medio libre” si ningún vecino está ocupando el canal en ese momento. Esto 
conduce a que los dos dispositivos inicien la transmisión en el mismo instante, provocando 
una colisión entre los paquetes. 
Además, aunque los nodos disponen por definición de 3 oportunidades más para el 
reenvío, en todas ocurrirá exactamente lo mismo. Por lo tanto, la energía dedicada a los 3 
reintentos será utilizada en vano. 
 
 
Figura 28. Solapamiento parcial de las ventanas de recepción de dos dispositivos. Es más 
probable que se produzca una colisión en el caso (B) que en el caso (A), debido a la mayor 
cantidad de ventana solapada entre ambos dispositivos. 
 
Claramente, se trata de un problema derivado del hecho de enviar siempre a mitad de 
ventana de recepción. Por consiguiente, se deberá plantear una estrategia alternativa de 
envío de tramas hello cuya probabilidad de colisión sea menor que la actual. 
b) Situación 2: recepción de beacon en un instante cercano a la finalización de la ventana 
de recepción. 
Si el tiempo de recepción de un beacon supera al tiempo disponible para recibirlo, éste se 
perderá. Por lo tanto, el dispositivo receptor no reconocerá ni será reconocido por el 
nuevo equipo, ni tampoco será almacenado en su tabla de vecinos, lo que equivaldrá a 
fracaso seguro en el proceso de descubrimiento. 
 
 
Figura 29. Pérdida de beacon debido a su recepción a final de la ventana. 
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El hecho de que la duración de la ventana de recepción sea fija limita la correcta recepción 
de los beacon. Se necesitarán al menos 32,5 ms del total de la duración de la ventana, que 
es el tiempo que se tarda en recibir una trama de este tipo. 
Dependiendo del ciclo de trabajo escogido, incluso puede suceder que la ventana sea más 
pequeña que este tiempo, impidiendo cualquier comunicación entre dispositivos. A 
continuación, se calcula numéricamente si bajo las condiciones de simulación se puede 
llegar a dar esta situación: 
∆ > B
CDEFG
⇒  ∆ > 32,5 ms 
∆ = 
 ∙  

 ∙  > 32,5 ms ⇒   > 32,5 ms5 s = 0,0065 
Por lo tanto, para los valores de duty cycle estudiados en esta simulación, la duración de la 
ventana de recepción siempre será superior al tiempo de recepción de un paquete beacon, 
ya que se cumple: 
DCRx|mín = 1% > 0,65% 
No obstante, a medida que el ciclo de trabajo sea mayor, será menos probable 
encontrarse ante esta situación, aunque siempre podrá ocurrir. 
Por consiguiente, sería conveniente buscar una solución para los casos en que se recibe un 
beacon sin disponer de tiempo para recibirlo completamente, no sólo por el simple hecho 
de perder un vecino sino también por el tiempo que se desperdicia recibiendo parte de un 
paquete sin ninguna utilidad. 
c) Situación 3: transmisión de hello con ciclos de trabajo pequeños. 
Trabajando con un ciclo de trabajo muy pequeño y adoptando la estrategia de envío de 
paquetes hello justo a mitad de la ventana de recepción, puede ocurrir que el tiempo de 
recepción del hello sea mayor al tiempo disponible para recibirlo. En estos casos, el 
paquete no se recibe y hay que retransmitirlo, sucediendo lo mismo en cada retransmisión 
hasta llegar al límite establecido por el usuario, con el consiguiente gasto energético 
innecesario. 
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Figura 30. Pérdida de hello debido a un ciclo de trabajo pequeño. 
 
Operando, se puede calcular el valor de duty cycle a partir del cual sucede este problema: 
∆
2 < B
OD
 
% = ∆
 × 100 
 ∙ 

2 ∙ 100 <   ⇒   <
2 ∙ 100 ∙ 

  
Sustituyendo por los valores numéricos utilizados en la práctica se obtiene: 
tRx = 42,5 ms 
TRx = 5 s 
DCRx < 1,7% 
Es decir, para DCRx menores al 1,7% nunca se recibirán tramas hello correctamente. He 
aquí el motivo por el cual para el ciclo de trabajo del 1% no existe ningún caso que logre el 
propósito de descubrir a todos los vecinos. En este sentido, volviendo a la gráfica, se 
observa que la probabilidad de éxito para el duty cycle del 2% es mucho menor a las 
demás. Esto se debe a que el valor del ciclo de trabajo está muy próximo al 1,7% y, por lo 
tanto, es muy sensible a este problema. 
Será necesario entonces plantearse un enfoque diferente al de utilizar una ventana de 
recepción de duración fija para evitar tener limitado el ciclo de trabajo al 1,7%. 
 
Ahora que se han expuesto las tres situaciones problemáticas para la configuración 
seguida, se puede afirmar que el hecho de que para el 7% se obtenga la máxima probabilidad 
de éxito es consecuencia del equilibrio entre los tres problemas anteriores. Por un lado, a 
mayor ciclo de trabajo, más grande son las ventanas de recepción y más probabilidad de que 
estén solapadas. Sin embargo, para ciclos menores, más pequeñas son las ventanas y mayor es 
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la probabilidad de no recibir correctamente una trama beacon (o un hello para el 1%). Por 
consiguiente, el 7% sería el valor de compromiso entre estas restricciones. 
En definitiva, tal y como se acaba de ver, dos de las principales causas del fracaso del 
device discovery period son la utilización de una ventana de recepción de duración fija y la 
estrategia de envío de tramas hello a mitad de la ventana del receptor. 
Llegados a este punto, se ha de considerar la técnica de la extensión de la ventana de 
recepción y la estrategia de envío aleatorio de tramas hello en lugar de envío a mitad de 
ventana. A continuación, se van a experimentar las dos soluciones planteadas, primero por 
separado y, finalmente, juntas. 
En primer lugar, se aplica únicamente la estrategia de envío aleatorio para paliar los 
efectos comentados en el punto “a)”: 
Número de dispositivos 3+1 
Tiempo de simulación 15 minutos 
Número de ejecuciones 1000 
Duración del periodo de recepción 5 segundos 
Ciclo de trabajo 1% - 10% 
Límite de retransmisiones de un paquete 3 
Límite de CSMA/CA 3 
Estrategia de envío de tramas hello Entre el 10% y el 90% 
Extensión de ventana NO 
 
Como en la anterior simulación se ha visto que la opción de enviar a mitad de ventana no 
es la mejor solución, el instante de envío de tramas hello se escogerá de forma aleatoria 
dentro de un intervalo acotado de la ventana de recepción (entre el 10% y el 90%). Este 
margen acotado es necesario para prevenir posibles efectos de clock drift, que podrían darse al 
transmitir justo en el inicio o en el final de la ventana. Además, en el caso de ajustar el envío al 
final de la ventana, el receptor no dispondría de tiempo suficiente para recibir la trama 
completa. 
Con esta configuración se ejecuta la simulación y se obtienen los siguientes resultados: 
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Como consecuencia de la aplicación de la nueva estrategia, aumenta la probabilidad de 
éxito para todos los ciclos de trabajo, excepto para el 1% y el 2%. Al no estar fijado el envío a 
mitad de ventana, en caso de solapamiento entre ventanas de diferentes nodos, crece la 
probabilidad de enviar en instantes distintos y, por consiguiente, de que alguno de los dos 
dispositivos pueda detectar el medio ocupado. Así se evita la colisión y se recibe 
correctamente uno de los paquetes hello. En caso de repetirse el problema, se dispone de 3 
intentos más para el envío. 
A medida que aumenta el ciclo de trabajo, aumenta proporcionalmente la probabilidad de 
éxito. Por lo tanto, el valor máximo se alcanza para un duty cycle del 10%, con un 80,60% de 
éxito. El hecho de utilizar el envío aleatorio en ventanas cada vez mayores hace que la 
probabilidad de éxito también sea mayor, ya que se dispone de más espacio para el envío de 
paquetes y es más difícil colisionar. 
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Sin embargo, para el ciclo de trabajo del 1% todavía no se consigue ningún caso con éxito 
en el descubrimiento, dado que: 
∆= 
 ∙  = 5 s ∙ 0,01 = 50 ms 
0,1 ∙ ∆= 5 ms 
0,9 ∙ ∆= 45 ms 
Duración del intervalo de recepción = 40 ms 
tRx = 42,5 ms 
40 ms < B
OD
 
Es decir, el intervalo de recepción es menor que el tiempo necesario para recibir un 
paquete hello. 
Simulamos de nuevo la situación planteada inicialmente (envío de tramas hello fijado a 
mitad de ventana de recepción), pero añadiendo ahora la técnica de extensión de ventana: 
Número de dispositivos 3+1 
Tiempo de simulación 15 minutos 
Número de ejecuciones 1000 
Duración del periodo de recepción 5 segundos 
Ciclo de trabajo 1% - 10% 
Límite de retransmisiones de un paquete 3 
Límite de CSMA/CA 3 
Estrategia de envío de tramas hello 50% 
Extensión de ventana SÍ 
 
Aplicando dicha técnica, el dispositivo aumentará el tamaño de su ventana hasta 
completar la recepción de las tramas beacon que reciba sin tiempo para procesar. De esta 
manera se asegurará la recepción de estas tramas, pero no el éxito en el descubrimiento del 
nodo vecino, ya que quedará pendiente el envío del hello de respuesta y su correcta recepción. 
Al igual ocurrirá con la recepción de tramas hello para el 1% de ciclo de trabajo, pero en 
este caso sí servirá para conseguir el reconocimiento del vecino y aumentar la probabilidad de 
éxito del descubrimiento. 
Bajo estas condiciones se obtiene la siguiente gráfica: 
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Aquí se observa un comportamiento completamente diferente al caso anterior: a medida 
que aumenta el ciclo de trabajo, disminuye la probabilidad de éxito. Investigando un poco se 
puede llegar a relacionar el duty cycle con la duración de la ventana de recepción y el número 
total de slots en que se divide el periodo de recepción: 
 = ∆
 =
1
 
Manteniendo constante el periodo de recepción y aumentando el duty cycle, aumentará el 
tamaño de la ventana de recepción y se reducirá el número total de slots. Esto implica una 
mayor probabilidad de que dos dispositivos solapen parcial o totalmente sus ventanas de 
recepción, hecho que se traduce en un aumento de las colisiones en las transmisiones de 
tramas hello a medida que se incrementa el ciclo de trabajo. 
Por lo tanto, en este caso interesa que la ventana de recepción sea lo más pequeña posible 
para reducir la probabilidad de solapamiento entre ventanas de varios dispositivos, y así 
reducir también la probabilidad de que puedan recibir el mismo beacon. Esto es, cuanto más 
pequeño sea el ciclo de trabajo, mayor será la probabilidad de éxito. 
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Se debe decir también que, comparada con la modificación anterior (envío aleatorio de 
tramas hello dentro de un intervalo acotado de la ventana de recepción), la técnica de 
extensión de ventana proporciona valores mayores de probabilidad de éxito, alcanzando 
incluso el 96,60% de los casos para un ciclo de trabajo del 1%. Por lo tanto, no sólo se 
consiguen mejores resultados en cuanto a probabilidad de éxito sino que además se logra por 
fin alcanzar éxito para el duty cycle del 1%. 
Curiosamente, el ciclo de trabajo del 7% juega un papel de frontera en cuanto a la 
optimización de la probabilidad de éxito. Por un lado, se tiene que del 1% al 7% la estrategia de 
extensión de ventana ofrece mejores resultados que la estrategia de envío aleatorio. En 
cambio, del 7% al 10% se invierten los papeles. 
Finalmente, se procede a simular la situación propuesta al principio aplicando 
conjuntamente las dos estrategias estudiadas previamente por separado: 
Número de dispositivos 3+1 
Tiempo de simulación 15 minutos 
Número de ejecuciones 1000 
Duración del periodo de recepción 5 segundos 
Ciclo de trabajo 1% - 10% 
Límite de retransmisiones de un paquete 3 
Límite de CSMA/CA 3 
Estrategia de envío de tramas hello Entre el 10% y el 90% 
Extensión de ventana SÍ 
 
La gráfica resultante es la siguiente: 
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Gracias a la combinación de las dos estrategias se consigue mejorar la probabilidad de 
éxito respecto los resultados anteriores. Como dato significativo: en las simulaciones previas se 
había alcanzado una probabilidad máxima del 96,70%, valor muy próximo al mínimo obtenido 
ahora, que es un 96,00% para un ciclo de trabajo del 2%. De entre todos los ciclos de trabajo 
simulados, la probabilidad de éxito más alta es un 99,70% para el 10%. También se observa 
que el porcentaje de éxito aumenta con el duty cycle, con la excepción del 2%. 
En conclusión, se aprecia claramente como las dos nuevas estrategias se complementan 
para mejorar la probabilidad de éxito del device discovery period, que era el objetivo que se 
perseguía tras los resultados de la primera simulación. 
6.2.1.2 Simulación nº2: probabilidad de éxito en función del número de dispositivos de red 
Una vez observada la efectividad del proceso de descubrimiento con diferentes valores de 
duty cycle dentro de una red de 3 equipos, se va a testear dicho proceso en redes formadas 
por más de 3 dispositivos. 
Para las pruebas, se mantendrá la configuración que mejores resultados ha dado en 
cuanto a probabilidad de éxito en las simulaciones anteriores, es decir: envío aleatorio de 
tramas hello entre el 10% y el 90%, y extensión de la ventana de recepción habilitada, 
trabajando con un ciclo de trabajo del 10%. 
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Por lo tanto, los parámetros de la simulación son los siguientes: 
Número de dispositivos 4 – 20 
Tiempo de simulación 15 minutos 
Número de ejecuciones 1000 
Duración del periodo de recepción 5 segundos 
Ciclo de trabajo 10% 
Límite de retransmisiones de un paquete 3 
Límite de CSMA/CA 3 
Estrategia de envío de tramas hello Entre el 10% y el 90% 
Extensión de ventana SÍ 
 
El número de dispositivos comprende desde la configuración de red 3+1 hasta la 19+1, con 
incrementos de 1 equipo por simulación (cada 1000 ejecuciones). Notar que en la gráfica 
aparecerá el número total de dispositivos que conforma la red, teniendo en cuenta también el 
nuevo vecino. 
Los porcentajes de probabilidad de éxito del descubrimiento en redes compuestas de 4 a 
20 dispositivos son los siguientes: 
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Los resultados muestran que cuanto mayor es la red, menor es la probabilidad de 
descubrir a todos los vecinos que la forman. En una primera etapa, en redes de 4 a 9 
dispositivos se aprecia un descenso muy suave (se pasa de un 99,70% a un 96,00%). En una 
segunda etapa, a partir de 10 dispositivos el impacto en el porcentaje de descubrimiento es 
mayor a medida que se añade un equipo más a la red. Cuantitativamente, de un 92,80% con 
10 dispositivos, la probabilidad de descubrimiento cae a un 26,90% con 20 dispositivos. 
Al aumentar el número de dispositivos que forma la red, se complica el descubrirlos a 
todos ya que también aumenta el tráfico de paquetes y, por consiguiente, la probabilidad de 
sufrir colisiones. 
Por otro lado, la existencia de dos etapas con distinto comportamiento se debe al valor del 
ciclo de trabajo escogido. Se conoce que para un 10% el número de slots que forman el 
periodo de recepción es 10. Por lo tanto, en cuanto la red contenga más de 10 dispositivos, el 
solapamiento entre ventanas de recepción estará garantizado, hecho que provocará un 
aumento de la probabilidad de colisión. Es lógico pues que a partir de 10 equipos el porcentaje 
de éxito en el descubrimiento descienda de forma más brusca que con redes menores. 
Según el razonamiento anterior, con un duty cycle del 5% (20 slots) la frontera entre las 
dos etapas descritas sería una red con 20 equipos. Se deja como trabajo futuro la 
comprobación de esta hipótesis. 
6.2.2 Tiempo de descubrimiento 
El tiempo de descubrimiento o discovery time se define como el tiempo que emplea un 
dispositivo en descubrir a todos los vecinos presentes dentro de su área de cobertura, 
partiendo desde el momento en que se inicia el device discovery period. 
Dependiendo del escenario y de las necesidades de la red, en ocasiones interesará 
descubrir a los vecinos rápidamente, cuanto antes mejor. Sin embargo, para ciertas 
aplicaciones este parámetro será un tanto más relajado, hasta el punto de no ser importante la 
existencia de cierta tardanza en el descubrimiento. 
A continuación se realiza una estimación del tiempo medio de descubrimiento en función 
de varios parámetros claves en la configuración de la red. 
6.2.2.1 Simulación nº1: tiempo de descubrimiento en función del ciclo de trabajo 
En primer lugar, se estudia el comportamiento del discovery time con diferentes valores de 
ciclo de trabajo. Los parámetros de la simulación son los siguientes: 
Número de dispositivos 3+1 
Tiempo de simulación 15 minutos 
Número de ejecuciones 1000 
Duración del periodo de recepción 5 segundos 
Ciclo de trabajo 1 – 10% 
Límite de retransmisiones de un paquete 3 
Límite de CSMA/CA 3 
Estrategia de envío de tramas hello Entre el 10% y el 90% 
Extensión de ventana SÍ 
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Se elabora una gráfica donde se representa el tiempo medio de descubrimiento para cada 
duty cycle. 
 
El tiempo medio de descubrimiento disminuye a medida que aumenta el ciclo de trabajo. 
El descenso es muy pronunciado entre el 1% y el 4%, y más relajado del 4% al 10%. 
A medida que disminuye el ciclo de trabajo lo hace también el tamaño de la ventana de 
recepción. En cambio, el número total de slots aumenta. Si alguno de los dispositivos de red 
tiene su ventana de recepción muy alejada respecto a la del nodo que está llevando a cabo el 
proceso de descubrimiento, se demorará la recepción de la trama beacon, y el valor del 
discovery time (en caso de descubrir a todos sus vecinos) será grande. Cuanto más pequeño 
sea el ciclo de trabajo mayor podrá ser la distancia temporal entre ventanas. Por eso, el valor 
medio del tiempo de descubrimiento para el duty cycle del 1% es el más grande, con 370,76 s 
(6,18 min), y el valor medio para el duty cycle del 10% es el más pequeño, con 41,11 s. 
En cuanto a la tendencia que sigue la curva representada, recuerda a una función del tipo: 
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Y es que ésta guarda una estrecha relación con el tiempo total del proceso de 
descubrimiento (TDDP). Anteriormente se ha visto que la duración del device discovery period se 
puede aproximar por la expresión: 

(() ≈ 
 ∙ 1 
Como en el caso tratado el periodo de recepción tiene un valor constante (5 segundos) y el 
ciclo de trabajo es variable, la función quedará: 

 ≡ 64 ⇒  
(() ≈ 64 
Por lo tanto, ambas funciones seguirán el mismo comportamiento, tal y como muestra la 
gráfica siguiente: 
 
Tal y como se esperaba, la curva del tiempo medio de descubrimiento está por debajo de 
la curva que marca la duración total del proceso de descubrimiento. De hecho, se puede 
considerar ésta última como una cota máxima del discovery time. 
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6.2.2.2 Simulación nº2: tiempo de descubrimiento con diferentes configuraciones 
En simulaciones anteriores se ha demostrado la efectividad lograda al aplicar el envío 
aleatorio de tramas hello y la extensión de la ventana de recepción en cuanto a probabilidad 
de éxito del proceso de descubrimiento. Ahora se estudiará cómo afecta al tiempo de 
descubrimiento la aplicación de estas estrategias. 
Un resumen de los parámetros de simulación utilizados: 
Número de dispositivos 3+1 
Tiempo de simulación 15 minutos 
Número de ejecuciones 1000 
Duración del periodo de recepción 5 segundos 
Ciclo de trabajo 1 – 10% 
Límite de retransmisiones de un paquete 3 
Límite de CSMA/CA 3 
Estrategia de envío de tramas hello 50%/Entre el 10% y el 90% 
Extensión de ventana NO/SÍ 
 
A continuación se representa el comportamiento de la media del discovery time bajo las 
cuatro configuraciones posibles: envío a mitad de ventana o aleatorio entre el 10% y el 90% de 
la ventana, y sin aplicar o aplicando extensión de ventana. 
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Como se puede ver en el gráfico anterior, las curvas obtenidas para las cuatro 
configuraciones son casi idénticas. En realidad, están tan solapadas que incluso cuesta 
distinguirlas. Esto implica que la aplicación de las dos técnicas de mejora de la probabilidad de 
éxito no comporta un aumento del tiempo medio de descubrimiento. 
6.2.2.3 Simulación nº3: tiempo de descubrimiento en función del número de dispositivos de 
red 
A priori, otro factor determinante en la duración del discovery time es la cantidad de 
equipos que constituyen la red a la cual desea añadirse el nuevo dispositivo. Cuanto mayor sea 
la red, mayor será el número de vecinos a los que tiene que reconocer e introducir en su 
neighbor table. Por lo tanto, cabe esperar una relación directamente proporcional entre el 
número de dispositivos y el tiempo de descubrimiento. 
No obstante, existe la duda de cuán agresiva será esta relación; esto es, si el tiempo de 
descubrimiento sufrirá un aumento considerable cuando se incremente la red en unos pocos 
equipos o si, por el contrario, se verá muy poco afectado por esta variación. 
Para salir de dudas, se realizan una serie de simulaciones funcionando bajo estos 
parámetros: 
Número de dispositivos 4 – 20 
Tiempo de simulación 15 minutos 
Número de ejecuciones 1000 
Duración del periodo de recepción 5 segundos 
Ciclo de trabajo 10% 
Límite de retransmisiones de un paquete 3 
Límite de CSMA/CA 3 
Estrategia de envío de tramas hello Entre el 10% y el 90% 
Extensión de ventana SÍ 
 
Los resultados obtenidos se muestran en la siguiente gráfica: 
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Efectivamente, la evolución del tiempo medio de descubrimiento es creciente con el 
número de dispositivos. Sin embargo, así como la probabilidad de éxito sufría un gran 
descenso conforme se añadían más equipos a la red, el valor del discovery time aumenta poco 
a poco y de una forma más lineal. De los 41,11 segundos con 4 dispositivos se pasa a 59,9 
segundos con 20 dispositivos, tan sólo 18 segundos más por añadir 16 equipos a la red. 
En conclusión, para un 10% de duty cycle, aunque el porcentaje de éxito del device 
discovery period va mermando con redes más pobladas, los éxitos que logra no requieren un 
gran sacrificio en términos temporales. 
Queda pendiente para futuras simulaciones analizar este comportamiento con otros 
valores de ciclo de trabajo. 
6.2.3 Consumo energético 
Como ya se ha recalcado en varias ocasiones, en las redes WSN impera el ahorro 
energético por encima de todo. Por lo tanto, conviene realizar un análisis del consumo durante 
el proceso de descubrimiento para el protocolo propuesto. Dicho estudio se llevará a cabo 
para su versión con estrategia de envío aleatorio de tramas hello entre el 10% y el 90% de la 
ventana de recepción, y aplicando la extensión de ventana. 
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6.2.3.1 Fuentes de consumo y de suministro energético 
Todo dispositivo MIU consta básicamente de tres componentes: un transceptor radio, un 
microcontrolador y una batería. Evidentemente, los dos primeros son las principales fuentes 
de consumo del sistema, mientras que la batería aporta la energía necesaria para alimentarlos 
durante largos periodos de tiempo. 
 Microcontrolador 
Procesa toda la información recogida por el transceptor y actúa en consecuencia. Sus 
posibles estados son dos: activo e inactivo (o sleep). Siempre que se quiera transmitir 
un paquete o recibirlo, o simplemente escuchar el medio, el microcontrolador deberá 
permanecer en estado activo. Cuando el dispositivo finalice las tareas mencionadas, 
pasará al estado inactivo. 
El modelo de microcontrolador utilizado en el proyecto es el Texas Instruments 
MSP430F2418 [19], y sus consumos de interés son los siguientes: 
 Consumo de corriente (mA) 
Activo 3,4 
Inactivo (o sleep) 0,01 
 
Tabla 2. Valores de consumo del microcontrolador 
Texas Instruments MSP430F2418. 
 
 Transceptor 
Todo dispositivo de comunicación inalámbrica requiere un elemento para transmitir y 
recibir información de la red a la cual pertenece; esto es, para poder comunicarse con 
sus iguales. Estas funciones las lleva a cabo el transceptor, que además, al tratarse de 
redes de ultra-bajo consumo, dispone también de un estado sleep o inactivo en donde 
el consumo energético pretende ser mínimo. 
Para la elaboración del estudio se han utilizado los valores comerciales de dos 
transceptores [20] [21] de distintos fabricantes: 
 Silicon Si4432 
 Consumo de corriente (mA) 
Transmisión 27 
Recepción 18,5 
Inactivo (o sleep) 0,0004 
 
Tabla 3. Valores de consumo del transceptor 
Silicon Si4432. 
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 Semtech SX1211 
 Consumo de corriente (mA) 
Transmisión 25 
Recepción 3 
Inactivo (o sleep) 0,0001 
 
Tabla 4. Valores de consumo del transceptor 
Semtech SX1211. 
 
 Batería 
El tiempo de vida de los nodos que forman una red WSN suele rondar los 10 años. 
Durante todo este periodo los nodos sensores deben ser alimentados con una misma 
fuente, en este caso con baterías de bajo consumo. 
En cuanto a los MIU, son necesarias dos baterías para cumplir con los requisitos 
impuestos por el diseño, suministrando así energía tanto al microcontrolador como al 
transceptor. Las baterías utilizadas son las Varta ER C [22], que tienen una capacidad 
unitaria de 8,5 Ah. 
Vistos los componentes del sistema involucrados en el consumo energético, es momento 
de comprobar cómo afecta su comportamiento al balance energético total según las 
directrices del protocolo WiMet. Para ello se estudiará la evolución del consumo en el 
dispositivo que realiza el device discovery period dentro del escenario planteado inicialmente. 
6.2.3.2 Simulación nº1: reparto temporal de los estados del dispositivo en función del ciclo 
de trabajo 
Para poder llevar a cabo el análisis sobre el consumo energético es necesario disponer de 
la información relativa a la distribución de tiempos de los diferentes estados del dispositivo 
que a continuación se expone. 
Número de dispositivos 3+1 
Tiempo de simulación 15 minutos 
Número de ejecuciones 1000 
Duración del periodo de recepción 5 segundos 
Ciclo de trabajo 1% – 10% 
Límite de retransmisiones de un paquete 3 
Límite de CSMA/CA 3 
Estrategia de envío de tramas hello Entre el 10% y el 90% 
Extensión de ventana SÍ 
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Para todos los ciclos de trabajo de interés el dispositivo permanece casi todo el tiempo 
durmiendo (en el peor caso, un 90% del tiempo total). Lógicamente, cuánto mayor es el duty 
cycle, mayor es la ventana de recepción y el porcentaje de escucha, y menor el tiempo en 
sleep. El porcentaje más alto en recepción es de un 9,93% para el 10% de ciclo de trabajo. 
Finalmente, el porcentaje del tiempo en transmisión es inversamente proporcional al ciclo de 
trabajo: crece muy poco a poco a medida que decrece el duty cycle. Sin embargo, globalmente 
se puede considerar despreciable, ya que su valor máximo es un 0,37% para el 1% de ciclo de 
trabajo. 
Se analiza más en detalle el reparto temporal de los dos estados activos del MIU: 
recepción y transmisión. 
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La gráfica obtenida permite visualizar con más claridad la evolución del porcentaje en 
transmisión, difícil de apreciar en la gráfica anterior. A medida que aumenta el número de 
slots, aumenta el número de tramas beacon a transmitir durante el proceso de 
descubrimiento, y se incrementa el tiempo dedicado a las transmisiones. Efectivamente, para 
el 1% y el 2% de ciclo de trabajo se aprecia un aumento en el porcentaje de tiempo en 
transmisión. Evidentemente, el hecho de funcionar con escucha periódica implica mayor 
porcentaje de tiempo en recepción que en transmisión para todos los duty cycle bajo estudio. 
6.2.3.3 Simulación nº2: consumo energético en función del ciclo de trabajo 
Tal y como ha sucedido en las simulaciones previas, parece interesante investigar la 
influencia del ciclo de trabajo en el consumo energético del dispositivo durante su proceso de 
descubrimiento. 
A continuación se detallan los parámetros de simulación: 
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Número de dispositivos 3+1 
Tiempo de simulación 15 minutos 
Número de ejecuciones 1000 
Duración del periodo de recepción 5 segundos 
Ciclo de trabajo 1% – 10% 
Límite de retransmisiones de un paquete 3 
Límite de CSMA/CA 3 
Estrategia de envío de tramas hello Entre el 10% y el 90% 
Extensión de ventana SÍ 
 
Con estos parámetros se obtiene la siguiente gráfica: 
 
En el eje de ordenadas se representa el consumo en unidades de micro-amperio hora 
(μAh). Los amperios hora indican la cantidad de carga eléctrica que pasa por los terminales de 
la batería si ésta proporciona una corriente eléctrica de 1 amperio durante una hora. Por lo 
tanto, se trata de una unidad de carga eléctrica. 
En el Sistema Internacional (SI), la unidad de carga eléctrica es el culombio (C). Su 
equivalencia con el amperio hora es la siguiente: 
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1 C = 1 A ∙ s = 13600  A ∙ h ⇒ 1 A ∙ h = 3600 C 
Anteriormente se ha mencionado que la capacidad total del sistema son dos baterías de 
8,5 Ah. En las baterías es normal el uso de esta unidad, que indica la máxima carga eléctrica 
que es capaz de almacenar. A mayor capacidad, más tardará la batería en descargarse 
completamente. El tiempo de descarga se puede expresar como: 
84WX9 =4 =4;6?>Y? =  6?X?68=?= @?4>í?69:;7W9 4<é6>869 =4< =8;X9;88\9 
Respecto a la gráfica obtenida, se aprecia claramente como el consumo crece con el ciclo 
de trabajo. Es un comportamiento lógico, ya que a medida que la ventana de recepción 
aumenta, el consumo del dispositivo en estado activo por periodo de recepción también 
aumenta. Numéricamente: 
84WX9 =4 ;8W7<?68ó: = 15 min = 900 s 
X4>89=9 =4 >464X68ó: = 5 s 
:º \4:?:?; =4 >464X68ó: = 84WX9 =4 ;8W7<?68ó:X4>89=9 =4 >464X68ó: =
900 s
5 s = 180 
Para un DCRx = 1%: 
84WX9 \4:?:?; =4 >464X68ó: = :º\4:?:?; × =7>?68ó: \4:?:? = 180 × 0,05 s = 9 s 
Para un DCRx = 10%: 
84WX9 \4:?:?; =4 >464X68ó: = :º\4:?:?; × =7>?68ó: \4:?:? = 180 × 0,5 s = 90 s 
Es decir, para una misma configuración, el consumo debido a las ventanas de recepción 
con un ciclo de trabajo del 10% es diez veces mayor que el producido con un ciclo de trabajo 
del 1%. 
Además, en la gráfica queda ilustrada la mejor eficiencia energética del transceptor 
Semtech, tal y como se esperaba a partir de las especificaciones facilitadas por los fabricantes. 
En ellas se observa un menor consumo del transceptor de Semtech en todos los estados, 
destacando la gran diferencia existente en recepción, donde es 6 veces menor que con el 
transceptor de Silicon. 
A parte del menor consumo energético del Semtech, la pendiente de su curva a medida 
que aumenta el ciclo de trabajo es menos pronunciada que la del transceptor Silicon. Este 
hecho implica que al incrementar el duty cycle, cada vez es mayor la diferencia de consumo 
entre ambos transceptores. 
Otra forma de representar el consumo energético es des del punto de vista de la fuente de 
energía: 
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Para cada ciclo de trabajo se muestra cuál sería el tiempo de descarga completa de las 
baterías del dispositivo en el supuesto de que cada 15 minutos realizara el proceso de 
descubrimiento. 
Tal y como ocurría en la gráfica previa, gracias al menor consumo del transceptor Semtech, 
el tiempo de vida de las baterías es mayor utilizando este transceptor en lugar del Silicon. La 
duración máxima se alcanza para el 1% de ciclo de trabajo, y es de casi 11 años para el 
Semtech y poco más de 5 años y medio para el Silicon. En ambos casos, la longevidad de las 
baterías disminuye a medida que aumenta el duty cycle. 
Como novedad, se adivina una ligera estabilización del tiempo de vida entre el 2% y el 1% 
de ciclo de trabajo. Por lo tanto, se podría estar ante un límite máximo de duración de las 
baterías. Se deja para trabajos futuros la corroboración de esta hipótesis. 
6.2.3.4 Simulación nº3: reparto del consumo en función del ciclo de trabajo 
Otro dato interesante es conocer de qué manera se reparte el consumo energético en el 
dispositivo MIU, tanto globalmente como a nivel individual de cada componente 
(microcontrolador y transceptor). 
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A continuación se presentan una serie de gráficas donde se estudia el mencionado reparto 
energético para cada uno de los ciclos de trabajo de interés, trabajando bajo los siguientes 
parámetros de simulación: 
Número de dispositivos 3+1 
Tiempo de simulación 15 minutos 
Número de ejecuciones 1000 
Duración del periodo de recepción 5 segundos 
Ciclo de trabajo 1% – 10% 
Límite de retransmisiones de un paquete 3 
Límite de CSMA/CA 3 
Estrategia de envío de tramas hello Entre el 10% y el 90% 
Extensión de ventana SÍ 
 
 Microcontrolador 
 
Predomina el consumo durante el estado activo para todos los ciclos de trabajo. Este 
resultado proviene de la enorme diferencia existente entre los valores de consumo en uno y 
otro modo, que impera sobre los porcentajes de reparto temporal en cada uno de los estados 
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vistos en la simulación nº1. Esto es, el tiempo en estado inactivo es mayor que en activo, pero 
aun así domina el consumo de este último modo de trabajo. 
De todas formas, sí que se aprecia un aumento del porcentaje de consumo en estado sleep 
a medida que decrece el ciclo de trabajo, ya que la ventana de recepción cada vez es más 
pequeña y, en consecuencia, el consumo en estado activo por periodo de recepción también 
se ve reducido. Sin embargo, para ningún caso el microcontrolador alcanza el 20% de 
porcentaje de consumo durmiendo. 
 Transceptor Silicon 
 
A diferencia del microcontrolador, en el caso de los transceptores se consideran tres 
posibles estados de funcionamiento: transmisión, recepción e inactivo (o sleep). 
Como era de esperar a partir de las especificaciones del fabricante, el valor del porcentaje 
de consumo energético durante el estado inactivo no es representativo respecto al consumo 
total en el transceptor Silicon. Incluso en la gráfica superior se hace difícil apreciar el 
porcentaje correspondiente al consumo en este estado, cuyo valor máximo es un 0,14% para 
el duty cycle del 1%. 
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En cuanto al porcentaje de consumo en transmisión, cobra más importancia cuanto menor 
es el ciclo de trabajo, alcanzando su máximo (35%) también para el ciclo de trabajo del 1%. 
Este incremento del consumo en transmisión para ciclos bajos se debe al aumento de envío de 
tramas beacon. 
Se puede demostrar numéricamente que para un DCRx = 10%: 
∆= 
 ∙  = 5 s ∙ 0,1 = 0,5 s 
 = 
∆ =
5 s
0,5 s = 10 
En cambio, para un DCRx = 1%: 
∆= 
 ∙  = 5 s ∙ 0,01 = 0,05 s 
 = 
∆ =
5 s
0,05 s = 100 
Dado que por cada slot se debe enviar un paquete beacon, para un 1% de duty cycle la 
cantidad de transmisiones aumenta en un factor diez respecto a las transmisiones para un 
ciclo de trabajo del 10%. Por lo tanto, es evidente que el porcentaje de consumo en 
transmisión también se tiene que incrementar. 
Finalmente, se aprecia el claro dominio del porcentaje de consumo en recepción. A pesar 
de que según las especificaciones del fabricante el consumo en transmisión (27 mA) es 
superior al consumo en recepción (18,5 mA), el tiempo durante el cual el transceptor se 
encuentra en este último estado es mucho mayor. Si bien es cierto que, como ya se ha dicho, a 
medida que disminuye el ciclo de trabajo se incrementa el tiempo en transmisión. Este hecho 
también se ve en la gráfica, donde el porcentaje de consumo en recepción disminuye con el 
duty cycle. 
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 Transceptor Semtech 
 
Si se consulta la hoja de especificaciones del transceptor de Semtech se observa como el 
consumo en estado sleep (0,1 µA) es despreciable respecto al consumo en los estados activos. 
Una vez más, los resultados extraídos de la simulación corroboran esta hipótesis: el porcentaje 
de consumo en este estado no alcanza siquiera el 0,1% para ningún ciclo de trabajo, lo que 
explica su no visualización en la gráfica superior. 
Sin embargo, sí que existen diferencias y notables con el transceptor de Silicon respecto al 
reparto de consumo en transmisión y recepción. Para empezar, con un ciclo de trabajo del 1% 
domina el consumo en transmisión (75,43%), algo que no había sucedido con el otro 
transceptor. A medida que sube el duty cycle la tendencia continúa siendo la misma: el tanto 
por ciento de consumo en recepción aumenta progresivamente, dominando con más del 70% 
del consumo total a partir del 3% de ciclo de trabajo. Aun así, para el caso tratado se aprecia 
una mayor relevancia del consumo en transmisión que con el transceptor Silicon. 
La razón de este comportamiento la encontramos en la mejora del consumo en recepción 
que realiza el transceptor de Semtech, reduciéndolo a tan sólo 3 mA. Esto hace que la relación 
entre el consumo en transmisión y recepción sea aproximadamente de 8:1. Por lo tanto, para 
casos donde la cantidad de paquetes beacon a enviar es considerable (duty cycle del 1% o 2%) 
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la influencia del consumo de las transmisiones cobra mucha más importancia que utilizando el 
transceptor de Silicon, con una relación de consumos de 1,5:1. 
 Dispositivo MIU 
Tras analizar el reparto de consumo energético componente a componente, es turno 
ahora de considerar el dispositivo MIU de una forma global. 
 
Primeramente, en caso de usar el transceptor de Silicon éste se lleva la mayor parte de la 
energía del conjunto para todos los ciclos de trabajo simulados, ya que los valores de consumo 
en transmisión y recepción de dicho componente son muy superiores al consumo en activo del 
microcontrolador. 
También se observa que los porcentajes de consumo se mantienen prácticamente 
constantes a lo largo de todos los ciclos de trabajo. El hecho de que el transceptor en 
recepción sea el principal factor de consumo energético hace que el envío de beacon no llegue 
a ser un parámetro crítico en el consumo global del sistema. Por eso, para el duty cycle del 1% 
(que es cuando más paquetes de este tipo se transmiten), no se aprecia una subida en el 
porcentaje de consumo del transceptor. 
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Se realiza ahora la misma simulación pero utilizando el transceptor de Semtech: 
 
Los resultados difieren del caso anterior ya que existe una equidad entre los consumos de 
microcontrolador y transceptor, menos para el 1% de duty cycle. 
Se observa un aumento del porcentaje de consumo del transceptor a medida que 
disminuye el ciclo de trabajo, superando al microcontrolador en los tres primeros valores de 
duty cycle. Esta subida viene provocada por la gran diferencia existente entre los consumos de 
recepción y transmisión (ya vista con anterioridad), de forma que a medida que se tienen que 
transmitir más paquetes beacon el valor energético de estos envíos pesa más que el de las 
recepciones. 
En cambio, cuando se transmiten pocos paquetes beacon, el consumo en activo del 
microcontrolador es comparable al del transceptor en recepción (incluso un poco mayor) y, 
por ello, el reparto energético es aproximadamente 50:50 del 4% al 10% de ciclo de trabajo. 
6.2.3.5 Simulación nº4: consumo energético en función de la extensión de la ventana de 
recepción 
Anteriormente se ha comprobado el impacto de la técnica de extensión de ventana en la 
probabilidad de éxito del device discovery period y en el tiempo de descubrimiento. Ahora es el 
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turno de estudiar las repercusiones de dicha estrategia en términos energéticos. De esta forma 
se podrá hacer una valoración sobre la conveniencia del uso de la extensión de la ventana de 
recepción, dependiendo de los objetivos que se pretendan alcanzar a nivel energético. 
Número de dispositivos 3+1 
Tiempo de simulación 15 minutos 
Número de ejecuciones 1000 
Duración del periodo de recepción 5 segundos 
Ciclo de trabajo 1% – 10% 
Límite de retransmisiones de un paquete 3 
Límite de CSMA/CA 3 
Estrategia de envío de tramas hello Entre el 10% y el 90% 
Extensión de ventana NO/SÍ 
 
Como se puede ver en la tabla de parámetros, se va a comparar el consumo energético 
obtenido si aplicamos la extensión de la ventana de recepción con el consumo obtenido sin 
aplicar esta estrategia. Para la comparación se utilizará el transceptor de Semtech. 
La gráfica obtenida para los diferentes ciclos de trabajo es la siguiente: 
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En la gráfica anterior resulta muy costoso diferenciar las dos curvas debido a que se 
encuentran prácticamente solapadas por completo. Esto demuestra el mínimo impacto 
energético que conlleva la aplicación de la extensión de la ventana de recepción. Por 
consiguiente, se puede afirmar que merece la pena el uso de esta estrategia para las 
condiciones simuladas, ya que ofrece una mayor probabilidad de éxito de descubrimiento sin 
suponer un aumento ni del discovery time ni del consumo energético. 
 
6.3 CONCLUSIONES EXTRAÍDAS DE LAS SIMULACIONES 
6.3.1 Probabilidad de éxito del device discovery period 
• Ha quedado demostrada la mejoría en la probabilidad de éxito del device discovery 
period al aplicar la técnica de extensión de la ventana de recepción y la estrategia de 
envío aleatorio de tramas hello entre el 10% y el 90% de la ventana de recepción, para 
los ciclos de trabajo del 1% al 10%. 
• Se ha observado que la probabilidad de éxito del proceso de descubrimiento cae al 
aumentar el número de dispositivos de la red, para el ciclo de trabajo del 10%. 
6.3.2 Tiempo de descubrimiento 
• Para los casos en los que hay éxito en el device discovery period, el valor medio del 
discovery time es menor cuanto mayor es el ciclo de trabajo. Por lo tanto, a medida 
que se aumenta el duty cycle, más rápidamente se descubre a los vecinos. 
• La curva que representa la duración del device discovery period (TDDP) en función del 
ciclo de trabajo sigue la misma tendencia que la curva que representa la media del 
tiempo de descubrimiento. 
• La aplicación de la técnica de extensión de la ventana de recepción y la estrategia de 
envío aleatorio de tramas hello entre el 10% y el 90% de la ventana de recepción no 
hace aumentar el tiempo de descubrimiento medio. Por lo tanto, dado que utilizando 
ambos métodos se obtienen mejores resultados en cuanto a probabilidad de éxito, es 
preferible su utilización. 
• El tiempo medio de descubrimiento crece a medida que se añaden más dispositivos a 
la red, para el ciclo de trabajo del 10%. 
6.3.3 Consumo energético 
• Considerando el escenario de simulación planteado durante un periodo de 15 minutos, 
el dispositivo que lleva a cabo el proceso de device discovery period permanece más de 
un 90% del tiempo total en estado sleep, para los ciclos de trabajo del 1% al 10%. 
Asimismo, cuanto menor es el duty cycle, más tiempo pasa durmiendo. 
• El consumo energético medio por periodo de recepción se incrementa con el ciclo de 
trabajo. 
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• El reparto de consumo en el microcontrolador MSP430F2418 de Texas Instruments no 
baja de un 80% en estado activo, y aumenta con el ciclo de trabajo. 
• Para el transceptor Si4432 de Silicon, domina el consumo en recepción, y crece con el 
ciclo de trabajo. El porcentaje de consumo en transmisión sólo supera el 10% para el 
1% y el 2% de duty cycle, y disminuye cuando aumenta el ciclo de trabajo. En cuanto a 
los valores de los porcentajes de consumo en sleep, son despreciables. 
• Para el transceptor SX1211 de Semtech, domina el consumo en recepción del 10% al 
3% de duty cycle, mientras que para el 1% y el 2% domina el consumo en transmisión. 
Los valores de los porcentajes de consumo en sleep se pueden considerar 
despreciables. 
• Cuando se implementan los MIU con el microcontrolador de Texas Instruments y el 
transceptor de Silicon, la potencia consumida por este último representa 
aproximadamente el 85% del total consumido por el dispositivo. Por lo tanto, las 
mejoras que se introduzcan para ahorrar en consumo energético tendrán más impacto 
en el consumo global del dispositivo si se aplican en el transceptor. 
• Cuando se implementan los MIU con el microcontrolador de Texas Instruments y el 
transceptor de Semtech, la potencia consumida por este último es prácticamente la 
misma que la consumida por el microcontrolador, excepto para los ciclos de trabajo 
del 1% y del 2%, en que domina el transceptor. En este caso, las mejoras introducidas 
en uno u otro componente para ahorrar energía tendrán el mismo impacto en el 
consumo global del dispositivo. 
• La aplicación de la técnica de extensión de la ventana de recepción no hace aumentar 
el consumo medio energético del dispositivo. Por lo tanto, dado que con su aplicación 
se obtienen mejores resultados en cuanto a probabilidad de éxito del proceso de 
descubrimiento y, además, no afecta al tiempo de descubrimiento medio, es preferible 
su uso. 
6.3.4 Posibles escenarios de aplicación 
Existen varios aspectos a tener en cuenta cuando se desea implementar una red WSN. El 
primero de todos y más importante es el consumo energético, ya que por definición este tipo 
de redes se conciben de ultra-bajo consumo. Por lo tanto, se deberá contemplar un escenario 
de actuación acorde a este requisito, con unos dispositivos cuyo funcionamiento no requiera 
una potencia de trabajo excesiva. 
Sin embargo, puede ocurrir que interese priorizar otros parámetros además del ahorro 
energético. 
Por un lado, se puede exigir cierta celeridad a la hora de descubrir a los vecinos de la red, 
es decir, emplear un discovery time bajo. O a la inversa: puede ocurrir también que este 
parámetro no sea para nada importante y permitir una cierta libertad en la duración del device 
discovery period. 
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En ocasiones será vital asegurar cierta probabilidad de éxito del proceso de 
descubrimiento para lograr que la red cumpla con sus funciones de forma efectiva y sin fallos. 
Por ejemplo, en redes con baja frecuencia de refresco será necesario realizar el device 
discovery period con la máxima precisión posible para poder detectar a todos los vecinos y 
disponer de un amplio abanico de opciones en el momento de transmitir un paquete. En 
cambio, cuando la frecuencia de refresco sea alta o la información a transmitir no sea 
prioritaria, este parámetro gozará de cierta flexibilidad, pudiendo jugar con él para lograr otros 
propósitos. 
Entonces, parece interesante plantear estos escenarios y, en función de las necesidades y 
de los resultados obtenidos en las simulaciones, escoger el ciclo de trabajo más adecuado para 
cumplir con sus objetivos. 
TIPO DE ESCENARIO  
Máximo ahorro 
energético 
Rápido descubrimiento de 
dispositivos 
Alto éxito en el 
descubrimiento 
Ciclo de trabajo 
óptimo 
X   1% 
 X  10% 
  X 1% al 10% 
X X  5% o 6% 
X  X 1% 
 X X 10% 
X X X 5% o 6% 
 
Tabla 5. Valor óptimo del ciclo de trabajo en función del escenario de aplicación. 
 
De la tabla se extrae que el consumo energético y la velocidad de descubrimiento tienen 
comportamientos opuestos. Esto es, para mínimo consumo se requiere mínimo ciclo de 
trabajo, y para mínimo retardo en el descubrimiento se requiere máximo ciclo de trabajo. Por 
ello, en el caso de desear un escenario con máximo ahorro energético y máxima velocidad de 
descubrimiento, se deberá escoger un valor intermedio de ciclo de trabajo, ya sea un 5% o 6%. 
En cambio, la probabilidad de éxito del proceso de descubrimiento es muy alta para todos 
los valores de duty cycle simulados, lo que permite cierta flexibilidad a la hora de escogerlo 
(cualquiera de ellos ofrece una alta probabilidad). Además, cualquiera de los otros dos 
requisitos combinado con un alto éxito en el descubrimiento provoca que el ciclo de trabajo 
óptimo continúe siendo el mismo que se había encontrado para los otros dos requisitos. 
Asimismo, en el caso extremo de un escenario donde se requieran las tres limitaciones, el duty 
cycle a escoger será el mismo que para el escenario con máximo ahorro y máxima velocidad, 
ya que el requerimiento de probabilidad de éxito máxima sigue sin afectar. 
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7. IMPLEMENTACIÓN EMPÍRICA DEL ESCENARIO DE SIMULACIÓN 
 
7.1 OBJETIVOS DEL EXPERIMENTO 
Hasta ahora se ha elaborado una implementación del protocolo WiMet para el simulador 
OMNeT++ y se han extraído y analizado los resultados que han proporcionado una serie de 
simulaciones para un escenario concreto. 
En este capítulo, se va a construir el mismo escenario planteado para las simulaciones y se 
van a llevar a cabo alguno de los experimentos realizados en el capítulo 6. De esta manera, 
mediante la comparación de los datos ofrecidos por las simulaciones con los datos extraídos 
de esta maqueta real se podrá validar el diseño del modelo del protocolo WiMet desarrollado 
para el entorno de simulación. 
 
7.2 CONFIGURACIÓN DEL ESCENARIO 
El escenario es el mismo planteado para las simulaciones de OMNeT++. Está formado por 
un total de 4 dispositivos MIU, de los cuales se escoge uno como iniciador del device discovery 
period. De este equipo se extraerán los datos necesarios para poder realizar el estudio de 
comparación. 
Para el desarrollo de los experimentos se alimentará a los MIU mediante un generador de 
tensión, en lugar de utilizar baterías de bajo consumo. Además, se podrá visualizar en tiempo 
real el estado del proceso en ejecución a través de un laptop, donde se irán imprimiendo 
trazas informativas procedentes del dispositivo que realiza el proceso de descubrimiento. 
Dichas trazas también se almacenan en archivos, permitiendo así poder acceder en cualquier 
momento a la información relativa a un día, hora o minuto determinado (históricos). A parte 
de la conexión para la alimentación, todos los MIU cuentan también con una conexión de 
reset. 
 
Figura 31. Dispositivo MIU. 
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El objetivo de las pruebas será medir la probabilidad de éxito en el proceso de 
descubrimiento y el tiempo medio de descubrimiento. Con este fin, se programa uno de los 
MIU del escenario para que lleve a cabo el device discovery period, mientras los otros tres 
dispositivos se limitan a ejecutar su patrón de escucha a la espera de recibir algún paquete 
beacon. Todos los equipos se configuran para trabajar con el mismo ciclo de trabajo. 
A partir de aquí pueden ocurrir dos cosas: 
a) El MIU logra descubrir a sus tres vecinos. En ese mismo instante, los cuatro 
dispositivos se resetean y vuelven a empezar el mismo proceso en una nueva 
ejecución. Eso sí: sus patrones de escucha serán diferentes, ya que cada vez que se 
inicia una nueva ejecución se escoge de forma aleatoria el instante de inicio de sus 
ventanas de recepción (manteniendo siempre el mismo ciclo de trabajo). 
b) Una vez finalizado el proceso de descubrimiento, el MIU no ha conseguido descubrir a 
sus tres vecinos. Entonces, tras un margen de guarda de dos minutos, ocurre lo mismo 
que en el caso “a”, esto es, reset e inicio de nueva ejecución. 
Por lo tanto, no existe un tiempo de ejecución fijo como ocurría en las simulaciones (15 
minutos). 
 
 
Figura 32. Escenario real de la prueba. 
 
Finalmente, en la siguiente tabla se resumen los parámetros de configuración comunes a 
todas las ejecuciones: 
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Número de dispositivos 3+1 
Número de ejecuciones 1000 
Duración del periodo de recepción 5 segundos 
Límite de retransmisiones de un paquete 3 
Límite de CSMA/CA 3 
Estrategia de envío de tramas hello Entre el 10% y el 90% 
Extensión de ventana SÍ 
 
7.3 EXTRACCIÓN DE DATOS 
7.3.1 Primeras experiencias 
Durante los primeros tests se percibieron ciertas interferencias que desvirtuaban los 
resultados del experimento. Dado que el escenario estaba ubicado en un laboratorio I+D 
donde se realizan constantes experimentos a frecuencias muy cercanas a la utilizada, se 
sospechó que los dispositivos del experimento estaban recibiendo interferencias externas 
debidas a las pruebas llevadas a cabo por el personal del laboratorio, que llegaban a influir en 
los resultados obtenidos. 
Para evitar estos efectos adversos, se optó por introducir los componentes MIU del 
escenario dentro de un recipiente metálico para así aislarlos de las interferencias.  
 
 
Figura 33. Aislamiento del escenario junto al laptop. 
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Efectivamente, una vez aislado el escenario no se volvieron a recibir señales interferentes 
provenientes del mundo exterior. De esta manera, se lograron establecer unas condiciones de 
trabajo muy similares a las configuradas en las simulaciones. 
7.3.2 Resultados del experimento 
Gracias a los archivos históricos, una vez alcanzadas las 1000 ejecuciones de un mismo 
experimento, se podían consultar los resultados tanto de probabilidad de éxito como del 
tiempo medio de descubrimiento, ya que ambos datos se iban calculando a medida que las 
ejecuciones iban avanzando. Finalizadas las pruebas con un determinado ciclo de trabajo, se 
procedía a reconfigurar los MIU para iniciar el experimento con otro duty cycle. 
A continuación se adjuntan los resultados extraídos de los experimentos llevados a cabo 
con diferentes ciclos de trabajo. 
Ciclo de 
trabajo (%) 
Probabilidad de 
éxito (%) 
Tiempo medio de 
descubrimiento (s) 
1 66,7 385,351 
2 79,8 197,281 
5 92,5 84,065 
10 94,7 45,507 
 
Tabla 6. Resultados empíricos. 
 
7.4 COMPARATIVA CON LOS RESULTADOS DE LA SIMULACIÓN 
Una vez obtenidos los resultados del experimento empírico, se procede a compararlos con 
la información facilitada por las simulaciones. En la siguiente tabla se resumen los valores 
extraídos de ambos procedimientos. 
Ciclo de 
trabajo (%) 
Probabilidad de éxito (%) Tiempo medio de descubrimiento (s) 
Simulaciones Experimento Simulaciones Experimento 
1 96,80 66,7 378,76 385,351 
2 96,00 79,8 190,56 197,281 
5 98,30 92,5 78,32 84,065 
10 99,70 94,7 41,11 45,507 
 
Tabla 7. Comparativa entre los resultados empíricos y los extraídos de las simulaciones. 
 
7.4.1 Probabilidad de éxito 
Como se puede apreciar en la tabla 7, existe una gran diferencia entre los resultados de las 
simulaciones y los valores empíricos. 
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Si los visualizamos en una gráfica comparativa: 
 
Claramente se aprecia que para los casos de 1% y 2% de ciclo de trabajo los porcentajes de 
probabilidad de éxito extraídos del experimento empírico son menores a los obtenidos en la 
simulación. 
En un primer momento, este hecho provocó la repetición de los experimentos con estos 
mismos valores de duty cycle, pero los resultados obtenidos volvieron a ser idénticos a los 
primeros. 
El siguiente paso fue realizar una revisión de la programación de los MIU que intervienen 
en el escenario práctico, e incluso del modelo del protocolo WiMet elaborado para las 
simulaciones, con la esperanza de encontrar algún fallo que justificara tales resultados. Sin 
embargo, no se localizó nada sospechoso de ser erróneo en el funcionamiento de ambas 
implementaciones. 
Por consiguiente, se inició un estudio para intentar averiguar qué podía provocar este 
descenso en el porcentaje de éxito del descubrimiento a medida que el ciclo de trabajo se 
hacía más pequeño. Finalmente, se formuló una más que razonable hipótesis que 
proporcionaba una explicación al porqué de esta situación. 
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Resulta que para detectar una trama como tal, un dispositivo MIU debe recibir 
previamente un preámbulo formado por 24 símbolos (16 símbolos de la secuencia de 
sincronismo y 8 símbolos de la secuencia de inicio). Si el dispositivo no recibe este preámbulo, 
la trama no se detecta. El quid de la cuestión es que en la programación de los MIU del 
escenario empírico sí que se especifica esta condición pero, sin embargo, en el modelo de 
simulación no está implementada. 
Además, cuando se inicia una ventana de recepción, el transceptor debe conmutar de 
modo sleep a modo recepción. Lógicamente, este cambio de estado no es inmediato, y está 
cuantificado en unos 2 ms para el modelo de Semtech, que tampoco se contemplan en el 
modelo del protocolo realizado para OMNeT++. 
El motivo de la no especificación de estas particularidades se debe a que inicialmente se 
planteó como objetivo prioritario la implementación en detalle de la subcapa MAC del 
protocolo WiMet para el modelo de simulación y, en cambio, no se le dio tanta importancia a 
la implementación de la capa PHY. Simplemente, se elaboraron las funciones básicas de esta 
capa para garantizar el correcto funcionamiento de la subcapa MAC y su interacción con el 
medio inalámbrico. 
A continuación, se va a cuantificar el efecto de la no aplicación de estos dos detalles 
respecto al éxito del descubrimiento. 
Se sabe que el receptor de una trama debe detectar como mínimo 24 símbolos para 
reconocerla. En términos temporales esto es: 
`aDEbCD = 24 ;íW@9<9;9600 bauds = 2,5 ms 
A este tiempo se le deben sumar los 2 ms que emplea el transceptor en pasar de estado 
sleep a recepción. Por lo tanto, el tiempo mínimo de detección será: 
tdet =2,5 ms + 2 ms = 4,5 ms 
La probabilidad de que un dispositivo no reconozca una trama beacon (PNB) se puede 
formular como: 
ghi = jD	  
Asimismo, la probabilidad de que no haya éxito en el descubrimiento (PND) debido a la no 
detección de una trama beacon es igual a la probabilidad de que cualquiera de los tres 
dispositivos que forman la red no detecte una trama de este tipo: 
gh( = 3 × ghi 
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Operando para los valores de duty cycle utilizados en los experimentos, se obtienen los 
siguientes valores: 
DCRx ΔRx PNB PND 
1% 50 ms 9% 27% 
2% 100 ms 4,5% 13,5% 
5% 250 ms 1,8% 5,4% 
10% 500 ms 0,9% 2,7% 
 
Tabla 8. Valores de probabilidad de no reconocimiento de trama 
beacon y de fracaso en el descubrimiento por este motivo. 
 
Si se utiliza el valor de la probabilidad de no descubrimiento por no reconocimiento de 
beacon en los resultados extraídos de las simulaciones originales, se pueden recalcular nuevos 
valores de probabilidad de éxito: 
Ciclo de 
trabajo (%) 
Probabilidad de éxito (%) 
Simulaciones - PND Experimento 
1 69,80 66,7 
2 82,50 79,8 
5 92,90 92,5 
10 97,00 94,7 
 
Tabla 9. Comparativa entre la probabilidad de éxito 
esperada y la obtenida en el experimento. 
 
Con esta modificación, ahora sí los valores experimentales se acercan a los teóricos. La 
diferencia máxima es de un 3,1% cuando antes era de un 30,1% (casi diez veces más). 
Por consiguiente, es necesario implementar estos comportamientos en la capa física para 
que el modelo de simulación del protocolo WiMet se ajuste a su verdadero funcionamiento. 
7.4.2 Tiempo medio de descubrimiento 
En cuanto al tiempo medio de descubrimiento, los resultados empíricos sí se acercan a los 
valores de las simulaciones. Para los ciclos de trabajo testeados experimentalmente, el tiempo 
medio obtenido es entre 4,397 s y 6,721 s mayor que el de simulación, esto es, 
aproximadamente un periodo de recepción (5 segundos). Además, la tendencia que siguen las 
dos curvas es exactamente la misma, tal y como muestra el gráfico de la siguiente página. 
Por lo tanto, se puede afirmar que, en este caso, el modelo de simulación consigue 
comportarse como el protocolo real. 
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Notar que los problemas detectados en el caso de la probabilidad de éxito no ejercen 
ninguna influencia directa sobre los resultados del tiempo medio de descubrimiento. No 
obstante, la pequeña diferencia de valores existente se puede deber a las condiciones del 
canal, ya que en el mundo real siempre existen ruido y/o pequeñas interferencias no deseadas 
que pueden provocar la retransmisión de paquetes, hecho que comporta un retardo en el 
proceso de descubrimiento. 
De todas maneras, se deja como trabajo futuro la simulación del device discovery period 
incluyendo condiciones adversas en el canal de comunicación. 
7.4.3 Validación del modelo de simulación 
Tras comparar los valores de tiempo medio de descubrimiento y probabilidad de éxito de 
ambas implementaciones, se puede concluir que el modelo del protocolo WiMet desarrollado 
para las simulaciones se aproxima suficientemente al comportamiento que realmente tiene 
dicho protocolo durante el proceso de descubrimiento. 
No obstante, para conseguir una implementación más ajustada a la realidad, se debe llevar 
a cabo el diseño detallado de su capa física, de forma que se corroboren las hipótesis 
planteadas durante el capítulo 7 y se elabore un modelo del protocolo más completo y preciso 
que el actual. 
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8. CONCLUSIONES Y TRABAJO FUTURO 
 
8.1 CONCLUSIONES FINALES 
Tras analizar las características y peculiaridades de una red mesh, realizar un estudio de las 
diferentes propuestas de estándares y protocolos MAC orientados a redes WSN, y aprender y 
asimilar el funcionamiento del protocolo WiMet; se ha logrado implementar un modelo del 
protocolo en el entorno de simulación OMNeT++ que ha permitido llevar a cabo una serie de 
experimentos con la intención de evaluar su funcionamiento. Asimismo, dicho modelo de 
simulación ha podido validarse mediante la comparación de sus resultados con otros 
obtenidos empíricamente. 
Las simulaciones del protocolo han girado alrededor del proceso denominado device 
discovery period con la finalidad de analizar varios aspectos relacionados con su rendimiento. 
En primer lugar, se ha sometido al escenario propuesto a varias simulaciones funcionando 
bajo diferentes configuraciones del protocolo. Básicamente, el propósito era comprobar los 
efectos de la aplicación de la extensión de la ventana de recepción y el envío de tramas hello 
en un instante aleatorio perteneciente a un intervalo acotado dentro de la ventana de 
recepción, en términos energéticos, probabilidad de éxito del propio proceso de device 
discovery period y tiempo medio de descubrimiento. Con los resultados de las simulaciones en 
mano se ha visto claramente que la aplicación de dichas técnicas no comporta un aumento en 
el consumo energético ni en el tiempo de descubrimiento, y que además mejoran 
ostensiblemente el éxito en el device discovery period. Por ello, en las simulaciones siguientes 
se aplican ambas estrategias en el funcionamiento normal del protocolo WiMet. 
Inicialmente, los resultados de las simulaciones mostraban que la efectividad en el 
descubrimiento de los nodos de la red era tal que la probabilidad de éxito no alcanzaba valores 
inferiores al 96% para los ciclos de trabajo simulados. Sin embargo, tras realizar pruebas 
empíricas, se comprobó que algunos porcentajes se veían afectados por la no detección de 
tramas beacon, bajando hasta valores del 66,7% para el 1% de duty cycle. Estas recepciones 
fallidas se debían a la existencia de un preámbulo y de un tiempo de transición entre el modo 
sleep y el modo recepción del transceptor, no contemplados en la implementación de la capa 
física del modelo de simulación. Por lo tanto, teniendo en cuenta estas dos particularidades, se 
puede afirmar que la probabilidad de éxito del device discovery period aumenta con el ciclo de 
trabajo, creciendo de un 69,8% a un 97% entre el 1% y el 10% de duty cycle. Además, según las 
simulaciones realizadas, en caso de aumentar el tamaño de la red se apreciará un descenso 
progresivo de este porcentaje. 
En cuanto al tiempo medio de descubrimiento, se ha comprobado mediante las 
simulaciones que, tal y como se esperaba, cuanto menor es el duty cycle, mayor es su valor. 
Por otro lado, gracias a las pruebas en el escenario real, se han podido validar los resultados de 
las simulaciones, confirmándose la tendencia decreciente seguida por el tiempo medio de 
descubrimiento a medida que aumenta el ciclo de trabajo. Además, si se añaden más 
dispositivos a la red, más tiempo tarda el nodo recién llegado en descubrir a todos sus vecinos. 
Análisis y evaluación de un protocolo MAC eficiente energéticamente para redes de sensores inalámbricos 
 
104 
 
Referente al consumo energético, se han hecho pruebas con dos modelos de 
transceptores y con un mismo modelo de microcontrolador. Tal y como se esperaba a partir de 
las hojas de especificaciones de los componentes, se ha confirmado que el modelo de 
transceptor de Semtech consume menos energía que el de Silicon. Este hecho se traduce en un 
mayor tiempo de vida de las baterías, de forma que se alarga también la vida de los nodos de 
la red. También se ha observado que la evolución del consumo energético es ascendente con 
el ciclo de trabajo. 
Por otro lado, aunque se ha detectado a través de las simulaciones que los dispositivos 
permanecen como poco un 90% del tiempo durmiendo, más del 80% de la energía consumida 
en el microcontrolador pertenece al porcentaje de tiempo en estado activo. En cuanto a los 
dos transceptores, ambos alcanzan casi el 100% de consumo energético en los estados de 
recepción y transmisión, diferenciándose entre ellos precisamente en la proporción de los 
valores de consumo en estos dos estados. En el caso del Silicon, el consumo en recepción 
domina para todos los ciclos de trabajo simulados, mientras que con el Semtech el consumo en 
transmisión adquiere un mayor protagonismo, superando incluso al consumo en recepción 
para el ciclo de trabajo del 1%. En conclusión, dado que el consumo en los estados activos 
penaliza mucho más que el consumo en el estado sleep, se ha de intentar dormir la mayor 
cantidad de tiempo posible. 
Desde el punto de vista global del MIU, con la combinación microcontrolador más 
transceptor Silicon, el porcentaje de consumo de este último es de casi un 85% para todos los 
valores de duty cycle. Por lo tanto, si se opta por esta opción hardware, será el transceptor el 
elemento a tener en cuenta al desarrollar estrategias para conservar energía. En cambio, con 
la combinación microcontrolador más transceptor Semtech, los consumos se mantienen 
igualados, excepto para el 1% y el 2% de ciclo de trabajo. Por lo tanto, para esta configuración 
se deberán tener en cuenta ambos componentes a la hora de investigar técnicas de ahorro 
energético. 
Para finalizar, se ha de destacar que durante el proceso de simulación del protocolo WiMet 
se ha estado trabajando en paralelo en el desarrollo del mismo. Esto es, a medida que se 
obtenían y se validaban los resultados de las simulaciones, las conclusiones extraídas se 
utilizaban en la optimización del WiMet Protocol. De esta manera, gracias a las aportaciones 
de las simulaciones, se ha podido mejorar el rendimiento del protocolo. 
 
8.2 LÍNEAS DE TRABAJO FUTURO 
Antes de nada, debe implementarse con más detalle la capa física del protocolo WiMet. En 
concreto, debe añadirse la condición de detección de preámbulo para reconocer tramas y el 
tiempo de conmutación del transceptor de modo sleep a modo recepción. A continuación, 
deben corroborarse las hipótesis desarrolladas en el capítulo 7 relacionadas con la 
probabilidad de éxito del proceso de descubrimiento. 
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Además, deben realizarse simulaciones en escenarios más grandes, con mayor número de 
nodos de red, para estudiar el comportamiento seguido por la probabilidad de éxito, el tiempo 
medio de descubrimiento y el consumo energético, bajo diferentes valores de ciclo de trabajo. 
Asimismo, se ha de intentar utilizar un rango más amplio de parámetros en las 
simulaciones. Por ejemplo, se puede extender el modelo de simulación actual considerando el 
efecto provocado por las derivas de reloj (clock drift) para evaluar su impacto durante el 
desarrollo del device discovery period. 
Es necesario también ejecutar simulaciones más duraderas para poder analizar el 
rendimiento del protocolo más allá del proceso de descubrimiento. 
Por último, el trabajo futuro debe incluir estudios y comparaciones con otros protocolos 
diseñados específicamente para este tipo de redes, mediante su simulación en las mismas 
condiciones (o similares) al protocolo WiMet. 
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ANNEXOS 
 
A. DESCRIPCIÓN DEL ESTÁNDAR IEEE 802.15.4 
Los enlaces inalámbricos pueden operar en una de las tres bandas de frecuencia libres de 
licencia siguientes: 
• 868-868,8 MHz: Europa, permite un canal de comunicación (versión de 2003), 
extendido a tres en la revisión de 2006.  
• 902-928 MHz: Norteamérica, hasta diez canales (2003) extendidos a treinta (2006).  
• 2400-2483,5 MHz: uso en todo el mundo, hasta dieciséis canales. 
En cuanto a la arquitectura del protocolo, la definición de los niveles se basa en el modelo 
OSI. 
Una red 802.15.4 puede tener topología en estrella de un salto o, cuando las líneas de 
comunicación superan los 10 metros, una red multisalto autoconfigurable. Los dispositivos 
pueden utilizar tanto direcciones IEEE de 64 bits como direcciones cortas de 16 bits, asignadas 
durante el proceso de asociación. En definitiva, una red 802.15.4 simple puede albergar más 
de 64.000 (216) dispositivos. 
Las comunicaciones inalámbricas son inherentemente susceptibles a intercepción e 
interferencia. El estándar IEEE 802.15.4 emplea un protocolo íntegramente handshaked para 
obtener fiabilidad en la transmisión de datos, e incrusta el Advanced Encryption Standard (AES) 
para transmisión de datos seguras. 
A.1 Capa Física 
Proporciona un interfaz entre la subcapa MAC y el canal radio físico. Además, proporciona 
dos servicios, a los que se accede a través de dos Service Access Points (SAPs). Dichos servicios 
son: el servicio de datos PHY y el servicio de gestión PHY. 
Básicamente, la capa física es responsable de las siguientes tareas: 
 Activación y desactivación del transceptor radio 
Configura el transceptor radio en uno de sus tres posibles estados, esto es, 
transmisión, recepción o apagado (durmiendo), de acuerdo con la petición de la 
subcapa MAC. 
 Energy detection (ED) 
Es una estimación de la potencia de señal recibida dentro del ancho de banda de un 
canal IEEE 802.15.4. El resultado del energy detection puede ser utilizado por la capa 
de red como parte de un algoritmo de selección de canal, o para propósitos del clear 
channel assessment (CCA). 
 Link Quality Indication (LQI) 
La medida del Link Quality Indication se lleva a cabo para cada paquete recibido. La 
capa física utiliza el Energy Detection (ED) del receptor, una ratio signal-to-noise, o una 
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combinación de las dos para medir la fuerza y/o la calidad de un enlace en el que se ha 
recibido un paquete. Sin embargo, no está especificado en el estándar el uso del LQI 
por las capas de red o de aplicación. 
 Clear Channel Assessment (CCA) para CSMA/CA 
Se requiere la capa física para llevar a cabo el CCA, utilizando energy detection, 
detección de portadora, o una combinación de las dos. En modo energy detection, se 
considera el medio ocupado si se detecta una energía superior a un umbral 
predefinido. En modo detección de portadora, se considera el medio ocupado si se 
detecta una señal con la modulación y las características difundidas en el estándar. 
Finalmente, en el modo combinado, se deben cumplir ambas condiciones para concluir 
que el medio está ocupado. 
 Selección de frecuencia del canal 
Los enlaces inalámbricos bajo el 802.15.4 pueden operar en 27 canales diferentes (una 
red específica puede escoger soportar parte de los canales). Por ello, la capa física 
debe ser capaz de sintonizar su transceptor dentro de un canal determinado, en lugar 
de recibir una petición desde la subcapa MAC. 
 Transmisión y recepción de datos 
Es la tarea esencial de la capa física. En esta parte se utilizan modulación y técnicas de 
extensión. 
A 2,4 GHz, la capa física emplea una técnica de modulación quasi-ortogonal 16-aria, en 
la que cada cuatro bits de información son ubicados dentro de una secuencia de ruido 
pseudoaleatoria (PN) de 32 chips. Las secuencias PN para símbolos de datos sucesivos 
son entonces concatenadas y moduladas sobre la portadora utilizando O-QPSK (Offset 
Quadrature Phase Shift Keying). 
En 868/915 MHz, la capa física emplea DSSS (Direct Sequence Spread Spectrum) con 
BPSK (Binary Phase Shift Keying) para modulación chip, y codificación diferencial para 
codificación de símbolo de datos. Cada símbolo de datos se ubica dentro de una 
secuencia PN de 15 chips, y las secuencias PN concatenadas son entonces moduladas 
sobre la portadora utilizando BPSK con una forma de pulso raised cosine. 
A.2 Subcapa MAC 
Proporciona un interfaz entre la SSCS (Service Specific Convergence Sublayer) y la capa 
PHY. La subcapa MAC también proporciona dos servicios, a saber, el servicio de datos MAC y el 
servicio de gestión MAC. 
Básicamente, la subcapa MAC es responsable de las tareas siguientes: 
 Generación de beacon de red 
Un coordinador puede determinar si trabajar en modo beacon, en el que se utiliza una 
estructura de supertrama. La supertrama está limitada por dos beacon y está dividida 
en slots de igual tamaño (el valor por defecto es 16). Un coordinador envía beacon 
periódicamente para sincronizar sus dispositivos adjuntos, y con otros propósitos. 
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 Sincronización de los beacon 
Un dispositivo adjunto a un coordinador que opera en modo beacon puede rastrear los 
beacon para sincronizarse con el coordinador. Esta sincronización es importante para 
el polling de datos, el ahorro energético y la detección de huérfanos. 
 Soporte de asociación y disociación de PAN 
Para soportar la autoconfiguración, el estándar IEEE 802.15.4 incrusta las funciones de 
asociación y disociación en la subcapa MAC. Esto no sólo habilita a una red en estrella 
a ser configurada automáticamente, sino que además permite la creación de una red 
punto a punto autoconfigurable.  
 Empleo del mecanismo de CSMA/CA 
Como la mayoría de los otros protocolos diseñados para redes inalámbricas, se utiliza 
el mecanismo de CSMA/CA para acceso al canal. Sin embargo, el estándar no incluye el 
mecanismo RTS (Request-to-send) y CTS (Clear-to-send), debido a la baja tasa de datos 
utilizada en las LR-WPAN. 
 Manejo y mantenimiento del mecanismo GTS (Guaranteed Time Slot) 
Cuando se trabaja en modo beacon, un coordinador puede asignar porciones de la 
parte activa de la supertrama a un dispositivo. Estas porciones se denominan GTS, y 
componen el CFP (Contention Free Period) de la supertrama. 
 Enlace fiable entre dos entidades MAC 
La subcapa MAC emplea varios mecanismos para habilitar la fiabilidad del enlace entre 
dos estaciones. Entre ellos se encuentra el reconocimiento de tramas y la 
retransmisión, la verificación de datos utilizando CRC de 16 bits, así como también el 
mismo CSMA/CA. 
A.3 Funciones Generales 
El estándar da especificaciones detalladas de los siguientes puntos: tipo de dispositivo, 
estructura de trama, estructura de supertrama, modelo de transferencia de datos, robustez, 
consideraciones de consumo de potencia y seguridad.  
Se definen dos tipos de dispositivos diferentes en una red 802.15.4, un FFD (full function 
device) y un RFD (reduced function device). Un FFD puede hablar con RFDs y otros FFDs, y 
operar en tres modos: como coordinador de PAN, coordinador o dispositivo. Un RFD solo pude 
hablar con un FFD y está pensado para aplicaciones extremadamente simples. 
El estándar permite el uso opcional de una estructura de supertrama. El formato de la 
supertrama está definida por el coordinador. 
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Figura A1. Estructura de la supertrama. 
 
De la figura A1 se puede ver que la supertrama está compuesta por una parte activa y una 
parte inactiva opcional, y está limitada por beacon de red. La longitud de la supertrama 
(beacon interval, BI) y la longitud de su parte activa (superframe duration, SD) se define como 
sigue: 
kl = ?k?;4m7X4>n>?W47>?89: ∙ 2io 
con 0 ≤ BO ≤ 14 
m = ?k?;4m7X4>n>?W47>?89: ∙ 2po 
con 0 ≤ SO ≤ BO ≤ 14 
Los valores de BO y SO son determinados por el coordinador. La parte activa de la 
supertrama está dividida en slots del mismo tamaño (16 por defecto) y la trama beacon es 
transmitida en el primer slot de cada supertrama. La parte activa pude estar dividida en dos 
periodos, el CAP (contention access period) y un CFP (contention free period) opcional. El CFP 
opcional podría acomodar hasta siete GTSs (guarenteed time slots), y un GTS podría ocupar 
más de un periodo de slot. Sin embargo, una porción del CAP debe estar disponible para el 
acceso basado en contención de otros dispositivos de red o nuevo dispositivos que desean 
unirse a la red. El mecanismo slotted CSMA-CA se utiliza para acceso al canal durante el CAP. 
Todas las transacciones basadas en contención deber estar completadas antes de que se inicie 
el CFP. También todas las transacciones utilizando GTSs deber estar hechas antes del inicio del 
siguiente GTS o el final del CFP. 
La transferencia de datos puede ocurrir de tres maneras diferentes: 
• De dispositivo a coordinador 
• De coordinador a dispositivo 
• De una estación a otra en una red multisalto punto a punto 
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Se pueden clasificar las transferencias de datos en los siguientes tipos: 
 Direct data transmission 
Para todas las transferencias de datos, tanto de dispositivo a coordinador, como de 
coordinador a dispositivo, o entre dos estaciones. Se utiliza unslotted CSMA-CA o 
slotted CSMA-CA para la transmisión de datos, dependiendo de si se usa el modo 
beacon habilitado o inhabilitado. 
 Indirect data transmission 
Sólo para transferencias de datos de un coordinador a sus dispositivos. En este modo, 
una trama de datos se mantiene en una lista de transacciones por el coordinador, 
esperando a su extracción por parte del dispositivo correspondiente. Un dispositivo 
puede averiguar si tiene un paquete pendiente en la lista de transacciones 
comprobando las tramas beacon recibidas de su coordinador. Ocasionalmente, 
indirect data transmission pude también ocurrir en modo sin beacon. Por ejemplo, 
durante un procedimiento de asociación, el coordinador mantiene la trama de 
respuesta a la asociación en su lista de transacciones y el dispositivo sondea y extrae la 
trama de respuesta a la asociación. Unslotted CSMA-CA o slotted CSMA-CA se utilizan 
en el procedimiento de extracción de datos. 
 GTS data transmission 
Sólo para transferencias de datos entre un dispositivo y su coordinador, tanto del 
dispositivo al coordinador como del coordinador al dispositivo. No se necesita CSMA-
CA en GTS data transmission. 
La conservación de potencia ha sido uno de los focos de investigación para redes 
inalámbricas, ya que la mayoría de dispositivos en redes inalámbricas son alimentados por 
baterías. El estándar fue desarrollado pensando en disponibilidad de suministro de potencia 
limitado y favorece dispositivos alimentados por baterías. La estructura de supertrama y la 
indirect data transmission son ejemplos de ello. 
 
B. ENTORNO DE SIMULACIÓN OMNET++ 
B.1 Características principales 
Para describir la estructura del sistema real, OMNeT++ proporciona herramientas muy 
eficientes al usuario. A continuación se presentan las más relevantes. 
 Módulos jerárquicos 
Un modelo de OMNeT++ (a menudo se les denomina redes) consiste en módulos 
anidados jerárquicamente que se comunican entre sí mediante el envío de mensajes. 
El módulo del nivel más alto es el módulo del sistema. Dicho módulo contiene 
submódulos, que a su vez pueden contener más submódulos. Se ha que decir que la 
profundidad del anidado no está limitada; esto permite al usuario reflejar la estructura 
lógica del sistema real en la estructura del modelo. 
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La estructura del modelo se describe en lenguaje NED de OMNeT++. Para obtener una 
descripción más detallada sobre este lenguaje de programación se aconseja consultar 
el manual del simulador. 
(http://www.omnetpp.org/doc/omnetpp33/manual/usman.html). 
A los módulos que contienen submódulos se les denomina módulos compuestos. Por 
otro lado, los módulos simples son aquellos que están en el nivel más bajo de la 
jerarquía modular y contienen los algoritmos del modelo. El usuario implementa los 
módulos simples en lenguaje C++ utilizando la librería de clases de simulación de 
OMNeT++. 
 
 
Figura B1. Estructura modular de OMNeT++. 
 
La mayoría de los algoritmos que contienen los módulos simples son funciones de C++, 
hecho que permite aprovechar la flexibilidad y potencia que ofrece este lenguaje de 
programación. El programador de la simulación puede escoger entre descripción 
event-driven o process-style, puede usar libremente conceptos de orientación a 
objetos (por ejemplo, herencia y polimorfismo) y diseñar patrones para extender la 
funcionalidad del simulador. 
 Tipos de módulos 
Tanto los módulos simples como los módulos compuestos son ejemplos de tipos de 
módulos. Mientras va describiendo el modelo, el usuario define tipos de módulos. 
Algunos ejemplos extraídos de estos tipos de módulos sirven como componentes para 
tipos de módulos más complejos. Finalmente, el usuario crea el módulo del sistema 
como un ejemplo de un tipo de módulo previamente definido. Por lo tanto, todos los 
módulos de la red están implementados como submódulos y sub-submódulos del 
módulo del sistema. 
Cuando se utiliza un tipo de módulo como bloque, no hay distinción en si es un 
módulo simple o compuesto. Esto permite al usuario dividir un módulo simple en 
varios módulos simples incrustados dentro de un módulo compuesto, o agregar la 
funcionalidad de un módulo compuesto dentro de un módulo simple, siempre sin 
afectar a otros usuarios del mismo tipo de módulo. 
Además, el usuario puede agrupar tipos de módulos existentes y crear librerías de 
componentes. 
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 Comunicación entre módulos 
Los módulos se comunican intercambiando mensajes. En una simulación en curso los 
mensajes pueden representar, por ejemplo, tramas o paquetes dentro de una red de 
ordenadores. Los módulos simples pueden enviar mensajes de dos formas: 
directamente a su destino o por un camino predefinido, a través de puertas y 
conexiones. 
Las puertas son los interfaces de entrada y de salida de los módulos. Los mensajes se 
envían a través de las puertas de salida y llegan a través de las puertas de entrada. 
Cada conexión (o enlace) se crea dentro de un nivel simple de la jerarquía del módulo. 
Dentro de un módulo compuesto se pueden conectar las respectivas puertas de dos 
submódulos, o una puerta de un submódulo con una puerta del módulo compuesto. 
 
Figura B2. Conexiones entre módulos. 
 
El tiempo de simulación local de un módulo avanza cuando recibe un mensaje. El 
mensaje puede proceder de otro módulo o del mismo módulo (los denominados auto-
mensajes, utilizados para implementar temporizadores). 
Debido a la estructura jerárquica del modelo, los mensajes típicamente viajan a través 
de series de conexiones, partiendo de módulos simples y llegando a módulos simples. 
Estas series de conexiones son las rutas. Los módulos compuestos actúan como cajas 
negras en el modelo, transmitiendo mensajes entre su interior y el mundo exterior de 
forma transparente. 
Se pueden asignar tres parámetros opcionales a las conexiones, que facilitan el 
modelado de redes de comunicación: 
• Retardo de propagación (propagation delay). Tiempo que se retrasa la llegada del 
mensaje cuando viaja a través del canal. 
• Tasa de error de bit (bit error rate). Probabilidad de que un bit se transmita 
incorrectamente. Permite un modelado simple de canal ruidoso. 
• Tasa de datos (data rate). Especificada en bits/segundo, se utiliza para calcular el 
tiempo de transmisión de un paquete. 
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Una posibilidad es indicar los parámetros de enlace individualmente para cada 
conexión. Por otro lado, se pueden definir tipos de enlace y utilizarlos a través del 
modelo entero. 
 Parámetros flexibles 
Los módulos disponen de parámetros que se asignan en los archivos NED o en el 
archivo de configuración omnetpp.ini. Los parámetros se utilizan para personalizar el 
comportamiento de los módulos simples, y para parametrizar la topología del modelo. 
Pueden tomar valores string, numéricos o boolean, e incluso contener árboles de 
datos XML. 
En el caso particular de los valores numéricos, se incluyen expresiones que utilicen 
otros parámetros, llamadas a funciones C, variables aleatorias de diferentes 
distribuciones y valores introducidos interactivamente por el usuario. 
Mediante el uso de parámetros numéricos se pueden construir topologías con cierta 
flexibilidad. Por ejemplo, en un módulo compuesto, dichos parámetros pueden definir 
la cantidad de submódulos y puertas, y la forma en que están hechas sus conexiones 
internas. 
 Lenguaje de descripción topológica 
Como ya se ha comentado, el usuario define la estructura del modelo utilizando el 
lenguaje NED (Network Description). 
B.2 Construcción y ejecución de simulaciones 
Un modelo de OMNeT++ consta de las siguientes partes: 
• Descripción topológica en lenguaje NED (archivos .ned). Describe la estructura del 
módulo con parámetros, puertas, etc. Los archivos NED se pueden elaborar utilizando 
cualquier editor de textos o el editor gráfico GNED. 
• Definición de mensajes (archivos .msg). Se pueden definir varios tipos de mensajes. 
OMNeT++ traduce las definiciones de mensaje a clases C++. 
• Fuentes de módulos simples. Son archivos C++, con sufijo .h y .cc. 
El sistema de simulación proporciona los siguientes componentes: 
 Kernel de simulación 
Contiene el código que gestiona la simulación y la librería de clases de simulación. Está 
escrito y compilado en C++, y se agrupa en una librería (un archivo con extensión .a o 
.lib). 
 Interfaces de usuario 
Se utilizan en la ejecución de la simulación para facilitar la depuración de errores, la 
demostración o la ejecución de simulaciones en lotes. Existen varios interfaces de 
usuario, escritos y compilados en C++,  y agrupados dentro de librerías. 
Los programas de simulación están constituidos por los componentes descritos arriba. En 
primer lugar, los archivos .msg son traducidos a código C++ utilizando el programa opp_msgc. 
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A continuación, todas las fuentes C++ son compiladas y enlazadas con el kernel de simulación y 
una librería de interfaces de usuario, para formar un ejecutable de la simulación. Los archivos 
NED también se pueden traducir a C++ (utilizando nedtool) y enlazar, o cargar dinámicamente 
en su forma de texto original cuando el programa de simulación se inicia. 
Ejecución de la simulación y análisis de los resultados 
El ejecutable de la simulación es un programa standalone. Esto quiere decir que puede 
ejecutarse en otras máquinas que no dispongan del programa OMNeT++, o sin estar presentes 
los archivos del modelo. Cuando se inicia el programa, lee un archivo de configuración 
(normalmente llamado omnetpp.ini). Este archivo contiene ajustes que controlan la ejecución 
de la simulación, valores de parámetros del modelo, etc. 
La información que se extrae de la simulación se puede guardar en archivos de vectores de 
salida, archivos de escalares de salida y archivos de salida del propio usuario. OMNeT++ 
proporciona una herramienta GUI llamada Plove para ver y representar el contenido de los 
archivos de vectores de salida. Normalmente no se utiliza únicamente OMNeT++ para procesar 
los archivos resultantes, sino que los archivos de salida son archivos de texto en un formato 
que puede ser leído por paquetes matemáticos como Matlab u Octave, o importados dentro 
de hojas de cálculo como OpenOffice Calc, Gnumeric o Microsoft Excel. 
Los archivos de escalares de salida pueden visualizarse utilizando la herramienta Scalars,  
que permite dibujar gráficos de barras, trazar representaciones x-y, o exportar datos vía 
portapapeles para un análisis más detallado en hojas de cálculo y otros programas. 
Interfaces de usuario 
El principal propósito de los interfaces de usuario es hacer visible al usuario las 
interioridades del modelo, controlar la ejecución de la simulación, y permitirle intervenir 
cambiando variables/objetos dentro del modelo. Esto es muy importante en la fase de 
desarrollo y depuración del proyecto de simulación. El interfaz gráfico puede utilizarse también 
para demostrar operaciones del modelo. 
El mismo modelo de simulación puede ser ejecutado con diferentes interfaces de usuario, 
sin ningún cambio en sus archivos de modelo. En principio, el usuario testea y depura la 
simulación con un interfaz de usuario gráfico potente, y finalmente lo ejecuta con un interfaz 
simple y rápido, que soporte ejecución en lotes. 
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C. MAC DISCOVERY FRAMES 
 
 
Figura C1. Tramas MAC de descubrimiento 
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 Significado de los campos de la trama beacon 
Nombre 
Posición 
(byte) 
Longitud 
(bytes) 
Descripción 
LEN 0 1 
Longitud total de la trama: MAC header + BEACON payload 
Total: 18 bytes 
FRAME 
CTRL 
1 2 Flags y características de la trama 
FRAME 
TYPE 
3 1 Tipo de trama MAC == 1 (BEACON) 
FRAME 
SUBTYP 
4 1 Subtipo de trama MAC, depende de FRAME TYP 
FRAME 
NUMB 
5 1 
Nº de secuencia de trama MAC para evitar paquetes duplicados. Se 
incrementa con cada paquete enviado. Las confirmaciones (ACK) deben 
respetar el FRAME NUMB original. 
SHORT 
NET ID 
6 2 
Dirección lógica de la red. 
Es la dirección lógica del gateway/GW que encabeza la red. Dedicado a 
filtrado de paquetes dirigidos hacia un GW. Implica que un SD pertenece a 
un único GW. 
A no ser que se especifique como 0xFFFF, en ese caso puede tomarse como 
mensaje dirigido a cualquier subred. 
SHORT 
SOURCE 
ADDR 
8 2 Dirección lógica del nodo emisor 
DST/SRCH
OPS 
10 1 
Nibble alto (desde bit 7 hasta bit 4) 
 Nº de saltos del nodo destino respecto al gateway de la red. 
 Máximo 15 saltos 
Nibble bajo (desde bit 3 hasta bit 0) 
 Nº de saltos del nodo emisor respecto al gateway de la red. 
 Máximo 15 saltos 
REV 
RSSI 
11 1 
Nivel de RSSI con que el nodo origen recibe los mensajes del nodo destino. 
Permite conocer la calidad de la bidireccionalidad del enlace 
TIME TO 
RX 
12 2 
Tiempo [en ms] restante para la apertura de la ventana RX del nodo origen. 
Dicho tiempo se asigna en el momento de yuxtaponer la cabecera MAC al 
resto de la trama, por lo que no incluye efectos de CCA,  de 
RX_to_TX_turn_around ni de tiempo de transmisión del paquete completo. 
RX 
WINDOW 
CONFIG 
14 2 
Configuración de la ventana de RX del emisor. 
Período de repetición entre RX (en diversas unidades) + Duty cycle de la 
ventana RX (en %) 
CRC-16 16 2 
CRC 16 bit de: MAC header + BEACON payload. 
A efectos de cálculo, se considera el campo CRC-16 igual a 0x0000 para 
posteriormente asignarle el CRC-16 obtenido 
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 Significado de los campos de la trama hello 
Nombre 
Posición 
(byte) 
Longitud 
(bytes) 
Descripción 
LEN 0 1 
Longitud total de la trama: MAC header + HELLO payload 
Total: 28 bytes 
FRAME 
CTRL 
1 2 Flags y características de la trama 
FRAME 
TYPE 
3 1 Tipo de trama MAC == 2 (HELLO) 
FRAME 
SUBTYP 
4 1 Subtipo de trama MAC, depende de FRAME TYP 
FRAME 
NUMB 
5 1 
Nº de secuencia de trama MAC para evitar paquetes duplicados. Se 
incrementa con cada paquete enviado. Las confirmaciones (ACK) deben 
respetar el FRAME NUMB original. 
SHORT 
NET ID 
6 2 
Dirección lógica de la red. 
Es la dirección lógica del gateway/GW que encabeza la red. Dedicado a 
filtrado de paquetes dirigidos hacia un GW. Implica que un SD pertenece a 
un único GW. 
A no ser que se especifique como 0xFFFF, en ese caso puede tomarse como 
mensaje dirigido a cualquier subred. 
SHORT 
DEST  
ADDR 
8 2 Dirección lógica del nodo destino 
SHORT 
SOURCE ADDR 
10 2 Dirección lógica del nodo emisor 
DST/SRC HOPS 12 1 
Nibble alto (desde bit 7 hasta bit 4) 
 Nº de saltos del nodo destino respecto al gateway de la red. 
 Máximo 15 saltos 
Nibble bajo (desde bit 3 hasta bit 0) 
 Nº de saltos del nodo emisor respecto al gateway de la red. 
 Máximo 15 saltos 
REV 
RSSI 
13 1 
Nivel de RSSI con que el nodo origen recibe los mensajes del nodo destino. 
Permite conocer la calidad de la bidireccionalidad del enlace 
TIME TO RX 14 2 
Tiempo [en ms] restante para la apertura de la ventana RX del nodo origen. 
Dicho tiempo se asigna en el momento de yuxtaponer la cabecera MAC al 
resto de la trama, por lo que no incluye efectos de CCA,  de 
RX_to_TX_turn_around ni de tiempo de transmisión del paquete completo. 
RX WINDOW 
CONFIG 
16 2 
Configuración de la ventana de RX del emisor. 
Período de repetición entre RX (en diversas unidades) + Duty cycle de la 
ventana RX (en %) 
POWER 
BATT CTRL 
18 2 
Byte alto (desde bit 15 hasta bit 8) 
 Nivel de batería disponible (0xFF – FULL) 
Byte bajo (desde bit 7 hasta bit 0) 
 Potencia variable de transmisión en dBm 
Posiblemente, se añada estado (cuantitativo o cualitativo) de las colas de 
paquetes de DISCOVERY, TX y PRIORITY 
CALENDAR 
DATESTAMP 
20 2 
Fecha almacenada en el MIU en formato YYMMDD 
Bits 15 – 9  año 
Bits  8 – 5  mes 
Bits  4 – 0  día 
CALENDAR 
TIMESTAMP 
22 4 
Hora almacenada en el MIU en formato HHMM  y SEC+MS 
Bits 31 – 27 00000 
Bits 26 – 22 hora 
Bits 21 – 16 minuto 
Bits 15 –  0segundos x 1000 + milisegundos 
CRC-16 26 2 
CRC 16 bit de: MAC header + HELLO payload. 
A efectos de cálculo, se considera el campo CRC-16 igual a 0x0000 para 
posteriormente asignarle el CRC-16 obtenido 
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 Campo RX WINDOW CONFIG 
Nombre 
Posición 
(bit) 
Longitud 
(bits) 
Descripción 
RX PERIOD 
UNIT 
15 3 
Unidades en que se mide RX PERIOD VALUE 
0 Milisegundos 4 Días 
1 Segundos 5 Formato libre 
2 Minutos 6 Formato libre 
3 Horas 7 Formato libre 
RX PERIOD 
VALUE 
12 6 
Período de repetición de ventanas de escucha medido en las unidades 
definidas por RX PERIOD UNIT 
RX  
DUTY 
CYCLE 
6 7 
Duty cycle de recepción o tiempo dedicado a escucha dentro del período de 
repetición de ventanas, medido en % 
 
Usado para optimizar la elección del momento de transmisión de un 
mensaje dentro de la ventana de un vecino. 
 
Valor > 100 % se asume 100 % 
Valor < 1%  no se optimiza el momento de transmisión: siempre se 
   usa el principio de la ventana 
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