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1 JOHDANTO 
 
 
Tämän opinnäytetyön aiheena on selvittää langattoman WLAN-sensoriverkon toteu-
tusta siten että käytetään yhdysvaltalaisen GainSpanin valmistamia moduuleita. Ensi-
sijaisena tavoitteena on selvittää, kuinka hyvin kyseisillä moduuleilla voidaan toteut-
taa riittävän tarkka aikasynkronointi, niin että useista erillisistä langattomista mittaus-
yksiköistä koostuvan sensoriverkon mittaustulokset voidaan asettaa samalle aika-
janalle mahdollisimman nopeasti ja tarkasti. Lisäksi on määrä selvittää moduulien 
soveltuvuus yleisellä tasolla langattomiin mittausjärjestelmiin tarkastelemalla mm. 
niiden tehonkulutuksen ja liitettävyyden teknisiä ominaisuuksia. 
 
Työ on osa Savonia-ammattikorkeakoulun johtamaa Lange-hanketta, jonka ensi-
sijaisena tavoitteena on tutkia nimenomaan langattomien sensorien käyttöä lääke-
tieteellisessä multiparametrimonitoroinnissa. Hankkeen yhteistyökumppaneina on 
muutamia pieniä tai keskisuuria kotimaisia elektroniikka-alan yrityksiä sekä mm. tek-
nologian ja innovaatioiden keskus Tekes. Hankkeen yhteydessä selvitetään saman-
aikaisesti muitakin eri valmistajien moduulivaihtoehtoja, mutta tässä työssä keskity-
tään nimenomaan GainSpanin valmistamiin moduuleihin. 
 
Jotta palvelimelle tuleva tieto jokaiselta mittausyksiköltä olisi riittävän reaaliaikaista ja 
käyttäjälle tulostettaessa toisiinsa nähden yhdenaikaista, on mittausdata aikaleimat-
tava tarkasti jokaisessa mittausyksikössä. Reaaliaikaisuustavoitteena on, että mitta-
ushetkeltä näytölle tulostukseen ei saisi kulua yli 16:ta millisekuntia. Tämän lisäksi 
jokaisen mittausyksikön tieto on keskenään vertailukelpoista silloin, kun eri moduulien 
samanaikaisten mittausten maksimipoikkeama ajallisesti toisistaan on enintään sata 
mikrosekuntia. Tällöin mittaustuloksia tarkasteltaessa eri mittausyksiköiden keräämä 
informaatio näyttäisi riittävän yhdenaikaiselta, jotta siitä voidaan suorittaa lääketie-
teellisiä tai teollisia johtopäätöksiä. 
 
Työssä tarvitaan C-kielen ohjelmointitaitoja sekä ymmärrystä langattomien verkko-
laitteiden toiminnasta. Myös perustuntemus elektroniikalle suoritettavista mittaus-
toimenpiteistä erilaisilla mittalaitteilla on tarpeen, sillä tavoitteena on selvittää myös 
käytettävien moduulien muita teknisiä ominaisuuksia, kuten mm. tehonkulutusta eri 
tiloissa. 
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2 LANGE-HANKE 
 
 
2.1 Tarve ja merkitys 
 
Savonia-ammattikorkeakoulun informaatiotekniikan kehitysyksikössä selvitetään rat-
kaisuja monikanavaisten sensorijärjestelmien toteutukseen nk. Lange-hankkeessa. 
Tavoitteena on mm. lääketieteellisissä tutkimussovelluksissa suoritettavien fysikaa-
listen mittausten langattoman toteutuksen mahdollistaminen. jolloin tyypillisesti vaa-
ditaan monikanavaista tiedonsiirtoa useasta anturista. Järjestelmän koostuessa use-
asta erillisestä mittausyksiköstä, ovat suoritetut mittaukset synkronoitava ajallisesti. 
Vain synkronoiduista mittaustuloksista on käytännössä mahdollista tehdä tuloksista 
kunnollisia johtopäätöksiä. Yhteistyökumppaneilta saatujen tavoitemääritelmien mu-
kaan synkronointitarkkuus olisi oltava vähintään 100 mikrosekuntia. [1] 
 
Lääketieteellisellä puolella projektin tavoitteiden määrittelyssä on käytetty EKG-mitta-
uksien vaatimaa tiedonsiirtokaistaa sekä aikasynkronointi-ikkunaa. EKG on siinä 
mielessä järkevä lähtökohta, että siinä mitataan samanaikaisesti useasta eri pis-
teestä, joten kerättävä tietomäärä on kohtuullisen suuri ja mitattavat signaalitasot 
ovat kohtuullisen helposti mitattavissa, toisin kuin mm. EEG-mittauksissa, joissa mi-
tattavat jännitetasot ovat lähellä kohinaa. Mikäli hankkeen puitteissa onnistutaan 
saamaan tuloksia langattomista EKG-mittauksista, on samaa tekniikkaa kohtuullisen 
helppo soveltaa myös muilla aloilla, kuten esimerkiksi paperiteollisuudessa koneille 
suoritettaviin vianetsintämittauksiin. 
 
Kuvassa 1 on esitetty periaatteellinen hahmotelma valmiista WLAN-pohjaisesta sen-
soriverkosta, jossa kerätty tieto kulkeutuu langattoman verkkoyhteyden kautta tu-
kiasemaan ja sitä kautta aina palvelimelle saakka. Kuvassa on myös yhden mittaus-
yksikön lohkokaaviotason rakenne esitetty eli mittausyksikkö koostuu tiedonkeruu-, 
prosessointi- ja tiedonsiirtomoduulista. Tiedonsiirtomoduuleina käytetään tässä 
työssä GainSpan GS1011M -moduuleita, joissa on ns. rautatason aikaleimaustuki. 
Tiedonkeruukorttina hankkeessa käytetään Texas Instrumentsin ADS1298-piiriin 
pohjautuvaa AD-muunninkorttia ja tiedon prosessointiin käytetään ARM Cortex M3 -
pohjaista prosessorikorttia. 
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Palvelin
GS1011M 
(Lähetys)
Cortex M3
(Käsittely)
ADS1298 
(Tiedon keruu)
N4
N3
N2
N1
Tukiasema
 
Kuva 1. Periaatteellinen kuva monikanavaisesta WLAN-sensoriverkosta, jossa yh-
teen tukiasemaan on yhdistetty neljä mittausyksikköä. Kuvan yläosassa on alustava 
lohkokaavio kokonaisesta tiedonkeräysyksiköstä. 
 
 
Onnistuessaan hanke antaa sekä Savonia-ammattikorkeakoululle että mukana ole-
ville yhteistyökumppaneille käytännön tietotaitoa IP-pohjaisen sensoriverkkotekniikan 
toteutuksesta ja vaatimuksista. 
 
 
2.2 Yhteistyökumppanit 
 
Savonia-ammattikorkeakoulun informaatiotekniikan kehitysyksikön vetämän Lange-
hankkeen pääyhteistyökumppaneita ja rahoittajia ovat teknologian ja innovaatioiden 
kehittämiskeskus Tekes, Mega Elektroniikka Oy, Hoxville Oy ja Delfin Technologies 
Oy. Lisäksi mukana ovat Itä-Suomen yliopisto ja Kuopion yliopistollisen sairaalan 
Neurokeskus sekä Kliininen neurofysiologia ja Kuvantamiskeskus. [1] 
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3 WLAN-TEKNIIKKA SENSORIVERKOISSA 
 
 
3.1 Langaton sensoriverkko 
 
Perinteisesti useasta sähköisestä mittausyksiköstä rakennettu kokonaisuus eli senso-
riverkko on toteutettu vetämällä mittauspisteessä sijaitsevasta sensoriyksiköstä kaa-
peli tietoa käsittelevälle mikroprosessoriyksikölle. Tämä on yleensä, etenkin pysy-
vissä ja pitkäkestoisissa asennuksissa, hyvin toimiva ja erittäin vikasietoinen ratkaisu. 
Nykyään on eri teollisuudenaloilla ja etenkin hyvinvointiteknologian puolella ilmennyt 
sellaisia vaatimuksia, että sensoriverkon olisi syytä olla langaton ja nopeasti siirrettä-
vissä. Langattomuus tuo mukanaan paljon hyviä puolia, mm. sensoreiden sijoittelun 
kannalta, mutta se tuo myös paljon uusia haasteita, jotka on voitettava toimivan sen-
soriverkon aikaansaamiseksi. 
 
 
3.2 Verkon valinnan perusteet 
 
Lange-hankkeessa tutkimus painottuu ensisijaisesti 802.11-standardin eri versioiden 
mukaisten WLAN-verkkotekniikoiden hyödyntämiseen sensoriverkossa, sillä tällä 
hetkellä se on käytännössä ainoa riittävän tiedonsiirtokapasiteetin omaava tekniikka.  
Eräs vaihtoehto sensoriverkon toteutukseen on 802.15.4-standardin mukainen Zig-
Bee-tekniikka. ZigBeen tiedonsiirtonopeus on kuitenkin hyvin rajallinen WLAN-tek-
niikkaan verrattuna. Sama pätee myös ZigBeen pohjalta kehitettyyn 6LowPan-tek-
niikkaan, joka on ZigBeen tavoin suunniteltu vähävirtaiseksi alhaisen kapasiteetin 
sensoriverkkotekniikaksi. 
 
WLAN-pohjaista ratkaisua puoltaa myös se, että se on ollut olemassa hyvin pitkään, 
joten sen käyttö ja käyttöönotto on useimmiten verrattain tuttua. 802.11-standardista 
julkaistaan säännöllisesti uusia versioita, joissa parannetaan mm. nopeuksia, kanta-
maa ja salaustekniikoita. ZigBee-pohjaisissa ratkaisuissa on toistaiseksi turvaudut-
tava yleensä tietyn valmistajan edellä mainituissa asioissa tekemään teknologiakehi-
tykseen, joten se pitää sisällään myös enemmän tietoturvaan ja yhteyksien toimin-
taan liittyviä riskejä.  
 
Toisaalta etenkin alhaisemmilla tiedonsiirtonopeusvaatimuksilla voi sensoriverkko-
käytössä pitkälle yhden valmistajan kehittämä ZigBee-pohjainen ratkaisu olla juuri 
toiminnaltaan ja tietoturvaltaan jopa parempi kuin WLAN-pohjainen ratkaisu. Tällöin 
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ei yleensä tarvitse ottaa huomioon eri valmistajien mahdollisesti hieman toisistaan 
poikkeavia toteutuksia, jotka eivät välttämättä ole täysin yhteensopivia standardeista 
huolimatta, mikä sinänsä on nykyisin sangen harvinaista. Taulukkoon 1 on koottu 
nimenomaan WLAN- ja ZigBee-verkkotekniikoiden keskeisimpiä teknisiä ja kaupalli-
sia ominaisuuksia. 
 
 
Taulukko 1. 802.11b- ja 802.15.4-standardien mukaisten verkkojen keskeisimpiä 
eroja sekä ominaisuuksia. [2] 
  Kuvaus 802.11b / Wi-Fi 802.15.4 / ZigBee 
Volyymi 
Olemassa olevien 
laitteiden lukumäärä 
Yli 2 miljardia laitetta 
myyty (tieto vuodelta 
2009) 
Alle 30 miljoonaa 
laitetta, tosin 60 % 
niistä poikkeaa ZigBee-
standardista 
Suorituskyky 
Tiedonsiirtonopeus 11 Mb/s 250 kb/s 
Vastaanoton 
energiakulutus 
32 nJ/bitti 594 nJ/bitti 
Suurin kehyksen koko 
(MTU) 
1500 tavua 127 tavua 
Kantavuus (sisätiloissa) 40 metriä @ 5 mW 30 metriä @ 1 mW 
Tuetut 
protokollat 
IPv4 Kyllä Ei 
IPv6 Kyllä 
802.15.4: 6LowPAN 
ZigBee: Ei 
Aikasynkronointi NTP, SNTP, PTP Laitekohtainen 
Monikanavaisuus Kyllä Ei 
Turvallisuus Yhteyden suojaus WEP, WPA2-PSK Laitekohtainen 
Kehityskus-
tannukset 
Valmis infrastruktuuri 
hyödynnettäväksi? 
Kyllä Ei 
Käyttöönotto 
Standardoidut 
käyttöönottomenetelmät 
Wi-Fi Protected 
Setup 
Laitekohtainen 
 
 
Pelkän 802.11b-standardin mukaisia laitteita markkinoilla on miljardeja yksikköjä, 
mikä tekee siitä erittäin laajasti tuetun verkkotekniikan. 802.15.4-standardin mukais-
ten laitteiden myynti on toistaiseksi ollut paljon vaisumpaa ja onkin huomattava, että 
valtaosa niistä poikkeaa hieman ZigBee-standardista. Eräs tällainen ZigBee-variaatio 
on 6LowPAN, joka on IPv6-yhteensopiva matalavirtainen sensoriverkkoteknologia. [2] 
 
Lange-hankkeen yhteistyökumppaneiden asettamien tiedonsiirtovaatimusten pohjalta 
kuitenkin 802.15.4-standardin mukaiset vähävirtaiset lyhyen kantaman verkkoratkai-
sut ovat liian vaatimattomia, eikä niitä käyttämällä ole edes teoriassa mahdollista 
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toteuttaa riittävällä kapasiteetilla reaaliaikaista multiparametrimittausjärjestelmää. 
Tämän vuoksi WLAN on valittu hankkeen ensisijaiseksi tutkimuskohteeksi. 
 
 
3.3 Sovelluskohteita 
 
Esimerkiksi paperiteollisuudessa jopa satojen metrien pituisen paperikoneen vika-
diagnostiikkaa varten rakennettava tilapäinen sensoriverkko olisi syytä olla nopeasti 
rakennettavissa ja purettavissa. Perinteisessä kaapeleihin tukeutuvassa verkossa 
verkon rakennus- ja purkuajat venyvät usein melko pitkiksi, kun ollaan etsimässä 
paperikoneen mahdollisia piileviä vikoja mm. telojen laakereista. Langattomassa 
verkossa riittää pelkkien mittausyksiköiden ja tukiasemien asennus haluttuihin pistei-
siin, joten valtaosa kaapelivedoista jäisi kokonaan pois. Tämä nopeuttaa huomatta-
vasti etenkin verkon kokoamista ja purkamista.  
 
Seuraavassa rakennekuvassa (kuva 2) on esitetty periaatteellinen tyypillisen 
paperikoneen vianetsintämittauksia varten rakennettu kahdeksan mittausyksikön 
muodostama kokonaisuus, jossa jokaiseen tukiasemaan on yhdistetty kaksi langa-
tonta mittausyksikköä 2,4 GHz WLAN-yhteydellä ja tukiasemat muodostavat keske-
nään langallisen verkon. Mittausdata kerätään palvelimelle, joka voi olla esimerkiksi 
tavallinen kannettava tietokone. 
 
Tyypillinen paperikone
AP4
AP3 AP1
AP2
Ethernet, Cat5e, 100/1000 Mb/s
Ethernet, Cat5e, 100/1000 Mb/s
Ethernet
Ethernet
N1 N2
N3 N4
N5 N6
N7 N8
80
2.
11
b,
 2
,4
 G
H
z,
 1
1 
M
b/
s
Palvelin
Kuva 2. Paperikoneen mittauksia varten rakennettu osittain WLAN-pohjainen verkko. 
 
 
Tällaisessa verkossa on teoriassa jopa gigabittitason tiedonsiirtokapasiteetti tu-
kiasemilta palvelimelle, mutta etenkin riittävän tarkan aikasynkronoinnin aikaansaa-
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minen mittausdatalle on sangen haasteellista. Verkon laajentaminen on kuitenkin 
periaatteessa hyvin suoraviivaista lisäämällä tukiasemia ja mittausyksiköitä. Uusimpia 
verkkotekniikoita tukevien tukiasemien myötä on mahdollista karsia loputkin verkko-
kaapeloinnit, jos tukiasemien välinen tietoliikenne toteutetaan 5 GHz taajuusaluetta 
käyttäviä radiokanavia pitkin. Tällöin liikenne mittausyksiköiltä tukiasemille on eri 
taajuusalueella ja kanavalla kuin tukiasemien välinen liikenne, joten taajuus-ristirii-
doilta vältytään. Kuvassa 3 on esitetty lähes täysin langaton WLAN-pohjainen senso-
riverkko, jossa tukiasemien välinen liikenne hyödyntää tukiasemien keskinäisen rei-
tittämisen mahdollistavaa WDS-tekniikkaa. Ainoastaan yhteys tukiasemalta – joka voi 
olla mikä tahansa verkon tukiasemista – palvelimelle toteutetaan langallisesti, joten 
tämä tietoliikenne ei häiritse muun verkon toimintaa. 
 
Lähelle riittävän suurta kapasiteettia päästään teoriassa IEEE 802.11n -standardia 
tukevilla laitteilla. 802.11n-standardin mukaan teoreettinen maksiminopeus on jopa 
600 Mb/s. Tällöin yhden kanavan kaistanleveys olisi 40 MHz perinteisen 20 MHz 
kaistanleveyden sijaan. [3] 
 
 
Ethernet, Cat5e 
100/1000 Mb/s
Tyypillinen paperikone
AP4
AP3 AP1
AP2     
N1 N2
N3 N4
N5 N6
N7 N8
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Kuva 3. Paperikoneen mittauksia varten rakennettu WLAN-pohjainen sensoriverkko, 
joka hyödyntää WDS-tekniikkaa. 
 
 
Hyvinvointiteknologian eli lääketieteellisen instrumentoinnin puolella olisi erittäin hyö-
dyllistä, jos esimerkiksi ensiaputilanteessa voitaisiin potilaalle asentaa langattomasti 
toimiva EKG- tai EEG-elektrodiverkko, joka lähettää reaaliaikaisesti mittaustietoa 
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palvelimelle, joka voisi sijaita vaikkapa ambulanssissa. Sairaalassa tiedot synkronoi-
tuisivat automaattisesti sairaalan WLAN-verkossa sijaitsevien palvelimien kanssa ja 
hoitoa antava henkilöstö saisi välittömästi käyttöönsä potilaasta mitatun historiatiedon 
monitoreihin. Tällöin voidaan potilaalle antaa nopeasti tilanteenmukaista hoitoa. 
 
Langattomuus tuo myös vapautta, jos potilas on jatkuvassa EEG- tai EKG-seuran-
nassa. Silloin tieto välittyy nopeasti suoraan reaaliaikaiseen monitorointijärjestelmään 
ja potilas voi liikkua lähiympäristössään suhteellisen vapaasti. 
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4 AIKASYNKRONOINNIN TARVE 
 
 
4.1 Aikasynkronoinnin periaatteet 
 
Useimmiten mitattaessa jotain fysikaalista suuretta, suoritetaan mittauksia usealla 
sensorilla samanaikaisesti, jotta mittaustulos olisi mahdollisimman tarkka. Tällöin 
puhutaan monikanavaisesta mittauksesta. Jos tällaisia monikanavaisia mittausyksi-
köitä on langattomassa mittausjärjestelmässä useita ja tavoitteena ovat reaaliaikaiset 
mittaustulokset, on ne synkronoitava toisiinsa nähden. 
 
Vaihtelevissa käyttökohteissa voivat esimerkiksi yksittäisten mittauslaitteiden toimin-
talämpötilat vaihdella jopa kymmenillä asteilla. Tämän vuoksi niiden toimintoja ohjaa-
vien kellokiteiden tahdit voivat hieman poiketa toisistaan, joten on mahdollista, että 
jonkun laitteen kellopulssit ovat hieman nopeampia kuin toisten. Tämä aiheuttaa eri-
aikaisuutta, kun mittaustulokset kerätään käsittelyä varten ja joissakin tapauksissa se 
tekee tuloksista jopa käyttökelvottomia. 
 
Jos yhtenäisessä sensoriverkossa jonkun laitteen kello poikkeaa muista ja verkon 
tulokset kerätään esimerkiksi jollekin suurelle palvelimelle, johon tulee tietoa myös 
muista vastaavista verkoista, voivat tulokset näyttää hyvinkin oudoilta ja mahdollisuus 
järjestelmällisille virheille on suuri. Ongelmia syntyy silloin, kun osa tiedoista näyttää 
tulevan mahdollisesti muihin mittausjärjestelmiin nähden tulevaisuudesta ja osa men-
neisyydestä. Tämä voi aiheuttaa joissakin kriittisissä ohjausjärjestelmissä suuriakin 
ongelmia, jos epäsynkronisten ja siten virheellisten mittausten pohjalta ohjataan jo-
tain automatisoitua laitteistoa. 
 
Riittävän tarkka aikasynkronointi antaa mahdollisuuden hyödyntää erilaisten mittaus-
järjestelmien tuloksia. Esimerkiksi värähtelyyn perustuvien vianetsintä- ja paikannus-
järjestelmien toiminta on mahdollista vain hyvin tarkasti synkronoiduilla mittaus-jär-
jestelmillä, sillä sellaiset mittaukset suoritetaan usein hyvin suurilla taajuuksilla, joten 
synkronoinnin lisäksi olisi syytä olla riittävän suorituskykyinen laitteisto myös tiedon 
käsittelyyn. Käytännössä laskenta suoritetaankin useimmiten nykyaikaisella PC-poh-
jaisella laitteistolla, kuten esimerkiksi kannettavalla tietokoneella. 
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4.2 Suurimmat haasteet 
 
Aikasynkronoinnin suurimmat haasteet nimenomaan langattomissa verkoissa johtu-
vat samalla taajuusalueella toimivien radiolaitteiden toisiinsa vaikuttavista häiriösig-
naaleista, jotka voivat sotkea langattoman verkon tiedonsiirtoa ja aiheuttaa ylimääräi-
siä siirtoviiveitä. Etenkin siirtoviiveiden vaihtelut ovat ennustamattomina hyvin ongel-
mallisia, kun haetaan hyvin suurta aikasynkronointitarkkuutta mikrosekuntitasolla.  
Lisäksi aikaleimausten suorittaminen mahdollisimman tarkasti viestien vastaanotto- ja 
lähetyshetkellä vaatii yleensä laitteistolta tukea. Tällaisia laitteita on kuitenkin langat-
tomalla puolella toistaiseksi hyvin vähän saatavilla. 
 
Langallisessa verkossa fyysiseen signaalimediaan kohdistuvat häiriöt eivät yleensä 
vaikuta merkittävästi tiedonsiirron viiveisiin, joten matemaattisessa mielessä langalli-
sen verkon kaapeleissa syntyvät tiedonsiirtoon vaikuttavat viiveet ovat lähinnä teo-
reettisia ja siten käytännössä vakioita. Satunnaisia viiveitä tällöin aiheuttavat tyypilli-
sesti vain kytkimen tai reitittimen mahdolliset sisäiset toiminnat ja verkon käyttäjien 
mahdolliset prioriteettimääritykset. Myös hyvin suuri samanaikainen tiedonsiirtomäärä 
samoja kaapeleita pitkin vaikuttaa viiveisiin, jos paketit törmäilevät tai joutuvat odot-
telemaan vuoroaan. 
  
  19 
5 AIKASYNKRONOINTIMENETELMIÄ 
 
 
 
5.1 IEEE 1588 Precision Time Protocol 
 
Lange-hankkeen määrityksien laadinnan yhteydessä ensisijaisena aikatahdistus-
menetelmänä pidetään IEEE 1588 PTP -standardin mukaista tarkkaa verkon aika-
synkronointia, sillä GainSpan ilmoittaa piirinsä tukevan sen mukaisia toimintoja suo-
raan. Etenkin rautatason aikaleimaustuki on PTP:n kannalta erittäin tärkeä ominai-
suus ja tämä löytyy GainSpanin GS1011-piiristä. [1] 
 
PTP määrittelee menettelytavat hajautettujen reaaliaikakellojen synkronoimiseksi 
pakettiyhteensopivassa verkossa, kuten Ethernetissä. Alun perin protokollan pohjana 
olleen teknologian kehitti Agilent Technologies nimenomaan hajautettuihin mittaus- ja 
ohjausjärjestelmiin. Suurimpana haasteena on synkronoida samassa verkossa olevat 
mittauslaitteet, jotta niillä pystytään keräämään ja aikaleimaamaan mitattu data tar-
kasti. Näiden aikaleimojen pohjalta voidaan määritellä diskreettien mittausten ajalli-
nen suhde toisiinsa, mikä on hyödyllistä useissa tilanteissa. [4] 
 
 
5.1.1 Protokollan taustaa 
 
Alun perin vuonna 2002 julkaistun ja sittemmin vuonna 2008 päivitetyn IEEE 1588 
PTP -standardin tavoitteena on määritellä tarkka ja toimiva aikasynkronointimene-
telmä useista laitteista koostuvaan lähiverkkoon. Protokolla mahdollistaa eri laitteiden 
sisäisten kellojen synkronoinnin riippumatta kunkin laitteen mahdollisista keskinäi-
sistä poikkeavuuksista mm. tarkkuudessa tai vakaudessa, sillä jokaisen laitteen kellot 
synkronoidaan nk. Grandmaster-kelloon eli samassa verkossa sijaitsevaan pääkel-
loon. Pääkello puolestaan voi saada aikansa jostakin ulkopuolisesta lähteestä, kuten 
esimerkiksi GPS-satelliitista tai Internetistä. Pääkellon mukaan synkronoitavat laitteet 
ovat toisiinsa nähden protokollan määritelmien mukaan käytännössä jopa mikrose-
kuntien aikaikkunassa, mikä tarkoittaa laitteiden olevan hyvin tarkasti synkronoituja. 
 
Jotta päästään hyvin tarkkoihin synkronointiaikoihin, on aikasynkronointiin käytettävä 
viestien määrä pyritty minimoimaan, jotta niiden vaikutus verkon muuhun toimintaan 
olisi mahdollisimman alhaista. Teoriassa 1588-standardi mahdollistaa jopa yhtä na-
nosekuntia tarkemman synkronoinnin, mutta toistaiseksi tämän saavuttaminen vaatii 
tarkoitukseen kehitettyjä laitteistoja, joita ei vielä ole juurikaan saatavilla. 
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PTP-standardi on alun perin kehitetty nimenomaan samassa lähiverkossa sijaitsevien 
laitteiden synkronointiin, joten laitteiden välinen etäisyys on korkeintaan muutamia 
satoja metrejä, tyypillisimmillään kuitenkin etäisyydet pysyvät kymmenissä metreissä. 
Tällaisissa verkoissa vaaditaan usein hyvin suurta tarkkuutta, joten perinteiset aika-
synkronointimenetelmät, kuten NTP, ovat auttamatta liian hitaita ja epätarkkoja. Esi-
merkiksi juuri NTP:n tarkkuus on lähinnä millisekuntitasolla. [5] 
 
 
5.1.2 Toimintaperiaate ja käsitteitä 
 
Jotta PTP toimisi, on sitä hyödyntävälle verkolle määritelty tiettyjä vaatimuksia ja 
rajoituksia, jotta aikasynkronoinnin virheetön toiminta voidaan varmistaa. Näitä vaa-
timuksia ovat [5]: 
 
 Verkossa siirrettävien PTP-viestien toistuva edelleenlähettäminen verkon eri 
solmukohdissa on karsittava, jotta vältytään dynaamisilta viiveiltä. 
 Mahdollisuudet satunnaisille viestien virheellisiin toimituksiin on pyrittävä mini-
moimaan, vaikka PTP onkin näille osittain vikasietoinen. 
 Asymmetrisissä verkoissa, joissa tiedonsiirtoon kuluva aika vaihtelee, PTP:n 
tarkkuus heikkenee. Satunnaisia viiveitä aiheuttavat mm. mahdolliset verkon 
siltaukset, reitittimet ja kytkimet sekä suuremmissa verkoissa viestien kulke-
mien reittien vaihtelut. Näin ollen järjestelmän suunnittelussa on pyrittävä kar-
simaan satunnaisia viiveitä aiheuttavat tekijät. 
 Protokolla olettaa, että verkossa käytettävien rajakellojen muodostamien 
isäntä-orja -synkronisointiparien hierarkkinen määrä on alle 255. 
 Suosituksena on, että PTP-tapahtumaviestit lähetetään suuremmalla priori-
teetilla kuin muu verkossa tapahtuva liikenne. 
 Verkkoprotokolla on järjestetty siten, että selkeä viestien aikaleimaus voidaan 
määritellä. Käytännössä tämä tarkoittaa, että viestit pystytään aikaleimaa-
maan mahdollisimman alhaisella OSI-mallin tasolla, lähellä fyysistä tiedon-
siirtokanavaa. 
 
PTP-järjestelmä voi olla hajautettu ja erityyppisistä laitteista koostuva laiteyhdistelmä. 
PTP-laitteita ovat verkkolaitteiden sisäiset reaaliaikakellot, rajakellot, läpinäkyvät kel-
lot ja ohjaussolmukohdat. Muita laitteita ovat mm. sillat, reitittimet ja muut infrastruk-
tuuriverkon osat, jotka voivat olla toiminnaltaan ennalta arvaamattomia PTP:hen näh-
den. [5] 
 
Seuraavassa havainnekuvassa (kuva 4) on esitetty isäntä- ja orjasuhteen muodosta-
neiden laitteiden välinen viestiliikenne, jonka perusteella lasketaan viestin yhden-
suuntaiseen siirtämiseen kuluva delay eli viive kaavan 1 mukaisesti sekä orjalaitteen 
kellon offset eli kellopoikkeama kaavan 2 mukaisesti. 
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Kuva 4. PTP-aikasynkronointiviestien kulku isäntä- ja orjalaitteen välillä. 
 
 
Isäntälaite aloittaa synkronoinnin lähettämällä esimerkiksi senhetkisen kellonajan 
viestinä orjalaitteelle. Tämä on nk. synkronointiviesti. Kun isäntälaite saa aikaleiman 
t1 siirtomediariippumattomalta rajapinnalta (MII eli Media Independent Interface) eli 
ns. rautatasolta, se lähettää uuden viestin orjalaitteelle, joka sisältää kyseisen aika-
leiman. 
 
Orjalaite vastaanottaa ensin alkuperäisen synkronointiviestin, josta se saa t2-aika-
leiman ja heti sen jälkeen se saa myös t1-ajan isännältä. Tämän jälkeen orjalaite 
kysyy verkon siirtoviiveen laskentaan tarvittavia aikaleimoja lähettämällä viivepyyn-
nön isännälle. Lähetyksen yhteydessä orja saa t3-aikaleiman. 
 
Isäntä saa orjan viivepyyntöviestin ja siitä poimittavan aikaleiman t4, jonka se lopulta 
lähettää eteenpäin orjalaitteelle, joka puolestaan laskee näistä neljästä aikaleimasta 
siirtoviiveen ja poikkeaman. Orjalaite säätää omaa reaaliaikakelloansa laskettujen 
arvojen mukaisesti ja on siten isäntälaitteen kanssa synkronoitu ajallisesti. Koska 
menetelmässä synkronointi perustuu siirtoviiveiden ja kellopoikkeaman laskentaan, 
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on se teoriassa hyvin tarkka. Standardi mahdollistaakin jopa alle nanosekunnin tark-
kuudet aikasynkronoinnissa, mikäli käytetään riittävän tarkkoja ja vakaita reaaliaika-
kelloja ja siirtoviiveet pysyvät ehdottoman vakioina ja symmetrisinä. [5] 
 
Koska ympäristöstä johtuvat muuttuvat tekijät voivat vaikuttaa jatkuviin kellon korja-
uslaskelmiin, käytetään orjalaitteella ns. sisäistä takaisinkytkentää, jolla pystytään 
minimoimaan laskennallisesti isäntä- ja orjakellon välisen erotuksen aaltoilevaa poik-
keamaa [6].  
 
Nanosekuntiluokan tarkkuus perustuu aikaleimojen tarkkuuteen. Alkuperäisessä, 
vuonna 2002 julkaistussa IEEE 1588 -standardin versiossa on aikaleiman tarkkuus 
määritelty yhdeksi nanosekunniksi. Standardiin vuonna 2008 julkaistussa päivityk-
sessä aikaleiman tarkkuuden määritelmäksi muodostui 2-16 ns eli noin 15 femtose-
kuntia. Näin tarkat aikaleimat mahdollistavat jopa alle nanosekuntien tarkkuuden 
synkronoinnille. [6] 
 
Lisäksi tärkeää etenkin sensoriverkkosovelluksissa on, että kun viestejä on vain neljä 
yhdessä synkronointisekvenssissä, ei kellojen synkronointi isäntä- ja orjalaitteen vä-
lillä vie teoriassa kovinkaan paljoa aikaa, joten verkossa jää kapasiteettia myös 
muulle tietoliikenteelle. 
 
 
5.1.2.1 Rajakello 
 
Mikäli isäntä- ja orjalaitteen välissä on kytkin, tai muu verkon solmukohta, jonka 
kautta aikasynkronointiviestit välitetään, on siinä standardin mukaan oltava tuki 
PTP:lle. Käytännössä kytkimessä on oltava Boundary Clock eli, ns. rajakello, joka on 
samanaikaisesti sekä isäntä- että orjalaite. Kuvassa 5 on esitetty kytkimessä toimivan 
rajakellon PTP-viestitystä.  
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Kuva 5. Boundary Clock eli rajakello on samalla sekä isäntä- että orjalaite. PTP-vies-
tit kulkevat vihreätä nuolitusta pitkin. [6] 
 
 
Tyypillisesti useammasta synkronoitavasta laitteesta koostuvan verkon topologinen 
isäntä on juuri rajakello, joka saa aikansa pääkellolta. Esimerkki tällaisesta verkko-
rakenteesta on esitetty kuvassa 6, jossa kaikki verkon laitteet synkronoidaan lopulta 
pääkellon aikaan. 
 
 
 
Kuva 6. IEEE 1588 -standardin mukainen kellojen verkkotopologia. [6] 
 
 
Hierarkian ylimmällä tasolla toimii pääkello, joka määritellään BMC-algoritmilla (BMC, 
Best Master Clock, paras isäntäkello). BMC-algoritmilla otetaan huomioon kellon 
 24 
 
laatu- ja prioriteettimääritykset, mikä varmistaa parhaimman mahdollisen kellon eli 
Grandmaster-kellon, olevan synkronisointihierarkiassa ensimmäisenä. [6] 
 
 
5.1.2.2 Läpinäkyvä kello 
 
Pelkästään rajakelloihin pohjautuva PTP-synkronointia käyttävä verkkotopologia on 
sitä alttiimpi virheiden kertymiselle, mitä useampia laitteita siinä on. Tätä varten on 
kehitetty ns. läpinäkyvä kello, joka on yksinkertaistettuna Ethernet-silta. Se osaa las-
kea sen ajan, joka PTP-tapahtumaviesteillä kuluu sillassa siirron aikana. Tätä aikaa 
kutsutaan residenssiajaksi. 
 
Koska residenssiaika on käytännössä vain kahden aikaleiman eli tulo- ja lähtöajan 
erotus, ei läpinäkyvän kellon tarvitse olla synkronissa muun verkon kanssa. Sen tar-
vitsee vain pystyä riittävällä tarkkuudella mittaamaan lyhyitä väliaikoja. Viestin lä-
päisyyn kuluva aikaero lisätään läpinäkyvän kellon kautta kulkevaan synkronointi-
viestin korjauskenttään, jonka mukaan muut verkon laitteet pystyvät pitämään oman 
reaaliaikakellonsa muun verkon kanssa samassa ajassa ilman suuria virheitä. Ku-
vassa 7 on esitetty edellä mainittu tilanne, jossa viesti kulkee kahden läpinäkyvän 
kellon omaavan sillan kautta ja molemmissa otetaan aikaleimat, kun viesti tulee sil-
taan ja lähtee sieltä pois. Korjauskenttää päivitetään tällöin molemmissa silloissa, 
mutta mitään muita toimenpiteitä ei tehdä. Tällaista läpinäkyvän kellon kautta kulke-
van viestin siirtoviivemittausta kutsutaan Endpoint-to-Endpoint-tyyppiseksi (E2E) eli 
kahden päätepisteen välisen viiveen mittaukseksi. 
 
 
 
Kuva 7. Kahden E2E-sillan kautta kulkeva synkronointiviesti päätepisteeltä toiselle. 
[6] 
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Molemmat korjaavat synkronointiviestin korjauskenttää residenssiajan mukaisesti, 
joten mahdollisuus satunnaisille siirtoaikojen virheille pienenee. Näin mahdollistetaan 
suuremmat tarkkuudet kellojen ajastamisessa. 
 
Toinen läpinäkyvän kellon siirtoviivemittausmenetelmä on ns. vertaisverkko- eli Peer-
to-Peer-mittaus (P2P), jossa jokainen läpinäkyvän kellon omaava silta mittaa resi-
denssiajan lisäksi siirtoviiveitä kaikkien viereisten laitteiden kellojen kanssa käyttäen 
erityisiä Pdelay_Req- ja Pdelay_Resp- ja Pdelay_Follow_up -viestejä. Kun viesti 
saapuu P2P-siltaan, lisätään viestiin residenssiajan lisäksi tulevan viestin siirtoviive 
kuvan 8 mukaisesti. 
 
 
 
Kuva 8. Kahden P2P-sillan kautta kulkeva synkronointiviesti isäntä- ja orjalaitteen 
välillä. [6] 
 
 
Sekä E2E-, että P2P-tyylisen läpinäkyvän kellon kautta kulkevien siirtoviive- ja synk-
ronointiviestien kulkureittien vertailu on esitetty kuvassa 9. On huomattava, että tässä 
tapauksessa eivät synkronointiviestit pääse kiertämään kehää, sillä kuvissa esiinty-
vien kahden alemman TC:n eli läpinäkyvän kellon omaavan sillan välinen yhteys on 
estetty. Tällä ehkäistään mahdolliset äkilliset muutokset verkon rakenteessa, mikä 
aiheuttaisi ongelmia tarkan aikasynkronoinnin ylläpitämisessä. [6] 
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Kuva 9. E2E- ja P2P-siirtoviivemittausten synkronointiviestien vertailu. [6] 
 
 
5.1.3 Käyttösovelluksia 
 
Hyvin suurta aikasynkronointia vaaditaan etenkin erilaisissa monikanavaisissa mit-
taus- ja tiedonkeruujärjestelmissä. Tällaisia järjestelmiä on käytössä mm. teollisuus-
automaatio-, sotilas- ja sairaalaympäristöissä. PTP-pohjaista synkronointia käytetään 
automaatiopuolella mm. Ethernet-pohjaisessa PROFINETissa. [5] 
 
 
5.1.4 Toiminta langattomassa verkossa 
 
IEEE 1588 -standardin mukaisia WLAN-verkossa toimivia laitteita on toistaiseksi 
markkinoilla hyvin niukasti. Osasyynä tähän on langattoman verkon toiminta-periaat-
teeseen liittyvät ominaisuudet, jotka heikentävät PTP:n tarkkuutta huomattavasti. Yksi 
ilmeisimmistä ongelmista liittyy siihen, että langattomassa verkossa tiedonsiirtoajat 
voivat vaihdella hyvinkin paljon, sillä radiosignaalit ovat erityisen herkkiä ulkoisille 
häiriötekijöille. On kuitenkin valmistajia, jotka ovat kehitelleet WLAN-piirejä, jotka 
ilmoittavat tukevansa PTP:tä myös langattomassa verkossa. Eräs tällainen valmistaja 
on GainSpan, jonka GS1011-piirin soveltuvuutta selvitetään tässä opinnäytetyössä. 
GS1011-piirin etuna moniin muihin WLAN-piireihin on sen kyky suorittaa aikaleima-
uksia hyvin alhaisella OSI-mallin tasolla, joten siltä osin se ainakin teoriassa soveltuu 
PTP:n käyttöön. 
 
Koska protokollan toiminta perustuu hyvin vahvasti vakioituihin tiedonsiirtoaikoihin ja 
tarkkoihin aikaleimauksiin, on tarkka aikasynkronointi WLAN-verkossa hyvin haas-
teellista etenkin, kun tavoitteena ovat radiosignaaleille häiriöalttiit ympäristöt, kuten 
tehtaat ja sairaalat. Lisäksi markkinoilla ei ole juurikaan WLAN-pohjaisia siltoja ja 
kytkimiä, jotka tukevat PTP:n vaatimia raja- ja läpinäkyviä kelloja. Mikäli PTP kuiten-
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kin osoittautuu toimivaksi langattomassa verkossa ja sillä saavutetaan noin sadan 
mikrosekunnin tarkkuus verkon eri laitteiden kelloille, on se hyvin käyttökelpoinen 
protokolla lukuisissa potentiaalisissa käyttösovelluksissa.  
 
 
5.2 Simple Network Time Protocol 
 
Vaihtoehtoinen aikasynkronointimenetelmä PTP:lle on Internetin kautta tyypillisesti 
toimiva SNTP, joka on edelleen kehitetty ja yksinkertaistettu versio NTP:sta, joka 
puolestaan on hyvin yleinen tietokoneiden kellon synkronointimenetelmä. NTP:n tark-
kuus on kuitenkin varsin vaatimaton, vain sekunnin luokkaa. Teoriassa SNTP voisi 
tuoda lisätarkkuutta, sillä siitä on karsittu muutamia algoritmeja, joita ei tarvita kai-
kissa yhteyksissä. Joka tapauksessa mikrosekuntien tarkkuuteen pääsy vaatii toden-
näköisesti vieläkin pidemmälle vietyä optimointia. Projektin kannalta positiivista on, 
että GainSpan ilmoittaa tukevansa myös SNTP:ta kellojen aikasynkronoinnissa, joten 
sen käyttömahdollisuuksien ja soveltuvuuden selvittäminen on siltäkin osalta syytä 
suorittaa. 
 
 
5.2.1 Protokollan taustaa 
 
Koska NTP ja SNTP ovat toiminnaltaan yhtäläisiä, ja yleensä tutkimukset ja viralliset 
dokumentit keskittyvät käsittelemään lähinnä NTP:ta, keskitytään tässäkin kappa-
leessa käsittelemään pääasiassa nimenomaan NTP:n teknisiä ominaisuuksia ja toi-
mintaperiaatteita. 
 
Yleensä tietokoneissa käytetään kellosynkronointiin NTP:ta, joka mahdollistaa koh-
tuullisen tarkan aikasynkronoinnin verkossa sijaitsevaan referenssikelloon. Mikäli 
tietokone on liitetty Internetiin, referenssikello sijaitsee yleensä jollakin atomikelloon 
kytketyllä palvelimella. Usein yhdellä synkronoitavalla laitteella on tiedot useammasta 
erillisestä referenssikellosta, joiden mukaan se voi itseänsä ajastaa. [7] 
 
Protokollan perusominaisuuksia ovat ensisijaisesti seuraavat seikat [8]: 
 
 NTP vaatii jonkinlaisen referenssikellon, joka määrittelee ns. todellisen ajan. 
Muut laitteet pyrkivät säätämään kellonsa tähän todelliseen aikaan. NTP:n 
määritelmien mukaan yleinen referenssiaika on koordinoitu yhteisaika eli 
UTC. 
 NTP on vikasietoinen ja se valitsee automaattisesti parhaimman aikalähteen, 
jonka mukaan se synkronoi paikallisen kellon. Lisäksi on mahdollista yhdistää 
 28 
 
eri lähteiden referenssiaikoja, joten kertyvä aikavirhe voidaan yrittää mini-
moida. Vastaavasti on mahdollista hylätä selkeästi virheellinen aikalähde, jo-
ten sen lähettämä aikatieto ei vaikuta paikallisen kellon säätämiseen lainkaan. 
 NTP on hyvin skaalautuva, sillä ajastettavassa verkossa voi olla useita 
referenssikelloja. Jokainen verkon solmu voi lähettää kelloinformaatiota joko 
yksi- tai kaksisuuntaisena. Verkossa lähetettävät aikatiedot muodostavat hie-
rarkkisen kaavion, jonka ylimmillä tasoilla ovat referenssikellot. 
 Usean referenssiaikalähteen ansiosta NTP voi valita parhaimmat referens-
siajat ja muodostaa niiden pohjalta arvion todellisesta nykyhetkestä. Teori-
assa protokolla on hyvin tarkka jopa alle nanosekunnin resoluutiollaan, mutta 
käytännössä tarkkuuteen vaikuttavat hyvin monet eri tekijät yleensä heikentä-
västi. 
 Tilapäisen verkkokatkoksenkin aikana NTP pystyy aikaisempien mittausten 
perusteella arvioimaan nykyisen ajan ja mahdollisen aikavirheen. 
 Protokolla ylläpitää myös arviota paikallisen kellon tarkkuudesta.  
 
NTP:sta on lisäksi olemassa muutamia eri versioita, jotka ovat lähinnä saman proto-
kollan päivityksiä. Vanhempaa yleisesti käytettävää versiota NTPv3:a käytetään ylei-
sesti Internetin standardina, mutta uudet ohjelmistot käyttävät yleensä NTPv4-ver-
siota. [8] 
 
Protokolla on ensisijaisesti määritelty hyvin suuressa verkossa, kuten Internetissä, 
toimivaksi ja sen toiminta suljetussa sensoriverkossa vaatii paikallisten referenssi-
kellojen käyttämistä. Tämä on siitä hyvä ratkaisu, että periaatteessa viiveet referens-
sikellon ja synkronoitavan paikalliskellon välillä pienenevät. On kuitenkin muistettava, 
tämän tutkimusprojektin pohjana oleva langattomuus tuo aina tiedonsiirtoon jatkuvasti 
muuttuvia olosuhteita mm. radioliikenteen häiriöalttiuden vuoksi. 
 
 
5.2.2 Viestin rakenne 
 
NTP-viestit lähetetään UDP-protokollaa käyttäen verkon ylitse, joten lähetyspään ja 
vastaanottopään välille ei tarvitse muodostaa pysyvää yhteyttä. SNTP- ja NTP-vies-
tien ero on siinä, että osa viestin kentistä on asetettu SNTP:ssa vakioiksi, joten niille 
ei tarvitse kummassakaan päässä tehdä mitään. Ulkoisesti molempien protokollien 
viestit ovat kuitenkin täysin identtisiä.  
 
Taulukossa 2 on esitetty yhden NTP-viestin koostumus bittitasolla. Taulukon sisältöä 
selittävät termit pohjautuvat professori David Millsin julkaisemaan NTP:tä käsittele-
vään muistioon [9]. 
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Taulukko 2. NTP-viestin rakenne. Sulkujen numerot ilmoittavat bittimäärän. [9] 
Karkaus-
sekunti (2) 
Versio-
numero (3) Tila (3) Kerros (8) Kyselyväli (8) Tarkkuus (8) 
Viestin kiertoviive (32) 
Suhteellinen virhe (32) 
Referenssikellon tunnus (32) 
Referenssiaikaleima (64) 
Alkuperäinen aikaleima (64) 
Vastaanoton aikaleima (64) 
Lähetyksen aikaleima (64) 
Valinnaiset todennukset (96) 
 
 
Karkaussekuntikenttä on kaksibittinen ja sillä ilmoitetaan, jos kyseisen vuorokauden 
lopussa kelloon lisätään, tai siitä vähennetään yksi sekunti.  Kolmibittinen versionu-
merokenttä puolestaan ilmaisee käytössä olevan NTP-version. Tilakenttä on myös 
kolmibittinen ja sillä välitetään erilaisia viestin lähettämiseen liittyviä tietoja. 
 
Stratum- eli kerroskenttä on kahdeksan bitin mittainen ja sillä ilmoitetaan käytetyn 
paikalliskellon kerros, joka on määritelty NTP-protokollassa. Kerrokset noudattavat 
numeroina seuraavaa arvojärjestystä: 
 
 0 Ei määritelty 
 1 Ensisijainen referenssikello, esimerkiksi GPS, tai vastaava 
 2 - 15 Toissijainen referenssikello, synkronoitu NTP- tai SNTP-tekniikalla 
 16 - 255 Ei käytössä 
 
Kyselyväli on kahdeksanbittinen etumerkillinen kokonaisluku, joka ilmaisee peräk-
käisten viestien lähettämiseen käytetyn väliajan sekunteina. Luku pyöristetään lähim-
pään kahden potenssiin. 
 
Tarkkuuskenttä on kahdeksanbittinen etumerkillinen kokonaisluku, joka ilmaisee pai-
kallisen kellon tarkkuuden sekunneissa lähimpään kahden potenssiin pyöristettynä. 
Tyypillisesti kentän arvo on sähköverkon taajuuden mukaisten kellojen -6:sta joiden-
kin työasemien mikrosekuntiluokan -18:aan. 
 
Viestin kiertoviive on 32-bittinen etumerkillinen kiintopisteluku, joka ilmaisee viestin 
kokonaiskiertoajan ensisijaiselle referenssilähteelle saakka. 15 eniten merkitsevää 
bittiä ilmaisevat viiveen sekunteina, ja loput bitit ilmaisevat viiveen millisekunnit. 
Kenttä voi saada sekä positiivisen että negatiivisen arvon suhteellisten aika- ja taa-
juusvirheiden mukaan. 
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Suhteellinen virhe on 32-bittinen etumerkitön kiintopisteluku, joka ilmaisee suhteelli-
sen maksimivirheen ensisijaiselle referenssilähteelle. Rakenne on muuten vastaava 
kuin viestin kiertoviivekentälläkin, mutta luku ei voi olla negatiivinen. 
 
Referenssikellon tunnus on 32-bittinen koodi, jolla tunnistetaan käytetty referenssi-
kello. Jos kyseessä on 0- tai 1-stratumin kello, luku on 4-tavuinen ASCII-merkkijono, 
jolla ilmaistaan jokin standardoitu kellolähde. Esimerkkejä näistä koodeista ovat mm. 
GPS, ATOM, ja GOES. Jos stratum on 2 tai suurempi, ilmaisee tämä kenttä 4-tavui-
sen NTP-palvelimen IP-osoitteen. 
 
Seuraavaksi viestissä on neljä 64-bittistä aikaleimaa, joiden mukaan paikallisen kel-
lon aikaa korjataan tarvittaessa. Viestit ovat: 
 
 Referenssiaikaleima on paikallisen kellon viimeisin asetettu tai korjattu aika-
leima. 
 Alkuperäinen aikaleima on paikallisen kellon synkronointikyselyviestissä 
ilmoittama lähetysaika. 
 Vastaanoton aikaleima on NTP-palvelimella synkronointiviestin vastaanotto-
hetken aikaleima. 
 Lähetyksen aikaleima on NTP-palvelimelta viestin lähetyshetken aikaleima. 
 
96-bittinen valinnaisten todennuksien kenttä on käytössä, jos NTP:n todennusmeka-
nismit ovat käytössä. Tämä kenttä ohitetaan SNTP:ssa kokonaan tulevissa viesteissä 
eikä sitä luoda lainkaan lähetettäviin viesteihin.  
 
 
5.2.3 Viestien lähetys ja kellon korjaus 
 
Asiakaslaitteen synkronointi NTP:llä verkossa sijaitsevan palvelimen aikaan koostuu 
useista pakettienvaihdoista puolin ja toisin, joista kukin koostuu pyyntö- ja vastaus-
viestistä. Pyyntöä lähetettäessä asiakas tallentaa lähetettävään pakettiin oman alku-
peräisen aikaleimansa. Kun palvelin vastaanottaa tämän paketin, se lisää siihen 
viestin vastaanottoaikaleiman ja palauttaessaan viestin, se lisää siihen myös lähetys-
hetken aikaleiman. Kun asiakas lopulta saa paketin takaisin, se lisää siihen vastaan-
ottohetken aikaleiman ja laskee siinä olevien aikaleimojen pohjalta kaavojen 3 ja 4 
mukaisesti kellon korjaamiseen tarvittavat lukemat. [8] 
 
Seuraavassa kuvassa (kuva 10) on esitetty yhden NTP- tai SNTP-viestin kierto asiak-
kaan ja NTP-palvelimen välillä. Tyypillisesti näitä viestejä on lähetettävä useita tarkan 
synkronoinnin aikaansaamiseksi ja synkronoinnin alkuvaiheessa asiakkaan ja palve-
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limen kellojen poikkeama voi olla hyvinkin suuri. Tyypillisesti muutamien minuuttien 
kuluessa asiakkaan kello lähestyy useiden korjausten jälkeen NTP-palvelimen kelloa, 
joten vasta voidaan todeta kellojen olevan synkronissa. Jos synkronointiin käytetään 
NTP-protokollaa, menee aikaa vielä lisäksi noin viisi minuuttia käytettävän palvelimen 
hyväksymisprosessiin, mutta SNTP:ssa tämä hyväksyntätesti ohitetaan. [8] 
 
 
Paikallinen 
kello
Paikallinen 
kello
Asiakas lähettää 
pyyntöviestin t1
t2
t4
t3
Aikaleimaus
Asiakas NTP-Palvelin
Palvelin vastaanottaa 
viestin ja lähettää sen 
takaisin lisäten 
aikaleimansa
Asiakas saa 
käyttöönsä 
tarvittavat 
aikaleimat, joiden 
avulla se voi 
korjata kelloaan
 
Kuva 10. Yhden viestin kierto asiakkaan ja NTP-palvelimen välillä. 
 
 
NTP-protokollassa käytetään useita varmistuksia, joilla todennetaan käytettävän pal-
velimen antaman ajan oikeellisuus. Nämä todennukset on karsittu SNTP:sta, joten 
oletetaan valitun palvelimen olevan oikeassa ajassa, tai riittää että asiakaslaitteet 
ovat vain synkronoituina palvelimen kanssa. Tämä riittää usein nimenomaan sulje-
tuissa ympäristöissä, kuten esimerkiksi joissakin sensoriverkoissa. 
 
Kaavassa 3 on   ns. round-trip delay eli viive viestin siirtämiseen asiakkaalta palveli-
melle ja takaisin. Kaavalla 4 lasketaan  , joka on kellopoikkeama. 
 
)34()12( tttt     (3) 
2
)34()12( tttt 
    (4) 
 
Kaavoissa käytettävät aikaleimat, joiden mukaan laskutoimitukset suoritetaan, ovat: 
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 t1 asiakkaan lähettämän pyyntöviestin lähetysaika 
 t2 asiakkaan lähettämän pyyntöviestin vastaanottoaika 
 t3 vastausviestin lähetysaika 
 t4 vastausviestin vastaanottoaika. 
 
Näiden kaavojen käyttämisessä oletetaan molempien tiedonsiirtosuuntien olevan 
symmetrisiä keskenään, sillä jos toinen siirtotie on esimerkiksi pitempi, aiheutuu kel-
lopoikkeaman laskentaan vääristymää. Tämän vääristymän suuruus on noin puolet 
siirtoteiden keskinäisestä erosta. Osa vääristymästä voidaan yrittää korjata käyttä-
mällä erityisiä kaistanleveyttä mittaavia algoritmeja, mutta niiden tarkastelu ei tässä 
tapauksessa ole tarpeellista.  [10] 
 
 
5.2.4 Tarkkuus 
 
Uusin protokollan versio eli NTPv4 sisältää parannuksia mm. aikasynkronoinnin tark-
kuuteen. Uusimpia laitteistoja ja nopeita lähiverkkotekniikoita käytettäessä potentiaa-
linen tarkkuus on kymmeniä mikrosekunteja. Tällainen tarkkuus edellyttää käytän-
nössä kuitenkin langallista verkkototeutusta. Tämän työn tavoitteena on kuitenkin 
nimenomaan langattoman verkon aikasynkronointi. [7] 
 
 
5.2.5 Toiminta langattomassa verkossa 
 
Langattomissa sensoriverkoissa toimivia SNTP-pohjaisia ratkaisuja on toistaiseksi 
hyvin vähän saatavilla. Tietokoneissa ja nykyisin mm. älypuhelimissa on toki mahdol-
lista synkronoida käyttöjärjestelmä WLAN-yhteyden kautta Internetissä sijaitsevien 
referenssikellojen mukaan, mutta tämä menetelmä on sangen epätarkka, koska kul-
jetettavat synkronointipaketit joutuvat kulkemaan usean solmun kautta päästäkseen 
perille. Vaikka verkko olisikin suljettu ja referenssikello olisi tämän suljetun verkon 
sisällä, on langattomuus aina suuri haaste, kun tavoitellaan tarkkaa aikasynkronoin-
tia. 
 
 
5.3 Reference Broadcast Synchronization 
 
Kun IEEE 1588 PTP ja SNTP ovat nimenomaan verkon laitteiden tahdistukseen ja 
aikasynkronointiin suunniteltuja protokollia, on olemassa myös aivan toisenlaisia 
lähestymistapoja nimenomaan langattoman sensoriverkon mittausdatan reaaliai-
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kaistamiseen. Eräs tällainen menetelmä on RBS- eli referenssiajan laajakaistaiseen 
lähettämiseen pohjautuva synkronisointi. Tämän menetelmän tutkiminen on osa 
Lange-hanketta, ja se on periaatteessa toteutettavissa myös GainSpan-laitteistolla, 
joten on syytä käsitellä sitä myös tässä dokumentissa. 
 
RBS-protokollan toimintaidea on periaatteessa hyvin yksinkertainen, sillä se koostuu 
kahdesta komponentista, lähettäjästä ja vastaanottajasta. Kaikki verkon osat toimivat 
samassa verkkotoimialueessa, jossa yksi laite lähettää laajakaistaisena tietyllä kana-
valla aikaleiman sisältävän viestin. Muut verkon laitteet vastaanottavat tämän viestin 
ja ottavat vastaanottohetken aikaleiman talteen. Seuraavassa kuvassa (kuva 11) on 
tilanne esitetty siten, että aikaleima Tr lähetetään laajakaistaisena Beacon- eli majak-
kaviestin mukana. Majakkaviestin vastaanottavat laitteet N1 ja N2 tallentavat vas-
taanottohetken aikaleiman Ta ja Tb sekä lähettävät ne toisilleen, joten niillä on tieto 
ympärillään olevien laitteiden kellopoikkeamista. [11] 
 
 
N1 N2
Ta
Tb
Beacon
Tr
 
Kuva 11. Yksinkertainen referenssiaikaleiman lähetys Beacon- eli majakkaviestissä. 
 
 
Koska N1- ja N2-laitteiden etäisyys majakkaviestin lähettäjään ei ole aina sama, ei 
viesti saavu perille samanaikaisesti. Tämä vaikuttaa luonnollisesti vastaanottohetken 
ajankohtaan. Lisäksi eri laitteiden aikaleimausmenetelmät voivat poiketa toisistaan, 
etenkin jos laitteet eivät tue ns. rautatason aikaleimausta. [11] 
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Kun verkon laitteilla on tieto ympärillään olevien laitteiden kellojen vaiheista ja mah-
dollisista poikkeamista, voidaan näistä parametreista laskea jokaiselle laitteelle ns. 
lineaarista regressiota käyttäen korjauskäyrä, jonka mukaan laitteiden lähettämää 
tietoa voidaan synkronisoida esimerkiksi palvelimella. On otettava huomioon, että 
tässä protokollassa ei missään vaiheessa ole tarvetta korjata laitteiden paikallisia 
kelloja lainkaan, vaan nimenomaan selvitetään jokaisen laitteen kellon ominaisuudet, 
kuten poikkeamat ja mahdollinen eritahtisuus muihin kelloihin nähden. Tämä on suu-
rin ero muihin aikasynkronointimenetelmiin, kuten IEEE 1588 PTP:hen tai SNTP:hen. 
 
RBS-protokolla on sinänsä joustava myös siten, että etenkin rajatuissa ympäristöissä, 
kuten sensoriverkoissa, voidaan majakkaviestinä käyttää esimerkiksi tukiaseman 
verkon ylläpitoon käyttämää Beacon-viestiä. On mahdollista myös lähettää jokaisen 
laitteen yksilöllisen vastaanottohetken aikaleima suoraan tietoa käsittelevälle palveli-
melle mittauspakettien mukana, joten kaiken laskennan voi jättää tiedonkäsittelypal-
velimelle.  
 
 
N1 (Ta)
N2 (Tb)
Beacon 
(Tr)
Server
 
Kuva 12. Hieman muokattu RBS-protokolla, jossa referenssiajan Tr yleislähetys toimii 
kuten edellä, mutta N1 ja N2 lähettävät omat aikaleimansa suoraan palvelimelle. 
 
 
Esimerkki edellä mainitusta tilanteesta on esitetty kuvassa 12, jossa langaton tu-
kiasema lähettää majakkaviestin laajakaistaisena ja sen vastaanottavat laitteet lä-
hettävät vastaanottohetken aikaleiman esimerkiksi muun mittausinformaation kanssa 
samassa paketissa palvelimelle. Tällöin kaikki viestit kulkevat tukiaseman kautta.  
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6 GAINSPAN 
 
 
GainSpan Corporation on yhdysvaltalainen vuonna 2006 Intelistä irtaantunut langat-
tomien WLAN-moduuleiden kehittämiseen ja valmistamiseen keskittyvä yritys. Sen 
päämaja on San Josessa, Kaliforniassa ja sillä on tuotekehitystä mm. Intian Bangalo-
ressa. GainSpan keskittyy ensisijaisesti vähävirtaisten Wi-Fi-puolijohteiden kehityk-
seen. [12] 
 
 
6.1 GS1011SoC 
 
Puolijohdepuolella GainSpanin päätuote on vähävirtainen GS1011SoC -piiri, joka 
sisältää 802.11b-radion, MAC-ohjaimen sekä kaksi 32-bittistä ARM7-prosessoria. 
Toinen prosessoreista suorittaa käytännössä kaikki WLAN-järjestelmän toimintaan 
liittyvät tehtävät, ja toinen prosessori suorittaa muut sovellukset. Molemmat prosesso-
riytimet toimivat 44 MHz:n kellotaajuudella. 
 
GS1011-piirin liitännät ja sisäänrakennetut ominaisuudet on esitetty kuvan 13 lohko-
kaaviossa. WLAN- ja sovellusprosessorit toimivat periaatteessa toisistaan riippumat-
tomina ja niiden välinen viestiliikenne tapahtuu yhteisen rajapinnan eli HI:n kautta. 
Tärkeimmät rekisterit, jotka vaikuttavat piirin toimintaan ja ohjelmointiin, sijaitsevat 
WLAN-prosessorissa siten, ettei niitä voi suoraan käyttää sovellusprosessorilta käsin, 
vaan on käytettävä edellä mainittua rajapintaa. 
 
 
 
Kuva 13. GS1011:n rakenne lohkokaaviona. [13] 
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Piiri itsessään toimii pääosin 1,8 voltin jännitetasolla, jonka se generoi itselleen si-
säänrakennetulla regulaattorilla ulkoisesta 3,3 voltin jännitelähteestä, kuten esimer-
kiksi litiumpolymeeriakusta. Ainoastaan reaaliaikakello toimii myös suoraan 3,3 voltin 
jännitteellä. 
 
GS1011 käyttää 802.11b-standardia, eli sen teoreettinen maksiminopeus on 11 me-
gabittiä sekunnissa. Syy siihen, miksi GainSpan käyttää B-standardia, on valmistajan 
tutkimusten mukaan sen paremmassa kantavuudessa ja sitä käyttämällä moduulit 
toimivat teoriassa pienemmällä virralla, kun verrataan esimerkiksi 802.11g-standardin 
mukaisiin laitteisiin. [14] 
 
 
6.2 GS1011M WLAN-moduulit 
 
GainSpan on valmistanut GS1011SoC-piiristään sulautetuissa järjestelmissä nopeah-
kosti käyttöönotettavia moduuleita, joissa on sisäänrakennettuna yleisimpiä WLAN-
käytössä tarvittavia perusominaisuuksia, kuten antenni- ja vahvistinosat. 
 
Moduulit ovat liitettävissä esimerkiksi mikrokontrolleriin joko SPI-, tai UART-väylän 
kautta, joten mikrokontrollerin keräämä tieto voidaan lähettää langattomasti WLAN-
yhteyden yli suoraan palvelimelle. Tällaisen järjestelmän rakennetta hahmotetaan 
seuraavassa lohkokaaviossa (kuva 14), jossa tieto kerätään mikrokontrollerille muilta 
laitteilta, tai suoraan sensoreilta ja siirretään sarjamuotoisena GS1011M-moduulille, 
jolta se lähetetään langattomasti eteenpäin. Koska GS1011-piiri sisältää muutaman 
AD-muuntimen, voidaan myös siihen lisätä sensoreita tarvittaessa. [15] 
 
 
GainSpan 
GS1011M 
Moduuliperhe
8/16/32-bittinen 
mikrokontrolleri
Lisälaitteet
Sensorit
Valinnaiset 
sensorit
SPI, UART
 
Kuva 14. GS1011M-pohjaisen tiedonkeruujärjestelmän lohkokaavio. [15] 
 
 
Koska GS1011-piiri ja siten myös moduuli sisältää oman ARM-prosessoriytimen so-
vellusten suorittamista varten, voi joissakin järjestelmissä lisälaitteet ja sensorit kyt-
  37 
keä suoraan moduuliin ja ohjelmoida tarvittavat tietojenkäsittelyfunktiot suoraan 
sinne. Tällöin ei ole tarvetta erilliselle mikrokontrollerille. Jos tällaisen tiedonkeruu- ja 
lähetysyksikön rakentaa, on moduulissa AD-muuntimen lisäksi runsaasti muitakin 
ulkoisia liitäntärajapintoja, joita voi hyödyntää nimenomaan lisälaitteiden kytkemi-
sessä. Näitä liitäntärajapintoja on esitetty kuvassa 15, jossa on GS1011M-moduulin 
sisäinen rakenne lohkokaaviona. Valtaosa yleiskäyttöisestä digitaalisista I/O-porteista 
on varattu jonkun portin tai muun komponentin käyttöön. 
 
Moduuli koostuu piirilevyn lisäksi kolmesta suuremmasta komponentista, jotka ovat 
GS1011SoC-piiri, radion vahvistin ja 1,8 voltin jänniteregulaattori. Lisäksi moduulilla 
on luonnollisesti tarvittavat kellokiteet sekä piirilevylle rakennettu antenni, joka tosin ei 
ole kaikissa malleissa käytössä. Ajonaikaista virheiden etsintää ja toimintojen testa-
usta eli debuggausta varten moduulilla on myös JTAG-standardin mukainen portti. 
[15] 
 
 
 
Kuva 15. GS1011M-moduulin rakenteen lohkokaavio. [15] 
 
 
GainSpan valmistaa ja myy neljää eri versiota GS1011-piiriä käyttävästä moduulista, 
joista jokainen soveltuu hieman erityyppisiin käyttökohteisiin. Vaihtoehdot ovat lue-
teltuina taulukossa 3.  
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Taulukko 3. GS1011M-moduulien vaihtoehdot. [15] 
Malli Tehovahvistin Antennivaihtoehto 
GS1011MIP Sisäinen Johdinantenni piirilevyllä 
GS1011MIE Sisäinen Ulkoinen, U.FL-liitäntä 
GS1011MEP Ulkoinen Johdinantenni piirilevyllä 
GS1011MEE Ulkoinen Ulkoinen, U.FL-liitäntä 
 
 
Erot eri moduulien välillä rajoittuvat lähinnä siihen, käytetäänkö SoC-piiriin sisäänra-
kennettua tehovahvistinta antennille, vai moduulille erillisellä piirillä toteutettua vaih-
toehtoa, ja siihen käytetäänkö sisäistä vai ulkoista antennia. Sisäinen antenni on 
moduulin piirilevylle rakennettu kuparijohdin ja ulkoinen antenni kytketään moduuliin 
pienikokoisella U.FL-koaksiaaliliittimellä.  
 
Kuvassa 16 on kaksi GS1011MEE-moduulia, joissa käytetään nimenomaan ulkoista 
antennia, vaikka moduulin piirilevylle onkin painettu antennijohdin. Sisäistä vahvis-
tinta käyttävät moduulit ovat kooltaan hieman pienempiä, kuin ulkoista vahvistinta 
käyttävät, joka voi olla tarpeellista etenkin silloin, kun moduulia on tarkoitus käyttää 
hyvin pienissä sulautetuissa laitteissa.  [15] 
 
 
 
Kuva 16. Kaksi GainSpan GS1011MEE-moduulia. 
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6.2.1 Sertifikaatit 
 
Eräs GS1011M-moduulin käyttöä puoltavista seikoista on sille myönnetyt sertifikaatit 
eri maissa. Tämä tarkoittaa, että itse moduuli on hyväksytty käytettäväksi mm. lääke-
tieteellisessä ympäristössä ilman, että sitä tarvitsee erikseen testauttaa suunnittelu- 
ja prototyyppivaiheessa. 
 
Toistaiseksi GainSpan on saanut Wi-Fi -moduuleilleen hyväksyntäsertifikaatit seu-
raavilta tahoilta [15]: 
 
 TELEC 
 ETSI 
 FCC/IC 
 Wi-Fi Alliance  
 
Nämä sertifikaatit mahdollistavat moduulien käytön eri puolilla maailmaa, kunhan niitä 
käytetään GainSpanin ilmoittamien konfiguraatioiden mukaisesti. Luonnollisesti mo-
duulit on valmistettu RoHS-määritysten mukaisesti. [15] 
 
Kuitenkin, jos moduuli liitetään osaksi suurempaa kokonaisuutta, on sille kuitenkin 
haettava erilliset hyväksynnät, sillä silloin tuote koostuu moduulin lisäksi muistakin 
osista, kuten prosessori- ja tiedonkeruuyksiköstä. Etenkin lääketieteelliseen käyttöön 
suunnattujen laitteiden sertifiointitestit ovat usein hyvin vaativia, sillä laitteet eivät saa 
aiheuttaa haittaa potilaille, eikä muille ympäristön laitteille.  
 
 
6.2.2 Kehitysalusta 
 
Työssä käytetään GainSpan GS1011MEE Basic -ohjelmankehityskittiä, jonka kehi-
tyskortti on esitetty seuraavassa kuvassa (kuva 17). Käytössä on kehityskitin mukana 
tullut ohjelmankehitysympäristö GHS Multi sekä Basic-version sisältämät lähdekoodit 
moduulin S2W-sovellukselle. S2W-sovellus sisältää toimivat funktiot ja niitä hyödyn-
tävät lähdekoodit moduulin käyttämiseksi sarjaportin kautta mm. AT-komennoilla. 
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Kuva 17. GainSpan GS1011MEE SDK -kehitysalusta. 
 
 
Kehitysalustalle on rakennettu kaksi sarjaporttia sekä liitännät JTAG-, I2C- ja SPI-
väylille. Käyttöjännitteensä kortti saa ulkopuolisesta 3,3 voltin tasajännite-muunta-
jasta. Koska kortilla on moduulin MEE-versio, joka tarkoittaa sitä, että moduulissa 
käytetään ulkoista antennia ja ulkoista vahvistusyksikköä, on kehitysalustalle sijoitettu 
myös ulkoinen antenni.  
 
Sensoriverkon testausta varten on rakennettu lisäksi muutama kappale GS1011MEP-
moduuliin pohjautuvia lisäkortteja, joilla voidaan mitata tiedonsiirtokapasiteettia 
Lange-hankkeen kannalta lopullisella tiedonsiirtolaitteistolla. Kuvassa 18 on vasem-
malla ensimmäinen versio prototyyppialustasta, jossa on moduulin lisäksi ohjelmoin-
nin ja testauksen kannalta välttämättömät liitännät ja kytkimet. Kortilla on myös kaksi 
vaihtoehtoista jännitteensyöttöreittiä, joista toinen on kytketty suoraan moduulin 3,3 
voltin käyttöjännitenapaan. Mikäli käytettävissä ei ole suoraan noin 3,3 voltin jännite-
lähdettä, voidaan käyttää piirikortille asennettua regulaattoria, jonka voi ottaa käyt-
töön jumpperilla. Tällöin voidaan käyttää esimerkiksi 5 voltin jännitelähdettä.  Ku-
vassa oikealla on ensimmäisen protoalustan käyttökokemuksien pohjalta kehitetty 
päivitetty versio, jossa moduuli on sijoitettuna kortin pitkälle sivulle, joten mm. sarjalii-
kenteen signaalijohtimet on saatu mahdollisimman lyhyiksi häiriöttömän tiedonsiirron 
varmistamiseksi. 
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Kuva 18. Vasemmalla ensimmäinen versio prototyyppilevystä GS1011MEP-moduu-
lille, oikealla päivitetty malli. 
 
 
6.3 Green Hills Software MULTI IDE 
 
GainSpan-moduulien µVelosity-reaaliaikakäyttöjärjestelmän ohjelmointiin käytetään 
Green Hills Softwaren kehittämää MULTI IDE -ohjelmankehitysympäristöä, joka on 
sulautettujen järjestelmien ohjelmointiin käytettävä kaupallinen ohjelmisto [16].  
 
MULTI on käytettävyydeltään hyvin tyypillinen C-kielen ohjelmointiin tarkoitettu kehi-
tysympäristö. Se tukee mm. useiden tiedostojen yhtäaikaista muokkausta ja debug-
gausta, jos käytettävissä on sopivat adapterit. MULTI toimii Windows XP- ja 7 -käyt-
töjärjestelmissä. Ohjelma toimii myös virtuaalisessa Windows XP -ympäristössä, joka 
on toteutettu esimerkiksi VMware-ohjelmistolla.   
 42 
 
7 TYÖN TOTEUTUS JA TULOKSET 
 
 
Työ koostuu useista enemmän tai vähemmän toisiinsa sidotuista vaiheista, joista 
jokaisessa keskitytään tarkastelemaan hieman eri asioita. Pääkohtia GainSpan-lait-
teiston soveltuvuusselvityksessä ovat tiedonsiirto-ominaisuuksien, aikasynkronoinnin 
ja tehonkulutuksen tarkastelu ja mittaus. 
 
 
7.1 Tiedonsiirto 
 
Ennen kuin moduuleista rakennetun verkon tiedonsiirtokapasiteettia voidaan mitata 
realistisella tasolla, on määriteltävä tyypillinen sensoriverkkomittauksessa käytettävän 
UDP-paketin koko tavuina. Tämä tehdään sen vuoksi, että 16 millisekunnin reaali-
aikaisuustavoitteiden saavuttamiseksi on huomattava, että liian suuret paketit joudu-
taan pilkkomaan ennen lähetystä, mikä aiheuttaa ylimääräisiä viiveitä. Lisäksi liian 
pienien pakettien lähettämisessä pelkät pakettien lähettämiseen tarvittavien IP- ja 
Ethernet-kehysten suhteelliset koot muodostuvat turhan suuriksi. Toisin sanoen liian 
pienien pakettien lähettäminen aiheuttaisi sen, että yhdessä lähetettävässä paketissa 
itse mittausdata veisi vähemmän tilaa kuin sen lähettämiseen vaaditut kehykset, joten 
verkossa liikkuisi suhteellisesti enemmän kehysinformaatiota kuin mittausdataa.  
 
 
7.1.1 Lähetettävän paketin koko 
 
Sensoriverkon yksi tärkeimmistä ominaisuuksista on sen kyky siirtää mitattu tieto 
mahdollisimman nopeasti ja virheettömästi mittausyksiköiltä palvelimelle. WLAN-
verkossa tämä vaatimus tarkoittaa myös sitä, että siirrettävien pakettien on oltava 
sopivan kokoisia, jotta ne voidaan kuljettaa verkossa ilman pilkkomisia. Pilkkomi-
sessa lähetettävä paketti pitäisi sananmukaisesti lähetyspäässä ensin jakaa pienem-
piin osiin ja lähettää vasta sitten palvelimelle, jossa osat puolestaan jouduttaisiin ko-
koamaan jälleen. Tämä aiheuttaisi ylimääräisiä viiveitä tiedonsiirrossa ja vaikeuttaisi 
siten reaaliaikaisuustavoitteiden saavuttamista.  
 
LAN-verkossa MTU (Maximum Transmission Unit eli lähetettävän paketin suurin 
koko) vuonna 1984 määritellyn IP-dataliikennestandardin mukaisesti on 1 500 tavua. 
Tätä suuremmat paketit on pilkottava [17]. Lähetettävä paketti ei saa myöskään olla 
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liian pieni, jottei niitä jouduttaisi lähettämään todella paljon lähes yhtä aikaa. Tämä 
kuormittaisi etenkin usean mittausyksikön muodostamaa verkkoa. 
 
Taulukossa 4 on tulososuus taulukkolaskentaohjelmalla tehdystä UDP-paketinkoko-
laskurista. Tässä tapauksessa laskurin parametreiksi ovat syötettyinä mittausten 
näytteenottotaajuus, bittisyys ja muut paketin kokoon vaikuttavat tiedot. Eri asetuksia 
kokeilemalla on päädytty 1 142 tavun pakettiin, joka saavutetaan siten, että AD-
muuntimelta kerätään tietoa neljän millisekunnin ajan ja tämä mittausdata kootaan 
yhdeksi paketiksi, joka lähetetään WLAN-yhteyden kautta palvelimelle. Lähetysvai-
heessa pakettiin lisätään tarvittavat IP- ja UDP-kehykset, jotka kasvattavat verkon yli 
menevän paketin koon 1 170 tavuun. Lopputulokseen johtaneet parametrit liittyvät 
yhteistyökumppaneiden antamiin vaatimusmäärittelyihin, joten niitä ei voi sen tar-
kemmin esitellä. [18] 
 
 
Taulukko 4. Paketinkokolaskurilla määritelty alustava paketin optimikoko. 
Data interval (ms) 4 Data 6 912 Bits 864 Bytes 
 
N. of packets 32 Timestamps 2 048 Bits 256 Bytes 
 
  
RBS Header 128 Bits 16 Bytes 
 
  
Status bits 48 Bits 6 Bytes + IP and UDP headers 
  
Packet size 9 136 Bits 1 142 Bytes 1 170 Bytes 
 
 
Koska käytetyn laitteiston rajoitusten mukainen MTU on 1 500 tavua ja laskettu lu-
kema jää sen alapuolelle, ei pakettia tarvitse pilkkoa lähetysvaiheessa. 1 170 tavua ei 
ole myöskään liian pieni paketti, joten pakettien siirtämiseen käytettävien kehysten 
suhteellinen koko mittausdataan nähden kasva liian suureksi. Liitteessä 1 on tauluk-
kolaskentaohjelmalla rakennettu havainnekuva 1 170 tavun mittaisen paketin raken-
teesta, jossa paketin eri osat, kuten aikaleimat ja mittausdata, on esitetty värikooda-
uksien avulla. Liitteen kuvassa yksi numeropari vastaa yhtä lähetettävää tavua eli 
kahdeksaa bittiä. Numeroinnissa käytettävät luvut ovat satunnaisia ja ne ovat mu-
kana lähinnä tunnistetietoina. 
 
Edellä esitelty laskelma on vain yksi vaihtoehto lopulliseksi paketin kooksi, ja onkin 
huomattava, että kunhan pysytään MTU:n rajoissa, ei ongelmia pitäisi teoriassa tulla. 
Muutoksia paketin kokoon voivat tuoda erilaiset aikaleimausmenetelmät sekä hieno-
säädöt muissa tiedonkeruuparametreissa. 
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7.1.2 Verkon kuormitusmittaukset 
 
Tarkoituksena oli selvittää, kuinka monta GainSpan-moduulia käyttävää mittausyk-
sikköä on mahdollista käyttää yhden tukiaseman alaisuudessa siten, etteivät tiedon-
siirron laatu- ja kapasiteettivaatimukset kärsisi. Mittausten suorittamisessa käytettiin 
apuna erityistä heksaeditorilla luotua 1 142 tavun suuruista vakiomuotoista datapa-
kettia, jonka lähettämisen suorittava ohjelmakoodi oli ohjelmoitu suoraan GS1011M-
moduulin sovellusprosessorille. 
 
Ennen lähetystä jokaiseen lähetettävään pakettiin lisätään moduulin sisäiseltä reaali-
aikakellolta luettu aikaleima, kuten aidossa mittaustilanteessakin, joten siihen liittyvät 
funktiot oli myös ohjelmoitava. Koska funktiot käyttävät paljon sopimuksellisista syistä 
salassa pidettävää informaatiota, ei niitä voi tässä dokumentissa julkaista. Koodit 
ovat kuitenkin sangen yksinkertaisia, sillä niissä lähinnä lähetetään silmukassa en-
nalta määriteltyä suurta taulukkoa, johon lisätään uusi aikaleima ennen lähetystä. 
Pakettien lähetys on ohjelmallisesti ajastettu neljän millisekunnin väliajoin tapahtu-
vaksi, mikä on määritelty paketin kokomääritysten yhteydessä. 
 
Mittaukset suoritettiin siten, että ensin varmistettiin, ettei tukiaseman kautta kulje 
mitään muuta ylimääräistä liikennettä. Tukiasema on myös määritelty toimimaan 
802.11b-määritysten mukaisesti eli maksiminopeus on 11 Mb/s kuten GS1011M-mo-
duuleillakin. 
 
Mittausten suorittamiseen käytettiin kolmea moduulia, joihin oli asennettu sama oh-
jelmisto, eli ne voidaan asettaa lähettämään 1 142 tavun UDP-paketteja neljän milli-
sekunnin välein. Moduulit lähettävät tietopaketteja tukiasemaan langallisesti kytket-
tyyn palvelimeen IP-osoitteen perusteella. Palvelimella käytettiin Onlineeye Pro -oh-
jelmaa, joka mittaa valitun verkkosovittimen liikennettä reaaliajassa ja piirtää histo-
riakuvaajaa kaistan käytöstä. Paketteja seurattiin Wireshark-ohjelmalla, joka on mo-
nipuolinen lähiverkon pakettien seurantaan käytetty työkalu. 
 
Kun ensimmäinen moduuli laitettiin lähetystilaan, havaittiin tiedonsiirron olevan va-
kaata eikä häviöitä ollut. Tämän jälkeen käynnistettiin toisen moduulin lähetys sa-
malle palvelimelle, ja vaikka kaistan käyttö kaksinkertaistui, ei ollut havaittavissa sel-
keää pakettien häviämistä tai muitakaan ongelmia tiedonsiirrossa. Kolmannen lähet-
timen aktivoiminen aiheutti palvelimen vastaanotossa melkoista vaihtelua eikä sisään 
tuleva datamäärä kasvanut odotetun suuruiseksi. Kuvankaappaus suoritetuista mit-
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tauksissa on seuraavassa kuvassa (kuva 19), jossa kaikkien kolmen moduulin 
aktivoimishetken jälkeen tapahtuvat muutokset ovat helposti havaittavissa. 
 
 
 
Kuva 19. Yhden tukiaseman kautta palvelimelle kulkevan tiedon käyttäytyminen, kun 
lähettäviä moduuleita lisätään yksitellen. Muokattu kuvankaappaus Onlineeye Pro 
2.3.0 -ohjelmalla suoritetuista mittauksista. 
 
 
Kuvan punainen viiva esittää mittaushetkellä vallitsevaa tiedonsiirtonopeutta, joka on 
ensimmäisen ja toisen moduulin aktivoimisen jälkeen suhteellisen vakaa, tasainen 
suora. Kolmannen moduulin aktivoiminen aiheuttaa suurempaa säröä ja vaihtelua 
historiakäyrään, joten on selkeästi todettavissa kolmen samanaikaisen lähetyksen 
olevan yhdelle tukiasemalle liikaa. Keltainen, tasaisemmin nouseva viiva on historia-
tietojen pohjalta piirretty keskiarvokäyrä, josta nähdään kolmen samanaikaisesti lä-
hettävän moduulin keskimääräinen tiedonsiirtonopeus, noin 5,5 Mb/s. Tämä ei kui-
tenkaan ole tässä vaiheessa kovin merkittävä tieto, sillä tavoitteena oli mitata lähe-
tysten laatua usean moduulin lähettäessä samanaikaisesti yhtä suurta tietomäärää. 
Tulosten perusteella on kaksi moduulia käytännössä maksimimäärä 802.11b-stan-
dardin mukaisia laitteita käytettäessä. 
 
 
7.2 Aikasynkronointi 
 
7.2.1 IEEE 1588 Precision Time Protocol 
 
Lange-hankkeen määrittelyvaiheessa eri moduuleja vertailtaessa GainSpan 
GS1011M osoittautui lupaavaksi, sillä se valmistajan ilmoitusten mukaan tukee IEEE 
1588 PTP -protokollaa aikasynkronoinnissa. Tämän vuoksi sen tutkiminen ja käyt-
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töönotto oli ensisijaisena tavoitteena. PTP olisi toimiessaan erittäin tarkka aikasyn-
kronointimenetelmä, sillä GS1011-piiri tukee rautatason aikaleimausta. Tämä tar-
koittaa sitä, että synkronointiviestit eivät joudu kulkemaan kovinkaan monen OSI-
mallin kerroksen läpi saadakseen aikaleimausta, vaan ne voidaan leimata heti, kun 
ne saapuvat moduulin radio-osasta. 
 
GainSpanin tarjoamia GEPS-koodikirjastoja (GEPS eli GainSpan Embedded Platform 
Software) tutkimalla kuitenkin selvisi, että kaikki PTP:hen viittaavat koodit oli poistettu 
vanhentuneina käytöstä eikä niitä ole mahdollista ottaa käyttöön ainakaan käytettä-
vissä olevassa ohjelmankehityskitin Basic-versiossa. Myöhemmin selvisi, että 
GainSpan on lopettanut kokonaan tuen PTP-tekniikalle, joten se ei ole saatavilla 
edes kehityskitin Professional-versiossa. Sen sijaan GainSpan suosittelee SNTP:n 
käyttöä moduulien kellojen päivittämiseen.  
 
SNTP on kuitenkin jo Internet-pohjaisen luonteensa ja määritelmiensä mukaisten 
ominaisuuksiensa vuoksi sangen epätarkka ja hidas menetelmä Lange-hankkeen 
tavoitteiden mukaisiin mikrosekuntiluokan aikasynkronointeihin. Mutta koska valmis-
taja ilmoittaa sen olevan ainoa suoraan tuettu menetelmä, oli tutkimuksen painopiste 
siirrettävä PTP:sta SNTP:hen. Sen lisäksi, että GainSpan on poistanut PTP-koodit 
käytöstä, se on poistanut myös mm. rautatason aikaleimaukseen käytettävät funktiot, 
joten myös niiden käyttö muihin synkronointimenetelmiin on rajallista. 
 
 
7.2.2 Simple Network Time Protocol 
 
Basic-version mukana tulleissa lähdekoodikirjastoissa on funktiot SNTP:n käyttöön, 
mutta niiden käyttöönotto omassa koodissa on sangen haasteellista, sillä niitä ei ole 
käytetty S2W-sovelluksessa lainkaan. Kun asiasta tiedusteltiin suoraan GainSpanin 
edustajalta sähköpostitse, selvisi kyseisten funktioiden käyttöönottoon liittyvien koo-
dien tulevan ohjelmankehityskitin Professional-version mukana olevassa demoso-
velluksessa. Näin ollen myös SNTP:n käyttöönotto käytettävissä olevassa ajassa 
osoittautui erittäin haastavaksi. Lisäksi, kun GainSpanin edustajalta tiedusteltiin mah-
dollisia yrityksen suorittamia synkronoinnin tarkkuusmittauksia SNTP:lla, saatiin vas-
taukseksi, että SNTP on käytännössä parhaimmillaankin liian epätarkka menetelmä 
Lange-hankkeen vaatimuksia varten. 
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7.2.3 Reference Broadcast Synchronization 
 
Koska moduulin kellojen synkronointi osoittautui käytännössä ylitsepääsemättömäksi 
vaihtoehdoksi, oli turvauduttava kolmanteen vaihtoehtoon, RBS-pohjaiseen mittaus-
datan synkronointiin. 
 
Jotta sovellusohjelmaprosessorille ohjelmoitava aikaleimausjärjestelmä olisi riittävän 
tarkka, on aikaleima voitava ottaa välittömästi, kun RBS:n mukainen laajakaistainen 
referenssiviesti eli esimerkiksi tukiaseman majakkaviesti vastaanotetaan. Kuten 
edellä todettiin, on GainSpan piilottanut tai poistanut käytöstä rautatason aikaleima-
uksen tulevista viesteistä, on riittävän tarkan aikaleimauksen aikaansaamiseksi käy-
tettävä muita keinoja. 
 
Alustavia tuloksia saatiin ohjelmoimalla sovellusprosessorille GEPS-koodikirjaston 
funktioita käyttäen erityiset skannausfunktiot tukiaseman Beacon-viestin kellon luke-
miseen. Mittauksia varten rakennettu kytkentä oli kuvan 20 kaltainen, eli tukiasemaan 
oli yhdistetty yksi GS1011M-moduuli. Tukiasemalta tulee Beacon- eli majakkaviestin 
mukana tukiaseman senhetkinen sisäisen laskurin aika mikrosekunteina. Tämä ai-
kaleima poimitaan sitä tarkoitusta varten ohjelmoiduilla funktioilla. Moduulissa majak-
kaviestin vastaanottohetkellä luetaan myös reaaliaikakellon aika ja molemmat aika-
tiedot lähetetään sarjaportin kautta tietokoneelle, jossa ne tulostetaan pääteohjelman 
avulla. Pääteohjelmalla tiedot tallennetaan tekstimuotoon, josta ne voidaan siirtää 
taulukkolaskentaohjelman käsiteltäväksi. 
 
 
Tukiasema
Beaconin vastaanottohetki tallennetaan 
vastaanottohetkellä ohjelmallisesti
+341631169620678+110511513987+
+341631170014386+110514512710+
+341631170407378+110517511476+
+341631170800550+110520525925+
+341631171193998+110523512134+
+341631171587254+110526512329+
+341631171980578+110529513199+
+341631172373846+110532513355+
+341631172766930+110535512220+
.
.
.
GS1011M RS232Beacon
 
Kuva 20. RBS-pohjaisen mittauksen tukiaseman ja moduulin oman reaaliaikakellon 
aikaleiman talteenotto ja lähetys palvelimelle sarjaportin kautta. 
 
 
Mittaustulosten perusteella luotiin taulukkolaskentaohjelmalla kellojen poikkeama- ja 
muutoskuvaajat eli offset- ja delta-kuvaajat, jotka ovat esillä liitteessä 2. Offset-ku-
vaajassa on lisäksi lineaarinen regressiosuora, jonka R2 arvo on 0,3671. Tämä arvo 
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olisi syytä olla mahdollisimman lähellä ykköstä, jotta järjestelmä toimisi virheettö-
mästi. Nyt kuitenkin jäädään kauas optimaalisesta tilanteesta. Lisäksi kuvaajissa on 
nähtävissä tasaisin väliajoin suuria piikkejä, jotka aiheutuvat todennäköisesti 
GS1011-piirillä toimivasta µVelosity-reaaliaikakäyttöjärjestelmästä, kun sen tehtävän-
vaihto sattuu tietyin välein reaaliaikakellon lukuhetken kanssa samaan aikaan. Tämä 
aiheuttaa siis suuriakin viiveitä ja epätarkkuuksia aikaleiman lukuprosessiin, joista 
olisi päästävä eroon, jotta tämä synkronointimenetelmä olisi toimiva.  
 
Delta-kuvaajassa esitetään nimenomaan sekä tukiaseman, että moduulin kellojen 
poikkeaman muutosta edelliseen mittaukseen, joten sen vaihtelut seuraavat offset-
kuvaajan vaihteluita. Lupaavaa mittaustuloksissa on, että suurimpia piikkejä lukuun 
ottamatta tyypillinen vaihteluväli on noin 20 µs luokassa, joka on erinomainen tulos. 
Mutta koska suuria, jopa yli seitsemän millisekunnin vaihteluita tapahtuu molempiin 
suuntiin, vaatii järjestelmä vielä paljon optimointia nimenomaan moduulin reaaliaika-
kellon lukemisessa. 
 
Jotta aikaleimojen lukuprosessia saataisiin optimoitua eli käytännössä aikaleimat 
luettua mahdollisimman alhaisella tasolla, on pystyttävä lukufunktiot sijoittamaan 
mahdollisimman alhaiselle reaaliaikakäyttöjärjestelmän tehtävälle. Tämän aikaan-
saamiseksi on ensin syytä tarkastella moduulin prosessoreiden toimintaperiaatetta 
nimenomaan niiden keskinäisen vuorovaikutuksen kannalta. 
 
GS1011-piirin kaksi ARM-prosessoria on yhteydessä toisiinsa ns. isäntärajapinnan 
(HI eli Host Interface) kautta, jota seuraava kuva (kuva 21) on havainnollistaa.  
 
 
Host Interface
Sovellusohjelmia 
ohjaava prosessori
WLAN-toimintoja 
ohjaava prosessori
802.11-radio
Yhteys 
tukiasemaan
 
Kuva 21. GS1011-piirin prosessoreiden looginen rakenne. 
 
 
Beacon-viesti tulee tukiasemalta ensin 802.11-radiolle, jota ohjaa täysin WLAN-pro-
sessori. Jotta sovellusohjelmaprosessori saa luettua tästä viestistä aikaleiman, joutuu 
se kutsumaan ensin WLAN-prosessoria HI:n kautta, jotta se saisi tarvittavat tiedot 
käyttöönsä. Mikäli olisi mahdollista ohittaa sovellusprosessorin käyttämän GEPS-
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rajapinnan funktiot kokonaan, ja käyttää suoraan HI-rajapinnan toimintoja, saisivat 
aikaleimauksetkin teoriassa paljon tarkemmin luettua. 
 
 
7.3 Tehonkulutus eri tiloissa 
 
GS1011M-moduulin tehonkulutusmittaukset pohjautuivat osittain GainSpanilta saa-
tuihin dokumentteihin ja menetelmiin. Mittaukset suoritettiin seuraavissa tilanteissa: 
 
 valmiustila 
 lepotila 
 yhdistetty tukiasemaan 
 UDP-pakettien lähetys. 
 
Mittauksissa käytetyt instrumentit olivat: 
 
 Escort 97 -yleismittari virtamittauksia varten 
 Tektronix TDS1002 -oskilloskooppi jännitemittauksia varten 
 elc AL936 laboratoriotehonlähde 
 GS1011MEP-moduulin prototyyppialusta (ks. kuva 18, vasen kortti). 
 
Kuvaan 22 on piirretty karkeasti mittauskytkennän järjestely, jonka mukaan jännite- ja 
virtamittaukset suoritettiin. 
 
 
Tektronix TDS 1002
3,39 V
Escort 97
18,34 mA
 elc AL936 
3,60 V
-
+
+ +- -
GS1011MEP
-
+
DC in
 
Kuva 22. Kytkentä moduulin jännite- ja virtamittauksia varten. 
 
 
Mittaukset aloitettiin siten, että GainSpanin alustaan kytkettiin 3,6 voltin laboratorio-
tehonlähde ja virta pidettiin alustan kytkimellä katkaistuna. Tästä saatiin ensimmäinen 
mittaus, joten vain kortilla oleva jänniteregulaattori oli toiminnassa. Seuraavaksi kor-
tille kytkettiin virta, jolloin moduuli käynnistyi ja asettui odotustilaan, kun automaattisia 
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yhteysasetuksia ei käytetty. Moduulia ohjattiin tietokoneelta pääteohjelman avulla AT-
komennoilla sarjaportin kautta, jolloin sarjaportin jännitetasopiiri kuluttaa hieman vir-
taa, mutta sen suhde moduulin virrankulutukseen on käytännössä marginaalinen. 
 
Seuraavaksi muodostettiin moduulilla yhteys tukiasemaan, jolloin käytetään moduulin 
WLAN-radiota. Tämä aiheuttaa vaihteluita virrankulutuksessa, koska käytössä ei ollut 
historiatietoja keräävää virta-analysaattoria, kirjattiin yleismittarin mittauksista arvioitu 
suurin virrankulutus. Tässä vaiheessa jännite pysyi vakiona. Kun UDP-paketteja lä-
hettävä silmukka käynnistettiin, virrankulutus kasvoi noin 110 milliampeeriin ja jänni-
tekin vaihteli hieman. Muistiin otetut lukemat ovat hyvin suuntaa antavia arvioita. 
 
Kun yhteys tukiasemaan katkaistiin, palautui moduuli joutokäyntitilaan ja mittareiden 
ilmoittamat lukemat tasaantuivat. Seuraavaksi vuorossa oli valmiustilan tehon-kulu-
tuksen mittaus, joka tapahtui antamalla moduulille AT-komennolla käsky mennä val-
miustilaan määrätyksi ajaksi. Kun aika oli täysi, moduuli palasi jälleen takaisin jouto-
käyntitilaan odottamaan uusia komentoja. Mittaustulokset on kerätty taulukkoon 5, 
johon on laskettu myös tehonkulutus milliwatteina. 
 
 
Taulukko 5. Suoritetut virta- ja jännitemittaukset eri tiloissa. 
Tila I / mA U / V P / mW Lisätietoja 
Ei virtaa moduulille 0,01710 3,40 0,05814 Vain regulaattori toiminnassa 
Toimeton 13,87 3,39 47,02 Joutokäynti 
Yhdistetty tukiasemaan 19,90 3,39 67,46 Suurin mitattu lukema 
UDP-pakettien lähetys 110,00 3,35 368,50 Suurin mitattu lukema 
Yhteys katkaistu 14,60 3,39 49,49 Joutokäynti 
Valmiustila 7,00 3,40 23,80 Ohjelmallinen Stand By -tila 
Toimeton 13,80 3,39 46,78 Joutokäynti 
 
 
Tehonkulutusmittauksissa saatiin suuntaa antavia tuloksia, joista voidaan tehdä 
alustavia johtopäätöksiä. Kulutukset ovat ennustettavissa, kun moduulia ei ole yh-
distetty tukiasemaan. Tällöin virta- ja jännitetasot pysyvät vakiomuotoisina. Kun yh-
teys muodostetaan ja paketteja lähetetään verkon yli, kulutustasot vaihtelevat voi-
makkaasti. Kulutusta kasvattivat hieman prototyyppialustan regulaattori sekä sarja-
portin jännitetason muunnin, mutta näiden kulutukset ovat marginaalisia moduuliin 
nähden.  
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8 YHTEENVETO 
 
 
Työn suorituksen alkuvaiheessa GainSpan-moduulien ohjelmointiin käytettävän Multi-
ohjelmiston lisenssit hankaloittivat työtä: käytössä olleet lisenssit olivat jostakin syystä 
vuoden 2010 loppuun asti voimassa, mutta työ oli kuitenkin määrä suorittaa vuoden 
2011 puolella. Tästä ongelmasta kuitenkin selvittiin kohtuullisen nopeasti jälleen-
myyjän ja valmistajan avulla, mutta lisenssiongelma hankaloitti osaltaan hieman 
opinnäytetyön suorittamista. 
 
Selvitystyön yhteydessä havaittiin PTP-funktioiden olevan poissa käytöstä. GainSpan 
vahvisti myöhemmin luopuneensa PTP-protokollan tuesta, joten alkuperäinen suun-
nitelma IEEE 1588 -standardin soveltamisesta moduulien reaaliaikakellojen synk-
ronointiin ei ollutkaan mahdollinen käytetyillä moduuleilla. Tämän vuoksi projektissa-
kin päätettiin luopua kyseisen tekniikan toteuttamisesta nimenomaan GainSpan-lait-
teistolla. 
 
Valmistaja suositteli sen sijaan käyttämään SNTP-tekniikkaa kellojen synkronointiin, 
mutta tämäkin tekniikka todettiin niin valmistajan puolelta kuin omien tutkimuksien 
pohjalta riittämättömäksi vaativien aikasynkronointitavoitteiden saavuttamiseksi. Alle 
sadan mikrosekunnin synkronointi vaatisi SNTP:lla käytännössä kuormittamattoman 
verkon ja paljon aikaa, eikä se siltikään olisi ehdottoman luotettava menetelmä, joten 
siitäkin oli luovuttava. 
 
Lopulta päätettiin keskittyä synkronoimaan mitattu tieto palvelimella käyttämällä 
apuna RBS-pohjaista menetelmää, jolla kerätään jokaisen moduulin reaaliaikakellon 
keskimääräinen poikkeama tukiasemaan ja muihin moduuleihin nähden. Menetelmä 
vaikuttaa lupaavalta, joskin riittävän tarkka aikaleimaus tuo haasteita. Tähän opin-
näytetyöhön sisältyvän GainSpan-selvityksen tekeminen päätettiin työn tilaajien sekä 
ohjaajien kanssa pidetyn palaverin perusteella päättää tähän pisteeseen. GainSpan-
laitteiston käytön selvittäminen jatkuu Lange-hankkeessa tämän työn jälkeenkin ja 
onkin mahdollista, että GS1011M-moduuli osoittautuu toimivaksi ratkaisuksi myös 
hankkeen tavoitteiden täyttämiseksi. 
 
Työn tekeminen oli mielekästä, sillä Lange-hanke on eurooppalaista yhteistyötä. Mu-
kana oli opiskelijoita useista Keski-Euroopan maasta, joten mm. hankkeen sisäiset 
raportit ja säännölliset projektin edistymistä seuranneet palaverit olivat englannin 
kielellä.
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Lähetettävän 1 170 tavun kokoisen UDP-paketin rakenne 
 
 
  
      Liite 2   
Tukiaseman ja GainSpan-moduulin aikaleimat RBS-mittauksissa 
 
 
Tukiaseman TSF-laskurin ja GainSpanin RTC-laskurin välinen poikkeama ajan funktiona 
 
 
Aikaleimojen välisen poikkeaman muutos ajan funktiona 
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