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RESUMO 
 
 
O objetivo desta pesquisa, de caráter qualitativo e experimental, é analisar soluções 
opensource para gerenciamento de redes de computadores. Será apresentado os principais 
recursos e funcionalidades das soluções, demonstrando como essas soluções atendem as 
diretrizes e requisitos do padrão FCAPS (ITU-T M.3400). No que diz respeito às 
ferramentas, esta pesquisa propõe a discussão de questões relacionadas ao licenciamento, 
linguagem de programação que a mesma foi desenvolvida, suporte técnico, 
interoperabilidade, maturidade, método de armazenamento dentre outros requisitos. 
Nesse mesmo contexto, este trabalho esboçará as características fundamentais das 
ferramentas, como questões relacionadas à descoberta de redes, suporte a protocolos de 
gerência de redes, alertas de monitoramento, interface web, inventário de redes, geração 
de gráficos e relatórios, mapas de redes, sistemas de autenticação. Por fim será 
apresentado o padrão FCAPS (ITU-T M.3400) de gerenciamento de redes e seus 
requisitos de gerenciamento. Como metodologia, este projeto de pesquisa proposto terá 
cunho qualitativo, utilizando os métodos bibliográficos e experimental, objetivando 
demonstrar a aderência das ferramentas pesquisadas com os padrões de gerenciamento de 
redes FCAPS (ITU M.3400). O resultado desta pesquisa resultará na apresentação de um 
relatório demonstrando a aderência das ferramentas com o padrão de gerencia de redes 
FCAPS (ITU-T M.3400).  
 
Palavras-chave: Gerência de redes. Soluções de gerenciamento. Redes de computadores. 
Protocolos de comunicação. Software Livre. FCAPS. ITU-T M3400. X.701. X.700. 
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1 INTRODUÇÃO 
Organizações dependem cada vez mais da Tecnologia da Informação (TI) para 
alcançarem os objetivos institucionais. Devido ao aumento da utilização das redes em 
suas diferentes abordagens (redes residenciais, industriais, móveis, corporativas, outros), 
estas necessitam de soluções robustas de gerenciamento de rede para manter-se ativas 
com certa garantia de qualidade de serviço. As soluções de gerenciamento de redes devem 
ser sustentadas pelos pilares da disponibilidade, desempenho, segurança, configuração e 
contabilização, segundo as áreas funcionais de gerenciamento definidas pela International 
Organization for Standardization (ISO) através do modelo (Fault, Configuration, 
Accounting, Performance, Security) FCAPS de gerenciamento (ISO/IEC 7498-4). 
De acordo com Mariani (2006), a ISO é uma entidade que foi fundada na Suíça 
que atualmente congrega grêmios de padronização e normatização em centenas de países, 
aprovando normas internacionais em diversos campos, entre eles o modelo FCAPS.  
 Al-Obasiat & Braun (2007) descrevem o contraste entre o crescimento das redes 
de telecomunicações no que diz respeito ao volume de dados e serviços prestados em 
relação às questões relacionadas à operação, administração e gerência de redes. Enquanto 
as redes de comunicações cresceram e avançam exponencialmente em novos dispositivos 
de comunicação, protocolos de redes, serviços e afins, não ocorreu essa evolução nas 
questões pertinentes ao gerenciamento de redes. 
Esse crescimento e avanço dos novos serviços oferecidos bem como a diversidade 
de tecnologias e protocolos proprietários exigem que a área de gerenciamento de redes 
seja disciplinada. Diante dessa relevante necessidade, Gorod (2007) relata que a 
International Organization for Standardization (ISO), de forma a facilitar a gerência de 
redes, define um modelo composto de gerenciamento de redes composta de cinco áreas 
funcionais, denominado FCAPS. 
Segundo CARNEIRO, DE LUCENA & SANORO (2007), o modelo FCAPS 
resultou na Norma ISO/IEC 10040, tendo como principal objetivo classificar o 
gerenciamento de redes em grandes áreas de atuação: (i) Gerenciamento de Falhas; (ii) 
Gerenciamento de Configuração; (iii) Gerenciamento de Contabilidade; (iv) 
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Gerenciamento de Desempenho; e (v) Gerenciamento de Segurança. Essa divisão 
consiste em facilitar, organizar e agrupar as funções de gerência de redes (FERMAINT, 
1994).  Em 1997, a International Telecommunication Union (ITU-T), comitê 
especializado responsável por propor recomendações e padrões, refinou o modelo FCAPS 
da ISO, integrando-o em sua recomendação ITU-T M.3400. 
Diversas pesquisas de soluções de gerência de redes são encontradas em diversas 
bases acadêmicas, contudo são escassos estudos das funcionalidades dessas soluções com 
alguns padrões abertos de gerenciamento, como o modelo FCAPS (ITU-T M.3400).  
Nas buscas em pesquisas sistemáticas realizadas em bases acadêmicas, como no 
Portal CAPES e Google Scholar, numerosos artigos tratam  e analisam os recursos e 
qualidades de ferramentas de gerenciamento de redes, como Braga (2011), Majewsky 
(2009), Black (2008), Morh (2012), Abdulkadir (2015), Bueno (2014) e Pereira (2009). 
No entanto, a maioria desses trabalhos analisam essas soluções sem compará-las com os 
padrões de gerenciamento internacionalmente reconhecidos, como o modelo FCAPS 
(ITU-T M.3400).  
 Existem diversas soluções abertas de gerenciamento de redes que são viáveis do 
ponto de vista técnico e econômico e que, em termos de recursos, estão no mesmo nível 
de ferramentas proprietárias amplamente utilizadas. Porém é escassa a existência de 
comparações dessas soluções com as diretrizes e recomendações do padrão FCAPS (ITU-
T M.3400) de gerenciamento de redes.  
Diante do cenário apresentado, coloca-se o problema a ser respondido pela 
pesquisa: 
No contexto dos softwares de gerenciamento de redes, quais são os principais 
recursos que ferramentas de gerenciamento de redes apresentam e como essas soluções 
atendem as diretrizes do padrão FCAPS (ITU-T M.3400) de gerenciamento de redes? 
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1.1 Objetivos 
 
1.1.1 Objetivo geral 
Analisar as diretrizes e requisitos do padrão FCAPS (ITU-T M.3400) de 
gerenciamento de redes e compará-las com os recursos disponíveis das ferramentas de 
gerenciamento de redes opensource.  
1.1.2 Objetivos específicos 
 
a) Descrever e apresentar o padrão FCAPS (ITU-T M.3400) de gerenciamento de 
redes e seus requisitos de gerenciamento OSI; 
b) Levantar as principais soluções abertas de gerenciamento de redes; 
c) Analisar os principais recursos oferecidos pelas soluções abertas de 
gerenciamento de redes; 
d) Comparar as soluções abertas de gerenciamento de redes com o padrão FCAPS 
(ITU-T M.3400) de gerenciamento de redes, visando analisar como elas atendem 
as diretrizes desses padrões. 
 
1.2 Justificativa 
 
A alta demanda de organizações de pequeno, médio e grande porte por soluções 
para monitorar e gerenciar seus dispositivos de rede conflita com a falta de estudos que 
comparem as soluções existentes com modelos formais de gerência de redes. Portanto, 
esta pesquisa se justifica pela ausência de trabalhos acadêmicos que comparem soluções 
abertas de gerenciamento de redes com um padrão reconhecido internacionalmente.  
Além disso, são grandes os desafios na escolha de ferramentas para gerenciar 
todos os elementos computacionais envolvidos em redes de comunicação de dados, 
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desafios estes que permeiam desde a fase de especificação de requisitos e parâmetros para 
gerência.  
A decisão de abordar na pesquisa ferramentas de código aberto justifica-se pelo 
fato das questões relacionadas à viabilidade econômica. O investimento em softwares de 
gerenciamento de redes proprietários tem se tornado uma tarefa bastante onerosa para 
empresas, visto do alto investimento financeiro a ser feito na aquisição, implantação e 
manutenção do software contratado. Conforme o relato de Saleh (2004) em sua tese, uma 
das vantagens concretas na utilização de ferramentas de código aberto é caracterizada 
pela redução de custos. 
A existência de diversas ferramentas de código aberto (open source) para 
monitoração de redes disponíveis é outro fator sustentador desse trabalho, podendo 
substituir com qualidade as soluções proprietárias. Porém são ausentes estudos 
acadêmicos que confrontam os recursos dessas ferramentas com os requisitos e diretrizes 
abordados no padrão de gerenciamento FCAPS. 
A figura 1 mostra de forma resumida as justificativas para esta pesquisa.  
 
1.3 Aderência da pesquisa ao objeto de pesquisa do programa 
 
O Programa de Mestrado Profissional em Sistemas de Informação e Gestão do 
Conhecimento da Universidade FUMEC pretende articular e aplicar conhecimento 
profissional para a produção de pesquisa criativa, de ponta e formação de profissionais e 
gestores com curiosidade científica, capacidade crítica e habilidades metodológicas.  
Esta dissertação está vinculada à linha de pesquisa de Tecnologias e Sistemas de 
Informação, percorrendo a trilha de pesquisa de engenharia de processos e sistemas. Esta 
escolha se deve por empregar aportes teóricos dos campos da ciência da computação, para 
construção de investigações interdisciplinares de caráter aplicado em redes de 
computadores.  
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2 FUNDAMENTAÇÃO TEÓRICA 
 
O presente trabalho apresenta sua fundamentação teórica, dividindo-a em quatro 
seções. Primeiro, serão apresentados os principais conceitos adotados no gerenciamento 
de redes, abordando e aprofundando nos aspectos relacionados aos conceitos 
introdutórios e sustentadores para a pesquisa. A seguir, será abordado o padrão FCAPS 
(ITU-T M.3400) de gerenciamento de redes, citando e explicando as áreas funcionais de 
gerenciamento proposto, para organizar e reduzir a complexidade do gerenciamento de 
redes. Na terceira seção, voltada para a discussão das funções de gerenciamento de redes, 
serão expostos os requisitos e as funções necessários para atender as áreas funcionais de 
gerenciamento de redes. Por fim, abordaremos os principais protocolos de gerenciamento 
de redes.  
A divisão em quatro seções tem como objetivo discutir os principais temas 
relacionados à área de gerência de redes de computadores, sustentando assim o projeto 
de pesquisa proposto. 
 
2.1 Gerência de redes 
 
Antes de discutirmos os conceitos e abordagens relacionados à gerência de redes, 
é necessário discutir os desafios trazidas pela mesma.  
Segundo Oliveira (2007), os sinais e sintomas de problemas em redes nem sempre 
indicam claramente um diagnóstico preciso, e são típicas as situações onde o 
conhecimento especialista de um profissional e softwares especialistas são determinantes 
na solução de problemas. Identificar e solucionar questões envolvidas a rede de 
computadores é uma tarefa que necessita de métodos e procedimentos no qual o tema 
gerência de redes auxilia nesses quesitos. 
O termo gerência de redes é, por natureza, uma expressão variante do ponto de 
vista que se deseja enquadrar, além de diversas definições sobre o tema. De acordo com 
Sauve, Lopes & Nicolletti (2003), o gerenciamento de redes tem como objetivo 
“monitorar e controlar os elementos da rede, assegurando certo nível de qualidade de 
serviço”. Em um conceito mais abrangente, gerência de redes é o emprego de uma 
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variedade de ferramentas, aplicações e dispositivos para auxiliar administradores no 
monitoramento e manutenção de redes (GOUPTA, 2006).  
Pras (1995) compila o significado de gerência de redes como o ato de inicializar, 
monitorar e modificar as funções primárias de operação de uma rede. Funções primárias 
de operação de redes são as que estão diretamente apoiadas nos requisitos dos usuários. 
 Um sistema de gerenciamento de rede é composto por ferramentas para o 
monitoramento e controle da rede (TEIXEIRA, 1999). Um sistema de gerência de rede 
pode ser definido como uma coleção de ferramentas integradas para a monitoração e 
controle da rede.  Stallings (1999) acrescenta dizendo que este sistema oferece uma 
interface única, com informações sobre a rede e pode oferecer também um conjunto 
poderoso e amigável de comandos que são usados para executar quase todas as tarefas da 
gerência da rede.  
 Segundo Kurose (2006), gerenciar uma rede se dá pelos aspectos humanos e 
tecnológicos, pela disponibilização, integração e coordenação de elementos de hardware, 
software e humanos. A integração desses elementos visam monitorar, testar, consultar, 
analisar, avaliar e controlar os elementos computacionais de uma determinada rede, 
satisfazendo às exigências operacionais, de desempenho e de qualidade de serviço em 
tempo real a um custo razoável. 
 Com as afirmações de Kurose (2006) e Stallings (1999) podemos considerar que 
a gerência de redes perpassa pelos aspectos humanos, tecnológicos e processuais para 
efetivo monitoramento, teste e análise dos elementos computacionais gerenciados. 
Para essa dissertação, o termo gerência de redes é definido como conjunto de 
técnicas com objetivo de monitorar, controlar, planejar e organizar os recursos de um 
ambiente computacional através de ferramentas integradas, visando grau adequado de 
qualidade aos serviços suportados. 
 Devido ao crescimento e competitividade organizacional, empresas buscam 
insistentemente a redução de custos, eficiência operacional, maior lucratividade, 
racionalização de operações (COMER, 2007). A importância do gerenciamento de redes 
em um mercado cada vez mais conectado é requisito básico para que organizações 
busquem diferencial competitivo e sustentador de seus negócios. Atualmente, a ausência 
do monitoramento e gerenciamento de redes em ambientes computacionais significam 
prejuízos tangíveis e intangíveis a essas organizações. 
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 Diante do exposto pelos autores, a escolha e prospecção de soluções e/ou 
ferramentas de gerenciamento de redes é fundamental para que organizações tenham 
controle e acompanhamento de seus ativos computacionais. É de fundamental 
importância a escolha adequada de soluções de gerenciamento de redes baseados em 
padrões internacionalmente conhecidos. O gerenciamento   de   rede   é   o   procedimento   
que   consiste   em   controlar   todos   os componentes de hardware e software da rede 
através de soluções apropriadas para monitoramento de redes. (RIGNEY, 1996).  
 À medida que redes de computadores crescem do ponto de vista de quantidades 
de elementos em redes e complexidade de configuração, é necessário ferramentas de redes 
para adequada gerência e supervisão da mesma. A adoção de soluções comerciais de 
gerenciamento de redes fornece recursos e facilidades a custo e suporte geralmente 
elevado. Em contraste a esse cenário, soluções opensource trazem recursos interessantes 
e avançados a custo nulo de aquisição, segundo Issariyapat (2012).  
A escolha assertiva e adoção do ferramental necessário é requisito para que se 
obtenha nível de gerenciamento de rede compatível com os elementos de rede que. Sendo 
assim, a adoção em soluções de gerenciamento pode ser justificado pelos seguintes fatores 
(TERPLAN, 1992): 
 
a) Os recursos computacionais da rede são extremamente vitais para a maioria das 
organizações, então os mesmos devem ser monitorados para que o custo e 
satisfação do cliente estejam alinhados. Sem um controle efetivo, estes recursos 
não trarão de volta o investimento despendido. 
 
b) Os softwares de gerenciamento devem garantir o desempenho, a disponibilidade, 
contabilização e segurança dos recursos gerenciados. Portanto, a fim de prover 
melhor qualidade do serviço de rede, a adoção de soluções de gerenciamento 
torna-se a principal regra para garantia dos itens mencionados. 
 
c) Os gestores devem ter controle do crescimento da rede, no qual se obtém através 
de boas soluções de gerenciamento.  
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d) O crescimento dos recursos computacionais de uma rede deve ser controlado 
assim como os recursos que estes componentes necessitam, objetivando maior 
controle da complexidade da rede. 
 
 Além das justificativas supracitadas, o gerenciamento de redes possui diversos 
requisitos para melhor acompanhar e diagnosticar problemas em infraestruturas. São 
funções básicas do gerenciamento de redes (STALLINGS, 2009): 
 
a) Monitorar a disponibilidade e o tempo de respostas dos recursos gerenciados; 
b) Aumentar a automação dos dispositivos; 
c) Fornecer segurança à infraestrutura gerenciada; 
d) Prover de recursos de restauração em redes quando necessário; 
e) Rápida detecção e correção de problemas de redes; 
f) Monitoramento de redes antevendo incidentes; 
g) Fornecer histórico de monitoramento e gerência para possibilitar análise. 
 
2.1.2 Arquitetura da gerência de redes  
 
 Alguns protocolos de gerência de redes possuem suas próprias características e 
particularidades específicas de funcionamento, porém Monteiro (2010) relata a 
necessidade de padronização de um modelo e arquitetura de gerenciamento de redes. Essa 
arquitetura considera alguns elementos básicos, denominados agente, gerente, bases de 
informações de gerência e dispositivos gerenciados, como pode ser visualizado na figura 
abaixo e nos itens a seguir: 
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Figura 1- Arquitetura básica de gerência de redes 
 
 
Fonte: Comer, (2007) 
 
 Segundo Feit (1995), esse modelo foi proposto pela recomendação X.701 
(OSI/IS 10040), que compreende seis entidades principais que são descritas a seguir. 
 
Dispositivos gerenciados 
 
 Conforme Cisco (2016), dispositivos gerenciáveis são qualquer elemento em uma 
rede de computadores passíveis de serem monitorados e/ou gerenciados, disponibilizando 
informações úteis ao seu funcionamento.  
 Em outra abordagem, Stallings (2009) considera dispositivos gerenciados por 
todo dispositivo que possui um software agente instalado para coletar, armazenar e enviar 
dados de gerenciamento para análise do gerente. 
 Já Abdulkadir (2015) e Cisco (2016) citam os possíveis dispositivos gerenciados, 
como computadores pessoais, impressoras, switches, roteadores ou qualquer outro 
dispositivo que faça parte de uma rede de computadores.   
 
Agente 
 
 O Agente é um aplicativo capaz de enviar e obter informações de gerenciamento 
aos elementos gerenciados, no caso os agentes da rede. Segundo Souza (2015), sua 
finalidade é coletar as informações obtidas dos agentes monitorados, tratá-las e analisá-
las através de uma ferramenta para que seja possível uma tomada de decisão por parte do 
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gerente. Monteiro (2010) enriquece o discurso de Souza (2015) conceituando o agente 
por ser o responsável por manipular os objetos gerenciáveis dos dispositivos, onde caso 
haja alguma anomalia ou alerta, o mesmo o informa para o gerente.  
 As principais funções de um agente são, conforme Dias (2002): 
a) Atender os pedidos enviados pelos gerentes; 
b) Coletar informações dos dispositivos gerenciados; 
c) Estabelecer comunicação com o gerente para envio das informações para análise. 
  
  
Gerente 
 
 Em uma arquitetura de gerência de redes é necessário um componente 
denominado gerente, para controlar e monitorar os agentes instalados nos equipamentos 
de rede que se deseja gerenciar. O gerente processa as informações enviadas pelos agentes 
e as analisam, servindo como interface aos administradores de redes para tomada de 
decisão RNP (2009). 
 Black (2008) ressalta que o termo gerente também é utilizado para indicar a 
pessoa responsável pelo gerenciamento de redes. Para evitar problemas interpretativos, 
Abdulkadir (2015) define o gerente como um software programado por receber alertas 
dos agentes e tomar ações pré-definidas conforme o mesmo foi configurado. Já Monteiro 
(2010) aborda o gerente como controlador de vários agentes, sendo o principal 
orquestrador das atividades relacionadas ao gerenciamento de redes.  
Baseado nos relatos dos autores acima, podemos afirmar que gerente é o termo 
estabelecido na gerência de redes que atua como controlador e orquestrador das questões 
relacionadas ao gerenciamento de uma rede. Dias (2002) enriquece nosso discurso 
atribuindo as seguintes responsabilidades que o gerente possui: 
a) Receber os dados de gerência enviados pelo agente; 
b) Análise e tomada de decisões dos dados enviados; 
c) Gerar alertas dos dados enviados pelos agentes que monitoram os dispositivos; 
d) Disparar e propor correções de problemas detectados na supervisão; 
e) Relatórios de monitoramento e gerenciamento dos dispositivos gerenciados. 
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Base de Informações de gerenciamento 
 
 Todos os objetos que podem ser gerenciados em uma rede são organizados em 
conjunto de dados que são definidos em uma estrutura de dados padrão. Segundo 
Monteiro (2010), essa estrutura denomina-se base de informações de gerência, 
denominada Management Information Base (MIB). 
 A MIB caracteriza-se pelo conjunto organizado e estruturado dos objetos que 
podem ser gerenciados, procurando fornecer todas as informações adequadas para a 
gerência de redes (DIAS, 2002).  
 
 
 
 
 
 
 
 De acordo com as definições citadas, podemos concluir que são fundamentais para 
o gerenciamento de redes, especialmente nos dispositivos gerenciados, pois todas as 
informações de gerenciamento que podem ser coletadas pelo gerente estão armazenada 
na MIB. 
 
Funções básicas de comunicação em gerência de redes 
 
 Para que agentes e gerentes se comuniquem, Monteiro (2010) aborda como 
funções primitivas de gerência como funções que são utilizadas pelos agentes e gerentes 
para estabelecimento de comunicação entre ambos. Schmitt (1993) vai além dos conceitos 
Monteiro (2010) ao listar as primitivas básicas para implantação de protocolos e sistemas 
de gerência de rede: 
 
a) Função GET: Diz respeito quando deseja-se recuperar determinada informação de 
gerência; 
b) Função SET: É usada para modificar informações de gerência; 
As informações coletadas pela máquina gerente estão armazenadas nas 
próprias máquinas da rede, em uma base de dados conhecidas como 
Management Information Base (MIB) [...] Nesta base de dados estão 
gravadas todas as informações necessárias para o gerenciamento deste 
dispositivo, através de variáveis que são requeridas pela estação gerente. 
(BLACK 2008,  p. 15). 
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c) Função DELETE: Remove um item de um objeto gerenciável; 
d) Função CREATE: Cria um novo item em um objeto gerenciável. 
 
Etapas da gerência de redes 
 
 Para melhor organização e divisão da gerência de redes, Comer (2007) propõe 
dividir a gerência de redes em 03 grandes etapas, que são demonstradas a seguir: 
 
Figura 2. Etapas do gerenciamento de redes 
 
Fonte: Elaborado pelo autor a partir da proposta de Comer (2003) 
 
a) Coleta de dados: Agentes coletam as informações dos dispositivos gerenciados e 
enviam ao gerente para armazenamento e tratamento das informações recebidas; 
b) Diagnóstico: O gerente ao receber as informações do agente inicia a análise dos 
dados recebidos, categorizando-os baseados em parâmetros pré-definidos no 
gerente. A categorização pode ser um problema, incidente, alerta de atenção ou 
outras categorias que podem ser previamente cadastradas; 
c) Ação: Início da tomada de decisões do gerente sobre o diagnóstico realizado dos 
dados que recebeu do agente em um dispositivo gerenciado. 
 
 Em uma abordagem mais aprofundada, Assunção, Westphall & Koch (2003) 
extrapola as três etapas propostas definidas por Comer (2007), adicionando dois itens 
intermediários entre a etapa de diagnóstico e ação. Essa nova abordagem cria a etapa de 
apresentação da informação e os relatórios de gerenciamento. A apresentação da 
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informação diz respeito ao estado do objeto gerenciado. Já os relatórios de gerenciamento 
é a confecção de relatórios da disposição e estado dos objetos gerenciados em uma 
determinada rede. A figura 3 abaixo demonstra o fluxo das etapas dessa nova abordagem: 
 
 
Figura 3 - Fluxo das etapas do gerenciamento de redes 
 
Fonte: Assunção, Westphall & Koch (2003) 
 
2.2 Padrão FCAPS de gerência de redes 
 
 O crescimento das comunicações digitais e de seus diversos serviços tecnológicos 
desencadeou esforços para disciplinar a área de gerência de redes. Diante do exposto, a 
Open System Interconection (OSI) apresentou relevante contribuição para a área de 
gerência de redes, através dos documentos estabelecidos da ISO/IEC e ITU-T, conforme 
descrito na tabela 1:  
 
Tabela 1 - Referências dos padrões de gerenciamento 
Documento ISO/IEC ITU-T PUBLICAÇÃO 
OSI Management Framework 7498/4 X.700 1989 
OSI Systems management Overview 10040 X.701 1992 
Fonte: Pras (1995) 
 
 Os dois padrões referenciados na tabela são o ponto de partida para estabelecer 
mecanismos adequados para o gerenciamento de redes. Em 1989 foi definido o OSI 
Management Framework, delineando, organizando e definindo as áreas funcionais e as 
necessidades de gerenciamento. Devido a esse padrão ter um nível de abstração alto, 
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faltam requisitos de no que diz respeito as funções necessárias para gerenciar uma rede. 
Diante dessa lacuna, em 1992 foi definido o padrão OSI Systems Management Overview, 
objetivando eliminar esses do padrão anterior, onde estabelece um framework de padrões 
e funções específicas para gerenciamento de redes, melhor explorada nessa dissertação 
na seção 2.3. Segundo Pras (1995), juntos esses documentos fornecem um modelo básico 
e conciso para gerenciamento de redes. 
Segundo Monteiro (2010), essa contribuição estrutura a área de gerência de redes 
em cinco áreas funcionais. Para Clemm (2006), essa divisão objetiva a divisão para 
organizar e auxiliar a gerência dos dispositivos gerenciáveis.  Pereira (2009) enriquece a 
discussão de Monteiro (2010) e Clemm (2006), expondo que essa estruturação é funcional 
e não descreve assuntos relacionados com o negócio. Ainda enumera e descreve as cinco 
áreas funcionais, que são: Gerência de Falhas, Gerência de Configuração, Gerência de 
Desempenho, Gerência de Contabilização e Gerência de Segurança. Esse modelo é 
amplamente reconhecido como padrão FCAPS (Fault, Configuration, Accounting, 
Performance, Security). A figura 4 ilustra as áreas funcionais do modelo FCAPS: 
 
Figura 4- Modelo FCAPS (ITU-T M.3400) 
 
 Fonte: Elaborado pelo autor 
 
 Cada uma das cinco áreas funcionais do modelo FCAPS é discutida nos tópicos 
a seguir. 
 
2.2.1 Gerência de Falhas 
 
 O gerenciamento de falhas consiste na detecção, isolamento, correção e testes na 
identificação de possíveis falhas em dispositivos computacionais integrantes em uma rede 
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de computadores. Kurose & Ross (2006) conceituam a gerência de falhas como o 
tratamento imediato das falhas de uma rede. Cisco, (2016) aprofunda o conceito onde 
detalha a gerência de falhas no monitoramento de redes para garantir que os objetos 
gerenciáveis estejam operando em condições normais e satisfatória. Stallings (1999) diz 
ser fundamental diferenciar uma falha de um erro para compreendermos as funções 
principais da gerência de falhas. 
 
 
 
  
    
 
 
 A gerência de falhas consiste em três processos básicos. Segundo Itu-t Rec. x.700 
(1992), esses processos englobam a detecção da falha, o isolamento da falha e a correção 
da falha. Para sustentar esses processos, o gerenciamento de falhas inclui algumas 
funções, dentre as principais estão: 
a) Rastrear e identificar falhas, isolando-a do restante da rede; 
b) Realizar testes de diagnósticos; 
c) Correção de falhas; 
d) Reconhecer e aceitar as notificações de falhas; 
e) Analisar e manter registro de logs. 
 
Leite, (2004) concorda com Monteiro (2010) ao dizer que existem problemas no 
monitoramento de falhas, principalmente se tratando de ambientes complexos. Esses 
problemas são oriundos da observação e isolamento da falha. Monteiro (2010) traz à tona 
importância do administrador de redes para evitar ou minimizar esses problemas. 
 
 
 
 
O cerne da definição de gerencia de falhas é o fundamental conceito de 
uma falha. [...] Uma falha é uma condição anormal que requer atenção 
(ou ação) gerencial, enquanto um erro é um evento isolado. [...] Uma 
falha e geralmente indicada por imperfeiçoes para operar corretamente 
ou por erros excessivos. (STALLINGS 1999, p. 4). 
 
Na gerencia de falhas, o administrador deve ser capaz de identificar e 
isolar o(s) elemento(s) sob condição de falha, além de reconfigurar a 
rede para que essa funcione enquanto os elementos atingidos são, o 
mais rapidamente possível, reparados. (MONTEIRO 2010, p. 38). 
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O monitoramento realizado pelo administrador de rede, usando boas soluções de 
gerenciamento é fundamental para evitar os problemas relatados. Segundo Pereira (2010), 
o monitoramento é a base da gerência de falhas. Sinteticamente, o monitoramento de 
falhas envolve a análise e a produção de informações referente à disponibilidade dos 
objetos que são gerenciados, no contexto de falhas.  
 
2.2.2 Gerência de Configuração 
 
 A gerência de configuração possui características de inventário, configuração e 
provisionamento de elementos computacionais em uma rede. A gerência de configuração 
tem como principal função o completo cadastro dos equipamentos pertencentes de uma 
rede (ITU-T, 1992). Faz parte do processo o monitoramento e controle desses 
dispositivos, onde caso ocorra mudanças em suas configurações, deve ser identificado 
pelo processo. O processo de gerência de configuração possui as seguintes funções: 
a) Coletar informações dos dispositivos gerenciados e armazená-los para consultas 
futuras; 
b) Proceder alterações nos dispositivos gerenciados, quando necessário; 
c) Provisionar novos dispositivos em rede; 
d) Atualização dos dispositivos da rede; 
e) Descobrir novos dispositivos em rede (discovery); 
f) Backup e restore das configurações dos dispositivos. 
 
 A gerência de configuração é dividida em três grandes áreas, segundo Stallings 
(1999), que são: 
a) Inventário: Caracteriza pelo agrupamento dos dispositivos integrantes de uma 
rede e suas configurações e disposições.  
b) Configuração: Diz respeito à topologia da rede, indicando as ligações lógicas e 
físicas dos dispositivos. 
c) Provisionamento: Implantação ou manutenção de um dispositivo em uma rede. 
Após instalado ou adaptado, o mesmo deverá ser incluído no inventário e 
configuração do processo de gestão da configuração. 
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Para Simões, (2010), é necessário o uso de soluções de gerenciamento que 
consigam constantemente coletar as configurações dos dispositivos gerenciados, e manter 
as configurações dos mesmos sempre atualizada. Monteiro (2010) eleva a necessidade de 
gerenciamento exposta por Simões (2010) dizendo que a gerência de configuração 
preocupa-se também com a manutenção e organização da configuração ideal de cada 
elemento gerenciado, para um perfeito relacionamento entre eles. 
 
2.2.3 Gerência de contabilização 
 
A gestão de contabilização engloba maneiras a tarifar custos em decorrência da 
utilização dos objetos gerenciados (ITU-T, 1992). A principal função desse processo é 
contabilizar os recursos na rede, fornecendo ideia do que realmente está sendo usado e 
quantificar esse uso em valores monetários. As principais funções desse processo são: 
a) Quantificar o uso dos recursos em rede; 
b) Informar aos usuários os custos dos recursos consumidos; 
c) Detectar abusos no uso dos recursos. 
 
A gerência de contabilização exerce papeis importantes no gerenciamento de 
redes. Para Monteiro (2010), no gerenciamento de contabilização os relatórios 
confeccionados servem para auxiliar no crescimento da rede. Já Simoes (2010) acrescenta 
a narrativa de Monteiro (2010) ao dizer que, além das suas principais funções, a gerência 
de contabilização deve suportar processos de auditorias, fornecendo informações cabíveis 
à gerência caso necessário. 
 
2.2.4 Gerenciamento de desempenho 
 
O gerenciamento de desempenho aborda as questões relacionadas à guarda e 
medição de carga da rede e todos seus sistemas suportados, em condições naturais e 
superficiais (ITU-T, 1992). Complementando, Cisco (2009) diz que o processo da gestão 
de desempenho deve também armazenar as informações de desempenho para futuras 
consultas, a fim de proporcionar informações para atividades relacionadas ao 
planejamento de capacidade. Para isso, é fundamental que esse processo tenha acesso a 
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todos recursos da rede para coleta e armazenamento de informações de desempenho, com 
mínimo impacto na coleta e armazenamento dos dados.  
 Gerenciamento de performance possui as seguintes funções (ITU-T, 1992): 
a) Coletar informações estatísticas do uso de recursos dos dispositivos; 
b) Manter e analisar logs relacionados ao desempenho dos dispositivos; 
c) Alterar o modo de operação do sistema para minimizar o uso de recursos dos 
dispositivos; 
d) Armazenar dados históricos do uso dos recursos dos dispositivos. 
 
Para Simoes (2010), é importante o monitoramento do desempenho da rede para 
que seu desempenho não interfira negativamente na qualidade de serviço que foi acordado 
com seus clientes.  Monteiro (2010) concorda com Simoes, (2010) expondo que o 
monitoramento e o controle são atividades da gerência de desempenho, para que se tome 
ações no sentido de adequar as configurações e a capacidade da rede aos parâmetros 
necessários, não infringindo assim nos Service Level Agreements (SLA) firmados. 
 
2.2.5 Gerenciamento de segurança 
 
 O gerenciamento de segurança trata das questões relacionadas a apoiar a 
segurança de redes da empresa, por meios de funções que inclui (ITU-T, 1992): 
a) Controlar e monitorar os acessos a informações que trafegam na rede; 
b) Monitorar o uso dos recursos da rede; 
c) Proteger os acessos às informações da rede; 
d) Reportar eventos relevantes de segurança de redes. 
 
 Segundo (ITU-T, 1992), a recomendação x.700 fornece descrições das funções 
abordadas no gerenciamento de segurança, abordando o processo de segurança OSI de 
forma mais global. Diante disso, a preocupação com a integridade, autenticidade, 
disponibilidade e confidencialidade das informações e dos recursos de uma rede são 
expostos por Monteiro (2010), onde discursa que a gerência de segurança deve preocupar 
com esses fatores.  
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2.3 Systems Management Functions 
 
 A ISO e a ITU em 1992 definiram o padrão OSI Systems Management Overview 
ITU-T, 1992). Segundo Pras (1995), o propósito desse padrão é definir requisitos 
funcionais para cada uma das cinco áreas definidas. As funções elementares, que são 
definidos em um nível de abstração muito menor do que as áreas funcionais originais, são 
chamados Systems Management Functions (SMF). Há concordância conceitual de Pereira 
(2003) e Pras (1995) ao dizerem que os SMFs podem ser utilizados como blocos para a 
construção de soluções de gerenciamento.  
 Na tabela 2 apresentamos os padrões de SMF definidos pela ITU e ISO:  
 
 
Tabela 2 - Padrões de SMF 
Título ISO/IEC ITU-T 
Object Management Function 10164-1 X.730 
State Management Function 10164-2 X.731 
Attributes for representing Relationships 10164-3 X.732 
Alarm Reporting Function 10164-4 X.733 
Event Report Management Function 10164-5 X.734 
Log Control Function 10164-6 X.735 
Security Alarm Reporting Function 10164-7 X.736 
Security Audit Trail Function 10164-8 X.740 
Objects and Attributes for Access Control 10164-9 X.741 
Accounting Meter Function 10164-10 X.742 
Workload Monitoring Function 10164-11 X.739 
Test Management Function 10164-12 X.745 
Measurement Summarization Function 10164-13 X.738 
Confidence and Diagnostic Test Classes 10164-14 X.737 
Scheduling Function 10164-15 X.746 
Management Knowledge Management Function 10164-16 X.750 
Time Management Function -- X.743 
Software Management Function -- X.744 
General Relationship Model -- X.747 
Response Time Monitoring Function -- X.748 
Management Domain Management Function -- X.749 
Changeover Function -- X.751 
Enhanced Event Control Function -- X.752 
Fonte: Pras (1995) 
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2.4 Protocolos de gerência de redes 
 
Atualmente existem diversos protocolos para gerenciamento de redes. Muitas 
abordagens têm sido propostas tanto no que se refere a gerenciamento de protocolos de 
alto nível (GASPARY, 2001).  
Os protocolos de gerência de redes são primordiais para coleta de dados de 
gerenciamento de redes, uma vez que a comunicação nas redes só é possível devido ao 
uso de protocolos de comunicação padronizados e estáveis (OLIVEIRA, 2007). Para esse 
dissertação, abordaremos a seguir os principais protocolos de gerência de redes utilizados 
pelas ferramentas que a pesquisa adotará. 
 
2.4.1 SNMP (Simple Network Management Protocol) 
 
O Simple Network Management Protocol (SNMP) é o principal protocolo de 
gerência de redes (STALLINGS, 1999). Segundo Silva, Medeiros & Martins (2015), o 
SNMP é definido pela IETF (The Internet Engineering Task Force), essa sendo 
responsável pelos padrões de protocolos que controla o tráfego de internet. O documento 
que especifica e indica normas para uso dos diversos protocolos é chamado de Requests 
for Comments (RFC). O SNMP foi definido por Case, Fedor & Schoffstall (1990) e é 
referenciado na RFC 1157. 
Trata-se de um protocolo da camada de aplicação responsável por coletar 
informações de equipamentos de rede para monitoramento e gerenciamento 
(STALLINGS, 1999). Como mencionado, os dados são obtidos pelo protocolo SNMP 
através de requisições de um gerente a um ou mais agentes utilizando os serviços do 
protocolo de transporte User Datagram Protocol (UDP), para enviar e receber suas 
mensagens através da rede. O gerenciamento da rede através do SNMP permite o 
acompanhamento simples e fácil do estado, em tempo real, da rede, podendo ser utilizado 
para gerenciar diferentes tipos de sistemas.  
Silva, Medeiros & Martins (2015) estabelece o que o SNMP necessita de duas 
entidades fundamentais: o gerente o agente. Stallings (1999) contribui com o discurso 
dizendo que, no SNMP, cada máquina gerenciada é vista como um conjunto de variáveis 
que representam informações referentes ao seu estado atual, estas informações ficam 
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disponíveis ao gerente através de consulta e podem ser alteradas por ele. Silva, Medeiros 
& Martins (2015) dizem que cada máquina gerenciada pelo SNMP deve possuir um 
agente e uma base de informações MIB (Management Information Base) dos objetos que 
podem ser gerenciados em um determinado dispositivo.  
 
 
 
 
 
 
 
 
 
2.4.2 WMI (Windows Management Instrumentation) 
 
 O Windows Management Instrumentation (WMI) visa a instrumentação de 
gerenciamento de dispositivos que utilizam o sistema operacional Windows (BUENO, 
2014). Consiste em um protocolo proprietário da Microsoft destinado ao gerenciamento 
de hosts com o sistema operacional Windows. Martinsson (2011) diz que o objetivo do 
WMI é basicamente estabelecer padrões para acessar e compartilhar informações de 
gerenciamento.  
 Sierra (2013) relata três componentes principais do WMI: o Common Information 
Model (CIM), que mantem a base de informações gerenciáveis assim como a MIB do 
SNMP. O outro componente é o CIM-XML, que estabelece o método de codificação das 
informações. Por fim temos o Hypertext Transfer Protocol (HTTP), para o transporte e 
acesso das informações.  
 Bueno (2014) reforça os dizeres de Sierra (2013) descrevendo que o WMI que é 
uma implementação proprietária da Microsoft para monitoramento de dispositivos, sendo 
bastante similar ao SNMP. Podemos concluir que por meio do WMI é possível obter 
várias informações a respeito de todo o hardware e software do sistema em equipamentos 
de redes rodando o sistema operacional Windows. 
 
2.4.3 RMON (Remote Monitoring) 
 
A Management Information Base (MIB) pode ser pensada como um 
banco de dados de objetos gerenciados que o agente rastreia. Qualquer 
tipo de status ou informação estatística que pode ser acessado pelo 
gerente é definida em uma MIB. (MAURO; SCHMIDT, 2005) 
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Em grandes redes de dados onde existem diversos dispositivos gerenciados, é 
necessário um protocolo de monitoramento específico para lidar com quantitativo enorme 
de dados de gerência (STALLINGS, 1999). Nesse contexto é que entra o Remote 
Networking (RMON). 
 
 
 
 
Segundo Cisco (2016), a tecnologia de RMON consiste na presença de um 
monitor instalado na rede que se deseja estudar, coletando informações e, eventualmente, 
enviando notificações sobre a ocorrência de eventos.  
 Esse monitor é denominado probe. Uma probe pode ser tanto um dispositivo 
dedicado à captura de dados e à sua análise, como também pode estar implementado nos 
próprios dispositivos da rede. Deri & Suin (2000) concordam com Stallings (1999) ao 
afirmarem que o RMON utiliza o protocolo SNMP para coleta de dados do agente para o 
gerente. 
 
2.4.4 IPMI (Intelligent Plataform Management Interface) 
 
 O termo Intelligent Platform Management (IPMI) foi descrito por Intel, Hewlett-
Packard, Nec & Dell (2004) como o monitoramento de recursos que são aplicados 
diretamente no hardware de um servidor. A principal característica da Intelligent Platform 
Management é que as funções de controle de inventário, monitoramento, registro e 
recuperação estão disponíveis independente dos principais processadores, BIOS e sistema 
operacional.  
Rajachandrasekar, Besseron & Panda (2012) define o IPMI como o conjunto de 
interfaces de um sistema computacional que pode ser usado para monitoramento da saúde 
computacional de um determinado dispositivo.  Leangsuksun (2006) e Rajachandrasekar, 
Besseron E Panda (2012) concordam ao dizer que o IPMI possui um controlador central 
chamado Baseboard Management Controller (BMC). Ainda relatam que o IPMI pode 
monitorar a saúde de um sistema computacional através de dois métodos, o primeiro 
através da coleta local dos dados de monitoramento e o outro por coleta remota. 
RMON agents are basically used uniquely by network managers 
in large institutions. (DERI e SUIN 2000, p. 138). 
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3 TRABALHOS RELACIONADOS 
 
 Esta pesquisa apresenta um estudo na temática gerência de redes, enfatizando a 
aderência de duas ferramentas de monitoramento de redes com um dos mais conceituados 
e reconhecidos padrões de gerenciamento, o FCAPS (ITU-T M.3400). Assim torna-se 
relevante a discussão de trabalhos científicos desenvolvidos na área de gerência de redes, 
que permeiam este estudo. Para isso, foram realizadas pesquisas com objetivo de localizar 
referências a trabalhos semelhantes a este.  
 Em seus trabalhos, Braga (2011) e Majewski (2009) propõem o estudo 
comparativo entre as ferramentas Nagios, Cacti e Zabbix, com objetivo também, de 
apontar funcionalidades, pontos positivos e negativos, sem a intenção de apontar qual 
delas é a melhor ferramenta. 
 Outra pesquisa sobre ferramentas opensource de monitoramento de redes é 
apresentada por Black (2008), que amplia o quantitativo de ferramentas de 
monitoramento a serem comparadas e analisadas. Nesse trabalho é proposta a análise de 
nove ferramentas de gerenciamento de redes, desde soluções opensource até ferramentas 
enterprise. Não foi objetivo do autor selecionar a melhor ferramenta de gerenciamento, 
como foi feito por Braga (2011) e Majewski (2009), mas apontar particularidades 
específicas de cada uma no intuito de incentivar o uso das mesmas na área de gerência de 
redes. 
 Proposta semelhante foi realizada por Morh (2012) que avalia e compara três 
ferramentas de monitoração de redes: Zabbix, Nagios e Zenoss. O autor estabeleceu uma 
análise sob o ponto das funcionalidades de cada ferramenta, indicando qual ferramenta se 
sobressai em cada critério observado na pesquisa do autor. 
 Em comum, entre o presente trabalho e os citados anteriormente nesta seção, está 
a intenção de apoiar e incentivar a utilização de ferramentas opensource de gerenciamento 
e monitoramento de redes. Porém, este trabalho vai além desses estudos comparativos de 
ferramentas de monitoramento. Enfatizaremos nesta pesquisa as características das 
ferramentas a partir das diretrizes estabelecidas no padrão FCAPS para gerenciamento de 
redes, a fim de destacar quais recursos destas ferramentas têm aderência ao padrão 
mencionado.   
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4 METODOLOGIA 
 
O projeto de pesquisa proposto terá cunho qualitativo, utilizando os métodos 
bibliográficos e experimental. Segundo Moresi (2003), pesquisa é um conjunto de ações 
e propostas para encontrar a solução para um problema, que têm por base procedimentos 
racionais e sistemáticos.  De acordo com Marconi e Lakatos (2003, p.201), “metodologia 
de pesquisa é aquela que abrange o maior número de itens, pois responde, a um só tempo, 
às questões: Como? Com quê? Onde? Quanto?”.  
  Em relação ao delineamento da pesquisa, ela tem caráter experimental. Segundo 
Gil (2002), a pesquisa experimental consiste em determinar um objeto de estudo, 
selecionar as variáveis que seriam capazes de influenciá-lo, definir as formas de controle 
e de observação dos efeitos que a variável produz no objeto.  
Sendo assim, serão objetos de estudo e análise duas ferramentas de 
monitoramento de redes: Nagios e Zabbix. Exploraremos suas principais funcionalidades 
e recursos tendo como referência pesquisa bibliográfica relativa as diretrizes do padrão 
FCAPS, a ser analisado e discutido na etapa de pesquisa bibliográfica. Consequentemente 
avaliaremos a aderência dos recursos das ferramentas estudadas em relação as 
recomendações do padrão FCPAS, objetivando delinear qual ferramenta é mais aderente 
ao padrão FCAPS de gerenciamento de redes. . A figura 5 esboça os passos da etapa 
experimental da pesquisa. 
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Figura 5- Passos da etapa experimental da pesquisa 
 
Fonte: Elaborado pelo Autor 
 
4.1 Critérios de escolha das ferramentas de monitoramento 
 
 Nesta pesquisa, adotamos alguns critérios para selecionar as ferramentas de 
monitoramento que serão analisadas e testadas sua aderência aos padrões OSI de 
gerenciamento de redes. As ferramentas foram selecionadas segundo quatro critérios: 
• O primeiro critério adotado se dá pela adoção de ferramentas 
software livre (opensource). Em seu trabalho, Saleh (2004) diz que software livre 
é um software disponibilizado com código fonte, podendo ser livremente usado, 
modificado e redistribuído. Em sua pesquisa, Assunção (2015) acrescenta ao 
relato de Saleh (2014) dizendo que a preferência de ferramentas de código aberto 
pode ser justificada pela possibilidade de auditoria do software por qualquer 
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profissional. Além disso, o fato de obter acesso ao código fonte das ferramentas 
de monitoração nos permite que os resultados dessa pesquisa possam ser 
confrontados com o código das ferramentas. Dependendo dos resultados obtidos, 
poderão ser usados para aprimorarmos as funcionalidades das ferramentas. 
Finalizando, Urlocker (2009) diz que a escolha por soluções abertas de 
gerenciamento e monitoria de rede se dá pelo fato do mercado de softwares 
abertos está em crescimento constante nos últimos anos. 
• O segundo critério é com relação aos demais trabalhos acadêmicos relacionados 
à pesquisa proposta, no que diz respeito à escolha das ferramentas de monitoração. 
Em sua tese, Qadir (2010) analisa ferramentas opensource de monitoramento de 
redes, dizendo que a escolha por essas ferramentas ocorre pelas mesmas poderem 
ser facilmente comparadas com soluções corporativas. O autor ainda cita prêmios 
concebidos por essas ferramentas da Infoworld’s Best of Open Source, na 
categoria monitoramento de servidores. Em sua tese, Black (2008) utilizou o 
critério de escolha das ferramentas baseado na ferramenta de monitoração Multi 
Router Traffic Grapher (MRTG), dizendo que as ferramentas analisadas têm suas 
raízes baseadas no MRTG, porém atualmente são bem mais evoluídas e modernas. 
Esta pesquisa extrapola o escopo de análise dos trabalhos relacionados citados. A 
proposta é analisar as diretrizes e requisitos do padrão FCAPS (ITU-T M.3400) 
de gerenciamento de redes e compará-las com os recursos disponíveis das 
ferramentas de gerenciamento de redes opensource.  
• O terceiro critério estabelecido para escolha das ferramentas de 
monitoração baseia-se no ranking de buscas do buscador google, denominado 
Google Trends. O Google Trends é uma ferramenta de pesquisa na Web que 
investiga o volume de busca no Google. Apresenta gráficos com a frequência em 
que um termo particular é procurado em várias regiões do mundo, e em vários 
idiomas.  Segundo De Moraes (2013), o Google Trends oferece formas para que 
os cientistas superem pelo menos quatro deficiências dos métodos de pesquisa 
tradicionais – 1) incompatibilidade entre o comportamento relatado e o real; 2) 
oportunidade de coleta de dados; 3) encontrar novas populações; 4) coleta de 
múltiplos dados em períodos distintos. 
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Buscamos no Google Trends das ferramentas opensource Nagios, Zabbix, 
Zenoss, Pandora FMS e Zabbix. A figura 5 apresenta o resultado da busca, onde 
podemos perceber que a ferramenta Nagios e Zabbix estão pareadas nas buscas 
por ferramentas de monitoração. 
 
Fonte: https://goo.gl/HrvfgK 
 
Na Figura 5, o eixo (x) horizontal dos gráficos representa tempo (últimos 5 anos), 
e o eixo (y) vertical é com que frequência é procurado um termo. Com isso, a 
ferramenta permite para que a descoberta de tendências seja realizada nas buscas 
por determinados termos, palavras-chave e sazonalidades em determinadas 
regiões ou a nível nacional e mundial (DE MORAES, 2013). 
 
 
Tabela 3 - Interesse de pesquisa do Google Trends 
Ferramenta de Monitoramento Interesse de Pesquisa (média) 
Nagios 55 
Zabbix 56 
Zenoss 8 
OpenNms 6 
Pandora FMS 4 
Fonte: https://goo.gl/HrvfgK 
 
A tabela 3, os dados foram retirados do Googletrends, demonstrando que o 
interesse de busca pelas ferramentas Nagios e Zabbix são superiores a outras 
ferramentas opensource de monitoramento de redes. Baseado nos dados obtidos, 
essa pesquisa se propõe a analisar as duas ferramentas de maior interesse, sendo 
assim o Nagios e o Zabbix. 
Figura 6- Pesquisa no Google Trends por ferramentas de monitoramento 
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• O quarto critério diz respeito às questões relacionadas à viabilidade econômica. O 
investimento em softwares de gerenciamento de redes proprietários tem se 
tornado uma tarefa bastante onerosa para empresas, devido ao alto custo de 
aquisição e implantação dessas ferramentas. Saleh (2004) relata em sua tese que 
uma das vantagens concretas na utilização de ferramentas de código aberto é 
caracterizada pela redução de custos. 
 
4.2 Etapas da pesquisa 
 
 A pesquisa constará das seguintes etapas: 
1. Primeira etapa: A primeira abordará pesquisa bibliográfica que visa descrever e 
apresentar os padrões e diretrizes de gerenciamento OSI. 
2. Segunda etapa: Nessa etapa, levantaremos os principais recursos das soluções 
abertas de gerenciamento de redes.  
3. Terceira etapa: A terceira etapa irá analisar os principais recursos das soluções 
abertas de gerenciamento de redes; Dados as funcionalidades das soluções de 
monitoramento e gerenciamento de redes, iremos compara-las no que diz respeito 
às suas funcionalidades, divididas em 03 grupos principais, sendo: aspectos 
gerais, usabilidade e funcionalidades técnicas. 
4. Quarta etapa: A última etapa, de caráter experimental, visa comparar as soluções 
abertas de gerenciamento de redes com os padrão FCAPS (ITU-T M.3400) de 
gerenciamento de redes, visando analisar como elas atendem as diretrizes desses 
padrões. 
 
4.3 Etapa experimental - Construção do cenário 
 
Esta etapa constará de experimento controlado, utilizando de recursos de 
virtualização para levantar e analisar os principais recursos das soluções abertas de 
gerenciamento de redes, para que posteriormente possamos averiguar a aderência das 
ferramentas no que diz respeito às diretrizes do modelo FCAPS (ITU-T M.3400) de 
gerência de redes.  
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Na construção do cenário usaremos o software de virtualização VirtualBox. 
Younge (2011) analisou diversos softwares de virtualização, onde o VirtualBox foi o 
único dentre os pesquisados que suporta um SO não unix-like como hospedeiro. Em Mello 
(2010), foi avaliado o desempenho de distribuições Linux de 32 e 64 bits como 
hospedeiros de clusters virtualizados com o VirtualBox, concluindo que distribuições de 
32 bits tem melhor desempenho. (Beserra et al. 2012) avalia o desempenho de 
virtualizadores (VMWare Workstation, Virtual PC e VirtualBox) para implementação de 
clusters virtualizados em hospedeiros Windows, concluindo o VirtualBox como uma boa 
solução de virtualização. 
Após a construção do ambiente virtualizado, será instalado as ferramentas de 
gerenciamento de redes opensource em sua última versão, obtida através do site oficial 
da solução.  
 
4.4 Cronograma da pesquisa 
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