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Innovatie, veiligheid en technologie. Partnerschap
als katalysator?
Marleen Easton, Arne Dormaels en Evelien De Pauw
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Inleiding
De definitie van het woord ‘innovatie’ is subtiel ver-
anderd sinds de late jaren zestig. Het is niet langer
genoeg om een nieuw idee te introduceren of om cre-
atief te zijn. Het idee moet in gebruik worden geno-
men en succesvol zijn alvorens er van innovatie ge-
sproken kan worden. Mulgan en Albury (2003, 3)
definiëren innovatie als “new ideas that work” en om
preciezer te zijn: “successful innovation is the creation
and implementation of new processes, products, ser-
vices and methods of delivery which results in signi-
ficant improvements in outcomes efficiency, effective-
ness or quality.” Innovatie verwijst dus naar effec-
tieve, efficiënte en kwaliteitsvolle producten, proces-
sen en dienstverlening. De wijziging van de inhoud
van dit concept weerspiegelt meteen de huidige maat-
schappelijk druk op organisaties over de hele wereld
om succesvol te zijn in het omgaan met maatschappe-
lijke transformaties (Cumming, 1998, 22).
De opkomst van nieuwe technologieën zoals internet,
gps, gsm, drones en sociale media vormen een van de
hedendaagse maatschappelijke transformaties. In een
voorgaand themanummer (nr. 69, maart 2015) van
collegae Sofie De Kimpe, Evelien De Pauw, Gudrun
Vande Walle en Jeffrey Vincent over “Panoptisering
in de veiligheidsketen: een moeilijk evenwicht tussen
technologie en mensenrechten?” werd een beeld ge-
schetst van de recente technologische ontwikkelingen
in de veiligheids- en strafrechtsketen in België. In dat
nummer worden die technologische ontwikkelingen
in hun context belicht met de vraag naar hun werking,
voordelen op het vlak van effectiviteit en mogelijke
negatieve implicaties (o.m. voor mensenrechten).
Met het voorliggende themanummer willen we verder
ingaan op de uitdagingen van de interacties tussen in-
novatie en technologie op het veiligheidsdomein. In
de locomotieftekst duiden Marleen Easton en Anna-
bel Van den Borre de uitdagingen inzake technologie,
innovatie en veiligheid in tijden van (economische)
crisis. Ze stellen vervolgens de vraag hoe innovatie in-
zake technologie gestimuleerd kan worden. Daarmee
komen ze terecht bij de interactie tussenmarkt en staat
en de evolutie van het staatsmodel naar het triple-
helixmodel (samenwerking tussen overheid, bedrij-
ven en kennisinstellingen). Het functioneren van dit
model wordt toegelicht en ze wijzen op het belang van
het paradigma van de open innovatie als voorwaarde
om dat model ten volle tot zijn recht te laten komen.
Om dat alles concreter te maken, beschrijven ze twee
voorbeelden van triple-helixinitiatieven inzake inno-
vatie, technologie en veiligheid. Het ontstaan en de
doelstellingen, de ambitie en de werkwijze alsook de
partners en de financiering van het Dutch Institute for
Technology, Safety and Security (DITTS) in Neder-
land en Safety Lab in de West-Kaap in Zuid-Afrika
worden toegelicht. Vanuit deze bevindingen geven ze
een aanzet tot het debat over hoe technologie en inno-
vatie op het veiligheidsdomein in België gestimuleerd
kunnen worden.
Hierbij aansluitend reflecteert Willy Bruggeman over
de plaats van innovatie in de beleidscyclus binnen het
veiligheidsdomein. In zijn reactie bespreekt hij een
aantal belangrijke valkuilen bij het implementeren
van technologie en innovatie bij de politie. Een be-
langrijke uitdaging is het monitoren van diverse inno-
vatieprojecten die ontstaan in verschillende politiezo-
nes en diensten. Dat moet kennisdeling tussen dien-
sten faciliteren en vermijden dat innovatie met
verschillende snelheden haar ingang vindt of dat in-
novatie zonder afstemming wordt geïmplementeerd
bij verschillende politiediensten en veiligheidsacto-
ren. Beleidsdocumenten zoals de Kadernota Integrale
Veiligheid en het Nationaal Veiligheidsplan geven
geen of weinig duiding over een gestructureerde sa-
menwerking tussen veiligheidsdiensten, wetenschap-
pelijke instituten en de samenleving in haar geheel.
Een dergelijke samenwerking is echter steeds vaker
noodzakelijk. Technologie ontwikkelt zich steeds
sneller waarbij het vaak een uitdaging is om zich niet
te richten op hypes. Daarbij doen zich volgens de au-
teur een aantal belangrijke uitdagingen voor. De in-
trede van innovatie en technologie bij politiediensten
is nog te vaak een reactief aanbodgedreven proces
waarbij beschikbare technologie wordt ingepast in de
politieorganisatie. Een vraaggedreven aanpak van in-
novatie biedt daarentegen een aantal voordelen zoals
innovatie ‘op maat’ van politiediensten. Een belang-
rijke constatering volgens de auteur is dat het grote
aanbod van mogelijkheden tot innovatie niet wordt
opgepikt in het veiligheidsbeleid. In deze discussie-
tekst gaat de auteur op zoek naar mogelijke oplossin-
gen voor deze lacune.
Arne Dormaels enMarleen Easton gaan vervolgens in
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op een concreet initiatief om deze lacune te vullen. In
hun bijdrage schetsen zij de totstandkoming van het
Innovatiecentrum voor Veiligheid (vzw INNOS) in
België. Dat is bottom-up tot stand gekomen door de
ondernemende cultuur van de betrokken actoren uit
het bedrijfsleven, de publieke sector en kennisinstel-
lingen, de zogenaamde partners in het triple-helixmo-
del, met voornamelijk financiële steun van enkele be-
drijven. Vanuit hun persoonlijke ervaring met de
opzet, de werking en de uitwerking van dit innovatie-
centrum gaan deze auteurs in op een aantal discussie-
punten die in de locomotieftekst worden aangereikt.
In het bijzonder wordt stilgestaan bij de meerwaarde
en de valkuilen die verbonden zijn aan de triple-
helixwerking vanuit het perspectief van de overheid,
een partner met grote verantwoordelijkheden op het
domein van veiligheid en openbare orde. Een opmer-
kelijke constatering is dat de betrokkenheid van de
overheid in INNOS verschilt van de betrokkenheid
van de overheid in buitenlandse centra zoals het
Dutch Institute for Technology, Safety and Security
(DITTS) en het Zuid-Afrikaanse Safety Lab. In deze
buitenlandse voorbeelden neemt de overheid, vaak als
eindgebruiker, deel en wordt ze op die manier ook
mede-eigenaar van het innovatieproces. Deze discus-
sietekst geeft inzicht in enkele overwegingen die daar-
aan ten grondslag liggen.
Ook in het verkeersveiligheidsbeleid staat innovatie
voorop en in hun bijdrage staan Wouter Van den
Berghe, Jean-François Gaillet en Karin Genoe stil bij
de interactie die het Belgisch Instituut voor de Ver-
keersveiligheid (BIVV) nastreeft tussen de overheid,
de academische wereld en het bedrijfsleven. Deze in-
teractie is in belangrijke mate ingegeven door de con-
statering dat het steeds moeilijker wordt ommet tradi-
tionele methoden het aantal verkeersongevallen ver-
der structureel te laten afnemen. In steeds meer
initiatieven is er sprake van een partnerrelatie waarbij
samen met een of meer triple-helixorganisaties pro-
jecten en initiatieven worden opgezet. Een belangrijk
punt dat de auteurs aanhalen is de afweging in hoe-
verre alle drie de partners uit de triple-helixconfigura-
tie samen dienen te werken aan eenzelfde initiatief om
technologische of innovatieve oplossingen te facilite-
ren. In complexe projecten speelt het BIVV vaak de
rol van één of twee van de triple-helixpartners. Dat
brengt de auteurs bij een belangrijke constatering: in
zekere zin verenigt het BIVV in één organisatie de drie
traditionele rollen van de triple-helixpartners. Dit dis-
cussiepunt grijpen de auteurs aan om de vanzelfspre-
kendheid van de triple-helixsamenwerking kritisch
tegen het licht te houden.
Vervolgens presenteren Evelien De Pauw en Caroline
Neckebroeck de resultaten van een onderzoek dat zij
hebben uitgevoerd in de provincie West-Vlaanderen
naar de implementatie van technologie bij politie- en
brandweerdiensten. Wanneer het gebruik van techno-
logie in de praktijk wordt onderzocht, benadrukken
wetenschappers vooral de ‘over’-bescherming en
‘over’-beveiliging van onze maatschappij met de daar-
mee gepaard gaande aantasting van onze privacy. De
auteurs laten deze discussie even voor wat ze is en
proberen de focus te leggen op de kansen en opportu-
niteiten die technologie voor mensen in het veld kan
bieden. Het hoofddoel van deze studie was om te kij-
ken hoe technologie de dagelijkse werking van poli-
tie- en brandweermensen kan ondersteunen. De in-
zichten, gebaseerd op semigestructureerde interviews
met politie- en brandweermensen, tonen aan dat tech-
nologie in een aantal omstandigheden een grote meer-
waarde kan betekenen. Een gedegen implementatie
stoot helaas nog op een aantal hindernissen, zoals het
ontbreken van een nationale strategie en een gebrek
aan financiële middelen. Bovendien valt op dat tech-
nologische innovatie vaak plaatsvindt op kleine
schaal, los van andere zones. Het gebruik van nieuwe
technologie pleit dan ook voor nieuwe publiek-private
samenwerkingen of andere vormen van samenwer-
king. Hoe politie- en brandweermensen hier tegenover
staan, leest u in hun bijdrage.
Ten slotte kijken we even over het muurtje van het
beleidsdomein veiligheid en latenweKaat Peeters aan
het woord. Zij is directeur van de Sociale Innovatiefa-
briek, een vzw die sinds 2013 met steun van de over-
heid sociale innovatie en sociaal ondernemerschap
promoot. Zij licht in haar bijdrage toe hoe sociale in-
novatie tot stand komt en hoe de Sociale Innovatiefa-
briek dat ondersteunt. Sociale innovatie gaat ons allen
aan en blijkt iets te zijn waarbij elk type actor (over-
heid, bedrijven, kennisinstellingen, middenveldorga-
nisaties en burgers) het heft in handen kan nemen. De
focus ligt op de innoverende kracht van de burger en
op het nut van het opbouwen van een netwerk in het
belang van het welslagen van innoverende projecten.
De quadrupele helix, waarin een belangrijke rol is
weggelegd voor de burger, wordt hierbij onder de loep
genomen. Deze bijdrage levert interessante inzichten
op over hoe iets bottom-up groeit en hoe andere acto-
ren dat vaak vanuit professionele hoekmee ondersteu-
nen.
Referenties
Cumming, B.S. (1998), Innovation overview and future chal-
lenges, European Journal of Innovation Management, 1
(1), 21-29.
De Kimpe, S., De Pauw, E., Vande Walle, G. en Vincent, J.
(2005), Themanummer “Panoptisme in de veiligheidske-
ten: een moeilijk evenwicht tussen technologie en men-
senrechten?”, Orde van de Dag, 69.
Mulgan, G. en Albury, D. (2003), Innovation in the public
sector, Paper strategy Unit, Cabinet Office, Londen (Ver-
sion 1.9, October 2003); www.cabinetoffice.gov.uk (ge-
raadpleegd op 15 februari 2012).
Inleiding
Wolters Kluwer – Orde van de Dag Orde van de Dag 2016/75 – 3
Interacties tussen technologie, innovatie en
veiligheid: in de greep van diverse krachten




1. Uitdagingen inzake technologie, innovatie en veiligheid 4
2. Hoe innovatie inzake technologie stimuleren? 5
2.1. Interactie tussen markt en staat 6
2.2. De evolutie van het staatsmodel naar het
triple-helixmodel 6
2.3. Het paradigma van de open innovatie 7
2.4. Het functioneren van het triple-helixmodel 8
3. Twee voorbeelden van triple-helixinitiatieven inzake
veiligheid, innovatie en technologie 10
3.1. Dutch Institute for Technology, Safety and Security
(DITSS) 10
3.2. Safety Lab in de West-Kaap 13
4. Een aanzet tot debat 16
Referenties 17
......................................................................................................................
1. Uitdagingen inzake technologie,
innovatie en veiligheid
Dat de tijd waarin we leven gekenmerkt wordt door
constante verandering is een open deur (Easton, 2015).
We leven tegenwoordig in een zogenaamde postmo-
derne samenleving (Inglehart, 1997), een risicomaat-
schappij (Giddens, 1997; Beck, 2009) of een netwerk-
samenleving (Castells, 1996). Het gaat over ingrij-
pende wijzigingen op diverse domeinen: economie,
politiek, ecologie, technologie, demografie, cultuur,
religie, waarden en sociale interacties. Het is net de
combinatie van economische vormen van globalise-
ring2, culturele globalisering3 en sociale veranderin-
gen in het patroon van ons leven4 dat de aard en het
tempo van de veranderingen van vandaag uniekmaakt
(Pollitt en Bouckaert, 2011).
Hierbij aansluitend genereert ook de opkomst van
nieuwe technologieën zoals internet, gps, gsm, drones
en sociale media nieuwe uitdagingen. De technologi-
schemogelijkheden nemen immers sneller toe dan dat
wij ons sociaal en cultureel aanpassen aan de eigen-
schappen en vooruitzichten van die nieuwe technolo-
gieën. Voor de individuele gebruiker is technologie
vaak moeilijk om te gebruiken, wat de potentiële voor-
delen ervan beperkt. Technologie kan immers mensen
samenbrengen, maar hen ook van elkaar scheiden; het
kan mensen iets bijleren, maar hen ook afleiden en
nieuwe ongelijkheden genereren. Technologie kan
ons werk en ons leven in een hogere versnelling bren-
gen, maar kan ook overweldigend zijn.5
Op het sociale niveau draagt technologie bij tot onze
veiligheid en vormt het tegelijk een bedreiging zowel
voor ons privéleven, onze gemeenschap als onzewerk-
plek. Zo geeft de zogenaamde ‘digitale kloof’ weer hoe
informatietechnologie ongelijk is verdeeld op basis
van leeftijd, inkomen, kennis, taal en cultuur. Daarbij
komt dat technologie een belangrijke kracht is in het
bedrijfsleven en de overheid die producten en dien-
sten beter, goedkoper en sneller kan maken enerzijds,
maar anderzijds ook de aard van de producten en
diensten zelf kan wijzigen op basis waarvan nieuwe
markten en andere vormen van communicatie tot
stand komen.6
Het is niet meer te ontkennen dat de opkomst van
nieuwe technologieën en de virtuele wereld een fun-
damentele impact heeft op de structuur van onze sa-
menleving (Castells, 1996). Onze samenleving bestaat
steeds meer uit zogenaamde flows. Het zijn stromen
van mensen, informatie, goederen en geld. Er zijn geo-
grafische knooppunten, ook wel nodes genoemd,
waarop die stromen elkaar kruisen zoals (lucht)ha-
vens, treinstations en shoppingcentra. De constatering
dat deze stromen wereldwijd verweven zijn met el-
kaar is een andere manier om naar de wereld te kijken.
Het geeft concreet gestalte aan het abstractere concept
van globalisering.
Cruciaal is dat de gewijzigde structuur van onze sa-
menleving ook een impact heeft op de aard van de
..............................................................................................................................................................................................................................................................................................................................................................................................................................................................
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veiligheidsproblemen waarmee we vandaag gecon-
fronteerd worden. Veiligheidsfenomenen worden
steeds internationaler en oplossingen hebben ook vaak
een internationale basis. Wat in de wereld gebeurt,
heeft ook steeds vaker implicaties op lokaal niveau.
Als er zich problemen voordoen tussen Turken en
Koerden dan is dat niet zelden voelbaar in lokale ge-
meentes in België (Liedenbaum et al., 2013). De re-
cente terroristische aanslagen in Parijs en Brussel zijn
een voorbeeld van hoe internationale problemen (ex-
tremisme en terrorisme in Syrië) terreurdreiging gene-
reren in Europa alsook in Belgische gemeenten. Er
doet zich met andere woorden een globalisering voor
van veiligheidsproblemen en nieuwe technologieën
faciliteren dat. Bovendien genereert die nieuwe tech-
nologie ook andere vormen van criminaliteit. Momen-
teel al zien we een sterke stijging van cybercrime, met
eigen modus operandi.
Bijgevolg vraagt deze wijzigende structuur van onze
samenleving en bijbehorende vormen van criminali-
teit ook een eigen aanpak. De efficiëntie van (traditio-
nele) processen, dienstverlening en gehanteerde me-
thoden moet in relatie tot nieuwe technologieën
kritisch worden bekeken om hun functioneren te op-
timaliseren en een continu leerproces in te bouwen.
Er moet innovatief en creatief worden nagedacht over
de aanpak van veiligheidsproblemen met behulp van
nieuwe technologieën. Innovatie kan dan betrekking
hebben op nieuwe producten of diensten, nieuwe be-
leidsprocessen en/of nieuwe kennis en inzichten.
Hiermee voelen zowel de bedrijven, de overheid als
de kennisinstellingen zich aangesproken. Er is voor
elk van hen een uitdaging weggelegd in de aanpak van
hedendaagse veiligheidsproblemen.
De gewijzigde structuur van onze samenleving vereist
ook een andere vorm van aansturing van de betrokken
veiligheidsactoren. Geen enkele organisatie kan im-
mers de huidige en toekomstige veiligheidsdreigingen
alleen oplossen en deze vraagstukken zijn niet langer
uitsluitend de bevoegdheid van de overheid. Ook pri-
vate actoren en het middenveld zijn betrokken bij vei-
ligheid, zowel op lokaal, regionaal als op mondiaal ni-
veau. “In addition to national governments, a variety
of public and private actors have emerged as central
to security policy making at the local, regional and
global levels, including charities, human right organi-
zations, and multinational corporations” (Krahmann,
2001: 6-7). Er is samenwerking vereist tussen een
steeds toenemende diversiteit aan actoren op het vei-
ligheidsdomein. De uitdagingen gelieerd aan de toe-
nemende migratiestroom en de aanhoudende ter-
reurdreiging in ons land bijvoorbeeld vragen om een
coördinatie van publieke politie, private beveiliging,
douane, het leger en de middenveldorganisaties die
op dit domein een taak op zich nemen. Er is dan ook
een andere vorm van aansturing vereist, ook wel ‘no-
dal governance’ genoemd, gericht op het opbouwen
van netwerken tussen deze actoren. Het past in de bre-
dere evolutie van government naar governance (Krah-
mann, 2003, 2005).
De huidige (economische) crisis sinds 2008 maakt de
noodzaak tot samenwerking op het domein van tech-
nologie, innovatie en veiligheid nog dwingender aan-
gezien de financiële middelen beperkt zijn. De tijd is
immers aangebroken om aanmerkelijk betere resulta-
ten te produceren met aanzienlijk lagere kosten (Al-
bury, 2011). In plaats van meer te doen met minder,
gaan er bovendien stemmen op om met meer minder
te doen. Meer mensen inzetten op minder, maar met
meer impact. Dat betekent dat een kleinere (minder
publiek geld beschikbaar), slimmere (beter gebruik
van middelen zoals mensen, informatie en technolo-
gie) en scherpere (interventies gericht op waar ze het
verschil kunnenmaken) stijl wordt beschouwd als een
mogelijke manier om een antwoord te bieden op de
uitdaging van de huidige crisis op het veiligheidsdo-
mein (Innes, 2011: 80). Dat betekent dus niet lineair
besparen, maar prioriteiten leggen. Voor veiligheids-
actoren schuilt hierin de uitdaging om in samenwer-
king met andere partners te zoeken naar innovatieve
oplossingen voor hedendaagse veiligheidsproblemen.
Het is dus aan de orde om actief te gaan nadenken hoe
deze uitdaging opgenomen kan worden in het veilig-
heidsdomein. Hoe kan er meer dynamiek tussen de
betrokken actoren gestimuleerd worden met het oog
op het aanpakken van de uitdagingen op het domein
van technologie, innovatie en veiligheid? Hoe kan dat
georganiseerd worden en welke rol kunnen de betrok-
ken actoren daarin op zich nemen? In het eerste deel
van deze locomotieftekst bekijken we hoe innovatie
inzake technologie (nog los van veiligheid) gestimu-
leerd kan worden. In het tweede deel bekijken we uit-
gebreid concrete initiatieven op het veiligheidsdo-
mein in Nederland en Zuid-Afrika. We gaan op zoek
naar te trekken lessen en openen op basis van een aan-
tal kanttekeningen het debat in onze conclusie.
2. Hoe innovatie inzake technologie
stimuleren?
In dit eerste deel stellen we ons de vraag hoe innova-
tie inzake technologie gestimuleerd kan worden en
zoomen we daarbij nog niet meteen in op het veilig-
heidsdomein (wat in deel twee aan bod komt). Bij onze
“Meer mensen inzetten opminder, maar met meer impact;hierin schuilt de uitdaging om met
andere partners te zoeken naar
innovatieve oplossingen voor
hedendaagse veiligheidsproblemen.
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verkenning besteden we achtereenvolgens aandacht
aan de interactie tussenmarkt en staat; de evolutie van
het staatsmodel naar het triple-helixmodel; het para-
digma van de open innovatie en het functioneren van
het triple-helixmodel.
2.1. Interactie tussen markt en staat
De hiervoor geschetste uitdagingen liggen niet alleen
op het bord van actoren in het veiligheidsdomein. De
economische crisis en de toegenomen technologise-
ring en virtualisering van onze samenleving zet im-
mers ook heel wat druk op andere beleidsdomeinen
zoals onderwijs, huisvesting, gezondheidszorg, ruim-
telijke planning en werk. Ook op deze beleidsdomei-
nen worden mensen geconfronteerd met de uitdaging
om ‘meer te doen met minder’. De Vlaamse Vereni-
ging voor Bestuur en Beleid (VVBB) vraagt een ‘beter’
debat over het besparen en hervormen van de over-
heid. Voorzitter De Rynck7 benadrukt dat een sterke,
efficiënte en innovatieve economie en een sterke, effi-
ciënte en innovatieve publieke sector een Siamese
tweeling zijn en onze democratie en economie ge-
bouwd zijn op deze verbinding. Het is een pleidooi
voor zogenaamde intelligente verbindingen die
schuilgaan in overheid én marktregulering; decentra-
lisatie én een rol voor een centrale overheid; overheid
én non-profit én profit alsook overheid én burgeriniti-
atieven. Niet langer een ‘of-of’-, maar een ‘en-en’-ver-
haal met een zoektocht naar succesvolle combinaties
en optimale differentiatie.
De relatie tussen innovatie en technologie raakt de
fundamentele discussie over de verhouding tussen
markt en staat en het ondernemerschap van beide. Het
is een discussie waarover de meningen nogal uiteen-
lopen. In haar boek The Entrepreneurial State gaat de
Italiaanse Mariana Mazzucato op zoek naar de reden
waarom Europa geen creatieve, innovatieve bedrijven
heeft zoals Google, Amazon, Apple of Facebook in
Amerika. Een vaak aangehaalde reden is dat er in Eu-
ropa te veel ‘staat’ zou zijn, niet genoeg markt, niet
genoeg durfkapitaal, een gebrek aan ondernemende
cultuur en niet genoeg geniale bedenkers van nieuwig-
heden, de zogenaamde ‘garage thinkers’. We leggen
deze argumentatie graag ter discussie voor. Is dat zo?
Deze argumentatie is volgens Mazzucato immers niet
afdoend. Zij komt tot de constatering dat de overheid
een belangrijk aandeel heeft in het succes van bedrij-
ven zoals Apple. Ze licht haar argumentatie toe onder
meer op basis van de iPhone (Mazzucato, 2013).
Zij stelt dat de iPhone ‘smart’ is omdat Steve Jobs een
aantal revolutionaire technologieën op een innova-
tieve manier samenbracht die door investeringen van
de overheid mogelijk waren zoals het internet, gps,
touch screen display en Siri. Ook het algoritme waar
Google op gebaseerd is, werd destijds door de Ameri-
kaanse overheid gefinancierd. Behalve in het basison-
derzoek investeerde de overheid in het toegepaste on-
derzoek en verleende ze steun aan bedrijven die met
deze technologieën aan de slag gingen.8 De staat is met
andere woorden betrokken bij de gehele innovatiecy-
clus. Innovatief ondernemerschap kan volgens haar
alleen tot succes leiden in zo’n ‘vruchtbare’ omgeving.
Ze verwijst hiermee niet naar de rol van de staat als
een bureaucratische top-down-financierder voor ver-
nieuwing en innovatie, maar naar de steun vanuit een
gedecentraliseerde, netwerkende staat. Heel wat ver-
schillende publieke organisaties hebben immers het
ontstaan van die nieuwe technologie mogelijk ge-
maakt en er is heel wat financiering aan te pas geko-
men.9
De kern van haar pleidooi is dat er een ondernemende
staat is vereist om dit soort innovatie en ondernemer-
schap op lange termijn mogelijk te maken. Mazzucato
stelt dat in de Verenigde Staten de risico’s momenteel
nog te veel gesocialiseerd worden (door investeringen
van de overheid) en de opbrengsten nog te veel gepri-
vatiseerd worden (door bedrijven die de winst opstrij-
ken). Daarom moet er verder worden nagedacht over
een meer symbiotische relatie tussen de staat en de
markt waarbij er geco-investeerd kan worden in inno-
vaties met een gedeelde return on investment. Dat
moet vermijden dat de overheidsbudgetten inzake in-
novatie op termijn gaan opdrogen, aldus Mazzucato.
Er zijn immers langetermijninvesteringen nodig aan-
gezien de hiervoor vermelde innovatieve technologie
(internet, gps, touch screen ...) vijftien tot twintig jaar
nodig had om zich te ontwikkelen. De vraag rijst hoe
deze co-investering concreet gestalte kan krijgen en
welke mogelijkheden er zijn om tot een gedeelde re-
turn on investment te komen. Hoe ziet dat er dan con-
creet uit en hoe doe je dat? Ook en vooral op het
veiligheidsdomein lijkt dat niet zo vanzelfsprekend te
zijn.
In wat volgt bekijken we meer in detail hoe innovatie
inzake technologie gestimuleerd (lees: georganiseerd)
kan worden.
2.2. De evolutie van het staatsmodel naar het
triple-helixmodel
Als we kijken naar de modellen die opduiken om in-
novatie inzake technologie tot stand te brengen, dan
duikt het triple-helixconcept op dat ontstaan is in de
..............................................................................................................................................................................................................................................................................................................................................................................................................................................................
7. VVBB. Besparen en hervormen van de overheid. Een beter debat waard.
Standpunt van de Vlaamse Vereniging voor Bestuur en Beleid; www.vvbb.
be.
8. Mazzucato verwijst onder meer naar het American Small Innovation Re-
search Program gefinancierd door de Amerikaanse overheid die onder
meer de opstart van Apple mogelijk heeft gemaakt.
9. M. Mazzucato. Presidential Briefings by Mariana Mazzucato on The Entre-
preneurial State; https://www.youtube.com/watch?v=cVM91WzUeXk.
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jaren negentig en geïntroduceerd werd door Etzkowitz
en Leydesdorff (Etzkowitz, 1993; Etzkowitz en Ley-
desdorff, 1995). Het concept wordt omschreven als:
“The interaction among university, industry and go-
vernment” (Etzkowitz, 2008, 1) en sluit aan bij de evo-
lutie van het staatsmodel over het laissez-fairemodel
naar het triple-helixmodel, wat in figuur 1 wordt gevi-
sualiseerd en daarna kort toegelicht.
In het zogenaamde staatsmodel is de overheid de be-
langrijkste institutionele pijler en zijn de bedrijven en
de kennisinstellingen ondergeschikt. De overheid be-
heert de relaties tussen deze actoren en neemt de lei-
ding bij projecten of nieuwe initiatieven. Er is een
grote afstand tussen elk van deze institutionele sferen.
Nadelig aan dit model is het gebrek aan bottom-upini-
tiatieven waardoor innovatie wordt ontmoedigd. Het
laissez-fairemodel, in het midden van de figuur, is een
model waarin de overheid, bedrijven en kennisinstel-
lingen autonoom en zelfstandig opereren. Er zijn met
andere woorden duidelijke grenzen waardoor de in-
teractie en bijgevolg ook de innovatie beperkt is. Het
triple-helixmodel, uiterst rechts in figuur 1, impliceert
samenwerking en interactie tussen kennisinstellin-
gen, bedrijven en overheden. Het doel van deze inten-
sieve samenwerking is het bevorderen van innovatie
en het realiseren van economische groei door het uit-
wisselen van kennis en ervaringen met elkaar. Het
model kan bijgevolg voor de analyse van innovatie in
een kenniseconomie gebruikt worden. Bovendien kan
het ook beschouwd worden als een bruikbaar model
voor het besturen van innovatieprocessen (Etzkowitz
en Ranga, 2013).
In het hart van de triple helix schuilt de vraag hoe een
ondernemende staat gebouwd kan worden waarin
kennisinstellingen, bedrijven en overheden samen
kunnen innoveren om de huidige economische uitda-
gingen op verschillende beleidsdomeinen aan te gaan.
De onderliggende these verbonden aan het triple-he-
lixconcept is dat het potentieel voor innovatie en eco-
nomische ontwikkeling in een kenniseconomie
schuilgaat in de interactie tussen kennisinstellingen,
overheid en bedrijven. Net die interactie, de achilles-
pees van het model, wordt beschouwd als de bron van
nieuwe innovatieve organisatievormen en sociale in-
teracties die de productie, de transfer en de toepas-
sing van kennis stimuleren (Ranga en Etzkowitz, 2013:
239). Het triple-helixmodel past dan ook in de reeds
vermelde bredere evolutie van government naar gover-
nance.
De triple-helixsamenwerking wordt ook beschouwd
als eenmogelijke hefboom om de zogenaamde innova-
tieparadox aan te pakken. Deze paradox refereert aan
het feit dat de onderzoeksactiviteiten in kennisinstel-
lingen niet afgestemd zijn op de behoeftes aan innova-
tie in de private sector (SERV, 2011; Vlaamse Rege-
ring, 2014: 13). Een paradox die eveneens van toepas-
sing is wat de behoeftes aan innovatie in de publieke
sector betreft. Om de interactie tussen de drie institu-
tionele sferen (overheid, bedrijven en kennisinstellin-
gen) te stimuleren, is het paradigma van de open inno-
vatie cruciaal.
2.3. Het paradigma van de open innovatie
Een noodzakelijke voorwaarde om de triple helix ten
volle tot zijn recht te laten komen, is het paradigma
van de open innovatie: “By open innovation we mean
close collaboration by all stakeholders (businesses,
citizens, universities, financial institutions and other
intermediate organizations) in addressing a business
and social opportunity or challenge. Engaging with
each other through multiple channels and pooling
their internal resources; including knowledge, fi-
nance, people, markets and data. [...] It is about co-
innovating and co-creating” (Anderson en Hutton,
2013: 4). Volgens Chesbrough10 (2006: 15) kan ‘open
innovatie’ als een nieuw paradigma worden be-
schouwd omdat er gebruik wordt gemaakt van externe
kennis, omdat succesvolle innovatie anders bekeken
wordt (niet alleen in relatie tot de eigen organisatie)
en omdat de opkomst van intermediaire organisaties
en andere meetinstrumenten om innovatie in een or-
ganisatie te bewaken, worden uitgewerkt.
..............................................................................................................................................................................................................................................................................................................................................................................................................................................................
10. Henry Chesbrough is executive director van het Center for Open Innovation,
Walter A. Haas School of Business, University of California, Berkeley, USA.
Figuur 1. Evolutie van een staatsmodel naar een laissez-
fairemodel naar een triple-helixmodel (compilatie van mo-
dellen uit Etzkowitz, 2008)
“Het triple-helixmodelimpliceert samenwerking tussenkennisinstellingen, bedrijven en
overheden met het oog op innovatie
en economische groei. Daarvoor is
het paradigma van open innovatie
cruciaal.
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Open innovatie gaat dus over het delen van kennis
(= macht) in samenwerking en interactie met anderen.
Het is gericht op open interactie tussen disciplines,
sectoren, organisaties en beroepen. Er worden als het
ware bewust ‘grenzen’ overschreden. Er wordt een
proces op gang gebracht dat enerzijds praktisch ge-
oriënteerd is en anderzijds wetenschappelijk veran-
kerd is. Op die manier wordt er gewerkt aan een zoge-
naamde ‘evidence-based co-created public policy’. De
voorwaarden om die te kunnen ontwikkelen zijn het
actieve engagement van de betrokken partners en sta-
keholders, de inzet van middelen (personeel, geld,
materieel en infrastructuur) alsook kwaliteitsvolleme-
dewerkers en leiders/managers die deze netwerking
tot stand kunnen brengen.11
Om dat alles te kunnen realiseren in de praktijk is we-
derzijds vertrouwen onontbeerlijk. Omdat elke betrok-
ken partij in de triple helix (overheid, bedrijven en
kennisinstellingen) een structurele en culturele eigen-
heid heeft, zijn elkaar leren kennen, wederzijds be-
grip en een goede communicatie belangrijk. Er is bo-
vendien op z’n minst een gezamenlijk belang vereist
om een ‘evenwichtige’ triple helix te starten en in
stand te houden (Smits, 2011).
Ook Europa stimuleert het concept ‘open innovatie’
en gaat nog een stap verder met de ontwikkeling van
het concept ‘open innovation 2.0’ met centraal een
quadrupele-helixinnovatiemodel. Daarin worden be-
halve de overheid, bedrijven en kennisinstellingen
ook burgers meteen in het proces betrokken. De eind-
gebruikers worden vanaf het begin bij het innovatie-
proces betrokken om een sterkere impact te genereren
of dat is in ieder geval de bedoeling. Het gaat dus niet
alleen over open, maar ook over participatieve inno-
vatie. Dit soort participatie krijgt onder meer gestalte
in zogenaamde Living Labs waarin een public-priva-
te-people partnership (PPPP) tot stand wordt gebracht
en sociale én technologische vernieuwing samen
wordt bekeken.12 Het valt echter nog af te wachten of
en hoe deze impact tot stand komt in de praktijk. Een
gezond kritische follow-up lijkt hier zonder meer aan
de orde.
In wat volgt bekijken we enkele elementen in het
functioneren van de triple helix.
2.4. Het functioneren van het triple-
helixmodel
Figuur 2 introduceert de complexiteit van het functi-
oneren van de triple helix waarvan we hierna enkele
belangrijke dynamieken aankaarten zonder exhaustief
te willen zijn. Etzkowitz maakt een onderscheid tus-
sen de circulatie op macroniveau (tussen de actoren)
en op microniveau (in elk van de institutionele sfe-
ren). De eerste vorm leidt tot samenwerking, projecten
en netwerken tussen de betrokken actoren terwijl de
tweede vorm bestaat uit output van elke individuele
actor (Etzkowitz, 2007: 8). Er is dus zowel een circula-
tie van de stromen binnen als een circulatie van de
stromen tussen kennisinstellingen, bedrijven en over-
heid vereist. In wat volgt zoomen we in op de circula-
tie van de stromen tussen de betrokken actoren gezien
het belang van de onderlinge relaties.
Als we inzoomen op het functioneren van de triple
helix dan blijkt uit figuur 2 dat de circulatie van men-
sen, informatie en output een cruciaal gegeven is om
interactie tussen de betrokken actoren te genereren
(Etzkowitz, 2007).
In het triple-helixmodel wordt het belang van mensen
(wetenschappers, beleidsmakers, studenten, onderne-
mers en business angels) als individuele innovators
erkend. Daarbinnen maken Ranga en Etzkowitz onder
meer een onderscheid tussen de innoverende organi-
sator en de ondernemende wetenschapper.
De innoverende organisator neemt een sleutelpositie
in binnen een van de institutionele sferen en beschikt
over voldoende kracht om zowel overheid, bedrijven
als kennisinstellingen samen te brengen. Hij/zij neemt
het initiatief om zowel top-down- als bottom-up-pro-
cessen, initiatieven en stakeholders te coördineren
met het oog op de ontwikkeling van nieuwe ideeën,
de promotie van economische en sociale ontwikkeling
en om draagvlak te creëren voor het realiseren van in-
novaties (Ranga en Etzkowitz, 2013: 242).
De ondernemende wetenschapper probeert de onder-
zoeksactiviteiten af te stemmen op de noden van de
markt en de overheid. Dat mondt onder meer uit in de
oprichting van een spin-offorganisatie, de verkoop van
patenten, maar ook het genereren van inzichten over
de impact van technologie op organisatieprocessen
(Ranga en Etzkowitz, 2013: 243). De ondernemende





Figuur 2. Triple-helixcirculatie (Etzkowitz, 2007, 9)
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woord op de eerder vermelde innovatieparadox.
Het is duidelijk dat individuele innovatoren uit hun
traditionele rol stappen die verbonden is aan hun in-
stitutionele context: het bedrijfsleven, de overheid of
een kennisinstelling. Dat is meteen ook de reden
waarom er in zo’n triple-helixsamenwerking verva-
gende grenzen ontstaan tussen de betrokken actoren.
Dat maakt immers een betere circulatie van mensen,
ideeën, kennis en kapitaal mogelijk. Deze openheid
stimuleert flexibiliteit, creativiteit en innovatie (Ranga
en Etzkowitz, 2013). Concreet kan de circulatie van
mensen op drie verschillende manieren gerealiseerd
worden:
– in eerste instantie via een permanente verschui-
ving van de ene sfeer naar de andere. Zo kan een
professor fulltime ondernemer worden in een be-
drijf;
– verder bestaat ook de mogelijkheid om twee func-
ties met elkaar te combineren, bijvoorbeeld full-
time/deeltijds aangesteld zijn aan een universiteit
en deeltijds door een onderneming of door de over-
heid. Zo kan een practitioner bijvoorbeeld deeltijds
worden aangesteld bij een universiteit om onder-
zoek uit te voeren of zijn/haar doctoraat voor te be-
reiden;
– tot slot kan het ook voorvallen dat iemand over-
stapt naar een andere sfeer, daar enige successen
boekt en dan weer naar zijn oorspronkelijke func-
tie terugkeert. Deze dynamiek kan volgens Ranga
en Etzkowitz het ‘hokjesdenken’ doorbreken en ge-
nereert empathie in het triple-helixmodel.
Tegelijk kan de grensvervaging een bron zijn van con-
flict, niet op z’n minst met de vereisten vanuit de tra-
ditionele rolopvatting in de eigen institutionele con-
text. Professoren bijvoorbeeld worden aan de univer-
siteit afgerekend op basis van publicaties en het
binnenhalen vanwetenschappelijk onderzoek enmin-
der op de relaties die ze opbouwen met andere disci-
plines, bedrijven en de overheid op basis van hun
kennis. Aan de andere kant gaat het over de traditio-
nele visie bij de overheid op samenwerking met het
bedrijfsleven en de beperkingen die de overheid er-
vaart in die samenwerking op basis van de regelge-
ving inzake overheidsopdrachten. Ten slotte is het
voor heel wat bedrijven een uitdaging om de directe
meerwaarde en de return on investment te zien in de
samenwerking met de overheid en kennisinstellingen.
Figuur 2 maakt ook duidelijk dat er behoefte is aan
actieve stimulering van informatiestromen tussen de
actoren in de triple helix. Samenwerking steunt im-
mers op communicatie en informatie. Tegenwoordig
zijn er door de hulp van informatie- en communicatie-
technologie een heleboel mogelijkheden voorhanden
om informatie te delen en op de hoogte te zijn van
mogelijke nieuwe ontwikkelingen. Die informatienet-
werken moeten actief in de triple helix worden opge-
zet (Etzkowitz, 2007: 10). Traditionele studiedagen,
workshops en nieuwsbrieven van organisaties zijn een
waardevolle start, maar intensievere vormen van uit-
wisseling op basis van specifieke software, Dropbox,
WeTransfer of e-mail zijn vereist. Cruciaal is dat deze
stromen moeten worden georganiseerd. Ze komen im-
mers niet vanzelf tot stand.
Tot slot is de uitwisseling van de output van belang.
Hier gaat het om het resultaat van de samenwerking.
Het is noodzakelijk dat de output een win-winsituatie
voor elke betrokken actor oplevert. Bovendien is een
gelijke bijdrage tot het resultaat fundamenteel: “If
there is a negative imbalance in contributions; a gap
might appear in innovation: conversely a positive im-
balance might stimulate other actors to increase their
efforts” (Etzkowitz, 2007: 10). In het licht van het
voorgaande moet free-ridergedrag in het samenwer-
kingsverband altijd worden vermeden. Het is op zich
een uitdaging om te zoeken naar manieren waarop dat
vermeden kan worden.
Om deze circulatie van mensen, informatie en output
tot stand te brengen, is volgens Ranga en Etzkowitz
ruimte vereist voor kennisontwikkeling, innovatie en
consensus (Ranga en Etzkowitz, 2013):
– ruimte voor kenniswordt gevormd wanneer er vol-
doende onderzoekscentra en -middelen zijn. Hier-
uit kunnen technologische ideeën spruiten en die
kunnen voor regionale ontwikkeling zorgen;
– ruimte voor innovatie impliceert dat de kennisin-
stellingen, overheden en bedrijven op regelmatige
basis hun kennis en kunde uitwisselen, wat in
nieuwe innovatieve ideeën kan uitmonden. Con-
creet kan dat opgezet worden in een wetenschaps-
park, een coöperatieve onderzoeksgroep of een
centrum voor excellentie op een specifiek domein.
H-STAR aan de universiteit van Stanford is hier
een concreet voorbeeld van. Als interdisciplinair
onderzoeksinstituut wil het een kruispunt zijn van
mensen, expertise, projecten en programma’s die
menswetenschappen samenbrengt met onderzoek
en innovatie in relatie tot informatietechnologie.
Bij deze innovatieruimte speelt de ontwikkeling
van een aparte triple-helixorganisatie een grote rol
die kennisinstellingen, overheden en bedrijven
kan samenbrengen. Dit instituut kan de samenwer-
king tussen de drie actoren opzetten, managen en
verder stimuleren;
– ruimte voor consensus impliceert dat alle betrok-
ken partijen overtuigd zijn van de voordelen en de
meerwaarde van de samenwerking. De actoren
moeten immers een gezamenlijk belang vinden om
tot een evenwichtige triple helix te komen. Het
moet voor iedereen eenwin-winsituatie opleveren.
Verder is de aanwezigheid van een zekere nood-
zaak (‘sense of urgency’) nodig om tot een vrucht-
bare samenwerking te komen.
De vorming van deze ‘ruimten’ is niet in elk beleids-
domein of in elke regio of elk land dezelfde en wordt
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vaak getriggerd door specifieke lokale of regionale be-
hoeften van de betrokken actoren die in een triple-
helixmodel samenwerken. Die behoeften duiden aan
welke actoren, relaties, middelen en nieuwe instituti-
onele vormen er vereist zijn. Het tot stand brengen van
een triple-helixsamenwerking is dan ook in belang-
rijke mate afhankelijk van de motivatie van de actoren
om aan gemeenschappelijke projecten deel te nemen.
Dat is geen gemakkelijke opgave. Het vergt een gron-
dige aanpassing van de eigen manier van denken.
“This is not an easy process, as setting joint agendas
often involves a major change of vision, crossing orga-
nizational silos, thinking beyond the boundaries of a
single institutional sphere, harmonizing institutional
and individual objectives, resources and cultures,
etc.” (Ranga en Etzkowitz, 2013).
In wat volgt bekijken we wat we kunnen leren uit twee
concrete triple-helixinitiatieven met oog voor de dy-
namieken zoals reeds omschreven.
3. Twee voorbeelden van triple-
helixinitiatieven inzake veiligheid,
innovatie en technologie
In wat volgt bekijken we twee internationale initiatie-
ven. Eentje dicht bij huis in Nederland en eentje veraf
en in een totaal andere context, namelijk Zuid-Afrika.
We bespreken kort de context waarin beide initiatie-
ven zijn ontstaan en hun doelstellingen; hun ambitie
en werkwijze; de partners die betrokken zijn bij het
initiatief en de financiering ervan. Het is verzamelde
informatie op basis van gesprekken met betrokken ac-
toren in beide initiatieven.13
3.1. Dutch Institute for Technology, Safety
and Security (DITSS)
3.1.1. Ontstaan en doelstellingen
Sinds de jaren negentig werkt men in de Nederlandse
regio Eindhoven via triple-helixrelaties. Er was toen
een economische crisis waardoor bij vele grote bedrij-
ven zoals Philips duizenden banen verdwenen en dus
ook kennis verloren ging. Daarom besliste men om op
economisch gebied tussen de kennisinstellingen, be-
drijven en overheden te gaan samenwerken. “En sinds
2004 heet dat Brainport, toen was het al een jaar of
tien gaande en dat is een succesvolle samenwerking.
De Brainport regio Eindhoven doet het economisch
bovengemiddeld goed als je kijkt naar Nederland, en
juist ook in die maakindustrie, die technologische
kennis, die innovatiekracht” (Guus Sluijter). Brainport
Development is een economische ontwikkelingsorga-
nisatie en dus gevoelig voor conjuncturele schomme-
lingen.
Bij de start van een nieuwe crisisperiode in 2008 ging
de Brainport-organisatie op zoek naar thema’s die niet
conjunctuurgevoelig waren. Dat de regio Eindhoven
steeds bovenaan stond bij de jaarlijkse ranking van
meest onveilige steden in Nederland, maakte de keuze
enigszins gemakkelijk. De onveiligheid kwam immers
ook het imago van de regio niet ten goede waarop de
gemeente besliste hierop in te zetten. Daarop ontstond
het Brainport Instituut voor Safety & Security en is
men op zoek gegaan naar partners die interesse had-
den, wat uitmondde in een convenant en de start van
DITSS in 2012. Peter van de Crommert beschrijft het
als volgt: “... vanuit Brainport zijn dan verschillende
instituten opgericht, waarvan DITSS er een van is. Die
gaan allemaal zeggen van: willen wij in een bepaalde
sector ons ontwikkelen, vernieuwen, innovatief zijn,
dan moet je niet binnen je eigen kaders blijven. Dan
moet je je horizon verbreden en met andere ‘bloed-
groepen’ samenwerken.”
De primaire doelstelling van DITSS is van economi-
sche aard. Guus Sluijter: “Wij willen uiteindelijk be-
reiken dat er in het veiligheidsdomein innovaties ont-
staan die ook hun economische betekenis hebben, dus
dat er nieuwe producten ontwikkeld worden waar de
bedrijven, onze partners, uiteindelijk mee de markt op
gaan. Dus bedrijven die met ons samenwerken aan in-
novaties doen dat om een product te ontwikkelenwaar
zij later geld mee kunnen verdienen.” Uit de projecten
volgt een veiligere samenleving, wat als een afgeleide
doelstelling beschouwd kan worden.
Toch heeft het instituut zelf geen commercieel doel.
DITSS hoeft zelf geen geld te verdienen. De organisa-
tie wil zich louter opstellen als een intermediair insti-
tuut om triple-helixrelaties tussen de verschillende
actoren te faciliteren. In figuur 3 wordt weergegeven
wat voor DITSS belangrijk is.
..............................................................................................................................................................................................................................................................................................................................................................................................................................................................
13. In relatie tot het functioneren van DITSS werden gesprekken gevoerd door
Annabel Van den Borremet Peter van de Crommert (operationeelmanager
van het bedrijf Geodan, een geo-ICT-bedrijf gespecialiseerd in ruimtelijke
informatievoorziening) op 27 november 2014, Guus Sluijter (directeur a.i.
van DITSS) op 23 maart 2015 en Marcel Thaens (professor Sociale Weten-
schappen aan de Erasmus Universiteit Rotterdamen tevens voorzitter Raad
van Toezicht DITSS) op 14 april 2015. In relatie tot het functioneren van het
Safety Lab werden gesprekken gevoerd door Marleen Easton met Clifford
Shearing (professor Criminologie verbonden aan de Universiteit van Kaap-
stad) op 7 februari 2016 en Noah Maltz (directeur van het Security Lab) op
11 februari 2016.
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In de eerste plaats is het essentieel dat kennis, kunde
en ervaring tussen de actoren wordt uitgewisseld van-
uit de optiek: “Kennis geeft macht, maar kennisdeling
geeft kracht” (DITSS, 2015). Daarvoor brengt DITSS
de verschillende triple-helixactoren bij elkaar, zodat
ze van elkaar kunnen leren. Op deze manier wordt
kennisdeling bewust ingezet om de maatschappelijke
veiligheid te verbeteren en probeert men het koker-
denken bij elk van de afzonderlijke actoren te door-
breken. Guus Sluijter: “Onze ambitie is ook om als
DITSS gewoon heel weinig geld nodig te hebben. Wat
wij veel meer nodig hebben is input vanuit de gemeen-
ten, want die hebben ook deskundigen of andere over-
heidsorganisaties diemet veiligheidsvraagstukken zit-
ten, of andere organisaties, kan ook een bank zijn of
een vervoersbedrijf dat met veiligheidsvraagstukken
zit of een winkel of een bedrijventerrein.” Voorts heeft
DITSS ook oog voor de gebruikersbehoefte. Hierdoor
schenkt ze voldoende aandacht aan het identificeren
van eisen en wensen.
Tot slot is het voor het instituut van cruciaal belang
dat finaal producten en diensten worden ontwikkeld,
die door de partners op de markt zullen worden aan-
geboden en op die manier geld kunnen opleveren.
“... vooral omdat die economische drijfveren leiden
tot andere oplossingen in de veiligheidsmarkt. En dus
ikmerk heel goed dat juist door het vanuit een bedrijfs-
economische bril te bekijken, er hele andere ideeën
op tafel komen. En dat is de kracht van de triple helix,
dat je met innovatie geld probeert te verdienen en niet
alleen dat je door innovatie nieuwe oplossingen be-
denkt. En dat maakt een hele andere dynamiek los dan
klassiek in het veiligheidsdomein hoe de overheid de
veiligheidsvraagstukken aanpakt in de steden” (Guus
Sluijter).
Toch is het instituut geen ‘projectenwinkel’. DITSS
neemt dus geen makelaarsfunctie op om te bemidde-
len over opdrachten tussen de overheden en bedrij-
ven. Peter van de Crommert: “Waar het op neerkomt
is dat dus vanuit de bedrijven economische belangen
worden ingebracht, vanuit het onderwijs onderzoek
en kennisdeling en vanuit de overheid de gebruiker
en de burger vooropstaat.” Bij projecten wordt steeds
nagegaan of ze bijdragen tot de drie kerncomponenten
(begrijpen, bouwen en leren) die DITSS vooropstelt.
Cruciale vragen zijn: hoe draagt het bij tot een veilige
samenleving; hoe draagt het bij tot de economische
ontwikkeling en hoe draagt het bij tot de kennisont-
wikkeling? (DITSS, 2014). De kracht van het instituut
is om deze doelstellingen in een triple-helixsamen-
werking te realiseren. Op deze manier worden actoren
aangemoedigd om uit hun eigen rollen te treden en zo
innovatie en economische groei te realiseren.
3.1.2. Ambitie en werkwijze
DITSS wenst zowel technische als sociale innovaties
in de veiligheidssector te realiseren. De aanwezigheid
van het sociale aspect is cruciaal omdat technologie
niet steeds aanvaard wordt. Marcel Thaens: “Techno-
logie alleen is niet genoeg. Er is nood aan draagvlak
voor de technologische oplossing. Technisch kan al-
les, maar mag het allemaal wel? Kan het allemaal wel
ethisch? Is het nu wel netjes wat hier gebeurt? [...] De
sleutel tot succes is de acceptatie van de oplossing.”
Er is dus behoefte aan draagvlak voor de technologi-
sche oplossing.
Hunwerkwijze, het DITSS-model, wordt weergegeven
in figuur 4. Dit model biedt de handvatten bij het rea-
liseren van technische en sociale innovaties in veilig-
heid. Zo werkt het DITSS met een vast stramien, dat
uit verschillende stappen bestaat. Cruciaal zijn de
veiligheidsateliers, de fieldlabs en het opstellen van
businessplannen (business modelling).
Het veiligheidsatelier faciliteert een brainstorming
met de triple-helixpartners over een veiligheidsvraag-
stuk. Door met een diversiteit aan partners samen te
zitten, komen er vernieuwende oplossingen naar vo-
Figuur 3. Samenwerking 3.0 volgens DITSS (DITSS, 2014)
““Dat is de kracht van de triplehelix, dat je met innovatie geldprobeert te verdienen en niet alleen
dat je door innovatie nieuwe
oplossingen bedenkt.”
Figuur 4. Het DITSS-model voor sociale en technologische
innovaties (DITSS, 2014)
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ren waarin de actoren elkaar vinden en aanvullen.
Peter van de Crommert licht het toe als volgt: “He´, als
we dat idee nu eens koppelen aan mijn ding? Ik weet
nog niet helemaal hoe, maar als we dat eens zouden
doen dan hebben we best iets sterks in handen. Het
zou zomaar een deel van de oplossing kunnen zijn.
Als we er dan ook nog universiteiten bij betrekken,
een paar student-assistenten en misschien een PhD of
een thesisstudente, dan laat ik het ook onderzoeken
en wetenschappelijk onderbouwen. Op die manier
wordt er dan gewerkt, in het veiligheidsatelier, aan het
oplossen van veiligheidsvraagstukken.” De beste op-
lossingenworden in een offerte gegoten en voorgesteld
aan een jury, die finaal de beste oplossing selecteert.
Daarna wordt de oplossing getest in een fieldlab, een
operationele, fysieke omgeving waar innovatieve
ideeën in de praktijk worden gebracht. Hier wordt ook
aandacht besteed aan de juridische en maatschappe-
lijke gevolgen van de oplossing. Het projectteam dat
in het fieldlab werkzaam is, wordt vanuit de triple-
helixgedachte samengesteld. Peter van de Crommert
licht toe: “... dan brengen we verschillende specialis-
ten en karakters bij elkaar: mensen die technisch on-
derlegd zijn, die nadenken over hoe je iets organiseert,
met bestuurlijke expertise, mensen met juridische
achtergrond, want heel vaak is ook het ethische en de
privacy in het geding, het bedrijfsmatige en de finan-
ciële expertise. Altijd een bundeling van kennis, ex-
pertise en creativiteit.”
Succesvolle fieldlabsworden in een effectief business-
plan omgezet. Het is immers het doel van DITSS om
de oplossing te commercialiseren opdat economische
groei gerealiseerd wordt. In het businessplan worden
de operationele, financiële en organisatorische aspec-
ten van de oplossing in kaart gebracht. Concluderend
kunnen we stellen dat DITSS als intermediaire orga-
nisatie via dit model een vast stramien van werken
heeft waarbij men steeds probeert om triple-helixrela-
ties op te zetten, waardoor partners met verschillende
achtergronden elkaar ontmoeten en vinden in vernieu-
wende oplossingen.
Voorts organiseert DITSS elke maand een partnermee-
ting met het oog op het delen van kennis tussen de
verschillende partners. “Er is dan ergens iets en dan
gaan we gewoon in ons netwerk mensen vragen van
kom meedenken. Dat doen we nu woensdag over vei-
ligheid en evenementen, we zitten in een ontbijtsessie
met een man of twintig bij mekaar van bedrijven, ge-
meenten, en kennisinstellingen van hoe zit het nu met
veiligheid en evenementen? Zijn er nu nieuwe kan-
sen?” (Guus Sluijter). Het instituut organiseert dat
vanuit de volgende optiek: kennis is macht, kennisde-
ling is kracht. Wanneer kennis wordt gedeeld, leren
de organisaties van elkaar waardoor nieuwe oplossin-
gen en projecten uit de bus komen. “De mensen zien
een probleem en gaan op dezelfde manier aan een op-
lossing werken als gisteren of vorige week. En door
anders te kijken, ga je ook andere oplossingen zien”
(Guus Sluijter).
De partnermeeting bestaat uit twee onderdelen. Het
eerste deel bestaat uit een partnerbezoek, waarbij de
verschillende actoren bij elkaar langsgaan en over el-
kaars werking uitleg krijgen. Op deze manier wordt de
aandacht op de partners gevestigd en niet op de inter-
mediaire organisatie. Het tweede gedeelte betreft een
inhoudelijke sessie waarbij een jurist bijvoorbeeld uit-
leg komt geven over onder meer intellectuele eigen-
dom en patenten. De onderwerpen zijn uiteenlopend
van aard, zodat er voor elke partner iets tussen zit.
Behalve het delen van kennis, is het hier ook belang-
rijk dat de partners elkaar leren kennen. Op deze ma-
nier wordt de netwerkfunctie versterkt. “Dat is ook een
van die dingen, waar ik sinds ik directeur ben, zeer
sterk op aanstuur. Dat is waar die partners net voor
betalen14 voor die netwerkfunctie! Die partnermeeting
is belangrijk voor de kennisontwikkeling en ook voor
de ontwikkeling van de kennis over elkaar, dus de sa-
menwerking” (Guus Sluijter).
3.1.3. Partners en financiering
DITSS is erin geslaagd om partners uit elke triple-he-
lix-‘bloedgroep’ te vinden om het instituut te onder-
steunen. Het lidmaatschap verloopt op verschillende
manieren. Allereerst zijn er de founding partners die
samen het instituut hebben opgericht. Dat zijn de ge-
meenten Eindhoven en Tilburg, de Brainport-organi-
satie, Midpoint Brainport, de universiteiten van Til-
burg en Eindhoven, de provincie Noord-Brabant en
twee bedrijven. Die hebben elkaar gevonden in een
gemeenschappelijk doel en steunen DITSS voor de
eerste drie jaar. Later is het instituut uitgebreid met
andere partners. Sommigen zijn spontaan lid gewor-
den, anderen zijn op verzoek van DITSS een partner-
schap aangegaan. Tot slot probeert de stichting nieuwe
partners via het veiligheidsatelier aan te trekken. Dat
is een methode om veiligheidsvragen in de breedte te
presenteren. “Daar mag iedereen meekijken en mee-
luisteren en dan hopen wij dat er daarmee nieuwe
ideeën komen, en gegenereerd worden in bijvoorbeeld
nieuwe samenwerkingsvormen en als zo een idee dan
daadwerkelijk ook het veiligheidsatelier wint, dus uit-
gevoerd mag worden dan moeten zulke partners lid
zijn of alsnog worden van DITSS. Dus je kunt van
DITSS alleen maar opdracht krijgen voor een fieldlab
of wat dan ook als je partner bent” (Guus Sluijter). Bo-
vendien worden projecten in het fieldlab gefinancierd
door de deelnemers van dat fieldlab. Deze partners
wensen immers een veiligheidsvraagstuk op te lossen
en hebben hier dan ook geld voor over.
..............................................................................................................................................................................................................................................................................................................................................................................................................................................................
14. Voor de lidmaatschapsbijdrage zie punt 3.1.3.
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Binnen DITSS kunnen twee soorten financierings-
bronnen onderscheiden worden. Allereerst wordt het
instituut de jaarlijkse lidmaatschapsbijdrage gefinan-
cierd. Er zijn verschillende vormen van financiering
naargelang het partnerschap. De founding partners fi-
nancieren zowel in geld als in personen voor een pe-
riode van drie jaar. “Wat bijvoorbeeld de gemeenten
Tilburg en Eindhoven allebei gezegd hebben, we beta-
len € 25.000 per jaar voor die drie jaar dus € 75.000 in
totaal en je krijgt van ons iemand twee dagen in de
week die voor jullie kan werken. En zo hebben allebei
de universiteiten ook een 4/10 FTE beschikbaar ge-
steld. En GEO dan is een bedrijf dat dat ook gedaan
heeft. Dus Peter van de Crommert is oorspronkelijk
een medewerker van GEO en GEO heeft hem drie jaar
lang twee dagen per week voor ons beschikbaar ge-
steld. Zo hebben we de eerste drie jaar gefinancierd”
(Guus Sluijter). Voor de andere partners geldt een
partnerregeling die stelt dat partners betalen naarge-
lang de omvang van de instelling. Algemeen genomen
geldt € 2.500 voor kleine bedrijven en € 25.000 voor
grote bedrijven.
Structurele financiering op lange termijn realiseren is
echter niet vanzelfsprekend. De overheid heeft bij de
start van het initiatief heel sterk aan het zeel getrok-
ken. Zij ligt echt aan de basis van het initiatief. Deze
sterke ondersteuning van de overheid wekte het ver-
trouwen op bij de ondernemers waardoor meer bedrij-
ven aansloten. Prof. dr. Marcel Thaens spreekt in deze
context van het ‘kip-en-eiprobleem’ in relatie tot de
vraag wie eerst financiert: “In het begin lag zeker de
balans bij de overheid om de infrastructuur op te zet-
ten, maar ook om het vertrouwen bij het bedrijfsleven
te winnen dat het een serieus initiatief is. Je kunt iets
doen als gemeente maar als je er zelf niet instapt, dan
laat je niet aan je bedrijfsleven zien dat je het serieus
neemt. In dat bedrijfsleven, zeker in de specifieke
veiligheidsmarkt, geldt dat zo. Wat zij ontwikkelen
willen zij verkopen, en wie zijn de klanten? Dat is toch
de overheid vaak, de regio’s of gemeenten ... in ieder
geval de vragende partij zit aan de overheidskant, die
zijn verantwoordelijk voor de veiligheid. Als die in
het begin al niet meedoen, dan zou ik inderdaad ook
heel terughoudend zijn als bedrijf. Je smeert me nu
een initiatief aan, maar als je als beoogde klant niet
eens meedoet, weet ik wel niet of het interessant zal
zijn.” Maar dit gegeven is in de loop van de tijd sterk
geëvolueerd. Vandaag verschuift de balans steeds
meer naar de bedrijfszijde.
Voorts bestaat DITSS vandaag voornamelijk uit lokale
bedrijven en partners. De organisatie streeft er niette-
min naar om meer met grote partijen te werken. Prof.
dr. Thaens constateert dat deze actoren wel willen in-
dien de overheid volledig in het verhaal zou meestap-
pen. Ook hier duikt ‘het kip-en-eiprobleem’ weer op.
De intermediaire organisatie dient hierdoor een soort
van ‘vliegwiel’ aan de gang te houden, waar de over-
heid, kennisinstellingen en het bedrijfsleven ten volle
in meedraaien. Een niet te onderschatten opdracht,
aldus de respondenten.
3.2. Safety Lab in de West-Kaap
3.2.1. Ontstaan en doelstellingen
Safety Lab kreeg in 2012 het mandaat van de provin-
ciale overheid in West-Kaap15 om innovatieve safety
& security-oplossingen te identificeren, te ontwikke-
len en uit te testen. Het Lab sloot aan bij een reeks
initiatieven die werden opgezet door de provincie
vanuit de strategische doelstelling om de provincie
veiliger te maken en het provinciale sturingssysteem
te optimaliseren. Andere initiatieven waren onder
meer de oprichting van fora voor gemeenschapsge-
richte politiezorg, steun aan buurtinitiatieven, een au-
dit over hoe de provincie de publieke ruimte contro-
leert en reguleert, de oprichting van een ombuds-
dienst, het herbekijken van toezicht op publieke en
private politiediensten en het herzien van de bureau-
cratische aansturing in de provincie.16
Deze aanpak paste in een zogenaamde whole of socie-
ty-filosofie van waaruit men complexe problemen
wilde aanpakken door over sectoren heen inzichten
en engagement samen te brengen. Een van de strategi-
sche doelstellingen van de provincie West-Kaap was
om de veiligheid te verhogen, op basis van vier design-
principes17:
– het eerste principe, focus on the future, not the
past, is erop gericht om de inspanningen te richten
op het verbeteren van de toekomst in plaats van
het herstellen van het verleden. Niet zozeer de
vraag “wie treft schuld?”, maar “wat is de oor-
zaak?” en “wat kan er gedaan worden opdat het in
de toekomst minder waarschijnlijk is dat het nog
gaat gebeuren?” zijn richtinggevend. Van daaruit
worden er zaken geïdentificeerd en aangepakt
waarvan men weet dat indien ze onaangeroerd
blijven, de toekomst er niet beter uitziet dan het
verleden. Voorkomen is met andere woorden beter
dan genezen;
– het tweede principe, focus on opportunities, staat
voor het reduceren van opportuniteiten die aanlei-
ding kunnen geven tot schade en criminaliteit,
maar ook voor het stimuleren van opportuniteiten
die kunnen aanzetten tot positieve acties en attitu-
des;
– het derde principe, think whole-of-society, gaat er-
van uit dat safety and security een probleem is van
iedereen. Cruciaal is dat mensen en diensten die
..............................................................................................................................................................................................................................................................................................................................................................................................................................................................
15. West-Kaap is een van de negen provincies van Zuid-Afrika. De hoofdstad is
Kaapstad. De provincie ontstond in 1994 door opdeling van de Kaapprovin-
cie in drie nieuwe provincies, nl. Noord-Kaap, Oost-Kaap en West-Kaap.
16. Interview Clifford Shearing.
17. Interview Clifford Shearing.
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(de context van) een probleem het best kennen en
begrijpen worden samengebracht. Daarop moeten
allemiddelen, mensen en dienstenworden geïden-
tificeerd die het best kunnen bijdragen tot een po-
sitieve oplossing van het probleem. Slechts op deze
manier kan er gewerkt worden aan bevredigende
en duurzame oplossingen;
– ten slotte stelt het vierde principe: make sure you
have a safety and security budget, not just a secu-
rity force budget. Het uitgangspunt hier is dat ver-
schillende problemen en opportuniteiten verschil-
lende oplossingen vragen. Als je alleen een hamer
hebt in je gereedschapskistje dan ziet alles eruit als
een spijker. Het opbouwen van veilige gemeen-
schappen betekent dat er gewerkt wordt aan een
flexibele en een meer gedifferentieerde ‘toolbox’.
3.2.2. Ambitie en werkwijze
Security Lab werd opgericht als een ‘innovation hub’
die operationeel onafhankelijk is om snel, goedkoop
en verantwoordelijk te experimenteren en om te kun-
nen navigeren tussen de overheid, de private sector
en het middenveld. “We seek to establish ourselves as
a creative, evidence-based and methodologically ag-
nostic18 agency driving tangible social innovation in
the context of safety and security.”19 De kern van hun
activiteiten is gericht op ideeën en onderzoeken op
specifieke locaties waarvan een deel uitmondt in pro-
jecten. De primaire focus ligt op armere buurten die
een hoge mate van geweld ervaren, maar minder in
staat zijn om de gemeenschap en de private sector te
mobiliseren omdaar iets aan te doen, stelt NoahMaltz.
Het resultaat van de projecten moeten tastbare ‘mo-
dellen’ zijn, aanpakken die op straat getest zijn en
werken.
Concreet is de werkwijze van het Safety Lab er een
van ‘inquiry, design and activation’:
– in de inquiry-fase wordt de vraag gesteld wat er
precies aan de hand is. Daarbij worden vanzelf-
sprekendheden ter discussie gesteld en wordt vol-
doende informatie verzameld waarop verantwoord
geëxperimenteerd kan worden;
– in de design-fase worden projecten ontwikkeld
rond zogenaamde ‘fulcrum points’. Dat betekent
dat er gezocht wordt naar interventies die een dis-
proportionele impact kunnen hebben op het oplos-
sen van een probleem.20 Projecten worden ontwor-
penmet het oog op effectieve, duurzame en toepas-
bare modellen. Het zijn met andere woorden geen
resultaten die in de kast verdwijnen, maar op het
terrein toepasbaar zijn;
– in de activation-fase komt de kern van Security Lab
tot uiting. Het is immers een testcentrum dat ge-
richt is op een snelle implementatie in de praktijk.
Daarom functioneert het lab ook als open bron in
samenwerking met alle mogelijke partners: over-
heid, private sector, gemeenschappen, kennisin-
stellingen tot ontwikkelingsorganisaties en hand-
havingsactoren.
Samengevat gaat het volgens Clifford Shearing over
“Try it, test it, improve it and then release it”. Cruciaal
daarbij is dat de innovaties die uitgetest zijn en blij-
ken te werken ook worden opgepikt en ingebed. Er
zijn vier cruciale factoren van invloed op het succes-
vol inbedden van innovaties, namelijk awareness,mo-
tivation, pathways en reward. Bewustzijn (awareness)
over het belang van de innovatie, motivatie (motiva-
tion) om verandering te bewerkstelligen, een concrete
wijze/weg (pathways) waarop de verandering kan
worden bewerkstelligd en beloningen (rewards) die de
verandering bevestigen. Het zijn kernfactoren ont-
leend aan de organisatietheorie en het veranderings-
management. Net daaraan wordt het succes van deze
werkwijze getoetst (Peterson et al., 2015).
Op deze wijze heeft Security Lab sinds 2012 een hele
reeks projecten ontwikkeld.21 Een voorbeeld is het
CCTV activation/public safety empowerment-project.
Daarin werd er creatief nagedacht over hoe CCTV-
beelden ingezet konden worden op een manier dat ze
nuttig zijn voor het publiek. Zo werden onder meer
clips op basis van CCTV-beelden geprojecteerd op pu-
blieke ‘hotspots’ waar veel mensen samenkomen en
op deze manier gesensibiliseerd worden voor de vei-
ligheidsrisico’s die ze lopen. Zo wordt er bijvoorbeeld
een scène geprojecteerd waarop zichtbaar gemaakt
wordt hoe criminelen schoenen van slachtoffers aan-
raken terwijl ze hen tegelijkertijd beroven. Erwerd ook
een online archief met dergelijke beelden opgezet dat
via sociale media de mensen sensibiliseert voor dit
soort risico’s.
3.2.3. Partners en financiering
In het geval van Safety Lab is de triple helix opgericht
door de overheid met steun van academici en bedrij-
ven die projectgerelateerd input leveren. Het is belang-
rijk te vermelden dat bedrijven in deWest-Kaap terug-
houdend zijn omhun naam te verbinden aan projecten
diemet onveiligheid, geweld en criminaliteit temaken
hebben omdat dit een negatieve impact zou hebben
op de omzet van het bedrijf. Daarmee is nog geen ver-
klaring gevonden voor het feit dat ook private beveili-
..............................................................................................................................................................................................................................................................................................................................................................................................................................................................
18. “Agnostic, in an information technology (IT) context, refers to something that
is generalized so that it is interoperable among various systems. The term can
refer not only to software and hardware, but also to business processes or
practices (http://whatis.techtarget.com/definition/agnostic)”.
19. http://safetylab.co.za.
20. Hierin schuilt een soortgelijke logicamet de ‘signal crimes’ waaropmen zich
richt binnen het principe van de ‘reassurance policing’. Dat betekent dat
men de politie advies geeft om in te spelen op vormen van criminaliteit of
wanorde die een disproportioneel effect hebben op gevoelens van onvei-
ligheid bij de bevolking zodat een grotere impact wordt gegenereerd op
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gingsfirma’s geen actieve rol op zich nemen inzake
technologie en innovatie. Een mogelijke reden zou
kunnen zijn dat de traditionele markt van dit soort be-
drijven (zijnde inzet van mensen/toezichthouders,
CCTV en het rapporteren van overtredingen) in Zuid-
Afrika nog niet verzadigd is en er voor hen geen nood-
zaak bestaat tot het verkennen van nieuwe marktseg-
menten zoals innovatieve toepassingen op basis van
technologie.22
Het departement Community Safety van de provincie
West-Kaap heeft Safety Lab in 2012 opgericht en fi-
nanciert het voor vijf jaar om aan te tonen dat het
werkt. De financiering past in de strategische optie van
de West-Kaapse overheid om van de provincie een
veiligere plek te maken. Dat betekent dat Safety Lab
gefinancierd wordt op basis van een bijzondere enve-
loppe en niet in een recurrente budgetlijn. Gedurende
vijf jaar investeert de provincie jaarlijks 5 500 000
Zuid-Afrikaanse rand, ongeveer € 311 00023, op basis
waarvan er een achttal mensen fulltime is tewerkge-
steld bij Safety Lab. De unieke werkwijze schuilt in de
interdisciplinaire samenstelling van de groep werkne-
mers. Zo werken onder meer een landschapsarchitect,
een adverteerder, een sociale activist, een semiprofes-
sionele sporter, een communicatiemanager en een
gang-specialist samen.
Safety Lab heeft ook sterke banden met de stad (Kaap-
stad) ontwikkeld en dan voornamelijk met hunMetro-
politan Police. Deze sterke band kwam tot stand op
basis van het eerder vermelde CCTV-project dat heel
wat voordelen opleverde voor de gebruikers van de
stad. De stad ondersteunt Safety Lab op basis van
projectgerelateerde financiering.
Vanaf de start is Safety Lab geïncubeerd in het Cape
Town Partnerschip. Dit partnerschap is erkend als in-
cubator voor diverse intermediaire organisaties die
gericht zijn op samenwerking in Kaapstad en de ge-
hele West-Kaap op diverse domeinen. Het huisvest
bijvoorbeeld ook het Central City Improvement Dis-
trict (CCID), een publiek-privaat partnerschap ge-
vormd door eigenaars in een bepaald geografisch ge-
biedmet het oog op het aanbieden van extra dienstver-
lening bovenop wat de stad aanbiedt.24
Wat de kennisinstellingen betreft, heeft het Centrum
voor Criminologie aan de Universiteit van Kaapstad
en in het bijzonder professor Clifford Shearing ‘food
for thought’ geleverd bij de start van het initiatief. Hij
lag mee aan de basis van de vier eerder vermelde
designprincipes die centraal stonden bij de optimali-
sering van de werking van de provincie West-Kaap.
Voorts levert het Institute for Security Studies in dit
samenwerkingsverband onafhankelijk onderzoek en
beleidsanalyse en -advies alsook praktische training
en technische bijstand. Ze vervullen bovendien een
adviserende rol voor diverse projecten en denken mee
over de methodologie van de activiteiten van Safety
Lab.
Wat de bedrijven betreft, was Y&R Advertising het
eerste bedrijf dat aanzienlijk investeerde in Safety Lab.
Zij bieden strategische steun en creatieve input in een
aantal Safety Lab-initiatieven. Hun mantra is ‘Resist
the Usual’ van waaruit zij gericht ‘out of the box’ gaan
denken. Hoewel er verder nauwelijks private bedrij-
ven expliciet en openlijk hun steun uiten aan Safety
Lab zijn er projectgerelateerd wel degelijk bedrijven
betrokken, zo getuigt NoahMaltz. Zij wensen anoniem
te blijven en hoesten vaak tot 40 % op van de onkos-
ten verbonden aan specifieke (niet-geweldgerelateer-
de) projecten.
Ten slotte zijn de relaties met de doelgroep, de bur-
gers, cruciaal. We onthouden uit het gesprek met di-
recteur NoahMaltz dat de projecten vaak expliciet niet
in relatie gebracht worden met veiligheid omdat er zo
op de achterliggende sociale processen kan worden
gewerkt. De doelgroepen van de projecten, waaronder
vaak jongeren, kunnen immers veel gemakkelijker be-
reikt worden indien projecten niet expliciet gerela-
teerd zijn aan criminaliteit, onveiligheid en geweld.
Met het perspectief van de zogenaamde eindgebruiker
moet dus bij het opzetten van het project mede reke-
ning worden gehouden. Creatief nadenken over de in-
steek van de innovatieprojecten opdat cruciale part-
ners ook in het ‘innovatiebad’ stappen, kan de kans op
succes vergroten.
Tijdens de gesprekken met Clifford Shearing en Noah
Maltz is ook gebleken dat de financiering van Security
Lab begin 2016 onder druk staat en de toekomst ervan
bijzonder onzeker is. Voor beiden is het uitwerken van
een triple-helixsamenwerking met het oog op innova-
tie in het veiligheidsdomein alleen duurzaam als het
ook gefinancierd wordt binnen een recurrente budget-
post zodat het niet kwetsbaar wordt voor persoonsge-
bonden of politieke invloeden. Bovendien is volgens
hen de economische context van invloed op het wel-
slagen van dit model. De innovaties die getest zijn en
blijken te werken, moeten immers worden opgepikt
en ingebed. Er moet met andere woorden een markt
zijn voor wat je hebt ontwikkeld.
Uit het gesprek met directeur Noah Maltz blijkt dat hij
zich heel goed bewust is van het feit dat dit alles aan-
sluit bij het doel om de economie in Zuid-Afrika te
laten groeien zodat er extra jobs gecreëerd worden.
Alleen deze dynamiek kan de vicieuze cirkel van cri-
minaliteit, onveiligheid en geweld in Zuid-Afrika
doorbreken.
..............................................................................................................................................................................................................................................................................................................................................................................................................................................................
22. Gesprek met Julie Berg, associate professor, Institute for Safety Governance
in the Global South, University of Cape Town, 16 februari 2016.
23. Omrekening op 15 februari 2016.
24. www.capetownccid.org.
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4. Een aanzet tot debat
Met dit themanummer willen we het debat openen
over hoe technologie en innovatie op het veiligheids-
domein gestimuleerd kan worden. We stonden stil bij
de mogelijkheden van het triple-helixmodel om dat te
doen. Ter inspiratie bekeken we twee triple-helixini-
tiatieven in het buitenland, namelijk het Dutch Insti-
tute for Technology, Safety and Security en Safety Lab
in de West-Kaap in Zuid-Afrika. Op basis van deze
verkenning komen we tot de constatering dat er zowel
gelijkenissen als verschillen opduiken tussen beide
initiatieven. De ontstaansgeschiedenis, de doelstellin-
gen, de ambitie, de werkwijze, de partners en de fi-
nanciering van DITTS en Safety Lab zijn getriggerd
door specifieke lokale en regionale behoeften van de
betrokken actoren die in het triple-helixmodel samen-
werken. Elk initiatief vertoont zijn ‘couleur locale’.
Hoewel beide initiatieven gericht zijn op sociale en
technologische innovatie en beide finaal een sterke
economische grondslag hebben en gericht zijn op het
creëren van een veiligere samenleving, zijn er belang-
rijke accentverschillen met bij DITTS een groter ac-
cent op technologische innovatie en economische
groei terwijl er in Zuid-Afrika een groter accent ligt op
sociale innovatie en een daling van geweld en onvei-
ligheid.
Wat opvalt, is dat er in beide initiatieven mensen zijn
geweest uit de verschillende institutionele sferen
(overheid, bedrijven en kennisinstellingen) die de
handen in elkaar hebben geslagen om te starten met
een triple-helixinitiatief. Het zijn stuk voor stuk men-
sen uit de overheid, de bedrijven en de kennisinstel-
lingen die ‘out of the box’ denken en bereid zijn om
met anderen in dialoog te gaan op zoek naar gemeen-
schappelijke belangen inzake technologie, innovatie
en veiligheid. Er zijn in beide landen innoverende or-
ganisatoren én ondernemende wetenschappers bij be-
trokken. In de methodieken die beide initiatieven ont-
wikkelen, zit bovendien een zoektocht naar een win-
winsituatie voor elke betrokken actor.
Vanaf het begin werden beide initiatieven in grote
mate gefinancierd door regionale overheden, een ui-
ting van een ‘ondernemende staat’. In beide landen
wordt die richting uitgekeken als het gaat over initia-
tieven inzake veiligheid. In beide initiatieven blijft de
financiering een heikel punt want het is elke keer weer
zoeken naar middelen om de intermediaire functie
van een triple-helixinitiatief op langere termijn staand
te houden. De vraag rijst dan ook hoe zo’n functie in-
gebed kan worden in een langetermijnvisie met een
bijbehorende stabiele financiering, een recurrent bud-
get, zodat het niet afhankelijk wordt van de waan van
de dag of van persoonsgebonden of politieke invloe-
den.
Ook ons land staat voor uitdagingen op het domein
van technologie, innovatie en veiligheid. Niet op z’n
minst naar aanleiding van de terroristische aanslagen
op 22 maart in Brussel en de toegenomen stroom
vluchtelingen in Europa en ons land. Deze gebeurte-
nissen verhogen de druk op alle actoren om de han-
den in elkaar te slaan en vooruitgang te boeken op dit
domein. De vraag naar meer samenwerking, meer uit-
wisseling van mensen, technologie en informatie en
het zoeken naar innovatieve oplossingen voor de ope-
rationele en vaak heel concrete uitdagingen waar we
momenteel mee geconfronteerd worden, zijn aan de
orde van de dag op het veiligheidsdomein. Met dit
themanummer willen we het debat alvast op gang
brengen in de hoop dat België hiermee deze keer ‘de
boot’ niet mist ... want de vraag rijst wie de hand-
schoen opneemt. Is de ‘sense of urgency’ groot genoeg
om initiatief te nemen of worden de verschillende ac-
toren verlamd door de waan van de dag?
Een belangrijke uitdaging die in de Belgische context
ligt vervat, is de regionalisering van heel wat bevoegd-
heden zoals innovatie, wetenschap en technologie ter-
wijl veiligheid een federale bevoegdheid blijft. Een
belangrijk aandachtspunt in dit verband is de missie
waar een organisatie voor staat. Of anders gesteld:
streeft men economische ontwikkeling, groei of her-
oriëntering na of groeit een initiatief voort vanuit de
overtuiging dat innovatie kan bijdragen tot meer (soci-
ale) veiligheid en dat de technologische evolutie an-
dere en nieuwe uitdagingen brengt voor de traditio-
neel vaak mono-georganiseerde veiligheidsdiensten.
Het is ook een verhaal van communicerende vaten:
het ene zal ongetwijfeld het andere kunnen verster-
ken, maar de initiële doelstelling van een organisatie
zal ongetwijfeld een invloed hebben op de structuur,
de schaal en de nationale of regionale inbedding.
In welke mate kunnen overheden in België participe-
ren in een triple-helixorganisatie? Heel vaak wordt het
argument naar voren geschoven dat een samenwer-
king van publieke diensten, private bedrijven en ken-
nisinstellingen per definitie niet kan. Argumenten ko-
men uit morele hoek doordat dit de integriteit en de
onkreukbaarheid van publieke diensten aan de orde
kan stellen. Een ander heikel punt is dat een te nauwe
samenwerking van overheidsdiensten in het kader van
“De vraag rijst hoe deintermediaire functie van een triple-helixinitiatief ingebed kan worden
zonder afhankelijk te worden van
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publiek-private innovatieprojecten belemmerend
werkt op de openbare gunning die de uitkomst van
een succesvol innovatieproject moet vermarkten. Het
gaat hier dan over de strakke regeling inzake over-
heidsopdrachten in België. Uit de Nederlandse casus
blijkt dat dit in andere Europese landen, met eenzelfde
Europese regelgeving wel mogelijk is. Dreigt hier geen
‘innovatie-braindrain’ in het veiligheidsbeleid? Inno-
vatie-ideeën en vragen van publieke diensten gaan de
grens over en voeden buitenlandse triple-helixorgani-
saties die nog geen nauwe banden hebben met Belgi-
sche kennisinstellingen.
Bovendien kan ook de vraag gesteld worden op welke
manier de interactie tussen technologie, innovatie en
veiligheid tot een veiligere samenleving zal bijdragen.
Hoe wordt die veiligere samenleving dan gedefini-
eerd? Bij het stimuleren van interactie tussen techno-
logie, innovatie en veiligheid duiken immers ook heel
wat ethische vragen op. Is wat mogelijk is op basis van
technologie ook altijd wenselijk? Is wat mogelijk is op
basis van technologie ook altijd wettelijk? Wordt de
balans tussen veiligheid en privacy voldoende in het
oog gehouden? Als de triple-helixsamenwerking ge-
richt is op de vermarkting van producten en proces-
sen; is het algemeen belang daarbij gediend? Is een
triple-helixmodel slechts mogelijk op basis van een fi-
nanciering door de overheid of zijn er ook andere mo-
gelijkheden? Is betalend lidmaatschap een vereiste of
is het een struikelblok voor partnerships?
In dit themanummer liggen al deze vragen op tafel.
We nemen ze mee in onze zoektocht naar de rol die
innovatie en technologie spelen in de beleidscyclus
op het domein van veiligheid. Vervolgens zijn we op
zoek naar wat we kunnen leren uit het perspectief van
verschillende actoren over deze vragen. Daarom zijn
we expliciet op zoek gegaan naar bijdragen uit de pri-
vate sector, de publieke sector en de academische sec-
tor in de hoop daaruit lessen te kunnen trekken die
bruikbaar zijn voor technologie en innovatie op het
veiligheidsdomein. Ten slotte duikt de finale vraag op
welke rol er is weggelegd voor Belgische initiatieven
op dit domein en welke lessen er momenteel getrok-
ken kunnen worden uit lopende initiatieven en on-
derzoek ter zake.
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Van oudsher waren veiligheidsdiensten op zoek naar
nieuwe technologieën. Het gebruik van technologie
om de maatschappelijke veiligheid te vergroten,
neemt zoals ook vermeld in de locomotieftekst hand
over hand toe. De snelheid waarmee nieuwe techno-
logische toepassingen zich aanbieden, is voor elke or-
ganisatie een uitdaging. De mogelijke inzet van tech-
nologische en andere innovaties met het oog op het
creëren van een veiligere samenleving, is ook meer
dan ooit tevoren aanwezig in kranten, vakbladen en
wetenschappelijke tijdschriften (De Kimpe et al.,
2015). Toch hebben we nog een hele weg te gaan
(Hinsen, 2016).
Innovatie is uiteraard meer dan alleen technologie.
Maar, in deze publicatie staan, zoals ook in de locomo-
tieftekst, technologische ontwikkelingen centraal.
Ook gaat de aandacht vooral naar ontwikkelingen bij
politie en justitie.
Voorts is bij het begin van deze bijdrage het onder-
scheid noodzakelijk tussen gesloten of open (techno-
logische) innovaties. Gesloten innovaties en technolo-
gie zijn de ontwikkeling strikt in de veiligheidsdienst
zelf (specificiteit, veiligheid, geheimhouding). Open
technologie bevindt zich aan het andere eind van het
continuüm en houdt in dat er maximaal een gebruik
wordt gemaakt van externe ontwikkelingen. Hierdoor
kunnen gemakkelijk vier scenario’s onderscheiden
worden:
– strikte regelgeving/gesloten technologie;
– ruime regelgeving/gesloten technologie;
– strikte regelgeving/open technologie;
– ruime regelgeving/open technologie.
Dat houdt in dat behalve het weloverwogen creëren
van de gepaste regelgeving door de overheid, de be-
trokken veiligheidsdiensten op basis van een degelijk
uitgewerkt keuzemodel kiezen voor open of gesloten
technologische toepassingen.
Het stimuleren van nieuwe en het optimaliseren van
bestaande technologische middelen en technieken om
de efficiëntie en de effectiviteit van de betrokken dien-
sten te verhogen, blijft voor iedere organisatie een uit-
daging. Gelukkig is er de Nederlandse technologiera-
dar om ons inzicht te verschaffen in de meest recente
en geselecteerde nuttige technologische ontwikkelin-
gen.2 Hierbij is ook de verwachte impact ervan in kaart
gebracht.3
Postma herinnert ons: “technology is both a burden
and a blessing” (1995). En, samen met Boutellier
(2002) moeten we dat alles ook situeren in de zoge-
naamde veiligheidsutopie, zijnde het feit dat de tech-
nologische revolutie een zodanige vlucht heeft geno-
men dat zij haar eigen risico’s niet altijd meer kan
beheersen. Door de grotemodernisering van de samen-
leving worden de materiële noden van de burger beter
ingevuld, maar zijn de potentiële dreigingen toegeno-
men. Aan de ene kant is door moderniteit de vrijheid
van de burger sterk uitgebreid, maar aan de andere
kant kan men dat een riskante vrijheid noemen.
Ondanks het grote aanbod van mogelijkheden tot in-
novatie blijven de Belgische overheden en diensten,
verantwoordelijk voor de veiligheidsproblematiek,
schaars met beleid, oriënterende informatie en beslis-
..............................................................................................................................................................................................................................................................................................................................................................................................................................................................
1. Willy Bruggeman is doctor in de Criminologie. Van eind 1993 tot 2003
leidde hij mede Europol in de functie van plaatsvervangend directeur. Hij is
nu voorzitter van de federale politieraad, en als bijzonder geassocieerd
hoogleraar verbonden aan de leerstoel politiewetenschappen van het Be-
nelux Universitair Centrum. Hij maakte ook deel uit van de evaluatiegroep
voor de Nederlandse politie. Hij werkt occasioneel als expert voor het Inter-
nationaal Strafhof in Den Haag.
2. TNO 2014 R10864.
3. De geselecteerde functies zijn: waarnemen, data analyseren, identificeren,
gedrag analyseren, aansturen, opvolgen, informatie beveiligen en acteren
in een slimme omgeving.
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singen. Dat stimuleerde ons om op zoek te gaan naar
mogelijke aanzetten tot verbetering. Hiertoe explore-
renwe eerst (theoretische) valkuilen bij het voeren van
innoverend beleid.
Jammer genoeg blijft de literatuur in verband met in-
novatie en technologische ontwikkelingen in België
schaars. Tekenend is dat zelfs smart CCTV-applica-
ties nog (te) weinig zijn bestudeerd en te weinig (on-
geacht enkele recente publicaties) het voorwerp wer-
den van wetenschappelijk onderzoek en publicaties
(Melgaço, 2015). België is te klein om dat alles alleen
vanuit de nationale positie te benaderen, vandaar dat
we frequent op zoek gingen naar buitenlandse indica-
ties voor het optimaliseren van innovatie binnen het
veiligheidsdomein.
Hierbij bouwden we ook verder op de inhoud van het
interessante themanummer dat het tijdschrift Orde
van de dag vorig jaar al publiceerde.4 Dat alles is dan
de opstap om het op stapel staande invoeren van een
nieuwe kadernota integrale veiligheid (IKV) en een
nieuw nationaal veiligheidsplan (NVP) te beoordelen
naar relevantie en als basis voor innovatie en techno-
logische ontwikkelingen. Daarna trekken we uit dat
alles een aantal lessen en aanbevelingen voor de toe-
komst.
1. Wat biedt het beleid in de toekomst?
1.1. De Europese Unie (EU)
De EU heeft twee programma’s gelanceerd om vraag
en aanbod van technologie te verbinden, zijnde ESRIF5
en de zogenaamde Digitale agenda voor Europa.6 Be-
halve het intensief gebruik van internet, propageerde
de commissie zeven prioriteiten op de Europese
agenda voor de komende jaren.
Ook in het kader van Innovatie Unie, ondertussen een
van de speerpunten voor Europa 2020 geworden, heeft
de Europese Commissie het programmaHorizon 20207
gelanceerd, als opvolger van het zevende kaderpro-
gramma. Het onderdeel “Secure societies – Protecting
freedom and security of Europe and its citizens” van
Horizon 2020 biedt concrete mogelijkheden om in di-
verse domeinen subsidies te krijgen voor nieuwe of
vernieuwende toepassingen.
Bovendien heeft de Commissie ook twee aparte instru-
menten voor ‘innovation procurement’ door de over-
heid georganiseerd. Dat betreft meer bepaald de ‘pre-
commercial procurement’ (PCP) en de ‘public procu-
rement of innovation’ (PPI).
Deze instrumenten zijn bedoeld om enerzijds de over-
heid te ondersteunen bij de doorontwikkeling en aan-
passing van producten (PCP) en anderzijds om de
aankoop van innovatieve producten (PPI) aan te moe-
digen, wat snel neerkomt op een ‘vermarkting’ van de
besluitvorming. Beide systemen zijn er ook op gericht
om op innovatieve manier bestaande systemen te ver-
vangen op initiatief van de gebruiker.
Dit kan een aanzet zijn voor meer, op voorwaarde dat
beste praktijken en evidence based onderzoek bij-
draagt tot het verder professionaliseren van de veilig-
heidsdiensten. Wel is het zo dat veiligheid een natio-
nale verantwoordelijkheid blijft en België is te klein
om niet voluit gebruik te maken van experimenten in
ervaringen in andere en zeker die landen die tot de
Europese Unie behoren.
In 2008 lanceerde het Franse voorzitterschap het Eu-
ropees netwerk ENLETS8, een denktank betreffende
mogelijk in te voeren nieuwe technologieën in de
veiligheidsketen. Het is de bedoeling om door het ef-
ficiënter en effectiever inzetten van nieuwe technolo-
gieën die trouwens razendsnel evolueren, de aanpak
van onveiligheid te optimaliseren. Dat wordt mogelijk
door het uitwisselen van ervaringen en door een be-
tere samenwerking tussen de lidstaten. Een tweede
doel van het netwerk is om op termijn bij te dragen tot
het overbruggen van de kloof tussen de gebruiker en
de aanbieders van technologische vernieuwingen. Zo
kunnen op termijn behoeften sneller worden omgezet
naar technologieën die meer op maat van de betrok-
ken diensten worden gemaakt, een idee dat ook wordt
meegenomen in de toekomstvisie voor de politie (cf.
infra).
Binnenkort organiseert de Europese Commissie mee
het (tiende) ‘Security & Innovation Event 2016’. Het is
opnieuw de bedoeling de lidstaten te ondersteunen bij
het zoeken naar efficiënte en effectieve innovaties. Dat
laat de vraag open in welke mate dat bijdraagt tot de-
mocratische besluitvorming. Hebben de decision ma-
kers en de burger hier nog enige invloed op? Het ant-
woord is natuurlijk inherent verbonden met de al dan
niet democratische werking van de EU-instanties,
enerzijds door de invloed vanuit het Europese Parle-
ment en anderzijds de democratische inbedding van
de Europese Raad (ministers) bij het deelnemen aan
de uitvoering van de voorgestelde besluiten.
Heel wat Europese ondersteunende indicatieven dus
..............................................................................................................................................................................................................................................................................................................................................................................................................................................................
4. Orde van de dag, 2015, nr. 69.
5. ESRIF staat voor European Research and Innovation Forum. Op basis van
een Europese studie naar de dreiging zijn 31 landen gekomen tot een
clustering rond thema’s die research en innovatie vergen.
6. In mei 2010 gepresenteerd (EC 2010).
7. Europa 2020-initiatief – innovatie unie, Mededeling van de Commissie aan
het Europees Parlement, de Raad, het Europees Economisch en Sociaal Co-
mité en het Comité van de Regio’s, Brussel, 6 oktober 2010, COM (2010),
546 definitief. Horizon 2020: http://ec.europa.eu/programmes/
horizon2020.
8. European network of law enforcement technology services.
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en de vraag is of België op een voldoende gestructu-
reerde wijze gebruikmaakt van deze Europese initia-
tieven. In ieder geval is het zo dat daar waar de meeste
EU-landen ondertussen een R&D-afdeling hebben op-
gericht, dat ook navolging verdient in België.
1.2. Vanuit de KIV en het NVP
In beide beleidsdocumenten wordt innovatie vooral
vanuit de aandachtspunten internet en ICT benaderd,
wat op zich al een beduidende verenging is van de
problematiek.
1.2.1. KIV
De KIV bevestigt dat het internet niet alleen een be-
dreiging is, maar ook een opportuniteit voor de crimi-
naliteitsbestrijding en om de veiligheidshandhaving
(zo bv. door een permanente bewaking, in real time,
van bepaalde sociale media) te optimaliseren. De
woordkeuze criminaliteitsbestrijding verengt natuur-
lijk onterecht de technologische toepassingen waar-
van er sprake is tot dit domein van het veiligheidsge-
beuren.
De snelle veranderingen in onze maatschappij zijn
nauw verbonden met een voortschrijdende technolo-
gisering. Die beperkt zich uiteraard niet tot ICT, inter-
net en digitaal databeheer, maar strekt zich ook uit tot
andere innovatieve technologieën als nano- en bio-
technologie. Het Nationaal Politioneel Veiligheids-
beeld toont aan dat criminelen vaak ‘first adopters’
zijn van de nieuwe technologische mogelijkheden,
zoals bij het afschermen van hun communicaties en
illegale bestanden. Daarom is het zaak om die zo veel
mogelijk en binnen de grenzen van het wetgevende
kader (dat de nodige flexibiliteit moet waarborgen) en
de beschikbare budgetten, ook open te stellen voor de
veiligheidsdiensten. Het is daarom ook wenselijk dat
een permanente overlegstructuur wordt opgericht, be-
staande uit specialisten van de politie-, inlichtingen-
en veiligheidsdiensten, gespecialiseerde inspectie-
diensten, het Openbaar Ministerie, de academische
wereld en de private sector, om nieuwe ontwikkelin-
gen op te volgen en na te gaan welke mogelijkheden
die bieden op het vlak van veiligheidshandhaving en
criminaliteitsbestrijding. Het is echter te betreuren dat
dit overleg al lang en meermaals werd aangekondigd,
maar tot nog toe op zich laat wachten.
Dit voorstel sluit enigszins aan bij een voorstel dat ook
in de Visie voor de politie 2025 wordt gedaan (cf.
infra).
Tevens dient een efficiënte samenbundeling te gebeu-
ren van demiddelen die nu soms op ongecoördineerde
wijze en over verschillende diensten verspreid wor-
den (bv. de expertise waarover de veiligheids- en po-
litiediensten beschikken). In dit verband dient in het
bijzonder aandacht te worden besteed aan een struc-
turele samenwerking met de academische wereld én
met de private sector (in het bijzonder de grote inter-
netbedrijven), vooral ook om de beperkte expertise bij
de overheid te compenseren.
Een ambitieuze doelstelling dus, waarvan verhoopt
mag worden dat snel de nodige initiatieven zullen
worden genomen. Het INNOS-initiatief9 waarvan
sprake in de locomotieftekst is zeker een van deze ini-
tiatieven.
1.2.2. NVP 2017-2019
Het nieuwe NVP stelt dat het internet de laatste jaren
explosief is gegroeid, in het bijzonder met de ontwik-
keling van de sociale media. Het internet is, zo wordt
gesteld, een ongeziene bron van informatie, een soe-
pel en snel communicatiekanaal, een platform voor
het ontwikkelen van commerciële activiteiten en het
aanbieden van goederen en diensten.
De keerzijde van de toenemende mogelijkheden van
het internet is dat steeds vaker misbruik van de digi-
tale wereld wordt gemaakt om een breed palet van cri-
minele daden te plannen en uit te voeren. Het internet
vergemakkelijkt immers vele vormen van criminali-
teit. Drugs, namaak en andere illegale producten wor-
den aangeboden via internet, net zoals beelden van
seksueel misbruik van minderjarigen.
Het internet is een facilitator die transversaal door
criminaliteitsfenomenen heen loopt. Het gebruik van
het internet als (faciliterend) instrument voor het ple-
gen van misdrijven is, het spreekt voor zich, een uit-
daging voor de gehele maatschappij en in het bijzon-
der voor de rechtshandhaving. De alomtegenwoordig-
heid van internet vereist – heel terecht – volgens het
NVP een cultuurwijziging betreffende orde- en rechts-
handhaving.
De innovatieve technologische ontwikkelingen, al dan
niet via het internet, en de informatie die via de
nieuwe communicatiekanalen kan worden geraad-
pleegd, bieden op het vlak van opsporing en vervol-
ging ook ongekende mogelijkheden, dit alles uiteraard
binnen het wettelijke kader. Bovendien, zo stelt ook
de KIV, is innovatie meer dan alleen een technische
verbetering. Innovatie is het stimuleren van mensen
om nieuwe ideeën om te zetten in meerwaarde.
Internet, innovatie en nieuwe technologieën zijn dus
niet alleen een bedreiging, maar ook een opportuniteit
voor de criminaliteitsbestrijding en de veiligheids-
handhaving (bv. door een permanente bewaking, in
..............................................................................................................................................................................................................................................................................................................................................................................................................................................................
9. www.innos-center.be.
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reële tijd, van bepaalde sociale media), op voorwaarde
dat de besluitvorming ook democratisch gebeurt.
Het organiseren van het delen van kennis en expertise
met betrekking tot het gebruik van nieuwe technolo-
gieën bij het politiewerk verhoogt de mogelijkheid om
op een tijdige en efficiënte manier te reageren op
nieuwe tendensen. Er bestaat tevens behoefte aan het
optimaliseren van het gebruik van sociale media bij
de diverse politionele functionaliteiten. Zulke respons
vergt uiteraard de nodige investeringen in hardware,
software en opleidingen. De politie wil in dit verband
een permanent strategisch beeld ontwikkelen. In sa-
menwerking met relevante partners bij de overheid,
maar ook in de private sector, zoals internetproviders,
bijdragen tot het vormen van een permanent strate-
gisch beeld van de uitdagingen op veiligheids- en
rechtshandhavingsvlak, met inbegrip van de nieuwe
technologieën en toepassingen die het internet als zeer
snel evoluerende en veranderende omgeving biedt.
In de navolgende doelstellingen van het NVP worden
het belang van de preventie, de beeldvorming, het
beter online detecteren van misdrijven, het virtueel
toegankelijk maken van de politie voor burgers, het
permanent evalueren van wetgeving en procedures en
het opzetten van opleidingen en bijscholingen verder
geduid.
Wanneer we dit NVP vergelijken met het vorige NVP
valt het op dat er geen apart hoofdstuk meer wordt
gewijd aan innovatie (en nieuwe technologieën). Toen
werd gepleit voor het ontwikkelen van een visie op de
relatie tussen technologie en politiewerk en de vrees
is nu dat het documentVisie voor de politie 2025 (nog)
niet de status heeft gekregen om hieraan tegemoet te
komen.
1.3. Vanuit ‘Pearls in policing’
Ook vermeldenswaard is het feit dat, onder andere op
basis van het zoeken naar en het identificeren van mo-
gelijke scenario’s, in Nederland 32 politiechefs uit 24
verschillende landen bijeen zijn gekomen van 15 tot
17 juni 2008 in Den Haag (de ‘Pearls in policing’-con-
ferentie10, voor de tweede keer, op uitnodiging van de
Nederlandse overheid). Een groep van zogenaamde
‘parelvissers’11 had ter voorbereiding van deze confe-
rentie vier scenario’s voor onveiligheid in 2020 uitge-
werkt. Die werden dan geconfronteerd met de be-
staande plannen (van tien verschillende landen die
aan de conferentie deelnamen) om de duurzaamheid
en toekomstgerichtheid van hun plannen te testen. Uit
de discussie werd duidelijk dat weinig politiediensten
echt toekomstgericht denken en plannen en dat er dus
een serieuze gap is tussen de nu voorliggende plan-
nen en de mogelijke scenario’s.
De parelvissers identificeerden twee assen die heel
belangrijk werden geacht voor de toekomstige werking
van de politie: de sociale cohesie (inclusion, exclu-
sion) en de controle van de technologie (regulated, not
regulated). Dat leidde tot vier scenario’s, gebaseerd
enerzijds op de maatschappijconstructie (‘construct of
society’ = inclusion or exclusion) en anderzijds op de
regelgeving in verband met technologie (‘regulation of
technology’ = highly regulated or unregulated):
Het is duidelijk dat hieruit al twee conclusies meege-
nomen kunnen worden, zijnde enerzijds het feit dat
de politie in België qua innovatie weinig beleidsmatig
aanstuurt en anderzijds dat het thema regelgeving een
dominant gegeven is, wil men de aanpak optimalise-
ren. Het Symphony-scenario spreekt natuurlijk het
meeste aan, en was ook inspirerend bij het uitwerken
van de visie 2025.
Dit scenario was trouwens inspirerend bij het uitwer-
ken van een toekomstvisie voor de politie.
..............................................................................................................................................................................................................................................................................................................................................................................................................................................................
10. Pearls in policing: scenario’s 2020, Panopticon, 2008, nr. 6, pp. 70-71. 11. Zie Panopticon, 2008, nr. 3, p. 74.
“Internet, innovatie en nieuwetechnologieën zijn niet alleen eenbedreiging maar ook een
opportuniteit voor de criminaliteits-
bestrijding en de veiligheidshand-
having, op voorwaarde dat de
besluitvorming democratisch
gebeurt.
Figuur 1. Toekomstscenario’s voor politie en veiligheid
Bron: Pearls in policing conference 2006 (www.
peralsinpolicing.com)
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1.4. Vanuit de toekomstvisie voor de politie
2025
Op zoek naar een visie voor de politie (DeWaele et al.,
2014), wordt uiteraard ook aandacht besteed aan een
visie wat innovatie en de bijbehorende technologieën
betreft (Van Rijckegem, 2014).
Over de ingebruikname van nieuwe innovatie en in
het bijzonder van technologieën door de politiedien-
sten zijn verschillende visies mogelijk. Eén visie is dat
de politie technologie die niet in de regelgeving wordt
vermeld, vrij in gebruik kan nemen of kan aanwen-
den. Een andere mogelijke visie is dat de politie tech-
nologie pas in gebruik neemt nadat ze in de regelge-
ving werd opgenomen. De laatste visie is duidelijk een
‘product’ van de bureaucratische of misschien relati-
verende politie, de eerste van een netwerkende of
marktgedreven politie.12
Het is een feit dat de ontwikkeling van regelgeving een
traag proces is en zich moeizaam aanpast aan het be-
staan en de ontwikkeling van innovatie en nieuwe
technologieën. Het is bijna onvermijdelijk dat techno-
logie of technologische mogelijkheden mensen mee-
trekken in bepaalde praktijken of toepassingen ge-
woon omdat het mogelijk wordt, dus op basis van de
marktwerking. Het gevaar schuilt er dan in dat men
dat doet zonder dat er een goed doordachte filosofie
aanwezig is over wat men wil bereiken en hoever men
hiervoor in technologie wil gaan. Ontsporing van tech-
nologie op basis van de mogelijkheden is een reëel ri-
sico.13
Vandaag experimenteren sommige individuele korp-
sen (en mogelijk ook een beperkt aantal federale enti-
teiten) met nieuwe technologieën. Het gebruik van
drones is maar één voorbeeld. De stijgende vraag naar
nieuwe dienstverlening en handhaving in het veilig-
heidsdomein alsook de stijgende concurrentie tussen
leveranciers werken dit soort experimenten in de
hand. Deze evolutie sluit nauw aan bij een marktge-
dreven politie: de experimenten vinden vooral plaats
in individuele korpsen en zonder een breed vooraf-
gaand overleg met actoren binnen en buiten de politie
(bv. de privacycommissie). De reactie echter op deze
– toch eerder – schaarse gevallen past veeleer in het
bureaucratische of relativerende scenario: de wetge-
ver ontwikkelt namelijk nieuwe regelgeving of ‘herin-
terpreteert’ de bestaande wetgeving (bv. de camera-
wetgeving voor de drones). Het spreekt voor zich dat
dit procesvertragend werkt op de veralgemeende inge-
bruikname van nieuwe technologieën. De vraag rijst
of er daarom niet meer heil te vinden is in een sterkere
netwerking. Maar in de praktijk stuit dit concept nog
te veel op allerlei bezwaren, zoals de procedures voor
openbare gunning. Die veronderstelt immers een
breed overleg bij de ontwikkeling of bij het op demarkt
komen van nieuwe technologieën en vermijdt moge-
lijk een ‘gecrispeerde’ regelgevende reactie bij de inge-
bruikname. Tot nog toe echter bestaat er in de geïnte-
greerde politie niet zoiets als een technologiebeleid,
noch staan er specifieke actoren in voor de research &
development in dit verband. Dezelfde elementen vin-
den we terug in de ICT-toepassingen. Vooral op het
niveau van de korpsen worden individuele initiatie-
ven genomen en gaat men allianties aan met bijvoor-
beeld private leveranciers. Ook dat sluit aan bij de
marktgedreven politie. Evengoed is die evolutie ech-
ter een gevolg van het feit dat de federale politie niet
in staat is gebleken om eenvormige performante syste-
men aan te bieden.
Mede daarom moet dringend gestreefd worden, al-
thans volgens het visiedocument, naar een toekomst-
gerichte en duurzame technologie voor de politie.
Daar waar criminelen doorgaans behoren tot de ‘first
adopters’, moeten politiediensten ook hun werking
voortdurend optimaliseren. Het is echter zo dat de
Belgische politie, wat nieuwe innovatie en in het bij-
zonder nieuwe technologieën betreft, maar een kleine
speler is met een beperkt budget. Ontwikkeling van
eigen technologie zoals in een ‘gesloten systeem’ (ken-
merkend in het ‘bureaucratische’ politiescenario) is
niet meer vol te houden en ook niet raadzaam. Zich
als politie begeven op de technologiemarkt, het zoe-
ken van partnerschappen voor technologieontwikke-
ling of -testing, lijkt des te meer aangeraden. De ham-
vraag blijft echter hoemen tot een beslissing komt over
welke technologie te integreren in de politie, zeker als
de politie zich in een context bevindt van algemene
regulerende kaders en minder van specifieke wetge-
ving.14 In de visietekst wordt gepleit om alleen die
technologie in de politiediensten te integreren die in
overeenstemming is met de algemeen regulerende ka-
..............................................................................................................................................................................................................................................................................................................................................................................................................................................................
12. Deze scenario’s worden uitgewerkt in Een toekomstvisie voor de politie 2025.
13. Zie bijvoorbeeld het ad-hocbeleid bij de Belgische politie i.v.m. het invoe-
ren van slimme camera’s.
14. Voorbeeld is de wetgeving op communicatie, die nu opeenvolgend door
telefonie-, fax- en computergerelateerde wetgeving wordt geregeld, daar
waar één globaal wetgevend concept veel duurzamer zou zijn dan telkens
in te spelen op zich aanbiedende nieuwe technologieën.
Figuur 2. Toekomstscenario’s, visie voor de politie 2025.
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ders, maar zonder ze in specifieke wetgeving te gie-
ten. Anders blijft de politie achterophinken terwijl ze
net een grotere flexibiliteit aan de dag moet leggen.
Interessanter zou zijn om een soort netwerkstructuur
of overleginstantie op te richten die hierover kan oor-
delen, bijvoorbeeld op basis van een algemeen raam-
kader.
Dat sluit ook aan bij wat Van Ooijen stelt in haar
doctoraatsonderzoek. Zo moet de wetgever bijvoor-
beeld durven af te stappen van het huidige denken in
het kader van de ‘natiestaat’, waarin elk bestuur eigen
regels heeft en beschikt over eigen instrumenten om
die af te dwingen, en durven te denken in de logica
van een ‘fluïde territorialiteit’, zoals bij het extraterri-
toriaal strafbaar stellen van genocide en andere mis-
drijven.
Voor de samenstelling van zo’n raad denken we aan
een breed partnerschap met mensen uit de politie en
andere veiligheids- en/of inspectiediensten (nationaal
en internationaal), experten uit de publieke sector,
universiteiten en, waarom niet, uit de private sector.
De samenstellingmoet hoe dan ook voldoende divers15
zijn om, in een cultuur van overleg, met evenwichtige
en relatief aanvaardbare oplossingen naar buiten te
komen. Het gevolg is wel dat individuen of individu-
ele korpsen zich neerleggen bij de beslissingen van het
orgaan en aanvaarden dat sommige opties als onvol-
doende haalbaar werden beschouwd. Dat vraagt in het
geïntegreerde model van de Belgische politie het aan-
vaarden van een gezamenlijke aanpak, iets wat nu
steeds meer door de verdere individualisering in heel
wat korpsen, onder druk komt te staan.
Ook een heroriëntatie bij de wetgever is noodzakelijk:
die hoeft niet tot in detail alle mogelijke middelen te
beschrijven die de politie kan of mag gebruiken. Wel
moet hij de opdrachten en functies van de politie dui-
delijk omschrijven net als de doelstellingen waarin
bijzondere of specifieke middelen kunnen worden
aangewend.
Er moet dus (algemeen en op een ad-hocbasis) geko-
zen worden tussen het trager invoeren van innovaties
op basis van een stringente regelgeving, of een snelle
reactie ook op basis van een meer algemeen wetge-
vend kader.
Er moet gekozen worden tussen het trager invoeren
van innovaties op basis van een stringente regelgeving,
of een snelle reactie ook op basis van een meer alge-
meen wetgevend kader.
Hierbij dienen we een kanttekening te maken voor de
wettelijke privacybescherming die uiteraardmoet blij-
ven bestaan wegens haar belang in het domein van
mensenrechten. Maar de experten of verdedigers van
deze belangen kunnen evengoed in de overleginstan-
tie ‘technologie’ zetelen en hun kennis en expertise
aanwenden om de best mogelijke technologische op-
ties te kiezen.
Nog steeds volgens het visiedocument zou het overleg-
mechanisme moeten kunnen bogen op een sterk ge-
specialiseerde R&D-cel ten voordele van de geïnte-
greerde politie. Deze cel moet zich dan richten op de
‘operationaliteit’ of de bruikbaarheid van mogelijke
nieuwe technieken en de mate waarin die integreer-
baar zijn met de standaardprocessen van de politie.
Nemen we een actueel voorbeeld als de bodycam: de
opportuniteitsbeslissing om die al dan niet in te voe-
ren, zou liggen bij de overleginstantie, de operationele
testing bij de R&D-cel. Voorts is het belangrijk dat po-
litie én het netwerk voor overleg kunnen beschikken
over een minimale leidraad en/of criteria voor de in-
gebruikname van nieuwe technologieën. Hierbij den-
ken we bijvoorbeeld aan de voorkeur voor duurzame
technologie of technologie die courant gebruikt wordt
in de maatschappij én die past in het duurzaam ge-
bruik van middelen. Inspelen op hypes refereert im-
mers aan de waan van de dag en dat willen we ook in
dit domein vermijden. Een andere voorkeur betreft de
aanwending van ‘standaard’ nieuwe technologie. Dat
impliceert dat er zo weinig mogelijk aanpassingen ge-
beuren aan de technologie die op de ‘markt’ verkrijg-
baar is.
Een kanttekening bij deze combinatie van markgedre-
ven en netwerkende politie is het risico dat de politie
loopt op afhankelijkheid van bepaalde bedrijven of
partners. De overheden dienen hierover permanent te
waken en het risico ook te integreren in het democra-
tische toezicht op de politie.
Dit visiedocument levert dus een aantal interessante
conclusies en aanbevelingen voor de toekomst op.
Maar, wil men hier uitvoering aan geven, dan vergt
dat niet alleen heroriëntatie bij de politie, maar een
breed uitgezette soortgelijke beweging die ook de an-
dere veiligheidspartners omvat.
2. Valkuilen bij innovaties
Alvorens te besluiten, is het raadzaam om een explo-
ratief overzicht te geven van mogelijke valkuilen bij
het zoeken naar en het implementeren van innovatie.
Hierbij zijn we aangewezen op enkele bijzondere do-
meinen zijnde hypes, over and under policing en het
respecteren van demensenrechten, die vooral op basis
van internationale rechtspraak evolueren.
..............................................................................................................................................................................................................................................................................................................................................................................................................................................................
15. En bijvoorbeeld gebaseerd op verschillende types expertise: technologi-
sche, juridische, politieke of filosofische.
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Innovatie kan slechts slagen op basis van een toe-
komstvisie, een bijbehorend actieplan en een degelijke
monitoring en evaluatie. De praktijk leert echter dat
deze stappen niet altijd gevolgd worden.
In de praktijk gebeurt de introductie van nieuwe tech-
nologieën vaak op basis van andere gronden dan be-
staande evidentie voor effectiviteit en efficiëntie. Cor-
bett en Marx (1991) wezen eerder al op een aantal
valkuilen:
– de ‘fallacy of novelty’, het idee dat alles wat nieuw
is ook automatisch beter is dan het oude, waarbij
het aantrekkelijke zich situeert op het vlak van
vernieuwing, en niet op het vlak van ‘evidence’ en
bewezen effectiviteit;
– de ‘vanguard fallacy’, het idee datwanneer leiding-
gevende spelers in het veld nieuwe technologieën
invoeren, zij de richting aanwijzen waarin men
moet evolueren;
– de ‘fallacy of intuitive appeal of surface plausibi-
lity’, het idee dat technologie wordt geadopteerd
omdat het de schijn geeft van te zullen werken.
Innovatie is ook meer het creëren van wettelijke voor-
waarden bij het verwerven en inzetten van nieuwe
middelen.
Ook wordt er vaak slechts oppervlakkig nagedacht bij
het invoeren van innovaties en worden vernieuwende
initiatieven te weinig voorbereid en begeleid. Een be-
langrijke randvoorwaarde is de verdere ontwikkeling
van de veiligheidsdiensten als lerende organisatie, die
gericht is op structurele verbetering van de eigen orga-
nisatie. Begeleidende werkwijzen, wervingen en op-
leidingen dienen continu geëvalueerd en bijgestuurd,
verbeterd of vervangen te worden. De beste technolo-
gie vergt strategische, functionele en technologische
begeleiding en is waardeloos als ze niet goed wordt
beheerd door hooggekwalificeerde medewerkers.
Voorts focussen we in deze bijdrage op een aantal an-
dere specifieke aspecten en potentiële neveneffecten:
– het ontstaan en bevorderen van hypetoestanden;
– ‘over and under policing’, met bijzonder aandacht
voor de zogenaamde ‘surveillance society’;
– het mogelijk aantasten van rechten en vrijheden




Het gevaar bestaat dat men gemakshalve steeds meer
gaat investeren in nieuwe (vaak technische) ontwik-
kelingen om problemen inherent verbonden met ar-
beidsintensieve werkwijzen te compenseren. De ham-
vraag is dan: wat werkt en wat niet?
Het grote aanbod van nieuwe technologieën noopt tot
voortdurende reflectie en enig realisme bij het invoe-
ren van nieuwigheden in de veiligheidsketen. Heel
wat auteurs argumenteerden dat we in een belangrijke
fase zitten, op weg naar een technologische revolutie
(Chan, 2001; Harris, 2007). Chan beschrijft ook een
aantal interne en externe factoren die het gebruik van
technologie bij de politie bevorderen. Interne factoren
zijn de versterking van de internationale samenwer-
king, de nieuwe nadruk op preventieve maatregelen,
de uitbreiding van technologiegerelateerde criminali-
teit, het continue proces van professionaliseren en de
behoefte aan specialisering. Externe factoren zijn de
algemene ontwikkeling van technologie, de stijgende
behoefte aanmeer veiligheid en demondiale trend van
industrialisering van de sociale controle.
Er moet vooral over gewaakt worden dat nieuwe tech-
nologieën een meerwaarde (efficiëntie, effectiviteit)
opleveren. Het past om bij het zoeken naar werkbare
oplossingen oog te hebben voor hypes zoals Gartner
(2010) die vermeldt, hypes die het best vermeden
kunnen worden door het zoeken naar en het invoeren
van toepassingen die al (in het buitenland) hun meer-
waarde bewezen hebben. Elk jaar brengt Gartner een
nieuwe ‘hype cycle’ uit, waarbij telkens (nieuwe) tech-
nologieën op hun hypegehalte getoetst worden.
Deze cycle duidt aan dat het invoeren van technologi-
sche toepassingen op te delen is in vijf fasen:
– de doorbraak van de technologie (trigger);
– de opgeklopte verwachtingen van de technologie
(peak of inflated expectations);
– de teleurstelling (disillusionment);
– het herstel van vertrouwen in de technologie (slope
of enlightenment);
– de algemene erkenning van technologie (plateau
of productivity).
Het zoeken naar beste praktijken en het concept evi-
dence based policing kunnen hierbij helpen. Het con-
stant afwegen van bruikbaarheid en bevorderende en
belemmerende factoren is noodzakelijk.
Daar waar enerzijds kort op de bal gespeeld moet wor-
den, moeten anderzijds de mogelijke implicaties (zo-
wel voor de betrokken diensten als voor de burger)
zorgvuldig worden afgewogen. Al dan niet uitbestede
research and development en interne monitoring kun-
nen hierbij helpen.16
Begeleidend wetenschappelijk onderzoek is zeker
aanbevelenswaardig om de werkzaamheid van veilig-
heidsprocessen te onderzoeken. Samenwerking met
andere sectoren en wetenschappelijke instellingen is
ook gewenst. Borgen en bewaken van kwaliteit moet
hierbij centraal staan.
..............................................................................................................................................................................................................................................................................................................................................................................................................................................................
16. Zie ook visie voor de politie hierna.
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2.2. Over and under policing
Het exploreren van de limieten van de veiligheidszorg
en van de politiewerking in het bijzonder, krijgt steeds
meer aandacht (Terpstra, 2014). De eventuele meer-
waarde van nieuwe ontwikkelingen moet worden af-
gewogen tegen de mogelijke consequenties ervan. Het
verworvenwettelijkmandaat en de legitimiteit van het
optreden staan hier centraal.
Centrale vragen hierbij zijn of er een minimum- en
maximumniveau van politiezorg bestaat, en vanaf
wanneer men kan spreken van ‘under and over poli-
cing’ (Madar, 2013). Deze vraag kan ofwel algemeen,
ofwel voor bepaalde geledingen in de maatschappij
(met verschillende verwachtingen en noden) worden
benaderd.
Technologische ontwikkelingen staan niet op zichzelf
en moeten geïntegreerd worden in de politiezorg in
het algemeen (community policing (COP), informatie-
gestuurde politiezorg en de optimale bedrijfsvoe-
ring17), maar ook andere factoren spelen daarbij een
rol.18
Vooral de verharding van het politieoptreden en de
militarisering vallen op. Illustratief is de vraag in
welke mate nu, ingevolge de terrorismedreiging, de
aanwezigheid van militairen in de straat en het over-
matig controleren aan de luchthaven een draagvlak
hadden en hebben bij de bevolking. Ook exemplarisch
is het feit dat heel veel menskracht geïnvesteerd wordt
in bescherming en beveiliging, capaciteit die dan weg-
genomen wordt bij de wijkwerking en andere activi-
teiten die gemakkelijk op te schorten zijn.
Technologie kan bijdragen aan de resultaatgerichtheid
van de politiewerking en de veiligheidsgevoelens bij
de burger bevorderen.19 Maar technologie kan ook
schaden aan het vertrouwen van de burger in de vei-
ligheidsdiensten.20 De nodale aanpak bijvoorbeeld
evolueert gemakkelijk en snel in de richting van het
routinematig en onpersoonlijk controleren van stro-
men mensen, goederen, geld en informatie.
..............................................................................................................................................................................................................................................................................................................................................................................................................................................................
17. Zie concept excellente politiezorg.
18. Wettelijk kader, strategieën, de economie van de veiligheidszorg (budget
...), professionalisme, militarisering van het politieoptreden, politieke in-
vloeden, internationale invloeden en transparantie en verantwoordings-
mechanismen.
19. Door het installeren van camera’s in het straatbeeld, door technische
screening bij toegangscontrole ...
20. Een voorbeeld zijn de camera’s ingezet bij verkeerscontroles zonder dat ze
operationeel gehoudenworden bij gebrek aan capaciteit omde pv’s te ver-
werken.
Figuur 3. Hype cycle 2010 (Gartner)
Bron:www.healthcatalyst.com/wp-content/uploads/2014/03/hype-cycle.png
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De controlefunctie is vaak ook gericht op het opheffen
van anonimiteit en onzichtbaarheid en op het identi-
ficeren van potentiële en actuele bedreigingen. Zo
dreigt de burger van subject te evolueren naar object
waarover gegevens worden verzameld. De burger
krijgt dan de indruk individueel in de gaten gehouden
te worden, daar waar bemenste patrouilles bijvoor-
beeld veel meer alleen maar tussenbeide komen bij in-
cidenten en individuele probleemsituaties.
Surveillance is de doelgerichte, routinematige, syste-
matische en op details gerichte aandacht voor per-
soonsgegevens met als doel te controleren, te beheer-
sen, te managen of te beschermen (Wood, 2006).
In het kader van community policing en intelligence
led policing wordt het toegenomen gebruik van klas-
sieke en vooral moderne surveillancetechnologieën
ontwikkeld, meestal onder de noemer nodale oriënta-
tie.21 Bovendien is technology led policing een strate-
gie die ook steeds meer aanhang krijgt. Illustratief is
het recentelijk goedkeuren van de richtlijn in verband
met het gebruik van persoonsgegevens van passagiers
(PNR-gegevens).22
Innoverende initiatieven zijn dikwijls gebaseerd op
een preëmptieve logica, die onder andere de basis is
van predictive policing (voorspellen van hot spots ...),
risicodatabases, sommige ANPR-toepassingen en pro-
filing.
Van Ooijen waarschuwde in een scriptie echter voor
het ontstaan van een te ver doorgedreven vorm van
het voorzorgkader, waarbij elke persoon of elk voer-
tuig op elk moment als verdacht beschouwd kan wor-
den en wat de bewegingsvrijheid in belangrijke mate
kan beperken (Van Ooijen, 2014). Controles geven dan
vlug aanleiding tot zogenaamde big-brothertoestan-
den.
Technologie kan ook een valkuil zijn in die zin, dat zij
een beperking betekent voor het politiewerk. Inge-
volge een beperkte technische en functionele analyse
zijn politieagenten dan bijvoorbeeld meer bezig met
het verwerken van alle informatie verkregen uit het
toepassen van technologieën, in plaats van aanwezig
te zijn in de straat. Under policing kan ook het gevolg
zijn van het feit dat veiligheidsinterventies technisch
onmogelijk worden gemaakt. Zomoet de politie steeds
vaker al heel veel geluk hebben om te weten te komen
wie met wie communiceert. Wil men weten wie pre-
cies achter een bepaalde account schuilgaat, dan moe-
ten terreurspeurders een vraag stellen aan Ameri-
kaanse providers. In de praktijk zijn die niet zomaar
bereid om op deze vragen in te gaan, zowel om juridi-
sche dan wel om financiële redenen.23
Dat alles leert dat steeds afgewogen moet worden in
welke mate technisch ondersteund handhaven en op-
sporen gaan overheersen. ‘Bemenste’ politie en het ge-
bruik van technologische middelen moet in balans
worden gehouden.
Tot slot blijven de resultaten van dit alles toch ondui-
delijk en dat noopt tot voorzichtigheid. Het is trou-
wens lang geleden dat het geloof in de maakbaarheid
van de samenleving zo groot is geweest (Van Brakel,
2015) en ook dat is een valkuil.
2.3. Schending mensenrechten
Control of crime is essentieel in het veiligheidsgebeu-
ren. De vraag rijst: hoever reikt de bevoegdheid van
crime fighting? In welke mate is het verantwoord dat
een staat de rechten van burgers inperkt om de veilig-
heid van andere burgers te garanderen?24
In moderne staten reikt deze bevoegdheid, mede op
basis van politiewetgeving, tot aan de grens van men-
senrechten. Dat betekent dat er steeds een evenwicht
moet zijn tussen crime control (beschermen van men-
senrechten, beschermen van maatschappelijke orde)
en crime fighting (aantasten van mensenrechten en
maatschappelijke orde) (De Kimpe et al., 2015).
Boutellier (2002) stelt dat het streven naar veiligheid
zich dient te verhouden tot de fundamentele princi-
pes van de democratische rechtsstaat, zijnde privacy,
rechtvaardigheid en vrijheid. Vaak heeft het veilig-
heidsvraagstuk de neiging deze uitgangspunten voor
sociale ordening te overschaduwen. Maar, het is ook
zo dat mensenrechten enerzijds mee evolueren met
veranderingen in demaatschappij. Zo hebben heelwat
regeringen de controlemogelijkheden aangepast aan
technologische evoluties. Aan de andere kant staan
privacybescherming en andere mensenrechten (bv.
vrijheid van beweging) steeds meer onder druk. RFID-
toepassingen (radio frequency idententification) zou-
den bijvoorbeeld wel eens het einde kunnen inluiden
van een aantal bestaande regelingen (Zwenne en
Schermer, 2005).25 Sommigen gaan heel ver in het ter
discussie stellen van de nu geldende rechten. Zullen
over een paar jaar zelfs mensenrechten worden afge-
schaft, nu in de wetenschap, recht en politiek het be-
staan van menselijke formuleringen zal worden over-
genomen door databewerkingen?26 Evolueren we zelfs
..............................................................................................................................................................................................................................................................................................................................................................................................................................................................
21. Zijnde georiënteerd op stromen vanmensen, goederen, geld en informatie
die zich over de infrastructuur verplaatsen (Raad van Hoofdcommissaris-
sen, 2005).
22. Richtlijn (EU) 2016/681 van het Europees Parlement en de Raad van
27 april 2016 over the gebruik van persoonsgegevens van passagiers (PNR-
gegevens) voor het voorkomen, opsporen, onderzoeken en vervolgen van
terroristische misdrijven en ernstige criminaliteit, PB L 119, 4 mei 2016.
23. De Standaard, 5 mei 2016.
24. Zie: European Commission (2015). Surveillance and censorship: the impact
of technologies on human rights.
25. 95/46/EG.
26. De Standaard, 18 en 19 juli 2015 (artikel M. Hildebrandt).
De plaats van innovatie in de beleidscyclus
Wolters Kluwer – Orde van de Dag Orde van de Dag 2016/75 – 27
naar een maatschappij zonder recht? Een concreet
antwoord op deze vragen wordt niet gegeven, mede
omdat in vele debatten de nieuwe technologie geredu-
ceerd wordt tot internet en sociale media.
Vaak heeft het veiligheidsvraagstuk de neiging de fun-
damentele principes van de democratische rechtsstaat
(privacy, rechtvaardigheid en vrijheid) te overschadu-
wen.
H. Hildebrandt verwacht dat het zo’n vaart niet zal
lopen, maar zij maakt zich vooral zorgen over het feit
dat in tegenstrijd met het recht, regels in verband met
technologie steeds minder democratisch ontstaan. Ze
zijn niet te overtreden en ook niet betwistbaar. De mo-
nopoliepositie van bijvoorbeeld internetproviders is
hier een voorbeeld van. En dat op zich is al verontrus-
tend.
Ondertussen blijft het referentiekader voor de bescher-
ming van mensenrechten de internationale en natio-
nale wetgeving. Die wordt echter te veel ad hoc, te
weinig dynamisch en te eng uitgewerkt.27
Wel worden internationale en nationale standaarden
regelmatig aangepast. Niet alleen de Verenigde Naties,
maar ook de Raad van Europa en de Europese Unie
hebben hierin een leidinggevende positie.28 Zo wer-
den onlangs de Europese richtlijnen in verband met
privacybescherming geactualiseerd.29Het is belangrijk
dat hierin bevestigd wordt dat de bescherming van
natuurlijke personen niet afhankelijk van gebruikte
technieken mag zijn.
Een blijvend probleem is in ieder geval de afdwing-
baarheid van regels en principes naar bedrijven (pro-
viders) zonder enige territoriale binding met het land
dat actie wil nemen. Cyberdreiging trekt zich niets aan
van de landsgrenzen. Vooral het extraterritoriaal
handhaven krijgt wel nogalwat aandacht,maar slechts
een bepaald aantal landen hebben deze wettelijke
voorziening ingevoerd (Milanovic, 2011).
Encrypteren van informatie wordt algemeen aanbevo-
len, maar staat dan weer ter discussie omdat het de
werking van politie- en inlichtingendiensten onmoge-
lijk maakt (Yadron, 2015).
Dat alles onderstreept het feit dat de hamvraag in
welke mate we bepaalde rechten willen opgeven voor
veiligheid toekomstgerichte en duurzame keuzes
vergt. De recente aanslagen kunnen het gevolg hebben
dat de roep naar meer veiligheid deze balans uit even-
wicht brengt. Het blijft zo dat in plaats van het debat
te polariseren, de nieuwe controletechnologie op de
eerste plaats vanuit de democratie en de mensenrech-
ten benaderd moet blijven worden (Jespers, 2015).
2.4. Ethische waarden en bezwaren
Veiligheidsdiensten opereren vanuit rechtsstatelijke
waarden, wat inhoudt dat de diensten niet alleen wer-
ken met toepassing van de wet, maar ook handelen
naar de geest van de wet. Innovatie vergt het continu
bijstellen van waarden en stuit vaak op (nieuwe) be-
zwaren, zeker in die domeinen die totaal vernieuwend
zijn. Boutellier was al aandachtig voor de ethische
vragen die rijzen bij het aanwenden van allerhande
nieuwe technologieën.
In ieder geval moet gestreefd worden naar duurzaam
en ecologisch verantwoord ondernemen. Duurzaam-
heid is sterk verbonden met publiek vertrouwen en in
feite is het publiek vertrouwen wellicht het meest sig-
nificante ‘product’ van democratische politie (Man-
ning, 2014).
Bovendien gaat het om democratische accountability
en daarmee verbonden, sturing en verantwoording
door democratische instellingen. Technocratische
waarden beogen dan weer een grotere efficiëntie en
effectiviteit. Er moet met andere woorden daadwerke-
lijk worden bijgedragen aan de bestrijding van crimi-
naliteit, aan het handhaven van de openbare orde en
aan de behoefte aan bescherming bij burgers en gezags-
dragers (Zouridis, 2014).
De vraag is natuurlijk ook in welke mate en vanaf
wanneer slimme technologie bijvoorbeeld een drei-
ging is. Uiteraard worden ook ethische bezwaren in-
gekleurd volgens de manier waarop innovatie wordt
gekaderd. Veel hangt af van de verschillende frames
van waaruit wordt geredeneerd, waarbij uiteraard nu
het veiligheidsframe predominant aanwezig is. Nu
bijvoorbeeld de dreiging voor terroristische aanslagen
groot is, worden nieuwe ontwikkelingen vooral bena-
derd vanuit de behoefte aan meer veiligheid. Eerder
ging het vooral om bedreiging vanuit de bescherming
van de persoonlijke levenssfeer.
H. Wanderstein pleit in het verlengde van de Visie
voor de politie 2025 (cf. infra) voor het centraal stel-
len van ‘human oriented policing’, waarbij het erop
aankomt om goed in te schatten wat de burger ver-
wacht en hoever het aanvaarden van de werking van
de politie reikt. Hij pleit zelfs voor een nieuw para-
..............................................................................................................................................................................................................................................................................................................................................................................................................................................................
27. Zie ook visie voor de politie 2025.
28. Zie WSIS verklaring van principes: www.itu.int/wsis/docs/geneva/officia/
dop.htm.
29. Verordening (EU) 2016 2016/679 van het Europees Parlement en de Raad
van 27 april 2016 betreffende de bescherming van natuurlijke personen in
verbandmetde verwerking vanpersoonsgegevens enbetreffendehet vrije
verkeer van die gegevens en tot intrekking van Richtlijn 95/46/EG (alge-
mene verordening gegevensbescherming, PB L 119 van 4 mei 2016.
Richtlijn (EU) 2016/680 van het Europees Parlement en van de Raad van
27 april 2016 betreffende de bescherming van natuurlijke personen in ver-
band met de verwerking van persoonsgegevens door bevoegde autoritei-
ten met het oog op de voorkoming, het onderzoek, de opsporing en de
vervolging van strafbare feiten of de tenuitvoerlegging van straffen, en be-
treffende het vrije verkeer van die gegevens en tot intrekking van Kaderbe-
sluit 2008/977/JBZ van de Raad, PB L 119 van 4 mei 2016.
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digma in verband met subsidiariteit door te stellen dat
zo veel mogelijk innovatie en technologische vernieu-
wingen worden ingezet voor de basisprocessen van de
politie. Een menselijke inzet wordt dan het best be-
perkt tot die gevallen waarin het een meerwaarde op-
levert voor de politiefunctie. En in het bijzonder wan-
neer empathie en andere emoties een rol spelen.
Interessant zijn daarom de beschouwingen rond de
flipperkastpolitiek waarvan Kansil (2004) gewaagt, en
die dikwijls op moderne communicatietechnieken is
gestoeld.
Vertrouwen in de overheid en privacybescherming
blijken uit studies de sterkste predictors voor techno-
logieaanvaarding (De Pauw en Vermeersch, 2015).
Er is zeker behoefte aan meer onderzoek en hierbij
moet niet alleen aandacht gaan naar ‘individual im-
pact assessment’, maar ook naar ‘collective impact as-
sessment’.
Het meten en evalueren van (on)veiligheid en de im-
pact van innovatieve initiatieven blijven echter moei-
lijk. Zelfs het gegeven ‘meer camera’s, meer veiligheid’
is wat kort door de bocht (Megaço, 2015).
Illustratief is de impact van nieuwe sociale media op
het openbaar bestuur in het algemeen en op de politie
in het bijzonder. De radicale emancipatie van de web
2.0- en straks de web 3.0-gebruiker toont aan dat de
radicale emancipatie van de ICT-gebruiker ook heel
wat vragen oproept. Het betreft onder andere de onge-
lijke implicaties voor de relatie tussen overheid en
burger en de relaties tussen de burgers.30 Het besef
groeit dat we geleidelijk evolueren naar een ‘user ge-
nerated state’. Dat houdt in dat er niet alleen positieve
ontwikkelingen zijn, maar ook dat we evolueren naar
trivialisering van het publiek belang, eigenrichting,
cliëntelisme, versterking van de klaagmuur en het ge-
lijk van de ‘grote bek’. Wel zijn er al initiatieven om
de mogelijkheden om de ‘user created value’ beter te
ontsluiten, zijnde het actiever en slim benutten van
wat voor de ‘wisdom of crowds’ wordt genomen, de
‘tacit knowledge’ van de gebruikers die door hun soci-
ale netwerken te mobiliseren expliciet worden ge-
maakt en dus ook beter benut kan worden. Het zo veel
mogelijk delen van informatie en beelden, het gebruik-
maken van verbindingen tussen niches en een zo groot
mogelijke openheid zijn daarbij essentiële ingrediën-
ten. Dat alles zal leiden tot fundamentele en ingrij-
pende veranderingen in de rollen van de gebruikers
en aanbieders van politionele diensten, of dat nu pri-
vate of publieke partijen zijn. Dat komt dan neer op de
volgende karakteristieken:
– netwerking als drijvende kracht;
– openheid;
– nieuwe, meer actieve rol van de gebruikers;
– maximaal exploiteren van ‘user contributed va-
lues’.
Natuurlijk nemen de kans op desinformatie en mis-
bruik van informatie ook toe. Bijzondere aandacht
vragen de problemen bij het inschatten van de kwali-
teit en de betrouwbaarheid van informatie, het digi-
tale eigendomsrecht en de bijbehorende aansprakelijk-
heid.
De Belgische autoriteiten staan hierin niet alleen. Het
European Security Research and Innovation Forum
(ESRIF) exploreert heel actief en specifiek met alle
EU-landen toekomstige veiligheidsrisico’s en uitda-
gingen. Centraal staan dreigingsanalyses en risicoana-
lyses, die meer inhouden dan alleen dreigingen en dus
ook de kwetsbaarheid en de mogelijke impact verbon-
den aan nieuwe risico’s in kaart brengen. ESRIF ex-
ploreert legitieme oplossingen om aan deze risico’s te-
gemoet te komen.
3. Besluit: lessen en aanbevelingen
voor de toekomst
Innovatie leeft bij de veiligheidsdiensten, maar meer
nog bij de plegers van criminaliteit en andere vormen
van onveiligheid.
De interesse bij de veiligheidsdiensten vanuit de zo-
genaamde alfawetenschappen (criminologie, sociolo-
gie, psychologie, bestuurskunde ...) is altijd vrij groot
geweest. De laatste jaren zien we dat ook de techni-
sche, zogenaamde bètawetenschappen steeds meer, al
of niet daartoe uitgenodigd, een bijdrage leveren voor
een verbeterde werking van deze diensten. De onder-
zochte en in de steigers staande beleidsdocumenten,
geven geen of weinig duiding over een gestructureerde
samenwerking tussen veiligheidsdiensten, weten-
schappelijke instituten en de samenleving in haar ge-
heel. Dat is een gemiste kans. Het nu aflopende natio-
nale veiligheidsplan was op dit vlak meer ambitieus.
Niet alleen mogelijke hypes, maar ook de snelheid
waarmee nieuwe technologieën zich aanbieden, zijn
een uitdaging. Overheidsdiensten lopen vaak, als het
gaat over het toepassen en eventueel ontwikkelen van
nieuwe technologische toepassingen, achter op andere
geledingen in de maatschappij. Zo is de politie niet
direct als een ‘early adaptor’ van nieuwe ontwikkelin-
gen te kwalificeren. Meestal worden innoverende
technologieën uit de private sfeer overgenomen, wat
op zich geen bezwaren oproept, indien de innovaties
ingepast kunnen worden in specifieke eigen werkme-
thoden en processen. Ook treedt er fragmentering op
tussen diensten, wat een meerwaarde kan zijn als er
..............................................................................................................................................................................................................................................................................................................................................................................................................................................................
30. Hate-messages, pesten e.d.m.
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voldoende gebruikgemaakt wordt van ‘beste praktij-
ken’.
Innovatie ontstaat nog te veel op basis van het beschik-
baar komen van nieuwe mogelijkheden (vooral tech-
nologieën) op de markt, een reactieve benadering dus.
Bij een vraaggedreven aanpak van innovatie is de
vraag leidend en volgt dan een toegepaste benadering,
die een correctere afstemming bevordert. Dat houdt in
dat de vraag goed geformuleerd moet worden, dat aan
de condities (bv. wetgeving) voldoende aandacht
wordt besteed en dat daaruit een gedragen business-
case ontstaat.
Om het risico te vermijden dat innovaties op verschil-
lende plekken zonder afstemming worden uitgepro-
beerd, is een centrale monitoring aangewezen. Dat be-
tekent niet noodzakelijk centrale sturing, die het best
beperkt wordt tot wel geselecteerde, centraal geleide
projecten en initiatieven. Zo zou bij de politie en op
basis van de visie voor de politie 2025 een specifieke
cel opgericht kunnen worden die zich om de hier ge-
stelde problematiek bekommert, in goede afstemming
tussen de federale en de lokale politie.
Uit de hier bestudeerde beleidsdocumenten (KIV en
NVP) blijkt duidelijk dat innovatie nog geen sterke
verankering krijgt in de plannen die nu worden gelan-
ceerd. Beleidsmakers en -uitvoerders zijn zich blijk-
baar nog onvoldoende bewust van de impact, de posi-
tieve werking en de duistere kanten van in het
bijzonder nieuwe technologieën. Vraag en aanbod
worden niet consistent bij elkaar gebracht. Beleid en
regie zijn nog te vrijblijvend. Bewezen successen wor-
den onvoldoende benut. Internationale programma’s
werken nog te weinig door in het eigen toekomstge-
richt beleid bij de verschillende diensten.
Innovatie en in het bijzonder technologische vernieu-
wingen vereisen investeren in het politieke spectrum,
actief informeren en adviseren en bespreekbaarmaken
van dilemma’s (bv. empowerment versusmensenrech-
ten, met bijzondere aandacht voor privacybescher-
ming). Dat alles vergt een meer proactieve opstelling
van de diensten en zeker ook van de politie. Vergroten
van de ‘innovatiekracht’ begint bij het verbeteren van
het vermogen om creatief te denken. Opleiding en ook
brainstormsessies kunnen hierbij helpen. Het initië-
ren en begeleiden van nieuwe ideeën en concepten
moet een vast onderdeel van het werk worden. Inge-
volge de beperkte middelen moeten keuzes gemaakt
worden om te kunnen beslissen welke initiatieven
doorontwikkeld kunnen worden. Regie op innovatie
moet ervoor zorgen dat resources worden ingezet bij
die plannen die een aanzienlijke bijdrage kunnen le-
veren aan het professionaliseren van de dienstverle-
ning. De toetsing van innovatieprojecten moet gewo-
gen worden aan de hand van duidelijke en transpa-
rante toetsingscriteria.
Publieke en private partijen moeten gezamenlijk ont-
dekken waar de grenzen en het draagvlak liggen; die
vervolgens expliciteren en vaststellen door het gezag
is de basisvoorwaarde om een draagvlak voor innova-
tie te creëren en te handhaven. Gecoördineerde allian-
ties met het bedrijfsleven zijn zeker nodig.
De roep om steeds meer technologische ontwikkelin-
gen noopt ook steeds meer tot het uitbesteden van in-
novatie-initiatieven, zoals dat trouwens in de locomo-
tieftekst wordt vermeld. De interne vraag wordt dan
gekoppeld (partnerschappen, outsourcing, insour-
cing) aan externe partijen zoals universiteiten, onder-
zoeksinstituten, andere overheidsdiensten en private
ondernemingen.
Innovatie is nodig, maar noopt ook tot voorzichtig-
heid. Niet alle innovatieprojecten leiden per definitie
tot verbeteringen. Soms mislukken projecten inge-
volge procedurele onvolkomenheden of door te hoge
verwachtingen. Nog te veel projecten stranden na de
onderzoeksfase of de ontwikkelingsfase.
Innovatie en technologische ontwikkelingen moeten
voor de veiligheidsdiensten onder bepaalde voorwaar-
den beschikbaar zijn.
Behalve het respecteren van de fundamentelemensen-
rechten en de bijbehorende regelgeving is de grootste
zorg het niet vervallen in toestanden (bv. big brother)
die nietmeer gedragenworden door de bevolking. Ook
moeten de innovaties efficiënt en effectief zijn. De
moeilijkheid is dat het meten van (vermeden) onvei-
ligheid een complex gegeven is.
Innovatie moet gedragen worden door een toekomst-
gerichte visie. Illustratief is de (te beperkte) inbreng
van het thema innovatie in de nu voorliggende kader-
nota integrale veiligheid (KIV) en het bijbehorende
nationaal veiligheidsplan (NVP).
Een corporate governance-document met koppeling
aan het budgettaire kader en het corporate investe-
ringsplan is een noodzakelijke stap in elke organisatie
(Wanderstein, H. 2014). Innovatief aanbesteden in sa-
menhang met de juiste wetgevende en budgettaire
keuzes is dus belangrijk. Zich beter organiseren is het
beste antwoord op het al dan niet vermeende oligopo-
lie van de innovatiehandelaren en marketeers.
“Beleidsmakers en -uitvoerderszijn zich nog onvoldoende bewustvan de impact, de positieve werking
en de duistere kanten van nieuwe
technologieën. Beleid en regie zijn
nog te vrijblijvend.
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Het beter borgen van succesvolle innovatie-initiatie-
ven is een must. En last but not least, het concept le-
rende organisatie, gericht op structurele verbeterin-
gen, vergt ook structurele en kwaliteitsvolle evaluatie-
mechanismen.
Dat alles heeft geen enkele kans op slagen zonder de-
gelijke ‘research and development’-componenten, die
wegens de bescheiden kennis die bij de overheid aan-
wezig is, het best in samenwerking met academische
inbreng en de industrie tot ontwikkeling gebracht kun-
nen worden.
Referenties
Boutellier, H. (2002). De veiligheidsutopie: hedendaags on-
behagen en verlangen rond misdaad en straf. Den Haag
Boom juridische uitgevers (39-42).
Chan, J. (2001). The technology game: how information tech-
nology is transforming police practices. Journal of crimi-
nal justice, 1, 139-159.
Corbett, R. en Marx, G. (1991). Critique: no soul in the new
machine: technofallacies in the electronic monitoring
movement. Justice quarterly, 8 (3), 359-414.
De Kimpe, S., De Pauw, E., Vande Walle, G. en Vincent, J.
(2015). Inleiding. Orde van de dag, 69.
De Pauw, E. en Vermeersch, H. (2015). Privacy versus veilig-
heid? De invloed van het aanbieden van ‘frames’ op de
acceptatie van nieuwe veiligheidstechnologieën.Orde van
de dag, 69.
Deschepper, T. (2015). Toepassing van de denkkaders over
de relatie tussen burger, bestuur en beleid bij publiek
cameratoezicht in Vlaamse gemeenten en politiezones.
Orde van de dag, 69.
Gartner (2010); www.gartner.com/technology/research/
methodologies/hype-cycle.jsp.
Harris, C. (2007). Police and soft technology: how informa-
tion technology contributes to police decison making
(pp. 153-183). In: J. Bynre en D. Rebovich, The new tech-
nology of crime, law and social control. Monsey, NY:
Criminal Press.
Hildebrandt, M. (2015). Smart technologies and the end(s)
of law. Edward Elgar Publishing.
Hinsen, P. (2016, 28 april). Trends, 48.
Jespers, R. (2015). Het gevoel dat het privéleven in de gaten
wordt gehouden. Orde van de dag, 69.
Kansil, T. (2014). Macht ingetoomd. In M. De Waele, B. van
Stokkom, T. Kansil en H. Berkmoes (red.), Democratische
politie (Cahiers politiestudies, 2014-3). Antwerpen:
Maklu.
Madar, C. (2013). Everyone is a criminal: on the over-poli-
cing of America. Police and law enforcement, december.
Manning, P. (2014). Democratische politie. In M. De Waele,
B. van Stokkom, T. Kansil en H. Berkmoes (red.), Demo-
cratische politie (Cahiers politiestudies, 2014-3). Antwer-
pen: Maklu.
Melgaço, L. (2015). Orde van de dag, 69.
Milanovic, M. (2011). Extraterritorial application of human
rights treaties. Law, principles and policy. Oxford univer-
sity press.
Postma, N. (1995). Technology: the surrender of culture to
technology. New York: Vintage.
Terpsta, J. (2014). The social mandate of the police. Journal
of police studies, 25, 247-261.
Van Brakel, R. (2015). Orde van de dag, 69.
Van Ooijen, C. (2014). Het risico van mobile burgers: pu-
blieke mobiliteitssurveillance voor informatie over het
gaan en staan van burgers. Den Haag: Boom Lemma juri-
disch uitgevers.
Van Rijckegem, D. (2014). Een politie in verbinding. Een visie
voor de politie 2025.
Wanderstein, H. (2015). Sluipend vergif of groeihormoon?
Nieuwe technologieën en de ‘bodycam’ vanuit strategisch
perspectief. Orde van de dag, 69.
Wood, D. (2006). A report on the surveillance society. Mark
Siddoway/Knowledge House.
Yadron, D. (2015). Obama sides with Cameron encryption
fight – digits. Wall Street Journal.
Zouridis, S. (2014). Democratische politie in een tijdperk van
flipperkastpolitiek. In M. De Waele, B. van Stokkom, T.
Kansil en H. Berkmoes (red.), Democratische politie (Ca-
hiers politiestudies, 2014-3). Antwerpen: Maklu.
Zwenne, G-J en Schermer, B. (2005). Privacy en andere juri-
dische aspecten van RFID: unieke identificatie op afstand
van producten en persoon. Elsevier juridisch.
De plaats van innovatie in de beleidscyclus
Wolters Kluwer – Orde van de Dag Orde van de Dag 2016/75 – 31
Het Innovatiecentrum voor Veiligheid (vzw
INNOS) bestaat twee jaar: enkele reflecties
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In België zijn er de afgelopen jaren heel wat initiatie-
ven genomen inzake technologie en innovatie op het
veiligheidsdomein. Heel wat lokale politiekorpsen ne-
men bijvoorbeeld het initiatief om nieuwigheden zo-
als ANPR (automatische nummerplaatherkenning),
drones en/of onbemande camera’s in te zetten. Ken-
merkend voor deze initiatieven is dat ze lokaal geïni-
tieerd en bijgevolg erg verspreid zijn. Enerzijds is dat
positief omdat het de flexibiliteit van lokale korpsen
inzake technologie en innovatie reflecteert. Ander-
zijds stimuleert de lokaliteit van deze initiatieven nau-
welijks het leerproces over technologie en innovatie
bij andere politiekorpsen. Behalve de politie gaan ook
brandweerdiensten aan de slag met innovatie en zet-
ten ze in op ‘slimme’ kledij die sensoren en communi-
catiemiddelen integreert in de beschermende kledij of
toetsen ze de mogelijkheden af om dronetechnologie
in te zetten tijdens interventies. De mogelijkheden om
cross-sector-innovatie te stimuleren, worden echter
onvoldoende benut. Iedereen werkt op zijn eigen ter-
rein en er wordt weinig kennis uitgewisseld binnen
en tussen organisaties.
Het is opvallend dat heel wat van deze initiatieven in
het veiligheidsdomein vorm krijgen in bilaterale sa-
menwerkingsverbanden. Meestal zijn het lokale vei-
ligheidsactoren uit de publieke sector die samenwer-
ken met actoren uit de private sector, voornamelijk
bedrijven die inzake technologie en innovatie nieuwe
producten en diensten genereren. Een voorbeeld is de
politiezone MidLim (As, Genk, Houthalen-Helchte-
ren, Opglabbeek, Zutendaal) die in zee ging met een
dronebedrijf en als eerste zone gebruikmaakt van dro-
netechnologie. Zelden duiken samenwerkingsverban-
den op waarin zowel bedrijven, overheden als kennis-
instellingen samenwerken met het oog op de ontwik-
keling van technologie en innovatie in het veiligheids-
domein. Een uitzondering daarop vormt het Innovatie-
centrum voor Veiligheid, vzw INNOS, dat als
intermediaire organisatie net die samenwerking sti-
muleert.
Hierna lichten we als reactie op de locomotieftekst en
naar analogie van hoe daarin DITTS en Safety Lab be-
schreven werden, het ontstaan, de doelstellingen, de
ambitie, de werkwijze, de partners en de financiering
toe van het Innovatiecentrum voor Veiligheid, vzw
INNOS. Vanuit onze persoonlijke ervaring2 met de
opzet, de werking en de opbouw van dit innovatiecen-
trum gaan we vervolgens dieper in op een aantal dis-
cussiepunten die in de locomotieftekst worden aange-
reikt. In het bijzonder staan we stil bij de meerwaarde
en de valkuilen die verbonden zijn aan de triple-
helixwerking vanuit het perspectief van de overheid,
een partner met grote verantwoordelijkheden op het
domein van veiligheid en openbare orde. De overheid
eigende zich voor het verzekeren van veiligheid voor
haar burgers een monopolie toe op het gebruik van
geweld. Een monopolie dat wordt uitgeoefend door
instellingen zoals politie en justitie. De rol van de
overheid in het veiligheidsbeleid is de afgelopen twin-
tig jaar gewijzigd (Rosenbaum, 1998). Hoewel politie
en justitie belangrijke actoren blijven in het veilig-
heidsbeleid wordt veiligheid steedsmeer een zaak van
verschillende actoren: publieke diensten, private be-
..............................................................................................................................................................................................................................................................................................................................................................................................................................................................
1. Marleen Easton is professor en directeur van de onderzoeksgroep ‘Gover-
ning & Policing Security’ verbonden aan de opleiding Bestuurskunde & Pu-
bliekManagement, Faculteit Economie en Bedrijfskunde, Universiteit Gent.
Daarnaast is zij als visiting professor verbonden aan de rechtsfaculteit van
de RuhrUniversität Bochum. Zij is voorzitter van het Innovatiecentrumvoor
Veiligheid (vzw INNOS) en zetelt in de raad van bestuur van het Centre for
Policing and Security. Sinds 2008 is zij hoofdredactrice van het tijdschrift
Orde van de Dag.
Arne Dormaels is doctor in de Criminologie. Hij is senior onderzoeker bij
het Innovatiecentrum voor Veiligheid (vzw INNOS) en visiting professor aan
de Universiteit Gent verbonden aan de onderzoeksgroep ‘Governing &
Policing Security’ en de opleiding Bestuurskunde & Publiek Management,
Faculteit Economie en Bedrijfskunde. Hij zetelt in de Raad van Bestuur van
het Centre for Policing and Security.
2. Enerzijds als senior onderzoeker (Arne Dormaels) en anderzijds als voorzit-
ter (Marleen Easton) van vzw INNOS.
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drijven en niet-gouvernementele organisaties zijn
partners geworden in veiligheid wat in de literatuur
wordt benoemd als ‘plural policing’ (Bayley en Shea-
ring, 2001; Stenning en Shearing, 2012). Het traditio-
nele concept van het monopolie op geweld is niet lan-
ger absoluut. Vanuit dit oogpunt speelt de overheid
een belangrijke rol in het uitzetten van een veiligheids-
agenda voor innovatiecentra waar diverse partners
samen kennis delen in antwoord op complexe veilig-
heidsvraagstukken.
1. Het Innovatiecentrum voor
Veiligheid, vzw INNOS
INNOS werd op 28 juli 2014 als vzw opgericht door
mensen uit het bedrijfsleven, de publieke sector en
kennisinstellingen, de zogenaamde partners in het tri-
ple-helixmodel zoals in de locomotieftekst toegelicht.
In de praktijk bundelden Securitas en Betafence de
krachten met steun van de POMWest-Vlaanderen, het
Provinciaal Opleidingscentrum voor Veiligheidsdien-
sten (POV te Zedelgem) en de lokale politie vertegen-
woordigd door de korpschefs van de lokale politiezo-
nes Westkust en Ieper. Vanuit kennisinstellingen
werd het initiatief mee ondersteund door prof. dr. Paul
Ponsaers van het Centrum voor Politiestudies (CPS),
Evelien De Pauw (VIVES) en prof. dr. Marleen Easton
(Ugent). Sindsdien traden Barco, TEIN Technology,
Noordzee Drones en het Belgisch Instituut voor Ver-
keersveiligheid (BIVV) toe tot het netwerk. Vanuit het
academische milieu ondersteunt prof. dr. Frédéric
Schoenaers (Ulg) als ondervoorzitter dit initiatief en
zijn de Universiteit van Bergen en de Koninklijke Mi-
litaire School met de deelname van prof. dr. Delphine
Resteigne vertegenwoordigd in de raad van bestuur
van INNOS.
Inhoudelijk vonden deze partners elkaar in de wil om
een bijdrage te leveren aan drie pijnpunten in relatie
tot technologie, innovatie en veiligheid in België (Dor-
maels en Easton, 2015a; Dormaels, Moons en Easton,
2016).
– Een eerste pijnpunt is de constatering dat los van
de sector, nieuwe benaderingen, producten en
technologieën niet zomaar worden aanvaard door
demaatschappij. Ermoeten inspanningen geleverd
worden om nieuwigheden ingang te doen vinden
en dat is niet anders voor het veiligheidsdomein.
Onderzoek toont in dit verband aan dat innovatie
veel sneller wordt opgenomen door veiligheids-
diensten in de Verenigde Staten dan in andere re-
gio’s (Ryuji, 2014).
– Een tweede pijnpunt is de constatering dat Belgi-
sche ondernemingen, op enkele uitzonderingen
na, gekenmerkt worden door een grote behoudsge-
zindheid. Hierdoor wordt er überhaupt weinig aan
innovatie gedaan en er is gebrek aan een (natio-
nale) strategie om daarin vooruitgang te boeken
(VBO, 2014).
– Een derde pijnpunt is de constatering dat er bij de
actoren actief op het veiligheidsdomein vaak een
gebrek is aan marktinzicht waardoor de toepassing
van bestaande technologieën en de kans op inno-
vatie onderbenut blijft. Zo zijn publieke actoren
niet altijd op de hoogte van de mogelijkheden die
nieuwe ontwikkelde technologieën in de private
sector bieden voor het optimaliseren van hun
werkprocessen.
INNOS probeert in te spelen op deze pijnpunten en
heeft als doelstelling antwoorden te formuleren op de
fundamentele veiligheidsuitdagingen op het gebied
van nieuwe technologieën, sociale innovatie en inte-
grale veiligheid. Het Innovatiecentrum ontwikkelt
projecten die de introductie van innovatieve produc-
ten, diensten en toepassingen vergemakkelijkt. Op
deze manier wordt een bijdrage geleverd aan de pro-
ductie van expertise, kennisdeling én economische
ontwikkeling. Finaal draagt INNOS bij tot de sociale
en economische slagkracht van de publiek-private vei-
ligheidssector enerzijds en tot een verhoging van de
efficiëntie van de veiligheidsactoren in hun gezamen-
lijk streven naar een veiligere samenleving anderzijds
(Dormaels en Easton, 2015a). Vzw INNOS heeft, net
als DITTS en Safety Lab, geen commercieel doel voor
ogen en neemt geen makelaarsfunctie op zich om te
bemiddelen over opdrachten tussen overheden en be-
drijven. INNOS neemt expliciet een intermediaire rol
op in het hart van een triple-helixmodel dat is gericht
op interactie tussen overheden, bedrijven en kennis-
instellingen. Figuur 1 illustreert de netwerkstructuur
die op deze manier gestalte krijgt.
vzw INNOS: enkele reflecties
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Op basis van deze interactie brengt het innovatiecen-
trum kennis en behoeften op het gebied van veilig-
heid en beveiliging samen en worden multidiscipli-
naire kennis- en innovatieprojecten opgezet op het
domein van nieuwe technologieën, sociale innovatie
en integrale veiligheid. Op deze wijze combineert IN-
NOS de expertise van elk van zijn partners en gene-
reert het voor alle betrokkenen een win-winsituatie
(Dormaels en Easton, 2015b). INNOS heeft in zijn eer-
ste twee werkingsjaren aangetoond dat triple-helix-
projecten wel degelijk innovatieve oplossingen kun-
nen aanreiken. Zo stond INNOS onder andere in voor
de creatie van een ad-hoc-commandokamer voor het
beheer van de veiligheid tijdens de nationale herden-
king van de Eerste Wereldoorlog in Nieuwpoort (Dor-
maels en Easton, 2015 en 2016).3Dezewerkwijze werd
niet alleen nuttig bevonden in het kader van de her-
denking in Nieuwpoort, maar ook in het kader van de
beveiliging van andere evenementen zoals het festival
Tomorrowland (Barco, 2016) en de wielerwedstrijd E3
Harelbeke (Noppe, Dormaels en Easton 2016). Voorts
richt INNOS zich op de uitwisseling van kennis en het
in kaart brengen van behoeften. Zo werd onder meer
een seminarie over de beveiliging van kritische infra-
structuur georganiseerd en een studiedag met work-
shops gericht op interactie tussen bedrijven, overheid
en kennisinstellingen betreffende technologie, inno-
vatie en veiligheid (Dormaels en Easton, 2015a).
Kenmerkend voor de werkwijze van INNOS is ‘het tri-
ple-helix-DNA’. Dat betekent dat er bij elke activiteit
partners worden betrokken uit elk van de institutio-
nele sferen (bedrijven, overheid en kennisinstellin-
gen). Zo werden bij de opzet van de vermelde ad-hoc-
commandokamer verschillende informatiebronnen
(mobiele camerabeelden, helikopterbeelden, radio-
communicatie, informatie afkomstig van sociale me-
dia) in real time uitgewisseld tussen de politiezones
Westkust en Ieper, het Federaal Crisiscentrum en ver-
schillende diensten die belast zijn met het beheer van
noodsituaties zoals brandweer en dringendemedische
hulpverlening. Tegelijkertijd werd de impact van deze
informatie-uitwisseling op de informatiestromen bin-
nen en tussen de betrokken actoren door kennisinstel-
lingen bestudeerd (Dormaels en Easton, 2015c). Als er
niet voldaan wordt aan de ‘triple-helix-DNA’ gaat de
activiteit niet door en wordt er doorverwezen naar een
andere organisatie in het veiligheidsdomein.4 De tri-
ple helix is met andere woorden de rode draad door
INNOS als netwerk. De ambitie is om in 2020 een re-
..............................................................................................................................................................................................................................................................................................................................................................................................................................................................
3. Tijdens deze internationale plechtigheid werden vips uit 83 landen uitge-
nodigd. Het project resulteerde in de creatie van een ad-hoc-commando-
post die op het terrein werd ontplooid in de nabijheid van de ceremonie.
De expertise en samenwerking tussen Barco, Securitas en de politiedien-
sten leidde tot een innovatieve oplossing. Verschillende informatiebron-
nen (mobiele camerabeelden, helikopterbeelden, radiocommunicatie en
informatie afkomstig van social media) werden real time uitgewisseld tus-
sen de politiezones Westkust en Ieper, het Federaal Crisiscentrum en tus-
sen verschillende diensten die belast zijnmet het beheer van noodsituaties
zoals brandweer en dringende medische hulpverlening.
4. Zo beslisten de leden van de raad van bestuur van INNOS dat de ‘Herden-
king van de Slag van Waterloo’ niet in aanmerking kwam voor een innova-
tieproject omdat de voorwaarden om tot een triple-helixsamenwerking te
komen niet vervuld waren. Zo lag de regierol nadrukkelijk bij een private
organisator, was deelname vanuit de overheid niet verankerd en maakte
de meerwaarde van kennisinstellingen geen deel uit van de opzet.
Figuur 1: INNOS als een triple-helixnetwerkorganisatie
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ferentiepunt te worden inzake technologie, innovatie
en integrale veiligheid.
Bij INNOS is structureel lidmaatschap, individueel
lidmaatschap en projectgerelateerd lidmaatschap mo-
gelijk en daarmee wordt meteen ook de financiering
van de vzw opgebouwd. Structurele partners financie-
ren elk € 40 000 per jaar. Individuele partners (op basis
van individueel lidmaatschap) betalen, afhankelijk
van hun omvang, € 2 500 tot € 10 000. De omvang van
het projectgerelateerde lidmaatschap hangt af van het
aantal partners dat erin slaagt om gezamenlijk een
project te genereren met bijbehorende financiering
(zie projectfiche www.innos-center.be). In tegenstel-
ling tot DITTS en Safety Lab kon vzw INNOS bij de
start niet rekenen op overheidsfinanciering met uit-
zondering van het individuele lidmaatschap van de
Provinciale Ontwikkelingsmaatschappij West-Vlaan-
deren. De eerste twee werkingsjaren werden bijna
hoofdzakelijk gefinancierd door de private sector. Se-
curitas, Betafence en Barco maakten het op basis van
een structurele financiering mogelijk de vereniging
daadwerkelijk op te starten. Hoewel deze bedrijven
samen met vertegenwoordigers van de overheid en
kennisinstellingen het concept van het innovatiecen-
trummee hadden uitgedacht; stonden de bedrijven al-
leen in voor de financiering van het personeel om de
invulling van het centrum concreet gestalte te geven.
Dat de vzw INNOS op deze manier bottom-up, zonder
overheidssteun, tot stand kwam, is dan ook het groot-
ste verschil met DITTS en Safety Lab.
In wat volgt reflecteren we, op basis van onze ervaring
van de afgelopen twee jaar bij het Innovatiecentrum
voor Veiligheid, op de werking van de triple helix met
belangstelling voor de bezorgdheden van vooral de
overheid aangezien deze partner tot vandaag in grote
mate afwezig bleef. We gaan daarmee in op een aantal
van de opgeworpen vragen in de locomotieftekst.
2. Een ondernemende, netwerkende
overheid met lef gevraagd (m/v)
Diverse overheden willen deelnemen aan een triple-
helixsamenwerking inzake technologie, innovatie en
veiligheid, maar stoten op een aantal vraagstukken. In
deze paragraaf worden de vraagstukken besproken op
basis van de ervaring die INNOS opbouwde tijdens de
afgelopen twee werkingsjaren.
– Het eerste vraagstuk is gerelateerd aan de complexe
Belgische aansturing omdat op het domein van
technologie, innovatie en veiligheid heel wat ver-
schillende bevoegdheden samenkomen. De vraag
rijst daar welke overheid de handschoen dient op
te nemen.
– Een tweede vraagstuk betreft de verhouding tussen
de aanbodgedreven en de vraaggestuurde wijze
waarop technologie en innovatie gestimuleerd
kunnen worden op het veiligheidsdomein. De
vraag rijst welke positie overheden innemen in-
dien zij zich positioneren in een triple-helixsamen-
werkingsverband.
– Ten derde zoomen we in op de vraag of innovatie
op het veiligheidsdomein kan bijdragen tot een
veiligere samenleving en economische groei.
– Tot slot zijn er veel vragen rond de wetgeving in-
zake overheidsopdrachten. Dat kan van invloed
zijn op de positie die overheden innemen ten aan-
zien van triple-helixsamenwerkingsverbanden.
2.1. Technologie, innovatie en veiligheid: een
lappendeken aan bevoegdheden en
initiatieven
Zoals in de locomotieftekst beschreven, konden zowel
DITSS als Safety Lab bij de start rekenen op de steun
van de overheid. De ontwikkeling van de innovatie-
cluster in Nederland werd ondersteund door de lokale
overheden Tilburg en Eindhoven. Safety Lab kreeg fi-
nanciering van de provincie West-Kaap. In beide ge-
vallen wordt een ondernemende overheid als een be-
langrijke factor ervaren om bedrijven en kennisinstel-
lingen aan te zetten, deel te nemen aan een
innovatienetwerk. Het principe van ‘cofinanciering’
overtuigt in deze zin bedrijven en kennisinstellingen
om te participeren en het netwerk wordt als een meer
neutrale en onafhankelijke cluster gepercipieerd. Het
belangrijkste verschil tussen DITTS en Safety Lab en
vzw INNOS is dat deze laatste bottom-up is gegroeid
en sinds twee jaar bijna uitsluitend private ‘founding
partners’ heeft die voor de basisfinanciering instaan.
Bij het schrijven van dit stuk is er nog geen sprake van
een ondernemende overheid die een gelijkwaardige
rol opneemt.
Een belangrijke reden voor het uitblijven van over-
heidssteun is de complexe Belgische staatsstructuur
“De triple helix is de rode draaddoor INNOS als netwerk. Deambitie is om in 2020 een
referentiepunt te worden inzake
technologie, innovatie en integrale
veiligheid.
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die ertoe leidt dat er heel wat overheden een rol kun-
nen spelen op het domein van technologie, innovatie
en veiligheid. Door de federalisering van België is het
innovatiebeleid alleen al een lappendeken van pro-
gramma’s en initiatieven geworden.5 Komt daarbij de
complexiteit in aansturing van het veiligheidsbeleid
an sich met bevoegdheden voor de federale overheid,
de gewesten, gemeenschappen en lokale overheden.
In de federale overheid zijn er ook nog verschillende
overheidsdiensten betrokken: onder meer FOD Infor-
matie- en Communicatietechnologie, FOD Binnen-
landse Zaken, FOD Justitie, FODMobiliteit en Vervoer
en het ministerie van Defensie. Voorts is op het lokale
niveau elke burgemeester bestuurlijk verantwoorde-
lijk voor zijn/haar lokale politie- en hulpverlenings-
zone (brandweer) en neemt de burgemeester bijzon-
dere bevoegdenwaar inzake de openbare ordehandha-
ving. Ook de Vlaamse overheid heeft bevoegdheden
op het domein van innovatie met eenminister die zich
niet alleen op werk, economie en sport, maar ook op
innovatie richt.
Een samenwerking tussen bedrijven, overheden en
kennisinstellingen raakt bovendien de verhouding
tussen markt en staat. Er is een zogenaamde ‘onderne-
mende staat’ vereist om innovatie en ondernemer-
schap op lange termijn mogelijk te maken en te conti-
nueren. Dat geldt ook voor het beleidsdomein veilig-
heid en voor de diversiteit aan bevoegde overheden in
de Belgische staatsstructuur. Er is in België behoefte
aan een ondernemende, maar vooral ook netwerkende
overheid en dat kan zich zowel op een centraal als op
een decentraal niveau uitkristalliseren. Het sluit bo-
vendien naadloos aan bij de eerder vermelde netwerk-
structuur (zie figuur 1) die centraal staat in de huidige
werking van INNOS.
2.2. Technologie en innovatie stimuleren op
het veiligheidsdomein: vraaggestuurd of
aanbodgericht?
Omdat er in België momenteel een ondernemende,
netwerkende overheid (lees combinatie van verschil-
lende bestuursniveaus) ontbreekt die zich profileert
op het domein van technologie en innovatie op het
veiligheidsdomein wordt er argwanend gekeken naar
bottom-up-initiatieven zoals vzw INNOS die hoofdza-
kelijk door private bedrijven worden gefinancierd. Dat
uit zich in de terechte vraag of INNOS aanbodgedreven
of vraaggestuurd werkt. Anders gesteld luidt de vraag
of INNOS de vermarkting van nieuwe diensten en
technologie faciliteert voor bedrijven door behoeften
te creëren bij eindgebruikers of dat innovatie voort-
vloeit uit behoeften bij eindgebruikers die worden
vertaald naar innovatieprojecten. Bij het beantwoor-
den van deze vraag wordt er doorgaans snel van uitge-
gaan dat de hoofdzakelijk private financiering van
INNOS betekent dat alleen het nastreven van econo-
mische winst op basis van een aanbodgedreven wer-
king vooropstaat. Er zijn echter een aantal elementen
die bij deze veronderstelling over het hoofd worden
gezien.
Hoewel INNOS niet structureel gefinancierd wordt
door de overheid, weerspiegelt de raad van bestuur
wel de triple helix. Concreet is de raad van bestuur
samengesteld uit private partners, vertegenwoordi-
ging van lokale politie, brandweer en kennisinstellin-
gen. Deze samenstelling zorgt ervoor dat innovatie
vraaggestuurd ontstaat vanuit de formulering van
maatschappelijke uitdagingen op het veiligheidsdo-
mein en niet ‘alleen’ aanbodgericht met het oog op de
creatie van een afzetmarkt voor bestaande technolo-
gie. Het triple-helix-DNA houdt net in dat daartussen
een balans wordt gezocht en gevonden. Er wordt na-
melijk een win-win nagestreefd voor de bedrijven, de
overheden en de kennisinstellingen. Bedrijven die het
daar moeilijk mee hebben, worden gevraagd zich te
onthouden van deelname aan de triple helix. Net zoals
overheden en kennisinstellingen die moeite hebben
met de eventuele vermarkting van het resultaat van
een innovatieproject waarbij zij betrokken zijn.
Een concreet voorbeeld van een vraaggestuurd inno-
vatieproject is het INNOS-pilotproject in Nieuwpoort.
Als antwoord op de concrete behoeften van de politie-
zones Westkust en Ieper bracht INNOS overheden, be-
drijven en kennisinstellingen samen. Barco en Securi-
tas stonden in voor de oprichting van een ad-hoc-
commandokamer door gebruik te maken van ‘open’
technologische toepassingen waarmee verschillende
ICT-platformen en CCTV-systemen werden geïnte-
greerd. Dat alles werd verwezenlijkt in een termijn van
zes weken. Het resultaat was maar mogelijk omdat de
bedrijven duidelijk zicht kregen op de behoefte van
de overheid en omdat ze bereid waren om bestaande
toepassingen en diensten te integreren in één eindpro-
ject. Op deze manier heeft INNOS een evenwicht ge-
vonden tussen vraaggestuurde en aanbodgedreven in-
novatie.
Het belang van dergelijke vraaggestuurde projecten
..............................................................................................................................................................................................................................................................................................................................................................................................................................................................
5. Datanews (2005, 12mei). De fragmentatie vanhet Belgisch innovatiebeleid.
“Er is een zogenaamde‘ondernemende staat’, maar vooralook een netwerkende overheid
vereist om innovatie en onderne-
merschap op lange termijn mogelijk
te maken en te continueren.
Discussietekst
36 – Orde van de Dag 2016/75 Orde van de Dag – Wolters Kluwer
mag niet worden onderschat. Of een innovatieproject
succesvol is, wordt niet alleen gemeten door een ‘zui-
vere’ economische return voor de private partners. Het
gaat ook over een betere dienstverlening (bv. beslis-
singen worden sneller genomen en gecommuniceerd)
of een rationalisering in termen van personeel en mid-
delen. Uit de evaluatie van het pilotproject in Nieuw-
poort bleek bijvoorbeeld dat de inzet van technologie
tot een personeelsbesparing van ongeveer 25 % leidt.
Innovatie vraagt dus niet alleen een investering van
de vragende partij, het verdient zich ook terug. Politie-
capaciteit kan hierdoor worden vrijgemaakt voor an-
dere taken en (een betere) dienstverlening aan de be-
volking. Dat biedt meteen ook een verantwoording
voor de investering van overheden in dit soort inno-
vatieve oplossingen en projecten. Er is immers ook
voor hen een duidelijke return on investment.
Het is dus van groot belang dat de overheid mee aan
tafel zit bij het formuleren van de uitdagingen op het
veiligheidsdomein waarvoor innovatieve oplossingen
gezocht moeten worden. Haar betrokkenheid en cofi-
nanciering maken de overheid mede-eigenaar van die
innovaties waardoor er meer kans is op return on
investment, zowel voor de betrokken bedrijven als
voor de betrokken overheden. Bovendien kan vraagge-
stuurde innovatie die uitmondt in een veiligere sa-
menleving samengaan met economische groei.
2.3. Technologie en innovatie voor een
veiligere samenleving en economische groei
De veiligheidssector wordt in Europa, maar ook we-
reldwijd, beschouwd als een van de sectoren met de
grootste potentiële groei op het gebied van werkgele-
genheid en omzet (BVBO, 2012; CoESS 2013). Veilig-
heids- en beveiligingsvraagstukken zijn de laatste tien
jaar fundamenteel gewijzigd. Bewakings- of toezichts-
opdrachten evolueren steeds sneller naar integratie
van traditionele on-site-bewaking door inzet van be-
wakingsagenten met mobiele bewaking, ondersteund
door technologische en elektronische oplossingen.6
Traditionele ‘systeem- en technologieoplossingen’ be-
stonden vroeger uit het trekken van kabels, het plaat-
sen van camera’s en het plannen van routinebewa-
kingsdiensten. Vandaag wordt veel verwacht van de
beveiliging van de cloud, omgaan met big data en mo-
biele en geïntegreerde smartoplossingen in het onder-
steunen van bedrijven met veiligheidsuitdagingen
(Marti, 2011).
INNOS kan op deze groeimarkt van innovatie en vei-
ligheid een verschil betekenen voor alle netwerkpart-
ners. Uit een grootschalige rondvraag van de Confede-
ratie van Europese Bewakingsbedrijven (CoESS) in 28
EU-lidstaten, Bosnië-Herzegovina, Macedonië, Noor-
wegen, Servië, Zwitserland en Turkije blijkt dat
92,31 % van de respondenten een positieve groei ver-
wacht van de technologische toepassingen voor zowel
de safety- als de security-markt. Volgens 92,31 % van
de respondenten zal een gecombineerde dienstverle-
ning van technologie, ICT en bewakingsagenten een
sterke groei vertonen en de traditionele bewakings- en
beveiligingsmarkt zal volgens 53,85 % van de respon-
denten krimpen en lijkt dus op zijn terugweg.7
Om de economische impact van INNOS in Vlaande-
ren te ramen, makenwe hierna een oefening gebaseerd
op de impact van de nationale veiligheidscluster The
Hague Security Delta (HSD) in Nederland zoals geïl-
lustreerd in tabel 1 (Policy Research Corporation,
2014).
Tabel 1. Hypotheses over economische impact veiligheids-
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1. Policy Research Corporation Nederland B.V. (2016). Ontwikkeling veilig-
heidscluster HSD.
2. Gebaseerd op basis van de omzet per regio (Vlaanderen, Brussel, Wallo-
nië) in België voor de periode 2008 tot 2011: gemiddelde opbrengst in
Vlaanderen bedraagt 38 % ten opzichte van de geconsolideerde omzet
van de BVBO-leden. Bron: BVBO vzw (2012). Cijfers en informatie 2010/
2011.
3. Geraamde economische impact van 3,0 % groei door de aanwezigheid
van de Vlaamse innovatiecentra. Dat is gebaseerd op de vooruitzichten
veiligheidssector 2020 voor de nationale veiligheidscluster The Hague Se-
curity Delta (HSD) in Nederland.
4. Bron: CoESS (2013). Private Security services in Europe CoESS Facts and Fi-
gures 2013.
Uit tabel 1 blijkt dat de omzet van de Nederlandse
veiligheidsindustrie in de periode 2012 en 2013 afnam
met 2,4 % van € 1,331 miljard naar € 1,300 miljard.
De economische impact van de nationale veiligheids-
cluster in de regio Den Haag (HSD) daarentegen is tus-
sen 2012 en 2015 toegenomen met 1,2 % op jaarbasis
en zet zich duidelijk af tegenover de negatieve groei-
prognoses voor de Nederlandse veiligheidsmarkt. De
vooruitzichten zijn dat de aanwezigheid van de natio-
nale veiligheidscluster The Hague Security Delta in
de periode 2016 tot 2020 een jaarlijkse groei zal be-
werkstelligen die tussen 1,5 % en 4,0 % zal liggen.
Als we dat vertalen naar de Belgische context kan een
ondernemende overheid in Belgiëmet innovatiecentra
voor veiligheid de handen in elkaar slaan om een stag-
nerende jaarlijkse groei (naar analogie van de Neder-
..............................................................................................................................................................................................................................................................................................................................................................................................................................................................
6. CoESS General Secretariat (2015). The new security Company: integration
of services and technology responding to changes in customer demand,
demography and technology.
7. CoESS General Secretariat (2013). Private Security services in Europe. CoESS
Facts and Figures 2013.
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landse markt) via ondersteunende activiteiten en in-
novatieprojecten om te buigen naar een groei in 2020
van € 30 miljoen extra omzet. Bijkomend studiewerk
is nodig om deze hypothese verder te verfijnen en te
toetsen. Toch laat de hypothese een mogelijk groeipad
zien dat voor diverse overheden op het domein van
technologie, innovatie en veiligheid op z’n minst inte-
ressant is om verder uit te spitten.
2.4. Wetgeving inzake overheidsopdrachten:
een struikelblok?
Vanuit het perspectief van de overheid is de regelge-
ving op de openbare aanbestedingen een belangrijke
bekommernis. Voornamelijk de vraag of deelname van
de overheid aan innovatiecentra zoals INNOS leidt tot
marktverstoring, zorgt voor discussie. Het risico op
marktverstoring voor de commerciële dienstverlening
is echter erg klein aangezien INNOS geen diensten
aanbiedt die ook op de ‘vrije’ markt te verkrijgen zijn.
De strategie waar INNOS op inzet, is voornamelijk het
stimuleren en faciliteren van nieuwe samenwerkings-
verbanden tussen bedrijven, overheden en kennisin-
stellingen. Als innovatiestimuleerder zal INNOS be-
drijven, productkennis en behoeften samenbrengen
rond concrete veiligheidsvraagstukken en innovatie-
projecten genereren die inzetten op innovatieve inte-
gratie van producten en diensten als antwoord op deze
complexe veiligheidsvraagstukken. INNOS is een
open cluster, waartoe elk bedrijf gelinkt aan het veilig-
heidsdomein kan toetreden. De cluster functioneert
als hefboom voor innovatieve producten en diensten,
maar zal nooit in de plaats treden van leden of niet-
leden uit de sector. De uiteindelijke commercialise-
ring wordt aan de bedrijven overgelaten.
Aan de andere kant is INNOS zich er wel van bewust
dat de deelname van private veiligheidspartners ver-
bonden met de cluster een heel strikte respectering
vereist. Voornamelijk wanneer het gaat over de bepa-
lingen van de regelgeving inzake overheidsopdrach-
ten indien de overheid diensten of producten wil aan-
besteden die gebruikmaken van, of verwijzen (in de
opdrachtdocumenten) naar innovatieve projecten of
producten die met het INNOS-netwerk zijn verbon-
den. Het gaat daarbij om twee bepalingen van de re-
gelgeving inzake overheidsopdrachten die moeten
worden getoetst:
– artikel 9 van de wet van 15 juni 2006: het verbod,
voor kandidaten of inschrijvers, om handelingen
te stellen, overeenkomsten te sluiten of afspraken
te maken die de normale mededingingsvoorwaar-
den kunnen vertekenen;
– artikel 64 van het KB van 15 juli 2011: de verplich-
ting, voor de aanbestedende dienst, om kandida-
ten of inschrijvers die met het onderzoek, de be-
proeving, de studie of de ontwikkeling van een
overheidsopdracht belast werden, en die als gevolg
daarvan een voordeel genieten dat de normale me-
dedingingsvoorwaarden verhindert of vervalst,
van de toegang tot de gunningsprocedure uit te
sluiten.
Van een schending van artikel 9 van de wet van
15 juni 2006 zal alleen sprake zijn indien er concrete
aanwijzingen zijn dat een of meer van de met INNOS
verbonden partners, doelbewust mededingingversto-
rende afspraken hebben gemaakt (bv. prijsafspraken,
afspraken m.b.t. het aanduiden van een winnaar op
basis van een rotatiesysteem of een geografische
marktverdeling).
Het vermoeden van een marktvervalsend voordeel dat
in artikel 64 van het KB van 15 juli 2011 vervat ligt,
kan in een aantal gevallen van toepassing zijn, maar
kan echter worden weerlegd. Meer in het bijzonder
dient door de met INNOS verbonden partners te wor-
den aangetoond dat:
– INNOS geen overheersende invloed op de leden-
onderneming uitoefent, en dat dit ook omgekeerd
niet het geval is;
– eerdere prestaties van INNOS, waarvan de aanbe-
stedende dienst in het kader van de overheidsop-
dracht gebruikmaakt, het bedrijf als verbonden on-
derneming geen voordeel oplevert dat de normale
mededingingsvoorwaarden voor de overheidsop-
dracht verhindert of vervalst.
Wat het laatste element betreft, verdient het – op basis
van de rechtspraak van de Raad van State8 – aanbeve-
ling dat:
– de door INNOS verrichte activiteiten aan alle in-
schrijvers ter beschikking worden gesteld;
– de termijn waarbinnen de inschrijvers hun offerte
dienen op te maken, voldoende ruim is zodat zij
de door INNOS verrichte activiteiten nauwgezet
kunnen bestuderen;
– voorafgaand aan de uiterste datum voor indiening
van de offertes, in de mogelijkheid tot vraagstel-
ling, een informatievergadering en dergelijke
wordt voorzien, zodat informatieasymmetrieën
tussen de met INNOS verbonden veiligheidspart-
ners enerzijds, en de andere inschrijvers ander-
zijds, tot een minimum worden beperkt.
Het is opvallend dat dit vraagstuk niet in alle Euro-
pese landen een bekommernis is. Europa stuurt via
onderzoeksfinanciering zoals Horizon 2020 expliciet
aan op het betrekken van bedrijven, overheden en
kennisinstellingen bij het uitwerken van op innovatie-
gerichte onderzoeksprojecten die zowel tot een veili-
gere samenleving als tot economische groei kunnen
leiden (European Commission, 2011). Tegelijk consta-
teren we dat Belgische overheden en veiligheidsdien-
..............................................................................................................................................................................................................................................................................................................................................................................................................................................................
8. RvS 26 februari 2013, nr. 222.634, sa AEG Belgium; RvS 26 juni 2012,
nr. 219.984, sa Vectra; RvS 19 mei 2011, nr. 213.343, nv TDS, r.o. 21.2.
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sten actief betrokken zijn bij buitenlandse initiatieven
inzake veiligheid waarbij buitenlandse bedrijven,
overheden en kennisinstellingen samen aan tafel zit-
ten. Dat is bijvoorbeeld het geval in het kader van de
Horizon 2020-projecten ‘System for detection of
Threat Agents in Maritime Border Environment’
(SafeShore) en ‘Mapping Interoperable EU PPDR
Broadband Communication Applications and Tech-
nology’ (BROADMAP). Een antwoord op de vraag
waarom deze bekommernis in die Europese context
plots in rook blijkt op te gaan, is niet meteen duide-
lijk. Het is niettemin belangrijk hier aandacht aan te
besteden aangezien het rechtstreeks aanleiding kan
geven tot braindrain en de steun aan economische
groei in andere landen dan België.
3. Conclusie en debat
Onze ervaring bij INNOS relativeert de stelling dat er
in Europa te veel ‘staat’ zou zijn, niet genoeg markt en
een gebrek aan ondernemende cultuur. Het Innovatie-
centrum voor Veiligheid is bottom-up tot stand geko-
men door de ondernemende cultuur van de betrokken
actoren en met voornamelijk financiële steun van en-
kele bedrijven. In deze bijdrage hebbenwe aangetoond
hoe de betrokkenheid van de overheid in het Innova-
tiecentrum voor Veiligheid, vzw INNOS, verschilt van
de betrokkenheid van de overheid in DITTS en Safety
Lab. We zijn op zoek gegaan naar enkele overwegin-
gen die daaraan ten grondslag liggen.
Qua budgettering botst de triple-helixlogica op een
belangrijke uitdaging voor de toekomst. Het gaat hier
niet zozeer om de grootte van de budgettaire ruimte
die beschikbaar is. Wel is het belangrijk dat een recur-
rent budget wordt verkregen dat in de basisfinancie-
ring voorziet en dat op een evenwichtige wijze wordt
samengesteld op basis van lidmaatschappen van di-
verse triple-helixpartners (overheid, kennisinstellin-
gen en private bedrijven) die als founding partners
worden beschouwd. Van daaruit kan er naar extra fi-
nanciering worden gezocht in relatie tot concrete
vraagstukken waarrond projecten worden opgezet.
Dat zowel in Nederland als in België concrete vragen
het startpunt vormen van een innovatieproject bete-
kent niet dat innovatiecentra een soortgelijke relatie
met de overheid onderhouden. Het is heel duidelijk
dat er zich hier een belangrijk verschil optekent. In
Nederland neemt de overheid, vaak als eindgebruiker,
deel aan het innovatieproces en wordt op die manier
ook mede-eigenaar van het innovatieproces. Hierdoor
worden innovaties sneller uitgezet en beproefd via
projecten en wordt de impact van technologie op het
regelgevend kader meteen mee in beeld gebracht. Dat
leidt niet alleen tot snellere implementatie van tech-
nologie en innovatie als antwoord op veiligheids-
vraagstukken. Diensten kunnen daardoor breder en
sneller worden vermarkt en bijdragen tot veiligheids-
oplossingen. De missie om vanuit een triple-helixor-
ganisatie maatschappelijke veiligheid te stimuleren,
zal daardoor ook indirect bijdragen aan economische
groei.
Het is nu aan de overheid om op verschillende niveaus
in de Belgische staatsstructuur haar ondernemerschap
tentoon te spreiden en de handschoen mee op te ne-
men om de triple-helixwerking op langere termijn een
kans te geven. Dat impliceert financiering, maar ook
betrokkenheid en open dialoog met alle betrokken
partners. Het is immers een manier om de huidige en
toekomstige uitdagingen inzake technologie, innova-
tie en veiligheid vorm te geven.
Ten gevolge van de grote diversiteit in elk van de be-
trokken institutionele sferen in de triple helix (bedrij-
ven, overheden en kennisinstellingen) is vooral rea-
lisme aan de dag leggen bij het verder ontwikkelen
van het Innovatiecentrum voor Veiligheid aan de orde.
Het is immers een utopie om in de complexiteit van
elk van deze institutionele sferen eensgezindheid te
bereiken op het domein van technologie, innovatie en
veiligheid. Vandaar onze centrale stelling dat er
slechts acties mogelijk zijn in relatie tot concrete uit-
dagingen en vraagstukken op dit domein indien er ook
afstemming wordt bereikt in het bewustzijn, de moti-
vatie, dewerkwijze en de beschikbare beloningen voor
elk van de betrokken actoren. Die ‘puzzel’ moet pas-
sen om daadwerkelijk impact te genereren inzake
technologie en innovatie op het veiligheidsdomein. Er
is dan ook niet één actor die de handschoen moet op-
nemen om deze uitdaging aan te gaan. Onze ervaring
leert dat waar een wil is een weg ontstaat die kan bij-
dragen tot vernieuwing. Dat is dan ook meteen een
uitnodiging tot netwerking aan actoren die zich her-
kennen in deze uitdagingen.
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Het Belgisch Instituut voor de Verkeersveiligheid
(BIVV) is sinds 1986 het toonaangevende kennis- en
dienstencentrum dat op een actieve manier probeert
impact te hebben op het verminderen van het aantal
verkeersslachtoffers in België. Bij het BIVV werken
120 gepassioneerde mensen rond gedrag, technologie
en infrastructuur in het verkeer. Ons Kenniscentrum
doet relevant, multidisciplinair onderzoek gebaseerd
op een breed assortiment van onderzoeksmethoden.
Het kan zo concrete aanbevelingen doen ter verbete-
ring van de verkeersveiligheid voor zowel burgers,
politiek als andere private en publieke stakeholders.
Het beroept zich daarbij ook op een breed internatio-
naal netwerk. Bovendien werken we in ons Adviesbu-
reau intensief rond gedrag. Zowel bij mensen die me-
dische problemen ondervinden om zich veilig in het
verkeer te begeven als bij verkeersovertreders. De af-
deling Public Affairs, Innovation and Regulatory volgt
zowel nationaal als internationaal van dichtbij nieuwe
innovaties en technologieën op in het verkeerswezen.
Uit wetenschappelijk oogpunt wordt er kritisch geke-
ken vanuit een systeemgerichte visie op verkeersvei-
ligheid. Het gaat daarbij niet alleen om infrastructu-
rele vernieuwingen, maar ook over allerhande InCar-
Technologie en innovaties rond nieuwe vervoersmid-
delen.
Het domein van de verkeersveiligheid is in (r)evolu-
tie; intelligente snelheidssystemen, het e-Callsysteem,
de connected car en de self-driving car zijn een paar
voorbeelden van veranderingen waar het BIVV zich
op voorbereidt. Om het maatschappelijk debat rond
deze vernieuwingen te onderbouwen en de impact van
de technologie op verkeersveiligheid te evalueren,
evolueert het BIVV steeds meer naar een onafhanke-
lijke onderzoeksinstelling die in samenwerking met
private en publieke partners de nodige netwerken in
dit verband opzet.
De belangrijke winsten op het vlak van verkeersveilig-
heid zijn gemaakt met traditionele methoden; daarom
ookmoet met vernieuwendemethoden in de toekomst
gewerkt worden. De drie sleutels om in de toekomst
vernieuwend te kunnen zijn, zijn multidisciplinari-
teit, samenwerking en innovatie. Het BIVV is nu reeds
een belangrijke speler die sterk interageert met zowel
de overheid, de academische wereld als het bedrijfsle-
ven. Het triple-helixmodel biedt hier de basis voor de
toekomst.
1. Wat is verkeersveiligheid?
Het begrip ‘verkeersveiligheid’ verwijst naar de veilig-
heid van mensen als ze zich op de openbare weg in
het verkeer begeven. In sommige talen zoals het Ne-
derlands, het Duits (Verkehrssicherheit) en Scandina-
vische talen wordt ‘veiligheid’ semantisch gekoppeld
aan ‘verkeer’; in andere talen, zoals het Frans (sécurité
routière) en het Engels (road safety) wordt de koppe-
ling gemaakt tussen ‘veiligheid’ en ‘weg’. Toch is er
internationaal een vrij brede consensus over de bete-
kenis en de reikwijdte van de term: verkeersveiligheid
komt erop neer dat er bij het verkeer op de openbare
weg zominmogelijk ongevallen gebeuren en verkeers-
slachtoffers vallen.
Wel is het zo dat het begrip verkeersveiligheid in som-
mige contexten breder of minder breed wordt geïnter-
preteerd. In de Verenigde Staten bijvoorbeeld, worden
ongevallen waar geen gemotoriseerd voertuig bij be-
trokken is, niet beschouwd als verkeersongevallen.
Een botsing tussen twee fietsers of een val van een
fietser – de overgrote meerderheid van de ongevallen
..............................................................................................................................................................................................................................................................................................................................................................................................................................................................
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van fietsers overigens – is in de Verenigde Staten geen
verkeersongeval, maar is dat wel in de meeste Euro-
pese landen (en ook in België). Een andere restrictie
die vaak wordt gebruikt wanneer men over verkeers-
veiligheid spreekt, is dat men uitsluitend verkeerson-
gevallen in rekening brengt waarbij iemand werd ver-
wond, met andere woorden verkeersveiligheid wordt
dan beperkt tot de zogenaamde letselongevallen. Men
gaat dus voorbij aan ongevallen met louter materiële
schade – die trouwens veel groter in aantal zijn dan
die met verkeersgewonden.
In België gelden als criteria voor een verkeersongeval
dat: (1) het ongeval gebeurd moet zijn op de openbare
weg; (2) er minstens één voertuig bij betrokken moet
zijn; en (3) er minstens één gewonde moet zijn als ge-
volg van het ongeval. Een fietser die na een verkeerd
maneuver in de sloot valt en zijn sleutelbeen breekt,
wordt dus beschouwd als een verkeersongeval. Maar
een voetganger die struikelt op het trottoir is dat niet.
Het verkeersveiligheidsbeleid is erop gericht de ver-
keersveiligheid te verhogen. In wezen komt dat erop
neer om (1) het aantal ongevallen op de openbare weg
te verminderen, in het bijzonder de letselongevallen,
waarbij minstens een van de betrokkenen gewond
raakt (en in het ergste geval sterft); en (2) als er toch
een ongeval is gebeurd, de ernst van de verwondingen
en de gevolgen van die verwondingen zo minimaal
mogelijk te houden.
Een maatregel kan zowel effect hebben op beide doel-
stellingen – bijvoorbeeld het opleggen van een snel-
heidslimiet – als op een van deze twee doelstellingen.
De verplichting om een veiligheidsgordel te dragen,
beïnvloedt niet de kans op een ongeval, maar zal wel
de negatieve gevolgen bij een ongeval aanzienlijk be-
perken.
2. Maatschappelijke en politieke
interesse in verkeersveiligheid
Tot het einde van de jaren zestig van de vorige eeuw
stond verkeersveiligheid nauwelijks op de politieke
agenda. Maar geleidelijk aan kwam men in de meeste
(westerse) landen tot het besef dat het stijgend aantal
doden op de wegen niet zomaar een onoverkomelijk
gevolg was van de economische groei en de sterke toe-
name van het verkeer, maar dat er wel degelijk iets
aan kon en moest worden gedaan. In de Verenigde
Staten was er het sprekende voorbeeld dat er jaarlijks
meer Amerikanen stierven op de weg dan in heel de
Vietnamoorlog. In België waren er begin jaren zeven-
tig bijna 3 000 doden per jaar, 2 915 om precies te zijn.
Vandaag zijn het er nog steeds meer dan 700 per jaar.
In de daaropvolgende jaren werden in België, zoals in
de meeste andere westerse landen, veel overheids-
maatregelen genomen: aanpassingen aan de wegcode,
de verplichting om een rijexamen af te leggen, de
technische controle van de voertuigen, snelheidsbe-
perkingen, grenzen op rijden onder invloed, dragen
van de veiligheidsgordel enzovoort. Het is ook in die
maatschappelijke context dat het BIVV is ontstaan,
initieel als een fusie van drie bestaande vzw’s. Het
BIVV kreeg als taak om de overheid te ondersteunen
bij het verkeersveiligheidsbeleid.
In de voorbije decennia is verkeersveiligheid een
steeds belangrijker maatschappelijk thema geworden
en werden vele bijkomende maatregelen genomen en
initiatieven gelanceerd. Met redelijk succes overigens:
het aantal verkeersdoden bedraagt nu slechts een
vierde van de waarde van het jaar 1973. Al is dat suc-
ces ook wel relatief: in Europa doen vele landen het
beter dan ons land, als we het aantal dodelijke onge-
vallen per inwoner of het aantal verkeersslachtoffers
per afgelegde kilometer vergelijken met de Belgische
cijfers.
Vanuit beleidsperspectief is verkeersveiligheid bij-
zonder complex, omdat het raakt aan zovele andere
beleidsgebieden. Om er maar enkele te noemen: volks-
gezondheid, mobiliteit, binnenlandse veiligheid, jus-
titie, infrastructuur, onderwijs, technologie ... En on-
rechtstreeks ook economie, wetenschap en milieu.
Wie iets wil veranderen aan verkeersveiligheid moet
dus van vele markten thuis zijn. Het mag dan ook geen
verbazing wekken dat een instituut zoals het BIVV,
dat een breed palet van activiteiten ontplooit op het
gebied van verkeersveiligheid, op velerlei gebieden
expertise moet bezitten. Wij beschikken onder andere
over ingenieurs en technici, psychologen, sociologen,
mobiliteitsexperts, politieke wetenschappers, gezond-
heidswetenschappers, artsen, geografen, specialisten
in ruimtelijke ordening, en deskundigen op veel an-
dere gebieden. Het beschikken over deze brede en
multidisciplinaire expertise is een vereiste om vanuit
het BIVV de complexiteit van de verkeersveiligheid te
kunnen vatten, daarover gefundeerd beleidsadvies te
kunnen formuleren en ook concrete activiteiten te
kunnen ontplooien. Daarover later meer.
Verkeersveiligheid is een gebied in constante evolu-
tie, waar zich voortdurend nieuwe uitdagingen voor-
doen. Enkele voorbeelden. Wie had er vijf jaar gele-
den gedacht dat we het zouden hebben over het
inzetten van drones bij de afhandeling van verkeers-
ongevallen, dat we risicovolle wegsegmenten zouden
spotten via transactie van smartphonegegevens over
de deceleraties van de bestuurders, dat we de effecti-
viteit van Pedestrian Warning Systems in auto’s zou-
den onderzoeken of dat we het potentieel van zelfrij-
dende auto’s voor de verkeersveiligheid van ouderen
zouden moeten inschatten?
Dat verkeersveiligheid in continue evolutie is, komt
omdat het raakt aan veel verschillende domeinen die
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elk op hun beurt in evolutie zijn. Grosso modo gaat
het om de volgende gebieden:
– socio-demografische evoluties (bevolkingsgroei,
socio-culturele verschuivingen in de populatie,
veranderingen in het welvaartsniveau, zich wijzi-
gende mobiliteitskeuzes);
– politieke ontwikkelingen (beleidskeuzen inzake
ruimtelijke ordening en infrastructuur, milieu,
technologie, onderwijs ...);
– technologische evoluties (nieuwe mogelijkheden
van voertuigen, gebruik van smartphones, internet
of things);
– economische ontwikkelingen, die op hun beurt
veranderingen in vervoersmodi vereisen.
Ten gevolge van de ontwikkelingen in al deze gebie-
den is verkeersveiligheid een steeds sneller evolue-
rend beleids- en actiedomein. De consequentie daar-
van is dat het minder vanzelfsprekend geworden is
dat een succesvolle aanpak uit het verleden ook in de
toekomst nog effectief zal zijn. Een teken aan de wand
is bijvoorbeeld dat in België (maar ook in de meeste
andere West-Europese landen) de structurele daling
van het aantal verkeersdoden tijdens de laatste decen-
nia nu gestopt lijkt. De laatste twee jaar spreken we
eerder van stabilisatie, of zelfs van stijging. Het is dus
ook steeds moeilijker om met traditionele methoden
het aantal verkeersongevallen verder structureel te
laten afnemen. De drie sleutels om dat wel te doen,
zijnmultidisciplinariteit, samenwerking en innovatie.
Maar laat ons eerst even stilstaan bij het BIVV, het
Belgisch Instituut voor de Verkeersveiligheid, een vrij
unieke organisatie, zelfs in internationale context.
3. Het BIVV – Belgisch Instituut voor de
Verkeersveiligheid
Het BIVV is opgericht naar Belgisch recht als een ver-
eniging zonder winstoogmerk waarvan de maatschap-
pelijke zetel gelegen is aan de Haachtsesteenweg 1405,
1130 Brussel. De vereniging is geregistreerd bij de
Kruispuntbank van Ondernemingen met als onderne-
mingsnummer 0432.570.411.
Het BIVV heeft als doel het bevorderen van de ver-
keersveiligheid. De hoofdopdracht van het BIVV be-
staat erin een actieve bijdrage te leveren tot een duur-
zame vermindering van het aantal verkeersslachtof-
fers. Dat doet het door het ontwikkelen, delen en
toepassen van kennis met betrekking tot verkeersvei-
ligheid.
Het Belgisch Instituut voor de Verkeersveiligheid be-
staat momenteel uit drie grote pijlers:
– een eerste grote pijler is het Kenniscentrum Ver-
keersveiligheid. Dat is een observatorium en onder-
zoekscentrum dat zich bezighoudt met studie en
onderzoek, adviezen opstellen en beleidsonder-
steuning. Een multidisciplinair team van onder-
zoekers en analisten genereert kennis en ontwik-
kelt expertise over zowat alle facetten van verkeers-
veiligheid door gebruik te maken van een breed
spectrum aan onderzoeksmethoden (literatuuron-
derzoek, observatiemetingen, statistische analyses
en modelleringen, diepteanalyse van ongevallen,
rijsimulatoronderzoek (m.i.v. eye tracking) enz.).
De analyses en onderzoeksprojecten resulteren in
publieke rapporten. Deze resultaten worden bo-
vendien zowel in binnen- als in buitenland gecom-
municeerd;
– de tweede pijler is het Centrum voor Public Affairs,
Regulatory and Innovation. Deze afdeling volgt de
evoluties op het vlak van technologie, economie,
milieu en welzijn, maatschappij en politiek en hun
mogelijke impact op de verkeersveiligheid. Het
coördineert ook de relaties met publieke instanties
op lokaal, provinciaal, regionaal, nationaal, Euro-
pees en internationaal niveau;
– ten derde is er het Adviesbureau Verkeersveilig-
heid dat de diensten van het BIVV groepeert
waarop derden-individuen, publieke en private or-
ganisaties in binnen- en buitenland, een beroep
kunnen doen. De activiteiten omvatten onder an-
dere rijgeschiktheidsevaluaties, herstelonderzoe-
ken voor personen van wie het rijbewijs werd afge-
nomen, Driver Improvement-cursussen, verschil-
lende technische laboratoria (waaronder een voor
het testen van motorhelmen), communicatieadvies
en implementatie (o.a. de Bob-campagnes) en be-
geleiding van bedrijven bij hun verkeersveilig-
heidsbeleid.
De afgelopen jaren realiseerde het BIVV heel wat po-
sitieve veranderingen. Daarbij horen onder meer de
verhoging van de efficiëntie (optimalisatie van de in-
terne processen, herstructurering van afdelingen ...),
een duidelijkere positionering in binnen- en buiten-
land als kenniscentrum én als de referentie op het vlak
van verkeersveiligheid, een bredere samenwerking
met publieke en private partners, een aanzet tot een
innovatief aanbod van producten en diensten aan der-
den (bv. campagnes op maat van bedrijven, een een-
voudig hulpmiddel voor ouderen om hun rijgeschikt-
heid te beoordelen, herwerken van het aanbod en de
vorm van statistische gegevens, rijsimulator) en een
verhoging van de internationale aanwezigheid en sa-
“Verkeersveiligheid is een gebiedin constante evolutie, waar zichvoortdurend nieuwe uitdagingen
voordoen, omdat het raakt aan veel
verschillende domeinen die elk op
hun beurt in evolutie zijn.
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menwerking – in eerste instantie binnen Europa, maar
ook steeds meer daarbuiten (Verenigde Staten, Alge-
rije, Kameroen ...).
In het werkingsjaar 2015 bedroeg het werkingsbudget/
omzetcijfer van het BIVV ongeveer € 14 miljoen. On-
geveer 60%van dit omzetcijferwerd gerealiseerd door
de levering van producten en diensten aan derden;
40 % is afkomstig van een federale subsidie.
4. Het BIVV en de triple helix
Hoe positioneert het BIVV zich nu ten opzichte van de
triple-helixlogica? In de eerste plaats: het BIVV is nu
reeds een belangrijke speler die sterk interageert met
zowel de overheid, de academische wereld als het be-
drijfsleven – overigens niet louter in België.
In sommige gevallen is er sprake van een klassieke
klant-leveranciersrelatie, waarbij het BIVV in be-
paalde contexten optreedt als klant, maar in andere
als leverancier.
Voorbeelden van klant-leveranciersrelaties met de
overheden zijn:
– inspectie van de verkeersveiligheid van bepaalde
wegen voor lokale overheden;
– expertise voor rechters;
– beantwoorden van parlementaire vragen op ver-
zoek van de FOD Mobiliteit en Vervoer;
– aanleveren van statistische informatie over onge-
vallen aan het provinciebestuur Antwerpen;
– data over de verkeersveiligheid en verkeersregle-
mentering overmaken aan de Wereldgezondheids-
organisatie;
– door de politie overmaken van gegevens over alco-
holcontroles aan het BIVV, zodat wij daar geavan-
ceerde analyses over kunnen maken.
Voorbeelden van een klant-leveranciersrelatie met het
bedrijfsleven zijn de ontwikkeling van een campagne
over afleiding in het verkeer, het gebruik van radars
van een bedrijf om snelheidsmetingen te doen in de
bebouwde kom, de controle van de apparatuur in de
autokeuringsinstallaties en het opmaken van homolo-
gatiedossiers voor fabrikanten van motorhelmen.
Voorbeelden van klantleveranciersrelaties met de aca-
demische wereld zijn de participatie aan nationale en
internationale adviescommissies over wetenschappe-
lijk onderzoek en de uitvoering van een deel van het
analysewerk door een universitaire partner.
Maar in steeds meer initiatieven is er sprake van een
echte partnerrelatie waarbij samen met een of meer
organisaties uit de triple-helixprojecten en initiatie-
ven worden opgezet. Enkele voorbeelden:
– ontwikkelen van algoritmes en dataformaten met
een leverancier van floating car data;
– samenwerken met de politiezones in heel België
voor de gedragsmeting van rijden onder invloed;
– bilateraal en multilateraal samenwerken met an-
dere onderzoeksorganisaties in gemeenschappe-
lijke onderzoeksprojecten;
– testen en leveren van een drone en 3D-scanner aan
de federale politie in het kader van de diepteana-
lyse van ongevallen.
Het moet wel gezegd dat het niet zo vaak gebeurt dat
het BIVV in eenzelfde initiatief zowel samenwerktmet
overheidsorganisaties, als met een onderneming én
met een academische partner. Toch zijn er reeds voor-
beelden van initiatieven waar we met twee dergelijke
partners tegelijkertijd initiatieven opzetten. Zo ge-
beurt de ontwikkeling en uitvoering van de Bob-cam-
pagne in samenwerking met de gewesten en commu-
nicatiebureaus. We hebben een samenwerking opge-
zet met de transportbedrijven en een universitaire
partner voor diepteonderzoek van ongevallen met
vrachtwagens. En we werken samen in een Europees
onderzoeksproject dat zich richt naar overheden en
waarin zowel academische partners als bedrijven be-
trokken zijn.
In dergelijke gevallen is het absoluut noodzakelijk dat
de triple-helixpartners én het BIVV aan het project
deelnemen, omdat elk van hen een unieke rol heeft in
het project. Dat dergelijke projecten niet zoveel voor-
komen, is omdat in complexe projecten het BIVV vaak
de rol speelt van een of twee van de triple-helixpart-
ners. Dat brengt ons bij een belangrijke constatering:
in zekere zin verenigt het BIVV in één organisatie de
drie traditionele rollen van de triple-helixpartners.
Inderdaad, zeker in de perceptie van heel wat men-
sen, is het BIVV een deel van, of op zijn minst een
verlengstuk van, het overheidsapparaat. Wij voeren,
weliswaar in opdracht, een aantal taken uit die in an-
dere landen vaak door overheidsdiensten worden uit-
gevoerd: beleidsadvies, publiekscommunicatie, rijge-
schiktheidsbeoordeling enzovoort. De beeldvorming
over de verbondenheid van het BIVV met de overheid
wordt nog versterkt doordat op onze persmomenten
vaak overheidsdiensten, de politie, ministers ... na-
drukkelijk aanwezig zijn en het woord nemen. Voorts
vertegenwoordigt het BIVV de facto vaak België bij in-
“In zekere zin verenigt het BIVVin één organisatie de drietraditionele rollen van de triple-
helixpartners, zodat het BIVV
eigenlijk een kleine triple-
helixstructuur incarneert.
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ternationale organisaties de zich bezighoudenmet ver-
keersveiligheid (bv. IRTAD, WHO, CARE).
Maar bovendien is het BIVV ook een onderzoeksinstel-
ling waarvan het onderzoek een uitstekende reputatie
geniet, ook internationaal. Het onderzoek staat mee
aan de top in Europa, dankzij een uitstekend team van
gedreven onderzoekers en een goed uitgewerkt sys-
teem van kwaliteitscontrole. Het onderzoek wordt
aangestuurd vanuit het Kenniscentrum. Het BIVV is
ook door de federale overheid erkend als onderzoeks-
instelling.
Ook de derde triple-helixcomponent is aanwezig bin-
nen het BIVV. Bepaalde afdelingen van het BIVV zijn
vergelijkbaar met KMO’s of afdelingen van bedrijven.
Denken we maar aan de verschillende technische la-
boratoria en de afdeling Road Safety at Work, die
consulting- en begeleidingsopdrachten uitvoert voor
bedrijven. De afdeling PAIR is dan weer sterk op het
gebied van public affairs. Meer algemeen ontwikkelt
het BIVV (met eigen middelen) zich steeds meer als
een professionele dienstenleverancier ten dienste van
zowel bedrijven, de overheid en andere onderzoeksin-
stellingen.
Aangezien deze verschillende afdelingen ook met el-
kaar samenwerken – en soms ook een andere rol op
zich nemen – mag gesteld worden dat het BIVV eigen-
lijk een kleine triple-helixstructuur incarneert. In ze-
kere zin illustreert het BIVV dus ook dat de interacties
en kruisbestuiving binnen een triple helix echt toege-
voegde waarde kan opleveren.
5. Innovatie in het BIVV
Het BIVV onderneemt dus een veelheid aan activitei-
ten in een complexe en veranderende omgeving – op
sociaal, economisch, technologisch en cultureel ge-
bied. Bovendien wordt ons instituut geconfronteerd
met twee specifieke uitdagingen:
– de eerste is dat het BIVV een belangrijk bedrag aan
publieke middelen ontvangt – op een moment dat
deze middelen steeds meer onder druk staan. Hoe
kun je blijven verantwoorden dat de toegekende
publieke middelen goed, zelfs optimaal worden
besteed? Wij geloven in onze missie, maar dat vol-
staat niet: wij moeten kunnen aantonen dat wat we
krijgen van de belastingbetaler goedwordt besteed.
Tegelijk moeten wij op zoek naar bijkomende fi-
nancieringskanalen en -stromen om onze langeter-
mijntoekomst veilig te stellen;
– de tweede uitdaging is van inhoudelijke aard. Re-
centelijk werden belangrijke bevoegdheden inzake
verkeersveiligheid geregionaliseerd en werden ze
een verantwoordelijkheid van de gewesten. Het
gaat onder meer over het snelheidsregime op de
wegen (behalve autosnelwegen), de rijopleiding en
de traditionele publiekscampagnes. Deze situatie
verandert de relaties tussen de verschillende stake-
holders en vergt ook van het BIVV een herpositio-
nering. Op welke gebieden en in welke vormen
kunnen we nog communiceren over verkeersvei-
ligheid? Hoe kunnen we ons losmaken van een as-
sociatie met louter het federale niveau, en ook een
vaste dienstenleverancier worden voor de gewes-
ten? Moeten we op zoek naar andere oriëntaties in
ons wetenschappelijk onderzoek?
Kortom: als gevolg van de algemene en meer speci-
fieke evoluties is innoveren voor het BIVV een must,
wil het als organisatie én zijn missie adequaat kunnen
vervullen én ook op langere termijn een toegevoegde
waarde voor de samenleving blijven betekenen.
Maar wat verstaan we nu onder innovatie? In haar
eenvoudigste vorm gaat het bij innovatie om een atti-
tude: de wil om bestaande methoden en praktijken ter
discussie te stellen, om blijvend te willen zoeken naar
nieuwe manieren om de missie te kunnen realiseren,
om de openheid om mensen en technologie op een
nieuwe manier aan elkaar te koppelen – en misschien
zelf nieuwe technieken en technologieën ‘uit te vin-
den’ die op hun beurt een bron kunnen zijn van inno-
vatie.
Voor het BIVV betekent deze innovatiebenadering
concreet:
– de bestaande activiteiten continu onder de loep
houden. Beantwoorden ze nog aan een reële be-
hoefte? Hoe moeten ze evolueren om beter te be-
antwoorden aan veranderende maatschappelijke
behoeften? Kunnen ze niet efficiënter uitgevoerd
worden? Moeten we ze wel zelf doen, of zouden
we ze niet beter uitbesteden (of ook omgekeerd)?
En hebben we er wel de juiste mensen voor?
– de bestaande activiteiten ter discussie durven te
stellen. Doen we wel de juiste dingen om onze
missie te realiseren? Moeten we bepaalde activitei-
ten niet laten vallen omdat hun toegevoegde
waarde naar verkeersveiligheid gering is, en we de
vrijgekomen middelen beter op een andere manier
kunnen besteden? Kunnen we het ons financieel
veroorloven om die activiteiten aan te houden?
– op zoek gaan naar nieuwe activiteiten die aanslui-
ten bij onze missie en die een wissel zijn op de
toekomst. Deze nieuwe activiteiten kunnen een re-
plica zijn van wat elders (o.a. in het buitenland)
succesvol wordt toegepast, maar ook totaal nieuwe
initiatieven waarbij we zelf op een originele ma-
nier technologieën, mensen en ideeën met elkaar
verbinden in duurzame nieuwe producten en dien-
sten.
Laat ons deze visie wat concreter illustreren aan de
hand van het innovatie- en ontwikkelingstraject dat
sinds enkele jaren werd ingezet voor de onderzoeksac-
tiviteiten van het BIVV. Die vinden grotendeels plaats
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in het Kenniscentrum Verkeersveiligheid. Het BIVV
heeft een lange traditie van kwaliteitsvol onderzoek,
maar tot enkele jaren geleden waren de onderzoeksge-
bieden relatief beperkt (vooral analyse van ongeval-
lenstatistieken en gedragsmetingen). Het onderzoek
was gebaseerd op betrouwbare, maar weinig originele
of geavanceerde onderzoeksmethoden zoals beschrij-
vende statistische analyses en gedragsmetingen via
road side surveys. Deze situatie maakte het BIVV
kwetsbaar om twee redenen. In de eerste plaats waren
er een aantal aspecten van verkeersveiligheid waar-
over het BIVV nauwelijks onderzoek deed, zoals rijop-
leiding, verwondingen van slachtoffers, rijgeschikt-
heid en handhaving. Dat verzwakte de positie van het
BIVV als autoriteit inzake verkeersveiligheid en als
onmisbare partner voor de andere stakeholders op het
gebied van verkeersveiligheid. Een ander zwak punt
was dat de bestreken onderwerpen en gebruikte me-
thoden zonder al te grote inspanning door andere
onderzoeksgroepen buiten het BIVV overgenomen
zouden kunnen worden.
Er was dus behoefte aan innovatie om op lange ter-
mijn relevant te kunnen blijven. Concreet kreeg de in-
novatie in het onderzoek gestalte via onder meer de
volgende vernieuwingen:
– verbreden van de competentieprofielen van het
onderzoeksteam (dat overigens evolueerde van
twaalf naar twintig medewerkers). Het onderzoeks-
team heeft master- en PhD-diploma’s in achttien
verschillende academische disciplines. Dat is ook
noodzakelijk omdat de analyse van verkeersveilig-
heidsproblemen een sterke multidisciplinaire aan-
pak vergt;
– sterkere samenwerking met de andere diensten in
het BIVV. Dat heeft een dubbel effect. Enerzijds
versterkt het de wetenschappelijke onderbouw van
de BIVV-diensten. Anderzijds komen via die weg
ook signalen binnen van nieuwe problemen die
verder onderzocht moeten worden. Voorbeelden
hiervan zijn onderzoeksprojecten op het gebied
van rijgeschiktheid, recidive en communicatie;
– aansnijden van nieuwe onderzoeksgebieden, om
zo alle belangrijke thema’s in het verkeersveilig-
heidsdomein te kunnen afdekken. Voorbeelden
zijn de implicaties van verkeersongevallen voor
slachtoffers, macroscopische factoren (zoals het
weer) die het aantal verkeersongevallen beïnvloe-
den, rijvaardigheid en handhaving;
– aanpassen van bestaande standaard-‘producten’.
Zo werd de driemaandelijkse Verkeersveiligheids-
barometer compleet omgebouwd, werden de sta-
tistische rapporten hervormd en kregen onder-
zoeksrapporten een meer homogene structuur en
opbouw;
– ontwikkelen van nieuwe ‘standaardproducten’,
bijvoorbeeld de themadossiers rond specifieke to-
pics uit de verkeersveiligheid (bv. ouders, fietsers,
drugs, afleiding);
– introduceren van nieuwe onderzoeksmethoden zo-
als rijsimulatoronderzoek, eye tracking, nieuwe
statistische methoden zoals time-series-analyse en
geavanceerde modelleringen, analyse van big data
en in-situ-onderzoek van ongevallen. We ontwik-
kelden ook de capaciteit om zelfstandig en op korte
termijn representatieve online surveys te kunnen
organiseren en te verwerken;
– streven naar samenwerking. Bij de meeste onder-
zoeksprojecten zijn nu partners betrokken. Dat kan
een dataleverancier zijn waarmee we samen da-
taspecificaties ontwikkelen, een onderzoeksinstel-
ling die complementaire expertise binnenbrengt, of
een opdrachtgever waarmee we samen vormgeven
aan het onderzoek;
– nadrukkelijker aanwezig zijn op de internationale
fora. Dat kenmerkt zich door een grotere betrokken-
heid in internationale projecten, door een steeds
groeiend aantal internationale partners waarmee
wordt samengewerkt, en door een actieve rol in in-
ternationale (onderzoeks)organisaties/associaties
op het gebied van verkeersveiligheid. Het BIVV is
ook steeds meer zichtbaar op internationale weten-
schappelijke conferenties – in 2015 gaven mede-
werkers presentaties tijdens conferenties in Eu-
ropa, Noord-Amerika, Afrika en Azië;
– zelf gedurfde initiatieven nemen op het gebied van
onderzoek.We hebben de sprong gewaagd om onze
traditionele snelheidsmetingen op basis van radars
te vervangen door analyses van floating car data.
We lanceerden en coördineren het ESRA-initiatief
waarbij we gegevens verzamelen, in nu reeds een
twintigtal landen, samen met lokale partners;
– zoeken naar nieuwe bronnen van inkomsten via
contractonderzoek. Het aantal en de omvang van
deze projecten neemt elk jaar toe;
– opzetten van onderzoeksprojecten waarvan de re-
sultaten daarna ten nutte gemaakt zouden kunnen
worden en ook een input zouden kunnen zijn voor
het ontwikkelen van nieuwe producten en dien-
sten.
6. Technologie en innovatie
Innovatie wordt vaak geassocieerdmet technologische
vernieuwing – en het integreren van nieuwe technolo-
gieën in producten en diensten. Ook deze insteek vin-
den we terug bij het BIVV. Deze technologische in-
valshoek vindenwe niet alleen terug bij onderzoek (cf.
supra), maar ook in veel andere gebieden van onze
werking.
Voor het producten- en dienstenaanbod aan klanten
zijn we voortdurend op zoek naar vernieuwing, in het
bijzonder technologische vernieuwing. Continu dui-
ken er nieuwe toepassingen op die gericht zijn op de
verbetering van de verkeersveiligheid en/of de moni-
toring van het gedrag in het verkeer. Als BIVV maken
we de keuze om in dergelijke evoluties te participe-
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ren, te investeren of zelfs het voortouw te nemen. De
keuze voor een bepaalde technologie of toepassing ge-
beurt op basis van een grondige evaluatie, waarbij als
criteria onder meer gelden de mogelijke impact op de
verkeersveiligheid, het potentieel voor efficiëntiever-
betering van bestaande processen, demogelijkheid om
interessante ruwe data te kunnen genereren, de moge-
lijke kruisbestuiving naar andere diensten enzovoort.
Een kleine groep van jonge ingenieurs van het BIVV
test technologische innovaties en evalueert continu de
impact ervan op de verkeersveiligheid. Ze zijn ook in
staat de technologie te testen, prototypes te ontwikke-
len, ontwikkeling van normen te beïnvloeden enzo-
voort. Het BIVV is ook onlangs gevraagd om een spe-
cifiek onderdeel te ontwikkelen van de nieuwe digi-
tale tachograaf (voor het EU Joint Research Center).
Technologie speelt niet alleen een rol bij het ontwik-
kelen van nieuwe producten en diensten, maar ook bij
de verbetering van de eigen dienstverlening. Voorbeel-
den zijn de organisatie van de herstelonderzoeken, de
verwerking van de gegevens van het rijgeschiktheids-
onderzoek van het CARA en het bewerken van grote
hoeveelheden data voor onderzoeksdoeleinden.
Voor de concrete invulling van ons innovatiebeleid
spiegelen we ons niet aan een welbepaalde zusteror-
ganisatie of een of ander wetenschappelijk model. We
gaan vooral pragmatisch te werk, waarbij we gevoed
worden door een veelheid aan inspiratiebronnen:
maatschappelijke evoluties en signalen die we oppik-
ken via onze netwerken, conferenties, media, onder-
zoek enzovoort; technologische evoluties die we ont-
dekken via contacten met het bedrijfsleven, overhe-
den, de media, conferenties/beurzen, onderzoek van
derden enzovoort; en observaties van nieuwe evolu-
ties die via verschillende kanalen tot bij ons komen.
Cruciaal daarin is in elk geval de ontwikkeling en het
onderhoud van persoonlijke netwerken, ook interna-
tionaal. Dat is een verantwoordelijkheid, niet alleen
van het management, maar ook van elke individuele
medewerker.
7. Wat komt er aan de horizon?
Enkele voorbeelden van ontwikkelingen die op het
BIVV afkomen en die een invloed zullen hebben op
onze activiteiten in de toekomst:
– het zich verder wijzigende politieke landschap,
zowel de regionalisering als de groeiende interesse
van verschillende beleidsdomeinen voor verkeers-
veiligheid. Dat vergt een heroverweging van onze
politieke positionering, zowel op regionaal, natio-
naal als internationaal vlak;
– de groeiende druk op private en publieke midde-
len, wat leidt tot grotere concurrentie onder dien-
stenleveranciers (m.i.v. onderzoeksinstellingen)
en waardoor het nog moeilijker wordt om midde-
len te verwerven;
– de toenemende internationale dimensie van ver-
keersveiligheidskwesties. Die schept enerzijds mo-
gelijkheden naar internationale dienstverlening,
maar ook potentiële bedreigingen als grote interna-
tionale spelers op het terrein van het BIVV zouden
komen;
– een aantal maatschappelijke evoluties zoals de ver-
grijzing van onze samenleving, de toenemende
multiculturaliteit, veranderend uitgaansgedrag, ge-
bruik van drugs, of slow life;
– de maatschappelijke tendens om alles te monito-
ren, te meten en te observeren (sensors, camera’s,
smartphones, sociale media, ANPR-camera’s, dro-
nes ...) via een steeds breder arsenaal aan kanalen
en spelers;
– allerhande technologische evoluties zoals de sterk
verhoogde connectiviteit, zelfrijdende voertuigen,
self-learning machines, virtual reality and gamifi-
cation, en het veralgemeend gebruik van sociale
netwerken;
– nieuwe vormen van ‘verkeersonveiligheid’ die zul-
len ontstaan als nieuwe technologieën in het ver-
keer doorbreken (bv. cybercriminaliteit bij zelfrij-
dende auto’s, ongevallen met elektrische fietsen,
afleiding door smartphones op het dashboard, uit-
vallen van elektronische systemen).
Kortom, er is nog werk aan de winkel als we in deze
veranderende omgeving de verkeersveiligheid willen
blijven verbeteren ...
De zesde staatshervorming heeft niet alleen een im-
pact gehad op de activiteiten van het BIVV, maar meer
nog op de financiering van het BIVV. Hoewel een aan-
tal kosten verschoven zijn naar het regionale niveau,
hebben we de voorbije twee jaar een serieuze inspan-
ning moeten leveren om kosten en inkomsten met el-
kaar in evenwicht te houden. De overheidsfinancie-
ring werd gehalveerd en voor het eerste jaar in de
geschiedenis van het BIVV zullen de commerciële in-
komsten hoger zijn dan de overheidssubsidies. Boven-
dien is nu ongeveer twee derde van de medewerkers
tewerkgesteld in de commerciële activiteiten.
Het management, de voorzitter en de raad van bestuur
van het BIVV wensen het positieve verhaal van de af-
gelopen jaren verder te ontwikkelen om een langeter-
mijnperspectief te bieden voor de 115 medewerkers
én een continue bijdrage te leveren aan de verhoging
van de verkeersveiligheid op de Belgische wegen.
Met het oog op de realisatie van de doelstelling wil
het BIVV met een beperkt aantal aandeelhouders een
doorstart maken. Op die manier kan met een aange-
paste beheersstructuur een wendbare organisatie ge-
realiseerd worden. Concreet beoogt het BIVV de over-
gang naar een vennootschap met sociaal oogmerk
(VSO) in de vorm van een coöperatieve vennootschap
Innovatie in verkeersveiligheid – de aanpak van het BIVV
Wolters Kluwer – Orde van de Dag Orde van de Dag 2016/75 – 47
met beperkte aansprakelijkheid (CVBA) in te zetten.
De vijf grootste uitdagingen die we voor ons zien – en
die ons continu zullen aanzetten tot verdere innova-
tie – zijn:
– de overheid en andere stakeholders blijven over-
tuigen van het belang van investeren in verkeers-
veiligheid;
– het BIVV kunnen herpositioneren als een vaste
waarde in de veranderde binnenlandse institutio-
nele complexiteit;
– een geloofwaardige partner worden op gebieden
die buiten de traditionele expertisedomeinen van
het BIVV vallen (privacy-issues,big data, cybercri-
minaliteit, resilience, justitie ...);
– de activiteiten uitbreiden naar verwante gebieden
zonder de eigenheid en de unieke sterktes van het
BIVV te verliezen;
– succesvol en duurzaam omgaan met internationale
ontwikkelingen en opportuniteiten.
Belangrijke voorwaardenscheppende factoren daartoe
zullen zijn:
– een sterke en flexibele interne organisatie blijven,
gedragen door competente en enthousiaste mede-
werkers;
– over voldoende en gediversifieerde inkomsten-
bronnen beschikken;
– het potentieel van nieuwe technologieën correct
kunnen inschatten;
– de juiste keuzes maken bij het aangaan van nieuwe
partnerschappen en investeren in nieuwe activitei-
ten;
– gericht aanboren en ontwikkelen van expertise op
nieuwe gebieden;
– de juiste balans vinden tussen activiteiten in bin-
nen- en buitenland;
– samenwerken met overheidsdiensten die innova-
tie op het gebied van verkeersveiligheid mogelijk
maken en zelfs aanmoedigen.
8. Slotbeschouwing
De uitdagingen voor het BIVV zijn legio: een wijziging
van het institutioneel landschap, zoeken naar een aan-
gepaste financiering, het wegvallen van het monopo-
lie op diverse onderdelen van de werking ... Dat is
slechts een greep uit de vele veranderingen die een
uitdaging vormen voor het BIVV.
Een organisatie als het BIVV zal nooit op een zelfstan-
dige wijze in staat zijn om voortrekker te zijn op het
vlak van de technologische evoluties, net hiervoor is
samenwerking met private, publieke partners en aca-
demische wereld nodig. Essentieel is daarbij dat het
BIVV zich eveneens als onafhankelijke dienstverlener
moet positioneren voor alle partners.
Daarom is het gericht kunnen omgaan met innovatie
en technologie een belangrijke prioriteit voor het
BIVV. In de eerste plaats binnen het bestaande werk-
gebied, dat van de verkeersveiligheid. Maar in de toe-
komst ook, op basis van de strategische keuzen van
het BIVV, in aanverwante expertisegebieden zoals vei-
ligheid, mobiliteit en gezondheid.
Zowel in de bestaande als in de nieuwe activiteiten-
domeinen van het BIVV opteren we voor een netwerk-
benadering,waarbijmetoverheidsdiensten,onderzoek-
instellingen en private partners initiatieven worden
genomen voor de ontwikkeling van diensten en pro-
ducten in de toekomst.
“Om een voortrekker te zijn ophet vlak van de technologischeevoluties is samenwerking met
private, publieke partners en
academische wereld nodig.
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Interventie 2.0. Factoren van invloed op de
implementatie van technologie bij politie en
brandweer
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De crisis van de verzorgingsstaat en de gebeurtenissen
van de jaren tachtig (Bende van Nijvel, CCC, Heizel-
drama) en de jaren negentig (zaak-Dutroux) van de vo-
rige eeuw kunnen worden beschouwd als de sleutel-
momenten met betrekking tot het actuele denken over
veiligheid in België. Devroe en Reynders (2005) in dit
verband terecht aan dat de positieve solidariteit van
de verzorgingsstaat, daarvoor het bindmiddel van de
samenleving, sinds deze gebeurtenissen op de achter-
grond is geraakt. Dit kantelpunt luidt meteen het secu-
risatieproces in. Securisatie wordt door Baever, Buzan
en De Wilde (1998) omschreven als “a conceptual
framework that tries to show how new topics, areas
and phenomena get framed and addressed in security
terms, and what the conditions are that have to be met
for this process to occur”. Voor ons land betekende dit
concreet dat het streven naar het vergroten van wel-
zijn in het licht van de risicosamenleving werd ver-
vangen door het streven naar reduceren van gevaren
en risico’s (Boutellier en Van Stokkom, 1995) en in
het kader van de veiligheidssamenleving steeds meer
werd vervangen door een toenemende aandacht voor
controle en toezicht (Garland, 2001).
Sinds 9/11 en de ‘war on terror’ die kwamovergewaaid
uit de Verenigde Staten, zien we dat dit proces nog
verder gaat, met een distinctieve verandering in de ac-
tuele beveiliging van de Europese burgers tot gevolg.
De recente Europese aanslagen in Parijs (13/11) en
Brussel (22/3) versterken deze tendens des te meer.
Een reeks verregaande veiligheidsmaatregelen vonden
hun ingang bij de politie en andere partners. Hiermee
samengaand constateren we dat deze maatregelen ge-
flankeerd worden door technologische middelen die
zich in een ijltempo ontwikkelen en mee deel uitma-
ken van de beveiliging van onze samenleving. De angst
in westerse landen voor fenomenen die de fysieke in-
tegriteit dreigen aan te tasten en de snelle ontwikke-
ling van de ICT-markt lijken in een symbiotische rela-
tie de toename aan veiligheidstechnologie te stimule-
ren (Vandewalle, De Pauw en Vincent, 2015). Zoals
ookwerd omschreven in de locomotieftekst is dat geen
taak meer van de politie alleen. Om te kunnen om-
gaan met deze veiligheidsproblemen, in de gegeven
context van de economische crisis, is het noodzake-
lijk om innovatief te zijn, in samenwerking met an-
dere partners.
Het al dan niet goedkeuren van de inzet van de tech-
nologie of technologisch innovatieve oplossingen, ver-
valt vaak in een normatief debat tussen de voorvech-
ters van de veiligheid en de behoeders van de privacy.
Deze twee denkkaders hebben hun meerwaarde als re-
ferentiekader voor de studie van het gebruik van
nieuwe veiligheidstechnologie, maar er is een nood-
zaak om de inzet van nieuwe technologie ook vanuit
een breder kader te bekijken (zie ook De Pauw en
Vermeersch, 2015, 2016).
In deze bijdrage willen we dan ook vooral stilstaan bij
de kansen en de opportuniteiten die technologische
innovatie biedt. Technologie kan het werk van ver-
schillende veiligheidsdiensten versnellen en verge-
makkelijken als het op een efficiënte en doordachte
manier wordt ingezet. Zo kan een drone multifunctio-
neel worden gebruikt door verschillende openbare
diensten. De politie kan een drone inzetten om ver-
keersstromen te bekijken, in het kader van openbare
orde bij events, maar ook bij crisissen en rampen. Ook
de brandweer heeft baat bij het gebruik van een drone,
in het kader van brandbestrijding, chemischestoffen-
..............................................................................................................................................................................................................................................................................................................................................................................................................................................................
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detectie en het bieden van humanitaire hulp. Uiter-
aard dient de privacy hierbij niet te worden vergeten,
maar dat maakt geen deel uit van het onderwerp van
deze bijdrage.
In het licht van de locomotieftekst waarin men pleit
voor een samenwerking tussen verscheidene actoren
en waarbij de vraag wordt gesteld of er voldoende
ruimte is voor kennis, innovatie en consensus bij de
verschillende veiligheidspartners, leggen wij de na-
druk op de plaats van politie en brandweer in dit ver-
haal. De voorgestelde resultaten zijn het resultaat van
een breder onderzoek naar implementatie van techno-
logie door deze veiligheidsactoren. Er werd gepeild
naar hun behoeftes op het vlak van innovatie evenals
naar hun bereidheid tot samenwerking in een triple-
helixnetwerk.
1. Onderzoeksdesign
Deze bijdrage vormt, zoals vermeld, een bespreking
van de resultaten van een onderzoek dat peilde naar
de visie op en de bereidheid tot het werken met
nieuwe technologie bij de politie- en brandweerdien-
sten inWest-Vlaanderen. De doelstelling was om zicht
te krijgen op de kansen en de opportuniteiten in de
lokale politiezones en hulpverleningszones. Aan de
hand van kwalitatieve interviews werd nagegaan wat
de visie van het beleid is inzake de implementatie en
de inzetbaarheid van technologie bij politie- en brand-
weerkorpsen en werd stilgestaan bij de factoren die
invloed hebben op de implementatie van technologi-
sche innovatie.
Een kwantitatief design probeerde in kaart te brengen
hoe men in de praktijk tegenover de inzet van techno-
logie in de dagelijkse werking staat. Beide deelonder-
zoeken dienen ons in staat te stellen om na te gaan of
de beleidsvisie in de praktijk ondersteund wordt. Om
dat in kaart te brengen, werden er door de studenten
van de bachelor Maatschappelijke Veiligheid, Vives
Kortrijk een honderdtal interviews afgenomen met
mensen uit het leidinggevende kader van politie en
brandweer. Bij de politie werd geprobeerd om behalve
de korpschef, iemand uit het leidinggevend kader van
elke basisfunctionaliteit aan het woord te laten. Bij de
brandweer werden een kolonel en een aantal majoors
en/of zonecommandanten uit de betreffende hulpver-
leningszones geïnterviewd.
Bij het kwalitatieve onderzoek werden negen politie-
zones en drie hulpverleningszones2 betrokken. De oe-
fening sloot aan bij het tweedejaarsvak ‘Methoden van
onderzoek’. De studenten dienden alle interview-
scripts in te dienen en die werden daarna aan een
kwalitatieve check onderworpen. Interviews die niet
aan onze criteria voldeden, werden bijgevolg niet in
de uiteindelijke analyse opgenomen. Aangezien het
onderzoek alleen plaatsvond in West-Vlaanderen wil-
len we dan ook slechts een uitspraak doen over deze
provincie. Deze nuance is onzes inziens van belang,
aangezien de hulpverleningszones in West-Vlaande-
ren hoofdzakelijk bestaan uit vrijwilligerskorpsen.
Provincies met meer beroepskrachten zullen vermoe-
delijk een ander resultaat opleveren. We vragen de le-
zers dit gegeven mee te nemen bij het interpreteren
van de resultaten.
Voor het kwantitatieve onderzoek polsten de studen-
ten bij de politie-inspecteurs naar hun bereidheid om
te werken met technologie, evenals naar de tevreden-
heid met betrekking tot de invoering van de technolo-
gie. Ook hier werden de data gezuiverd en werd de
uiteindelijke analyse gevoerd met cijfers uit zeven
politiezones. We brachten alle enquêtes samen (n =
400) en doen op deze manier louter een uitspraak over
de respondenten die deelgenomen hebben aan het on-
derzoek. Resultaten zijn dus niet te veralgemenen naar
alle politiemedewerkers van de geselecteerde politie-
zones. De enquêtes afgenomen bij de drie hulpverle-
ningszones brachten echter te weinig respons op om
een degelijke analyse uit te voeren.
2. Implementatie van technologie en
het AMPR-model als sleutel
Innovatie is een breed begrip, het gaat om de imple-
mentatie van een nieuw of sterk verbeterd product,
een proces, een nieuwe marketing- of organisatieme-
thode in de bedrijfsvoering, in de organisatie op de
werkvloer of externe relaties (Innovatieplatform,
2007). Technologische innovatie gaat om het inzetten
van technologie als nieuw product om de bedrijfsvoe-
ring, de organisatie of de externe relaties van een be-
drijf te verbeteren. Technologie wordt bij politiedien-
sten vaak ingezet met drie doelstellingen, namelijk de
effectiviteit en efficiëntie van de dagelijkse werking
..............................................................................................................................................................................................................................................................................................................................................................................................................................................................
2. De volgende zones namen deel aan de studie: HVZ 1, HVZ Fluvia, HVZ
Westhoek, PZ Arro Ieper, PZ Grensleie, PZ Het Houtsche, PZ Blankenberge-
Zuienkerke, PZ Oostende, PZ Westkust, PZ Vlas, PZ Knokke-Damme, PZ
Riho.
“Het onderzoek peilde naar devisie op en de bereidheid tot hetwerken met nieuwe technologie bij
politie- en brandweerdiensten, en
naar de beïnvloedende factoren
voor de implementatie ervan.
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verhogen, informatiedeling met andere partners mo-
gelijk maken en de accountability verhogen (Chan,
2001). Zoals de locomotieftekst het omschrijft, zijn er
vier zaken cruciaal voor het welslagen van de imple-
mentatie van innovatie. Ook bij de implementatie van
technologie ter ondersteuning van de dagelijkse poli-
tie- en brandweerwerking kunnen we deze concepten,
ontleend aan het organisatie- en veranderingsmanage-
ment doortrekken (zie locotekst; Petersen et al., 2005).
De implementatie hangt af van vier pijlers, de aware-
ness (bewustwording), de motivation (motivatie), de
pathways (concrete weg) en de rewards (beloning), het
zogenaamde AMPR-model:
– de bewustwording omvat meer dan de loutere ken-
nis, het gaat ook over de sensibiliteit of het kader
van waaruit een actie ontstaat (Shearing en Eric-
son, 1991; Petersen, et al, 2005). In welke omstan-
digheden wordt er met andere woorden gekozen
om technologische innovatie een kans te geven? Is
men zich bewust van het belang om de ‘ecologie’
van de organisatie te veranderen?
– de motivatie draait zowel om de individuele moti-
vatie als om de institutionele aspecten. Van groot
belang zijn de drijfveren van de organisatie op zich
om verandering te bewerkstelligen (Petersen et al.,
2005). Wat zijn de doelstellingen die men wenst te
bereiken?
– ten derde hebben alle acties die ondernomen wor-
den, vanzelfsprekend een geëffend pad nodig;
– de vierde sleutel is de reward of de beloning of het
voordeel dat ontstaat na invoering van de innova-
tie of verandering (Petersen et al., 2005).
In dit onderzoek zijn we op zoek gegaan naar de facto-
ren die van invloed zijn op de implementatie van
technologie, technologie als dusdanig, los van de in-
novatie. We hebben gekeken naar de awareness – wat
is het belang en wat zijn de doelstellingen –, de moti-
vatie om met technologie te werken, de pathways –
wat is cruciaal, welke paden zijn reeds geëffend en
waar heeft men nog een lange weg af te leggen – en de
beloning – wat is van belang om met het idee verder
te gaan?
In wat volgt zullen we deze vier pijlers verder toelich-
ten en bestuderen vanuit de politie en de brandweer.
We staan in eerste instantie stil bij de resultaten ver-
kregen uit het onderzoek om dan in tweede instantie
een persoonlijke analyse te maken van de interviews.
2.1. Bewustwordingsproces als eerste stap
Om innovatie te laten slagen, dient men in eerste in-
stantie te voldoen aan een algemene bewustwording
of dient men het belang van innovatie in te zien. Deze
eerste pijler wordt getoetst door te gaan kijken naar de
inzet van de belangrijkste middelen op dit moment,
de doelstelling die erachter zit, de manier waarop
technologie wordt geïmplementeerd en de grootste
behoeften die momenteel leven.
In de literatuur wordt vaak een onderscheid gemaakt
tussen informatiegestuurde technologieën, de zoge-
naamde ‘zachte technologieën’ en materiaalgeba-
seerde middelen, de ‘harde technologieën’. De zachte
technologieën hebben betrekking op het strategisch
gebruik van informatie (data sharing point ...) en de
harde technologische innovaties hebben vooral be-
trekking op nieuwe materialen, toestellen en uitrus-
ting (bv. intelligente camera’s, beschermende kledij)
(Bryne enMarx, 2011; De Pauw en Vermeersch, 2015).
Tijdens dit onderzoek werd deze tweedeling ook met-
een duidelijk. Politie en brandweerdiensten zetten
technologie in op twee grote domeinen: datasharing
en communicatie (de zachte technologieën) en op het
terrein (de harde technologieën).
2.1.1. Communiceren en informatie delen
Zonder echt in detail te willen ingaan op de techni-
sche specificaties van de technologie die wordt ge-
bruikt, zien we grote vooruitgang op het vlak van
datasharing en communicatie. Zo goed als alle politie-
zones en hulpverleningszones betrokken in dit pro-
ject hanteren databanken en specifieke ICT-toepassin-
gen om informatie op te slaan en uit te wisselen en
mensen aan te sturen om zo tot een efficiëntere wer-
king te komen. De meest voorkomende toepassingen
die worden gebruikt, zijn:
– ISLP (Integrated System for the Local Police)
waarin alle pv’s en meldingen worden opgeslagen
en waar men informatie kan raadplegen;
– OSR (Operatie Snelle Redding) bij events. Dat is
een softwareprogramma waar zowel politie als
brandweer gebruik van kunnen maken om een log-
boek bij te houden;
– ASTRID-radiosysteem om te communiceren van-
uit dispatching naar terrein (zowel bij politie als
brandweer);
– Infotheek (een data-uitwisselingssysteem dat werd
ontwikkeld in één politiezone, waar alle West-
Vlaamse politiezones momenteel gebruik van ma-
ken).
Het belang van innovatie wordt meteen duidelijk als
het gaat over de verbetering van datasharing en com-
municatie met andere diensten. Op het vlak van uit-
wisseling van gegevens en dataopslag is er een grote
behoefte. Deze behoefte wordt ook bevestigd door on-
derzoek van Chan (2001). Zij toont aan dat informatie-
technologie wordt ingezet met als doel de informatie-
uitwisseling tussen verschillende diensten en externe
partners te optimaliseren. Het ISLP-programma,
waarin de lokale politie alle gegevens verwerkt, is vol-
gens de meeste respondenten erg verouderd: “Je kan
het vergelijken met een versie van Word uit de jaren
1993.” Toch wordt het nog dagelijks gebruikt, simpel-
weg omdat er geen andere mogelijkheden zijn. Er leeft
dan ook een grote behoefte om te komen tot een up-
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date van het systeem, maar niemand neemt hier voor-
lopig het voortouw.
ISLP is ook een vrij gesloten netwerk. Het maakt het
bijvoorbeeld niet mogelijk om gegevens op te vragen
van een aangrenzende zone. Daaruit groeide het idee
om een eigen uitwisselingsplatform te ontwikkelen.
Politiezone Westkust bouwde een Infotheek die deze
data-uitwisseling mogelijk maakte. Zo goed als alle
West-Vlaamse zones maken momenteel gebruik van
dit systeem.
Behalve de data-uitwisseling, is ook de efficiënte da-
taverwerking een van de behoeften die speelt op het
werkterrein van de politie. Zo valt op dat zo goed als
alle zones betrokken in deze studie, ervoor opteren om
dit werkjaar of uiterlijk volgend werkjaar te werken
met ‘mobile office’, de administratieve software die
mee verhuist in de interventiewagen. Bijkomend bij
het ‘mobile office’ wordt in sommige zones ook geop-
teerd voor het gebruik van handlets, tablets of Black-
Berry’s om dezelfde doeleinden te bereiken.
Tot slot zien we een evolutie op het vlak van commu-
nicatie met en naar de burgers. Men gelooft in de
kracht van technologie om de communicatie in het
korps, met andere partners en burgers te versterken.
Zones investeren in een digitaal meldpunt, gebruiken
sociale media (Facebook en Twitter) om informatie
mee te delen en of opsporingsberichten te versprei-
den.
Bij de brandweer leven dezelfde behoeftes. Men wil
efficiënter en beter communiceren en data uitwisse-
len. “We zijn te weinig op de hoogte van wat de an-
dere posten dagelijks doen. Dit komt onder meer om-
dat we allemaal verschillende databestanden hebben
die op een eigen systeem draait. Het zou interessant
zijn om gegevens van andere posten met betrekking
tot een brand te kunnen hebben en er de nodige info
uit te halen.” Met andere woorden: ook de brandweer
heeft behoefte aan een informatiedelingssysteem dat
draait op dezelfde software.
2.1.2. Waarnemen, aansturen en levens redden
Behalve op communicatie- en informatietechnologie
wordt er ook technologie ingezet op het terrein. Bij
politiediensten merken we op dat de doelstelling die
erachter zit hoofdzakelijk draait om een efficiënte en
betere werking. Met technologie hoopt men te komen
tot een betere waarneming (gebruik van klassieke
CCTV, bodycams ...), aansturing (boordcomputers,
gps-tracking op de voertuigen ...) en identificatie en
opsporing (ANPR-netwerk, uitleestoestel mobiele te-
lefoon).
De hoofddoelstelling bij de brandweer om technolo-
gie in te zetten, is de arbeidsveiligheid zo veel moge-
lijk te garanderen. Technologie kan hier op drie ma-
nieren op inspelen: het kan levensreddend zijn, coör-
dinerend of ondersteunend:
– in eerste instantie wordt technologie gebruikt om
de levens van de brandweermensen op het terrein
zo min mogelijk in gevaar te brengen. Zo hanteert
men vaak een warmtebeeldcamera om de brand-
haard te ontdekken, een cold cut-systeem, een sys-
teem dat het mogelijk maakt om een binnenbrand
van buitenaf te bestrijden door een gaatje in de
wand te boren en een waternevel te verspreiden in
het achterliggende compartiment en PBM (per-
soonlijke beschermingsmiddelen) die de brand-
weerman op het terrein beschermt. Het gaat niet
alleen om beschermende kledij, maar ook om een
personal bodyguard die een signaal geeft wanneer
iemand 1 minuut geïmmobiliseerd is;
– coördinerend wordt de technologie in de vorm van
oproepsystemen en gps-lokalisatie in de wagens
om de aansturing te optimaliseren. “Via het track
and trace-systeem is het mogelijk om de wagen te
volgen op kaarten zoals google maps. Op deze ma-
nier kan tijdens de interventie nog worden bijge-
stuurd. Op vele van deze kaarten kan ook waarge-
nomen worden of er in de dichte omgeving een
waterwinplaats aanwezig is of andere specifieke
omgevingsfactoren.”
– ondersteunende technologie bevat hydraulische
persen, waterslangen ... die de brandweerlieden op
het terrein effectief ondersteunen in hun job. Met
inbreng van deze technologieën versnelt men het
blusproces.
2.1.3. Behoeftes
De behoeftes om verder te investeren, liggen in het
verlengde van de doelstellingen. Men zoekt steeds
naar nieuwe technologieën die de administratie kun-
nen versterken en efficiënter maken, die de acties in
het veld kunnen ondersteunen of die de aansturing
kunnen optimaliseren. De behoeftes zijn ook niet voor
alle politiezones of hulpverleningszones gelijk. De po-
litiezones die in mindere mate te maken hebben met
grenscriminaliteit en/of grote inbraakgolven, geven
bijvoorbeeld aan geen behoefte te hebben aan het wer-
ken met drones, bodycams of ANPR-systemen, net
omdat men het belang er niet van inziet. Volgens hen
zijn deze maatregelen geen meerwaarde voor de op-
heldering van feiten en/of het verbeteren van de wer-
king binnen hun zone. De behoeftes in de zone zijn
niet zo groot om deze investeringen te doen. De return
on investment is bijgevolg te klein. Zones die gecon-
fronteerd worden met grenscriminaliteit of die geteis-
terd worden door vele inbraken, geloven wel in deze
technologie. Voor hen genereren deze technologieën
een belangrijke meerwaarde in de opheldering en pre-
ventie van feiten.
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2.1.4. Implementatie van technologie
Onderzoek van Manning (1992) en Chan (2001) toont
aan dat de introductie van technologie meestal top-
down verloopt. Ze wordt geïmplementeerd door het
beleid zodat men controle blijft behouden over het
werkveld. Net omdat technologie vaak de machtsver-
houdingen kan destabiliseren (bv. een dispatcher die
plots iemand in het veld kan aansturen), is men vaak
argwanend en wil de top de controle behouden (Man-
ning, 1992).
Onze studie bevestigt deze bevinding. De keuze om
een bepaalde technologie in te voeren of om aan inno-
vatie te doen, verloopt op verschillende manieren,
maar de korpsleiding behoudt steeds het overzicht. De
volgende processen kunnen we bij politie onderschei-
den:
– top-down – meestal via de korpschef – wordt be-
slist om een bepaald probleem aan te pakken en
hiervoor technologie in te zetten. Dat wordt gecom-
municeerd aan het korps en bijgevolg ten uitvoer
gebracht;
– benchmarking. De mosterd wordt gehaald bij an-
dere zones, in de industrie of het buitenland. Men
bestudeert wat er werkt en implementeert dat in
het eigen korps. Een voorbeeld hiervan is de groter
wordende inzet van het ANPR-netwerk en recente-
lijk ‘mobile office’;
– via werkgroepen in de zonewordt iets aangebracht.
De werkgroep bestudeert een bepaald fenomeen en
de deelnemers geven hun mening over de verschil-
lende mogelijkheden. Op deze wijze kan men de
invoer van een nieuwe technologie adviseren,
maar de eindbeslissing blijft nog steeds bij de lei-
ding van het politiekorps (korpschef, politiecollege
...);
– testing. Een bedrijf komt iets demonstreren, het
wordt even getest in het korps en daarna valt de
beslissing om er al dan niet mee verder te gaan;
– bottom-up. In de verschillende basisfunctionalitei-
ten geven mensen hun behoeften te kennen, bij-
voorbeeld als de recherche behoefte heeft aan be-
paalde apparatuur om hun job beter en efficiënter
te doen, kunnen ze dat altijd voorstellen. De korps-
leiding bekijkt dan of de invoering ervan ten eerste
noodzakelijk is en ten tweede betaalbaar is. Zo vol-
gen we alles korpsbreed op.
Bij de brandweer zien we dat de implementatie wordt
ingevoerd na benchmarking van het leidinggevend
kader. Men bekijkt wat nuttig en bruikbaar is en im-
plementeert of via werkgroepen worden studies uitge-
voerd en wordt teruggekoppeld naar het leidingge-
vend kader.
2.1.5. Bespreking
Wanneer we het belang van technologische innovatie
verder onder de loep nemen, valt op dat de behoeften
bij de verschillende politiezones en hulpverleningszo-
nes niet altijd gelijklopen. Op het vlak van data-uitwis-
seling en aansturing zit men op dezelfde golflengte en
is men op zoek naar een performant systeem. Het is
opvallend dat er in de verschillende lokale politiezo-
nes en hulpverleningszones zelf gezocht wordt naar
oplossingen. Zo stapt men zelf naar de bedrijven, kijkt
men over het muurtje bij andere zones en bekijkt men
wat nuttig zou kunnen zijn om te implementeren. Het
nadeel hierbij is dat er vaak naast elkaar wordt ge-
werkt, dat er verschillende systemen worden ontwik-
keld die niet complementair zijn en vaak niet geüp-
datet kunnen worden. Bijgevolg draaien de systemen
vaak los van elkaar en draagt het gekozen project niet
bij tot data-uitwisseling.
In dit verband wordt er bij de politie vaak ‘verwijtend’
gekeken naar de federale politie. “De federale politie
neemt geen standpunt in”, “de federale kan niet in-
vesteren, want er is geen budget”, “de federale politie
zou dit moeten opnemen, maar wij moeten het zelf
doen”, zijn argumenten die vaak werden aangehaald.
Dat leidt tot een gebrek aan algemene visie (zie ook De
Pauw en Vermeersch, 2015). Met andere woorden: als
het algemeen belang niet wordt gezien, blijven de
innovatieprojecten naast elkaar lopen. Sommige lo-
kale politiezones investeren in technologische midde-
len als hun lokaal bestuur dat ondersteunt en tevens
ook wil financieren; zones die er niet achter staan, on-
dersteunen het niet. Een performant systeem op het
vlak van data-uitwisseling bestaat bijgevolg nog steeds
niet. De Infotheek is een stap in de goede richting,
maar werd wel ontwikkeld op lokaal niveau. Het sa-
menbrengen van het CIC in Brugge vanwaaruit alle
oproepen werden gecentraliseerd, is tevens een stap
in de goede richting.
Hetzelfde probleem zien we opduiken met de ontwik-
keling van de ANPR-netwerken. Lokale zones en/of
overheden nemen de beslissing om te investeren in
een ANPR-netwerk ofwel omdat men er de noodzaak
van inziet (bv. in de strijd tegen grenscriminaliteit of
woninginbraken) of omdat de aangrenzende zones er
één hebben. De zones gaan zelf op zoek naar een leve-
rancier met als gevolg dat de systemen niet op elkaar
zijn afgestemd en data-uitwisseling niet altijd moge-
lijk is. Positief is wel dat er vanuit de provincie West-
Vlaanderen en ook Antwerpen gestreefd wordt naar
een performant ANPR-netwerk en vanuit de coördina-
tiecel ANPR probeert men zo veel mogelijk in afstem-
ming te voorzien.
Andere technologische toepassingen zijn vaak geba-
seerd op een experiment, een pilotproject – al dan niet
met financiële steun van een projectbeheerder of pri-
vate firma –, of zijn er gekomen omdat het betreffende
korps de durf heeft gehad om te innoveren (zie ook De
Pauw en Vermeersch, 2015).
De brandweer kampt met dezelfde issues. Men kaart
eveneens een gebrek aan afstemming tussen verschil-
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lende systemen aan en geeft te verstaan dat men de
innovaties in de posten zelf op zich zal nemen. Ook
bij de brandweer kan men niet rekenen op sturing van
‘bovenaf’.
We kunnen ons hierbij de vraag stellen of die sturing
van bovenaf wel wenselijk is. Zowel bij de politie als
bij de brandweer wordt dat genoemd, maar misschien
zorgt de sterke decentralisatie die ons land kenmerkt
er überhaupt voor dat er nog geïnvesteerd kan wor-
den. De praktijk pleit voor een duidelijke visie, maar
men heeft ook graag de eigen investeringen onder
controle en geeft ook te verstaan zelf keuzes te willen
of kunnen maken. De brandweerdienst van Vichte
heeft allicht niet dezelfde behoeften als de brandweer
in een grote stad zoals Antwerpen. In het licht van de
locomotieftekst die de vraag stelt of we, zoals in de
twee buitenlandse voorbeelden, ook in België behoefte
hebben aan een ondernemende staat is dat een inte-
ressante demarche. De ambiguïteit schetst net de
moeilijkheid. Enerzijds vragen de lokale entiteiten
meer steun van bovenaf, maar anderzijds is men ook
nog gebrand op zijn lokale autonomie. Verder empi-
risch onderzoek zal moeten aantonenwat de beste weg
is om te bewandelen. Een tweede bedenking die hier-
bij rijst, is de verwachtingen die men heeft ten op-
zichte van de private sector. Bryne en Marx (2011: 31)
waarschuwen ons terecht voor het feit dat de private
sector een steeds grotere rol speelt in het strafrechtsys-
teem tout court. Zij hebben de technologische skills
en kennis, en de politie wordt als het ware gedwongen
om hen hierin te vertrouwen en afhankelijk te zijn van
wat er wordt ontwikkeld. Om de afhankelijkheid iets
kleiner te maken, is een sterke overheid die mee in-
vesteert, uiteraard een te overwegen piste.
2.2. Motiveren om te innoveren
Zowel beleidsmatig als werkveldgericht is motivatie
een sleutelfactor: “Als het hoger kader niet volledig
achter de technologie staat, kan dit overgedragen wor-
den naar de manschappen en loopt het mis. Als de
mentaliteit van de manschappen niet volledig op punt
staat, komen ze niet naar de opleidingen of oefenin-
gen en is de implementatie ook om zeep.”
Op beleidsniveau uit zich dat dan in het al dan niet
introduceren van nieuwe technologie. Wie niet achter
het initiatief staat, zal het ook niet promoten. De rol
van het beleid en hun toonaangevende rol in het mo-
tiveren is iets wat in interviews terugkomt: “Onze
korpschef is nogal vooruitstrevend en experimenteert
graag, dus hier wordt veel nagedacht over technolo-
gie.”
Voorts speelt ook de motivatie van het terrein een
grote rol. Wie niet achter het idee staat van nieuwe
innovatie en eerder kiest voor de klassieke methode,
moet vaak worden gestimuleerd. Dat is vaak een taak
van het beleidsniveau. Zij dienen de werknemers te
laten inzien dat de nieuwe technologie hun job verge-
makkelijkt en hun werk veel efficiënter kan maken.
2.2.1. De motivatie van politie-inspecteurs
In de kwantitatieve enquête van deze studie werd ge-
peild naar de motivatie van het terrein met betrekking
tot de bereidheid ommet technologie te werken en het
doorsijpelen van motiverende factoren van het beleid
naar de werkvloer.
Bij de leidinggevenden leeft het idee dat de jongeren
wel bereid zijn om met technologie te werken, maar
dat de oudere generatie somswel wat weerstand biedt.
De bereidheid om te werken met technologie bij de
inspecteurs van de zeven West-Vlaamse politiekorp-
sen die meewerkten aan deze studie is vrij groot.
10,5% van de ondervraagden is niet bereid om te wer-
ken met nieuwe technologie, terwijl 89,5 % van de
respondenten te verstaan geeft, bereid te zijn te wer-
ken met nieuwe technologie. De nieuwe technolo-
gieën die het meest worden gehanteerd, zijn de infor-
matietechnologie en communicatietechnologie die tot
doel hebben de efficiëntie van het werk te verhogen.
Deze vraag werd dan ook in dit licht beantwoord. De
angst voor verandering zoals die vaak in de literatuur
wordt omschreven (Skogan, 2008; Easton en Van Rijc-
keghem, 2010) gaat hier dus minder op.
Toch neemt dat niet weg dat er steeds aandacht moet
zijn voor hoe men de verandering of innovatie aan-
brengt. Een sleutel om verandering te bewerkstellin-
gen, is de werknemers zelf bij de implementatie te be-
trekken (Toch, 2008 in Easton, 2013: 2986). Hier
wringt de schoen. De respondenten geven te kennen
onvoldoende inbreng en inspraak te hebben in de im-
plementatie van nieuwe technologie. Tabel 1 toont aan
dat slechts 17,6 % van de respondenten zegt gehoord
te worden.
“Hebben we ook in Belgiëbehoefte aan een ondernemendestaat? Enerzijds vragen de lokale
entiteiten meer steun van bovenaf,
maar anderzijds is men ook nog
gebrand op zijn lokale autonomie.
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Verder meent 80 % dat er geen rekening wordt gehou-
denmet hun eigen behoeften bij de implementatie van
technologie. Ook geeft men aan dat er onvoldoende
rekening wordt gehouden met de feedback bij de eva-
luatie van innovatieve technologie (slechts 20 % ak-
koord met deze stelling).
Een tweede sleutel om de weerstand in een organisa-
tie het hoofd te bieden, is de mensen op het terrein
voldoende kennis te laten maken met wat er op til is.
Ook hier geven de respondenten te verstaan onvol-
doende de kans te krijgen om naar demo’s te gaan
(slechts 15 %) en gespecialiseerde opleidingen te vol-
gen (slechts 20 %). Wel geeft men aan dat de nodige
beknopte en heldere handleidingen en gebruiksvoor-
schriften voorhanden zijn en er voldoende geïnves-
teerd wordt in interne opleidingen (50 %) waarbij bij-
voorbeeld collega X de opleiding volgt en de kennis
doorgeeft aan collega’s Y en Z (de train the trainer-
methode).
2.2.2. Werken met vrijwilligers
Bij de brandweerzones wordt het werken met vrijwil-
ligers vaak aangewezen als een van de heikele punten
bij het komen tot een gedegen implementatie van tech-
nologie: “Als je werkt met beroepsmensen kan je er
dagelijks mee bezig zijn; met vrijwilligers is dit moei-
lijker. De mensen van het vrijwilligerskorps zijn vaak
niet altijd te motiveren om een extra opleiding te gaan
volgen of om met iets nieuws te leren werken.”
De meeste respondenten uit de hulpverleningszones
gaven dat aan als een van de grootste struikelblokken.
Men meent dat technologie veel kost, ten eerste finan-
cieel, maar ook op het vlak van tijd en investering:
“Bij nieuw materiaal is er ook nood aan voldoende
opleiding hierrond. Dit brengt niet alleen veel kosten
met zich mee maar ook veel tijd. Deze tijd is vaak al
schaars omdat de opleidingenmoeten plaatsvinden en
daarnaast de normale taken uitgevoerd moeten wor-
den. Zeker voor de vrijwilligers die niet veel aanwezig
zijn is het organiseren van een goede opleiding com-
plex.” Deze vaak negatieve mentaliteit – gebrek aan
zin in bijsturing en opleiding – staat implementatie
van technologie in de weg.
2.2.3. Bespreking
Inzake innovatie of introduceren van nieuwe midde-
len is een zichtbare betrokkenheid van het topmanage-
ment, met een gedegen visie noodzakelijk. Dat is
vooral essentieel bij radicale (game-changing) ver-
nieuwingen, en uit zich onder andere in het geven van
ruimte en het faciliteren van degenen die de vernieu-
wing moeten uitvoeren (Govindarajan et al., 2011). De
respondenten onderschrijven ook dit belang. De intro-
ductie van nieuwe technologie dient ondersteund en
gedragen te worden van boven uit, anders wordt het
heel moeilijk om de mensen op het terrein er op een
vertrouwde manier mee om te laten gaan. Indien de
korpschef gemotiveerd is, sijpelt het ookwel door naar
de basis en zal men het implementeren. De hiërarchi-
sche structuur van de politie speelt hierin een rol. De
respondenten zeggen te aanvaarden wat er vanuit de
leiding wordt ‘opgelegd’. Het is ook opvallend dat het
basiskader in de enquête te verstaan geeft niet vol-
doende betrokken te worden, maar nergens gaan er
stemmen op dat dit meer zou moeten gebeuren. Uit
onze interviews met politiemensen blijkt dat dit de
manier vanwerken is en datmen dat ook zo aanvaardt.
Bij de brandweer zien we toch een ander verhaal. Vrij-
willigers zijn volgens onze respondenten veel moeilij-
ker te motiveren. Zij dienen overtuigd te worden van
de noodzaak van iets, anders heeft men de werkvloer
niet mee. Met andere woorden: de vrijwilligers aan-
vaarden veel minder de zaken die van bovenaf wor-
den opgelegd.
Graag gaan we ook nog even dieper in op het gegeven
opleiding. Tijdens de gesprekken met de leidingge-
venden werd steeds het belang van opleiding naar
voren geschoven: “De mensen mogen geen schrik heb-
ben om technologie te gebruiken en dienen daarom
voldoende opleiding te genieten.” Het is belangrijk dat
het personeel ook geëngageerd en gemotiveerd is om
nieuwe opleidingen te volgen. Hierbij is het frappant
dat de mensen op het terrein nauwelijks de mogelijk-
heid krijgen om een opleiding te volgen, tenzij via het
train the trainer-principe. De opleidingen staan in de
praktijk open voor een aantal enkelingen die daarna
zelf hun collega’s zullen briefen. Voorts beschikken
de mensen of het terrein wel over een handleiding die
hen verder op weg kan helpen. Het verder investeren
in opleiding enmensen bij de bron een opleiding laten
volgen, zou motiverend werken om nieuwe technolo-
gie te kunnen inbrengen in de korpsen.
2.3. Pathways
Zodra het belang duidelijk is en de motivatie er is,
dient de weg om de innovatie in te voeren open te lig-
gen. Helaas zijn er een aantal struikelblokken. In wat
volgt staan we stil bij de belangrijkste remmende fac-
toren, maar ook bij stimulerende factoren die techno-
logische innovatie faciliteren.
Tabel 1. Inspraak
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2.3.1. Remmende factoren
Tijdens dit onderzoek werd een aantal factoren ge-
noemd, dat de inzet van technologische innovatie be-
moeilijkt. Zonder exhaustief te willen zijn, sommen
we de belangrijkste op.
2.3.1.1. Wetgevend kader
In de eerste plaats wordt het logge en tragewetgevende
kader vermeld als remmende factor. Het dient drin-
gend te worden vernieuwd en gemoderniseerd, menen
zo goed als alle respondenten van zowel politie als
brandweer.
Indien de politie op een gedegen manier technologie
wil inzetten, is er behoefte aan een aangepast wetge-
vend kader. Momenteel is het voor politiediensten
vaak een kluwen uit te zoeken wat kan en wat niet
kan, in welk wetgevend kader het past en wat de
privacycommissie zegt. Het gebruik van moderne
technieken is momenteel aan specifieke regels onder-
worpen. Wat niet expliciet is toegestaan, is verboden
(De Pauw en Vermeersch, 2014). Een algemeen raam-
kader technologie bij de politie, gekoppeld aan de
nieuwe privacywet, zou een grote troef zijn. Demeeste
respondenten beamen dat een soort raamwerk nood-
zakelijk is opdat de politie het ritme van de technolo-
gische evolutie kan volgen: “Nu duurt het vaak vijf
jaar tegen dat iets wettelijke geregeld is, met als gevolg
dat tegen dat het geïmplementeerd kan worden, het al
hopeloos verouderd is.”
Ook de brandweerzones menen dat er dringend be-
slissingen moeten komen op wetgevend vlak: “Een
van deze beslissingen die dringend genomen moet
worden is omtrent het integreren van technologie van
andere disciplines naar de brandweer.” Momenteel is
niet duidelijk wat kan en wat niet kan. Een duidelijk
standpunt van de wetgevende macht is met andere
woorden aan de orde.
2.3.1.2. De kostprijs en noodzakelijke updates
Wat ook heel vaak werd genoemd, zowel door politie
als brandweer, is de hoge kostprijs van de investerin-
gen. Technologische investeringen nemen vaak een
grote hap uit het budget, waardoor het vaak wikken en
wegen is of men nu al dan niet zal investeren. Ook de
snelle evoluties en het gebrek aan updates van de sys-
temen – vaak omdat dit niet mee werd begroot of er
geen budget meer voorhanden is – is een grote rem-
mende factor. De verschillende zones kunnen de snel-
heid van de technologie niet volgen.
2.3.1.3. Verwilderde structuur
Een derde leemte die bij vele actoren voorkwam, was
een tekort aan duidelijke structuur in het verwilderde
technologielandschap: “De wildgroei aan technolo-
gieën, zoals één actor het zegt, zorgen ervoor dat je als
politieman of -vrouw verdwaald raakt.” Eén grote ap-
plicatie waarin alle andere applicaties ondergebracht
worden, lijkt dan ook geen overbodige luxe. Het vol-
gende citaat zegt veel: “Als wij gegevens moeten in-
brengen in BPAD én GIPOD én ons eigen systeem én
dan nog eens de digitale flow om ons eigen advies te
geven voor het aanvraagformulier, is dat vier keer dat
wij een vattingmoeten geven in een of ander systeem.”
Er is duidelijk behoefte aan een eenduidig, performant
systeem waarin de diverse toepassingen op elkaar zijn
afgestemd. De wildgroei aan verschillende applicaties
en het gebrek aan afstemming tussen deze systemen
leiden ertoe dat het pad naar nieuwe innovatie niet
volledig openligt.
2.3.1.4. Verwachtingen liggen hoog
De meeste respondenten geven aan dat hoe meer tech-
nologie men inzet, hoe hoger de verwachtingen liggen
zowel van de politiek – die het vaak financiert – als
van de burger, die denkt dat met technologie alles
sneller en efficiënter wordt opgelost. ‘Het steeds be-
reikbaar moeten zijn’ en ‘de burger die een direct in-
grijpen verwacht’ leiden tot extra druk op de schou-
ders van politie- en bandweermannen.
Eerdere studies van Chan (2001) en Ericson en Hag-
gerty (1997) waarschuwden reeds voor dit fenomeen.
Het gebruik van technologie zorgt voor een culturele
omslag in het politiewerk. De acties van de politie-
mensen, en in ons geval, ook van de brandweer, wor-
den zichtbaar waardoor ze een deel van hun autono-
mie verliezen bij het nemen van beslissingen. Alle
data worden intussen opgeslagen, wat ertoe leidt dat
er veel meer controle is op elkaar en er ook veel meer
verantwoording dient te worden afgelegd.
Ook de verwachtingen van het beleid ten opzichte van
de werkvloer liggen hoog: “Aan de andere kant is er
wel het gevaar dat je heel veel verwacht, want ik ver-
wacht ook heel veel van mijn medewerkers, dat ze ook
eens mails beantwoorden van thuis uit. Dat is wel een
verwachtingspatroon dat verschuift en dat is niet al-
tijd zo evident voor medewerkers naast de uren dat ze
hier presteren en soms ook eens iets vrijblijvend voor
de organisatie gaan doen.”
2.3.2. Stimulerende factoren
Behalve een aantal factoren die technologische inno-
vatie in de weg staan of waardoor die wordt bemoei-
lijkt, zijn er ook een aantal stimulerende factoren.
2.3.2.1. Insourcing of expertise in huis halen
Een behoefte die vaak aan bod kwam, was de behoefte
aan experten bij de politie op het vlak van techniek en
ICT. Volgens onze respondenten is een job bij de poli-
tie voor mensen actief in de IT-sector minder aantrek-
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kelijk omdat de private markt hen betere en meer
voordelen kan bieden. Bijgevolg is er een groot tekort
aan technische kennis bij de politie. Wil de politie
groeien en nietmeer achterophinken op het gebied van
ICT, bijvoorbeeld door het installeren en updaten van
het ‘mobile office’-systeem, dan is het noodzakelijk om
de juiste mensen met kennis ter zake in huis te halen.
Als die expertise er eenmaal is, ligt de weg naar inno-
vatie vaak open.
Chan (2001) kwam in haar onderzoek naar de imple-
mentatie van informatietechnologie tot dezelfde be-
vinding. De introductie van informatietechnologie
leidde volgens haar respondenten tot het ontstaan van
‘computerleken’. Politiemensen konden hunwerk niet
meer naar behoren uitvoeren en werden heel afhanke-
lijk van experten. De afhankelijkheid van deze ex-
pertenwordt ook in onze studie bevestigd: “Indien een
sterke ICT’er de zone verlaat, hebben we een groot
probleem, want niemand kan dit gat binnen onze or-
ganisatie zomaar opvangen.”
2.3.2.2. Werken in een netwerk
Het werken in een netwerk biedt heel wat mogelijkhe-
den. In de locomotieftekst worden een aantal moge-
lijke modellen uitgediept. Het samenwerken in net-
werken wordt door sommige zones en respondenten
hoog in het vaandel gedragen, andere zijn eerder te-
rughoudend en beroepen zich vaak op de struikelblok-
ken waar men mee geconfronteerd wordt.
Voorstanders van samenwerking beroepen zich op de
filosofie van integrale veiligheid. Samenwerken aan
veiligheid met andere partners, zoals stewards en pri-
vate bewaking, is volgens sommige respondenten niet
meer weg te denken uit deze hedendaagse maatschap-
pij. De politie heeft de anderen nodig. Anderen zien
de samenwerking niet vanuit de integrale-veiligheids-
gedachte, maar spreken over samenwerking als het
gaat over technologische ontwikkelingen: “We hebben
private partners nodig indien we willen investeren in
technologie en software. Zij hebben de kennis en de
knowhow. We kunnen niet alles alleen.” Ook de res-
pondenten van de brandweer geven aan een win-win-
situatie te zien in samenwerking: “Een goede samen-
werking met de bedrijfswereld is een must. We kun-
nen hen helpen met het opstellen van preventieplan-
nen en zij kunnen ons helpen door materiaal uit te
wisselen.”
Respondenten die zich terughoudend opstellen, geven
aan dat samenwerking met de private sector wel nood-
zakelijk is, maar dat men toch de kat uit de boom kijkt:
“De zone investeert dus graag in technologie en helpt
dus graag aan het ontwikkelen van nieuwe technolo-
gieën en software. Toch is het belangrijk om zelf de
knowhow te hebben om te weten waarover de firma’s
spreken. Zo kan er beter onderhandeld worden en kan
de kostprijs vaak ook wat gedrukt worden. Dit is dan
een rechtstreeks gevolg van het helpen ontwikkelen
van een bepaalde technologie.”
Wemerken op dat sommige respondenten graag weten
waarover men het heeft en dat men zich niet zo graag
door de markt laat leiden. Wat ook vaak ter sprake
kwam, is dat er op de markt te weinig concurrentie is.
Bepaalde materialen worden slechts door enkele fir-
ma’s gemaakt, met als gevolg dat deze bedrijven 80 %
van de markt in handen hebben. Sommige politie- en
brandweerzones vinden dat geen goede evolutie. Ook
de wet op de overheidsopdrachten en de wet op de
private bewaking leiden ertoe dat samenwerking niet
altijd eenvoudig is. Toch worden er stappen in de
goede richting gezet.
De meest voorkomende samenwerking vinden we te-
rug tussen zones onderling. Een eerste vorm is ‘shared
service center’, de Infotheek, een databank waarin
verschillende zones informatie voorzien en op die
manier delen. Ook worden sommige specialisaties of
duur materiaal uitgewisseld. Voorts wordt er met be-
drijven samengewerkt op het vlak van technische ken-
nis en voor aankoop van materiaal.
Kijkend naar de triple helix werd samenwerking met
academische instellingen nauwelijks genoemd. IN-
NOS werd wel twee keer genoemd als good practice.
Vaak wordt er verwezen naar het pilotproject, Nieuw-
poort, waar informatie-uitwisseling tussen verschil-
lende diensten centraal stond. Verdere ontwikkeling
van dergelijke projecten wordt vaak tegengehouden
door het wettelijk kader, maar geniet wel interesse:
“Een Shared service center waarbij private agenten en
politie onder één dak werken, naar analogie met het
Nederlands voorbeeld van Secure Lane, zou een grote
meerwaarde zijn. In dit Shared service center zou dan
alle data van CCTV en ANPR van zowel private be-
drijven zoals de tankstations als de beelden van came-
ra’s uit de stad samenkomen. Als er zich incidenten
zouden voordoen kunnen de private operators onder
leiding van de politie meteen aansturing geven.”
Tot slot geven sommige respondenten te kennen open
te staan voor samenwerking met burgers. Het opko-
mende gebruik van sociale media wordt vaak be-
schouwd als een faciliterend middel: “Ten slotte kan
er ook met de burgers samengewerkt worden, zij zijn
een bron van informatie. We leven in een tijdperk
waarin burgers sneller geïnformeerd worden dan de
veiligheidsinstanties. Dit omdat het fenomeen van so-
ciale media zich als een lopend vuurtje kan versprei-
den. Samenwerking met burgers is dus zeker iets wat
moet overwogen worden.”
2.3.3. Bespreking
De paden of hindernissen die men over moet, tonen
tevens het belang aan van enig ‘realisme’ bij de imple-
mentatie van nieuwe technologieën en het belang van
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innovatie op kleine schaal. Heel wat criminologen en
waarnemers argumenteren dat we in de beginfase zit-
ten van een nieuwe technologische revolutie die de
organisatie en werking van politiediensten drastisch
aan het wijzigen is/zal wijzigen (Chan, 2001; Harris,
2007). Het aanbod aan nieuwe technologieën is groot
en divers, en de introductie ervan is zelden evidence-
based.
In sociologische termen is dat een klassiek voorbeeld
van een ‘cultural lag’ (Ogburn, 1957): de technologie
evolueert zo snel dat de samenleving, en hier in ons
geval de politie en de brandweer, nauwelijks de tijd
heeft om de effectiviteit ervan te onderzoeken, het ge-
bruik ervan te reguleren en haar mogelijk niet-geanti-
cipeerde gevolgen in kaart te brengen (Nuth, 2008).
Dat leidt ertoe dat het wettelijk kader inderdaad ach-
terophinkt, de updates onmogelijk bij te houden zijn
en er een gebrek is aan interoperabiliteit tussen ver-
schillende systemen. Het feit dat de lokale korpsen
gestuurd worden door een politiecollege leidt er net
toe dat er verschillende visies ontstaan. Daardoor ont-
staan kleine eilanden die alleen opereren en zelf hun
werking bepalen, wat men vaak ‘island innovation’
noemt (De Pauw en Vermeersch, 2015).
Het grote nadeel hierbij is dat de organisaties op hun
‘eiland’ blijven zitten. Vandaar dat het idee van ‘open
innovatie’, zoals in de locomotieftekst voorgesteld als
een nieuw paradigma, een grote meerwaarde kan be-
tekenen. Bij open innovatie wordt er gebruikgemaakt
van externe kennis, wordt succesvolle innovatie an-
ders bekeken (niet alleen in relatie tot de eigen organi-
satie) en wordt de opkomst van intermediaire organi-
saties en andere meetinstrumenten om innovatie in
een organisatie te bewaken, uitgewerkt (zie locomo-
tieftekst). Hierin schuilt de meerwaarde van het ope-
nen van diverse paden.
2.4. Rewards – beloning
Tot slot, als alles wordt uitgevoerd, is het belangrijk
dat er een beloning aan wordt gekoppeld. Tijdens dit
onderzoek werd vaak genoemd dat de inzet van tech-
nologische innovatie een aantal grote voordelen mee-
brengt.
2.4.1. Voordelen gekoppeld aan technologie
Een groot voordeel van de inzet van technologie is dat
zowel politie als brandweer vermelden sneller en effi-
ciënter te kunnen werken. Het leidt tot een betere be-
wijsvoering, het redt levens en maakt informatiebe-
heer en -deling mogelijk. In de literatuur wordt vaak
nog genoemd dat het ook bijdraagt tot de verhoging
van de accountability (Chan, 2001; Deflem, 2007; Eric-
son en Haggerty, 1997), al werd dat niet als specifiek
voordeel genoemd in dit onderzoek. Er is een sterk
geloof in het gebruik van IT om te komen tot een be-
tere criminaliteitscontrole en preventie (Manning,
2001, 2008). Data-analyseprogramma’s en het gebruik
van en linken van databanken worden dan ook in de
door ons onderzochte politiezones hoog in het vaan-
del gedragen.
De return on investment is hierbij een belangrijk gege-
ven. Als een innovatief idee aantoont dat het de inves-
tering waard was, zal het veel meer aanvaard worden
en nodigt dat mee uit tot een verdere investering. Bij-
voorbeeld: “UNIZO zegt, burgemeester je hebt hier 76
camera’s in het straatbeeld gezet, eigenlijk zijn we wel
content want wij hebben een daling van 50 procent
van de winkeldiefstallen. Dat komt door één, afschrik-
king door de camera’s, twee, onze efficiënte werking
want we kunnen ze rapper identificeren. En die mix
maakt het zo dat die investering gaat lonen. Zowel
vanuit de bestuurlijke autoriteit als voor de burge-
meester en politie.”
Het in kaart brengen van de resultaten is hierbij wel
een must. Het toont aan dat iets effectief opbrengt en
daarna kan worden geïntegreerd. “Tijdens de herden-
king van de Eerste Wereldoorlog werd een gigantisch
groot arsenaal van politie ingezet. En het was noodza-
kelijk om te weten waar iedereen was. Door de externe
bedreigingen en het feit dat er op dat evenement veel
hoogwaardigheidsbekleders waren (denk maar aan de
president van Frankrijk, de eerste minister van Enge-
land ...). Op dat moment is de AVL-trekking in een
stroomversnelling terechtgekomen. En in het kader
daarvan gaan we nu de vruchten kunnen plukken,
hoop ik, om dit ook te kunnen toepassen in het dage-
lijks werk.”
“We hebben een eigen Facebookpagina van de politie-
zone en we maken ook gebruik van Twitter. Er zijn
ook verschillende politiezones die al voor verschil-
lende applicaties, maar ook voor evenementenbeheer
aan het testen zijn met WhatsApp. Die resultaten zijn
toch wel positief, in die zin dat je in real time informa-
tie kunt doorgeven aan een groep, dat je vooraf gedefi-
nieerd hebt. Je kunt daar ook foto’s en tekstbestanden
aan gaan toevoegen. In het kader van noodplanningsi-
tuaties is er sowieso een WhatsApp-groep die kan ge-
activeerd worden, wat informatiedeling met de bur-
gers heel efficiënt maakt!”
2.4.2. Bespreking
Deze citaten tonen aan dat een evaluatie van wat werd
geïntroduceerd heel belangrijk is. Zij tonen de moei-
lijkheden aan en als het positief uitdraait en iets ople-
vert, wordt een bepaalde technologie snel verder geïn-
tegreerd. Toch menen zo goed als alle respondenten
dat er op het vlak van evaluatie nog stappen te nemen
zijn. Het gebeurt volgens de respondenten te weinig.
Verder moet technologie ook functioneel zijn. De tech-
nologie dient een meerwaarde te hebben voor het
korps zonder dat er al te veel tijd moet worden gesto-
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ken in opleidingen: “De technologie mag niet zijn van
‘Oké we moeten hier veel meer moeite in steken om
toch heel beperkte voldoening te krijgen in ons korps’,
zo werkt het niet.” Met andere woorden: het sop moet
de kool waard zijn om in technologie te investeren.
Gebruiksvriendelijkheid, efficiëntie en kostenbeper-
king zijn hierbij essentieel.
3. Concluderend
In het licht van de locomotieftekst hebben we gepro-
beerd stil te staan bij de betekenis van technologische
innovatie bij politie en brandweer. We constateren dat
de awareness er zeker is, maar vooral lokaal. Een ge-
meenschappelijke, gedragen nationale visie of plan
ontbreekt alsnog. De motivatie om tot iets te komen,
hangt sterk af van de motivatie van het leidinggevend
kader, al ligt dat bij de brandweerkorpsen die vooral
bemand worden door vrijwilligers nog moeilijker. Een
pijnpunt is echter de betrokkenheid van het terrein bij
deze keuzes. Deweg om innovatie door te zettenwordt
vaak gehinderd door het wetgevend kader, de kostprijs
en het gebrek aan afstemming. Het werken in een net-
werk of schaalvergroting wordt vaak als een oplossing
naar voren geschoven. Dat kan ervoor zorgen dat de
investering het ook waard is.
Om een antwoord te formuleren op de vragen uit de
locomotieftekst willen we nog even stilstaan bij de
kansen voor de triple-helixwerking vanuit de politie
en brandweerwerking. De wil en de motivatie om
samen te werken vanuit een netwerk is zeker aanwe-
zig in de verschillende korpsen. Men ziet er vaak zelfs
de noodzaak van in, aangezien de kostprijs te hoog is
en ook de investering in technologische innovatie op
zich vaak te groot is voor één korps om te dragen. Sa-
menwerking met andere korpsen komt steeds meer op
gang. De wil om samen te werken met private partners
is er wel, al zijn sommigen op dit vlak terughoudend.
De strakke regeling inzake overheidsopdrachtenwordt
hierbij vaak naar voren geschoven als reden om niet
tot partnership over te gaan. Dus op de vraag of de
Belgische wetgeving interactie tussen technologie, in-
novatie en veiligheid in de kiem smoort, kunnen we
voorzichtig ‘ja’ antwoorden.
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Inleiding
Onze maatschappij staat voor heel wat uitdagingen.
We zijn allemaal op zoek naar goede manieren om
samen te leven, naar gezondheid(szorg), welvaart,
welzijn en veiligheid. Deze bijdrage gaat dan ook bre-
der dan het veiligheidsthema en belicht hoe innovatie
bewerkstelligd kan worden en welke rol de Sociale
InnovatieFabriek erin speelt.
De unieke positie van de Sociale InnovatieFabriek
stelt ons gelukkig in staat om te constateren dat er op
maatschappelijk vlak heel wat beweegt om die ver-
schillende uitdagingen aan te pakken. Achter de op-
lossingen zitten verrassend verscheidene profielen. De
initiatiefnemers ervan komen uit onverwachte hoe-
ken. Sociale innovatie heeft betrekking op ons alle-
maal. Iedereen kan het heft in handen nemen.
1. Sociale innovatie en sociaal onder-
nemerschap
Sociale innovatie en sociaal ondernemerschap: het
vereist al meteen een verklarende woordenlijst. Wat is
sociale innovatie? Wat maakt iemand tot een sociaal
ondernemer?
Van sociale innovatie is er sprake wanneer voldaan
wordt aan twee basiscriteria. De innovatie moet struc-
tureel tot doel hebben om sociale behoeften of uitda-
gingen aan te pakken en er moeten nieuwe producten,
goederen, diensten, processen, marketingmethoden
en/of organisatiemodellen uit voortkomen. Sociale in-
novatie moet bijgevolg sociaal zijn in doelstelling én
methode. Sociale innovatie heeft, in tegenstelling tot
andere vormen van innovatie, altijd maatschappelijke
meerwaarde als uiteindelijk effect (of ‘outcome’). Hier-
bij moet duidelijk zijn welke korte-, middellange- en
langetermijndoelstellingen beoogd worden, hoe ze ge-
meten worden en op welke wijze verschillende acto-
ren met verschillende achtergronden en expertises in
een proces van cocreatie de beoogde doelen realiseren
(cocreatie is een vorm van samenwerking waarbij alle
deelnemers invloed hebben op het proces en het re-
sultaat ervan). De sociaal ondernemer genereert maat-
schappelijke winst door een effectief antwoord te bie-
den op een sociale uitdaging. Sociaal ondernemers
zijn marktgericht en genereren eigen inkomsten. Het
winstmodel is een essentiële component van sociaal
ondernemerschap.
Vaak zijn sociaal ondernemers de eersten die een
nieuwe markt aanboren met innoverende diensten of
producten, vernieuwende processen, marketingme-
thodes of organisatiemodellen. Belangrijk daarbij is
het onderscheid tussen innovatie en sociale innova-
tie. ‘Innovatie’ is een begrip dat vlot over de tongen
gaat in beleids- en ondernemerskringen. Automatisch
denkt men hierbij aan automatisering, software, tech-
nologie of nieuwe medicijnen. Allemaal innovaties
die inderdaad geïnitieerd worden door bedrijven en
een belangrijke verbetering vormen. Ze ontstaan vaak
vanuit een drang naar verbetering, financiële winst,
als antwoord op businessopportuniteiten of in een
concurrerende markt. In Vlaanderen en Europa groeit
ondertussen de beweging om niet alleen technolo-
gisch, maar ook sociaal te gaan innoveren, als ant-
woord op een breed palet van maatschappelijke pro-
blemen. Niet elke innovatie ontstaat bij de overheid of
vanuit de markt. Innovaties borrelen vaak op vanuit
een maatschappelijke behoefte, zoals de jeugdbewe-
gingen honderd jaar geleden, initiatieven rond auto-
delen, ruileconomie als WijDelen, KOOKMET dat
werkt met voedseloverschotten van demarkt ... Nieuw
daarbij is dat het aantal initiatieven exponentieel toe-
neemt, want de maatschappelijke uitdagingen zijn
vandaag groter dan ooit: verstedelijking, armoede en
..............................................................................................................................................................................................................................................................................................................................................................................................................................................................
1. Kaat Peeters (1978) is directeur van de Sociale InnovatieFabriek, een net-
werkorganisatie diemaatschappelijke organisaties enondernemers bereikt
énengageert omvernieuwendeoplossingen tebedenkenvoormaatschap-
pelijke uitdagingen. Voordien was Kaat coördinator van vzw Kunststeden
Vlaanderen, directeur van vzw Forum voor Amateurkunsten en werkte ze
ook enkele jaren voor overheden: eerst als cultuurbeleidscoördinator, ver-
volgens bij hetministerie van Cultuur. Ondertussen baatte Kaat een B&B uit
in Gent en startte ze een winkel met meubels en stoffen uit Marokko, Syrië,
Pakistan en Iran. Een passie die nog voortkwam uit haar master ‘Archeolo-
gie van het oude Nabije Oosten’.
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de klimaatproblematiek zijn onderdelen van een lange
lijst.
2. ‘Sense of urgency’
Aan sociale innovatie, waar overigens ook regelmatig
technologische innovatie mee gepaard gaat, ligt dus
vaak een collectieve ‘sense of urgency’ ten grondslag.
Anno 2016 ervaren we dit gevoel op tal van vlakken
(en veiligheid staat zeker bovenaan in het lijstje) in de
samenleving. Wat ons vroeger wel eens koud durfde
te laten, is vandaag geen ver-van-mijn-bedshow meer.
De apathie van ‘het lukt toch niet’ heeft haar tijd
gehad. We beseffen dat we over mentale en sectorale
grenzen moeten kijken. Kijken naar oplossingen,
schotten doorbreken en atypische samenwerkingen
kansen geven. De beste innovaties komen vaak voort
uit atypische verbanden.
Sociale innovaties uitwerken en ‘upscalen’, we heb-
ben er een rijke traditie in. Met ziekenfondsen, micro-
kredieten, kinderopvang, het carbon footprint-idee, ja
zelfs de vrouwen- of jeugdbewegingen, zijn we zo ver-
trouwd dat we er niet meer bij stilstaan dat ze ooit
innovatief – sociaal innovatief – waren. Door de com-
plexe maatschappelijke uitdagingen waar we in de
wereld, ons land, onze wijk of zelfs in onze familie
voor staan, worden het belang en de noodzaak van so-
ciaal innoveren nu pas écht duidelijk omdat overheid
en bedrijfswereld niet alle antwoorden in petto heb-
ben. De vrije markt denkt immers louter vanuit winst-
modellen en ‘beleid’ is doorgaans verkokerd en te
weinig in staat om over de eigen schotten heen te kij-
ken. Het kan zelf niet zo vlot anticiperende kaders
maken voor innovaties. Elke dienst/afdeling duikt
diep in een bepaalde materie en vergeet de link met
anderen te leggen. Of erger, men merkt niet dat ande-
renmet soortgelijke zaken aan de slag zijn gegaan. Wie
innoveert, speelt een belangrijke rol bij de ‘ontkoke-
ring’: diverse betrokken instituten vanuit een ‘sense of
urgency’ uit hun kokers gelokt. Overheden moeten
ruimte geven aan experimenten. Sociale ondernemin-
gen die steun nodig hebben, en niet binnen de kaders
van één specifiek beleidsdomein werken (milieu,
jeugd, welzijn), staan vaak voor een zware zoektocht.
Maar die is het waard, want nieuwe modellen, dien-
sten en producten ontwikkelen die een oplossing aan-
reiken voor maatschappelijke lacunes kunnen een we-
zenlijk verschil maken voor schijnbaar onoplosbare
materies.
3. Sociale InnovatieFabriek (SIF): een
broedplek
In die zoektocht is sinds 2013 de Sociale InnovatieFa-
briek in beeld gekomen, een vzw die, overwegend met
overheidsfinanciering, sociale innovatie en sociaal on-
dernemerschap promoot en ondersteunt. Als Sociale
InnovatieFabriek zetten we in op sociaal ondernemer-
schap en brede ondersteunende sociale innovatie om
dergelijke maatschappelijke uitdagingen op een duur-
zame, creatieve manier in te vullen.
De Sociale InnovatieFabriek is een van die intermedi-
aire organisaties om innovatie te bewerkstelligen. We
zijn een broedplaats die bouwt aan een vruchtbare
voedingsbodem. We zorgen continu voor een circula-
tie van de stromen tussen burgers, overheden, kennis-
instellingen en bedrijven. Omdat we hen niet in hok-
jes willen duwen en de wijze waarop we hen benade-
ren los van alle schotten moet zijn, noemen we hen
ruimweg de ‘innovatoren’. Onze poorten staan open
over iedereen die mee wil denken, doen, leren of ex-
perimenteren met sociale innovatie en sociaal onder-
nemerschap en de mogelijkheden voor zijn/haar orga-
nisatie of onderneming. Voor hen hebben we een heel
begeleidingsproces ontwikkeld.
Elke zes weken organiseren we een informatiesessie
waaraan iedereen die op een sociaal innovatief idee
broedt, kan deelnemen. Na de infosessie beslist de
deelnemer zelf of hij/zij verder gebruik wil maken van
de begeleiding van de Sociale InnovatieFabriek en kan
een een-op-een-oriëntatiegesprek worden aange-
vraagd. In dit oriëntatiegesprek gaat een procesmana-
ger na of de ambities van de aanvrager overeenkomen
met de doelstellingen van de Sociale InnovatieFa-
briek, op welke aspecten het concept verder versterkt
dient te worden en aan welke zaken de innovator zelf
prioritair wil werken. We geven meteen een hele reeks
tips en gaan samen met hen op zoek naar relevante
hefbomen in de vorm van toegang tot netwerk, finan-
ciering en kennis.
Een deel van de begeleiding is het continu linken aan
elkaar en aan actoren die via kennis, middelen of skills
willen bijdragen. Om ook hier geen schotten op te
trekken, noemen we deze hele groep de ‘kansenge-
vers’. In het Engels heten ze ‘enablers’.
Het aantal organisaties/bedrijven dat daadwerkelijk
met de opgedane kennis aan de slag gaat, is relatief
groot. We kregen reeds meer dan driehonderd innova-
toren op oriëntatiegesprek. Na elk gesprek wordt een
“Door de complexe maatschap-pelijke uitdagingen worden hetbelang en de noodzaak van sociaal
innoveren pas écht duidelijk omdat
overheid en bedrijfswereld niet alle
antwoorden in petto hebben.
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uitgebreid verslag bezorgd, waar steeds diverse tips
voor partnerships, financiering of andere hefbomen in
vervat zitten. Uit follow-up-contacten blijkt dat men
hier daadwerkelijk iets aan heeft, zoals blijkt uit de
versnelde voortgang van veel projecten waarvoor een
beroep wordt gedaan op de Sociale InnovatieFabriek.
4. Lerend netwerk
Het hele proces is bottom-up en op maat gestuurd. Na
het oriëntatiegesprek kan de innovator immers naar
eigen keuze en op eigen tempo toetreden tot het le-
rend netwerk. In dit lerend netwerk koppelenwe zorg-
vuldig innovatoren aan elkaar op basis van comple-
mentaire skills. De ene innovator is bijvoorbeeld sterk
in ‘business modelling’, de andere in juridische kwes-
ties, nog een andere in cocreatie. Elke innovator heeft
hoe dan ook skills die relevant zijn voor anderen. Be-
langrijk is echter de koppeling die wij maken. Wij
koppelen niet zomaar mensen aan elkaar in ons le-
rend netwerk. We zoeken zorgvuldig wie er meer-
waarde heeft voor wie en we leggen multilaterale ver-
banden. Dat vergt dan ook een solide structuur om
alles gefaciliteerd te krijgen. De sleutel in dit proces is
onze complementaire munt en gedetailleerde data-
base. Innovatoren die na een oriëntatiegesprek beslui-
ten in het lerend netwerk een versterkingssessie af te
nemen, betalen hiervoor met SIFkes, onze comple-
mentaire munt. Zo starten ze hun traject in het lerend
netwerk met een debetsaldo. Dat is geen probleem
omdat iedereen de kans krijgt in een jaar tijd zelf een
tegenprestatie te leveren en vanuit de eigen skills an-
dere innovatoren te versterken. Het saldo van SIFkes
wordt zo weer op 0 gebracht en de wederkerigheid zit
geworteld in het lerend netwerk.
Behalve deze versterkingssessies, bieden we als acce-
lerator nog diverse andere paden, zoals one-to-many-
sessies rond ‘pitching’, business ‘modelling’, financie-
ringsmixen en dergelijke meer. Tevens organiseren we
op gepaste tijdstippen ‘peer-tables’waarin we innova-
toren die rond hetzelfde thema werken, samenbren-
gen zodat zij cocreatieopties op het spoor kunnen
komen. De meer ‘mature cases’ krijgen tot slot de kans
om aan bod te komen tijdens de acceleratiedagen
waarbij we de cases laten ‘pitchen’ en in interactie
brengen met een divers publiek vol kansengevers. En
zoals eerder beschreven, zijn deze kansengevers erg
breed te verstaan. Niet alleen kennisinstellingen,
fondsen en investeerders, maar ook de media zitten in
de zaal die gecharmeerd raken door cases en ze ver-
volgens ruim aandacht geven.
5. Financiering, samenwerking en het
quadrupele helixmodel
Dat er beleid gemaakt wordt rond het ondersteunen
van sociale innovatie is relatief nieuw, zowel bij ons
als in de rest van de wereld. Puur beleidsmatig werd
vier jaar geleden door de Vlaamse overheid de keuze
gemaakt om in het innovatiebeleid ruimte te maken
voor sociale innovatie en niet alleen ons, de Sociale
InnovatieFabriek, maar evengoed diverse cases te
steunen via de cofinanciering van innovatieprojecten
en haalbaarheidsstudies. Cases die verschillende be-
leidsdomeinen overkoepelen. EnergyBook bijvoor-
beeld, is een coöperatief investeringssysteem waarbij
ouders en buurtbewoners betrokken worden in ener-
giebesparende maatregelen voor schoolgebouwen. Dat
gaat niet alleen over klimaatveranderingen, maar ook
over nieuwe financieringsvormen, sociale cohesie en
onderwijs.
Medio 2013 werd de Sociale InnovatieFabriek opge-
richt door een consortium van actoren uit de bedrijfs-
wereld en uit het middenveld: 3E, ACW, BBLV, Blixt,
City-Live, Eneco België, Fifth Play, FOV, Gezinsbond,
i-propeller, Impact Capital, Joker,Minderhedenforum,
Netwerk tegen Armoede, PE Group, Shortcut – change
designers, Telenet, Tessenderlo Group, Triodos Bank,
Urban Product, VSGF en Zappware. Voor de midden-
veldorganisaties trok de Verenigde Verenigingen het
initiatief en diende het dossier in, samen met de trek-
ker aan de bedrijfszijde: i-Propeller. Ook de overheid
vaardigde verschillende vertegenwoordigers af. Dat
resulteerde in een erg interessante samenwerking. Zo
interessant zelfs dat nu, drie jaar later, onze statutaire
organen konden worden uitgebreid en dat het afwe-
gen van exacte verhoudingen tussen bedrijfswereld en
middenveld niet meer zo relevant lijkt.
De hybride modellen die we in de praktijk steeds te-
genkomen, mogen zich immers ook reflecteren in onze
eigen aansturing. Ondertussen bestaat onze AV uit
zowel profit, non-profit, middenveld, individuele in-
novatoren als kennisinstellingen.
Als Sociale InnovatieFabriek vinden we het erg be-
langrijk om weinig drempels in te bouwen en breed te
werken. Zelf hebben we geen commercieel doel. We
zijn een vzw die van 2013 tot en met 2016 80 % van
haar middelen van de Vlaamse overheid ontvangt.
Hoewel we van de toekomst nog niet weten wat het
aandeel uit de overheid juist zal zijn, weten we wel
dat het lager zal zijn dan nu. We slagen er ondertus-
sen in om andere inkomsten aan te trekken. Enkele
partnerschappen met bedrijven zijn gesloten, we ma-
ken deel uit van internationale projecten, worden re-
gelmatig betaald voor disseminatie over onze experti-
sedomeinen ... Overheidsfinanciering zal gezien ons
model wel altijd nodig blijven. We bieden immers een
brede dienstverlening en kunnen als deels gesubsidi-
eerde actor een neutrale, cross-sectorale positie aan-
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houden van waaruit we volop als vliegwiel ageren.
Bovendien moet de dienstverlening die we in eerste
instantie bieden, breed en gratis blijven. We geloven
dat er breed gezaaid moet worden en zien dat het heb-
ben van sterke ideeën vaak niet evenredig is met fi-
nanciële draagkracht. Het zou erg jammer zijn om net
die actoren mis te lopen die heel wat op gang brengen,
maar in hun prille fase geen middelen hebben voor
consultancy. De initiatiefnemers van het deelplatform
Peerby WijDelen financierden de opstart met eigen
middelen. Pas na diverse andere actoren aan hen te
koppelen en gaandeweg een B2B-strategie te hebben
ontwikkeld, creëerden ze ruimte voor betalende bege-
leiding. Ondertussen hebben ze al heel wat positieve
impact gegenereerd.
In de locomotieftekst wordt herhaaldelijk verwezen
naar de triple helix. Even wordt ook het concept van
de quadrupele helix aangeraakt. In een quadrupele
helix-innovatiemodel worden niet alleen de overheid,
bedrijven en kennisinstellingen, maar ook burgers
meteen in het proces betrokken. Eindgebruikers wor-
den vanaf het begin betrokken om een sterkere impact
te genereren. Wat wij echter merken is dat het door-
gaans in de omgekeerde richting gaat. Het zijn vooral
de individuele burgers die met een idee komen; die
vanuit een eigen constatering of constatering uit de
omgeving merken wat eigenlijk beter zou kunnen. met
de voeten midden in de realiteit werken ze hun con-
cept uit en gaan vervolgens andere actoren uit de qua-
drupele helix betrekken. Het zijn die burgers die de
‘lead’ nemen en anderen betrekken.
De quadrupele helix is zonder twijfel het model waar
wij trouw aan zweren. Dat ligt voor een deel aan het
DNA van het ontstaan en de financiering van de Soci-
ale InnovatieFabriek. Dat de overheid de start van ons
initiatief mogelijk maakte via subsidies was erg be-
langrijk om tijd te krijgen en vertrouwen op te bou-
wen bij fondsen en ondernemers. Concreet werden we
opgericht als een ‘lichte structuur’. De oprichtende
partijen reflecteerden meteen mooi het quadrupele
helixmodel: mensen uit verschillende institutionele
sferen sloegen de handen in elkaar. Samen met ons
zijn/waren er diverse andere ‘lichte structuren’ die
zich in het innovatielandschap op een bepaalde mate-
rie richt(t)en, zoals Flanders Food rond voeding en
Flanders Synergy rond werkplekinnovatie. Van meet
af aan kozen wij voor een wat afwijkend financierings-
model in deze wereld. De 20 % eigen inkomsten wil-
den en konden we niet hoofdzakelijk uit lidgelden
halen. We wilden die bewuste financiële drempels
immers vermijden. Het is voor ons in ieder geval een
interessante oefening gebleken om andere types ‘eigen
middelen’ aan te trekken. In de omslag nu naar het
‘post-lichte-structuurtijdperk’ (de overheid besliste
anno 2015 dit concept te zullen verlaten) zullen we
zelf kunnen terugvallen op een hybride businessmo-
delmet erg diverse inkomstenstromen. De basisdienst-
verlening houden we gratis. Betalend lidmaatschap
zou bij ons een struikelblok zijn voor waardevolle
partnerships. Toch zal financiering voor ons altijd een
uitdaging blijven. Overheidssteun blijft nodig om ons
initiatief staande te houden. We willen ons namelijk
niet laten recupereren door één sector of door één
thema. Trouw blijven aan de quadrupele helix, het
cross-sectorale, het neutrale, een dynamiserend vlieg-
wiel op alle fronten kunnen zijn ... zo simpelweg
‘adapteerbaar’ zijn we dus niet.
We blijven resoluut kiezen voor het vliegwiel dat over-
heid, kennisinstellingen, burgers en bedrijven ten
volle mee laat draaien.
Er zijn ook voorbeelden van sociale innovatoren die
de quadrupele helix als basis hebben. De Stuyverij,
een plek in Kortrijk waar men op vernieuwende wijze
aan gemeenschapsvorming doet, is aanvankelijk het
idee van een jong koppel. Het innovatieve van De
Stuyverij zit hem in de unieke mix tussen een werking
als ‘buurthuis’ en de interactie met creatieve geesten
en sociaal ondernemers. Na een half jaar keihard wer-
ken en zich vol passie smijten op hun missie, werden
ze opgepikt door zowel de lokale overheid, kennisin-
stellingen als bedrijven die betrokken willen zijn. De
quadrupele helix tekent zich mooi uit rond dit initia-
tief. De Stuyverij is slechts een van de vele voorbeel-
den waarbij we kunnen constateren dat burgers met
een impactvol initiatief andere actoren spontaan op
sleeptouw krijgen. Deuren gaan open wanneer een in-
novator een authentieke case heeft en duidelijk maakt
dat er op vernieuwende wijze impact gegenereerd zal
worden. Wat wij ook merken is dat samenwerking
tussen diverse partners (overheid, bedrijven, kennis-
instellingen, middenveld en burgers) vaak verrassend
vlot loopt, net omdat men samen wil bouwen aan in-
novatieve oplossingen voor maatschappelijke uitda-
gingen. We kijken immers allemaal tegen dezelfde uit-
dagingen aan en beseffen dat er moet worden samen-
gewerkt. Na drie jaar werking hebbenwe bij de Sociale
InnovatieFabriek concreet mogen ondervinden dat in-
novatie vaak schuilt in nieuwe samenwerkingsverban-
den, waar burgers en middenveld een centrale rol in
spelen. En hoe meer concrete nieuwe samenwerkings-
verbanden, hoe groter op zijn beurt het draagvlak voor
het realiseren van nog meer maatschappelijke innova-
ties.
“Het zijn vooral de individueleburgers die met een idee komen;met de voeten midden in de
realiteit werken ze hun concept uit
en gaan vervolgens andere actoren
uit de quadrupele helix betrekken.
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6. Sociaal innovatoren, een
verruimende doelgroep
In onze werking voeren we een portfoliomanagement.
Een van de zaken die we registreren, is het statuut van
de trekkende innovator. De concepteigenaars zijn erg
verschillend. Grafiek 1 geeft de verhouding weer van
de ondertussenmeer dan driehonderd intakes die heb-
ben plaatsgevonden sinds juli 2013. Van individuen,
over feitelijke verenigingen, vzw’s, cvba’s ... naar bv-
ba’s. Ook overheden en kennisinstellingen zijn betrok-
ken en wel vaker gaat het over samenwerkingsverban-
den waar verschillende types organisaties/onderne-
mingen zich voor engageren. Opvallend is het aantal
‘natuurlijke personen’. Het betreft hier mensen die op
individuele basis komen aankloppen en nog los van
enige structuur een concept aan het uitwerken zijn.
Vaak zijn die mensen ondertussen actief in een be-
drijf, vereniging of overheidsinstelling, maar staat die
organisatie daarom er niet voor open om sociale inno-
vatie vanuit die structuur te zullen realiseren. Het ge-
volg kan zijn dat de innovatoren daardoor het gevoel
hebben hun ei niet echt kwijt te kunnen in hun orga-
nisatie.
Bij de juridische structuren hebben de vzw’s de over-
hand. Die vallen eerder onder de non-profit, maar wel
vaker wordt er vanuit de vzw een spin-off ontwikkeld
die richting een hybride bedrijfsvoering gaat.
Steeds meer vervagen de schotten tussen de taken van
‘de overheid’, de markt en het middenveld. Overhe-
den worden regulerend én faciliterend, bedrijven zijn
niet alleen profit, maar ook sociaal gedreven, midden-
veldorganisaties nemen de rol op van ‘service provi-
ders’. Allemaal zoeken ze naar manieren om maat-
schappelijke winst te realiseren op een zo economisch
mogelijke manier. De groeiende interesse die we vast-
stellen in ‘sociale businessmodellen’ verbaast dan ook
niet. Net als de zoektocht naar hybride organisatiemo-
dellen die deze maatschappelijke en financiële op-
dracht met elkaar weten te verzoenen. Voor sociaal
innovatoren, maar zonder twijfel voor innovatoren in
het algemeen, liggen veel kansen in de samenwerking
over de schotten heen. Dankzij de toenadering tussen
bedrijven en middenveld kunnen ideeën aangevuld
worden met onbekende netwerken, infrastructuur of
businesskennis en zo het ‘anekdotische’ overstijgen.
Het doorbreken van schotten is niet alleen relevant als
het neerkomt op de betrokkenheid van diverse acto-
ren; evengoed moeten we oog hebben voor cases die
‘multi-layered’ te werk gaan. Zo kan een organisatie
erg traditioneel bezig zijn met het creëren van een bij-
zondere tewerkstelling, maar tegelijk ook met maaltij-
den samenstellen via de korte voedselketen of op een
nieuwe manier omgaan met de eigen buurt. Recup &
Design bijvoorbeeld, heeft vanuit de sociale economie
(Labeur.be) heel wat moois gerealiseerdmet design uit
gerecupereerd materiaal. Verschillende maatschappe-
lijke uitdagingen zoals tewerkstelling, recyclage en
zingeving worden zo in één klap aangepakt. Het gaat
over het leggen van intelligente verbindingen.
Welke rol kan een overheid bij dat alles spelen? Een
overheid die in al haar geledingen openstaat voor
bottom-up-concepten, die constructief passief fiscale,
financiële en mentale ruimte aanbiedt, levert belang-
rijke stimulansen. Net als een overheid die aantoont
dat ze zelf bereid is om te leren uit sociale innovaties
en die niet krampachtig gaat aansturen. Want wat
vandaag nog kleinschalig lijkt, kan op termijn een im-
pact hebben die de overheid – of wijzelf – nooit kon-
den voorspellen.
Er is een spanningsveld tussen de bewuste keuze van
overheden om (mentale, financiële ...) experimenteer-
ruimte te creëren voor markt en middenveld, en de
constatering dat overheden bepaalde taken ook sim-
pelweg niet meer willen of kunnen opnemen. De oor-
zaken mogen dan verschillen, het is wel een feit dat
de ontstane ruimte ingevuld kan worden door bottom-
up-initiatieven, sociale innovatie en sociaal onderne-
merschap. Een organisatie zoals Cambio of Tapazz is
niet ontstaan dankzij of ondanks het beleid, maar van-
uit een maatschappelijke behoefte. Overheden die er-
voor openstaan, pikken die behoeften op en zetten
vervolgens in op vernieuwende modellen om ant-
woorden te bieden.
Het is daarbij wel belangrijk dat tot onderneming ver-
zelfstandigde sociale innovatieprojecten financiële
winst niet laten primeren op maatschappelijke im-
pact. In de deel- of ruileconomie zijn er een aantal be-
Grafiek 1. Achtergrond trekkende innovatoren; driehon-
derd cases in begeleiding bij Sociale InnovatieFabriek vzw
“Dankzij de toenadering tussenbedrijven en middenveld kunnenideeën aangevuld worden met
onbekende netwerken,
infrastructuur of businesskennis en
zo het ‘anekdotische ‘overstijgen.
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ruchte voorbeelden zoals Uber die op dit vlak hun doel
voorbijschoten en die, hoewel ze wel economisch dis-
ruptief zijn, geen sociale ondernemingen genoemd
kunnen worden. Een sociaal innovatief model beant-
woordt aan strikte criteria die in de loop van verschil-
lende projectfases bewaakt moeten worden.
7. Netwerkmakelaar
De wijze waarop we ons model ondertussen hebben
uitgewerkt is de reden waarom we ‘weinig nodig heb-
ben om veel te doen’. Met ons lerend netwerk hebben
we relatief weinig financiële injectie nodig om veel in
beweging te kunnen brengen. We prijzen onszelf ge-
lukkig dat we bij het begin niet in de val getrapt zijn
om zelf alles te willen kennen en doen. Het is onmo-
gelijk om in een kleine organisatie (de Sociale Innova-
tieFabriek bestaat gemiddeld uit zes FTE) expert te zijn
in elk van de maatschappelijke uitdagingen en onder-
tussen uit te blinken in juridische kennis, marketing
skills, businessconcepten enzovoort. Veel belangrijker
dan zelf een superinstituut te willen zijn, is het een
makelaar te zijn van alle aanwezige kennis en skills.
Vlaanderen bulkt van de innovatie-minded actoren
die elk specifieke skills en competenties hebben. Dit
zorgvuldig aan elkaar linken, is onze hoofdtaak. Put-
ten uit het enorme aanwezige potentieel en het helpen
accelereren, waardoor we co-innovatie en cocreatie
stimuleren ... De Sociale InnovatieFabriek is dankzij
het lerend netwerk vóór alles een expert in makelaar-
schap. Zoekt een van onze leden expertise over stads-
landbouw of sociale businessmodellen en impactme-
ting? We brengen hem of haar meteen in contact met
de juiste personen. Daardoor versnellen en versterken
we de stromen die ontstaan tussen verschillende acto-
ren om een innovatie te realiseren. Als netwerkmake-
laar gaan we dan ook steeds gericht op zoek naar de
juiste ‘match’. Een gelijke bijdrage tot het resultaat is
fundamenteel, wordt in de locomotieftekst aange-
haald. Daarbij kunnen we ons helemaal aansluiten.
Onze complementaire munt werd met het oog op die
wederkerigheid ontwikkeld en blijkt ook erg empowe-
rend te zijn. Het lerend netwerk levert hoe dan ook
een win-win voor alle partijen op.
Terecht wordt tevens gesteld dat wederzijds vertrou-
wen onontbeerlijk is wanneer partijen samen innove-
ren. Wij hebben dat dan ook in onze processen gego-
ten. Bij elke versterkingssessie in het lerend netwerk
tekenen de partijen een confidentialiteitsverklaring.
Dat gebeurt ook wanneer we grotere groepen samen-
zetten in het kader van een ‘peer-table’.
8. Social Impact Bonds
Aan het einde van de locomotieftekst wordt verwezen
naar de financiële regelgeving die wel vaker innova-
ties fnuikt. Ondertussen worden echter ook vernieu-
wende modellen gestimuleerd. De beleidsaandacht
voor een nieuw financieel model, de Social Impact
Bonds, is bijvoorbeeld sterk groeiend. Bij een Social
Impact Bond horen drie betrokken partijen: een inves-
teerder, een sociale organisatie en de overheid. Een
project rond jeugdwerkloosheid heeft bijvoorbeeld
moeite om subsidies te vinden. Een privé-investeer-
der schiet de fondsen voor, en neemt dus het risico
over. Zodra het project zijn impact bewezen heeft en
de concrete besparingen bewezen zijn, betaalt de over-
heid de investeerder terug. Met Social Impact Bonds
wordt vandaag wereldwijd geëxperimenteerd. Ook in
het Brusselse loopt nu al zo’n project met Duo For a
Job, een vernieuwend concept op het vlak van toelei-
ding naar werk.
In dit vernieuwende model liggen absoluut kansen,
maar het zal op z’n minst een uitdaging blijven. Onze
mix van bestuursniveaus maakt België niet het gemak-
kelijkste land om dat te realiseren. Zinvolle initiatie-
ven rond bijvoorbeeld recidive en tewerkstelling wor-
den wel vaker van het federale kastje naar de Vlaamse
muur en terug gestuurd.
9. Het gebeurt bottom-up
Sociale innovatie boomt. De ‘sense of urgency’ stimu-
leert steeds meer mensen om zelf oplossingen te be-
denken en op een ondernemende manier te zoeken
naar nieuwe antwoorden voor uitdagingen op het ge-
bied van armoede, klimaatverandering, sociale cohe-
sie, zorg of verstedelijking.
De kennis en ervaringen van innovatiepioniers zijn
dankzij onze sociaalnetwerkmaatschappij ook vlotter
beschikbaar. Daardoor kunnen we meer, sneller én
slimmer van elkaar leren. Sociaal innovatoren maken
handig gebruik van sociale media of technologische
ontwikkelingen. Het ruilplatform Peerby WijDelen
toont aan dat een ingenieus interactief en gebruiks-
vriendelijk webplatform een dam kan opwerpen tegen
ons consumptiepatroon. Peerby is een onlineplatform
waarmee je in je buurt mensen vindt van wie je spul-
len kunt lenen. Van wafelijzers en ladders tot hakse-
laars en boormachines: veel spullen hebben we maar
af en toe nodig. Door ze met elkaar te delen, en de
spullen te lenen van je buren, hoef je ze niet aan te
kopen én leer je en passant ook je buren beter kennen.
Maar de ecologische voordelen zijn minstens zo be-
langrijk als de financiële en sociale. Spullen delen be-
tekent grondstoffen uitsparen. De testfase van WijDe-
len ging online in mei 2013, maar was toen slechts
beschikbaar voor Gentenaars. Al snel volgde de rest
van Vlaanderen en in 2014 schakelde WijDelen nog
een versnelling hoger door een samenwerking aan te
gaan met het Nederlandse deelplatform Peerby, dat
zijn website en iOS-app ter beschikking stelde.
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De opkomst van nieuwe technologieën zoals internet
en sociale media dragen zeker ook bij tot sociale inno-
vaties, zoals in de deeleconomie. Een ‘beweging’ kan
veel sneller dan vroeger worden opgezet. In binnen-
en buitenland zijn mooie initiatieven te vinden, zoals
de Ierse Freebird Club, een soort van Airbnb voor se-
nioren. In plaats van de buitenlandse gasten een leeg
appartement aan te bieden, ontvangt de senior in
kwestie hen hartelijk in eigen huis en loodst de gasten
door de ‘hometown’.
Nieuwe technologieën kunnen zo mee de maatschap-
pelijke uitdaging van vereenzaming aanpakken. Maar
technologische hoogstandjes zijn lang niet altijd nodig
om sociaal te innoveren. Vaker nog gaat het om het
slim en creatief inzetten van methodes. Zo is Het
Buurtpensioen – zelf pensioenkrediet verdienen door
je in te zetten voor gepensioneerden – een fantastisch
én hoogst analoog idee.
Onder punt 2.1. van de locomotieftekst wordt verwe-
zen naar een argumentatie van Mazzucato en wordt
aangehaald dat Europa niet genoeg geniale bedenkers
van nieuwigheden, de zogenaamde ‘garage thinkers’
zou hebben. Veel minder in ieder geval dan de Ver-
enigde Staten. Wij Vlamingen typeren onszelf dan wel
niet als ‘ondernemend’, maar wie van achter zijn bu-
reau vandaan komt, merkt dat het hier bruist van de
ideeën. Een grote groep ‘changemakers’ – in bedrij-
ven, verenigingen, burgergroepen of scholen – durft
zijn nek uit te steken en te pionieren. Hun ‘goesting’
of ‘drive’ maakt van Vlaanderen een uitstekende
broedplaats voor vernieuwende concepten, die hope-
lijk ook andere landen inspireren. Toen we vorig jaar
met De Standaard in zee gingen voor de campagne
‘Radicale Vernieuwers’, mikten we op een tweehon-
derdtal inzendingen. De reactie overtrof ons aller ver-
wachting: maar liefst 335 innovatoren stuurden een
concept in waarmee daadwerkelijk gebouwd kan wor-
den aan een betere samenleving op een gezondere pla-
neet. Een mooi bewijs dat er veel innovatiepotentieel
en expertise aanwezig is. Wij vonden alvast wel heel
wat fantastische ‘garage thinkers’ tussen de inzenders
van ‘Radicale Vernieuwers’.
De grote bereidheid om inzichten en kennis met el-
kaar te delen, is daar bovenop nog een erg belangrijke
constatering. Last but not least werd het concept soci-
ale innovatie voor het eerst diepgaand, persoonlijk én
met een spannend wedstrijdelement erin via main-
stream media verspreid.
10. De link naar veiligheid
Deze reactie op de locomotieftekst is uiteraard niet
volledig zonder het aspect veiligheid. Kan veiligheid
via sociale innovatie worden gestimuleerd? Wellicht
wel, en het gebeurt ook. Diverse initiatieven verster-
ken immers de cohesie tussen burgers; laten mensen
meer en beter een beroep doen op elkaar. Bottom-up-
initiatieven kunnen dankzij de digitale snelweg vaak
snel aan kracht winnen. Wat zich tegenwoordig in ne-
gatieve zin manifesteert (cf. de recente aanslagen
waarbij communicatie via sociale media geen onbe-
langrijke rol heeft gespeeld), heeft ook een positieve
evenknie. De kracht van bottom-up is onvoorspelbaar
en kan schadelijk zijn, maar gelukkig kan de kracht
van bottom-up ook erg positief zijn. Het concept van
Solidare-It bijvoorbeeld waar nu in Brussel mee wordt
gepionierd, linkt op mooie wijze hulpvragen en hul-
paanbod aan elkaar.
Ook Blue Assist is een krachtig voorbeeld van het dur-
ven te beroepen op medeburgers. Dit icoon dat ingezet
wordt als ondersteuning van een hulpvraag, is door
de bedenkers gestart vanuit de overtuiging dat het een
reële maatschappelijke meerwaarde biedt. Het model
is krachtig in zijn eenvoud: burgers faciliteren om een
beroep te doen op medeburgers en zo toch hun weg te
kunnen vinden in het openbaar vervoer. Het werkt en
het model verspreidt zich als een lopend vuurtje: voor
steeds meer mensen met verstandelijke beperking
wordt het systeem van Blue Assist benut opdat men
toch maar gebruik kan maken van het openbaar ver-
voer. Medeburgers zijn wel degelijk behulpzaam om
de persoon met de hulpvraag op de juiste bus of tram
te helpen en aan de juiste halte te laten uitstappen.
Medeburgers die er voor elkaar zijn: aan cohesie en
bijgevolg een verhoogd veiligheidsgevoel kan worden
gewerkt en laat ons vooral de positieve verhalen van
mensen die elkaar durven te vertrouwen in de schijn-
werper plaatsen. Dat verhoogt ons aller veiligheidsge-
voel. Vaak merk ik, wanneer ik mensen vertel over
WijDelen, dat men niet begrijpt dat mensen zomaar
spullen willen uitlenen. Want ‘Wat als je het niet te-
rugkrijgt?’ ‘Wat als het kapot is?’ Het mooie aan dit
platform is net de constatering dat heel veel mensen
wel degelijk bereid zijn dit risico te nemen en elkaar
vertrouwen te geven. Laten we deze positieve bevin-
dingen vooral in de schijnwerpers plaatsen.
11. Tot slot
Om innovatie te stimuleren in Vlaanderen moeten we
breed kijken. Ons publiek, de potentiële innovatoren,
“Medeburgers die er voor elkaarzijn: aan cohesie en bijgevolg eenverhoogd veiligheidsgevoel kan
worden gewerkt. Laten we deze
positieve bevindingen vooral in de
schijnwerpers plaatsen.
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is immers ... iedereen. Er bestaat geen ‘sector’ innova-
tie of een specifiek ‘veld’. We moeten vooral durven
te vertrouwen op het enorme potentieel en initiatie-
ven bottom-up laten groeien en helpen versnellen.
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Reactie op bijdrage ‘Recht op zorg?!’
Henri Heimans1
...........................................................................................................................................................................................
Met verbazing las ik in de discussietekst ‘Recht op
zorg?!’ in het laatste themanummer 2016/74, blz. 52-
58, van de hand van drie ambtenaren van de peniten-
tiaire administratie: “De psychische en psychiatrische
gezondheidszorg levert een bijdrage aan een humane
uitvoering van de straffen en maatregelen en vergroot
de kans op een maatschappelijk aanvaardbaar be-
staan.”
Terecht beamen de auteurs dat geïnterneerde perso-
nen niet thuishoren in de gevangenis en verwijzen ze
naar de veelvuldige veroordelingen van België door
het Europees Hof voor de Rechten van de Mens en
door het Europees Comité voor Preventie van Folte-
ring of Onmenselijke of Vernederende Behandeling of
Bestraffing.
Verder in het artikel nemen ze m.i. ze een loopje met
de realiteit in de Belgische gevangenissen waar tot op
vandaag het gebrek aan zorg zeer schrijnend blijft, on-
danks de toename van externe forensische bedden.
Wat mij betreft, hoeft er in de titel van de bijdrage
trouwens geen vraagteken te staan achter Recht op
zorg: het gaat om een verworven en vanzelfsprekend
recht dat in de nationale en internationale wetgeving
is verankerd.
Als voorzitter van de Commissie tot Bescherming van
de Maatschappij in Gent worden mij integendeel re-
gelmatig zeer alarmerende toestanden gemeld van een
totaal gebrek aan adequate zorg voor geïnterneerde
personen in het penitentiair milieu. Deze regelmatige
– bijna voortdurende – signalen komen niet alleen van
de geïnterneerde personen en hun advocaten, maar
ook van penitentiaire medewerkers zelf.
Daarom juist dat ik wens te reageren. Bovendien wer-
den deze alarmerende toestanden eerder geobjecti-
veerd in een memorandum dat werd opgesteld in
juli 2014 binnen de FOD Volksgezondheid2 door een
multidisciplinaire werkgroep.Waaromworden ze dan
doodgezwegen in de bijdrage?
Weet men dat minister van Volksgezondheid Maggie
De Block recent een oproep deed aan alle ziekenhui-
zen om dringend vervangingsmateriaal (didactisch,
instrumenten voor psycho-educatie, creamateriaal)
aan te bieden aan het zorgteam van de penitentiaire
inrichting te Merksplas, waar door een opstand van
andere gedetineerden de leefgroepen voor geïnter-
neerde personen volledig werden vernield, terwijl zij
werden overgeplaatst naar een cellulaire afdeling van
de inrichting, na angstige dagen te hebben moeten
doorstaan?
Het hoeft geen betoog dat de (geestelijke) gezondheids-
zorg bijna volledig afwezig is geweest tijdens demaan-
denlange staking in de Waalse gevangenissen.
Meer fundamenteel wordt door penitentiaire hulpver-
leners sterk in twijfel getrokken dat de gezondheidzorg
in de gevangenissen goed is georganiseerd; de zorg-
equipes zijn overal onvoldoende en onvolledig uitge-
rust en een ‘humane uitvoering van straffen en maat-
regelen’ is ver te zoeken en de inconsistentie tussen
hoe het allemaal op papier staat en hoe het uitgevoerd
wordt, is volgens hen zeer groot.
Desondanks wordt er op het werkveld, door het idea-
lisme en de beroepsernst van velen prachtig werk ver-
richt door de totaal onderbemande zorgequipes, al was
het maar om de detentieschade te beperken.
Ik vind het raar dat in de bijdrage men de moeilijkhe-
den toeschrijft aan de gevangeniscontext en de hoge
prevalentie van psychopathologie en comorbiditeit,
alsook het gebrek aan hulpvraag, alsof dit een excuus
zou zijn voor het gebrek aan zorg in de zin van “het is
de schuld van de gedetineerden zelf die o zo ziek zijn”
en “tja, een gevangenis is geen ziekenhuis, het is té
moeilijk” terwijl deze context de realiteit is en het ge-
vangeniswezen juist moet zorgen voor een kwaliteits-
volle zorg, desgevallend met de welgekomen hulp van
de FOD Volksgezondheid en andere externe zorgpart-
ners.
Het idee dat men streeft naar een volwaardig foren-
sisch psychiatrisch zorgcircuit, een categoriaal circuit
dus waarmee men het gevaar loopt om de geïnter-
neerde personen uit te sluiten van andere zorg, lijkt
me iets om voorzichtig in het oog te houden. Mensen
met een psychiatrische stoornis die met justitie in
contact komen zijn niet anders dan de ‘gewone’ psy-
..............................................................................................................................................................................................................................................................................................................................................................................................................................................................
1. Henri Heimans is erekamervoorzitter hof van beroep te Gent, voorzitter
van de Commissie voor de Bescherming van deMaatschappij bij de gevan-
genis te Gent en is auteur van de discussietekst “Zal een beperking van de
internering een betere zorg garanderen?”, verschenen in hetzelfde num-
mer van Orde van de Dag (2016/74, blz. 12-21).
2. ‘Naar een volwaardige gezondheisdszorg voor gedetineerden en geïnter-
neerden in België, FOD Volksgezondheid, Brussel 25.07.2014.
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chiatrische patiënt. Het idee dat een dergelijk mooi
beschreven forensisch psychiatrisch zorgcircuit dé be-
handeling en begeleiding zal voorzien, lijkt me een il-
lusie te zijn. Het is niet de ‘ontdekking’ en ‘invoering’
van een dergelijk systeem dat oplossingen zal genere-
ren, maar de manier en mate van investeringen in
kansen en mogelijkheden, creatieve oplossingen, con-
tact etc., anders zit men over een aantal jaren met een
volgende groep uitgesloten ‘slechte patiënten’ die niet
functioneren in dat forensisch model. Zoiets mag
nooit iets exclusief worden. Alles wat meer categori-
seert, sluit altijd uit, zou ik denken.
Regelmatig komen zeer verontrustende signalen bin-
nen, zodat ik het als mijn plicht beschouw om een al
te fraaie voorstelling van zaken vanuit de penitenti-
aire administratie te relativeren. Vele tientallen schrij-
nende voorbeelden uit de dagelijkse praktijk zouden
beschreven kunnen worden, maar dit is niet de bedoe-
ling van deze kritische reflectie.
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1. Autonome politionele afhandeling (Anne Beeckman, Joris Mulkers en Paul Ponsaers, red.)
2. Proximité de la justice of justice de proximité (Anne Beeckman, Yves Cartuyvels, Frank Mulleners, red.)
3. Politie en burger: participatie en betrokkenheid (Anne Beeckman, Patrick Zanders, red.)
4. Nieuwe wet op de voorwaardelijke invrijheidstelling (Ralf Bas, red.)
5. De wet Franchimont (Karel Van Cauwenberghe, red.)
6. Octopus - de politiehervorming (Anne Beeckman, Paul Ponsaers, red.)
7. Octopus - de justitiehervorming (Kristel Beyens en Karel Van Cauwenberghe, red.)
8. Camera obscura. De elektronisch beveiligde veiligheidsstaat (Joris Mulkers, red.)
9. Versnel recht. Snelt het recht zichzelf voorbij? (Yves Cartuyvels en Joris Mulkers, red.)
10. Voor straf naar huis - Elektronisch toezicht (Ralf Bas en Walter Damen, red.)
11. Jeugdcriminaliteit. Het dilemma tussen cel en herstel (François Buelens en Joris Mulkers, red.)
12. Witte boorden en vuile handen (Paul Ponsaers, red.)
13. Het federaal parket – de federale politie (Roger Van de Sompel, red.)
14. Recht in het nieuws (Elke Devroe, red.)
15. Internering: eindelijk met zorg behandeld? (Anne Beeckman en Henri Heimans, red.)
16. Alternatieven. Andere straffen en anders denken (Kristel Beyens en Karel Van Cauwenberghe, red.)
17. Rwandaproces. Naar een mondialisering van justitie? (Yves Cartuyvels, red.)
18. Beleid van het O.M.: klare taal? (Karel Van Cauwenberghe en Paul Ponsaers, red.)
19. Beter voorkomen dan beveiligen (Peter Goris en Yves Cartuyvels, red.)
20. Verkeershandhaving (Joris Mulkers, red.)
21. Bijzondere opsporingsmethoden. Het doel heiligt de middelen? (Karel Van Cauwenberghe, red.)
22. Herstel en bemiddeling (Kristel Beyens en Frederik Bullens, red.)
23. De politiehervorming. Een evaluatie vanuit de praktijk (Marleen Easton, Els Enhus, Paul Ponsaers, Roger Van de Sompel, red.)
24. Last van overlast? (Elke Devroe, red.)
25. Beschuldigde, sta op. Actueel debat over de juryrechtspraak (Hilde Tubex en Paul De Hert, red.)
26. Onder invloed van de drugwet. De nieuwe rol van de hulpverlening (Sven Todts, red.)
27. Spelen en brood. Voetbalveiligheid onder de loep (Frank Mulleners, red.)
28. Pleidooi voor de onderzoeksrechter? (Karel Van Cauwenberghe, red.)
29. Publieke opinie, democratie en beleid (Kristel Beyens, red.)
30. Blijft Europol een virtuele realiteit? (Roger Van de Sompel, red.)
31. Gedetineerden als klant. De implementatie van het Strategisch Plan Hulp- en Dienstverlening vanuit verschillende hoeken bekeken (Hil-
de Tubex, red.)
32. Wie is er bang van de strafuitvoeringsrechtbank? (Karel Van Cauwenberghe en Hilde Tubex, red.)
33. Tot de kern van de taak. Het politionele kerntakendebat (Paul Ponsaers, Elke Devroe en Dirk Meert, red.)
34. Gerechtelijke psychiatrie in België. Requiem of prelude? (Hilde Tubex en Frederik Janssens, red.)
35. Lokaal integraal preventiebeleid. Van programma naar schakel (Elke Devroe en Arne Dormaels, red.)
36. Jeugdsanctierecht. De bescherming behouden (Karel Van Cauwenberghe, red.)
37. De dilemma’s van het asielbeleid (Kristel Beyens, red.)
38. Te land, ter zee en in de lucht. De strijd tegen de drugshandel in België (Sven Todts, red.)
39. Hoe bijzonder zijn de bijzondere inspectiediensten? (Sofie De Kimpe, red.)
40. Kleur bekennen. De rol van politie en justitie in de aanpak van discriminatie (Marleen Easton en Paul Ponsaers, red.)
41. De hervormingen bij politie en justitie: in gespreide dagorde (Jubileumeditie ter gelegenheid van 10 jaar Orde van de Dag, Karel Van Cau-
wenberghe, red.)
42. De geheime deur op een kier. Inlichtingendiensten: een noodzakelijk kwaad? (Philippe De Baets, red.)
43. Intrafamiliaal geweld van onder de deurmat gehaald (Willy Bruggeman, red.)
44. Criminele drugs of gedrogeerde criminaliteit? (Karel Van Cauwenberghe, red.)
45. Verhoren, zien en zwijgen. Het audiovisueel verhoor van meerderjarige verdachten (Frank Mulleners, red.)
46. Geleerde veiligheid (Sofie De Kimpe, red.)
47. Verkocht of omgekocht? Een Criminologische benadering van corruptie (Arne Dormaels, Gudrun Vande Walle, Paul Ponsaers en Mar-
leen Easton, red.)
48. Gevangenissen voor de 21e eeuw: opportuniteit of gemiste kans? (Kristel Beyens en Frederik Janssens, red.)
49. Veilig online. Over sociale controle bij netwerksites (Evelien De Pauw, red.)
50. Krijgsmacht en politie: two worlds apart? (Marleen Easton, Philippe De Baets en Michiel de Weger, red.)
51. Meervoudige fraude (Antoinette Verhage, Philippe De Baets, Paul Ponsaers, Bart De Bie en Marc Cools, red.)
52. Beelden van vertrouwen in politie en justitie (Stefaan Pleysier, Anjuli Van Damme en Lieven Pauwels, red.)
53. Het Belgisch Voorzitterschap 2010. Kritische beschouwingen over het luik Justitie, Politie en Binnenlandse Zaken (Alexandra De Moor,
Willy Bruggeman, Franky Goossens, Sofie De Kimpe en Dirk Meert, red.)
54. Class actions. Tegengewicht voor klassenjustitie? (Gudrun Vande Walle, Kristof De Pauw en Ludo Kools, red.)
55. Justitie en politie: under control? (Kristel Beyens, Frederik Janssens, Paul Ponsaers en Antoinette Verhage, red.)
56. Een publiek debat over geheime methoden (Bart Vangeebergen, Johan Vanderborght, Marleen Easton en Jean-Claude Gunst, red.)
57. Over schalen en bestellen (Lieselot Bisschop, Willy Bruggeman, Sofie De Kimpe en Paul Ponsaers, red.)
58. De jeugd van tegenwoordig. Problematisch en geproblematiseerd gedrag van kinderen en jongeren (Stefaan Pleysier, Els Dumortier & Ke-
vin Goris, red.)
59. Lokaal integraal veiligheidsbeleid revisited (Evelien De Pauw, Kristof De Pauw, Elke Devroe, Arne Dormaels en Jean-Claude Gunst, red.)
60. Veiligheid in recessie? (Philippe De Baets, Evelien De Pauw, Gudrun Vande Walle, red.)
61. Punitiviteit – een oplossing voor álle conflicten? (Hilde Tubex, Frederik Janssens, Joanne van der Leun, Gudrun Vande Walle, red.)
Eerder verschenen themanummers
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62. Is er plaats voor ‘radicalisme’ in onze democratische maatschappij? (Marleen Easton, Maarten De Waele, Nele Schils, Noël Klima, red.)
63. Noodhulp- en planning: op zoek naar oplossingen voor enkele spanningsvelden bij het beheer van noodsituaties (Arne Dormaels, Marleen
Easton, Jeffrey Vincent, Jean-Claude Gunst, Wim Hardyns, red.)
64. Sekswerk en beleid (Dominique Boels, Antoinette Verhage, Kristof De Pauw, Evelien De Pauw, red.)
65. Politie en de nieuwe internationale uitdagingen in een grenzeloos Europa (Willy Bruggeman, Noël Klima, Monica den Boer, red.)
66. Tussen droom en daad. Management binnen de zetel (Lieve Lagae, Elke Devroe, red.)
67. Agressie tegen openbare dienstverleners: wat is er aan de hand? (Katrien Van Altert, Philippe De Baets, Jannie Noppe, red.)
68. Policing in Europese metropolen (Elke Devroe, Paul Ponsaers, Willy Bruggeman, Evelien De Pauw, Marleen Easton, red.)
69. Panoptisme in de veiligheidsketen: een moeilijk evenwicht tussen technologie en mensenrechten? (Gudrun Vande Walle, Sofie De Kimpe,
Evelien De Pauw, Jeffrey Vincent, red.)
70. Voetbal en criminaliteit (Wim Hardyns, Arne Dormaels, red.)
71. Economics of Security (Marleen Easton, Willy Bruggeman, Philippe De Baets, Noël Klima, red.)
72. Melden en klokkenluiden: weten waar de klepel hangt (Gudrun Vande Walle, Gerwinde Vynckier, Philippe De Baets, red.)
73. De nieuwe GAS-wet. Zuurstof of stikstof? (Tom Bauwens, Stefaan Pleysier, Evelien De Pauw, Tom Van den Broeck, red.)
74. Mensen met psychiatrische problemen: how to deal with it? (Freya Vander Laenen, Kristof De Pauw, Lieve Lagae, Frederik Janssens, red.)
Volledige themanummers en bijdragen kunnen online geraadpleegd en gedownload worden via Jura, Jurisquare en Polinfo.
Eerder verschenen themanummers
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Hoofdredactie
Marleen Easton is maatschappelijk werker en doctor in de Sociologie. Ze is als
hoofddocent en directeur van de onderzoeksgroep 'Governing & Policing Securi-
ty' verbonden aan de opleiding Bestuurskunde & Publiek Management, Faculteit
Economie en Bedrijfskunde, Universiteit Gent. Ze doceert er bestuur en manage-
ment van veiligheidsvraagstukken en veranderingsmanagement en publiceert en
begeleidt onderzoek over policing, veiligheidsbeleid en gerelateerde manage-
mentvraagstukken. Daarnaast is zij als Visiting Professor verbonden aan de
rechtsfaculteit van de Ruhr Universität Bochum. Zij zetelt in de Raad van Be-
stuur van het Centrum voor Politiestudies en is voorzitter van het Innovatiecen-
trum voor Veiligheid (vzw INNOS). Sinds 2008 is zij hoofdredactrice van het
tijdschrift Orde van de Dag.
Philippe De Baets is licentiaat in de Criminologie en Master in European Crimi-
nology & Criminal Justice Systems met bijzondere interesse in de domeinen
arbeidsinspectie, verzorgingsstaat en inlichtingendiensten. Hij werkt voor ABVV
Oost-Vlaanderen. Per 1 februari 2016 is hij hoofdredacteur a.i. van Orde van de
Dag.
Redactiesecretariaat
Teun Van de Voorde is redacteur publicaties Overheid en Lokale besturen bij
Kluwer en leidt het redactiesecretariaat van Orde van de Dag in goede banen.
Contact: vragen, opmerkingen of suggesties over Orde van de Dag zijn welkom
via teun.vandevoorde@wolterskluwer.com, tel: (015) 36 16 95.
Redactie
Kristel Beyens is licentiate in de Sociologie en doctor in de Criminologie. Ze is
hoogleraar aan de vakgroep Criminologie van de Vrije Universiteit Brussel, waar
ze o.a. Penologie en Criminologische Sociologie doceert. Ze verricht onderzoek
naar het rechtspreken en de uitvoering van de gevangenisstraf en gemeenschaps-
gerichte straffen.
Willy Bruggeman is doctor in de Criminologie. Van eind 1993 tot 2003 leidde hij
mede Europol in de functie van plaatsvervangend directeur. Hij is nu voorzitter
van de Federale politieraad, en als bijzonder geassocieerd hoogleraar verbonden
aan de leerstoel politiewetenschappen aan het Benelux Universitair Centrum. Hij
maakt ook deel uit van de recentelijk ingerichte evaluatiegroep voor de Neder-
landse politie. Hij werkt occasioneel als expert voor het Internationaal Strafhof in
Den Haag.
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Sofie De Kimpe is licentiate in de Politieke wetenschappen (optie Bestuurswe-
tenschappen) en de Criminologische wetenschappen, en doctor in de Criminolo-
gische wetenschappen. Ze is deeltijds docent aan de Vrije Universiteit Brussel en
verdiept zich in politievraagstukken, in het bijzonder vraagstukken over politie-
leiderschap, politieopleiding en politiebeleid (politie in relatie tot de staat). Ze
maakt deel uit van de onderzoeksgroep Crime and Society (CRiS) – policing and
security. Eerder was ze aangesteld bij de federale politie, waar ze projectmanager
was van het project “politie, een lerende organisatie”.
Evelien De Pauw is maatschappelijk assistente en licentiaat in de criminologie.
Ze is werkzaam als docent binnen de opleiding Bachelor in de Maatschappelijke
Veiligheid (Vives Hogeschool, studiegebied sociaal agogisch werk), waar ze de
vakken ‘Technologie & Infrastructuur’ en ‘Inleiding integrale veiligheidszorg’
doceert. Tevens is zij als senior onderzoeker binnen VIVES verbonden aan het
Expertisecentrum Sociale Innovatie, Onderzoeksgroep Maatschappij & Veilig-
heid, waar ze verschillende onderzoeksprojecten binnen het brede domein van
de integrale veiligheid uitvoert of begeleidt.
Kristof De Pauw is licentiaat in de Criminologische wetenschappen (VUB) en
master in management voor overheidsorganisaties (UGent). Beroepshalve is hij
hoofdofficier bij de geïntegreerde politie. Tot september 2012 was hij korpschef
bij de lokale politie Geraardsbergen/Lierde. Nadien was hij werkzaam als operati-
oneel coördinator bij de federale wegpolitie, en sinds 1 januari 2015 is hij actief
als directeur-generaal Technisch en administratief secetariaat Justitie.
Arne Dormaels is doctor in de criminologie. Hij is senior onderzoeker bij het
Innovatiecentrum voor Veiligheid (vzw INNOS) en Visiting Professor aan de
Universiteit Gent verbonden aan de onderzoeksgroep 'Governing & Policing
Security' en de opleiding Bestuurskunde & Publiek Management, Faculteit Eco-
nomie en Bedrijfskunde. Hij zetelt in de Raad van Bestuur van het Centre for
Policing and Security. Daarvoor was hij stafmedewerker politie en veiligheid bij
de Vereniging van Vlaamse Steden en Gemeenten, als attaché bij de Directie
Publieke Veiligheid van de Algemene Directie Veiligheids- en Preventiebeleid,
FOD Binnenlandse Zaken en als assistent strafrecht en criminologie aan de Uni-
versiteit Gent.
Jean-Claude Gunst begon zijn loopbaan bij de rijkswacht in 1976. Hij klom op tot
de graad van luitenant-kolonel en werd na de hervorming van de politiediensten
in 2001 hoofdcommissaris van politie bij de federale politie. Hij is criminoloog
van opleiding. In de loop van zijn loopbaan heeft hij ervaring opgedaan in de
diverse domeinen van de politiefunctie (ordehandhaving, bestuurlijke politie,
gerechtelijke politie) maar ook in het HRM-domein. Hij was betrokken bij diverse
werkgroepen, onder meer in het raam van de voorbereiding van de politiehervor-
ming en de taakstelling van de directeurs-coördinatoren. Jean-Claude Gunst
oefent als lid van de geïntegreerde politie sedert juni 2014 de functie uit van
directeur-coördinator (DirCo) van het arrondissement (provincie) Antwerpen. Hij
is lid van de Algemene Vergaderingen van de Koninklijke Federatie van Officie-
ren en Hogere Ambtenaren van de Belgische Politie en van het Centrum voor
Politiestudies. Hij is voorzitter van het netwerk Excellente PolitieZorg van de
provincie Antwerpen en lid van de opleidingsraad van het veiligheidsinstituut
Campus Vesta-afdeling politie.
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Wim Hardyns is docent aan de Vakgroep Criminologie, Strafrecht en Sociaal
Recht (Universiteit Gent) en gastdocent aan de Faculteit Rechten (Universiteit
Antwerpen). Als lid van het Institute for International Research on Criminal
Policy (IRCP) bestudeert hij criminele fenomenen zoals sport-gerelateerde crimi-
naliteit, gewelddadige jeugdgroepen, radicalisering en terrorisme. Daarnaast
heeft Wim Hardyns een ruime expertise in alles wat te maken heeft met Crimino-
logische methoden en technieken, big data, nieuwe veiligheidstechnologieën,
sociale cohesie en onveiligheidsbeleving.
Noël Klima is doctor in de Criminologie, Master in European Criminology and
Criminal Justice Systems (UGent) en studeerde rechten aan de Universiteiten van
Münster, Reims en Nijmegen. Hij is Attaché/Coördinator bij FOD Binnenlandse
Zaken en werkte daarvoor als Coördinator van het Secretariaat van het European
Crime Prevention Network (EUCPN). Daarnaast is hij postdoctoraal medewerker
bij het Institute for International Research on Criminal Policy (IRCP) aan de
Universiteit Gent.
Ludo Kools is advocaat. Hij was stafhouder van de Orde van Advocaten bij de
balie te Mechelen van 1997 tot 1999. In de periode 2001-2008 was hij bestuurder,
aanvankelijk van de Vereniging van Vlaamse Balies, daarna van de Orde van
Vlaamse Balies. Hij beheerde het departement stage en vorming. Hij is plaatsver-
vangend rechter in de politierechtbank van Mechelen.
Lieve Lagae is licentiate in de Sociologie (KU Leuven) en master in Public Ma-
nagement (AMS). Zij is freelance adviseur HRM en organisatieontwikkeling.
Voorheen werkte zij als consultant in privé- en overheidsbedrijven, o.m. tien jaar
bij de rechterlijke orde. Haar specialisatie is veranderingsbegeleiding, organisa-
tieontwikkeling, people management, human resources management en sociale
bemiddeling.
Stefaan Pleysier is docent Jeugdcriminologie en methoden van onderzoek aan de
Faculteit Rechtsgeleerdheid van de KU Leuven en coördineert, samen met Johan
Put, de Onderzoekslijn Jeugdcriminologie van het Leuvens Instituut voor Crimi-
nologie (LINC).
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Gudrun Vande Walle is licentiate in de Rechten en doctor in de Criminologie. Ze
werkt als Forensic Auditor voor het Centrum Integriteit bij de federale Ombuds-
man. Daarvoor was Gudrun lange tijd werkzaam als wetenschappelijk medewer-
ker en docent op thema's als financieel-economische criminaliteit, integriteitsbe-
leid, whistle-blowing, anti-corruptiebeleid en geschillenbeslechting.
Tom Van den Broeck is doctor in de Criminologie en momenteel commissaris-
auditor bij de Dienst Enquêtes van het Vast Comité van Toezicht op de Politie-
diensten. Voordien deed hij wetenschappelijk onderzoek aan de VUB m.b.t.
politie en veiligheidsbeleid. Hij was tevens directeur van de politieopleiding in
de provincie Vlaams-Brabant (PIVO) en expert integrale veiligheid voor het
stadsbestuur te Antwerpen. Hij publiceert vooral over (veranderingen in) beleid,
organisatie en cultuur van politie (cf. community policing), sociale controle,
integrale veiligheid en criminele politiek.
Jeffrey Vincent (°1988) studeerde af als Master in de Bestuurskunde en het Pu-
bliek Management. Van 1 november 2011 tot 31 oktober 2012 was hij werkzaam
als wetenschappelijk medewerker bij de onderzoeksgroep Governing and Poli-
cing Security (GaPS) van de geassocieerde faculteit Handelswetenschappen en
Bestuurskunde van de Hogeschool Gent waar hij (in opdracht van de FOD Bin-
nenlandse Zaken) werkte rond een project over de rol van de burgemeesters
tijdens het beheer van noodsituaties. Momenteel is hij werkzaam als adviseur bij
de directie Internationale Politiesamenwerking van de Federale Politie (CGI) en
is hij als vrijwillig wetenschappelijk medewerker verbonden aan de onderzoeks-
groep GaPS van de Faculteit Handelswetenschappen en Bestuurskunde binnen
de Hogeschool Gent.
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