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Проблемът с използването и защитата на лични данни
в здравеопазването е с изключителна сериозност и актуалност.
Този проблем е особено чувствителен в контекста на създава -
нето, съхранението и достъпа до здравното досие на пациента
в рамките на електронните системи, както и използването и
оповестяването на информация от здравно досие, включително
при обстоятелства, засягащи интереси на други лица.
В тази връзка може да се посочи и делото Colak и
Tsakiridis срещу Германия [4, 5] пред Европейския съд по
правàта на човека. Предметът му засяга два конкуриращи
се личностни интереса – на пациент с ХИВ, който изрично
нарежда на своя лекар да не информира партньора му относно
неговия статус. След смъртта на пациента, жена му, която
по това време е била ХИВ позитивна, предявява иск срещу
лекаря поради факта, че не е била уведомена. След три съ-
дебни инстанции на национално ниво, Европейският съд
по правàта на човека постановява, че медицинското лице е
действало правомерно, дори и това да е коствало излагането
на риск здравето на партньора на пациента.
България все още няма действаща система на елек-
тронно здравеопазване поради липсваща единна информа-
ционна система. Има обаче събирана здравна информация,
например от Националната здравноосигурителна каса [1,
3]. Редица европейски страни създават и въвеждат електронно
досие за събиране и съхранение на здравна информация с
цел оптимизиране на разходите, прозрачност и оперативност
на диагностично-лечебния процес.
Цел
Целта и задачите на публикацията са да се направи
преглед на състоянието и регламентацията на достъпа, кон-
трола и законодателната уредба на защитата на личната ин-
формация, съдържаща се в електронното здравно досие в
пет европейски страни.
Резултати
В законодателната уредба, свързана с достъпа и за-
щитата на лични данни в обследваните страни има редица
прилики, но и специфични моменти (Таблица 1).
тaблица 1. Възможност за достъп и защита на данните
в електронно досие в 5 европейски страни
Балансът между използването на дигиталните техно-
логии и изискванията за защита на медицинската информация
от злоупотреби, както и търсенето на възможност за спазване
на интересите на отделната личност и обществения интерес
и ползи, поставят редица предизвикателства пред законо-
дателната регламентация.
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Ре з юм е . Проблемът с използването и защитата на лични данни в здравеопазването е особено чувствителен в контекста
на създаването, съхранението и достъпа до здравното досие на пациента в рамките на електронните системи. Оповес-
тяването на информация от здравно досие, включително при обстоятелства, засягащи интереси на други лица, е друг
аспект на използването на лични данни. Проблемите на технологичната защита на данните често се преплитат с мо-
рално-етични проблеми, свързани със защитата и на обществения интерес. Делото Colak и Tsakiridis срещу Германия е
показателнo за това. Целта и задачите на публикацията са да се направи преглед на състоянието и регламентацията
на достъпа, контрола и законодателната уредба на защитата на личната информация, съдържаща се в електронното
здравно досие като съществена част от системата на електронното здравеопазване.
S u m m a r y . The problem of the use and protection of personal data in health care is particularly sensitive in the context of
creating, storing and accessing the patient’s health file within electronic systems. Disclosure of information from the medical
record, including in circumstances affecting the interests of other people is another aspect of the use of personal data. Problems of
technological data protection are often intertwined with moral – ethical ones related to protection and the public interest. The case
of Colak and Tsakiridis v. Germany is indicative of this. The goals and objectives of the publication are to review the state and re-
gulation of access, the control and the legal framework for the protection of personal information contained in the electronic
health record as an essential part of the eHealth system.
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Държава Достъп до електронното досие
Австрия
• Лекарите, респективно болниците или съответното здравно
заведение, в което пациентът се лекува или получава
определени здравни услуги.  
Велико -
британия
• Медицинският персонал, участващ в грижата за пациен-
та.
• Упълномощено от пациента лице, в случай, че той не е в
състояние да го направи. 
Германия
• Пациентът (ПИН код за специални устройства). 
• Близък на пациента. 
• Лекари, стоматолози, фармацевти, както и техните сът-
рудници и други доставчици на медицински услуги, пси-
хотерапевти в зависимост от обхвата на дейността им.
Дания
• Пациентът 
• Личен лекар и други медицински специалисти.
• Спешна помощ
Естония
• Пациентът (лична карта и електронен подпис).
• Лекуващият лекар на пациента или медицинските асистенти
(лична карта и електронен подпис).
• Пациентът дава съгласие за качване на всяка информация
в електронното медицинско досие.
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тaблица 2. Регламентация на защитата на лични данни в
електронното досие в някои европейски страни
Почти навсякъде законодателят е предвидил и други
допълнителни защити и ограничения в достъпа до здравната
информацията в електронен вид.
В Австрия достъпът се позволява, съответно ограни-
чава, посредством електронната здравноосигурителна карта.
Например, даден пациент се лекува в определено болнично
заведение, последното (чрез упълномощено лице) „назначава“
лекар, отговорен за терапията на този пациент. Следователно,
ако лекарите не са оторизирани от болницата те няма да
имат достъп до електронното досие на пациента.
Във Великобритания, за да влезе в системата, меди-
цинското лице трябва да притежава смарт карта с чип и
парола (нещо като банкова карта и ПИН). Тази карта съдържа
информация за притежателя си – име и професия. Меди-
цинският персонал има достъп само и единствено до ин-
формацията, която е необходима, за да си свърши работата,
за което е необходимо разрешение от пациента. В случай,
че пациентът не е в състояние да даде това разрешение е не-
обходимо лекарят да остави следа в досието за това, че е
било посещавано от него (това става автоматично с всяко
влизане в системата). Досието е информационен ресурс,
който е от помощ на лекаря при извънредни ситуации. Други
лица могат да имат достъп до обобщеното електронно досие,
когато лечението се осъществява от лекарски екипи, включ-
ващи хора от други организации, например социални служби.
В такива случаи, пациентът задължително трябва да бъде
уведомен [20, 21]. Системата позволява ограничаване на
достъпа до определена информация, който се извършва от
личния лекар след консултация до колко това би имало зна-
чение за здравето на пациента при спешни случаи. Пациентът
има право да поиска копие от обобщеното си електронно
досие на хартиен носител, за което е възможно да плати
такса. Има специален режим в хипотезата на трансплантация
на органи, като в този случай се предвижда въвеждане на
електронен подпис и ползване само с разрешение на пациента,
т.е. налице е допълнителна защита. На лекарите и на апте-
карите също се издава специална карта, която се нарича
„професионална електронна здравна карта”. Посочва се из-
черпателно на кои лица се предоставя достъп.
В Германия неприкосновеността на личния живот е
защитена до голяма степен. Пациентът може да реши дали
неговата информация, извън задължителния минимум, да
бъде включена в електронната карта, както и коя точно от
допълнителната информация да се включи. Самият достъп
до системата става с помощта на пациента, чрез въвеждане
от него на ПИН код в специално устройство. Това означава,
че съгласието на пациента е практически необходимо за
един лекар, за да погледне в неговите файлове. Друг резултат
на принципа за защита на личните данни е фактът, че данните
не могат да бъдат използвани за други цели, освен за лечение
на пациента. За лекари, адвокати или представители на со-
циалните професии се прилагат специални правила в Нака-
зателния кодекс, които предвиждат лишаване от свобода,
ако поверителни данни на пациенти или клиенти бъдат на-
правени публично достояние без тяхното съгласие. Това се
отнася както за небрежното боравене с информация, така и
за умишленото ѝ разгласяване. Пациентът бива предупреж-
даван чрез емейл, в случай, че лекар, фармацевт или меди-
цинска сестра осъществяват достъп до неговите записи, като
се позволява този достъп да бъде ограничен или отказан по
желание на пациента.
В Дания обработката от органи или компании на
данни, които се смятат за по-деликатни по някаква причина,
може да се контролира от Агенцията за лични данни пос-
редством уведомление или разрешение. В случай, че постъпи
оплакване от гражданин, се взима решение, дали обработката
в конкретния случай е в съответствие с разпоредбите на
Закона за обработка на личните данни. Агенцията може
също да се самосезира, например при запитване на гражданин
или статия в печатно издание, когато е възможно нарушение
на закона [14, 15, 17]. Ако Агенцията открие такова, неза-
висимо от повода, може да издаде забрана или предизвестие
за изпълнение или да докладва нарушението на полицията.
В Естония, според Върховния естонски съд, здравос-
ловното състояние на гражданите се смята за лична инфор-
мация и следователно е защитена, като при нарушение се
прилага PDPA (Закон за защита на данните). Ясно е разписано
правилото, че достъпът до електронното досие е ограничен
за периода на лечебния процес. Освен това изрично е запи-
сано, че ,,Лекуването на пациента е период от време, който
започва с първоначалната среща или назначаване на лекуващ
лекар и завършва с излекуването на пациента или разреша-
ването на случая“. Изключение по отношение на времевото
ограничение на достъпа е предвидено за личния лекар и па-
толога. Лицата, които имат право да получават информация
от досието и да задават въпроси за събирането на медицинска
информация трябва да са регистрирани към Съвета по здра-
веопазване и да са отбелязани като лекуващ лекар. Пациентът
или негов законен представител могат да отправят запитване
относно всички документи, които се включват в електронното
досие, върху които не са поставени забрани от лекуващия
лекар. Представителят на пациента има пълни правà да дей-
ства от негово име, като пациентът няма право да променя
нивото на достъп от страна на представителя. Само лицен-
зирани, професионални медицински лица имат достъп до
здравната информация. По-специално само конкретния ле-
куващ лекар или негов помощник, неизменно свързани с
конкретно лечение на пациента, имат правомощие за достъп.
Гражданите имат достъп до информация за своето здравос-
ловно положение чрез пациентски портал. Там те могат да
изразят намеренията и предпочитанията си. Пациентът има
право да зададе ограничения за достъп до документи, до
определени заболявания или до цялата информация в елек-
тронното медицинско досие.
Пациентския портал позволява представители на па-
циента (родители, законови представители, настойници) да
преглеждат неговото досие, както и да изтеглят документи.
За целта пациентът дава съгласие. Чрез този портал той об-
новява демографските си данни, запазва час за преглед и
вижда кой и кога е отварял досието му. В електронното досие
се записва информация за това кога, как и защо е било из-
Държава Защита на личните данни
Австрия
• Федерален Закон за защита на личните данни (Federal Act
on Data Security Measures when using personal electronic
Health Data).
• Наказателен кодекс.  
Велико -
британия
• Закон за защита на данните (Data Protection Act 1998). 
• Health and Social Care Act (2012).
• Системата се контролира от НПО – The Health and Social
Care Information Center.
Германия
• Конституция на Германия.
• Федерален закон за защита на данните (Bundesdaten-
schutzgesetz).
• Наказателен кодекс – специални текстове за лекари, ад-
вокати и социални работници за неволно или умишлено
разгласяване.
Дания
• Закон за обработка на личните данни (The Act of Processing
of Personal Data).
• Датска агенция за защита на данните (Danish Data Protection
Agency).
Естония • Закон за защита на данните (PDPA).
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ползвано, което позволява на гражданите да осъществяват
надзор над информацията. Законът за защита на данните е
изменен през 2003 г., за да отговаря на Директива 95/46/ЕС.
Трета версия и последна поправка е влязла в сила на 1 януари
2008 г. Той защитава основните правà и свободи като се съ-
образява с правото на трети лица да добиват информация.
Информацията бива два вида: „лична информация“ и „чувст-
вителна лична информация“.
От Държавата е създадена техническа инфраструктура
на територията на цялата страна наречена X-road платформа.
Тази платформа е с независим стандартен интерфейс за за-
щита при обработка на данните, свързване на всички естонски
бази данни в публичния сектор и за обмен на информация.
Други 1Т-способи, като например електронен подпис и иден-
тификация чрез ID-карта, са последните нововъведения, и
тяхното използване се урежда изчерпателно от националното
законодателство. Тези промени са в основата на прилагането
на секторните политики, като например създаването на об-
щонационалното електронно здравно досие.
Законът за организация на здравеопазването e в сила
от 01.09.2008 г. В него е записано: ,,Предоставящите меди-
цинска помощ са задължени да изпращат медицински данни
към електронното досие“. Правилата за използването на ин-
формация гласят, че само служител, който работи в здра-
веопазването и е свързан с лечението на пациента може да
прави справки за личните данни на пациента т.е. лекуващият
лекар на пациента или медицински асистент на лекуващия
лекар. Запитвания за здравни данни на пациента извън обсега
на лечението не се допускат. Здравните данни се предоставят
на служители на здравеопазването, регистрирани в Съвета
по здравеопазване и вписани като лекуващи лекари или ме-
дицински помощници.
Пациентите могат да използват пациентския портал,
за да упражнят правото си да ограничат достъпа до тяхната
медицинска информация. В случай, че пациентът реши да
направи ограничение на информацията, същият бива уве-
домен от системата, че това е опасно за неговия живот и
здраве – да получава лечение при непълнота на данните за
неговото състояние. Ако не се разрешава достъп до документа
дори и при спешни случаи, отговорността е изцяло на па-
циента за евентуалните последствия, породени от отказа за
вписване или заличаването на личните данни.
Изводи
Изискванията на ЕС по отношение на защитата на
лични данни стават все по-строги и това е продиктувано от
характера на информацията, събирана и съхранявана в елек-
тронен вид. Най-вероятно част от законовата регламентация
ще претърпи развитие, например с въвеждане на GDPR
(Gene ral Data Protection Regulation). България би могла да
се възползва от досегашния опит на множество европейски
страни, като опитът показва, че по-късно създадените системи
и/или отделни части на електронните здравни системи, имат
предимството да са по-сигурни и по-широкообхватни, както
и с по-големи възможности.
Библиография
1. Пeрсонализирана информационна система. Правà за ползване на пер-
сонализираната информационна система.www.nhif.bg
2. Закон за защита на личните данни, ДВ бр.1 от 4.1.2002, изм. и доп.
ДВ бр.15 от 15.2.2013
3. Закон за здравното осигуряване, ДВ 70 от 19.6.1998, изм. ДВ бр.17 от
23.2.2018
4. Законодателно проучване. Програма студенти на стаж в парламента.
Законодателна уредба на електронното здравеопазване, рък. К. Мил-
чева, 2014
5. Colak and Tsakiridis v. Germany no. 77140 and 35493/05 (fifth Section)
ECHR 2010/2
6. Federal Act on Data Security Measures when using personal electronic
Health Data (Health Telematics Act 2012 – HTA 2012)
7. Electronic Patient Records and Patients’ Privacy in Three Western European
Countries, Dr. M. Fenger Date: 27 July 2009
8. Е-Health strategy and implementation activities in Germany; Report in
the framework of the eHealth ERA project.2007
9. Е-Health in Europe, Georges Liberman, Ingenico June 2012
10. Legal frameworks for eHealth, Based on the findings of the second global
survey on eHealth 2012
11. Mentzinis P., Head of Public. B-Health in Germany. Sector BITKOM eV,
Berlin.The German Electronic Patient’s Card, Ulrich Stark Hassn-Platt-
ner-Institut,2009
12. SMART 2007/0059 Study on the Legal Framework for Interoperable eHe-
alth in Europe, FINAL REPORT, European Commission Directorate Ge-
neral Information Society, Brussels Estonian EHR Case Study
13. https://www.ris.bka.gv.at/Dokumente/Erv/ERV 2012 111 1/ERV2012 1 11
l.pdf 




leam – “Denmark – an eHealth nation – what can we learn?”. 
18. https://www.sundhed.dk/content/cm5/20/422Q it-brings-the-danish-health-
sector-together.pdf -”IT brings the danish health sector together.”. 
19. http://www.nytimes.com/2010/01/12/tiealth/12denmark.html?hD& r=0 –
“Denmark Leads the Way in Digital Care”, New York Times.
20. http://content.time.com/time/health/article/0,8599.1891209.0Q.html -
21. In Denmark’s Electronic Health Record Program, a Lesson of the U.S.,
Time Magazine, http://www.s4m.dk/~/media/Filer%20-%20P4falikationer
i_pdf/2Q12/Simdheds-nVSundheds IT juni web.ashx – “eHealth as a part
of coherent Danish health system”, Danish Ministry of Health. 
22. http://www.nhscarerecords.nhs.uk/ – Обобщено здравно досие.
23. http://www.prohealth.eit/casestudies/ProeHealth Case Report Estonia Е
HR.ydf- 
vvv
Татяна Вучева е изкуствовед, автор
на книги, студии и статии в областта
на теорията, историята и критиката
на  изобразителното изкуство в сбор-
ници, списания и вестници. Публи-
кувала е книгите „Жерико“ (1977),
„Дьолакроа“ (1978),  „Жан-Луи Да-
вид“ (1980),  „24 портрета  от Възраж-
дането“ (1983),  „Тинторето“ (1985).
Основната £ монография е „Наив-
ното изкуство в България“ (1982).
Рисува икони върху стъкло. В добри
часове пише и  стиховe   –  „Сили 33“
(1998),   „Отражения“ (2010).
Предупреждение
На една пейка
– според Превер –
седи Отчаянието.
На две – Самотата сяда.
Но на три пейки –
това вече е много.
Внимание!
Това е Отчуждението:
Отчуждението не седи само.
Срещу слънцето
в морската градина
на три съседни пейки
седи Отчуждението – 
в своите три износени палта
и в своите три чифта гети.
Отчуждението не седи само.
Бризът го навява от морето.
Затова и нощем,
бродейки по пясъчната диря,
моят поглед все натам се взира.
Отчуждението не седи само.
Татяна Вучева
