























































































































































































































































































































































































































































































































































































　　　　　　4　　 　 　　 インポイスの
　　　　　　　　　いチェソク文購入先supPller
．書
③
受
注
品
と
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ン
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支
達活動である注文手続き，検収活動，在庫調整
の意思決定による活動が行われている。ソース
・ドキュメントは経営および会計上の取引き証
拠として機能するから期間的に正確性がチェッ
クされなければならない。会計部門が購入取引
きの記帳を行うその背景に次の四つの証票が発
行され，それぞれ経営行動が採られている。
　ユ．購入請求書（purchase　req1ユisition）
　2、注文書（purchase　order）
　3．　インボイス（invoice）
　4．受領証（receiving　repOrt）
　購入取引きは在庫状況の判断から購入の意恩
決定をする活動，外部に受注契約をする活動，
現晶到着によって契約と相違がないか検収する
活動など経営活動が行われている。代金決済に
対する認可書として証票は機能する。正確な証
票がなければ正確な支払いはできない。それ故，
会計部門でインボイスと注文書コピーとのチェ
ックをしなければならない。検収部門では購入
現晶とインボイスおよび注文書コピーがチェッ
クされなければならない。ソース・ドキュメント
に一連番号を打ったりするのは正確に記録を行
ない，執行活動をコントロールするための工夫
である。会計統制と経営統制は密接不可分であ
ることが理解できる。適切な内部統制は経営取
り引きのソース・ドキュメントをデータとして
会計統制を行い，期間的にチェックすることに
より経営統制がより効果的に実行できる。
　会計システムが複式簿記に基づいて形成され
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れば貸借平均の理によって会計記録の問違いは
自動的に指摘される。したがって，このような
会計システムには正確な情報提供を行う自検作
用，自己統制機能が備わっている。しかし，簿
記上の内部牽制システムは金額上の不正，誤び
ゅうの発見であり，限界を有している。内部統
制システムを完全に実施しても共謀によって不
正や誤びゅうは起こりうる。しかし，会計シス
テムが人の組織，事務分担と一体となることに
よって経営活動の不正，誤びゅうの実質的摘発
が簿記上の限界を起えて可能となる事は確かで
ある。
　（2）EDPシステム下の内部統制
　会計統制の本質と目的はデータ処理の方法の
変化によって変わるものではない。しかし，
EDP利用を組み込んだ組織やコント1］一ル方
法はマニュアルや会計機で処理を行う組織やコ
ントロール方法とは異なることは当然である。
例えば販売，広告，売掛金のEDP処理は従
来，マニュアルでインボイスのトータルや返金
の検証を行っていた業務をも処理してしまう。
給与処理，原価計算，棚卸資産管理などが基本デ
ータを端末機からインプットするようなEDP
システムでは，複数人，複数部門により入力さ
れるがその管理活動はEDP業務部門へと集中
していく。アカウンタビリティは権限の委譲と
責任の確定を前提として単に会計領域に留まら
ず，業務領域にまで及び，単に会計情報の正確
性のみでなく，企業活動の能率性にも関わりを
深め，アカウンティング・コントロールの語で
はその内容を言い尽くせなくなってきたことが
情報システム化の中で指摘できる。ここに会計
統制（A㏄ounting　Control）と経営統制（Ad－
ministrative　Contro1）との識別が霧の中に覆
われつつある。
　マーケットの多様化に関連する物流・生産情
報のシステムの高度化，統合化が進むにつれて
ロジスティック機能と会計データのリンク，資
源管理と会計データのリンクが進んでいる。オ
ンライン・リアル・タイム，データペース，分
散処理を活用した，リンク化した情報システム
の構築が有用性を一層ましている。企業におけ
るコンピュータの普及は経営的統制と会計的統
制の区分を益々不鮮明なものにしたが，マーケ
ット状況，オンラインなど企業をとりまく環境
の変化もこれに一層の拍車をかけている。
　留意する点はデータ処理の点から完全な内部
統制が敷かれていても，不正直な要員は裏を掻
くような数字合わせを策略して，不正，誤びゅ
うが共謀によって行なわれば発見できない場合
がある。不正や誤びゅうを統制するということ
は内部統制の目的の一部に過ぎないが，より完
全に統制活動を進めていくためにシステムの整
備・管理が求められる。
5．会計監査とシステム監査
　（1）会計監査
　従来，企業の経営活動の全貌を知ろうとすれ
ば簿記会計によって準備される試算表を月次に
作成して経営状態を把握することであった。
　試算表や財務諸表上のそれぞれの金額は孤立
したものではない。それらの金額は相互に連動
するネットワークの部分金額であり，システム
としての企業の各経営活動の分野を共通尺度の
貨幣単位で集約したものと考えることができ
る。
　経営活動の結果は経営成績を表わす損益計算
書，財政状態を表わす貸借対照表に表われる
が，コンピュータによってデータ処理されたこ
の情報が正確であるべき事は言うまでもない。
経営効率の向上，生産性の上昇，環境への適応
状況等，経営統制による結果も会計統制による
結果も究極的には損益計算書や貸借対照表等の
財務諸表に集約されてくる。財務諸表は簿記の
試算表から作成するが試算表自体から企業の収
益力，経営の安定度などの概況を読み取れる。
試算表を毎月，毎週，毎日作成すればその時の
企業の状況把握ができる。常時，これを作成す
れば常時に企業状況を把握していることが可能
である。拡充された情報システムで試算表を迅
システム監査--会計的側面からの一考察--
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遠に作成すること・このリードタイムを短くす
ることはタイムリーな経営意恩決定を可能にす
る。
　経営管理上，タイムリーに情報が提供できる
ことが企業競争上，有利な条件の一つとなって
きた。この様な情報効果はコンピュータをぬき
にして考えられない。明日の予定，来月の計
画，来期のプランニング，将来の政策，方針の
遂行のため，過去データに加えて未来原価，未
来収益といった将来のデータはなお一層マネジ
メントの意思決定に有益である。情報を活用す
る上でのウエイトは過去情報，現在情報，未
来情報へと移り変わってきた。企業活動にとっ
て会計情報は今まで重要な役割を果たしてきた
が将来にも重要な役割を果たし，正確性，迅遠
性が求められ続けよう。ここにデータ処理にコ
ンピュータを利用するシステムで情報の正確性
をチェックする監査の必要性の一面がある。
　企業の経営活動は国民経済との関わりを深
め，企業の利害関係者は株主，債権者のみなら
ず，杜会，個人へと益々拡充している。国民経
済の適切な運営と投資者の保護に資するため正
確な会計情報の提供が重要な意味を持ってく
孔企業の利害関係者の意思決定は会計情報に
依存するところが大きい。会計監査は企業の損
益計算書，貸借対照表など財務諸表が企業会計
原則に沿って作成されているか，連動性を持つ
財務諸表上の金額が正確であるか等について会
計監査人が意見表明するものである。
　商法は資本の額が5億円以上か，負債の額が
200億円以上の株式会社の取締役に対して毎決
算期に，貸借対照表，損益計算書，営業報告書，
利益の処分または損失処理に関する議案を作成
し，監査役の監査を受けることを求めている。
監査役はこれらの書類を監査報告しなければな
らない。具体的には貸借対照表，損益計算書が
会計帳簿の記載と一致しているか，定款や法令
に準拠して財務状態，損益状態を正しく表して
いるか，会計方針の変更がある場合，相当の理
由が認められるか否かなど報告しなければなら
ない。これら諸表の会計の部分については監査
役監査の他，会計監査人の監査を受けなければ
ならないことを義務づけている。会計監査人の
監査は公認会計士監査である。
　（2）　システム監査
　経営がコンピュータ・システム化してきた経
緯を段階を追って辿ることができる。最初，人
手の削減を目的に何人減員できるか，それによ
って経費の削減がどれほど可能か等を考えてシ
ステム化が図られた時期があった。給与計算シ
ステムが導入されてコンピュータ化を行ったと
する時期である。この場合にはコンピュータの
メインテナンス，磁気テニプの管理その他，物
の管理に重点がおかれた。
　つぎはこれに財産管理の視点が追加された時
期である。台帳管理システムが構成され，コン
ピュータによって損益計算書，貸借対照表を迅
速に作成することを目標とした時期である。会
計データの処理が徐々にブラック・ボックスに
なりつつある段階である。プログラマとオペレ
ーターを分離しているかといったコンピュータ
の部門業務の人の問題をチェックする事が叫ば
れた。これら段階においてはその導入効果が費
用効果分析によって検討可能である。
　さらに，顧客サービス，晶質管理，生産性な
ど企業の競争戦略目的に経営がシステム化を図
った時期である。いわゆる戦略情報システムが
設置された時期である。この時期がソフトウェ
アの正確性，システムの安全性などのチェック
が唱えられ，情報の正確性，信頼性，迅速性が
求められ，システム監査を必要としている時期
であ私戦略情報システムの監査はシステムの
信頼性，安全性の監査に加えて効率性の監査が
加わり，総合的経営の監査であり，経営サイド
に立った監査といえる。
　システム監査はコンピュータを中核とした情
報システムの信頼性，安全性，効率性を高め，，
個々の企業のみならず，国民生活の情報化社会
に貢献しようとするものである。
　情報化が拡充すれば利便性は益々大きいが，
その反面のマイナス面が現れれば悪影響ははか
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り知れない。コンピュータは大量のデータを処
理するがこの執行機能にコンピュータ・システ
ムの脆弱性が潜んでいる。磁気，光ディスクな
どへの情報の記録保存は大量の情報を少ないス
ペースで保管できるが，一枚のディスクの破壊
は膨大な情報の破壊を蒙る。銀行のキャッシュ
カード事件，大韓航空事件は日常生活に身近で
無視できない。企業のコンピュータ・システム
は460時間に1回システム・ダウンを起こしてい
るといわれるが電子計算機システムの停止，誤
動作がどれ程度発生するか，それによって蒙る
損失，他に与える影響など分析されていなけれ
ばならない。データの漏洩，破壊，改ざん，不
正使用，プライバシーの侵害がどの程度発生す
るか，それらによって蒙る損失，影響度などが
分析されていなければならず，これらもシステ
ム監査の対象になる。
　システム監査はシステムの企画・開発，運用
に関する全体業務を対象とするものである。
　企画・開発計画を遂行していくうえで業務の
分担と責任体制がとれているか，システム全体
として適切な機種と技術が選定されているかと
いったことも監査対象として大切である。開発
’業務にあってはデータの一貫性，不変性など確
保されていなければならないし，ユーザーが利
用しやすいようにデータ・べ一ス，コードや入力
帳票が開発設計されなければならない。さらに
プログラム・テストの結果は保存され，また特
定のプログラムはユーザーも参加して，プログ
ラマ以外の要員によってテストされていること
も欠かせない。
　運用業務ではオペレータの交替時，引継が適
切に行われていること，パスワード，識別コード
等の機密保持ができていることも重要である。
機密性の高いファイルなどは保存用以外は処分
されなければならない。もし事故が発生すれば
記録をとり，原因究明と，再発防止の措置がとり
うる体制が確保されていなければならない。デ
ータのセキュリティはデータを保護する形で確
保される。情報はユーザの利用目的に合ったも
のでなければならない。そのためプログラム，
データ・ぺ一スなどの変更，更新時は責任者の承
認と定められた手続きによって行われなければ
ならない。データが変更されて利用目的に合わ
ない情報を提出すればシステムの効率は下がる
ことになる。出力情報は不正，誤びゅう，機密
保持の点から適切な対策が講じられていなけれ
ばならない。特に出力情報の信頼性は適時分
析，評価され，システムの改善に活用されなけ
ればならない。
　留意すぺき事はコンピュータ・システムのセ
キュリティ対策費が次図のようにセキュリティ
の効果を上回ってはならないということであ
る。これは全体的にも，個々のセキュリティ対
策についてもいえる。システム監査の報告はシ
ステムの安全性，信頼性についてはもちろん，
効率性についても行われなければならない。
性
セキュリティ対策投資額
o．監査人の独立性について
　監査はもともと特定の個人の業務，また経営
の行動や遂行について利害関係者の要請に基づ
き第三者が調査し，その結果を利害関係者に報
告することである。
　財務諸表監査は財務諸表の作成に関する手続
きが会計原則にあっているか，決算諸表が企業
実体を正確に表明しているか，かけ離れた状況
を表していないか，正確な情報であるかなど評
価するものである。
　監査人の独立とは監査活動の態度というよ
り，むしろ事業の所有者や経営者，将来の投資
家，債権者等から求められる公正さ，および
裁判上で求められる公平観を持つことであ孔
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公正不偏の態度で監査に当たらなけれぱならな
い。したがって監査は特別の利害関係のない第
三者によって行われなければならない。ある企
業の会計的利害に実質的に関わっている監査人
が当該企業の財務諸表の意見表明に偏見を持た
ないことはありえようが，しかし，利害関係者
は彼が監査に公平に対処していると信じること
に抵抗感があろう。さらに会計監査の立場から
重役が不正を働いたか，経営能率がどうかとい
ったことまで言及できない。ここに会計監査の
限界が存在し，内部監査，システムの監査の求
められる根拠が存在する。
　システム監査を効果的に行うためには監査人
の独立性が保障されなければならないことは会
計監査と同様である。システム監査一般基準3
によればシステム監査人は被監査会社，監査部
門から独立していることとなっている。これは
システム監査が公正に行われること，妥当で客
観的な評価を意見表明できることを保障しよう
とするものである。監査活動の自主性が保障さ
れてはじめて独立性が達成できる。組織内で独
立したシステム監査人が得られなければ組織の
外部に求めなければならない。監査対象の選
定，業務領域の評価，監査手続きの選択，報告
など実施していくうえでプレッシャーから解放
され，トップ・マネジメントとも自由に接触で
き，意見表明ができる事が重要で，そのために
独立性が保持されなければならない。
　システム監査，会計監査に限らず監査人は精
神面で独立していなければならない。監査依頼
人に対して先入観を持って対処してはならな
い。監査人が技術的に堪能であっても，彼の業
務に信頼を確保するためには公平無私が求めら
れ，これが欠けるなら信頼低下につながる。公
衆が監査人の独立性に信頼を寄せていることが
専門職業にとって生命である。独立性が現実に
欠けているカ・のような錯覚を監査人が社会に対
して示せば社会的信頼は減少する。たとえば，
企業の重役を兼任している監査人が自分の企業
の監査をするのは監査活動が忠実であっても，
社会は彼を独立の監査人として評価するかどう
かは疑問である。と言うのは監査に関する意思
決定は重役を兼任している監査企業の中で孤立
無縁に行なわれるといえないから。独立性を維
持するために監査人は知的に忠誠でなければな
らない。独立監査人として社会から認められる
ために被監査人，マネジメソト，所有者の利害関
係から解放されなければならない。独立監査人
は事実において独立的であることはもちろん，
アウトサイダーに独立性を疑わせるような環境
条件に関わりを持つことは避けなければならな
い。
　独立監査人は戒律の精神で実務をコントロー
ルしていかなければならない。システム監査人
は被監査企業から，あるいは被監査企業の情報
システム部門カ・ら独立していないと，監査活動
自体が制約されてしまう。被監査企業から独立
するとういのは外部監査による事を意味する。
企業の中の情報システム部門からの独立は内部
監査の場合を意味している。内部監査部門が企
業に設置していないとき，システム監査人が必
ずしもおけないとは言えない。企画部門など何
処かにシステム監査人をおける部門があるはず
である。
　独立性を維持するためにシステム監査人は監
査能力を備えていなければならない。情報シス
テムに関する企画，開発に関する知識，運用に
関する知識，周辺知識を有していなければなら
ない。客観性ある評価者として意見表明できる
ために監査能力を保持することと独立性を維持
することは車の両輸のごとく回っていかなくて
はならない。システム監査人は被監査側のシス
テムに十分対応できる能力を持っていなければ
ならない。能力が不足していれば監査に当たっ
て被監査側のEDP職員に援助を求めなけれ
ばならず，そこで監査の独立性は弱体化してく
る。EDP監査では少なからず被監査側のハー
ドやソフトを利用しなければならず，EDP職
員の協カを求めなければならないことも事実で
あるが重要なのは精神的独立性である。EpP
技術に熟練していることが独立性を高めること
に不可欠である。
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　監査専門業に関する職業倫理規約の設定は監
査人の独立性が低下しないか見張るための戒律
といえ私実質的に独立性を保持しているかど
うかはルールによって客観的にテストされると
いうより人間的な精神面の問題であることが強
調されるぺきである。職業監査専門家として正
当な注意をもって監査活動を行わなければなら
ないし，業務上知り得た事項を漏洩したり，ま
た情報を盗用してはならない。これらの戒律が
精神面の独立性と一体となり，独立監査人に対
する倫理規定が漸次，法律的な意味を持ってい
くことになるo
7．　む　す　ぴ
　情報システム監査は最初会計監査の手段とし
て，企業の限定された頷域から出発した。今や
情報システム監査の実施が単に企業内部からの
みに限定されず，独立監査人，社会から要請さ
れている。
　会計のもつ経営管理機能，杜会的利害調整機
能が情報ネットワーク化により高度な意思決定
支援ツールとして再構築されつつあるなかでシ
ステム監査を企業会計といった狭い範囲内の技
術的，法制的問題の枠内だけで議論できなくな
った。会計監査人は企業の包括的監査人として
成長していくことが期待されるが監査機能の拡
大にともなって専門能力の範囲を無限大に拡張
することは不可能であり，効率的でなくなって
くる。一会計監査人は基本的領域の専門知識に範
囲を限定し，特殊な専門頷域は当該専門家に依
存することが監査活動に効率的となってくる。
　情報のネットワークが組織体内に留まらず，
組織体間に，さらに国民の生活の中に浸透し，
巨大化，高度化した情報システムは企業の壁を
越えて個人の日常生活にまで深い関わりを持つ
に至った。産業の情報化，杜会の情報化，家庭
の情報化が押し寄せてきている。組織，一般市
民についても社会のインフラ・ストラクチュア
としての情報システムの上に組織の活動，市民
生活が営まれている。情報システムは高度化し
，巨大化すればするほど利便性は高まるが，こ
の事故による損害は巨額化し，広域化する。災
害，故障，エラー，犯罪といったリスクが存在
することを忘れてはならない。万一事故が起き
ればそれが杜会不安を引き起こす。システムの
脆弱性，危険性，企業及び社会の蒙る損害を認
識すべきである。コンピュータが家庭にまで浸
透してきた現在の社会で消費者保護という点か
らシステムの安全性が決してかけ離れた存在で
ない。この状況で会計監査のためというよりは
，他の要因によってEDPシステム知識，技能
を必要とする情報システム監査の必要性が浮上
している。
　情報システムは企業や人の生命および資産を
護り，国家の安全を護るという点から，法律上の
問題として限定したり，個々企業の問題と考え
てはならない。社会を護るという点から技術上
の共通のルールが求められる。情報システムは
企業の問題を越えて，広く杜会的，公共的存在
となってきている現在，システム監査の必要性
は一層，無視できない状況になった。情報シス
テムは信頼性，安全性，効率性について総合的
に評価されなけれぱならない。そして利害関係
者に助言，報告し，意思決定を誤らせてはなら
ない。
　　　　　　　　　　　　（1990年4月27目受理）
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