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V diplomski nalogi je obdelano eno od področij delavčeve zasebnosti, in sicer varstvo 
osebnih podatkov. 
 
Opredelila sem ključne pojme, zaupne podatke in predstavila pravno ureditev v Republiki 
Sloveniji, saj je varstvo osebnih podatkov ena izmed ustavno zagotovljenih človekovih 
pravic in temeljnih svoboščin, ki sodi v okvir pravic s področja zasebnosti. Varovanje in 
zaščita osebnih podatkov sta odvisna tudi od posameznika, ki podatke obdeluje. Od njega 
je odvisno, ali bo upošteval vsa pravila in podatkov ne bo zlorabil, ali pa se bo pokazala 
njegova slabost in bo prišlo do zlorabe teh podatkov. Ni nam vseeno, kaj o nas vedo drugi 
in tudi ne, na kakšen način ti pridejo do podatkov, ki lahko razkrivajo čisto običajne 
človeške lastnosti, ali pa podatkov, ki so občutljivi in ki jih nikomur ne želimo razkriti. V 
diplomskem delu bi rada raziskala, ali se zaposleni na delovnih mestih zavedajo varstva 
osebnih podatkov. Zanima me tudi, kakšna je pri nas praksa posega delodajalca v tajnost 
občil na delovnem mestu, in če do tega že pride, na koga se lahko delavec obrne in ali 
lahko delodajalec te podatke obdeluje. 
 
 
Ključne besede: osebni podatek, varstvo osebnih podatkov, zasebnost, delovno 
razmerje, katalog zbirke osebnih podatkov.
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SUMMARY  
PERSONAL DATA PROTECTION IN THE WORKPLACE 
The thesis presents personal data protection, i.e. an area pertaining to the privacy of 
workers. 
 
It defines the key terms and confidential information and presents the relevant legislation 
in the Republic of Slovenia because the protection of personal data is one of the 
constitutional human rights and fundamental freedoms that is part of privacy rights. The 
security and protection of personal data also depend on the individual who handles them. 
That person is responsible for following all the rules and not misusing the data, otherwise 
his or her weakness will be exposed and data will be misused. We care about what other 
people know about us and how they acquire the data which may reveal ordinary human 
characteristics, or the data which include sensitive information we do not want to disclose 
to anyone. The thesis explores whether employees are aware of personal data protection 
in the workplace. In addition, it looks into the possibility employer’s intervention in the 
confidentiality of the means of communication in the workplace and, if it is the case, who 
can the employee turn to and how the emplyoer processes the data. 
 
Key words: personal data, protection of personal data, privacy, employment 
relationship, the catalog of the collection of personal data.  
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Poslovanje organizacije je močno povezano z obdelavo raznih zaupnih podatkov. Iz 
strokovnih zapisov je razvidno, da je težišče proučevanj povezano z zaupnimi podatki 
zasebnih organizacij, vsaj enako pomembno pa je opredeljevanje in varovanje v javnem 
sektorju.  
 
V svoji diplomski nalogi sem uvodoma na kratko opredelila ključne pojme, kot so osebni 
podatek , posameznik, občutljivi osebni podatki in skrivnost. 
 
Zaupne podatke sem razvrstila v tri kategorije: gospodarske zaupnosti, uradne zaupnosti 
in osebne zaupnosti oziroma osebni podatki, ki jih delimo glede na mesto nastanka.  
 
Nato sem opisala pravno ureditev v Republiki Sloveniji. Ustava Republike Slovenije je 
najvišji splošni pravni akt in je podlaga za zakonsko ureditev varstva osebnih podatkov. 
Zakon o delovnih razmerjih celovito ureja delovna razmerja, sledi pa mu Zakon o varstvu 
osebnih podatkov, ki zajema pravice posameznika pred nezakonitimi in neupravičenimi 
posegi v njegovo zasebnost. 
 
Predstavila sem tudi varstvo osebnih podatkov. Da zavarujemo osebne podatke, morajo 
biti opredeljeni organizacijski, tehnični in logično-tehnični postopki ter ukrepi za varovanje 
osebnih podatkov. Osebni podatki se shranjujejo le toliko časa, dokler je to potrebno za 
dosego namena, zaradi katerega so se zbrali ali nadalje obdelovali.  
 
Raziskala sem, kako je pri nas s prakso posega delodajalca v tajnost občil na delovnem 
mestu in na koga se lahko obrnemo v takih primerih. Sestavila sem tudi anketni 
vprašalnik, ki so ga izpolnili zaposleni v računovodskem servisu, v katerem sem zaposlena, 
saj me je zanimalo, ali so seznanjeni z Zakonom o varstvu osebnih podatkov. Preverila 
sem tudi kako je pri nas v praksi s posegom delodajalca v tajnost občil na delovnem 
mestu.   
 
2 
2 OPREDELITEV KLJUČNIH POJMOV 
Osebni podatek 
Pojem osebni podatek je v Zakonu o varstvu osebnih podatkov, Uradni list RS, št. 
94/2007, v 6. členu, definiran kot kateri koli podatek, ki se nanaša na posameznika, ne 
glede na obliko, v kateri je izražen.  
 
Posameznik 
»Je določena ali določljiva fizična oseba, na katero se nanaša osebni podatek; fizična 
oseba je določljiva, če se jo lahko neposredno ali posredno identificira, predvsem s 
sklicevanjem na identifikacijsko številko ali na enega ali več dejavnikov, ki so značilni za 
njeno fizično, fiziološko, duševno, ekonomsko, kulturno ali družbeno identiteto, pri čemer 
način identifikacije ne povzroča velikih stroškov, nesorazmerno velikega napora ali ne 
zahteva veliko časa« (ZVOP-1, 6. člen). 
 
Občutljivi osebni podatki 
Stare pravi, da med občutljive osebne podatke spadajo podatki o letu in kraju rojstva, 
imenu, priimku in naslovu prebivališča, EMŠU, o rasnem, narodnostnem poreklu, davčni 
številki pri fizičnih osebah, političnem, verskem prepričanju, zdravstvenem stanju in 
podobnem. 
To so posebej občutljivi podatki, s katerimi je treba skrbno ravnati (Stare, 2010, str. 127). 
 
»Občutljivi osebni podatki se lahko obdelujejo le v naslednjih primerih: 
 če je posameznik za to podal izrecno osebno privolitev, ki je praviloma pisna, v 
javnem sektorju pa tudi določena z zakonom; 
 če je obdelava potrebna zaradi izpolnjevanja obveznosti in posebnih pravic 
upravljavca osebnih podatkov na področju zaposlovanja v skladu z zakonom, ki 
določa tudi ustrezna jamstva pravic posameznika; 
 če je obdelava nujno potrebna za varovanje življenja ali telesa posameznika, na 
katerega se osebni podatki nanašajo, ali druge osebe, kadar posameznik, na 
katerega se osebni podatki nanašajo, fizično ali poslovno ni sposoben dati svoje 
privolitve iz 1. točke tega člena; 
 če jih za namene zakonitih dejavnosti obdelujejo ustanove, združenja, društva, 
verske skupnosti, sindikati ali druge nepridobitne organizacije s političnim, 
filozofskim, verskim ali sindikalnim ciljem, vendar le, če se obdelava nanaša na 
njihove člane ali na posameznike, ki so v zvezi s temi cilji z njimi v rednem stiku, 
ter če se ti podatki ne posredujejo drugim posameznikom ali osebam javnega ali 
zasebnega sektorja brez pisne privolitve posameznika, na katerega se nanašajo; 
 če je posameznik, na katerega se nanašajo občutljivi osebni podatki, te javno 
objavil brez očitnega ali izrecnega namena, da omeji namen njihove uporabe; 
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 če jih za namene zdravstvenega varstva prebivalstva in posameznikov ter vodenja 
ali opravljanja zdravstvenih služb obdelujejo zdravstveni delavci in zdravstveni 
sodelavci v skladu z zakonom; 
 če je to potrebno zaradi uveljavljanja ali nasprotovanja pravnemu zahtevku; 




Za označevanje zaupnih podatkov se uporabljata dva izraza – skrivnost (ki se v novejši 
literaturi pogosteje uporablja) in tajna. Gre za sinonimna izraza. Slovar slovenskega 
knjižnega jezika (1985) opredeljuje skrivnost kot nekaj, »kar kdo ve, mu je zaupano in se 
ne sme pripovedovati drugim«. V zvezi s tem se omenja uradno, vojaško in poslovno 
skrivnost (Stare, 2010, str. 122). 
 
Obdelava osebnih podatkov 
»Obdelava osebnih podatkov pomeni kakršno koli delovanje ali niz delovanj, ki se izvaja v 
zvezi z osebnimi podatki, ki so avtomatizirano obdelani ali ki so pri ročni obdelavi del 
zbirke osebnih podatkov ali so namenjeni vključitvi v zbirko osebnih podatkov, zlasti 
zbiranje, pridobivanje, vpis, urejanje, shranjevanje, prilagajanje ali spreminjanje, priklic, 
vpogled, uporaba, razkritje s prenosom, sporočanje, širjenje ali drugo dajanje na 
razpolago, razvrstitev ali povezovanje, blokiranje, anonimiziranje, izbris ali uničenje; 





3 OPREDELITEV ZAUPNIH PODATKOV 
Najpogostejše vrste skrivnosti in tajnosti iz slovenske zakonodaje delimo v tri vrste glede 
na mesto nastanka zaupnih podatkov (Stare, 2010, str. 123): 
 gospodarske zaupnosti; 
 uradne zaupnosti; 
 zaupnosti, vezane na posameznika. 
 
Tabela 1: Razdelitev skrivnosti in tajnosti v tri kategorije 
Gospodarske zaupnosti Uradne zaupnosti Zaupnosti, vezane na 
posameznika 
poslovna skrivnost tajni podatki osebni podatek  
poslovna tajnost uradna tajnost varstvo tajnosti pisem 
industrijska skrivnost davčna tajnost  
informacijska skrivnost vojaška tajnost  
bančna tajnost državna tajnost  
znanstvena tajnost zdravniška tajnost  
umetniška tajnost idr. poklicna tajnost  
 izpitna tajnost idr.  
 
Vir: Stare (2010, str. 123) 
3.1 GOSPODARSKE ZAUPNOSTI 
Gospodarske zaupnosti so pomembne za vsako organizacijo in njeno izkazovanje na trgu 
ter se uporabljajo pretežno v gospodarskih in komercialnih dejavnostih. Mednje spada 
poslovna skrivnost. Zavarovanje podatkov se zagotavlja pri potencialnem pogodbeniku in 
v okviru družbe. Za varovanje svojih zaupnih podatkov družba sprejme notranji akt. Z 
zaupnostmi se uslužbenci seznanijo ob podpisu izjave ali s pogodbo o zaposlitvi (Stare, 
2010, str. 123). V praksi ločimo različne vidike poslovne skrivnosti: komercialna, 
proizvodna, finančna, industrijska in tržna (Čebulj, 2005, str. 184). 
3.2 URADNE ZAUPNOSTI 
Uradne zaupnosti omogočajo varovanje informacij ali podatkov, ki se nanašajo na delo v 
organih javne uprave, nastajajo pa najpogosteje v javnem sektorju. V vsakem upravnem 
organu se mora zagotavljati varstvo podatkov. Pogodbeniki so lahko tudi gospodarske 
družbe, ki so obvezane varovati zaupnosti. Z zaupnimi podatki se lahko seznanijo 
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uslužbenci po podpisu izjave, na podlagi pravice o védenju, udeležbi na usposabljanju in 
po pridobljenem varnostnem dovoljenju (Stare, 2010, str. 124). Andrejčič (2001, str. 73) 
opredeljuje tajnost kot instrument, s katerim država povečuje svojo moč nad institucijami 
civilne družbe, s tem da je njeno védenje o nekaterih zadevah večje, kot je védenje 
posameznika v civilni družbi. 
3.3 OSEBNE ZAUPNOSTI OZIROMA OSEBNI PODATKI 
O tem, kaj pravzaprav lahko štejemo med osebe podatke, ni natančne opredelitve. Pojem 
se večinoma nanaša na podatke, ki ne glede na obliko, v kateri so izraženi, kažejo stanje, 
lastnosti ali razmerje posameznika (Aleksej, 1999, str. 45).  
 
Mednje vključujemo podatke o letu in kraju rojstva, imenu, priimku in naslovu 
prebivališča, EMŠU, davčni številki pri fizičnih osebah, političnem, verskem prepričanju, o 
rasnem, narodnostnem poreklu, zdravstvenem stanju in podobnem. To so še posebej 
občutljivi podatki, s katerimi je treba skrbno ravnati. Poseben sistemski predpis ureja 
varovanje osebnih podatkov kot posebno kategorijo zaupnosti. Pri osebah kot 
posameznikih, organih javne uprave, gospodarskih družbah in društvih se zagotavlja 





4 MEDNARODNA PRAVNA UREDITEV VARSTVA OSEBNIH 
PODATKOV 
4.1 SPLOŠNA DEKLARACIJA O ČLOVEKOVIH PRAVICAH 
Splošno deklaracijo o človekovih pravicah je sprejela in razglasila Generalna skupščina 
Združenih narodov 10. decembra 1948 z resolucijo številka 217 A (III) (Splošna 
deklaracija o človekovih pravicah, 12. člen). Splošna deklaracija ni pravno zavezujoč 
dokument, je pa osnova za vse mednarodnopravne zavezujoče instrumente o človekovih 
pravicah.  
 
Najpomembnejši je njen 12. člen, ki predstavlja mednarodnopravni temelj varstva pravice 
do zasebnosti in določa, da se ne sme nikogar nadlegovati s samovoljnim vmešavanjem v 
njegovo zasebno življenje, v njegovo družino, v njegovo stanovanje ali njegovo 
dopisovanje in tudi ne z napadi na njegovo čast in ugled. Vsakdo ima pravico do 
zakonskega varstva pred takšnim vmešavanjem ali takšnimi napadi. 
 
4.2 MEDNARODNI PAKT O DRŽAVLJANSKIH IN POLITIČNIH 
PRAVICAH 
MPDPP je prav tako sprejela Generalna skupščina Združenih narodov na podlagi Splošne 
deklaracije o človekovih pravicah, in sicer 16. decembra 1966 z resolucijo številka 2200 A 
(XXI). Veljati je pričel 23. marca 1976, v Republiki Sloveniji pa 1. julija 1992. V 17. členu 
MPDPP določa, da se ne sme nihče nikomur samovoljno ali nezakonito vmešavati v 
zasebno življenje, družino, stanovanje ali dopisovanje oziroma nezakonito napadati 
njegovo čast in ugled ter da ima vsakdo pravico do zakonitega varstva pred takim 
vmešavanjem ali pred takimi napadi. 
 
4.3 EVROPSKA KONVENCIJA O VARSTVU ČLOVEKOVIH PRAVIC IN 
TEMELJNIH SVOBOŠČIN 
EKČP je bila podpisana 4. novembra 1950, veljati pa je začela 3. septembra 1953. V 
Republiki Sloveniji je bila ratificirana 28. junija 1994 z Zakonom o ratifikaciji Konvencije o 
varstvu človekovih pravic in temeljnih svoboščin.  
EKČP je največji dosežek Sveta Evrope. Njena vsebina se nanaša na Splošno deklaracijo o 
človekovih pravicah in načela Statuta Sveta Evrope (Lampe, 2004, str. 374). 
 
8. člen Konvencije določa pravico do spoštovanja zasebnega in družinskega življenja. 
Navaja, da ima vsakdo pravico do spoštovanja svojega zasebnega in družinskega 
življenja, svojega doma in dopisovanja. Javna oblast pa se ne sme vmešavati v 
izvrševanje te pravice, razen če je to določeno z zakonom in nujno v demokratični družbi 
zaradi državne varnosti, javne varnosti ali ekonomske blaginje države, zato, da se prepreči 
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nered ali zločin, da se zavaruje zdravje ali morala oziroma da se zavarujejo pravice in 
svoboščine drugih ljudi. 
 
4.4 DIREKTIVA 95/46 EVROPSKEGA PARLAMENTA IN SVETA O 
VARSTVU POSAMEZNIKOV PRI OBDELAVI OSEBNIH PODATKOV IN O 
PROSTEM PRETOKU TAKIH PODATKOV 
Direktiva je bila sprejeta 24. oktobra 1995. Je referenčno besedilo o varstvu osebnih 
podatkov na evropski ravni. Direktiva vzpostavlja ureditveni okvir za zagotovitev 
ravnovesja med visoko ravnijo zasebnosti posameznika in prostim pretokom osebnih 
podatkov v okviru Evropske unije. Z njo se urejata varovanje temeljnih svoboščin 
posameznikov in njihova pravica do zasebnosti pri obdelavi osebnih podatkov. Predpisuje 
tudi meje pri zbiranju, obdelavi in namenu uporabe osebnih podatkov ter določa, da 
morajo biti osebni podatki obdelovani zakonito, pošteno, zbrani za točno določen in 
zakonit namen ter ne smejo biti nadaljnje obdelovani za druge namene, ki niso v skladu s 
prvotnim namenom zbiranja. Osebni podatki se lahko obdelujejo samo v jasnem soglasju 
z osebo, na katero se podatki nanašajo. To osebo je treba seznaniti s tem, kateri podatki 
se zbirajo, za kakšen namen ter tudi z možnostjo dostopa do podatkov in pravico do 
poprave podatkov. Direktiva zahteva, da ima vsaka država članica neodvisen državni 
organ za varstvo osebnih podatkov. Pri nas je to Informacijski pooblaščenec (Direktiva 
95/46 Evropskega parlamenta in Sveta o varstvu posameznikov pri obdelavi osebnih 
podatkov in o prostem pretoku takih podatkov, 1995). 
 
4.5 DIREKTIVA 2002/58/ES EVROPSKEGA PARLAMENTA IN SVETA O 
OBDELAVI OSEBNIH PODATKOV IN VARSTVU ZASEBNOSTI NA 
PODROČJU ELEKTRONSKIH KOMUNIKACIJ 
Direktiva je bila sprejeta 12. julija 2002. Je dopolnitev Direktive 95/46ES o varstvu 
posameznikov pri obdelavi osebnih podatkov in prostem pretoku takih podatkov.  
 
Uredila je področje telefonije, SMS-sporočil, elektronske pošte, uporabo spleta ipd. Namen 
direktive je bil uskladitev določb držav članic za zagotavljanje pravice do zasebnosti v 
zvezi z obdelavo osebnih podatkov na področju elektronskih komunikacij in za zagotovitev 
prostega pretoka takih podatkov, elektronske komunikacijske opreme ter storitev v 
Evropski uniji. Vsem, razen uporabnikom samim, prepoveduje poslušanje, prisluškovanje, 
shranjevanje, prestrezanje ali nadziranje komunikacij, razen za namene zakonite poslovne 
prakse ali pod pogojem izrecne privolitve. V 6. členu Direktive je določeno, da morajo 
države članice zagotoviti hrambo podatkov za obdobje najmanj šest mesecev in največ 
treh let od datuma komunikacije. Shranjeni morajo biti na način, da se na zahtevo brez 
odlašanja posredujejo pristojnim organom (Direktiva 2002/58/ES Evropskega parlamenta 




5 ZGODOVINA RAZVOJA VARSTVA OSEBNIH PODATKOV V 
REPUBLIKI SLOVENIJI 
Zgodovina razvoja pravnega urejanja človekovih pravic označuje prizadevanja človeštva v 
tisočletjih, ki so od Aristotela do Splošne deklaracije o človekovih pravicah težila h 
kodifikaciji in uresničevanju človekovih pravic ter svoboščin. Ta prizadevanja so temeljila 
na naravnopravni teoriji z nastankom v Grčiji, ki se je razvila vse do današnjih dni.  
 
Deklaracija o pravicah človeka in državljana je močno vplivala na kasnejše deklaracije 
konvencije in na zakonodajo o človekovih pravicah. Razglašena je bila 26. avgusta 1789. 
Zagotavlja osebno svobodo in nedotakljivost osebnosti. Deklaracija je bila sprejeta 10. 
decembra 1948 in je eden prvih temeljev iz varstva človekovih pravic, ki ga je sprejela 
Generalna skupščina organizacije združenih narodov (OZN). Razvoj varstva osebnih 
podatkov se je začel uveljavljati dokaj pozno in se uveljavlja predvsem v zadnjih 
desetletjih (Križaj, 1989, str. 285). 
 
Leta 1963 se je prvič pojavila pravica do zasebnosti v Ustavi Socialistične federativne 
republike Jugoslavije. Potreba po zaščiti teh pravic se je povečala zlasti zaradi vse večje 
uporabe elektronskih tehničnih pripomočkov, ki posegajo v človekovo zasebnost in 
zbiranje informacij o tem. Za neupravičeni poseg v človekovo zasebnost je veljajo tudi 
varovanje osebnih podatkov (Ustava SFRJ, 1974).  
  
Dr. Lovro Šturm je prvi slovenski pravnik, ki se je začel ukvarjati z varstvom osebnih 
podatkov. Tako je leta 1971 v zvezi s tem pripravil prvi prispevek, leta 1984 pa že 
obširnejšo primerjalnopravno predstavitev prava varstva osebnih podatkov, ki je 
vključevala tudi kritiko prvega osnutka slovenskega zakona s tega področja iz konca leta 
1983 – Predlog za izdajo zakona o zaščiti podatkov v družbenem sistemu informiranja. Dr. 
Alojzij Finžgar je leta 1985 v knjigi Osebnostne pravice na splošno predstavil področje 
informacijskih sistemov, ki zbira tudi podatke o posameznikih, in se tako na načelni ravni 
opredelil do pomembnosti varstva osebnih podatkov. Največja nevarnost nastaja v fazi 
uporabe informacije, tu lahko pride do uporabe po neupravičeni osebi ali za neupravičen 
namen. To velja predvsem za podatke, ki jih zbirajo in evidentirajo organi za notranje 
zadeve. Ustavno sodišče Jugoslavije je leta 1971 izdalo prvo odločbo s področja varstva 
osebnih podatkov, v kateri so izbrali domnevno statistične podatke, ki jih zbirajo in 
evidentirajo organi za notranje zadeve. Ti podatki so: šolska izobrazba in poklic, organ 
oziroma organizacija, pri kateri je posameznik zaposlen, višina njegovih dohodkov iz 
posameznih virov, število gospodinjskih članov in njihovi dohodki, počitniške hišice in 
motorna vozila, ki jih imajo. Sklepamo lahko, da je parcialno varstvo osebnih podatkov v 
Republiki Sloveniji obstajalo že pred sprejemom prvega zakona o varstvu osebnih 
podatkov Republike Slovenije, le da ni bilo (vsaj do konca 60. let 20. stoletja) nujno 
prepoznavno kot posebno pravno področje, ki na tem področju varuje (podatkovno) 




Novi zakon, ki ureja varstvo osebnih podatkov, je bil sprejet šele leta 2005 zaradi 
približevanja Evropski uniji. Je pa res, da je RS že od leta 1974 v Ustavi SFRJ vsebovala 
določbe o svoboščinah, pravicah ter dolžnostih človeka in državljana, ki so varovale 
določene človekove pravice predvsem v razmerju proti državi. RS je še ena od republik 
nekdanje SFRJ, ki je zakon, ki je urejal varstvo osebnih podatkov, dobila leta 1990, 
drugega pa 1999. Torej je ZVOP-1 po letu 1990 tretji zakon, ki ureja varstvo osebnih 
podatkov (Čebulj & Žurej, 2005, str. 156). 
  
Varstvo osebnih podatkov je urejeno tudi z Ustavo Republike Slovenije. Zlasti pomemben 
je 38. člen, ki se nanaša posebej na varstvo osebnih podatkov. Prepoveduje uporabo 
osebnih podatkov v nasprotju z namenom njihovega zbiranja. Zbiranje, obdelovanje, 
namen uporabe, nadzor in varstvo tajnosti osebnih podatkov določa zakon. Ustava tudi 
določa, da se ima vsakdo pravico seznaniti z zbranimi osebnimi podatki, ki se nanašajo 
nanj, in ima pravico do sodnega varstva ob njihovi uporabi (Ustava Republike Slovenije, 
38. člen). Leta 2002 je izšel tudi novi Zakon o delovnih razmerjih, ki prvič ureja institut 





6 PRAVNA UREDITEV V SLOVENIJI 
Pravica do zasebnosti je zagotovljena v mednarodnih dokumentih, prav tako pa tudi v 
našem domačem pravu. V Maastrichtski pogodbi je zapisno, da Unija spoštuje temeljne 
pravice, kakršne zagotavlja Evropska konvencija o varstvu človekovih pravic in temeljnih 
svoboščin, ki je bila podpisana v Rimu 4. novembra 1950 (Treaty of Maastricht on 
European Union, 2010). To je pravica, glede katere se posameznik avtonomno odloči, 
kako, kdaj in koliko se v to pravico lahko posega, saj je vsak poseg brez njegove 
svobodne odločitve prepovedan. Dolžnost države je, da to pravico varuje in omogoči 
njeno varstvo. 
 
Pravnih virov, ki urejajo to področje, je več. Trije najpomembnejši pa so: 
 Ustava Republike Slovenije; 
 Zakon o delovnih razmerjih; 
 Zakon o varstvu osebnih podatkov. 
6.1 USTAVA REPUBLIKE SLOVENIJE 
Od leta 1991, ko je bila sprejeta Ustava Republike Slovenije, je varstvo pravic človeka in 
njegovih osebnostnih pravic sestavni del našega pravnega sistema (Aleksej, 1998, str. 
43). Ustava RS je najvišji splošni pravni akt in je podlaga za zakonsko ureditev varstva 
osebnih podatkov. 
 
Odločba Ustavnega sodišča Republike Slovenije št. U-l-95 dobro ponazarja pomen 
človekovih pravic v okviru Ustave Republike Slovenije. Določa, da so človekove pravice kot 
izhodiščni in osrednji del ustavne ureditve, ki opravičujejo opredelitev Slovenije kot 
demokratične in pravne države, tako ključnega pomena, da Ustava, poleg tega, da jih 
navaja, zagotavlja tudi njihovo uresničevanje. Določbe o pravicah niso samo zavezujoči 
napotki za zakonodajalca, temveč neposredno uporabljiva jamstva za vsakega 
posameznika. Ustavne določbe, s katerimi se varujejo pravice posameznika, so izrazito 
restriktivne narave. Temeljna vrednota Ustave, iz katere moramo izhajati, je namreč 
varstvo posameznika pred posegi v njegovo integriteto (Lampe, 2004, str. 358–359). 
 
Varstvo osebnih podatkov je v Republiki Sloveniji ena izmed ustavno zagotovljenih pravic, 
ki je v Ustavi Republike Slovenije umeščena v poglavje o človekovih pravicah in temeljnih 
svoboščinah ter spada v okvir pravic s področja zasebnosti (Lampe, 2004, str. 262). 
Slovenija je bila med prvimi, ki je v ustavo zapisala pravico varstva osebnih podatkov 
(Rovšek, 2004, str. 5). 
 
Med ustavno zagotovljene pravice štejemo tudi pravico do osebnega dostojanstva in 
varnosti (34. člen Ustave RS), varstvo pravic zasebnosti in osebnostnih pravic (35. člen 
Ustave RS), nedotakljivost stanovanja (36. člen Ustave RS), varstvo tajnosti pisem in 
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drugih občil (37. člen Ustave RS), svobodo izražanja (39. člen Ustave RS) ter svobodo 
vesti (41. člen Ustave RS). 
 
Ustavna ureditev varstva osebnih podatkov v RS se naslanja na načela varstva osebnih 
podatkov, ki so vsebovana v Konvenciji Sveta Evrope o varstvu posameznika glede na 
avtomatsko obdelavo osebnih podatkov. 35. člen Ustave RS je izhodišče za urejanje 
osebnih podatkov, ki določa pravico varstva zasebnosti in osebnostnih pravic ter 
predpisuje, da je zagotovljena nedotakljivost človekove telesne in duševne celovitosti, 
njegove zasebnosti in osebnostnih pravic.  
6.2 ZAKON O DELOVNIH RAZMERJIH 
Zakon o delovnih razmerjih (ZDR 2007) celovito ureja delovna razmerja. Noveliran je bil 
leta 2007 in 2013. Ureja delovna razmerja, ki nastanejo s sklenitvijo pogodbe med 
delavcem in delodajalcem, ter se uporablja za vsa delovna razmerja, ki se sklenejo med 
delavcem in delodajalcem, ne glede na področje in naravo zaposlitve. Podrobneje ureja 
varstvo zasebnosti na delovnem mestu. 
 
»Delodajalec je po zakonu pravna in fizična oseba ter drug subjekt, kot je državni organ, 
lokalna skupnost, podružnica tujega podjetja ter diplomatsko in konzularno 
predstavništvo, ki zaposluje delavca na podlagi pogodbe o zaposlitvi. Delavec pa je vsaka 
fizična oseba, ki je v delovnem razmerju na podlagi sklenjene pogodbe o zaposlitvi« (ZDR-
1, 5. člen). 
 
46. člen ZDR-1 pravi, da mora delodajalec varovati in spoštovati delavčevo osebnost ter 
upoštevati in ščititi delavčevo zasebnost.  
 
47. člen govori o varovanju dostojanstva delavca pri delu: delodajalec je dolžan 
zagotavljati takšno delovno okolje, v katerem noben delavec ne bo izpostavljen spolnemu 
in drugemu nadlegovanju ali trpinčenju s strani delodajalca, predpostavljenih ali 
sodelavcev. V ta namen mora delodajalec sprejeti ustrezne ukrepe za zaščito delavcev 
pred spolnim in drugim nadlegovanjem ali pred trpinčenjem na delovnem mestu. O 
sprejetih ukrepih iz prejšnjega odstavka mora delodajalec pisno obvestiti delavce na pri 
delodajalcu običajen način (npr. na določenem oglasnem mestu v poslovnih prostorih 
delodajalca ali z uporabo informacijske tehnologije). Če delavec v primeru spora navaja 
dejstva, ki opravičujejo domnevo, da je delodajalec ravnal v nasprotju s prvim odstavkom 
tega člena, je dokazno breme na strani delodajalca. 
 
Prav tako je pomemben tudi 48. člen, ki govori o varstvu delavčevih osebnih podatkov: 
osebni podatki delavcev se lahko zbirajo, obdelujejo, uporabljajo in posredujejo tretjim 
osebam samo, če je to določeno s tem ali drugim zakonom ali če je to potrebno zaradi 
uresničevanja pravic in obveznosti iz delovnega razmerja ali v zvezi z delovnim 
razmerjem. Osebne podatke delavcev lahko zbira, obdeluje, uporablja in posreduje tretjim 
osebam samo delodajalec ali delavec, ki ga delodajalec za to posebej pooblasti. Osebni 
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podatki delavcev, za zbiranje katerih ne obstoji več zakonska podlaga, se morajo takoj 
zbrisati in prenehati uporabljati. Določbe prejšnjih odstavkov se uporabljajo tudi za 
osebne podatke kandidatov. 
6.3 ZAKON O JAVNIH USLUŽBENCIH 
Zakon o javnih uslužbencih (ZJU) je področni zakon, ki ureja zaposlitev v javnem sektorju 
ter celovit sistem posebnosti delovnih razmerij javnih uslužbencev v državnih organih in 
upravah lokalnih skupnosti (ZJU, 2. člen).  
 
Zakon od 46 do 51. člena omenja kadrovske evidence ter centralno kadrovsko evidenco, 
ki se vodi kot informatizirana baza podatkov. Upravljavec centralne kadrovske evidence je 
ministrstvo, pristojno za upravo (ZJU, 46. člen).  
  
»V centralni kadrovski evidenci se za javnega uslužbenca vodijo: 
 identifikacijski podatki (ime in priimek, naslov prebivališča ter EMŠO); 
 podatki o delovnem razmerju (vrsta delovnega razmerja – za določen ali 
nedoločen čas; datum sklenitve delovnega razmerja); 
 podatki o sedanjem delovnem mestu oziroma položaju in prejšnjih delovnih mestih 
oziroma položajih v organih; 
 podatki o imenovanjih, napredovanjih in veljavnem nazivu; 
 podatki o stopnji izobrazbe, funkcionalnem in specialnem znanju, udeležbi na 
različnih oblikah izpopolnjevanja in usposabljanja ter o opravljenih strokovnih 
izpitih in preizkusih znanja ter drugi podatki o strokovni usposobljenosti; 
 podatki o izkušnjah na področju evropskih zadev; 
 podatki o prejšnjih delovnih razmerjih, delovni dobi, pokojninski dobi in službeni 
dobi; 
 podatki o izvrševanju funkcij, o sodelovanju v projektnih skupinah in o opravljanju 
drugega dela v interesu delodajalca; 
 podatki o letnih ocenah; 
 podatki o priznanjih in nagradah; 
 podatki o dokončno ugotovljeni disciplinski in odškodninski odgovornosti; 
 podatki o dokončni ugotovitvi nesposobnosti; 
 podatki o prenehanju delovnega razmerja; 
 kratek življenjepis, če tako želi oziroma s tem soglaša javni uslužbenec; 
 podatki o dovoljenju za dostop do tajnih podatkov; 
 podatki, potrebni za obračun plače; 
 drugi podatki v skladu z zakonom« (ZJU, 47. člen). 
 
Enotna matična številka občana (EMŠO) 
EMŠO je osebna identifikacijska številka v Republiki Sloveniji. Določi ga upravljavec 
Centralnega registra prebivalstva (CRP) enotno za vse prebivalce Republike Slovenije, 
vključno s tujimi državljani. Uveden je bil že leta 1976 v SFRJ in je še danes v uporabi v 
vseh državah na področju bivše Jugoslavije. Določen je po posebnem algoritmu, ki 
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vključuje modul 11. Določi ga na osnovi sedemmestnega datuma rojstva in spola. Številke 
od prvega do sedmega mesta EMŠA so: datum rojstva – dvomestni dan, dvomestni mesec 
in trimestna letnica. Na osmem in devetem mestu je številka registra. Na desetem, 
enajstem in dvanajstem mestu je zaporedna številka, ki je kombinacija spola in zaporedne 
številke osebe, rojene istega dne. Na trinajstem mestu pa je kontrolna številka (Uredba o 
načinu določanja osebne identifikacijske številke, 2.–4. člen). 
 
Davčna številka 
Davčna številka se dodeli zavezancu za davek in se uporablja v zvezi z vsemi davki. 
Uporablja se za enotno opredelitev in povezavo podatkov v evidencah, ki jih vodita 
Davčna uprava Republike Slovenije in Centralna uprava Republike Slovenije. 
Z zakonom o obdavčenju se lahko določi, da se za posamezno vrsto davka davčni številki 
dodajo dodatne črkovne ali številčne oznake.  
Davčna številka je sestavljena iz osmih številk; sedem je naključno izbranih, osma pa je 
izračunana po modulu (ZDavP-2-UPB4, 33. člen). 
6.4 ZAKON O VARSTVU OSEBNIH PODATKOV 
Varstvo osebnih podatkov zajema pravice posameznika pred nezakonitimi in 
neupravičenimi posegi v njegovo zasebnost. Že Ustava Republike Slovenije v 38. členu 
zagotavlja varstvo osebnih podatkov. ZVOP-1 določa zbiranje, obdelovanje, namen 
uporabe, nadzor in varstvo tajnosti (Kaučič & Grad, 2007, st. 122). 
 
Nov zakon, ki je začel veljati 1. januarja 2005, je prinesel nekaj pomembnih novosti. 
Glavni argument vladnih predlagateljev za sprejetje novega zakona je bila uskladitev z 
Direktivo 95/46/ES o varstvu posameznikov pri obdelavi osebnih podatkov in o prostem 
pretoku teh podatkov. Dosedanji sistem varstva osebnih podatkov je izhajal iz 
predpostavke, da je ZVOP-1 le t. i. sistemski zakon, vsa odgovornost za vzpostavljanje 
zbirk na posameznih področjih pa naj bi bila na posebnih zakonih (Rovšek, 2004, str. 5).  
 
Zakon je sestavljen iz 8 delov in 117 členov. Prvi del vsebuje splošne določbe, s katerimi 
so določeni vsebina zakona, pomeni izrazov, izjeme pri uporabi zakona ter tudi načela, kot 
so: načelo zakonitosti in poštenosti, ki pravi, da se morajo osebni podatki obdelovati 
zakonito in pošteno; načelo sorazmernosti, ki govori o tem, da morajo biti osebni podatki, 
ki se obdelujejo, ustrezni in po obsegu primerni glede na namene, za katere se zbirajo in 
nadalje obdelujejo; prepoved diskriminacije, ki pravi, da je varstvo osebnih podatkov 
zagotovljeno vsakemu posamezniku ne glede na narodnost, raso, barvo, veroizpoved, 
etnično pripadnost, spol, jezik, politično ali drugo prepričanje, spolno usmerjenost, 
premoženjsko stanje, rojstvo, izobrazbo, družbeni položaj, državljanstvo, kraj oziroma 
vrsto prebivališča ali katero koli drugo osebno okoliščino ter ozemeljska veljavnost tega 
zakona, ki določa, kje velja zakon. 
 
V drugem delu je urejena obdelava osebnih podatkov tako v javnem kot v zasebnem 
sektorju. Podrobneje je opisan način obdelave in zavarovanje občutljivih podatkov o 
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rasnem ali narodnostnem poreklu, političnem, verskem ali filozofskem prepričanju, 
članstvu v sindikatu, zdravstvenem stanju, spolnem življenju, vpisu ali izbrisu v ali iz 
kazenske evidence.   
 
V tretjem delu so določene pravice posameznika do seznanitve, dopolnitve, popravka, 
blokiranja, izbrisa in ugovora ter postopek, ki določa način, kako se dopolnitev, popravek, 
blokiranje, izbris in ugovor izvedejo. Določeno je tudi sodno varstvo pravic posameznika, 
začasna odredba ter omejitev pravic posameznika.  
 
Četrti del ureja institucionalno varstvo osebnih podatkov.  
 
Peti del določa način in postopek iznosa osebnih podatkov v tretje države (države, ki niso 
članice EU) in njegovo evidentiranje.  
 
Šesti del je namenjen področni ureditvi.  
 
Sedmi del določa kazenske posledice neupoštevanja izvrševanja zakona ter predpisuje 
višino glob za posamezno kršitev.  
 
V osmem delu so navedene predhodne in končne določbe, ki so sestavni del vsakega 
zakonskega akta ter določajo veljavnost, roke ter prenehanje veljavnosti predhodnih 
zakonov in podzakonskih aktov (ZVOP-1, 1.–117. člen). 
 
Najpomembnejša načela ZVOP-1 so: 
 načelo zakonitosti in poštenosti; 
 načelo sorazmernosti; 
 prepoved diskriminacije. 
 
Načelo zakonitosti in poštenosti: 
Načelo je definirano v 2. členu ZVOP-1 in pomeni, da morajo biti splošna pravila obdelave 
osebnih podatkov predpisana z zakonom, istočasno pa morajo vsi, ki obdelujejo osebne 




Določa ga 3. člen ZVOP-1. Načelo sorazmernosti je napotek Državnemu zboru Republike 
Slovenije v postopkih sprejemanja zakonov, da ne bi dovolili čezmerne in nesorazmerne 
obdelave osebnih podatkov. Hkrati pa je opozorilo vsem upravljavcem osebnih podatkov v 
zasebnem sektorju, saj ti največkrat zbirajo osebne podatke zgolj na podlagi osebne 
privolitve posameznika (Odločba US RS, št. U-I.60/03). 
 
Prepoved diskriminacije: 
Prepoved diskriminacije za varstvo osebnih podatkov, ki je ena od temeljnih človekovih 
pravic, je zagotovljena že na podlagi prvega odstavka 14. člena Ustave. V okviru ZVOP-1 v 
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4. členu določa, da je varstvo osebnih podatkov zagotovljeno vsakemu posamezniku ne 
glede na narodnost, raso, barvo, veroizpoved, etnično pripadnost, spol, jezik, politično in 
drugo prepričanje, spolno usmerjenost, premoženjsko stanje, rojstvo, izobrazbo, družbeni 
položaj, državljanstvo, kraj oziroma vrsto prebivališča ali katero koli drugo osebno 
okoliščino. Zakon tako zagotavlja varstvo osebnih podatkov tudi tujcem, pri čemer 






7 OBDELAVA OSEBNIH PODATKOV 
Osebni podatki, ki se obdelujejo, morajo biti ustrezni in po obsegu primerni glede na 
namene, za katere se zbirajo in nadalje obdelujejo (Informacijski pooblaščenec, 2015). 
 
Prvi odstavek 8. člena ZVOP-1 določa, da je osebne podatke mogoče obdelovati le, kadar 
je to določeno z zakonom ali na podlagi privolitve posameznika. Namen obdelave osebnih 
podatkov mora biti določen v zakonu, v primeru obdelave na podlagi osebne privolitve 
posameznika pa mora biti posameznik predhodno pisno ali na drug ustrezen način 
seznanjen z namenom obdelave osebnih podatkov. 
 
Zakonov, ki določajo obdelavo osebnih podatkov, je veliko, npr. Zakon o centralnem 
registru prebivalstva, Zakon o zdravstveni dejavnosti, Zakon o policiji, Zakon o 
zavarovalništvu, Zakon o gimnazijah ipd. (Pirc Musar, Bien, Bogataj, Prelesnik & Žaucer, 
2006, str. 76). 
 
Pri obdelavi osebnih podatkov je treba vedno izhajati iz vnaprejšnjega namena njihovega 
zbiranja, nato pa je treba spoštovati tudi načelo sorazmernosti. Obdelava je dopustna 
samo, če ne pomeni kršitve tega načela, ki tudi ustrezno postavlja meje zbiranja oz. 
obsega konkretnih nujno pomembnih osebnih podatkov. Če zakon določa oziroma 
posameznik privoli v konkreten, točno določen namen zbiranja osebnih podatkov, tega 
namena ne smemo razlagati široko, saj to nikakor ne pomeni, da je privolil v kakršen koli 
drugačen namen obdelave. Zato tako zbranih osebnih podatkov upravljavec ne sme 
posredovati uporabniku oziroma drugemu upravljavcu osebnih podatkov za isti ali drug 
namen, če mu tega ne dopušča bodisi zakon bodisi posameznikova osebna privolitev kot 
podlaga za obdelavo osebnih podatkov (Pirc Musar, Bien, Bogataj, Prelesnik & Žaucer, 
2006, str. 84). 
7.1 OBDELAVA OBČUTLJIVIH OSEBNIH PODATKOV 
Obdelava občutljivih osebnih podatkov je natančno določena v 13. členu ZVOP-1 v osmih 
točkah. To pomeni, da se lahko občutljivi osebni podatki obdelujejo samo po teh osmih 
določenih točkah. Podlaga za določbo tega člena je določba 8. člena Direktive 95/46/ES. 
Po tej odločbi v prvem odstavku 8. člena države članice Evropske unije prepovedujejo 
obdelavo osebnih podatkov, ki kažejo na rasni ali etnični izvor, politična mnenja, verska ali 
filozofska prepričanja, pripadnost sindikatu in obdelavo podatkov v zvezi z zdravjem ali 
spolnim življenjem (Direktiva Evropskega parlamenta št. 95/46/ES). 
 
»Občutljivi osebni podatki se lahko obdelujejo le v naslednjih primerih:  
 če je posameznik za to podal izrecno osebno privolitev, ki je praviloma pisna, v 
javnem sektorju pa tudi določena z zakonom; 
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 če je obdelava potrebna zaradi izpolnjevanja obveznosti in posebnih pravic 
upravljavca osebnih podatkov na področju zaposlovanja v skladu z zakonom, ki 
določa tudi ustrezna jamstva pravic posameznika; 
 če je obdelava nujno potrebna za varovanje življenja ali telesa posameznika, na 
katerega se osebni podatki nanašajo, ali druge osebe oz. kadar posameznik, na 
katerega se osebni podatki nanašajo, fizično ali poslovno ni sposoben dati svoje 
privolitve iz 1. točke tega člena; 
 če jih za namene zakonitih dejavnosti obdelujejo ustanove, združenja, društva, 
verske skupnosti, sindikati ali druge nepridobitne organizacije s političnim, 
filozofskim, verskim ali sindikalnim ciljem, vendar le, če se obdelava nanaša na 
njihove člane ali na posameznike, ki so v zvezi s temi cilji z njimi v rednem stiku, 
ter če se ti podatki ne posredujejo drugim posameznikom ali osebam javnega ali 
zasebnega sektorja brez pisne privolitve posameznika, na katerega se nanašajo; 
 če je posameznik, na katerega se nanašajo občutljivi osebni podatki, te javno 
objavil brez očitnega ali izrecnega namena, da omeji namen njihove uporabe; 
 če jih za namene zdravstvenega varstva prebivalstva in posameznikov ter vodenja 
ali opravljanja zdravstvenih služb obdelujejo zdravstveni delavci in zdravstveni 
sodelavci v skladu z zakonom; 
 če je to potrebno zaradi uveljavljanja ali nasprotovanja pravnemu zahtevku; 






8 VARSTVO OSEBNIH PODATKOV 
V Republiki Sloveniji je varstvo osebnih podatkov pravica, ki je zagotovljena že v Ustavi. 
 
Cilj varstva osebnih podatkov ni varstvo podatkov samih, temveč varstvo posameznika, na 
katerega se ti podatki nanašajo. Eden temeljnih vidikov varstva osebnih podatkov oziroma 
pravice do zasebnosti je prav v tem, da je posameznik seznanjen s tem, kateri osebni 
podatki so predmet zbiranja in obdelave ter kdo jih obdeluje (Žirovnik, 2009, str. 42).  
 
Na ozemlju Republike Slovenije je vsakemu posamezniku, ne glede na državljanstvo in 
prebivališče, zagotovljeno varstvo osebnih podatkov. Varstvo osebnih podatkov je 
namenjeno preprečevanju neupravičenih in nezakonitih posegov v informacijsko 
zasebnost posameznika na vseh relevantnih področjih.  
8.1 KAJ JE VARSTVO OSEBNIH PODATKOV 
Eden od bistvenih pogojev za učinkovito varstvo osebnih podatkov oziroma varstvo 
posameznika, na katerega se podatki nanašajo, je vsekakor ustrezno zavarovanje osebnih 
podatkov (Pirc Musar, Bien, Bogataj, Prelesnik & Žaucer, 2006, str. 208). Vsak dan se 
vsak od nas srečuje s pravico do varstva podatkov, vendar se pogosto tega niti ne 
zavedamo. Prav tako se pogosto ne zavedamo, ali nam je bila kršena pravica do varstva 
osebnih podatkov.  
 
Zakon o varstvu osebnih podatkov določa, da je na ozemlju Republike Slovenije vsakemu 
posamezniku zagotovljeno varstvo osebnih podatkov, njegovo državljanstvo in 
prebivališče pa ne smeta biti pogoj. Smisel varstva osebnih podatkov torej ni varovanje 
osebnih podatkov kot takih, temveč varovanje pravic posameznika, na katerega se 
podatki nanašajo, in s tem njihove informacijske zasebnosti (ZVOP-1, 4. člen). 
 
Upravljavec zbirke podatkov lahko obdeluje osebne podatke le, če je njihova obdelava 
določena z zakonom ali če ima pisno privolitev posameznika. Tisti posameznik, čigar 
osebni podatki se obdelujejo na podlagi njegove pisne privolitve, mora biti predhodno 
pisno seznanjen z namenom obdelave podatkov, njihove uporabe in s časom shranjevanja 
(Informacijski pooblaščenec, 2015).  
 
8.2 KAKO VAROVATI OSEBNE PODATKE  
V notranjih aktih organizacij morajo biti opredeljeni organizacijski, tehnični ter logično-
tehnični postopki in ukrepi za varovanje osebnih podatkov. Te ukrepe je upravljavec 
osebnih podatkov dolžan določiti po 25. členu ZVOP-1. V prvi vrsti mora upravljavec 
preprečiti nepooblaščeno obdelavo ter slučajno ali namerno nepooblaščeno uničevanje in 
izgubo podatkov ali njihovo spreminjanje. Vsi predpisani postopki in ukrepi varovanja 
osebnih podatkov se morajo tudi dejansko izvajati, zato je treba s temi akti seznaniti vse 
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zaposlene in določiti odgovorne osebe za posamezne zbirke osebnih podatkov in osebe, ki 
lahko zaradi narave njihovega dela obdelujejo določene osebne podatke (Informacijski 
pooblaščenec, 2015). 
 
»Ustava Republike Slovenije zagotavlja varstvo osebnih podatkov z namenom zaščite 
informacij, ki se nanašajo na posameznika, na naslednji: 
 prepoveduje uporabo osebnih podatkov v nasprotju z namenom njihovega 
zbiranja; 
 zbiranje, obdelovanje, namen uporabe, nadzor in varstvo tajnosti osebnih 
podatkov določa za predmet zakonskega urejanja; 
 vsakomur daje pravico, da se seznani z zbranimi osebnimi podatki, ki se nanj 
nanašajo, ob njihovi zlorabi pa tudi pravico do sodnega varstva« (Pirc Musar, Bien, 
Bogataj, Prelesnik & Žaucer, 2006, str. 235). 
 
Posebej je v ZVOP-1 opredeljeno varstvo osebnih podatkov umrlih posameznikov. 
 
»Zavarovanje osebnih podatkov organizacijske, tehnične ter logično-tehnične postopke in 
ukrepe tako, da se: 
 varujejo prostori, oprema in sistemsko-programska oprema, vključno z vhodno-
izhodnimi enotami; 
 varuje aplikativna programska oprema, s katero se obdelujejo osebni podatki; 
 preprečuje nepooblaščen dostop do osebnih podatkov pri njihovem prenosu, 
vključno s prenosom po telekomunikacijskih sredstvih in omrežjih; 
 zagotavlja učinkovit način blokiranja, uničenja, izbrisa ali anonimiziranja osebnih 
podatkov; 
 omogoča poznejše ugotavljanje, kdaj so bili posamezni osebni podatki vneseni v 
zbirko osebnih podatkov, uporabljeni ali drugače obdelani in kdo je to storil, in 
sicer za obdobje, ko je mogoče zakonsko varstvo pravice posameznika zaradi 
nedopustnega posredovanja ali obdelave osebnih podatkov« (ZVOP-1, 24. člen). 
 
Upravljavci osebnih podatkov in pogodbeni obdelovalci so dolžni zagotoviti zavarovanje 
osebnih podatkov na način iz 24. člena ZVOP-1. 
 
8.3 VARSTVO OSEBNIH PODATKOV UMRLIH POSAMEZNIKOV 
Varstvo osebnih podatkov s smrtjo posameznika ne preneha. ZVOP-1 v 22. členu posebej 
določa, kako in koliko, torej v kakšnem obsegu, se varujejo osebni podatki umrlih. Določa, 
da se podatke o umrlem posamezniku lahko posreduje samo tistim, ki so pooblaščeni z 
zakonom. Če izkažejo pravni interes in ni umrli posameznik pisno prepovedal 






9 ROK HRAMBE OSEBNIH PODATKOV 
Prvi odstavek 21. člena ZVOP-1 določa, da se osebni podatki lahko shranjujejo le toliko 
časa, dokler je to potrebno za dosego namena, zaradi katerega so se zbrali ali nadalje 
obdelovali.  
 
Drugi odstavek 21. člena ZVOP-1 določa, da je osebne podatke treba po izpolnitvi namena 
obdelave zbrisati, uničiti, blokirati, razen kadar so osebni podatki na podlagi zakona, ki 
ureja arhivsko gradivo in arhive, opredeljeni kot arhivsko gradivo, oziroma, če zakon za 
posamezne vrste osebnih podatkov ne določa drugače. Ko se doseže namen zbiranja, se 
osebni podatki prenehajo obdelovati. 
 
Evropsko sodišče za človekove pravice je že razsojalo o neupravičeno dolgi hrambi 
osebnih podatkov v primeru Amann v. Switzerland. Razsodilo je, da je tudi hramba 
osebnih podatkov eden od vidikov pravice do zasebnosti, zato kršitev 8. člena Evropske 
konvencije o človekovih pravicah pomenita tudi neupravičena hramba zbirke osebnih 
podatkov in dejstvo, da zbirka podatkov ni bila uničena v skladu z zakonom (European 
Court of Human Rights, Case of Aman v. Switzerland, Application no. 27798/95, sodba z 




10 EVROPSKI NADZORNIK ZA VARSTVO PODATKOV 
Evropski nadzornik za varstvo osebnih podatkov je neodvisni nadzorni organ, ki skrbi, da 
institucije in organi Evropske unije pri obdelavi osebnih podatkov spoštujejo pravico 
državljanov do zasebnosti. Ustanovljen je bil leta 2004, njegov nadzornik je Giovanni 
Buttarelli, sedež pa ima v Bruslju (Belgija) (Evropska unija, 2015). 
 
»Institucije in organi Evropske unije morajo pri opravljanju svojih nalog včasih obdelati 
osebne podatke državljanov v elektronski, pisni ali vizualni obliki. K obdelavi pa sodi tudi 
njihovo zbiranje, evidentiranje, shranjevanje, preklic, pošiljanje, blokiranje in brisanje. 
Evropski nadzornik za varstvo podatkov mora strogo varovati pravila glede zasebnosti, ki 
urejajo te dejavnosti« (Evropska unija, 2015). 
 
»Delo evropskega nadzornika za varstvo podatkov: 
 nadzoruje obdelavo osebnih podatkov v administraciji EU in preprečuje kršitev 
pravil glede zasebnosti; 
 svetuje institucijam in organom EU glede vseh vidikov obdelave osebnih podatkov 
ter povezanih politik in predpisov; 
 obravnava pritožbe in vodi preiskave; 
 sodeluje z nacionalnimi organi držav EU in skrbi za doslednost v varstvu podatkov; 
 spremlja nove tehnologije, ki lahko posežejo v varstvo podatkov« (Evropska unija, 
2015). 
 
»Nadzornika in pomočnika nadzornika imenujejo za dobo 5 let z možnostjo podaljšanja. 
Vsakodnevne dejavnosti evropskega nadzornika za varstvo podatkov zajemajo dve glavni 
področji: 
 nadzor in uveljavljanje pravil: ocenjuje spoštovanje pravil za varovanje podatkov v 
ravnanju institucij in organov EU; 
 politika in svetovanje: zakonodajalcem EU svetuje glede varstva podatkov na 
različnih področjih politike in pri novih zakonodajnih predlogih« (Evropska unija, 
2015). 
 
Ne smejo se obdelovati tudi podatki o zdravstvenem stanju, spolu in spolni usmerjenosti 
državljanov, razen če so ti podatki potrebni za namene zdravstva. Tudi v tem primeru jih 
mora obravnavati oseba, ki je zaprisežena k poklicni molčečnosti. 
 
Če menimo, da sta institucija ali organ EU kršila našo pravico do zasebnosti, na to najprej 
opozorimo osebje Evropske unije, ki je bilo pristojno za obdelavo naših podatkov v 
instituciji, kjer se je zgodila kršitev. Če z njihovim odgovorom nismo zadovoljni, se 
obrnemo na uradno osebo za varstvo podatkov v zadevni instituciji ali organih Evropske 
unije. Če smo tudi tako neuspešni, se lahko pritožimo evropskemu nadzorniku za varstvo 
podatkov (preko spletnega obrazca). Nadzornik bo nato zadevo preiskal in nam sporočil, 
ali bo sprejel našo pritožbo in kako bo v tem primeru ravnal. Če pa se tudi s to odločitvijo 
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evropskega nadzornika ne strinjamo, lahko zadevo predamo Sodišču Evropske unije 
(Evropska unija, 2015).  
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11 NADZORNI ORGAN ZA VARSTVO OSEBIH PODATKOV V 
REPUBLIKI SLOVENIJI 
Institucionalno varstvo osebnih podatkov opravljajo Informacijski pooblaščenec, Varuh 
človekovih pravic in inšpekcijski nazor. ZVOP-1 ureja ukrepe ob kršitvi varstva osebnih 
podatkov. 
 
Vsaka oseba ima od nadzornih organov držav pogodbenic pravico zahtevati, da preverijo 
podatke, ki se nanašajo nanje in so vnesene v Schengenski informacijski sistem (SIS), ter 
uporabo teh podatkov. To pravico ureja nacionalna zakonodaja pogodbenice, ki ji je 
poslana zahteva. V Sloveniji to urejata Zakon o varstvu osebnih podatkov in Zakon o 
informacijskem pooblaščencu (Informacijski pooblaščenec, 2015). 
11.1 INFORMACIJSKI POOBLAŠČENEC 
Vse pristojnosti Državnega nadzornega organa za varstvo osebnih podatkov je prevzel IP 
z Zakonom o informacijskem pooblaščencu – ZinfP je pridobil te pristojnosti 31. decembra 
2005 (ZinfP, Uradni list RS, št. 113/2005). Tako je 1. januarja 2006 začel delovati 
nadzorni organ za varstvo osebnih podatkov. 
 
Njegovo področje sega v področje človekovih pravic v smislu varovanja podatkov ter 
dostopa do informacij javnega značaja. IP zastopa dve človekovi pravici. Pravico do 
varstva zasebnosti ter pravico vedeti oziroma biti obveščen, ki je prvi kontradiktorna. 
Spoštovanje in uresničevaje teh pravic je pomembno za zagotavljanje pravne varnosti 
demokratične države (Informacijski pooblaščenec, 2015).  
 
»IP je samostojen in neodvisen državni organ, ki je pristojen za:  
 odločanje o pritožbi zoper odločbo, s katero je organ zavrgel ali zavrnil zahtevo ali 
drugače kršil pravico do dostopa ali ponovne uporabe informacije javnega značaja 
ter v okviru postopka na drugi stopnji tudi za nadzor nad izvajanjem zakona, ki 
ureja dostop do informacij javnega značaja, in na njegovi podlagi izdanih 
predpisov; 
 inšpekcijski nadzor nad izvajanjem zakona in drugih predpisov, ki urejajo varstvo 
ali obdelavo osebnih podatkov oziroma iznos osebnih podatkov iz Republike 
Slovenije ter opravljanje drugih nalog, ki jih določajo ti predpisi; 
 odločanje o pritožbi posameznika, kadar upravljavec osebnih podatkov ne ugodi 
zahtevi posameznika glede pravice posameznika do seznanitve z zahtevanimi 
podatki, do izpisov, seznamov, vpogledov, potrdil, informacij, pojasnil, 
prepisovanja ali kopiranja po določbah zakona, ki ureja varstvo osebnih podatkov« 






11.2 VARUH ČLOVEKOVIH PRAVIC 
Ustava za vsakega posameznika določa in zagotavlja varstvo človekovih pravic in 
temeljnih svoboščin. Varuh človekovih pravic naj bi poskrbel, da bi bilo varovanje le-teh še 
bolj učinkovito. Beseda ombudsman je švedskega izvora in pomeni "predstavnik". Po 
svetu so predstavniki ljudstva, ki varujejo ljudske pravice, imenovani. 
 
Na Švedskem je bil leta 1809 ustanovljen prvi "predstavnik za pravičnost" (ang. 
ombudsman for justice). Po 20. stoletju se je ombudsman razvil tudi v drugih 
skandinavskih državah. 
 
V novodobnem svetu se je institucija ombudsmana na državni ravni razširila v približno 
110 držav sveta. V številnih državah so tudi regionalni, mestni in provincialni 
ombudsmani. V zadnjih letih pa se je institucija ombudsmana množično razširila tudi na 
račun tranzicije številnih držav v demokracijo in demokratične strukture vladanja (Varuh 
človekovih pravic, 2015). 
 
Varuh človekovih pravic je pri nas uradno pričel z delom 1. januarja 1995. Takrat je tudi 
prenehal delovati Svet za varstvo človekovih pravic in temeljnih svoboščin, veljati pa je 
prenehal tudi Zakon o Svetu za varstvo človekovih pravic in temeljnih svoboščin (Varuh 
človekovih pravic, 2015). Varuha izvoli državni zbor z dvotretjinsko večino glasov vseh 
poslancev za dobo šestih let in je po poteku mandatne dobe lahko še enkrat izvoljen 
(ZVarCP, 12. člen). 
 
Do varuha človekovih pravic lahko pridemo osebno v Ljubljano, vendar se moramo prej 
dogovoriti za termin srečanja. Za tiste, ki ne morejo priti osebno v Ljubljano, opravlja 
varuh razgovore zunaj svojega sedeža. Povprečno enkrat na mesec s svojimi sodelavci 
obišče določen predel Slovenije, in takrat se lahko posamezniki, ki so se predhodno 
prijavili na razgovor, srečajo z njim ter mu predstavijo svoje težave. Tudi za te razgovore 
se je treba prej prijaviti (Varuh človekovih pravic, 2015). 
11.3 INŠPEKCIJSKI NADZOR 
V okviru inšpekcijskega nadzora državni organ nadzoruje zakonitost obdelave osebnih 
podatkov, ustreznost ukrepov za zavarovanje osebnih podatkov ter izvajanje postopkov in 
ukrepov za zavarovanje osebnih podatkov, izvajanje določb zakona, ki urejajo katalog 
zbirke osebnih podatkov, register zbirk osebnih podatkov in evidentiranje posredovanja 
osebnih podatkov, posameznim uporabnikom osebnih podatkov ter izvajanje določb tega 
zakona glede iznosa osebnih podatkov v tretjo državo in o njihovem posedovanju tujim 
uporabnikom osebnih podatkov. 
 
Pri opravljanju inšpekcijskega nadzora je nadzornik upravičen pregledovati dokumentacijo, 
ki se nanaša na obdelavo osebnih podatkov, ne glede na njeno zaupnost ali tajnost, ter 
iznos osebnih podatkov v tretjo državo in posredovanje tujim uporabnikom osebnih 
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podatkov; pregledovati mora vsebino zbirk osebnih podatkov ne glede na njihovo 
zaupnost ali tajnost in katalogov zbirk osebnih podatkov; dokumentacijo in akte, ki urejajo 
zavarovanje osebnih podatkov; prostore, v katerih se obdelujejo osebni podatki, 
računalniško in drugo opremo ter tehnično dokumentacijo; preverjati mora ukrepe in 
postopke za zavarovanje osebnih podatkov ter njihovo izvajanje in izvajati druge 
pristojnosti, določene z zakonom, ki ureja inšpekcijski nadzor, ter zakonom, ki ureja 
splošni upravni postopek, opravljati pa je dolžan tudi druge zadeve, določene z zakonom 
(Informacijski pooblaščenec, 2015). 
 
»Če nadzornik pri opravljanju inšpekcijskega nadzora ugotovi kršitev ZVOP-1, drugega 
zakona ali predpisa, ki ureja varstvo osebnih podatkov, ima pravico takoj: 
 odrediti ukrepe v skladu s tem zakonom ali drugim zakonom, katerega izvajanje 
nadzoruje inšpektor, za odpravo nepravilnosti in pomanjkljivosti, v roku, ki ga sam 
določi; 
 izvesti postopke v skladu z zakonom o prekrških; 
 naznaniti kaznivo dejanje ali podati kazensko ovadbo za kaznivo dejanje, ki se 
preganja po uradni dolžnosti; 
 predlagati pristojnemu organu sprejem ukrepov; 
 odrediti druge ukrepe in opraviti dejanja, za katere je pooblaščen z zakonom ali 
drugim predpisom« (ZIN, 32. člen). 
 
Če menimo, da upravljavec osebnih podatkov krši naše pravice (npr. neupravičeno zavrne 
izbris nezakonito pridobljenih osebnih podatkov), lahko zahtevamo sodno varstvo pred 
upravnim sodiščem, in to ves čas, dokler kršitev traja. Lahko zahtevamo odškodnino po 
splošnih pravilih, v skrajni sili pa s tožbo pred sodiščem, če nam je upravljavec osebnih 
podatkov s svojim ravnanjem povzročil škodo. Prav tako lahko prijavimo Informacijskemu 
pooblaščencu, ki je poseben državni organ za varstvo osebnih podatkov z inšpekcijskimi 
pooblastili, v okviru katerih lahko naloži odpravo nepravilnosti, njegov izbris, prenehanje 
obdelave osebnih podatkov ipd. Hkrati je tudi prekrškovni organ, ki lahko ob zlorabah 






12 KATALOG ZBIRKE OSEBNIH PODATKOV 
»Upravljavci osebnih podatkov morajo za vsako zbirko osebnih podatkov vzpostaviti 
katalog zbirke osebnih podatkov in skrbeti za točnost in ažurnost vsebine kataloga. 
Katalog zbirke osebnih podatkov vsebovati: 
 naziv zbirke osebnih podatkov; 
 podatke o upravljavcu osebnih podatkov (za fizično osebo: osebno ime, naslov 
opravljanja dejavnosti ali naslov stalnega oz. začasnega prebivališča, za 
samostojnega podjetnika posameznika pa še firmo, sedež in matično številko; za 
pravno osebo: naziv oziroma firmo in naslov oziroma sedež upravljavca osebnih 
podatkov in matično številko); 
 pravno podlago za obdelavo osebnih podatkov; 
 kategorije posameznikov, na katere se nanašajo osebni podatki; 
 vrste osebnih podatkov v zbirki osebnih podatkov; 
 namen obdelave; 
 rok hrambe osebnih podatkov; 
 omejitve pravic posameznikov glede osebnih podatkov v zbirki osebnih podatkov in 
pravno podlago omejitev; 
 uporabnike ali kategorije uporabnikov osebnih podatkov, vsebovanih v zbirki 
osebnih podatkov; 
 dejstvo, ali se osebni podatki iznašajo v tretjo državo, kam in komu, ter pravno 
podlago iznosa; 
 splošen opis zavarovanja osebnih podatkov; 
 podatke o povezanih zbirkah osebnih podatkov iz uradnih evidenc ter javnih knjig; 
 podatke o zastopniku iz tretjega odstavka 5. člena tega zakona (za fizično osebo: 
osebno ime, naslov opravljanja dejavnosti ali naslov stalnega oz. začasnega 
prebivališča, za samostojnega podjetnika posameznika pa še firmo, sedež in 
matično številko; za pravno osebo: naziv oziroma firmo in naslov oziroma sedež 
upravljavca osebnih podatkov in matično številko)« (ZVOP-1, 26. člen). 
 
Upravljavcem osebnih podatkov je na internetni strani Informacijskega pooblaščenca 
dostopen elektronski obrazec, v katerega vpišejo zgoraj navedene podatke, upravljavec 
pa nato te podatke posreduje nadzornemu organu za varstvo osebnih podatkov najmanj 
15 dni pred vzpostavitvijo zbirke osebnih podatkov ali pred vnosom nove vrste osebnih 
podatkov (Informacijski pooblaščenec, 2015). 
 
Register se objavi na spletni strani Državnega nadzornega organa za varstvo osebnih 
podatkov. Minister za pravosodje določi metodologijo vodenja in vzdrževanja registra 




12.1 VPOGLED V REGISTER IN PRAVICA DO SEZNANITVE 
Že v Ustavi Republike Slovenije je v 38. členu zagotovljena pravica vsakemu posamezniku 
do seznanitve z lastnimi podatki. Ta pravica je tudi konkretizirana v Zakonu o varstvu 
osebnih podatkov. »Upravljavec osebnih podatkov mora posamezniku na njegovo 
zahtevo: 
 omogočiti vpogled v katalog zbirke osebnih podatkov; 
 potrditi, ali se podatki v zvezi z njim obdelujejo ali ne, in mu omogočiti vpogled v 
osebne podatke, ki so vsebovani v zbirki osebnih podatkov in se nanašajo nanj, ter 
njihovo prepisovanje ali kopiranje; 
 posredovati izpis osebnih podatkov, ki so vsebovani v zbirki osebnih podatkov in se 
nanašajo nanj; 
 posredovati seznam uporabnikov, katerim so bili posredovani osebni podatki, kdaj, 
na kakšni podlagi in za kakšen namen; 
 dati informacijo o virih, na katerih temeljijo zapisi, ki jih o posamezniku vsebuje 
zbirka osebnih podatkov, in o metodi obdelave; 
 dati informacije o namenu obdelave in vrsti osebnih podatkov, ki se obdelujejo, ter 
vsa potrebna pojasnila v zvezi s tem; 
 pojasniti tehnične oziroma logično-tehnične postopke odločanja, če izvaja 
avtomatizirano odločanje z obdelavo osebnih podatkov posameznika« (ZVOP-1, 
30. člen). 
 
Da se posameznik seznani z zgoraj navedenimi osebnimi podatki in informacijami, mora 
vložiti pisno ali ustno zahtevo na zapisnik pri upravljavcu osebnih podatkov. Natančno 
mora opredeliti, kakšno vrsto seznanitve zahteva. Te so navedene v 30. členu ZVOP-1 in 
od njih ne sme odstopati ali izbrati drug način seznanitve. Ta zahteva se lahko vloži na 
vsake tri mesece oziroma štirikrat letno (ZVOP-1, 31. člen). 
 
Upravljavec osebnih podatkov mora posamezniku omogočiti vpogled, prepis, kopiranje in 
potrdilo še isti dan, ko je prejel zahtevo, najpozneje pa v 15 dneh, ali pa ga v 15 dneh 
pisno obvestiti o razlogih, zaradi katerih vpogleda, prepisa, kopiranja ali izdaje ne bo 
omogočil.  
Če pa upravljavec ne omogoči izpisa, seznama, informacij ali pojasnila iz registra osebnih 
podatkov, mora v 30 dneh od dneva, ko je prejel zahtevo, ali ga v istem roku pisno 
obvestiti o razlogih, zaradi katerih mu izpisa, seznama, informacij ali pojasnila ne bo 




13 PREGLED PRAKSE POSEGA DELODAJALCA V TAJNOST 
OBČIL NA DEL. MESTU  
Vedno več govora je o tem, ali lahko delodajalec vpogleda v elektronsko pošto 
zaposlenega in kje so pri tem meje. Med prebiranjem odločb in mnenj Informacijskega 
pooblaščenca sem naletela na kar nekaj zanimivih vprašanj delavcev. Delavec je omenil, 
da si dopisuje z neko osebo v drugem podjetju prek službene elektronske pošte, dnevno 
pa prejme in pošlje v povprečju tri zasebna sporočila. Iz nasprotnega podjetja je prejel 
obvestilo, da je zaradi prevelike količine neposlovne pošte njegov e-naslov blokiran. 
Delavec meni, da so v "nasprotnem" podjetju pregledovali njegovo elektronsko pošto in 
zato ga je zanimalo, kakšne so njegove pravice. IP odgovarja, da ima posameznik v okviru 
evropske zakonodaje določeno pravico do zasebnosti na delovnem mestu. Tudi Ustava v 
1. odstavku 37. člena zagotavlja varstvo tajnosti pisem in drugih občil. V 2. odstavku pa je 
določeno, da lahko samo zakon predpiše, da se za določen čas na podlagi sodbe sodišča 
upošteva tajnost pisem in drugih občil ter nedotakljivost človekove zasebnosti, če je to 
nujno za uvedbo ali potek kazenskega postopka ali za varnost države. Bolj podrobno 
problematiko varstva osebnih podatkov opredeljuje ZVOP-1 v prvi točki v 6. členu, kjer 
natančno opiše, da je osebni podatek kateri koli podatek, ki se nanaša na posameznika, 
ne glede na obliko, v kateri je izražen. Posameznik je v skladu z drugo točko 6. člena 
ZVOP-1 določena ali določljiva fizična oseba, na katero se nanaša osebni podatek. Fizična 
oseba je določljiva, če se jo lahko neposredno ali posredno identificira, predvsem s 
sklicevanjem na identifikacijsko številko ali na enega ali več dejavnikov, ki so značilni za 
njeno fizično, fiziološko, duševno, ekonomsko, kulturno ali družbeno identiteto, pri čemer 
način identifikacije ne povzroča velikih stroškov, nesorazmerno velikega napora ali ne 
zahteva veliko časa. Obdelava osebnih podatkov v skladu s tretjo točko 6. člena pomeni 
kakršno koli delovanje ali niz delovanj, ki se izvaja v zvezi z osebnimi podatki, ki so 
avtomatizirano obdelani ali ki so pri ročni obdelavi del zbirke osebnih podatkov ali so 
namenjeni vključitvi v zbirko osebnih podatkov, zlasti zbiranje, pridobivanje, vpis, 
urejanje, shranjevanje, prilagajanje ali spreminjanje, priklicanje, vpogled, uporabo, 
razkritje s prenosom, sporočanje, širjenje ali drugo dajanje na razpolago, razvrstitev ali 
povezovanje, blokiranje, analiziranje, izbris ali uničenje; obdelava je lahko ročna ali 
avtomatizirana (sredstva obdelave).  
Takšen primer je Halford v. Združeno kraljestvo, ki ga je obravnavalo Evropsko sodišče za 
človekove pravice (v nadaljevanju ESČP). V tem primeru je sodišče ugotovilo, da je imela 
policistka pri uporabi službenega telefona pravico do pričakovanja zasebnosti. ESČP je 
torej jasno zapisalo, da ima posameznik pravico do varovanja zasebnosti pri uporabi 
službenih komunikacijskih sredstev tudi na delovnem mestu. Predmet varstva ni zgolj 
sama vsebina komunikacije, temveč vsi podatki, ki so integralni del te komunikacije, kar je 
predvsem pomembno pri komuniciranju prek računalniških omrežij (npr. elektronska 
pošta), kjer se tvori vrsta tovrstnih podatkov. Varovana ni samo vsebina komunikacije, 




Na pomen pravice do zasebnosti je ESČP opozorilo tudi v aprilu 2007 v zadevi Copland v. 
Združeno kraljestvo, ko je sodišče delavki priznalo širok krog pravice in presodilo, da je 
delodajalec neupravičeno posegal v njeno zasebnost. Ključni element sodbe je bil, da 
delavka ni bila vnaprej opozorjena, kdaj in v kakšnih primerih lahko delodajalec nadzira e-
pošto. 
ZVOP-1 varuje samo osebne, torej prometne podatke, ne pa tudi tistega dela 
komunikacije, ki se nanaša na samo vsebino. 
 
Da ima delavec pravico do zasebnosti na delovnem mestu, je poudarilo tudi Kasacijsko 
sodišče Francije, ki pravi, da ima delavec med delovnim časom in na delavnem mestu 
pravico do spoštovanja zasebnega življenja, vključno s pravico tajnosti občil. Delodajalec, 
ki bere sporočila, ki jih zaposleni pošilja ali sprejema prek službenega računalnika, krši 
temeljne pravice delavca. Je pa tudi res, da je splošna popolna prepoved uporabe e-pošte 
v neslužbene namene nerealna in krši načelo sorazmernosti. Zelo priporočljivo je, da 
delodajalci pisno vnaprej obvestijo zaposlene, v katerih primerih lahko vpogledajo v 
predmetne podatke v elektronski pošti. Taki primeri morajo biti zelo izjemni –treba je 
presoditi vsak primer posebej. Kljub vsemu to ne pomeni, da delodajalec ne more omejiti 
uporabe našega službenega elektronskega naslova, če bi se izkazalo, da ga ne 
uporabljamo v skladu z vsem navedenim in s politiko delodajalca glede uporabe službenih 
sredstev. 
 
Na podlagi navedenega je treba vedeti, da ZVOP-1 varuje osebne podatke, torej 
prometne podatke, ne pa tudi tistega dela komunikacije, ki se nanaša na samo vsebino. V 
zgornjem delu je IP zgolj okvirno hotel predstaviti ta del varovanja pravice do zasebnosti, 
ki pa ga kot državni organ ne more nadzirati oziroma varovati.  
 
Če torej menimo, da so v "nasprotni" družbi prebirali našo pošto, so lahko osebe, ki so 
prebirale elektronska sporočila, posegle tako v pravico do zasebnosti delavke, ki je 
zaposlena v "nasprotni" družbi, kakor tudi v našo pravico do zasebnosti, torej pravico do 
varstva tajnosti pisem in drugih občil. Če še vedno menimo, da nam je bila kršena pravica 
do zasebnosti (prebiranje vsebine elektronske pošte), lahko zoper "nasprotno" družbo 
vložimo odškodninsko tožbo. To lahko stori tudi delavka, ki je zaposlena v tej družbi. Če 
menimo tudi, da so imele osebe v "nasprotni" družbi vpogled zgolj v prometne podatke 
(podati o pošiljatelju, naslovniku ipd.), lahko na Informacijskega pooblaščenca naslovimo 
prijavo (Pirc Musar, 2007). 
 
Pritegnila me je Sodba v imenu ljudstva – U 1819/2008-7 iz Upravnega sodišča Republike 
Slovenije, ki prav tako obravnava pregledovanje elektronske pošte. Gre za to, da je tožnik 
zaradi povečanja obsega nezaželene pošte odločil, da ne dovoljujejo pošiljanja zasebnih 
sporočil, ki vsebujejo priponke, večje od 1 MB. Zaradi ugotovitve, katera sporočila so 
službene narave in katera zasebne, pri sporočilih, velikosti več kot 1 MB, so iz polja 
"zadeva" preverili, za kakšno vrsto sporočila gre oziroma, ali gre za sporočila, ki niso 
službene narave. Vodja delovnega področja je obdeloval te podatke z namenom, da bi 
ugotovil, katera elektronska sporočila, ki imajo priponko večjo od 1 MB, so zasebne 
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narave in katera ne. Tožena stranka ugotavlja, da je tožnik odpravil večino nepravilnosti, 
ni pa odpravil nepravilnosti v zvezi z obdelavo predmetnih podatkov o prejeti elektronski 
pošti na poštnem strežniku. Poudarja, da obdelava podatkov s strani zaposlenih, ki 
nastajajo ob uporabi storitev interneta, med katere sodi tudi storitev elektronske pošte, 
skoraj po pravilu vedno pomeni mešanje več delov pravice zasebnosti. Opozarja na 
določila Zakona o evidencah na področju dela in socialne varnosti, Zakona o javnih 
uslužbencih in Zakona o delavnih razmerjih, ki določajo, katere osebne podatke lahko 
delodajalec obdeluje. Nobena pravna podlaga ne daje tožniku podlage za obdelavo 
osebnih podatkov o elektronski pošti na način in za namen, kot je to izvajal tožnik. 
Delodajalec ne more za nazaj ali pa sproti ugotavljati, komu je pošiljal elektronsko pošto 
ter kdo jo je njemu, tako navaja Evropsko sodišče za človekove pravice v zadevi Copland 
proti Združenemu kraljestvu. Da je bil kršen 8. člen ZVOP-1, se ocenjuje, ker je tožnik s 
svojim ravnanjem, ko je vodja delovnega področja informatike obdeloval prometne 
podatke z namenom, da v primeru elektronskih sporočil zasebne narave, ki vsebujejo 
priponke, večje od 1 MB, pošiljatelja in prejemnika takega sporočila obvesti o tem, da je 
sporočilo prestreženo, obdeloval osebne podatke brez pravne podlage. Nezaželene pošte 
in prevelike obremenjenosti poštnega strežnika ne smemo preprečevati in s tem posegati 
v Ustavo in zakonsko varovano pravico do informacijske zasebnosti. Tožena stranka je 
poudarjala, da je pri delu službe za informatiko prišlo do posega v komunikacijsko 
zasebnost zaposlenih in tretjih oseb, ker je tožnik pregledoval elektronsko pošto in 
podatke o tem, katera elektronska pošta je bila komu poslana, kdo jo je odposlal in 
velikost priponk, na podlagi česar je izvajal določene ukrepe. Tožnik se ne strinja glede 
zmotne uporabe materialnega prava in nepopolne ugotovitve dejanskega stanja. Pravi, da 
je omejil neslužbeni vhodni e-poštni promet s priponkami, večjimi od 1 MB, ker bi 
nadgradnja strežnika iz razlogov, ki niso službene narave in jih ne zahteva delovni proces, 
pomenila za tožnika negospodarno ravnanje, hkrati pa navaja, da ni bil kršen 37. člen 
Ustave Republike Slovenije, saj ni pregledoval vsebine elektronske pošte. Pravi, da so bili 
zaposleni seznanjeni s posegom v elektronsko pošto in da se je to izvajalo zaradi 
izvrševanja nalog in obveznosti dolžnika. Kot je pravilno zaključila tožena stranka in zato 
tudi zmagala v tožbi, veljajo predmetni podatki za zbirko osebnih podatkov in te je tožnik 
uporabljal oziroma obdeloval brez pravne podlage. 
 





14  EMPIRIČNI DEL 
14.1 NAMEN IN CILJI RAZISKAVE 
Namen raziskovalnega dela je potrditi oziroma ovreči naslednjo hipotezo: 
Menim, da so zaposleni v večini seznanjeni z zaupnimi podatki, vendar včasih premalo 
poznajo oziroma se premalo zavedajo pomena varovanja zaupnosti.  
 
Cilj raziskovalnega dela diplomske naloge je potrditi oziroma ovreči zgoraj navedeno 
hipotezo. Z ugotovitvami želim seznaniti vodstvo podjetja. V kolikor bi se potrdilo, da so 
zaposleni premalo seznanjeni z varovanjem osebnih podatkov in zasebnosti na delovnem 
mestu, bi predlagala izobraževanje v tej smeri. 
14.2 METODOLOGIJA 
Pri pisanju diplomske naloge sem uporabila naslednjo metodologijo: 
 deskriptivna metoda, s katero so opisana dejstva, ugotovljena na podlagi 
proučevanja domače in tuje literature; 
 metoda anketiranja, na podlagi katere je bila izvedena raziskava o seznanjenosti 
delavcev o varstvu osebnih podatkov; 
 statistična metoda, na podlagi katere je bila narejena analiza raziskave, v kateri so 
podatki zbrani, urejeni ter grafično in tabelarično prikazani. 
14.3 POPULACIJA 
Raziskovalno delo sem opravila v računovodskem servisu, v katerem trenutno delam prek 
študentskega servisa. Anketirala sem zaposlene, ki so v neposrednem stiku s strankami. 
Davčni strokovnjaki se pri svojem delu vsakodnevno srečujejo z varovanjem osebnih 
podatkov ter zavezanostjo molčečnosti o le-teh. Vsak strokovnjak vodi računovodstvo do 
10 manjšim podjetjem. 
14.4 ANALIZA REZULTATOV 
Sestavila sem anketni vprašalnik na spletni strani ter ga poslala v reševanje 38 zaposlenim 
davčnim strokovnjakom. 
 





1. vprašanje: Spol 
Anketirance sem spraševala po spolu. Kot je prikazano na grafikonu je na anketo 
odgovorilo 5 moških (13 %) in 33 žensk (87 %).  
 
Grafikon 1: Spol 
 
Vir: lasten  
2. vprašanje: Starost 
Anketirance sem spraševala po starosti. Starostna obdobja sem razdelila v pet skupin, to 
je od 25 do 30 let, od 31 do 35 let, od 36 do 40 let, od 41 do 45 let in nad 46 let. Kot je 
razvidno iz grafikona je 8 % anketiranih je starih od 25 do 30 let, 18 % od 31 do 35 let, 
41 % od 36 do 40 let, 20 % od 41 do 45 let, več kot 46 let pa ima 13 % anketiranih. 
 






3. vprašanje: Stopnja izobrazbe 
Izobrazbena struktura je bilo naslednje vprašanje, ki me je zanimalo. Anketiranci so lahko 
izbirali med petimi stopnjami izobrazbe: 
 32 % zaposlenih ima srednješolsko izobrazbo; 
 29 % zaposlenih ima višješolsko izobrazbo; 
 31 % zaposlenih ima visokošolsko izobrazbo; 
 5 % zaposlenih ima univerzitetno izobrazbo; 
 3 % zaposlenih se je opredelilo pod drugo. 
 
Razvidno je, da ima enak delež zaposlenih srednješolsko in visokošolsko izobrazbo. 
 






4. vprašanje: Staž v organizaciji 
Zanimala me je tudi delovna doba v organizaciji. Kot je prikazano na grafikonu je do 2 leti 
zaposlenih 11 % anketirancev, od 3 do 5 let 18 % anketirancev, od 6 do 10 let je v 
organizaciji zaposlenih 47 % anketirancev in nad 11 let 24 % anketirancev. 
 




5. vprašanje: Ali ste seznanjeni z Zakonom o varstvu osebnih podatkov? 
Kot je razvodno iz grafikona je pri tem vprašanju kar 89 % anketirancev odgovorilo, da ta 
zakon pozna, 6 % anketirancev Zakona o varstvu osebnih podatkov ne pozna, 5 % 
anketirancev pa je za omenjeni zakon le slišalo. 
 






6. vprašanje: Ali ste pred začetkom delovnega razmerja podpisali Izjavo varovanja 
osebnih podatkov? 
Zanimalo me je, ali so anketiranci pred začetkom delovnega razmerja podpisali omenjeno 
izjavo. Tako kot prikazuje grafikon kar 54 % anketirancev ni podpisalo izjave, 5 % 
anketirancev je izjavo podpisalo, 41 % anketirancev pa se tega, ali je izjavo podpisalo, ne 
spomni. 




7. vprašanje: Kako bi ocenili vaše poznavanje Zakona o varstvu osebnih podatkov? 
Namen vprašanja je, da anketiranci ocenijo svoje poznavanje ZVOP-1. Ugotovila sem, da 
3 % anketirancev ta zakon poznajo zelo slabo, 5 % slabo, kar 64 % anketirancev pozna 
Zakon o varstvu osebnih podatkov srednje, 28 % anketirancev dobro, 3 % anketirancev 
pa zelo dobro. 
 






8. vprašanje: Kaj je osebni podatek? 
Zanimalo me je, ali anketiranci poznajo definicijo osebnega podatka po ZVOP-1. 
 
Glede na rezultate lahko rečem, da anketiranci zelo dobro poznajo definicijo osebnega 
podatka, saj je kar 97 % anketiranih oseb odgovorilo pravilno, torej, da je osebni podatek 
kateri koli podatek, ki se nanaša na posameznika, ne glede na obliko, v kateri je izražen. 3 
% anketirancev so mnenja, da je osebni podatek kateri koli podatek, ki se nanaša na 
posameznika, nobeden od anketirancev pa ni bil mnenja, da je osebni podatek kateri koli 
osebni podatek, ki se nanaša na posameznika, vendar samo v elektronski obliki. 
 






9. vprašanje: Če definicije osebnega podatka ne poznate, ali bi o tem povprašali 
delodajalca? 
S tem vprašanjem sem želela izvedeti, ali bi zaposleni, ki ne poznajo definicije osebnega 
podatka, vprašali o njej svojega delodajalca. Kot je razvidno iz so vsi anketiranci 
odgovorili, da bi o tem, kaj je osebni podatek, vprašali delodajalca. Nad odgovorom sem 
bila presenečena.  
 







10. vprašanje: Kakšna je vaša odgovornost v primeru kršitve varstva osebnih podatkov? 
Zanimalo me je, ali imajo zaposleni kakšno odgovornost v primeru kršitve varstva osebnih 
podatkov. Kot prikazuje grafikon 50 % anketirancev meni, da ima kazensko odgovornost, 
42 % anketirancev se je opredelilo za moralno odgovornost, 5 % anketirancev meni, da 
nima nobene odgovornosti, 3 % anketirancev pa so mnenja, da imajo civilno 
odgovornost.  






11. vprašanje: Ali veste, da se lahko na Informacijskega pooblaščenca obrnete v primeru 
… 
Pomembno se mi zdi, da se lahko zaposleni v določenih situacijah obrnejo na 
Informacijskega pooblaščenca. Postavila sem 5 vprašanj, pri katerih me je zanimalo, ali bi 
se zaposleni obrnili na Informacijskega pooblaščenca: 
 če od vas na razgovoru za službo potencialni delodajalec zahteva podatke o 
otrocih: 84 % anketirancev bi se obrnilo na Informacijskega pooblaščenca, 16 % 
pa ne; 
 v primeru suma nezakonitega snemanja telefonskih pogovorov: 92 % anketirancev 
ve, da se lahko obrne na Informacijskega pooblaščenca, 8 % anketirancev tega ne 
ve; 
 v primeru zlorabe osebnih podatkov za namene neposrednega trženja, ko vam 
pošiljajo neželena elektronska sporočila: 92 % anketirancev ve, da se lahko obrne 
na Informacijskega pooblaščenca, 8 % tega ne ve; 
 v primeru, da vas delodajalec ni obvestil o videonadzoru prostorov: 95 % 
anketirancev meni, da se lahko obrne na Informacijskega pooblaščenca, in 5 %, 
da ne; 
 s pritožbo v zvezi s pravico do seznanitve z lastnimi osebnimi podatki, ki jih na 
primer zavarovalnica ali trgovsko podjetje zbira o vas: 92 % anketirancev bi se 
obrnilo na Informacijskega pooblaščenca, 8 % pa ne. 
 







V raziskovalnem delu sem ugotovila, da so anketiranci po večini dobro seznanjeni z 
Zakonom o varstvu osebnih podatkov in da ga srednje dobro poznajo. Poznajo tudi 
definicijo osebnega podatka po ZVOP-1.  
 
Iz tega lahko sklepam, da se delavci večinoma zavedajo varstva svojih osebnih podatkov 
in znajo z njimi tudi skrbno ravnati, da ne pride do neželenega razkritja. To, da ima 
organizacija takšne zaposlene in da jih tudi izobražuje v tej smeri, se mi zdi nadvse 
spodbudno in pohvalno, saj so tako zaposleni vedno seznanjeni z novostmi. Iz podatkov v 
anketi lahko sklepam, da v primeru zasebnosti na delovnem mestu ne prihaja do 
množičnih kršitev. Verjetno se delavci bojijo izgube službe in sramu. Če slučajno pride do 
razkritja osebnih podatkov, so zaposleni kazensko in moralno odgovorni. Torej lahko 
hipotezo potrdim. 
 
Glede na to, da večina anketiranih oseb pred začetkom delovnega razmerja ni podpisala 
Izjave varovanja osebnih podatkov, bi v okviru izboljšav predlagala predvsem obvezen 
podpis le-te in organizirano izobraževanje na temo varovanja osebnih podatkov. 
Izobraževanja bi morala temeljiti na konkretnih primerih, da bi zaposleni lažje razumeli 
bistvo problema in da srečanje ne bi izpadlo preveč suhoparno. 
Večina anketirancev je omenila, da bi o tem, kaj je osebni podatek, vprašala nadrejenega, 







V diplomski nalogi sem želela predstaviti pomembnost varovanja osebnih podatkov na 
delovnem mestu, razložiti izraze, ki se nanašajo na osebne podatke, opisati pravno 
ureditev varstva osebnih podatkov tako v Sloveniji kot mednarodno, predstaviti zgodovino 
razvoja varstva osebnih podatkov ter se seznaniti z nadzornimi organi za varstvo osebnih 
podatkov, na katere se lahko obrnemo, če menimo, da so bile naše pravice, ki se 
nanašajo na varstvo osebnih podatkov, kršene. V Katalog zbirke osebnih podatkov imamo 
pravico vpogledati ter pridobiti potrditev, ali se naši podatki obdelujejo. Raziskala sem, ali 
lahko delodajalec posega v tajnost občil na delovnem mestu, in prišla do zaključka, da 
tega ne sme storiti, razen v primeru, če je to nujno za uvedbo ali potek kazenskega 
postopka oz. za varnost države. Pritegnila me je zlasti Sodba v imenu ljudstva – U 
1819/2008-7 iz Upravnega sodišča Republike Slovenije, ki govori o kršitvi delodajalca, ki 
je pregledoval elektronsko pošto zaposlenega. Delodajalec je zaradi povečanja obsega 
nezaželene pošte odločil, da ne dovoljujejo pošiljanja zasebnih sporočil, ki vsebujejo 
priponke, večje od 1 MB, in tako pregledoval elektronsko pošto, ki jo je zaposleni prejemal 
ali pošiljal naprej. Seveda nadrejeni tega ne bi smel početi.  
V empiričnem delu sem se ukvarjala z vprašanjem, ali zaposleni poznajo Zakon o varstvu 
osebnih podatkov. Anketirala sem zaposlene v računovodskem servisu in prišla do 
pričakovanih rezultatov, da so zaposleni z Zakonom o varstvu osebnih podatkov 
seznanjeni. 
 
V današnjem času je spoštovanje in upoštevanje temeljnih človekovih pravic zelo 
pomembno, saj gre za občutljivo temo vsake organizacije. Prav tako je pomembno tudi 
upoštevanje pravice do zasebnosti in z njo pravice do varstva osebnih podatkov. V 
Republiki Sloveniji je varstvo osebnih podatkov ena izmed ustavno zagotovljenih pravic in 
temeljnih svoboščin. Naša zakonodaja je po mojih ugotovitvah ena izmed najnaprednejših 
glede varstva osebnih podatkov, vendar se kljub temu še dogajajo primeri kršenja in 
zlorab, zato moramo zaposlene redno seznanjati s problematiko varstva osebnih 
podatkov. 
 
Zaposleni se pri svojem delu vsakodnevno srečujejo z zaupnimi podatki, zaradi česar 
morajo biti seznanjeni s problematiko varstva osebnih podatkov in njihovo zaščito ter 
varovanjem pred nepooblaščenimi osebami. Vodstvo podjetja nosi odgovornost, da 
zaposlene seznani s problematiko varstva osebnih podatkov. V ta namen bi lahko 
organizirali izobraževanje na temo varovanja osebnih podatkov, ki bi se lahko odvijalo vsaj 
dvakrat letno in bi temeljilo na konkretnih primerih, da bi zaposleni lažje razumeli bistvo 
problema. Zaposleni bi morali tudi podpisati Izjavo o varstvu osebnih podatkov. 
 
Za varovanje in zaščito osebnih podatkov je treba poznati kar nekaj zakonov, 
podzakonskih aktov in internih navodil, vendar včasih tudi to ni dovolj. Da zavarujemo in 
zaščitimo osebne podatke na delovnem mestu, je treba najprej poskrbeti za 
organizacijske, tehnične in logično-tehnične postopke ter ukrepe. Nadzor na področju 
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varstva osebnih podatkov izvajajo Informacijski pooblaščenec, Varuh človekovih pravic in 
inšpekcijski nadzor. Če menimo, da so kršene naše pravice, lahko vložimo prijavo pri 
Informacijskemu pooblaščencu, ta pa po uradni dolžnosti izvede ustrezne inšpekcijske 
postopke. Če je do kršenja pravic že prišlo, lahko s tožbo zahtevamo sodno varstvo, 
dokler kršitev še traja. V primeru, da je kršitev že prenehala, lahko vložimo tožbo za 
ugotovitev, da je kršitev obstajala. O tožbi odloča pristojno sodišče.  
 
Pisanje diplomskega dela je bilo zame velikega pomena, saj delam v računovodskem 
servisu in sem velikokrat v stiku z osebnimi podatki. Najdem jih pri vhodni in izhodni pošti, 
pisanju računov, v samem programu, ki ga uporabljamo za delo v organizaciji – Vasco, pri 
izdajanju računov za opravljeno delo, vnosu podatkov v razne spletne strani, kot je npr. 
Ajpes, e-sodstvo, ko vstavljam izvršbe ipd. Na varstvo osebnih podatkov bom od zdaj 
naprej bolj pozorna tudi sama, saj se po natančni raziskavi tega področja še toliko bolj 
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Sem Kristina Hudolin, absolventka na Fakulteti za upravo. V okviru diplomske naloge želim 
raziskati, ali se delavci, ki se ukvarjajo z osebnimi podatki, zavedajo pomembnosti varstva 
osebnih podatkov, zasebnosti na delovnem mestu in ali v primeru kršitev le-teh 
uveljavljajo pravno varstvo. Pred vami je anketni vprašalnik, ki sem ga sestavila v okviru 
diplomske naloge Varstvo osebnih podatkov na delovnem mestu. Anketa je anonimna in 
služi zgolj za izdelavo diplomske naloge.  







 od 25 do 30 let 
 od 31 do 35 let 
 od 36 do 40 let 
 od 41 do 45 let 
 nad 46 let 
 
3. Stopnja izobrazbe 
 srednješolska 





4. Staž v organizaciji:  
 do 2 leti 
 od 3 do 5 let 
 od 6 do 10 let 
 nad 11 let 
 
5. Ali ste seznanjeni z Zakonom o varstvu osebnih podatkov: 
 ne 
 da 










 se ne spomnim 
 
7. Kako bi ocenili vaše poznavanje Zakona o varstvu osebnih podatkov? 





8. Kaj je osebni podatek? 
 Je katerikoli osebni podatek, ki se nanaša na posameznika, vendar samo v 
elektronski obliki. 
 Je katerikoli podatek, ki se nanaša na posameznika. 
 Je katerikoli podatek, ki se nanaša na posameznika, ne glede na obliko, v kateri je 
izražen. 
 








 nimam odgovornost 
 
11. Ali veste, da se lahko na Informacijskega pooblaščenca obrnete…   
 s pritožbo v zvezi s pravico do seznanitve  
z lastnimi osebnimi podatki, ki jih na primer   ne  da 
zavarovalnica ali trgovsko podjetje zbira o vas? 
 v primeru, da vas delodajalec ni obvestil o video  
nadzoru prostorov?       ne  da 
 v primeru zlorabe osebnih podatkov za  
namene neposrednega trženja, ko vam pošiljajo  
neželena elektronska sporočila?     ne  da 
 v primeru suma nezakonitega snemanja telefonskih  
pogovorov?        ne  da 
 če od vas na razgovoru za službo potencialni  
delodajalec zahteva podatke o otrocih?    ne  da 
 
Odgovorili ste na vsa vprašanja v tej anketi. Hvala za sodelovanje. 
