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ABSTRAK 
 
Skripsi ini membahas mengenai daya berlaku yurisdiksi yang diatur dalam Pasal 2 
Undang-undang Nomor 11 Tahun 2008 tentang Informasi dan Transaksi 
Elektronik yang mencakup jangkauan dan kekuatan berlaku (binding force) yang 
mengikat, namun, dalam prakteknya, hal ini sulit untuk dilakukan jika kejahatan 
siber (cybercrime) dilakukan dari luar Indonesia karena berbenturan dengan 
kedaulatan negara lain, penelitian ini merupakan penelitian hukum (yuridis) 
normatif, dengan mengkaji bahan-bahan pustaka (studi kepustakaan) karena itu 
data yang digunakan dalam penelitian ini adalah data sekunder, yang mencakup 
bahan hukum primer dan sekunder, penelitian ini menyimpulkan bahwa menurut 
hukum internasional, negara memiliki batas-batas tertentu dalam menerapkan 
yurisdiksi untuk kejahatan siber (cybercrime) yang melibatkan kepentingan 
negara lain, salah satu batas tersebut dalam bentuk kewajiban setiap negara untuk 
menghindari kesulitan negara lain dalam upaya menerapkan yurisdiksi.meskipun 
Undang-undang Nomor 11 Tahun 2008 tentang Informasi dan Transaksi 
Elektronik ini telah mengaturnya maka dalam hal menghadapi kendala yang 
dihadapi, maka Indonesia dapat menjalin kerjasama perjanjian ektradisi secara 
bilateral maupun multirateral (konvensi) sehingga posisi Indonesia dapat 
mengajukan ekstradisi terhadap pelaku akan menjadi lebih kuat. 
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ABSTRACT 
 
This thesis discusses the power applicable jurisdiction under Article 2 of Law No. 
11 of 2008 on Information and Electronic Transactions which includes the range 
and power of force (binding force) which is binding, however, in practice, this is 
difficult to do if the cyber-crime (cybercrime) is done from outside Indonesia due 
to a clash with the sovereignty of other countries, this research is the study of law 
(judicial) normative, by reviewing the materials library (literature study) because 
the data used in this research is secondary data, which includes legal materials 
primary and secondary, the study concluded that under international law, states 
have certain limits in the exercise of jurisdiction for cybercrime (cybercrime) 
which involves the interests of other countries, one of these limits in the form of 
an obligation of every country to avoid the difficulties of other countries in order 
to implement yurisdiksi Law No. 11 Year 2008 on Information and Electronic 
Transaction has been set then in terms of facing problems, then Indonesia can 
establish cooperation agreements bilaterally and multilateral extradition 
(convention) so that the position of Indonesia can ask for extradition of the 
perpetrators will be stronger. 
 
Keywords:jurisdiction,applicable power,cybercrime,state sovereignty, extradition. 
 
 
  
  
DAFTAR ISI 
 
 
HALAMAN JUDUL ............................................................................................................... i 
 
HALAMAN PERSETUJUAN............................................................................................. ii 
 
HALAMAN PENGESAHAN............................................................................................ iii 
 
SURAT PERNYATAAN..................................................................................................... iv 
 
KATA PENGANTAR ........................................................................................................... v 
 
ABSTRAK (Bahasa Indonesia) ......................................................................................... vii 
 
ABSTRACT (Bahasa Inggris) ........................................................................................... vii 
 
DAFTAR ISI ........................................................................................................................ viii 
 
BAB I : PENDAHULUAN 
 
1.1 Permasalahan : Latar Belakang dan Rumusan Masalah ............................. 1 
 
1.2 Penjelasan Judul ................................................................................................... 4 
 
1.3 Alasan Pemilihan Judul ...................................................................................... 5 
 
1.4 Tujuan Penelitian ................................................................................................. 7 
 
1.5 Manfaat Penelitian ............................................................................................... 7 
 
1.6 Metode Penelitian ................................................................................................ 8 
1.6.1 Tipe Penelitian ........................................................................................... 8 
1.6.2 Pendekatan (Approach) ........................................................................... 8 
1.6.3 Sumber Bahan Hukum (Legal Sources) .............................................. 9 
1.6.3.1 Sumber Bahan Hukum Primer .................................................. 9 
 
1.6.3.2 Sumber Bahan Hukum Sekunder ............................................. 9 
 
1.7 Pertanggungjawaban Sistematika .................................................................... 9 
 
 
BAB II : DAYA BERLAKU PASAL 2 UNDANG-UNDANG NO 11 TAHUN 
2008  TENTANG  INFORMASI DAN  TRANSAKSI ELEKTRONIK 
TERHADAP YURISDIKSI NEGARA LAIN 
 
  
2.1 Pengertian Yurisdiksi ........................................................................................ 11 
 
2.2 Ruang Lingkup Yurisdiksi ............................................................................... 12 
 
 
2.3 Prinsip-prinsip Yurisdiksi ................................................................................ 14 
 
2.4 Kekebalan Yurisdiksi/ Imunitas ..................................................................... 21 
 
2.5 Pengaturan Yurisdiksi Terhadap Tindak Pidana Siber ............................. 25 
 
2.6 Daya Berlaku Yurisdiksi .................................................................................. 28 
2.6.1 Daya Berlaku dari Sudut Kekuatan Mengikat (Binding force) 29 
2.6.2 Daya Berlaku dari Sudut Jangkauan Yurisdiksi 33 
 
BAB III: PASAL 2 UNDANG-UNDANG NO 11 TAHUN 2008 TENTANG 
INFORMASI DAN TRANSAKSI ELEKTRONIK DAPAT  
DITERAPKAN DINEGARA LAIN YANG MERUGIKAN NEGARA 
INDONESIA 
 
3.1 Pengertian Kedaulatan Negara (State sovereignty) .................................... 40 
 
3.2 Macam-macam Kedaulatan Negara .............................................................. 42 
 
3.3 Pengakuan Negara ............................................................................................. 44 
 
3.4 Pengertian Ektradisi .......................................................................................... 48 
 
3.5 Prosedur Ektradisi .............................................................................................. 50 
 
3.6 Asas-asas Ektradisi ............................................................................................ 52 
 
3.7 Pengaruh Kedaulatan Negara Lain Terhadap Kejahatan yang Merugikan 
 
Indonesia 62 
 
BAB IV : PENUTUP 
 
4.1 Kesimpulan.......................................................................................................... 69 
 
4.2 Saran ..................................................................................................................... 69 
 
DAFTAR PUSTAKA .......................................................................................................... 70 
 
 
 
  
  
Kesimpulan 
 
Berdasarkan hasil penelitian dan analisis, maka dapat disimpulkan hal-hal 
sebagai berikut: 
 
1. Daya berlaku Pasal 2 Undang-undang Nomor 11 Tahun 2008 Tentang 
Informasi dan Transaksi Elektronik terhadap yurisdiksi Negara lain adalah 
terlalu luas, yang artinya daya berlakunya pasal tersebut dapat berbenturan 
dengan kedaulatan Negara lain. 
 
2. Pasal 2 Undang-undang Nomor 11 Tahun 2008 tentang Informasi dan 
Transaksi Elektronik dapat diterapkan di Negara lain yang merugikan Negara 
Indonesia adalah melalui ektradisi namun apabila tidak bertentangan dengan 
prinsip hukum internasional itu sendiri. 
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