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験に成功したことに始まっている。日本では 1890年 (明治 23年)に東京-横浜で有線の電
話事業が開始した。また、無線の音声通信は 1900年にレジナルド・フェッセンデンが電







































































































































IPv4(IP version 4)では 32bit、IPv6(IP version 6)では 128bitで構成される。インター
ネット上のすべてのインターフェースはインターフェース毎の固有の IPアドレスを所
有しなくてはならず、そのため、IPアドレスは民間の非営利法人である ICANN(The



























MACアドレスは IEEE(The Institute of Electrical and Electronics Engineers, Inc.)にて
標準化され、EUI(Extended Unique Identifier)-48と、その拡張版である EUI-64があ
る。EUI-48は図 2.2のようなアドレス体系になっており、48bit長の識別子となって




























n bit0bit 64bit 128bit







































Address)や宛先 IPアドレス (Destination Address)、通過できるルータの数を制限するホッ
プリミット (Hop Limit)などが含まれている。ホップリミットは、ルータを通過するたび
に 1つずつ減らされ、0になるとパケットは破棄される。














逆近隣探索告知メッセージ (Inverse Neighbor Discovery Advertisement)142
逆近隣探索要請メッセージ (Inverse Neighbor Discovery Solicitation)141
情報応答 (ICMP Node Information Response)140







マルチキャスト聴取者終了 (Multicast Listener Done)132
マルチキャスト聴取者報告 (Multicast Listener Report)131






version Traffic Class Flow Label











































MobileIPv6は、Mobile Node(MN)・Home Agent(HA)・Correspondent Node(CN)の 3つの
ノードから成る．
・Mobile Node : モバイルノード (以降、MN)
ネットワークを移動する端末ノード。MNが所属するホームネットワークからホームネッ
トワークのプレフィックスを持つホームアドレス (Home Address : HoA)と呼ばれる IPア
14
ドレスが割り振られる。また、MNがネットワークを移動した際に移動先ネットワークか















対し定期的に CoAを通知する Binding Updateを行い、HAはMNの HoAと CoAを対応
関係表である Binding Cache Entryを作成する。その表を用いて、HAはMNへの転送を
行うが、その際 IPinIP[17]によるカプセル化が用いられる。IPinIPとは、図 2.8に示すよ

























































・ Authentication Header (AH) [20]
パケットの完全性、認証を提供する。パケットの暗号化は行わない。







3. MNはHAに対してHoAと CoAの対応関係を通知 (Binding Update)
4. HoAと CoAの対応関係表である Binding Cache Entryを更新
17



































































































図 2.11: NEMOにおける CNと LFNの通信手順
20
ある。そのため、MRはHAに対し定期的にCoAを通知するBinding Updateを行い、HA


















3. MRはHAに対してHoAとCoA及びNetwork Prefixの対応関係を通知 (Binding Up-
date)










































































































































































に位置するノードを探索する (図 3.3参照)。ただし、これらの手順は IPv6における手順で
ある。
























































































式 1における消失リスク Áは、1秒後に 1個の近傍ノードが存在する確率、つまり、近
傍ノードの移動頻度 P、及び、監視する近傍ノード数N [個]、監視実行間隔 T [秒]を用い
て表している。
式 2における監視トラフィック量 bは、監視パケットのサイズC[bits]及び監視する近傍
ノードの数N [個]、監視実行間隔 T [秒]を用いて表している。
これらの 2式を用いて、近傍ノードの移動頻度 P 及び監視する近傍ノードの消失リス



















































































































































































































































監視する近傍ノードの消失リスク Áは 1%以下に抑えることを想定し 0:01として与え、
また、監視パケットのサイズC[bits]を IPv6の pingの最小パケットサイズの 56[bits]とし、
下記の状況における数値シミュレーションを行った。
ケース 1) P=0.7 (1秒間に 3割の客が下車するような乗り降りの多い駅の場合を想定)
ケース 2) P=0.99 (10秒間に 1割の客が下車するような一般的な駅の場合を想定)
図 4.5は、数値シミュレーションの結果得られた、監視トラフィック量 bに対する監視
する近傍ノード数N と監視実行間隔 T を示している。
P = 0:7の場合、N = 8[個]の時に監視トラフィック量 bが最小となり、T ≒ 2:3[sec]，
b≒ 218[bps]となる。また、P = 0:99の場合、N = 8[個]の時に監視トラフィック量 bが




40.059    ~    70.440
21.479    ~    40.059
11.223    ~    21.479
70.440    ~    100.000
5.785    ~    11.223
2.958    ~    5.785
1.504    ~    2.958
0.762    ~    1.504
0.385    ~    0.762
0.194    ~    0.385
0.0979    ~    0.194
0.0493    ~    0.0979
0.0248    ~    0.0493
0.0124    ~    0.0248
6.25×10
-3
~    0.0124
3.14×10
-3








































表 4.1: 監視する近傍ノードの消失リスク Áに対する監視トラフィック量 bが最小となる監
視する近傍ノード数N
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また、図 4.5では、監視する近傍ノードの消失リスク Áにより監視トラフィック量 bが
最小となる監視する近傍ノード数N は、近傍ノードの移動頻度 P に関係なく一定となっ
ている。監視する近傍ノードの消失リスク Áに対する監視トラフィック量 bが最小となる
監視する近傍ノード数N の表を表 4.1で示す。この結果は、式 1を式 2に代入し、T を消
し、N で微分した以下の式によって証明できる。
b0(N) =
56N2(1¡Á 1N ) log (1¡Á 1N )¡56Á 1N (1+N) log Á
N2(1¡Á 1N )flogP (1¡Á
1
N )g2 logP
上式では、分母が常に正の値となるため、分子が 0の時 bが極小となるが、分子にP が
含まれていないため、Áの値によってN が決定されることが分かる。
また、Á及びN が一定の場合には、式 1によりP T は一定となる。よって、近傍ノード
の移動頻度 P が変化する状況で、要求される監視する近傍ノードの消失リスク Áを一定























を計測し、評価する。評価方法は、まず、2秒間に 0.2秒間隔で 10回 pingを各ノードに








ド 1のRTTがほぼ全て 4[ms]から 8[ms]以内に収まっていることがわかり、有線で接続さ
れているノードは非常に安定して RTTが短いことがわかる。また、有線の中でもハブの
ホップ数が短いほど RTTが短くなることがわかる。またこの実験結果より、他ノード 2





















































































近(有線) 他1(有線) 他2(無線) 他3(無線)
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