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Arma, que con sus trabajos, que representan únicamente la opinión de sus autores, trasmiten a los demás 
el fruto de su saber y experiencia, consiguiendo que la razón de ser del Memorial continúe siendo la que 
pretendiera su fundador.   
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Puede colaborar en el MEMORIAL DE INGENIEROS cualquier persona que pre-
sente trabajos originales y escritos especialmente para nuestra revista que, por el
tema, se consideren de interés y vengan redactados con estilo adecuado.
Se acusará de recibo a los trabajos que tengan entrada en esta redacción, pero
ello no compromete a su publicación, ni se mantendrá correspondencia sobre
aquéllos que no hayan sido solicitados por esta re v i s t a .
El Consejo de Redacción se reserva el derecho de corre g i r, extractar y suprimir
algunas partes del trabajo, siempre que lo considere necesario, sin desvirtuar la
tesis propuesta por el autor.
Toda colaboración publicada, y que lleve consigo labor de investigación o que
aporte innovaciones o mejoras en los procedimientos, se remunerará de acuerd o
con las tarifas vigentes.
LOS TRABAJOS DEBERÁN AJUSTARSE A LO SIGUIENTE
1 . Se presentarán un solo ejemplar en papel de formato A-4. Se re c o m i e n d a
que el texto no exceda de diez hojas.
2 . Con el fin de agilizar el proceso de edición y de no desvirtuar el contenido del
artículo se acompañará, junto con el ejemplar escrito, el corre s p o n d i e n t e
soporte informático.
3 . En la primera hoja y a continuación del título del trabajo, deberá figurar el nom-
b re completo y empleo del autor, si es militar, y siempre, domicilio y teléfono.
4 . Al final del texto figurará una relación de las siglas empleadas, con su signifi-
cado y la bibliografía o trabajos consultados.
5 . Los trabajos se acompañarán de la documentación gráfica corre s p o n d i e n t e
(fotografías, diapositivas, dibujos) debidamente enumerada y con los pies
explicativos de cada secuencia. Los gráficos o dibujos se procuraran que sean
los originales o aquéllos que pueden re p roducirse decorosa y fielmente.
6 . Se dirigirán a:
Excelentisimo Señor Director del Memorial del Arma de Ingeniero s .
Academia de Ingeniero s .
28240-Hoyo de Manzanare s .
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LA FUNCIÓN ABASTECIMIENTO EN
INGENIEROS
Teniente Coronel Ingenieros ( ESO ) D. Mauro Velasco Lucas
PROPÓSITO
Este artículo tiene como principal intención, dar a conocer u ofrecer toda la luz posi-
ble a los Cuadros de Mando ( C.M,s. ) de la especialidad fundamental de Ingenieros en el
desarrollo de la función logística Abastecimiento vista ésta desde el Órgano Logístico Cen-
tral que es el PCMMI de Guadalajara. En definitiva, trato de conseguir que las Unidades
obtengan del Parque un servicio lo mejor posible una vez que conozcan el funcionamiento
de la Unidad de Abastecimiento y de las que la complementan dentro de la orgánica del
PCMMI.
INTRODUCCIÓN
Como es sabido por todos los pertenecientes a la especialidad de Ingenieros, el
actual Parque y Centro de Mantenimiento de Material de Ingenieros es un Órgano Logístico
Central de 4º escalón dependiente de la Dirección de Mantenimiento (DIMA) y ésta a su vez
del MALE. La creación del Parque Central de Ingenieros data del año 1937 y sus primeras
ubicaciones fueron Gallur ( Zaragoza ) y Almazán ( Soria ). En 1942 se instala en Villaverde
Alto ( Madrid ) y desde abril del año1998 es el Acuartelamiento Capitán Arenas de la capital
alcarreña de Guadalajara el que acoge al PCMMI. Esta ciudad castellano-manchega alber-
gó la Academia de Ingenieros durante el periodo 1833 -1931 de la que salieron ilustres y glo-
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riosos oficiales. El solar que ocupa el actual Parque acogió en su día a la primera Unidad de
Aerostación del Ejército.
Las instalaciones sobre las que se asienta el PCMMI fueron ocupadas hasta su lle-
gada a Guadalajara por el Parque Central de Artillería y con el paso del tiempo han sido pro-
gresivamente adaptadas a las necesidades y usos que exigen las reparaciones del material
de Ingenieros así como el almacenamiento adecuado de los correspondientes recursos de
la clase IV, clase VII-b y clase IX ( repuestos de Ingenieros ). 
ORGANIZACIÓN DEL PCMMI 
El Parque y Centro de Mantenimiento de Material de Ingenieros es uno de los diez
Órganos Logísticos Centrales ( O.L.C,s. ) que forman parte de la estructura de los cuartos
escalones de mantenimiento, como lo son también los de ruedas, acorazados, transmisio-
nes, armamento, misiles, material de Artillería, material de Intendencia , helicópteros y otras
Unidades de alta especialización.
Su funcionamiento especifico para la función logística de abastecimiento viene regu-
lado por la NG 15 / 99 del servicio logístico de abastecimiento y por las diversas normas par-
ticulares de funcionamiento interno del PCMMI.
La estructura orgánica del PCMMI de manera muy sucinta es la siguiente:
• Jefatura
• PLMM
• Unidad de Mantenimiento
• Unidad de Abastecimiento
• Departamento de Calidad y Medio Ambiente
• Sección de Administración Económica
• Cia. de Apoyo y Servicios
Sin duda, las dos Unidades fundamentales del Parque –tanto en personal como en
medios– son las de Mantenimiento y Abastecimiento pero ambas están muy reguladas e
interrelacionadas con el Departamento de Calidad y la Sección Económica.
UNIDAD DE ABASTECIMIENTO
ARTICULACIÓN
Está bajo mando de un Tcol. de Ingenieros (ESO) en vacante de L.D. y su estructura
es la que muestra este sencillo organigrama.
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MISIONES
Las misiones específicas de cada una de las unidades subordinadas a la Jefatura de
Abastecimiento son:
De la sección Programación y Adquisiciones
• Estudio de necesidades de adquisición de repuestos
• Generación de niveles para operaciones
• Proceso de catalogación de repuestos y nuevos materiales
• Autorización de consumo de artículos a Unidades
• Control de recepción de materiales procedentes de Z.O. y gestión de los mismos
• Gestión de la terminal de carga de Guadalajara, tanto del SETRE como en el trans-
porte discrecional
De la sección de Control de Abastecimiento
• Control de inventario del Ejército de los materiales de Ingenieros
• Registro, actualización y archivo de la documentación de todos los materiales
• Filiaciones y ficha historial
• Asignación del número «Z»
• Confección de las actas de entrega de todos los nuevos materiales
• Gestión de entrega de los nuevos materiales
• Seguimiento de las reclamaciones de las U,s.
• Gestión de los procesos de baja y desembarazamiento de material inútil
• Gestión de suministro de piezas de repuesto a talleres ( U. de Mantenimiento del
PCMMI ), Unidades de T.N. y apoyo a Z.O.
De los almacenes General y de Piezas de repuesto
• Confección de las órdenes de suministro ( preparación de las peticiones de las U,s 
• Gestión y mantenimiento del material almacenado
• Control de productos perecederos
• Gestión de productos peligrosos
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Preparación en los almacenes de un lote de cia. de Zapadores
FUNCIONAMIENTO
Hasta ahora, el artículo ha sido meramente informativo pero ese no es mi propósito
sino –como he dicho en el inicio– es dar luz a las Unidades para que éstas obtengan el mejor
rendimiento del PCMMI en la función de Abastecimiento. En este apartado pretendo expli-
car cómo funciona la Unidad de Abastecimiento desde que se recibe una petición hasta que
se deposita para su transporte en recepción y entrega. El procedimiento puede seguirse cla-
ramente con los dos gráficos que se muestran al final de este artículo. Como es sabido, exis-
ten dos formas de recibir una petición, bien por SIGLE o bien por el formulario M-704.
Petición recibida vía SIGLE
Si, cuando se recibe la petición hay existencias en los almacenes, el tiempo que se
tarda en depositarla para su transporte en recepción y entrega (REEN) es de 24 - 48 horas.
En REEN está a disposición del SETRE o del transporte discrecional o bien de la Unidad peti-
cionaria que puede recogerlo con sus medios propios.
Si la petición recibida no está en los almacenes, lógicamente hay que adquirirla por
los procedimientos regulados por la Sección de Administración Económica ( SAE ). Una vez
llega el pedido a REEN –este periodo de tiempo es imprevisible y muy variado, oscilando
entre 3-4 días a varias semanas– el personal de la SAE tiene que darlo de alta en su inven-
tario y el personal del Departamento de Calidad (DCAL) comprobar que se ajusta a la cali-
dad requerida. Si todo es correcto, el repuesto, el artículo o lo que se haya pedido está en
disposición de ser preparado par ponerlo a disposición de la DITRA para su transporte a la
Unidad peticionaria. Si el material recibido no cumple con los requisitos de calidad o no se
ajusta fielmente a lo pedido se devuelve al fabricante. Esta circunstancia aunque parece
increíble suele ocurrir con relativa frecuencia.
18
Petición recibida vía M-704
Las peticiones por el formulario M-704 van disminuyendo progresivamente cada año
y las realizadas por SIGLE van en aumento. No obstante, aún se reciben peticiones de U,s.
por M-704.
Si una Unidad solicita por M-704 una petición teniendo los artículos de ésta NOC,
automáticamente se devuelve porque todo artículo que tenga NOC, obligatoriamente ha de
pedirse por SIGLE.
Si el artículo no tuviera NOC y hubiera existencias en los almacenes, se genera por
la oficina de control de abastecimiento la correspondiente orden de suministro ( O.S. ) y se
pone a disposición de la DITRA o de la Unidad peticionaria para que –con sus propios
medios– venga a recogerla. El tiempo de estas gestiones puede ser de 24-48 horas.
Si el artículo solicitado no tuviera NOC y no existiera en los almacenes, la SAE tiene
que adquirirlo y la sección de catalogación tiene que catalogarlo ( dotarle de un NOC ). Una
vez el proveedor sirve el pedido, la SAE lo da de alta en su inventario, el DCAL comprueba
su calidad y si todo es correcto se genera la correspondiente orden de suministro para
enviarlo a la Unidad poniéndolo previamente a disposición de la DITRA o de los medios pro-
pios de la Unidad solicitante. El tiempo de esta gestión puede abarcar de una semana a cua-
tro o cinco.
Los tiempos que he mencionado en cada una de las gestiones, cuando no se dis-
pone de «stock» son meramente orientativos. No hay que olvidar que nuestro material es
muy variado, heterogéneo y en algunos casos por su antigüedad, es muy difícil conseguirlo.
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PRESENTE
La situación actual de personal de la U. de Abastecimiento es la que se refleja en la
siguiente tabla y con estos efectivos humanos se acomete toda la carga de trabajo habitual y
la de periodos «punta» cuando se generan niveles para operaciones de ayuda humanitaria.
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JEFES OFICIALES SUBOFIC. TOTAL
C.M,s 2 4 5 11
CABOS 1º CABOS SOLDADOS TOTAL
MPTM,s 2 1 4 7
ADMINISTRAT. ALMACENEROS TOTAL
PERSONAL CIVIL 7 9 16
Con estos efectivos tan ajustados se desarrolla el trabajo cotidiano y se atienden las
peticiones de todas las U,s. del Ejército ( clase IV y clase IX ), las U,s. de Ingenieros ( clases
IV,VII, IX ) y todas las que proceden de Z.O. Se han simultaneado cuatro operaciones en el
exterior durante un mismo año.
He mencionado anteriormente que las peticiones por SIGLE van en aumento, la tabla
siguiente así lo indica:
2001 2002 2003 2003 2005
PETICIONES 8% 19% 43% 61% 74%
ATENDIDAS
POR SIGLE
La sección de catalogación realiza una labor constante para la asignación paulatina
OC a los artículos que no lo tienen. No obstante, en todos los contratos que se firman en la
actualidad, las empresas deben ofrecer sus productos catalogados. La gestión de ésta sec-
ción va en aumento como puede verse en la tabla.
2001 2002 2003 2004 2005
ART. 2200 9800 11508 14863 17281
CATALOGADOS 
A lo largo del segundo semestre del 2006, la empresa DHL está acometiendo bajo
contrato suscrito con el E.T., un recuento de los almacenes no sólo del PCMMI sino de todos
los almacenes de los centro logísticos. Este gran reto va a suponer un excelente apoyo a la
U. de Abastecimiento en la actualización de inventarios y en la segregación de material
obsoleto.
Otro apoyo excelente ha sido la instalación de siete armarios de almacenamiento
vertical, integrados en el SIGLE mediante un programa informático específico.
FUTURO
¡El futuro de la U. Abastecimiento pasa – al igual que el todos los O.L.C,s. - por la
próxima racionalización de los mismos y la creación del almacén virtual único (A.V.U. ) y el
Centro de Abastecimiento del E.T. ( CABET ).
El CABET, será un gran Centro, o quizás dos que, – al parecer – se ubicarán en
Madrid o en sus alrededores y acogerán todo tipo de abastecimiento.
El mantenimiento, parece ser que se externalizará aunque no se sabe hasta que
grado y la reducción de centros que implicará esta medida. Quedan muchas incógnitas por
resolver como por ejemplo, ¿quién se hará cargo de los equipos tan heterogéneos y anti-
guos en algunos casos de Ingenieros? ¿la externalización llegará también a Z.O.? ¿qué ocu-
rrirá con el personal civil y militar de los Órganos Logísticos Centrales?
CONCLUSIONES
1ª Hay que tener presente que el PCMMI es un Centro de mantenimiento y
abastecimiento, no es un gran almacén en el que se encuentran todos los artículos del
mercado. El material de Ingenieros del ET es muy diverso, heterogéneo y en algunos
casos sus componentes son muy antiguos y ya no se fabrican, de ahí la tardanza en la
respuesta a alguna petición.
2ª El control de calidad de los materiales en general (piezas de repuesto, artículos,
material nuevo, reactivos químicos...) es primordial y de obligado cumplimiento pero
demora las recepciones y por ello las entregas a las Unidades.
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Estiba de material de fortificación para la operación «Libre Hidalgo» ( Líbano )
3ª Los procedimientos y normas logísticas son –quizás– demasiado complejos y rígi-
dos pero hay que cumplirlos tanto por parte del PCMMI como por parte de las U,s. Las peti-
ciones de abastecimiento no pueden solicitarse por teléfono ni por correo electrónico
particular sino por el cauce adecuado del SIGLE o por el impreso M- 704, cursado
siempre a través de los órganos logísticos intermedios correspondientes.
4ª En España, nación cuna de la picaresca, no podía faltar también este arte en la
Logística: mentalicémonos que no todas las peticiones pueden ser urgentes y olvidé-
monos de: «adelántame esta petición que mañana sin falta te la pido por SIGLE». El repues-
to llega a la Unidad solicitante pero el «mañana» raras veces llega al PCMMI.
5ª El PCMMI no tiene medios de transporte propios ya que quien transporta el
material es la DITRA y es esta Dirección quien fija las prioridades. Hay muchas peticiones
que están dispuestas en 24 horas a falta de ser transportadas.
6ª La U. de Abastecimiento tiene como principales «clientes» a la U. de Manteni-
miento del propio Parque, a las U,s. de Z.O. y a las U,s. del E.T. Las dos primeras tienen
durante todo el año un ritmo de peticiones constante y como tal, tienen que estar perma-
nentemente atendidas. 
7ª El repliegue de determinadas misiones de corta duración en el extranjero, lleva
consigo la devolución al PCMMI de una cantidad ingente de material, mucho de el inservi-
ble debido, en algunos casos a las precarias condiciones de almacenamiento. Este material
–fundamentalmente de clase IV y de clase IX – viene desclasificado, dentro de contenedo-
res y supone, al llegar al Parque, un trabajo enorme volver a clasificarlo y colocarlo en estan-
terías.
Las U,s. que se desplazan a zona deben ser conscientes que hay material que
no merece la pena ser repatriado y el que se repatría, debe hacerlo en unas condicio-
nes que facilite su control de calidad y posterior almacenamiento.
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Disposición, para su transporte en una góndola, de una retroexcavadora una vez reparada en el PCMMI
CURSO INTERNACIONAL DE INSTRUCTORES
DE DESMINADO PARA LAS FUERZAS
ARMADAS CHILENAS
Capitán Ingenieros (ESO) D. Jorge García García 
1. INTRODUCCION
El Desminado Humanitario es un concepto que a lo largo de los últimos años ha evo-
lucionado hacia aquello que, actualmente, se denomina «Acción contra las minas».
La historia de esta acción toma trascendencia alrededor del año 1990, a través de la
expresión «Desminado Humanitario», cuando el Comité Internacional de la Cruz Roja y dis-
tintas organizaciones agrupadas en la Campaña Internacional contra las Minas Terrestres
(ICBL) comenzaron a difundir el nefasto efecto humanitario que tenían las minas antiperso-
nal. Estas organizaciones contaron, rápidamente, con el apoyo tanto de distintos organis-
mos de Naciones Unidas, como también de importantes personalidades de distintos países. 
El trabajo de concienciación sobre el daño humanitario que significaban las minas
antipersonal –en particular después de finalizados los conflictos– fue haciendo efecto sobre
distintos países. Así, en 1997, se firmó en Ottawa, Canadá, la convención sobre la prohibi-
ción del empleo, almacenamiento, producción y transferencia de minas antipersonal y su
destrucción, conocida también como Convención o Tratado de Ottawa.
El objetivo del desminado humanitario es la limpieza total de todos los tipos de minas
terrestres y restos explosivos de guerra en las áreas afectadas y las infraestructuras, de un
modo tan eficiente, rápido y seguro como sea posible para reducir los costos al mínimo.
Requiere por tanto que cada mina sea localizada, descubierta y removida o destruida según
el caso. El objetivo final es convertir esas áreas afectadas en económicamente útiles y utili-
zables por la población sin temor a una posible explosión.
Dentro de este objetivo es de enorme importancia las tecnologías de detección que
buscan siempre un ratio de detección muy elevado disminuyendo al máximo las falsas alar-
mas. 
Este trabajo presenta el curso que el Centro Internacional de Desminado (CID.)
impartió en la Escuela de Ingenieros de Chile, con el fin de formar instructores de desmina-
do humanitario que posteriormente formarán parte de las unidades de desminado encarga-
das de lograr un nuevo Chile libre de minas.
La labor de enseñanza del CID en el ámbito del desminado humanitario viene refle-
jado en su acta de fundación, según la OM 610/2002, donde se establece que «fomentará,
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en colaboración con el Ministerio de Asuntos Exteriores el papel de España en la acción de
minas dentro de la comunidad internacional» y no es sino un reflejo de lo marcado en el artí-
culo 6.2 de la Convención sobre la prohibición del empleo, almacenamiento, producción y
transferencia de minas antipersonal y sobre su destrucción, que establece de manera tex-
tual «…Cada Estado Parte se compromete a facilitar el intercambio más completo posible
de equipo, material e información científica y técnica en relación con la aplicación de la pre-
sente Convención, y tendrá derecho a participar en ese intercambio. Los Estados Parte no
impondrán restricciones indebidas al suministro de equipos de limpieza de minas, ni a la
correspondiente información técnica con fines humanitarios…». España firmó el citado tra-
tado el 3 de diciembre de 1997 y lo ratificó el 19 de Enero de 19991.
En definitiva, la medida primaria de eficacia del curso es proporcionar al país que lo
recibe la capacidad de sustentación propia para administrar, dirigir y controlar sus propias
acciones de desminado
2. OBJETIVO DEL CURSO
El objetivo principal del curso fue la de capacitar al alumno para el mando de equi-
pos de desminado en tareas de reconocimiento, señalización y limpieza de zonas minadas,
así como llevar a cabo la destrucción in situ de pequeñas municiones aisladas, y para el
desarrollo de la función docente como instructor en los Cursos Básicos de Desminado, con-
forme a la normativa internacional sobre calidad y seguridad de los trabajos en el ámbito del
Desminado Humanitario.
Una vez superado el curso, los alumnos obtienen una titulación de Instructores de
Desminado Humanitario, que según los estándares internacionales, corresponde a un nivel
profesional EOD 2 (Explosive Ordnance Disposal)
3. DESARROLLO DEL CURSO
3.1 Cronología del curso
El curso de instructores de desminado humanitario se engloba en el marco de los
acuerdos de cooperación establecidos entre España y Chile, y planteada como una de las
actividades de la comisión mixta hispano-chilena, desarrollándose entre el 24 de Abril y el 3
de Junio de 2006.
Los profesores del CID que han impartido dicho curso fueron los siguientes:
• Capitán D. Jorge García García
• Capitán D. Manuel Aniceto González de la Fuente
• Capitán D. Agustín Mariño Castillo
• Subteniente D. Francisco Javier López Fernández
De este modo, y tras realizar una primera fase de tres días de planeamiento y elabo-
ración de programas y prácticas conjuntas, el día 28 de Abril a las 07:30 horas se inauguró
el curso en el aula magna de la Escuela, en un acto oficial presidido por el Ilmo. Sr. Coronel
Director de la Escuela de Ingenieros Chilena D. Mauricio Araya Mourgues.
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1 Ref. XXIX Conferencia Internacional de la Cruz Roja y Media Luna Roja.
A partir de ese momento se siguieron los programas de clases previstos durante toda
la duración del curso, sin producirse prácticamente ninguna variación. Cabe destacar úni-
camente que el día 26 de Mayo la delegación de instructores españoles se desplazó desde
primera hora a Santiago de Chile para participar en el acto que se celebró en la Embajada
de España con motivo del Día de las Fuerzas Armadas. Dicho acto fue presidido por el
Excmo. Embajador del Reino de España en Chile, D. José Antonio Martínez de Villareal. 
El número de concurrentes al citado curso fue de 45 alumnos, de los cuales nueve
(9) eran oficiales (8 de Ejército y 1 de Infantería de Marina) y el resto suboficiales tanto de
Ejército como de Infantería de Marina.
3.2 Antecedentes históricos
El curso se realizó en la Escuela de Ingenieros del Ejército de Chile, situada en la
población de Tejas Verdes, a unos 110 Km. al sureste de la capital Santiago de Chile. 
Los antecedentes sobre la creación de la Escuela de Ingenieros Militares se remon-
ta al año 1902, cuando fue publicado el decreto, firmado por el Presidente de la República
Germán Riesco y su ministro de Guerra Rafael Herrera. En esa oportunidad se nombró como
director de la institución al Sargento Mayor Guillermo Dublé Almeida. En 1906 se organiza la
Escuela de Ingenieros y Artillería que funciona regularmente algunos años, disolviéndose
bruscamente y dando término al plantel. El 9 de julio de 1924 se organiza la Escuela de Apli-
cación de Ingenieros Militares, mediante un decreto firmado por el Presidente Arturo Ales-
sandri Palma y su Ministro de Guerra Luis Brieba
El origen del Arma de Ingenieros del Ejército de Chile se remonta a la época de la
Colonia y la Patria Vieja. En esa época se desempeñaban en actividades de apoyo a la
comunidad y ayudando en menor medida a las fuerzas militares que aseguraban la existen-
cia del reino de España. Se destaca entre sus obras la confección de Planos para catedra-
les, el Puente de Cal y Canto, fuertes fronterizos etc. Los más destacado ingenieros milita-
res en esa época fueron el coronel irlandés Juan Mackenna O’ Reilly y el Ingeniero Militar
Español, Santiago Arcos.
Geográficamente Tejas Verdes comprende la costa sur de la boca del río Maipo, con
la mayor playa del Litoral Central (20 kms. de extensión). Hacia el interior limita con la ruta
que va hasta la boca del rió Rapel. Este sector no tiene cerros altos, pues la cordillera de la
Costa aquí desaparece entre lomas bajas y onduladas. La ribera está bordeada de acantila-
dos de arenisca compuesta y con estratos visibles de conchuelas, lo que indica su origen de
plataforma marina emergida. Hacia el interior predominan tierras de rulo costino.
4. ESTRUCTURA DEL CURSO
El curso se estructuró en tres módulos diferentes, en función del área de enseñanza
que tratara.
El primer módulo es el módulo básico, que estaba compuesto por las asignaturas de
explosivos, topografía y primeros auxilios.
El segundo módulo es el módulo de formación, que lo componen las asignaturas de
Introducción a la acción de minas, medios de desminado, identificación de minas, identifi-
cación de municiones, destrucción de municiones, y procedimiento de desminado.
El tercer y último módulo lo componen asignaturas complementarias que tienen
como fin trabajar aspectos adicionales a la formación general del instructor, como son psi-
cología y técnicas de expresión oral.
25
Como complemento al curso se realizaron una conferencia sobre el Sistema de Ges-
tión de la Información de Acción de Minas (IMSMA) y otra conferencia sobre un accidente
real sucedido en Chile durante las labores de desminado.
4.1 Módulo básico
4.1.1 Explosivos
La asignatura de explosivos dentro del curso tenía como objetivos principales los
siguientes:
— Proporcionar a los alumnos un conocimiento básico en el manejo de explosivos
y su clasificación, así como cualificar a los alumnos en la elaboración de artificios
completos y en la activación de cargas.
— Instruir a los alumnos en las reglas de seguridad necesarias para el trabajo con
explosivos.
— Cualificar a los alumnos en la destrucción de explosivo siguiendo las normas
internacionales sobre detonaciones al aire libre (OBOD) Open Burn and Open
Detonation.
— Proporcionar a los alumnos conocimientos avanzados en todo lo relacionado con
el transporte, conservación y manejo de explosivo de acuerdo a lo establecido
con las normas internacionales.
Durante el transcurso del curso las prácticas se llevaron a cabo en el campo de
maniobras y tiro de Bucalemu, situado a 35 Km. de la Escuela de Ingenieros chilena. En ellas
se realizaron prácticas de montaje y fabricación de artificios completos, encendidos eléctri-
cos, montaje de aros de fuego, utilización de cargas dirigidas, y se realizó instrucción con
moldes de cargas reglamentarias españolas para poder estudiar sus efectos sobre diversos
materiales. De este modo se trabajó con cargas huecas, diédricas, etc.
4.1.2 Topografía
La asignatura de topografía tenía como objetivos principales los siguientes:
— Proporcionar a los alumnos conocimientos básicos sobre utilización de medios
cartográficos, así como estudiar diversos métodos de cálculo topográfico.
— Instruir a los alumnos en el uso de la brújula, mapa y sistemas de posiciona-
miento global.
— Realizar prácticas de navegación sobre recorridos balizados a la brújula y al
mapa, así como instruir a los alumnos en la confección de croquis.
Las prácticas de topografía se realizaron en zonas aledañas a la Escuela de Ingenie-
ros, para lo cual los instructores españoles realizaron dos recorridos topográficos de dificul-
tad creciente con puntos balizados, que los alumnos debían encontrar utilizando únicamen-
te mapa y brújula.
4.1.3 Primeros auxilios
La asignatura de primeros auxilios se realizó en colaboración con la unidad sanitaria
de la Escuela de Ingenieros Chilena, quien asistió al curso con material y personal especia-
lizado. De manera conjunta se propusieron como objetivos del curso los siguientes:
— Proporcionar a los alumnos conocimientos teóricos básicos sobre anatomía y
fisiología.
— Cualificar a los alumnos a realizar una valoración médica inicial de una víctima de
accidente por mina.
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— Cualificar a los alumnos a llevar a cabo una reanimación cardiopulmonar, así
como identificar hemorragias y como actuar sobre ella.
— Cualificar al alumno a realizar una evacuación de una zona minada con las medi-
das de primeros auxilios necesarias, así como a conocer el protocolo de actua-
ción en caso de extracción de un herido por medios aéreos.
El desarrollo de la asignatura se realizó en dos etapas, la primera de ellas en las ins-
talaciones de la escuela, donde se llevaron a cabo las clases teóricas y los ensayos en vacío
de todos los protocolos de actuación, incluidos el uso de camilla, collarín y desfibrilador. La
segunda etapa se realizó en el campo de maniobras durante el ejercicio final. En el trans-
curso del citado ejercicio se realizó un simulacro de accidente en una zona minada, ante el
cual los instructores tenían que decidir que medidas tomar y como realizar la evacuación. El
ejercicio finalizaba con la evacuación del herido por medios terrestres hacia el helipuerto tras
haber realizado los protocolos de primeros auxilios.
4.2 Modulo de formación
4.2.1 Introducción a la acción de minas
La asignatura de Introducción a la acción de las minas trataba de ser un acerca-
miento a lo que significa el concepto de «acción de minas», y trataba de presentar la actual
filosofía que rige las directrices del desminado y todos sus aspectos. Como objetivos con-
cretos presentaba los siguientes:
— Proporcionar a los alumnos un conocimiento amplio de las actividades que se
incluyen en el concepto «acción de minas».
— Proporcionar a los alumnos un conocimiento amplio del alcance de los tratados
internacionales que tratan sobre minas y restos explosivos de guerra.
— Instruir a los alumnos en los trabajos que es necesario llevar a cabo en el trans-
curso de una operación de desminado.
— Dar a los alumnos una visión general sobre las necesidades que deben paliar a nivel
de educación sobre el riesgo en el transcurso de una operación de desminado.
4.2.2 Medios de desminado
La asignatura de medios de desminado presentaba los siguientes objetivos:
— Cualificar al alumno para el empleo y mantenimiento de los medios de detección,
protección y remoción que se deben utilizar durante las operaciones de desmi-
nado.
— Instruir al alumno en el conocimiento de las firmas magnéticas que corresponden
a las minas/UXO,s ( Unexploded Ordnance) dependiendo de la cantidad de
metal.
— Instruir al alumno en los protocolos de actuación que deben llevarse a cabo en
los pasillos de una zona de desminado con los equipos de protección, detección
y remoción.
— Dar a conocer a los alumnos un amplio abanico tecnológico de medios existen-
tes en el mercado internacional, para que sea capaz de asesorar sobre la conve-
niencia o no de la compra de un determinado medio dependiendo de las varia-
bles a las que se enfrente.
La asignatura de medios de desminado se realizó con el material que proporcionó la
Escuela de Ingenieros Chilena. Estos materiales son, asimismo, los que se estaban utilizan-
do de manera real en los campos minados de Chile, con lo que se lograba dar al curso un
sentido más real, puesto que el mismo material con el que los alumnos se instruían, sería el
que más tarde se encontrarían en las unidades de desminado.
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Del mismo modo, las minas empleadas en las prácticas fueron las versiones de ins-
trucción de las minas reales tendidas en el terreno.
Para las prácticas de esta asignatura se tuvo que replantear por parte de los ins-
tructores una zona libre de restos metálicos, para que todas las variables magnéticas estu-
vieran bajo control.
Del mismo modo, y por primera vez, se incluyó una práctica con un material de últi-
ma generación traído desde España, y que consiste en unas probetas que contienen una
cantidad de metal controlada, y que ayuda a conocer como responden los detectores elec-
tromagnéticos ante cantidades conocidas de metal. Con posterioridad se podría, por tanto,
extrapolar estas cantidades de metal a las que corresponden a las minas buscadas, y así
conocer de antemano la sensibilidad necesaria en cada detector.
Tras realizar la práctica se considera el resultado como muy satisfactorio.
4.2.3 Identificación de minas
La asignatura de identificación de minas planteó como objetivos a cumplir los
siguientes:
— Proporcionar a los alumnos un conocimiento amplio de las definiciones y termi-
nología mas comúnmente usados internacionalmente en el campo de las minas
terrestres.
— Cualificar al alumno para identificar y clasificar las minas de acuerdo a sus tipos
y características.
— Proporcionar a los alumnos un amplio conocimiento de las minas más comunes
tendidas en el mundo.
— Proporcionar al alumno un amplio conocimiento de los mecanismos de activación
de las minas, así como conocer un muestrario de tipos de espoletas mas común-
mente usados en el mundo.
— Cualificar a los alumnos para neutralizar y desarmar las minas estudiadas.
En el marco de la asignatura resultó muy conflictivo la recopilación de información
referente a las minas de fabricación chilena puesto que los modelos nacionales, tanto Con-
tra Carro (C/C) como Contra Personal (C/PE) no están definidas con detalle en las bases de
datos internacionales. La razón de esta falta de información hay que buscarla en la premu-
ra de tiempo que a mediados de los años 70 tuvo la industria militar chilena de crear sus pro-
pias minas ante el bloqueo militar que sufría su país. Sirva como medida de referencia que
la propia Escuela de Ingenieros no tenía ningún manual de minas nacionales. Ante tal difi-
cultad se realizó una investigación por parte de los alumnos del curso bajo la supervisión de
los instructores españoles, y que culminó con una exposición a final de curso donde se
pudieron exponer los modelos de minas existentes en el país, así como sus características
técnicas y tipos de funcionamiento.
4.2.4 Identificación de municiones
La asignatura de identificación de municiones fue impartida por un profesor de la
Escuela de Ingenieros Chilena, que acababa de llegar de España de finalizar con aprove-
chamiento el curso EOD, y se programó con los siguientes objetivos:
— Proporcionar a los alumnos los conceptos necesarios de todo tipo de municio-
nes, granadas de mano, granadas de mortero, proyectiles, cohetes, misiles de
aviación, bombas y submuniciones.
— Proporcionar a los alumnos conocimientos básicos en los diferentes tipos de
espoletas, su modo de funcionamiento, partes peligrosas y posibilidades de
trampeo.
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— Cualificar a los alumnos para identificar distintos tipos de munición en función de
los marcajes que se puedan ver en su envuelta
— Cualificar a los alumnos para identificar aquellos tipos de munición que pudieran
contener agresivos químicos, nucleares o biológicos, y que necesitaran por tanto
una actuación más especializada.
— Proporcionar conocimientos necesarios para reconocer posibles municiones
incendiarias.
— Cualificar especialmente a los alumnos en poder distinguir aquellas municiones
que pueden destruirse con protocolos de destrucción en masa de aquellas muni-
ciones que exigen una actuación EOD.
En el caso de esta asignatura la información disponible respecto a las municiones
existentes era mucho mayor que en el caso de las minas, sin embargo, según los reconoci-
mientos efectuados sobre las zonas minadas del país, estas sólo tenían minas, y no se cono-
cían casos de municiones colocadas en campos de minas.
4.2.5 Destrucción de municiones
La asignatura de destrucción de municiones fue impartida por un instructor español
y uno chileno, y consistió básicamente en un día de prácticas donde se utilizaron municio-
nes chilenas a las que se les aplicaron cargas especiales de origen español, y se buscaban
principalmente los siguientes objetivos:
— Cualificar a los alumnos a realizar destrucciones de municiones de calibre máxi-
mo 84 mm a fin de cumplimentar lo determinado por los estándares internacio-
nales para alcanzar un nivel EOD 2.
— Proporcionar a los alumnos conocimientos suficientes para poder determinar que
protocolo de actuación debe seguir para destruir los distintos tipos de munición.
— Cualificar al alumno para realizar destrucciones en masa.
— Iniciar al alumno en la utilización de cargas especiales buscando conseguir deto-
naciones de bajo orden.
Por necesidades de conseguir unas distancias de seguridad adecuadas a las des-
trucciones a realizar, se ejecutaron las prácticas de esta asignatura centralizadas en un solo
día en el campo de maniobras de rappel, que se encontraba situado a tres horas de camino
de la Escuela de Ingenieros del ejército Chileno.
4.2.6 Procedimiento de desminado
La asignatura de procedimiento de desminado es la que tiene una mayor carga lec-
tiva en todo el curso, y la que supone una conjunción de conocimientos de las otras. Los
objetivos que se plantea la asignatura son:
— Cualificar al alumno a ejecutar las técnicas de desminado manual, así como a
gestionar equipos de desminado de acuerdo a los estándares internacionales.
— Cualificar al alumno a realizar investigaciones técnicas de áreas sospechosas,
siguiendo las guías de actuación de los estándares internacionales.
— Proporcionar los conocimientos necesarios para poder actuar en una operación
de desminado como instructor.
— Cualificar al alumno para llevar a cabo los tipos de marcaje de zonas minadas que
establece la legislación internacional.
— Proporcionara al alumno conocimientos básicos en el empleo de equipos citoló-
gicos y medios mecánicos en el desminado humanitario
— Cualificar al alumno a llevar acabo procedimientos de desminado en áreas urba-
nas, rutas de tránsito y áreas de batalla.
— Cualificar al alumno para llevar a cabo operaciones de control y gestión de
c a l i d a d .
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— Cualificar al alumno para gestionar toda la documentación técnica necesaria en




La asignatura de psicología se dio en este curso por primera vez en lo que se refie-
re a cursos en el extranjero, y supuso, según los alumnos, muy enriquecedora a la vez que
útil. A pesar de contar con únicamente dos horas se trataron de conseguir los siguientes
objetivos:
— Proporcionar al alumno conocimientos básicos sobre los términos estrés y ansie-
dad aplicados al desminado.
— Cualificara al alumno para conocer síntomas que pudieran definir una situación
de estrés en algún desminador.
— Conocer terapias de relajación destinadas a disminuir las sensaciones de estrés
y ansiedad.
— Conocer los factores que pueden afectar a la salud mental de un desminador
durante su trabajo diario y métodos para paliar los efectos.
4.3.2 Técnicas de expresión oral
La necesidad que tienen los instructores de realizar tareas educativas de sensibiliza-
ción sobre el riesgo de minas hace necesario que se les instruya de manera básica en las
técnicas de expresión oral, a fin de conseguir un máximo aprovechamiento de las conferen-
cias que impartan. 
Para la realización de esta asignatura se dividió a los alumnos en seis grupos dife-
rentes y se les asigno un tema sobre el que tenían que realizar una conferencia. Al final de la
misma los instructores realizarían un juicio crítico de cada uno de los alumnos comentando
los fallos encontrados, y se daba paso al resto de los alumnos para que también aportaran
sus ideas.
Los temas tratados fueron los siguientes:
1. Exposición de minas chilenas
• MAPP 78 F2
• MAPT 78 F2
• CARDOEN MODELO 1 ( Antipersonal )
• CARDOEN MODELO 2 ( Antipersonal )
• CARDOEN MODELO IEC-II
• M178 CARDOEN (Antipersonal )
• A.T. FAMAE 
• A.T. CARDOEN
2. Como se realiza una conferencia de sensibilización sobre el riesgo de minas.
3. Desminado mecánico y canino. Características, diferencias, ventajas e inconve-
nientes de cada una.
4. Estructura de desminado en Chile, Comisión Nacional de Desminado (CNAD),
Ejército, etc.
5. Prevención de riesgo en el empleo y manipulación de explosivos. Reglamento de
explosivos, cuaderno V del reglamento de instrucción explosivos y demoliciones.
Transporte, almacenamiento y señalización en el Ejército de Chile.
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6. Procedimientos y tecnologías para delimitación y marcaje de zonas minadas
mediante la utilización de Sistemas de Posicionamiento Global (GPS), Asistentes
Personales Digitales (PDA,s), etc.
Cada conferencia tenía una duración aproximada de una hora y el grupo tenía total
independencia para organizarse, con la única condición que todos debían hablar.
4.4 Resumen de créditos
A continuación se muestra una tabla resumen de los créditos finales reales que se
impartieron durante el curso
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ASIGNATURA CRÉDITOS CRÉDITOS TEÓRICAS PRÁCTICAS
EXPLOSIVOS 0,6 1,4
INTRODUCCION ACCION SOBRE MINAS 0,5 -
DESTRUCCIÓN DE MUNICIONES 0,5 1,6
PROCEDIMIENTO DE DESMINADO 1,0 2,9
IDENTIFICACION DE MINAS Y TRAMPAS EXPL. 0.8 -
IDENTIFICACIÓN DE MUNICIONES 1,2 -
TOPOGRAFÍA 0,5 1,2
MEDIOS DE DESMINADO 0,4 1,2
PRIMEROS AUXILIOS 0,6 0,2
PSICOLOGIA 0,2 -
TECNICAS DE EXPRESION ORAL - 1,2
EVALUACIÓN TEÓRICA 0,4 -
EJERCICIO FINAL - 2,4
CRÉDITOS TOTALES 6,7 12,1
TOTAL CRÉDITOS DEL CURSO 18,8
5. CONCLUSIONES
En los seis años que el Centro Internacional de Desminado lleva funcionando como
tal, y teniendo en cuenta la experiencia heredada del antiguo GREMANOR (Grupo de Explo-
sivos Minas y Artefactos NO Reglamentarios), se puede decir sin temor a caer en la inmo-
destia que el nivel alcanzado en este curso es muy elevado. Las enseñanzas impartidas
durante el curso facultan al personal que las recibe a ejecutar las labores de instructor de
desminado con un grado de competencia muy alto. Es más, si comparamos el tiempo que
se destina a cada asignatura, y el plan de estudios que comprende cada una, podríamos afir-
mar que estamos ante curso que faculta para iniciar la realización de labores de mayor res-
ponsabilidad, tipo supervisor.
Esta razón, unida a la completa actualización que permanentemente se hace de los
textos didácticos y de las prácticas deriva en que aquellos alumnos que son graduados con
el diploma español están a la cabeza de los instructores del mundo.
En Chile, la ventaja de tener el mismo idioma, junto con el enorme interés mostrado
por los alumnos, motivó que se cumplieran los planes de estudio en su totalidad, y que inclu-
so diera tiempo a ampliar el curso con materias que hasta el momento nunca se habían
dado, como es el caso de técnicas de expresión oral.
Podemos decir, finalmente, que este curso ha supuesto una experiencia altamente
satisfactoria tanto para profesores como para alumnos.
ANEXO I
RELACION DE SIGLAS UTILIZADAS EN EL PRESENTE ARTICULO
La relación de siglas utilizadas en el presente artículo, por orden de aparición son las
siguientes:
• ICBL. Internacional Campaign to Ban Landmines
• CID Centro Internacional de Desminado
• EOD Explosive Ordnance Disposal
• IMSMA International Management System for Mine Action
• OBOD Open Burn and Open Detonation 
• UXO Unexploded Ordnance
• C/C Contra Carro
• C/PE Contra Personal
• CNAD Comisión Nacional de Desminado
• GPS Global Positioning System
• PDA Personal Digital Assistant
• GREMANOR GRupo de Explosivos Minas y Artefactos NO Reglamentarios.
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PUENTE LOGISTICO MABEY 
GESTION DE MATERIAL, INTRODUCCION Y
UTILIZACION DE LA HOJA DE CÁLCULO
Sargento 1º Ingenieros D. Ángel Martín Arévalo
En el año 2003, el General de División Excmo. Sr. Don Luis de Sequera Martínez
publicó el libro Pontones y Puentes, en el que se describe la historia, organización y mate-
riales de las Unidades que han trabajado con éstos. En particular, el estudio se centra de
manera sobresaliente en el Regimiento de Pontoneros y Especialidades N.º 12 porque, como
su propio nombre indica, es depositario de esa tradición e historial. 
Mucho más reciente es el año en el que se crea el Regimiento de Zapadores para
Cuerpo de Ejército, en 1965, que luego pasaría a ser Regimiento de la Reserva General, en
1976; y que desde 1988 se denomina Regimiento de Especialidades N.º 11. En todo este
margen de tiempo, dicha Unidad ha tenido en sus diversas orgánicas una Compañía de
Puentes de Apoyos Fijos dotada de Material Bailey y, más recientemente, Material Mabey.
De la preparación de sus
mandos y del trabajo de sus solda-
dos dan muestra las reseñas que,
en el libro citado anteriormente, se
hacen de sus intervenciones. 
De las muchas actuaciones
s o b resaliente, en las que ha partici-
pado esta Compañía de Puentes
del REI N.º 11 hay una que marc a
un antes y un después: la «Opera-
ción Alfa-Charlie de Ayuda a Cen-
t roamérica» en 1998, en la que se
llevó a cabo el montaje de dos
puentes, uno en Guasaule (Nicara-
gua) y otro en Juticalpa (Honduras).
En la planificación de esta
Operación se constató que existían varias carencias en relación a la obtención de los datos
logísticos del Puente Bailey. En el reconocimiento previo al tendido de los puentes tuvo que
darse una respuesta inmediata en relación al material que la operación requería. Una vez re a l i-
zado el proyecto se elaboró el plan de carga de dicho material para el transporte transoceáni-
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Puente Guasaule DDR 33,5 mt clase MLC 50
co. Los cálculos realizados se hicie-
ron de forma manual, re q u i r i e n d o
plazos amplios para la obtención
de datos fiables, plazos que no se
t u v i e ron en los re c o n o c i m i e n t o s .
No se tenían datos de carga del
material BAILEY en los medios
puestos a disposición del R.E.I. 11.
Lo que se pretende con
este trabajo es simplificar al máxi-
mo los cálculos que hay que reali-
zar en la ejecución de un proyecto
de montaje de puentes modulares
reglamentarios, obteniendo así los
datos de piezas necesarias,
medios de transporte, sistema de
lanzamiento, personal para la eje-
cución de los trabajos y tiempos de montaje (pensando que estos tiempos van en relación
a una Unidad instruida). En ningún caso se pretende sustituir el cálculo que todo Jefe de Ten-
dido debe realizar, sino que se ofrece una herramienta que permite la comprobación de
datos obtenidos de forma manual a la vez que se obtienen datos imprescindibles para el
Plan de Carga, de forma inmediata, agilizando así el planeamiento logístico, que el la mayo-
ría de las ocasiones será el que condicione el tendido de puentes de apoyos fijos.
En primer lugar surge la inquietud de saber cuál sería la mejor forma de plasmar los
conocimientos adquiridos mediante la experiencia y el estudio de los diversos manuales que
sobre este tipo de puentes existen. Tras madurar y consultar las diversas maneras de reali-
zar el trabajo y siempre apoyado por el personal que más tarde describiré, decidí configurar
una hoja de cálculo para el Puente Bailey.
La formación de los Cuadros de Mando de Ingenieros es un proceso vivo debido, no
sólo a las modificaciones tácticas y
técnicas de los conflictos, sino
también a la constante evolución
de los materiales, muchos de los
cuales de empleo en las Unidades
de Especialidades de Ingenieros no
disponen de requerimientos milita-
res.
El Mando de Ingeniero s ,
consciente de la necesidad de esta
formación en el aspecto de Puentes
Modulares de Apoyos Fijos debido
al gran servicio que estos puentes
vienen prestando tanto en opera-
ciones bélicas como en operacio-
nes no bélicas, considera necesario
para los Ingenieros del Ejército el
conocimiento y el empleo del material para la construcción de este tipo de puentes, que en
el caso de ESPAÑA son puentes modulares de fabricación inglesa, «Bailey» y «Mabey». Pro-
gramó una serie de cursos de actualización para Oficiales y Suboficiales. Estos cursos se
desarrollaron con la finalidad de que la Cía. de Puentes del Batallón de Caminos I/11, pro-
porcionara los conocimientos, a los mandos asistentes, en base a la experiencia y para que
éstos asentasen los recibidos en los Centros de Formación sobre puente Bailey y los amplia-
sen con la enseñanza del Material Mabey, de más reciente adquisición.
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Puente de Juticalpa DDR 36,5 mt clase MLC 50
REI N.º 11 Salamanca
Durante la ejecución de la Operación en Centroamérica antes referido con material
Bailey, el Ejército Español adquiere el Puente Logístico Mabey Compact 200. Al ser un mate-
rial nuevo se confecciona la hoja de cálculo de igual forma que la del Bailey utilizando el
manual y los datos que el personal de la Casa MABEY nos proporcionó, llegando a la crea-
ción de un CD. 
En un primer momento las hojas de cálculo sólo pretendían dar los datos de mate-
rial pero después de ver la gran posibilidad que tenía este tipo de estudio, se fueron intro-
duciendo más datos, cálculos, y presentaciones visuales. Como ya se ha descrito, el CD no
pretende bajo ningún concepto suprimir el correcto conocimiento del material, sino que trata
de ser una ayuda para la simplificación de los cálculos del proyecto del puente y para que
cualquier Ingeniero del Ejercito Español pueda hacer un montaje de puente Mabey con una
garantía y una fiabilidad suficientemente alta en cuanto a datos técnicos. Independiente-
mente de esto, el personal responsable del montaje tiene, con este trabajo y con el manual,
los conocimientos teórico-prácticos necesarios para la construcción de un puente sin apoyo
intermedio, que se desarrollara posteriormente. 
Este trabajo sólo es un primer paso, un proyecto que se seguirá desarrollando si su
acogida es buena. El CD y la Hoja de Cálculo no están realizados sólo para el Oficial de Inge-
nieros, sino para cualquier mando cualificado para la ejecución del proyecto del puente.
El trabajo se presenta en un CD ejecutable de uso sencillo y fácil comprensión, cons-
ta de: 
1. HOJA DE CÁLCULO DE DATOS TÉCNICOS PUENTE MABEY
Formada por 12 apartados que más adelante se detallarán en profundidad. Sola-
mente en uno de ellos, en la denominación de «Puente», hay que introducir los datos del
puente a calcular. Los datos obtenidos en los demás apartados son consecuencia de esos
parámetros introducidos inicialmente. 
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Hoja PUENTES
– Apartado 1 
D ATOS GENERALES. Es un resumen de todos los datos de interés de la hoja de
cálculo. 
– Apartado 2 
MORRO Y RAMPAS. Son las piezas y los datos técnicos del morro y de las rampas. 
– Apartado 3 
PUENTE. Son las piezas del puente una vez colocado en la brecha y los cálculos
necesarios para datos de los estribos. En este apartado se hacen la introducción de datos
en la hoja de cálculo. 
En este desplegable se muestran los datos a introducir en la hoja de calculo y según
las variables introducidas nos dará unos valores determinados, de ahí, que los datos intro-
ducidos sean datos veraces, (importante haber leído el manual mabey o la presentaciones
del CD.), estas variables explicadas de una forma rápida, empezando de arriba hacia abajo
y de izquierda a derecha son: 
PUENTE DE: nombre que queremos dar al puente. 
TRABAJOS DE: montaje o desmontaje del puente según uno u otro los tiempos de
trabajos varían. 
TIPO DE TRABAJO: se elige un tipo de trabajo según el manual de fortificación esta
opción variara el tiempo de montaje y el personal. 
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Cuadro dialogo
ANCHO DE CALZADA: determina, el ancho de calzada del puente, la casa Mabey
fabrica tres tipos de puentes diferentes según el ancho del calzada: estándar, extra ancho,
doble vía. El ejercito español solo tiene el ancho de calzada «extra ancho», estas opciones
que tiene la hoja de calculo y que no tiene el ejercito español se deben tener puesto que en
las misiones en el extranjero es posible que se o bien se pueda construir un puente con estas
características o se tenga que hacer un reconocimiento de un puente ya construido. 
NUMERO DE CELULAS: es el número de células del puente (3,048*n.º células = lon-
gitud del puente) total. 
N.º DE CELULAS DE ALTA CIZALLADURA: son el número de células en un extremo
del puente con paneles de alta cizalladura, (teniendo en cuenta que estas células ya están
englobadas en la opción anterior.
N.º DE PASARELAS: son el n.º de pasarelas Cantilever teniendo en cuenta que las
tablas del Puente Mabey que ha adquirido España solo permiten una pasarela o ninguna. 
ANCHURA DE LA PASARELA: pasarela de 1 m. o de 1,5 m. en España solo tiene la
pasarela de 1 mt. 
TIPO DE CONSTRUCCION: es el tipo de estructura del puente hasta la cuádruple
reforzada 4. 
ARTICULACION: determina si es un puente articulado o no. 
TIPO DE ARTICULACION: opción para puentes de varios tramos y determina la luz
anterior y posterior (ver el manual para más detalles). 
ARTICULACION REFORZADA: esta opción es por si los puentes son reforzados o no
(ver el manual más detalladamente). 
VIGAS DE APOYO: es para determinar si el puente tienen vigas de apoyo o no, según
si el puente tiene estribos apropiados para su sustentación o no ya que si es esto último se
requiere esta opción. 
RAMPA REGLAMENTARIAS: determina si se calcula este tipo de rampas (están tie-
nen una longitud y piezas determinadas). 
RAMPAS DE EMERGENCIA: calcula las rampas alternativas a las anteriores. 
REFUERZO: hay dos tipos de cordones de refuerzo (España solo tiene el refuerzo
pesado). 
CELULA DE SEGURIDAD: es una opción que según el manual que siempre hay que
poner pero ante la posibilidad de que no se pueda montar, esta opción. 
NUMERO DE PILAS: introduce el número de apoyos intermedios. 
NUMERO DE CELULAS DE PILA: es el número de células en altura. 
MORRO DE LANZAMIENTO: sirve para determinar si el puente lleva morro o no. 
TIPO DE MORRO: determina el morro de lanzamiento necesario para el puente a cal-
cular, (es necesario saber el tipo de morro para el puente que se esta calculando, para eso
es necesario leer el manual y el proyecto del puente a montan). 
37
Con todas estas las aclaraciones que tienen los diferentes apartados de la hoja de
cálculo, leyendo el manual MABEY COMPACT 200 y las explicaciones que están en la hoja
de cálculo se tendrán los conocimientos necesarios para poder trabajar con la hoja de cál-
culo de Mabey.
– Apartado 4 
PILA. Hace referencia al número de piezas que necesitan los apoyos intermedios si
el puente los necesitara y la altura de éstos en la parte superior.
– Apartado 5 
ARTICULACIÓN. Son las piezas necesarias para la construcción de la articulación. 
– Apartado 6 
PERSONAL Y HERRAMIENTAS. Hace referencia al personal y herramientas ideales
y necesarias para la construcción del puente, pero estos datos sólo son orientativos, se pue-
den modificar según la situación. 
– Apartado 7 
CONSTRUCCION Y LEVANTAMIENTO. Hace referencia a las piezas y datos técnicos
necesarios para realizar las bases de nivelación y realizar el levantamiento del puente con
total fiabilidad. 
– Apartado 8 
TOTAL DE PIEZAS. En este apartado se reflejan el total del número de piezas nece-
sarias para la construcción del puente. 
– Apartado 9 
TRANSPORTE EN VEMPAR. Nos da la distribución de las piezas del puente en pla-
taformas Vempar y el número de éstas necesario para realizar el transporte. 
– Apartado 10
TRANSPORTE EN PLATAFORMAS CIVILES. Es una distribución diferente para trans-
portar las piezas en plataformas civiles. 
– Apartado 11 
TIEMPOS DE CONSTRUCCIÓN. Es el calculo de tiempo de la construcción del
puente teniendo en cuenta el régimen de trabajo y con unas condiciones medias de ejecu-
ción de los trabajos, estos tiempos son sólo orientativos pues aquí entra en juego la moti-
vación del personal que ejecute los trabajos y el grado de especialización. 
– Apartado 12 
SISTEMA DE LANZAMIENTO Y REPLIEGUE. Son los datos necesarios para construir
el sistema de lanzamiento o repliegue, es un dato importante ya que estos puentes tienen
un peso considerable. 
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2. CURSO MABEY
Son unas sesiones ejecutables de fácil comprensión visual. Son las siguientes: 
1. Reconocimiento. 
2. Material Mabey.
3. Tipo de estructuras y tablas. 
4. Medidas de seguridad. 
5. Equipo de nivelación. 
6. Nivelación. 
7. Equipo de paneles, cordón de refuerzo. 
8. Equipo de arriostramiento. 
9. Equipo de tablero y rampa. 
10. Equipo de pila y montaje de pila. 
11. Secuencia de montaje 1ª 
12. Secuencia de montaje 2ª 
13. Secuencia de montaje 3ª 
14. Mantenimiento. 
15. Reconocimiento de un puente en paso. 
16. Proyecto de tendido. 
17. Transporte. 
18. Sistema de lanzamiento y repliegue. 
3. SECUENCIA DE MONTAJE DEL PUENTE MABEY 
4. MANUAL MABEY COMPACT 200 
5. MANUAL RAMPAS REGLAMENTARIAS MABEY 
Se vuelve a insistir que el CD. es una herramienta más y en ningún caso sustituye al
manual o manuales que la empresa Mabey & Johnson pueda suministrar.
También se hace hincapié en que la hoja de cálculo al ser tan versátil, todas las
opciones no han sido comprobadas manualmente por lo que es conveniente realizar un cál-
culo manual para evitar errores y, en caso de haberlos, ponerse en contacto con el Sgto. 1º
Arévalo, Cia. Puentes, Bon. Caminos, REI N.º 11. para proceder a su corrección. 
Se tiene ya terminada la hoja de cálculo del puente Bailey similar la del puente Mabey
y de igual formato para así facilitar su utilización. 
Cualquier manipulación de la hoja de cálculo puede dañar gravemente el funciona-
miento de esta y producir errores importantes. 
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MÓDULO DE PROTECCIÓN PARA PERSONAL
Capitán Ingenieros (ESO) D. José Luis Ruiz García.
OBJETIVO
El propósito de este artículo es presentar un módulo de protección para personal que
pueda ser construido y puesto en obra por personal no cualificado en cualquier Zona de
Operaciones.
ESPECIFICACIONES TÉCNICAS
El módulo de protección de personal se compone de 5 marcos de hormigón armado
alineados en forma de túnel y 2 paredes de gaviones arpillados a modo de cerramiento lateral. 
Se trata de una obra pasiva al descubierto de hormigón armado cuya misión princi-
pal es proteger al personal en determinadas fases del combate.
La estructura del marco está proyectada para resistir los efectos de la explosión de
bombas de 100 lb a 15 m de distancia (OR 5-409) e impactos directos de proyectiles de 7,62
mmi (STANAG 2280). No es capaz de resistir el impacto directo de armas contracarro pues-
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i Aunque el hormigón de referencia en el STANAG 2280 es HA-25, se puede considerar que los efectos que se pro-
ducirán con proyectiles de 7,62 mm serán similares en HA-20
Aunque está prohibido el uso de gasoil como desencofrante, es el único que se podía encontrar en Zona de Ope-
raciones. Las causas de dicha prohibición son las siguientes:
– Agresión a las armaduras por contacto previo antes del hormigonado.
– Se impide la aplicación de revestimientos.
to que ese es un cometido de la fortificación perimetral del destacamento cuyo estudio está
fuera de este artículo.
Los efectos de la presión dinámica generada por el impacto y la explosión se tradu-
cen en la aparición de momentos flectores de signo alternativo y esfuerzos cortantes que
deben ser absorbidos por las armaduras, las cuales no disminuyen la penetración del pro-
yectil ni el radio de destrucción en el hormigón.
La estructura tiene forma de marco rectangular extrusado de forma simétrica cerra-
da para conseguir una mayor estabilidad de la misma. Asimismo, el tener el suelo integrado
en la estructura evita los efectos de una posible explosión subterránea. La estructura cuen-
ta con 4 asas de izado de acero B 400 S Ø12 para facilitar su colocación definitiva.
Las dimensiones del marco permiten que el personal pueda entrar y salir con facili-
dad con el equipo de combate al completo. Su espesor es constante para facilitar la cons-
trucción. No se justifica un aumento del espesor de la cubierta debido a que la probabilidad
de alcanzar una estructura a largas distancias es muy pequeña. No se considera una dismi-
nución de la altura interior de la estructura puesto que no mejoraría la protección y empeo-
raría la habitabilidad, ni tampoco una disminución de la anchura interior de la estructura por-
que se dificultaría la evacuación de la misma de forma eficaz si la situación táctica lo requiere
o por colapso.
Como pueden observar, las dimensiones están lo suficientemente ajustadas para
poder realizar los trabajos en el menor tiempo posible con el mayor ahorro tanto de perso-
nal como de material.
PROCESO CONSTRUCTIVO
El módulo de protección de personal mostrado en este artículo fue experimentado
en Zona de Operaciones por nativos no cualificados.
Diseñé este marco a principios de marzo de 2006 para dar solución a una serie de
necesidades que por motivos de seguridad no expondré en este artículo. Dada la compleji-
dad técnica que implicaba la construcción de éste marco, además de la baja cualificación
de los trabajadores nativos, el primer marco que se construyó fue dirigido por el oficial que
suscribe. Se les explicó cada uno de los pasos de forma sistemática, desmenuzando en
tareas básicas cada uno de los pasos hasta tal punto que cada uno tenía muy claro lo que
tenía que hacer en cada momento. El resto de los marcos lo construyeron los nativos bajo
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– Las sales producidas atacan al hormigón
– Estética (eflorescencia), en este caso no es relevante.
la supervisión del contratista. El oficial que suscribe sólo se implicó a posteriori en el control
de calidad y en la puesta en obra final.
Durante el artículo no especificaré ni la cantidad ni el lugar de colocación por moti-
vos de seguridad.
1.º CONSTRUCCIÓN DE LAS ARMADURAS
En la elaboración de las armaduras se utilizaron barras de acero B 400 S de 6 m de
longitud, que se cortaron a la medida adecuada con cizalla manual. Para realizar el doblado
de las barras el contratista diseñó una dobladora manual de ferralla, según muestran las
fotografías. El procedimiento era sencillo. Se colocaba la barra en el carril. Se tomaba la
medida adecuada teniendo en cuenta el gancho formado y se aplicaba la palanca.
Para la construcción del emparrillado se diseñó una especie de «telar» en base a tres
tablas de madera en los que se claveteaban clavos-guía que mantenían las barras de acero
corrugado longitudinales a la distancia marcada. Encima de las mismas se ataban las trans-
versales con alambre. La distancia de separación entre estas últimas estaba delimitada por




Procedimiento de doblado de las barras
2.º PREPARACIÓN DEL TERRENO
La zona elegida para el hormigonado debía ser sensiblemente horizontal y tener fácil
acceso tanto para hacer el hormigón lo más cerca posible, como para llegar con los ele-
mentos de transporte y colocación, camión VEMPAR y grúa. Entre el suelo y el encofrado se
colocó un plástico de alto gramaje para no contaminar el hormigón.
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Procedimiento de cosido de las armaduras
En total se construyeron un total de ocho mallas para cada marco. Es de destacar
que al ser una estructura simétrica con respecto al eje vertical, las armaduras de la izquier-
da y las de la derecha son las mismas pero colocadas de forma simétrica, lo que simplifica
el procedimiento constructivo.
Listones de separación
de las barras de acero
Tablas donde se clavan
los clavos guía
Retén de las barras longitudinales
3.º CONSTRUCCIÓN DEL ENCOFRADO INTERIOR
La construcción del encofrado interior se realizó con tablones de madera colocados
de forma vertical. Dichos tablones estaban arriostrados por listones horizontales y apunta-
lados interiormente. La disposición se puede ver en la fotografía del encofrado exterior. El
desencofrante utilizado fue gasoilii.
4.º COLOCACIÓN DE LAS ARMADURAS
Tras la colocación vertical del encofrado interior, se colocaron las armaduras. Para
facilitar que el recubrimiento mínimo fuera de 3,5 cm (EHE) se colocaron unos separadores.
Los que se utilizaron eran cubos de maderaiii de 3,5 cm de arista atravesados por alambre
para poder hacerlos solidarios con la armadura. Estaban colocados cada 40 cm en las
barras horizontales y cada 80 cm en las verticales lo que hacía un total de 100 por cada
marco. Destacar que dichos separadores se quedaban embebidos dentro del hormigón por
lo que era imposible su reciclado posterior.
Una vez colocadas las armaduras se colocaron las asas de izado a la medida deter-
minada. La parte final del asa con sus ganchos se unió mediante alambres a la armadura
interior para evitar el desgarro.
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Detalle del momento de la colocación de las armaduras
ii Aunque como norma general no se debe utilizar madera como separador en una estructura de hormigón arma-
do, la facilidad de adquisición y trabajabilidad de este material y su ligera afección a las condiciones de resis-
tencia y durabilidad de esta estructura, la hacen muy apta para este cometido. Las causas que desaconsejan el
uso de la madera como separadores de ferralla son las siguientes:
– Baja resistencia comparada con el hormigón.
– Posibilidad de dilatación debido a la humedad con la posterior producción de fisuras.
– En caso de aplicación de esfuerzos (impacto de proyectiles), son los puntos de origen de las fisuras.
iii Aunque como norma general no se debe utilizar madera como separador en una estructura de hormigón arma-
do, la facilidad de adquisición y trabajabilidad de este material y su ligera afección a las condiciones de resis-
tencia y durabilidad de esta estructura, la hacen muy apta para este cometido. Las causas que desaconsejan el
uso de la madera como separadores de ferralla son las siguientes:
– Baja resistencia comparada con el hormigón.
– Posibilidad de dilatación debido a la humedad con la posterior producción de fisuras.
– En caso de aplicación de esfuerzos (impacto de proyectiles), son los puntos de origen de las fisuras.
Separadores de madera
5.º CONSTRUCCIÓN DEL ENCOFRADO EXTERIOR
La construcción del encofrado exterior se realizó de igual manera que el interior,
mediante tablones de madera colocados de forma vertical. Dichos tablones estaban arrios-
trados por listones horizontales y apuntalados exteriormente según se puede ver en la foto-
grafía. Se realizaron cuatro hendiduras a la medida adecuada para permitir la salida de las
asas de izado. El desencofrante utilizado fue gasoil.
6.º PUESTA EN OBRA DEL HORMIGÓN
El hormigón de diseño fue HA-20/P/20/IIbiv (EHE). Su puesta en obra se realizó por
la parte superior por medios manuales. La máxima caída de la mezcla era de 1,5 m. Las
paredes se cubrieron interiormente con plástico para evitar la disgregación de la mezcla. En
la parte interior superior se colocó un tablón que hacía de pantalla cuya función era evitar
que el hormigón se saliese fuera del molde y facilitase el lanzamiento. La puesta en obra se
realizó en tongadas de 30 cm y compactadas mediante lanza motovibradora. El momento
de la compactación es el más delicado de la puesta en obra del hormigón por la posible rotu-
ra del encofrado, ya que en este momento no sólo soporta el empuje propio del hormigón




iv Adopté para el cálculo HA-20, en lugar de HA-25 que es la mínima marcada en la EHE, debido a que la resis-
tencia que se iba a obtener no iba a ser superior por la baja calidad de los materiales y la dificultad de su pues-
ta en obra. En el cálculo se corrige dicha disminución de resistencia del hormigón con un aumento de la capaci-
dad resistente de las armaduras de acero.





7.º DESENCOFRADO Y CURADO
Debido a la premura de tiempo, se desencofró a los 7 días y la colocación en su lugar
definitivo se realizó a los 12 días. Durante el periodo intermedio entre desencofrado y colo-
cación definitiva se realizó un riego casi continuo con agua para evitar la retracción y la apa-
rición de fisuras que obligarían a descartar la pieza.
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8.º TRANSPORTE
Hay que elegir el lugar de construcción lo más cerca posible al lugar definitivo de
colocación debido al elevado peso del marco. Para transportarlo el vehículo más apropiado
de los que se disponía era el VEMPAR




Detalle del separador embebido en el hormigón
Transporte hasta el lugar definitivo
9.º COLOCACIÓN
El marco de hormigón se apoyó en superficie sobre una cama de grava. Este siste-
ma sólo necesita una excavación mínima para nivelar y cajear el depósito de grava, lo cual
agiliza el proceso. En caso de que la estructura recibiera un impacto próximo, dicha capa
de grava permitiría que pudiera desplazarse y absorber mejor la energía transformándola
en rozamiento. Es conveniente aplicar una capa de tela asfáltica en la cara del marco en
contacto con la grava para favorecer dicho desplazamiento.
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Los cerramientos laterales se realizan por medio de muros de cestones arpillados de
0,5 m de arista, ocupando una superficie vertical de 2,5x2m. Dichos muros se colocarán
cada 5 marcos y no se adosarán sino que dejarán el suficiente espacio para poder entrar y
salir con facilidad si la situación táctica lo requiere o en caso de colapso de la estructura.
CONCLUSIONES
Con este artículo se ha pretendido normalizar un módulo de protección para perso-
nal capaz de resistir los efectos de la explosión de bombas de 100 lb a 15 m de distancia e
impactos directos de proyectiles de 7,62 mm. La sistematización del proceso permite que
personal no cualificado sea capaz de construir dichos marcos con una supervisión mínima
de la obra por personal cualificado. Además, desde el punto de vista logístico vemos que los
materiales usados no son de difícil adquisición.
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LA GUERRA ELECTRÓNICA EN EL
RECIENTE CONFLICTO DE EL LÍBANO
Coronel de Ingenieros (ESO) D. Gonzalo Pestaña Enríquez
INTRODUCCION
El año 2000, las Fuerzas de Defensa de Israel
(FDI), evacuaban El Líbano, después de 18 años de ocu-
pación, y 33 años después de La Guerra de los Seis Días,
en la que El Líbano no participó, pero que sufrió sus con-
secuencias. Anteriormente El Líbano había sido ocupado
por Siria en 1948 a raíz de la fundación del Estado de
I s r a e l .
El día 12 de julio del presente año, en la aldea de
Chebaa, en el límite Norte de la zona de los Altos del
Golán, aún ocupada por Israel, un comando de Hezbolá
(El Partido de Dios), mató a ocho soldados israelíes, y
capturó a otros dos. Este incidente, originó la guerra asi-
mértrica entre Israel y Hezbolá, cuyo alto el fuego tuvo
lugar el 14 de agosto, solicitado el día 10 por Israel, y de
la cual pretendemos extraer algunas lecciones, preferen-
temente, desde el punto de vista del empleo de la Guerra
Electrónica (EW).
LAS ACCIONES DE GUERRA ELECTRÓNICA
Cuando las tropas israelíes invadieron el sur de El Líbano, se encontraron de repen-
te empantanadas ante la resistencia inesperada de los guerrilleros de Hezbolá. Por ejemplo,
la tenaz resistencia con la que los militantes de Hezbolá, que solo disponian de armamento
ligero, defendieron el poblado fronterizo de Aita Shaab se ha hecho legendario. Finalmente,
Israel decidió que la única forma de neutralizar el poblado fue a base de bombardearlo hasta
plancharlo totalmente.
El éxito de los guerrilleros de Hezbolá, para contener e incluso desbaratar, el ataque
de las Fuerzas de Defensa Israelíes (FDI) durante el reciente conflicto en El Líbano, fue logra-
do, en gran parte, gracias al acertado empleo por parte de Hezbolá de acciones de Inteli-
gencia y Guerra Eléctrónica, que les permitieron recibir, analizar y diseminar la información
una vez evaluada, para la toma de decisiones, tanto en el campo de batalla, así como al mas
alto nivel por el Secretario General de Hezbolá Hassan Nasrallah, que siguió las operaciones
desde su puesto de mando, bajo tierra, próximo a la Embajada de Irán en Beirut.
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Los israelíes, fueron incapaces de perturbar eficazmente los sistemas de comunica-
ciones de la Embajada Iraní en Beirut, ni tampoco de perturbar los enlaces de los sistemas
de mando y control de Hezbolá, que enlazaban con elementos iraníes desplegados en Siria.
Además, con la ayuda de destacamentos de EW iraní, que se encontraban en las
estaciones costeras de radar del Ejército Libanés, los militantes de Hezbolá, lograron blo-
quear el barco de sistemas anti-misiles israelí Barack, y hundir, al menos, una corbeta isra-
elí, la Hanith.
Por otro lado, lograron introducirse como «hackers» en los sistemas de comunica-
ciones israelíes. Estas acciones de «hacker» dieron a los guerrilleros de Hezbolá una venta-
ja que fue decisiva, no solo en el campo de batalla, sino que les permitió en todo momento
llevar la iniciativa de la guerra de la información, dominando los medios de información con
noticias, interceptadas sobre bajas israelíes etc. emitiéndolas desde Beirut, por la televisión
Al-Manar.
Una forma mediante la cual Hezbolá consiguió informaciones de gran valor, fue sim-
plemente escuchando las conversaciones que en idioma hebreo, mantenían a través de sus
teléfonos «móviles» los soldados reservistas con sus familiares.
Según un oficial occidental que siguió las acciones sobre el terreno:
«Si un enemigo dispone de un pequeño núcleo de especialistas en EW, que esté
familiarizado con el terreno y al tanto de la situación táctica del momento, puede
lograr una verdadera mina de oro por lo que se refiera a la información que se ofre-
ce de forma inconscientemente abierta.»
Además Hezbolá, logró descifrar códigos y seguir las comunicaciones de salto de
frecuencia radio israelíes, y mediante acciones de escucha e interceptación, les permitía en
todo momento saber con precisión la penetración de la infantería israelí
Es muy importante señalar que el ataque israelí sobre Hezbolá, se llevó a cabo por
sorpresa. La excusa del ejército israelí de que Hezbolá había secuestrado (uno de) sus sol-
dados, no es fácilmente asumible, por la sencilla razón de que el secuestro de soldados isra-
elíes había ocurrido otras veces y muchos de ellos se habían solucionado mediante acuer-
dos de intercambio de prisioneros. Por otro lado, el momento en que Israel comenzó el
ataque, en pleno verano, cuando gran cantidad de familias, sobre todo Shiis de la diáspora,
visitan Líbano y dejan allí sus dineros, además de los potentados árabes del Golfo Pérsico,
que llegan en gran número a las playas huyendo del socarrante verano de sus países, no
parecía ser el momento más oportuno. Tampoco parece cierto, que Hezbolá coordinara sus
acciones con Hamas, a pesar de que poco antes Israel había lanzado varias acciones con-
tra Hamás en la franja de Gaza, matando numerosos palestinos civiles, noticia que pasó
inadvertida en la prensa occidental, como pasaban inadvertidos la casi totalidad de los inci-
dentes en la frontera libanesa-israelí, pero que resucita el ya clásico dicho en la zona de que: 
«Cuando el Oriente Medio arde, los palestinos son totalmente olvidados.»
La eficaz reacción de Hezbolá ante el ataque por sorpresa israelí, fue solo posible
gracias a que las milicias de Hezbolá, disponían de órdenes permanentes de actuación caso
de ataque (Standing Operation Orders ), para explotar los errores del ataque israelí.
Los guerrilleros de Hezbolá, fueron puestos inmediatamente en estado de máxima
alerta, y los jefes de una red de más de 600 depósitos de armas, explosivos y municiones,
al sur del río Litani, se pusieron en breve tiempo, a las órdenes de sus superiores.
En realidad, la primera acción de guerra tuvo lugar, cuando una unidad de carros de
combate israelí fue enviada a la frontera con El Líbano, en persecución de los secuestradore s
de los soldados israelíes. Sobre las 11 00 horas de ese día, un carro de combate israelí del tipo
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Merkava tropezó con una bomba de unos 200 o 300 kilogramos de explosivo, destruyendo el
c a r ro y matando instantáneamente a sus cuatro ocupantes. A continuación se entabló una
lucha contra los guerrilleros de Hezbolá en la que los israelíes sufrieron otras bajas. Estas
acciones, fueron llevadas a cabo por soldados israelíes pertenecientes a unidades, que esta-
ban a punto de ser relevadas, y hacía tiempo que habían relajado sus procedimientos de com-
bate. Dos vehículos acorazados israelíes que actuaron por su cuenta, penetraron en un áre a
de antitanques del sistema defensivo de Hezbolá y también fueron destruidos.
El robusto y eficaz sistema defensivo de Hezbolá, fue el resultado de seis años de
trabajo diligente, que comenzó a continuación del repliegue israelí del año 2000, y que
incluía un inteligente Plan de Decepción. La mayor parte de los puestos de mando (tipo bun-
ker), fueron diseñados, construidos y fortificados, por ingenieros de Hezbolá. Algunos de
ellos contaban incluso con aire acondicionado. Las obras de excavación, se llevaron a cabo
ejecutando un ehaustivo programa de acciones de decepción, que entre otras medidas,
incluía enviar información falsa a los israelíes, mediante trabajadores libaneses o extranjeros,
que les vendían la información manipulada. Algunos de las obras, fueron ejecutadas desca-
radamente para que pudieran ser detectadas fácilmente por los drones israelíes y por los
ciudadanos libaneses. Con muy pocas excepciones, esas obras eran simuladas, y tenían
como única finalidad decepcionar a los israelíes.
Los principales puestos de mando y arsenales de armas, fueron construidos en las
colinas de los montes de El Líbano, bajo tierra, a profundidades que alcanzaban los 40
metros.
Por razones de seguridad, solamente el jefe de depósito conocía únicamente la ubi-
cación del suyo propio, y a cada unidad de Hezbolá se le asignó su área de acción, y acce-
so a tres depósitos de suministros, uno principal y otros dos en reserva, para caso de ser
destruido el primero.
EL ATAQUE DEL EJÉRCITO DEL AIRE ISREALI
La red de sistema defensivo de Hezbolá fue el objetivo de salidas del Ejército del Aire
Israelí (EAI) durante las primeras 72 horas de la guerra. Los israelíes habían identificados los
objetivos (conocimiento de la Amenaza Temprana) de la red defensiva de Hezbolá mediante
sus informes de inteligencia (sobre todo HUMINT), interceptación de comunicaciones, saté-
lites de reconocimiento, fotos desde drone, sobrevuelos de la zona, e inteligencia propor-
cionada por sus aliados. 
Este primer ataque aéreo israelí de 72 horas, falló estrepitosamente gracias al éxito
del Plan de Decepción de Hezbolá. 
El 15 de julio los israelíes bombardean el puesto de mando de Hezbolá en Beirut, que
tampoco logro alcanzar su objetivo. 
De hecho, a todo lo largo de más de un mes de conflicto, ningún dirigente de Hez-
bolá causo baja. Según informes de observadores occidentales sobre el terreno, el éxito del
Plan de Decepción de Hezbolá fue tan extraordinario, que la ofensiva aérea israelí a penas
logró un 7 por cien de los objetivos, y los ataques sobre los dirigentes de Hezbolá se pue-
den clasificar como desastrosos. La acusación de que las operaciones de Hezbolá fueron
dirigidas desde la Embajada de Irán en Beirut (que fue respetada por los israelíes) no pare-
cen muy fundadas. 
El pequeño poblado de Qana, que es un centro donde confluyen varias vías de
comunicación terrestres, fue planchada por la aviación israelí en un intento de interrumpir los
suministros de Hezbolá, pereciendo 28 civiles. Israel ante la indignación general, solicitó 48
horas de alto el fuego. 
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Fue la primera demostración del fracaso israelí.
Los guerrilleros de Hezbolá respetaron escrupulosamente el alto el fuego, lo que
demostró la excelente disciplina de las fuerzas de Hezbolá, así como la eficaz y robusta red
de comunicaciones, que habían sobrevivido a los ataques aéreos de Israel. 
Las fuerzas israelíes habían fracasado en alcanzar el principal objetivo, considerado
por los ejércitos modernos como la regla de oro para lograr la victoria, que es aislar las fuer-
zas que combaten, de su cadena de mando, interrumpiendo su enlace, y por tanto las accio-
nes de Mando y Control (C2).
La aviación israelí, tardaba aproximadamente noventa segundos entre que identifi-
caba sus objetivos desde el aire, y los bombardeaba. Las milicias de Hezbolá, lograron, tras
largo entrenamiento, desplegar sus escuadras de misiles y disparar, en unos sesenta segun-
dos, replegándose rápidamente al abrigo. 
Ante el fracaso del ataque aéreo, y con el pretexto de que Hezbolá se escondía entre
la población civil, los israelíes decidieron destruir las infraestructuras de El Líbano: puentes,
carreteras, puertos y aeropuertos, escuelas y mezquitas, ciudades incluidas la capital, así
como zonas densamente pobladas fueron duramente bombardeadas, desde tierra y desde
el aire, en un último intento de que la población libanesa se revolviera contra Hezbolá. 
La mejor prueba del fracaso israelí, fue el urgente pedido de armas de gran precisión
de Israel a sus aliados más estrechos. Otra prueba del fracaso, es que la televisión Al-Manar,
nunca dejó de emitir desde Beirut, incluso durante los bombardeos aéreos más intensos.
EL ATAQUE TERRESTRE ISRAELI
Mientras la ofensiva aérea israelí fracasaba, a pesar de sus manifestaciones de éxito,
las fuerzas israelíes decidieron lanzar un ataque por tierra. Pero pasó toda la segunda sema-
na del conflicto, y el mando israelí, argumentando que la operación era un alto secreto, no
terminaba de decidir cuando, donde y como desplegar sus fuerzas terrestres.
El 18 de julio, fuerzas especiales israelíes combatían contra Hezbolá y el 22 se lla-
maba a los reservistas israelíes. La incorporación de los reservistas fue caótica, lo que obli-
gó a varias unidades a marchar al combate sin estar adecuadamente pertrechadas de equi-
po y municiones, y lo que es peor sin un plan de combate viable. 
La logística se retrasó, llegando las raciones de provisión, las municiones y a veces
hasta el agua con 24-48 horas de retraso, lo que produjo un inmediato efecto desmoraliza-
dor en las mal organizadas y poco disciplinadas tropas de reserva. Ante la presión de la opi-
nión pública, el General Ido Nehushtan, del Cuartel General israelí, pasó de afirmar que las
fuerzas israelíes no pretendían destruir hasta el último misil de Hezbolá, sino que en realidad
lo que se pretendía era romper la lógica militar de Hezbolá, sin que ninguno de los observa-
dores militares allí presentes supieran en realidad lo que significaba eso.
El poblado de Bint Jbeil, tardó diez días en caer en manos, de la Brigada Golani.
Fuerzas israelíes aerotransportadas por helicóptero lanzadas mas al interior de la zona, fue-
ron rápidamente cercadas por guerrilleros de Hezbolá.
El 24 de julio las fuerzas israelíes sembraron el sur de El Libano con miles de muni-
ciones Cluster con sus mortíferas bombitas. Poco después los paracaidistas israelíes lucha-
ban en Maroun al-Ras contra elementos de la brigada Nasr de Hezbolá. Ante la férrea resis-
tencia de Hezbolá los israelíes llamaron a filas tres divisiones más de reservistas de unos
15.000 efectivos.
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Ya el 18 de julio el primer ministro israelí manifestaba por primera vez su deseo de
un alto el fuego, que podría ser supervisado por la OTAN o las Naciones Unidas.
El alto el fuego entre Israel y Hezbolá entró en vigor el 14 de agosto de 2006.
CONCLUSIONES
A.-El éxito logrado por Hezbolá, haciendo frente a las fuerzas armadas israelíes
durante 34 días, se debe a un inteligente y acertado empleo de la Guerra Electrónica, que
lograron romper el ciclo de toma de decisiones dentro de un amplio margen del espectro
electromagnético, haciendo fracasar el ataque aéreo israelí y consecuentemente el ataque
terrestre. Recordemos que en la Guerra de los Seis Días, las fuerzas armadas israelíes derro-
taron a los mejores ejércitos árabes coaligados, en tan solo seis días.
B.-Las fuerzas armadas de Israel violaron el primer principio de la guerra : infravalo-
rar al enemigo, especialmente en su capacidad de acciones ECM y contra ECM.
C.-Los ataques israelíes fracasaron en lograr lo que en los ejércitos modernos se
considera como la regla de oro para lograr la victoria, esto es, romper el enlace entre las fuer-
zas combatientes y sus mandos, e impedir el Mando y Control (C2).
D.-La inteligencia israelí fracasó rotundamente. Israel perdió la guerra en los tres pri-
meros días. La mas convincente demostración es que las emisiones de la televisión Al-
Manar, nunca fueron interrumpidas, permitiendo a Hezbolá ganar la guerra de la información. 
NOTAS
Hezbolá (el Partido de Dios) es una milicia chii, que se ha enfrentado a Israel en la
última guerra. Los guerrilleros de Hezbolá son todos voluntarios, son disciplinados y tienen
un absoluto convencimiento de la causa por la que luchan. Hezbolá es ampliamente hege-
mónico en la zona de despliegue de las tropas españolas en el sur de El Líbano. En esa zona,
el contingente operativo se estima, al menos, en unos 3.000 individuos encuadrados prefe-
rentemente en la Brigada Nasr.
Hezbolá, cuenta con al menos 16.000 cohetes Katiuska, de 25 kilómetros de alcance,
de los que más de 4.000 fueron disparados en ésta guerra. También cuenta con cohetes Fajir-
3, Fajir-5 y Zelzal-2, de medio y largo alcance, misiles portátiles antiaéreos y contra-carro y fusi-
les AK-47 y AK-74, cohetes Khaibar-1, misil contra-carro AT-3 «Sagger» de 3 kilómetros de
alcance eficaz, misiles portátiles 9M14 Malyutka (denominación OTAN «Little Baby»). 
Sus combatientes son con frecuencia entrenados en Irán, donde reciben formación
religiosa y entrenamiento de combate, preferentemente de empleo de misiles y cohetes.
BAJAS
Se estima que las fuerzas armadas israelíes sufrieron al menos 15 muertos, y 40 heri-
dos solo en los combates de las poblaciones de Marjayoun, Khiam, y Kila. En total hubo
unas 180 bajas israelíes. Perdieron más de 40 vehículos acorazados, casi todos batidos por
el misil anti-carro AT-3 Sagger, que los rusos emplean sobre vehículo o los de segunda gene-
ración portátiles 9M14 Malyutka .
Según fuentes israelíes, mataron entre 400-500 guerrilleros de Hezbolá, pero solo se
tiene noticia de que Hezbolá haya celebrado 184 funerales, homenaje que ningún «mártir
Shií» deja de recibir.
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FUENTES
Para escribir éste artículo se emplearon exclusivamente fuentes abiertas como :
DEBKAfile, diferentes artículos del periódico israelí Ha´aretz, análisis de la Brookings Institu-
tion, entre otros.
Aunque existe una amplia información del enfrentamiento entre Hezbolá e Israel
desde el punto de vista de Israel, el libro deAnthony Cordesman «Lecciones preliminares de
la guerra Israe-Hezbolá» es considerado por los jefes militares occidentales, como libro de
consulta imprescindible.
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ANÁLISIS Y CONSIDERACIONES DEL
ALGORITMO UTILIZADO POR EL GESTOR
DE CLAVES Y ELEMENTOS SECRETOS DEL
SISTEMA PR4G
Comandante Transmisiones(ESO) D. Rodolfo Arroyo de la Rosa
Resumen. El espectro radioeléctrico, recurso limitado y universalmente utilizado por
los diferentes sistemas de telecomunicaciones radioeléctricas en todos los países, requiere
de una gestión y una administración racional. En este sentido, la combinación de procedi-
mientos administrativos, científicos y técnicos que garanticen una explotación eficaz del
equipo y los servicios de radiocomunicaciones sin producir interferencia perjudicial, es lo
que podría calificarse como gestión del espectro. En consecuencia, se hace necesario esta-
blecer un proceso para regular y administrar la utilización del espectro de frecuencias radio-
eléctricas, basado en un conjunto de normas y reglamentos emitidos por organismos inter-
nacionales de telecomunicaciones y en la utilización de herramientas informáticas para
facilitar la gestión y cumplimiento de tales normas. A todos los niveles de la administración
internacional, nacional e incluso regional se han establecido diferentes planes para lograr la
administración eficiente de este recurso y de esta forma atender con prontitud y eficiencia
los requerimientos de los usuarios, así como también adecuar el uso del espectro radioe-
léctrico nacional, a las nuevas tecnologías que están invadiendo de continuo el mercado. El
espectro de radio es un recurso natural escaso. Un estándar alto en radiocomunicaciones
solo puede lograrse si todas las estaciones de transmisión operan según las recomendacio-
nes internacionales emitidas por la Unión Internacional de Telecomunicaciones (UIT) y las
normas nacionales emitidas por las autoridades reguladoras1. La única forma de impedir que
sistemas de radiocomunicación co-localizados produzcan interferencia mutua, es la obser-
vación de las especificaciones técnicas adecuadas y de las condiciones de operación esta-
blecidas en la licencia del transmisor. Si, por cualquier razón, una estación se opera sin licen-
cia, o ignorando los posibles daños colaterales, los efectos podrían a llegar a ser
catastróficos (bastaría con echar la vista atrás y hacer referencia a alguno de los elementos
que intervinieron en la catástrofe aérea de los Rodeos (Tenerife) en marzo de 1977). En este
contexto y localizado en el ámbito militar, la gestión del espectro de VHF viene marcada por
los condicionantes legales anteriormente expuestos. El Sistema PR4G consta entre sus
componentes con un elemento para agilizar y ayudar a los responsables de gestión del
espectro electromagnético de las G-6 cuya denominación es Centro de Gestión de Fre-
cuencias y Claves (CGFC), dentro del cual corre un software conocido por el acrónimo CGES
(Centro de Gestión de Elementos Secretos). A continuación trataremos de explicar como
funciona este software y profundizaremos en los parámetros con los que trabaja el algorit-
mo que realiza el cálculo y distribución de las frecuencias.
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1 M. Faúndez Tratamiento digital de voz e imagen, Marcombo 2000.
DESCRIPCIÓN DEL ALGORITMO DE
ASIGNACIÓN DE FRECUENCIAS DEL
SISTEMA PR4G
Resumen. Frente a las redes civiles, las redes tácticas presentan unas característi-
cas diferenciadoras derivadas principalmente de tres factores, la necesidad de cumplir los
requerimientos operativos que se le imponen, las limitaciones de banda y las peculiares
características técnicas y servicios que se le exigen. Entre los requisitos de tipo operativo hay
algunos que particularizan de manera determinante a este tipo de redes: se exige que las
redes militares sean muy flexibles para poder adaptarse a escenarios muy diversos y cam-
biantes; deben ser fácil y rápidamente desplegables, de operación sencilla que no exijan una
amplia preparación técnica; con alto grado de supervivencia, o sea, tolerantes a los fallos
por avería o manipulación y resistentes a las destrucciones parciales y por tanto fácilmente
recuperables; capaces de soportar aplicaciones en tiempo real; distribuidas, para evitar que
la concentración de medios sea un objetivo estratégico, robustas no solo en cuanto a los
componentes HW y SW sino también los protocolos y los procedimientos. Las limitaciones
de ancho de banda no son menos restrictivas. A la densa ocupación del espectro hay que
añadir la acción enemiga, que tratará de perturbar los enlaces por lo que será imprescindi-
ble utilizar técnicas robustas de corrección de errores, que a su vez aumentarán las necesi-
dades de ancho de banda, lo mismo ocurre al tener que emplear cifra y técnicas evasivas
como las de salto de frecuencia, en VHF la situación se complica aún más y en HF hay que
añadir los tradicionales problemas que los modos de propagación imponen. Las técnicas de
espectro ensanchado, y en concreto el empleo de salto de frecuencia en la banda de VHF,
está ampliamente extendido desde hace algunos años en la mayoría de países de nuestro
entorno. En 1989 Estados Unidos comenzó a dotar del radioteléfono SINCGARS a sus Uni-
dades, y desde entonces otros países como el Reino Unido con el JAGUAR V, Italia con el
HYDRA V, Alemania con el SEM, Israel con el CNR 900, Francia con el PR4G se han unido2.
España inició en el año 1992 la adquisición del radioteléfono francés alcanzando hasta la
fecha más de doce mil configuraciones en distintas versiones portátiles, vehiculares y siste-
mas destinados a plataformas aéreas. Velocidades de hasta 300 saltos/segundo en modo
salto de frecuencia, permiten disponer de una grado de protección acorde con la amenaza
actual. El problema que representa la gestión de frecuencias cuando el número de redes es
alto, se despliegan en pocos kilómetros cuadrados o se acumulan en pocas centenas de
metros como en un Puesto de Mando (situación cosite) o incluso en un mismo vehículo
(situación covehículo) y la banda de frecuencias disponible es reducida, (condiciones que se
reproducen sistemáticamente) se intenta resolver empleando sistemas de búsqueda de
canal libre.
1. INTRODUCCIÓN
Definición: La Gestión en el sistema PR4G comprende el conjunto de trabajos pre-
vios a realizar, consideraciones técnicas a tener presentes, y condicionantes tácticos de una
operación, con los que se van a elaborar los datos de entrada del Software de Optimización
de Ancho de Banda del Sistema PR4G3 (CGES).
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2 M. Faúndez Sistemas de Comunicaciones, Marcombo 2001
3 Definición dada por el autor del artículo.
El Centro de Gestión de Frecuencias y Claves (CGFC) es el medio con el que las G-
6 (anteriormente Jefaturas de Transmisiones) realizan la Gestión Automática Principal de la
Red Radio de Combate (CNR), VHF, dotada con equipos PR4G.
La G-6 realiza con el CGFC la Planificación, Gestión, Generación y Distribución de:
– Claves de Base.
– Los Planes de Frecuencias. 
Las funciones que realiza el CGFC son dos e independientes:
– Organizar, generar y cargar en los TDT,s (Terminales de Datos Tácticos) los Ele-
mentos Iniciales de Base que precisan ineludiblemente los transceptores PR4G
para trabajar en modo digital, y que va a permitir realizar la Función OTAR.(Over
the air rekeying- Recarga de claves por el aire))
– Planificar, generar, evaluar, seleccionar y cargar los Elementos Iniciales de Tráfico
que precisan los transceptores PR4G para trabajar en las mallas y proporcionar los
servicios deseados.
Cuando el sistema realiza el Cálculo de los Elementos Iniciales, el sistema propone
al operador un número determinado de Planes de Frecuencias para que escoja la solución
más favorable a sus necesidades de gestión.
De cómo se realiza este cálculo y del algoritmo que se utiliza para ello vamos a hablar
a continuación.
2. ARQUITECTURA GENERAL DEL CGES
Las limitaciones físicas existentes en la banda de VHF y el número creciente de redes
hacen necesario el concebir una herramienta informática para realizar el cálculo de los pla-
nes de frecuencias de las unidades de entidad División o Brigada, de una forma óptima
teniendo en cuenta los condicionantes tipo covehículo y/o cosite, así como la fuerte con-
centración de redes en determinadas zonas del campo de batalla. Esta herramienta es un
software denominado CGES.
Esta herramienta además va a calcular, además un índice de calidad de los planes
propuestos ante un determinado tipo de EW, y el ruido generado por las propias redes entre
si. Este índice de calidad permitirá tener en cuenta dónde se encuentran las dificultades más
importantes, para en caso de necesidad aplicar una flexibilización o relajación de las res-
tricciones impuestas por el despliegue táctico de la operación militar en curso.
2.1 Descripción del Software CGES
El software pretende realizar un reparto del espectro disponible (canal de base) entre
todas las redes presentes en un despliegue, facilitando un factor de calidad global para cada
red dependiendo del plan de frecuencias seleccionado por el operador del CGES.
El CGES dará normalmente hasta siete planes distintos de frecuencias, en los que en
primer lugar y primordialmente lo que trata es de reducir al mínimo la interferencia propia, y
mantener un nivel mínimo de fortaleza ante la guerra electrónica.
Cuando hablamos de este nivel mínimo nos referimos a que el CGES asegurará tres
aspectos:
• Primero un número mínimo de frecuencias para todas las redes.
• En segundo lugar se asegura que las redes trabajen como mínimo en un número
determinado de subbandas.
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Por último se asegura que estas subbandas estén separadas dentro del espectro
disponible (Canal de Base) para poder hacer frente a los perturbadores de banda ancha.
2.2 Generalidades
La aplicación que realiza la asignación y reparto de frecuencias consta de tres módulos.
1. Un Motor
2. Un Secuenciador
3. Un módulo de Ayuda a la Decisión.
2.2.1 Motor
Este motor proporciona como resultado para un despliegue táctico dado (redes,
espectro disponible, cosites, etc.) unos planes de frecuencias y una información sobre
dichos planes en función de criterios y políticas fijadas por el Secuenciador y los Condicio-
nantes Tácticos. Este motor es activado por el Secuenciador que le hace pasar por las dife-
rentes fases y finalmente muestra los resultados.
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Fig. 1. Arquitectura general del sistema
2.2.2 Secuenciador
Este elemento en función de las notificaciones dadas por el Motor, irá activando las
fases siguientes o hará una llamada al Módulo de Ayuda a la Decisión pasándole los men-
sajes que precise mostrar al operador.
2.2.3 Módulo de ayuda a la decisión
Este modulo utiliza los mensajes suministrados por el Secuenciador para darle al
operador del CGES la posibilidad de modificar ciertos parámetros de entrada (cosites, cove-
hículos, etc.), asegurando de este modo la buena ejecución de las diferentes fases por las
que pasa el Motor.
3. DESCRIPCIÓN DETALLADA DEL MÓDULO MOTOR
Este módulo consta a su vez de los siguientes componentes o submódulos:
1. Interfaz de Planeamiento de Elementos Tácticos 
2. Coloración
3. Partición del Espectro
4. Asignación de colores a las subbandas
5. Multicoloración
6. Finalización de planes
7. Cálculo de Calidad
8. Cálculo de Frecuencias del Canal 2
9. Cálculo de Frecuencias específico
3.1 Interfaz de Planeamiento de Elementos Tácticos
Con este submódulo el Motor toma los diferentes datos de entrada suministrados
por el operador del CGES a la aplicación y los hace utilizables por el motor.
Además es el elemento encargado de realizar el llamado GRÁFICO DE PROXIMI-
DAD, en el cual se representa cada red por un punto, y se unen dos a dos todas aquellas
redes que tienen alguna relación de proximidad, es decir son parte de covehículo o cosite.
Ejemplo: Sea un despliegue en el que aparecen una red independientes R5 (sin rela-
ción de proximidad alguna), un Cosite compuesto a su vez por cinco covehículos (R1-R2,
R2-R3, R1-R4, R2-R4, R3-R4) y un Covehículo aislado compuesto por las redes R4-R6.
El gráfico de proximidad queda de la siguiente forma:
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Fig. 2. Gráfico de Proximidad del ejemplo
Otra tarea que debe realizar la interfaz de planeamiento es calcular el INDICADOR
DE ALCANCE, a partir de una cuadrícula de 10*10, (dónde el lado de cada cuadrícula tiene
un valor real de 10 Km.). El indicador de alcance determina la incidencia que una red tiene
sobre otra al ubicarlas geográficamente dentro de las casillas correspondientes.
— Dos redes situadas dentro de la misma casilla se consideran en «alcance com-
pleto»
— Dos redes situadas en casillas adyacentes se consideran en «medio alcance o
semialcance».
— Y por último dos redes separadas por al menos una casilla se denomina «fuera
de alcance».
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Redes en «alcance completo»: R1 y R2.
Redes en «medio alcance»: R1 y R3, R2 y R3, R3 y R4.
Redes en «fuera de alcance»: R1 y R4, R2 y R4.
Fig. 3. Gráfico Indicador de alcance
Las entradas que se le presentan al operador del CGES pueden ser a su vez de dos
tipos diferentes:
• Entradas accesibles (modificables) al operador:
— Elección del Nivel de CGES 1-2.
— Listado de Redes de la Unidad Superior
— Modo de Funcionamiento de cada Red
— Restricciones de proximidad
— Espectro disponible para SFR
— Espectro disponible para BCL
— Frecuencias prohibidas.
• Entradas NO accesibles (no modificables):
— Umbrales de proximidad.
— Umbral de Calidad mínima
— Número mínimo de frecuencias asignadas a las subbandas de SFR.
— Número mínimo de frecuencias asignadas a las subbandas de BCL.
3.2 Coloración
Mediante este submódulo el Motor atribuye a cada red un color en función del grá-
fico de proximidad. Este color será posteriormente asociado a una subbanda.
El algoritmo intenta en todo momento que el número de colores utilizados sea el
mínimo, con el fin de reducir el número de subbandas necesarias.
Dos redes que en el gráfico de proximidad están relacionadas por restricciones cove-
hículo o cosite se denominan redes vecinas.
La operación se realizará por separado para las redes que trabajan en SFR o modo
Mixto y posteriormente para las que lo hacen en BCL.
El tratamiento que se realiza es el siguiente:
— Seleccionar la red X con más restricciones (la más perjudicada)
— Atribuirle un color C (desde este momento diremos que dicha red está coloreada)
— Prohibir el color C a todas las redes vecinas de la red X
— Atribuir un nuevo color D a las redes Z, vecinas de X
— Atribuir el mismo color C a las redes vecinas de las vecinas de X (es decir a las
vecinas de las redes Z), y prohibírselo a las vecinas de las redes Z, y seguir este
procedimiento hasta que el gráfico sea enteramente recorrido y coloreado por
este color C. De esta forma el color C será prohibido o atribuido a cada una de
las redes del gráfico.
— A continuación se repetirá la operación señalada anteriormente con la siguiente
red más perjudicada, y que no haya sido coloreada de momento, utilizando otro
color distinto. La operación se reiterará hasta que un único color haya sido atri-
buido a cada una de las redes del gráfico.
— Al finalizar se obtendrá un número cromático llamado Nc, que indicará el núme-
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Fig. 4. Gráfico de coloración
ro total de colores utilizados.
Nótese que las redes que no están en proximidad no habrán sido coloreadas. Su tra-
tamiento se expondrá en el apartado «etapa de finalización».
Por tanto si el algoritmo es capaz de realizar la operación, y por tanto tiene éxito, al
finalizar se obtendrá un gráfico coloreado especificando:
— Por cada red: Su color propio y lista de colores prohibidos.
— Número cromático Nc del gráfico.
— Número cromático Nc-BCL del gráfico para las redes de BCL.
— Mensaje de conclusión con éxito.
Si el algoritmo NO es capaz de realizar la operación, y por tanto fracasa, al finalizar
dará un mensaje de error, comunicando dicho fracaso.
El algoritmo fracasará si Nc   13
3.3 Partición del Espectro
Con este submódulo el Motor «trocea» el espectro disponible en nsb subbandas,
separadas entre sí un ancho de banda de salvaguarda correspondiente al covehículo (9%).
En el caso de cosite la salvaguarda es de solamente un 3%.
El tratamiento consiste en trocear el espectro en nsb subbandas sucesivas de una
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Fig. 5. Ejemplo cosite y covehículo
misma longitud lsb, estando cada banda separada de la siguiente el margen covehículo.
ESTIMACIÓN DEL ANCHO DE BANDA lsb DE UNA SUBBANDA
Partamos de un espectro disponible para las redes que trabajan en SFR comprendi-
do entre las frecuencias Fmin y Fmax. (no se han considerado frecuencias o márgenes prohi-
bidos dentro de este espectro).
Contamos con un único covehículo COV.




f i-1 max = (f i min) (1-sv)
f i-1 min = ((f i max – L max) (1-sv)) – L max
Por lo tanto: 
Fmin = (F max –L max) (1 –sv) EXP (nsb -1) – L max ∑i (1 – sv)i (con i desde 0 a nsb-2)
Fmin = (F max –L max) (1 –sv) EXP (nsb -1) – L max {(1-(1- sv) EXP nsb) -1}/ {1-(1-sv)}
Fig. 6. Gráfico cálculo lsb
EXTRACCIÓN DE LAS SUBBANDAS
Se trata de extraer del total del espectro disponible un número de subbandas corre-
lativas de ancho de banda lsb manteniendo la salvaguarda covehículo para cada banda
AJUSTE DEL ANCHO DE BANDA DE LAS SUBBANDAS A EXTRAER
Si al final de la fase anterior el número de subbandas obtenidas es inferior al núme-
ro de subbandas deseadas (nsb), el troceado vuelve a comenzar disminuyendo el ancho de
banda lsb.
TEST DE LAS SUBBANDAS EXTRAIDAS
Se comprueba que el total de las subbandas extraídas poseen un número mínimo de
frecuencias. Este número mínimo para las redes de SFR es de 30 frecuencias.
Si una de las subbandas posee adjudicadas un número de frecuencias inferior a 30
para SFR, o si el número de subbandas obtenidas es inferior al número deseado, la partición
dará el resultado de fallida para SFR, y se activará la alarma de fallo de repartición de SFR.
GENERACIÓN DE LAS SUBBANDAS PARA BCL
Siempre y cuando la repartición para las redes de SFR haya resultado exitosa, se
procederá a la intersección de la gama de subbandas de SFR con el espectro designado
para las redes que vayan a trabajar en BCL.
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Fig. 7. Gráfico generación subbanda BCL
El resultado de esta intersección determina el resultado de la partición.
Se considera que la partición ha fracasado si una de las subbandas resultantes de la
partición o troceado posee menos del mínimo de frecuencias previsto para las redes de BCL
(min BCL), o si el número de subbandas obtenidas es inferior a nc BCL. En este caso salta-
ría la alarma de fracaso.
NOTA: Las redes de BCL tienen bandas prohibidas específicas, además de las ya
prohibidas para SFR. Las subbandas de BCL puede como máximo estar distribuida en 16
porciones del espectro.
En realidad lo que está haciendo el software es una distribución del espectro para
cada una de las mallas comienza por el mayor Cosite (o Covehículo) y descendiendo por
todas las mallas presentes en él para repetir el proceso en cada Cosite/Covehículo, y repi-
tiéndolo en forma de árbol hasta el final
3.4 Asignación de colores a las subbandas.
Con este submódulo el Motor adjudicará a cada uno de los colores generados (utili-
zados) durante la etapa de coloración una o varias subbandas en función de la partición del
espectro realizada.
Esto significa que durante la etapa de troceado del espectro, ciertas subbandas pue-
den obtener únicamente unas pocas frecuencias. Las redes más perjudicadas, corren el
riego de ser fuertemente penalizadas si el color que se les ha adjudicado corresponde a una
de las subbandas con un número reducido de frecuencias. En este caso cabe la posibilidad
de flexibilizar la restricción y pasar de restricción cosite a restricción covehículo. Lamenta-
blemente este hecho va a ser común en aquellas redes que podemos considerar
Tomando como datos de entrada las subbandas SFR y BCL, lista de colores, y colo-
res prohibidos por red, se obtendrá como salida la asociación entre subbandas y colores del
gráfico. En caso de que no sea posible efectuar esta asociación el CGES dará el corres-
pondiente mensaje de error.
3.5 Multicoloración
Con este submódulo el Motor atribuye a las redes todos los colores suplementarios
posibles. En efecto, al resultado de la etapa de monocoloración, cada red no obtiene nada
más que un color, sin embargo es susceptible de tomar eventualmente otros colores distin-
tos al adjudicado.
Nos referimos a los colores que no han sido adjudicados ni a covehículos ni a cosi-
tes, pero teniendo siempre en cuenta el correcto funcionamiento de las comunicaciones y la
resistencia a la guerra electrónica.
Se toman como datos de entrada el grafico coloreado y los planes de colores para
SFR y BCL, dando como salida los distintos Planes de Frecuencia.
3.6 Finalización de los planes
Con este submódulo el Motor efectúa los cálculos de optimización suplementarios
que intervienen después de la atribución de frecuencias, es decir homogenización de las fre-
cuencias del espectro y utilización de las zonas inter–subbandas para ampliar el espectro
adjudicado a los Planes.
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Fig. 8 Gráfico finalización de planes
Si R posee dentro de su plan de frecuencias un ancho de banda adjudicado de SB
y no tiene ninguna relación de proximidad con R’, la cual tiene adjudicado un ancho de
banda SB’, se puede plantear una extensión del ancho de banda de R, siendo el resultado
de SB+EXT.
3.7 Cálculo de Calidad
Con este submódulo el Motor efectúa la evaluación del ruido resultante del funcio-
namiento de las diferentes redes en cada uno de los planes generados en las etapas prece-
dentes.
Los diferentes tratamientos a efectuar son los siguientes:
— Tratamiento y evaluación del ruido lejano
— Tratamiento y evaluación del ruido próximo.
— Tratamiento y evaluación del ruido provocado por el armónico doble (H2).
El número de frecuencias perjudicadas por H2 para un frecuencia f, alrededor de 2f
correspondería a una banda (2f-s,2f+s). Teniendo en cuenta:
s = s1 para un ruido provocado por armónico doble de covehículo (s1 es del orden
de 150 Kilohertzios)
s = s2 para un ruido provocado por armónico doble de cosite (s2 es del orden de 25
Kilohertzios)
Esta etapa toma como entrada los distintos planes de frecuencia y la salida que ofre-
ce son los valores de ruido lejano, ruido cercano y ruido provocado por armónico doble.
3.8 Cálculo de frecuencias del canal 2 (reserva del primario)
Con este submódulo el Motor adjudica frecuencias al canal de reserva de cada una
de las redes que han sido definidas en los planes. Este canal 2 es concebido por el sistema
como una alternativa al canal uno (canal primario) siempre y cuando las comunicaciones
en este canal sean impracticables a causa del ruido existente.
La decisión de pasar a canal 2 es tomada independientemente por los usuarios
de la red en cuestión sin tener en consideración lo que ocurra en otras redes, lo que
significa que al no tener en cuenta en este canal 2 los cosites y covehículos, podremos
perjudicar redes adyacentes.
Con este canal 2 se busca encontrar un plan de frecuencias para una red perturba-
da o con ruido excesivo, lo más diferente de aquel que tenía en el plan de frecuencias ori-
gen (canal primario), y se obvian los posibles perjuicios que podamos ocasionar a las redes
vecinas.
Veamos un ejemplo: 
Dada una Red R, en rojo se marcan las bandas prohibidas para dicha red. A conti-
nuación vamos a hacer una selección de tramos, tomando como referencias de inicio y final
las zonas del espectro prohibidas, siempre y cuando esta prohibición tenga un tamaño
importante. En nuestro ejemplo cogeremos tres tramos A, B, C de un tamaño mínimo de 200
frecuencias.
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Fig. 9. Gráfico armónico doble
Fig. 10. Gráfico cálculo del Canal 2
Acto seguido eliminaremos para el canal 2, el tramo donde el canal 1 tiene más pro-
porción del espectro adjudicado, hasta conseguir que el espectro eliminado del canal 1
sobrepase el 50%, lo que significaría que el canal de reserva siempre tendría más frecuen-
cias que el canal 1.
Para nuestro ejemplo los porcentajes de la repartición de frecuencia es: 40 % para
el tramo B, sobre 41 % para el A y 19% para el tramo C.
Por tanto eliminaremos el tramo B que supone un 41% que sigue siendo < 50%
Eliminamos también A con lo que conseguimos un 81%, es decir ahora sí que se
cumple que 80% >50%
C o n s e r v a remos el tramo C como zona de trabajo adjudicada al canal2 o reserva del 1.
3.9 Cálculo de frecuencias Específicas
Con este submódulo el Motor calcula las frecuencias específicas a generar en los
niveles superiores, es decir pasarelas 0, 5 y 6. 
Estas frecuencias específicas no intervienen en el cálculo de calidad.
4. DESCRIPCIÓN DETALLADA DEL MÓDULO SECUENCIADOR
Este módulo consta a su vez de los siguientes componentes:
1. Módulo de elección
2. Módulo de secuenciación.
4.1 Módulo de elección
Este módulo es el encargado de señalar que cálculos se deben realizar, dependien-
do de los parámetros tácticos de entrada y de las políticas seleccionadas para hacer la ges-
tión.
La repartición o troceado del espectro proporciona un total de nsb subbandas que
va a variar entre nc y nc+3 (siendo nc el número cromático) sobre las cuales se puede efec-
tuar la asignación o repartición.
Las diferentes entradas para la realización de cálculos son:
• Gama de subbandas procedente de la etapa de partición del espectro.
• Política de distribución de subbandas: concentrada o en separación4.
• Política de tratamiento o no del armónico doble (H2).
El método de distribuir el espectro puede ser:
• Pocas subbandas de frecuencias
• Muchas subbandas de frecuencias
• Separadas las subbandas de frecuencias
• Próximas las subbandas de frecuencias
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4 En algunas publicaciones puede encontrarse como Política Extendida.
El resultado de las combinaciones de varios de estos criterios son los juegos de Pla-
nes de Frecuencias.
Cada Juego resultado del cálculo (Plan) se evalúa cualitativamente según diferentes
criterios, en particular:
• El comportamiento frente a las interferencias propias.
• El comportamiento frente a las acciones de EW enemiga.
El algoritmo para el cálculo de los Planes de Frecuencias aplica varias políticas o
estrategias para asignar frecuencias y de ellos resultan las 7 posibles máximas soluciones
que permiten al operador del CGFC elegir la que mejor satisfaga sus necesidades desde el
punto de vista táctico.
Las políticas a aplicar son5:
• Concentrada.–Consiste en dividir el espectro disponible en el menor número de
subbandas (Nc), con sus correspondientes separaciones de guarda, que permitan
que el sistema cumpla con las condiciones de Colocalización.
• Separación mínima.–Consiste en dividir el espectro en Nc+1 subbandas con sus
respectivas separaciones de guarda.
• Separación media.–Consiste en dividir el espectro en Nc+2 subbandas con sus
respectivas separaciones de guarda.
• Separación extendida.–Consiste en dividir el espectro en Nc+3 subbandas con
sus respectivas separaciones de guarda.
Las políticas de separación pueden considerar o no el armónico doble, mientras que
la Concentrada lo considera siempre.
Con respecto la política de distribución de subbandas:
Si nsb > nc entonces siempre es seleccionada una política en separación o extendida 
Si nsb = nc entonces se selecciona concentrada
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5 MT6-505 Periféricos de Gestión Principal
Fig. 11. Tabla resumen políticas de separación de subbandas2
Política de afectación de subbandas nsb Harmónico doble
ConcentradaNc Si
Separación mínima Nc+1 Si
Separación media Nc+2 Si
Separación extendida Nc+3 Si
Separación mínima Nc+1 No
Separación media Nc+2 No
Separación extendida Nc+3 No
4.2 Modulo de secuenciación
Su función va a ser la de secuenciar las diferentes fases del Motor y del Módulo de
Ayuda a la Decisión
Cada tratamiento en el interior de un modulo se denomina fase.
El secuenciador recibe un mensaje de lanzamiento de la asignación de frecuencias
enviado por el operador del CGES. Una vez recibido por el secuenciador hará pasar al motor
por todas y cada una de las fases señaladas anteriormente.
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Fig. 12. Ejemplo de 2 planes propuestos por el CGES, para un mismo despliegue
5. DESCRIPCIÓN DETALLADA DEL MÓDULO AYUDA A LA DECISIÓN
Este módulo consta a su vez de los siguientes componentes:
1. Tratamiento de fallos del motor
2. Cálculo del indicador de calidad global.
3. Presentación de resultados
4. Interfaz de ayuda a la decisión-operador.
5.1 Módulo tratamiento de fallos del motor
Este módulo va a ofrecer al operador posibles soluciones para paliar los fallos pro-
ducidos durante las fases. Estas soluciones se pueden agrupar en tres categorías:
• Petición de relación de las restricciones impuestas por el escalón superior (p.e.
cosites, covehículos, espectro autorizado).
• Petición de lanzamiento de restricciones externas a las unidades superiores (p.e.
frecuencias prohibidas específicas por cada red).
• Flexibilización de restricciones técnicas (covehículos, cosites, número mínimo de
frecuencias para SFR o BCL, margen de ruido máximo admitido)
5.2 Módulo para el cálculo de calidad global
Este módulo va a ofrecer al operador un indicador de calidad global para poder cla-
sificar los planes ofrecidos y calculados por el Motor.
Cada red posee un Nmin de frecuencias (a priori 30 que son las que permiten ase-
gurar el correcto funcionamiento de las redes en SFR (en BCL puede ser inferior a este
umbral).
El criterio de calidad global corresponde a una media de diferentes criterios de calidad.
En este cálculo de la calidad intervienen los siguientes factores:
• Cálculo de número de frecuencias por red: Se estima una media de numero de fre-
cuencias que el motor adjudica a cada red, deduciéndose además otros resulta-
dos como pueden ser p.e. el tanto por ciento de redes existentes con un valor de
ruido determinado, o el tanto por ciento de redes con una cantidad de frecuencias
dadas.
• Cálculo del ruido global de cada red: El ruido global para la red Rj es por defini-
ción el siguiente.
Ruido Global j = 1 – (1- Ruido Lej )(1- Ruido Cerc j)
Siendo: 
Ruido Lej. ➝ Ruido Lejano o de colisión
Ruido Cerc ➝ Ruido cercano y provocado por armónico doble.
Nj : Número de frecuencias de la red Rj
umbral j: diferencia entre las frecuencia más alta y la más baja.
• Cálculo del indicador global: Se realiza en dos fases:
a) Determinación del criterio de calidad detallada del plan.
Sea N1 el número de redes total.
N2 es el número de redes de SFR.
Definimos el número medio de frecuencias de todas las redes en cuestión:
nf 1 = (1/N1) ∑ j * Nj
Definimos el número medio de frecuencias para las redes de SFR: 
nf 2= (1/N2) ∑ j * Nj
Definimos el umbral medio sobre el total de las redes gestionadas, como la media
de todos los umbrales de cada red:
umbral 1 = (1/N1) ∑ j * umbral j
Definimos el umbral medio para las redes de SFR, como la media de todos los
umbrales de cada red de SFR:
umbral 2 = (1/N2) ∑ j * umbral j
A continuación vamos a definir el ruido global medio de todas las redes gestio-
nadas, como la media de ruido global de cada red, es decir:
ruido global medio 1 = (1/N1)   j * ruido global j
Ahora definiremos el ruido global medio para las redes de SFR:
ruido global medio 2 = (1/N2)   j * ruido global j
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5.3 Módulo búsqueda del mejor plan y presentación de los resultados.
Este módulo va a ofrecer al operador mediante 4 histogramas y 1 gráfico dinámico
dependiente del plan seleccionado, los resultados de los planes.
Los histogramas son los siguientes: 
• Histograma de ruido para BCL y SFR
• Histograma de número de frecuencias adjudicado a cada red de SFR o BCL.
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b) Determinación del criterio de calidad global del plan Q1
Fig. 13. Ejemplo Histogramas y Planes propuestos
Dentro de la zona determinada al gráfico dinámico se ofrece una propuesta ordena-
da del resultado de los planes calculados, ordenados según el criterio de calidad global (que
tiene predeterminados el CGES).
Del mismo modo tenemos la oportunidad de visualizar por cada plan los criterios
detallados para ese plan en concreto. Entre estos destacan la política seguida, redes que no
cumplen algún margen parametrizable, redes que no respetan alguna restricción de bandas
o frecuencias prohibidas.
Finalmente, tanto en caso de fallo como de éxito se informa al operador de cuales
son los cosites o ubicaciones del despliegue con mayores problemas de ruido y cuales las
redes más perjudicadas.
5.4 Módulo interfaz ayuda a la decisión-operador
Este modulo es el encargado de interoperar con el operador del CGES, para asegu-
rar la finalización de la gestión y comunicar las incidencias surgidas durante las distintas
fases del Motor.
CONCLUSIONES
Una vez analizado el algoritmo se confirman las sospechas que ya existían por parte
de los operadores del CGES, las cuales indicaban que este algoritmo está fundamental-
mente dirigido a disminuir la interferencia propia (ruido cercano o próximo), teniendo en con-
sideración unas pequeñas pinceladas referentes a la Guerra Electrónica (EW).
Sin embargo esta EW que el CGES toma en consideración es muy específica ya que
el sistema considera que las mallas gestionadas van a presentar una «suficiente» fortaleza a
la guerra electrónica enemiga siempre que las mallas de Salto de Frecuencia contengan un
mínimo de 30 frecuencias. En segundo lugar se asegura que las redes trabajen en un núme-
ro determinado de subbandas, por debajo del cual el sistema no ofrece ninguna solución
como válida. Por último se asegura que estas subbandas estén separadas un mínimo den-
tro del Espectro disponible (Canal de Base) para poder hacer frente a los perturbadores de
banda ancha.
Del análisis efectuado se implica que los aspectos que tendrá en cuenta el CGES a
la hora de asignar un número determinado de frecuencias por malla y un número de sub-
bandas de trabajo, son los siguientes:
– Restricciones de proximidad: los Cosite y Covehículo son el aspecto fundamen-
tal que el algoritmo tiene en consideración, ya que a partir de este comienza el
coloreado/reparto de subbandas para disminuir o reducir al máximo la interferen-
cia provocada por emisiones propias. De esta restricción se puede inferir uno de
los mayores problemas o riesgos que provoca el sistema, ya que aquellas redes
que más aparezcan en Cosites y Covehículos serán «mimadas» por el sistema de
una forma muy concreta. Este trato privilegiado va a consistir en intentar alejar sus
zonas de trabajo de las del resto, para reducir al mínimo las interferencias propias.
Esto lo hace añadiendo subbandas de salvaguarda, con redes co-localizadas y
reduciendo el ancho de banda adjudicado a esas redes. Como el lector puede
imaginar para un despliegue típico de Brigada las redes de Mando y Logística de
nivel Brigada, serán las que aparezcan en el 75% de los cosites y covehículos, y
el algoritmo del CGES en el intento de dar a estas redes un trato privilegiado va a
ir recortando el espectro adjudicado de un modo sensible. Con un despliegue de
65 redes, el CGES reducirá el ancho de banda de estas redes a no más de 1,5
Mhz., lo que puede ser un auténtico peligro si el enemigo dispone de perturbado-
res de banda ancha con esta capacidad. 
– Tasa de actividad de las redes: que influirá sobre los cálculos y calidad de las
redes individualmente y sobre el número de frecuencias que el sistema adjudicará
a la red. (A más actividad mayor número de frecuencias asignadas por la herra-
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mienta.). Se produce entonces la siguiente disyuntiva, el decir cuales son ésas
redes con mayor tasa de actividad. Existen operadores de CGES que se inclinan
por pensar que los escalones que más utilizan la radio son los más bajos (Com-
pañía y Sección fundamentalmente). Sin embargo el autor de este artículo, opina
que si bien no se equivocan los que son de esa opinión, tampoco se beneficia en
absoluto a las redes de escalones superiores, ya que si damos una tasa de activi-
dad de 100% a las redes de Compañía, el CGES les asignará un mayor número de
frecuencias de trabajo a las subbandas de esa malla, lo que irá en perjuicio de
otras redes(como son las de Mando y Logística de Brigada) cuyo mejor funciona-
miento irá en beneficio del Mando y Control de los escalones superiores. Por tanto
se estima que la tasa de actividad de las redes de Mando y Logística de Brigada
debe fijarse a 100, y reducirse al mínimo 10 % las de Compañía y Sección.
– Restricciones de optimización de la red frente a la EW: Para lo cual el sistema
adjudicará un número mínimo de frecuencias (30) a aquellas redes que vayan a tra-
bajar en SFR. De este hecho se puede deducir que definiendo un número mayor
de redes que trabajen en BCL (precisan menor número de frecuencias) puede
beneficiar a las redes de SFR.
– Otras restricciones tácticas de la Red Radio de Combarte: el sistema CGES
cuenta con 2320 frecuencias que deberán ser utilizadas no sólo por las redes de
la Unidad implicada en la gestión sino que habrá ciertos equipos como pueden ser
radares o las bandas alta de HF que también influirán en el posible ruido. El siste-
ma parte de la base de que el número de redes o mallas que trabajaran en SFR y
las que trabajaran en BCL será distinto, y por tanto adjudicará un mayor número
de frecuencias siempre a las de SFR en aras de una mayor resistencia a la EW. El
sistema da por sentado que no debe haber excesivos problemas para que las
Pequeñas Unidades inferiores a nivel Compañía trabajen normalmente en BCL, ya
que aunque son más vulnerables a las acciones ESM y ECM del enemigo, la infor-
mación y ventaja que este puede obtener no son rentables para el esfuerzo de EW
que deben realizar.
– Restricciones durante la repartición: El CGES tratará en todo momento de com-
pensar el reparto de frecuencias, considerando que las redes que no se encuen-
tran presentes en covehículos ni cosites, tienen menos necesidad de frecuencias
que las que si lo están. Además aprovechará esas redes que no tienen relación de
proximidad para reutilizar zonas del espectro en beneficio de obtener mayor
número de frecuencias para las redes que si tiene restricciones de proximidad.
– Restricciones debidas a la distribución Geográfica de las redes: El sistema
tiene muy en cuenta la proximidad de las redes en una superficie de 10*10 Km. por
lo tanto es fundamental que se tenga este apartado en consideración y en caso de
que las unidades (sobre todo Mecanizadas y Acorazadas) que vayan a adoptar
despliegues cuyos frentes y profundidad sea superior al de los 10 Km. esto sea
reflejado durante la definición de las redes ya supondrá una reutilización del
espectro entre las redes que se encuentran mas alejadas6.
– Restricciones debidas a la RRC de la Unidad Superior: Si la Unidad Superior
cuenta con una RRC independiente (es decir ha sido gestionada por otro CGES),
el sistema no la puede tener en cuenta ya que no está implementada esta posibi-
lidad dentro del software CGES. La única opción para tener en cuenta esta posi-
bilidad es la utilización del denominado DDI de Transferencia, y en este caso lo
único que tendríamos en consideración, sería la predeterminación del Canal de
Base (frecuencias disponibles). No obstante, lo que si da el CGES es la posibilidad
de restringir el trabajo dentro de determinadas bandas de las redes que estamos
definiendo en ese momento. Ejemplo. Si en CTPCPRAL de una División va a ver
una red VHF SFR de CE, podré prohibir a las redes que vamos a definir para la
75
6 Este método es muy similar al que era utilizado antaño en las Jefaturas de Transmisiones cuando se tenían que
adjudicar frecuencias fijas analógicas de BCC-349, las cuales eran continuamente reutilizadas, dada la poca
potencia de los emisores.
División y que van a estar próximas a la red de CE que trabajen en la misma zona
del espectro, con el fin de evitar interferencias.
– Jerarquía dentro de las Restricciones del Sistema CGES: Existirán restriccio-
nes absolutas que siempre se deberán cumplir y otras que se podrán flexibilizar.
Ejemplo de Restricción absoluta puede ser el Canal de Base o zona del espectro
asignada por la División a una Brigada para hacer la gestión. Esta en ningún
momento podrá ser soslayada. Sin embargo una flexibilizable puede ser el cálcu-
lo de planes en modo degradado o incluso el obviar cosite y covehículos.
– Restricciones debidas al uso de determinadas antenas: El sistema está con-
cebido para ser utilizado con material de la familia PR4G, incluyendo las antenas
elevadas cuyo margen de frecuencias oscila de 30.00 a 87.975 MHz. Si durante la
operación o ejercicio van a ser utilizadas otro tipo de antenas (p.e. la HC 30/76) se
debe comprobar que las redes que vayan a hacer uso de este tipo de antenas no
trabajan por encima de los 76 Mhz.
El listado de PLANES está ordenado por el criterio de calidad global en orden decre-
ciente. El CGES como ya sabemos dará hasta siete planes distintos de frecuencias. Para
guiar la elección del plan se dispone de los siguientes indicadores: 
• Criterio de calidad global
• Nº medio de frecuencias para el conjunto de redes
• Nº medio de frecuencias para las redes SFR
• Interferencia entre redes SFR y BCL
Con respecto al criterio de calidad global podemos decir que es aceptable a partir
de 11 sobre 20 (11/20), aunque la experiencia indica que cuando resulta inferior a 13/20, se
produce el «chasquido» típico del PR4G presente cuando la calidad del enlace es límite y
que en muchas ocasiones resultará ininteligible.
Como ya se mencionó durante el análisis del algoritmo puede ocurrir que las res-
tricciones impuestas por el operador sean excesivas, y que por tanto el CGES no es
capaz de realizar una gestión de planes con niveles de calidad superior a 11 sobre 20
(11/20). En estas circunstancias el mismo sistema propone soluciones en caso de fracaso
en el cálculo de planes.
Estas soluciones propuestas son varias pero de ningún modo deben ser escogidas
por el orden en que las presente el Sistema, sino que son responsabilidad de la G-6 del
Escalón que gestiona. La propuesta es la siguiente
– AUMENTAR Nº DE FRECUENCIAS DISPONIBLES: Es decir aumentar el Canal
de Base disponible, algo que lógicamente en la mayoría de las ocasiones será
imposible, ya que si no hubiera sido así desde un principio se partiría con el mayor
número de frecuencias disponibles para realizar la gestión.
– LIMITACIÓN DE LAS CONDICIONES DE PROXIMIDA: Estas sin duda es la solu-
ción con la que mayormente puede jugar el operador del CGES (ateniéndose siem-
pre por descontado a las restricciones impuestas por G-6). El «gestor-hombre»
puede eliminar en primer lugar de los cosites aquellas redes que estén en activi-
dad muy poco tiempo. Si aún así no se alcanza el objetivo, se pasaría a eliminar
los cosites de menor importancia (los de las unidades de más bajos escalones de
mando (Sección-Compañía)). Si pese a haber realizado estos dos pasos anterio-
res, no se consigue realizar la gestión se pasaría a eliminar los covehículos de más
bajo nivel de mando, siempre y cuando no se trate de covehículos relé.
– REINICIAR EL CÁLCULO EN MODO DEGRADADO: Esta opción, sería la última
opción desde el punto de vista del autor de este artículo, ya que lo que se hace es
una flexibilización de las restricciones cosites y covehículo en todo el despliegue, lo
que luego se traduciría en un perjuicio generalizado de todas las redes, en lugar de
solo unas pocas como es lo que ocurre en la solución explicada en el punto anterior.
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La conveniencia de utilizar una política u otra (concentrada o en separación)
depende fundamentalmente de la EW enemiga a la que nos vamos a tener que enfrentar. De
su potencial de perturbación y fundamentalmente de las capacidades de sus perturbadores
optaremos por una política u otra. Por lo tanto este apartado se convertirá para la G-6 en
una NPI7 (Necesidad Prioritaria de Inteligencia) desde los primeros momentos de la etapa de
Planeamiento.
Otro punto a tomar en consideración es la creencia generalizada por parte de los
operadores de CGES de que aumentando el número de redes que van a trabajar en BCL,
va a ir en beneficio de las redes que lo hagan en SFR. Si bien es cierto este comentario,
la mejora obtenida no es tan grande como cabría esperar ya que las subbandas que se van
a adjudicar a las redes de BCL son las mismas que las de SFR/MIX, con excepción de las
subbandas prohibidas, lo que significa que no por generar mas subbandas de BCL vamos a
ganar espectro para las redes que trabajan en SFR.
La realidad es que se consigue una ligera mejora porque las subbandas de BCL van
a necesitar menos frecuencias que las de SFR, y por tanto esto sí va a beneficiar el reparto
final a favor del salto de frecuencia. Además en el cálculo global de ruido, en el caso de un
mayor numero de redes en BCL el ruido resultante será menor ya que el CGES considera
que estas mallas trabajarán sobre una frecuencia puntual en cada momento, en lugar de
hacerlo sobe todo el espectro como es el cálculo que realiza para el SFR. 
Si la necesidad de llevar a cabo un cálculo con un excesivo número de redes, cosi-
tes y covehículos es ineludible, lógicamente los criterios de calidad global están rondando el
11 sobre 20 (11/20). Esta situación no quiere decir bajo ningún concepto que estemos con-
denados a una mala calidad de enlace sin poder esquivarla o al menos reducirla. Es en este
momento en el que tiene que intervenir la G-6 en el planeamiento y los Jefes de Centro de
Transmisiones en la materialización de los enlaces.
Por parte de las G-6 se darán las instrucciones oportunas para espaciar al máximo
el despliegue de las estaciones radio de aquellos Centros de Transmisiones que materiali-
cen los cosites más perjudicados. Recordemos que este criterio o índice de calidad lo da el
algoritmo del CGES considerando antenas espaciadas entre 2 y 50 metros. Si en lugar de
antenas vehiculares en los covehículos usamos antenas elevadas, y si en lugar de materia-
lizar áreas hertzianas con los Mercurios muy próximos lo hacemos espaciando las estacio-
nes más de 50 metros, conseguiremos aumentar la calidad de los enlaces y pasaremos de
un 11/20 teórico a un más que probable 15/20 real.
No por obvio debemos dejar de mencionar que los cosites y covehículos (sobre todo
los covehículos) definidos por el operador del CGES, deben implementarse tal y como han
sido definidos en el CGFC. Por ejemplo, de nada serviría definir un covehículo Mercurio 2000
en un PCPRAL de Brigada con una PR4G trabajando en Red de Mando y la otra PR4G en
Red de Logística, si luego el Jefe de Centro materializa en ese vehículo la Red de Mando y
en lugar de la Red Logística, explota Mando y Tiro de Artillería.
Para finalizar y resumiendo, diremos que dependiendo de la EW a la que nos tenga-
mos que enfrentar, el operador de CGES seguirá unas indicaciones u otras por parte de la
G-6 encargada de realizar la gestión del espectro VHF.
En caso de inexistencia de EW enemiga, la G-6 considerando el despliegue tácti-
co adoptado por las unidades propias (de donde saldrán las restricciones cosite-covehícu-
lo), y del espectro disponible se inclinará por un plan de frecuencias en el que predomine la
calidad (menor ruido) y por tanto por aquellos planes en los que se obtenga un mayor núme-
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ro medio de frecuencias por red, sin ser necesario el entrar a valorar el numero de subban-
das nsb en los que vayan a trabajar las redes.(caso típico durante las maniobras y ejercicios
en Territorio Nacional).
Si por el contrario nos encontramos ante una operación real o un ejercicio en el que
nos tenemos que enfrentar a una EW enemiga, tendremos que considerar muy en serio
todos y cada uno de los factores que intervienen en la selección de un Plan u otro. Del aná-
lisis realizado deducimos que el CGES valora como resultado mejor aquel en el que el ruido
cercano (producido por emisiones propias) es menor, siempre y cuando el número medio de
frecuencias por red supere las 30. Esto hoy día con los medios actuales de localización y
escucha puede quedarse muy corto, por no decir que la capacidad de resistir una acción
ECM enemiga es casi nula.
Por lo tanto deberemos alo inicio de la gestión de una operación, tratar de informar-
nos de las capacidades reales ECM enemigas, para tomarlo como referencia o punto de par-
tida. Conociendo las capacidades enemigas estaremos en disposición de ponérselo com-
plicado, fortaleciendo aquellas redes que más beneficio produzcan al propio Mando y
Control. Este beneficio lo obtendremos manipulando el sistema para conseguir un número
suficiente de frecuencias para las redes que trabajan en SFR, así como el dotarlas de un
número mínimo de subbandas. Dadas las restricciones que impone el sistema, si queremos
obtener unas redes fuertes, nos veremos obligados a «sacrificar» otras, generalmente las de
menor entidad (Pn, Sc, Cía). Este sacrificio se traducirá en un mayor porcentaje de ruido,
pero no en una perdida de enlace.
En el otro extremo encontraremos el beneficio obtenido que será el de unas redes
con capacidades técnicas suficientes para resistir las acciones ECM enemigas. (Redes con
un número elevado de frecuencias, y trabajando en varias subbandas del espectro.).
GLOSARIO DE TÉRMINOS
CGFC: Centro de Gestión de Frecuencias y Claves.
CGES: Centro de Gestión de electos secretos y claves del PR4G.
SFR: Modo de trabajo Salto de Frecuencia
BCL: Modo de trabajo Búsqueda de Canal Libre
RRC-CNR: Red Radio de Combate
ECM: Contramedidas Electrónicas. (Electronic Counter Measures).
ESM: Medidas de Apoyo Electrónico (Electronic Support Measures).
OTAR: Recarga de Claves sobre el aire (Over the air rekeying)
PCPRAL: Puesto de Mando Principal
Nc: Número cromático
Elementos Iniciales: Conjunto de datos que utiliza el sistema PR-4G para el funcionamiento
de las estaciones PR-4G en la forma que han sido planificadas.
Claves de Base: Dato secreto generado por el CGFC, distribuido mediante TDT,s e introdu-
cido en cada uno de los RTF,s PR-4G previamente a la planificación de los Elemen-
tos Iniciales de Tráfico. Además es el elemento que permite trabajar al radioteléfono
en modo digital. 
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Canal de Base: Conjunto de frecuencias autorizadas para su empleo por una GU. Además
es la zona del espectro en la que se realiza la función OTAR
Elementos Iniciales de Tráfico (EIT): Conjunto de datos generados por el CGES como con-
secuencia de la planificación y que comprende los Planes de Frecuencias y las Cla-
ves de Tráfico.
Planes de Frecuencia: Conjunto de datos que genera la Aplicación CGES, y que permite que
cada estación PR4G utilice el espectro adecuado para proporcionar los servicios que
le han sido planificados.
Claves de Tráfico: Claves TRANSEC y COMSEC generadas por la Caja Pseudoaleatoria para
los Planes de Frecuencia.
Juego de Elementos Iniciales de Tráfico: Conjunto de Elementos Iniciales de Tráfico calcula-
dos por el CGFC, identificado por un número de versión y que puede ser cargado en
un DDI-fuente. Un juego incluye dos cryptoperíodos.
COSITE: Grupo de mallas diferentes explotadas simultáneamente en una zona de 50 metros
de diámetro.
COVEHICULO: Grupo de Transceptores situadas en un mismo vehículo, explotadas simul-
táneamente, y que operan en mallas diferentes.
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FORTALEZA DE LAS VERSIONES 2 Y 3
DEL PR4G ANTE LA EW
Comandante Transmisiones (ESO) D. Rodolfo Arroyo de la Rosa
Resumen. La Guerra Electrónica (EW) no es un término de actualidad, aunque hoy
día esté en boca de todos; además es la espada de Damocles1 para todos aquellos que en
el día a día hacen uso de las Telecomunicaciones para llevar a cabo su trabajo. Si nos ceñi-
mos al campo de la CNR (Combat Net Radio – Red Radio de Combate), a partir de la II Gue-
rra Mundial, se empezó a entrever que la radio convencional era un blanco demasiado fácil,
del que se podía extraer una información que podría llegar a comprometer las operaciones.
Las naciones dotadas de mayor tecnología empezaron a desarrollar prototipos haciendo uso
de técnicas de espectro ensanchado para anteponerse a la amenaza que suponía la EW. A
principio de los ochenta, España da los primeros pasos encaminados a conseguir un equi-
po VHF dotado de contramedidas electrónicas2 llevado a cabo por la empresa INISEL, sien-
do la Empresa AMPER Programas la que retomó el proyecto y la adjudicataria del concurso
publico para la adopción de radioteléfonos VHF/EPM para las Fuerzas Armadas, presentan-
do los radioteléfonos de la familia PR4G, declarados de necesaria uniformidad en las FAS
por el Ministerio de Defensa el 29 de octubre de 1992 (BOE orden 320/39346/1992).
1. INTRODUCCIÓN
La Guerra Electrónica engloba cualquier acción militar que trata de controlar el uso
del espectro electromagnético3. La mayor parte de los Sistemas de Comunicaciones y de
Información actuales se apoyan en la transmisión y recepción de ondas electromagnéticas.
Así pues, parece obvio deducir que el bando que conquiste el espectro electromagnético
habrá conseguido una posición dominante en el desarrollo de los conflictos bélicos actua-
les. Fiel reflejo de su importancia es la inclusión de la EW como uno de las ocho Funciones
de Combate4. La Guerra Electrónica está incluida en la llamada Guerra de la información.
Dentro de la variedad de elementos concernidos en la generación y tratamiento de la infor-
mación, están los CIS (Sistemas de Telecomunicaciones e Información) fundamentales para
la conducción de las operaciones, por lo que la destrucción de la capacidad de coordina-
ción del enemigo, así como la protección de los sensores y redes propias caen dentro de los
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1 Según Cicerón, en sus «Tusculanas», Damocles era cortesano de Dionisio I, a quien envidiaba por su vida apa-
rentemente afortunada y cómoda. El rey, con el propósito de escarmentarlo, decidió que Damocles lo sustituye-
ra durante un festín, pero para ello dispuso que sobre su cabeza pendiera una afilada espada desnuda suspen-
dida de una crin de caballo. De esta manera, Damocles pudo comprender lo efímero e inestable de la prosperidad
y del lujoso modo de vivir del monarca. La frase la espada de Damocles se utiliza desde hace mucho tiempo, para
expresar la presencia de un peligro inminente o de una amenaza.
2 Soluciones ECCM al entorno actual de las comunicaciones VHF (Amper PROGRAMAS 1992)
3 http://www.coit.es/publicaciones (Colegio Oficial de Ingenieros de Telecomunicaciones)
4 D01-001 Doctrina Empleo de la Fuerza Terrestre. Capítulo 4.
objetivos primordiales de la Guerra Electrónica. Ésta es objeto de continua evolución, al igual
que su clasificación, obligada a dar cabida a nuevos conceptos y formas de interrelación de
sus diferentes disciplinas. La clasificación tradicional se encuadraba bajo las siglas ESM,
ECM y EPM5:
• ESM, Medidas Apoyo de Guerra Electrónica (Electronic Warfare Support Measu-
res). Acciones que se realizan para buscar, interceptar e identificar las emisiones y
localizar su fuente, con la finalidad de obtener datos de la situación y el reconoci-
miento inmediato de la amenaza. Las ESM son una valiosa fuente de información,
necesaria para adoptar decisiones relacionadas con las ECM, con las EPM y con
otras acciones tácticas.
• ECM, Contramedidas Electrónicas (Electronic Counter Measures). Acciones que,
empleando energía electromagnética, se realizan para impedir o reducir el uso efi-
caz del espectro electromagnético por parte del enemigo.
• EPM, Medidas de Protección Electrónica (Electronic Protective Measures). Las
que se realizan para proteger las emisiones propias de la utilización de la energía
electromagnética por parte del adversario6.
Vamos a centrarnos en la parte «Comunicaciones» dentro de la Guerra Electrónica
y en concreto a aquellos aspectos que incidan sobre el funcionamiento de los radioteléfo-
nos VHF.
Las técnicas de espectro ensanchado, y en con-
creto el empleo de salto de frecuencia en la banda de VHF,
está ampliamente extendido desde hace algunos años en
la mayoría de países de nuestro entorno. Estas técnicas se
caracterizan por usar grandes anchos de banda para enviar
información cuya banda base es mucho más reducida en
comparación. El transmisor realiza una modulación de la
señal a través de una secuencia código que produce una
expansión del espectro. Del lado del receptor la señal
ensanchada es de nuevo comprimida al ancho de banda
original de la señal útil y las interferencias son espaciadas
a lo largo de la banda ensanchada. Un filtrado posterior eli-
mina la mayor parte de la interferencia. Las ventajas inhe-
rentes al esparcir la señal para su transmisión y el compri-
mirla después en el receptor, no se encuentran en otros
sistemas de telecomunicaciones. Entre estas ventajas
podemos destacar la capacidad de dire c c i o n a m i e n t o
selectivo, multiplexación por división de tiempo, señales
con baja densidad espectral y cierta seguridad inherente
en el interior de los mensajes. Entre los inconvenientes
destacan en sobremanera, la necesidad de utilizar un
mayor ancho de banda del utilizado por la FM convencio-
nal, así como la complejidad y coste de los sistemas al ver-
nos obligados a incluir correladores, generadores de secuencia de código etc.
Son cinco o seis (dependiendo de los autores) las técnicas de Espectro Ensanchado
usadas hoy día: Secuencia Directa, Salto de Frecuencia, Salto Temporal, Sistemas de Fre-
cuencia Modulada Pulsada (Chirp o Chirping) y Sistemas Híbridos. La sexta técnica sería la
Transmisión a Ráfagas, que algunos autores no la tratan dentro de las técnicas de espectro
ensanchado.
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— Sistemas de Secuencia Directa (Direct Sequence)
Es quizás uno de los sistemas de espectro
ensanchado más conocido, utilizado y re l a-
tivamente sencillo de implementar. Una
portadora en banda estrecha se modula
mediante una secuencia pseudoaleatoria.
Para la secuencia directa, el incremento de
ensanchado depende de la tasa de bits de
la secuencia pseudoaleatoria por bit de
información. El ancho de banda de un sis-
tema de Secuencia Directa viene determi-
nado por la velocidad de la secuencia-
código binaria. Los sistemas de Secuencia
D i recta permiten un método de multiplexa-
ción por división de código (CDMA). En el re c e p t o r, la información se re c u p e r a
al multiplicar la señal con una réplica generada localmente de la secuencia de
c ó d i g o7.
— Sistemas de Salto de Frecuencia (Frequency Hopping)
En estos sistemas, la frecuencia portadora del
transmisor cambia (o salta) de acuerdo con una
secuencia pseudoaleatoria. El orden de las fre-
cuencias seleccionadas por el transmisor viene
dictado por la secuencia de código. Los siste-
mas de Salto de Frecuencia permiten la exis-
tencia de varios transmisores simultáneos sin
interferencia mutua (ortogonales) por medio de
la selección de las frecuencias de emisión de
forma que éstas no coincidan y se produzcan
colisiones que degraden el sistema. El receptor rastrea estos cambios y produce
una señal de frecuencia intermedia constante.
— Sistemas de Salto Temporal (Time Hopping)
Es un sistema en el que el periodo y el ciclo de
trabajo de una portadora se varían de forma
pseudoaleatoria bajo el control de una
secuencia pseudoaleatoria. Los sistemas de
Time Hopping plantean serios problemas de
sincronización debido a los estrechos márge-
nes de deriva que son permisibles y a los pro-
blemas derivados de que el tiempo de propagación es comparable a los tiempos
entre intervalos de emisión, por lo que su aplicación en sistemas como la CNR
sería excesivamente complejo. El salto temporal se usa a menudo junto con el
salto en frecuencia para formar un sistema híbrido de espectro ensanchado
mediante acceso múltiple por división de tiempo (TDMA).
— Sistemas de frecuencia modulada pulsada (Chirp o Chirping)
Es una técnica menos común que las anteriores, en la que se emplea un pulso
que barre todas las frecuencias, llamado chirp, para expandir la señal espectral.
83
7 R.C. Dixon, «Spread Spectrum Systems», Wiley, 1976
Esta técnica no emplea una secuencia-código para
controlar el espectro de la señal transmitida. El
resultado es una señal FM pulsada cuyo ancho de
banda está determinado básicamente por el des-
plazamiento de la portadora. El chirping, como tam-
bién es conocido, suele usarse más en aplicaciones
con radares que en las telecomunicaciones.
— Transmisión a Ráfagas
Este término es utilizado para referirse a sistemas que proporcionan protección
frente a la EW transmitiendo durante pequeños períodos de tiempo, únicamente
cuando tienen información que transmitir. Esta técnica abarca desde la simple
transmisión por radiopaquete a sofisticados sistemas de comunicaciones en los
que la información a transmitir es primero almacenada y compactada en un
paquete antes de ser transmitida, para ser posteriormente transmitida en forma
de un pulso corto, reduciendo el tiempo de transmisión y aumentando el ancho
de banda. Períodos típicos de transmisión para técnicas a ráfagas están dentro
del orden de decenas a cientos de milisegundos8.
— Sistemas híbridos
Los sistemas híbridos usan una combinación de métodos de espectro para bene-
ficiarse de las propiedades más ventajosas de los otros sistemas de espectro
ensanchado. Combinaciones comunes son secuencia directa con salto de fre-
cuencia y salto de frecuencia con salto temporal. La ventaja de combinar estos
dos métodos está en que adopta las características que no están disponibles en
cada método por separado.
En 1989 Estados Unidos comenzó a dotar del radioteléfono SINCGARS a sus Uni-
dades, y desde entonces otros países como el Reino Unido con el JAGUAR V, Italia con el
HYDRA V, Alemania con el SEM, Israel con el CNR 900, Francia con el PR4G se han unido9.
España inició en el año 1992 la adquisición del radioteléfono francés alcanzando hasta la
fecha más de doce mil configuraciones en distintas versiones portátiles, vehiculares y siste-
mas destinados a plataformas aéreas. Velocidades de hasta 333 saltos/segundo en modo
salto de frecuencia, permiten disponer de cierto grado de protección. En este artículo trata-
remos de estudiar si este grado está acorde o no con la amenaza actual.
2. FACILIDADES EPM DEL PR4G V2 Y V3
Las EPM pueden ser activas o pasivas y según el empleo que de ellas hagan las
fuerzas propias, se clasifican en de procedimiento tácticas y técnicas. A continuación
vamos a dar un somero repaso a esta clasificación:
• EPM DE PROCEDIMIENTO
Son las normas de empleo y manejo de los medios electrónicos que deben apli-
car los operadores para reducir los efectos de las posibles acciones ESM y ECM
del adversario.
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9 www.coit.es/publicaciones (Colegio Oficial de Ingenieros de Telecomunicaciones).
• EPM DE TIPO TÁCTICO
Son las aplicadas por las Unida-
des y las directivas dadas por las
G-6 para desplegar los medios y
sistemas electrónicos sobre el
terreno en el contexto de la oper-
ción general para evitar o eludir
las acciones ESM y ECM enemi-
gas. 
• EPM DE TIPO TÉCNICO
Son dispositivos técnicos incorporados a los sistemas electrónicos propios para
oponerse a las acciones de guerra electrónica de los posibles adversarios. Algu-
nas de estas técnicas se combinan en los emisores para proporcionar protección
contra las acciones ESM y ECM enemigas. 
2.1. Medidas de Protección y Seguridad del Sistema PR4G
A continuación vamos a relacionar las Medidas de Protección Técnicas y de Seguri-
dad10 incorporadas en el Sistema de Armas PR4G de un modo general, para posteriormen-
te identificar las nuevas ayudas añadidas en las versiones 2 y 3. Al lector le puede sorpren-
der la inclusión de algunas técnicas de modulación o algunos servicios propios de este
modelo de radio como medida EPM técnica, si embargo el autor de este artículo tras anali-
zarlo detenidamente, se ha inclinado por esta decisión, ya que entiende que cualquier modi-
ficación técnica incorporada a un equipo que dificulte o simplemente aumente la dificultad
al ESM o ECM enemigos, es en cierto modo una medida de protección. Posteriormente
serán justificadas en los apartados 3 y 4 de este documento.
• Modo Espectro Ensanchado-(EPM Técnica)
La PR4G hace uso del Salto de Frecuencia (SFR11), a una velocidad de 333 saltos
por segundo sobre la banda de 30 a 87.975 MHz, adquiriendo por tanto las características
y seguridad de comunicaciones inherentes a este modo. Sobre la base de este modo se han
generado otros adicionales.
— Búsqueda de Canal Libre (BCL): Las radios, previa evaluación de las condiciones
de propagación en las frecuencias de trabajo, los emisores cambian de frecuen-
cia cada vez que pasan a transmitir. Esta transmisión la realizan aparentemente12
sobre una única frecuencia.
— Modo Mixto (MIX): En este modo el emisor selecciona entre SFR o BCL, depen-
diendo del resultado previo del estudio de las condiciones de propagación. 
— Modo Frecuencia Fija Digital (FFD): En este modo la radio trabaja aparentemente
sobre una única frecuencia digitalizada.
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10 Capitulo 2 OR5-501 Tomo 1 Orientaciones Procedimientos de Transmisiones.
11 Abreviaturas usadas: SFR: Salto de frecuencia, BCL: Búsqueda de Canal Libre, MIX: Modo Mixto, FFD: Fre-
cuencia Fija Digital, ORT: SFR ortogonal, FFA: Frecuencia Fija analógica, FFC: Frecuencia Fija de Canal, FFG:
Frecuencia Fija General.
12 Este «aparentemente» será posteriormente explicado en el apartado Firma Digital.
• Misma Firma Digital-(EPM Técnica)
Toda la información, transmitida al aire, ha de tener la apariencia de una secuencia
aleatoria de bits. Para evitar posibles ataques de análisis, la estructura de las tramas de
datos, bloques, etc. ha de tener la misma apariencia. Se ha dado en llamar a esto firma
electrónica, y ha de ser uniforme, es decir, que de su estructura no se puede extraer infor-
mación alguna. Con el fin de dificultar las acciones ESM enemigas, en los modos BCL y FFD,
en lugar de trabajar sobre una única frecuencia sin ser variada, el sistema trata de dar una
única firma digital independientemente del modo de trabajo, para lo cual en los modos BCL
y FFD la radio salta siempre entre la frecuencia seleccionada, y la siguiente separada 25 Khz.
Es decir si la radio selecciona para trabajar la frecuencia 69.800 Mhz, en realidad la radio
está saltando a 333 saltos por segundo entre la 69.800 y la 69.825 Mhz.
• Clave de BASE
Es un elemento que precisa cualquier radio de la familia PR4G para trabajar en modo
digital, si este elemento no ha sido cargado previamente en el equipo la radio funciona úni-
camente en modo analógico. Cuando se realiza la recarga de claves por el aire (Función
OTAR), esta clave es el «DNI» de la radio, es decir el elemento que sirve para identificar de
manera unívoca esta radio en el despliegue..
• Datos Iniciales & Claves de TRÁFICO-(EPM Técnica)
Cada malla o red del Sistema PR4G está compuesta por una serie de parámetros
que en su conjunto van a definir esa red. Entre estos parámetros destacan la zona o sub-
banda de trabajo, separación de canales, velocidades de transmisión de datos y las claves
de tráfico. Estas claves de tráfico se componen a su vez de dos pares de cifra:
— Cifra 1 à Clave TRANSEC 1-Clave COMSEC 1 
— Cifra 2 à Clave TRANSEC 2-Clave COMSEC 2
• Canal de Base
Es la zona del espectro adjudicada a la gestión de claves de una operación en con-
creto. Por defecto va de 30 a 87.975 MHz. aunque el sistema permite restringirlo a una can-
tidad menor. Una vez que es trasferido a un emisor/receptor mediante el distribuidor de
datos Inicial (DDI), será la zona sobre la que se realizará la Función OTAR en caso que se
lleve a cabo.
• Borrado de claves-(EPM Técnica)
El sistema realiza el borrado de claves (tanto de tráfico como de base), en el mismo
momento que detecta que personal no autorizado intenta acceder de manera fraudulenta a
la información contenida en un PR4G. Si alguien intenta abrir físicamente el frontal del equi-
po para acceder a su circuitería se borran inmediatamente las claves de tráfico y las claves
de base. Si por el contrario alguien intenta cargar con un DDI o TDT claves en un emisor,
este se debe autentificar, metiendo el código de unidad del periférico en cuestión. Si lo intro-
duce mal tres veces se efectúa un borrado exclusivamente de las claves de tráfico, pero no
del canal de base, ni de las claves de base, ni tampoco del grupo fecha hora.
• OTAR-(EPM Técnica)
Esta función permite efectuar la recarga de claves de tráfico a través de una simple
transmisión. Por lo tanto y sin caer en simplicidades se podría afirmar que una recarga de
claves vía función OTAR no es más que «transferir las claves de un DDI a distancia». La única
diferencia entre la carga directa de un emisor con DDI a hacerlo mediante función OTAR es
que en el segundo de los casos no se sobrescribe el Canal de Base del E/R en cuestión. Esta
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recarga la efectúa siempre en Salto de Frecuencia sobre el ancho de banda utilizado para
realizar la gestión (es decir el Canal de Base). La ley de salto de la función OTAR viene deter-
minada por una clave TRANSEC, que es generada en el emisor receptor por las dos claves
COMSEC del Canal 0 del PR4G.
• Cifrado Digital Integrado-(EPM Técnica)
El cifrado tiene como fin mantener la integridad de los mensajes frente a los ataques
que puedan llevar a cabo personas que no están autorizadas para tener acceso a éstos.
— Clave COMSEC.: Es un número de 42 dígitos octales que se utiliza para la cifra
de las comunicaciones del canal de tráfico. 
— Clave TRANSEC: 42 dígitos octales que dan la ley de salto dentro de la subban-
da de frecuencias adjudicadas a una malla o red si hablamos de redes en SFR.
Si son redes de BCL, la clave TRANSEC indica la secuencia en la que las fre-
cuencias de la banda adjudicada son vigiladas para comprobar si algún compo-
nente de la red está transmitiendo tráfico.
• Cambio de cifra-(EPM Técnica)
Ya hemos hablado de las dos cifras de las que cuenta toda malla. Cada par TRAN-
SEC-COMSEC componen la cifra 1 y cifra 2 respectivamente. Los E/R trabajan por defecto
en cifra 1, pero con una simple manipulación se puede pasar a cifra 2. Este cambio supone
seguir trabajando en la misma red con todos los parámetros idénticos, cambiando única-
mente la clave de cifra de las comunicaciones y la ley de salto (¡Ojo!, no las subbandas de
trabajo).
• LPI13-(EPM Técnica)
Las técnicas L.P.I. tienen como fin reducir la probabilidad de que el enemigo pueda
detectar las señales de comunicaciones de las redes propias y también evitar la localización
de los emisores de las redes. Las técnicas de Espectro Ensanchado o la emisión por ráfa-
gas tienen características L.P.I.. 
• FEC- INTERLEAVING à Detección y Corrección de errores. -(EPM Técnica)
Los sistemas de Salto de Frecuencia necesitan hacer uso de las técnicas de detec-
ción y corrección de errores. Si no emplean técnicas FEC, son, en general, susceptibles a
problemas como las multitrayectorias, dispersión o desvanecimientos. La mayor parte de los
códigos correctores de errores se han construido para hacer frente a errores que son esta-
dísticamente independientes. Desgraciadamente los canales reales y, muy en particular, los
canales perturbados dan lugar a grupos de errores que no pueden ser corregidos por dichos
códigos. La técnica de INTERLEAVING o entrelazado se utiliza en canales con memoria, es
decir, donde la probabilidad de error en un símbolo depende de los símbolos anteriores (los
errores aparecen en grupos). Por medio del entrelazado se consigue que el canal se com-
porte como un canal sin memoria y de esta manera se pueden utilizar de forma efectiva los
códigos de corrección de errores antes mencionados.
• Impulso electromagnético. -(EPM Técnica)
El sistema está protegido contra el denominado impulso electromagnético produci-
do tras una detonación nuclear.
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• Servicios-(EPM Técnica)
— Llamada selectiva: Servicio que permite establecer enlaces independientes entre
dos estaciones (punto a punto). Los enlaces establecidos por llamada selectiva
no impiden que el resto de la red siga operando normalmente. Esto se consigue
creando distintas claves TRANSEC para cada «canal» de llamada selectiva que
se defina.
— Autenticación automática: El servicio de autentificación permite a un usuario con-
firmar la identidad de otro cuando, por ejemplo, exista alguna sospecha de que
un transceptor haya sido capturado.
— Alertas: La transmisión de alertas se produce bien dentro de la misma red o en
cascada entre redes de distinto nivel previa configuración e instalación de las
Redes Multimalla14. La alerta permite mediante un lenguaje previo convenido evi-
tar el uso de la fonía.
— Test de enlace: Este servicio permite a los operadores conocer la calidad de un
enlace en modo Espectro Ensanchado. Los resultados ofrecen información sobre
la tasa de error de bit del canal, frecuencias interferidas, etc. Con esta informa-
ción se puede calcular automáticamente la velocidad de datos óptima o decidir
el modo de funcionamiento.
— Cifrado Externo: El sistema acepta la incorporación de un cifrador externo VIN-
SON de nacionalidad francesa. (No está de dotación en España).
— Silencio radio: Todos los receptores poseen una posición llamada RX en la que
reciben pero no transmiten muy útil para no desvelar la posición. Sí se recibe la
señal de sincronía.
— Modo radiopaquete: El servicio de transmisión de paquetes vía radio consiste en
enviar los mensajes de datos (troceados en segmentos que reciben el nombre de
paquetes). Cada transceptor de la red lleva asociado un ordenador que imple-
menta los protocolos de alto nivel y los algoritmos de gestión de red (conectivi-
dad, directorio, etc.). 
— Llamada prioritaria: Debido a que los transceptores de la CNR suelen operar en
modo semiduplex, una red permanece ocupada mientras un miembro de esta
esté en transmisión. Si otro miembro desea emitir un mensaje urgente en ese
mismo momento, se ve obligado a esperar hasta que se libere la red, es decir,
hasta que el primer miembro de la red deje de transmitir. El servicio de llamada
prioritaria (break-in) permite la apropiación del canal para llamadas de la directo-
ra o radio maestra.
— Retransmisión.: Este servicio también conocido por relé puede ser analógico o
digital, dependiendo del tipo de red o malla implicada. Se incluye como opción
EPM al generar tráfico adicional y dar la posibilidad de alargar o acortar enlaces.
— Vigilancias. Son cuatro las vigilancias que realiza cualquier PR4G de modo per-
manente. Vigilancia de la FFC y FFG, vigilancia del Canal de Base estando per-
manentemente a la escucha de su Clave de Base para poder recibir una función
OTAR, y por último vigilancia del Canal de Tiempo o señal de sincronía.
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• Sincronía-(EPM Técnica)
En los modos de funcionamiento digital, todos los emisores-receptores que funcio-
nen como estación «subordinada» estarán sincronizados por el emisor-receptor de la esta-
ción «directora» de la malla. El proceso de sincronización de un sistema de Salto de Fre-
cuencia tiene como fin igualar el TOD15 del receptor con el del transmisor y se suele efectuar
en tres pasos:
— Primeramente se reduce la incertidumbre del TOD de forma gruesa al introducir
la fecha y hora en cada TR, reduciendo así el error a un valor del orden de minu-
tos.
— En segundo lugar, se requieren una sincronización inicial antes de poder reali-
zar cualquier comunicación. Esta sincronización la realiza la directora al enviar
señal de sincronía al resto de receptores de la red (sincronización maestro-escla-
vo). Los equipos quedan sincronizados a valores del orden de microsegundos.
Esta sincronización inicial se lleva a cabo a través de un subconjunto de fre-
cuencias que varía con el TOD. De esta forma, un TOD con incertidumbres de
minutos puede asegurar la coincidencia de un número mínimo de frecuencias,
permitiendo así la sincronización a través de éstas. Si los TOD de las radios es
inferior a 5 segundos las 7 frecuencias que varían con el TOD son las mismas en
todas las radios dando lugar a la conocida sincronía fina.
— En tercer y último lugar, y debido a que los relojes no son exactos (existen deri-
vas entre los relojes de todos los equipos del orden de 1 ppm), los receptores han
de realizar una nueva sincronización cada vez que reciben un mensaje, ajus-
tando su TOD de forma dinámica al del transmisor. La incertidumbre entre los
relojes de los equipos va creciendo proporcionalmente al silencio radio transcu-
rrido. En este caso, la incertidumbre también se reduce a valores del orden de
microsegundos después de la sincronización. En los sistemas con esquemas de
sincronización del tipo maestro-esclavo, las derivas entre los TOD’s de las radios
de una red se eliminan cada vez que la estación maestra emite un mensaje y los
receptores lo detectan; los receptores calculan la deriva, la compensan para reci-
bir el mensaje y adoptan el nuevo TOD así calculado. Durante el silencio radio, las
diferencias entre los TOD’s vuelven a crecer hasta que se produzca una nueva
emisión de la estación maestra.
— Entrada tardía: Proceso que permite que un usuario aislado pueda incorporarse
a una red previamente sincronizada y operativa. 
— Mantenimiento de sincronía, la estación «directora» puede enviar una señal de
sincronía automática a las estaciones «subordinadas» en caso de ausencia de
tráfico durante 20 minutos, inhibiéndose automáticamente este envío en caso de
funcionamiento en silencio radio16.
— Sincronía automática. La radio directora responde sin intervención del operador
enviando señal de sincronismo cuando una radio subordinada solicita actualizar
su sincronización o una entrada tardía en la red
El dispositivo de sincronización permite la operación en silencio radio durante un
tiempo inferior a 48 horas sin pérdida de sincronismo. En caso de apagar un emisor-recep-
tor, la sincronización se sigue manteniendo igualmente durante 48 horas.
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15 TOD: Time of the Day Hora del día
16 MT6-505 Periféricos de Gestión Principal.. Capitulo 5.
• Gestión de elementos secretos y claves - CGES-(EPM Técnica)
La Gestión en el sistema PR4G comprende el conjunto de trabajos previos a re a l i-
z a r, consideraciones técnicas a tener presentes, y condicionantes tácticos de una opera-
ción, con los que se van a elaborar los datos de entrada del Software de Optimización de
Ancho de Banda del Sistema PR4G. Son varios los aspectos del CGES que pueden ser
manipulados con el fin de hacer más resistente la gestión de frecuencias a una posible
amenaza de EW. 
La aplicación CGES está fundamentalmente dirigida a disminuir la interferencia pro-
pia, teniendo únicamente en consideración unas pequeñas referencias a la EW ya que el sis-
tema considera que las mallas gestionadas van a presentar una «suficiente» fortaleza a la EW
enemiga siempre que las mallas de Salto de Frecuencia contengan un mínimo de 30 fre-
cuencias. En segundo lugar el CGES se asegura que las redes trabajen en un número deter-
minado de subbandas. Por último se asegura que estas subbandas estén separadas un
mínimo dentro del Espectro disponible para poder hacer frente a perturbadores de banda
ancha.
Los aspectos que podemos manipular en el CGES para conseguir en nuestras redes
un número suficiente de frecuencias y un número determinado de subbandas de trabajo son
los siguientes:
— Restricciones de proximidad: Cosites y Covehículos son los parámetros o res-
tricciones fundamentales que el CGES toma en consideración De estas restric-
ciones se puede inferir uno de los mayores problemas o riesgos que provoca el
sistema, ya que aquellas redes que más veces aparezcan en Cosites y Covehí-
culos serán «mimadas» por el sistema de una forma muy concreta. Este trato pri-
vilegiado va a consistir en intentar alejar sus zonas de trabajo de las del resto,
para reducir al mínimo las interferencias propias. Esto lo hace añadiendo sub-
bandas de salvaguarda, con redes co-localizadas y reduciendo el ancho de
banda adjudicado a esas redes. 
— Tasa de actividad de las redes: que influirá sobre los cálculos de calidad de las
redes individualmente y sobre el número de frecuencias que el sistema adjudica-
rá a la red. (A más actividad mayor número de frecuencias asignadas).
— Restricciones de optimización de la red frente a la EW: el sistema adjudicará
un número mínimo de frecuencias (30) a aquellas redes que vayan a trabajar en
SFR. De este hecho se puede deducir que definiendo un número mayor de redes
que trabajen en BCL (precisan menor número de frecuencias) puede beneficiar a
las redes de SFR.
— Restricciones debidas a la distribución Geográfica de las redes: El sistema
tiene muy en cuenta la proximidad de las redes en una superficie de 10*10 Km.
por lo tanto es fundamental que se tenga este apartado en consideración y en
caso de que las unidades (sobre todo Mecanizadas y Acorazadas) que vayan a
adoptar despliegues cuyos frentes y profundidad sea superior al de los 10 Km.
esto supondrá una reutilización del espectro entre las redes que se encuentran
mas alejadas.
— Jerarquía dentro de las Restricciones del Sistema CGES: Existirán restriccio-
nes absolutas que siempre se deberán cumplir y otras que se podrán flexibilizar.
Ejemplo de Restricción absoluta puede ser el Canal de Base o zona del espectro
asignada por la División a una Brigada para hacer la gestión. Esta en ningún
momento podrá ser soslayada. Sin embargo una flexibilizable puede ser el cál-
culo de planes en modo degradado o incluso el obviar cosite y covehículos.
— Planes de Frecuencias: El CGES ofrece hasta siete planes distintos de frecuen-
cias, diferenciados por distintas políticas aplicadas a la adjudicación de número
de subbandas y tratamiento o no del armónico doble. La conveniencia de utilizar
una política u otra (concentrada o en separación) depende fundamentalmente
de la EW enemiga a la que nos vamos a enfrentar. Dependiendo fundamental-
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mente de las capacidades de sus perturbadores optaremos por una política u
otra. En caso de inexistencia de EW enemiga, la G-6 considerando el desplie-
gue táctico adoptado por las unidades propias (de donde saldrán las restriccio-
nes cosite-covehículo), y del espectro disponible, se inclinará por un plan de fre-
cuencias en el que predomine la calidad (menor ruido) y por tanto por los planes
en los que se obtenga un mayor número de frecuencias por red, sin ser necesa-
rio el entrar a valorar el número de subbandas en los que vayan a trabajar las
redes.(Caso típico durante las maniobras y ejercicios en Territorio Nacional). Si
por el contrario nos encontramos ante una operación real o un ejercicio en el que
nos tenemos que enfrentar a una EW enemiga, tendremos que considerar
muy en serio todos y cada uno de los factores que intervienen en la selección de
un Plan u otro. El CGES valora como resultado mejor aquel en el que el ruido es
menor, siempre y cuando el número medio de frecuencias por red supere las 30.
Esto hoy día con los medios actuales de localización y escucha puede quedarse
muy corto, por no decir que la capacidad de resistir una acción ECM enemiga es
casi nula. Por lo tanto deberemos al inicio de la gestión de una operación, tratar
de informarnos de las capacidades reales ECM y ESM enemigas, para tomarlo
como referencia o punto de partida. Conociendo las capacidades enemigas esta-
remos en disposición de ponérselo complicado, fortaleciendo aquellas redes que
más beneficio produzcan al propio Mando y Control.
— ¿Cuántos DDI?: El CGES da la posibilidad de crear hasta 5 DDI diferentes, para
una misma gestión, es decir ofrece hasta 10 cifras diferentes (juegos claves
TRANSEC, COMSEC), lo que facilita el cambio de cifra si el mando lo considera
preciso.
— Canal de Reserva: De los 7 canales del PR4G, los canales 1 y 3 son los de tra-
bajo y los 2 y 4 son los de reserva de los de trabajo respectivamente. Estos cana-
les de reserva no tienen en cuenta las restricciones de cosite-covehículo, y nor-
malmente corresponden a la parte del espectro complementaria de los de
trabajo. Estos canales de reserva tienen un mayor número de frecuencias que los
de trabajo con el fin de poder acudir a ellos en caso de ser interferidos o pertur-
bados los primeros.
— Sincronía automática: Ya comentada anteriormente
— Mantenimiento de la Sincronía: Ya comentada anteriormente
2.2. Medidas de Protección y Seguridad específicas del PR4G V2 y V3
• Vocoder-(EPM Técnica)
Un vocoder (nombre derivado de voice coder-
codificador de voz) es un analizador y sintetizador de
voz. Fue desarrollado en la década de 1930 como un
codificador de voz para telecomunicaciones. Su pri-
mer uso fue la seguridad en radiocomunicaciones,
donde la voz tiene que ser digitalizada, encriptada y
transmitida por un canal de ancho de banda estrecho.
Las técnicas de codificación de voz pretenden reducir el volumen de información
necesario para almacenar o transmitir una señal de voz, de forma que la pérdida de calidad
de la señal decodificada respecto a la señal sin comprimir sea lo menor posible. Por supues-
to, deberá mantenerse la inteligibilidad del mensaje, y existirá un compromiso calidad versus
tasa de compresión, complejidad computacional, etc. El Vocoder examina la fonía encon-
trando su onda básica, que es la frecuencia fundamental, y midiendo los cambios espectra-
les a lo largo del tiempo1 7. Esto da como resultado una serie de números re p resentando esas
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17 José M. Huidobro , «Manual de Telecomunicaciones» RA-MA , 2003.
f recuencias modificadas en un tiempo particular a medida
que el usuario habla. Al hacer esto, el Vocoder reduce en
gran medida la cantidad de información necesaria para
almacenar o transmitir la fonía. El primer paso consiste en
la digitalización de la señal analógica captada por un
micrófono. El resultado de este primer paso son muestras
PCM, que pueden considerarse como un primer formato
digital a partir del cual se aplican algoritmos de compre-
sión. La figura 1 resume mediante un ejemplo el pro c e s o
de conversión a muestras PCM, consistente en muestre a r
la señal analógica y aplicarle un cuantificador a los valore s
de amplitud. Obsérvese que cada uno de los valores del
cuantificador se re p resenta mediante el tren de pulsos
indicado en la tabla 1. La figura 3 muestra un ejemplo de
codificación delta adaptativa de una frase de voz mues-
t reada a 16kHz (Codificación usada por el PR4G). La figu-
ra muestra la señal original, la codificada, el valor del paso
de cuantificación (delta) y el error de re c o n s t r u c c i ó n1 8. E n
el emisor se analiza la señal de voz, correspondiente a un
segmento temporal considerado estacionario, y se obtie-
ne el conjunto de parámetros que lo han generado. Estos
p a r á m e t ros son los que se transmiten y el receptor re p ro-
duce con ellos una señal de características análogas a la señal original. Básicamente consis-
ten en modelar la voz humana como una señal de excitación y un filtro. El modelo más sen-
cillo y que pro p o rciona mayores tasas de compresión es el VOCODER LPC. En la Tabla 4 se
muestran los estándares marcados por la ITU.
La codificación aplicada en el PR4G es por
defecto la DELTA a16 Kbits/s. El Vocoder incorporado
en las versiones 2 y 3 del PR4G realiza una digitaliza-
ción de la voz, a baja velocidad, con sofisticados
algoritmos para reducir la cantidad de datos a trans-
mitir. (Menor velocidad de muestreo-Menor ancho de
banda ocupado). La reducción del flujo de datos a
transmitir permite la codificación de los datos para
corregir los errores de transmisión. Es decir, el ancho
de banda que se economiza con el uso del Vocoder,
se reutiliza para meter una mayor redundancia de los
datos enviados al aire. Esto sin duda supone un valor
añadido para anteponerse a los efectos de la EW enemiga. A mayor perturbación utilizare-
mos un Vocoder que trabaje a menor velocidad, es decir mayor espacio que se consigue
para añadir corrección de errores y redundancia de datos transmitidos. Si se accede a los
menús se pueden encontrar las siguientes opciones:
➣ VOCODER 4800 bits/s.
■ Algoritmo THOMSON-CSF (ACELP).
■ Calidad de voz similar a Delta 16.
■ Codificación: máxima capacidad 4800
bits/s ➛ 16 kbits.
➣ VOCODER 2400 bits/s.
■ Stanag 4198 OTAN (algoritmo LPC10).
■ Codificación: máxima capacidad 2400
bits/s  16 kbits.
➣ VOCODER 800 bits/s.
■ Stanag 4479 OTAN (algoritmo THOM-
SON-CSF).
■ Codificación: Capacidad parcial
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• Sistema de navegación integrado.(GPS) -(EPM Técnica)
En la V3, existe la posibilidad de incluir en los transceptores un receptor de navega-
ción (GPS)19 que proporcione la posición así como una referencia de tiempo extremada-
mente precisa. Esta referencia de tiempo podría ser utilizada para evitar las derivas de los
relojes de las radios, con lo que la duración de la sincronía sería superior a las 48 horas, y
se reduciría notablemente la vulnerabilidad de lanzar al aire señales de sincronía por pare de
la directora.
• Cifrado Externo-(EPM Técnica)
La V3 NO incorpora esta posibilidad de usar un cifrador externo, aunque sí la V2.
• Modo de transmisión de datos TDMA-(EPM Técnica)
Existen situaciones en las que el retardo en la transmisión de datos es crítico y donde
es necesario asegurar que el tiempo de acceso al canal se mantenga por debajo de un valor
máximo Para estos casos se utiliza un método de Acceso Múltiple por División de Tiempo
(TDMA) en conjunción con técnicas de espectro ensanchado. Con la técnica TDMA se pue-
den asignar intervalos de tiempo de acceso a la red de forma cíclica o periódica, aseguran-
do de esta forma que el tiempo máximo de acceso a la red TDMA no exceda cierto valor.
Por tanto se reduce los períodos de emisión y se puede considerar como una EPM.
• Modo MUX-(EPM Técnica)
La V3 dispone de este servicio donde por medio de una aplicación específica que
gestiona el TDMA interno de la radio, se puede trabajar con voz y datos al mismo tiempo.
Esto sin duda favorece la reducción del número de redes ya que se evitarían las redes espe-
cíficas de datos, y por otro lado dificulta el análisis del tráfico al enemigo al ir mezclados voz
y datos.
• Potencia de transmisión ampliada y consumo-(EPM Técnica)
La V1 ofrece unas potencias de 0,4-4- 40 vatios según configuración. La V2 sube
hasta 0,5-5-50 vatios. La V3 lo hace hasta 0,5-5-10 y 50 vatios según modelo. Como con-
secuencia de la mayor potencia de salida y la inclusión del Vocoder, los consumos han cre-
cido algo en relación a los de la V1.
• Test de enlace-(EPM Técnica)
El operador tiene la posibilidad de ver en el display el número de abonado de quién
ha enviado el test de enlace, con lo que se pueden deducir posibles acciones ECM enemi-
gas.
• Incremento de capacidad de memoria
En el Hardware V2 se ha introducido un nuevo software denominado CNR con todas
sus mejoras, el TDMA y queda capacidad para futuras mejoras o evoluciones. El incremen-
to de memoria realizado en la versión V2 admite el software del Packet Radio, que permite
realizar aplicaciones de transmisión de Datos por Paquetes vía radio, aprovechando al máxi-
mo todas las características de la radio.
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19 El lector debe tener en cuenta que la perturbación del sistema GPS es relativamente sencilla.
• TCP/IP.
El RT-9210 dispone de un router interno que permite su implementación dentro de
redes IP, ayudándonos de un ordenador personal conectado al emisor/receptor. Para apro-
vechar este servicio el E/R dispone de tres «interfaces» en el entorno IP: interfaz Ethernet,
interfaz PPP (serie asíncrono V24/V28) e interfaz radio. La asignación de las direcciones IP a
los distintos interfaces lo hace la radio de forma automática al asignar el número de abona-
do. Por lo tanto, para cada radio tendremos direcciones diferentes y especificas.
• Nuevos Modos de Trabajo-(EPM Técnica)
Modo vigilancia: Este servicio permite efectuar un «barrido» en recepción de un con-
junto reducido de canales en frecuencia fija. Puede ser interesante su empleo en redes de
poco tráfico para evitar el uso de receptores auxiliares. Es un nuevo modo de trabajo que
puede programarse en cualquiera de los siete canales y permite realizar una búsqueda sobre
las 8 frecuencias de vigilancia (las 7 de canal y la general).
Modo Ortogonal (Salto de Frecuencia Ortogonal): Permite constituir una nueva malla
haciendo uso de un único canal, incluso en el caso de que sea necesaria una estación relé.
3. ESM VERSUS EPM Y SEGURIDAD ESPECÍFICAS DEL PR4G V2 Y V3.
Durante el combate, las ESM se centrarán en actualizar permanentemente el OBE
adversario, así como en proporcionar información sobre su despliegue, actividades y esfuer-
zo principal. Las diferentes actividades que se desarrollan dentro de las ESM son búsqueda,
interceptación, identificación y localización20.
Ninguna transmisión radio puede considerarse completamente libre de intercepta-
ciones, aunque la correcta elección de la frecuencia, potencia, antena y hora de la transmi-
sión puede reducir la amenaza. Aunque el silencio radio y la inexistencia de tráfico alguno es
la única defensa absoluta, el mayor o menor empleo de ciertas EPM defensivas, reducirá el
riesgo21. Soslayando las EPM activas, nos centramos en las medidas EPM pasivas desta-
cando a continuación medidas generalistas entre las que destacarán las medidas de carác-
ter técnico sin olvidar las de procedimiento y alguna táctica. Posteriormente nos centrare-
mos específicamente en las peculiaridades de las versiones V2 y V3 del PR4G.
— Es básico el control de las emisiones (EMCON) es el conjunto de acciones con-
ducentes a efectuar una gestión que permita el empleo eficaz del espectro elec-
tromagnético. Este control queda materializado en un plan que recibe el nombre
de Plan EMCON de obligado cumplimiento para todas las Armas en cada una de
las fases de la batalla según las indicaciones del Mando. Dentro del Plan se tocan
los siguientes aspectos:
• Eliminar transmisiones no autorizadas e
innecesarias. El enemigo hará uso del aná-
lisis del tráfico para intentar localizar las
redes rentables para realizar ESM o ECM.
• Reducir al mínimo las emisiones. Medida
que no por simple y conocida quiera decir
que se aplique. Las situaciones tácticas,
serán las que marquen el momento en el que
la medida se pueda flexibilizar o por el con-
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20 Capítulo 2 D02-007 Doctrina EW
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trario velar por un rígido y puntual cumplimiento. Es evidente que en ciertas
situaciones como por ejemplo en un avance para el contacto, las emisiones se
deben reducir a prácticamente en su totalidad (excepción clara será el Plan de
Decepción de la Unidad Superior); en el otro extremo tendremos unidades en
zonas de retaguardia o en medio de un combate de encuentro, donde el uso
de la radio será discrecional. Quedan incluidos en este apartado el uso de
medios alternativos para reducir las emisiones propias al máximo.
• Usaremos la mínima potencia de transmisión compatible con la consecución
del enlace. Con este simple gesto reduciremos la eficacia en la búsqueda rea-
lizada por parte del enemigo al recibir menos señales, y aumentaremos la difi-
cultad de interceptación ya que deberá discernir entre que redes son más ren-
tables. Esta medida es mucho más importante de aplicar en Unidades Ligeras
dotadas de material portátil (RTFL22), ya que las redes de Brigada se suelen
trabajar con potencias máximas y las de Pequeña Unidad (PU) con potencias
menores al hacerlo en portátil, detalle que utilizará el enemigo para localizar
con mayor rapidez las redes de Gran Unidad (GU-Brigada fundamentalmente).
En Unidades Pesadas dotadas de RTFP23, al trabajar todos tanto en PU como
en GU con mayores potencias lo tendrán algo más complicado.
• Aplicación de Regímenes de empleo (silencio, discreción o libertad) acorde
con la situación táctica.
— Reducir al mínimo las señales de sincro n í a. La sincronía es uno de los puntos
débiles de los sistemas digitales. Las derivas introducidas por los relojes de cuar-
zo obligan a que pasado un tiempo determinado (entre 24 y 48 horas para el PR4G)
la estación maestra o directora debe mandar una señal para que el resto de las
estaciones esclavas o subordinadas «cojan el paso». El enemigo tratará de locali-
zar esa señal de sincronismo consciente de que una vez conseguido este pro p ó s i-
to simplemente con perturbar esa señal de sincronía conseguirá perjudicar a la
totalidad de radioteléfonos de una red. Por lo tanto deberemos reducir al máximo
esa transmisión de sincronía. Lo conseguiremos manipulando en el CGES los dos
p a r á m e t ros Mantenimiento de Sincronía y Sincronía Automática, llevando esos
p a r á m e t ros a «NO». Otro dato a tener en cuenta cuando hablamos de sincronía, es
el común error de confundir la D i rectora Táctica, con la D i rectora Técnica. La
D i rectora Táctica es aquella estación que se identifica con la definición dada en el
ACP-125, es decir la que dirige y controla el tráfico en la red, entradas y salidas de
abonados de malla, etc. Esta suele localizarse según la relación «tipo de red –auto-
ridad» que la explota. Así por ejemplo en la Red de Mando de una Brigada la Dire c-
tora Táctica se ubicará en el PCPRAL de la Brigada. Por el contrario esto no debe
significar que la Directora Técnica (es decir la que manda la señal de sincronía) se
deba ubicar en ese CTPCPRAL, de hecho debe ser evitado para no dar pistas al
enemigo. La Directora Técnica se debe ubicar en el mejor emplazamiento que ase-
g u re que las pocas señales de sincronía que se transmiten lleguen a todos los
radioteléfonos de la red. Otra consideración es el decidir en que momento se
debe mandar la señal de sincro n í a. Algunas publicaciones indican que deben
a p rovecharse los momentos de tráfico intenso para «camuflar» la señal de sincro-
nismo. Sin embargo en la mayor parte de los sistemas modernos existen sincro n í-
as de mensaje, y que por tanto en ese momento no sería necesaria una señal adi-
cional. Quizás se debe reservar para momentos en los que tras un largo período no
ha habido tráfico en la red. Si además disponemos de sistemas GPS/GALILEO
asociado a nuestras radios podremos conseguir un ajuste en tiempo que corrija por
si solo las derivas de los relojes de cuarzo de las radios, reduciendo sensiblemen-
te la necesidad de continuas señales de sincro n i s m o .
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22 RTFL: Radio Teléfono Ligero (Potencia máxima aproximada 10 vatios, aunque los más usados son los de 5
vatios)
23 RTFP: Radio Teléfono Pesado (Potencia máxima entre 40 y 50 vatios)
— Ajustar con exactitud los transmisores y receptores en los terceros y cuartos
escalones de mantenimiento. Problemas de pila provocan errores en los relojes
internos de los E/R.
— Instalar las antenas de forma que el terreno sirva como pantalla de la direc-
ción no deseada. No usar antenas elevadas si no son necesarias, trabajando con
las vehiculares (incluso abatidas por el clic de antena) si el enlace es posible.
— Usar antenas direccionales en la medida de lo posible incluso tratándose de
VHF. El uso de antenas Logaritmo-Periódicas o de hilo p.e. en enlaces paralelos
al frente reducirá considerablemente los alcances de nuestras transmisiones den-
tro de las zonas ocupadas por los Radiogoniómetros del enemigo.
— Uso de Salto de Frecuencia en las redes más sensibles de ser objeto de accio-
nes ESM. Aunque hemos hablado de otros modos como el Mixto o la Búsqueda
de Canal libre, en todos aquellos acabamos trabajando en una única frecuencia,
lo que significa que le estamos facilitando la labor al enemigo. Existen medidas
para proteger esa transmisión en una sola frecuencia, como es el cifrado COM-
SEC de la comunicación, o la misma firma digital independiente del modo de tra-
bajo, pero sin duda el cambiar una media de 333 frecuencias por segundo no
tiene parangón.
— Como consecuencia de todo lo anterior y uniendo nuestros conocimientos del
algoritmo de distribución de frecuencias utilizado por el CGES, debemos en
ambiente de EW definir las redes más sensibles para que trabajen en SFR, y las
redes de menos importancia que utilicen potencias más bajas como BCL o
modo MIX. Con esto conseguiremos que el CGES adjudique un mayor número
de frecuencias de trabajo a las redes que lo hagan en modo SFR. ¿Pero cuántas
en SFR y cuántas en BCL/MIX? Por un lado debemos asegurar el correcto fun-
cionamiento de las redes de SFR dotándolas de un número de frecuencias sufi-
cientes para que resista a la EW. A mayor número de frecuencias, mayor dificul-
tad par los medios ESM del enemigo, ya que tendrá que memorizar todas las
frecuencias para poder posteriormente empezar a analizar el contenido de las
transmisiones. Por tanto diremos que debe haber un número importante de redes
en BCL/MIX entre 30 y 50 para una Brigada. Con este número conseguiremos no
reducir demasiado el número de redes de SFR, lo que también beneficiaria la EW
enemiga.
— El CGES vela primordialmente por reducir la interferencia propia, aplicando
las restricciones y salvaguardas propias de Cosite y Covehículo a las redes que
se encuentran próximas. Esto puede suponer una clara ventaja para el enemigo
si no se manipula el CGES de modo apropiado (que no correctamente24). El
CGES va a reducir considerablemente el ancho de banda de aquellas redes que
se encuentran en muchos CTPC y en vehículos de mando con el fin de minimizar
la interferencia propia. Si permitimos que haga esto le estaríamos reduciendo al
enemigo el ancho de banda «en el cual buscar». Para evitar esta disminución del
ancho de banda adjudicado a las redes importantes, deberemos prescindir de
los Cosites y Covehículos de menor nivel (Cía. y Sección) para tener beneficio
en las redes superiores (Batallón y Brigada).
— Sin embargo aún no habremos corregido una gran vulnerabilidad que genera el
CGES. El definir dos redes dentro de un Cosite o Covehículo, va a significar
que el CGES les va a adjudicar unas zonas del espectro diferentes separa-
das a unas distancias fijas. Si tuviéramos los medios ESM del enemigo focaliza-
dos sobre un Centro de Transmisiones de un Puesto de Mando, al cabo de algún
tiempo podrían sin mucho problema determinar que frecuencias pertenecen a
una malla y cuales a otra, ya que si conocen el funcionamiento del CGES sabrí-
an que este jamás permitiría que una malla colocalizada con otra trabaje sobre la
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que exige el CGES para reducir al mínimo la interferencia propia, sin tener en cuenta el posible daño colateral
que supone si se trabaja en ambientes de EW.
misma frecuencia. Además al cabo de algún tiempo, una vez localizadas cuales
son las frecuencias de una malla también podrían descubrir su ley de salto, es
decir romper la Clave TRANSEC. Si lo consiguen el siguiente paso en el ESM
sería romper la clave COMSEC, es decir sólo cuestión de tiempo. 
En la figura adjunta podemos observar como las redes 10031, 10032 y 10033, situa-
das en el mismo Puesto de Mando no tiene ni una sola frecuencia de trabajo en común, lo
que facilita enormemente el trabajo de los analistas de EW enemigos.
¿Qué podemos hacer para luchar contra este aspecto? Son varias las posibles alter-
nativas.
• Sin duda la medida más drástica sería la de no definir los Cosite ni los Cove-
hículos, de la operación, lo que sin duda significaría un aumento de ruido no
aceptable en las mallas al ser constantemente interferidas por las transmisio-
nes propias.
• Esta anterior medida ofrece el mismo resultado que si hacemos una gestión
con el CGES y acto seguido nos pasamos a los canales de reserva de las
redes 10031,10032 y 10033 en ese Cosite y/o Covehículo. (Recordemos que
los canales de reserva no mantienen restricciones de proximidad Cosites-
Covehículos.). Ninguna de las dos opciones a primera vista parece ofrecer una
solución óptima, ya que sacrificamos calidad del enlace a cambio de entorpe-
cer el trabajo de los analistas enemigos.
• Si nos fijamos en la figura en la red 20031, vemos que sí trabaja en la misma
zona que la red 10031. Esta red 20031 ha sido definida en el CGES sin ningu-
na relación de proximidad entre ella y el resto de redes del Cosite. Por tanto,
en esta dirección debemos buscar la solución. Es decir, en lugar de no definir
los Covehículos y Cosites reales, lo que supondría una interferencia propia
excesiva, nos inclinamos por sacar fuera de la definición del Cosite, alguna
de las redes que en la realidad vayan a trabajar dentro de él, a sabiendas
de que el CGES adjudicará la misma zona del espectro que asigna a las redes
97
importantes (en el ejemplo 10031, 10332 y 10033). No cabe duda que provo-
cará ruido al interferir en algún momento frecuencias de estas redes, pero es
mucho menos que el que supondría no definir los Cosites o Covehículos. Ade-
más conseguimos «camuflar» en cierto modo las redes principales, y obliga-
mos al enemigo a tener que averiguar si la información captada en la transmi-
sión de una determinada frecuencia pertenece a una red u otra. (EN EL
EJEMPLO DECIDIR ENTRE 10031 Y 20031).
— Cambio de CIFRA de un mismo DDI25. Ante el más que presumible análisis que
el enemigo estará realizando de nuestras transmisiones, sin lugar a duda debe-
remos acudir al cambio de Cifra, lo que provoca un cambio automático de Cla-
ves COMSEC y TRANSEC. El cambio de clave COMSEC obliga al enemigo si es
que previamente ha sido capaz de recuperar la información que habíamos envia-
do, a volver romperla nueva clave de cifrado. El cambio de Clave TRANSEC hará
cambiar la ley de salto sobre la zona del espectro adjudicada, pero no de fre-
cuencias. Este detalle es muy importante, porque si el enemigo había sido capaz
de memorizar las frecuencias de trabajo antes del cambio de cifra, será muy poco
lo que hayamos hecho, ya que será cuestión de minutos el volver a sacar el orden
de salto sobre unas frecuencias ya fijadas de antemano.
— Cambio de DDI. El CGES ofrece la opción de generar distintos DDI sin conser-
var las subbandas de trabajo de las redes generadas, cambiando además claves
COMSEC y TRANSEC. Esto lo lograremos seleccionando distintos Planes (hasta
7 diferentes propone el CGES) para cada uno de los DDI,s y/o haciendo uso de
las opciones FASE y ENSAYO presentes en el gestor.
— No por «antiguas» debemos olvidar los cambios continuados de los distintivos
de llamada/grupos de dirección, así como el ocultar mensajes mediante el
empleo de mensajes cifrados manualmente. Estos no son más que «zancadi-
llas» añadidas al trabajo de la EW enemiga. En este «paquete» podemos incluir el
uso del servicio de transmisión de alertas como lenguaje convenido
— Llamadas selectivas. Una llamada Selectiva consiste en el establecimiento de
una clave TRANSEC temporal entre las dos radios implicadas. Estableciendo
una llamada selectiva en una red de Mando que presumiblemente está siendo
objeto del ESM enemigo, estamos aumentando su nivel de protección, al gene-
rar una clave temporal que probablemente el enemigo no tenga tiempo de rom-
per.
— Introducción de cifradores externos. En el caso de la V1 y V2 existe la opción
de cifra externa, lo que supondría un cifrado adicional al ya existente y dado por
la Clave COMSEC.
— Cambio a modo de Trabajo Salto de Frecuencia Ortogonal. Esta maniobra
supone en cierto modo un cambio de cifra TRANSEC, exclusivamente. Aunque
este modo está pensado para establecimiento de relés no gestionados previa-
mente por el CGES, puede ser utilizado como EPM técnica si ordenamos el paso
a modo ortogonal a una red de SFR. El modo ortogonal impide colisiones entre
una red que trabaje en SFR con la que se pasa a SFR ORTOGONAL, es decir que
la frecuencia de emisión de cada red en cada instante es distinta a la de la otra
— Técnicas TDMA, MUX, TCP-IP, y Radiopaquete. Como ya dijimos al comienzo
de este artículo todos los avances técnicos aplicados a nuestros radioteléfonos
suponen en cierta manera una Medida de Protección EPM ya que estamos difi-
cultando el ESM enemigo. En concreto con las técnicas TDMA, estamos edu-
ciendo los tiempos de transmisión de los abonados de la red, y lanzamos al aire
en milisegundos transmisiones distintas de usuarios distintos con contenidos
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25 Recordamos que un DDI de un mismo Plan de CGES contiene 2 criptoperiodos o cifras, y que para un mismo
plan el CGES da opción de generar hasta 5 DDI diferentes, todos con claves TRANSEC y COMSEC distintas
pero trabajando las distintas redes siempre sobre las mismas frecuencias o subbandas.
totalmente diferentes a veces incluso sin relación. Esto sin duda es un problema
para el analista enemigo que se encuentra en su mesa de trabajo con informa-
ción muy difícil de tratar. Con el MUX conseguimos transferir datos y fonía prác-
ticamente de modo simultáneo y a destinatarios diferentes. Con el TCP-IP selec-
cionamos el destinatario de manera univoca y con el radiopaquete rompemos la
monotonía de las trasmisiones en fonía emitiendo a ráfagas.
— Establecimiento de relés en Modo Ortogonal. Ya comentado con anterioridad
el porqué de su existencia y su uso específico para establecer relés no gestiona-
dos en el CGES. Cuando se establece un relé de este tipo se dificulta al enemi-
go ya que si busca las subbandas de la malla relé a una distancia de un 9% de
la frecuencia superior de la red de trabajo, no las va a encontrar. Como ya sabe-
mos serán las mismas frecuencias aunque en un momento distinto. Lo que supo-
ne una dificultad para el enemigo en las proximidades del relé el discernir a que
red, si a la SFR o a la ORT pertenece una transmisión capturada.
— Establecimiento de relés para acortar enlaces y aumentar tráfico. No por
poco usada debe sorprender esta opción. El montar un relé en una zona que se
puede cubrir por ejemplo haciendo uso de radios pesadas, supone el reducir las
potencias de trabajo así como el aumento de tráfico en el espectro que se tradu-
ce en una carga adicional para el enemigo.
— Cambio de asentamientos. En la medida de lo posible y sobre todo cuando se
trate de Puestos de Mando, se realizarán el mayor número posible, ya que cam-
biando la ubicación cabe la posibilidad de salir del radio de acción ESM enemigo.
— Función OTAR. Existe la posibilidad que una radio propia sea capturada por el
enemigo teniendo cargada la gestión utilizada. Es por tanto muy probable que
esta radio sea utilizada para acciones ESM. En ese caso será posible realizar una
función OTAR y se podrán sobrescribir las claves de tráfico de dicha radio, siem-
pre y cuando se conozca el número de Clave de Base y Número de Abonado de
la radio capturada. Al sobrescribir esas claves de tráfico se imposibilitará la
escucha. Otras acciones como pedir autenticación manual o automática servi-
rán para confirmar o descartar la amenaza.
4. ECM VERSUS EPM Y SEGURIDAD ESPECÍFICAS DEL PR4G V2 Y V3
Las ECM comprenden las acciones adoptadas para impedir o reducir la utilización
enemiga del espectro electromagnético. Se emplean para engañar al adversario, desorgani-
zar sus equipos y sistemas electrónicos e impedirle su uso, o al menos obligarle a reducir-
lo. Las ECM se realizan mediante Perturbación, Decepción y Neutralización electrónica26. A
partir de este instante nos centraremos fundamentalmente en la perturbación, ya que la
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Decepción se diseñará y dirigirá su ejecución a
los mas altos niveles Tácticos u Operacionales, y
la Neutralización está todavía en fase experimen-
tal y son muy pocos los países que realmente
poseen esta capacidad (ataques nucleare s
incluidos).
Una transmisión de FM re q u i e re una
señal perturbadora que esté unos 5 dB por
debajo de la señal de información para conseguir
su bloqueo (éxito en la perturbación). La pertur-
bación de transmisiones analógicas requiere
un transmisor del mismo tipo que el utilizado por
el adversario, que transmita alguna forma de
ruido en la misma banda. Así pues el requisito principal a satisfacer es simplemente de
potencia suficientemente alta, lo que a su vez se relaciona con lo cerca que el perturbador
está del receptor.
La perturbación de comunicaciones digitales en general requiere menos potencia
que en el caso de transmisiones analógicas. A grosso modo se puede afirmar que el bloqueo
de una centésima parte de la transmisión basta para inutilizarla, aunque se empleen códigos
de protección27. Un hecho importante es que en los sistemas de salto de frecuencia, los
errores producidos por perturbación afectan a un conjunto relativamente de bits contiguos,
lo cual puede ser muy nocivo desde el punto de vista de la integridad de la información
transmitida. Por este motivo los sistemas más sofisticados de SFR son capaces de utilizar
técnicas de codificación y entrelazado de los bits, de forma que aquéllos que representan
un cierto segmento de información se dispersen en la secuencia binaria. Así una ráfaga de
errores se distribuye por muchos datos, los cuales se deterioran ligeramente. Esto suele ser
preferible a perder por completo unos pocos. Si por ejemplo se consideran los datos de una
transmisión de fonía, se concluye que es preferible deteriorar un bit de muchas muestras
muy separadas (que produce una ligera distorsión) a perder algunas contiguas (que produ-
ciría una interrupción de la voz). 
El PR4G utiliza señales que son resistentes al bloqueo o perturbación. Esto ocurre
por ejemplo al utilizar el modo Salto de Frecuencia. Aquí la causa esencial de la robustez es
que el perturbador debe hacer llegar al receptor una potencia elevada en todo el ancho de
banda posible. Dados los límites de eficiencia que el tipo de señal implica, el factor crítico
final es cuánta potencia puede el perturbador enviar al «receptor objetivo». Para cubrir dis-
tancias apreciables dicha potencia ha de ser elevada, si el perturbador no está próximo al
adversario. Aparte de las limitaciones de energía, esto puede plantear problemas de interfe-
rencia o bloqueo de equipos propios. Sin embargo, el transmisor puede utilizar su potencia
disponible de forma mucho más efectiva como veremos a continuación.
Son muchos los perturbadores existentes en la actualidad, pero serán los de banda
ancha o barrera, y los de banda estrecha con seguimiento los que fundamentalmente
preocupen a nuestras redes de salto de frecuencia. Otros perturbadores como los puntua-
les o de barrido, solo pueden afectar a redes que trabajen en una frecuencia fija como por
ejemplo los modos BCL o MIX. 
De los perturbadores de barrera diremos como características más destacadas que
pueden ser nocivos para las comunicaciones propias y que requieren mucha potencia Al diri-
girlos contra sistemas de espectro ensanchado, su eficiencia baja espectacularmente.
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Los de banda estrecha con seguimiento deben identificar la frecuencia de la porta-
dora en cada instante, es decir descubrir su ley de salto para posteriormente perturbarla.
Esto permite un uso mucho más eficaz de la potencia disponible, pero el tiempo de res-
puesta es esencial. Lógicamente se trata de sistemas de mucho mayor precio y no tan efi-
caces como se pudiera pensar si la señal a perturbar utiliza el entrelazado y técnicas robus-
tas de modulación. Sin embargo en el caso de no tener tanta potencia de perturbación con
respecto a la del transmisor (caso habitual) será la forma mayormente utilizada.
Con anterioridad ya dijimos que solo las redes de Salto de Frecuencia (ortogonal o
normal) son las que nos dan más fiabilidad y resistencia a la EW y en concreto contra las
acciones ECM. La defensa contra las ECM y en concreto contra la Perturbación electrónica
se llevará a cabo efectuando una combinación o la totalidad de las medidas siguientes:
— Una vez percibida la acción de perturbación es básico realizar dos acciones sin
solución de continuidad. Por un lado la emisión del correspondiente parte de
i n t e r f e rencia M I J I a la autoridad correspondiente. Del otro lado se debe conti-
nuar con la operación de las redes intentando simular calma y normalidad e n
nuestras transmisiones. Esto hará dudar al enemigo de la eficacia de sus accio-
nes. Implícitamente se puede conseguir el llamado «anclaje del perturbador», lo
que dará oportunidad a nuestra EW la posibilidad de localizarlo para actuar
s o b re él. 
— Medidas como la anteriormente expuesta exige una gran disciplina radio espe-
cialmente en las autoridades encargadas de explotar normalmente los medios
VHF.
— Si la perturbación va dirigida a la señal de sincronía, deberemos intentar camu-
flar las emisiones, enviándola en aquellos momentos en los que las estaciones
esclavas estén en disposición para recibirla y así evitar repeticiones innecesarias.
El envío de la señal de sincronía se realiza en parte de las frecuencias asignadas
a las subbandas de trabajo de la red considerada. Si en el CGES está seleccio-
nada la casilla de Acople Horario entre canales, al coger sincronía en el canal
de trabajo, también se coge en el canal de reserva. Es decir si recibimos sincro-
nía en el Canal 1, también la tendremos en el Canal 2, y lo que es más importan-
te también se realiza al contrario al recibirla en el Canal 2 se transfiere al Canal 1.
Esto nos invita a pensar que al tener muchas más frecuencias de trabajo en el
Canal 2, será mucho más difícil para la EW enemiga el perturbarnos esta señal de
sincronismo. Partiendo de este hecho, solo faltaría establecer un procedimiento
de trabajo para que tras un tiempo a determinar se cogiera la sincronía en el
Canal 2 para volver posteriormente al de trabajo Canal 1. 
— Ante una perturbación cabe la opción de incrementar la potencia de nuestras
radios si no estábamos a máxima potencia. Con esta opción obligaremos al per-
turbador a aumentar si tiene margen su nivel de perturbación. Este efecto será
más considerable cuanto mayor sea el ancho de banda que intente perturbar al
mismo tiempo, ya que tendrá que dividir su potencia entre un mayor número de
frecuencias.
— Para las redes de transmisión de datos cabe la posibilidad de disminuir la velo-
cidad de transmisión de datos
— El servicio de Test de enlace, ofrece en los modos SFR, BCL y MIX, la opción de
visualizar la tasa de saltos interferidos, lo que nos puede dar una idea de las
acciones ECM que el enemigo está realizando. Además en las versiones V2 y V3
el PR4G permite visualizar el abonado que realiza el test, lo que servirá para ver
a quien está perjudicando en mayor o menor medida.
— Cambio de asentamientos alejándose de la posible ubicación del perturbador,
para llevarle a sus límites de condiciones de trabajo, al mismo tiempo que redu-
cimos los vanos de nuestros propios enlaces.
— Utilizar antenas directivas obligará al perturbador a meterse dentro de nuestro
lóbulo de recepción para que su acción tenga efecto. Esto puede ayudar a loca-
lizar el medio ECM enemigo.
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— Establecimiento de relés para acortar enlaces y aumentar nivel de recepción
de nuestra señal. Como ya se explicó, montar un relé en una zona que se puede
cubrir por ejemplo haciendo uso de radios pesadas, supone el reducir nuestras
potencias de trabajo y obligar al perturbador enemigo a que se emplee a fondo,
ya que reducimos nuestras distancias de enlace y nos quedamos con un margen
importante de potencia en reserva para sobreponernos a la perturbación.
— FEC e Interleaving, son dos de las características técnicas incorporadas por el
PR4G, lamentablemente el autor del artículo no ha tenido la posibilidad de com-
probar la fortaleza y los niveles de perturbación que resiste el entrelazado o inter-
leaving incorporado en el sistema.
— Técnicas LPJ «Low Probability Jamming». Entre estas técnicas encontramos
las de Espectro Ensanchado, generadores de nulos orientables de antena y can-
celación de lóbulos laterales. Por tanto los modos Salto de frecuencia normal y
Ortogonal ya de por sí son una garantía contra la perturbación enemiga. Sin
embargo como ya hemos mencionado anteriormente el trabajo realizado en el
Centro de Gestión de Frecuencias y Claves del PR4G (CGES) es básico para
saber si la fortaleza es la requerida o no. El operador del CGES debe seleccionar
un Plan de frecuencias lo suficientemente robusto a la EW, y no dar por bueno la
clasificación de planes y propuesta hecha por el propio CGES28. El Plan elegido
debe ser aquel que otorgue a las redes más importantes un mayor número de fre-
cuencias, y un mayor número de subbandas de trabajo para cada una de estas
redes.
— Hasta la llegada de las radios de espectro ensanchado, a las medidas de disci-
plina operativa se añadían las de cambio de frecuencia. Hoy día debemos
hablar de cambio de gestión. Hemos mencionado anteriormente que el cambio
de cifra no implica un cambio de subbandas de trabajo para las redes afectadas
por perturbación. Por lo tanto deberemos recurrir al uso de los canales de reser-
va, donde el número de frecuencias disponible es muy superior al de los canales
de trabajo (precisamente para poder hacer frente a la perturbación). Sin embargo
recordaremos que en este caso las restricciones Cosite y Covehículo no existen
y por tanto tendremos mucho nivel de ruido provocado por emisiones propias.
— Sin embargo si lo que queremos realizar es un verdadero cambio de gestión
habrá que recurrir al Cambio de DDI. Estos nuevos DDI,s conservarán las mis-
mas redes pero no las subbandas de trabajo ni tampoco las claves COMSEC y
TRANSEC. Esto conlleva una serie de inconvenientes ya que el espectro es esca-
so, implicará una reorganización de la red y en cierto modo estaremos admitien-
do el éxito de la acción enemiga.
— Una solución de urgencia, pasa-
ría por utilizar las pasarelas (Cana-
les 5, 6 y 0) para sustituir las redes
que sean objeto de perturbación.
Estas redes suelen tener adjudica-
das la totalidad del ancho de
banda con el que se ha realizado
la gestión, con lo que la perturba-
ción de este canal resultará muy
compleja y costosa para el enemi-
go. Para complementar esta solución se puede optar por montar relés entre los
mismos canales 5, 6 y 0, lo que dificultaría aún más la acción ECM.
— La Función OTAR podrá ser utilizada para recargar esa nueva gestión a las radios
que no tengan el nuevo DDI, o simplemente para recargar solo las radios de una
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y Elementos Secretos del Sistema PR4G», publicado en el Memorial del Arma de Ingenieros y del mismo autor
que este estudio.
red determinada. Esta Función OTAR es muy robusta a la perturbación, ya que
siempre se realiza en Salto de Frecuencia y sobre todo el Canal de Base, lo que
casi garantiza el éxito de la transmisión.
— Pero es sin duda el Vocoder, la «estrella» que las nuevas versiones del PR4G
ofrecen como garantía de éxito ante la perturbación. Como ya se explicó ante-
riormente a mayor perturbación utilizaremos un Vocoder que trabaje a menor
velocidad, para conseguir un mayor espacio dentro del mensaje para meter datos
redundantes, ya que presumiblemente parte de ellos se perderán por la pertur-
bación recibida. En la figura adjunta se puede observar los datos facilitados por
la empresa AMPER29 del comportamiento del Vocoder ante la EW. Aunque qui-
zás un poco «exagerados y propagandísticos» no hay duda que es muy impor-
tante su incorporación. El Vocoder aplicado a redes con un suficiente número de
frecuencias, y trabajando en varias subbandas repartidas por todo el espectro
puede suponer una herramienta indispensable para nuestra supervivencia.
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GLOSARIO DE TÉRMINOS
RRC-CNR: Red Radio de Combate
CGFC: Centro de Gestión de Frecuencias y Claves.
CGES: Centro de Gestión de electos secretos y claves del PR4G.
COSITE: Grupo de mallas diferentes explotadas simultáneamente en una zona de 50 metros
de diámetro.
COVEHICULO: Grupo de Transceptores situadas en un mismo vehículo, explotadas simul-
táneamente, y que operan en mallas diferentes.
SFR: Modo de trabajo Salto de Frecuencia
BCL: Modo de trabajo Búsqueda de Canal Libre
MIX: Modo Mixto
FFD: Frecuencia Fija Digital
ORT: SFR ortogonal
FFA: Frecuencia Fija analógica
FFC: Frecuencia Fija de Canal
FFG: Frecuencia Fija General.
OTAR: Recarga de Claves sobre el aire (Over the air rekeying)
PCPRAL: Puesto de Mando Principal
RTFL: Radio Teléfono Ligero
RTFP: Radio Teléfono Pesado
LPI: Low probability Interception
LPJ: Low Probability Jamming
LPE: Low Probability Exploration.
DDI: Distribuidor de datos iniciales
TDT: Transmisor de Datos Tácticos.
TOD: Time of the day, hora del día
OBE: Orden de Batalla Electrónico.
V2 y V3: Versiones 2 y 3 del PR4G.
Malla-Red: Conjunto de E/R que tienen en común sobre uno o varios canales los mismos
elementos iniciales.
E/R: Emisor Receptor
Elementos Iniciales: Conjunto de datos que utiliza el sistema PR-4G para el funcionamiento
de las estaciones PR-4G en la forma que han sido planificadas.
Planes de Frecuencia: Conjunto de datos que genera la Aplicación CGES, y que permite que
cada estación PR4G utilice el espectro adecuado para proporcionar los servicios que
le han sido planificados.
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CASTILLOS Y MURALLAS MEDIEVALES
EN ESPAÑA
Coronel Ingenieros (ESO) D. FRANCISCO JAVIER MARTÍNEZ OLIVA
PRÓLOGO
Los castillos, o más bien las torres de los mismos, se adoptaron como emblema del
Cuerpo de Ingenieros Militares por Real Orden de 15 de julio de 1802, siendo Ingeniero
General el Capitán General José de Urrutia y de Las Casas. Desde entonces es el símbolo
de todo el personal que ha pertenecido al Cuerpo, después Arma de Ingenieros.
Este artículo pretende ser un pequeño y modesto homenaje a todos ellos.
De los miles de castillos y murallas erigidos en España durante la Edad Media, solo
voy a exponer un pequeño muestreo sobre lo que ha permanecido en el tiempo, como
mudos testigos de nuestra historia y que forman parte de nuestro patrimonio cultural.
INTRODUCCION
Históricamente se considera la Edad Media como el período de tiempo que transcu-
rre desde el año 476, con la caída del último emperador romano, Rómulo Agústulo, a manos
de los bárbaros, hasta el año 1492, con el descubrimiento de un Nuevo Mundo por la expe-
dición castellana al mando de Cristóbal Colón, aunque hay historiadores europeos que con-
sideran como fecha final de la Edad Media 1453, con la caída de Constantinopla en poder
de los turcos, poniendo fin al Imperio Bizantino.
Este dilatado periodo de tiempo tiene unas características genuinas, como el mona-
cato, el feudalismo, el enfrentamiento entre la Cristiandad y el Islam, dando lugar a las Cru-
zadas y en España a la Reconquista, etc. Lo que hace que se diferencie claramente de cual-
quier otro periodo de la historia de la humanidad. 
Desde el año 711, con la invasión musulmana de la Península Ibérica, se inicia un
proceso de defensa por parte de los hispanovisigodos que se refugian en la cornisa cantá-
brica y de los que desde la zona pirenaica tratan de contener la invasión. 
Poco a poco se va pasando a la ofensiva y se comienza a reconquistar las tierras
meridionales por lo que se realizan frecuentes incursiones musulmanas para impedirlo. Todo
lo anterior hace necesario que se tuviera que iniciar la construcción de obras defensivas.
Surgen así las atalayas y torres de vigilancia, los castillos y las ciudades amuralladas.
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Las distintas etapas de la Recon-
quista van estableciendo unas líneas fron-
terizas donde se iban erigiendo castillos a
medido que se avanzaba hacia el sur. Así
durante el reinado de Alfonso I de Asturias
(739-757), se edificaron en la frontera sur
del reino numerosas fortalezas defensivas
en forma de castillos, de donde proviene
el nombre de Castilla, mencionado por
primera vez en un documento histórico
del siglo IX. 
Los itinerarios más frecuentes que
seguían los ejércitos de Al-Andalus, en
sus campañas de verano contra los reinos
cristianos, eran:
— Por la frontera Inferior, siguiendo la antigua Ruta de la Plata, entrando por la Sie-
rra de Béjar en la meseta del Duero.
— Por la frontera Media, desde Toledo pasando la Sierra de Guadarrama o bien
desde Medinaceli, entrando al valle del Duero.
— Por la frontera Superior, siguiendo aguas arriba el curso del río Ebro.
Podemos dividir la Reconquista en tres grandes periodos:
Primer Periodo
que va del siglo VIII al
siglo X, donde los reinos
y condados cristianos
luchan casi por su mera
supervivencia y son cas-
tigados por aceifas
musulmanas.
S e g u n d o
P e r i o d o, desde media-
dos del siglo XI hasta
comienzos del siglo XIII.
Es un periodo más o
menos de equilibrio cris-
tiano-musulmán, aunque
la Reconquista obtiene
un gran avance merced a
la disolución del Califato
de Córdoba, la aparición de múltiples reinos de Taifas, la toma de Toledo en 1085 y de Zara-
goza en 1118 que va a consolidar de forma definitiva la línea del Duero y el Ebro por parte
cristiana, aunque este avance es frenado por las invasiones de almorávides y almohades.
Tercer Periodo, desde comienzos del siglo XIII, con la victoria cristiana en las Navas
de Tolosa (1212) que marca su superioridad ya definitiva, hasta el fin de la Reconquista en
el siglo XV (1492). 
No solamente las líneas fortificadas jalonaban las fronteras entre cristianos y musul-
manes, sino también entre reinos cristianos entre sí. Siendo frecuentes los conflictos entre
ellos, como la disputa de la Tierra de Campos entre León y Castilla, hasta la unión definitiva
de estos reinos en 1230 con Fernando III; y como la disputa de La Rioja entre Navarra y Cas-
tilla hasta que pasa a éste último reino en tiempos de Alfonso VIII. 
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Torre de Linares. Peñarrubia (Cantabria)
Península Ibérica. Año 800
También fueron frecuentes los conflictos internos, tanto en los distintos reinos cris-
tianos, como dentro del territorio musulmán.
Durante este periodo de tiempo la sociedad vive en un estado de guerra casi per-
manente y al final no queda ninguna ciudad que no este rodeada de muros, ni poblado
importante que no tenga un castillo, ni punto estratégico que no esté defendido por una obra
de ingeniería militar.
CONSTRUCCIÓN Y DEFENSA DE CASTILLOS
Un castillo es una obra defensiva cercada de murallas, torres y fosos construido en
un lugar dominante para aumentar al máximo el peligro y exposición de los atacantes, redu-
ciendo el de los defensores. Si estos estaban bien aprovisionados de agua y alimentos, podí-
an resistir largos periodos de tiempo, hasta que una fuerza de auxilio expulsara a los sitia-
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Reinos de Taifas
Península Ibérica. Año 1000
dores o hasta que estos se vieran forzados a replegarse por falta de suministros, bajas o
enfermedades.
Los materiales con que se construían los castillos, así como las técnicas para su
aparejamiento estaban condicionados por los recursos disponibles en la zona y por las pres-
taciones económicas con que se contaban.
En un principio se realizaron defensas de madera, construida a base de empalizadas
de estacas afiladas de dos a tres metros, delante de las que se abría un foso y se levantaba
un talud de tierra apisonada. Una gran torre de madera en el interior de la empalizada era el
último reducto defensivo. 
Estas defensas fueron sustituidas por las construidas con piedra que toman el pro-
tagonismo total a partir del siglo IX.
El tapial fue el recurso técnico más elemental y económico caracterizado por el uso
de encofrados de madera en cuyo interior se consolidaba un compuesto de barro (con o sin
piedras), o bien un mortero de cal y canto, empleándose como muralla definitiva, o como
capa interna que se revestía con cantería o ladrillo, para mejorar su aspecto exterior y
aumentar su solidez.
Otro sistema constructivo consistía en el aparejamiento de cantería o ladrillo, emple-
ando como elementos básicos, el ladrillo, la mampostería, el sillarejo y el sillar. Empleando a
veces varios de estos elementos combinados.
Las diferentes formas de disposición y engarzamiento de los materiales empleados
forman los distintos tipos de aparejo:
Aparejo regular, cuando se colocan las piezas de forma simétrica y en una secuen-
cia constante. Dentro del aparejo regular se distinguen entre otros:
— Aparejo «a soga» o de «media asta», el que dispone los sillares de modo que su
lado mayor quede paralelo al muro.
— Aparejo «a tizón» o «de llaves», colocando el lado largo de las piezas perpendi-
cular al muro.
— Aparejo «a soga y tizón», cuando se alternan los dos sistemas anteriores.
La piedra de forma regular y bien labrada utilizada en estos tipos de aparejos se
denomina sillar.
El sillar sin labrar y con forma más irre-
gular se denomina sillarejo.
Aparejo irregular, es el que presenta la
colocación de las piezas de formas irregulares,
sin un orden concreto. Se llama mampostería,
cuando se construye con piedras sin labrar.
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Soga Aparejo a soga y tizón
Mampostería
Pasemos a tratar la defensa de los castillos. Esta se realizaba teniendo en cuenta lo
siguiente: 
— Por las paredes verticales de las murallas no podían trepar los asaltantes sin el
uso de escaleras y torres de asalto. Los defensores colocados encima de las
murallas podían derribarlos o arrojarles piedras, líquidos hirviendo, etc. Los ata-
cantes estaban totalmente al descubierto y debían disparar hacia arriba, lo que
era una gran desventaja respecto a los defensores, que estaban muy resguarda-
dos y disparaban hacia abajo.
— Las puertas y ventanas en las murallas eran mínimas y muy protegidas. Cuando
era posible se aumentaba la fortaleza de un castillo construyéndolo sobre riscos
u otras elevaciones.
— Las torres se ubicaban como puntos fuertes en las esquinas y a intervalos a lo
largo de la muralla. Al sobresalir las torres del plano de la muralla, permitían dis-
parar a los defensores sobre todo el que se quería acercar a la misma. Pudiendo
disparar desde una torre de esquina a lo largo de dos superficies de la muralla.
— Si los muros exteriores caían en poder del enemigo los defensores podían reti-
rarse a la torre del homenaje para la defensa final, ya que esta torre era como un
pequeño castillo situado dentro del conjunto defensivo y a menudo servia de resi-
dencia al señor feudal o al alcaide.
— Para aumentar la ventaja que proporcionaba la altura de las murallas y torres, se
podía excavar en la base una zanja o foso alrededor del castillo, que permanecía
seca, o si era posible se llenaba de agua. Los hombres con armadura se arries-
gaban a ahogarse si caían al agua. Los fosos impedían que se socavaran las
murallas del castillo, debido al riesgo de que las excavaciones, que debían ser
muy profundas, se hundieran durante la construcción y sepultara a los excava-
dores. 
— Para poder levantar las torres de asalto y las escaleras, los atacantes tenían pre-
viamente que rellenar por varios sitios las zanjas y fosos.
— La puerta de un castillo estaba dentro de la torre de entrada o flanqueada por
dos torres. Para bloquear la entrada estaba la rejilla que era una verja que se
deslizaba hasta el suelo de la puerta y que estaba hecha de hierro o de made-
ra re s i s t e n t e .
Este tipo de fortificaciones descrito, estuvo en vigor prácticamente durante toda la
Edad Media, ya que no se sentía la necesidad de modificarlo, a pesar de la aparición de las
primeras bocas de fuego en el siglo XIV. Tampoco se variaron apenas las operaciones reque-
ridas para tomar las fortalezas y plazas amuralladas, pero este punto muerto se resolvió pro-
visionalmente en el siglo XV con la invención de los poderosos cañones de sitio.
Gracias a disponer de un tren de sitio de unas 180 piezas, los Reyes Católicos pudie-
ron apoderarse en diez años (1482-1492) de los puntos fortificados del reino de Granada que
durante siglos había resistido a sus antecesores. 
La era de las «defensas verticales» había concluido.
CASTILLOS ISLÁMICOS
Durante el Emirato y Califato de Córdoba los castillos que se construyen en zona
musulmana están inspirados en los campamentos grecolatinos. Tienen forma rectangular o
cuadrada, aunque adaptándose al terreno. Carecen de torre del homenaje y los cubos son
de planta rectangular realizados con sillería a soga y a tizón. Entre este tipo de castillos cabe
destacar el castillo de Gormaz (Soria) y el de Calatayud.
Tras la desaparición del Califato, en la primera mitad del siglo XI, el mundo hispano-
musulmán se fragmenta en múltiples y pequeños reinos de Taifas con un poder político y
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militar muy limitado, pero con gran gusto por el lujo, el refinamiento y la cultura. De esta
época se conservan restos de alcázares o palacios fortificados, como la Aljafería en Zara-
goza y la Almudaina en Palma de Mallorca, aunque con la conquista cristiana, este último
palacio fue muy modificado en su conjunto. 
Con la derrota musulmana en la batalla de Las Navas de Tolosa (1212), comienza el
declive del poder almohade y toma el control de Granada la dinastía Nazarí que va a cons-
truir una verdadera ciudad-palacio en la Alhambra, obra cumbre del refinamiento musulmán
en Al-Andalus, siendo la Alcazaba la zona militar del recinto.
CASTILLOS CRISTIANOS
El modelo de «castillo románico» es muy difícil de precisar ya que la mayoría de los
que quedan de esta época han sido muy reconstruidos y transformados a lo largo del tiem-
po. La mayoría tenía planta rectangular, pero adaptándose al terreno. En las esquinas y a lo
largo de la muralla, tenían torres cilíndricas y la torre del homenaje solía ser de sección cua-
drada. 
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La Alhambra La Alhambra. Alcazaba
Castillo de Gormaz. Murallas Aljafería
Loarre.Vista general Loarre. Torres
De esta época es el castillo de Loarre (Huesca), considerado como el más importan-
te de los castillos aragoneses, construido en el siglo XI por Sancho III el Mayor de Navarra.
Como ejemplo de adaptación al terre n o
tenemos el castillo de Peñafiel (Valladolid), aun-
que el actual es del siglo XV, de estilo ojival,
construido sobre las ruinas de otros anteriore s .
Su forma tan original se ha comparado a la de un
inmenso barco anclado en la llanura castellana. 
Conforme avanza la Reconquista las
Ordenes Militares son las encargadas de custo-
diar, y muchas veces levantar, castillos para
defender y consolidar la frontera con el Islam.
Así tenemos el castillo de Consuegra (Toledo),
reconstruido en el siglo XII por la Orden Hospi-
talaria y el castillo-convento de Calatrava la
Nueva (Ciudad Real), construido por la hispana
Orden de Calatrava, que adoptó el nombre del
primer lugar que defendió. 
A partir del siglo XIV los castillos perte-
necen ya al «estilo gótico» y se diferencian de
los construidos anteriormente en que tienen
múltiples ventanas y aparece la decoración con
escudos nobiliarios o relieves diversos. Como
ejemplo tenemos el castillo de Manzanares el
Real (Madrid).
La planta suele ser rectangular o cuadrada con cubos en las esquinas y una gran
torre del homenaje. También suelen tener, matacanes sobre ménsulas. 
En esta época también se emplea el ladrillo en algunos castillos de estilo «gótico-
mudéjar», como es el caso de los castillos de La Mota, en Medina del Campo y el de Coca
(Segovia).
Hay otros castillos que los reyes mandan construir para residencia real, como el cas-
tillo de Bellver (Mallorca), mandado construir por Jaime II de Mallorca a principios del siglo
XIV y que ha tenido distintas utilidades a lo largo de los siglos.
El Alcázar de Segovia existía ya en el siglo XII. Fue reconstruido en el siglo XIII como
residencia real, siendo ampliado y reformado por la dinastía Trastámara en el siglo XV.
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Castillo de Bellver Alcázar de Segovia
Castillo de Peñafiel
Castillo de Manzanares el Real
La nobleza también construye castillos palaciales de estilo gótico, sobre todo a par-
tir del siglo XV, que se alejan de la sobriedad de líneas impuestas por la funcionalidad mili-
tar de épocas anteriores.
MURALLAS URBANAS
No se puede concebir en la Edad Media una ciudad sin murallas, aunque las ciuda-
des, en los primeros siglos de la Reconquista habían perdido toda su importancia, ya que
muchas de ellas habían sido destruidas o seriamente quebrantadas y no tenían la actividad
mercantil o industrial que tuvieron antaño, manteniéndose simplemente como fortalezas
defensivas o por su jerarquía como cabeza de distrito o sede episcopal. Fue a partir del siglo
XII cuando triunfa la ciudad sobre el campo de forma definitiva conforme avanza la Recon-
quista y se va efectuando la repoblación del territorio conquistado.
La ciudad altomedieval tenía las viviendas ceñidas por una muralla circundante y
estaban apiñadas en torno a la fortaleza o a una iglesia o catedral. Fuera del recinto amu-
rallado se extendía un dilatado término o alfoz, algo así como un partido judicial o inclu-
so, en algunos casos, como una provincia dependiente de la ciudad en su aspecto admi-
nistrativo, económico, fiscal, social y político. Por lo tanto las murallas, además de su
función meramente militar de defensa y protección, desempeñaban otras diversas fun-
c i o n e s .
Como ejemplos de ciudades medievales amuralladas, tenemos: Zamora, Ávila, Sala-
manca y Madrigal de las Altas Torres.
Zamora fue ciudad fronteriza apoyada en la línea del Duero. Repoblada en el siglo
IX por Alfonso III de Asturias. Se consolida definitivamente en el siglo XI durante el reinado
de Fernando I de Castilla y de León, quien la llamó «la bien cercada».
La ciudad de Zamora estaba rodeada por tres recintos amurallados que constituían
una impresionante defensa. El primero data del siglo XI y de el se conservan algunos lien-
zos, algunas puertas y el castillo. En el siglo XIII, a causa del crecimiento de la ciudad, se
abrieron otros dos recintos amurallados.
Entre las puertas que todavía quedan está la de doña Urraca, enmarcada entre dos
torreones, y el Postigo de la Traición, por donde, según la tradición, entró Bellido Dolfos, per-
seguido por el Cid, después de matar al rey Sancho II.
Á v i l a cuenta con una muralla de trazado casi rectangular de unos 2,5 Km. de lon-
gitud y 88 torres y cubos flanqueando sus muros almenados de 3 m. de grosor y 12
de altura media. Se abren 9 puertas y 4 postigos (hoy cegados) a lo largo del re c i n t o
a m u r a l l a d o .
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Muralla de Zamora Zamora. Puerta de doña Urraca
Puede que la muralla esté edificada
sobre una obra romana anterior. La actual es
una contrucción románica hecha a base de
mampostería y mortero en la época de la repo-
blación acometida por Raimundo de Borgoña a
finales del siglo XI, aunque hay quién opina que
son de la segunda mitad del XII.
El ábside de la catedral forma parte de
la muralla y se convierte en el baluarte más
poderoso de la misma. 
Las murallas, junto con el casco antiguo
de Ávila y las iglesias extramuros, son Patrimo-
nio de la Humanidad desde 1985.
S a l a m a n c a está situada en un empla-
zamiento estratégico, al encontrarse sobre la
Calzada de la Plata (vía de unión entre la mese-
ta superior y el valle del Guadalquivir) y custo-
diar un sólido puente romano que cruza el To r-
mes, por lo que durante toda la Alta Edad
Media, fue una fortaleza con guarnición perma-
nente, a pesar de tener muy pocos habitantes.
Es a partir del siglo XII cuando se reali-
za una importante repoblación, al igual que en
Ávila y Segovia. La ciudad crece considerable-
mente y hay que construir una nueva muralla
de una longitud mucho mayor que la primitiva
de origen romano que fue arruinada por la inva-
sión musulmana y rehecha posteriormente. El
primitivo recinto tenía 6 puertas y un postigo,
pero la nueva cerca tenia 12 puertas.
Los restos que quedan hoy en día son
algunos trozos de muralla y fragmentos de torre-
ones que se extienden de forma discontinua
frente al Tormes y al Puente Romano.
Madrigal de las Altas To r re s
se encuentra situada en un pequeño
p romontorio que destaca sobre una
inmensa llanura, por lo que para defen-
der la ciudad se hizo indispensable la
construcción de una muralla de pro-
tección que no se puede apoyar en
ningún accidente natural del terreno, ni
siquiera en un río o riachuelo que difi-
culte el acceso a la población.
Parece ser que en los siglos XI y
XII se levantó una primera muralla ante
la invasión almorávide. Una segunda
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Madrigal, murallas y torres
Ávila. Ábside de la catedral, vista exterior
Muralla de Salamanca
Muralla de Salamanca
cerca se levantó a mediados del siglo XII,
en la época de Sancho III, con motivo de
las disputas fronterizas entre Castilla y
León. 
La construcción de la muralla
actual se inicia durante el reinado de
Alfonso VIII, continuándose durante todo
el siglo XIII. A comienzos del siglo XIV ya
estaba terminada. 
En la muralla se funden varios
estilos, románico, gótico primitivo y
mudéjar.
Tiene forma de óvalo irregular alargado de Este a Oeste y rodea una superficie simi-
lar al espacio amurallado de Ávila. Tenía entre 60 y 80 torreones (hoy sólo queda 23), estos
torreones son cuadrados y sobresalen de la muralla.
La longitud total de la muralla estaría cerca de los 2,3 Km., con un espesor medio de
1,5 m. pero disponía de una barbacana exterior y en medio un foso.
El material básico para su construcción es el tapial de tierra apisonada y piedra
de río encintada de ladrillo. Tenía 5 puertas, aunque actualmente sólo quedan 4 (la de
Medina al Norte, la de Arévalo al Sur, la de Peñaranda al Sur y la de Cantalapiedra al
O e s t e ) .
Dentro de este recinto amurallado nació Isabel la Católica en 1451.
Con el paso del tiempo, las murallas en las ciudades fueron perdiendo su utilidad pri-
mitiva. A mediados del siglo XIX se empiezan a derruir las murallas, para permitir que las ciu-
dades puedan crecer y extenderse en torno al centro urbano original. Muchas ciudades,
cuentan actualmente con avenidas en el mismo sitio donde antes estaban sus murallas. Por
suerte, en algunas ciudades no derrumbaron los muros por encontrar en ellos su identidad,
su signo distintivo o un buen punto panorámico para admirar el paisaje desde la altura de
sus bastiones.
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Madrigal. Puerta en la muralla
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PUENTES RECORD EN ESPAÑA
OBSERVACIONES: En el cuadro anterior se incluye el Puente de Vizcaya por su alta signifi-







EXCMO. SR. D. FRANCISCO PUENTE ZAMORA
GENERAL DE BRIGADA
EXCMO. SR. D. JUAN BOLLERO DELGADO
EXCMO. SR. D. PEDRO VIVAS GONZALEZ
CORONEL
ILMO. SR. D. FRANCISCO JIMENEZ SALGADO 
ILMO. SR. D. ALBERTO ANBRONA VEGA 
ILMO. SR. D. FERNANDO ALEJANDRE MARTINEZ 
ILMO SR. D. RICARDO SERRANO CUETO 
ILMO. SR. D. FRANCISCO TATO PORTO 
ILMO. SR. D. ELADIO GARRIDO BELLON 
ILMO. SR. D. JUAN JIMENEZ GARCIA 
ILMO. SR. D. LUIS DEL VAL LOPEZ 
ILMO. SR. D. PONPEYO PASCUAL CASANOVA
ILMO. SR. D. JOSE LUIS SERRANO RAMIREZ
ILMO. SR. D. ANGEL SANCHEZ SERRANO
ILMO. SR. D. SANTIAGO EVIA VAZQUEZ
ILMO. SR. D. JOSE ENRIQUE FONTANA DE GRASSA
TENIENTE CORONEL
DON JOSE MARIA MILLAN MARTINEZ 
DON JOSE SALVADOR CUBEDO 
DON JESUS FRANCISCO ARMISEN 
DON ANTONIO MANUEL MARTIN LINARES 
DON ENRIQUE FERNANDO MUÑOZ GARCIA 
DON JOSE MARIA SAIZ DE LA HERRERA 
DON JOSE RAMON ACERO PALOMO 
DON ANDRES CENTENERA JARABA 
DON ANGEL MEZQUITA MEZQUITA
DON JESUS VIÑAS CRUZ 
DON BEDA-JAVIER URBANO SAMPER 
DON LUIS GARCIA PERIS 
DON JOSE FRANCISCO MAREZ SOLAZ 
DON FRANCISCO DE ASIS CALABUIG DEL PICO 
DON JOSE MANUEL GALLEGO GONZALEZ 
DON MARIANO ABRIL DOMINGO 
DON LUIS ANTONIO RUBIO BELANCHE 
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DON CARLOS GONZALEZ VIELSA 
DON RAMON MIGUEL NAVARRETE HERVAS 
DON FRANCISCO AYMERICH RODRIGUEZ 
DON RAMON SILVESTRE LOPEZ 
DON JOSE LUIS JACOSTE MARTIN 
DON EDUARDO RODRIGUEZ GIMENIEZ 
DON FRANCISCO MANUEL RAMOS FERNANDEZ 
DON JUAN PABLO SEIJAS LOPEZ 
DON ESTEBAN SANZ ALVARO 
DON JUAN GROS AYMERICH 
COMANDANTE
DON DAVID JOSE CHICO RODRIGUEZ 
DON MIGUEL ANGEL PARRADO VAZQUEZ 
DON DAVID ALVAREZ LANZAROTE 
DON RODOLFO ARROYO DE LA ROSA 
DON MIGUEL ANGEL SAN SEGUNDO CAMPO 
DON JAVIER SANZ MALDONADO 
DON LUIS FILIBERTO CASELLES DOMENECH 
DON FERNANDO GORDO GARCIA 
DON MANUEL BERNAL CARBALLA 
DON JOSE OLIVO ROS 
DON AMADOR FRAILE MARTIN 
DON AGUSTIN MARGALLO 
DON FERNANDO YUSTA HERGUEDAS 
DON JESUS GOMEZ LOZANO 
DON PEDRO MELCHOSPARRAS 
DON JUAN LUIS GOMEZ RUIZ 
DON RAFAEL REQUENA SERRANO 
DON JOSE CALERO ACUÑA 
DON ARMAMDO MARTIN BELLIDO 
DON JUAN TERRIZA NIETO 
DON GUSTAVO JOSE PAREDES LOBO 
DON JUAN DE MENA GONZALEZ 
DON LUIS FERNANDO NUÑEZ ALLUE
DON FRANCISCO CAÑETE HIDALGO 
DON JUAN ADOLFO MONTERO 
DON FERNANDO CANTIN MATA
DON JUAN JOSE VIERA MERCHAN 
DON JESUS PIERNA SANCHEZ
DON MARIANO LAGUNA PEDRAZA
DON FERNANDO MARTIN MOREIRA 
DON JOSE OSTARIZ HERRERA 
DON PEDRO JAVIER ANDRADA MARQUEZ 
DON RICARDO FUENTES MEJIAS 
DON ANDRES BERNARDO PEREZ 
DON MIGUEL NAVARRO GUALLAR 
DON JORGE GARRIS MOZOTA
DON MIGUEL ANGEL SAN EMETERIO OUTON 
DON JESUS BELMONTE MERINERO 
DON IGNACIO FERNANDEZ VERA
DON JOSE MARTINEZ DE LA CASA
DON RAFAEL RUIZ DE IDARRAGA
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DON JOSE FERNANDEZ HERNANDEZ
DON HERMENEGILDO MARINO MONTELONGO RIVERO 
CAPITAN
DON JESUS ASCASO PALACIN 
DON JUAN MELLEN CALLEJO
DON MANUEL GARCIA SOTO
DON PEDRO GALAN ROSCO
DON CLEMENTE GARCIA PASTOR
DON GREGORIO ALFONSO GALAN
DON ANTONIO LOPEZ HITA
DON VICTOR MARIÑO GARCIA 
DON JOSE MANUEL FUSTES VILLADONGA 
DON ALBERTO HERNANDEZ DEL BOSQUE 
DON PEDRO DOPICO BORES 
DON RUBEN MARTIN HERNANADEZ 
DOÑA ZAIDA CANTERA DE CASTRO 
DON MANUEL VICENTE PEDRO 
DOÑA RAQUEL ORTE VILLAR 
DON JORGE VILARES CABANA 
DON DANIEL CONSTANTINO CASADO 
DON FERNANDO VICH REDONDO 
DOÑA SANDRA VALLE RUBIO 
DON JUAN PERALES BALLESTROS 
DON JOSE LUIS MORENO GONZALEZ 
DON ALFREDO SAÑUDO ARCE 
DON ALBERTO LOPEZ MENDEZ 
DON FRANCISCO ALCARAZ MUNUERA 
DON JUAN ANTONIO NAVARRA TEJEDA 
DON FAUSTINO RAMIREZ FERNANDEZ 
DON MIGUEL ANGEL LOPEZ MARTIN 
DON JULIAN LOPEZ MARTIN 
DON JOSE ENRIQUE VELASCO 
DON SALVADOR ABELLAN PICO 
DON JOSE ANTONIO JIMENEZ 
DON JOAQUIN BEJARANO CARDEÑA 
DON JOAQUIN BEJARANO CARDEÑA 
DON LUIS ALBERTO ARILLA GONZALEZ 
DON ANTONIO MELERO RUIZ 
DON JOSE MANUEL BERNABEU CALVO 
DON FELIX ANTONIO RODRIGUEZ SAMANIEGO 
DON LUIS CAÑADA MORALES 
DON EDUARDO VILLA TERRAZAS 
DON NICOLAS MUÑOZ PEREZ 
DON GINES JOAQUIN MARTIN DIAZ 
DON GINES JOSE TORRES TORRES 
DON MANUEL RUIZ GARRIDO 
DON JOSE MANUEL PETISCO RODRIGUEZ 
DON JESUS IGNACIO RODRIGUEZ OLMEDO
DON PEDRO PABLO GOMEZ MARTIN
DON JUAN PABLO LARAY AGUILERA 
DON PEDRO LUIS LLORENTE VEGA
DON CARLOS SILVA SAEZ
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DON RAFAEL CUEVAS OVIEDO 
DON HILARIO MAS ORTIZ 
DON BLAS ANULA VILLAREJO 
DON ERNESTO TERRY ANDRES 
DON EPIFANIO PRIETO YEPES 
DON EMILIO DOMINGUEZ ALVAREZ 
DON JUANCARLOS DAVILA BAENA 
DON ABROSIO LEON LEON
DON ANTONIO DE LA PEÑA CABALLERO
DON FRANCISCO REYES CLAVIJO 
DON HECTOR HUGO GONZALEZ SANZ 
DON JOSE MANUEL ROBLES PAGAN 
DON SERGIO COBOS MARQUINA 
DON VICENTE SIMON CARMENA DEL AMOR 
DON MANUEL ZARAZAGA GARRIDO 
DON SERGIO OLLERO GOMEZ 
DON PEDRO VICENTE GREGORI SUCH 
DON JOSE MANUEL BORGOS FERNANDEZ 
DON BORJA GARCIA-BLANCO CASTRO 
DON LUIS CARLOS SANTIAGO TARTILAN 
DON ALBERTO DE DIEGO ALVAREZ 
DON FELIPE LOZANO RODRIGUEZ 
DON MANUEL SPINOLA SANCHEZ
DON GREGORIO GARCIA MARTIN
DON ROBERTO PARES VIVES
DON JOSE PEÑA RUIZ 
DON RICARDO JOSE YENES FERNANDEZ 
DON JORGE MARTINEZ CORBALAN 
TENIENTE
DON RAUL JESUS RICHARTE REINA 
DON SERGIO SERRANO PUERTAS
DON SERGIO REGUERO MARCO
DON LUIS ORTEGA GIL
DON CARLOS ALFREDO ALVAREZ GALAN
DON DAVIZ BARONA SANCHEZ
DON DANIEL REYES GONZALEZ
DON JOSE ANTONIO BAYO SANTOS 
DON JUAN CRUZ FERNANDEZ RUEDA
DON ALBERTO CASERO GOMEZ
DON MIGUEL ANGEL ALFONSO FERNANDEZ
DON DAVID S CASTRO LOPEZ
DON EMILIO DUCH RAMOS
DON GERMAN LOPEZ CADENA
DON LUIS ROJO PINILLA
DON ALFONSO COBOS RIVERA
DON JUAN JOSE PARRA HERNANDEZ 
DON CARLOS RODRIGUEZ VEGA
DON JOSE MARIA MORIANA REYES
DON JOSE RAMON SALAS CAÑAVERAL
DON SANTIAGO JAIME LATRE
DON IMANOL LUCENA ASURABARRENA
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DON JOSE LUIS MARI SANCHEZ-JAUREGUI
DON MANUEL TENA PEREZ
DON ANGEL JOSE FERNANDEZ RAMIREZ
DON ROBERTO GALENDE MARTINEZ
DON IGINIO SIERO GONZALEZ
DON JUAN FERNANDO FERIA BAREA
DON GREGORIO JIMENEZ RODRIGUEZ
DON DAVID FUENTES GOMEZ
DON ELADIO GARCIA BASANTA
DON OSCAR LUIS SIERRA RODRIGUEZ
DON MAURICIO GALLEGO SORO 
SUBTENIENTE
DON EDUARDO MIGUEL HERNANDEZ CASTILLO 
DON FRANCISCO J. TABUENCA SANZ 
DON RICARDO RAMOS ANTON 
DON RAMON MERINO CACHAPERIN 
DON JUAN DE LOS SANTOS ROLDAN 
DON FRANCISCO GARAY ZAPATA
DON RUBEN FALCO VELASCO 
DON JOSE ANTONIO VALLEJO 
DON PASCUAL HERRERO SANCHEZ 
DON JOSE MARIA GOMEZ GARCIA 
DON DAVID NAVARRO JUAREZ 
DON JOSE FRANCISCO CASAL 
DON ANTONIO VAZQUEZ BERMEJO 
DON ANTONIO GONZALEZ FERNANDEZ 
DON ALBERTO CARASET SANCHEZ 
DON ADOLFO NIETO CONSTANTONO 
DON FRANCISCO ROBLES DE HARO 
DON MANUEL CAÑETE ALVAREZ 
DON ADOLFO MARIA ZATARAN 
DON ANTONIO ARANDA NUÑEZ 
DON ANTONIO DE LA ROSA HERNANDEZ
DON JESUS CALLE MARTIN 
DON FLORENTINO PRADA AMIGO 
DON MIGUEL ANGEL GONZALEZ MENENDEZ 
DON JOSE MARIA BARCELO CANELA 
DON JOSE TORREALBA MERIDA 
DON MANUEL MARTIN ALIX 
DON FELIX HERRERO CALVO 
DON MIGUEL RIBES RIVAROLA 
DON NICANOR GARCIA RODRIGUEZ
DON BARTOLOME MARQUEZ MORALES
DON JOSE VICENTE DURAN LANCHAS
DON JOSE GUARDEÑO ESPEJO 
DON VICENTE LOPEZ BARREIRO
BRIGADA
DON ALBERTO BERTOLIN AGUADO 
DON JOSE ANTONIO RODRIGUEZ NOVAL 
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DON BRAULIO GOIG POSTIGO 
DON SERGIO GALLARDO APARICIO 
DON FRANCISCO MANUEL GIMENA MOLINA 
DON ROBERTO JOSE FERNANDEZ FERNANDEZ 
DON FERNANDO ROZAS MENDEZ 
DON JUAN FRANCISCO MILLAN DEL PINO 
DON ANDRES DANIEL CHACON FERNANDAZ
DON JUAN GARCIA SUAREZ
DON ABEL DIAZ DIAZ
DON RICARDO CARRASCO PEREZ
DON JORGE MANUEL FERNANDEZ LOPEZ
DON DAVID BLAS DEL CAMPO 
DON ALBERTO JAVIER DIAZ VICENTE
DON MARIO CASAS BACHILLER
DON JAVIER GONZALEZ RUBIO 
DON JESUS ARROYO CANTERA
DON JUAN LANCHASLEON 
DON EUGENIO NIETO BANEGAS 
DON MANUEL HERMINIO ALGUACIL RUEDA 
DON SANTIAGO FERRO GARCIA 
DON FRANCISCO G. ALVAREZ PALO 
DON MANUEL ALVAREZ VAZQUEZ 
DON ISAIAS SANCHEZ BENITO 
DON FRANCISCO JAVIER AGUILAR GARCIA 
DON ANGEL MIGUEL TORRONTERAS RUIZ 
DON MIGUEL ANGEL SANCHEZ CRUZ 
DON JUAN MANUEL LOPEZ PRIETO
DON FRANCISCO JAVIER GOMARIZ GOMEZ DE LARA
DON JUAN CARLOS PRADA RIVERO
DON ANGEL LUIS GARCIA ARAHUETES 
DON JOSE MANUEL DE QUINTANA DIAZ
SARGENTO PRIMERO
DON JOSE MARIA HERNANDEZ MOTA
DON CARLOS LOPEZ MATEO 
DON VICENTE SANTIAGO GARCIA 
DON JUAN MATEOS GARCIA 
DON MANUEL DE LOS REYES ACEVEDO
DON CARMELO GARCIA DE PEDRO 
DON JUAN GALARZA HERNANDEZ
DON LUIS GOMEZ MOZAS
DON JOSE ANTONIO GARCIA
DON RAFAEL CRUZ RODRIGUEZ
DON JOSE LUIS BERNAL MORATO
DON JESUS TIEMBLO GARRO 
DON JOAQUIN MARIA VICENTE GUTIERREZ 
DON ISMAEL MARTINEZ ALIA 
DON SERGIO VALDEPEÑAS MARTIN-BUITRAGO 
DON FRANCISCO JAVIER RIVAS PINDADO 
DON ANGEL FERNANDEZ SIERRA 
DON MIGUEL ANGEL ESPUELA MARTIN 
DON CESAR JESUS MORENO PEREZ 
DOÑA YOLANDA UGAL VELASCO 
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DON JUAN PABLO GONZALEZ VILLAR
DON JOSE LUIS DIAZ HERNANDEZ
DON GABRIEL MARQUEZ MENDEZ
DON ALFREDO PETEL PETEL
DON CESAR ORTEGA SANZ
DON MIGUEL ANGEL RUIZ SERRANO
DON ALEJANDRO GUZMAN GARCIA
SARGENTO
DON JAVIER JOSE MARCOS MAIDE 
DON ANATOLIO BALLADO ARANDA
DON RICARDO RODRIGUEZ BAÑA
DON RAMON FUSTER MENCHON
DON ADRIANO ROBERTO LOPEZ PAYAN
DON LUIS SANTIAGO DUQUE
DON JUAN LORENZO QUEVEDO PEREZ
DON DIEGO FERNANDEZ LAFUENTE
DON SANTIAGO SANCHEZ CORDERO
DON JOSE LUIS CALVO MADRID
DON CARLOS MANUEL DOMINGUEZ HERMIDA
DON JOSE MARIA CUETO DUEÑA
DON VICTOR HUGO PACHECO MARTINEZ
DON IVAN DUEÑAS HURTADO
DON MIGUEL ANGEL GOMEZ CARMONA
DON JOSE IGNACIO PINILLA ELIA
DON JUAN FRANCISCO CAÑIZARES PRADO
DON PEDRO PEREZ MARTIN
DON ROMAN DEL RIO NOVOA
DON FRANCISCO MANUEL DEL CASTILLO ESCUDERO
DON JUAN MANUEL FERNANDEZ GONZALEZ
DON FRANCISCO JOSE LUQUE TABERNERO
DON NICOLAS FILGUEIRA NARBON
DON PABLO ANTOLIN ALBERTOS
DOÑA MONICA SAEZ TOLEDANO
DON FRANCISCO JOSE ARRABAL JIMENEZ
DOÑA RAQUEL BOHOEQUEZ MORCILLO
DON FERNANDO TORRES GALLEGO
DON SERGIO MAGRIÑA SOLIS
DON JOSE PLACIDO PADILLA BASTANTE
DOÑA SUSSANA RUIZ PIMENTEL
DON MIGUEL ANGEL RIVERA GARNICA
DON DAVID PALACIOS PELAEZ
DOÑA ANA GARCIA GUERRA
DON JUAN FRANCISCO PEREZ ROSADO
DON ANTONIO GARCIA MANSO
DON OSCAR JOSE DASI MOLERO
DON CARLOS GIL RODRIGUEZ
DON JOSE MARIA SALGADO NEIRA
DON PABLO FERNANDEZ PEREZ LAMPKIN
DON JORDI TOMAS GARCIA ESTEBAN
DON JULIAN HERNANDEZ YUBERO
DOÑA BEATRIZ LOPEZ AVILA
DOÑA ESTHER CASTELLON LUQUE
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DOÑA AMANDA MARIA RUIZ GALAN
DON FRANCISCO MANUEL SAINZ-PARDO NARCISO
DON LEOPOLDO CANTO LOSADA
DON DAVID JIMENEZ CORTEGOSO 
DON ALFREDO PASCUAL GUTIERREZ
DON GUSTAVO TORRES CABELLO
DON RUBEN VAZQUEZ FERNANDEZ
DON IVAN SERRANO ROLLAN 
DON JAIME GARCIA ROMAN
DON MANUEL TOSAR ASOREY
DON JORGE DEL MORAL PARDO
DON MIGUEL MARTIN TABERA
DOÑA CARMEN NATIVIDAD LOPEZ MARTINEZ
DON ALBERTO MONTES BAREIRO
DON SENEN JOSE PERAL GONZALEZ
DON JOSE IGNACIO GARCIA PEREZ
DON RODOLFO QUIÑONES MELERO
DON DAVID PEDROCHE QUEJIDO
DON EDUARDO VAZQUEZ MAESTRE
DON FRANCISCO JAVIER COLMENAR PEREZ
DON MARCO AURELIO GONZALEZ GARCIA 
DON MANUEL GONZALEZ FERRER 
DON MIGUEL MIEGIMOLLE HERRERO
DON JUAN JOSE HERNANDEZ ARMAS 
DON JOSE ARTURO GOMEZ RANDO
DON JUAN CARLOS HIERRO MATA
DOÑA MARIA DEL MAR SOLANO PIÑERO
DON DANIEL ROMERO ASENSIO
DON CARLOS JAVIER MARTIN TORRES
DON RAUL JIMENEZ RODRIGUEZ
DON RAFAEL ALCAIDE JIMENEZ
DON ALFREDO CARLOS AYUSO REINO
DON LUCIANO CARMONA CARMONA
DON SEBASTIAN JIMENEZ ABRIL
DON JUAN GABRIAL GARCIA CHEVERO
DON ARSENIO JOSE MARTIN SANCHEZ
DON CARLOS GONZALEZ ROJO
DON EUGINIO CASTRO ANES
DON LUIS CANTERO CEDILLO
DON CARLOS RUEDA HERNANDEZ
DON DAVID FERNANDEZ UREÑA
DON JOSE PONCE DE LA RUBIA
DON MANUEL V. GONZALEZ MARTINEZ
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DEFUNCIONES
Una vez más tenemos que lamentar la pérdida de algún compañero del Arma.
En esta ocasión recordamos a los siguientes:
CORONEL
ILMO. SR. D. MANUEL ESTEVEZ ORTEGA 
ILMO. SR. D. JOSE IGNACIO SÁNCHEZ BADAL
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TOMAS DE MANDO
CORONEL D. MANUEL GARCÍA LÓPEZ
CORONEL JEFE RING. Nº 7
1. DESTINOS
De Teniente:






— BING. XXIII BRIMT. XXIII
De Comandante:
— BING. XXIII BRIMT. XXIII
— Grupo EMGM. ACING.
— DEPARTAMENTO DE TÁCTICA DE INGENIEROS. ACING.
— JEFATURA DE DOCTRINA DE INGENIEROS. MADOC. ACING.
De Teniente Coronel:
— JEFATURA DE DOCTRINA DE INGENIEROS. MADOC. ACING.
— DEPARTAMENTO DE CASTRAMETACIÓN Y VÍAS DE COMUNICACIÓN.
ACING.
— SUBDIRECCIÓN DE FORMACIÓN DE MILITARES PROFESIONALES DE
TROPA. ACING
De Coronel:
— SUBDIRECCIÓN DE FORMACIÓN DE MILITARES PROFESIONALES DE
TROPA. ACING
— JEFE RING. 7
2. CONDECORACIONES
— CRUZ MÉRITO MILITAR DISTINTIVO BLANCO 2ª CLASE.
— CRUZ MÉRITO MILITAR DISTINTIVO BLANCO 1ª CLASE.
— CRUZ MÉRITO MILITAR DISTINTIVO BLANCO.




— VÍAS DE COMUNICACIÓN
— APTITUP PEDAGÓGICA
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— METODOLOGÍA DE LA INVESTIGACIÓN
— CASTRAMETACIÓN
— CONJUNTO DE CAPACITACIÓN PARA EL DESEMPEÑO DE LOS COMETI-
DOS DE GENERAL DE BRIGADA/CONTRALMIRANTE
3.2. Civiles
— FUNDAMENTOS METODOLOGÍA DE LA INVESTIGACIÓN.
4. PUBLICACIONES
— COAUTOR DE LA PUBLICACIÓN MILITAR DEL ET. MI. MANUAL INSTRUC-
CIÓN SECCIÓN ZAPADORES MECANIZADA.
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COR. D. RAFAEL BELTRÁN FERNÁNDEZ
JEFE DEL REGIMIENTO DE TRANSMISIONES Nº 2
1. DESTINOS
De Teniente:
— CIR Nº 3 (MARINES)
— ACADEMIA GENERAL BÁSICA DE SUBOFICIALES (TREMP)
De Capitán:
— BATALLON MIXTO DE INGENIEROS XI (MADRID)
— REGIMIENTO MIXTO DE INGENIEROS Nº 6 (SAN SEBASTIAN)
— BATALLON MIXTO DE INGENIEROS XI (MADRID)
— REGIMIENTO TR. DE LA RTM Y SE (POZUELO DE ALARCON)
— ESCUELA INFORMÁTICA ET (MADRID)
— PARQUE CENTRAL DE INGENIEROS (MADRID
— JEFATURA DE TELECOMUNICACIONES DE DEFENSA (MADRID)
De Comandante:
— JEFATURA DE TELECOMUNICACIONES DE DEFENSA (MADRID)
— DIRECCIÓN GENERAL DE ENSEÑANZA/MINISDEF (MADRID)
— ESTADO MAYOR CONJUNTO/5º DIVISION (MADRID)
De Teniente Coronel:
— ESTADO MAYOR CONJUNTO/DIVISION CIS (MADRID)
— DIRECCION GENERAL DE MATERIAL/MINISDEF (MADRID)
De Coronel:
— SECRETARÍA GENERAL TECNICA/MINISDEF (MADRID)
— REGIMIENTO DE TRANSMISIONES Nº 2 (MADRID)
2. CONDECORACIONES
— DOS CRUCES MERITO MILITAR
— CRUZ MERITO NAVAL DISTINTIVO BLANCO
— CRUZ, ENCOMIENDA Y PLACA DE LA R.M.O.S.H





— SUPERIOR GESTION DE FRECUENCIAS (USA)




1. ACTO INSTITUCIONAL DE DESPEDIDA DE LA BANDERA DE LOS ALUMNOS
QUE FINALIZARON EL PERIODO DE FORMACION
2 . COLOCACION DE UNA PLACA CONMEMORETIVA EN EL ACUART E L A M I E N T O
DIEGO PORCELOS, ANTIGUA SEDE DE LA ACADEMIA DE INGENIEROS EN
B U R G O S
3. ACTOS CON MOTIVO DE LA INAGURACION DEL CURSO ESCOLAR 2006-07
4. ACTO DE ENTREGA DE MANDO DE LA SUBDIRECCION DE LA FORMACION
DE MILITARES PROFESIONALES DE TROPA
5. CELEBRACIÓN DEL 40 ANIVERSARIO DE SALIDA DE LA ACADEMIA DE LA
148 PROMOCION DEL ARMA DE INGENIEROS
6. BODAS DE ORO DE 138 PROMOCION DEL ARMA DE INGENIEROS
7. BODAS DE PLATA DE 163 PROMOCION DEL ARMA DE INGENIEROS
8. CLAUSURA DEL IV CURSO CIS. PARA LA ESCALA DE OFICIALES
9. ACTO DE DESPEDIDA DE LA BANDERA DEL TG. INSPECTOR DEL
EJERCITO EXCMO. SR. D. FRANCISCO BOYERO DELGADO
10. CLAUSURA DE IV CURSO DE OPERADOR DE SISTEMAS DE EW NO
COMUNICACIONES, PARA SUBOFICIALES DE TRANSMISIONES
11. JORNADAS TEMATICAS
135
1. ACTO INSTITUCIONAL DE DESPEDIDA DE LA BANDERA DE LOS ALUMNOS
QUE FINALIZARON EL PERÍODO DE FORMACIÓN
El día 29 de junio, bajo la presidencia del General Director de la Academia de
Ingenieros Excmo. Sr. D. JUAN MARIANO ESTAUN SOLANILLA, se celebró en la Aca-
demia de Ingenieros el Acto Institucional de despedida de la Bandera de los alumnos
que finalizaron su período de formación. Los CAA,s. de la XV Promoción EMIEO, los
AA,s. de la EMFMC y los SA,s. de la XXXI Promoción EMIES.
El acto abarcó las actividades siguientes:
— Una Parada Militar de la Agrupación de Alumnos en el Patio de Armas
« Z a rco del Valle», a la que asistieron los cuadros de mando de la ACING
francos de servicio, y una re p resentación del personal militar y civil del
A c u a r t e l a m i e n t o .
— La tradicional entrega de bolsas de bombones a los CAA,s. de la XV Promo-
ción EMIEO y AA,s. de la EMFMC, que tuvo lugar en el Aula Magna,en pre-
sencia de los profesores que han intervenido en su formación.
— La entrega de Diplomas de finalización del curso, a los alumnos de la XXXI
Promoción EMIES, en el Salón Noble. 
Los actos finalizaron con un vino español en el comedor Academia de Guada-
lajara, al que asistieron los alumnos y profesores.
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2. COLOCACIÓN DE UNA PLACA CONMEMORATIVA EN EL
ACUARTELAMIENTO DIEGO PORCELOS , ANTIGUA SEDE DE LA ACADEMIA
DE INGENIEROS EN BURGOS
El pasado día 16 de octubre a las 12,30 horas, en el acuartelamiento Diego
P o rcelos (BURGOS), tuvo lugar el acto de descubrimiento de una placa conmemora-
tiva en re c u e rdo de la estancia de la Academia de Ingenieros en los edificios que se
c o n s t r u y e ron para ubicarla. Allí se
trasladó, procedente del convento
de la Merced, de la misma ciudad,
donde se encontraba pro v i s i o n a l-
mente, en el año 1954, siendo la
sede del centro de enseñanza
hasta el año 1986, en el que se
instala en su actual ubicación de
Hoyo de Manzanare s .
El acto comenzó con una
parada militar en el patio de Armas a
c a rgo de una Compañía mixta, al
mando de la Capitán de la Acade-
mia Carre t e ro Bravo, compuesta de:
• Escuadra de gastadores del BCG. de la DIMZ.
• Banda de Guerra y Unidad de Música de la DIMZ.
• Una Sección de CAC,s. de 4º y 5º curso de la EMIESO
• Una Sección mixta del RING-1 y del RT-1 y 
• Una Sección del BCG. de la DIMZ.
La presidencia la ostentó el
General de División Comandante
Militar de Burgos y Cantabria,
Excmo. Sr. D. José Manuel Molla
Ayuso. Asistieron al acto, el Direc-
tor de la Academia de Ingenieros,
Excmo. Sr.D. Juan Mariano Estaún
Solanilla, una comisión de la
ACING y los antiguos profesores de
la Academia en Burgos: El GB.
Excmo. Sr D. José A. Gómez Sevi-
lla, los Coroneles Galán Marqués,
Quintanilla Martínez, Sarrais Her-
nández, y Ruano Casado y D. José
Luis Tapia Rincón componente de
la 149 promoción y hoy en día sacerdote, así como una representación de las Unida-
des del RING-1 y RT-1.
A la llegada del Excmo. Sr. Comandante Militar de Burgos y Cantabria se le rin-
dieron los honores de ordenanza y pasó revista a la Fuerza acompañado por el Direc-
tor de la ACING. Seguidamente se realizó un homenaje a los caídos y la fuerza se reti-
ró del patio de Armas para el desfile, que tuvo lugar por la calle principal, frente al
edificio de mando. A continuación la compañía formó en el hall de entrada, donde se
interpretó el himno de Ingenieros. 
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Seguidamente los Generales se acercaron a descubrir la placa conmemorativa. 
El Director de la
ACING: tomó la palabra para
agradecer en primer lugar al
Comandante Militar de Bur-
gos y Cantabria, así como al
Cuartel General de la DIMZ
los apoyos recibidos, sin los
cuales este acto no se habría
realizado. Relató , el General
Estaún, las promociones que
pasaron por estos locales y la
acogida que la ciudad de
B u rgos siempre ha tenido
con la Academia, prueba de
ello son la medalla de la ciu-
dad de Burgos que se le concedió así como la entrega de la actual Bandera de la Aca-
demia.
El General Molla cerró el acto con unas palabras dirigidas a los presentes en
especial a los CAC,s y CA,s. de Ingenieros, haciendo hincapié de lo fundamentales que
son, tanto en la EF de Ingenieros como de Transmisiones y por ello, en las actuales
misiones fuera del territorio, son los que más se precisan. Al finalizar sus palabras el
General, saludó personalmente a cada uno de los alumnos.
Por último se sirvió en los actuales comedores de mando, que fueron de los
CAC,s.,un vino español.
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3. ACTOS CON MOTIVO DE LA INAUGURACIÓN DEL CURSO ESCOLAR 2006-07
Con motivo de la Inauguración del Curso Escolar 2006-2007, el día 20 de Sep-
tiembre tuvo lugar una Parada militar , en la que intervino una Agrupación de Alumnos
de la Jefatura de Estudios y de la Subdirección de Formación de MPT,s., en el patio de
Armas «Zarco del Valle». El Acto estu-
vo presidido por el Teniente General
Inspector General del Ejército Excmo.
Sr. D. FRANCISCO BOYERO DELGA-
DO, el General más antiguo del Arma
de Ingenieros, en representación del
General de Ejército JEME.
Asistieron al acto el General
Director de la ACING. Excmo. Sr. D.
JUAN MARIANO ESTAÚN SOLANI-
LLA, una representación de los Gene-
rales del Arma, autoridades universita-
rias de la UPM y los Cuadros de
Mando de la ACING., Jefaturas del MADOC., Escuela Militar de Defensa NBQ y Jefa-
tura de la SUIGE I (Hoyo de manzanares - CTM «El Palancar»).
Al finalizar la parada militar los presentes se desplazaron al Aula Magna, donde
el General Estaún impartió la primera lección del curso pronunciando las siguientes
palabras:
Muchas gracias mi General por estar en la Academia y por mantener junto a noso-
t ros ese espíritu activo y emprendedor que es ejemplo para salir adelante en la dificultad.
Gracias al Jefe de los CIS del ET y a los Generales del Arma que realzan este
acto y demuestran el cariño y adhesión que mantienen con esta Academia.
Gracias a las Autoridades Universitarias que nos acompañan de la Escuela Poli-
técnica de Caminos Canales y Puertos y de la de Telecomunicaciones. Gracias por su
apoyo y su trabajo que da el nivel que estos alumnos se merecen.
¡Alumnos de la ACING!
Ya lleváis unos días entre nosotros, truncados por las fiestas de Hoyo de Man-
zanares, pero es hoy cuando damos la salida oficial al curso 2006 – 2007.
En esta «primera» lección del curso, es mi intención presentaros un panorama
del Arma de Ingenieros en la que vais a servir durante el resto de vuestra vida profe-
sional, y adelantaros algunos aspectos de la formación que vais a recibir.
Para empezar, debéis de ser conscientes de la continua evolución en la que vivi-
mos los Ingenieros. Es fácil comprobarlo si observáis el que ha sido vuestro entorno
tecnológico y os contestáis preguntas como:
¿Cuánto tiempo tarda mi ordenador en perder su eficacia?
¿Cada cuánto tiempo cambio de televisor, de coche, etc.? 
Como referencia os puedo asegurar que en Transmisiones se han introducido
en los últimos años:
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— Elementos identificables en materiales y procedimientos cada 3 años
— Tecnologías utilizables en el campo táctico cada 5 años y
— Cambios definitivos cada 8 años, tanto en programas de adquisición de
materiales como en materias objeto de la enseñanza.
Esto nos lleva a trabajar razonablemente sobre un presente de 2 años que nos
da el límite del corto plazo, un medio plazo de 4/6 y un largo plazo de 6/8 años, aún
más reducido en algunos aspectos.
Aunque la lógica y la voluntad nos piden acortar, las posibilidades económicas
y los procedimientos militares nos obligan a ser realistas para permanecer en el marco
de unos riesgos que se puedan asumir.
Estos datos son básicos para el cálculo y diseño de programas de adquisicio-
nes, mantenimiento, enseñanza, etc. sea de Transmisiones o del más amplio ámbito de
los CIS.
En Ingenieros la evolución ha sido más lenta, si bien se ha acelerado muy nota-
blemente en estos últimos años, tras las experiencias del despliegue en Irak.
En enseñanza hemos sido más ambiciosos. Teniendo en cuenta que las varia-
bles básicas, el esfuerzo de los profesores y las ilusiones de alumnos siempre deseo-
sos de aprender, contando con el apoyo de Jefes de Estudios y Directores de la Aca-
demia que nos proporcionaban libros y relaciones con la Universidad y las empresas,
hicieron posible la adaptación de los programas a una realidad cada vez más cam-
biante.
Todo este preámbulo va orientado a justificar que no hay modelo de carrera
ideal, ni estándar que se pueda prever para ajustarse a esta evolución. Que las cir-
cunstancias van a ir cambiando de forma tan significativa como para ser difícil su pre-
visión. 
Ejemplos: Quién hubiera podría prever la evolución digital, los ordenadores, la
OTAN, las Operaciones de Paz, etc., etc.
EN LA ACTUALIDAD NOS ENFRENTAMOS
En el marco de un escenario global y fundamentalmente urbano, nos encontra-
mos con factores muy importantes para las capacidades del Arma:
— Fuerzas proyectables, modulares y muy flexibles.
— Polivalencia de Ingenieros, con acercamiento entre el zapador y el soldado
de especialidades
— Gran influencia de nuevas capacidades como la Castrametación e instala-
ciones para los Ingenieros, o los nuevos Sistemas de Información para las
Transmisiones
— Multinacionalidad, con amplio conocimiento de idiomas
— Escasez de recursos, con alternativas como la externalización y la gestión
de capacidades de uso civil
— Exigencias de respeto al medio ambiente y seguridad en los despliegues y
trabajos
— Profesionalización del soldado cuantitativamente limitada 
— Estructuras conjuntas con asunción de responsabilidades en el MINISDEF y
en EMACON
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— Liderazgo de los CG,s. de Alta Disponibilidad: Valencia
— Cuarteles Generales Multinacionales con exigentes servidumbres para el
Arma: OTAN, EUROCUERPO, EUROFOR
— Táctica de nivel Brigada, con amplios despliegues y requerimientos de inte-
roperabilidad
— Aumento de los productos COTS en equipos y software: con sus ventajas
(economía, disponibilidad, mantenimiento, interoperabilidad…) y riesgos
(evolución, seguridad, exceso de dependencia…)
Todos estos factores implican la necesidad de disponer de grupos de expertos
que analicen y valoren el influjo tecnológico, económico, tiempos de evolución, merca-
do, seguridad y su influencia con respecto a las capacidades a garantizar y los medios
disponibles.
Estos factores influirán en las plantillas de personal y materiales, e incluso en el
ratio tropa/cuadros (más técnicos que mano de obra, más suboficiales que tropa)
Aspectos que nos diferencian claramente del resto de las Armas pero obvios a
la observación de los acontecimientos.
ENSEÑANZA
Para responder a las exigencias de este escenario, se han buscado los perfiles
más adecuados de oficiales, suboficiales y tropa, tanto de Ingenieros como de Trans-
misiones.
La sólida formación militar queda en manos de las Academias de Zaragoza y
Talarn para los oficiales y suboficiales; y del Centro de Formación de esta Academia
para la Tropa.
Aquí vais a mantener y perfeccionar vuestras condiciones físicas y el conoci-
miento del idioma inglés que os será exigible en unidades, operaciones y en destinos
multinacionales.
Estas aptitudes son básicas para responder al escenario y condiciones que
acabo de presentar. No os descuidéis y empezad a trabajar desde el primer día. 
Pero son los conocimientos de vuestra Especialidad los que os definirán como
profesionales:
— conocimientos que están calificados por su complejidad y por su evolución
— calificativos que son suficientes para comprender que precisan de una vida
de entrega al trabajo; hecho que sólo puede darse, si tenéis una vocación
inquebrantable que os permita ser felices encontrando satisfacción en el
mismo.
El ingeniero es, como lo viene siendo desde el siglo XVIII, como lo fueron aque-
llos ingenieros de la Escuela de Matemáticas de Barcelona, pioneros de la enseñanza
del Arma, un espíritu que se apasiona por su entorno, capaz de analizarlo con sutileza,
de identificar carencias y deficiencias, de aplicar su ingenio con disciplinada metodo-
logía, en la búsqueda de soluciones creativas, de sintetizarlas para su aplicación y de
coordinar un seguimiento que las haga eficaces.
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Para ello es fundamental una sólida base que deberíais aportar de vuestra ense-
ñanza escolar; base que os permita investigar en el mundo militar de vuestra Especia-
lidad que se os ofrece a partir de hoy.
Nuestro Ingeniero, de ambas Especialidades, debe ser un oficial capaz de desa-
rrollar proyectos técnicos como producto de sus soluciones, con soltura para realizar
su seguimiento o puesta en obra, presupuestar materiales y trabajos, contratar obras,
instalaciones o servicios, sobre una base de conocimiento sobre las organizaciones y
dirección de empresas. 
De la misma forma que el Ingeniero-Zapador trabaja sobre la infraestructura,
adaptándola como indican nuestros reglamentos, el Ingeniero de Transmisiones, debe
dar solución a la Información: su intercambio, almacenamiento, disponibilidad y siem-
pre en condiciones de seguridad y adaptadas al momento y al medio requerido.
Al suboficial cada vez se le exige un conocimiento más técnico y cercano a lo
que hasta ahora se entendía por especialista. El de Ingenieros responderá a la poliva-
lencia antes mencionada, manejará los materiales y herramientas con destreza y tendrá
conocimientos sobre artefactos y minas.
Dispondrá de una tropa profesional bien preparada en su cometido específico
de zapador, operadores de máquinas y con experiencia en los distintos oficios requeri-
dos para las obras.
Los suboficiales de Transmisiones serán capaces de operar los equipos RBA y
administrarán las redes locales de los Cuarteles Generales; su función será cada vez
más especializada y basada en una sólida experiencia. Todo ello con el apoyo de una
tropa instruida en cada una de estas materias.
Toda esta complejidad se resume ya en nuestros antiguos reglamentos del
Arma que hace un año nos recordaba aquí el General Trapiello, Jefe del Mando de Inge-
nieros:
«el soldado de primera línea inicia la obra con espíritu de Ingeniero, y el inge-
niero de la retaguardia ejecuta los trabajos con espíritu de soldado.»
Esto es válido para futuros Oficiales y Suboficiales, y también para Tropa. 
El Soldado tiene que ser de Ingenieros y su formación ha de ser: primero la de
un combatiente, a continuación la de un zapador, y después oficios de lo que hoy se
conoce como especialidades, sin que el orden de prelación esté relacionado con el
esfuerzo sino con la disposición intelectual. Será entonces un verdadero soldado de
Ingenieros. 
En Transmisiones trataremos las redes con sus soportes, analizaremos la tec-
nología de tratamiento de las señales y buscaremos la máxima eficacia en los servicios
a proporcionar.
S o b re estas bases edificaremos la guerra electrónica y la guerra de la información
Objetivos ambiciosos pero absolutamente necesarios para cumplir con nuestra
misión.
Objetivos que encajan perfectamente en los acuerdos de Bolonia sobre el espa-
cio europeo de Universidades.
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Pero objetivos difíciles de cumplir en el marco de la ley de enseñanza del año
1992. Por este motivo es imprescindible para los Ingenieros completar su currículo con
la enseñaza de perfeccionamiento y la formación continuada.
Y estaremos muy atentos a la nueva Ley de la carrera militar, próxima a apare-
cer, que marcará las pautas para la gestión de personal durante los próximos años
En la Academia de Ingenieros vais a construir las sólidas bases que precisa este
proceso. Confiad en vuestros profesores, exigirles calidad al igual que ellos os evalua-
rán aptitudes.
Valorad y trabajad la cohesión con vuestros compañeros. Los lazos que atéis
aquí serán para toda la vida.
Vivid el espíritu de los ingenieros que os hará únicos y útiles. Sois portadores
de una tradición y de un saber hacer de 300 años. Sentid esa responsabilidad que os
impulsará a ser excelentes.
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4. ACTO DE ENTREGA DE MANDO DE LA SUBDIRECCIÓN DE FORMACIÓN DE
MILITARES PROFESIONALES DE TROPA
El día 7 de Septiembre, tuvo lugar el acto de entrega de Mando de la Subdirec-
ción de Formación de Militares Profesionales de Tropa de la Academia (SFMPT). 
En dicho acto el Coronel Don José García de Castro, destinado por Resolución
562/08733/06 (Boletín Oficial de Defensa nº 120, de 21 de junio de 2004), se hizo cargo
del mando de la Subdirección, haciéndole entrega del mismo el Teniente Coronel Don
Andrés Hermosa Barrios, quién lo desempeñaba con carácter interino. 
El acto fue presidido por el General Director de la ACING, Excmo. Sr. D. JUAN
MARIANO ESTAÚN SOLANILLA, y asistieron los mandos de la SFMPT, Jefes de JEST,
CID y JAS y Jefes de Secciones dependientes de DIRACING (Jefes de PLMD, Nops,
Biblioteca, Museo, SAE, Intervención, Secretaría del Arma y Suboficial Mayor) y Jefes
de las Unidades ubicadas en el acuartelamiento de la ACING.
Para la Ceremonia de relevo formó, en el Patio de Armas «Zarco del Valle»,la
Agrupación de Alumnos de la SFMPT.
A su llegada, al Patio de Armas, el General Director fue recibido con los hono-
res de ordenanza, a continuación empleando la fórmula reglamentaria, dio posesión del
Mando de la Subdirección al nuevo Coronel.
Después de interpretar el Himno del Arma de Ingenieros, la fuerza desfiló en el
Patio de Armas de la Academia.
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5. CELEBRACIÓN DEL 40 ANIVERSARIO DE SALIDA DE LA ACADEMIA DE LA
148 PROMOCIÓN DEL ARMA DE INGENIEROS
El día 23 de septiembre tuvo lugar el acto de celebración del 40 Aniversario de
salida de la Academia de Ingenieros de la 148 Promoción del Arma, (XX de la AGM). 
Los actos se iniciaron con un encuentro de los componentes de la 148 Promo-
ción en la cafetería del edificio de S. Fernando, donde el General Director de la Acade-
mia les dio la bienvenida.
A las 11:30 horas, la Agrupación de la Academia hizo su entrada en el patio de
Armas «Zarco del Valle» y tuvo lugar la incorporación de los componentes de la 147
Promoción a su lugar en formación y de los familiares a su acotado correspondiente.
Seguidamente la Bandera pasó a ocupar su puesto en Formación bajo los acordes del
Himno Nacional. A12:00 horas llegaba el Excmo. Sr. General de División D. Bernardo
Echepare Fernández, que presidió el acto, siendo recibido con los honores reglamen-
tarios y tras recibir novedades del Jefe de la Agrupación pasó revista a la Fuerza. Una
vez terminada la revista se inició la celebración con la siguiente secuencia:
— Palabras del General Director de la ACING.
— Relevo de Abanderado.
— Ceremonia de Renovación del Juramento a la Bandera. 
— Palabras del Sr. Teniente Coronel D. Enrique Delgado del Real, número uno
de la 148º Promoción.
— Despedida de la Bandera.
— Homenaje a los que dieron su vida por España
— Himno del Arma de Ingenieros.
Una vez concluido el Himno del Arma de Ingenieros el Mando de la Agrupación
solicitó permiso para retirar la Fuerza, iniciando a continuación el desfile que tuvo lugar
en el mismo Patio de Armas.
Al finalizar la parada militar los componentes de la promoción y sus familiares
realizaron una visita a las Instalaciones y al Museo de la Academia.
Los actos concluyeron con una Comida de Hermandad.
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6. BODAS DE ORO DE 138 PROMOCIÓN DEL ARMA DE INGENIEROS
El día 29 de Septiembre de 2006 tuvo lugar en la Academia la celebración de
las Bodas de Oro de la 138 Promoción del Arma de Ingenieros (X de la AGM). Los actos
consistieron en:
— Encuentro y recepción de los componentes de la 138 Promoción en el edi-
ficio de S., Fernando.
— Misa en la capilla de la Academia por los Difuntos de la Promoción.
— Visita a las Instalaciones de la Academia y al Museo.
— Parada Militar en el Patio de Armas Zarco del Valle bajo la presidencia del
General Director de la Academia e Inspector del Arma, Excmo. Sr. D. Juan
Mariano Estaún Solanilla con la siguiente secuencia:
• Llegada de la Autoridad que preside el Acto
• Revista a la fuerza
• Alocución del Excmo. Sr. General Director de la ACING.
• Relevo de Abanderado
• Renovación del Juramento a la Bandera de los componentes de la Pro-
moción
• Alocución del número uno de la 138 Promoción
• Despedida de la Bandera
• Homenaje a los que dieron su vida por España.
• Himno del Arma de Ingenieros 
• Desfile de la fuerza
Los actos finalizaron con una Comida de Hermandad en los comedores de la
Academia.
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7. BODAS DE PLATA DE 163 PROMOCIÓN DEL ARMA DE INGENIEROS
El día 6 de octubre de 2006 tuvo lugar, en el patio de Armas Zarco del Valle, el
acto de celebración de las Bodas de Plata de la 163 Promoción del Arma de Ingenie-
ros (XXXVI de la AGM.) bajo la presidencia del General Director de la Academia e Ins-
pector del Arma Excmo. Sr. D. Juan Mariano Estaún Solanilla. 
La secuencia de actos fue la siguiente:
— Recepción de los componentes de la 163 Promoción en el edificio de S. Fer-
nando
— Exposición de actos
— Parada Militar
— Llegada de la Autoridad que preside el Acto
— Revista a la fuerza
— Alocución del Excmo. Sr. General Director de la ACING.
— Relevo de Abanderado
— Renovación del Juramento a la Bandera de los componentes de la Promo-
ción
— Alocución del número uno de la 163 Promoción 
— Despedida de la Bandera
— Homenaje a los que dieron su vida por España.
— Himno del Arma de Ingenieros 
— Desfile de la fuerza
— Misa en la capilla de la Academia
— Visita a Instalaciones y Museo.
— Comida de Hermandad en los comedores de la Academia.
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8. CLAUSURA DEL IV CURSO CIS. PARA LA ESCALA DE OFICIALES.
El día 31 de octubre tuvo lugar la clausura del IV Curso CIS para la Escala de
Oficiales, que fue convocado por Resolución 551/01864/06.
La finalidad del Curso es Proporcionar a los concurrentes los conocimientos
teóricos técnicos y prácticos necesarios para la administración y mantenimiento de
redes de área local.
Al finalizar el curso se han diplomado los siguientes alumnos:
CAP. DON RAFAEL VELASCO FERNANDEZ 
CAP. DON JOSE MANUEL MORA VAZQUEZ 
CAP. DON MANUEL JESUS RAMOS RUIZ 
CAP. DON JESUS MUÑOZ ESPINOSA 
CAP. DON ALBERTO FERNANDEZ-IZAGUIRRE LOPEZ-SEGURA 
CAP. DON DIEGO RICO LOPEZ 
CAP. DON JUAN MARCOS PEREZ FREIJOMIL 
CAP. DON CARLOS ESPIÑEIRA LOPEZ 
CAP. DON NICOLAS MUÑOZ PEREZ 
CAP. DON PEDRO PABLO GOMEZ MARTIN 
TTE. DON MANUEL CEBRERO SANTOS 
TTE. DON JOSE LUIS RODRIGUEZ MENDEZ 
TTE. DON ROMAN BARROSO MUÑOZ
TTE. DON MIGUEL ANGEL DAZA ARBOLI 
TTE. DON RAUL JESUS RICHARTE REINA 
TTE. CGAET EO DON LUIS ORTEGA GIL 
TTE. DON FERNANDO HERNANDEZ OLIVA
TTE. DON CARLOS RUIZ ESTEVEZ 
TTE. DON CARLOS RODRIGUEZ VEGA
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9. ACTO DE DESPEDIDA DE LA BANDERA DEL TG. INSPECTOR DEL EJÉRCITO
EXCMO. SR. D. FRANCISCO BOYERO DELGADO.
El día 17 de noviembre de 2006 tuvo lugar, bajo la presidencia del General de
Ejército Jefe del Estado Mayor del Ejército Excmo. Sr. D. Carlos Villar Turrau, el Acto de
despedida de la Bandera del TG. Inspector del Ejército, Excmo. Sr. D. Francisco Boye-
ro Delgado, con motivo de su pase a la situación de reserva.
Ese mismo día se reunieron en la Academia los Generales del Arma, al finalizar
la misma, los Generales concurrentes se desplazaron al Patio de Armas, dando comien-
zo la parada militar en la que se despidió de la Bandera el TG. Boyero. 
Para el acto formó la Agrupación de alumnos y tropa de la Academia con la
siguiente composición: 
• Escuadra de Gastadores
• Banda y Música del RINF «Inme-
morial del Rey» nº 1.
• Mando de la Agrupación.
• Capitán Ayudante.
• Unidad de alumnos de la EMIESO.
• Bandera y escolta.
• Unidad de alumnos de EMIEO
• Unidad de alumnos de EMIES.
• Unidad de alumnos de la SFMPT.
A la Parada Militar, asistiero n
todos los CUMA,s. del Acuartela-
miento francos de servicio, el perso-
nal civil laboral del MINISDEF comi-
sionado y personal invitado por el
T G .
Después de recibir al GE.
JEME con los honores reglamenta-
rios, dio comienzo el acto en el que el
General Estaún, Director de la Aca-
demia, resaltó la figura del general
Boyero con las siguientes palabras:
Excmo Sr General de Ejército, Jefe de Estado Mayor del Ejército.
Ingenieros del Ejército de Tierra, 
Sras. y Srs.
Mi General, General Villar Turrau, gracias por estar hoy en la Academia de Inge-
nieros y hacernos el honor de presidir esta formación.
Gracias, por darnos la oportunidad de que nuestros aspirantes a oficiales,
suboficiales y tropa vean de cerca al que es su Jefe en el Ejército. En el Ejército que han
libremente elegido para abrirse paso profesionalmente en el servicio a España
En presencia de todos los Generales del Arma, la Academia de Ingenieros está
en formación con sus alumnos y profesores. Lo hace custodiando su Bandera en un día
muy especial.
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El Excmo. Sr. TG D Francisco Boyero Delgado se despide del servicio activo en
este patio de Armas. 
Así lo ha decidido por ser la cuna del Arma de Ingenieros. Por haber sido Direc-
tor de este Centro que nos marca con la responsabilidad de estar modelando el futuro,
y por el cariño que siempre nos ha demostrado, al acompañarnos en las fechas más
significativas de nuestro calendario escolar
Mi General me vas a permitir que no relate el currículum que todos podremos
leer en el próximo Memorial del Arma para ejemplo y referencia de trabajo y dedicación.
Pero sí quiero remarcar algunos rasgos que nos han servido de guía a todos los
que hemos tenido el honor de servir a tus órdenes. Permíteme que lo haga hoy, día en
que los falsos halagos ya no tienen sentido.
Una de las primeras lecciones que recibí de un excelente profesional del Arma,
se refería a que las opiniones y el saber no son nada, si no se acompañan de acciones
que sean imagen del trabajo.
Mi General, tu actividad ha arrastrado siempre a tu entorno; tú has sido el líder
de los Ingenieros, por el alto rendimiento de tu gestión; por tu capacidad de escuchar-
nos; por la prontitud de tus decisiones y por el aliento que siempre nos has dado en
momentos difíciles.
Ese liderazgo que no está en los manuales sino en los buenos profesionales, es
el que nos ha guiado durante los últimos años, en la creación de las Especialidades
Fundamentales de Ingenieros y de Transmisiones, o en la implantación del concepto de
Sistemas de Información y Telecomunicaciones, en nuestro Ejército y fuera de él.
Nos enseñaste que no hay éxito sin esfuerzo y, como nadie, has sabido condu-
cir el cambio; que no ha sido sin trabajo e incluso sacrificio, pero confiados de que era
lo mejor en el momento en el que tú lo proponías. 
La capacidad de tratar recursos materiales y humanos ha sido una constante
que da idea de tu profesionalidad e inteligencia para proponer iniciativas, con un equi-
librado sentido entre la disciplina y la creatividad. 
Gracias por elegir la Academia de Ingenieros y nuestra Bandera, para besarla
en esta fecha tan señalada de tu vida militar.
Esta Bandera –de la que fuiste abanderado en tus años jóvenes- es testigo de
nuevas ilusiones, de nuevas expectativas, del espíritu de Ingenieros al servicio del Ejér-
cito y de España.
Esta Bandera garantiza que nuestra labor tiene continuidad y se extiende por
todas las Unidades de Ingenieros. Y a través de ellas, a todos los foros y organizacio-
nes internacionales en los que sirven con ejemplaridad nuestros hombres y mujeres.
Los pliegues de esta Bandera acogen hoy con agrado y gratitud tus más pro-
fundos sentimientos de amor al Arma de Ingenieros. 
Mi General; esta es la casa de todos los Ingenieros y, en particular, la de aque-
llos que dejan el servicio activo. Esta será siempre tu casa. Seguiremos con el espíritu,
profesionalidad y dedicación que tú nos has enseñado. No te defraudaremos.
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A tus órdenes mi General.
Acto seguido se rindió homenaje a los que dieron su vida por España, y a con-
tinuación, el TG Boyero Delgado pronunció las siguientes palabras:
Excmo. Sr. General de Ejército, Jefe del Estado Mayor del Ejército.
Excmos. Señores Generales del Arma de Ingenieros y del Cuerpo de Ingenieros
politécnicos.
Excmo. Sr. Director, profesores, cuadros de Mando, alumnos y soldados de esta
Academia de Ingenieros
Compañeros de destino y ami-
gos todos.
Mi general, en primer lugar,
quiero agradecerte públicamente que
hayas autorizado y que presidas esta
ceremonia militar que es para mí la últi-
ma a la que asistiré en situación de
actividad después de 45 años de servi-
cio.
También quiero expresar mi
agradecimiento por la asistencia de los
Generales de Ingenieros, y por la pre-
sencia de compañeros de mis diferen-
tes destinos y de los componentes de
esta Academia que, al constituir una
dignísima re p resentación del Arma,
permiten despedirme del Ejército con
la máxima solemnidad.
Considero que mi compromiso
de entrega al servicio de las armas se
inició una fría mañana de diciembre
de1961 cuando juré ante la Bandera
servir a España hasta la última gota de
mi sangre.
Hoy, al terminar la etapa de servicio activo, he querido despedirme de la misma
Bandera y hacerlo ante esta que nos preside, de la que fui abanderado, y en este patio
de Armas de la Academia en la que tuve el honor de ejercer como Director
Es inevitable que en los últimos días cuando ya está próxima la fecha del pase
a la reserva, la mente se detenga en recordar aquellos momentos que más huella han
dejado en nosotros y que no necesariamente son los más importantes.
Es inevitable también que fruto de esos recuerdos y reflexiones aparezca un
balance de mi carrera profesional y de mi pertenencia a una Institución tan querida
como es el Ejército.
Si hay algo que caracteriza a los últimos 25 años, que coinciden con la época
de mi madurez profesional, es el proceso de evolución constante del Ejército (evolución
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acorde con la experimentada por el resto de la sociedad española) con Planes diversos
de reorganización y de modernización que se sucedían sin solución de continuidad.
Podemos decir que en la historia reciente de nuestra Institución lo único permanente
ha sido el cambio.
Otro aspecto de gran importancia, aunque sea más reciente, es la adopción de
un modelo de Ejército totalmente voluntario y profesional en sus Cuadros de mando y
soldados.
De este balance al que antes me refería, destaca como denominador común el
haber ocupado destinos que me han permitido colaborar a este cambio permanente del
Ejército con compañeros de los que he aprendido las virtudes de la profesión a través
de su ejemplo.
Como oficial de Estado Mayor he tenido la oportunidad de participar en la pla-
nificación y seguimiento de todas las operaciones de Infraestructura inherentes a los
procesos de modernización de nuestro Ejército en esos años entre los que destacan los
Planes Meta, Reto y Norte.
Como jefe de Unidad me correspondió ejecutar esos planes en Unidades de
Transmisiones reorganizándolas y realizando, a veces, su traslado a otras plazas.
El azar también ha hecho que en los pocos destinos que he tenido fuera de las
Unidades de Ingenieros, he desarrollado siempre actividades afines al Arma. Por tales
entiendo los trabajos como geodesta y la participación en el planeamiento de las obras
de infraestructura en todo tipo de instalaciones: desde Acuartelamientos a Polvorines
pasando por Centros de Enseñanza, Hospitales o Residencias.
No quiero ocultar que uno de los cometidos a los que más me entregué, y de
los que estoy más orgulloso de su resultado, fue la dirección del equipo encargado de
definir el procedimiento de adscripción de cada uno de los Cuadros de Mando a una
de las dos Especialidades Fundamentales del Arma. Aquí están hoy presentes casi
todos los que formaron parte del equipo.
Otra de mis ocupaciones más significativas ha sido la de crear y dirigir un equi-
po de personal militar de los tres Ejércitos especialistas en organización, en informáti-
ca o en telecomunicaciones que, junto con un grupo de civiles especializados en las
mismas materias, fue el encargado, primero, de elaborar el Plan Director de Sistemas
de Información y Telecomunicaciones y después, el responsable de su implantación en
las dos primeras fases.
La capacidad técnica, la ilusión y la entrega de ese potentísimo equipo, que
llegó a alcanzar las 60 personas algunas de ellas aquí presentes, no la olvidaré nunca. 
Mis últimas palabras quiero dirigirlas al Arma.
La experiencia reciente del Ejército español en los múltiples escenarios en los
que con gran éxito está participando, es altamente gratificante para el Arma de Inge-
nieros. Dentro de este escenario de misiones humanitarias, el Arma ha ido adquiriendo
importancia creciente obligando a incrementar las plantillas de ingreso en las distintas
Escalas.
No ha habido ninguna misión en la que no haya participado el Arma; por el con-
trario, en algunos casos como en la desactivación de explosivos sólo ha habido parti-
cipación de Ingenieros. Si hay un Arma en la que se conjuga perfectamente el compa-
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ñerismo, la iniciativa, la ineludible capacidad técnica y la importancia creciente de su
actuación hasta hacerla de todo punto imprescindible, esa es sin lugar a dudas el Arma
de Ingenieros en sus dos especialidades fundamentales.
La enseñanza de formación y los cursos de perfeccionamiento que se realizan
en esta Academia, en particular el interarmas sobre sistemas de Información y Comu-
nicaciones y el curso sobre Castrametación, ambos realizados en colaboración con las
Escuelas Técnicas Superiores de Ingenieros de Telecomunicación y de Caminos res-
pectivamente, son determinantes para que nuestros Cuadros de Mando estén capaci-
tados para hacer frente a las exigencias de un Ejército moderno.
Para terminar quiero manifestar que junto a las virtudes que siempre se han
considerado importantes para prestar un buen servicio a la Institución, cada día apare-
ce con más nitidez la exigencia de estar capacitado para trabajar en equipo; trabajar en
equipo no es sólo estar juntos, es un espíritu que anima y un modo de ser entre las per-
sonas que lo constituyen. Es un estilo, que está basado en la confianza, la comunica-
ción y la sinceridad. Es asumir las actividades del equipo como propias. Es planificar y
realizar conjuntamente las tareas. 
Junto a las clásicas virtudes militares creo que cada día se valorará más la
capacidad de integración en equipos de trabajo ya constituidos o la capacidad de lide-
razgo para formarlos y dirigirlos.
Por último, quiero proclamar solemnemente en este mismo acto, que en mi
espíritu se mantienen con renovado vigor los mismos ideales e ilusiones que me acom-
pañaron desde aquella lejana fecha de mi ingreso a la Academia General Militar.
Reitero mi gratitud más profunda por la leal y abnegada colaboración que he
recibido en estos años de tantos compañeros de armas, que han entregado lo mejor de
sí en el cumplimiento de las misiones que les fueron asignadas. Rindo en esta hora, mi
más sentido homenaje a todos aquellos que ofrendaron su vida en acto de servicio.
Como soldado y como persona, testimonio mi profunda gratitud hacia Dios,
hacia quienes serví y hacia quienes sirvieron a mis órdenes.
Muchas gracias.
A continuación el T.G. se despidió de la Bandera
Los actos finalizaron con un vino de honor para el personal invitado y una comi-
da de hermandad de los Generales del Arma.
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10. CLAUSURA DEL IV CURSO DE OPERADOR DE SISTEMAS DE EW NO
COMUNICACIONES, PARA SUBOFICIALES DE TRANSMISIONES.
El día 1 de diciembre tuvo lugar la Clausura del IV Curso de operador de siste-
mas de EW para suboficiales.
En este curso se han diplomado los siguientes alumnos:
BG. D. RAMON LLUCH PALAFON
BG. D. ANTONIO CRUZ ZAMORA
BG. D. GERARDO LOPEZ RUIZ
BG. D. JOSE ANTONIO REYES PALLARES
BG. D. JUAN LUIS VALERO ALCAIDE
BG. D. PEDRO NAVARRO LOPEZ
SGTO.1º D. MIGUEL SEVILLA GONZALEZ
SGTO.1º D. DIEGO OJEDA DURAN
SGTO.1º D. LUIS MANUEL GUALDA CAMPOS
SGTO.1º D. ANTONIO MAÑAS GARCIA
SGTO.1º D. ANTONIO VALDES PEREZ DE VARGAS
SGTO.1º D. JOSE MANUEL DELGADO FERRER
SGTO.1º D. ENRIQUE JUAN ORELLANA ROMERO
SGTO.1º D. JUAN TOMAS MARTOS MATIAS
SGTO.1º D. JUAN JOSE JIMENEZ GONZALEZ
SGTO.D. JOSE MONFERRERT MONTORO
SGTO.D. JORGE ARRIOLA VEGA
SGTO.Dª MARIA LUISA RODRIGUEZ LAMOSO
SGTO.D. FRANCISCO MANUELMENDIOLA SANCHEZ
SGTO.D. JAVIER LARAÑO DOÑA
SGTO.D JUAN PEDRO EXPOSITO CARDEÑOSA
154
11. JORNADAS TEMÁTICAS
El desarrollo de Jornadas Temáticas en la Academia de Ingenieros del Ejército
se inició durante el Curso 2005-06 al identificarse la necesidad de ampliar la propues-
ta académica del Plan de
Estudios de la Enseñanza
de Formación. 
Con este objetivo el
Departamento de Vías de
Comunicación, con la cola-
boración del Regimiento de
Ferrocarriles nº 13, convocó
en este segundo semestre
la Jornada Temática «Ferro-
carriles Militares».
Con el desarrollo de
la misma se pretende dar a
conocer a los futuros Cua-
dros de Mando de la Espe-
cialidad Fundamental de
Ingenieros la Unidad que cumplimenta las misiones relativas a la infraestructura ferro-
viaria y a su explotación, asignadas por los diferentes reglamentos y manuales.
La Jornada se desarrolló de acuerdo al siguiente programa:
Presentación de la Jornada a cargo Cte D. Oscar Segura Guajardo Director
accidental del Departamento de Castrametación y Vías de Comunicación.
C o n f e rencia «Presente y
f u t u ro del Regimiento de Ferro c a-
rriles n.º 13» a cargo del Cor. D.
Francisco Javier Montesinos
C a p e ros, Jefe del regimiento de
F e r rocarriles n.º 13.
C o n f e rencia «Repliegue
de material por ferrocarril en la
Operación respuesta Solidaria
II» impartida por el Cte. D. Pablo
Martín Fernández, 2º Jefe del
Batallón de Ferrocarriles I/13.
C o n f e rencia «El Oficial de
E m b a rque» a cargo del Capitán
D. José Couto Rodríguez Jefe de
la Compañía de Explotación del
Batallón de Ferrocarriles I/13.
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