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إﻗﺮار أﺻﺎﻟﺔ اﻷطﺮوﺣﺔ
أﻧﺎ رﯾﻢ ﻏﺮﯾﺐ ﻋﻠﻲ ﺣﻤﺪان اﻟﺸﺎﻣﺴﻲ ،اﻟﻤﻮﻗﻌﺔ أدﻧﺎه ،طﺎﻟﺒﺔ دراﺳﺎت ﻋﻠﯿﺎ ﻓﻲ ﺟﺎﻣﻌﺔ اﻹﻣﺎرات اﻟﻌﺮﺑﯿﺔ اﻟﻤﺘﺤﺪة وﻣﻘﺪﻣﺔ
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ﻣﻘﺎرﻧﺔ(" ،أﻗﺮ رﺳﻤﯿﺎ ﺑﺄن ھﺬا ھﻮ اﻟﻌﻤﻞ اﻟﺒﺤﺜﻲ اﻷﺻﻠﻲ اﻟﺬي ﻗﻤﺖ ﺑﺈﻋﺪاده ﺗﺤﺖ إﺷﺮاف اﻷﺳﺘﺎذ اﻟﺪﻛﺘﻮرﻋﻼءاﻟﺪﯾﻦ
ﻋﺒﺪﷲ اﻟﺨﺼﺎوﻧﺔ ،أﺳﺘﺎذ ﻓﻲ ﻛﻠﯿﺔ اﻟﻘﺎﻧﻮن وأﻗﺮ أﯾﻀﺎ ً ﺑﺄن ھﺬه اﻷطﺮوﺣﺔ ﻟﻢ ﺗﻘﺪم ﻣﻦ ﻗﺒﻞ ﻟﻨﯿﻞ درﺟﺔ ﻋﻠﻤﯿﺔ ﻣﻤﺎﺛﻠﺔ ﻣﻦ
أي ﺟﺎﻣﻌﺔ أﺧﺮى ،ﻋﻠﻤﺎ ً ﺑﺄن ﻛﻞ اﻟﻤﺼﺎدر اﻟﻌﻠﻤﯿﺔ اﻟﺘﻲ اﺳﺘﻌﻨﺖ ﺑﮭﺎ ﻓﻲ ھﺬا اﻟﺒﺤﺚ ﻗﺪ ﺗﻢ ﺗﻮﺛﯿﻘﮭﺎ واﻻﺳﺘﺸﮭﺎد ﺑﮭﺎ
ﺑﺎﻟﻄﺮﯾﻘﺔ اﻟﻤﺘﻔﻖ ﻋﻠﯿﮭﺎ .وأﻗﺮ أﯾﻀﺎ ً ﺑﻌﺪم وﺟﻮد أي ﺗﻌﺎرض ﻣﺤﺘﻤﻞ ﻣﻊ ﻣﺼﺎﻟﺢ اﻟﻤﺆﺳﺴﺔ اﻟﺘﻲ أﻋﻤﻞ ﻓﯿﮭﺎ ﺑﻤﺎ ﯾﺘﻌﻠﻖ
ﺑﺈﺟﺮاء اﻟﺒﺤﺚ وﺟﻤﻊ اﻟﺒﯿﺎﻧﺎت واﻟﺘﺄﻟﯿﻒ وﻋﺮض ﻧﺘﺎﺋﺞ و/أو ﻧﺸﺮ ھﺬه اﻷطﺮوﺣﺔ.
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ﻣﻊ ﺑﺰوغ ﻋﺼﺮ اﻟﺜﻮرة اﻟﺼﻨﺎﻋﯿﺔ اﻟﺮاﺑﻌﺔ ) ،(4IRﺗﺰاﻣﻦ ذﻟﻚ ﻣﻊ وﺟﻮد ﺣﻘﺒﺔ ﺟﺪﯾﺪة ﻓﻲ اﻟﺘﻄﻮر اﻟﺘﻘﻨﻲ و
اﻟﺘﺤﻮل اﻟﺮﻗﻤﻲ و اﻟﺘﻲ أﺻﺒﺤﺖ ﻓﯿﮭﺎ اﻟﺘﻜﻨﻮﻟﻮﺟﯿﺎ ﺟﺰءاً ﻻ ﯾﺘﺠﺰأ ﻣﻦ اﻟﻤﺠﺘﻤﻌﺎت ،ﻣﻤﺎ أدى إﻟﻰ ازدﯾﺎد ظﮭﻮر ﺗﻄﺒﯿﻘﺎت
اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﺑﺸﻜﻞ ﻛﺒﯿﺮ و اﻟﺘﻲ دﺧﻠﺖ ﻓﻲ ﻣﺠﺎﻻت ﻛﺜﯿﺮة ﻓﻲ ﺣﯿﺎﺗﻨﺎ اﻟﯿﻮﻣﯿﺔ ،ﻓﺄﺻﺒﺢ اﻻﺳﺘﻐﻨﺎء ﻋﻨﮭﺎ ﺿﺮﺑﺎ ً ﻣﻦ
اﻟﺨﯿﺎل ،ﻓﻨﺮى اﺳﺘﺨﺪاﻣﺎت اﻟﻄﺎﺋﺮات ﺑﺪون طﯿﺎر ﻓﻲ ﻣﺠﺎل اﻟﺘﺠﺎرة اﻹﻟﻜﺘﺮوﻧﯿﺔ ﻓﻲ إﯾﺼﺎل اﻟﺴﻠﻊ و اﻟﺨﺪﻣﺎت ،و
اﻟﺮوﺑﻮﺗﺎت اﻟﺠﺮاﺣﯿﺔ ﻓﻲ اﻟﻌﻤﻠﯿﺎت اﻟﺪﻗﯿﻘﺔ ،و اﻻﺳﺘﺸﺎرات اﻟﻤﮭﻨﯿﺔ و اﻟﻘﺎﻧﻮﻧﯿﺔ ﻋﻦ ﺑﻌﺪ ،و اﻟﺤﻜﻮﻣﺔ اﻟﺬﻛﯿﺔ ﻓﻲ اﺳﺘﺨﺪام
اﻟﺘﻄﺒﯿﻘﺎت اﻟﺤﻜﻮﻣﯿﺔ اﻟﻤﺆﺗﻤﺘﺔ  -ﻣﻦ ﺑﯿﻨﮭﺎ ﺣﻜﻮﻣﺔ اﻹﻣﺎرات ﺑﻮﺿﻊ اﺳﺘﺮاﺗﯿﺠﯿﺔ اﻟﺤﻜﻮﻣﺔ اﻟﺮﻗﻤﯿﺔ ﻟﺪوﻟﺔ اﻹﻣﺎرات 2025
واﺳﺘﺮاﺗﯿﺠﯿﺔ اﻹﻣﺎرات ﻟﻠﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ،-ﺣﺘﻰ وﺻﻮﻟﮭﺎ ﻟﻠﺘﻌﻠﯿﻢ اﻟﺘﻔﺎﻋﻠﻲ ﻓﻲ ﺟﺎﺋﺤﺔ ﻛﻮروﻧﺎ.
ﻟﻜﻦ ﺑﺎﻟﺮﻏﻢ ﻣﻦ ﻛﻞ ھﺬه اﻹﯾﺠﺎﺑﯿﺎت ﻟﺘﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ إﻻ أﻧﮭﺎ ﻗﺪ ﺗﻤﺲ أﺣﺪ اﻟﺤﻘﻮق اﻷﺳﺎﺳﯿﺔ ﻟﻸﻓﺮاد
أﻻ و ھﻮ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ أو اﻟﺤﻖ ﻓﻲ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ،و اﻟﺘﻲ ﻛﻔﻠﺘﮫ اﻟﺸﺮاﺋﻊ اﻟﺴﻤﺎوﯾﺔ و دﺳﺎﺗﯿﺮ اﻟﺪول اﻟﻮﺿﻌﯿﺔ
ﺑﺎﻹﺟﻤﺎع اﺣﺘﺮاﻣﺎ ً ﻟﻘﺪﺳﯿﺘﮫ إذ أﻧﮫ ﻣﻦ اﻟﺤﻘﻮق اﻟﺘﻲ ﺗﻤﺲ ﻛﺮاﻣﺔ اﻟﻔﺮد و ﻻ ﯾﺠﻮز اﻧﺘﮭﺎﻛﮭﺎ أو اﻻﻋﺘﺪاء ﻋﻠﯿﮭﺎ ،ﻓﻜﺎن ﻻﺑﺪ
ﻣﻦ وﺿﻊ اﻷطﺮ اﻟﻘﺎﻧﻮﻧﯿﺔ ﻟﻌﺪم اﻧﺘﮭﺎك ﻋﻨﺎﺻﺮ اﻟﺨﺼﻮﺻﯿﺔ ﻓﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ.
و ظﮭﺮت اﻟﻌﺪﯾﺪ ﻣﻦ اﻟﺘﺸﺮﯾﻌﺎت ﻓﻲ ھﺬا اﻟﺸﺄن و ﻟﻌﻞ أﺷﮭﺮھﺎ اﻟﻼﺋﺤﺔ اﻷوروﺑﯿﺔ اﻟﻌﺎﻣﺔ ﻟﺤﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت رﻗﻢ
 679ﻟﺴﻨﺔ  ،2016و ﺳﺎرت ﻋﻠﻰ اﻟﻨﮭﺞ ذاﺗﮫ اﻟﻌﺪﯾﺪ ﻣﻦ اﻟﻘﻮاﻧﯿﻦ ﻛﺎﻟﻘﺎﻧﻮن اﻟﻤﺼﺮي رﻗﻢ  151ﻟﺴﻨﺔ  2020ﺑﺈﺻﺪار ﻗﺎﻧﻮن
ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ وﻣﺆﺧﺮاً ﺻﺪور اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ  45ﻟﺴﻨﺔ  2021ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ،
و ﻓﻲ ھﺬه اﻟﺪراﺳﺔ ﺳﻨﺮى ﻣﺪى ﻛﻔﺎﯾﺔ و ﺷﻤﻮﻟﯿﺔ ھﺬه اﻷطﺮ اﻟﻘﺎﻧﻮﻧﯿﺔ ﻟﺘﻮﻓﯿﺮ اﻟﺤﻤﺎﯾﺔ اﻟﻤﺮﺟﻮة ﻟﺨﺼﻮﺻﯿﺔ اﻷﻓﺮاد ،و ھﻞ
ﻧﺤﻦ ﺑﺤﺎﺟﺔ ﻟﻘﻮاﻋﺪ ﻗﺎﻧﻮﻧﯿﺔ ﺟﺪﯾﺪة ﻟﺤﻤﺎﯾﺔ اﻟﺨﺼﻮﺻﯿﺔ ﻓﻲ ظﻞ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻓﻲ ظﻞ ﻋﺪم وﺟﻮد ﻗﺎﻧﻮن
ﻣﺴﺘﻘﻞ ﻟﺤﻤﺎﯾﺔ اﻟﺨﺼﻮﺻﯿﺔ وﻋﺪم وﺟﻮد ﻗﺎﻧﻮن أو ﻗﻮاﻋﺪ ﻗﺎﻧﻮﻧﯿﺔ ﻣﺘﻌﻠﻘﺔ ﺑﺎﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ.

ﻛﻠﻤﺎت اﻟﺒﺤﺚ اﻟﺮﺋﯿﺴﯿﺔ :اﻟﺨﺼﻮﺻﯿﺔ اﻟﺮﻗﻤﯿﺔ ،اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ،ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ،ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت
اﻟﺸﺨﺼﯿﺔ ،ﻣﺸﻐﻠﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ،اﻟﻤﺴﺆوﻟﯿﺔ اﻟﻤﺪﻧﯿﺔ.
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اﻟﻌﻨﻮان واﻟﻤﻠﺨﺺ ﺑﺎﻟﻠﻐﺔ اﻹﻧﺠﻠﯿﺰﯾﺔ
Protecting Digital Privacy Under Implementation of Artificial Intelligence
Applications (A Comparative Analytical Study)
Abstract
With the rise of the Fourth Industrial Revolution (4IR), a new era in technical
development and digital transformation in which technology has become an integral part
of societies. This led to a significant increase in the emergence of artificial intelligence
applications that have entered many areas in the world became integral part of our daily
lives. Living without technology has become delusional and almost impossible. We see
the uses of drones in the field of e-commerce in the delivery of goods and services, surgical
robots in precise operations, professional and legal advice remotely, and smart government
in the use of automated government applications -The UAE government is among the
governments who adopted smart technology, the UAE government is developing the UAE
digital government strategy 2025 and the UAE strategy for artificial intelligence – the real
life result can be seen through the interactive education during the COVID-19 Pandemic.
But despite all these advantages of artificial intelligence applications, it may affect
one of the basic rights of individuals, which is the right of personal privacy or the right to
a private life. This is guaranteed by heavenly laws and the constitutions of the positive
countries unanimously out of respect for its sanctity as it is one of the rights that affects
the dignity of the individual. Moreover, it may not be violated or assaulted, so it was
necessary to put in place legal frameworks not to violate the elements of privacy in
artificial intelligence applications.
Several legislations appeared in this regard, perhaps the most famous of which is
the European General Data Protection Regulation No. 679 of 2016, and many laws
followed the same approach, such as Egyptian Law No. 151 of 2020 issuing the Personal
Data Protection Law and recently the issuance of Federal Decree Law No. 45 of 2021
regarding Protection of personal data. In this study we will see the adequacy and
comprehensiveness of these legal frameworks to provide the desired protection for the

viii

privacy of individuals. Additionally, this study will explore the need of new legal rules to
protect privacy, especially while dealing the artificial intelligence applications in the
absence of an independent law to protect privacy and the absence of a law or legal rules
related to artificial intelligence.
Keywords: Digital privacy, Personal data, Artificial intelligence applications, Personal
data owner, Artificial intelligence application operators, Civil liability.
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ﺷﻜـــــــﺮ وﺗﻘﺪﯾﺮ
ﺑﺎدئ ذي ﺑﺪء أﺷﻜﺮ ﷲ ﺗﻌﺎﻟﻰ وأﺣﻤﺪه ﻋﻠﻰ ﺗﯿﺴﯿﺮه طﺮﯾﻖ اﻟﻌﻠﻢ وﺗﻮﻓﯿﻘﻲ ﻟﻨﯿﻞ ﻣﺎ أﺻﺒﻮ إﻟﯿﮫ ﻓﻲ إﻧﺠﺎز ھﺬا اﻟﺒﺤﺚ
اﻟﻌﻠﻤﻲ ،ﻓﻠﮫ اﻟﺤﻤﺪ ﺗﺒﺎرك و ﺗﻌﺎﻟﻰ ﻋﻠﻰ ھﺬه اﻟﻨﻌﻢ.
أود أن أﺗﻮﺟﮫ ﺑﺎﻟﺸﻜﺮ اﻟﺨﺎﻟﺺ ﻷﺳﺘﺎذي وﻣﺸﺮﻓﻲ أ.د.ﻋﻼءاﻟﺪﯾﻦ اﻟﺨﺼﺎوﻧﺔ ،ﻋﻠﻰ ﻋﻄﺎﺋﮫ اﻟﻼﻣﺤﺪود ﻟﻲ ﻓﻲ
اﻟﻨﺼﺢ واﻹرﺷﺎد واﻟﺘﻮﺟﯿﮫ طﻮال ﻓﺘﺮة إﻋﺪاد اﻷطﺮوﺣﺔ ،ﻓﻠﻢ ﯾﺒﺨﻞ ﻋﻠﻲ ﺑﻮﻗﺘﮫ اﻟﺜﻤﯿﻦ و ﻋﻠﻤﮫ اﻟﻮﻓﯿﺮ ،ﻓﺄﺳﺄل ﷲ أن ﯾﺠﺰﯾﮫ
ﺧﯿﺮ اﻟﺠﺰاء و ﯾﺬﻟﻞ ﻟﮫ اﻟﺼﻌﺎب.
و أﺗﻘﺪم ﺑﺎﻟﺸﻜﺮ اﻟﺠﺰﯾﻞ ﻟﻜﻞ ﻣﻦ ﻣﺪ ﯾﺪ اﻟﻌﻮن ﻟﻲ و ﺷﺠﻌﻨﻲ و ﻟﻮ ﺑﻜﻠﻤﺔ ﺑﺸﻜﻞ ﻣﺒﺎﺷﺮ أو ﻏﯿﺮ ﻣﺒﺎﺷﺮ ﻣﻦ أﺳﺎﺗﺬة
اﻟﺠﺎﻣﻌﺔ اﻷﻓﺎﺿﻞ أو اﻹدارﯾﯿﻦ ﻓﯿﮭﺎ.
ﻛﻤﺎ أﺗﻘﺪم ﺑﺎﻟﺸﻜﺮ اﻟﻮاﻓﺮ ﻟﻠﺠﻨﺔ اﻟﻤﻨﺎﻗﺸﺔ اﻟﻤﻮﻗﺮة.
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اﻟﻔﺼﻞ اﻷول :اﻟﻤﻘﺪﻣﺔ
أوﻻً :ﻧﻈﺮة ﻋﺎﻣﺔ
أﺣﺪﺛﺖ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﺛﻮرة ﺿﺨﻤﺔ ﻓﻲ اﻟﻮﻗﺖ اﻟﺤﺎﻟﻲ ﻓﻲ ﻣﺠﺎل ﺗﺨﺰﯾﻦ وﻣﻌﺎﻟﺠﺔ وﺗﺒﺎدل
اﻟﻤﻌﻠﻮﻣﺎت ﺑﺴﺮﻋﺔ واﺗﻘﺎن ،وﻟﻌﺒﺖ دوراً ﻣﮭﻤﺎ ً ﻓﻲ ﺗﻌﺰﯾﺰ اﻟﻌﻠﻮم اﻟﻤﺨﺘﻠﻔﺔ واﻟﺘﺠﺎرة واﻻﺳﺘﺨﺪاﻣﺎت اﻟﻄﺒﯿﺔ وﺟﻤﯿﻊ ﻣﻨﺎﺣﻲ
اﻟﺤﯿﺎة ،ﺑﺤﯿﺚ ﻣﺜﻠﺖ ﺛﻮرة ﺻﻨﺎﻋﯿﺔ راﺑﻌﺔ ) (Fourth Industrial Revolutionﺳﺎھﻤﺖ وﻻ زاﻟﺖ ﺗﺴﺎھﻢ ﻓﻲ ﻧﻤﻮ
اﻟﺘﺠﺎرة واﻟﺼﻨﺎﻋﺔ وﻏﯿﺮھﺎ ﻣﻦ اﻟﻘﻄﺎﻋﺎت .وﺗﺘﻌﺪد ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﺑﺼﻮرة ﻛﺒﯿﺮة وﻣﺘﺴﺎرﻋﺔ وﺗﻨﺪرج ﻓﻲ
ﻣﺨﺘﻠﻒ ﻣﺠﺎﻻت اﻟﺤﯿﺎة اﻟﻤﻌﺎﺻﺮة ،ﺑﻌﺪ أن أﺻﺒﺢ اﻟﻌﺎﻟﻢ ﻗﺮﯾﺔ ﺻﻐﯿﺮة ﻓﻲ ظﻞ ظﮭﻮر اﻟﻌﻮﻟﻤﺔ ،وأﺿﺤﺖ اﻟﺤﯿﺎة أﺳﮭﻞ ﻓﻲ
ﺟﻮاﻧﺐ ﻛﺜﯿﺮة وﻣﺨﺘﻠﻔﺔ ،ﺣﯿﺚ اﺳﺘﺨﺪﻣﺖ ھﺬه اﻟﺘﻄﺒﯿﻘﺎت اﻟﺬﻛﯿﺔ ﻓﻲ ﺗﻨﺸﯿﻂ ﻣﻌﺎﻣﻼت اﻟﺘﺠﺎرة اﻹﻟﻜﺘﺮوﻧﯿﺔ ،واﻟﺤﻜﻮﻣﺔ
اﻟﺬﻛﯿﺔ ،ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ اﻟﻤﺴﺎﻋﺪة ﻓﻲ ﻋﺎﻟﻢ اﻟﻄﺐ ﻋﺒﺮ اﻟﺘﻄﺒﯿﻘﺎت اﻟﺬﻛﯿﺔ اﻟﺘﻲ ﺗﺴﺎﻋﺪ ﻓﻲ ﺗﺸﺨﯿﺺ اﻷﻣﺮاض و وﺻﻒ
اﻷدوﯾﺔ وإﺟﺮاء اﻟﻌﻤﻠﯿﺎت اﻟﺠﺮاﺣﯿﺔ اﻟﺪﻗﯿﻘﺔ ،وﻗﺪ ظﮭﺮ ذﻟﻚ ﺑﺸﻜﻞ ﺟﻠﻲ ﺧﻼل اﻷزﻣﺔ اﻟﺼﺤﯿﺔ اﻟﻨﺎﺗﺠﺔ ﻋﻦ وﺑﺎء
ﻛﻮروﻧﺎ .1ﻛﻤﺎ ظﮭﺮت أھﻤﯿﺔ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﺑﺸﻜﻞ ﺟﻠﻲ ﻓﻲ ﺗﻘﺪﯾﻢ اﻻﺳﺘﺸﺎرات اﻟﻘﺎﻧﻮﻧﯿﺔ واﻟﻤﮭﻨﯿﺔ ﻋﻦ ﺑﻌﺪ،
وﻣﺎ ﺷﮭﺪه اﻟﻌﺎﻟﻢ ﻣﻦ ﺗﺴﺎرع اﺳﺘﺨﺪام ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻓﻲ ﻣﺠﺎل اﻟﺘﻌﻠﯿﻢ اﻟﺘﻔﺎﻋﻠﻲ ﺑﺴﺒﺐ ﺟﺎﺋﺤﺔ ﻛﻮروﻧﺎ.
وﺑﺎﻟﺮﻏﻢ ﻣﻦ اﻹﯾﺠﺎﺑﯿﺎت اﻟﻜﺜﯿﺮة ﻟﺘﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ إﻻ أن اﺳﺘﺨﺪاﻣﮭﺎ ﻣﺎ زال ﺑﻼ ﺷﻚ ﻣﺤﻔﻮﻓﺎ ً
ﺑﺎﻟﻤﺨﺎطﺮ وﯾﺜﯿﺮ اﻟﻌﺪﯾﺪ ﻣﻦ اﻟﻤﺸﺎﻛﻞ اﻟﺘﻲ ﺗﻤﺲ اﻟﺤﻘﻮق اﻷﺳﺎﺳﯿﺔ ﻟﻸﻓﺮاد وﯾﺘﺮﺗﺐ ﻋﻠﯿﮭﺎ اﻟﻌﺪﯾﺪ ﻣﻦ اﻵﺛﺎر اﻟﻘﺎﻧﻮﻧﯿﺔ ،ﻓﻤﻊ
ازدﯾﺎد اﺳﺘﺨﺪام ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻓﻲ اﻵوﻧﺔ اﻷﺧﯿﺮة زادت ﻓﺮص اﻟﻤﺴﺎس ﺑﺨﺼﻮﺻﯿﺔ اﻷﻓﺮاد وظﮭﺮت
ﺻﻮر ﺟﺪﯾﺪة ﻻﻧﺘﮭﺎك ﺧﺼﻮﺻﯿﺔ اﻟﺒﯿﺎﻧﺎت اﻟﻤﺘﻌﻠﻘﺔ ﺑﮭﻢ واﻟﻤﺴﺎس ﺑﺤﻘﮭﻢ ﻓﻲ اﻟﺼﻮرة وﻏﯿﺮه ﻣﻦ ﻋﻨﺎﺻﺮ اﻟﺤﻖ ﻓﻲ
اﻟﺨﺼﻮﺻﯿﺔ .ﻓﻘﺪ أﺻﺒﺢ ﺷﺎﺋﻌﺎ ً أن اﺳﺘﺨﺪام ھﺬه اﻟﺘﻄﺒﯿﻘﺎت ﻟﻠﻮﺻﻮل إﻟﻰ اﻟﺴﻠﻊ واﻟﺨﺪﻣﺎت اﻟﻤﻘﺪﻣﺔ ﻣﺸﺮوط ﺑﺘﻘﺪﯾﻢ اﻟﻤﺴﺘﺨﺪم
ﻣﻌﻠﻮﻣﺎت ﺷﺨﺼﯿﺔ ﻋﻦ ﻧﻔﺴﮫ ،ﺑﺤﯿﺚ ﻟﻦ ﯾﺴﺘﻄﯿﻊ اﻟﺪﺧﻮل إﻟﻰ ھﺬا اﻟﺘﻄﺒﯿﻘﺎت واﺳﺘﺨﺪاﻣﮭﺎ ﺑﺪون ﺗﻘﺪﯾﻢ ھﺬه اﻟﺒﯿﺎﻧﺎت،
واﻟﻤﺴﺘﺨﺪم ﺣﯿﻦ ﯾﻌﻠﻦ ﻋﻦ ﻣﻮاﻓﻘﺘﮫ ﻋﻠﻰ ﺑﻨﻮد ﻣﺎ ﯾﺴﻤﻰ ﺑﺴﯿﺎﺳﺔ اﻟﺨﺼﻮﺻﯿﺔ ﻟﮭﺬه اﻟﻤﻮاﻗﻊ أو اﻟﺘﻄﺒﯿﻘﺎت ﻓﻐﺎﻟﺒﺎ ً ﻣﺎ ﯾﺘﻢ ذﻟﻚ
دون ﻗﺮاءة ﺷﺮوط ھﺬه اﻟﺴﯿﺎﺳﺎت .ﻛﻤﺎ ﻗﺪ ﺗﺘﻀﻤﻦ أﺣﺪ ﺑﻨﻮد ھﺬه اﻟﺴﯿﺎﺳﺎت إﻣﻜﺎﻧﯿﺔ اﺳﺘﺨﺪام اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻟﮭﺬا
اﻟﻤﺴﺘﺨﺪم ﻣﻦ ﻗﺒﻞ طﺮف ﺛﺎﻟﺚ ﺳﻌﯿﺎ ً وراء أﻏﺮاض ﺗﺠﺎرﯾﺔ وإﻋﻼﻧﯿﺔ ﻣﻌﯿﻨﺔ ﻗﺪ ﯾﻜﻮن ﻟﮭﺎ ﺗﺄﺛﯿﺮ ﻋﻠﻰ ﺣﯿﺎة اﻟﻤﺴﺘﺨﺪﻣﯿﻦ.
ﻛﺬﻟﻚ ،ﻓﺈن اﻟﻌﺪﯾﺪ ﻣﻦ اﻟﺘﻄﺒﯿﻘﺎت ﺗﺘﻀﻤﻦ اﻟﺤﺼﻮل ﻋﻠﻰ ﺻﻮر اﻟﺸﺨﺺ وﺧﺼﺎﺋﺼﮫ "اﻟﺒﯿﻮﻣﺘﺮﯾﺔ" )(Biométrie
وﻣﺸﺎرﻛﺘﮭﺎ ﻣﻊ ﺟﮭﺎت ﻣﺨﺘﻠﻔﺔ ﻣﻤﺎ ﯾﻤﺜﻞ ﻣﺴﺎﺳﺎ ﺑﺎﻟﺤﻖ ﻓﻲ اﻟﺼﻮرة واﻟﺨﺼﻮﺻﯿﺔ اﻟﺠﺴﺪﯾﺔ ،ﻛﻤﺎ ﺳﻨﺮى ﻻﺣﻘﺎ ،ﺑﺎﻹﺿﺎﻓﺔ
إﻟﻰ ﻣﺎ ﺗﻤﺜﻠﮫ ﺗﻄﺒﯿﻘﺎت اﻟﺘﺘﺒﻊ وﺑﺮاﻣﺞ اﻟﻜﻮﻛﯿﺰ ) (Cookiesﻣﻦ ﻣﺮاﻗﺒﺔ ﻟﺘﺼﻔﺢ اﻟﻤﺴﺘﺨﺪم ﻟﻠﻤﻮاﻗﻊ اﻻﻟﻜﺘﺮوﻧﯿﺔ وﺗﻜﻮﯾﻦ
ﻣﻠﻒ ﻋﻦ اھﺘﻤﺎﻣﺎﺗﮫ ورﻏﺒﺎﺗﮫ دون إذﻧﮫ .ﻛﺬﻟﻚ ،ﯾﺠﺐ اﻹﺷﺎرة إﻟﻰ ﺗﻄﺒﯿﻘﺎت ﺗﺤﺪﯾﺪ اﻟﻤﻮﻗﻊ اﻟﺠﻐﺮاﻓﻲ )(Géolocalisation
اﻟﺘﻲ ﺗﺴﻤﺢ ﺑﺘﺤﺪﯾﺪ ﻣﻮﻗﻊ اﻟﻤﺴﺘﺨﺪم ﻓﻲ أي ﻟﺤﻈﺔ .وﺑﺎﻟﺮﻏﻢ ﻣﻦ أن اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﻣﻦ اﻟﺤﻘﻮق اﻟﻤﻜﻔﻮﻟﺔ ﺑﻨﺺ ﻓﻲ

 1ﺗﻄﻮرات اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ وﻣﻘﺘﻀﯿﺎت ﺣﻤﺎﯾﺔ اﻟﺤﻘﻮق واﻟﺤﺮﯾﺎت اﻷﺳﺎﺳﯿﺔ ،ﺗﻘﺮﯾﺮ ﻋﻦ ﻣﻨﻈﻤﺔ اﻻﯾﺴﯿﺴﻜﻮ )ﻣﻨﻈﻤﺔ اﻟﻌﺎﻟﻢ اﻹﺳﻼﻣﻲ ﻟﻠﺘﺮﺑﯿﺔ واﻟﻌﻠﻮم واﻟﺜﻘﺎﻓﺔ( ،ﺗﺤﺖ إﺷﺮاف
اﻷﺳﺘﺎذ ﻣﺤﻤﺪ اﻟﮭﺎدي اﻟﺴﮭﯿﻠﻲ ،2019/12/31 ،ص ،10ﻣﻨﺸﻮر ﻋﻠﻰ:
.pdf, Access date:ﺗﻄﻮرات-اﻟﺬﻛﺎء-اﻻﺻﻄﻨﺎﻋﻲ-ﻣﻘﺘﻀﯿﺎت-ﺣﻤﺎﯾﺔ-اﻟﺤﻘﻮق-اﻟﺤﺮﯾﺎت-اﻷﺳﺎﺳﯿﺔhttp://www.icesco.org/wp-content/uploads/2019/12/
19/06/2022.

1

اﻟﺪﺳﺘﻮر ﻓﻲ اﻟﻌﺪﯾﺪ ﻣﻦ اﻟﺪول ،إﻻ أن ھﻨﺎك ﻗﯿﻮداً ﻗﺪ ﺗﺘﺮﺗﺐ ﻋﻠﻰ ھﺬا اﻟﺤﻖ ﻣﻤﺎ ﯾﺠﻌﻞ ﻣﻨﮫ ﺣﻘﺎ ً ﻣﺒﺎﺣﺎ ً ﻟﻤﺸﺎرﻛﺘﮫ ﻣﻦ ﻗﺒﻞ
أطﺮاف ﻣﻌﯿﻨﺔ ،وﯾﺆدي إﻟﻰ ﺗﻌﺪد ﺻﻮر اﻟﻤﺴﺎس ﺑﮫ.
وﻻ ﯾﺨﻔﻰ ﻋﻠﻰ أﺣﺪ أن اﻟﻌﺪﯾﺪ ﻣﻦ اﻟﺪول ﻟﺠﺄت ﻓﻲ اﻟﺴﻨﻮات اﻷﺧﯿﺮة إﻟﻰ اﺳﺘﺨﺪام ﻛﺎﻣﯿﺮات اﻟﻤﺮاﻗﺒﺔ اﻟﺬﻛﯿﺔ
) (Vidéosurveillanceاﻟﺘﻲ ﺗﻘﻮم ﺑﺘﺴﺠﯿﻞ اﻟﻔﯿﺪﯾﻮھﺎت وﺗﺤﻠﯿﻞ ﻛﻞ اﻟﺼﻮر وﻣﻘﺎطﻊ اﻟﻔﯿﺪﯾﻮ اﻟﻤﻠﺘﻘﻄﺔ ﻟﻸﻓﺮاد ،وھﺬا ﻻ
ﺷﻚ أﻧﮫ ﯾﺴﺎھﻢ ﻓﻲ اﻟﺘﺨﻔﯿﻒ ﻣﻦ اﻟﺠﺮاﺋﻢ واﻟﻤﺨﺎﻟﻔﺎت وﺿﺒﻄﮭﺎ ،ﻟﻜﻨﮫ ﻗﺪ ﯾﺸﻜﻞ ﻣﺴﺎﺳﺎ ً ﺑﺨﺼﻮﺻﯿﺔ اﻷﻓﺮاد .ﻛﺬﻟﻚ ﻻ ﺑﺪ ﻣﻦ
اﻹﺷﺎرة إﻟﻰ ﺗﺄﺛﯿﺮ اﺳﺘﺨﺪام اﻟﻄﺎﺋﺮات اﻟﺬﻛﯿﺔ ﺑﺪون طﯿﺎر ﻟﻠﻤﺮاﻗﺒﺔ ،و اﻟﺘﺎﻛﺴﻲ اﻟﻄﺎﺋﺮ  ،1وﺗﻄﺒﯿﻘﺎت اﻟﺘﻨﺒﺆ اﻟﺸﺮطﻲ ﻋﻠﻰ
ﺣﻖ اﻟﺨﺼﻮﺻﯿﺔ ﻟﻸﺷﺨﺎص .وﻗﺪ أﺛﺎر اﻟﺒﻌﺾ ﻣﺴﺄﻟﺔ ﺗﺤﯿﺰ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﺿﺪ ﻓﺌﺎت ﻣﻌﯿﻨﺔ ﺑﻨﺎء ﻋﻠﻰ ﻣﺎ
ﺗﻢ ﺗﺨﺰﯾﻨﮫ ﻣﻦ ﻣﻌﻠﻮﻣﺎت .وﻓﻲ اﻟﻮﻗﺖ اﻟﺤﺎﻟﻲ ،ﺗﺴﺘﺨﺪم ﻣﻮاﻗﻊ اﻟﺘﻮاﺻﻞ اﻻﺟﺘﻤﺎﻋﻲ ﺑﻌﺾ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ
ﻟﻠﺤﺪ ﻣﻦ اﻟﻤﻤﺎرﺳﺎت ﻏﯿﺮ اﻟﺴﻠﯿﻤﺔ وﺗﻘﻮم ﺑﺘﺤﻠﯿﻞ ﺑﯿﺎﻧﺎت ﻣﻮاﻗﻊ اﻟﺘﻮاﺻﻞ ،ﻛﻤﺎ ﺗﻘﻮم ﺑﻌﺾ اﻟﺠﮭﺎت ﺑﺎﺳﺘﺨﺪام ﺗﻄﺒﯿﻘﺎت
اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ اﻟﺘﻲ ﻟﮭﺎ اﻟﻘﺪرة ﻋﻠﻰ اﻟﺘﻌﻠﻢ اﻟﺬاﺗﻲ واﻟﺘﻨﺒﺆ ) (Algorithmes prédictifsﻓﻲ ﻣﺠﺎل اﻟﺘﻌﺮف ﻋﻠﻰ
اﻟﺴﻠﻮك ،ﻋﻦ طﺮﯾﻖ ﺗﺤﻠﯿﻞ اﻟﺒﯿﺎﻧﺎت اﻟﻀﺨﻤﺔ ﻟﻸﻓﺮاد ﻟﻠﻮﻗﻮف ﻋﻠﻰ اﻟﺘﻄﻮرات اﻟﺘﻲ ﺗﻄﺮأ ﻋﻠﻰ أﻧﻤﺎط ﺳﻠﻮك اﻹﻧﺴﺎن
وﺗﻔﺎﻋﻼﺗﮫ ،اﻷﻣﺮ اﻟﺬي ﯾُﺘﯿﺢ ﻣﺰﯾﺪاً ﻣﻦ اﻟﻘﺪرة ﻋﻠﻰ ﻣﺮاﻗﺒﺔ اﻟﺴﻠﻮك اﻟﺒﺸﺮي اﻟﺠﻤﻌﻲ واﻟﻔﺮدي ،واﻟﺘﻨﺒﺆ ﺑﺘﻮﺟﮭﺎﺗﮭﺎ
اﻟﻤﺴﺘﻘﺒﻠﯿﺔ.
وﻧﻼﺣﻆ أن ﻛﻞ ھﺬه اﻟﻘﺪرات ﻟﺘﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻗﺪ ﺗﺜﯿﺮ أﺳﺌﻠﺔ ﻣﮭﻤﺔ ﺣﻮل ﺗﺄﺛﯿﺮھﺎ ﻋﻠﻰ اﻟﺤﻖ ﻓﻲ
اﻟﺨﺼﻮﺻﯿﺔ .ﻛﻤﺎ أﻧﮫ ﻓﻲ ظﻞ ھﺬا اﻟﺘﻘﺪم ﻓﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ،ﻛﺎن ﻻﺑﺪ ﻣﻦ اﻻﺳﺘﻔﺎدة ﻣﻦ ھﺬه اﻟﺘﻄﺒﯿﻘﺎت ﻓﻲ
ظﻞ إطﺎر ﻗﺎﻧﻮﻧﻲ ﻣﻨﻀﺒﻂ ﯾﻀﻤﻦ ﻓﻌﺎﻟﯿﺔ ھﺬه اﻟﺘﻄﺒﯿﻘﺎت وﺣﻤﺎﯾﺔ اﻟﺤﻘﻮق اﻷﺳﺎﺳﯿﺔ ﻟﻸﻓﺮاد .وﻗﺪ دﺷﻨﺖ دوﻟﺔ اﻹﻣﺎرات
اﻟﻌﺮﺑﯿﺔ اﻟﻤﺘﺤﺪة وزارة ﻣﺘﺨﺼﺼﺔ ﻟﻠﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ وﻋﻠﻮم اﻟﻤﺴﺘﻘﺒﻞ .و ﻓﻲ ﺳﺒﺘﻤﺒﺮ  ،2017أطﻠﻘﺖ ﺣﻜﻮﻣﺔ دوﻟﺔ
اﻹﻣﺎرات اﺳﺘﺮاﺗﯿﺠﯿﺔ اﻹﻣﺎرات ﻟﻠﺜﻮرة اﻟﺼﻨﺎﻋﯿﺔ اﻟﺮاﺑﻌﺔ ،ﺿﻤﻦ أﻋﻤﺎل اﻻﺟﺘﻤﺎﻋﺎت اﻟﺴﻨﻮﯾﺔ ﻟﺤﻜﻮﻣﺔ دوﻟﺔ اﻹﻣﺎرات
ﺑﮭﺪف ﺗﻌﺰﯾﺰ ﻣﻜﺎﻧﺔ دوﻟﺔ اﻹﻣﺎرات ﻛﻤﺮﻛﺰ ﻋﺎﻟﻤﻲ ﻟﻠﺜﻮرة اﻟﺼﻨﺎﻋﯿﺔ اﻟﺮاﺑﻌﺔ .واﻟﺘﻲ ﺟﺎء ﻓﯿﮭﺎ ﻣﻦ ﺿﻤﻦ أﺳﺲ اﻟﻤﺴﺘﻘﺒﻞ
ﻓﻲ اﻟﻘﻄﺎﻋﺎت اﻟﺤﯿﻮﯾﺔ "ﺑﯿﺌﺔ ﻣﺘﻜﺎﻣﻠﺔ و آﻣﻨﺔ ﻟﻠﺒﯿﺎﻧﺎت" ﻣﻦ ﺧﻼل ﺗﺄﺳﯿﺲ ﺑﯿﺌﺔ ﺑﯿﺎﻧﺎت ﺿﺨﻤﺔ ﻣﺘﻜﺎﻣﻠﺔ و آﻣﻨﺔ إﻟﻜﺘﺮوﻧﯿﺎ ً و
رﺑﻄﮭﺎ ﺑﺎﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ و وﺿﻊ اﻟﺒﺮوﺗﻮﻛﻮﻻت اﻟﻜﻔﯿﻠﺔ ﺑﺤﻤﺎﯾﺘﮭﺎ ﻋﻠﻰ ﻧﻄﺎق واﺳﻊ  .2ﻛﻤﺎ ﺗﻢ اﻋﺘﻤﺎد اﻟﺮؤﯾﺔ اﻟﺨﺎﺻﺔ
ﺑﻤﺸﺮوع اﻟﺤﻜﻮﻣﺔ اﻹﻟﻜﺘﺮوﻧﯿﺔ ﺗﺤﺖ ﺷﻌﺎر" :اﻟﺘﺤﻮل ﻧﺤﻮ ﺣﻜﻮﻣﺔ ﻋﻠﻰ ﻣﺴﺘﻮى ﻋﺎﻟﻤﻲ ﻗﺎﺋﻤﺔ ﻋﻠﻰ اﻟﻤﻌﺮﻓﺔ" ،ووﺿﻌﺖ
إﺳﺘﺮاﺗﯿﺠﯿﺔ ﻟﻠﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﺗﺠﺴﺪ رﻏﺒﺔ دوﻟﺔ اﻹﻣﺎرات اﻟﻌﺮﺑﯿﺔ اﻟﻤﺘﺤﺪة ﻋﻠﻰ اﻻﺳﺘﻔﺎدة ﻣﻦ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء
اﻻﺻﻄﻨﺎﻋﻲ ﻓﻲ ﻛﺎﻓﺔ اﻟﻤﺆﺳﺴﺎت واﻹدارات ﺗﺤﻘﯿﻘﺎ اﻟﻤﺼﻠﺤﺔ اﻟﻌﺎﻣﺔ ،وﻣﺆﺧﺮا ﺻﺪور اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ 45
ﻟﺴﻨﺔ  2021ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ،واﻟﻘﺎﻧﻮن اﻻﺗﺤﺎدي رﻗﻢ  44ﺑﺸﺄن إﻧﺸﺎء ﻣﻜﺘﺐ اﻹﻣﺎرات ﻟﻠﺒﯿﺎﻧﺎت ،وﻛﺬﻟﻚ
اﻟﻘﺎﻧﻮن اﻻﺗﺤﺎدي رﻗﻢ  15ﻟﺴﻨﺔ  2020ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﻤﺴﺘﮭﻠﻚ ،ﺑﻤﺎ ﻓﻲ ذﻟﻚ ﺧﺼﻮﺻﯿﺔ وأﻣﻦ ﺑﯿﺎﻧﺎت اﻟﻤﺴﺘﮭﻠﻚ ،ﺑﺤﯿﺚ
ﯾﻤﻨﻊ اﺳﺘﺨﺪاﻣﮭﺎ ﻷﻏﺮاض اﻟﺘﺮوﯾﺞ واﻟﺘﺴﻮﯾﻖ .وﻋﻠﻰ اﻟﻤﺴﺘﻮى اﻟﺪوﻟﻲ ،ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ وﺿﻊ ﻣﺒﺎدئ ﻷﺧﻼﻗﯿﺎت اﻟﺬﻛﺎء
اﻻﺻﻄﻨﺎﻋﻲ ﻓﺄﺣﺪ اﻟﻤﺒﺎدئ اﻟﻤﮭﻤﺔ اﻟﺘﻲ ارﺳﺘﮭﺎ اﻟﯿﻮﻧﺴﻜﻮ ﻓﻲ اﻟﺘﻮﺻﯿﺔ اﻟﺨﺎﺻﺔ ﺑﺄﺧﻼﻗﯿﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻓﻲ دورﺗﮫ
 1ﻟﻠﻤﺰﯾﺪ اﻧﻈﺮ .ﺷﻮﯾﻜﻲ ،ﺷﻮق ﺣﺴﯿﻦ و ﻣﺤﻤﻮد إﺑﺮاھﯿﻢ ،ﻓﯿﺎض ) .(2019اﻟﻤﺴﺆوﻟﯿﺔ اﻟﻤﺪﻧﯿﺔ ﻋﻦ ﺣﻮادث اﻟﺘﺎﻛﺴﻲ اﻟﻄﺎﺋﺮ ﻓﻲ دﺑﻲ :دراﺳﺔ اﺳﺘﺸﺮاﻓﯿﺔ .ﻣﺠﻠﺔ ﺟﺎﻣﻌﺔ اﻟﺸﺎرﻗﺔ ﻟﻠﻌﻠﻮم
اﻟﻘﺎﻧﻮﻧﯿﺔ ،(2)17 .ص.338-297
2 https://u.ae/ar-ae/about-the-uae/strategies-initiatives-and-awards/federal-governments-strategies-and-plans/the-uae-strategy-for-thefourth-industrial-revolution , Access date:06/06/2022.
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اﻟﺤﺎدﯾﺔ و اﻷرﺑﻌﯿﻦ ﺑﻨﻮﻓﻤﺒﺮ2021/م ،ﻣﺒﺪأ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ و ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت و اﻟﺬي ﯾﻨﺺ ﻋﻠﻰ وﺟﻮب اﺣﺘﺮام
اﻟﺨﺼﻮﺻﯿﺔ و ﺻﻮﻧﮭﺎ طﻮال دورة ﺣﯿﺎة ﻧُﻈﻢ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ،ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ وﺿﻊ أطﺮ ﻣﻼﺋﻤﺔ ﻟﺤﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت و
أﯾﺔ آﻟﯿﺎت ﻣﺮﺗﺒﻄﺔ ﺑﮭﺎ ﺳﻮاء ﻛﺎن ذﻟﻚ ﻋﻠﻰ اﻟﺼﻌﯿﺪ اﻟﻮطﻨﻲ أو اﻟﺪوﻟﻲ  ،1ﻛﻤﺎ ﺻﺪرت اﻟﻌﺪﯾﺪ ﻣﻦ اﻟﻤﻮاﺛﯿﻖ اﻟﺪوﻟﯿﺔ
واﻟﺘﻮﺟﯿﮭﺎت اﻷوروﺑﯿﺔ ﻟﻀﻤﺎن ﺣﻤﺎﯾﺔ اﻟﺨﺼﻮﺻﯿﺔ اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ ،ﻣﻦ أھﻤﮭﺎ :اﻟﻼﺋﺤﺔ اﻟﻌﺎﻣﺔ ﻟﺤﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت رﻗﻢ 679
ﻟﺴﻨﺔ  2016واﻟﺘﻲ ﺻﺪرت ﻋﻦ اﻻﺗﺤﺎد اﻷوروﺑﻲ ﻋﺎم  2016وﺑﺪأت ﺑﺎﻟﻨﻔﺎذ ﻋﺎم  ،2 2018ﺑﺎﻹﺿﺎﻓﺔ ﻟﻠﺘﺸﺮﯾﻌﺎت اﻷﺧﺮى
ﻓﻲ ھﺬا اﻟﻤﺠﺎل ،وھﻮ ﻣﺎ ﺳﻨﺒﺤﺜﮫ ﻓﻲ إطﺎر ﺗﺤﻠﯿﻠﻲ ﻣﻘﺎرن ﻓﻲ ھﺬه اﻟﺪراﺳﺔ.
ﺛﺎﻧﯿﺎً :أھﻤﯿﺔ اﻟﻤﻮﺿﻮع
ﺗﺘﻤﺜﻞ أھﻤﯿﺔ ﻣﻮﺿﻮع ﺣﻤﺎﯾﺔ اﻟﺨﺼﻮﺻﯿﺔ ﻓﻲ ظﻞ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻣﻦ ﻧﺎﺣﯿﺘﯿﻦ :ﻓﻤﻦ اﻟﻨﺎﺣﯿﺔ
اﻟﻨﻈﺮﯾﺔ )اﻟﻌﻠﻤﯿﺔ( ﺗﺘﻤﺜﻞ أھﻤﯿﺔ ﺣﻤﺎﯾﺔ اﻟﺨﺼﻮﺻﯿﺔ ﻓﻲ ظﻞ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻓﻲ ﺗﻌﺰﯾﺰ وﻋﻲ ﻛﻞ ﻓﺮد ﺑﺤﻘﮫ
ﻓﻲ ﺣﻤﺎﯾﺔ ﺧﺼﻮﺻﯿﺘﮫ ﻣﻦ أي اﻧﺘﮭﺎﻛﺎت ﻣﻦ ﻗﺒﻞ أطﺮاف ﺛﺎﻟﺜﺔ ﻗﺪ ﺗﺴﺘﺨﺪﻣﮭﺎ أو ﺗﻌﺎﻟﺠﮭﺎ أو ﺗﺠﺮي ﻋﻠﯿﮭﺎ دراﺳﺎت دون
ﻣﻮاﻓﻘﺔ ﺻﺎﺣﺐ اﻟﺤﻖ ﻓﯿﮭﺎ .ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ ﻣﺎ ﯾﻤﺜﻠﮫ ھﺬا اﻟﻤﻮﺿﻮع ﻣﻦ ﻣﺴﺎﺋﻞ ﺟﺪﯾﺪة وإﺷﻜﺎﻟﯿﺎت ﻗﺎﻧﻮﻧﯿﺔ ﺣﯿﻮﯾﺔ ﺑﺤﺎﺟﺔ
ﻟﻺﺟﺎﺑﺔ .أﻣﺎ ﻣﻦ اﻟﻨﺎﺣﯿﺔ اﻟﺘﻄﺒﯿﻘﯿﺔ )اﻟﻌﻤﻠﯿﺔ( ﻓﺘﺘﻤﺜﻞ ﻓﻲ اﻟﺘﻄﻮر اﻟﺴﺮﯾﻊ وازدﯾﺎد ظﮭﻮر ﺗﻄﺒﯿﻘﺎت ﻟﻠﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻓﻲ
اﻟﻮﻗﺖ اﻟﺤﺎﻟﻲ ﻣﻤﺎ ﯾﺆدي إﻟﻰ ازدﯾﺎد ﺣﺎﻻت اﻧﺘﮭﺎك ﺧﺼﻮﺻﯿﺔ اﻷﻓﺮاد ،ﻣﻤﺎ ﯾﻮﺟﺐ وﺿﻊ ﺗﺸﺮﯾﻌﺎت ﻗﺎﻧﻮﻧﯿﺔ ﻟﻤﺠﺎﺑﮭﺔ
ﺻﻮر اﻧﺘﮭﺎك ھﺬا اﻟﺤﻖ ،وﺗﺒﺮز ھﺬه اﻷھﻤﯿﺔ ﻓﻲ ظﻞ ﻋﺪم وﺟﻮد ﻗﺎﻧﻮن ﻟﻠﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﺣﺘﻰ ھﺬه اﻟﻠﺤﻈﺔ ﻓﻲ دوﻟﺔ
اﻹﻣﺎرات.
ﺛﺎﻟﺜﺎً :أﺳﺒﺎب اﻟﺪراﺳﺔ
-

ﻣﻮاﻛﺒﺔ اﻟﺘﺸﺮﯾﻌﺎت اﻹﻣﺎراﺗﯿﺔ اﻟﺘﻲ ﺻﺪرت ﻣﺆﺧﺮاً ﻓﯿﻤﺎ ﯾﺨﺺ ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ.

-

زﯾﺎدة اﻻﻋﺘﺪاءات ﻋﻠﻰ ﻋﻨﺎﺻﺮ اﻟﺨﺼﻮﺻﯿﺔ اﻟﺮﻗﻤﯿﺔ.

-

ﻗﻠﺔ اﻟﻘﻀﺎﯾﺎ اﻟﻤﻌﺮوﺿﺔ ﻓﻲ اﻟﻤﻮﺿﻮع.

-

ظﮭﻮر أﺷﻜﺎل ﺟﺪﯾﺪة ﻟﺘﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ.

راﺑﻌﺎً :أھﺪاف اﻟﺪراﺳﺔ
-

ﺗﮭﺪف ھﺬه اﻟﺪراﺳﺔ إﻟﻰ اﻟﺘﻌﺮف ﻋﻠﻰ:

1 UNESCO. (2021). Recommendation on the Ethics of Artificial Intelligence, Retrieved November,2021 from
https://unesdoc.unesco.org/ark:/48223/pf0000380455 , Access date: 23/05/2022.
2 Regulation (EU) 2016/679 of the European Parlimant and of the council of 27 April 2016 on the Protection of natural persons with
regard to the processing of personal data and on the free movement of such data and repealing Directive 95/46/EC, https://eurlex.europa.eu/legalcontent/EN/TXT/
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-

ﻣﻔﮭﻮم اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ اﻟﺮﻗﻤﯿﺔ وﺗﺤﺪﯾﺪ طﺒﯿﻌﺔ ھﺬا اﻟﺤﻖ وﺑﯿﺎن اﻟﻨﻈﺮﯾﺎت اﻟﺘﻲ ﺗﺴﺎھﻢ ﻓﻲ ﺗﺤﺪﯾﺪ ﻧﻄﺎق
اﻟﺨﺼﻮﺻﯿﺔ.

-

اﻟﺘﻌﺮف ﻋﻠﻰ اﻟﻘﯿﻮد اﻟﺘﻲ ﺗﺮد ﻋﻠﻰ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ.

-

اﻟﺘﻌﺮف ﻋﻠﻰ اﻟﻤﺨﺎطﺮ اﻟﺘﻲ ﯾﺜﯿﺮھﺎ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻓﻲ ﻣﺠﺎل اﻟﺨﺼﻮﺻﯿﺔ وﻛﯿﻔﯿﺔ ﻣﻮاﺟﮭﺘﮭﺎ ﺗﺸﺮﯾﻌﯿﺎ ً.

-

ﺗﺤﺪﯾﺪ ﻛﯿﻔﯿﺔ ﺣﻤﺎﯾﺔ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﻓﻲ ظﻞ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻣﻦ ﺧﻼل اﻟﻀﻤﺎﻧﺎت اﻟﻘﺎﻧﻮﻧﯿﺔ
ﻓﻲ اﻟﻘﺎﻧﻮن اﻹﻣﺎراﺗﻲ واﻟﻤﻘﺎرن.

ﺧﺎﻣﺴﺎ ً :إﺷﻜﺎﻟﯿﺔ اﻟﺪراﺳﺔ
ﻗﺪ ﺗﺜﯿﺮ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻣﺨﺎطﺮ ﻋﺪة ﻣﻨﮭﺎ اﻧﺘﮭﺎك ﺧﺼﻮﺻﯿﺔ اﻟﻔﺮد ﻣﻦ ﻗﺒﻞ اﻟﺠﮭﺔ اﻟﻤﺨﻮل ﻟﮭﺎ
اﻻطﻼع ﻋﻠﻰ ھﺬه اﻟﺒﯿﺎﻧﺎت ،و ﺑﺎﻟﺮﻏﻢ ﻣﻦ ﺻﺪور اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ  45ﻟﺴﻨﺔ  2021ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت
اﻟﺸﺨﺼﯿﺔ إﻻ أن ﻣﻮﺿﻮع اﻟﺤﻤﺎﯾﺔ اﻟﻤﻘﺮرة ﻟﻠﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﻣﺎزال ﺑﺤﺎﺟﺔ إﻟﻰ ﻣﺰﯾﺪ ﻣﻦ اﻟﺪﻗﺔ ذﻟﻚ أن ھﺬا اﻟﻘﺎﻧﻮن
ﯾﺘﻀﻤﻦ اﻟﻌﺪﯾﺪ ﻣﻦ اﻟﺜﻐﺮات اﻟﺘﻲ ﻗﺪ ﺗﺤﻮل دون ﺗﻮﻓﯿﺮ اﻟﺤﻤﺎﯾﺔ اﻟﻔﻌﺎﻟﺔ ﻟﻠﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ ،وﯾﻨﺘﺞ ﻋﻦ ھﺬه
اﻟﻤﺸﻜﻠﺔ اﻟﺮﺋﯿﺴﯿﺔ ﻋﺪة ﺗﺴﺎؤﻻت ،ھﻲ:
ﻣﺎ اﻟﻤﻘﺼﻮد ﺑﺎﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ ،وﻣﺎ ھﻲ ﻣﻈﺎھﺮه ﻓﻲ ظﻞ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ؟ ﻣﺎ
ﻣﺪى ﻛﻔﺎﯾﺔ اﻟﻘﻮاﻋﺪ اﻟﻘﺎﻧﻮﻧﯿﺔ اﻟﺘﻘﻠﯿﺪﯾﺔ اﻟﻌﺎﻣﺔ اﻟﻤﺘﻌﻠﻘﺔ ﺑﺤﻖ اﻟﻔﺮد ﻓﻲ ﺣﻤﺎﯾﺔ ﺧﺼﻮﺻﯿﺘﮫ ﻓﻲ ظﻞ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء
اﻻﺻﻄﻨﺎﻋﻲ واﻟﺘﻲ ﺗﻮﺟﺪ ﻓﻲ ﻋﺪة ﻗﻮاﻧﯿﻦ ﻣﺘﻔﺮﻗﺔ؟ وھﻞ ﻧﺤﻦ ﺑﺤﺎﺟﺔ ﻟﻘﻮاﻋﺪ ﺟﺪﯾﺪة ﻟﺤﻤﺎﯾﺔ اﻟﺨﺼﻮﺻﯿﺔ ﻓﻲ ظﻞ ﺗﻄﺒﯿﻘﺎت
اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻓﻲ ظﻞ ﻋﺪم وﺟﻮد ﻗﺎﻧﻮن ﻣﺴﺘﻘﻞ ﻟﺤﻤﺎﯾﺔ اﻟﺨﺼﻮﺻﯿﺔ وﻋﺪم وﺟﻮد ﻗﺎﻧﻮن أو ﻗﻮاﻋﺪ ﻗﺎﻧﻮﻧﯿﺔ ﻣﺘﻌﻠﻘﺔ
ﺑﺎﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ؟.
ﺳﺎدﺳﺎً :اﻟﻤﻨﮭﺞ اﻟﻤﺘﺒﻊ
اﺗﺒﻌﺖ اﻟﺒﺎﺣﺜﺔ ﻓﻲ ھﺬه اﻟﺮﺳﺎﻟﺔ اﻟﻤﻨﮭﺞ اﻟﻮﺻﻔﻲ اﻟﺘﺤﻠﯿﻠﻲ ،ﺣﯿﺚ ﺳﯿﺘﻢ وﺻﻒ اﻟﻤﺸﻜﻠﺔ وﺑﯿﺎن ﻣﻔﮭﻮم اﻟﺤﻖ ﻓﻲ
اﻟﺨﺼﻮﺻﯿﺔ اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ وﻣﺨﺎطﺮ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻋﻠﻰ ﻋﻨﺎﺻﺮ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ وﻛﯿﻔﯿﺔ وﺿﻊ ﺣﻠﻮل ﺗﻘﻨﯿﺔ
وﺗﺸﺮﯾﻌﯿﺔ ﻟﮭﺎ ،ﻛﻤﺎ ﺳﯿﺘﻢ ﺗﺤﻠﯿﻞ اﻟﻘﻮاﻋﺪ اﻟﻘﺎﻧﻮﻧﯿﺔ اﻟﺨﺎﺻﺔ ﺑﺎﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ وﻛﯿﻔﯿﺔ ﺣﻤﺎﯾﺔ ھﺬا اﻟﺤﻖ ،ﻹﻋﻄﺎء وﺻﻒ
وﺗﺤﻠﯿﻞ ﻣﻮﺿﻮع اﻟﺒﺤﺚ ﻣﻦ ﻣﺨﺘﻠﻒ ﺟﻮاﻧﺒﮫ وﻛﺎﻓﺔ أﺑﻌﺎده ،إﺑﺮاز اﻟﺘﻄﻮرات اﻟﻌﺎﻣﺔ ﻟﻠﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﻓﻲ ظﻞ ﺗﻄﺒﯿﻘﺎت
اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ .وﺗﻌﺘﻤﺪ ھﺬه اﻟﺪراﺳﺔ ﻋﻠﻰ اﻟﻤﻨﮭﺞ اﻟﻤﻘﺎرن أﯾﻀﺎ ً ﻣﻦ ﺧﻼل ﻣﻘﺎرﻧﺔ اﻟﻘﻮاﻋﺪ اﻟﻘﺎﻧﻮﻧﯿﺔ اﻟﺨﺎﺻﺔ ﺑﺤﻤﺎﯾﺔ
اﻟﺨﺼﻮﺻﯿﺔ ﻓﻲ اﻟﻘﺎﻧﻮن اﻹﻣﺎراﺗﻲ واﻟﻘﻮاﻧﯿﻦ اﻟﻤﻘﺎرﻧﺔ ودراﺳﺔ اﻷﺣﻜﺎم اﻟﻘﻀﺎﺋﯿﺔ اﻟﺼﺎدرة واﺳﺘﻌﺮاض ﻣﻮﻗﻒ اﻟﻔﻘﮫ
اﻟﻤﻘﺎرن ﻓﻲ ھﺬا اﻟﻤﺠﺎل .وﻗﺪ ﺗﻢ اﻟﺘﺮﻛﯿﺰ ﻋﻠﻰ ﺛﻼﺛﺔ ﻗﻮاﻧﯿﻦ ﻓﻲ ھﺬا اﻟﻤﺠﺎل وھﻲ اﻟﻼﺋﺤﺔ اﻟﻌﺎﻣﺔ ﻟﺤﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت ﺑﺎﻋﺘﺒﺎرھﺎ
اﻹطﺎر اﻟﻌﺎم ﻟﺤﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻋﻠﻰ اﻟﻤﺴﺘﻮى اﻟﺪوﻟﻲ ،واﻟﻘﺎﻧﻮن اﻹﻣﺎراﺗﻲ وﻛﺬﻟﻚ اﻟﻘﺎﻧﻮن اﻟﻤﺼﺮي ،وﻗﺪ ﯾﺘﻢ
اﻹﺷﺎرة إﻟﻰ ﺑﻌﺾ اﻟﺘﺸﺮﯾﻌﺎت اﻷﺧﺮى إن اﻗﺘﻀﺖ اﻟﺤﺎﺟﺔ .و ﻣﻦ أﺟﻞ ذﻟﻚ ﻓﻘﺪ ﺗﻢ ﺗﻘﺴﯿﻢ اﻟﺪراﺳﺔ إﻟﻰ ﻓﺼﻠﯿﻦ رﺋﯿﺴﯿﻦ:
• اﻟﻔﺼﻞ اﻟﺜﺎﻧﻲ :ﻣﺎھﯿﺔ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ ﻓﻲ ظﻞ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ
• اﻟﻔﺼﻞ اﻟﺜﺎﻟﺚ :ﻣﻀﻤﻮن اﻟﺤﻤﺎﯾﺔ اﻟﻘﺎﻧﻮﻧﯿﺔ ﻟﻠﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ ﻓﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ.
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اﻟﻔﺼﻞ اﻟﺜﺎﻧﻲ :ﻣﺎھﯿﺔ اﻟﺨﺼﻮﺻﯿﺔ اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ ﻓﻲ ظﻞ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ
ﺗﻤﮭﯿﺪ و ﺗﻘﺴﯿﻢ
ﻟﻘﺪ ﻓﺮض ﻣﻮﺿﻮع اﻟﺨﺼﻮﺻﯿﺔ واﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻧﻔﺴﮫ ﻓﻲ ظﻞ اﻧﺘﺸﺎر وﺳﺎﺋﻞ اﻟﺘﻮاﺻﻞ اﻻﺟﺘﻤﺎﻋﻲ واﻟﻌﺎﻟﻢ
اﻻﻓﺘﺮاﺿﻲ اﻟﻤﻌﺰز ﺑﺴﺒﺐ اﻟﺘﻔﺎﻋﻞ ﺑﯿﻦ وﺳﺎﺋﻞ اﻹﻋﻼم ووﺳﺎﺋﻞ اﻻﺗﺼﺎل واﻟﺘﻘﻨﯿﺎت اﻻﻟﻜﺘﺮوﻧﯿﺔ ،وﻗﺪ زاد ذﻟﻚ ﻣﻊ ظﮭﻮر
ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ اﻟﺘﻲ ﺑﺪأت ﺗﻤﺲ ﻛﻞ ﺟﻮاﻧﺐ اﻟﺤﯿﺎة ﻓﻲ اﻟﻮﻗﺖ اﻟﺤﺎﻟﻲ .وﻧﺸﯿﺮ ھﻨﺎ إﻟﻰ أن اﻟﺤﻖ ﻓﻲ
اﻟﺨﺼﻮﺻﯿﺔ ﯾﻌﺘﺒﺮ أﺣﺪ أھﻢ اﻟﺤﻘﻮق اﻟﺘﻲ ﯾﺘﻤﺘﻊ ﺑﮭﺎ اﻹﻧﺴﺎن ﻓﻲ اﻟﻮﻗﺖ اﻟﺤﺎﻟﻲ ،وﻻ ﯾﺨﻔﻰ ﻋﻠﻰ أﺣﺪ ﻣﺎ ﺗﻤﺜﻠﮫ اﻟﺨﺼﻮﺻﯿﺔ
وﺣﺮﻣﺔ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ﻣﻦ أھﻤﯿﺔ ﻛﺒﯿﺮة وﺣﺎﺟﺔ ﻣﺎﺳﺔ ﻟﻜﻞ ﺷﺨﺺ ﯾﻌﯿﺶ ﻓﻲ اﻟﻤﺠﺘﻤﻊ وﺧﺼﻮﺻﺎ ً ﻓﻲ ظﻞ اﻟﻌﻮﻟﻤﺔ واﻧﺘﺸﺎر
وﺳﺎﺋﻞ اﻟﺘﻮاﺻﻞ اﻻﺟﺘﻤﺎﻋﻲ وﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ واﻟﺘﻄﻮر اﻟﻌﻠﻤﻲ واﻟﺘﻜﻨﻮﻟﻮﺟﻲ اﻟﺬي أﻓﺮز ﺻﻮراً ﺟﺪﯾﺪة
ﻟﻠﻤﺴﺎس ﺑﺎﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﻟﻢ ﺗﻜﻦ ﺷﺎﺋﻌﺔ ﻣﻦ ﻗﺒﻞ ﻛﺎن آﺧﺮھﺎ اﻟﺤﺪﯾﺚ ﻋﻦ ﺗﻘﻨﯿﺎت اﻟﻤﯿﺘﺎﻓﯿﺮس ،ﺣﯿﺚ ﺑﺪأ ﻣﻮﺿﻮع
ﺧﺼﻮﺻﯿﺔ اﻟﺒﯿﺎﻧﺎت ﯾﺠﺴﺪ ﻣﻮﺿﻮﻋﺎ ً ﻣﮭﻤﺎ ً وﯾﺸﻐﻞ ﺑﺎل اﻟﻤﺸﺮﻋﯿﻦ وﻣﺴﺘﺨﺪﻣﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻓﻲ اﻟﺴﻨﻮات
اﻷﺧﯿﺮة ،وﺗﺰاﯾﺪت اﻟﻤﻄﺎﻟﺒﺎت ﺑﻤﺰﯾﺪ ﻣﻦ اﻟﺸﻔﺎﻓﯿﺔ ﻓﻲ ﻋﻤﻠﯿﺔ ﺟﻤﻊ اﻟﺒﯿﺎﻧﺎت وﺗﺨﺰﯾﻨﮭﺎ واﺳﺘﺨﺪاﻣﮭﺎ وﻧﻘﻠﮭﺎ ﻟﻠﻐﯿﺮ وإﻋﻄﺎء
اﻟﻤﺴﺘﺨﺪﻣﯿﻦ اﻟﺴﯿﻄﺮة ﻋﻠﯿﮭﺎ .وﻗﺪ أﺻﺒﺤﺖ ھﺬه اﻟﺘﻄﺒﯿﻘﺎت ﺗﻤﺜﻞ ﺧﻄﺮاً ﻛﺒﯿﺮاً ﻋﻠﻰ ﺧﺼﻮﺻﯿﺔ اﻷﻓﺮاد وﺳﺮﯾﺔ ﺑﯿﺎﻧﺎﺗﮭﻢ
اﻟﺸﺨﺼﯿﺔ وﺣﻘﮭﻢ ﻓﻲ اﻟﺼﻮرة أﻛﺜﺮ ﻣﻦ أي وﻗﺖ ﻣﻀﻰ ،ﻓﻤﻊ ﺗﺰاﯾﺪ اﺳﺘﺨﺪام ھﺬه اﻟﺘﻄﺒﯿﻘﺎت وﺳﮭﻮﻟﺔ ﺣﻔﻆ اﻟﺒﯿﺎﻧﺎت ﺑﻜﻤﯿﺎت
ھﺎﺋﻠﺔ وﺳﺮﻋﺔ ﻧﻘﻠﮭﺎ وﺗﺪاوﻟﮭﺎ ،ﺑﺪأت اﻟﻤﺨﺎوف ﺣﻮل اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺗﺘﺰاﯾﺪ ﺧﺼﻮﺻﺎ ً ﻣﻊ ﺑﺮوز اﻟﻘﯿﻤﺔ اﻟﺘﺠﺎرﯾﺔ ﻟﻠﺒﯿﺎﻧﺎت
اﻟﺸﺨﺼﯿﺔ ﻓﻲ ظﻞ ﺗﻄﻮر اﻟﺘﺠﺎرة اﻻﻟﻜﺘﺮوﻧﯿﺔ ،ﻣﻤﺎ أﺛﺎر اﻟﺘﺴﺎؤﻻت ﺣﻮل ﺗﺄﺛﯿﺮ ھﺬه اﻟﺘﻄﺒﯿﻘﺎت ﻋﻠﻰ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ.
وھﺬا ﻣﺎ دﻓﻊ اﻟﺪول واﻟﮭﯿﺌﺎت اﻟﺪوﻟﯿﺔ وﻣﻮاﻗﻊ اﻟﺘﻮاﺻﻞ اﻻﺟﺘﻤﺎﻋﻲ ﻧﻔﺴﮭﺎ إﻟﻰ اﻟﺘﻨﺒﮫ ﻟﻀﺮورة وﺿﻊ إطﺎر ﻗﺎﻧﻮﻧﻲ ﯾﻨﻈﻢ
اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﺑﺠﻤﯿﻊ ﺻﻮره وﺗﺤﺪﯾﺪ ﺣﻘﻮق اﻷﻓﺮاد واﻟﺘﺰاﻣﺎت اﻟﺪوﻟﺔ واﻟﻤﺆﺳﺴﺎت واﻟﮭﯿﺌﺎت واﻷﻓﺮاد ﻟﻠﺤﯿﻠﻮﻟﺔ
دون اﻟﻤﺴﺎس ﺑﮭﺬا اﻟﺤﻖ .ﻣﻦ أﺟﻞ ذﻟﻚ ،ﻓﻘﺪ ﻛﺮﺳﺖ ھﺬا اﻟﺤﻖ دﺳﺎﺗﯿﺮ اﻟﺪول وﻗﻮاﻧﯿﻨﮭﺎ ،ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ اﻟﻤﻮاﺛﯿﻖ اﻟﺪوﻟﯿﺔ
وإﻋﻼﻧﺎت ﺣﻘﻮق اﻹﻧﺴﺎن ﺟﻨﺒﺎ إﻟﻰ ﺟﻨﺐ ﻣﻊ اﻻھﺘﻤﺎم اﻟﻘﻀﺎﺋﻲ اﻟﻮطﻨﻲ واﻟﺪوﻟﻲ ﺑﮭﺬا اﻟﺤﻖ .ﻓﻘﺪ اﻋﺘﻨﺖ اﻟﺘﺸﺮﯾﻌﺎت
اﻹﻣﺎراﺗﯿﺔ ﺑﮭﺬا اﻟﺤﻖ ﻣﻦ ﺟﻮاﻧﺒﮫ اﻟﻤﺨﺘﻠﻔﺔ وﻓﻲ ﺗﺸﺮﯾﻌﺎت ﻣﺘﻌﺪدة ﻟﺘﺄﻛﯿﺪ ھﺬا اﻟﺤﻖ وﺗﻜﺮﯾﺲ ﺻﻮره اﻟﻤﺨﺘﻠﻔﺔ ﺑﺪءاً ﻣﻦ
اﻟﺪﺳﺘﻮر اﻹﻣﺎراﺗﻲ ﻓﻲ اﻟﻤﺎدة ) (31ﻣﻨﮫ اﻟﺘﻲ ﺗﺘﻄﺮق ﻟﺤﻤﺎﯾﺔ ﺳﺮﯾﺔ اﻟﻤﺮاﺳﻼت ووﺳﺎﺋﻞ اﻻﺗﺼﺎل ﺑﺠﻤﯿﻊ أﺷﻜﺎﻟﮭﺎ ،واﻟﻤﺎدة
) (36اﻟﺘﻲ ﺗﺘﻨﺎول ﺣﺮﻣﺔ اﻟﻤﺴﺎﻛﻦ وﻋﺪم ﺟﻮاز دﺧﻮﻟﮭﺎ ﺑﺄي ﺷﻜﻞ ﻣﻦ اﻷﺷﻜﺎل إﻻ وﻓﻘﺎ ً ﻷﺣﻜﺎم اﻟﻘﺎﻧﻮن ،وﻗﻮاﻧﯿﻦ اﻟﻌﻘﻮﺑﺎت
واﻟﻤﻌﺎﻣﻼت اﻟﻤﺪﻧﯿﺔ واﻟﺠﺮاﺋﻢ اﻹﻟﻜﺘﺮوﻧﯿﺔ واﻟﻤﻌﺎﻣﻼت اﻻﻟﻜﺘﺮوﻧﯿﺔ وﺻﻮﻻً إﻟﻰ اﻟﻤﺮﺳﻮم ﺑﺎﻟﻘﺎﻧﻮن اﻻﺗﺤﺎدي اﻟﺠﺪﯾﺪ
اﻟﺨﺎص ﺑﺤﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻟﺴﻨﺔ  ،2021وﯾﺄﺗﻲ اﻟﺒﺤﺚ ﻓﻲ ﺣﻤﺎﯾﺔ اﻟﺨﺼﻮﺻﯿﺔ ﻓﻲ ظﻞ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻟﺒﯿﺎن
أﺣﻜﺎم ھﺬا اﻟﺤﻖ ﻓﻲ اﻟﺘﺸﺮﯾﻊ اﻹﻣﺎراﺗﻲ وﻣﻘﺎرﻧﺘﮫ ﺑﺎﻟﺘﺸﺮﯾﻌﺎت اﻟﻮطﻨﯿﺔ واﻟﺪوﻟﯿﺔ ﻟﻀﻤﺎن ﺗﻜﺮﯾﺲ ھﺬا اﻟﺤﻖ وﺑﯿﺎن ﺻﻮر
اﻻﻋﺘﺪاء ﻋﻠﯿﮫ وﺗﺤﺪﯾﺪ أھﻢ اﻟﻀﻤﺎﻧﺎت واﻟﻮﺳﺎﺋﻞ اﻟﻤﺘﺎﺣﺔ ﻟﻸﻓﺮاد ﻟﻤﻨﻊ وﻗﻮع أي ﻣﺴﺎس ﺑﮭﺬا اﻟﺤﻖ وﻣﺠﺎﺑﮭﺔ ﻛﻞ ﺻﻮر
اﻻﻋﺘﺪاء وﺿﻤﺎن ﺣﻖ اﻟﻔﺮد ﺑﺎﻟﺤﺼﻮل ﻋﻠﻰ اﻟﺘﻌﻮﯾﺾ ﻋﻤﺎ أﺻﺎﺑﮫ ﻣﻦ أﺿﺮار ﺑﺴﺒﺐ اﻧﺘﮭﺎك ھﺬا اﻟﺤﻖ .وﻧﺘﻨﺎول ﻓﻲ
اﻟﻤﺒﺤﺚ اﻷول ﻣﻔﮭﻮم اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ ﺛﻢ ﻧﺘﻄﺮق ﻟﻨﻄﺎق وﻣﻀﻤﻮن ھﺬا اﻟﺤﻖ ﻓﻲ اﻟﻤﺒﺤﺚ اﻟﺜﺎﻧﻲ.
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اﻟﻤﺒﺤﺚ اﻷول :ﻣﻔﮭﻮم اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ

ﺗﻤﮭﯿﺪ و ﺗﻘﺴﯿﻢ
ﯾﺮﺗﺒﻂ اﻟﺤﻖ ﻓﻲ ﺧﺼﻮﺻﯿﺔ اﻟﻤﻌﻠﻮﻣﺎت ﺑﺎﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ اﻟﺮﻗﻤﯿﺔ ،ﻓﺎﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ
ﯾﺘﻀﻤﻦ ﺛﻼﺛﺔ ﻣﻜﻮﻧﺎت أﺳﺎﺳﯿﺔ ﺗﺘﻌﻠﻖ ﺑﺎﻟﺠﺎﻧﺐ اﻟﻤﻜﺎﻧﻲ ﻟﮭﺬا اﻟﺤﻖ ،ﻛﺤﻖ اﻟﻤﺴﻜﻦ ،وﺟﺎﻧﺐ آﺧﺮ ﯾﺘﻌﻠﻖ ﺑﺬات اﻟﺸﺨﺺ،
ﻛﺤﺮﻣﺔ ﺣﯿﺎﺗﮫ اﻟﺨﺎﺻﺔ وﻛﺮاﻣﺘﮫ وﺣﺮﯾﺔ اﻟﺘﻨﻘﻞ ،وﺟﺎﻧﺐ ﺛﺎﻟﺚ ﯾﺘﻌﻠﻖ ﺑﺤﻤﺎﯾﺔ ﻣﻌﻠﻮﻣﺎﺗﮫ وﺳﺮﯾﺘﮭﺎ  .1وﻟﺘﺤﺪﯾﺪ ﻣﻔﮭﻮم اﻟﺤﻖ
ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ ﻻﺑﺪ ﻟﻨﺎ إذا ﻣﻦ اﻟﺘﻌﺮﯾﻒ ﺑﮭﺬا اﻟﺤﻖ ﻓﻲ اﻟﻤﻄﻠﺐ اﻷول ،ﺛﻢ ﺗﺤﺪﯾﺪ طﺒﯿﻌﺘﮫ اﻟﻘﺎﻧﻮﻧﯿﺔ وﺗﻤﯿﯿﺰه
ﻋﻦ ﻏﯿﺮه ﻣﻦ اﻟﺤﻘﻮق ﻓﻲ اﻟﻤﻄﻠﺐ اﻟﺜﺎﻧﻲ.

اﻟﻤﻄﻠﺐ اﻷول :اﻟﺘﻌﺮﯾﻒ ﺑﺎﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ
وﻧﺘﻄﺮق ﻓﻲ ھﺬا اﻟﻤﻄﻠﺐ إﻟﻰ اﻟﻤﻘﺼﻮد ﺑﺎﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ وطﺒﯿﻌﺘﮫ اﻟﻘﺎﻧﻮﻧﯿﺔ ،واﻹطﺎر اﻟﻘﺎﻧﻮﻧﻲ ﻟﮫ.

اﻟﻔﺮع اﻷول :اﻟﻤﻘﺼﻮد ﺑﺎﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ
ﯾﻌﺘﺒﺮ وﺿﻊ ﺗﻌﺮﯾﻒ ﻣﻨﻀﺒﻂ ﻟﻠﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﺑﺸﻜﻞ ﻋﺎم ﻣﮭﻤﺔ ﺻﻌﺒﺔ ﻓﻲ ظﻞ ﻋﺪم وﺟﻮد ﺗﻌﺮﯾﻒ ﺗﺸﺮﯾﻌﻲ
واﺧﺘﻼف اﻹﺗﺠﺎھﺎت اﻟﻔﻘﮭﯿﺔ ﻓﻲ ﺗﺤﺪﯾﺪه ﻣﻦ ﺣﯿﺚ اﺧﺘﻼف اﻟﺰاوﯾﺔ اﻟﺘﻲ ﯾﻨﻈﺮ ﻓﯿﮭﺎ إﻟﻰ ھﺬا اﻟﺤﻖ ،ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ اﻟﻄﺒﯿﻌﺔ
اﻟﻨﺴﺒﯿﺔ ﻟﻠﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ واﺧﺘﻼﻓﮭﺎ ﻓﻲ اﻟﺰﻣﺎن واﻟﻤﻜﺎن .أﻣﺎ ﻟﻐﺔ ،ﻓﯿﻘﺼﺪ ﺑﺎﻟﺨﺼﻮﺻﯿﺔ ﺣﺎﻟﺔ اﻟﺨﺼﻮص،
واﻟﺨﺼﻮص ﻧﻘﯿﺾ اﻟﻌﻤﻮم ،واﻟﺨﺎﺻﺔ ﺧﻼف اﻟﻌﺎﻣﺔ ،وﯾﻘﺎل ﺧﺼﮫ اﻟﺸﻲء ﯾﺨﺼﮫ ﺧﺼﺎ ً وﺧﺼﻮﺻﯿﺔ ،واﻟﻔﺘﺢ أﻓﺼﺢ
وﺧﺎﺻﺔ اﻟﺸﻲء ﻣﺎ ﯾﺨﺘﺺ ﺑﮫ دون ﻏﯿﺮه أي ﯾﻨﻤﻮ ﺑﮫ ،وﯾﻘﺎل اﺧﺘﺺ ﻓﻼن ﺑﺎﻷﻣﺮ وﺗﺨﺼﺺ ﻟﮫ إذا اﻧﻔﺮد وﺧﺺ ﻏﯿﺮه
ﺑﺒﺮه ،وﯾﻘﺎل ﻓﻼن ﯾﺨﺺ ﺑﻔﻼن أي ﺧﺎص ﺑﮫ وﻟﮫ ﺑﮫ ﺧﺼﯿﺼﺔ ،واﻟﺨﺎﺻﺔ ﻣﺎ ﺗﺨﺼﮫ ﻟﻨﻔﺴﻚ.

2

وﻓﻲ اﻻﺻﻄﻼح ،ﻓﻘﺪ اﺧﺘﻠﻒ اﻟﻔﻘﮫ واﻟﻘﻀﺎء واﻟﻘﺎﻧﻮن اﻟﻤﻘﺎرن ﻓﻲ ﺗﺤﺪﯾﺪ اﻟﻤﻘﺼﻮد ﺑﺎﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ،
ﻓﺬھﺐ ﺑﻌﻀﮭﻢ إﻟﻰ اﻟﺘﻮﺳﻊ ﻓﻲ اﻟﻤﻘﺼﻮد ﺑﺎﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ،ﺑﯿﻨﻤﺎ ذھﺐ آﺧﺮون إﻟﻰ ﺗﻀﯿﯿﻖ ﻧﻄﺎق ھﺬا اﻟﺤﻖ،
وﺳﻨﺘﻄﺮق إﻟﻰ ﺗﻮﺿﯿﺢ ھﺬﯾﻦ اﻻﺗﺠﺎھﯿﻦ.

أوﻻ :اﻟﺘﻌﺮﯾﻒ اﻟﻮاﺳﻊ
ﯾﺮﺗﺒﻂ ﻣﻔﮭﻮم اﻟﺨﺼﻮﺻﯿﺔ وﻓﻘﺎ ﻟﮭﺬا اﻻﺗﺠﺎه ﺑﻤﻔﮭﻮم اﻟﺤﺮﯾﺔ  ،3وﻻ ﯾﻘﯿﺪ أﺻﺤﺎب ھﺬا اﻻﺗﺠﺎه ﻋﻨﺎﺻﺮ اﻟﺤﻖ ﻓﻲ
اﻟﺨﺼﻮﺻﯿﺔ ،ﺑﻞ أن ﺻﺎﺣﺐ اﻟﺤﻖ ھﻮ ﻣﻦ ﯾﺤﺪد ﻧﻄﺎق ﺧﺼﻮﺻﯿﺘﮫ ،وﻗﺪ ﺗﻢ ﺗﺒﻨﻲ ھﺬا اﻻﺗﺠﺎه ﻓﻲ اﻟﺘﻌﺮﯾﻒ اﻟﺬي وﺿﻌﮫ
ﻣﻌﮭﺪ اﻟﻘﺎﻧﻮن اﻷﻣﺮﯾﻜﻲ ،وﻗﺪ أﺻﺒﺢ ﯾﺘﻤﺘﻊ ﺑﻘﯿﻤﺔ ھﺎﻣﺔ ﻓﻲ اﻟﻮﻻﯾﺎت اﻟﻤﺘﺤﺪة اﻷﻣﺮﯾﻜﯿﺔ وھﻮ ﯾﺸﯿﺮ إﻟﻰ اﻟﺨﺼﻮﺻﯿﺔ ﻣﻦ
زاوﯾﺔ اﻟﻤﺴﺎس ﺑﮭﺎ ﻗﺎﺋﻼً" :ﻛﻞ ﺷﺨﺺ ﯾﻨﺘﮭﻚ ﺑﺼﻮرة ﺟﺪﯾﺔ وﺑﺪون وﺟﮫ ﺣﻖ،ﺣﻖ ﺷﺨﺺ آﺧﺮ ﻓﻲ أن ﺗﺼﻞ أ ُ ُﻣﻮره

 1اﻷھﻮاﻧﻲ ،ﺣﺴﺎم اﻟﺪﯾﻦ ) .(2000اﻟﺤﻖ ﻓﻲ اﺣﺘﺮام اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ،اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ )ص .(132اﻟﻄﺒﻌﺔ اﻟﺜﺎﻧﯿﺔ .اﻟﻘﺎھﺮة :دار اﻟﻨﮭﻀﺔ اﻟﻌﺮﺑﯿﺔ.
 2أﻧﯿﺲ ،إﺑﺮاھﯿﻢ و آﺧﺮون ) .(1972اﻟﻤﻌﺠﻢ اﻟﻮﺳﯿﻂ )ص .(238-237اﻟﻄﺒﻌﺔ اﻟﺜﺎﻧﯿﺔ )اﻟﺠﺰء اﻷول( .ﻣﺼﺮ  :دار اﻟﻤﻌﺎرف.
 3راﺟﻊ ،ﺑﺤﺮ ،ﻣﻤﺪوح ﺧﻠﯿﻞ ) .(2011ﺣﻤﺎﯾﺔ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ﻓﻲ اﻟﻘﺎﻧﻮن اﻟﺠﻨﺎﺋﻲ -دراﺳﺔ ﻣﻘﺎرﻧﺔ – )ص .(213اﻟﻘﺎھﺮة  :دار اﻟﻨﮭﻀﺔ اﻟﻌﺮﺑﯿﺔ ،و ﻛﺬﻟﻚ ﻋﺮب ،ﯾﻮﻧﺲ )2002م(.
اﻟﺨﺼﻮﺻﯿﺔ وﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت ﻓﻲ اﻟﻌﺼﺮ اﻟﺮﻗﻤﻲ -اﻟﺠﺰء اﻟﺜﺎﻧﻲ– ﻣﻨﺸﻮرات اﺗﺤﺎد اﻟﻤﺼﺎرف اﻟﻌﺮﺑﯿﺔ ،-ص.54
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وأﺣﻮا ِﻟﮫ إﻟﻰ ﻋﻠﻢ اﻟﻐﯿﺮ ،و ﺗﻜﻮن ﺻﻮرﺗﮫ ﻋﺮﺿﺔ ﻷﻧﻈﺎر اﻟﺠﻤﮭﻮر ﯾﻌﺘﺒﺮ ﻣﺴﺆوﻻ أﻣﺎم اﻟﻤﻌﺘﺪى ﻋﻠﯿﮫ"  .1وﻧﻼﺣﻆ أن
اﻟﺘﻌﺮﯾﻒ اﻟﺬي وﺿﻌﮫ ﻣﻌﮭﺪ اﻟﻘﺎﻧﻮن اﻷﻣﺮﯾﻜﻲ ﻟﻠﺨﺼﻮﺻﯿﺔ أﻓﺮد أﺣﺪ ﻋﻨﺎﺻﺮ اﻟﺨﺼﻮﺻﯿﺔ ﻓﻘﻂ )اﻟﺼﻮرة( ،وﻟﻢ ﯾﺘﻄﺮق
ﻟﺬﻛﺮ اﻟﻌﻨﺎﺻﺮ اﻷﺧﺮى ،ﻓﻘﺪ ذھﺐ إﻟﻰ أن اﻟﺨﺼﻮﺻﯿﺔ ﺗﻨﺘﮭﻚ ﻋﻨﺪﻣﺎ ﯾﻘﻮم أﺣﺪ اﻷﻓﺮاد ﺑﺠﻌﻞ ﺻﻮرة ﻓﺮد آﺧﺮ ﻋﺮﺿﮫ
ﻷﻧﻈﺎر اﻟﺠﻤﮭﻮر دون ﻋﻠﻢ ﺻﺎﺣﺐ اﻟﺼﻮرة ﺑﺬﻟﻚ .ﻛﻤﺎ ذھﺐ ﻣﺆﺗﻤﺮ رﺟﺎل اﻟﻘﺎﻧﻮن اﻟﻤﻨﻌﻘﺪ ﻓﻲ اﺳﺘﻜﮭﻮﻟﻢ ﻓﻲ ﻣﺎﯾﻮ ﺳﻨﺔ
 1967إﻟﻰ أن اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﯾﻌﻨﻲ "ﺣﻖ اﻟﻔﺮد ﻓﻲ ان ﯾﻌﯿﺶ ﺣﯿﺎﺗﮫ ﺑﻤﻨﺄى ﻋﻦ اﻷﻓﻌﺎل اﻵﺗﯿﺔ :اﻟﺘﺪﺧﻞ ﻓﻲ ﺣﯿﺎة
أﺳﺮﺗﮫ أو ﻣﻨﺰﻟﮫ ،اﻟﺘﺪﺧﻞ ﻓﻲ ﻛﯿﺎﻧﮫ اﻟﺒﺪﻧﻲ أو اﻟﻌﻘﻠﻲ أو ﺣﺮﯾﺘﮫ اﻷﺧﻼﻗﯿﺔ أو اﻟﻌﻘﻠﯿﺔ ،اﻻﻋﺘﺪاء ﻋﻠﻰ ﺷﺮﻓﮫ أو ﺳﻤﻌﺘﮫ ،وﺿﻌﮫ
ﺗﺤﺖ اﻷﺿﻮاء اﻟﻜﺎذﺑﺔ ،إذاﻋﺔ وﻗﺎﺋﻊ ﺗﺘﺼﻞ ﺑﺤﯿﺎﺗﮫ اﻟﺨﺎﺻﺔ ،اﺳﺘﻌﻤﺎل اﺳﻤﮫ أو ﺻﻮرﺗﮫ ،ﻟﻠﺘﺠﺴﺲ واﻟﺘﻠﺼﺺ ،اﻟﺘﺪﺧﻞ
ﻓﻲ اﻟﻤﺮاﺳﻼت ،ﺳﻮء اﺳﺘﻌﻤﺎل اﻻﺗﺼﺎﻻت اﻟﺨﺎﺻﺔ اﻟﻤﻜﺘﻮﺑﺔ أو اﻟﺸﻔﻮﯾﺔ ،إﻓﺸﺎء اﻟﻤﻌﻠﻮﻣﺎت اﻟﺘﻲ ﺗﺼﻞ إﻟﯿﮫ ﺑﺤﻜﻢ اﻟﺜﻘﺔ
ﻓﻲ اﻟﻤﮭﻨﺔ"  .2وﻧﻼﺣﻆ أن ﺗﻌﺮﯾﻒ اﻟﺨﺼﻮﺻﯿﺔ اﻟﺬي ﺗﻢ وﺿﻌﮫ ﻣﻦ ﻗﺒﻞ ﻣﺆﺗﻤﺮ رﺟﺎل اﻟﻘﺎﻧﻮن ﻟﻢ ﯾﻔﺮد ھﺬه اﻟﻔﻜﺮة ﻓﻲ ﻣﺎ
ﯾﺨﺺ اﻟﻔﺮد ذاﺗﮫ ﺑﻞ ﺗﻌﺪى ذﻟﻚ إﻟﻰ أﺳﺮﺗﮫ وﻣﻨﺰﻟﮫ ،ﻣﻦ ﺗﺪﺧﻞ ﺑﺪﻧﻲ أو ﻋﻘﻠﻲ أو ﺣﺮﯾﺘﮫ اﻷﺧﻼﻗﯿﺔ أو اﻟﻌﻘﻠﯿﺔ ،اﻻﻋﺘﺪاء
ﻋﻠﻰ ﺷﺮﻓﮫ أو ﺳﻤﻌﺘﮫ ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ إذاﻋﺔ وﻗﺎﺋﻊ ﺗﺘﺼﻞ ﺑﺤﯿﺎﺗﮫ اﻟﺨﺎﺻﺔ ،و اﺳﺘﻌﻤﺎل اﺳﻤﮫ أو ﺻﻮرﺗﮫ ،واﻟﺘﺠﺴﺲ
واﻟﺘﻠﺼﺺ ،و اﻟﺘﺪﺧﻞ ﻓﻲ اﻟﻤﺮاﺳﻼت ،وﺳﻮء اﺳﺘﻌﻤﺎل اﻻﺗﺼﺎﻻت اﻟﺨﺎﺻﺔ اﻟﻤﻜﺘﻮﺑﺔ او اﻟﺸﻔﻮﯾﺔ ،وإﻓﺸﺎء اﻟﻤﻌﻠﻮﻣﺎت
اﻟﺘﻲ ﺗﺼﻞ إﻟﯿﮫ ﺑﺤﻜﻢ اﻟﺜﻘﺔ ﻓﻲ اﻟﻤﮭﻨﺔ.

ﺛﺎﻧﯿﺎ :اﻟﺘﻌﺮﯾﻒ اﻟﻀﯿﻖ
وﯾﺮﺗﺒﻂ ﻣﻔﮭﻮم اﻟﺨﺼﻮﺻﯿﺔ وﻓﻘﺎ ﻟﮭﺬا اﻻﺗﺠﺎه ﺑﺤﻖ اﻟﺸﺨﺺ ﺑﺎﻻﺣﺘﻔﺎظ ﺑﺴﺮﯾﺔ ﺣﯿﺎﺗﮫ اﻟﺨﺎﺻﺔ ،وﺣﻘﮫ ﻓﻲ أن
ﯾﻌﯿﺶ وﺣﯿﺪاً ﻓﻲ ﻋﺰﻟﺔ وأﻟﻔﺔ وﺳﻜﯿﻨﺔ  .3ﻛﻤﺎ ﻋﺮﻓﮫ اﻟﻔﻘﯿﮫ اﻟﻔﺮﻧﺴﻲ ﻛﺎرﺑﻮﻧﯿﯿﮫ ﺑﺄﻧﮫ" :ﺣﻖ اﻟﺸﺨﺺ ﻓﻲ اﻟﻤﺠﺎل اﻟﺨﺎص
ﻟﺤﯿﺎﺗﮫ ﺑﺤﯿﺚ ﯾﺴﺘﻄﯿﻊ أن ﯾﻌﯿﺶ ﺑﻤﻨﺄى ﻋﻦ اﻵﺧﺮﯾﻦ،أي اﻟﺤﻖ ﻓﻲ اﺣﺘﺮام اﻟﺨﺼﻮﺻﯿﺔ اﻟﻄﺒﯿﻌﯿﺔ ﻟﻠﻔﺮد ،واﻟﺤﻖ ﺑﺄن ﯾﻌﯿﺶ
ﺑﮭﺪوء" ،ﻛﻤﺎ ﻋﺮﻓﮫ اﻷﺳﺘﺎذ ﻛﺎﺑﺎن ﺑﺄﻧﮫ" :ﺣﻖ ﻛﻞ ﺷﺨﺺ ﺑﺄن ﯾﻌﯿﺶ ﻓﻲ ﺳﻼم وﺳﻜﯿﻨﺔ"  .4وذھﺐ اﻟﻘﺎﺿﻲ COOLEY
إﻟﻰ ﺗﻌﺮﯾﻔﮫ ﺑﺄﻧﮫ" :أن ﯾﺘﺮك اﻹﻧﺴﺎن وﺷﺄﻧﮫ"  .5وﺑﺎﻟﺮﻏﻢ ﻣﻤﺎ ذﻛﺮ ﺳﺎﺑﻘﺎ ً ﻣﻦ ﺗﻌﺮﯾﻒ واﺳﻊ وﺿﯿﻖ ﻟﻠﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ،
إﻻ أن ﻓﻜﺮة اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﺗﺘﻤﯿﺰ ﺑﻜﻮﻧﮭﺎ ﻓﻜﺮة ﻣﺮﻧﺔ ،ﺗﺘﻐﯿﺮ ﺣﺴﺐ ﺗﻐﯿﺮ اﻟﻤﺠﺘﻤﻊ ،ﺑﺎﺧﺘﻼف اﻟﻌﺎدات واﻟﺘﻘﺎﻟﯿﺪ ﻣﻦ
ﻣﺠﺘﻤﻊ ﻵﺧﺮ ،ﻟﺬﻟﻚ ﻓﻤﻦ اﻟﺼﻌﺐ وﺿﻊ ﺗﻌﺮﯾﻒ دﻗﯿﻖ وﻣﺤﺪد وﺷﺎﻣﻞ ﻟﮭﺎ ،وﺑﺎﻟﺮﻏﻢ ﻣﻦ اﺗﻔﺎق اﻟﺪﺳﺎﺗﯿﺮ  6واﻟﺘﺸﺮﯾﻌﺎت
اﻟﺤﺪﯾﺜﺔ ﻋﻠﻰ أھﻤﯿﺔ ﺣﻤﺎﯾﺔ ھﺬا اﻟﺤﻖ إﻻ أﻧﮫ ﻟﻢ ﯾﺮد ﺗﻌﺮﯾﻒ ﻟﮭﺬا اﻟﺤﻖ ﻓﻲ اﻟﺪﺳﺎﺗﯿﺮ أو اﻟﺘﺸﺮﯾﻌﺎت اﻟﺨﺎﺻﺔ اﻟﺘﻰ ﻗﺮرت

 1ﺗﻌﺮﯾﻒ ﻣﻌﮭﺪ اﻟﻘﺎﻧﻮن اﻷﻣﺮﯾﻜﻲ ﻣﻮﺟﻮد ﻟﺪى ﺳﺎﺟﺖ ،ﺷﺎﻛﺮ ) .(2016اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﻛﺤﻖ ﻣﻦ ﺣﻘﻮق اﻹﻧﺴﺎن .ﺑﺤﺚ ﻣﻘﺪم إﻟﻰ ﻣﺮﻛﺰ اﻟﻨﻤﺎء ﻟﺤﻘﻮق اﻹﻧﺴﺎن ،ﺟﻤﮭﻮرﯾﺔ
اﻟﻌﺮاق .ص.2
 2ﺗﻌﺮﯾﻒ ﻣﺆﺗﻤﺮ رﺟﺎل اﻟﻘﺎﻧﻮن ﻣﻮﺟﻮد ﻟﺪى اﻟﻤﻘﺎطﻊ ،ﻣﺤﻤﺪ ﻋﺒﺪاﻟﻤﺤﺴﻦ ) .(1992ﺣﻤﺎﯾﺔ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ﻟﻸﻓﺮاد و ﺿﻤﺎﻧﺎﺗﮭﺎ ﻓﻲ ﻣﻮاﺟﮭﺔ اﻟﺤﺎﺳﺐ اﻵﻟﻲ )ص .(29اﻟﻜﻮﯾﺖ  :دار ذات
اﻟﺴﻼﺳﻞ ﻟﻠﻄﺒﺎﻋﺔ و اﻟﻨﺸﺮ.
 3اﻧﻈﺮ ،اﻟﻌﺒﮭﺠﻲ ،ﻋﺼﺎم ) .(2005ﺣﻤﺎﯾﺔ اﻟﺤﻖ ﻓﻲ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ﻓﻲ ﺿﻮء ﺣﻘﻮق اﻹﻧﺴﺎن واﻟﻤﺴﺆوﻟﯿﺔ اﻟﻤﺪﻧﯿﺔ )ص .(58اﻹﺳﻜﻨﺪرﯾﺔ :دار اﻟﺠﺎﻣﻌﺔ اﻟﺠﺪﯾﺪة ﻟﻠﻨﺸﺮ.
 4ﻣﺮﺟﻊ ﺳﺎﺑﻖ.
 5ﻣﻨﺸﻮر ﻟﺪى اﻟﻤﻘﺎطﻊ ،ﻣﺤﻤﺪ ﻋﺒﺪاﻟﻤﺤﺴﻦ .ﻣﺮﺟﻊ ﺳﺎﺑﻖ .ص.19
 6راﺟﻊ ﻓﻲ ذﻟﻚ اﻟﺪﺳﺎﺗﯿﺮ اﻟﻌﺮﺑﯿﺔ اﻵﺗﯿﺔ:
اﻟﺪﺳﺘﻮر اﻟﻤﺼﺮي اﻟﻤﻮاد ) ،(58 ،57اﻟﺪﺳﺘﻮر اﻟﻠﺒﻨﺎﻧﻲ )م  ،(15اﻟﺪﺳﺘﻮر اﻟﻜﻮﯾﺘﻲ )م ،(38 ،30اﻟﺪﺳﺘﻮر اﻟﺘﻮﻧﺴﻲ )ﻓﺼﻞ  9ﺣﺮﻣﺔ اﻟﻤﺴﺎﻛﻦ و اﻟﻤﺮاﺳﻼت( ،اﻟﺪﺳﺘﻮر اﻷردﻧﻲ )م
.(18،10،7
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ﺣﻤﺎﯾﺔ ھﺬا اﻟﺤﻖ ﺑﻤﺎ ﻓﯿﮭﺎ اﻟﺘﺸﺮﯾﻊ اﻹﻣﺎراﺗﻲ  .1ﻓﻠﻢ ﯾﻌﺮف اﻟﺘﻘﻨﯿﻦ اﻟﻤﺪﻧﻲ اﻟﻔﺮﻧﺴﻲ وﻻ اﻟﻘﺎﻧﻮن اﻟﻔﺮﻧﺴﻲ اﻟﺨﺎص
ﺑﺎﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ واﻟﺤﺮﯾﺎت ﻟﺴﻨﺔ  1978اﻟﻤﻘﺼﻮد ﺑﺎﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ أو ﺑﺎﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ،ﻛﻤﺎ ﻟﻢ ﯾﻌﺮف ھﺬا اﻟﺤﻖ ﻓﻲ
ﻛﻞ ﻣﻦ اﻟﺘﺸﺮﯾﻊ اﻹﻣﺎراﺗﻲ واﻟﻤﺼﺮي.
وﻧﺸﯿﺮ أﺧﯿﺮاً ،إﻟﻰ وﺟﻮد اﺗﺠﺎه ﯾﻤﯿﻞ إﻟﻰ ﺗﻌﺮﯾﻒ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﺑﺼﻮرة ﺳﻠﺒﯿﺔ ،وذﻟﻚ ﺑﺎﻟﻘﻮل إن اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ
ھﻲ ﻛﻞ ﻣﺎ ﻻ ﯾﺪﺧﻞ ﻓﻲ ﻧﻄﺎق اﻟﺤﯿﺎة اﻟﻌﺎﻣﺔ  .2وﻻﺗﺴﺎع ﻧﻄﺎق اﻟﺤﯿﺎة اﻟﻌﺎﻣﺔ وﺻﻌﻮﺑﺔ ﺣﺼﺮ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ﻟﺠﺄ ھﺬا اﻻﺗﺠﺎه
ﻟﻤﻌﯿﺎر اﻟﺰﻣﺎن وطﺒﯿﻌﺔ اﻷﺷﺨﺎص وﺷﮭﺮﺗﮭﻢ وﺑﻌﺾ اﻟﻤﻈﺎھﺮ واﻟﺴﻠﻮﻛﯿﺎت اﻟﺘﻲ ﯾﻤﺎرﺳﮭﺎ اﻟﺸﺨﺺ ﻟﻤﺤﺎوﻟﺔ ﺣﺼﺮ ﻣﻈﺎھﺮ
اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ،ﺣﯿﺚ ﻻ ﺗﺪﺧﻞ ﺿﻤﻦ ﻧﻄﺎق ﺣﯿﺎﺗﮫ اﻟﺨﺎﺻﺔ ﻧﺸﺎطﮫ اﻟﻤﮭﻨﻲ ،وﻣﻤﺎرﺳﺔ اﻷﻧﺸﻄﺔ اﻟﻘﯿﺎدﯾﺔ واﻟﺴﯿﺎﺳﯿﺔ  .3ﻛﻤﺎ
أن اﻟﻤﻌﯿﺎر اﻟﻤﻜﺎﻧﻲ ،ﯾﻔﯿﺪ أن ﻛﻞ ﻣﺎ ﯾﺘﻢ داﺧﻞ ﻧﻄﺎق اﻟﻤﺴﻜﻦ ﯾﻌﺘﺒﺮ ﻣﻦ ﻗﺒﯿﻞ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ اﻟﺘﻲ ﻻ ﯾﺠﻮز اﻟﻤﺴﺎس ﺑﮭﺎ،
وﻣﺎ ﯾﺪور ﺧﺎرﺟﮭﺎ ﻣﻦ أﻓﻌﺎل ﻋﻠﻨﯿﺔ ﯾﻌﺘﺒﺮ ﻣﻦ ﻗﺒﯿﻞ اﻟﺤﯿﺎة اﻟﻌﺎﻣﺔ.
ﻣﻤﺎ ﺳﺒﻖ ﯾﺘﻀﺢ ﻟﻨﺎ ﺗﺒﺎﯾﻦ آراء اﻟﻔﻘﮫ ﻓﻲ ﺑﯿﺎن اﻟﻤﻘﺼﻮد ﺑﺎﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ،وﻋﺪم اﻻﺗﻔﺎق ﻋﻠﻰ ﺗﻌﺮﯾﻒ ﺟﺎﻣﻊ
ﻣﺎﻧﻊ ﻟﮭﺬا اﻟﻤﺼﻄﻠﺢ ،وﯾﺮﺟﻊ ذﻟﻚ – ﻓﻲ رأﯾﻨﺎ – إﻟﻰ ﻣﺎ ﺗﺘﺴﻢ ﺑﮫ ﻓﻜﺮة اﻟﺤﻖ ﺑﺎﻟﺨﺼﻮﺻﯿﺔ ﻣﻦ اﻟﻤﺮوﻧﺔ اﻟﺘﻲ ﻗﺪ ﺗﺘﻐﯿﺮ
ﺑﺘﻐﯿﺮ اﻟﻤﺠﺘﻤﻌﺎت واﻷزﻣﻨﺔ ،ﺑﻞ وﻗﺪ ﺗﺮﺟﻊ إﻟﻰ اﻟﻈﺮوف اﻟﺨﺎﺻﺔ ﺑﻜﻞ ﺷﺨﺺ إذا ﻣﺎ ﻛﺎن ﺷﺨﺺ ﻋﺎدﯾﺎ ً أم ﻣﺸﮭﻮراً،
ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ أن ﻣﺴﺄﻟﺔ اﻟﺘﻌﺮﯾﻒ ﻟﯿﺴﺖ ﻣﻦ ﻣﮭﺎم اﻟﻤﺸﺮع اﻟﺬي ﻏﺎﻟﺒﺎ ً ﻣﺎ ﯾﺘﺮﻛﮭﺎ ﻟﻠﻔﻘﮫ و اﻟﻘﻀﺎء .وﯾﻤﻜﻦ اﻟﻘﻮل إن
ﻟﻠﺨﺼﻮﺻﯿﺔ ﺟﺎﻧﺐ آﺧﺮ ﻣﻌﻨﻮي ﻓﻲ ﺣﯿﺎة اﻟﺸﺨﺺ ،ﻓﻠﻜﻞ ﺷﺨﺺ اﻟﺤﻖ ﻓﻲ ﺣﻤﺎﯾﺔ اﻟﺠﺎﻧﺐ اﻟﻤﻌﻨﻮي اﻟﺨﺎص ﺑﮫ ﻛﺴﻤﻌﺘﮫ
وأﻓﻜﺎره وﻣﺸﺎﻋﺮه واﺣﺎﺳﯿﺴﮫ وآراﺋﮫ اﻟﺘﻲ ﯾﺠﺐ أﻻ ﺗﻨﺘﮭﻚ .ﻓﻨﺤﻦ ﻧﺮى أﻧﮫ ﻣﻦ اﻟﺼﻌﺐ وﺿﻊ ﺗﻌﺮﯾﻒ ﻣﻮﺣﺪ ﻟﻠﺤﻖ ﻓﻲ
اﻟﺨﺼﻮﺻﯿﺔ وذﻟﻚ ﺑﺴﺒﺐ أﻧﮫ ﺣﻖ ﯾﻌﺘﻤﺪ ﻓﻲ ﺗﺤﺪﯾﺪه ﻋﻠﻰ ﻋﺎدات وظﺮوف ﻛﻞ ﻣﺠﺘﻤﻊ وﻗﯿﻤﮫ وأﺧﻼﻗﮫ ،ﻟﺬا ﻗﺪ ﯾﺨﺘﻠﻒ
ﻣﻔﮭﻮم اﻟﺨﺼﻮﺻﯿﺔ ﻣﻦ ﻣﺠﺘﻤﻊ ﻵﺧﺮ ،ﻓﺎﻷﻓﻀﻞ إﻋﻄﺎء ﺗﻌﺮﯾﻒ ﻣﺮن وﺗﺮك ﺗﺤﺪﯾﺪ ﻣﻔﮭﻮم اﻟﺨﺼﻮﺻﯿﺔ ﻟﻜﻞ ﻣﺠﺘﻤﻊ ﻋﻠﻰ
ﺣﺪه وﻓﻘﺎ ﻟﻘﯿﻤﮫ وأﺧﻼﻗﮫ وظﺮوﻓﮫ.
وﻧﺘﻔﻖ ﻣﻊ اﻟﺮأي اﻟﻘﺎﺋﻞ ﺑﺄن اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﻟﮫ اﻟﻌﺪﯾﺪ ﻣﻦ اﻟﻤﻈﺎھﺮ ﻣﻨﮭﺎ؛ اﻟﺨﺼﻮﺻﯿﺔ اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ
واﻟﺨﺼﻮﺻﯿﺔ اﻟﺠﺴﺪﯾﺔ ،ﺧﺼﻮﺻﯿﺔ اﻻﺗﺼﺎﻻت ،وأﺧﯿﺮاً اﻟﺨﺼﻮﺻﯿﺔ اﻹﻗﻠﯿﻤﯿﺔ  .4وﻧﺮﻛﺰ ﻓﻲ دراﺳﺘﻨﺎ ھﺬه ﻋﻠﻰ اﻟﺤﻖ ﻓﻲ
اﻟﺨﺼﻮﺻﯿﺔ اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ ،ﺣﯿﺚ اﺧﺘﻠﻂ ﻣﻔﮭﻮم اﻟﺨﺼﻮﺻﯿﺔ وارﺗﺒﻂ ﺑﻤﻔﮭﻮم ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ،وأن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت
اﻟﺸﺨﺼﯿﺔ ھﻲ ﺟﺰء ﻣﻦ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ واﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ .وﺑﺨﺼﻮص ﻣﺼﻄﻠﺢ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ
اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ  ،5ﻓﻘﺪ ﻋﺮﻓﮭﺎ اﻷﺳﺘﺎذ وﯾﺴﺘﻦ ﺑﺄﻧﮫ" :ﺣﻖ اﻷﻓﺮاد و اﻟﻤﺠﻤﻮﻋﺎت و اﻟﻤﺆﺳﺴﺎت ﻓﻲ أن ﯾﺤﺪدوا ﻷﻧﻔﺴﮭﻢ ﻣﺘﻰ و

 1اﻧﻈﺮ أﻣﯿﻦ ،ﻣﺤﻤﺪ و إﺑﺮاھﯿﻢ ،ﺳﻠﯿﻤﺎن .(2016) .اﻟﺤﻤﺎﯾﺔ اﻟﺠﻨﺎﺋﯿﺔ ﻓﻲ ﺣﺮﻣﺔ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ﻓﻲ ﻗﺎﻧﻮن اﻟﻌﻘﻮﺑﺎت اﻹﻣﺎراﺗﻲ .ﻣﺠﻠﺔ ﺟﺎﻣﻌﺔ اﻟﺸﺎرﻗﺔ ﻟﻠﻌﻠﻮم اﻟﺸﺮﻋﯿﺔ و اﻟﻘﺎﻧﻮﻧﯿﺔ،(1)13 .
ص.64
 2ﺑﺎدﻧﺘﺮ ،ﻣﻘﺎﻟﺘﮫ "اﻟﺤﻖ ﻓﻲ اﺣﺘﺮام اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ" ،اﻷﺳﺒﻮع اﻟﻘﺎﻧﻮﻧﻲ– 1986م – 2136 -رﻗﻢ  ،12ﻣﺸﺎر إﻟﯿﮫ ﻟﺪى اﻷھﻮاﻧﻲ ،ﺣﺴﺎم اﻟﺪﯾﻦ .ﻣﺮﺟﻊ ﺳﺎﺑﻖ .ص.53
 3أﻧﻈﺮ ﻓﻲ ﻋﺮض ھﺬا اﻟﺮأي ،اﻷھﻮاﻧﻲ ،ﺣﺴﺎم اﻟﺪﯾﻦ .ﻣﺮﺟﻊ ﺳﺎﺑﻖ .ص.54
 4ﺑﺪوي ،ﻋﻤﺮو طﮫ ) .(2020اﻟﺘﻨﻈﯿﻢ اﻟﻘﺎﻧﻮﻧﻲ ﻟﻤﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ – دراﺳﺔ ﺗﻄﺒﯿﻘﯿﺔ ﻋﻠﻰ ﻣﻌﺎﻟﺠﺔ ﺗﺴﺠﯿﻼت اﻟﻤﺮاﻗﺒﺔ اﻟﺼﻮﺗﯿﺔ – )ص.(28اﻟﻄﺒﻌﺔ اﻷوﻟﻰ .ﻣﺼﺮ  :دار اﻟﻨﮭﻀﺔ
اﻟﻌﺮﺑﯿﺔ ،اﻹﻣﺎرات :دار اﻟﻨﮭﻀﺔ اﻟﻌﻠﻤﯿﺔ ،أﻧﻈﺮ ﻛﺬﻟﻚ ،اﻟﻐﺎﻓﺮي ،د .ﺣﺴﯿﻦ ) 4-2ﯾﻮﻧﯿﻮ  .(2008اﻟﺤﻤﺎﯾﺔ اﻟﻘﺎﻧﻮﻧﯿﺔ ﻟﻠﺨﺼﻮﺻﯿﺔ اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ ﻓﻲ ﻣﺸﺮوع ﻗﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت اﻻﻟﻜﺘﺮوﻧﯿﺔ
اﻟﻌﻤﺎﻧﻲ ،ﻣﺆﺗﻤﺮ أﻣﻦ اﻟﻤﻌﻠﻮﻣﺎت و اﻟﺨﺼﻮﺻﯿﺔ ﻓﻲ ظﻞ ﻗﺎﻧﻮن اﻻﻧﺘﺮﻧﺖ )ص .(6اﻟﻘﺎھﺮة.
 5أﻧﻈﺮ ﻓﻲ ھﺬا اﻟﻤﻔﮭﻮم ،ﻛﺮﯾﻜﻂ ،ﻋﺎﺋﺸﺔ ) .(2019ﺣﻖ اﻟﺨﺼﻮﺻﯿﺔ ﻟﻤﺴﺘﺨﺪم اﻟﻔﻀﺎء اﻟﺮﻗﻤﻲ :اﻟﻤﺨﺎطﺮ واﻟﺘﺤﺪﯾﺎت .ﻣﺠﻠﺔ اﻟﺤﻘﯿﻘﺔ ﻟﻠﻌﻠﻮم اﻻﺟﺘﻤﺎﻋﯿﺔ واﻹﻧﺴﺎﻧﯿﺔ ،(02)18 .ﺟﻮان،
ص.258
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ﻛﯿﻒ و إﻟﻰ أي ﻣﺪى ﯾﻤﻜﻦ ﻟﻠﻤﻌﻠﻮﻣﺎت اﻟﺨﺎﺻﺔ ﺑﮭﻢ أن ﺗﺼﻞ إﻟﻰ اﻵﺧﺮﯾﻦ"  .1و ﯾﻌﺮﻓﮫ اﻷﺳﺘﺎذ )ﻣﯿﻠﺮ( ﺑﺄﻧﮫ" :ﻗﺪرة اﻷﻓﺮاد
ﻋﻠﻰ اﻟﺘﺤﻜﻢ ﻓﻲ دورة اﻟﻤﻌﻠﻮﻣﺎت اﻟﺘﻰ ﺗﺘﻌﻠﻖ ﺑﮭﻢ".

2

وﻓﻲ ظﻞ اﻧﺘﺸﺎر اﻟﺘﻘﻨﯿﺎت اﻟﺮﻗﻤﯿﺔ وﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ،ﺑﺪأ اﻟﺤﺪﯾﺚ ﻋﻦ اﻟﺨﺼﻮﺻﯿﺔ اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ
اﻟﺮﻗﻤﯿﺔ  ،3وھﻲ ذات اﻟﺨﺼﻮﺻﯿﺔ اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ ﺑﻤﻌﻨﺎھﺎ اﻟﺘﻘﻠﯿﺪي ،ﻟﻜﻦ اﻻﺧﺘﻼف ﯾﻜﻤﻦ ﻓﻘﻂ ﻓﻲ اﻟﻮﺳﺎﺋﻞ  ،4ﺣﯿﺚ أن
اﻟﺨﺼﻮﺻﯿﺔ اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ اﻟﺮﻗﻤﯿﺔ ﺗﻜﻮن ﻣﻦ ﺧﻼل اﻟﻮﺳﺎﺋﻞ اﻟﺤﺪﯾﺜﺔ واﻟﺘﻄﺒﯿﻘﺎت اﻟﻤﺘﻄﻮرة ﺑﺤﯿﺚ ﯾﺴﺘﻄﯿﻊ اﻷﻓﺮاد
واﻟﺸﺮﻛﺎت اﻟﺘﺤﻜﻢ ﻓﻲ ﻣﻌﻠﻮﻣﺎﺗﮭﻢ اﻟﻤﺤﺘﻔﻆ ﺑﮭﺎ ﻣﻦ ﻗﺒﻞ ﻣﺰودي اﻟﺨﺪﻣﺔ .ﻧﺴﺘﺨﻠﺺ ﻣﻦ ﻛﻞ ذﻟﻚ أن اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ
اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ ﻏﯿﺮ ﻣﺤﺪد اﻟﻤﻌﺎﻟﻢ وﻟﯿﺲ ﻣﻦ اﻟﺴﮭﻞ ﺗﻌﺮﯾﻔﮫ وﺗﺤﺪﯾﺪ ﻧﻄﺎﻗﮫ ،وھﻮ ﻣﺎ ﯾﺜﯿﺮ اﻟﺘﺴﺎؤﻻت ﺣﻮل ﺟﺪوى وﺟﻮد ﻧﻈﺎم
ﻗﺎﻧﻮﻧﻲ واﺣﺪ ﯾﻘﺪم ﺣﻤﺎﯾﺔ ﻓﻌﺎﻟﺔ ﻟﮫ.
وﻓﻲ ﺳﯿﺎق ﻣﺘﺼﻞ ﻻ ﺑﺪ ﻣﻦ ﺗﺤﺪﯾﺪ اﻟﻤﻘﺼﻮد ﺑﺎﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ،ﻓﻘﺪ ﺗﻢ ﺗﻌﺮﯾﻔﮭﺎ ﺑﻤﻮﺟﺐ اﻟﻔﻘﺮة اﻷوﻟﻰ ﻣﻦ
اﻟﻤﺎدة اﻟﺮاﺑﻌﺔ ﻣﻦ اﻟﻼﺋﺤﺔ اﻟﻌﺎﻣﺔ ﻟﻠﺒﯿﺎﻧﺎت اﻟﺼﺎدرة ﻋﻦ اﻻﺗﺤﺎد اﻷوروﺑﻲ رﻗﻢ  679ﻟﺴﻨﺔ  2016ﺑﺄﻧﮭﺎ" :أي ﻣﻌﻠﻮﻣﺔ
ﺗﺘﻌﻠﻖ ﺑﺸﺨﺺ طﺒﯿﻌﻲ ﻣﺤﺪد  identifiedأو ﻗﺎﺑﻞ ﻟﻠﺘﺤﺪﯾﺪ  ."identifiableوﻗﺪ ﻋﺮﻓﺖ اﻟﻤﺎدة ) (2ﻣﻦ اﻟﻘﺎﻧﻮن اﻟﻔﺮﻧﺴﻲ
رﻗﻢ  801ﻟﺴﻨﺔ  ،5 2004اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺑﺄﻧﮭﺎ" :ﯾﻌﺘﺒﺮ ﺑﯿﺎﻧﺎ ﺷﺨﺼﯿﺎ أي ﻣﻌﻠﻮﻣﺔ ﺗﺘﻌﻠﻖ ﺑﺸﺨﺺ طﺒﯿﻌﻲ ﻣﺤﺪد ھﻮﯾﺘﮫ
أو ﻣﻦ اﻟﻤﻤﻜﻦ ﺗﺤﺪﯾﺪ ھﻮﯾﺘﮫ ﺑﺄي ﺷﻜﻞ ﻛﺎن ،وﺑﻄﺮﯾﻘﺔ ﻣﺒﺎﺷﺮة أو ﻏﯿﺮ ﻣﺒﺎﺷﺮة ﺳﻮاء ﺗﻢ ﺗﺤﺪﯾﺪ ھﻮﯾﺘﮫ ﺑﺎﻟﺮﺟﻮع إﻟﻰ رﻗﻤﮫ
اﻟﺸﺨﺼﻲ أو ﺑﺎﻟﺮﺟﻮع إﻟﻰ أي ﺷﻲء ﯾﺨﺼﮫ" .وﻗﺪ ﺟﺎء اﻟﻤﺸﺮع اﻟﻤﺼﺮي ﻓﻲ اﻟﻔﻘﺮة اﻷوﻟﻰ ﻣﻦ اﻟﻤﺎدة اﻷوﻟﻰ ﻣﻦ ﻗﺎﻧﻮن
ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﻤﺼﺮي رﻗﻢ  151ﻟﺴﻨﺔ  6 2020ﺑﺘﻌﺮﯾﻒ أﻛﺜﺮ ﺗﻔﺼﯿﻼً ،ﺣﯿﺚ ورد ﻓﯿﮭﺎ أن اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ
ھﻲ" :أي ﺑﯿﺎﻧﺎت ﻣﺘﻌﻠﻘﺔ ﺑﺸﺨﺺ طﺒﯿﻌﻲ ﻣﺤﺪد أو ﯾﻤﻜﻦ ﺗﺤﺪﯾﺪه ﺑﺸﻜﻞ ﻣﺒﺎﺷﺮ أو ﻏﯿﺮ ﻣﺒﺎﺷﺮ ﻋﻦ طﺮﯾﻖ اﻟﺮﺑﻂ ﺑﯿﻦ ھﺬه
اﻟﺒﯿﺎﻧﺎت وأي ﺑﯿﺎﻧﺎت أﺧﺮى ﺗﺤﺪد اﻟﮭﻮﯾﺔ اﻟﻨﻔﺴﯿﺔ أو اﻟﺼﺤﯿﺔ أو اﻻﻗﺘﺼﺎدﯾﺔ أو اﻟﺜﻘﺎﻓﯿﺔ أو اﻻﺟﺘﻤﺎﻋﯿﺔ" .ﻧﻼﺣﻆ أن ھﺬه
اﻟﻘﻮاﻧﯿﻦ رﻛﺰت ﻋﻠﻰ ﻛﻮن اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺗﺘﻌﻠﻖ ﺑﺸﺨﺺ طﺒﯿﻌﻲ وﻟﯿﺲ ﻣﻌﻨﻮﯾﺎ ً .7ﺑﺎﻟﻤﻘﺎﺑﻞ ،ﻓﻘﺪ ﻛﺎن اﻟﻤﺸﺮع اﻟﻤﺼﺮي
أﻛﺜﺮ ﺗﻮﺳﻌﺎ ً ﻓﻲ ﺗﺤﺪﯾﺪ ﺻﻮر اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻛﻤﺎ ﯾﻈﮭﺮ ﺟﻠﯿﺎ ً ﻣﻦ اﻟﺘﻌﺮﯾﻒ اﻟﻤﺸﺎر إﻟﯿﮫ ﺳﺎﺑﻘﺎ ً.
وﻓﻲ اﻟﺘﺸﺮﯾﻊ اﻹﻣﺎراﺗﻲ ،ﻟﻢ ﯾﺘﻄﺮق اﻟﻤﺸﺮع ﻟﺘﻌﺮﯾﻒ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﻓﻲ اﻟﺪﺳﺘﻮر أو اﻟﻘﻮاﻧﯿﻦ اﻷﺧﺮى
ذات اﻟﺼﻠﺔ ﻻﺗﺴﺎع اﻟﻤﻘﺼﻮد ﺑﮭﺬا اﻟﻤﺼﻄﻠﺢ ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ اﻷﺳﺒﺎب اﻟﺘﻲ ﺗﻢ ذﻛﺮھﺎ ﺳﺎﺑﻘﺎً .ﺑﺎﻟﻤﻘﺎﺑﻞ ،ﻓﻘﺪ ﺗﻄﺮق ﻟﻮﺿﻊ
ﺗﻌﺮﯾﻒ ﻟﻠﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ وﻓﺮق ﺑﯿﻨﮭﺎ وﺑﯿﻦ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﺤﺴﺎﺳﺔ واﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﺒﯿﻮﻣﺘﺮﯾﺔ ﻓﻲ اﻟﻤﺮﺳﻮم
ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ  45ﻟﺴﻨﺔ  2021ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ،ﻓﻘﺪ ﻋﺮف اﻷوﻟﻰ ﻓﻲ اﻟﻤﺎدة اﻷوﻟﻰ ﺑﺄﻧﮭﺎ" :أي
 1ﻣﻮﺟﻮد ﻟﺪى ﻋﺒﺪاﻟﺮﺣﻤﻦ ،ﻣﺤﻤﻮد ) .(2020اﻟﺘﻄﻮرات اﻟﺤﺪﯾﺜﺔ ﻟﻤﻔﮭﻮم اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ .ﻣﺠﻠﺔ ﻛﻠﯿﺔ اﻟﻘﺎﻧﻮن اﻟﻜﻮﯾﺘﯿﺔ اﻟﻌﺎﻟﻤﯿﺔ ،(8)8 .ص.105
 2اﻧﻈﺮ ،اﻟﺬھﺒﻲ ،ﺧﺪوﺟﺔ )دﯾﺴﻤﺒﺮ  .(2017ﺣﻖ اﻟﺨﺼﻮﺻﯿﺔ ﻓﻲ ﻣﻮاﺟﮭﺔ اﻻﻋﺘﺪاءات اﻹﻟﻜﺘﺮوﻧﯿﺔ – دراﺳﺔ ﻣﻘﺎرﻧﺔ  .-ﻣﺠﻠﺔ اﻷﺳﺘﺎذ اﻟﺒﺎﺣﺚ ﻟﻠﺪراﺳﺎت اﻟﻘﺎﻧﻮﻧﯿﺔ و اﻟﺴﯿﺎﺳﯿﺔ،(8)1.
ص.143
 3ﻛﺮﯾﻜﻂ ،ﻋﺎﺋﺸﺔ .ﻣﺮﺟﻊ ﺳﺎﺑﻖ .ص.260
 4ﻋﺎطﻒ ،ﻛﺮﯾﻢ .اﻟﺨﺼﻮﺻﯿﺔ اﻟﺮﻗﻤﯿﺔ ﺑﯿﻦ اﻻﻧﺘﮭﺎك واﻟﻐﯿﺎب اﻟﺘﺸﺮﯾﻌﻲ ) .(2013اﻟﻘﺎھﺮة ،ﻣﺼﺮ .ﻣﺮﻛﺰ دﻋﻢ ﺗﻘﻨﯿﺔ اﻟﻤﻌﻠﻮﻣﺎت .ص.2
5 Loi n 2004-801 du 6 aout 2004 relative a la protection des personnes physique a la regard des traitements des donnes a caractere
personel et modifiant la loi n 78-17 du 6 Janvier 1978 relative a linformatique aux fishier et aux liberties, J.o n 182 du 7 aout 2004,
www.legifrance.gouv.fr
 6اﻟﺠﺮﯾﺪة اﻟﺮﺳﻤﯿﺔ  ،اﻟﻌﺪد  28ﻣﻜﺮر )ه( ﻓﻲ .2020/7/15
 7اﻟﺘﮭﺎﻣﻲ ،ﺳﺎﻣﺢ ) .(2020ﺿﻮاﺑﻂ ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ  -دراﺳﺔ ﻣﻘﺎرﻧﺔ ﺑﯿﻦ اﻟﻘﺎﻧﻮن اﻟﻔﺮﻧﺴﻲ واﻟﻜﻮﯾﺘﻲ  .-ﺑﺤﺚ ﻣﻨﺸﻮر ﻓﻲ ﻣﺠﻠﺔ ﻛﻠﯿﺔ اﻟﻘﺎﻧﻮن اﻟﻜﻮﯾﺘﯿﺔ اﻟﻌﺎﻟﻤﯿﺔ .اﻟﺴﻨﺔ .8
اﻟﻌﺪد  .8ص.401
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ﺑﯿﺎﻧﺎت ﺗﺘﻌﻠﻖ ﺑﺸﺨﺺ طﺒﯿﻌﻲ ﻣﺤﺪد ،أو ﺗﺘﻌﻠﻖ ﺑﺸﺨﺺ طﺒﯿﻌﻲ ﯾﻤﻜﻦ اﻟﺘﻌﺮف ﻋﻠﯿﮫ ﺑﺸﻜﻞ ﻣﺒﺎﺷﺮ أو ﻏﯿﺮ ﻣﺒﺎﺷﺮ ﻣﻦ ﺧﻼل
اﻟﺮﺑﻂ ﺑﯿﻦ اﻟﺒﯿﺎﻧﺎت ،ﻣﻦ ﺧﻼل اﺳﺘﺨﺪام ﻋﻨﺎﺻﺮ اﻟﺘﻌﺮﯾﻒ ﻛﺎﺳﻤﮫ ،أو ﺻﻮﺗﮫ ،أو ﺻﻮرﺗﮫ ،أو رﻗﻤﮫ اﻟﺘﻌﺮﯾﻔﻲ ،أو اﻟﻤﻌﺮف
اﻹﻟﻜﺘﺮوﻧﻲ اﻟﺨﺎص ﺑﮫ ،أو ﻣﻮﻗﻌﮫ اﻟﺠﻐﺮاﻓﻲ ،أو ﺻﻔﺔ أو أﻛﺜﺮ ﻣﻦ ﺻﻔﺎﺗﮫ اﻟﺸﻜﻠﯿﺔ أو اﻟﻔﺴﯿﻮﻟﻮﺟﯿﺔ ،أو اﻻﻗﺘﺼﺎدﯾﺔ ،أو
اﻟﺜﻘﺎﻓﯿﺔ ،أو اﻻﺟﺘﻤﺎﻋﯿﺔ ،و ﺗﺸﻤﻞ اﻟﺒﯿﺎﻧﺎت اﻟﺤﺴﺎﺳﺔ و اﻟﺒﯿﺎﻧﺎت اﻟﺤﯿﻮﯾﺔ اﻟﺒﯿﻮﻣﺘﺮﯾﺔ"  .1وﯾﺘﻀﺢ ﻟﻨﺎ ﻣﻦ اﻟﻤﺎدة اﻟﺴﺎﺑﻘﺔ أن
اﻟﻤﺸﺮع ﻋﺮف اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺗﻌﺮﯾﻔﺎ ً واﺳﻌﺎ ً و أﻛﺜﺮ ﺷﻤﻮﻟﯿﺔ ﻣﻦ ﺧﻼل ﻋﺒﺎرة "ي ﺑﯿﺎﻧﺎت ﺗﺘﻌﻠﻖ ﺑﺸﺨﺺ طﺒﯿﻌﻲ
ﻣﺤﺪد،أو ﺗﺘﻌﻠﻖ ﺑﺸﺨﺺ طﺒﯿﻌﻲ ﯾﻤﻜﻦ اﻟﺘﻌﺮف ﻋﻠﯿﮫ ﺑﺸﻜﻞ ﻣﺒﺎﺷﺮ أو ﻏﯿﺮ ﻣﺒﺎﺷﺮ" ،ﻓﻘﺪ أورد اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻋﻠﻰ
ﺳﺒﯿﻞ اﻟﻤﺜﺎل و ﻟﯿﺲ اﻟﺤﺼﺮ ﻓﻜﻞ ﻣﻌﻠﻮﻣﺔ ﺗﺘﻌﻠﻖ ﺑﺸﺨﺺ طﺒﯿﻌﻲ ﻣﺤﺪد أو ﯾﻤﻜﻦ اﻟﺘﻌﺮف ﻋﻠﯿﮫ ﺗﻌﺘﺒﺮ ﺑﯿﺎﻧﺎت ﺷﺨﺼﯿﺔ
ﯾﺸﻤﻠﮭﺎ اﻟﻘﺎﻧﻮن ﺑﺎﻟﺤﻤﺎﯾﺔ ،ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ ﺟﻌﻠﮫ اﻟﺒﯿﺎﻧﺎت اﻟﺤﺴﺎﺳﺔ و اﻟﺒﯿﻮﻣﺘﺮﯾﺔ ﺟﺰءاً ﻣﻦ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ،و ﺑﻤﻔﮭﻮم
اﻟﻤﺨﺎﻟﻔﺔ إذا ﻛﺎﻧﺖ اﻟﺒﯿﺎﻧﺎت ﻻ ﺗﺘﻌﻠﻖ ﺑﺸﺨﺺ ﻣﺤﺪد أو ﻻ ﺗﻮﺟﺪ إﻣﻜﺎﻧﯿﺔ ﻟﺘﺤﺪﯾﺪه ﺑﺸﻜﻞ ﻣﺒﺎﺷﺮ أو ﻏﯿﺮ ﻣﺒﺎﺷﺮ ﻻ ﯾﻤﻜﻦ
اﻋﺘﺒﺎرھﺎ ﺑﯿﺎﻧﺎت ﺷﺨﺼﯿﺔ ،ﻓﺎﻟﻤﺸﺮع وﺿﻊ ﺿﺎﺑﻄﺎ ً ﻻﻋﺘﺒﺎر اﻟﺒﯿﺎﻧﺎت ﺷﺨﺼﯿﺔ ﻣﻦ ﻏﯿﺮھﺎ .و ﺑﺎﻟﺮﻏﻢ ﻣﻦ ذﻟﻚ ﻓﻘﺪ اﻗﺘﺼﺮ
ﺗﻌﺮﯾﻒ اﻟﻤﺸﺮع ﻟﻠﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻋﻠﻰ اﻟﺸﺨﺺ اﻟﻄﺒﯿﻌﻲ دون اﻻﻋﺘﺒﺎري ،ﻓﻘﺪ ﺟﻌﻞ اﻟﺸﺨﺺ اﻻﻋﺘﺒﺎري ﯾﺨﺮج ﻣﻦ
ﻧﻄﺎق ﺗﻄﺒﯿﻖ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي ﻓﯿﻤﺎ ﯾﺘﻌﻠﻖ ﺑﺎﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﺘﻲ ﺗﻜﻮن ﻣﺤﻤﯿﺔ ﺑﻘﻮاﻧﯿﻦ أﺧﺮى ﻓﻘﺪ ﻋﺮف اﻟﻤﺸﺮع
اﻹﻣﺎراﺗﻲ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﻓﻲ اﻟﻤﺎدة اﻷوﻟﻰ ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﺄﻧﮫ" :اﻟﺸﺨﺺ اﻟﻄﺒﯿﻌﻲ ﻣﻮﺿﻮع اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ"،
واﻟﺤﻜﻤﺔ ﻣﻦ ذﻟﻚ ،ھﻲ أﻧﮫ ﻻ ﯾﺘﺼﻮر ﺗﻄﺒﯿﻖ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ أو اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﺤﺴﺎﺳﺔ أو اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ
اﻟﺒﯿﻮﻣﺘﺮﯾﺔ ﻋﻠﻰ اﻟﺸﺨﺺ اﻻﻋﺘﺒﺎري ،ﻷﻧﮭﺎ ﺗﺘﺼﻞ ﺑﺬات اﻟﺸﺨﺺ و ﺗﻌﺒﺮ ﻋﻦ ﻣﻜﻨﻮﻧﺎﺗﮫ و ﺗﻤﺲ ذاﺗﮫ و ﻛﯿﺎﻧﮫ ،ﺑﺬﻟﻚ ﯾﻤﻜﻦ
أن ﻧﺼﻞ إﻟﻰ ﻧﺘﯿﺠﺔ ﻣﮭﻤﺔ وھﻲ أن اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ اﺣﺘﺮم ﺣﻖ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻛﺤﻖ ﻣﻦ اﻟﺤﻘﻮق اﻟﻠﺼﯿﻘﺔ ﺑﺎﻟﺸﺨﺼﯿﺔ
واﻟﺘﻲ ﻟﮭﺎ ﻗﺪﺳﯿﺘﮭﺎ واﺣﺘﺮاﻣﮭﺎ وﺑﺎﻟﺘﺎﻟﻲ ﻋﺪم ﺟﻮاز اﻧﺘﮭﺎﻛﮭﺎ .ﻛﻤﺎ ﯾﺴﺘﺨﻠﺺ ﻣﻦ ھﺬا اﻟﻨﺺ أﻧﮫ ﯾﻌﺘﺒﺮ ﺑﯿﺎﻧﺎت ﺷﺨﺼﯿﺔ )(IP
أو اﻟﻤﻌﺮف اﻟﺮﻗﻤﻲ ﻟﻜﻞ ﺟﮭﺎز اﻟﻜﺘﺮوﻧﻲ ﻣﺮﺗﺒﻂ ﺑﺸﺒﻜﺔ اﻻﻧﺘﺮﻧﺖ  ،2ﻛﺬﻟﻚ ﯾﺪﺧﻞ ﻓﻲ ﻣﻔﮭﻮم اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻋﻨﻮان
اﻟﺒﺮﯾﺪ اﻻﻟﻜﺘﺮوﻧﻲ وأرﻗﺎم اﻟﺒﻄﺎﻗﺎت اﻟﺒﻨﻜﯿﺔ وﺣﺴﺎﺑﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ ﻋﻠﻰ ﻣﻮاﻗﻊ اﻟﺘﻮاﺻﻞ اﻻﺟﺘﻤﺎﻋﻲ.
أﻣﺎ اﻟﺒﯿﺎﻧﺎت اﻟﺤﺴﺎﺳﺔ ﺑﺤﺴﺐ ﻗﺎﻧﻮن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﻤﺼﺮي ،ﻓﮭﻲ ﺗﻠﻚ اﻟﻤﺘﺼﻠﺔ ﺑﺎﻟﻤﻌﻠﻮﻣﺎت اﻟﻌﺮﻗﯿﺔ أو اﻵراء
اﻟﺴﯿﺎﺳﯿﺔ أو اﻟﻤﻌﺘﻘﺪات اﻟﺪﯾﻨﯿﺔ أو اﻟﻔﻠﺴﻔﯿﺔ أو اﻟﻄﺎﺋﻔﯿﺔ أو ﻏﯿﺮ ذﻟﻚ ﻣﻦ اﻟﻤﻌﺘﻘﺪات ،واﻟﺼﺤﺔ ،واﻟﺤﯿﺎة اﻟﺠﻨﺴﯿﺔ ،واﻹداﻧﺔ
اﻟﺠﻨﺎﺋﯿﺔ ،واﻟﻘﯿﺎﺳﺎت اﻟﺤﯿﻮﯾﺔ وﻋﻠﻢ اﻟﻮراﺛﺔ .وﻗﺪ ﻧﺼﺖ اﻟﻤﺎدة اﻟﺮاﺑﻌﺔ ﻣﻦ اﻟﻼﺋﺤﺔ اﻷوروﺑﯿﺔ اﻟﻌﺎﻣﺔ ﻟﺤﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت
ﺻﺮاﺣﺔ ﻋﻠﻰ ﻧﻮﻋﯿﻦ ﻣﻦ ھﺬه اﻟﺒﯿﺎﻧﺎت وھﻤﺎ اﻟﺒﯿﺎﻧﺎت اﻟﺠﯿﻨﯿﺔ واﻟﺒﯿﺎﻧﺎت اﻟﺒﯿﻮﻣﺘﺮﯾﺔ ،وأﻋﻄﺘﮭﻤﺎ ﻣﺴﺘﻮى ﺣﻤﺎﯾﺔ ﻋﺎل ﯾﻔﻮق
ذﻟﻚ اﻟﻤﺨﺼﺺ ﻟﻠﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﻌﺎدﯾﺔ .ﺑﺎﻹﺿﺎﻓﺔ ﻟﺬﻟﻚ ،ﻓﻘﺪ ﺟﻌﻞ اﻟﻤﺸﺮع اﻻﻣﺎراﺗﻲ اﻟﺒﯿﺎﻧﺎت اﻟﺤﺴﺎﺳﺔ واﻟﺒﯿﺎﻧﺎت
اﻟﺤﯿﻮﯾﺔ اﻟﺒﯿﻮﻣﺘﺮﯾﺔ ﺟﺰءاً ﻣﻦ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺑﺎﻟﺮﻏﻢ ﻣﻦ إﻓﺮاده ﺗﻌﺮﯾﻔﺎ ً ﺧﺎﺻﺎ ً ﺑﻜﻞ ﻣﻦ اﻟﺒﯿﺎﻧﺎت اﻟﺤﺴﺎﺳﺔ و اﻟﺒﯿﺎﻧﺎت
اﻟﺒﯿﻮﻣﺘﺮﯾﺔ ﻓﻲ اﻟﻤﺎدة ذاﺗﮭﺎ ،ﻟﻜﻦ ﺟﻌﻞ اﻻﺧﺘﻼف ﻓﻲ وﺻﻒ اﻟﺒﯿﺎﻧﺎت اﻟﺤﺴﺎﺳﺔ ﺑﺄﻧﮭﺎ اﻟﺒﯿﺎﻧﺎت اﻟﺘﻲ ﺗﻜﺸﻒ ﻋﻦ اﻷﻣﻮر
اﻟﺤﺴﺎﺳﺔ اﻟﺘﻲ ﺗﺘﺼﻞ ﺑﺎﻟﺸﺨﺺ اﻟﻄﺒﯿﻌﻲ ،ﻛﺎﻟﺒﯿﺎﻧﺎت اﻟﺘﻲ ﺗﻜﺸﻒ ﻋﻦ ﻋﺎﺋﻠﺔ اﻟﺸﺨﺺ أو أﺻﻠﮫ اﻟﻌﺮﻗﻲ أو ﺳﺠﻞ ﺳﻮاﺑﻘﮫ
 1ﻋﺮف اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ اﻟﺒﯿﺎﻧﺎت و اﻟﻤﻌﻠﻮﻣﺎت اﻟﺸﺨﺼﯿﺔ ﻓﻲ اﻟﻤﺎدة اﻷوﻟﻰ ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (34ﻟﺴﻨﺔ  2021ﻓﻲ ﺷﺄن ﻣﻜﺎﻓﺤﺔ اﻟﺸﺎﺋﻌﺎت و اﻟﺠﺮاﺋﻢ اﻹﻟﻜﺘﺮوﻧﯿﺔ
اﻟﻤﻨﺸﻮر ﻓﻲ اﻟﺠﺮﯾﺪة اﻟﺮﺳﻤﯿﺔ اﻟﻌﺪد ﺳﺒﻌﻤﺎﺋﺔ و اﺛﻨﺎ ﻋﺸﺮ )ﻣﻠﺤﻖ( ،اﻟﺴﻨﺔ اﻟﻮاﺣﺪة و اﻟﺨﻤﺴﻮن اﻟﻤﻮاﻓﻖ 26/09/2021م ،ﺑﺄﻧﮭﺎ" :اﻟﻤﻌﻠﻮﻣﺎت أو اﻟﺒﯿﺎﻧﺎت اﻟﺨﺎﺻﺔ ﺑﺎﻷﺷﺨﺎص اﻟﻄﺒﯿﻌﯿﯿﻦ
ﻣﺘﻰ ﻛﺎﻧﺖ ﻣﺮﺗﺒﻄﺔ ﺑﺤﯿﺎﺗﮭﻢ اﻟﺨﺎﺻﺔ أو ﺗﺤﺪد ھﻮﯾﺘﮭﻢ أو ﯾﻤﻜﻦ ﻣﻦ ﺧﻼل رﺑﻂ ھﺬه اﻟﻤﻌﻠﻮﻣﺎت و اﻟﺒﯿﺎﻧﺎت ﺑﻄﺮﯾﻘﺔ ﻣﺒﺎﺷﺮة أو ﻏﯿﺮ ﻣﺒﺎﺷﺮة ﺗﺤﺪﯾﺪ و ﻣﻌﺮﻓﺔ ھﻮﯾﺔ اﻟﺸﺨﺺ".
 2أو اﻟﻌﻨﻮان اﻟﺒﺮوﺗﻮﻛﻮﻟﻲ ﻟﻠﺸﺒﻜﺔ اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ و اﻟﺬي ﻋﺮﻓﮫ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (34ﻟﺴﻨﺔ  2021ﻓﻲ ﺷﺄن ﻣﻜﺎﻓﺤﺔ اﻟﺸﺎﺋﻌﺎت و اﻟﺠﺮاﺋﻢ اﻹﻟﻜﺘﺮوﻧﯿﺔ ﺑﺄﻧﮫ" :ﻣﻌﺮف رﻗﻤﻲ ﯾﺘﻢ
ﺗﻌﯿﯿﻨﮫ ﻟﻜﻞ وﺳﯿﻠﺔ ﺗﻘﻨﯿﺔ ﻣﻌﻠﻮﻣﺎت ﻣﺸﺎرﻛﺔ ﻓﻲ ﺷﺒﻜﺔ ﻣﻌﻠﻮﻣﺎت ،و ﯾﺘﻢ اﺳﺘﺨﺪاﻣﮫ ﻷﻏﺮاض اﻻﺗﺼﺎل".
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اﻟﺠﻨﺎﺋﯿﺔ أو آراﺋﮫ اﻟﺴﯿﺎﺳﯿﺔ أو اﻟﻔﻠﺴﻔﯿﺔ أو ﻣﻌﺘﻘﺪاﺗﮫ اﻟﺪﯾﻨﯿﺔ ،و ﻏﯿﺮھﺎ ﻣﻦ اﻟﺒﯿﺎﻧﺎت اﻟﺘﻲ ﺗﻜﺸﻒ ﻋﻦ اﻷﻣﻮر اﻟﺤﺴﺎﺳﺔ
ﻟﻠﺸﺨﺺ ،أﻣﺎ ﻓﯿﻤﺎ ﯾﺘﻌﻠﻖ ﺑﺎﻟﺒﯿﺎﻧﺎت اﻟﺤﯿﻮﯾﺔ اﻟﺒﯿﻮﻣﺘﺮﯾﺔ ﻓﮭﻲ ﻣﺎ ﯾﺘﺼﻞ ﺑﺎﻟﺨﺼﺎﺋﺺ اﻟﺠﺴﺪﯾﺔ أو اﻟﻔﯿﺴﯿﻮﻟﻮﺟﯿﺔ أو اﻟﺴﻠﻮﻛﯿﺔ
ﻟﻠﺸﺨﺺ،وﺣﺴﻨﺎ ً ﻓﻌﻞ اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ ﻋﻨﺪﻣﺎ أﻓﺮد ﻧﺼﻮﺻﺎ ً ﺧﺎﺻﺔ ﺑﺎﻷﻧﻮاع اﻟﻤﺨﺘﻠﻔﺔ ﻟﻠﺒﯿﺎﻧﺎت  1ﺳﻮاء اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ
ﺑﺸﻜﻞ ﻋﺎم و اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﺤﺴﺎﺳﺔ و اﻟﺒﯿﺎﻧﺎت اﻟﺤﯿﻮﯾﺔ اﻟﺒﯿﻮﻣﺘﺮﯾﺔ ﻟﻜﻨﮫ أﻏﻔﻞ ﺗﻌﺮﯾﻒ اﻟﺒﯿﺎﻧﺎت و اﻟﻤﻌﻠﻮﻣﺎت
اﻟﺸﺨﺼﯿﺔ اﻟﻤﺼﺮﻓﯿﺔ و اﻻﺋﺘﻤﺎﻧﯿﺔ اﻟﺘﻲ ﻟﺪﯾﮭﺎ ﺗﺸﺮﯾﻊ ﯾﻨﻈﻢ ﺣﻤﺎﯾﺘﮭﺎ ﺣﺘﻰ و إن ﻛﺎﻧﺖ ﺗﺨﺮج ﻋﻦ ﻧﻄﺎق ھﺬا اﻟﻘﺎﻧﻮن و اﻟﺘﻲ
ﻗﺪ ﺗﺨﻀﻊ ﻟﻠﻌﺪﯾﺪ ﻣﻦ اﻟﺘﺴﺎؤﻻت ﻣﻦ اﻟﻘﺎﻧﻮﻧﯿﯿﻦ دون ﺗﻌﺮﯾﻒ ﺧﺎص ﺑﮭﺎ أو ﺿﻮاﺑﻂ ،ﻓﻘﺪ اﺳﺘﺜﻨﻰ اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ أﯾﻀﺎ ً
اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﺼﺤﯿﺔ اﻟﺘﻲ ﻟﺪﯾﮭﺎ ﺗﺸﺮﯾﻊ ﯾﻨﻈﻢ ﺣﻤﺎﯾﺘﮭﺎ ﻟﻜﻨﮫ أورد ذﻛﺮھﺎ ﻓﻲ ﺗﻌﺮﯾﻒ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﺤﺴﺎﺳﺔ.
أﻣﺎ ﻋﻦ ﻣﺼﻄﻠﺢ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ اﻟﺬي ﯾﻌﺘﺒﺮ أﺣﺪ ﻣﺤﺪدات دراﺳﺘﻨﺎ ،ﻓﻼ ﺑﺪ ﻣﻦ اﻹﺷﺎرة إﻟﻰ أن
ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﺗﻌﺘﺒﺮ ﺗﻘﻨﯿﺔ ﻣﮭﻤﺔ ﺗﺴﺘﺨﺪم اﻟﺘﻜﻨﻮﻟﻮﺟﯿﺎ ﻻﺗﺨﺎذ أي ﺗﺨﻄﯿﻂ وﻗﺮار اﺳﺘﺮاﺗﯿﺠﻲ ،وﺗﺴﺎﻋﺪ ﻓﻲ
ﺗﺤﻠﯿﻞ اﻟﺒﯿﺎﻧﺎت واﻟﻤﻌﻠﻮﻣﺎت ﻟﻤﺴﺎﻋﺪة رﺟﺎل اﻷﻋﻤﺎل ﻓﻲ اﺗﺨﺎذ ﻗﺮار ﻋﻤﻞ ﻓﻌﺎل .ﯾﺘﺄﻟﻒ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻣﻦ اﺳﺘﺨﺪاﻣﺎت
اﻷدوات واﻷﺳﺎﻟﯿﺐ اﻟﻤﺨﺘﻠﻔﺔ اﻟﺘﻲ ﺗﻤﻜﻦ وﺗﻨﻈﻢ ﻓﻲ ﺟﻤﻊ اﻟﺒﯿﺎﻧﺎت واﻟﻤﻌﻠﻮﻣﺎت ذات اﻟﺼﻠﺔ ﻣﻦ اﻟﻤﺼﺎدر اﻟﻤﺨﺘﻠﻔﺔ .وﺣﺎﻟﯿﺎ،
ﯾﺘﻢ اﺳﺘﺨﺪام إﻧﺘﺮﻧﺖ اﻷﺷﯿﺎء ) ،2 (ITOﻋﻠﻰ ﻧﻄﺎق واﺳﻊ ﻓﻲ ﻋﻤﻠﯿﺔ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻻﺗﺨﺎذ ﻗﺮار اﺳﺘﺮاﺗﯿﺠﻲ واﻟﺘﺨﻄﯿﻂ
اﻟﻔﻌﺎل .ﯾﺘﯿﺢ إﻧﺘﺮﻧﺖ اﻷﺷﯿﺎء ﻟﻠﻤﻮظﻔﯿﻦ اﻻﺗﺼﺎل ﺑﺄﺟﮭﺰة ﻣﺘﻌﺪدة ﺗﻌﻤﻞ ﻋﻠﻰ ﻧﻔﺲ اﻟﺸﺒﻜﺔ ،وﯾﻮﻓﺮ اﺳﺘﺨﺪام أﺟﮭﺰة إﻧﺘﺮﻧﺖ
اﻷﺷﯿﺎء ﻓﻲ ﻗﻄﺎع اﻷﻋﻤﺎل ﻣﯿﺰة ﻛﺒﯿﺮة ﻓﻲ إدارة وﺗﺨﻄﯿﻂ اﻷﻋﻤﺎل .ﺑﺎﻟﻨﻈﺮ إﻟﻰ ﻣﺰاﯾﺎ إﻧﺘﺮﻧﺖ اﻷﺷﯿﺎء ،ﻓﻘﺪ ﻟﻮﺣﻆ أن
ﺗﻄﺒﯿﻘﺎﺗﮫ ﺗﻌﺘﺒﺮ ﻓﻌﺎﻟﺔ ﻟﻠﻐﺎﯾﺔ ﻓﻲ ﺗﻘﺪﯾﺮ وﺗﻘﯿﯿﻢ اﻟﻤﺒﯿﻌﺎت وﻓﮭﻢ اﺳﺘﺮاﺗﯿﺠﯿﺔ اﻟﺴﻮق ﻋﺒﺮ اﺳﺘﺨﺪام اﻟﺒﯿﺎﻧﺎت واﻟﻤﻌﻠﻮﻣﺎت ﻟﻤﺴﺎﻋﺪة
اﻟﻤﻮظﻔﯿﻦ ﻓﻲ اﻟﺤﺼﻮل ﻋﻠﻰ اﻟﺒﯿﺎﻧﺎت ﻟﻌﻤﻞ أي ﺧﻄﺔ أو اﺳﺘﺮاﺗﯿﺠﯿﺔ ﻋﻤﻞ .وﺗُﺴﺘﺨﺪم اﻟﺒﯿﺎﻧﺎت اﻟﻀﺨﻤﺔ واﻟﺤﻮﺳﺒﺔ اﻟﺴﺤﺎﺑﯿﺔ
ﻛﺒﯿﺮا ﻋﻠﻰ ﺗﺤﺴﯿﻦ اﻷداء.
ﻋﻠﻰ ﻧﻄﺎق واﺳﻊ ﻓﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ وﻗﺪ أﺣﺪﺛﺖ
ﺗﺄﺛﯿﺮا ً
ً
وﯾﻌﺮف اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﺑﺄﻧﮫ" :ﻋﻠﻢ وھﻨﺪﺳﺔ ﺻﻨﻊ اﻵﻻت اﻟﺬﻛﯿﺔ ،وﺧﺎﺻﺔ ﺑﺮاﻣﺞ اﻟﺤﺎﺳﻮب اﻟﺬﻛﯿﺔ وإﻧﮫ
ﻣﺮﺗﺒﻂ ﺑﺎﻟﻤﮭﺎم اﻟﻤﻤﺎﺛﻠﺔ ﻻﺳﺘﺨﺪام أﺟﮭﺰة اﻟﺤﺎﺳﻮب ﻟﻔﮭﻢ اﻟﺬﻛﺎء اﻟﺒﺸﺮي واﻟﺘﻔﺎﻋﻞ ﻣﻊ اﻟﺒﯿﺌﺔ اﻟﻤﺤﯿﻄﺔ وﻣﻌﻄﯿﺎﺗﮭﺎ ﻣﺜﻞ
اﻟﺒﺸﺮ.

3

ﺣﯿﺚ ﯾﻤﻜﻨﻨﺎ ﻣﻦ ﻧﺎﺣﯿﺔ أن ﻧﺘﻌﻠﻢ ﺷﯿﺌًﺎ ﻣﺎ ﺣﻮل ﻛﯿﻔﯿﺔ ﺟﻌﻞ اﻵﻻت ﺗﺤﻞ اﻟﻤﺸﻜﻼت ﻣﻦ ﺧﻼل ﻣﺮاﻗﺒﺔ اﻷﺷﺨﺎص
اﻵﺧﺮﯾﻦ أو ﻣﻦ ﺧﻼل ﻣﺮاﻗﺒﺔ أﺳﺎﻟﯿﺒﻨﺎ اﻟﺨﺎﺻﺔ .ﻛﻤﺎ ﯾﺘﻀﻤﻦ اﻟﻌﻤﻞ ﻓﻲ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ دراﺳﺔ اﻟﻤﺸﻜﻼت اﻟﺘﻲ ﯾﻘﺪﻣﮭﺎ
اﻟﻌﺎﻟﻢ ﻟﻠﺬﻛﺎء ﺑﺪﻻً ﻣﻦ دراﺳﺔ اﻷﺷﺨﺎص أو اﻟﺤﯿﻮاﻧﺎت ﻣﻦ ﻧﺎﺣﯿﺔ أﺧﺮى .وﯾﺘﻤﺘﻊ ﺑﺎﺣﺜﻮ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﺑﺤﺮﯾﺔ اﺳﺘﺨﺪام
اﻷﺳﺎﻟﯿﺐ اﻟﺘﻲ ﻟﻢ ﺗﺘﻢ ﻣﻼﺣﻈﺘﮭﺎ ﻋﻨﺪ اﻷﺷﺨﺎص أو اﻟﺘﻲ ﺗﺘﻀﻤﻦ ﺣﻮﺳﺒﺔ أﻛﺜﺮ ﺑﻜﺜﯿﺮ ﻣﻤﺎ ﯾﻤﻜﻦ ﻟﻸﺷﺨﺎص اﻟﻘﯿﺎم ﺑﮫ.
وﻗﺪ ﺑﺪأ ﻋﺪد ﻣﻦ اﻷﺷﺨﺎص اﻟﻌﻤﻞ ﺑﺸﻜﻞ ﻣﺴﺘﻘﻞ ﻋﻠﻰ آﻻت ذﻛﯿﺔ ﺑﻌﺪ اﻟﺤﺮب اﻟﻌﺎﻟﻤﯿﺔ اﻟﺜﺎﻧﯿﺔ .وﻗﺪ ﯾﻜﻮن ﻋﺎﻟﻢ
اﻟﺮﯾﺎﺿﯿﺎت اﻹﻧﺠﻠﯿﺰي آﻻن ﺗﻮرﯾﻨﺞ ھﻮ اﻷول،وﻗﺪ أﻟﻘﻰ ﻣﺤﺎﺿﺮة ﻋﻦ ذﻟﻚ ﻓﻲ ﻋﺎم  .1947ورﺑﻤﺎ ﻛﺎن أﯾﻀًﺎ أول ﻣﻦ
ﻗﺮر أن اﻟﺒﺤﺚ ﻋﻦ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ أﻓﻀﻞ ﻣﻦ ﺧﻼل ﺑﺮﻣﺠﺔ أﺟﮭﺰة اﻟﻜﻤﺒﯿﻮﺗﺮ ﺑﺪﻻً ﻣﻦ ﺑﻨﺎء اﻵﻻت .ﺑﺤﻠﻮل أواﺧﺮ

 1اﻟﺒﯿﺎﻧﺎت" :ﻣﺠﻤﻮﻋﺔ ﻣﻨﻈﻤﺔ أو ﻏﯿﺮ ﻣﻨﻈﻤﺔ ﻣﻦ اﻟﻤﻌﻄﯿﺎت ،أو اﻟﻮﻗﺎﺋﻊ أو اﻟﻤﻔﺎھﯿﻢ أو اﻟﺘﻌﻠﯿﻤﺎت أو اﻟﻤﺸﺎھﺪات أو اﻟﻘﯿﺎﺳﺎت ﺗﻜﻮن ﻋﻠﻰ ﺷﻜﻞ أرﻗﺎم أو ﺣﺮوف أو ﻛﻠﻤﺎت أو رﻣﻮز
أو ﺻﻮر أو ﻓﯿﺪﯾﻮھﺎت أو إﺷﺎرات أو أﺻﻮات أو ﺧﺮاﺋﻂ أو أي ﺷﻜﻞ آﺧﺮ  ،ﯾﺘﻢ ﺗﻔﺴﯿﺮھﺎ أو ﺗﺒﺎدﻟﮭﺎ أو ﻣﻌﺎﻟﺠﺘﮭﺎ ،ﻋﻦ طﺮﯾﻖ اﻷﻓﺮاد أو اﻟﺤﻮاﺳﯿﺐ".
2 Internet Of Things.
3 John McCarthy, Stanford University, Retrieved March, 2022 from http://jmc.stanford.edu/artificial-intelligence/what-is-ai/index.html
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اﻟﺨﻤﺴﯿﻨﯿﺎت ﻣﻦ اﻟﻘﺮن اﻟﻤﺎﺿﻲ ،ﻛﺎن ھﻨﺎك اﻟﻌﺪﯾﺪ ﻣﻦ اﻟﺒﺎﺣﺜﯿﻦ ﻓﻲ ﻣﺠﺎل اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ،وﻛﺎن ﻣﻌﻈﻤﮭﻢ ﯾﻌﺘﻤﺪون
ﻓﻲ ﻋﻤﻠﮭﻢ ﻋﻠﻰ ﺑﺮﻣﺠﺔ أﺟﮭﺰة اﻟﻜﻤﺒﯿﻮﺗﺮ .وﯾﻌﺘﻘﺪ ﻋﺪد ﻗﻠﯿﻞ ﻣﻦ اﻟﻨﺎس أﻧﮫ ﯾﻤﻜﻦ ﺗﺤﻘﯿﻖ اﻟﺬﻛﺎء ﻋﻠﻰ ﻣﺴﺘﻮى اﻹﻧﺴﺎن ﻣﻦ
ﺧﻼل ﻛﺘﺎﺑﺔ أﻋﺪاد ﻛﺒﯿﺮة ﻣﻦ اﻟﺒﺮاﻣﺞ ﻣﻦ اﻟﻨﻮع اﻟﺬي ﯾﻜﺘﺒﮫ اﻟﻨﺎس اﻵن وﯾﺠﻤﻌﻮن ﻗﻮاﻋﺪ ﻣﻌﺮﻓﯿﺔ واﺳﻌﺔ ﻟﻠﺤﻘﺎﺋﻖ ﺑﺎﻟﻠﻐﺎت
اﻟﻤﺴﺘﺨﺪﻣﺔ اﻵن ﻟﻠﺘﻌﺒﯿﺮ ﻋﻦ اﻟﻤﻌﺮﻓﺔ .وﻣﻊ ذﻟﻚ ،ﯾﻌﺘﻘﺪ ﻣﻌﻈﻢ اﻟﺒﺎﺣﺜﯿﻦ ﻓﻲ ﻣﺠﺎل اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ أن ھﻨﺎك ﺣﺎﺟﺔ إﻟﻰ
أﻓﻜﺎر أﺳﺎﺳﯿﺔ ﺟﺪﯾﺪة ،وﺑﺎﻟﺘﺎﻟﻲ ﻻ ﯾﻤﻜﻦ اﻟﺘﻨﺒﺆ ﺑﻤﻮﻋﺪ ﺗﺤﻘﯿﻖ اﻟﺬﻛﺎء ﻋﻠﻰ اﻟﻤﺴﺘﻮى اﻟﺒﺸﺮي.
وﻣﻨﺬ ﻋﺎم  ،2010ﺷﮭﺪ اﻟﻌﺎﻟﻢ طﻔﺮة ﻛﺒﯿﺮة ﻓﻲ ﻣﺠﺎل اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ .ھﺬا ﯾﺮﺟﻊ إﻟﻰ اﻟﻄﺮﯾﻘﺔ اﻟﺘﻲ ﻧﻤﺖ ﺑﮭﺎ
ﻗﻮة اﻟﺤﻮﺳﺒﺔ وﺳﻌﺔ اﻟﺘﺨﺰﯾﻦ ﺑﺸﻜﻞ ﻛﺒﯿﺮ ﻋﻠﻰ ﻣﺮ اﻟﻌﻘﻮد ،ﻧﺎھﯿﻚ ﻋﻦ ﺗﺤﺴﯿﻦ اﻟﻤﻨﮭﺠﯿﺔ  .1ﻋﻠﻰ ﺳﺒﯿﻞ اﻟﻤﺜﺎل :ﺗﻌﺘﺒﺮ ﺗﻘﻨﯿﺔ
" "LSTMﻟﻠﺬاﻛﺮة طﻮﯾﻠﺔ اﻟﻤﺪى اﻟﺘﻲ طﻮرھﺎ ﻋﻠﻤﺎء أﻟﻤﺎن ﻋﻨﺼﺮاً ﺣﺎﺳﻤﺎ ً ﻓﻲ اﻟﺘﻌﺮف ﻋﻠﻰ اﻟﻜﻼم ھﺬه اﻷﯾﺎم .وﻗﺪ
وﻓﺮت ﺷﺒﻜﺔ اﻹﻧﺘﺮﻧﺖ ووﺳﺎﺋﻞ اﻟﺘﻮاﺻﻞ اﻻﺟﺘﻤﺎﻋﻲ وأﺟﮭﺰة اﻻﺳﺘﺸﻌﺎر اﻟﺼﻨﺎﻋﯿﺔ اﻟﻤﺪﻣﺠﺔ اﻣﻜﺎﻧﯿﺔ اﻟﻮﺻﻮل إﻟﻰ ﻛﻤﯿﺎت
ھﺎﺋﻠﺔ ﻣﻦ اﻟﺒﯿﺎﻧﺎت .ﺑﻔﻀﻞ أﺳﺎﻟﯿﺐ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ وﻗﻮة اﻟﺤﻮﺳﺒﺔ ،ﯾﻤﻜﻦ ﺗﺤﻠﯿﻞ ﻛﻤﯿﺎت ﺿﺨﻤﺔ ﻣﻦ اﻟﺒﯿﺎﻧﺎت ﻓﻲ أي
وﻗﺖ ﻣﻦ اﻷوﻗﺎت .وظﮭﺮت اﻟﺘﻄﺒﯿﻘﺎت اﻟﻤﺸﮭﻮرة ﻋﺎﻟﻤﯿًﺎ ﻓﻲ ﺗﺘﺎﺑﻊ ﺳﺮﯾﻊ ،ﻓﻘﺪ وﺻﻠﺖ اﻟﺸﺮﻛﺔ اﻷﻟﻤﺎﻧﯿﺔ اﻟﻨﺎﺷﺌﺔ داﯾﺒﻞ
 dipelإﻟﻰ ﻣﺴﺘﻮى ﺟﺪﯾﺪ ﺗﻤﺎ ًﻣﺎ ﻣﻦ اﻟﺒﺮاﻋﺔ ﻓﻲ اﻟﺘﺮﺟﻤﺔ اﻵﻟﯿﺔ .وﺗﻌﺪ أﻧﻈﻤﺔ اﻟﺘﻌﻠﻢ اﻟﺬاﺗﻲ ﺑﺠﻠﺐ ﻣﺠﻤﻮﻋﺔ واﺳﻌﺔ ﻣﻦ
اﻟﺘﻄﺒﯿﻘﺎت وزﯾﺎدة اﻹﻧﺘﺎﺟﯿﺔ .وﻓﻲ اﻟﻮﻗﺖ ﻧﻔﺴﮫ ،ﺗﻨﺘﺞ ﺑﻌﺾ أﻧﻈﻤﺔ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻧﺘﺎﺋﺞ ﻻ ﯾﺴﺘﻄﯿﻊ اﻟﺒﺸﺮ ﻓﻚ رﻣﻮزھﺎ
ﻟﻠﻌﺪﯾﺪ ﻣﻦ اﻟﻤﮭﺎم اﻟﯿﻮﻣﯿﺔ ،وأﻧﻈﻤﺔ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻟﯿﺴﺖ ﻣﻮﺛﻮﻗﺔ ﺑﺸﻜﻞ ﻛﺎفٍ ﺣﺘﻰ اﻵن .ﺑﻌﺾ اﻟﻨﺎس ﻻ ﯾﺨﺎﻓﻮن ﻣﻦ
اﻟﺮوﺑﻮﺗﺎت ﻷن زﻣﻼء اﻟﻌﻤﻞ واﻟﺒﻌﺾ اﻵﺧﺮ ﯾﻤﻜﻦ أن ﯾﺨﺮج اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻋﻦ اﻟﺴﯿﻄﺮة .ﻣﺎ ھﻮ ﻣﺆﻛﺪ ھﻮ أﻧﮫ ﻟﯿﺲ
ﻛﻞ ﻣﺎ ھﻮ ﻣﻤﻜﻦ ﺗﻘﻨﯿًﺎ ﯾﺠﺐ اﻟﺴﻤﺎح ﺑﻮﺿﻌﮫ ﻣﻮﺿﻊ اﻟﺘﻨﻔﯿﺬ ،وﻟﻜﻦ ﻋﻠﯿﻨﺎ أﯾﻀًﺎ اﻟﺘﻌﺮف ﻋﻠﻰ اﻟﻔﺮص .ﯾﻌﺪ اﻟﺬﻛﺎء
اﻻﺻﻄﻨﺎﻋﻲ ﺑﺘﻘﺪﯾﻢ ﺗﺸﺨﯿﺼﺎت طﺒﯿﺔ أﻛﺜﺮ دﻗﺔ وﺗﺤﺴﯿﻦ اﻟﻌﻼج ﻟﻠﻤﺮﺿﻰ .ﯾﻤﻜﻦ أن ﯾﺴﺎﻋﺪﻧﺎ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻓﻲ
اﻟﺘﻐﻠﺐ ﻋﻠﻰ ﺣﻮاﺟﺰ اﻟﻠﻐﺔ وﯾﻤﻜﻨﮫ ﺗﺤﺴﯿﻦ ﺗﺪﻓﻖ ﺣﺮﻛﺔ اﻟﻤﺮور ﻓﻲ اﻟﻤﺪن اﻟﻜﺒﯿﺮة وﺗﻘﻠﯿﻞ اﻻزدﺣﺎم وﻣﻨﻊ اﻟﺤﻮادث وﺣﻤﺎﯾﺔ
اﻟﺒﯿﺌﺔ .ﻟﺬﻟﻚ ﻓﺈن اﻟﻤﮭﻤﺔ ھﻲ ﺗﺸﻜﯿﻞ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻣﻦ أﺟﻞ اﻟﺼﺎﻟﺢ اﻟﻌﺎم ﻟﻠﻤﺠﺘﻤﻊ.

اﻟﻔﺮع اﻟﺜﺎﻧﻲ :اﻹطﺎر اﻟﻘﺎﻧﻮﻧﻲ ﻟﺤﻤﺎﯾﺔ اﻟﺨﺼﻮﺻﯿﺔ اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ
ﻛﻔﻠﺖ اﻟﺸﺮاﺋﻊ اﻟﺴﻤﺎوﯾﺔ ﺣﻖ اﻟﻔﺮد ﻓﻲ ﺣﻤﺎﯾﺔ ﺧﺼﻮﺻﯿﺘﮫ ،ﻓﻘﺒﻞ أن ﯾﻌﺮف اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﻣﻦ ﻗﺒﻞ
اﻟﻘﻮاﻧﯿﻦ اﻟﻮﺿﻌﯿﺔ ﻧﺺ ﻋﻠﯿﮭﺎ اﻟﺘﺸﺮﯾﻊ اﻹﺳﻼﻣﻲ ﻓﻲ ﻋﺪة ﻣﻮاﺿﻊ ،وﯾﻌﺘﺒﺮ ﺣﺮﻣﺔ اﻟﻤﺴﻜﻦ ﻣﻦ أھﻢ ﺗﻄﺒﯿﻘﺎت اﻟﺤﻖ ﻓﻲ
اﻟﺨﺼﻮﺻﯿﺔ وﺣﺮﻣﺔ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ اﻟﺬي اھﺘﻤﺖ ﺑﮫ اﻟﺸﺮﯾﻌﺔ اﻹﺳﻼﻣﯿﺔ ،ﺣﯿﺚ ﻧﺠﺪ ﻋﻠﻰ ﺳﺒﯿﻞ اﻟﻤﺜﺎل ﻗﻮل اﻟﻤﻮﻟﻰ ﻋﺰ و
ﺟﻞ " :ﯾَﺎ أَﯾﱡ َﮭﺎ اﻟﱠﺬِﯾﻦَ آ َﻣﻨُﻮا َﻻ ﺗَ ْﺪ ُﺧﻠُﻮا ﺑُﯿُﻮﺗًﺎ َ
ﻋﻠَﻰ أَ ْھ ِﻠ َﮭﺎ ذَ ِﻟ ُﻜ ْﻢ َﺧﯿ ٌْﺮ ﻟَ ُﻜ ْﻢ ﻟَﻌَﻠﱠ ُﻜ ْﻢ ﺗَﺬَ ﱠﻛ ُﺮونَ
ﻏﯿ َْﺮ ﺑُﯿُﻮﺗِ ُﻜ ْﻢ َﺣﺘﱠﻰ ﺗَ ْﺴﺘَﺄْﻧِ ُ
ﺴ ِﻠّ ُﻤﻮا َ
ﺴﻮا َوﺗ ُ َ
ﺎر ِﺟﻌُﻮا ھ َُﻮ أَ ْزﻛَﻰ ﻟَ ُﻜ ْﻢ َو ﱠ
�ُ ِﺑ َﻤﺎ ﺗَ ْﻌ َﻤﻠُﻮنَ
ار ِﺟﻌُﻮا ﻓَ ْ
) (27ﻓَﺈِ ْن ﻟَ ْﻢ ﺗ َِﺠﺪُوا ﻓِﯿ َﮭﺎ أَ َﺣﺪًا ﻓَ َﻼ ﺗَ ْﺪ ُﺧﻠُﻮھَﺎ َﺣﺘﱠﻰ ﯾُﺆْ ذَنَ ﻟَ ُﻜ ْﻢ َو ِإ ْن ﻗِﯿ َﻞ ﻟَ ُﻜ ُﻢ ْ
ﻋ ِﻠﯿ ٌﻢ ) ،2 "(28ﻓﻤﻦ ﺧﻼل ھﺬه اﻵﯾﺔ ﯾﺘﻀﺢ ﻟﻨﺎ اﻟﺘﺄﻛﯿﺪ ﻋﻠﻰ ﻣﺒﺪأ ﺣﺮﻣﺔ اﻟﻤﺴﺎﻛﻦ و ﺧﺼﻮﺻﯿﺘﮭﺎ ،و ﻋﺪم ﺟﻮاز دﺧﻮﻟﮭﺎ
َ
إﻻ ﺑﺎﻻﺳﺘﺌﺬان ﻟﻤﺎ ﻓﯿﮫ ﻣﻦ ﻛﺸﻒ ﻟﻠﻌﻮرات و ﻓﻀﺢ ﻟﻠﻤﺴﺘﻮر .و ﻓﻲ ﻣﻮﺿﻊ آﺧﺮ ،ﻓﻘﺪ أﻛﺪ اﻹﺳﻼم ﻋﻠﻰ وﺟﻮب اﺣﺘﺮام
اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ﻟﻺﻧﺴﺎن ،ﻣﻦ ﺧﻼل ﺑﯿﺎن اﻹﺛﻢ اﻟﺬي ﻗﺪ ﯾﻘﻊ ﻋﻠﻰ ﻋﺎﺗﻖ اﻟﺸﺨﺺ إذا ﻣﺎ ﻗﺎم ﺑﻔﻌﻞ ﯾﺮاد ﻣﻨﮫ ﻛﺸﻒ ﻣﺎ ﯾﺤﺘﻔﻆ

1 https://www.plattform-lernende-systeme.de/startseite.html, Access date: 11/01/2022.
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ﯿﺮا ِ ّﻣﻦَ ﱠ
ﺾا ﱠ
ﺴﻮا
ﻟﻈ ِّﻦ إِﺛْ ٌﻢ َوﻻ ﺗَ َﺠ ﱠ
ﺴ ُ
ﺑﮫ اﻹﻧﺴﺎن ﺳﺮاً ﻟﻨﻔﺴﮫ و ذﻟﻚ ﻓﻲ ﻗﻮﻟﮫ ﺗﻌﺎﻟﻰ ":ﯾَﺎ أَﯾﱡ َﮭﺎ اﻟﱠﺬِﯾﻦَ آ َﻣﻨُﻮا اﺟْ ﺘَﻨِﺒُﻮا َﻛﺜِ ً
اﻟﻈ ِّﻦ إِ ﱠن ﺑَ ْﻌ َ
�َ ِإ ﱠن ﱠ
ﻀ ُﻜﻢ َﺑ ْﻌﻀًﺎ أَﯾ ُِﺤﺐﱡ أَ َﺣﺪُ ُﻛ ْﻢ أَن َﯾﺄْ ُﻛ َﻞ ﻟَﺤْ َﻢ أَ ِﺧﯿ ِﮫ َﻣ ْﯿﺘًﺎ ﻓَﻜ َِﺮ ْھﺘ ُ ُﻤﻮ ُه َواﺗﱠﻘُﻮا ﱠ
�َ ﺗ ﱠَﻮابٌ ﱠر ِﺣﯿ ٌﻢ"  .1ﻛﻤﺎ ﻧﺠﺪ
َوﻻ َﯾ ْﻐﺘَﺐ ﺑﱠ ْﻌ ُ
اھﺘﻤﺎﻣﺎ ً ﺑﺎﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﻓﻲ اﻟﺤﺪﯾﺚ اﻟﻨﺒﻮي ،وﻣﻦ ذﻟﻚ ﻗﻮل اﻟﺮﺳﻮل "ﺻﻠﻰ ﷲ ﻋﻠﯿﮫ وﺳﻠﻢ"" :ﻣﻦ ﺣﺴﻦ إﺳﻼم
اﻟﻤﺮء ﺗﺮﻛﮫ ﻣﺎ ﻻ ﯾﻌﻨﯿﮫ" .وﻟﻢ ﯾﺴﺘﺨﺪم اﻟﻔﻘﮭﺎء اﻟﻤﺴﻠﻤﻮن ﺻﺮاﺣﺔ ﻟﻔﻆ اﻟﺨﺼﻮﺻﯿﺔ أو اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ﻟﻜﻦ ذﻟﻚ ﻻ ﯾﻌﻨﻲ
أﻧﮭﻢ ﻟﻢ ﯾﺘﻄﺮﻗﻮا إﻟﯿﮫ ،ﺑﻞ ﻋﻠﻰ اﻟﻌﻜﺲ ﺣﯿﺚ ﯾﻈﮭﺮ اﻻھﺘﻤﺎم ﺑﮫ ﻋﻨﺪ ﺗﻔﺴﯿﺮ ﻣﺎ ورد ﻓﻲ اﻟﻘﺮآن اﻟﻜﺮﯾﻢ ﻣﻦ آﯾﺎت ﺗﺤﺚ ﻋﻠﻰ
ﻋﺪم اﻟﺘﺠﺴﺲ وﺿﺮورة اﻻﺳﺘﺌﺬان وﻣﺎ ورد ﻣﻦ أﺣﺎدﯾﺚ ﻓﻲ ھﺬا اﻟﻤﺠﺎل.
وﻗﺪ اھﺘﻤﺖ اﻟﻤﻮاﺛﯿﻖ اﻟﺪوﻟﯿﺔ واﻟﺘﺸﺮﯾﻌﺎت اﻟﻮطﻨﯿﺔ ﺑﺤﻤﺎﯾﺔ ھﺬا اﻟﺤﻖ ،ﻣﻦ ذﻟﻚ :اﻹﻋﻼن اﻟﻌﺎﻟﻤﻲ ﻟﺤﻘﻮق اﻹﻧﺴﺎن
ﻟﺴﻨﺔ  1948ﻓﻲ اﻟﻤﺎدة ) (12ﻣﻨﮫ اﻟﺘﻲ ﺗﻨﺺ ﻋﻠﻰ أﻧﮫ" :ﻻ ﯾﻌﺮض أﺣﺪ ﻟﺘﺪﺧﻞ ﺗﻌﺴﻔﻲ ﻓﻲ ﺣﯿﺎﺗﮫ اﻟﺨﺎﺻﺔ أو أﺳﺮﺗﮫ أو
ﻣﺴﻜﻨﮫ أو ﻣﺮاﺳﻼﺗﮫ أو ﻟﺤﻤﻼت ﻋﻠﻰ ﺷﺮﻓﮫ وﺳﻤﻌﺘﮫ وﻟﻜﻞ ﺷﺨﺺ اﻟﺤﻖ ﻓﻲ ﺣﻤﺎﯾﺔ اﻟﻘﺎﻧﻮن ﻣﻦ ﻣﺜﻞ ھﺬا اﻟﺘﺪﺧﻞ أو ﺗﻠﻚ
اﻟﺤﻤﻼت"  .2واﻟﻤﺎدة ) (17ﻣﻦ اﻟﻌﮭﺪ اﻟﺪوﻟﻲ ﻟﻠﺤﻘﻮق اﻟﻤﺪﻧﯿﺔ واﻟﺴﯿﺎﺳﯿﺔ ،واﻟﻤﺎدة ) (8ﻣﻦ اﻻﺗﻔﺎﻗﯿﺔ اﻷوروﺑﯿﺔ ﻟﺤﻤﺎﯾﺔ ﺣﻘﻮق
اﻹﻧﺴﺎن واﻟﺤﺮﯾﺎت اﻷﺳﺎﺳﯿﺔ ﻟﺴﻨﺔ  .1950وﻋﻠﻰ ﻣﺴﺘﻮى اﻹﺗﺤﺎد اﻷوروﺑﻲ ،ﻓﻘﺪ ﺻﺪرت اﻟﻌﺪﯾﺪ ﻣﻦ اﻟﺘﻮﺟﯿﮭﺎت اﻷوروﺑﯿﺔ
ﻓﻲ ھﺬا اﻟﻤﺠﺎل ﻟﻜﻦ أھﻤﮭﺎ ﺻﺪر ﻣﺆﺧﺮا وھﻮ اﻟﻼﺋﺤﺔ اﻟﻌﺎﻣﺔ ﻟﺤﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺼﺎدرة ﻓﻲ  2016وﺑﺪأت ﺑﺎﻟﻨﻔﺎذ ﻋﺎم
.2018
وﻓﻲ ﻓﺮﻧﺴﺎ ،ﻓﻘﺪ ﺻﺪر ﻗﺎﻧﻮن رﻗﻢ  1978/17ﺑﺘﺎرﯾﺦ  6ﻛﺎﻧﻮن اﻟﺜﺎﻧﻲ  1978واﻟﺨﺎص ﺑﺎﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ واﻟﻤﻠﻔﺎت
واﻟﺤﺮﯾﺎت ووﺿﻊ أﺳﺲ وﻣﺒﺎدئ اﻟﺘﻌﺎﻣﻞ ﻣﻊ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ وﻣﻌﺎﻟﺠﺘﮭﺎ ،ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ ﻗﺎﻧﻮن اﻟﺜﻘﺔ ﻓﻲ اﻻﻗﺘﺼﺎد
اﻟﺮﻗﻤﻲ ﻟﺴﻨﺔ  .2004وﻗﺪ ﻧﻈﻢ دﺳﺘﻮر دوﻟﺔ اﻹﻣﺎرات اﻟﻌﺮﺑﯿﺔ ھﺬا اﻟﺤﻖ ﻓﻲ اﻟﻌﺪﯾﺪ ﻣﻦ اﻟﻨﺼﻮص ،ﻛﻨﺺ اﻟﻤﺎدة ) (31ﻣﻦ
اﻟﺒﺎب اﻟﺜﺎﻟﺚ اﻟﺨﺎص ﺑﺎﻟﺤﺮﯾﺎت واﻟﺤﻘﻮق واﻟﻮاﺟﺒﺎت اﻟﻌﺎﻣﺔ ﺣﻮل ﺣﺮﻣﺔ اﻟﻤﺮاﺳﻼت وﺳﺮﯾﺘﮭﺎ ،واﻟﻤﺎدة ) (36ﺣﻮل ﺣﺮﻣﺔ
اﻟﻤﺴﺎﻛﻦ .وھﻮ ذات اﻷﻣﺮ ﻓﻲ اﻟﺪﺳﺘﻮر اﻟﻤﺼﺮي ﻟﺴﻨﺔ  ،2014ﺣﯿﺚ أﻛﺪت اﻟﻤﺎدة ) (75ﻋﻠﻰ أن "ﻟﻠﺤﯿﺎة اﻟﺨﺎﺻﺔ ﺣﺮﻣﺔ
وھﻲ ﻣﺼﻮﻧﺔ ﻻ ﺗﻤﺲ ،وﻟﻠﻤﺮاﺳﻼت اﻟﺒﺮﯾﺪﯾﺔ واﻟﺒﺮﻗﯿﺔ واﻻﻟﻜﺘﺮوﻧﯿﺔ واﻟﻤﺤﺎدﺛﺎت اﻟﮭﺎﺗﻔﯿﺔ وﻏﯿﺮھﺎ ﻣﻦ وﺳﺎﺋﻞ اﻻﺗﺼﺎل
ﺣﺮﻣﺔ وﺳﺮﯾﺘﮭﺎ ﻣﻜﻔﻮﻟﺔ وﻻ ﺗﺠﻮز ﻣﺼﺎدرﺗﮭﺎ أو اﻻطﻼع ﻋﻠﯿﮭﺎ أو رﻗﺎﺑﺘﮭﺎ إﻻ ﺑﺄﻣﺮ ﻗﻀﺎﺋﻲ ﻣﺴﺒﺐ وﻟﻤﺪة ﻣﺤﺪدة وﻓﻲ
اﻷﺣﻮال اﻟﺘﻲ ﯾﺒﯿﻨﮭﺎ اﻟﻘﺎﻧﻮن" .ﻛﻤﺎ أﻛﺪت اﻟﻤﺎدة ) (92ﻣﻦ اﻟﺪﺳﺘﻮر اﻟﻤﺼﺮي ﻋﻠﻰ أن" :اﻟﺤﻘﻮق واﻟﺤﺮﯾﺎت اﻟﻠﺼﯿﻘﺔ
ﺑﺸﺨﺺ اﻟﻤﻮاطﻦ ﻻ ﺗﻘﺒﻞ ﺗﻌﻄﯿﻼ أو اﻧﺘﻘﺎﺻﺎ" .ﻛﺬﻟﻚ ،ﻓﻘﺪ ورد ﻓﻲ ﻗﺎﻧﻮن اﻟﻌﻘﻮﺑﺎت اﻻﻣﺎراﺗﻲ اﻻﺗﺤﺎدي ﻋﺪة ﻧﺼﻮص
ﺗﻨﻈﻢ ﺟﻮاﻧﺒﺎ ً ﻣﻦ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ وﺗﻀﻊ اﻟﻌﻘﻮﺑﺎت ﻟﻜﻞ ﻣﻦ ﯾﺮﺗﻜﺐ أﻓﻌﺎﻻً ﺟﺮﻣﯿﺔ ﺗﻤﺲ إﺣﺪى ﺻﻮر ھﺬا اﻟﺤﻖ،
ﻛﻨﺺ اﻟﻤﺎدة ) (431ﺑﺸﺄن اﻻﻋﺘﺪاء ﻋﻠﻰ ﺣﺮﻣﺔ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ أو اﻟﻌﺎﺋﻠﯿﺔ ﻟﻸﻓﺮاد ،واﻟﻤﺎدة ) (433واﻟﻤﺎدة ) .(474ﻛﻤﺎ
ﯾﻤﻜﻦ اﻹﺷﺎرة إﻟﻰ ﻧﺺ اﻟﻤﺎدة ) (79-51ﻗﺎﻧﻮن اﻹﺟﺮاءات اﻟﺠﺰاﺋﯿﺔ اﻟﺘﻲ ﺗﻨﻈﻢ ﻋﻤﻠﯿﺔ ﺗﻔﺘﯿﺶ اﻟﻤﻨﺎزل واﻷﺷﺨﺎص وﺟﻤﻊ
اﻷدﻟﺔ وﺗﺸﺪد ﻋﻠﻰ ﺿﺮورة ﻋﺪم اﻟﻤﺴﺎس ﺑﺨﺼﻮﺻﯿﺔ اﻟﺸﺨﺺ وﺣﺮﻣﺔ ﺣﯿﺎﺗﮫ وﻣﺴﻜﻨﮫ ﺑﺪون إذن وﻛﺮس ﺣﺮﻣﺔ ﻣﺮاﺳﻼﺗﮫ.
أﻣﺎ ﻗﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت اﻟﻤﺪﻧﯿﺔ اﻹﻣﺎراﺗﻲ اﻻﺗﺤﺎدي ،ﻓﻘﺪ ﻧﺼﺖ اﻟﻤﺎدة ) (90ﻣﻨﮫ ﻋﻠﻰ أﻧﮫ" :ﻟﻜﻞ ﻣﻦ وﻗﻊ ﻋﻠﯿﮫ اﻋﺘﺪاء ﻏﯿﺮ
ﻣﺸﺮوع وﻓﻖ ﺣﻖ ﻣﻦ اﻟﺤﻘﻮق اﻟﻤﻼزﻣﺔ ﻟﺸﺨﺼﯿﺘﮫ أن ﯾﻄﻠﺐ وﻗﻒ ھﺬا اﻻﻋﺘﺪاء ﻣﻊ اﻟﺘﻌﻮﯾﺾ ﻋﻤﺎ ﯾﻜﻮن ﻗﺪ ﻟﺤﻘﮫ ﻣﻦ

 1ﺳﻮرة اﻟﺤﺠﺮات ،آﯾﺔ .12
 2اﻧﻈﺮ اﻹﻋﻼن اﻟﻌﺎﻟﻤﻲ ﻟﺤﻘﻮق اﻹﻧﺴﺎن اﻟﻤﻌﺘﻤﺪ ﻣﻦ ﻗﺒﻞ اﻟﺠﻤﻌﯿﺔ اﻟﻌﺎﻣﺔ ﻓﻲ  10دﯾﺴﻤﺒﺮ  ،1948اﻟﻤﻨﺸﻮر ﻋﻠﻰ:
https://www.un.org/ar/universal-declaration-human-rights/ Access date: 28/03/2022.
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ﺿﺮر" .ﺣﯿﺚ ﯾﻤﻜﻦ ﻟﻸﻓﺮاد اﻟﺬي ﺗﻢ اﻧﺘﮭﺎك ﺧﺼﻮﺻﯿﺘﮭﻢ وﺣﺮﻣﺔ ﺣﯿﺎﺗﮭﻢ اﻟﺨﺎﺻﺔ ﻣﻼﺣﻘﺔ اﻟﻤﻌﺘﺪي واﻟﻠﺠﻮء ﻟﮭﺬه اﻟﻤﺎدة
ﻟﻠﻤﻄﺎﻟﺒﺔ ﺑﺎﻟﺘﻌﻮﯾﺾ وﻟﻄﻠﺐ وﻗﻒ اﻻﻋﺘﺪاء ﻋﻠﻰ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ .ﻛﺬﻟﻚ ،ﯾﻤﻜﻦ اﻹﺷﺎرة إﻟﻰ اﻟﻨﺼﻮص اﻟﻮاردة ﻓﻲ
ﻗﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت اﻟﻤﺪﻧﯿﺔ واﻟﻤﺘﻌﻠﻘﺔ ﺑﺎﻟﺠﻮار واﻟﻤﻈﻼت اﻟﺘﻲ ﺗﻀﻊ ﻗﯿﻮداً ﯾﺠﺐ ﻣﺮاﻋﺎﺗﮭﺎ ﻟﻠﺤﻔﺎظ ﻋﻠﻰ ﺧﺼﻮﺻﯿﺔ اﻟﺠﯿﺮان.
ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ ﻗﺎﻧﻮن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻻﻣﺎراﺗﻲ اﻻﺗﺤﺎدي ﻟﻌﺎم .2021
وﻋﻠﻰ ﻣﺴﺘﻮى اﻟﺘﺸﺮﯾﻌﺎت اﻟﻌﺮﺑﯿﺔ ،ﻓﻘﺪ أﺻﺪرت اﻟﻌﺪﯾﺪ ﻣﻦ اﻟﺪول اﻟﻌﺮﺑﯿﺔ ﺗﺸﺮﯾﻌﺎت ﺗﻨﻈﻢ ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت
اﻟﺸﺨﺼﯿﺔ ،ﺣﯿﺚ ﻧﺸﯿﺮ إﻟﻰ اﻧﮫ ﻓﻲ ﺗﻮﻧﺲ ﺻﺪر اﻟﻘﺎﻧﻮن رﻗﻢ ) (63ﻟﺴﻨﺔ  2004اﻟﻤﺘﻌﻠﻖ ﺑﺤﻤﺎﯾﺔ اﻟﻤﻌﻄﯿﺎت اﻟﺸﺨﺼﯿﺔ،
ﻛﺬﻟﻚ ،ﻓﻘﺪ أﺻﺪر اﻟﻤﺸﺮع اﻟﻤﻐﺮﺑﻲ اﻟﻘﺎﻧﻮن رﻗﻢ ) (8ﻟﺴﻨﺔ  2009اﻟﻤﺘﻌﻠﻖ ﺑﺤﻤﺎﯾﺔ اﻷﺷﺨﺎص اﻟﺬاﺗﯿﯿﻦ ﺗﺠﺎه ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت
ذات اﻟﻄﺎﺑﻊ اﻟﺸﺨﺼﻲ  ،1وﻧﺠﺪ أﯾﻀﺎ اﻟﻘﺎﻧﻮن اﻟﻌﻤﺎﻧﻲ ﺑﻤﺮﺳﻮم ﺳﻠﻄﺎﻧﻲ رﻗﻢ  2022/6ﺑﺈﺻﺪار ﻗﺎﻧﻮن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت
اﻟﺸﺨﺼﯿﺔ  ، 2واﻟﻘﺎﻧﻮن اﻷردﻧﻲ اﻟﺨﺎص ﺑﺤﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻟﻌﺎم  ،2022واﻟﻘﺎﻧﻮن اﻟﻘﻄﺮي رﻗﻢ ) (13ﻟﺴﻨﺔ 2016
ﺑﺸﺄن ﺣﻤﺎﯾﺔ ﺧﺼﻮﺻﯿﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ  ،3و ﻻﺋﺤﺔ ﺣﻤﺎﯾﺔ ﺧﺼﻮﺻﯿﺔ اﻟﺒﯿﺎﻧﺎت اﻟﻜﻮﯾﺘﯿﺔ  ،4و ﻧﻈﺎم ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت
اﻟﺸﺨﺼﯿﺔ ﻓﻲ اﻟﺘﺸﺮﯾﻊ اﻟﺴﻌﻮدي  ،5و ﻗﺎﻧﻮن رﻗﻢ ) (81ﻟﻠﻤﻌﺎﻣﻼت اﻻﻟﻜﺘﺮوﻧﯿﺔ واﻟﺒﯿﺎﻧﺎت ذات اﻟﻄﺎﺑﻊ اﻟﺸﺨﺼﻲ ﻓﻲ
اﻟﺘﺸﺮﯾﻊ اﻟﻠﺒﻨﺎﻧﻲ  ،6وﻗﺎﻧﻮن رﻗﻢ  151ﻟﺴﻨﺔ  2020ﺑﺈﺻﺪار ﻗﺎﻧﻮن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﻤﺼﺮي.
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اﻟﻤﻄﻠﺐ اﻟﺜﺎﻧﻲ :اﻟﻄﺒﯿﻌﺔ اﻟﻘﺎﻧﻮﻧﯿﺔ ﻟﻠﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ وﺗﻤﯿﯿﺰه ﻋﻦ ﻏﯿﺮه
ﻣﻦ اﻟﻤﻌﻠﻮم أن اﻟﻘﻮاﻧﯿﻦ اﻟﻤﺪﻧﯿﺔ وﻣﻨﮭﺎ ﻗﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت اﻟﻤﺪﻧﯿﺔ اﻹﻣﺎراﺗﻲ ﺗﻘﺴﻢ اﻟﺤﻘﻮق إﻟﻰ ﺣﻘﻮق ﺷﺨﺼﯿﺔ
وﺣﻘﻮق ﻣﻌﻨﻮﯾﺔ وﺣﻘﻮق ﻋﯿﻨﯿﺔ ،وﻗﺪ ﻛﺎن ھﻨﺎك اﺧﺘﻼف ﻓﻲ ﺗﺼﻨﯿﻒ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﺑﯿﻦ ھﺬه اﻟﺤﻘﻮق ،ﺣﯿﺚ أن
ﺟﺎﻧﺒﺎ ﻣﻦ اﻟﻔﻘﮫ ﯾﺪﺧﻞ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﺿﻤﻦ طﺎﺋﻔﺔ اﻟﺤﻘﻮق اﻟﻌﯿﻨﯿﺔ ،ﻛﺤﻖ اﻟﻤﻠﻜﯿﺔ .وﯾﻌﺘﺒﺮه ﺟﺎﻧﺐ آﺧﺮ ﻣﻦ اﻟﺤﻘﻮق
اﻟﻠﺼﯿﻘﺔ ﺑﺎﻟﺸﺨﺼﯿﺔ ،وﻻ ﺷﻚ أن إدﺧﺎل اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﻓﻲ أي ﻣﻦ ھﺬه اﻟﺘﺼﻨﯿﻔﺎت ﯾﺘﺮﺗﺐ ﻋﻠﯿﮫ أﺛﺮ ﻣﻀﻤﻮن اﻟﺤﻖ
ذاﺗﮫ ،ﻣﻦ ھﻨﺎ ﺗﻨﺒﻊ أھﻤﯿﺔ ﺗﺤﺪﯾﺪ اﻟﻄﺒﯿﻌﺔ اﻟﻘﺎﻧﻮﻧﯿﺔ ﻟﮭﺬا اﻟﺤﻖ ،ﻓﻜﺎن ﻻﺑﺪ ﻣﻦ ﺑﯿﺎن ھﺎﺗﯿﻦ اﻟﻨﻈﺮﯾﺘﯿﻦ وﺗﺤﺪﯾﺪ ﻧﺘﺎﺋﺠﮭﺎ ﺑﺎﻹﺿﺎﻓﺔ

 1ﻟﻠﻤﺰﯾﺪ اﻧﻈﺮ ،اﻟﺠﺮﯾﺪة اﻟﺮﺳﻤﯿﺔ ﻋﺪد  5711ﺑﺘﺎرﯾﺦ  23ﻓﺒﺮاﯾﺮ  ،2009اﻟﻤﻨﺸﻮر ﻋﻠﻰ اﻟﺮاﺑﻂ:
https://www.cndp.ma/images/lois/Loi-09-08-Ar.pdf Access date: 23/03/2022.
 2ﻟﻤﺰﯾﺪ ﻣﻦ اﻟﻤﻌﻠﻮﻣﺎت اﻧﻈﺮ ،اﻟﺠﺮﯾﺪة اﻟﺮﺳﻤﯿﺔ اﻟﺼﺎدرة ﻣﻦ وزارة اﻟﻌﺪل و اﻟﺸﺆون اﻟﻘﺎﻧﻮﻧﯿﺔ .اﻟﻌﺪد ) . (1429اﻟﺴﻨﺔ ) 13 .(51ﻓﺒﺮاﯾﺮ 2022م ،اﻟﻤﻨﺸﻮر ﻋﻠﻰ اﻟﺮاﺑﻂ:
https://qanoon.om/p/2022/rd2022006/ Access date: 23/03/2022.
 3اﻟﻤﻨﺸﻮر ﻓﻲ اﻟﺠﺮﯾﺪة اﻟﺮﺳﻤﯿﺔ .اﻟﻌﺪد ) 29 .(15دﯾﺴﻤﺒﺮ  ،2016ﻋﻠﻰ اﻟﺮاﺑﻂ:
https://almeezan.qa/LawView.aspx?opt&LawID=7121&language=ar Access date: 24/03/2022.
 4ﻟﻠﻤﺰﯾﺪ اﻧﻈﺮ ﻻﺋﺤﺔ ﺣﻤﺎﯾﺔ ﺧﺼﻮﺻﯿﺔ اﻟﺒﯿﺎﻧﺎت أﻧﺸﺌﺖ ﻓﻲ  ،27/06/2021ﻣﻨﺸﻮرة ﻋﻠﻰ ﻣﻮﻗﻊ اﻟﮭﯿﺌﺔ اﻟﻌﺎﻣﺔ ﻟﻼﺗﺼﺎﻻت و ﺗﻘﻨﯿﺔ اﻟﻤﻌﻠﻮﻣﺎت .ﻋﻠﻰ اﻟﺮاﺑﻂ:
https://www.citra.gov.kw/sites/ar/Pages/regulations.aspx Access date: 24/03/2022.
 5ﻟﻠﻤﺰﯾﺪ اﻧﻈﺮ ،ﻧﻈﺎم ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ  1443ھـ ﺑﻨﺎ ًء ﻋﻠﻰ اﻟﻤﺮﺳﻮم اﻟﻤﻠﻜﻲ رﻗﻢ )م (19 /ﺑﺘﺎرﯾﺦ 1443/2/9ھـ .اﻟﻤﻨﺸﻮر ﻋﻠﻰ ﻣﻮﻗﻊ ھﯿﺌﺔ اﻟﺨﺒﺮاء ﺑﻤﺠﻠﺲ اﻟﻮزراء .ﻋﻠﻰ
اﻟﺮاﺑﻂ:
https://laws.boe.gov.sa/BoeLaws/Laws/LawDetails/b7cfae89-828e-4994-b167-adaa00e37188/1 Access date: 23/03/2022.
 6ﻟﻠﻤﺰﯾﺪ اﻧﻈﺮ ،ﻗﺎﻧﻮن رﻗﻢ  81اﻟﻤﻌﺎﻣﻼت اﻻﻟﻜﺘﺮوﻧﯿﺔ و اﻟﺒﯿﺎﻧﺎت ذات اﻟﻄﺎﺑﻊ اﻟﺸﺨﺼﻲ ،اﻟﻤﻨﺸﻮر ﻓﻲ اﻟﺠﺮﯾﺪة اﻟﺮﺳﻤﯿﺔ .اﻟﻌﺪد ) .(45اﻟﺴﻨﺔ ) 18 .(158ﺗﺸﺮﯾﻦ اﻷول ،2018
اﻟﻤﻨﺸﻮر ﻋﻠﻰ اﻟﺮاﺑﻂ:
https://smex.org/wp-content/uploads/2018/10/E-transaction-law-Lebanon-Official-Gazette-Arabic-.pdf Access date: 23/03/2022.
 7ﻗﺎﻧﻮن رﻗﻢ  151ﻟﺴﻨﺔ  2020ﺑﺈﺻﺪار ﻗﺎﻧﻮن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ .اﻟﻤﻨﺸﻮر ﻓﻲ اﻟﺠﺮﯾﺪة اﻟﺮﺳﻤﯿﺔ  -اﻟﻌﺪد  28ﻣﻜﺮر )ھـ(  -ﻓﻲ  15ﯾﻮﻟﯿﮫ ﺳﻨﺔ .2020
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إﻟﻰ ﻋﺮض اﻟﻨﻘﺪ اﻟﺬي ورد ﻋﻠﯿﮭﻤﺎ ،وﺑﯿﺎن رأي اﻟﺒﺎﺣﺜﺔ ﻓﻲ ذﻟﻚ )اﻟﻔﺮع اﻷول( ،وﺗﻤﯿﯿﺰ ھﺬا اﻟﺤﻖ ﻋﻤﺎ ﯾﺘﺸﺎﺑﮫ ﻣﻌﮫ ﻣﻦ
ﺣﻘﻮق ﻓﻲ )اﻟﻔﺮع اﻟﺜﺎﻧﻲ( ،ﻛﻤﺎ ﺳﯿﺄﺗﻲ ﻣﻌﻨﺎ.

اﻟﻔﺮع اﻷول :اﻟﻄﺒﯿﻌﺔ اﻟﻘﺎﻧﻮﻧﯿﺔ ﻟﻠﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ
اﻧﻘﺴﻢ اﻟﻔﻘﮫ اﻟﻘﺎﻧﻮﻧﻲ ﻓﻲ ﺗﺤﺪﯾﺪ اﻟﻄﺒﯿﻌﺔ اﻟﻘﺎﻧﻮﻧﯿﺔ ﻟﻠﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ إﻟﻰ اﺗﺠﺎھﯿﻦ ،أﺣﺪھﻤﺎ ﯾﺮى أن اﻟﺤﻖ ﻓﻲ
اﻟﺨﺼﻮﺻﯿﺔ ﯾﻌﺪ ﻣﻦ ﻗﺒﯿﻞ ﺣﻖ اﻟﻤﻠﻜﯿﺔ ،ﺑﯿﻨﻤﺎ ﯾﺮى اﻵﺧﺮ أن ھﺬا اﻟﺤﻖ ﯾﻌﺘﺒﺮ ﻣﻦ ﻗﺒﯿﻞ اﻟﺤﻘﻮق اﻟﺸﺨﺼﯿﺔ ،وﺳﻨﺴﺘﻌﺮض
ھﺬﯾﻦ اﻻﺗﺠﺎھﯿﻦ ﺑﺸﻲء ﻣﻦ اﻟﺘﻔﺼﯿﻞ:

أوﻻً :اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﯾﻌﺘﺒﺮ ﻣﻦ ﻗﺒﯿﻞ ﺣﻖ اﻟﻤﻠﻜﯿﺔ
ذھﺐ أﻧﺼﺎر ھﺬا اﻟﺮأي  1إﻟﻰ أن اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﯾﻌﺪ ﻣﻦ ﻗﺒﯿﻞ ﺣﻖ اﻟﻤﻠﻜﯿﺔ ،وأن اﻟﺸﺨﺺ ﯾﻌﺘﺒﺮ ﻣﺎﻟﻜﺎ ً
ﻟﺤﯿﺎﺗﮫ اﻟﺨﺎﺻﺔ ،واﺳﺘﻨﺪوا ﻓﻲ ذﻟﻚ إﻟﻰ أن ﺧﺼﺎﺋﺺ ﺣﻖ اﻟﻤﻠﻜﯿﺔ ﺗﺘﺸﺎﺑﮫ ﻣﻊ ﺧﺼﺎﺋﺺ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﻣﻦ ﺣﯿﺚ
اﻟﺘﺼﺮف و اﻻﺳﺘﻌﻤﺎل و اﻻﺳﺘﻐﻼل ،وأوﺟﺪوا ﻣﺜﺎﻻً ﻋﻠﻰ ذﻟﻚ ﻓﻲ ﻓﻜﺮة اﻟﺤﻖ ﻓﻲ اﻟﺼﻮرة واﻟﺘﻲ ﺗﻌﺘﺒﺮ ﺟﺰءاً ﻣﻦ ﺟﺴﻤﮫ،
ﺣﯿﺚ ﯾﺴﺘﻄﯿﻊ اﻟﺸﺨﺺ ﺑﺤﺴﺐ ھﺬا اﻻﺗﺠﺎه ﺑﯿﻊ ﺷﻜﻠﮫ أو ﻣﻼﻣﺤﮫ ﻣﻦ ﺧﻼل اﻟﺼﻮرة ،و ﯾﻨﺘﺞ ﻋﻦ ذﻟﻚ ﻋﺪم ﺟﻮاز ﺗﺼﻮﯾﺮ
اﻟﺸﺨﺺ أو اﺳﺘﻌﻤﺎل ﺻﻮرﺗﮫ إﻻ ﺑﻌﺪ أﺧﺬ اﻟﻤﻮاﻓﻘﺔ ﻣﻦ ﺻﺎﺣﺐ اﻟﺼﻮرة ،ﺣﺘﻰ ﻟﻮ ﻛﺎن ﻓﻲ ﻣﻜﺎن ﻋﺎم  .2وﻣﻦ اﻟﻨﺘﺎﺋﺞ اﻟﺘﻰ
ﺗﺘﺮﺗﺐ ﻋﻠﻰ اﻋﺘﺒﺎر اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﻣﻦ ﻗﺒﯿﻞ اﻟﺤﻖ ﻓﻲ اﻟﻤﻠﻜﯿﺔ أن اﻟﺸﺨﺺ ﯾﺴﺘﻄﯿﻊ اﻟﺘﺼﺮف ﺑﺤﻘﮫ ﺑﺎﻟﺨﺼﻮﺻﯿﺔ
ﻛﻤﺎ ھﻮ اﻟﺤﺎل ﻓﻲ ﺣﻖ اﻟﻤﻠﻜﯿﺔ ،ﻛﻤﺎ ﯾﺤﻖ ﻟﮫ رﻓﻊ دﻋﻮى ﻟﻮﻗﻒ اﻻﻋﺘﺪاء ﻋﻠﻰ ﺣﯿﺎﺗﮫ اﻟﺨﺎﺻﺔ دون اﻟﺤﺎﺟﺔ ﻹﺛﺒﺎت اﻟﻀﺮر
اﻟﺬي وﻗﻊ ﻋﻠﯿﮫ ﺳﻮاء ﻛﺎن ھﺬا اﻟﻀﺮر ﻣﺎدﯾﺎ ً أو ﻣﻌﻨﻮﯾﺎً ،ﻓﮭﺬا ﻣﺎ ﯾﺨﻮﻟﮫ ﺣﻖ اﻟﻤﻠﻜﯿﺔ ﻟﻠﻤﺎﻟﻚ.
وﻗﺪ ﻛﺎن ھﺬا اﻟﺮأي ﻣﺤﻼً ﻟﻠﻨﻘﺪ ﻣﻦ ﺟﺎﻧﺐ ﺑﻌﺾ اﻟﻔﻘﮫ  ،3ﻓﺬھﺒﻮا ﻓﻲ ھﺬا اﻟﻨﻘﺪ إﻟﻰ أن ﺧﺼﺎﺋﺺ اﻟﺤﻖ ﻓﻲ اﻟﻤﻠﻜﯿﺔ
ﺗﺘﻌﺎرض ﻣﻊ ﺧﺼﺎﺋﺺ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ،ﻓﻀﻼً ﻋﻦ اﺧﺘﻼف طﺒﯿﻌﺔ اﻟﺤﻖ ﻓﻲ اﻟﻤﻠﻜﯿﺔ ﻋﻦ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ،
ﻓﻄﺒﯿﻌﺔ اﻟﺤﻖ ﻓﻲ اﻟﻤﻠﻜﯿﺔ ﯾﺘﻮﺟﺐ )اﺧﺘﻼف–اﻧﻔﺼﺎل( ﺻﺎﺣﺐ اﻟﺤﻖ ﻋﻦ ﻣﺤﻞ اﻟﺤﻖ اﻟﺬي ﯾﻤﺎرﺳﮫ ﻋﻠﯿﮫ ﺻﺎﺣﺐ اﻟﺤﻖ
ﺳﻠﻄﺎﺗﮫ ،ﻓﺈذا اﺗﺤﺪ ﺻﺎﺣﺐ اﻟﺤﻖ وﻣﺤﻠﮫ ﯾﺴﺘﺤﯿﻞ ﻣﻤﺎرﺳﺔ ﺻﺎﺣﺐ اﻟﺤﻖ ﻟﺴﻠﻄﺎﺗﮫ اﻟﺬي ﻣﻨﺤﮫ اﻟﻘﺎﻧﻮن إﯾﺎھﺎ ،وھﻮ ﻣﺎ ﯾﻨﻄﺒﻖ
ﻋﻠﻰ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ .ﻣﻦ ﺟﺎﻧﺐ آﺧﺮ ،ﻓﻘﺪ ذھﺐ ﻣﻌﺎرﺿﻮا ھﺬا اﻟﺮأي إﻟﻰ أن اﻹﻧﺴﺎن ﻻ ﯾﺪﺧﻞ ﻓﻲ داﺋﺮة اﻟﻤﻌﺎﻣﻼت
اﻟﻘﺎﻧﻮﻧﯿﺔ ،وﻻ ﯾﻤﻜﻦ أن ﯾﻜﻮن ﻣﻮﺿﻮع ﺣﻖ ﻋﯿﻨﻲ.

4

ﺛﺎﻧﯿﺎ :اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﯾﻌﺪ ﻣﻦ ﻗﺒﯿﻞ اﻟﺤﻘﻮق اﻟﺸﺨﺼﯿﺔ
ذھﺐ أﻧﺼﺎر ھﺬا اﻟﺮأي  5إﻟﻰ أن اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﯾﻌﺪ ﻣﻦ اﻟﺤﻘﻮق اﻟﻠﺼﯿﻘﺔ ﺑﺎﻟﺸﺨﺼﯿﺔ ،إذ أﻧﮫ ﺣﻖ ﻏﯿﺮ
ﻣﺎﻟﻲ  ،ﻓﺎرﺗﺒﺎطﮫ ﻟﯿﺲ ﺑﺎﻟﺬﻣﺔ اﻟﻤﺎﻟﯿﺔ إﻧﻤﺎ ﺑﺎﻟﻜﯿﺎن اﻟﺸﺨﺼﻲ ﻟﻺﻧﺴﺎن ،ﻓﻼ ﺗﻨﻔﺼﻞ ﻋﻨﮫ و ﯾﺘﺮﺗﺐ ﻋﻠﻰ ذﻟﻚ أن ﺻﺎﺣﺐ اﻟﺤﻖ
 1أﺳﺎﻣﺔ ﻋﺒﺪﷲ ﻗﺎﯾﺪ ،ﺑﺸﺮ أﺣﻤﺪ ﺻﺎﻟﺢ ،ﺣﺴﺎم اﻷھﻮاﻧﻲ .أﺣﻤﺪ ﻣﺤﻤﺪ ﺣﺴﺎن.
 2ﺣﺴﺎن ،أﺣﻤﺪ ﻣﺤﻤﺪ ) .(2001ﻧﺤﻮ ﻧﻈﺮﯾﺔ ﻋﺎﻣﺔ ﻟﺤﻤﺎﯾﺔ اﻟﺤﻖ ﻓﻲ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ﻓﻲ اﻟﻌﻼﻗﺔ ﺑﯿﻦ اﻟﺪوﻟﺔ و اﻷﻓﺮاد "دراﺳﺔ ﻣﻘﺎرﻧﺔ" )ص .(42-41اﻟﻘﺎھﺮة :دار اﻟﻨﮭﻀﺔ اﻟﻌﺮﺑﯿﺔ.
 3ﺧﺎﻟﺪ ﻣﺼﻄﻔﻰ ﻓﮭﻤﻲ.
 4ﺣﺴﺎن ،أﺣﻤﺪ ﻣﺤﻤﺪ .ﻣﺮﺟﻊ ﺳﺎﺑﻖ .ص.43
 5اﻟﻌﺎﻧﻲ ،ﻣﻤﺪوخ ﺧﻠﯿﻞ .ﻣﺮﺟﻊ ﺳﺎﺑﻖ .ص.317
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ﯾﺴﺘﺄﺛﺮ ﺑﮫ وﺣﺪه ،ﻓﯿﺠﺐ أن ﯾﺤﺘﺮم ﻣﻦ ﻗﺒﻞ اﻟﻜﺎﻓﺔ ،إذ ﻻ ﯾﺠﻮز ﻷﺣﺪ ﻏﯿﺮ ﺻﺎﺣﺐ اﻟﺤﻖ اﻟﻘﯿﺎم ﺑﺎﻹطﻼع أو ﺑﻨﺸﺮ )ﻣﺎ ﯾﺪﺧﻞ
ﻓﻲ ﺧﺼﻮﺻﯿﺘﮫ ﻣﻦ ﻋﻨﺎﺻﺮ( إﻻ ﺑﺈذﻧﮫ ،ﻓﺈذا وﻗﻊ ﻋﻜﺲ ذﻟﻚ ﻓﻘﺎم أﺣﺪ اﻷﻓﺮاد ﺑﻨﺸﺮ ﺻﻮرة أو ﺻﻮت ﻟﻔﺮد آﺧﺮ دون اذﻧﮫ
ﻓﯿﺴﺘﻄﯿﻊ اﻷﺧﯿﺮ اﻟﻠﺠﻮء إﻟﻰ اﻟﻘﻀﺎء ﺑﻤﺠﺮد وﻗﻮع اﻻﻋﺘﺪاء ﻣﻄﺎﻟﺒﺎ ً ﺑﻮﻗﻒ اﻻﻋﺘﺪاء ،دون اﻟﺤﺎﺟﺔ ﻹﺛﺒﺎت ذﻟﻚ .وھﺬا اﻟﺤﻖ
ﻏﯿﺮ ﻗﺎﺑﻞ ﻟﻠﺘﺼﺮف ﻓﯿﺨﺮج ﻋﻦ داﺋﺮة اﻟﺘﻌﺎﻣﻞ ،ﻓﻼ ﯾﺠﻮز إﻧﺸﺎء أي ﺗﺼﺮف ﻋﻠﯿﮫ ﻛﺎﻟﺒﯿﻊ أو اﻟﮭﺒﺔ أو اﻟﺘﺄﺟﯿﺮ وﻏﯿﺮه ﻣﻦ
اﻟﺘﺼﺮﻓﺎت ،ﻛﻤﺎ أﻧﮫ ﻻ ﯾﻤﻜﻦ اﻟﺘﻨﺎزل ﻋﻨﮫ وﻻ ﯾﻨﻘﻀﻲ ﺑﺎﻻﺳﺘﻌﻤﺎل ﻓﻼ ﺗﺴﻘﻂ ﺑﻌﺪم اﻻﺳﺘﻌﻤﺎل ﻣﮭﻤﺎ طﺎﻟﺖ ﻣﺪت ﻋﺪم
اﺳﺘﻌﻤﺎﻟﮭﺎ وﻻ ﯾﺠﻮز اﻟﺘﻨﺎزل ﻋﻨﮭﺎ ﻟﻠﻐﯿﺮ  .1وﻓﻲ ھﺬا اﻹطﺎر ،ﻓﻘﺪ ﺟﺎء ﻗﺮار اﻟﺠﻤﻌﯿﺔ اﻟﻌﺎﻣﺔ ﻟﻸﻣﻢ اﻟﻤﺘﺤﺪة ﺣﻮل "اﻟﺤﻖ ﻓﻲ
اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ﻓﻲ اﻟﻌﺼﺮ اﻟﺮﻗﻤﻲ" اﻟﺼﺎدر ﻓﻲ  27ﻧﻮﻓﻤﺒﺮ  2013ﺑﺎﻋﺘﺒﺎر ھﺬا اﻟﺤﻖ ﻛﺤﻖ أﺻﯿﻞ ﻣﻦ ﺣﻘﻮق اﻹﻧﺴﺎن ،2
و ﻋﻠﻰ ﻣﺴﺘﻮى اﻟﺘﺸﺮﯾﻌﺎت ﻧﺮى أن اﻟﻔﻘﮫ اﻟﻔﺮﻧﺴﻲ ﻣﻦ أﻧﺼﺎر ھﺬه اﻟﻨﻈﺮﯾﺔ ،ﻓﻘﺪ ذھﺐ اﻟﻤﺸﺮع اﻟﻔﺮﻧﺴﻲ ﻓﻲ اﻟﻤﺎدة )(9
ﻣﻦ اﻟﻘﺎﻧﻮن اﻟﻤﺪﻧﻲ اﻟﻔﺮﻧﺴﻲ إﻟﻰ أن ﻟﻠﺸﺨﺺ اﻟﺤﻖ ﻓﻲ اﺣﺘﺮام ﺣﯿﺎﺗﮫ اﻟﺨﺎﺻﺔ ،ﻛﻤﺎ ﻣﻨﺢ ﺻﺎﺣﺐ اﻟﺤﻖ ﻣﻦ اﻟﻠﺠﻮء إﻟﻰ
اﻟﻘﻀﺎء ﺑﻤﺠﺮد اﻻﻋﺘﺪاء ﻋﻠﯿﮫ.

3

وﺑﻌﺪ ﻋﺮض اﻻﺗﺠﺎھﯿﻦ اﻟﺴﺎﺑﻘﯿﻦ وﺑﯿﺎن ﻧﺘﺎﺋﺠﮭﻤﺎ واﻻﻧﺘﻘﺎدات اﻟﻤﻮﺟﮭﺔ ﻟﮭﻤﺎ ،ﺗﺮى اﻟﺒﺎﺣﺜﺔ أن اﻟﺤﻖ ﻓﻲ
اﻟﺨﺼﻮﺻﯿﺔ ﺣﻖ ذو طﺒﯿﻌﺔ ﺧﺎﺻﺔ ،ﻓﻼ ﯾﻌﺘﺒﺮ ﺣﻖ ﻣﻠﻜﯿﺔ وﻻ ﯾﻌﺘﺒﺮ ﺣﻖ ﻣﻦ اﻟﺤﻘﻮق اﻟﻠﺼﯿﻘﺔ ﺑﺎﻟﺸﺨﺼﯿﺔ ،وﯾﺄﺗﻲ ذﻟﻚ ﻣﻦ
أﻧﮫ ﯾﻤﻜﻦ اﻋﺘﺒﺎره أﻗﺮب ﻣﺎ ﯾﻜﻮن إﻟﻰ اﻟﺤﻖ اﻟﻠﺼﯿﻖ ﺑﺎﻟﺸﺨﺼﯿﺔ وﻟﻜﻦ ھﻨﺎﻟﻚ ﺑﻌﺾ اﻟﺨﺼﺎﺋﺺ اﻟﺘﻲ ﯾﺨﺘﻠﻒ ﻓﯿﮭﺎ اﻟﺤﻖ
ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﻋﻦ اﻟﺤﻘﻮق اﻟﻠﺼﯿﻘﺔ ﺑﺎﻟﺸﺨﺼﯿﺔ ،ﻣﻤﺎ ﯾﺠﻌﻠﮭﺎ ﻏﯿﺮ ﻣﻨﺴﺠﻤﺔ أو ﻣﺘﻔﻘﺔ ﻣﻊ ھﺬه اﻟﺨﺼﺎﺋﺺ ﻟﻠﺤﻘﻮق اﻟﻠﺼﯿﻘﺔ
ﺑﺎﻟﺸﺨﺼﯿﺔ ،ﻓﯿﻤﻜﻦ اﻋﺘﺒﺎرھﺎ ﻣﻦ اﻟﺤﻘﻮق اﻟﻤﺴﺘﻘﻠﺔ اﻟﻘﺎﺋﻤﺔ ﺑﺬاﺗﮭﺎ.

اﻟﻔﺮع اﻟﺜﺎﻧﻲ :ﺗﻤﯿﯿﺰ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﻋﻦ ﻏﯿﺮه ﻣﻦ اﻟﺤﻘﻮق
ﯾﺘﺸﺎﺑﮫ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﻣﻊ ﺑﻌﺾ اﻟﺤﻘﻮق ،وﻓﻲ ﻧﻔﺲ اﻟﻮﻗﺖ ﻓﺈﻧﮫ ﯾﺨﺘﻠﻒ ﻋﻨﮭﺎ ﻓﻲ ﺑﻌﺾ اﻷﻣﻮر وھﺬه
اﻟﺤﻘﻮق ھﻲ )اﻟﺤﻖ ﻓﻲ اﻟﺼﻮرة – اﻟﺤﻖ ﻓﻲ اﻟﺸﺮف واﻻﻋﺘﺒﺎر – اﻟﺤﻖ ﻓﻲ اﻟﺪﺧﻮل ﻓﻲ طﻲ اﻟﻨﺴﯿﺎن( وھﻮ ﻣﺎ ﻧﻌﺮﺿﮫ
ﻓﯿﻤﺎ ﯾﻠﻲ:

أوﻻ :اﻟﺘﻤﯿﯿﺰ ﺑﯿﻦ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ واﻟﺤﻖ ﻓﻲ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ
ﻟﻢ ﯾﻤﯿﺰ اﻟﻔﻘﮭﺎء ﺑﯿﻦ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ واﻟﺤﻖ ﻓﻲ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ،ﺑﻞ أﻧﮭﻢ اﻋﺘﺒﺮوا أن ﻛﻼ اﻟﻤﺼﻄﻠﺤﯿﻦ
ﻣﺘﺮادﻓﯿﻦ وﯾﻤﺜﻼن وﺟﮭﺎن ﻟﻌﻤﻠﺔ واﺣﺪة .ﺣﯿﺚ ﯾﻘﻮم ﺑﻌﻀﮭﻢ ﺑﺘﻌﺮﯾﻒ اﻟﺨﺼﻮﺻﯿﺔ ﻋﻠﻰ اﻋﺘﺒﺎر أﻧﮭﺎ اﻟﺤﻖ ﻓﻲ اﻟﺤﯿﺎة
اﻟﺨﺎﺻﺔ واﻟﻌﻜﺲ ﺻﺤﯿﺢ.
وﻋﻠﻰ ﻣﺴﺘﻮى اﻟﺘﺸﺮﯾﻌﺎت ﻧﻼﺣﻆ أن ﻧﺺ اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ ﻓﻲ اﻟﻤﺎدة ) (431ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي
رﻗﻢ ) (31ﻟﺴﻨﺔ  2021ﺑﺈﺻﺪار ﻗﺎﻧﻮن اﻟﺠﺮاﺋﻢ واﻟﻌﻘﻮﺑﺎت ﻋﻠﻰ أﻧﮫ" :ﯾﻌﺎﻗﺐ ﺑﺎﻟﺤﺒﺲ واﻟﻐﺮاﻣﺔ ﻛﻞ ﻣﻦ اﻋﺘﺪى ﻋﻠﻰ ﺣﺮﻣﺔ
 1ﺣﺴﺎن ،أﺣﻤﺪ ﻣﺤﻤﺪ .ﻣﺮﺟﻊ ﺳﺎﺑﻖ .ﻣﻦ ص 44إﻟﻰ .47
 2أﻧﻈﺮ ﺑﻦ ﺻﻐﯿﺮ ﻓﺆاد ،اﻟﺤﻖ ﻓﻲ ﺣﻤﺎﯾﺔ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ اﻟﺮﻗﻤﯿﺔ :ﻣﺴﺄﻟﺔ ﻗﺎﻧﻮﻧﯿﺔ أم ﺣﻘﻮﻗﯿﺔ ،ﻣﻨﺸﻮر ﻋﻠﻰ اﻟﻤﻮﻗﻊ اﻻﻟﻜﺘﺮوﻧﻲ/https://www.hespress.com ،اﻟﺤﻖ-ﻓﻲ-ﺣﻤﺎﯾﺔ-
اﻟﺤﯿﺎة-اﻟﺨﺎﺻﺔ-اﻟﺮﻗﻤﯿﺔ-م html.411211-ﺗﺎرﯾﺦ اﻟﺰﯾﺎرة  25ﻣﺎﯾﻮ .2022
 3اﻧﻈﺮ ﻓﻲ ﻋﺮض ھﺬه اﻵراء اﻟﺰﺑﯿﺮ ،ﺣﺎﯾﻒ ﺳﺎﻟﻢ ) .(2018اﻻﻋﺘﺪاء ﻋﻠﻰ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ﻋﻦ طﺮﯾﻖ اﻹﻧﺘﺮﻧﺖ ﻓﻲ اﻟﺘﺸﺮﯾﻊ اﻟﻌﺮاﻗﻲ و اﻟﻠﺒﻨﺎﻧﻲ – دراﺳﺔ ﻣﻘﺎرﻧﺔ – )ص (40اﻟﻄﺒﻌﺔ
اﻷوﻟﻰ .اﻟﻘﺎھﺮة  :دار اﻟﻨﮭﻀﺔ اﻟﻌﺮﺑﯿﺔ ﻟﻠﻨﺸﺮ و اﻟﺘﻮزﯾﻊ.
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اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ أو اﻟﻌﺎﺋﻠﯿﺔ ﻟﻸﻓﺮاد وذﻟﻚ ﺑﺄن ارﺗﻜﺐ أﺣﺪ اﻷﻓﻌﺎل اﻵﺗﯿﺔ ﻓﻲ ﻏﯿﺮ اﻷﺣﻮال اﻟﻤﺼﺮح ﺑﮭﺎ ﻗﺎﻧﻮﻧﺎ ً أو ﺑﻐﯿﺮ
رﺿﺎء اﻟﻤﺠﻨﻲ ﻋﻠﯿﮫ"  .1ﻛﺬﻟﻚ ،ﻓﻘﺪ ﻧﺼﺖ اﻟﻤﺎدة ) (44ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (34ﻟﺴﻨﺔ  2021ﻓﻲ ﺷﺄن
ﻣﻜﺎﻓﺤﺔ اﻟﺸﺎﺋﻌﺎت و اﻟﺠﺮاﺋﻢ اﻹﻟﻜﺘﺮوﻧﯿﺔ ﻋﻠﻰ أﻧﮫ" :ﯾﻌﺎﻗﺐ ﺑﺎﻟﺤﺒﺲ ﻣﺪة ﻻ ﺗﻘﻞ ﻋﻦ ﺳﺘﺔ أﺷﮭﺮ واﻟﻐﺮاﻣﺔ اﻟﺘﻲ ﻻ ﺗﻘﻞ ﻋﻦ
) (150,000ﻣﺎﺋﺔ وﺧﻤﺴﯿﻦ أﻟﻒ درھﻢ وﻻ ﺗﺰﯾﺪ ﻋﻠﻰ ) (50,000ﺧﻤﺴﻤﺎﺋﺔ أﻟﻒ درھﻢ ،أو ﺑﺈﺣﺪى ھﺎﺗﯿﻦ اﻟﻌﻘﻮﺑﺘﯿﻦ ﻛﻞ
ﻣﻦ اﺳﺘﺨﺪم ﺷﺒﻜﺔ ﻣﻌﻠﻮﻣﺎﺗﯿﺔ ،أو ﻧﻈﺎم ﻣﻌﻠﻮﻣﺎت إﻟﻜﺘﺮوﻧﻲ ،أو إﺣﺪى وﺳﺎﺋﻞ ﺗﻘﻨﯿﺔ اﻟﻤﻌﻠﻮﻣﺎت ،ﺑﻘﺼﺪ ﻓﻲ اﻻﻋﺘﺪاء ﻋﻠﻰ
ﺧﺼﻮﺻﯿﺔ ﺷﺨﺺ أو ﻋﻠﻰ ﺣﺮﻣﺔ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ أو اﻟﻌﺎﺋﻠﯿﺔ ﻟﻸﻓﺮاد ﻣﻦ ﻏﯿﺮ رﺿﺎ و ﻓﻲ ﻏﯿﺮ اﻷﺣﻮال اﻟﻤﺼﺮح ﺑﮭﺎ
ﻗﺎﻧﻮﻧﺎ ﺑﺈﺣﺪى اﻟﻄﺮق اﻵﺗﯿﺔ ." ...........
ﺑﺎﺳﺘﻌﺮاض اﻟﻨﺼﻮص اﻟﻘﺎﻧﻮﻧﯿﺔ أﻋﻼه ﻣﻦ ﻗﺎﻧﻮن اﻟﻌﻘﻮﺑﺎت اﻻﺗﺤﺎدي و ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ )(34
ﻟﺴﻨﺔ  2021ﻓﻲ ﺷﺄن ﻣﻜﺎﻓﺤﺔ اﻟﺸﺎﺋﻌﺎت و اﻟﺠﺮاﺋﻢ اﻹﻟﻜﺘﺮوﻧﯿﺔ ،ﻓﻘﺪ ﻧﺺ اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ ﻓﻲ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي
رﻗﻢ ) (31ﻟﺴﻨﺔ  2021ﺑﺈﺻﺪار ﻗﺎﻧﻮن اﻟﺠﺮاﺋﻢ و اﻟﻌﻘﻮﺑﺎت ﻋﻠﻰ ﻋﺒﺎرة )اﻻﻋﺘﺪاء ﻋﻠﻰ ﺣﺮﻣﺔ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ( ﻓﻲ أﺣﻮال
ﻣﻌﯿﻨﺔ ذﻛﺮت ﻓﻲ اﻟﻤﺎدة اﻟﻤﺸﺎر إﻟﯿﮭﺎ ﺳﺎﺑﻘﺎ ،و ﻓﻲ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن أﻋﺎد ذﻛﺮ ﺑﻌﺾ اﻷﺣﻮال اﻟﺘﻲ ذﻛﺮت ﻓﻲ اﻟﻤﺎدة )(431
ﻣﻦ ﻗﺎﻧﻮن اﻟﻌﻘﻮﺑﺎت ﻟﻜﻦ ﺑﺘﻐﯿﯿﺮ اﻟﺼﯿﻐﺔ إﻟﻰ ﻋﺒﺎرة )اﻻﻋﺘﺪاء ﻋﻠﻰ ﺧﺼﻮﺻﯿﺔ ﺷﺨﺺ( ،ﻧﺴﺘﻨﺘﺞ ﻣﻦ ذﻟﻚ أن اﻟﻤﺸﺮع
اﻹﻣﺎراﺗﻲ ﻟﻢ ﯾﻔﺮق ﺑﯿﻦ اﻟﺤﻖ ﻓﻲ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ و اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ،ﺣﯿﺚ أﻧﮫ اﻋﺘﺒﺮھﺎ ﺣﻖ واﺣﺪ ﻻ ﯾﻘﺒﻞ اﻟﺘﺠﺰﺋﺔ.
وﺑﺎﺳﺘﻌﺮاض اﻟﻨﻈﻢ اﻟﻤﻘﺎرﻧﺔ ،ﻧﺮى أن اﻟﻤﺸﺮع اﻟﻤﺼﺮي اﺳﺘﻌﻤﻞ ﻟﻔﻆ )اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ( ﻓﻲ اﻟﻤﺎدة ) (57ﻣﻦ
اﻟﺪﺳﺘﻮر اﻟﺘﻰ ﻧﺺ ﻓﯿﮭﺎ ﻋﻠﻰ أﻧﮫ" :ﻟﻠﺤﯿﺎة اﻟﺨﺎﺻﺔ ﺣﺮﻣﺔ ،وھﻲ ﻣﺼﻮﻧﺔ ﻻ ﺗﻤﺲ .وﻟﻠﻤﺮاﺳﻼت اﻟﺒﺮﯾﺪﯾﺔ ،واﻟﺒﺮﻗﯿﺔ،
واﻹﻟﻜﺘﺮوﻧﯿﺔ ،واﻟﻤﺤﺎدﺛﺎت اﻟﮭﺎﺗﻔﯿﺔ ،وﻏﯿﺮھﺎ ﻣﻦ وﺳﺎﺋﻞ اﻻﺗﺼﺎل ﺣﺮﻣﺔ ،وﺳﺮﯾﺘﮭﺎ ﻣﻜﻔﻮﻟﺔ ،وﻻ ﺗﺠﻮز ﻣﺼﺎدرﺗﮭﺎ ،أو
اﻻطﻼع ﻋﻠﯿﮭﺎ ،أو رﻗﺎﺑﺘﮭﺎ إﻻ ﺑﺄﻣﺮ ﻗﻀﺎﺋﻲ ﻣﺴﺒﺐ ،وﻟﻤﺪة ﻣﺤﺪدة ،وﻓﻲ اﻷﺣﻮال اﻟﺘﻲ ﯾﺒﯿﻨﮭﺎ اﻟﻘﺎﻧﻮن .ﻛﻤﺎ ﺗﻠﺘﺰم اﻟﺪوﻟﺔ
ﺑﺤﻤﺎﯾﺔ ﺣﻖ اﻟﻤﻮاطﻨﯿﻦ ﻓﻲ اﺳﺘﺨﺪام وﺳﺎﺋﻞ اﻻﺗﺼﺎل اﻟﻌﺎﻣﺔ ﺑﻜﺎﻓﺔ أﺷﻜﺎﻟﮭﺎ ،وﻻ ﯾﺠﻮز ﺗﻌﻄﯿﻠﮭﺎ أو وﻗﻔﮭﺎ أو ﺣﺮﻣﺎن
اﻟﻤﻮاطﻨﯿﻦ ﻣﻨﮭﺎ ،ﺑﺸﻜﻞ ﺗﻌﺴﻔﻲ ،وﯾﻨﻈﻢ اﻟﻘﺎﻧﻮن ذﻟﻚ" .وﻗﺪ اﺳﺘﺨﺪم اﻟﻤﺸﺮع اﻟﻤﺼﺮي اﻟﻠﻔﻆ ذاﺗﮫ ﻓﻲ اﻟﻘﺎﻧﻮن ﻓﻲ اﻟﻤﺎدة
) (309ﻣﻦ اﻟﻘﺎﻧﻮن رﻗﻢ  37ﻟﺴﻨﺔ 1972م واﻟﺘﻲ ﻧﺼﺖ ﻋﻠﻰ أﻧﮫ" :ﯾﻌﺎﻗﺐ ﺑﺎﻟﺤﺒﺲ ﻣﺪة ﻻ ﺗﺰﯾﺪ ﻋﻠﻰ ﺳﻨﺔ ﻛﻞ ﻣﻦ اﻋﺘﺪى
ﻋﻠﻰ ﺣﺮﻣﺔ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ﻟﻠﻤﻮاطﻦ وذﻟﻚ ﺑﺄن ارﺗﻜﺐ أﺣﺪ اﻷﻓﻌﺎل اﻵﺗﯿﺔ ﻓﻰ ﻏﯿﺮ اﻷﺣﻮال اﻟﻤﺼﺮح ﺑﮭﺎ ﻗﺎﻧﻮﻧﺎ أو ﺑﻐﯿﺮ
رﺿﺎء اﻟﻤﺠﻨﻲ ﻋﻠﯿﮫ".

2

ﺛﺎﻧﯿﺎ :اﻟﺘﻤﯿﯿﺰ ﺑﯿﻦ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ واﻟﺤﻖ ﻓﻲ اﻟﺼﻮرة
اﻧﻘﺴﻢ اﻟﻔﻘﮫ إﻟﻰ ﻗﺴﻤﯿﻦ ﻓﻲ ھﺬا اﻟﺸﺄن ،ﻓﺎﻋﺘﺒﺮ ﺑﻌﻀﮭﻢ اﻟﺤﻖ ﻓﻲ اﻟﺼﻮرة ﻣﻈﮭﺮ ﻣﻦ ﻣﻈﺎھﺮ اﻟﺤﻖ ﻓﻲ
اﻟﺨﺼﻮﺻﯿﺔ ،ﺑﯿﻨﻤﺎ ذھﺐ اﻵﺧﺮ إﻟﻰ اﻋﺘﺒﺎر اﻟﺤﻖ ﻓﻲ اﻟﺼﻮرة ﺣﻘﺎ ً ﻣﺴﺘﻘﻼُ ﻋﻦ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ،ﻛﻤﺎ ﺳﻨﻮﺿﺢ
ﻻﺣﻘﺎً:

 1اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (31ﻟﺴﻨﺔ  2021ﺑﺈﺻﺪار ﻗﺎﻧﻮن اﻟﺠﺮاﺋﻢ و اﻟﻌﻘﻮﺑﺎت ،اﻟﻤﻨﺸﻮر ﻓﻲ اﻟﺠﺮﯾﺪة اﻟﺮﺳﻤﯿﺔ ،اﻟﻌﺪد ) ،(712اﻟﺴﻨﺔ ) ،(2021اﻟﻤﻮاﻓﻖ .2021/09/26
 2ﻗﺎﻧﻮن رﻗﻢ  37ﻟﺴﻨﺔ  1972ﺑﺘﻌﺪﯾﻞ ﺑﻌﺾ اﻟﻨﺼﻮص اﻟﻤﺘﻌﻠﻘﺔ ﺑﻀﻤﺎن ﺣﺮﯾﺎت اﻟﻤﻮاطﻨﯿﻦ ﻓﻰ اﻟﻘﻮاﻧﯿﻦ اﻟﻘﺎﺋﻤﺔ )ﺗﻌﺪﯾﻞ ﻗﻮاﻧﯿﻦ اﻟﻌﻘﻮﺑﺎت واﻹﺟﺮاءات اﻟﺠﻨﺎﺋﯿﺔ وﺣﺎﻟﺔ اﻟﻄﻮارئ( وﺑﺈﻟﻐﺎء
اﻟﻘﺎﻧﻮن رﻗﻢ  119ﻟﺴﻨﺔ  - 1964ﺑﺸﺄن ﺑﻌﺾ اﻟﺘﺪاﺑﯿﺮ اﻟﺨﺎﺻﺔ ﺑﺄﻣﻦ اﻟﺪوﻟﺔ  -واﻟﻘﺎﻧﻮن رﻗﻢ  50ﻟﺴﻨﺔ  - 1965ﻓﻰ ﺷﺄن ﺑﻌﺾ اﻟﺘﺪاﺑﯿﺮ اﻟﺨﺎﺻﺔ ﺑﺄﻣﻦ اﻟﺪوﻟﺔ  -وﺑﺈﻟﻐﺎء ﺑﻌﺾ ﻣﻮاد ﻗﻮاﻧﯿﻦ
اﻹﺟﺮاءات اﻟﺠﻨﺎﺋﯿﺔ وإﻋﺎدة ﺗﻨﻈﯿﻢ اﻟﺮﻗﺎﺑﺔ اﻹدارﯾﺔ وﺣﺎﻟﺔ اﻟﻄﻮارئ.
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 -1اﻋﺘﺒﺎر اﻟﺤﻖ ﻓﻲ اﻟﺼﻮرة ﻣﻈﮭﺮ ﻣﻦ ﻣﻈﺎھﺮ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ
ذھﺐ ﺑﻌﺾ اﻟﻔﻘﮫ اﻟﻔﺮﻧﺴﻲ  1إﻟﻰ اﻷﺧﺬ ﺑﻔﻜﺮة أن اﻟﺤﻖ ﻓﻲ اﻟﺼﻮرة أﺣﺪ أھﻢ وأﺑﺮز ﻣﻈﺎھﺮ اﻟﺤﻖ ﻓﻲ
اﻟﺨﺼﻮﺻﯿﺔ ،ﻓﻘﺪ اﻋﺘﺒﺮه ﻋﻨﺼﺮ ﻣﻦ ﻋﻨﺎﺻﺮ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ﺷﺄﻧﮫ ﺷﺄن اﻟﺼﻮت واﻟﻤﻌﻠﻮﻣﺎت اﻟﺸﺨﺼﯿﺔ .وﻗﺪ اﺳﺘﻨﺪ
أﺻﺤﺎب ھﺬا اﻟﺮأي إﻟﻰ أن ﻗﯿﺎم ﺷﺨﺺ ﺑﺘﺼﻮﯾﺮ و ﻧﺸﺮ ﺻﻮرة ﻟﺸﺨﺺ آﺧﺮ ﺑﻐﯿﺮ أﺧﺬ اذن ﻣﻦ ﺻﺎﺣﺐ اﻟﺼﻮرة أو
ﻣﻮاﻓﻘﺔ ﺳﺎﺑﻘﺔ ﻟﻠﻨﺸﺮ ﻣﻨﮫ ﯾﻌﺘﺒﺮ اﻧﺘﮭﺎﻛﺎ ً ﻟﻠﺨﺼﻮﺻﯿﺔ ،وﯾﻨﻄﻮي ﻓﻲ أﻏﻠﺐ اﻷﺣﯿﺎن ﻋﻠﻰ اﻟﻤﺴﺎس ﺑﺎﻟﺤﻖ ﻓﻲ ﺣﻤﺎﯾﺔ ﺣﯿﺎﺗﮫ
اﻟﺨﺎﺻﺔ ،و ﯾﻤﻜﻦ اﻟﻘﻮل ھﻨﺎ أن اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﯾﺴﺘﻐﺮق اﻟﺤﻖ ﻓﻲ اﻟﺼﻮرة ،ﻓﻜﻼھﻤﺎ ﻟﮭﻤﺎ اﻟﻄﺒﯿﻌﺔ ذاﺗﮭﺎ.
وﺑﺎﻟﺮﺟﻮع ﻟﻠﻘﻮاﻧﯿﻦ اﻟﻤﻘﺎرﻧﺔ ،ﻧﺮى أن اﻟﻤﺸﺮع اﻟﻤﺼﺮي ﻧﺺ ﻋﻠﻰ ذﻟﻚ ﻓﻲ اﻟﻤﺎدة ) (309ﻣﻜﺮر واﻟﺘﻲ ﺟﺎء
ﻓﯿﮭﺎ أﻧﮫ" :ﯾﻌﺎﻗﺐ ﺑﺎﻟﺤﺒﺲ ﻣﺪة ﻻ ﺗﺰﯾﺪ ﻋﻠﻰ ﺳﻨﺔ ﻛﻞ ﻣﻦ اﻋﺘﺪى ﻋﻠﻰ ﺣﺮﻣﺔ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ﻟﻠﻤﻮاطﻦ وذﻟﻚ ﺑﺄن ارﺗﻜﺐ
أﺣﺪ اﻷﻓﻌﺎل اﻵﺗﯿﺔ ﻓﻲ ﻏﯿﺮ اﻷﺣﻮال اﻟﻤﺼﺮح ﺑﮭﺎ ﻗﺎﻧﻮﻧﺎ أو ﺑﻐﯿﺮ رﺿﺎء اﻟﻤﺠﻨﻲ ﻋﻠﯿﮫ) :أ( اﺳﺘﺮق اﻟﺴﻤﻊ أو ﺳﺠﻞ أو ﻧﻘﻞ
ﻋﻦ طﺮﯾﻖ ﺟﮭﺎز ﻣﻦ اﻷﺟﮭﺰة أﯾﺎ ﻛﺎن ﻧﻮﻋﮫ ﻣﺤﺎدﺛﺎت ﺟﺮت ﻓﻰ ﻣﻜﺎن ﺧﺎص أو ﻋﻦ طﺮﯾﻖ اﻟﺘﻠﯿﻔﻮن) .ب( اﻟﺘﻘﻂ أو ﻧﻘﻞ
ﺑﺠﮭﺎز ﻣﻦ اﻷﺟﮭﺰة أﯾﺎ ﻛﺎن ﻧﻮﻋﮫ ﺻﻮرة ﺷﺨﺺ ﻓﻰ ﻣﻜﺎن ﺧﺎص".

2

"ﻓﺈذا ﺻﺪرت اﻷﻓﻌﺎل اﻟﻤﺸﺎر إﻟﯿﮭﺎ ﻓﻰ اﻟﻔﻘﺮﺗﯿﻦ اﻟﺴﺎﺑﻘﺘﯿﻦ أﺛﻨﺎء اﺟﺘﻤﺎع ﻋﻠﻰ ﻣﺴﻤﻊ أو ﻣﺮأى ﻣﻦ اﻟﺤﺎﺿﺮﯾﻦ
ﻓﻰ ذﻟﻚ اﻻﺟﺘﻤﺎع ،ﻓﺈن رﺿﺎء ھﺆﻻء ﯾﻜﻮن ﻣﻔﺘﺮﺿﺎ .وﯾﻌﺎﻗﺐ ﺑﺎﻟﺤﺒﺲ اﻟﻤﻮظﻒ اﻟﻌﺎم اﻟﺬي ﯾﺮﺗﻜﺐ أﺣﺪ اﻷﻓﻌﺎل اﻟﻤﺒﯿﻨﺔ
ﺑﮭﺬه اﻟﻤﺎدة اﻋﺘﻤﺎد ﻋﻠﻰ ﺳﻠﻄﺔ وظﯿﻔﺘﮫ .وﯾﺤﻜﻢ ﻓﻲ ﺟﻤﯿﻊ اﻷﺣﻮال ﺑﻤﺼﺎدرة اﻷﺟﮭﺰة وﻏﯿﺮھﺎ ﻣﻤﺎ ﯾﻜﻮن ﻗﺪ اﺳﺘﺨﺪم ﻓﻲ
اﻟﺠﺮﯾﻤﺔ ،ﻛﻤﺎ ﺗﺤﻜﻢ اﻟﺘﺴﺠﯿﻼت اﻟﻤﺘﺤﺼﻠﺔ ﻋﻨﮭﺎ أو ﺑﻤﺤﻮ إﻋﺪاﻣﮭﺎ" . 3ﻓﺎﻟﻤﺸﺮع اﻟﻤﺼﺮي ﻻ ﯾﺤﻤﻲ اﻟﺼﻮرة ذاﺗﮭﺎ ھﻨﺎ،
ﺑﻞ ﯾﺤﻤﯿﮭﺎ ﺗﺤﺖ طﺎﺋﻠﺔ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ،أي أﻧﮫ ﯾﻌﺘﺒﺮھﺎ ﺟﺰء ﻻ ﯾﺘﺠﺰأ ﻣﻦ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ،ﻓﮭﺬا ﺗﻌﺒﯿﺮ ﺿﻤﻨﻲ ﺑﺎﻋﺘﺒﺎر
اﻟﺤﻖ ﻓﻲ اﻟﺼﻮرة ﻋﻨﺼﺮاً ﻣﻦ ﻋﻨﺎﺻﺮ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ.
و ﺑﺎﻟﺮﺟﻮع ﻟﻠﻘﺎﻧﻮن اﻹﻣﺎراﺗﻲ ،ﻧﺮى أن اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ ﻧﺺ ﻓﻲ اﻟﻤﺎدة ) (431ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي
رﻗﻢ ) (31ﻟﺴﻨﺔ  2021ﺑﺈﺻﺪار ﻗﺎﻧﻮن اﻟﺠﺮاﺋﻢ و اﻟﻌﻘﻮﺑﺎت ﻋﻠﻰ ﻋﻘﻮﺑﺔ اﻻﻋﺘﺪاء ﻋﻠﻰ ﺣﺮﻣﺔ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ﺑﺎﻟﺤﺒﺲ و
اﻟﻐﺮاﻣﺔ و ذﻛﺮ ﻣﻦ ﺑﯿﻦ ﺣﺎﻻت اﻻﻋﺘﺪاء )ب -ﻛﻞ ﻣﻦ اﻟﺘﻘﻂ أو ﻧﻘﻞ ﺑﺠﮭﺎز أﯾﺎ ً ﻛﺎن ﻧﻮﻋﮫ ﺻﻮرة ﺷﺨﺺ ﻓﻲ ﻣﻜﺎن ﺧﺎص(،
ﻛﻤﺎ ﻧﺺ اﻟﻤﺸﺮع ﻓﻲ اﻟﻤﺎدة ) (44ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (34ﻟﺴﻨﺔ  2021ﻓﻲ ﺷﺄن ﻣﻜﺎﻓﺤﺔ اﻟﺸﺎﺋﻌﺎت و
اﻟﺠﺮاﺋﻢ اﻹﻟﻜﺘﺮوﻧﯿﺔ ﻋﻠﻰ ﻋﻘﻮﺑﺔ اﻟﺤﺒﺲ و اﻟﻐﺮاﻣﺔ ﻟﻜﻞ ﻣﻦ اﺳﺘﺨﺪم ﺷﺒﻜﺔ ﻣﻌﻠﻮﻣﺎﺗﯿﺔ أو ﻧﻈﺎم ﻣﻌﻠﻮﻣﺎﺗﻲ ﺑﻘﺼﺪ اﻻﻋﺘﺪاء
ﻋﻠﻰ ﺧﺼﻮﺻﯿﺔ ﺷﺨﺺ أو ﺣﺮﻣﺔ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ﻣﻦ ﻏﯿﺮ رﺿﺎ و ﻓﻲ ﻏﯿﺮ اﻷﺣﻮال اﻟﻤﺼﺮح ﺑﮭﺎ ﻗﺎﻧﻮﻧﺎً ،و ذﻛﺮ ﻣﻦ ﺑﯿﻦ
ھﺬه اﻟﻄﺮق .2":اﻟﺘﻘﺎط ﺻﻮر اﻟﻐﯿﺮ ﻓﻲ أي ﻣﻜﺎن ﻋﺎم أو ﺧﺎص أو إﻋﺪاد ﺻﻮر إﻟﻜﺘﺮوﻧﯿﺔ أو ﻧﻘﻠﮭﺎ أو ﻛﺸﻔﮭﺎ أو ﻧﺴﺨﮭﺎ أو
اﻻﺣﺘﻔﺎظ ﺑﮭﺎ"  ،4وھﺬا ﻣﺎ أﻛﺪﺗﮫ ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ ﻓﻲ اﻟﺤﻜﻢ اﻟﺼﺎدر ﻣﻨﮭﺎ ﻓﻲ ﻧﺰاع واﻟﺬي أرﺳﻰ ﻣﺒﺪأً ھﺎﻣﺎ ً وھﻮ أن ﺻﻮرة
اﻹﻧﺴﺎن ﺗﻌﺘﺒﺮ ﻣﻦ اﻷﻣﻮر اﻟﻤﻼزﻣﺔ ﻟﺸﺨﺼﯿﺔ اﻹﻧﺴﺎن ،وأي اﺳﺘﻌﻤﺎل ﻛﺎﻟﻨﺸﺮ أو اﻟﺘﺪاول دون أﺧﺬ ﻣﻮاﻓﻘﺔ ﺻﺎﺣﺒﮭﺎ ﯾﺸﻜﻞ

 1ﺑﺎدﻧﺘﯿﺮ ،ﻣﻘﺎﻟﺘﮫ )اﻟﺤﻖ ﻓﻲ اﺣﺘﺮام اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ( .ﻣﺸﺎر إﻟﯿﮭﺎ ﻟﺪى ﺣﺴﺎن ،أﺣﻤﺪ ﻣﺤﻤﺪ  .ﻣﺮﺟﻊ ﺳﺎﺑﻖ .ص.92
 2راﺟﻊ اﻟﻤﺎدة " "309ﻣﻦ ﻗﺎﻧﻮن اﻟﻌﻘﻮﺑﺎت اﻟﻤﺼﺮي طﺒﻘﺎ ً ﻷﺣﺪث اﻟﺘﻌﺪﯾﻼت ﺑﺎﻟﻘﺎﻧﻮن  95ﻟﺴﻨﺔ 2003م ،اﻟﻘﺎﻧﻮن رﻗﻢ  58ﻟﺴﻨﺔ  1937ﺑﺈﺻﺪار ﻗﺎﻧﻮن اﻟﻌﻘﻮﺑﺎت ).(1
 3ﻣﺮﺟﻊ ﺳﺎﺑﻖ.
 4اﻧﻈﺮ اﻟﻤﺎدة ) (44ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (34ﻟﺴﻨﺔ  2021ﻓﻲ ﺷﺄن ﻣﻜﺎﻓﺤﺔ اﻟﺸﺎﺋﻌﺎت و اﻟﺠﺮاﺋﻢ اﻹﻟﻜﺘﺮوﻧﯿﺔ.
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اﻋﺘﺪا ًء ﻋﻠﻰ ﺣﺮﻣﺔ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ،ﻣﻤﺎ ﯾﻌﺮض اﻟﻤﻌﺘﺪي ﻟﻠﻤﺴﺎءﻟﺔ اﻟﻘﺎﻧﻮﻧﯿﺔ اﻟﺘﻲ ﺗﻮﺟﺒﮫ ﻋﻠﻰ وﻗﻒ اﻋﺘﺪاءه واﻟﺘﻌﻮﯾﺾ
ﺣﺴﺐ اﻟﻤﺎدة  90ﻣﻦ ﻗﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت اﻟﻤﺪﻧﯿﺔ اﻹﻣﺎراﺗﻲ.

1

و ذھﺒﺖ ﻣﺤﻜﻤﺔ ﺑﺎرﯾﺲ إﻟﻰ أن اﻟﺼﻮرة ﺗﻌﺘﺒﺮ ﻣﻦ ﻣﻈﺎھﺮ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ﻛﺎﻟﺤﻖ ﻓﻲ اﻻﺳﻢ و اﻟﺼﻮت.

2

 -2اﺳﺘﻘﻼل اﻟﺤﻖ ﻓﻲ اﻟﺼﻮرة ﻋﻦ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ
ذھﺐ اﺗﺠﺎه آﺧﺮ  3إﻟﻰ ﺗﺒﻨﻲ ﻓﻜﺮة ﺿﺮورة اﻟﺘﻔﺮﻗﺔ ﺑﯿﻦ اﻟﺤﻖ ﻓﻲ اﻟﺼﻮرة واﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ،ﻓﺎﻋﺘﺒﺮ ھﺬا
اﻟﺮأي أن ﻛﻞ ﺣﻖ ﻣﻦ ھﺬه اﻟﺤﻘﻮق ﻣﺴﺘﻘﻞ وﻗﺎﺋﻢ ﺑﺬاﺗﮫ ﻋﻦ اﻟﺤﻖ اﻵﺧﺮ .وﻗﺪ اﺳﺘﻨﺪ أﺻﺤﺎب ھﺬا اﻟﺮأي إﻟﻰ أن اﻟﻔﻌﻞ اﻟﻮاﺣﺪ
ﻗﺪ ﯾﺸﻜﻞ ﻣﺴﺎﺳﺎ ً ﺑﺄﻛﺜﺮ ﻣﻦ ﺣﻖ ﻓﻲ اﻟﻮﻗﺖ ذاﺗﮫ ،ﻓﺎﻻﻋﺘﺪاء إذا أﺻﺎب أﻛﺜﺮ ﻣﻦ ﺣﻖ ﻓﻼ ﯾﻌﻨﻲ ذﻟﻚ ﺑﺎﻟﻀﺮورة أﻧﻨﺎ ﺑﺼﺪد
ﺣﻖ واﺣﺪ ،ﻓﻘﺪ ﯾﻘﺘﺮن اﻟﻤﺴﺎس ﺑﺎﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﺑﺎﻟﻤﺴﺎس ﺑﺎﻟﺤﻖ ﻓﻲ اﻟﺼﻮرة ،وﺑﺎﻟﺮﻏﻢ ﻣﻦ ذﻟﻚ ﻓﺈن ذﻟﻚ ﻻ ﯾﻤﻨﻊ
اﺳﺘﻘﻼل ﻛﻞ ﺣﻖ ﻋﻦ اﻵﺧﺮ ،ﻓﻘﺪ ﯾﻘﻊ اﻟﻤﺴﺎس ﺑﺎﻟﺤﻖ ﻓﻲ اﻟﺼﻮرة دون اﻟﻤﺴﺎس ﺑﺎﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ،ﻓﺎﻟﺼﻮرة ﻟﯿﺴﺖ
إﻻ اﻣﺘﺪاداً ﻟﻠﺸﺨﺼﯿﺔ ،ﯾﻤﻜﻦ أن ﯾﻘﻊ اﻻﻋﺘﺪاء ﻋﻠﯿﮭﺎ ﻓﻲ اﻟﺤﯿﺎة اﻟﻌﺎﻣﺔ واﻟﻌﻠﻨﯿﺔ دون أدﻧﻰ ﻣﺴﺎس ﺑﺎﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ.
وﺗﺮى اﻟﺒﺎﺣﺜﺔ أن اﻟﺤﻖ ﻓﻲ اﻟﺼﻮرة ﻣﻈﮭﺮ ﻣﻦ ﻣﻈﺎھﺮ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ،ﻓﺎﻟﺤﻖ ﻓﻲ اﻟﺼﻮرة ﺟﺰء ﻻ ﯾﺘﺠﺰأ ﻣﻦ
اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﻛﻤﺎ أﺷﺮﻧﺎ ﻟﺬﻟﻚ ﺳﺎﺑﻘﺎً ،وﻻ ﯾﻤﻜﻦ أن ﯾﺴﺘﻘﻞ ﻋﻨﮫ ﺑﺄي ﺷﻜﻞ ﻣﻦ اﻷﺷﻜﺎل ،وﻣﺎ ﯾﺘﺮﺗﺐ ﻋﻠﻰ ذﻟﻚ أن
اﻧﺘﮭﺎك اﻟﺼﻮرة ﻓﯿﻜﻮن ﻣﻌﮫ اﻧﺘﮭﺎك ﻟﻠﺨﺼﻮﺻﯿﺔ.

ﺛﺎﻟﺜﺎ :اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ واﻟﺤﻖ ﻓﻲ اﻟﺸﺮف واﻻﻋﺘﺒﺎر
ﺑﻤﻨﺎﺳﺒﺔ اﻟﺘﻤﯿﯿﺰ ﺑﯿﻦ ھﺬﯾﻦ اﻟﺤﻘﯿﻦ ،ﯾﻤﻜﻨﻨﺎ اﻟﻘﻮل إن اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﯾﺤﻤﻲ اﻟﺠﺎﻧﺐ اﻟﺸﺨﺼﻲ ﻟﻠﻔﺮد،
ﻛﺎﻟﺠﺎﻧﺐ اﻟﺬي ﯾﺘﻤﺘﻊ ﺑﺎﻟﮭﺪوء واﻟﺴﻜﯿﻨﺔ وﻻ ﯾﺠﻮز ﻷي ﻓﺮد آﺧﺮ ﺗﺴﻠﯿﻂ اﻟﻀﻮء ﻋﻠﯿﮫ إﻻ ﺑﻌﺪ أﺧﺬ اﻷذن ﻣﻦ ﺻﺎﺣﺐ اﻟﺤﻖ،
ﺑﯿﻨﻤﺎ ﯾﺤﻤﻲ اﻟﺤﻖ ﻓﻲ اﻟﺸﺮف واﻻﻋﺘﺒﺎر اﻟﺠﺎﻧﺐ اﻟﻤﻌﻨﻮي ﻟﻠﻔﺮد ،وﻗﺪ ﺗﻢ اﻟﻨﺺ ﻋﻠﯿﮫ ﻓﻲ ﻋﺪة ﻗﻮاﻧﯿﻦ ،ﻛﻘﺎﻧﻮن اﻟﻌﻘﻮﺑﺎت
واﻟﻘﺎﻧﻮن اﻟﻤﺪﻧﻲ ،وﻗﺪ ﯾﺤﺪث ﺗﺪاﺧﻞ أﺣﯿﺎﻧﺎ ً ﺑﯿﻦ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ واﻟﺤﻖ ﻓﻲ اﻟﺸﺮف واﻻﻋﺘﺒﺎر ،ﻛﻤﺎ ﺳﻨﻮﺿﺢ ﻓﯿﻤﺎ
ﯾﻠﻲ:

 -1أوﺟﮫ اﻟﺸﺒﮫ ﺑﯿﻦ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ واﻟﺤﻖ ﻓﻲ اﻟﺸﺮف واﻻﻋﺘﺒﺎر
ﯾﺘﺸﺎﺑﮫ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﻣﻊ اﻟﺤﻖ ﻓﻲ اﻟﺸﺮف واﻻﻋﺘﺒﺎر ﻓﻲ ﻋﺪة ﺻﻮر ﻣﻦ أھﻤﮭﺎ أﻧﮭﻤﺎ ﯾﺸﺘﺮﻛﺎن ﻓﻲ وﺣﺪة
اﻟﻔﻌﻞ اﻟﻤﻜﻮن ﻟﻠﺠﺮﯾﻤﺔ ،ﻛﻤﺎ ﯾﺘﺸﺎﺑﮭﺎن ﻓﻲ اﻹﺟﺮاءات اﻟﺘﻰ ﯾﺠﻮز ﻟﻠﻘﻀﺎء اﻟﻤﺪﻧﻲ اﺗﺨﺎذھﺎ ﻟﺤﻤﺎﯾﺔ ﻛﻼ اﻟﺤﻘﯿﻦ ،وﺳﻨﺘﺤﺪث
ﺑﺎﻟﺘﻔﺼﯿﻞ ﻋﻦ ﻛﻞ ﻣﻨﮭﻤﺎ ﻓﯿﻤﺎ ﯾﻠﻲ:
 1راﺟﻊ ،ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ أﺑﻮظﺒﻲ ،اﻟﺪاﺋﺮة اﻹدارﯾﺔ ،اﻟﻄﻌﻦ رﻗﻢ ) (7ﻟﺴﻨﺔ ) ،(2013اﻟﺼﺎدر ﻓﻲ ﺟﻠﺴﺔ  ،2013/05/20ﻣﻮﻗﻊ ﻣﺤﺎﻣﻮ اﻹﻣﺎرات ،ﺗﺎرﯾﺦ اﻟﺪﺧﻮل 17/01/2022 :ﻋﻠﻰ
اﻟﺮاﺑﻂ:
https://www-mohamoon-uaeاﻟﺤﯿﺎةcom.uaeu.idm.oclc.org/uaeu/default.aspx?Action=IntrDisplayJudgmentFile&PageNumber=1&Type=5&ID=21463&strSearch=20%
اﻟﺨﺎﺻﺔ
 2ﻧﻘﻼً ﻋﻦ اﻟﺒﮭﺠﻲ ،ﻋﺼﺎم أﺣﻤﺪ .ﻣﺮﺟﻊ ﺳﺎﺑﻖ .ص.217
 3ﺣﺴﺎم اﻟﺪﯾﻦ اﻷھﻮاﻧﻲ.
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أﻣﺎ ﻋﻦ وﺣﺪة اﻟﻔﻌﻞ اﻟﻤﻜﻮن ﻟﻠﺠﺮﯾﻤﺔ ،ﻓﻼ ﺑﺪ ﻣﻦ اﻹﺷﺎرة إﻟﻰ أن ﻗﺪ ﯾﺆدي ارﺗﻜﺎب ﻓﻌﻞ واﺣﺪ إﻟﻰ اﻧﺘﮭﺎك ﺣﻖ
اﻟﺨﺼﻮﺻﯿﺔ واﻟﻤﺴﺎس ﺑﺎﻟﺤﻖ ﻓﻲ اﻟﺸﺮف واﻻﻋﺘﺒﺎر ﻋﻠﻰ ﺣﺪ ﺳﻮاء ،و ﯾﺤﺪث ذﻟﻚ ﻓﻲ ﺣﺎل ﻗﯿﺎم أﺣﺪ اﻷطﺮاف ﺑﻨﺸﺮ
ﻣﻜﺎﻟﻤﺔ ھﺎﺗﻔﯿﺔ ﺗﻤﺲ ﺧﺼﻮﺻﯿﺎت أطﺮاف أﺧﺮى دون رﺿﺎھﻢ ﻋﻠﻰ اﻟﻌﻠﻦ ،ﻓﻔﻲ ھﺬه اﻟﺤﺎﻟﺔ ﯾﻜﻮن ﻗﺪ اﻧﺘﮭﻚ ﺣﻖ
اﻟﺨﺼﻮﺻﯿﺔ ﻣﻊ ﻗﯿﺎﻣﮫ ﺑﺎﻟﻤﺴﺎس ﺑﺎﻟﺤﻖ ﻓﻲ اﻟﺸﺮف واﻻﻋﺘﺒﺎر ،و ھﺬا ﻣﺎ أﻛﺪﺗﮫ ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ اﻟﻤﺼﺮﯾﺔ ﺑﻮﺣﺪة اﻟﺴﺒﺐ ﻓﻲ
اﻟﺪﻋﻮﯾﯿﻦ – اﻟﺠﻨﺎﺋﯿﺔ و اﻟﻤﺪﻧﯿﺔ – و ﻧﺸﻮﺋﮭﻤﺎ ﻋﻦ اﻟﻔﻌﻞ ذاﺗﮫ و وﺟﻮد ارﺗﺒﺎط ﺑﯿﻨﮭﻤﺎ ﻓﻲ وﻗﺎﺋﻊ اﻟﻘﺬف و اﻟﺴﺐ ،ﻟﻜﻦ ﯾﺠﺐ
إﺛﺎرة ھﺬا اﻟﺪﻓﻊ أﻣﺎم ﻣﺤﺎﻛﻢ اﻟﻤﻮﺿﻮع ،ﻓﻼ ﯾﺠﻮز إﺛﺎرﺗﮫ ﻷول ﻣﺮة أﻣﺎم ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ ﺑﺎﻋﺘﺒﺎرھﺎ ﻣﺤﻜﻤﺔ ﻗﺎﻧﻮن و دﻓﻊ
ﻏﯿﺮ ﻣﺘﻌﻠﻖ ﺑﺎﻟﻨﻈﺎم اﻟﻌﺎم .

1

أﻣﺎ ﻋﻦ ﺗﺸﺎﺑﮫ اﻹﺟﺮاءات اﻟﺘﻲ ﯾﺠﻮز ﻟﻠﻘﻀﺎء اﻟﻤﺪﻧﻲ اﺗﺨﺎذھﺎ ﻟﺤﻤﺎﯾﺔ ﻛﻼ اﻟﺤﻘﯿﻦ ،ﻓﯿﺘﻀﺢ ﺗﺸﺎﺑﮫ اﻹﺟﺮاءات ﻋﻨﺪ
اﻟﻤﺴﺎس ﺑﺎﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ أو اﻟﺤﻖ ﻓﻲ اﻟﺸﺮف و اﻻﻋﺘﺒﺎر ،إذ ﯾﺠﻮز ﻟﻘﺎﺿﻲ اﻷﻣﻮر اﻟﻤﺴﺘﻌﺠﻠﺔ ﻓﻲ ﻛﻼ اﻟﺤﺎﻟﺘﯿﻦ
اﻷﻣﺮ ﺑﻮﻗﻒ ﻧﺸﺮ اﻟﻤﻄﺒﻮﻋﺎت اﻟﺘﻰ ﺗﺘﻀﻤﻦ اﻟﻤﺴﺎس ﺑﮭﻤﺎ ،أو وﺿﻌﮭﺎ ﺗﺤﺖ اﻟﺤﺮاﺳﺔ .ﻗﺎﻧﻮن اﻟﺼﺤﺎﻓﺔ اﻟﻔﺮﻧﺴﻲ ﻻ ﯾﺴﻤﺢ
إﻻ ﺑﻮﻗﻒ ﻧﺸﺮ أرﺑﻊ ﻧﺴﺦ ﻓﻘﻂ ﻣﻦ اﻟﻤﻄﺒﻮﻋﺎت ﻓﻲ ﺣﺎﻟﺔ ارﺗﻜﺎب ﺟﺮﯾﻤﺔ اﻟﻘﺬف .

2

وﺑﺎﻟﺮﻏﻢ ﻣﻦ أن ﻛﻼ اﻟﺤﻘﯿﻦ ﯾﻨﺒﻌﺎن ﻣﻦ ﻣﺼﺪر واﺣﺪ أﻻ وھﻮ ﻧﺺ اﻟﻤﺎدة ) (90ﻣﻦ ﻗﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت اﻟﻤﺪﻧﯿﺔ
اﻹﻣﺎراﺗﻲ وأن ﻛﻠﯿﮭﻤﺎ ﻣﻦ اﻟﺤﻘﻮق اﻟﻠﺼﯿﻘﺔ ﺑﺎﻟﺸﺨﺼﯿﺔ ،ﻛﻤﺎ أن ﻣﻌﻈﻢ اﻻﻧﺘﮭﺎﻛﺎت اﻟﺘﻲ ﺗﻘﻊ ﻋﻠﻰ اﻟﺤﻖ ﻓﻲ اﻟﺴﻤﻌﺔ ﺗﺸﻜﻞ
ﻣﺴﺎﺳﺎ ﺑﺎﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ،إﻻ أن ھﻨﺎك ﻋﺪة اﺧﺘﻼﻓﺎت ﻛﺒﯿﺮة ﺗﻘﺘﻀﻲ اﻟﺘﻤﯿﯿﺰ ﺑﯿﻨﮭﻤﺎ.

 -2أوﺟﮫ اﻻﺧﺘﻼف ﺑﯿﻦ اﻟﺤﻘﯿﻦ
ﺑﻌﺪ ﺑﯿﺎن أوﺟﮫ اﻟﺸﺒﮫ ﺑﯿﻦ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ و اﻟﺤﻖ ﻓﻲ اﻟﺸﺮف و اﻻﻋﺘﺒﺎر ،ﻛﺎن ﻻﺑﺪ ﻣﻦ ﺑﯿﺎن اﻟﺸﻖ اﻟﺜﺎﻧﻲ و ھﻮ
أوﺟﮫ اﻻﺧﺘﻼف ﺑﯿﻦ اﻟﺤﻘﯿﻦ ،ﻓﺘﻨﺪرج ﺗﺤﺖ أوﺟﮫ اﻻﺧﺘﻼف ﺑﯿﻦ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ و اﻟﺤﻖ ﻓﻲ اﻟﺸﺮف و اﻻﻋﺘﺒﺎر
أرﺑﻌﺔ أوﺟﮫ رﺋﯿﺴﯿﺔ و ھﻲ :اﻟﻤﺼﻠﺤﺔ اﻟﻤﺤﻤﯿﺔ ،ﺗﺤﺮﯾﻚ اﻟﺪﻋﻮى اﻟﺠﻨﺎﺋﯿﺔ ،اﻟﺨﻄﺄ و اﻟﻀﺮر ،و ﻛﺬﻟﻚ ﺗﺨﺘﻠﻒ أﯾﻀﺎ ً ﻓﻲ
ﻣﺪة ﺗﻘﺎدم اﻟﺪﻋﻮى ،ﻛﻤﺎ ﺳﻨﻮﺿﺢ ﻓﯿﻤﺎ ﯾﻠﻲ ھﺬه اﻷوﺟﮫ:
أﻣﺎ ﺑﺨﺼﻮص اﻟﻤﺼﻠﺤﺔ اﻟﻤﺤﻤﯿﺔ ،ﻓﯿﻤﻜﻦ اﻟﻘﻮل إن اﻟﻤﺼﻠﺤﺔ اﻟﺘﻰ ﯾﺤﻤﯿﮭﺎ اﻟﺤﻖ ﻓﻲ اﻟﺸﺮف و اﻻﻋﺘﺒﺎر ھﻲ ﺗﺤﻘﯿﻖ اﻟﺴﻼم
اﻻﺟﺘﻤﺎﻋﻲ ﻟﻠﺸﺨﺺ ﻣﻦ ﺧﻼل اﻟﺮواﺑﻂ اﻹﺟﺘﻤﺎﻋﯿﺔ ﻟﻠﻔﺮد ﻣﻊ ﺑﺎﻗﻲ أﻓﺮاد ﻣﺠﺘﻤﻌﮫ ،ﻓﮭﻲ ﺗﺨﺘﻠﻒ ﻋﻦ اﻟﻤﺼﻠﺤﺔ اﻟﺘﻰ ﯾﺤﻤﯿﮭﺎ
اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ و اﻟﺘﻰ ﺗﺘﻤﺜﻞ ﻓﻲ ﺗﺤﻘﯿﻖ اﻟﺴﻼم اﻟﺸﺨﺼﻲ ﻟﻺﻧﺴﺎن ،ﻓﺈذا ﻛﺎن ھﺪف اﻷول ﺣﻤﺎﯾﺔ اﻟﺤﯿﺎة اﻟﻌﺎﻣﺔ،
ﻓﮭﺪف اﻟﺜﺎﻧﻲ ﺣﻤﺎﯾﺔ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ،ﺣﯿﺚ أﻧﮫ ﯾﻤﻜﻦ اﻟﻤﺴﺎس ﺑﺎﻟﺤﻖ ﻓﻲ اﻟﺸﺮف و اﻻﻋﺘﺒﺎر دون اﻟﻤﺴﺎس ﺑﺎﻟﺤﻖ ﻓﻲ
اﻟﺨﺼﻮﺻﯿﺔ ،ﻓﺎﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﯾﺘﻌﻠﻖ ﺑﺎﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ﻓﻘﻂ ،ﺑﯿﻨﻤﺎ ﯾﺘﻌﻠﻖ اﻟﺤﻖ ﻓﻲ اﻟﺸﺮف و اﻻﻋﺘﺒﺎر ﺑﺎﻟﺤﯿﺎة اﻟﻌﺎﻣﺔ
و اﻟﺨﺎﺻﺔ ﻣﻌﺎً.

3

 1راﺟﻊ ،ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ اﻟﻤﺼﺮﯾﺔ ،اﻟﺪاﺋﺮة اﻟﻤﺪﻧﯿﺔ ،اﻟﻄﻌﻦ رﻗﻢ ) (2257ﻟﺴﻨﺔ ) (56اﻟﻘﻀﺎﺋﯿﺔ ،اﻟﺼﺎدر ﻓﻲ ﺟﻠﺴﺔ  ،1992/05/24ﻣﻨﺸﻮر ﻋﻠﻰ ﻣﻮﻗﻊ ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ اﻟﻤﺼﺮﯾﺔ ،ﺗﺎرﯾﺦ
اﻟﺪﺧﻮل ،17/01/2022 :ﻋﻠﻰ اﻟﺮاﺑﻂ:
https://www.cc.gov.eg/judgment_single?id=111144531&&ja=149781
 2اﻧﻈﺮ ﺣﺴﺎن ،أﺣﻤﺪ ﻣﺤﻤﺪ .ﻣﺮﺟﻊ ﺳﺎﺑﻖ .ص.100-99
 3راﺟﻊ ﺣﺴﺎن ،أﺣﻤﺪ ﻣﺤﻤﺪ .ﻣﺮﺟﻊ ﺳﺎﺑﻖ .ص.101-100
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أﻣﺎ ﻓﯿﻤﺎ ﯾﺘﻌﻠﻖ ﺑﺘﺤﺮﯾﻚ اﻟﺪﻋﻮى اﻟﺠﻨﺎﺋﯿﺔ ،ﻓﻘﺪ ذھﺐ اﻟﻘﺎﻧﻮن اﻟﻤﺼﺮي إﻟﻰ أن ﺗﺤﺮﯾﻚ اﻟﺪﻋﻮى ﻓﻲ ﺟﺮﯾﻤﺔ اﻟﻘﺬف
ﯾﺘﻮﻗﻒ ﻋﻠﻰ ﺷﻜﻮى ﻣﻦ اﻟﻤﺠﻨﻲ ﻋﻠﯿﮫ ،ﺑﯿﻨﻤﺎ ﻓﻲ ﺟﺮﯾﻤﺔ اﻟﻤﺴﺎس ﺑﺎﻟﺨﺼﻮﺻﯿﺔ ﻓﻼ ﯾﺘﻮﻗﻒ رﻓﻊ اﻟﺪﻋﻮى ﻋﻠﻰ ﺷﻜﻮى ﻣﻦ
اﻟﻤﺠﻨﻲ ﻋﻠﯿﮫ ،ﺑﯿﻨﻤﺎ ﻓﻲ اﻟﻘﺎﻧﻮن اﻟﻔﺮﻧﺴﻲ ﻓﯿﺘﻮﻗﻒ ﺗﺤﺮﯾﻚ اﻟﺪﻋﻮى اﻟﺠﻨﺎﺋﯿﺔ ﻓﻲ اﻟﺠﺮﯾﻤﺘﯿﻦ ﻋﻠﻰ ﺷﻜﻮى اﻟﻤﺠﻨﻲ ﻋﻠﯿﮫ  ،1أﻣﺎ
اﻟﻘﺎﻧﻮن اﻹﻣﺎراﺗﻲ ﻓﯿﺘﻮﻗﻒ ﺗﺤﺮﯾﻚ اﻟﺪﻋﻮى ﻓﻲ ﺟﺮاﺋﻢ ﺳﺐ اﻷﺷﺨﺎص و ﻗﺬﻓﮭﻢ ﻋﻠﻰ ﺷﻜﻮى ﺧﻄﯿﺔ أو ﺷﻔﮭﯿﺔ ﻣﻦ اﻟﻤﺠﻨﻲ
ﻋﻠﯿﮫ أو ﻣﻦ ﯾﻘﻮم ﻣﻘﺎﻣﮫ.

2

وﻋﻨﺪ اﻟﺤﺪﯾﺚ ﻋﻦ اﻟﺨﻄﺄ و اﻟﻀﺮر ﻓﻲ ﻛﻼ اﻟﺤﻘﯿﻦ ،ﻓﺈن اﻟﻤﻼﺣﻆ أن اﻟﺨﻄﺄ و اﻟﻀﺮر ﻓﻲ ﺟﺮﯾﻤﺔ اﻻﻋﺘﺪاء ﻋﻠﻰ
اﻟﺸﺮف و اﻻﻋﺘﺒﺎر ﯾﺨﺘﻠﻒ ﻋﻨﮫ ﻓﻲ ﺟﺮﯾﻤﺔ اﻻﻋﺘﺪاء ﻋﻠﻰ اﻟﺨﺼﻮﺻﯿﺔ ،ﻓﯿﺸﺘﺮط ﻟﺘﺤﻘﻖ اﻟﺨﻄﺄ ﻓﻲ ﺟﺮﯾﻤﺔ اﻻﻋﺘﺪاء ﻋﻠﻰ
اﻟﺸﺮف و اﻻﻋﺘﺒﺎر ﺗﻮﻓﺮ اﻟﻘﺼﺪ اﻟﺠﻨﺎﺋﻲ ﺑﻌﻨﺼﺮﯾﮫ اﻟﻌﻠﻢ و اﻹرادة ،ﺑﯿﻨﻤﺎ ﻻ ﯾﺸﺘﺮط ذﻟﻚ ﻓﻲ ﺟﺮﯾﻤﺔ اﻻﻋﺘﺪاء ﻋﻠﻰ
اﻟﺨﺼﻮﺻﯿﺔ ﺣﺘﻰ أﻧﮫ ﻻ ﯾﺸﺘﺮط ﺳﻮء اﻟﻨﯿﺔ ﻓﻲ اﻟﻜﺸﻒ ﻋﻦ اﻟﺨﺼﻮﺻﯿﺔ ﻛﺬﻟﻚ ،ﺑﻞ ﯾﺘﺤﻘﻖ ﺣﺘﻰ ﻟﻮ ﻛﺎن اﻟﻤﺮاد ھﻮ اﻹﺷﺎدة
ﺑﺎﻟﺸﺨﺺ اﻟﻤﺠﻨﻲ ﻋﻠﯿﮫ .و ﻓﻲ اﻟﺤﺪﯾﺚ ﻋﻦ اﺧﺘﻼف اﻟﻀﺮر اﻟﻨﺎﺗﺞ ﻋﻦ اﻟﺨﻄﺄ ﻓﻲ اﻟﺠﺮﯾﻤﺘﯿﻦ ،ﻓﯿﺘﻤﺜﻞ اﻟﻀﺮر ﻓﻲ ﺟﺮﯾﻤﺔ
اﻻﻋﺘﺪاء ﻋﻠﻰ اﻟﺸﺮف و اﻻﻋﺘﺒﺎر ﻋﻠﻰ ﺣﺎﻟﺔ اﻻﺣﺘﻘﺎر اﻟﺘﻰ ﺗﻠﺤﻖ ﺑﺎﻟﺸﺨﺺ ﺑﯿﻦ أھﻠﮫ و أﻗﺮاﻧﮫ ،ﺑﯿﻨﻤﺎ ﯾﺘﻤﺜﻞ اﻟﻀﺮر ﻓﻲ
ﺟﺮﯾﻤﺔ اﻻﻋﺘﺪاء ﻋﻠﻰ اﻟﺨﺼﻮﺻﯿﺔ ﻓﻲ اﻧﺘﮭﺎك أﺳﻮار ﺣﯿﺎﺗﮫ اﻟﺨﺎﺻﺔ ﻓﻲ ﻋﺮض ﻣﻘﺘﻄﻔﺎت ﻣﻦ ﺣﯿﺎﺗﮫ اﻟﺘﻰ ﻻ ﯾﺮﯾﺪ إظﮭﺎرھﺎ
ﻟﻠﻌﺎﻣﺔ.

3

وأﺧﯿﺮاً ،ﻓﺈن طﻠﺐ اﻟﺘﻌﻮﯾﺾ ﻋﻦ اﻟﻀﺮر اﻟﻨﺎﺷﻲء ﻋﻦ ﺟﺮﯾﻤﺔ اﻟﺘﻌﺪي ﻋﻠﯿﮭﻤﺎ ،ﻓﻘﺪ ﻧﺺ اﻟﻘﺎﻧﻮن اﻹﻣﺎراﺗﻲ ﻋﻠﻰ
أن اﻟﺸﻜﻮى ﻻ ﺗﻘﺒﻞ ﻓﻲ ﺟﺮاﺋﻢ اﻟﻘﺬف و اﻟﺴﺐ ﺑﻌﺪ ﺛﻼﺛﺔ أﺷﮭﺮ ﻣﻦ ﺗﺎرﯾﺦ ﻋﻠﻢ اﻟﻤﺠﻨﻲ ﻋﻠﯿﮫ ﺑﺎﻟﺠﺮﯾﻤﺔ و ﻣﺮﺗﻜﺒﮭﺎ ﻣﺎ ﻟﻢ
ﯾﻨﺺ اﻟﻘﺎﻧﻮن ﻋﻠﻰ ﺧﻼف ذﻟﻚ  .4و ھﺬا ﻣﺎ اﺳﺘﻘﺮت ﻋﻠﯿﮫ ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ ﻓﻲ ﺣﻜﻤﮭﺎ "ﺑﺄن اﻟﺸﺎﻛﻲ ﯾﺠﺐ ﻋﻠﯿﮫ رﻓﻊ اﻟﺸﻜﻮى
ﺧﻼل ﺛﻼﺛﺔ أﺷﮭﺮ ﻣﻦ ﺗﺎرﯾﺦ ﻋﻠﻤﮫ ﺑﺎﻟﺠﺮﯾﻤﺔ" ،ﻓﻘﺪ ﺟﻌﻞ اﻟﺸﺎرع أﻧﮫ ﻣﻦ أﻣﻀﻰ ھﺬه اﻷﺟﻞ ﻗﺮﯾﻨﺔ ﻗﺎﻧﻮﻧﯿﺔ ﻻ ﺗﻘﺒﻞ إﺛﺒﺎت
اﻟﻌﻜﺲ ﻋﻠﻰ اﻟﺘﻨﺎزل ﻟﻤﺎ ﻗﺪره أن ﺳﻜﻮت اﻟﻤﺠﻨﻲ ﻋﻠﯿﮫ ھﺬه اﻟﻤﺪة ﯾﻌﺪ ﺑﻤﺜﺎﺑﺔ ﻧﺰول ﻋﻦ اﻟﺸﻜﻮى ﻷﺳﺒﺎب أرﺗﺂھﺎ اﻟﺸﺎﻛﻲ.
ﻋﻨﺪﻣﺎ ﻗﺎم اﻟﺠﺎﻧﻲ ﺑﻘﺬف اﻟﻤﺠﻨﻲ ﻋﻠﯿﮭﺎ ﺑﺄﻟﻔﺎظ ﻣﺎﺳﺔ ﺑﺎﻟﻌﺮض و ﺧﺎدﺷﺔ ﻟﺴﻤﻌﺔ اﻟﻌﺎﺋﻠﺔ ،ﺑﺎﺳﺘﻌﻤﺎل وﺳﯿﻠﺔ ﻣﻦ وﺳﺎﺋﻞ ﺗﻘﻨﯿﺔ
اﻟﻤﻌﻠﻮﻣﺎت.

5

ﯾﺘﺒﯿﻦ ﻟﻨﺎ ﻣﻤﺎ ﺳﺒﻖ أن اﻟﻤﺠﻨﻲ ﻋﻠﯿﮫ ﻻ ﯾﺴﺘﻄﯿﻊ رﻓﻊ اﻟﺪﻋﻮى اﻟﺠﻨﺎﺋﯿﺔ ﻋﻠﻰ اﻟﺠﺎﻧﻲ ﺑﻌﺪ ﻣﺮور  3أﺷﮭﺮ ﻣﻦ ﺗﺎرﯾﺦ
ﻋﻠﻢ اﻟﻤﺠﻨﻲ ﻋﻠﯿﮫ ﺑﺎﻟﺠﺮﯾﻤﺔ و ﻣﺮﺗﻜﺒﮭﺎ ﻣﺎ ﻟﻢ ﯾﻨﺺ اﻟﻘﺎﻧﻮن ﻋﻠﻰ ﺧﻼف ذﻟﻚ ،و ﻛﺬﻟﻚ ﻻ ﯾﺴﺘﻄﯿﻊ اﻟﻤﻀﺮور طﻠﺐ اﻟﺘﻌﻮﯾﺾ
ﻋﻦ اﻟﻀﺮر اﻟﻨﺎﺷﻲء ﺑﻌﺪ ﻣﺮور ﺛﻼث ﺳﻨﻮات ﻣﻦ وﻗﺖ ﻋﻠﻢ اﻟﻤﻀﺮور ﺑﺎﻟﺤﺎدث وﺑﺎﻟﺸﺨﺺ اﻟﻤﺴﺆول ﻋﻨﮫ ،ﺑﺎﻋﺘﺒﺎر
اﻟﻀﺮر ﺿﺮر أدﺑﻲ  6ﯾﺪﺧﻞ ﺗﺤﺖ طﺎﺋﻠﺔ اﻟﻤﺴﺆوﻟﯿﺔ اﻟﺘﻘﺼﯿﺮﯾﺔ.
 1ﻣﺮﺟﻊ ﺳﺎﺑﻖ ،ص.102
 2اﻧﻈﺮ اﻟﻤﺎدة  10ﻣﻦ ﻗﺎﻧﻮن رﻗﻢ  35ﻟﺴﻨﺔ 1992م ﺑﺸﺄن إﺻﺪار ﻗﺎﻧﻮن اﻹﺟﺮاءات اﻟﺠﺰاﺋﯿﺔ وﻓﻘﺎ ً ﻵﺧﺮ اﻟﺘﻌﺪﯾﻼت.
 3راﺟﻊ ﺣﺴﺎن ،أﺣﻤﺪ ﻣﺤﻤﺪ .ﻣﺮﺟﻊ ﺳﺎﺑﻖ .ص.102
 4اﻟﻤﺎدة  10ﻣﻦ ﻗﺎﻧﻮن رﻗﻢ  35ﻟﺴﻨﺔ 1992م ﺑﺸﺄن إﺻﺪار ﻗﺎﻧﻮن اﻹﺟﺮاءات اﻟﺠﺰاﺋﯿﺔ وﻓﻘﺎ ً ﻵﺧﺮ اﻟﺘﻌﺪﯾﻼت.
 5راﺟﻊ ،ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ أﺑﻮظﺒﻲ ،اﻟﺪاﺋﺮة اﻟﺠﺰاﺋﯿﺔ ،اﻟﻄﻌﻦ رﻗﻢ ) (22ﻟﺴﻨﺔ )(2020س 14ق.أ ،اﻟﺼﺎدر ﻓﻲ ﺟﻠﺴﺔ  ،2020/02/04ﻣﻮﻗﻊ ﻣﺤﺎﻣﻮ اﻹﻣﺎرات ،ﺗﺎرﯾﺦ اﻟﺪﺧﻮل:
 ،20/01/2022ﻋﻠﻰ اﻟﺮاﺑﻂ:
https://www-mohamoon-uae=com.uaeu.idm.oclc.org/uaeu/default.aspx?Action=IntrDisplayJudgmentFile&PageNumber=1&Type=5&ID=52814&strSearchاﻟﻘﺬف
 6اﻟﻤﺎدة ) (293ﺗﻨﺺ ﻋﻠﻰ أن اﻟﺘﻌﺪي ﻋﻠﻰ ﺣﺮﯾﺔ اﻟﻐﯿﺮ أو ﻣﺲ اﻟﺸﺨﺺ ﻓﻲ ﻛﺮاﻣﺘﮫ وﻋﺮﺿﮫ وﺷﺮﻓﮫ وﻣﺮﻛﺰه اﻻﺟﺘﻤﺎﻋﻲ واﻋﺘﺒﺎره اﻟﻤﺎﻟﻲ أو ﻓﻲ ﺳﻤﻌﺘﮫ ،ﻛﻠﮭﺎ ﺗﻌﺪ ﻣﻦ أﻧﻮاع اﻟﻀﺮر
اﻷدﺑﻲ.
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راﺑﻌﺎ :اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ واﻟﺤﻖ ﻓﻲ اﻟﺪﺧﻮل ﻓﻲ طﻲ اﻟﻨﺴﯿﺎن
ﻟﻢ ﯾﻌﺪ ﯾﺨﻔﻰ ﻋﻠﻰ أﺣﺪ اﻟﺪور اﻟﺬي ﺗﻠﻌﺒﮫ ﺷﺒﻜﺔ اﻻﻧﺘﺮﻧﺖ ﻓﻲ ﻧﺸﺮ اﻟﻤﻌﻠﻮﻣﺎت ﺑﺴﺮﻋﺔ وإﻟﻰ أي ﻣﻜﺎن ﻓﻲ اﻟﻌﺎﻟﻢ،
وھﻲ ﺗﺴﻤﺢ أﯾﻀﺎ ﺑﺒﻘﺎء اﻟﻤﻌﻠﻮﻣﺎت اﻟﻤﻨﺸﻮرة ﻟﻔﺘﺮات طﻮﯾﻠﺔ وﯾﻤﻜﻦ اﺳﺘﺮﺟﺎع ھﺬه اﻟﻤﻌﻠﻮﻣﺎت ﻓﻲ أي وﻗﺖ ،ﻣﻤﺎ طﺮح
ﻣﺸﻜﻠﺔ ﻧﺴﯿﺎن اﻟﻤﺎﺿﻲ ﺑﺎﻟﻨﺴﺒﺔ ﻟﻸﻓﺮاد اﻟﺬﯾﻦ ﯾﺮﻏﺒﻮن ﺑﻤﺤﻮ ھﺬه اﻟﻤﻌﻠﻮﻣﺎت اﻟﺘﻲ ﺗﻀﺮھﻢ أو ﺗﺰﻋﺠﮭﻢ ،وﺑﺪأ اﻟﺤﺪﯾﺚ ﻋﻦ
إﻋﻄﺎء اﻟﻤﺴﺘﺨﺪم اﻟﺤﻖ ﺑﻄﻠﺐ ﺳﺤﺐ أو إزاﻟﺔ أو ﻣﺤﻮ ﻣﺎ ﻗﺎم ﺑﻨﺸﺮه أو ﻣﺎ ﻧﺸﺮ ﻋﻨﮫ ﻣﻦ ﻣﻌﻠﻮﻣﺎت ﻋﻠﻰ ﺷﺒﻜﺔ اﻻﻧﺘﺮﻧﺖ أو
ﺟﻌﻞ اﻟﻮﺻﻮل إﻟﯿﮭﺎ ﺻﻌﺒﺎ ً .ھﺬا اﻟﺤﻖ ﯾﻄﻠﻖ ﻋﻠﯿﮫ اﻟﺤﻖ ﻓﻲ اﻟﻨﺴﯿﺎن اﻟﺮﻗﻤﻲ أو اﻟﺤﻖ ﻓﻲ اﻟﺪﺧﻮل ﻓﻲ طﻲ اﻟﻨﺴﯿﺎن ،وھﻮ
ﯾﻌﺘﺒﺮ ﺑﺬﻟﻚ ﺟﺰءاً ﻣﻦ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ اﻟﺘﻲ ﻧﺼﺖ ﻋﻠﯿﮭﺎ اﻟﻤﺎدة ) (9ﻣﻦ اﻟﺘﻘﻨﯿﻦ اﻟﻤﺪﻧﻲ اﻟﻔﺮﻧﺴﻲ ﺑﻘﻮﻟﮭﺎ" :ﻟﻜﻞ ﻓﺮد اﻟﺤﻖ
ﻓﻲ اﺣﺘﺮام ﺣﯿﺎﺗﮫ اﻟﺨﺎﺻﺔ" ،وﻗﺪ اﻋﺘﺮف اﻟﻤﺸﺮع اﻟﻔﺮﻧﺴﻲ ﺑﺎﻟﺤﻖ ﻓﻲ اﻟﻨﺴﯿﺎن ﻓﻲ اﻟﻤﺎدة  35ﻣﻦ ﻗﺎﻧﻮن اﻟﺼﺤﺎﻓﺔ اﻟﺼﺎدر
ﻓﻲ 1881م .وﻗﺪ أﺷﺎرت ﻟﮫ اﻟﻤﺎدة ) (6و ) (40ﻣﻦ ﻗﺎﻧﻮن اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ واﻟﺤﺮﯾﺎت اﻟﻔﺮﻧﺴﻲ ﻟﺴﻨﺔ  1978اﻟﻤﻌﺪل ﺑﻤﻮﺟﺐ
اﻟﻘﺎﻧﻮن رﻗﻢ  1321ﻟﺴﻨﺔ  2016واﻟﻤﺎدة ) (6ﻣﻦ اﻟﻘﺎﻧﻮن اﻟﻔﺮﻧﺴﻲ ﺣﻮل اﻟﺜﻘﺔ ﻓﻲ اﻻﻗﺘﺼﺎد اﻟﺮﻗﻤﻲ واﻟﻤﺎدة ) (27ﻣﻦ
ﻗﺎﻧﻮن اﻟﺤﻤﺎﯾﺔ اﻟﺠﺰاﺋﯿﺔ ﻟﻠﻤﻠﻜﯿﺔ اﻷدﺑﯿﺔ واﻟﻔﻨﯿﺔ ﻋﺒﺮ اﻻﻧﺘﺮﻧﺖ ﻟﺴﻨﺔ  .2009ﻛﻤﺎ ﻧﻈﻤﺘﮫ اﻟﻼﺋﺤﺔ اﻟﻌﺎﻣﺔ ﻟﺤﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت رﻗﻢ
) (679ﻟﺴﻨﺔ  2016واﻟﺘﻲ ﺣﻠﺖ ﻣﺤﻞ اﻟﺘﻮﺟﯿﮫ اﻷوروﺑﻲ رﻗﻢ ) (46ﻟﺴﻨﺔ  .1995وﯾﺴﺘﺜﻨﻰ ﻣﻦ ﻧﻄﺎق اﻟﺤﻖ ﻓﻲ اﻟﻨﺴﯿﺎن
ﻣﺎ إذا ﻛﺎﻧﺖ اﻟﻤﻌﻠﻮﻣﺎت ﺿﺮورﯾﺔ ﻟﻐﺎﯾﺎت ﺗﺎرﯾﺨﯿﺔ أو إﺣﺼﺎﺋﯿﺔ أو ﻋﻠﻤﯿﺔ أو أن ﯾﺸﻜﻞ اﻟﻮﺻﻮل إﻟﯿﮭﺎ ﻣﺼﻠﺤﺔ ﻟﻠﺠﻤﮭﻮر
ﻟﻜﻮﻧﮫ ﺷﺨﺼﯿﺔ ﻋﺎﻣﺔ .وﯾﻜﻮن ﻟﻠﻤﺴﺘﺨﺪم أن ﯾﻮﺟﮫ طﻠﺒﮫ ﻣﺒﺎﺷﺮة إﻟﻰ اﻟﻤﻮﻗﻊ اﻟﺬي ﻧﺸﺮ اﻟﺒﯿﺎﻧﺎت ،أو أن ﯾﻮﺟﮫ طﻠﺐ إزاﻟﺔ
اﻟﻔﮭﺮﺳﺔ أو اﻹﺷﺎرة إﻟﻰ ﻣﺤﺮﻛﺎت اﻟﺒﺤﺚ ﻟﺘﺠﻌﻞ اﻟﻮﺻﻮل إﻟﻰ ھﺬه اﻟﻤﻌﻠﻮﻣﺎت ﺻﻌﺒﺎ ً.
وﻗﺪ اﻧﻘﺴﻢ اﻟﻔﻘﮫ ﻓﻲ ﺗﻤﯿﯿﺰ ھﺬا اﻟﺤﻖ ﻋﻦ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ إﻟﻰ ﻓﺮﯾﻘﯿﻦ ،ﻓﺬھﺐ اﻟﺒﻌﺾ إﻟﻰ اﻋﺘﺒﺎر اﻟﺤﻖ ﻓﻲ
اﻟﺪﺧﻮل ﻓﻲ طﻲ اﻟﻨﺴﯿﺎن ﺟﺰءاً ﻣﻦ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ،ﺑﯿﻨﻤﺎ ذھﺐ اﻟﻔﺮﯾﻖ اﻵﺧﺮ إﻟﻰ اﻋﺘﺒﺎر اﻟﺤﻖ ﻓﻲ اﻟﺪﺧﻮل ﻓﻲ
طﻲ اﻟﻨﺴﯿﺎن ﻣﺴﺘﻘﻼً ﻋﻦ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ،ﻛﻤﺎ ﺳﻨﻮﺿﺢ ﻓﯿﻤﺎ ﯾﻠﻲ:

 -1اﺳﺘﻘﻼل ﺣﻖ اﻹﻧﺴﺎن ﻓﻲ اﻟﺪﺧﻮل ﻓﻲ طﻲ اﻟﻨﺴﯿﺎن ﻋﻦ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ
ذھﺐ ﺟﺎﻧﺐ ﻣﻦ اﻟﻔﻘﮫ اﻟﻔﺮﻧﺴﻲ  1إﻟﻰ ﻓﻜﺮة وﺟﻮب اﺳﺘﻘﻼل ﺣﻖ اﻹﻧﺴﺎن ﻓﻲ أن ﯾﺪﺧﻞ ﻓﻲ طﻲ اﻟﻨﺴﯿﺎن ﻋﻦ اﻟﺤﻖ
ﻓﻲ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ،اﺳﺘﻨﺎداً إﻟﻰ اﺧﺘﻼف ﻣﻀﻤﻮن وﻧﻄﺎق اﻟﺤﻤﺎﯾﺔ اﻟﻘﺎﻧﻮﻧﯿﺔ ﻟﮭﺬﯾﻦ اﻟﺤﻘﯿﻦ ،ﻓﺎﻟﺤﻖ ﻓﻲ اﻟﻨﺴﯿﺎن ﯾﺨﺘﺺ ﻓﻘﻂ
ﺑﻜﺘﻤﺎن وﻋﺪم اﻹﻓﺼﺎح ﻋﻦ اﻟﻮﻗﺎﺋﻊ اﻟﺘﻲ ظﮭﺮت ﻣﺴﺒﻘﺎ ً ﺑﺸﻜﻞ ﻋﻠﻨﻲ ،ﻓﻘﺪ ﺗﻜﻮن اﻟﻮﻗﺎﺋﻊ اﻟﻤﺮاد ﺣﻤﺎﯾﺘﮭﺎ ﻗﺪ اﻋﻠﻨﺖ ﻟﻠﻨﺎس
ﻋﻦ طﺮﯾﻖ اﻟﻤﺤﺎﻛﻢ ﻣﺜﻼً ،ﻣﻤﺎ ﯾﺠﻌﻠﮭﺎ ﺗﺘﻨﺎﻓﻰ ﻣﻊ ﺻﻔﺔ اﻟﺨﺼﻮﺻﯿﺔ ،ﺑﺎﻹﺿﺎﻓﺔ ﻟﺬﻟﻚ ﻗﺪ ﺗﺘﻌﻠﻖ ھﺬه اﻟﻮﻗﺎﺋﻊ اﻟﺨﺎﺻﺔ ﺑﺄﺣﺪ
اﻟﺸﺨﺼﯿﺎت اﻟﻤﺸﮭﻮرة و اﻟﻌﺎﻣﺔ ﻛﺎﻟﺸﺨﺼﯿﺎت اﻟﺘﺎرﯾﺨﯿﺔ ،ﻓﻼ ﯾﺼﻤﺪ اﻟﺤﻖ ﻓﻲ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ أﻣﺎم ﻧﺸﺮ اﻟﻮﻗﺎﺋﻊ اﻟﺨﺎﺻﺔ
اﻟﻤﺮﺗﺒﻄﺔ ﺑﺎﻟﺸﺨﺼﯿﺎت اﻟﺘﺎرﯾﺨﯿﺔ ﻷﻏﺮاض اﻟﻔﮭﻢ واﻟﺘﺪوﯾﻦ اﻟﺘﺎرﯾﺨﻲ و ﻻﺑﺪ ﻣﻦ اﻟﺨﻮض ﻓﻲ اﻟﺘﻔﺎﺻﯿﻞ واﻟﺘﻰ ﻗﺪ ﺗﻌﺘﺒﺮ
ﻣﻦ ﻗﺒﯿﻞ اﻟﺨﺼﻮﺻﯿﺔ ،ﺑﺨﻼف اﻟﺤﻖ ﻓﻲ طﻲ اﻟﻨﺴﯿﺎن اﻟﺬي ﯾﺒﺪو ﻣﻔﯿﺪاً ﻓﻲ ھﺬا اﻟﺸﺄن .وﻣﻦ ھﻨﺎ ﻻ ﺑﺪ ﻣﻦ اﻟﻔﺼﻞ ﺑﯿﻦ اﻟﺤﻖ
ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ واﻟﺤﻖ ﻓﻲ اﻟﺪﺧﻮل ﻓﻲ طﻲ اﻟﻨﺴﯿﺎن.

 1ﻟﯿﻮن ﻛﺎري ،ﻣﻮﺟﻮد ﻟﺪى ﺣﺴﺎن ،أﺣﻤﺪ ﻣﺤﻤﺪ .ﻣﺮﺟﻊ ﺳﺎﺑﻖ .ص.107
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 -2اﻟﺤﻖ ﻓﻲ اﻟﻨﺴﯿﺎن ﯾﺪﺧﻞ ﻓﻲ ﻧﻄﺎق اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ
ذھﺐ ﺟﺎﻧﺐ آﺧﺮ ﻣﻦ اﻟﻔﻘﮫ  1إﻟﻰ أن اﻟﺤﻖ ﻓﻲ اﻟﻨﺴﯿﺎن ﯾﺪﺧﻞ ﻓﻲ ﻧﻄﺎق اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ،واﺳﺘﻨﺪ ھﺬا اﻟﺠﺎﻧﺐ
إﻟﻰ أن ﺣﺮﻣﺔ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ﺗﺸﻤﻞ ﺧﺼﻮﺻﯿﺎت اﻹﻧﺴﺎن ﺑﺼﻔﺔ ﻋﺎﻣﺔ ﻓﻲ ﺣﺎﺿﺮھﺎ وﻣﺎﺿﯿﮭﺎ  .2ﻓﻘﺪ أﻛﺪت اﻟﻤﺤﺎﻛﻢ
اﻷﻣﺮﯾﻜﯿﺔ ﻣﻦ ﺧﻼل ﻋﺪة أﺣﻜﺎم ﻗﻀﺎﺋﯿﺔ ﻋﻠﻰ ﻓﻜﺮة أن اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﯾﺸﻤﻞ دﺧﻮل اﻟﺸﺨﺺ ﻓﻲ طﻲ اﻟﻨﺴﯿﺎن
وﯾﺸﺘﺮط ﻓﻲ ذﻟﻚ أن ﯾﻜﻮن اﻟﻤﺎﺿﻲ ﺑﻐﯿﺾ وﻣﮭﯿﻦ ﻟﻠﺸﺨﺺ اﻟﻌﺎدي ،ﻓﻘﺪ ﻗﻀﺖ ﺑﻌﺪم وﺟﻮد ﻣﺴﺎس ﺑﺎﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ
ﻓﻲ ﻗﻀﯿﺔ طﺎﻟﺐ ﻧﺎﺑﻎ ﻓﻲ اﻟﺮﯾﺎﺿﯿﺎت ﺗﺨﺮج ﻣﻦ ﺟﺎﻣﻌﺔ ھﺎرﻓﺎرد و ﺗﻤﺘﻊ ﺑﺸﮭﺮة واﺳﻌﺔ ﻣﻤﺎ ﺟﻌﻠﮫ ﯾﺼﺒﺢ ﻣﻦ اﻟﺸﺨﺼﯿﺎت
اﻟﺸﮭﯿﺮة ،و ﻣﻦ ﺛﻢ أﺻﯿﺐ ﺑﺄزﻣﺔ ﻧﻔﺴﯿﺔ ﺟﻌﻠﺘﮫ ﯾﮭﺠﺮ اﻟﺮﯾﺎﺿﯿﺎت ،و ﻋﻤﻞ ﻓﻲ وظﯿﻔﺔ أﻣﯿﻦ ﻣﻜﺘﺒﺔ و درس ﺗﺎرﯾﺦ اﻟﮭﻨﻮد
اﻟﺤﻤﺮ ،و ﺑﻌﺪ ذﻟﻚ ﻗﺎﻣﺖ إﺣﺪى اﻟﺼﺤﻒ ﺑﺎﻟﻜﺸﻒ ﻋﻦ ﻣﺎﺿﻲ ھﺬا اﻟﺸﺨﺺ ﻓﺘﻌﺮض ﻷزﻣﺔ ﻧﻔﺴﯿﺔ ﺷﺪﯾﺪة أدت إﻟﻰ وﻓﺎﺗﮫ .
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اﻟﻤﺒﺤﺚ اﻟﺜﺎﻧﻲ :ﻧﻄﺎق اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ

ﺗﻤﮭﯿﺪ و ﺗﻘﺴﯿﻢ
اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﻣﻦ اﻟﺤﻘﻮق اﻟﻤﻜﻔﻮﻟﺔ ﻓﯿﺠﺐ ﻋﺪم اﻧﺘﮭﺎﻛﮭﺎ و اﻟﺘﻌﺪي ﻋﻠﯿﮭﺎ ،ﻟﻜﻦ ﻓﻲ ظﻞ زﯾﺎدة ﺗﻄﺒﯿﻘﺎت
اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ زادت ﺻﻮر اﻧﺘﮭﺎك اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ،و ﺑﺎﻟﺮﻏﻢ ﻣﻦ ﻋﺪم ﺟﻮاز اﻟﺘﻌﺪي ﻋﻠﻰ اﻟﺤﻖ ﻓﻲ
اﻟﺨﺼﻮﺻﯿﺔ إﻻ أﻧﮫ ﻟﯿﺲ ﺣﻘﺎ ً ﻣﻄﻠﻘﺎ ً ﻓﮭﻨﺎك ﺣﺎﻻت ﻣﺤﺪدة ﻋﻠﻰ ﺳﺒﯿﻞ اﻟﺤﺼﺮ ﯾﺠﻮز ﻓﯿﮭﺎ اﻻطﻼع ﻋﻠﻰ ﻋﻨﺎﺻﺮ
اﻟﺨﺼﻮﺻﯿﺔ وﻓﻖ ﺿﻮاﺑﻂ ﻣﻌﯿﻨﺔ ،ﻓﺴﻨﺒﺤﺚ ﻓﻲ اﻟﻤﻄﻠﺐ اﻷول ﻣﻦ ھﺬا اﻟﻤﺒﺤﺚ ﻋﻨﺎﺻﺮ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ وﻣﺨﺎطﺮھﺎ
ﻓﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ،ﺛﻢ ﻧﺘﻄﺮق ﻟﻠﻘﯿﻮد اﻟﻮاردة ﻋﻠﻰ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﻓﻲ اﻟﻤﻄﻠﺐ اﻟﺜﺎﻧﻲ.

اﻟﻤﻄﻠﺐ اﻷول :ﻋﻨﺎﺻﺮ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ وﻣﺨﺎطﺮھﺎ ﻓﻲ ظﻞ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ
ﻛﻤﺎ أﺷﺮﻧﺎ ﺳﺎﺑﻘﺎ ﻓﺈن ﻣﻔﮭﻮم اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﯾﺘﺴﻊ ﻟﯿﺸﻤﻞ اﻟﻌﺪﯾﺪ ﻣﻦ اﻟﺼﻮر وﺑﺮزت ﺑﻤﻨﺎﺳﺒﺔ ﻛﺜﺮة اﺳﺘﺨﺪام
اﻟﻮﺳﺎﺋﻞ اﻟﺘﻘﻨﯿﺔ وﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﺻﻮر ﺟﺪﯾﺪة ﻟﻠﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ،وﻗﺪ ﺗﻤﺜﻠﺖ ﻣﻈﺎھﺮ اﻧﺘﮭﺎك اﻟﺤﻖ ﻓﻲ
اﻟﺨﺼﻮﺻﯿﺔ ﻓﻲ ظﻞ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﺑﻌﺪة طﺮق ،ﻟﺬﻟﻚ ﻧﺘﻨﺎول ﻋﻨﺎﺻﺮ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﻓﻲ اﻟﻔﺮع
اﻷول ،ﺛﻢ ﻧﺘﺤﺪث ﻋﻦ ﻣﺨﺎطﺮ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻋﻠﻰ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﻓﻲ اﻟﻔﺮع اﻟﺜﺎﻧﻲ.

اﻟﻔرع اﻷول :ﻋﻨﺎﺻﺮ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﻓﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ
وﻓﻘﺎ ً ﻟﺒﻌﺾ اﻟﻨﻈﺮﯾﺎت اﻟﻘﺎﻧﻮﻧﯿﺔ ،ﻓﺈن اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﻟﮫ ﺛﻼﺛﺔ ﻋﻨﺎﺻﺮ أﺳﺎﺳﯿﺔ :أﺣﺪھﺎ ﯾﺘﻌﻠﻖ ﺑﺎﻟﺠﺎﻧﺐ
اﻟﻤﺎدي ﻟﻠﺤﻖ ،ﻣﺜﻞ اﻟﺤﻖ ﻓﻲ اﻟﺴﻜﻦ ،و آﺧﺮ ﯾﺘﻌﻠﻖ ﺑﺬات اﻟﺸﺨﺺ ،ﻣﺜﻞ ﻗﺪﺳﯿﺔ ﺣﯿﺎﺗﮫ اﻟﺨﺎﺻﺔ وﻛﺮاﻣﺘﮫ وﺣﺮﯾﺔ اﻟﺘﻨﻘﻞ،

 1اﻷھﻮاﻧﻲ ،ﺣﺴﺎم اﻟﺪﯾﻦ .ﻣﺮﺟﻊ ﺳﺎﺑﻖ .ص ،95أﻧﻈﺮ أﯾﻀﺎ ﻟﯿﻨﺪون ﻣﻮﺟﻮد ﻟﺪى ،ﺣﺴﺎن ،أﺣﻤﺪ ﻣﺤﻤﺪ .ﻣﺮﺟﻊ ﺳﺎﺑﻖ ،ص.107
 2اﻟﻌﻮﺿﻲ ،ﻋﺒﺪ اﻟﮭﺎدي ﻓﻮزي ) .(2014اﻟﺤﻖ ﻓﻲ اﻟﺪﺧﻮل ﻓﻲ طﻲ اﻟﻨﺴﯿﺎن ﻋﻠﻰ ﺷﺒﻜﺔ اﻹﻧﺘﺮﻧﺖ )ص .(74اﻟﻄﺒﻌﺔ اﻷوﻟﻰ .اﻟﻘﺎھﺮة :دار اﻟﻨﮭﻀﺔ اﻟﻌﺮﺑﯿﺔ.
 3ﻣﻨﺸﻮر ﻟﺪى ﺣﺴﺎن ،أﺣﻤﺪ ﻣﺤﻤﺪ .ﻣﺮﺟﻊ ﺳﺎﺑﻖ .ﻣﻦ ص.110
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واﻟﺜﺎﻟﺚ ﯾﺘﻌﻠﻖ ﺑﺤﻤﺎﯾﺔ وﺳﺮﯾﺔ ﻣﻌﻠﻮﻣﺎﺗﮫ  .1وﯾﻤﻜﻦ اﻹﺷﺎرة إﻟﻰ أن ھﻨﺎﻟﻚ اﻟﻌﺪﯾﺪ ﻣﻦ ﻋﻨﺎﺻﺮ وﻣﻈﺎھﺮ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ
واﻟﺘﻲ ﺗﺠﺪ ﻟﮭﺎ ﺗﻄﺒﯿﻘﺎ ً ﺑﺎرزاً ﻓﻲ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ،ﻧﻮردھﺎ ﻓﻲ اﻵﺗﻲ:

أوﻻً :اﻧﺘﮭﺎك ﺣﺮﻣﺔ اﻟﻤﺴﻜﻦ ﻓﻲ ظﻞ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ
ﻓﻘﺪ أظﮭﺮ اﺳﺘﺨﺪام ﺑﻌﺾ اﻷﺟﮭﺰة اﻟﺘﻘﻨﯿﺔ اﻟﺤﺪﯾﺜﺔ وﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ،ﻛﺎﻷﺟﮭﺰة اﻟﻤﻨﺰﻟﯿﺔ اﻟﺬﻛﯿﺔ
واﻧﺘﺮﻧﺖ اﻷﺷﯿﺎء ) ،(Internet of Thingsﻛﺸﺎﺷﺎت اﻟﺘﻠﻔﺎز اﻟﺬﻛﯿﺔ اﻟﺘﻲ ﻣﻦ اﻟﻤﻤﻜﻦ أن ﺗﺴﺘﺨﺪم ﻟﻠﺘﺠﺴﺲ ﻋﻠﻰ اﻟﺸﺨﺺ،
واﻟﻄﺎﺋﺮات ﺑﺪون طﯿﺎر ) ،(Droneإﻟﻰ ظﮭﻮر ﺻﻮر ﺟﺪﯾﺪة ﻻﻧﺘﮭﺎك ﺣﺮﻣﺔ اﻟﻤﺴﻜﻦ ،وﺷﻜﻠﺖ ﺧﻄﺮاً ﻋﻠﻰ اﻟﺤﻖ ﻓﻲ
اﻟﺨﺼﻮﺻﯿﺔ وﺧﺎﺻﺔ ﺣﺮﻣﺔ اﻟﻤﺴﻜﻦ ﻧﻈﺮاً ﻟﻤﻘﺪرﺗﮭﺎ ﻋﻠﻰ اﻟﺘﺤﻠﯿﻖ ﻓﻮق اﻟﻤﺴﺎﻛﻦ ﻣﻊ أﺟﮭﺰة اﻟﺘﺼﻮﯾﺮ أو اﻟﺘﺠﺴﺲ ،وﻗﺪ
وﺿﻊ اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ ﻗﻮاﻋﺪ ﺧﺎﺻﺔ ﻟﺘﻨﻈﯿﻢ اﺳﺘﺨﺪام ھﺬه اﻟﻄﺎﺋﺮات وﺗﺤﻠﯿﻘﮭﺎ ﻓﻮق اﻟﺒﯿﻮت واﻷﺳﻄﺢ ﻟﻀﻤﺎن
اﻟﺨﺼﻮﺻﯿﺔ وﻋﺪم ﺧﺮق ﺣﺮﻣﺔ اﻟﻤﺴﺎﻛﻦ ،ﺣﯿﺚ ﺗﺸﺘﺮط اﻟﻤﺎدة ) (69واﻟﻤﺎدة ) (70ﻣﻦ ﻗﺎﻧﻮن اﻟﻄﯿﺮان اﻟﻤﺪﻧﻲ  2ﺗﺴﺠﯿﻞ
اﻟﻄﺎﺋﺮات دون طﯿﺎر ﻟﺪى ھﯿﺌﺔ اﻟﻄﯿﺮان اﻟﻤﺪﻧﻲ ووﺿﻊ ﻋﻘﻮﺑﺎت ﻣﺎﻟﯿﺔ وﺳﺎﻟﺒﺔ ﻟﻠﺤﺮﯾﺔ ﻋﻠﻰ ﻣﻦ ﺟﻌﻞ طﺎﺋﺮﺗﮫ ﺗﻄﯿﺮ دون
ﺗﺴﺠﯿﻞ .ﻛﻤﺎ اﺷﺘﺮطﺖ ھﯿﺌﺔ اﻟﻄﯿﺮان اﻟﻤﺪﻧﻲ أن ﺗﻌﻤﻞ ﺗﻠﻚ اﻟﻄﺎﺋﺮات ﻓﻲ ﻧﻄﺎق رؤﯾﺔ اﻟﻤﺴﺘﺨﺪم ﻣﻊ اﻟﺤﻔﺎظ ﻋﻠﻰ ارﺗﻔﺎع
أﻗﻞ ﻣﻦ  400ﻗﺪم ﻓﻮق ﺳﻄﺢ اﻷرض ،وﻋﺪم ﺟﻮاز ﺗﺮﻛﯿﺐ أﯾﺔ ﻣﻌﺪات ﺗﺼﻮﯾﺮ ﻋﻠﯿﮭﺎ ،ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ ﻋﺪم ﺟﻮاز اﻗﺘﺮاﺑﮭﺎ
ﻣﻦ أﯾﺔ ﻣﺒﺎن أو ﻣﻨﺎزل أو ﻣﻤﺘﻠﻜﺎت ﺧﺎﺻﺔ.

ﺛﺎﻧﯿﺎ ً :اﻧﺘﮭﺎﻛﺎت اﻟﻮاﻗﻊ اﻻﻓﺘﺮاﺿﻲ اﻟﻤﻌﺰز )(Agumented Reality
اﻟﺘﻲ ﺗﺴﺘﺨﺪم اﻟﺘﺮﻣﯿﺰ اﻟﺠﻐﺮاﻓﻲ ﻟﻠﻤﺴﻜﻦ ﻟﺘﺤﻘﯿﻖ ھﺪف اﻟﺒﺮﻧﺎﻣﺞ اﻹﻟﻜﺘﺮوﻧﻲ ﻟﻠﻤﺴﺘﺨﺪم ،ﻛﺨﺮاﺋﻂ ﻗﻮﻗﻞ وأﺟﮭﺰة
اﻟﻤﻼﺣﺔ اﻟﺒﺮﯾﺔ ،وﺗﻄﺒﯿﻘﺎت وﺳﻄﺎء اﻟﻌﻘﺎرات اﻟﺘﻲ ﺗﺴﺘﺨﺪم اﻟﺨﺮاﺋﻂ واﻟﻤﻮاﻗﻊ ﻟﻌﺮض اﻟﻌﻘﺎرات اﻟﻤﺘﺎﺣﺔ ﻟﻠﺒﯿﻊ أو اﻹﯾﺠﺎر،
وﺑﻌﺾ اﻷﻟﻌﺎب اﻻﻟﻜﺘﺮوﻧﯿﺔ ،ﻛﻠﻌﺒﺔ ﺑﻮﻛﺒﯿﻤﻮن  3وﺑﺒﺠﻲ  .4ﻓﻘﺪ أدت أﺗﻤﺘﺔ اﻟﻨﺸﺎطﺎت اﻟﯿﻮﻣﯿﺔ اﻟﺘﻲ ﯾﻄﻠﺒﮭﺎ اﻟﻤﺴﺘﺨﺪم ﻋﻦ
طﺮﯾﻖ اﻷواﻣﺮ اﻟﺼﻮﺗﯿﺔ أو اﻹﺷﺎرات اﻟﺤﺮﻛﯿﺔ وﻏﯿﺮھﺎ ﻣﻦ اﻟﻮﺳﺎﺋﻞ ،ﺣﯿﺚ ﺗﺴﺘﻘﺒﻞ ﺗﻠﻚ اﻷﺟﮭﺰة ﺗﻠﻚ اﻟﻤﺪﺧﻼت ﺑﻄﺮق
ﻣﺨﺘﻠﻔﺔ ،وﻣﻦ ﺛﻢ ﺗﺒﺪأ ﺑﺘﻨﻔﯿﺬھﺎ ﺣﺴﺐ طﺒﯿﻌﺔ اﻟﻄﻠﺐ .وأﺻﺒﺤﺖ ﺗﻠﻚ اﻷﺟﮭﺰة اﻟﺬﻛﯿﺔ ﺗﺠﻤﻊ اﻟﻤﻌﻠﻮﻣﺎت اﻟﺸﺨﺼﯿﺔ وﺗﺴﻤﺢ
اﻟﺸﺮﻛﺎت اﻟﻤﺼﻨﻌﺔ أو اﻟﻘﺮاﺻﻨﺔ ﻟﻠﻮﻟﻮج ﻟﺘﻠﻚ اﻷﺟﮭﺰة واﻻﺳﺘﻔﺎدة ﻣﻦ اﻟﻤﻌﻠﻮﻣﺎت اﻟﻤﺪﺧﻠﺔ.
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 1اﻷھﻮاﻧﻲ ،ﺣﺴﺎم اﻟﺪﯾﻦ .ﻣﺮﺟﻊ ﺳﺎﺑﻖ .ص.132
 2اﻧﻈﺮ اﻟﻘﺎﻧﻮن اﻹﺗﺤﺎدي رﻗﻢ ) (20ﻟﺴﻨﺔ  1991م ﺑﺈﺻﺪار ﻗﺎﻧﻮن اﻟﻄﯿﺮان اﻟﻤﺪﻧﻲ اﻟﻤﻨﺸﻮر ﻓﻲ اﻟﺠﺮﯾﺪة اﻟﺮﺳﻤﯿﺔ ،اﻟﻌﺪد ) ،(226اﻟﻤﻮاﻓﻖ .1991/06/24
3 Kacurove, D (25/12/2020). Pokemon Go Palyers Report of Stolen Account. from:
https://www.futuregamereleases.com/2020/12/pokemon-go-players-report-of-stolen-accounts/, Access date:16/05/2022.
4 https://tencentgames.helpshift.com/hc/en/3-pubgm/faq/365-account-hack---linked-social-media-account-email-address-has-beenhacked/ , Access date:16/05/2022.
5 Bartneck, C., Lutge, C., Wager, A. & Welsh, S. (2021). An Introduction to Ethics in Robotics and AI. 63-64. E Book:
https://link.springer.com/book/10.1007/978-3-030-51110-4. Access date:20/06/2022.
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ﺛﺎﻟﺜﺎ ً :اﻧﺘﮭﺎك ﺳﺮﯾﺔ اﻟﻤﺮاﺳﻼت واﻟﻤﺤﺎدﺛﺎت اﻟﺨﺎﺻﺔ ﻓﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ
اﻟﻤﺮاﺳﻼت اﻟﺨﺎﺻﺔ ﻋﺒﺮ ﻣﻮاﻗﻊ اﻟﺘﻮاﺻﻞ اﻻﺟﺘﻤﺎﻋﻲ ﺑﺄﻧﻮاﻋﮭﺎ وﺑﺮاﻣﺞ اﻟﻤﺮاﺳﻼت اﻟﺨﺎﺻﺔ ﻣﺜﻞ
) (WhatsAppأو اﻟﺒﺮﯾﺪ اﻹﻟﻜﺘﺮوﻧﻲ – و ﻗﺪ أورد اﻟﻘﻀﺎء اﻟﻤﺼﺮي ﺗﻌﺮﯾﻔﺎ ً ﻟﻠﺒﺮﯾﺪ اﻹﻟﻜﺘﺮوﻧﻲ ﺑﺄﻧﮫ" :وﺳﯿﻠﺔ ﻟﺘﺒﺎدل
اﻟﺮﺳﺎﺋﻞ اﻹﻟﻜﺘﺮوﻧﯿﺔ ﺑﯿﻦ اﻷﺷﺨﺎص اﻟﺬﯾﻦ ﯾﺴﺘﺨﺪﻣﻮن اﻷﺟﮭﺰة اﻹﻟﻜﺘﺮوﻧﯿﺔ ﻣﻦ أﺟﮭﺰة ﻛﻤﺒﯿﻮﺗﺮ أو ھﻮاﺗﻒ ﻣﺤﻤﻮﻟﺔ أو
ﻏﯿﺮھﺎ ،ﺗﺘﻤﯿﺰ ﺑﻮﺻﻮل اﻟﺮﺳﺎﺋﻞ إﻟﻰ اﻟﻤﺮﺳﻞ إﻟﯿﮭﻢ ﻓﻲ وﻗﺖ ﻣﻌﺎﺻﺮ ﻹرﺳﺎﻟﮭﺎ ﻣﻦ ُﻣﺮ ِﺳﻠﮭﺎ أو ﺑﻌﺪ ﺑﺮھﺔ وﺟﯿﺰة ،ﻋﻦ
طﺮﯾﻖ ﺷﺒﻜﺔ اﻟﻤﻌﻠﻮﻣﺎت اﻟﺪوﻟﯿﺔ )اﻹﻧﺘﺮﻧﺖ( أﯾﺎ ً ﻛﺎﻧﺖ وﺳﯿﻠﺔ طﺒﺎﻋﺔ ﻣﺴﺘﺨﺮج ﻣﻨﮭﺎ ﻓﻲ ﻣﻜﺎن ﺗﻠﻘﻲ اﻟﺮﺳﺎﻟﺔ ،و ﺳﻮاء
اﺷﺘﻤﻠﺖ ھﺬه اﻟﺮﺳﺎﺋﻞ ﻋﻠﻰ ﻣﺴﺘﻨﺪات أو ﻣﻠﻔﺎت ﻣﺮﻓﻘﺔ  attachmentأم ﻻ"  ،1ﻛﻤﺎ اﻛﺴﺒﮭﺎ اﻟﻤﺸﺮع اﻟﻤﺼﺮي ﺣﺠﯿﺔ إﺛﺒﺎت
ﻣﺴﺎوﯾﺔ ﻟﻠﻤﻔﺮﻏﺔ ورﻗﯿﺎ ً و اﻟﻤﺬﯾﻠﺔ ﺑﺘﻮﻗﯿﻊ  ،2و ﯾﺨﻀﻊ ﻟﻤﺒﺪأ ﺳﺮﯾﺔ اﻟﻤﺮاﺳﻼت ﺑﯿﻦ اﻷطﺮاف دون اﻟﺤﺎﺟﺔ أن ﯾﻔﺼﺢ اﻟﻤﺮﺳﻞ
ﺑﺴﺮﯾﺘﮭﺎ  ،3وﺗﺘﻤﯿﺰ ﺗﻠﻚ اﻟﻮﺳﺎﺋﻞ اﻹﻟﻜﺘﺮوﻧﯿﺔ ﺑﻤﺮور ﺟﻤﯿﻊ اﻟﻤﺮاﺳﻼت اﻟﻤﺘﺪاوﻟﺔ ﻋﺒﺮ طﺮف ﺛﺎﻟﺖ ﯾﺴﻤﻰ ﻣﺰود اﻟﺨﺪﻣﺔ،
واﻟﺬي ﯾﻘﻮم ﺑﺎﻻﺣﺘﻔﺎظ ﺑﺘﻠﻚ اﻟﺮﺳﺎﺋﻞ ﻓﻲ ﺧﻮادم ﺷﺒﻜﺔ ﺧﺎﺻﺔ ﻟﯿﺘﯿﺢ ﻟﻠﻤﺴﺘﺨﺪم اﻟﻮﻟﻮج إﻟﻰ اﻟﺨﺪﻣﺔ واﻻطﻼع ﻋﻠﻰ ﺗﻠﻚ
اﻟﻤﺮاﺳﻼت ﻋﻨﺪ اﻟﺤﺎﺟﺔ .وﻋﻠﻰ اﻟﺮﻏﻢ ﻣﻦ أن اﻟﻤﺴﺘﺨﺪم ﻣﺮﻏﻢ ﻋﻠﻰ ﻗﺒﻮل ﺷﺮوط واﺗﻔﺎﻗﯿﺔ اﺳﺘﺨﺪام اﻟﺨﺪﻣﺔ واﻟﺘﻲ ﺑﺎﻟﻌﺎدة
ﺗﻀﻊ ﺷﺮط ﺗﺒﯿﺢ ﻟﻤﺰود اﻟﺨﺪﻣﺔ اﻻطﻼع ﻋﻠﻰ اﻟﺮﺳﺎﺋﻞ اﻻﻟﻜﺘﺮوﻧﯿﺔ وإﻓﺸﺎء ﻣﻀﻤﻮﻧﮭﺎ ﻣﺘﻰ ﺗﻢ طﻠﺒﮭﺎ ﻷﻏﺮاض أﻣﻨﯿﺔ أو
ﺑﻨﺎء ﻋﻠﻰ أﻣﺮ ﻗﺎﻧﻮﻧﻲ ﺻﺎدر ﻣﻦ اﻟﮭﯿﺌﺎت اﻟﻘﻀﺎﺋﯿﺔ دون اﻟﺤﺎﺟﺔ إﻟﻰ ﻣﻮاﻓﻘﺔ ﺻﺎﺣﺐ اﻟﺤﺴﺎب .اﻟﻤﺮاﺳﻼت اﻟﺨﺎﺻﺔ واﻟﺘﻲ
ﺗﻜﻮن ﺑﯿﻦ اﻟﻤﺮﺳﻞ أو اﻟﻤﺮﺳﻞ إﻟﯿﮫ ﻓﺄﻛﺜﺮ ﻛﺎﻟﻤﺠﻤﻮﻋﺎت ،ﻓﺘﻠﻚ اﻟﻤﺮاﺳﻼت – ﺑﻮﺟﮭﺔ ﻧﻈﺮﻧﺎ – ﺗﺘﻤﺘﻊ ﺑﺎﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ
ﻛﻮن أن اﻟﻤﺮﺳﻞ ﻗﺪ ﻗﺼﺪ ﺑﺈرﺳﺎل اﻟﻤﺮاﺳﻠﺔ ﻟﻔﺌﺔ ﻣﺤﺪودة ﻣﻦ اﻷﺷﺨﺎص ،وﻣﺘﻰ اﻧﻄﻮى ﻣﺤﺘﻮى اﻟﻤﺮاﺳﻠﺔ ﻋﻠﻰ ﻣﻌﻠﻮﻣﺎت
ﺧﺎﺻﺔ أو ﺳﺮﯾﺔ ،ﻓﯿﻘﻊ ﻋﻠﻰ اﻟﻤﺮﺳﻞ ﻟﮭﻢ اﻟﺘﺰام ﺑﻌﺪم إﻓﺸﺎء ﻣﺤﺘﻮﯾﺎت اﻟﻤﺮاﺳﻠﺔ ﻟﻠﻐﯿﺮ ﺣﻔﺎظﺎ ً ﻋﻠﻰ ﺧﺼﻮﺻﯿﺔ اﻟﻤﺮﺳﻞ أو
ﻣﻦ ﺗﺘﻌﻠﻖ ﺑﮫ اﻟﻤﻌﻠﻮﻣﺎت اﻟﻤﺮﺳﻠﺔ.
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راﺑﻌﺎ ً :اﻟﺤﻖ ﻓﻲ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ
وﯾﺘﻀﻤﻦ ھﺬا اﻟﺤﻖ ﻣﻨﻊ ﺗﺠﻤﯿﻊ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻣﻦ ﻣﻨﺎﻓﺬ اﻟﺒﯿﻊ وﺑﯿﻌﮭﺎ ﻟﺠﮭﺎت ﺗﺠﺎرﯾﺔ أﺧﺮى ،أو ﺗﺄﺳﯿﺲ
ھﻮﯾﺔ رﻗﻤﯿﺔ ﻟﻠﺸﺨﺺ ﻋﻦ طﺮﯾﻖ ﻣﺮاﻗﺒﺔ وﺗﻌﻘﺐ ﺳﻠﻮﻛﮫ ﻋﻠﻰ ﺷﺒﻜﺔ اﻹﻧﺘﺮﻧﺖ وﻋﺮض إﻋﻼﻧﺎت ﺗﺠﺎرﯾﺔ أو ﺳﯿﺎﺳﯿﺔ وﻏﯿﺮھﺎ
ﻣﻦ اﻹﻋﻼﻧﺎت ﺑﻤﺎ ﯾﺘﻨﺎﺳﺐ ﻣﻊ ھﺬه اﻟﻤﯿﻮل ﻟﺠﺬب اﻟﻤﺴﺘﺨﺪم إﻟﻰ اﻟﺘﻌﺎﻗﺪ أو ﺗﺤﻘﯿﻖ ﻏﺮض ﻣﻌﯿﻦ  ،5ﻋﺒﺮ ﻣﻠﻔﺎت ﺗﻌﺮﯾﻒ
اﻻرﺗﺒﺎط أو "ﻛﻮﻛﯿﺰ  "Cookiesﺣﯿﺚ أن ﺟﻤﻊ اﻟﻤﻌﻠﻮﻣﺎت اﻟﺸﺨﺼﯿﺔ ﺑﻮاﺳﻄﺔ اﻟﻤﻠﻔﺎت اﻻرﺗﺒﺎطﯿﺔ ﻷﻏﺮاض اﻹﻋﻼﻧﺎت
ﺑﺪون ﻣﻮاﻓﻘﺔ اﻟﻤﺴﺘﺨﺪم ﺗﻌﺘﺒﺮ ﻣﻦ ﻗﺒﯿﻞ ﻣﺴﺎس ﺑﺎﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ،و ﻓﻲ ھﺬا اﻟﺸﺄن ﻗﺎم ﻣﺪﻋﻮن ﺑﺮﻓﻊ ﻗﻀﯿﺔ ﻋﻠﻰ
 1راﺟﻊ ،ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ اﻟﻤﺼﺮﯾﺔ ،اﻟﺪاﺋﺮة اﻟﺘﺠﺎرﯾﺔ ،اﻟﻄﻌﻦ رﻗﻢ ) (17689ﻟﺴﻨﺔ ) (89اﻟﻘﻀﺎﺋﯿﺔ ،اﻟﺼﺎدر ﻓﻲ ﺟﻠﺴﺔ  ،2020/03/10ﻣﻮﻗﻊ ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ اﻟﻤﺼﺮﯾﺔ ،ﺗﺎرﯾﺦ اﻟﺪﺧﻮل:
 ،02/02/2022ﻋﻠﻰ اﻟﺮاﺑﻂ:
https://www.cc.gov.eg/judgment_single?id=111398859&&ja=297180
 2اﻧﻈﺮ اﻟﻤﻮاد ) (18,15ﻣﻦ اﻟﻘﺎﻧﻮن اﻟﻤﺼﺮي رﻗﻢ  15ﻟﺴﻨﺔ  2004ﺑﺘﻨﻈﯿﻢ اﻟﺘﻮﻗﯿﻊ اﻻﻟﻜﺘﺮوﻧﻲ وﺑﺈﻧﺸﺎء ھﯿﺌﺔ ﺗﻨﻤﯿﺔ ﺻﻨﺎﻋﺔ ﺗﻜﻨﻮﻟﻮﺟﯿﺎ اﻟﻤﻌﻠﻮﻣﺎت.
 3ﻋﺎﺋﺸﺔ ﻛﺮﻛﯿﻂ ،ﻣﺮﺟﻊ ﺳﺎﺑﻖ ،ص.263-262
4 Manheim, K & Lyric, K (2019). Article of Artificial Intelligence: Risks to Privacy and Democracy. The Yale Journal of Law and
Techonlogy. 21(106). 182-184.
 5ﺳﯿﺪ ،أﺷﺮف ﺟﺎﺑﺮ ) .(2013اﻟﺠﻮاﻧﺐ اﻟﻘﺎﻧﻮﻧﯿﺔ ﻟﻤﻮاﻗﻊ اﻟﺘﻮاﺻﻞ اﻻﺟﺘﻤﺎﻋﻲ )ص .(58 –57اﻟﻘﺎھﺮة :دار اﻟﻨﮭﻀﺔ اﻟﻌﺮﺑﯿﺔ.
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ﺷﺮﻛﺔ ﻓﯿﺴﺒﻮك/ﻣﯿﺘﺎ وذﻛﺮوا ﺑﺄن ﺷﺮﻛﺔ ﻓﯿﺴﺒﻮك ﺗﻘﻮم ﺑﺎﺳﺘﺨﺪام ﻣﻠﻔﺎت ﺗﻌﺮﯾﻒ اﻻرﺗﺒﺎط ) (cookiesوﻣﻜﻮﻧﺎت إﺿﺎﻓﯿﺔ
ﻣﺨﺘﻠﻔﺔ ﻣﻦ أﺟﻞ ﺗﺘﺒﻊ وﺣﻔﻆ اﻟﻤﻌﻠﻮﻣﺎت ﺣﻮل زﯾﺎرات اﻟﻤﺴﺘﺨﺪﻣﯿﻦ إﻟﻰ ﻣﻮاﻗﻊ وﯾﺐ اﻟﺠﮭﺎت اﻟﺨﺎرﺟﯿﺔ ﺛﻢ ﺑﯿﻌﮭﺎ ﻟﻠﻤﻌﻠﻨﯿﻦ.
ﺗﻢ إﺛﺒﺎت اﻟﺘﮭﻢ ﻋﻠﻰ ﻓﯿﺴﺒﻮك و اﺿﻄﺮت ﺷﺮﻛﺔ ﻓﯿﺴﺒﻮك ﻟﺪﻓﻊ ﻣﺒﻠﻎ  90ﻣﻠﯿﻮن دوﻻر أﻣﺮﯾﻜﻲ ﻹﻧﮭﺎء اﻟﻘﻀﺎﯾﺎ ) 21ﻗﻀﯿﺔ(
اﻟﺘﻲ ﺗﻢ رﻓﻌﮭﺎ ﺿﺪ اﻟﺸﺮﻛﺔ ﻣﻨﺬ .2012
ﺗُﻌﺪ ھﺬه اﻟﺘﺴﻮﯾﺔ ﺑﻤﺜﺎﺑﺔ ﻋﻈﺔ و ﻋﺒﺮة و ﺗﺤﺬﯾﺮ ﻟﻠﺸﺮﻛﺎت اﻟﺘﻲ ﺗﺠﻤﻊ ﺑﯿﺎﻧﺎت اﻟﻤﺴﺘﺨﺪم أو ﺗﺘﻌﻘﺒﮭﺎ أو ﺗﺴﺘﺨﺪم
ً
أﺷﻜﺎﻻ أﺧﺮى ﻣﻦ ﺗﺘﺒﻊ اﻟﻤﺴﺘﻌﺮض ) .(Browsers like googleﺗﻀﻤﻦ ھﺬه اﻟﺸﺮﻛﺎت أن ﺑﺮاﻣﺞ اﻟﺨﺼﻮﺻﯿﺔ اﻟﺨﺎﺻﺔ
ﻧﻈﺮا ﻷن ﻗﻮاﻧﯿﻦ اﻟﺨﺼﻮﺻﯿﺔ ﺗﺘﻐﯿﺮ ﺑﺎﺳﺘﻤﺮار ،ﻓﻤﻦ اﻟﻤﮭﻢ ﺑﻨﻔﺲ اﻟﻘﺪر
ﺑﮭﺎ ﺗﻮاﻛﺐ اﻻﻣﺘﺜﺎل ﻟﺠﻤﯿﻊ اﻟﻘﻮاﻧﯿﻦ ذات اﻟﺼﻠﺔً .
ﻣﻮاﻛﺒﺔ اﻟﺘﻄﻮرات اﻟﻘﺎﻧﻮﻧﯿﺔ اﻟﺠﺪﯾﺪة وﻣﺮاﻗﺒﺔ ﻣﺸﻜﻼت اﻻﻣﺘﺜﺎل ﺑﻌﻨﺎﯾﺔ  ،1ﺑﺎﻹﺿﺎﻓﺔ ﻟﺬﻟﻚ ﻣﻠﻔﺎت اﻟﺘﺠﺴﺲ )(Spyware
اﻟﺘﻲ ﺗﺘﺠﺴﺲ ﻋﻠﻰ أﻧﺸﻄﺔ اﻟﻤﺴﺘﺨﺪم ﺑﻄﺮﯾﻘﺔ ﻻ ﯾﻤﻜﻦ ﺣﺼﺮھﺎ ،وﺑﺈﻣﻜﺎﻧﮭﺎ أن ﺗﺴﺠﻞ ﻛﻠﻤﺎت اﻟﻤﺮور اﻹﻟﻜﺘﺮوﻧﯿﺔ واﻟﻮﺻﻮل
إﻟﻰ اﻟﻤﻠﻔﺎت اﻟﺤﺎﺳﻮﺑﯿﺔ وﻧﻘﻠﮭﺎ ﻣﻦ ﺟﮭﺎز اﻟﻤﺴﺘﺨﺪم ﻟﻄﺮف آﺧﺮ دون ﻣﻮاﻓﻘﺘﮫ أو ﻋﻠﻤﮫ ﺑﮭﺎ ﺑﻄﺮق ﻣﺨﺘﻠﻔﺔ .اﻻﺑﺘﺰاز
اﻹﻟﻜﺘﺮوﻧﻲ ،ﺣﯿﺚ ﯾﺘﻢ ﻣﺴﺎوﻣﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﺤﺴﺎﺳﺔ ﺑﻤﻘﺎﺑﻞ ﻣﺎدي ،ﻣﺘﺼﯿّﺪي ﻛﻠﻤﺎت اﻟﺴﺮ ﻋﻠﻰ ﻛﻠﻤﺔ ﺳﺮ اﻟﺒﺮﯾﺪ
اﻹﻟﻜﺘﺮوﻧﻲ  ،Phishingوﻧﺸﯿﺮ ھﻨﺎ إﻟﻰ ﻗﻀﯿﺔ "."Cambridge Analytica

ﺧﺎﻣﺴﺎ ً :اﻟﺤﻖ ﻓﻲ اﻟﺼﻮرة
اﻟﺬي ﻧﻈﻤﺘﮫ اﻟﻤﺎدة ) (431ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (31ﻟﺴﻨﺔ  2021ﺑﺈﺻﺪار ﻗﺎﻧﻮن اﻟﺠﺮاﺋﻢ و
اﻟﻌﻘﻮﺑﺎت واﻋﺘﺒﺮت اﻟﺘﻘﺎط ﺻﻮرة اﻟﺸﺨﺺ أو ﻧﺸﺮھﺎ دون إذﻧﮫ ﺟﺮﯾﻤﺔ اﻋﺘﺪاء ﻋﻠﻰ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ .ﻛﺬﻟﻚ ﺗﻌﺎﻗﺐ اﻟﻤﺎدة
) (44ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (34ﻟﺴﻨﺔ  2021ﻓﻲ ﺷﺄن ﻣﻜﺎﻓﺤﺔ اﻟﺸﺎﺋﻌﺎت و اﻟﺠﺮاﺋﻢ اﻻﻟﻜﺘﺮوﻧﯿﺔ ذات اﻟﻔﻌﻞ
ﺳﻮاء ﻛﺎن اﻟﻤﻜﺎن ﻋﺎم أم ﺧﺎص ﻛﻮن أن اﻟﻨﺺ ﻟﻢ ﯾﺨﺼﺺ طﺒﯿﻌﺔ اﻟﻤﻜﺎن ،و ﻓﻲ ھﺬا اﻟﺸﺄن ﻗﻀﺖ ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ ﺑﺒﺮاءة
اﻟﻤﺘﮭﻤﺔ ﻣﻦ ﺗﮭﻤﺔ اﻻﻋﺘﺪاء ﻋﻠﻰ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ﻋﻨﺪ ﻗﯿﺎﻣﮭﺎ ﺑﺘﺼﻮﯾﺮ ﻣﻜﺎن ﻣﻄﺮوق ﻟﻠﻌﺎﻣﺔ و ھﻮ اﻟﺸﺎطﺊ و ظﮭﻮر اﻟﻤﺠﻨﻲ
ﻋﻠﯿﮭﺎ ﻓﯿﮭﺎ،ﺣﯿﺚ أوﺿﺤﺖ اﻟﻤﺤﻜﻤﺔ "أن اﻟﺨﺼﻮﺻﯿﺔ ﺗﺴﺘﻤﺪ ﻣﻦ اﻟﻤﻜﺎن اﻟﻤﺘﻮاﺟﺪ ﻓﯿﮫ اﻟﺸﺨﺺ اﻟﻮاﻗﻊ ﻋﻠﯿﮫ اﻻﻋﺘﺪاء ﺑﺄن
ﯾﻜﻮن ﻣﻜﺎﻧﺎ ً ﺧﺎﺻﺎ ً ﻻ ﯾﺴﻤﺢ ﺑﺪﺧﻮﻟﮫ ﻟﻠﺨﺎرﺟﯿﻦ ﻋﻨﮫ أو ﯾﺘﻮﻗﻒ دﺧﻮﻟﮫ ﻋﻠﻰ أذن داﺋﺮة ﻣﺤﺪدة ﻣﻤﻦ ﯾﻤﻠﻚ اﻟﺤﻖ ﻓﯿﮫ ﻓﺈذا
ﺗﺨﻠﻒ ھﺬا اﻟﺸﺮط اﻧﺘﻔﻰ ﻗﯿﺎم اﻟﺠﺮﯾﻤﺔ"  ،2و ﻣﻦ اﻷﺣﻜﺎم اﻟﺘﻲ ﺗﺆﻛﺪ ذﻟﻚ أﯾﻀﺎ ً ﻣﺎ ﻗﻀﺖ ﺑﮫ ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ ﺑﻌﺪم وﺟﻮد
ﺣﺎﻟﺔ اﻧﺘﮭﺎك ﻟﻠﺨﺼﻮﺻﯿﺔ ﺑﺎﻟﺮﻏﻢ ﻣﻦ ﺗﺮﻛﯿﺐ ﺷﺮﻛﺔ ﻣﻌﯿﻨﺔ ﻟﻜﺎﻣﯿﺮات ﻣﺮاﻗﺒﺔ ﻓﻲ ﻣﻜﺎن ﻟﺨﺪﻣﺔ اﻟﻨﺴﺎء ،ﺣﯿﺚ ﻗﺮرت اﻟﻤﺤﻜﻤﺔ

1 Mintz, Levin, Cohn, Ferris, Glovsky & Popeo, (2022) Facebook to Pay $ 90 Million to Settle Data Privacy Lawsuit, The National Law
Review, XII (49), Posted on the site:
https://www.natlawreview.com/article/facebook-to-pay-90-million-to-settle-data-privacylawsuit#:~:text=Facebook's%20parent%20company%20Meta%20has,of%20the%20social%20media%20platform , Access date:16 / 05/
2022.
 2راﺟﻊ ،ﻣﺤﻜﻤﺔ ﻧﻘﺾ أﺑﻮظﺒﻲ ،اﻟﺪاﺋﺮة اﻟﺠﺰاﺋﯿﺔ ،اﻟﻄﻌﻦ رﻗﻢ ) (1106ﻟﺴﻨﺔ ) (2018اﻟﻘﻀﺎﺋﯿﺔ ،اﻟﺼﺎدر ﻓﻲ ﺟﻠﺴﺔ  ،2019/01/22ﻣﻮﻗﻊ ﺷﺒﻜﺔ ﻗﻮاﻧﯿﻦ اﻟﺸﺮق ،ﺗﺎرﯾﺦ اﻟﺪﺧﻮل:
 ،02/02/2022ﻋﻠﻰ اﻟﺮاﺑﻂ:
https://eastlaws-com.uaeu.idm.oclc.org/data/ahkam/details/1195672
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أن اﻟﻤﻜﺎن ﻣﻜﺎن ﻋﺎم و ﻻ ﯾﻤﺜﻞ ذﻟﻚ اﻧﺘﮭﺎك ﻟﻠﺨﺼﻮﺻﯿﺔ  ،1و ﻓﻲ ﺣﻜ ٍﻢ ﻣﻤﺎﺛﻞ أﺻﺪرت اﻟﻤﺤﻜﻤﺔ ﺣﻜﻤﺎ ً ﺑﺒﺮاءة أﺣﺪ اﻷﺷﺨﺎص
ﻣﻦ ﺗﮭﻤﺔ اﻻﻋﺘﺪاء ﻋﻠﻰ اﻟﺨﺼﻮﺻﯿﺔ ﻋﻨﺪ ﻗﯿﺎﻣﮫ ﺑﺘﺼﻮﯾﺮ ﻣﻘﻄﻊ ﻓﯿﺪﯾﻮ ﻓﻲ ﺳﻮﺑﺮﻣﺎرﻛﺖ ﻟﻤﻨﺘﺠﺎت ﻏﺬاﺋﯿﺔ ﺑﮭﺎ ﺣﺸﺮات
ﻹرﺳﺎﻟﮭﺎ ﻟﻠﺠﮭﺎت اﻟﻤﺨﺘﺼﺔ ،ﻓﮭﻨﺎ ﯾﻘﻮم واﺟﺐ اﻟﻤﺼﻠﺤﺔ اﻟﻌﺎﻣﺔ ﻓﻀﻼً ﻋﻦ أن اﻟﺴﻮﺑﺮﻣﺎرﻛﺖ ﻣﻜﺎن ﯾﻘﺼﺪه اﻟﻌﺎﻣﺔ  .2وﻗﺪ
اﺳﺘﺨﺪﻣﺖ ﺑﻌﺾ ﺗﻘﻨﯿﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻓﻲ ﺗﻌﺪﯾﻞ اﻟﺼﻮر وﺗﺮﻛﯿﺒﮭﺎ واﻟﺘﻘﺎطﮭﺎ واﺳﺘﺨﺪاﻣﮭﺎ ﺑﺪون إذن ﺻﺎﺣﺒﮭﺎ
واﻟﺘﺸﮭﯿﺮ ﺑﮫ أﺣﯿﺎﻧﺎ.

ﺳﺎدﺳﺎ ً :اﻟﺤﻖ ﻓﻲ اﻟﺘﺨﻔﻲ اﻟﺮﻗﻤﻲ
و ﻣﻀﻤﻮن ھﺬا اﻟﺤﻖ أن ﻟﻤﻦ ﯾﺘﺼﻔﺢ ﻣﻮاﻗﻊ اﻻﻧﺘﺮﻧﺖ اﻟﺤﻖ ﻓﻲ اﻟﺘﻮاﺟﺪ ﻋﻠﻰ ﺷﺒﻜﺔ اﻹﻧﺘﺮﻧﺖ ﺑﺎﺳﺘﺨﺪام اﺳﻢ
ﻣﺴﺘﻌﺎر وﺑﺎﻟﻠﺠﻮء ﻟﻠﺘﺸﻔﯿﺮ اﻻﻟﻜﺘﺮوﻧﻲ ودون إﻟﺰاﻣﮫ ﺑﺎﻟﻜﺸﻒ ﻋﻦ ھﻮﯾﺘﮫ اﻟﺤﻘﯿﻘﯿﺔ ،وﻟﻜﻦ ﯾﺠﺐ أﻻ ﯾﺆدي ذﻟﻚ ﻟﻺﺿﺮار
ﺑﺎﻟﻨﻈﺎم اﻟﻌﺎم وﺣﻘﻮق وﺣﺮﯾﺎت اﻟﻐﯿﺮ.

3

ﺳﺎﺑﻌﺎ ً :اﻟﺤﻖ ﻓﻲ اﻟﮭﻮﯾﺔ اﻟﺮﻗﻤﯿﺔ
وﯾﺘﻀﻤﻦ ھﺬا اﻟﺤﻖ إﻣﻜﺎﻧﯿﺔ ﺗﻤﺘﻊ اﻟﺸﺨﺺ ﺑﮭﻮﯾﺔ رﻗﻤﯿﺔ إﻟﻰ ﺟﺎﻧﺐ ھﻮﯾﺘﮫ اﻟﺤﻘﯿﻘﯿﺔ ،وﺗﺸﻤﻞ ھﻮﯾﺘﮫ ﻋﻠﻰ اﻟﺒﺮﯾﺪ
اﻻﻟﻜﺘﺮوﻧﻲ ،وﺣﺴﺎﺑﺎﺗﮫ ﻋﻠﻰ ﻣﻮاﻗﻊ اﻟﺘﻮاﺻﻞ اﻻﺟﺘﻤﺎﻋﻲ ﻛﺘﻮﯾﺘﺮ وﻓﺎﯾﺴﺒﻮك واﻧﺴﺘﻐﺮام وﺳﻨﺎب ﺷﺎت وﻏﯿﺮھﺎ ،أي أن
ﺑﺈﻣﻜﺎن ﻣﺴﺘﺨﺪم اﻟﻤﻮاﻗﻊ اﻻﻟﻜﺘﺮوﻧﯿﺔ اﻟﺘﻮاﺟﺪ ﻛﺸﺨﺺ رﻗﻤﻲ ،وﻟﮫ اﻟﺪﻓﺎع ﻋﻦ ھﺬا اﻟﺤﻖ ﺿﺪ اﻧﺘﺤﺎل ھﻮﯾﺘﮫ اﻟﺮﻗﻤﯿﺔ أو
ﺑﺮﯾﺪه اﻻﻟﻜﺘﺮوﻧﻲ أو ﺣﺴﺎﺑﺎﺗﮫ اﻻﻟﻜﺘﺮوﻧﯿﺔ اﻷﺧﺮى.

4

ﺛﺎﻣﻨﺎ ً :اﻟﺤﻖ ﻓﻲ اﻟﺪﺧﻮل ﻓﻲ طﻲ اﻟﻨﺴﯿﺎن.
وﻗﺪ ﺗﻢ اﻟﺤﺪﯾﺚ ﻋﻨﮫ ﺳﺎﺑﻘﺎ ،ﻓﻨﺤﯿﻞ إﻟﯿﮫ.

5

اﻟﻔﺮع اﻟﺜﺎﻧﻲ :ﻣﺨﺎطﺮ اﺳﺘﺨﺪام ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻋﻠﻰ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ
ﺗﻌﺘﺒﺮ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ أﺣﺪ أﺑﺮز ﻧﺘﺎﺋﺞ اﻟﺜﻮرة اﻟﺘﻜﻨﻮﻟﻮﺟﯿﺔ واﻟﺮﻗﻤﯿﺔ وأﺧﻄﺮھﺎ ﻟﻤﺎ ﻟﮫ ﻣﻦ أﺛﺮ ﻋﻠﻰ
ﻣﺨﺘﻠﻒ ﺟﻮاﻧﺐ اﻟﺤﯿﺎة اﻹﻧﺴﺎﻧﯿﺔ ،وھﺬا ﯾﻨﺒﻊ ﻣﻦ ﻗﺪرة ھﺬه اﻟﺘﻄﺒﯿﻘﺎت ﻋﻠﻰ ﺗﺤﻠﯿﻞ اﻟﺒﯿﺎﻧﺎت واﻟﻘﺪرة ﻋﻠﻰ اﻟﺘﻌﻠﻢ اﻟﺬاﺗﻲ

 1راﺟﻊ ،ﻣﺤﻜﻤﺔ ﻧﻘﺾ أﺑﻮظﺒﻲ ،اﻟﺪاﺋﺮة اﻟﺠﺰاﺋﯿﺔ ،اﻟﻄﻌﻦ رﻗﻢ ) (1182ﻟﺴﻨﺔ ) (2015اﻟﻘﻀﺎﺋﯿﺔ ،اﻟﺼﺎدر ﻓﻲ ﺟﻠﺴﺔ  ،2016/02/22ﻣﻮﻗﻊ ﺷﺒﻜﺔ ﻗﻮاﻧﯿﻦ اﻟﺸﺮق ،ﺗﺎرﯾﺦ اﻟﺪﺧﻮل:
 ،02/02/2022ﻋﻠﻰ اﻟﺮاﺑﻂ:
https://eastlaws-com.uaeu.idm.oclc.org/data/ahkam/details/416868
 2اﻟﻤﺤﻜﻤﺔ اﻹﺗﺤﺎدﯾﺔ اﻟﻌﻠﯿﺎ ،اﻟﺪاﺋﺮة اﻟﺠﺰاﺋﯿﺔ ،اﻟﻄﻌﻦ رﻗﻢ ) (950ﻟﺴﻨﺔ ) (2019اﻟﻘﻀﺎﺋﯿﺔ ،اﻟﺼﺎدر ﻓﻲ ﺟﻠﺴﺔ  ،2020/02/04ﻣﻮﻗﻊ ﺷﺒﻜﺔ ﻗﻮاﻧﯿﻦ اﻟﺸﺮق ،ﺗﺎرﯾﺦ اﻟﺪﺧﻮ ،04/02/2022 :
ﻋﻠﻰ اﻟﺮاﺑﻂ:
https://eastlaws-com.uaeu.idm.oclc.org/data/ahkam/details/1195065
 3ﻋﺎﺋﺸﺔ ﻛﺮﻛﯿﻂ ،ﻣﺮﺟﻊ ﺳﺎﺑﻖ ،ص .261أﻧﻈﺮ أﯾﻀﺎ ،ﺑﻦ ﺻﻐﯿﺮ ﻓﺆاد ،اﻟﺤﻖ ﻓﻲ ﺣﻤﺎﯾﺔ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ اﻟﺮﻗﻤﯿﺔ:ﻣﺴﺎﻟﺔ ﻗﺎﻧﻮﻧﯿﺔ أم ﺣﻘﻮﻗﯿﺔ ،ﻣﻨﺸﻮر ﻋﻠﻰ اﻟﻤﻮﻗﻊ اﻻﻟﻜﺘﺮوﻧﻲ،
 https://www.hespress.com/411211ﺗﺎرﯾﺦ اﻟﺰﯾﺎرة  10ﻣﺎرس .2022
 4ﺑﻦ ﺻﻐﯿﺮ ﻣﺮاد ،ﻣﺮﺟﻊ ﺳﺎﺑﻖ.
 5اﻧﻈﺮ ﻓﻲ ذﻟﻚ اﻟﻔﺮع اﻟﺜﺎﻧﻲ ،ﻣﻦ اﻟﻤﻄﻠﺐ اﻟﺜﺎﻧﻲ ،ﻣﻦ اﻟﻔﺼﻞ اﻷول.

27

واﻟﺘﻔﻜﯿﺮ واﻹدراك واﻟﻔﮭﻢ ﻣﻦ اﻟﺘﺠﺎرب واﻟﺨﺒﺮات اﻟﺴﺎﺑﻘﺔ ،وإﻣﻜﺎﻧﯿﺔ ﺟﻤﻊ وﺗﺤﻠﯿﻞ ھﺬه اﻟﺒﯿﺎﻧﺎت واﻟﻤﻌﻠﻮﻣﺎت ،واﻟﻘﺪرة
رﺑﻄﮭﺎ ﻣﻊ ﺑﻌﻀﮭﺎ ﻻﺗﺨﺎذ اﻟﻘﺮارات اﻟﺼﺎﺋﺒﺔ وﺗﻮظﯿﻒ ﺧﺪﻣﺎت اﻹﻧﺘﺮﻧﺖ ،واﻟﺮوﺑﻮﺗﺎت ،واﻟﻄﺒﺎﻋﺔ ﺛﻼﺛﯿﺔ اﻷﺑﻌﺎد ،واﻟﻮاﻗﻊ
اﻻﻓﺘﺮاﺿﻲ ،واﻟﺒﯿﺎﻧﺎت اﻟﻀﺨﻤﺔ واﻟﻘﺪرة ﻋﻠﻰ اﻻﺳﺘﺠﺎﺑﺔ اﻟﺴﺮﯾﻌﺔ ﻟﻠﻤﻮاﻗﻒ واﻟﻈﺮوف اﻟﺠﺪﯾﺪة .ﻓﻘﺪ ظﮭﺮ دور ﺗﻄﺒﯿﻘﺎت
اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻓﻲ ﺗﻄﻮﯾﺮ اﻷدوﯾﺔ ودﻋﻢ اﻟﻤﺮﻛﺒﺎت ذاﺗﯿﺔ اﻟﻘﯿﺎدة وﻣﺴﺎﻋﺪة ﻣﺪﯾﺮي اﻟﻤﻮارد اﻟﺒﺸﺮﯾﺔ ﻋﻠﻰ إﻧﺠﺎز
ﻋﻤﻠﯿﺎت اﻟﺘﻮظﯿﻒ ﺑﻔﺎﻋﻠﯿﺔ أﻛﺒﺮ .وﺑﺎﺗﺖ اﻟﺸﺮﻛﺎت واﻟﺤﻜﻮﻣﺎت ﻗﺎدرة ﻋﻠﻰ ﺗﺤﻠﯿﻞ ﻛﻤﯿﺎت ﺿﺨﻤﺔ ﻣﻦ اﻟﺒﯿﺎﻧﺎت ﺑﺴﺮﻋﺔ أﻛﺒﺮ.
وﻟﻜﻦ ﻣﺨﺎطﺮ اﺧﺘﺮاق اﻟﺴﺮﯾﺔ ﺗﺰداد أﯾﻀﺎ ً ﺑﺎزدﯾﺎد ﺣﺠﻢ اﻟﺒﯿﺎﻧﺎت .ﻓﺒﺎﻟﺮﻏﻢ ﻣﻦ ﻛﻞ ھﺬه اﻹﯾﺠﺎﺑﯿﺎت اﻟﺘﻲ ﻗﺪﻣﮭﺎ اﻟﺬﻛﺎء
اﻻﺻﻄﻨﺎﻋﻲ ﻟﻠﺒﺸﺮﯾﺔ ﻓﺈﻧﮫ ﻓﻲ اﻟﻤﻘﺎﺑﻞ ﺗﻮﺟﺪ اﻟﻌﺪﯾﺪ ﻣﻦ اﻟﺘﺪاﻋﯿﺎت اﻷﺧﻼﻗﯿﺔ اﻟﺴﻠﺒﯿﺔ ،ﺗﺘﻀﺢ ﻣﻦ اﻟﻘﺪرة ﻋﻠﻰ ﺗﻮﻟﯿﺪ اﻟﺼﻮت
واﻟﺼﻮرة واﻟﻜﻠﻤﺔ ،اﻷﻣﺮ اﻟﺬي ﺳﮭﻞ اﻟﻘﺪرة ﻋﻠﻰ ﺗﺰﯾﯿﻒ اﻟﺒﺼﻤﺔ اﻟﺼﻮﺗﯿﺔ ﻷي ﺷﺨﺺ .ﻛﻤﺎ أن اﻟﺸﻜﻮك ﺑﺪأت ﺗﺤﻮم
ﺑﺸﻜﻞ أﻛﺒﺮ ﺣﻮل ﺣﻤﺎﯾﺔ اﻟﺨﺼﻮﺻﯿﺔ اﻟﺸﺨﺼﯿﺔ ﻣﻊ اﻧﺘﺸﺎر ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ،وﺗﺪاول اﻟﺒﯿﺎﻧﺎت وﺗﺘﺒﻊ
اﻟﺴﻠﻮﻛﯿﺎت اﻟﺮﻗﻤﯿﺔ ﻟﻠﺒﺸﺮ ﻟﺤﻈﺔ ﺑﻠﺤﻈﺔ ،ﻛﻤﺎ ﺳﯿﺘﯿﺢ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ إﻣﻜﺎﻧﯿﺔ ﻣﺮاﻗﺒﺔ اﻟﻌﻤﻼء واﻟﻤﻮظﻔﯿﻦ واﻟﻤﺴﺘﮭﻠﻜﯿﻦ
ﺑﻄﺮﯾﻘﺔ ﻓﺎﻋﻠﺔ واﻟﺘﻌﺮف ﻋﻠﻰ ﺳﻠﻮﻛﯿﺎﺗﮭﻢ واﻻطﻼع ﻋﻠﻰ أﺳﺮارھﻢ ﻣﻤﺎ ﯾﻤﺜﻞ ﺧﺮﻗﺎ ً ﻟﺨﺼﻮﺻﯿﺎﺗﮭﻢ وﺑﯿﺎﻧﺎﺗﮭﻢ .ﻓﺘﻄﺒﯿﻘﺎت
اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ اﻟﺘﻲ ﺗﻘﺪم اﻟﺨﺪﻣﺎت ﻟﻠﻤﺴﺘﺨﺪﻣﯿﻦ ﺗﻄﻠﺐ ﻣﻦ اﻟﻤﺴﺘﺨﺪم اﻟﺴﻤﺎح ﻟﮭﺎ ﺑﺎﺳﺘﺨﺪام اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻟﺘﻮﻓﯿﺮ
اﻟﺨﺪﻣﺎت ،وإذا ﻟﻢ ﯾﺴﻤﺢ اﻟﻌﻤﯿﻞ ﺑﺎﺳﺘﺨﺪام ﺑﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ ﻓﻠﻦ ﯾﺤﺼﻞ ﻋﻠﻰ اﻟﻤﻤﯿﺰات اﻟﺘﻲ ﯾﺤﺼﻞ ﻋﻠﯿﮭﺎ اﻟﻌﻤﻼء
اﻵﺧﺮﯾﻦ ،ﻣﻤﺎ ﯾﺸﻜﻞ ﺿﻐﻄﺎ ً ﻣﻦ أﺟﻞ اﻟﺘﺨﻠﻲ ﻋﻦ اﻟﺨﺼﻮﺻﯿﺔ وﺗﺰوﯾﺪ اﻟﺸﺮﻛﺔ ﺑﺒﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ ﻣﻦ أﺟﻞ راﺣﺘﮫ.
وﺗﺸﻜﻞ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ اﻟﻌﺪﯾﺪ ﻣﻦ اﻟﻤﺨﺎطﺮ اﻷﻣﻨﯿﺔ واﻟﻌﺴﻜﺮﯾﺔ ،واﻟﻤﺨﺎطﺮ اﻻﺟﺘﻤﺎﻋﯿﺔ ،واﻟﻤﺨﺎطﺮ
اﻻﻗﺘﺼﺎدﯾﺔ ،واﻷﺧﻼﻗﯿﺔ .وﻣﻦ أھﻢ ھﺬه اﻟﻤﺨﺎطﺮ:

أوﻻً :ﺗﻘﻨﯿﺔ اﻟﺘﻌﺮف ﻋﻠﻰ اﻟﻮﺟﮫ
اﻟﻤﺴﺘﺨﺪﻣﺔ ﻓﻲ اﻟﻌﺪﯾﺪ ﻣﻦ اﻟﺪول ﻛﺎﻟﺼﯿﻦ وأﻣﺮﯾﻜﺎ وﻋﺪد ﻣﻦ اﻟﺪول اﻷوروﺑﯿﺔ ،وﺗﺘﺠﺴﺪ ھﺬه اﻟﺘﻘﻨﯿﺔ ﻋﺒﺮ إدﺧﺎل
ﺻﻮرة ﺷﺨﺺ ﻣﺎ ﺛﻢ ﯾﻘﻮم اﻟﻨﻈﺎم ﺑﺎﻟﺒﺤﺚ ﻋﻦ ھﺬه اﻟﺼﻮرة ﺑﯿﻦ ﻣﻠﯿﺎرات اﻟﺼﻮر ،وﻣﻦ ﺛﻢ ﺗﺤﺪﯾﺪ اﻟﺼﻔﺤﺎت أو اﻟﻤﻮاﻗﻊ
اﻟﺘﻲ ﯾﻈﮭﺮ ﻓﯿﮭﺎ ھﺬا اﻟﺸﺨﺺ ﻣﺜﻞ ﻣﻮاﻗﻊ اﻟﺘﻮاﺻﻞ اﻻﺟﺘﻤﺎﻋﻲ .وﻋﻠﻰ اﻟﺮﻏﻢ ﻣﻦ أن اﻟﺸﺮﻛﺎت ﻻ ﺗﺴﺘﺨﺪم ﺑﯿﺎﻧﺎت ﻛﺎﻣﯿﺮات
ﻣﺒﺎﺷﺮا ﻟﺨﺼﻮﺻﯿﺔ
اﻟﻤﺮاﻗﺒﺔ اﻟﻤﺒﺎﺷﺮة ﻛﻤﺎ ﯾﺤﺼﻞ ﻓﻲ اﻟﺼﯿﻦ ،ﻓﻼ ﺷﻚ ان ﺑﻨﺎء ﻗﺎﻋﺪة ﺑﯿﺎﻧﺎت ﺑﮭﺬا اﻟﺤﺠﻢ ﯾﻌﺪﱡ اﻧﺘﮭﺎ ًﻛﺎ
ً
اﻷﻓﺮاد .وﻧﺸﯿﺮ أﯾﻀﺎ إﻟﻰ ﻣﺨﺎطﺮ اﺳﺘﺨﺪام ﺑﺮاﻣﺞ ﺗﻮﻟﯿﺪ ﺻﻮر ﺟﺪﯾﺪة ﻟﻮﺟﻮه ﺑﺸﺮ ﺑﻨﺎء ﻋﻠﻰ ﺗﺰوﯾﺪه ﺑﺼﻮر ﻟﺒﺸﺮ آﺧﺮﯾﻦ،
ﺑﺤﯿﺚ ﯾﺼﺒﺢ ﻣﻦ اﻟﻤﻤﻜﻦ ﺗﻮﻟﯿﺪ ﺻﻮرة ﻟﺒﺸﺮ ﺣﻘﯿﻘﯿﯿﻦ ﯾﺘﻢ ﺗﻮﻟﯿﺪھﺎ ﺑﺎﻟﻜﺎﻣﻞ ﻣﻦ ﺧﻼل اﻻﻋﺘﻤﺎد ﻋﻠﻰ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ
دون ﻗﺺ وﻟﺼﻖ ﻣﻦ وﺟﻮه أﺧﺮى ،وﻟﻢ ﯾﺘﻮﻗﻒ اﻷﻣﺮ ﻋﻨﺪ ﺣﺪ ﺗﻮﻟﯿﺪ ﺻﻮر اﻟﻮﺟﻮه اﻟﺒﺸﺮﯾﺔ ﻓﻘﻂ ،ﺑﻞ ﺗﻢ ﺗﻮﻟﯿﺪ ﺻﻮر
ﻟﺪﯾﻜﻮرات داﺧﻠﯿﺔ ﻟﻠﻤﻨﺎزل ،وﺻﻮر ﻷﺷﺨﺎص ﻓﻲ داﺧﻞ ﻏﺮف اﻟﻨﻮم.

1

1 Monique, M & Marcus, S (2017). Automated Facial Recognition Technology: Recent Developments and Approaches to Oversight.
University of New South Wales Law Journal. 40(1). 121-145.
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ﺛﺎﻧﯿﺎ ً :ﺧﻄﺮ اﻻﻧﺤﯿﺎز
ﺗُﺴﺘﻌﻤﻞ اﻟﻤﺨﺎوف ﻣﻦ إﺳﺎءة اﺳﺘﻌﻤﺎل اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻟﻠﺘﺤﺬﯾﺮ ﻣﻦ اﻻﻧﺤﯿﺎز ﻓﻲ أﻧﻈﻤﺔ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ
اﻟﺬي ﺳﯿﺆدي ﺑﻄﺒﯿﻌﺔ اﻟﺤﺎل إﻟﻰ اﻧﺤﯿﺎز ﻓﻲ اﻟﻤﺨﺮﺟﺎت واﻟﻘﺮارات اﻟﺘﻲ ﺗﻨﺘﺞ ﻋﻨﮭﺎ وﻓﻲ ﺗﻄﺒﯿﻖ اﻟﻘﺎﻧﻮن ،أو ﺗﻘﺪﯾﻢ اﻟﺨﺪﻣﺎت
اﻟﻤﺼﺮﻓﯿﺔ ،أو اﻟﺘﻮظﯿﻒ أو اﻹﻋﻼﻧﺎت ﺿﺪ اﻟﻨﺴﺎء ﻣﺜﻼً أو اﻷﺷﺨﺎص ذوي اﻟﻠﻮن ﺑﺴﺒﺐ اﻟﺒﯿﺎﻧﺎت اﻟﻤﻌﯿﺒﺔ ،واﻻﻓﺘﺮاﺿﺎت
اﻟﺨﺎطﺌﺔ ،إﻟﻰ ﺟﺎﻧﺐ اﻻﻓﺘﻘﺎر إﻟﻰ ﻋﻤﻠﯿﺎت اﻟﺘﺪﻗﯿﻖ اﻟﻔﻨﻲ  .1ﻛﻤﺎ أن ھﺬه اﻟﺒﯿﺎﻧﺎت ﺗﺘﺮﻛﺰ ﺑﺸﻜﻞ أﻛﺒﺮ ﻓﻲ اﻷﺣﯿﺎء اﻟﺘﻲ ﯾﻨﺘﺸﺮ
ﻓﯿﮭﺎ اﻟﻌﻨﻒ ،وﯾﻘﻞ ﺟﻤﻊ اﻟﺒﯿﺎﻧﺎت ﻣﻦ اﻷﺣﯿﺎء اﻟﺘﻲ ﺗﻌﺘﺒﺮ آﻣﻨﺔ ،ﻟﯿﺼﯿﺮ ﻣﻦ اﻟﻄﺒﯿﻌﻲ أن ﯾﺴﺘﻨﺘﺞ اﻟﻨﻈﺎم وﺟﻮد ﻣﻌﺪﻻت ﺟﺮاﺋﻢ
أﻋﻠﻰ ﻓﻲ ﺗﻠﻚ اﻷﺣﯿﺎء اﻟﺘﻲ ﯾﻤﻠﻚ ﻋﻨﮭﺎ ﺑﯿﺎﻧﺎت أﻛﺒﺮ .وﻗﺪ أﺛﯿﺮ اﻟﺠﺪل ﺑﺸﻜﻞ ﻛﺒﯿﺮ ﺣﻮل اﻧﺤﯿﺎز أﻧﻈﻤﺔ اﻟﺸﺮطﺔ اﻷﻣﯿﺮﻛﯿﺔ،
ﺣﯿﺚ ﺗﺴﺘﺨﺪم اﻟﻌﺪﯾﺪ ﻣﻦ أﻗﺴﺎم اﻟﺸﺮطﺔ ﻓﻲ أﻣﯿﺮﻛﺎ أﻧﻈﻤﺔ اﻟﺘﻌﺮف ﻋﻠﻰ اﻟﻮﺟﮫ اﻟﻤﻘﺪﻣﺔ ﻣﻦ اﻟﺸﺮﻛﺎت اﻟﺘﻘﻨﯿﺔ ،ﻣﺜﻞ ﻧﻈﺎم
 Recognitionﻣﻦ أﻣﺎزون ،ﻟﺸﺘﻰ اﻷﻏﺮاض ﻣﺜﻞ ﺗﻮﻗﻊ اﻟﺠﺮﯾﻤﺔ أو اﻟﺘﻌﺮف ﻋﻠﻰ اﻟﺼﻮر .ﻛﻤﺎ ﻧﺸﯿﺮ إﻟﻰ ﻣﺸﺎﻛﻞ
ﺗﻄﺒﯿﻘﺎت ﺗﺤﻠﯿﻞ اﻟﻌﻮاطﻒ ﻓﻲ اﻟﻨﺼﻮص ،ﺣﯿﺚ ﺗﺒﯿﻦ أن أﻧﻈﻤﺔ ﺗﺤﻠﯿﻞ اﻟﻤﺸﺎﻋﺮ ﺗﺨﺘﻠﻒ ﻣﺨﺮﺟﺎﺗﮭﺎ إذا اﺣﺘﻮى اﻟﻨﺺ ﻋﻠﻰ
أﺳﻤﺎء ﺷﺎﺋﻌﺔ ﺑﯿﻦ اﻷﻣﯿﺮﻛﯿﯿﻦ اﻟﺴﻮد ﻣﻘﺎﺑﻞ اﻷﻣﯿﺮﻛﯿﯿﻦ اﻟﺒﯿﺾ .ﻛﻤﺎ أن ﻣﻌﻈﻢ اﻟﺘﻄﺒﯿﻘﺎت ﺗﻨﻘﻞ اﻟﺒﯿﺎﻧﺎت إﻟﻰ ﺷﺮﻛﺎت اﻹﻧﺘﺮﻧﺖ
اﻟﻜﺒﺮى ﻣﻦ ﺧﻼل »ﻣﺘﺘﺒﻌﺎت اﻟﺒﯿﺎﻧﺎت« ﻷﻏﺮاض إﻋﻼﻧﯿﺔ أو ﺗﺠﺎرﯾﺔ.

2

ﺛﺎﻟﺜﺎ :ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ اﻟﻘﺎدرة ﻋﻠﻰ ﺧﻠﻖ اﻟﺼﻮت ﻟﺘﻌﺪﯾﻞ اﻟﻜﻼم
ﯾﻌﻨﻲ ھﺬا أﻧﮫ ﯾﻤﻜﻦ اﻟﺘﻼﻋﺐ ﺑﻤﻘﺎطﻊ اﻟﺼﻮت ﻷي ﻟﺸﺨﺺ ﺣﺘﻰ ﺻﺎرت ﻣﻘﺎطﻊ اﻟﺼﻮت ﻋﺒﺎرة ﻋﻦ ﻋﺠﯿﻦ
ﺗﺼﻨﻊ ﻣﻨﮫ ﻣﺎ ﺗﺸﺎء وﺑﺎﻟﻨﺒﺮة اﻟﺘﻲ ﺗﺮﯾﺪھﺎ ،ﺑﻞ أن ھﻨﺎك ﺗﻄﺒﯿﻘﺎت ﻣﺘﻘﺪﻣﺔ ﺗﺠﻌﻠﻚ ﻗﺎدراً ﻋﻠﻰ ﺗﻌﺪﯾﻞ ﻣﺨﺎرج اﻟﺤﺮوف ﻟﺘﻄﺎﺑﻖ
اﻟﺤﻘﯿﻘﺔ ،ﻓﮭﻲ ﺑﻤﺜﺎﺑﺔ اﻟﻔﻮﺗﻮﺷﻮب اﻟﺼﻮﺗﻲ اﻟﺬي ﯾﻤﻜﻦ ﻷي ﺷﺨﺺ اﺳﺘﻌﻤﺎﻟﮫ دون اﻟﺤﺎﺟﺔ ﻟﻤﻌﺪات ﺑﺎھﻈﺔ اﻟﺜﻤﻦ ،وﻣﻦ
ﻣﺨﺎطﺮ ھﺬه اﻟﺘﻄﺒﯿﻘﺎت أﻧﮭﺎ ﻗﺎدرة ﻋﻠﻰ ﺗﺰﯾﯿﻒ اﻟﺒﺼﻤﺔ اﻟﺼﻮﺗﯿﺔ ﻷي ﺷﺨﺺ ﻛﺎن ،ﺣﯿﺚ أﻧﮫ وﻟﻔﺘﺮة ﻗﺮﯾﺒﺔ ﻛﺎﻧﺖ اﻟﺒﺼﻤﺔ
اﻟﺼﻮﺗﯿﺔ ﺗﺴﺘﺨﺪم ﻛﻨﻮع ﻣﻦ اﻟﺤﻤﺎﯾﺔ أو اﻟﺘﻮﺛﯿﻖ ،ﻟﻜﻦ ﯾﺒﺪو أن ﻣﺴﺘﻘﺒﻠﮭﺎ إﻟﻰ زوال ﺑﻌﺪ أن أﺻﺒﺢ ﻣﻦ اﻟﻤﻤﻜﻦ اﺳﺘﻨﻄﺎق أي
ﺷﺨﺺ ﻧﺮﯾﺪه وأن ﯾﺘﻢ ﻧﺴﺐ ﻛﻼم ﻟﻢ ﯾﻘﻠﮫ.
راﺑﻌﺎ ً :ﺗﻄﺒﯿﻘﺎت ﻗﺎدرة ﻋﻠﻰ ﺧﻠﻖ اﻟﻔﯿﺪﯾﻮ ﻣﻦ ﺧﻼل ﺗﻘﻨﯿﺔ ﺗﺴﻤﻰDeep fake
وھﻲ طﺮﯾﻘﺔ ﯾﺘﻢ ﻓﯿﮭﺎ ﺗﺠﻤﯿﻊ ﺻﻮر وﻓﯿﺪﯾﻮھﺎت ﻟﺸﺨﺺ ﻣﺎ وﯾﺘﻢ ﺗﻠﻘﯿﻤﮭﺎ ﻟﺬﻛﺎء اﺻﻄﻨﺎﻋﻲ ﻟﯿﺘﻌﻠﻢ ﻣﻨﮭﺎ ﻛﯿﻒ
ﯾﺘﺤﺮك وﯾﺘﻜﻠﻢ ذﻟﻚ اﻟﺸﺨﺺ ﺛﻢ ﯾﺒﺪأ ﻓﻲ ﺗﻮﻟﯿﺪ ﻣﺎ ﺗﺮﯾﺪ ﻟﮫ أن ﯾﻮﻟﺪه ﻓﺘﺠﻌﻞ ذﻟﻚ اﻟﺸﺨﺺ ﯾﺘﺤﺮك وﯾﻘﻮل ﻣﺎ ﺗﺮﯾﺪ ﻟﮫ أن ﯾﻔﻌﻞ
ﺑﺸﻜﻞ طﺒﯿﻌﻲ ﺟﺪاً ﻟﺪرﺟﺔ ﻣﺨﯿﻔﺔ .وﻟﻌﻞ أﻛﺜﺮ اﻷﺷﺨﺎص اﻟﻤﺴﺘﮭﺪﻓﯿﻦ ﻣﻦ ھﺬه اﻟﺘﻄﺒﯿﻘﺎت ھﻢ اﻟﻤﺸﺎھﯿﺮ واﻟﺴﯿﺎﺳﯿﯿﻦ ،ﺣﯿﺚ
ﺗﻢ ﺗﺰﯾﯿﻒ ﻣﻘﺎطﻊ ﻟﮭﻢ )ﺳﯿﺎﺳﯿﺔ وإﺑﺎﺣﯿﺔ( ﻧﻈﺮاً ﻟﺘﻮﻓﺮ ﻣﻘﺎطﻊ وﺻﻮر ﻟﮭﻢ ﻋﻠﻰ اﻹﻧﺘﺮﻧﺖ ﺑﺸﻜﻞ واﺿﺢ ،وﻣﻦ اﻟﻮاﺿﺢ أن

1 Fuchs, D (2018). The dangers of human-like Bias in machine-learning algorithms. Missouri University of Science and Technology.
2(1), 1.
2 Howard, A., Zhang, C. & Horvitz, E. "Addressing bias in machine learning algorithms: A pilot study on emotion recognition for
intelligent systems," 2017 IEEE Workshop on Advanced Robotics and its Social Impacts (ARSO), 2017, 1-7.
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اﻷﻣﺮ ﯾﺘﻄﻮر ﺑﺸﻜﻞ ﺳﺮﯾﻊ ﺟﺪاً ورﺑﻤﺎ ﺳﯿﺄﺗﻲ ﯾﻮم ﯾﺴﺘﺤﯿﻞ ﻓﯿﮫ اﻟﺘﻤﯿﯿﺰ ﺑﯿﻦ اﻟﺤﻘﯿﻘﺔ واﻟﺘﺰﯾﯿﻒ ﻓﻲ ھﺬا اﻟﻤﺠﺎل ،ﻓﺎﻟﺼﻮرة
واﻟﺼﻮت واﻟﻔﯿﺪﯾﻮ ﺻﺎرت أﺷﯿﺎء ﻗﺎﺑﻠﺔ ﻟﻠﺘﺰﯾﯿﻒ.
ﺗﺘﯿﺢ ھﺬه اﻟﺘﻘﻨﯿﺔ إﻧﺸﺎء ﺻﻮت وﻓﯿﺪﯾﻮ ﻷﺷﺨﺎص ﺣﻘﯿﻘﯿﯿﻦ ﯾﻘﻮﻟﻮن وﯾﻔﻌﻠﻮن أﺷﯿﺎء ﻟﻢ ﺗﻘﺎل أو ﺗﻔﻌﻞ ﻣﻄﻠﻘًﺎ ﻣﻤﺎ ﯾﺰﯾﺪ
ﻣﻘﺎوﻣﺔ اﻛﺘﺸﺎف اﻟﺘﺰﯾﯿﻒ ،و ﻗﺪ ﯾﺘﻢ اﺳﺘﺨﺪاﻣﮭﺎ ﺑﻄﺮﯾﻘﺔ ﺗﺴﺒﺐ ﺿﺮراً ﻋﻠﻰ اﻟﺨﺼﻮﺻﯿﺔ ﻛﺴﺮﻗﺔ ھﻮﯾﺎت اﻷﺷﺨﺎص
ﻟﻠﺤﺼﻮل ﻋﻠﻰ ﻣﻨﻔﻌﺔ ﻣﺎﻟﯿﺔ أو ﺑﻌﺾ اﻟﻤﻨﺎﻓﻊ اﻷﺧﺮى ،ﻛﻤﺎ ﯾﻤﻜﻦ أﯾﻀًﺎ اﺳﺘﺨﺪام اﻟﺘﺰﯾﯿﻒ اﻟﻌﻤﯿﻖ ﻟﺘﺼﻮﯾﺮ ﺷﺨﺺ ﻣﺎ،
ﺑﺸﻜﻞ ﺧﺎطﺊ ﻋﻠﻰ أﻧﮫ ﯾﺆﯾﺪ ﻣﻨﺘﺞ أو ﺧﺪﻣﺔ أو ﻓﻜﺮة ﺳﯿﺎﺳﯿﺔ ،و ﻗﺪ ﯾﺘﻌﺪى ذﻟﻚ إﻟﻰ ﺟﻌﻞ اﻟﻤﻮظﻒ اﻟﻌﺎم ﯾﺘﻘﺎﺿﻰ رﺷﺎوى
ﺑﺎﺳﺘﺨﺪام اﻟﺘﺰﯾﯿﻒ اﻟﻌﻤﯿﻖ.

1

ﺧﺎﻣﺴﺎ ً :ﻣﺨﺎطﺮ ﺗﺘﻌﻠﻖ ﺑﺎﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ
و اﻟﺘﻲ ﺗﺘﻤﺜﻞ ﻓﻲ ﻣﺠﻤﻮﻋﺔ ﻣﻦ اﻟﺘﻄﺒﯿﻘﺎت اﻟﺨﺒﯿﺜﺔ اﻟﺘﻲ ﺗﺴﺘﻨﺪ إﻟﻰ ﺑﺮﻣﺠﯿﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ واﻟﺘﻲ ﯾﻤﻜﻨﮭﺎ
اﻟﻘﺮﺻﻨﺔ وﻛﺸﻒ اﻟﺸﻔﺮات وﺗﮭﺪﯾﺪ اﻟﺤﺴﺎﺑﺎت اﻟﺨﺎﺻﺔ ﺑﺎﻟﺸﺮﻛﺎت واﻷﻓﺮاد واﻟﺒﻨﻮك  ،2ﻓﮭﻨﺎك ﻋﺪداً ھﺎﺋﻼً ﻣﻦ اﻟﺒﺮﻣﺠﯿﺎت
اﻟﺨﺒﯿﺜﺔ اﻟﻤﺘﺨﺼﺼﺔ ﻓﻲ اﻟﻘﺮﺻﻨﺔ واﺧﺘﺮاق اﻟﺤﺴﺎﺑﺎت ﺗﺘﻮﻓﺮ ﻋﺒﺮ آﻻف اﻟﻤﻨﺼﺎت اﻟﻤﻨﺘﺸﺮة ﻋﻠﻰ اﻟﻤﻮاﻗﻊ اﻹﻟﻜﺘﺮوﻧﯿﺔ
اﻟﺨﺎﺻﺔ ﺑﺒﺮﻣﺠﯿﺎت اﻻﺧﺘﺮاق ،ﺑﻞ إن ﻏﺎﻟﺒﯿﺔ ھﺬه اﻟﺒﺮﻣﺠﯿﺎت أﺻﺒﺢ ﻣﻦ اﻟﺴﮭﻞ ﺷﺮاؤھﺎ ﻣﻦ ﺧﻼل ﻋﺪة ﻣﻮاﻗﻊ إﻟﻜﺘﺮوﻧﯿﺔ،
ﺗﻤﺎﻣﺎ ً ﻛﻤﺎ ھﻮ اﻷﻣﺮ ﺑﺎﻟﻨﺴﺒﺔ ﻟﻠﺘﺴﻮق ﻋﺒﺮ اﻹﻧﺘﺮﻧﺖ ﻟﺸﺮاء اﻟﻜﺘﺐ أو اﻟﻤﻼﺑﺲ ،وﺗﺘﻀﻤﻦ اﻟﺒﺮﻣﺠﯿﺎت اﻟﺨﺒﯿﺜﺔ ﺣﺎﻟﯿﺎ ً وﺣﺪات
ﻣﺘﻨﻮﻋﺔ ﺗﻌﺘﻤﺪ ﻋﻠﻰ اﻟﻄﺮف اﻟﺜﺎﻟﺚ واﻟﻤﺼﺎدر اﻟﻤﻔﺘﻮﺣﺔ ،وھﻲ ﻣﺘﺨﺼﺼﺔ ﻓﻲ ﻣﺠﺎﻻت اﻟﺘﺸﻔﯿﺮ أو ﻓﻚ اﻟﺘﺸﻔﯿﺮ ،وأﻧﻈﻤﺔ
اﻟﻤﺪﻓﻮﻋﺎت واﻟﺒﻨﯿﺔ اﻟﺘﺤﺘﯿﺔ ﻟﻤﺮاﻛﺰ اﻟﺘﺤﻜﻢ واﻟﺴﯿﻄﺮة وﻏﯿﺮھﺎ .وﻗﺪ ﺣﺬرت ﺷﺨﺼﯿﺎت ﻋﺎﻣﺔ ورﺟﺎل أﻋﻤﺎل ﻣﻦ ﻣﺨﺎطﺮ
اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ اﻟﺨﺎرج ﻋﻦ اﻟﺴﯿﻄﺮة ،وﻟﺬﻟﻚ ﻻﺑﺪ ﻣﻦ اﻟﺒﺤﺚ ﻋﻦ ﻣﻨﻈﻮﻣﺔ أﺧﻼﻗﯿﺔ ﺗﺴﮭﻢ ﻓﻲ اﻟﺤﺪ ﻣﻦ ﺗﻠﻚ اﻟﻤﺨﺎطﺮ
اﻷﺧﻼﻗﯿﺔ ﻣﻦ ﻣﻨﻄﻠﻖ أﻧﮭﺎ ﻻ ﺗﻘﻞ أھﻤﯿﺔ ﻋﻦ اﻟﺒﺤﺚ ﻓﻲ ﻣﻜﺎﺳﺐ وإﯾﺠﺎﺑﯿﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ.
ﻋﻨﺪ اﺳﺘﺨﺪام وﺳﺎﺋﻞ اﻟﺘﻮاﺻﻞ اﻻﻟﻜﺘﺮوﻧﻲ وزﯾﺎرة اﻟﻤﻮاﻗﻊ اﻻﻟﻜﺘﺮوﻧﯿﺔ واﻟﺒﺮاﻣﺞ واﻟﺘﻄﺒﯿﻘﺎت اﻟﺤﺪﯾﺜﺔ ﯾﻘﺪم
اﻟﺸﺨﺺ ﺑﯿﺎﻧﺎﺗﮫ وﻣﻌﻠﻮﻣﺎﺗﮫ طﻮاﻋﯿﺔ وﯾﻔﻘﺪ اﻟﺴﯿﻄﺮة ﻋﻠﯿﮭﺎ دون أن ﯾﻜﻮن ﻣﺤﯿﻄﺎ ﺑﻤﻦ ﺗﺨﺰن ﻟﺪﯾﮫ وﻛﯿﻒ ﯾﻌﺎﻟﺠﮭﺎ وھﻞ
ﯾﻨﻘﻠﮭﺎ ﻟﻠﻐﯿﺮ أو ﯾﺘﺎﺟﺮ ﺑﮭﺎ ،ﺗﻮﺟﺪ اﻟﻌﺪﯾﺪ ﻣﻦ اﻟﺘﻄﺒﯿﻘﺎت اﻟﺬﻛﯿﺔ اﻟﺘﻲ ﯾﺴﺘﺨﺪﻣﮭﺎ اﻟﻤﺴﺘﮭﻠﻚ ﺑﺸﻜﻞ ﻣﺴﺘﻤﺮ وﺗﻘﻮم ﺑﺤﻔﻆ ﺑﯿﺎﻧﺎﺗﮫ
وﺗﺨﺰﯾﻨﮭﺎ .ﻣﻦ أھﻤﮭﺎ :وﺳﺎﺋﻞ اﻟﺘﻮاﺻﻞ اﻻﺟﺘﻤﺎﻋﻲ واﻟﺪردﺷﺔ ،وأﺟﮭﺰة اﻟﺘﺘﺒﻊ وﺗﺤﺪﯾﺪ اﻟﻤﻮاﻗﻊ اﻟﺠﻐﺮاﻓﯿﺔ اﻟﺘﻲ ﺗﺤﺘﻮي
ﻋﻠﯿﮭﺎ أﻏﻠﺐ اﻟﮭﻮاﺗﻒ اﻟﺬﻛﯿﺔ واﻟﺘﻄﺒﯿﻘﺎت اﻟﺘﻲ ﺑﺘﻨﺎ ﻧﺴﺘﺨﺪﻣﮭﺎ ﺑﺸﻜﻞ ﯾﻮﻣﻲ ،ﺣﯿﺚ ﺗﺴﺎھﻢ ﻓﻲ ﻣﻌﺮﻓﺔ ﺗﺤﺮﻛﺎت وﻣﻮﻗﻊ
اﻟﻤﺴﺘﺨﺪم ﻟﮭﺎ ،ﻛﺬﻟﻚ ﻣﺨﺎطﺮ اﺳﺘﺨﺪام اﻟﺒﺮﯾﺪ اﻻﻟﻜﺘﺮوﻧﻲ ،ﺣﯿﺚ ﯾﻤﺮ اﻟﺒﺮﯾﺪ اﻻﻟﻜﺘﺮوﻧﻲ ﺑﻌﻤﻠﯿﺔ ﺗﻘﻨﯿﺔ ﻗﺒﻞ وﺻﻮﻟﮫ ﻟﻠﻤﺴﺘﻘﺒﻞ،
و ﻣﻦ ﺧﻼل ھﺬه اﻟﻌﻤﻠﯿﺔ ﻗﺪ ﯾﺘﻌﺮض ﻷﺣﺪ اﻟﻤﺨﺎطﺮ اﻟﺘﺎﻟﯿﺔ ،و اﻟﺘﻲ ﯾﺠﺐ أن ﺗﻮﺿﻊ ﻓﻲ ﻋﯿﻦ اﻻﻋﺘﺒﺎر ﺳﻮاء ﻣﻦ ﻗﺒﻞ
اﻟﻤﺮﺳﻞ ﺑﺈن رﺳﺎﻟﺘﮫ ﻗﺪ ﺗﺘﻌﺮض ﻷﺣﺪ ھﺬه اﻟﻤﺨﺎطﺮ ،أو ﺣﺘﻰ ﻣﺴﺘﻘﺒﻞ اﻟﺮﺳﺎﻟﺔ ﻋﻨﺪﻣﺎ ﯾﺘﻠﻘﺎھﺎ ﻣﻦ ﻗﺒﻞ اﻟﻤﺮﺳﻞ ،ﻓﻘﺪ ﯾﺘﻨﻜﺮ
ﻟﯿﺒﺪو ﻛﺄﻧﮫ ﻣﻦ ﺷﺮﻛﺔ ﻣﻌﺮوﻓﺔ ﻣﺜﻞ ﻣﺼﺮف أو ﺑﺮﯾﺪ إﻟﻜﺘﺮوﻧﻲ ﺷﺨﺼﻲ ﻣﻦ ﺻﺪﯾﻖ .وﻗﺪ ﺗﺤﺘﻮي ﺣﺘﻰ اﻟﺘﻨﺰﯾﻼت ﻣﻦ
ﺻﺎ ﯾﺘﻌﺮض ﻟﻠﺨﻄﺮ
اﻟﻤﻮاﻗﻊ اﻟﺸﺮﻋﯿﺔ ﻓﻲ ﺑﻌﺾ اﻷﺣﯿﺎن ﻋﻠﻰ ﺑﺮاﻣﺞ ﺿﺎرة ﻣﺮﻓﻘﺔ .ﻣﺎ ﯾﻌﻨﻲ أﻧﮫ ﺣﺘﻰ اﻟﻤﺴﺘﺨﺪم اﻷﻛﺜﺮ ﺣﺮ ً
ﻣﺎ ﻟﻢ ﯾﺘﺨﺬ إﺟﺮاءات إﺿﺎﻓﯿﺔ .ﻛﻤﺎ ﻗﺪ ﺗﺤﺘﻮي ﺑﻌﺾ رﺳﺎﺋﻞ اﻟﺒﺮﯾﺪ اﻻﻟﻜﺘﺮوﻧﻲ ﻋﻠﻰ ﻣﻌﻠﻮﻣﺎت ﺳﺮﯾﺔ ﻻ ﯾﺠﺐ اﻻطﻼع
1 Chesney, B. & Danielle, C. (2019). Deep Fakes: A Looming Challenge for Privacy. California Law Review.107(6), 1771-1776.
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ﻋﻠﯿﮭﺎ إﻟﻰ ﻣﻦ ﻗﺒﻞ اﻷطﺮاف اﻟﻤﺴﺆوﻟﺔ ﻋﻦ ﻣﺤﺘﻮى اﻟﺮﺳﺎﻟﺔ .وﻗﺪ ﯾﺘﻠﻘﻰ اﻟﻤﺴﺘﻘﺒﻞ ﺑﺮﯾﺪ اﻟﻜﺘﺮوﻧﻲ ﻣﻦ أﺣﺪ اﻷﺻﺪﻗﺎء
اﻟﻤﻘﺮﺑﯿﻦ أو ﺷﺮﻛﺔ ﻣﻌﺮوﻓﺔ ﯾﻄﻠﺐ ﻓﯿﮭﺎ ﻓﺘﺢ اﻟﺮاﺑﻂ ﻷي ھﺪف ﻛﺎن ،و ﺑﻌﺪ اﻟﺘﺤﺪث ھﺎﺗﻔﯿﺎ ً ﻣﻊ اﻟﺼﺪﯾﻖ أو اﻟﺸﺮﻛﺔ )ﻣﺮﺳﻞ
اﻟﺮﺳﺎﻟﺔ( ﯾﺨﺒﺮه ﺑﺄﻧﮫ ﻟﯿﺲ اﻟﻤﺮﺳﻞ ﻟﮭﺬه اﻟﺮﺳﺎﻟﺔ و أن ھﻨﺎك ﻣﻨﺘﺤﻞ ﻟﺸﺨﺼﯿﺔ ھﺬا اﻟﻤﺮﺳﻞ ﻟﯿﺘﻢ ﻣﻦ ﺧﻼل ذﻟﻚ ﺳﺤﺐ
اﻟﻤﻌﻠﻮﻣﺎت اﻟﺸﺨﺼﯿﺔ ﻟﻠﻤﺮﺳﻞ ،ﻓﯿﺠﺐ ﻋﻠﻰ اﻟﻤﺴﺘﻘﺒﻞ أن ﯾﻌﻲ و ﯾﺘﺄﻛﺪ ﻣﻦ أي رﺳﺎﻟﺔ ﻗﺪ ﯾﺴﺎوره اﻟﺸﻚ ﻓﯿﮭﺎ و اﻻﺑﺘﻌﺎد ﻋﻦ
ﻓﺘﺢ اﻟﺮواﺑﻂ .ﻛﻤﺎ ﯾﺠﺐ ﻋﻠﻰ اﻟﻤﺮﺳﻞ اﻟﺬي ﻗﺎم ﺑﺈرﺳﺎل اﻟﺒﺮﯾﺪ اﻻﻟﻜﺘﺮوﻧﻲ أن ﯾﻀﻊ ﻓﻲ ﻋﯿﻦ اﻻﻋﺘﺒﺎر أن رﺳﺎﻟﺘﮫ ﻗﺪ ﻻ
ﺗﺼﻞ ﺑﺎﻟﻤﺤﺘﻮى اﻟﺬي ﻗﺎم ﺑﻜﺘﺎﺑﺘﮫ ،و ﻛﺬﻟﻚ اﻟﻤﺴﺘﻘﺒﻞ أﯾﻀﺎ ً ﻓﻌﻠﯿﮫ أن ﯾﻀﻊ ﻧﺼﺐ ﻋﯿﻨﯿﮫ أن ھﺬه اﻟﺮﺳﺎﻟﺔ ﻗﺪ ﺗﺼﻞ إﻟﯿﮫ ﺑﻌﺪ
ﺗﻐﯿﯿﺮ ﻓﻲ ﻣﺤﺘﻮاھﺎ و ﻟﯿﺲ ﺑﺎﻟﺸﻜﻞ أو اﻟﻤﻘﺼﻮد اﻟﺬي ﻗﺎم ﺑﺈرﺳﺎﻟﮫ اﻟﻤﺮﺳﻞ ﻟﮫ ،ﻓﻘﺪ ﯾﺘﻢ ﺗﻐﯿﯿﺮ اﻟﻤﺤﺘﻮى ﻣﻦ ﻗﺒﻞ طﺮف ﺛﺎﻟﺚ
ﻗﺎم ﺑﺎﻻطﻼع ﻋﻠﻰ ﻣﺤﺘﻮى اﻟﺮﺳﺎﻟﺔ.
وﻓﻲ ﺑﻌﺾ اﻷﺣﯿﺎن ،ﻗﺪ ﯾﺤﺼﻞ و أن ﯾﺼﻞ ﻟﺸﺨﺺ ﻣﺎ ﻋﻠﻰ ﺑﺮﯾﺪه اﻻﻟﻜﺘﺮوﻧﻲ رﺳﺎﺋﻞ ﻣﺰﻋﺠﺔ و ﻣﺆذﯾﺔ ﻓﯿﻤﻜﻦ
أن ﯾﻜﻮن ﻣﺤﺘﻮى اﻟﺮﺳﺎﻟﺔ ﻋﺒﺎرة ﻋﻦ راﺑﻂ ﯾﺤﺘﻮي ﻋﻠﻰ ﻧﻮع ﻣﻌﯿﻦ ﻣﻦ اﻟﻔﺎﯾﺮوﺳﺎت  1اﻟﺘﻰ ﺗﻤﻜﻦ اﻟﻤﺮﺳﻞ ﻣﻦ ﺳﺤﺐ
ﯾﻊ ﺧﻄﻮرة ھﺬا اﻟﺒﺮﯾﺪ اﻻﻟﻜﺘﺮوﻧﻲ ﻟﯿﺲ ﺑﺴﺒﺐ اﻟﺠﮭﻞ ﻓﻲ أﻏﻠﺐ اﻷﺣﯿﺎن ،ﻓﻘﺪ ﺗﻜﻮن
اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻟﻠﻤﺴﺘﻘﺒﻞ اﻟﺬي ﻟﻢ ِ
ھﺬه اﻟﺮﺳﺎﻟﺔ ﻋﺒﺎرة ﻋﻦ راﺑﻂ ﯾﻄﻠﺐ ﻓﯿﮫ ﺗﺤﺪﯾﺚ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ أو ﯾﻄﻠﺐ ﺗﻨﺰﯾﻞ أﺣﺪ اﻟﺒﺮاﻣﺞ ﻟﺠﮭﺔ ﻣﻌﺮوﻓﺔ ﻓﯿﻈﻦ
اﻟﻤﺴﺘﻘﺒﻞ أن ﻣﺮﺳﻞ ھﺬه اﻟﺮﺳﺎﻟﺔ ھﻲ ھﺬه اﻟﺠﮭﺔ اﻟﺘﻰ ﺟﺎء ذﻛﺮھﺎ ﻓﻲ ﻋﻨﻮان اﻟﺮﺳﺎﻟﺔ ،و ھﺬا ﻣﺎ ﺣﺪث ﻓﻌﻼً ﻋﻨﺪﻣﺎ ﺗﻔﺎﺟﺄ
اﻟﺠﻤﮭﻮر ﺑﺒﺮﯾﺪ اﻟﻜﺘﺮوﻧﻲ ﺻﺎدر ﻣﻦ ﻣﻜﺘﺐ اﻟﺘﺤﻘﯿﻘﺎت اﻟﻔﯿﺪراﻟﻲ ﯾﺼﻞ إﻟﯿﮭﻢ ﯾﺤﺘﻮي ﻋﻠﻰ ﺗﻨﺒﯿﮫ ﻣﻦ أﻧﮭﻢ أھﺪاف ﻟﮭﺠﻮم
اﻟﻜﺘﺮوﻧﻲ  ،2ﻓﻮﺻﻮل اﻧﺘﮭﺎﻛﺎت اﻟﺒﺮﯾﺪ اﻻﻟﻜﺘﺮوﻧﻲ ﻋﻠﻰ ﻣﺴﺘﻮى اﻟﺤﻜﻮﻣﺎت ﯾﻘﺮع ﻧﺎﻗﻮس اﻟﺨﻄﺮ ﺑﺸﺄن وﺿﻊ ﻋﻘﻮﺑﺎت
ﻣﺸﺪدة ﻋﻠﻰ ﻛﻞ ﻣﻦ ﺗﺴﻮل ﻟﮫ ﻧﻔﺴﮫ ﺑﺎﻧﺘﮭﺎك ﺣﺮﯾﺔ اﻟﻤﺮاﺳﻼت.
وﻗﺪ اﺗﮭﻤﺖ ﺟﻮﺟﻞ وھﻲ أﺣﺪ أھﻢ ﺷﺮﻛﺎت اﻟﺒﺤﺚ ﺣﻮل اﻟﻌﺎﻟﻢ ﺑﺄﻧﮭﺎ ﺗﻘﻮم ﺑﺎﻻﺳﺘﯿﻼء اﻟﺘﺪرﯾﺠﻲ ﻋﻠﻰ ﺑﯿﺎﻧﺎت اﻷﻓﺮاد
ﺣﻮل اﻟﻌﺎﻟﻢ ،ﻓﻌﻨﺪ اﺳﺘﺨﺪام ﺟﻮﺟﻞ ﻟﻠﺒﺤﺚ ﻋﺒﺮ اﻟﻤﻮاﻗﻊ ﻋﻠﻰ ﺷﺒﻜﺔ اﻻﻧﺘﺮﻧﺖ ﺳﻨﺮى أﻧﮫ ﯾﺘﻌﻘﺐ اﻷﺳﺌﻠﺔ و اﻟﻜﻠﻤﺎت اﻟﺒﺤﺜﯿﺔ
و ﯾﺴﺠﻠﮭﺎ ،ﻓﻀﻼً ﻋﻦ ﻛﻞ راﺑﻂ اﻟﻜﺘﺮوﻧﻲ ﯾﺘﻢ اﻟﻨﻘﺮ ﻋﻠﯿﮫ ﻣﻦ ﻗﺒﻞ اﻟﻤﺴﺘﺨﺪم ،و ﻟﻢ ﺗﻘﻒ ﺟﻮﺟﻞ ﻋﻨﺪ ھﺬا اﻟﺤﺪ ﺑﻞ ﺗﻄﻮر
اﻷﻣﺮ إﻟﻰ إطﻼق ﺧﺪﻣﺔ اﻟﺒﺮﯾﺪ اﻻﻟﻜﺘﺮوﻧﻲ ) (Gmailو اﻟﺬي ﻣﻦ ﺧﻼﻟﮫ اﺳﺘﻄﺎﻋﺖ اﻻطﻼع ﻋﻠﻰ رﺳﺎﺋﻞ اﻟﻤﺴﺘﺨﺪم
اﻟﺸﺨﺼﯿﺔ أو رﺳﺎﺋﻞ اﻟﻌﻤﻞ و اﻛﺘﺸﺎف ﻣﻌﻠﻮﻣﺎت ﺟﺪﯾﺪة ﯾﻤﻜﻦ ﻋﺮﺿﮭﺎ ﻋﻠﻰ اﻟﻤﻌﻠﻨﯿﻦ ،ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ إﺗﺎﺣﺔ اﻟﻔﺮﺻﺔ
ﻟﻠﻤﺴﺘﺨﺪم ﻟﺤﻔﻆ أﺳﻤﺎء و ﻋﻨﺎوﯾﻦ اﻷھﻞ و اﻷﺻﺪﻗﺎء اﻟﻜﺘﺮوﻧﯿﺎ ً ﻣﻤﺎ ﯾﻤﻜﻨﮭﺎ ﻣﻦ ﻣﻌﺮﻓﺔ داﺋﺮة اﻟﻤﻌﺎرف ﻟﻠﻤﺴﺘﺨﺪم و ﻗﻮﺗﮭﺎ
اﻟﺸﺮاﺋﯿﺔ .و ﻗﺪ ﺳﺒﻖ ﻣﻘﺎﺿﺎة ﺟﻮﺟﻞ ﻓﻲ أﻛﺜﺮ ﻣﻦ دوﻟﺔ ﺣﻮل اﻟﻌﺎﻟﻢ ﺑﺴﺒﺐ اﻧﺘﮭﺎﻛﮭﺎ ﺧﺼﻮﺻﯿﺔ اﻟﻤﺴﺘﺨﺪﻣﯿﻦ و اﺧﺘﺮاﻗﺎﺗﮭﺎ
اﻷﻣﻨﯿﺔ ،و إﺳﺎءة اﺳﺘﺨﺪام اﻟﺒﯿﺎﻧﺎت ،و اﻻﻋﺘﺪاء ﻋﻠﻰ اﻟﻤﻠﻜﯿﺔ اﻟﻔﻜﺮﯾﺔ .وﻗﺪ اﻗﯿﻤﺖ دﻋﻮى ﺟﻤﺎﻋﯿﺔ أﻣﺎم اﻟﻤﺤﻜﻤﺔ اﻟﻔﯿﺪراﻟﯿﺔ
ﻓﻲ ﺳﺎن ﺧﻮﺳﯿﮫ – ﻛﺎﻟﯿﻔﻮرﻧﯿﺎ – ﺗﺘﮭﻢ ﻓﯿﮭﺎ ﺷﺮﻛﺔ ﺟﻮﺟﻞ ﺑﺎﻧﺘﮭﺎك ﺧﺼﻮﺻﯿﺔ ﻣﺴﺘﺨﺪﻣﻲ ﻣﺤﺮك اﻟﺒﺤﺚ ﺑﺎﻟﺮﻏﻢ ﻣﻦ
اﺳﺘﺨﺪاﻣﮭﻢ ﻟﻠﻤﺘﺼﻔﺢ اﻟﺬﻛﻲ ) (smart browserﻋﻠﻰ  APP STOREو اﻟﻤﺘﺼﻔﺢ اﻟﺨﺎص ﻋﻠﻰ GOOGLE
 ، PLAYﻓﻤﻦ ﺧﻼل ذﻟﻚ ﺗﻘﻮم ﺟﻮﺟﻞ ﺑﺠﻤﻊ ﺑﯿﺎﻧﺎت اﻟﻤﺴﺘﺨﺪﻣﯿﻦ ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ ﺑﯿﺎﻧﺎت اﻷﺻﺪﻗﺎء و ھﻮاﯾﺎﺗﮭﻢ و ﻋﺎداﺗﮭﻢ
اﻟﯿﻮﻣﯿﺔ ﻛﺬﻟﻚ ﻓﻲ ﺑﺮﻧﺎﻣﺞ  Google Analyticsو  Google Ad Managerو ﻣﻦ ﺧﻼل اﻟﺘﻄﺒﯿﻘﺎت اﻷﺧﺮى ﻋﻠﻰ

 1ﻛﺄﺣﺼﻨﺔ طﺮوادة ،روﺗﻜﯿﺖ ،أﺳﻠﻮب اﻷﺑﻮاب اﻟﺨﻠﻔﯿﺔ ،أﺳﻠﻮب اﻟﺒﺮاﻣﺞ اﻟﻤﺮاوﻏﺔ ،اﻟﺪﯾﺪان :و ﺟﻤﯿﻌﮭﺎ ﺑﺮاﻣﺞ ﺧﺒﯿﺜﺔ ﺗﻌﻤﻞ ﺑﺬات اﻵﻟﯿﺔ.
2 Kevin, C., Hacker sends spam to 100,000 from FBI email address, 14 Nov 2021, on:
https://www.nbcnews.com/tech/security/hacker-takes-fbi-email-server-blasts-spam-thousands-rcna5530 Access date:6/5/2022.
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اﻟﮭﻮاﺗﻒ اﻟﻤﺘﺤﺮﻛﺔ ،و ﻗﺪ طﺎﻟﺐ اﻟﻤﺪﻋﻮون ﺑﻤﺒﻠﻎ  5ﻣﻼﯾﯿﻦ دوﻻر ﻟﺘﻌﻮﯾﺾ اﻷﺿﺮار اﻟﺘﻲ ﻟﺤﻘﺖ ﻛﻞ ﻣﺴﺘﺨﺪم ﺑﺴﺒﺐ
اﻧﺘﮭﺎﻛﺎت ﻗﻮاﻧﯿﻦ اﻟﺘﻨﺼﺖ اﻟﻔﯿﺪراﻟﻲ و ﻗﻮاﻧﯿﻦ اﻟﺨﺼﻮﺻﯿﺔ ﻓﻲ ﻛﺎﻟﯿﻔﻮرﻧﯿﺎ 1 .و ﻣﻦ ﺟﺎﻧﺐ آﺧﺮ ﻓﻘﺪ ﻗﺎﻣﺖ ﻟﺠﻨﺔ ﺣﻤﺎﯾﺔ
اﻟﻤﻨﺎﻓﺴﺔ واﻟﻤﺴﺘﮭﻠﻚ اﻷﺳﺘﺮاﻟﯿﺔ ﻓﻲ ﻋﺎم 2019م ﺑﻤﻘﺎﺿﺎة ﺟﻮﺟﻞ أﻣﺎم ﻣﺤﻜﻤﺔ ﻓﯿﺪراﻟﯿﺔ ﻓﻲ ﺳﯿﺪﻧﻲ ،ﺑﺴﺒﺐ اﺳﺘﺨﺪام
ﻣﻌﻠﻮﻣﺎت اﻟﻤﺴﺘﺨﺪﻣﯿﻦ اﻟﺸﺨﺼﯿﺔ اﻟﺤﺴﺎﺳﺔ و اﻟﻘﯿﻤﺔ ﺣﻮل أﻣﺎﻛﻦ ﺗﻮاﺟﺪھﻢ دون أﺧﺬ اﻷذن ﻣﻨﮭﻢ ﺧﺎرج ﻋﻦ إرادﺗﮭﻢ  .2ﻓﯿﻤﺎ
ذھﺐ اﻟﻨﺎﺋﺐ اﻟﻌﺎم ھﯿﻜﺘﻮر ﺑﺎﻟﺪﯾﺮاس ﻓﻲ ﻧﯿﻮ ﻣﻜﺴﯿﻜﻮ إﻟﻰ ﻣﻘﺎﺿﺎة ﺟﻮﺟﻞ ﻛﺬﻟﻚ ﺑﺘﮭﻤﺔ اﻧﺘﮭﺎك ﻗﺎﻧﻮن" COPPA 3ﻗﺎﻧﻮن
ﺣﻤﺎﯾﺔ ﺧﺼﻮﺻﯿﺔ اﻷطﻔﺎل ﻋﺒﺮ اﻹﻧﺘﺮﻧﺖ" وﻗﺎﻧﻮن اﻟﻤﻤﺎرﺳﺎت ﻏﯿﺮ اﻟﻌﺎدﻟﺔ ﻓﻲ ﻧﯿﻮ ﻣﻜﺴﯿﻜﻮ ،ﻓﻘﺪ زﻋﻢ اﻟﻨﺎﺋﺐ اﻟﻌﺎم ﺑﺄن
ﺟﻮﺟﻞ ﺗﻘﻮم ﺑﺠﻤﻊ ﺑﯿﺎﻧﺎت اﻟﻤﻮاﻗﻊ و ﻛﻠﻤﺎت اﻟﻤﺮور و اﻟﺘﺴﺠﯿﻼت اﻟﺼﻮﺗﯿﺔ ﻣﻦ اﻷطﻔﺎل دون إﻋﻄﺎء اﻟﺤﻖ ﻟﺬوﯾﮭﻢ ﺑﺎﻟﻘﺒﻮل
أو اﻟﺮﻓﺾ.

4

وﻗﺪ اﺗﮭﻤﺖ ﺷﺮﻛﺔ ﻓﯿﺴﺒﻮك ﺑﺎﻻﺳﺘﺨﺪام ﻏﯿﺮ اﻟﻌﺎدل ﻟﻠﻤﻌﻠﻮﻣﺎت و ﻣﺸﺎرﻛﺔ ﻣﻌﻠﻮﻣﺎت ﻣﺴﺘﺨﺪﻣﻲ ﻓﯿﺴﺒﻮك ﻣﻊ
ت ﻋﻦ اﻟﻤﺴﺘﺨﺪﻣﯿﻦ ﺑﻤﺠﺮد ﺿﻐﻄﮭﻢ ﻋﻠﻰ
ت ﺧﺎرﺟﯿﺔ ،إﺿﺎﻓﺔً إﻟﻰ اﻟﺴﻤﺎح ﻟﻠﻤﻌﻠﻨﯿﻦ ﺑﺠﻤﻊ ﻣﻌﻠﻮﻣﺎ ٍ
ﻣﻄﻮري ﺑﺮاﻣﺞ وﺷﺮﻛﺎ ٍ
إﻋﻼن ﻣﻦ ﺧﻼل ﻣﻮﻗﻊ ﻓﯿﺴﺒﻮك ،وﻓﻘﺎ ً ﻟﻤﺎ ﻧﺸﺮﺗﮫ ﺻﺤﯿﻔﺔ "ﻧﯿﻮﯾﻮرك ﺗﺎﯾﻤﺰ" ﺑﺘﺎرﯾﺦ  29ﺗﺸﺮﯾﻦ اﻟﺜﺎﻧﻲ )ﻧﻮﻓﻤﺒﺮ(
أي
ٍ
 .2011ﺛﻢ ﻋﺎدت ﺻﺤﯿﻔﺔ "ﻧﯿﻮﯾﻮرك ﺗﺎﯾﻤﺰ" ﻣﻦ ﺟﺪﯾﺪ ،ﻟﺘﻨﺸﺮ ﺗﻘﺮﯾﺮاً ﺣﻮل ﻣﺸﻜﻠﺔ ﺷﺮﻛﺔ "ﻛﺎﻣﺒﺮﯾﺪج أﻧﺎﻟﯿﺘﯿﻜﺎ" اﻟﻤﺨﺘﺼﺔ
ﺑﺠﻤﻊ وﺗﺤﻠﯿﻞ اﻟﺒﯿﺎﻧﺎت ،اﻟﺘﻲ ﺣﺼﻠﺖ ﻋﻠﻰ ﻣﻌﻠﻮﻣﺎت ﻣﺎ ﻻ ﯾﻘﻞ ﻋﻦ  87ﻣﻠﯿﻮن ﻣﺴﺘﺨﺪم ،ﻣﺴﺘﺨﺪﻣﺔ إﯾﺎھﺎ ﺑﻄﺮﯾﻘ ٍﺔ ﻏﯿﺮ
ﻣﺸﺮوﻋﺔ ،ﻣﺴﺘﻐﻠﺔً اﻟﻤﻌﻠﻮﻣﺎت ﻓﻲ اﻟﺤﻤﻠﺔ اﻟﺮﺋﺎﺳﯿﺔ ﻟﻠﺮﺋﯿﺲ اﻟﺴﺎﺑﻖ دوﻧﺎﻟﺪ ﺗﺮاﻣﺐ ﻓﻲ .2016
أﻣﺎ ﻋﻦ اﻟﺘﺼﯿﺪ اﻻﺣﺘﯿﺎﻟﻲ ) (Phishingواﻟﺘﺠﺴﺲ اﻻﻟﻜﺘﺮوﻧﻲ واﻟﻔﯿﺮوﺳﺎت واﻟﺘﺰوﯾﺮ اﻻﻟﻜﺘﺮوﻧﻲ ،ﻓﯿﻘﺼﺪ ﺑﺬﻟﻚ
اﻧﺘﮭﺎك اﻟﻤﻌﻠﻮﻣﺎت و اﻟﺒﯿﺎﻧﺎت اﻟﻤﺼﺮﻓﯿﺔ ﻟﻠﻤﺘﻌﺎﻣﻠﯿﻦ ﻣﻦ ﺧﻼل ﺳﺮﻗﺔ ﺑﯿﺎﻧﺎﺗﮭﻢ اﻟﻤﺎﻟﯿﺔ ﺑﻄﺮق اﺣﺘﺮاﻓﯿﺔ ﻋﻦ طﺮﯾﻖ ﺗﺼﻨﻊ
ھﻮﯾﺔ اﻟﻤﺼﺮف ﺑﻄﺮق اﺣﺘﯿﺎﻟﯿﺔ ،و ﯾﺘﻢ ذﻟﻚ ﻋﻦ طﺮﯾﻖ اﻟﺤﺼﻮل ﻋﻠﻰ اﻷرﻗﺎم اﻟﺴﺮﯾﺔ ﻟﺒﻄﺎﻗﺎت اﻻﺋﺘﻤﺎن و ﺑﻄﺎﻗﺎت اﻟﺪﻓﻊ
اﻹﻟﻜﺘﺮوﻧﻲ  ،5و ذﻟﻚ ﺑﺄﺣﺪ اﻟﻄﺮق اﻟﺘﺎﻟﯿﺔ :ﯾﻘﻮم اﻟﻤﻌﺘﺪي ﺑﺈرﺳﺎل رﺳﺎﺋﻞ دﻋﺎﺋﯿﺔ ﻋﻦ طﺮﯾﻖ اﻟﺒﺮﯾﺪ اﻹﻟﻜﺘﺮوﻧﻲ ،و ﯾﺤﺘﻮي
ھﺬا اﻟﺒﺮﯾﺪ اﻹﻟﻜﺘﺮوﻧﻲ ﻋﻠﻰ ﻣﻮﻗﻊ وھﻤﻲ ﺷﺒﯿﮫ ﺑﺎﻟﻤﻮﻗﻊ اﻟﺤﻘﯿﻘﻲ ﻟﻠﺸﺮﻛﺔ أو اﻟﻤﺆﺳﺴﺔ اﻟﺘﻲ ﯾﻮدع ﻓﯿﮭﺎ ﻣﺘﻠﻘﻲ اﻟﺒﺮﯾﺪ
اﻻﻟﻜﺘﺮوﻧﻲ أﻣﻮاﻟﮫ ،ﯾﻄﻠﺐ ﻓﯿﮭﺎ ﺗﺤﺪﯾﺚ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻟﻤﺘﻠﻘﻲ اﻟﺒﺮﯾﺪ اﻻﻟﻜﺘﺮوﻧﻲ ،ﻓﺒﻤﺠﺮد ﻗﯿﺎم ﻣﺘﻠﻘﻲ اﻟﺒﺮﯾﺪ اﻻﻟﻜﺘﺮوﻧﻲ
ﺑﺎﻻﻧﺼﯿﺎع ﻟﺬﻟﻚ و ﻗﯿﺎﻣﮫ ﺑﺘﺤﺪﯾﺚ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﺴﺮﯾﺔ ﯾﺄﺧﺬھﺎ ﺻﺎﺣﺐ اﻟﻤﻮﻗﻊ اﻟﻮھﻤﻲ و ﯾﻘﻮم ﺑﺎﺳﺘﻐﻼﻟﮭﺎ ﻟﻠﺤﺼﻮل
ﻋﻠﻰ اﻟﺒﯿﺎﻧﺎت اﻟﻤﺎﻟﯿﺔ ،و ﻗﺪ ﯾﻘﻮم اﻟﻤﻌﺘﺪي ﺑﺎﺳﺘﺨﺪام ذﻟﻚ ﻓﻲ اﻟﻤﺸﺎرﯾﻊ اﻟﻮھﻤﯿﺔ أو طﻠﺐ اﻟﻘﺮوض أو ﻣﻦ اﻟﻤﻤﻜﻦ أن ﯾﻘﻮم
ﺑﺒﯿﻌﮭﺎ ﻓﻲ اﻟﺴﻮق.
 1اﻧﻈﺮ ﺟﻼل ،أﺣﻤﺪ )ﯾﻮﻧﯿﻮ  ،(2020ﺟﻮﺟﻞ ﺗﻮاﺟﮫ دﻋﻮى ﻗﻀﺎﺋﯿﺔ ﺑﻘﯿﻤﺔ  5ﻣﻠﯿﺎرات دوﻻر ﺑﺘﮭﻤﺔ اﻧﺘﮭﺎك ﺧﺼﻮﺻﯿﺔ اﻟﻤﺴﺘﺨﺪﻣﯿﻦ ،ﻣﻨﺸﻮر ﻋﻠﻰ:
https://cutt.us/0H2m9 Access date:10/02/2022.
 2أﺳﺘﺮاﻟﯿﺎ ﺗﻘﺎﺿﻲ ﺟﻮﺟﻞ ﺑﺴﺒﺐ اﻧﺘﮭﺎك ﺧﺼﻮﺻﯿﺔ اﻟﻤﺴﺘﺨﺪﻣﯿﻦ.أﻛﺘﻮﺑﺮ  ،2019ﻋﻠﻰ اﻟﺮاﺑﻂ:
https://cutt.us/o3YvL Access date:10/02/2022.
3 Children's Online Privacy Protection Act.
 4ﺟﻤﺎل ،ﻣﻨﺔ ﷲ )ﻓﺒﺮاﯾﺮ  ،(2020ﺟﻮﺟﻞ أﻣﺎم اﻟﻨﺎﺋﺐ اﻟﻌﺎم ﺑﺘﮭﻤﺔ اﻧﺘﮭﺎك ﺧﺼﻮﺻﯿﺔ اﻷطﻔﺎل ،ﻣﻨﺸﻮر ﻋﻠﻰ:
https://cutt.us/Fkmhz Access date: 10/02/2022.
 5ﻋﺎﺋﺸﺔ ﻛﺮﻛﯿﻂ ،ﻣﺮﺟﻊ ﺳﺎﺑﻖ ،ص.270-268
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وﻣﻦ اﻟﻄﺮق اﻷﺧﺮى ﻓﻲ اﻟﺘﺼﯿﺪ اﻻﺣﺘﯿﺎﻟﻲ ﻗﯿﺎم اﻟﻤﻌﺘﺪي ﺑﺎﺳﺘﺨﺪام ﺟﮭﺎز ﻣﺸﺎﺑﮫ ﻷﺟﮭﺰة اﻟﺪﻓﻊ ،وﺑﻤﺠﺮد ﺗﻤﺮﯾﺮ
ﻣﺎﻟﻚ اﻟﺒﻄﺎﻗﺔ ﻟﺒﻄﺎﻗﺘﮫ اﻻﺋﺘﻤﺎﻧﯿﺔ ﻋﻠﻰ ھﺬا اﻟﺠﮭﺎز ﯾﻘﻮم ﺑﻨﺴﺦ ﺟﻤﯿﻊ اﻟﺒﯿﺎﻧﺎت اﻟﻤﺎﻟﯿﺔ اﻟﻤﺘﻌﻠﻘﺔ ﺑﺎﻟﺒﻄﺎﻗﺔ وذﻟﻚ دون أن ﯾﺸﻌﺮ
ﻣﺎﻟﻜﮭﺎ ﺑﺬﻟﻚ ،وﻣﻦ ﺛﻢ ﻗﺪ ﯾﻘﻮم ﺑﺈﺻﺪار ﺑﻄﺎﻗﺔ ﻣﺰﯾﻔﺔ ﯾﺸﺘﺮي ﺑﮭﺎ ﻋﻠﻰ ﺣﺴﺎب ﻣﺎﻟﻚ اﻟﺒﻄﺎﻗﺔ .ﻛﻤﺎ ﻗﺪ ﯾﺤﺼﻞ اﻟﺘﺼﯿﺪ اﻻﺣﺘﯿﺎﻟﻲ
ﻋﺒﺮ اﻟﺒﺤﺚ ﻋﻦ اﻟﺜﻐﺮات ﻓﻲ اﻷﻧﻈﻤﺔ اﻟﻤﺎﻟﯿﺔ أو إطﻼق ﺑﺮاﻣﺞ ﺗﺠﺴﺲ ﻓﻲ ﻋﺪة ﻣﻮاﻗﻊ ،أو وﺿﻊ ﺑﺮاﻣﺞ ﺗﺠﺴﺲ ﻓﻲ أﺣﺪ
اﻟﻤﻠﻔﺎت أو اﻟﺘﻄﺒﯿﻘﺎت؛ ﻟﺘﺘﺒﻊ ﻛﻠﻤﺎت اﻟﻤﺮور واﻟﺘﻘﺎط اﻷرﻗﺎم اﻟﺴﺮﯾﺔ ﻟﺼﺎﺣﺐ اﻟﺠﮭﺎز ﻋﻨﺪ ﺗﺴﺠﯿﻞ دﺧﻮﻟﮫ ﻟﮭﺬا اﻟﻤﻠﻒ أو
اﻟﺘﻄﺒﯿﻖ اﻟﺬي ﺳﺒﻖ وإن وﺿﻊ ﻓﯿﮫ ﺑﺮﻧﺎﻣﺞ ﻟﻠﺘﺠﺴﺲ ،وﻗﺪ ﯾﻜﻮن ذﻟﻚ أﯾﻀﺎ ً ﻣﻦ ﺧﻼل اﻻﻋﺘﺮاض ﻟﻠﺒﺮﯾﺪ اﻻﻟﻜﺘﺮوﻧﻲ اﻟﺬي
ﯾﺘﻀﻤﻦ ﻣﻌﻠﻮﻣﺎت اﻟﻌﻤﯿﻞ اﻟﻤﺎﻟﯿﺔ واﻟﺘﻘﺎط اﻷرﻗﺎم اﻟﺴﺮﯾﺔ ﻣﻨﮭﺎ .وﻗﺪ ﯾﺤﺼﻞ ھﺬا اﻟﺘﺼﯿﺪ ﻋﺒﺮ اﺳﺘﺨﺪام ﻣﻌﺎدﻻت
وﺧﻮارزﻣﯿﺎت رﯾﺎﺿﯿﺔ ﻟﻠﺒﺤﺚ واﻟﻜﺸﻒ ﻋﻦ أرﻗﺎم اﻟﺒﻄﺎﻗﺎت اﻻﺋﺘﻤﺎﻧﯿﺔ اﻟﺨﺎﺻﺔ ﺑﺎﻟﻌﻤﻼء ،وﻧﺸﺮھﺎ ﻋﺒﺮ ﻣﻮاﻗﻌﮭﻢ اﻟﺨﺎﺻﺔ
ﻋﻠﻰ اﻻﻧﺘﺮﻧﺖ ،أو ﻓﻲ ﺣﺎل ﺣﺪوث ﻋﻄﻞ ﻓﻲ ﺟﮭﺎز اﻟﻌﻤﯿﻞ اﻟﺬي ﺳﺒﻖ وأن ﻗﺎم ﺑﺘﺴﺠﯿﻞ اﻟﺪﺧﻮل ﻣﻦ ﺧﻼﻟﮫ ﻟﮭﺬا اﻟﺘﻄﺒﯿﻖ
ﻓﯿﺘﻢ ﺳﺮﻗﺔ اﻷرﻗﺎم اﻟﺴﺮﯾﺔ.
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ﻣﻤﺎ ﺳﺒﻖ ﻧﺮى أن اﻟﺘﺼﯿﺪ اﻻﻟﻜﺘﺮوﻧﻲ ﻗﺪ ﯾﺤﺪث ﺑﻌﺪة ﺻﻮر وطﺮق اﺣﺘﯿﺎﻟﯿﺔ ﯾﻘﻮم ﻣﻦ ﺧﻼﻟﮭﺎ اﻟﻤﻌﺘﺪي ﺑﺎﻧﺘﮭﺎك
اﻟﺒﯿﺎﻧﺎت اﻟﻤﺎﻟﯿﺔ اﻟﻤﺼﺮﻓﯿﺔ ﻟﻠﻌﻤﯿﻞ واﻟﺘﻲ ھﻲ أﺳﺎﺳﺎ ً ﺑﯿﺎﻧﺎت ﻻ ﯾﺠﺐ اﻻطﻼع ﻋﻠﯿﮭﺎ إﻻ ﻣﻦ ﻗﺒﻞ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت واﻟﻤﺨﻮل
ﻟﮫ ﺑﺎﻻطﻼع ﻋﻠﯿﮭﺎ ،وﻗﺪ ﯾﺼﻞ ﻓﻲ أﻏﻠﺐ اﻟﺤﺎﻻت إﻟﻰ ﻋﺪم ﺷﻌﻮر ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﺑﺎﻧﺘﮭﺎك ﺑﯿﺎﻧﺎﺗﮫ اﻟﻤﺼﺮﻓﯿﺔ ،إذ ﯾﺴﺘﻜﻤﻞ
اﻟﻤﻌﺘﺪي اﻋﺘﺪاءه اﻵﺛﻢ ﺑﻄﺮق ﺧﺒﯿﺜﺔ ﺑﻌﺪ ذﻟﻚ ،ﻓﻘﺪ ﯾﻘﻮم اﻟﻤﻌﺘﺪي ﺑﺎﻟﺸﺮاء ﻣﻦ اﻟﺒﻄﺎﻗﺔ اﻻﻟﻜﺘﺮوﻧﯿﺔ ﺑﺸﻜﻞ ﻗﻠﯿﻞ وﻏﯿﺮ ﻣﻠﺤﻮظ
ﻟﺪى ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت.
أﻣﺎ ﻋﻦ اﻟﻤﺴﺎس ﺑﺴﺮﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺼﺤﯿﺔ ،ﻓﺒﺎﻟﺮﻏﻢ ﻣﻦ أن اﻟﺘﻄﺒﯿﻘﺎت اﻟﺨﺎﺻﺔ ﺑﻤﺮاﻗﺒﺔ اﻟﺤﺎﻟﺔ اﻟﺼﺤﯿﺔ واﻟﺘﻲ
ﺗﻘﻮم ﺑﺤﻔﻆ اﻟﺴﺠﻞ اﻟﻤﺮﺿﻲ ﻟﻠﻔﺮد ﺗﺴﺎھﻢ ﻓﻲ اﻟﺤﺪ ﻣﻦ اﻧﺘﺸﺎر اﻷوﺑﺌﺔ ،إﻻ أن ھﺬه اﻟﻤﻌﻠﻮﻣﺎت اﻟﺼﺤﯿﺔ ﻻ ﯾﺠﻮز ﻟﻄﺮف
ﺛﺎﻟﺚ ﻏﯿﺮ اﻟﻄﺒﯿﺐ واﻟﻤﺮﯾﺾ ﻣﻦ اﻻطﻼع ﻋﻠﯿﮭﺎ ،إذ أﻧﮭﺎ ﺗﻌﺘﺒﺮ ﻣﻦ اﻟﻤﻌﻠﻮﻣﺎت اﻟﺸﺨﺼﯿﺔ واﻟﺘﻲ ﻟﮭﺎ ﻗﺪﺳﯿﺔ ﻻ ﯾﺠﻮز
اﻟﻤﺴﺎس ﺑﮭﺎ أو اﻧﺘﮭﺎﻛﮭﺎ .وذھﺒﺖ ﺑﻌﺾ اﻟﺪول إﻟﻰ ﻣﻨﻊ أرﺑﺎب اﻟﻌﻤﻞ ﻣﻦ اﺳﺘﻐﻼل اﻟﺒﯿﺎﻧﺎت اﻟﺼﺤﯿﺔ ﻟﻠﻌﺎﻣﻞ ،ﻛﻘﯿﺎم رب
اﻟﻌﻤﻞ ﺑﺒﯿﻊ ﺑﯿﺎﻧﺎت اﻟﻌﺎﻣﻞ اﻟﺼﺤﯿﺔ ﻟﺸﺮﻛﺎت اﻟﺘﺄﻣﯿﻦ ﻣﺜﻼً ،وﻓﺮض ﻋﻘﻮﺑﺎت ﺗﻌﻮﯾﻀﯿﺔ ﺑﺬﻟﻚ  .2وﻓﻲ وﻗﺘﻨﺎ اﻟﺤﺎﻟﻲ ﯾﺘﻢ
اﺳﺘﺨﺪام اﻟﺮوﺑﻮﺗﺎت ﻓﻲ ﻛﺜﯿﺮ ﻣﻦ ﻣﺠﺎﻻت اﻟﺤﯿﺎة اﻟﻤﺨﺘﻠﻔﺔ ،ﻛﺎﻟﻤﺠﺎﻻت اﻟﻌﺴﻜﺮﯾﺔ و اﻟﺼﻨﺎﻋﯿﺔ و اﻟﺨﺪﻣﺎت اﻟﺘﺮﻓﯿﮭﯿﺔ و
اﻟﻤﺠﺎل اﻟﻄﺒﻲ ،و ﺑﺎﻟﺘﺮﻛﯿﺰ ﻋﻠﻰ اﻟﻤﺠﺎل اﻟﻄﺒﻲ ﻧﺮى اﺳﺘﺨﺪام اﻟﺮوﺑﻮت اﻟﻄﺒﻲ ﺑﺸﻜﻞ ﻛﺒﯿﺮ ﻓﻲ اﻟﻌﻤﻠﯿﺎت اﻟﺠﺮاﺣﯿﺔ واﻟﺘﻲ
ﻻ ﯾﻤﻜﻦ أن ﺗﺤﺼﻞ إﻻ ﺑﺘﺨﺰﯾﻦ اﻟﻤﻌﻠﻮﻣﺎت اﻟﺼﺤﯿﺔ ﻟﻠﻤﺮﯾﺾ ﻓﻲ ﻗﺎﻋﺪة اﻟﺒﯿﺎﻧﺎت اﻟﺨﺎﺻﺔ ﺑﮭﺬا اﻟﺮوﺑﻮت اﻟﻄﺒﻲ ،ﻓﻘﺪ ﯾﺘﻤﻜﻦ
ﻣﻦ ﺧﻼل ذﻟﻚ طﺮف ﺛﺎﻟﺚ ﺑﺎﻻطﻼع ﻋﻠﻰ ﻣﻌﻠﻮﻣﺎت اﻟﻤﺮﯾﺾ اﻟﺸﺨﺼﯿﺔ و اﻟﺤﺴﺎﺳﺔ وﻗﺪ ﻻ ﯾﻜﻮن ھﺬا اﻟﻄﺮف ﻣﻦ
اﻷطﺮاف اﻟﻤﺨﻮل ﻟﮭﺎ ﺑﻤﻌﺮﻓﺔ ھﺬه اﻟﺒﯿﺎﻧﺎت ﻛﺎﻟﺸﺮﻛﺔ اﻟﻤﺼﻨﻌﺔ ﻟﮭﺬا اﻟﺮوﺑﻮت أو اﻟﺸﺮﻛﺔ اﻟﻤﺒﺮﻣﺠﺔ ﻟﮫ ،ﻓﮭﺬا ﯾﻌﺪ اﻧﺘﮭﺎﻛﺎ ً
ﻟﻠﺨﺼﻮﺻﯿﺔ ،و ﻓﻲ ذﻟﻚ ﻓﻘﺪ ﻋﺪ اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ اﻧﺘﮭﺎك اﻟﺒﯿﺎﻧﺎت أو اﻟﻤﻌﻠﻮﻣﺎت اﻟﺼﺤﯿﺔ اﻟﺘﻲ ﺗﺘﻌﻠﻖ ﺑﺎﻟﻔﺤﻮﺻﺎت أو
اﻟﺘﺸﺨﯿﺺ أو اﻟﻌﻼج أو اﻟﺮﻋﺎﯾﺔ أو اﻟﺴﺠﻼت اﻟﺼﺤﯿﺔ ظﺮﻓﺎ ً ﻣﺸﺪداً.
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 3اﻧﻈﺮ اﻟﺒﻨﺪ اﻟﺜﺎﻧﻲ ﻣﻦ اﻟﻤﺎدة ) (6ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (34ﻟﺴﻨﺔ  2021ﻓﻲ ﺷﺄن ﻣﻜﺎﻓﺤﺔ اﻟﺸﺎﺋﻌﺎت و اﻟﺠﺮاﺋﻢ اﻹﻟﻜﺘﺮوﻧﯿﺔ.
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وﺑﺨﺼﻮص اﻟﺒﯿﺎﻧﺎت اﻟﻤﺎﻟﯿﺔ ﻓﻲ ظﻞ اﻟﺘﻄﺒﯿﻘﺎت اﻟﺨﺎﺻﺔ ﺑﺎﻟﺒﻨﻮك وطﺮق اﻟﺪﻓﻊ اﻻﻟﻜﺘﺮوﻧﯿﺔ Apple pay 1
وﺑﻄﺎﻗﺎت اﻟﺴﺤﺐ اﻟﻤﻤﻐﻨﻄﺔ ،ﻓﻘﺪ ﯾﺘﻢ اﻟﺘﻌﺪي ﻋﻠﻰ اﻟﺒﯿﺎﻧﺎت اﻟﻤﺎﻟﯿﺔ ﺑﺎﺧﺘﺮاق اﻟﺜﻐﺮات اﻷﻣﻨﯿﺔ ) ،(Security Bugsوﺗﺘﻤﺜﻞ
ھﺬه اﻟﺼﻮرة ﻓﻲ ﻗﯿﺎم اﻟﻤﻌﺘﺪي ﺑﺎﺧﺘﺮاق أﻧﻈﻤﺔ اﻟﺒﻨﻚ ﻣﻦ ﺧﻼل وﺳﺎﺋﻞ ﯾﺘﺒﻌﮭﺎ ﻟﻼﺳﺘﯿﻼء ﻋﻠﻰ اﻟﻤﻮﻗﻊ اﻟﺨﺎص ﺑﺎﻟﺒﻨﻚ ﯾﺘﻤﻜﻦ
ﻓﯿﮭﺎ ﻣﻦ ﻓﻚ اﻟﺸﻔﺮة اﻟﺨﺎﺻﺔ ﺑﻨﻈﺎم اﻟﺒﻨﻚ ،و ﻣﻦ ﺛﻢ اﻟﺘﻮﺻﻞ ﻟﺸﺒﻜﺔ اﻟﻤﻌﻠﻮﻣﺎت اﻟﺨﺎﺻﺔ ﺑﺎﻟﻌﻤﻼء و اﻻﺗﺼﺎل ﺑﮭﻢ ﻋﻦ
طﺮﯾﻖ اﻟﮭﺎﺗﻒ ،و ﺑﺎﻟﺘﺎﻟﻲ اﻟﻘﯿﺎم ﺑﺘﺤﻮﯾﻞ اﻷﻣﻮال ﻣﻦ ﺣﺴﺎﺑﺎت اﻟﻌﻤﻼء اﻟﺨﺎﺻﺔ ﻟﺤﺴﺎب اﻟﻤﻌﺘﺪي اﻟﺸﺨﺼﻲ ،و ﻣﻦ اﻟﻄﺮق
اﻟﺘﻲ ﯾﺘﺒﻌﮭﺎ اﻟﻤﻌﺘﺪي ﻟﻼﺳﺘﯿﻼء ﻋﻠﻰ اﻟﻤﻮاﻗﻊ :ﻗﯿﺎم اﻟﻤﻌﺘﺪي ﺑﺎﻟﺒﺤﺚ ﻋﻦ اﻟﺜﻐﺮات اﻟﺘﻲ ﻗﺪ ﺗﻜﻮن ﻣﻮﺟﻮد ﻋﻠﻰ اﻟﻤﻮﻗﻊ ،أو
اﻟﺒﺤﺚ اﻟﻌﺸﻮاﺋﻲ ﻋﻦ اﻟﺜﻐﺮات دون ﺗﺤﺪﯾﺪ اﻟﮭﺪف ،أو اﻟﺒﺤﺚ ﻋﻦ اﻟﺜﻐﺮات اﻟﺘﻲ ﺳﺒﻖ اﻹﻋﻼن ﻋﻨﮭﺎ و ﻟﻢ ﯾﻘﻢ اﻟﻤﻮﻗﻊ ﺑﺎﺗﺨﺎذ
اﻹﺟﺮاءات ﻟﺴﺪھﺎ ،و ﺑﻤﺠﺮد اﻟﺤﺼﻮل ﻋﻠﻰ ھﺬه اﻟﺜﻐﺮة ﯾﺘﻤﻜﻦ ﻣﻦ اﻟﺘﺤﻜﻢ ﺑﺎﻟﻤﻮﻗﻊ ﻋﻦ طﺮﯾﻖ اﻟﺤﺼﻮل ﻋﻠﻰ اﺳﻢ اﻟﻤﺴﺘﺨﺪم
و ﻛﻠﻤﺔ اﻟﻤﺮور و ﻣﻦ ﺛﻢ ﻗﯿﺎﻣﮫ ﺑﺈدارة اﻟﻤﻮﻗﻊ.
وﻗﺪ ﯾﺘﻢ ذﻟﻚ ﻋﺒﺮ ﺣﺠﺐ اﻟﺨﺪﻣﺔ ﻋﻦ طﺮﯾﻖ ﻗﯿﺎم اﻟﻤﻌﺘﺪي ﺑﺈﻏﺮاق اﻟﺸﺒﻜﺎت ﺑﺎﻟﺒﯿﺎﻧﺎت و اﻟﺮﺳﺎﺋﻞ اﻟﻐﯿﺮ ﻣﮭﻤﺔ ﻣﻦ
أﺟﻞ ﺗﻌﻄﯿﻞ اﻟﻤﻮﻗﻊ ﻋﻦ اﻟﻌﻤﻞ ،ﺑﺎﺳﺘﺨﺪام ﻋﺪة ﺑﺮاﻣﺞ ﻛﺒﺮاﻣﺞ  Tear Dropsو  ،Ping of Deathﯾﺘﻢ ﺗﺤﻤﯿﻞ ھﺬه
اﻟﺒﺮاﻣﺞ ﻋﻠﻰ اﻷﺟﮭﺰة و ﻣﻦ ﺛﻢ ﯾﻘﻮم اﻟﻤﻌﺘﺪي ﺑﺈدﺧﺎل ﺑﯿﺎﻧﺎت اﻟﻤﻮﻗﻊ اﻟﻤﺮاد اﺳﺘﮭﺪاﻓﮫ و وﻗﺖ اﻟﺒﺪء ﻓﻲ ﻋﻤﻠﯿﺔ اﻟﮭﺠﻤﺎت،
ﻓﻘﺪ ﺗﺘﻌﻄﻞ ﺑﻌﺾ اﻟﻤﻮاﻗﻊ ﻟﻔﺘﺮة و ﻗﺪ ﻻ ﯾﺘﻌﻄﻞ ﺑﻌﻀﮭﺎ ﻟﻘﻮة إﺟﺮاءات اﻟﺤﻤﺎﯾﺔ .ﻛﻤﺎ ﻗﺪ ﯾﺘﻤﺜﻞ ذﻟﻚ ﺑﻄﺮﯾﻘﺔ اﻟﺒﺤﺚ اﻟﺠﻤﺎﻋﻲ
ﻣﻦ ﺧﻼل اﻻﺗﻔﺎق اﻟﺠﻤﺎﻋﻲ ﻟﻌﺪة اﺷﺨﺎص ﻋﻠﻰ اﻻﻋﺘﺪاء ﻋﻠﻰ ﻣﻮﻗﻊ ﻣﻌﯿﻦ ﻓﻲ اﻟﻮﻗﺖ ذاﺗﮫ ،ﻓﻌﻨﺪ اﻟﺒﺪء ﻓﻲ اﻻﻋﺘﺪاء ﯾﻘﻮم
اﻟﻤﻌﺘﺪون ﺑﺎﻟﺒﺤﺚ ﻋﻦ أﻛﺜﺮ ﻛﻠﻤﺔ ﺗﺴﺘﻌﻤﻞ ﻓﻲ اﻟﻤﻮﻗﻊ ،ﻣﻤﺎ ﯾﺆدي ﻟﺘﻌﻄﻞ اﻟﻤﻮﻗﻊ وﺑﺎﻟﺘﺎﻟﻲ ﻗﺪ ﯾﺆﺛﺮ ﻋﻠﻰ اﻟﺴﻤﻌﺔ اﻟﻌﺎﻣﺔ
ﻟﻠﻤﻮﻗﻊ ﺑﯿﻦ اﻟﻤﺴﺘﺨﺪﻣﯿﻦ .وﻗﺪ ﯾﻘﻮم اﻟﻤﻌﺘﺪي ﺑﺘﺨﻤﯿﻦ ﻛﻠﻤﺔ اﻟﻤﺮور ﻋﻦ طﺮﯾﻖ ﺗﺠﺮﺑﺔ اﺣﺘﻤﺎﻻت ﻋﺪة وﻣﻦ ﺛﻢ إﯾﺠﺎدھﺎ.

2

ﺳﺎدﺳﺎ ً :اﻟﻤﺮﻛﺒﺎت ذاﺗﯿﺔ اﻟﻘﯿﺎدة
و ﻓﻲ ھﺬا اﻟﺸﺄن ذھﺐ اﻟﺒﻌﺾ إﻟﻰ اﻗﺘﺮاح ﺗﻀﻤﯿﻦ ﻧﻈﺎم اﻟﻌﻠﺒﺔ اﻟﺴﻮداء " "Boîte noireﻓﻲ اﻟﺴﯿﺎرات ذاﺗﯿﺔ
اﻟﻘﯿﺎدة ،ﻟﯿﺘﺘﺎﺑﻊ و ﯾﺸﻤﻞ ﺟﻤﯿﻊ اﻵﻻت اﻟﺘﻲ ﺗﻌﻤﻞ ﺑﺎﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ،ﺑﻤﺎ ﯾﻤﻜﻦ ﻣﻦ اﻟﺘﻌﺮف ﻋﻠﻰ اﻟﻤﺴﺆول ﻋﻦ اﻟﻔﻌﻞ
اﻟﻀﺎر ،ﻟﻜﻦ ھﺬا اﻻﻗﺘﺮاح ﻗﺪ ﯾﻤﺲ ﺑﺎﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ و اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻟﻸﻓﺮاد .

3

ﺳﺎﺑﻌﺎ ً :اﻟﻄﺎﺋﺮات ﺑﺪون طﯿﺎر
ﺗﻌﺮف اﻟﻄﺎﺋﺮات ﺑﺪون طﯿﺎر ﺑﺄﻧﮭﺎ":طﺎﺋﺮات ﺗﻮﺟﮫ وﺗﺒﺮﻣﺞ ﻋﻦ ﺑﻌﺪ ﯾﺘﺤﻜﻢ ﻓﯿﮭﺎ ﺧﺒﺮاء ﻣﺘﺨﺼﺼﻮن ﻋﻠﻰ
اﻷرض ،وﺗﻜﻮن ﻣﺠﮭﺰة ﺑﺄدوات ﺗﺴﻤﺢ ﻟﮭﺎ ﺑﺄداء اﻟﻤﮭﺎم اﻟﻤﻄﻠﻮﺑﺔ ،وﺗﻜﻮن ﻣﺰودة ﺑﺄﺟﮭﺰة وﻛﺎﻣﯿﺮات ،وﺑﻘﺬاﺋﻒ وﺻﻮارﯾﺦ
ﻻﺳﺘﺨﺪاﻣﮭﺎ ﺿﺪ أھﺪاف ﻣﻌﯿﻨﺔ .ﻛﻤﺎ ﺟﺎء ﺑﺄﻧﮭﺎ طﺎﺋﺮات ﺗﻄﯿﺮ ﻓﻲ اﻟﻔﻀﺎء اﻟﺠﻮي ﺑﺪون ﺷﺨﺺ ﻋﻠﻰ ﻣﺘﻨﮭﺎ"  .4ﺑﺎﻟﺮﻏﻢ ﻣﻦ

 1ﺟﻌﻞ اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ اﻻﻋﺘﺪاء ﻋﻠﻰ اﻟﺒﯿﺎﻧﺎت و اﻟﻤﻌﻠﻮﻣﺎت اﻟﻤﺘﻌﻠﻘﺔ ﺑﻮﺳﺎﺋﻞ اﻟﺪﻓﻊ اﻹﻟﻜﺘﺮوﻧﯿﺔ ظﺮﻓﺎ ً ﻣﺸﺪداً .اﻧﻈﺮ اﻟﺒﻨﺪ اﻟﺜﺎﻧﻲ ﻣﻦ اﻟﻤﺎدة ) (6ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ )(34
ﻟﺴﻨﺔ  2021ﻓﻲ ﺷﺄن ﻣﻜﺎﻓﺤﺔ اﻟﺸﺎﺋﻌﺎت و اﻟﺠﺮاﺋﻢ اﻹﻟﻜﺘﺮوﻧﯿﺔ.
 2اﻧﻈﺮ ،اﻟﻌﻤﺮوﺳﻲ ،ﻏﺎدة ﻋﻠﻲ .ﻣﺮﺟﻊ ﺳﺎﺑﻖ ،ص ،603-602ﻣﻨﺸﻮر ﻋﻠﻰ:
https://jcia.journals.ekb.eg/article_220358.html Access date: 23/03/2022.
 3ﻟﻠﻤﺰﯾﺪ ،راﺟﻊ ،اﻟﺨﻄﯿﺐ ،ﻣﺤﻤﺪ ﻋﺮﻓﺎن ) .(2020اﻟﻤﺴﺆوﻟﯿﺔ اﻟﻤﺪﻧﯿﺔ و اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ  ...إﻣﻜﺎﻧﯿﺔ اﻟﻤﺴﺎءﻟﺔ؟! .ﻣﺠﻠﺔ ﻛﻠﯿﺔ اﻟﻘﺎﻧﻮن اﻟﻜﻮﯾﺘﯿﺔ اﻟﻌﺎﻟﻤﯿﺔ .(1) 8 .ص.-140-141
 4راﺟﻊ ،ﻣﺆﻣﻦ ،طﺎھﺮ ﺷﻮﻗﻲ ) .(2017اﻟﻨﻈﺎم اﻟﻘﺎﻧﻮﻧﻲ ﻟﻠﻄﺎﺋﺮات ﺑﺪون طﯿﺎر "اﻟﺪروﻧﺰ ) "Les Dronesص .(311اﻟﻘﺎھﺮة :دار اﻟﻨﮭﻀﺔ اﻟﻌﺮﺑﯿﺔ.
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اﻟﺘﻮﺟﮫ اﻟﻜﺒﯿﺮ ﻟﻠﺪول ﻻﺳﺘﺨﺪام اﻟﻄﺎﺋﺮات ﺑﺪون طﯿﺎر )اﻟﺪروﻧﺰ( ﻟﻤﺎ ﻟﮭﺎ ﻣﻦ إﯾﺠﺎﺑﯿﺎت ﻛﺜﯿﺮة ﻣﻘﺎرﻧﺔ ﺑﺎﻟﻄﺎﺋﺮات اﻟﺘﻘﻠﯿﺪﯾﺔ
ﺑﺄﻧﮭﺎ ﺑﺪون طﯿﺎر و ﺻﺪﯾﻘﺔ ﻟﻠﺒﯿﺌﺔ و ﺗﻜﻠﻔﺘﮭﺎ اﻟﻤﻌﻘﻮﻟﺔ و ﺗﻮﻓﯿﺮھﺎ ﻟﻠﻮﻗﻮد ،وﺗﻌﺪ اﻟﻄﺎﺋﺮات ﺑﺪون طﯿﺎر أﺣﺪ اھﻢ ﺗﻄﺒﯿﻘﺎت
اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ واﻟﺘﻲ اﻧﺘﺸﺮت اﻧﺘﺸﺎراً واﺳﻌﺎ ً ﻟﻤﺎ ﻟﮭﺎ ﻣﻦ أھﺪاف ﻋﺪﯾﺪة ﯾﺘﻢ ﺗﺤﻘﯿﻘﮭﺎ ﺑﺄﺳﮭﻞ اﻟﻄﺮق ،ﻓﻠﻮ ﻋﺪﻧﺎ ﻗﻠﯿﻼً
ﻟﻠﻘﺮن اﻟﻤﺎﺿﻲ ﻟﺮأﯾﻨﺎ أن أول اﺳﺘﺨﺪام ﻟﻠﻄﺎﺋﺮات ﺑﺪون طﯿﺎر ﻛﺎن ﻓﻲ ﻋﺪة ﺣﺮوب ﻛﺤﺮب ﻓﯿﺘﻨﺎم و ﺣﺮب أﻛﺘﻮﺑﺮ 1973م
و ﺣﺮب ﺳﮭﻞ اﻟﺒﻘﺎع ﺑﯿﻦ ﺳﻮرﯾﺎ و اﻟﻘﻮات اﻹﺳﺮاﺋﯿﻠﯿﺔ ﻋﺎم 1982م ،ﻓﺎﻟﮭﺪف ﻣﻦ اﺳﺘﺨﺪاﻣﮭﺎ آﻧﺬاك ھﻮ ﺗﺤﻘﯿﻖ اﻷﻏﺮاض
اﻟﻌﺴﻜﺮﯾﺔ ﻛﺎﻟﺘﺠﺴﺲ ﻋﻠﻰ اﻟﻌﺪو ﻟﻤﻌﺮﻓﺔ ﻣﺪى ﻗﻮة إﻣﻜﺎﻧﯿﺎﺗﮭﺎ ﻟﻠﺘﻐﻠﺐ ﻋﻠﯿﮫ ،و ﻓﻀﻼً ﻋﻦ اﺳﺘﺨﺪام اﻟﻄﺎﺋﺮات ﺑﺪون طﯿﺎر
ﻓﻲ اﻟﻤﺠﺎﻻت اﻟﻌﺴﻜﺮﯾﺔ ﻓﻘﺪ اﺳﺘﺨﺪﻣﺖ ﻛﺬﻟﻚ ﻓﻲ اﻟﻤﺠﺎﻻت اﻟﻤﺪﻧﯿﺔ ﻣﻦ ﺧﻼل ﻗﯿﺎم ﻋﺪة ﺷﺮﻛﺎت ﻣﺒﯿﻌﺎت ﺑﺘﻨﻔﯿﺬ ﻋﻤﻠﯿﺎﺗﮭﺎ ﻣﻦ
ﺧﻼل ھﺬه اﻟﻄﺎﺋﺮات ﻛﺸﺮﻛﺔ ﻋﻠﻲ ﺑﺎﺑﺎ  1اﻟﺘﻰ ﺗﻘﻮم ﺑﺘﻮﺻﯿﻞ ﻣﻨﺘﺠﺎﺗﮭﺎ ﻟﻠﻤﺴﺘﮭﻠﻜﯿﻦ ﻣﻦ ﺧﻼل اﻟﻄﺎﺋﺮات ﺑﺪون طﯿﺎر ﻣﻨﺬ
ﻓﺒﺮاﯾﺮ 2014م  ،2و ھﺬا ﻣﺎ ﻗﺎﻣﺖ ﺑﮫ أﯾﻀﺎ ً ﺷﺮﻛﺔ أﻣﺎزون اﻷﻣﺮﯾﻜﯿﺔ  3ﻣﻦ ﺧﻼل اﺳﺘﺨﺪام اﻟﻄﺎﺋﺮات ﺑﺪون طﯿﺎر ﻹﯾﺼﺎل
اﻟﺴﻠﻊ

ﻟﻌﻤﻼء/

زﺑﺎﺋﻦ

/

ﻣﺴﺘﮭﻠﻜﯿﻦ

اﻟﺸﺮﻛﺔ

و

اﻟﺘﻰ

ﻗﺪ

ﺗﻢ

ﺗﺰوﯾﺪھﺎ

ﺑﻨﻈﺎم

ﺗﺤﺪﯾﺪ

اﻟﻤﻮاﻗﻊ

 (Global Positioning System) GPSو ذﻟﻚ ﻓﻲ زﻣﻦ ﻗﯿﺎﺳﻲ ﻣﻤﺎ ﯾﻌﻜﺲ ﺗﻮﻓﯿﺮ اﻟﻮﻗﺖ ﻋﻠﻰ اﻟﺸﺮﻛﺔ و اﻟﻤﺴﺘﮭﻠﻚ،
و ﺑﺎﻟﺮﻏﻢ ﻣﻦ ﺳﮭﻮﻟﺔ ذﻟﻚ اﻷﻣﺮ ﺑﺎﻟﻨﺴﺒﺔ ﻟﻠﺸﺮﻛﺔ و اﻟﻤﺴﺘﮭﻠﻚ إﻻ أن ھﺬه اﻟﻄﺎﺋﺮات ﺑﺪون طﯿﺎر اﻟﺘﻰ ﻗﺪ ﺗﻜﻮن ﻣﻤﻠﻮﻛﺔ
ﻟﻄﺮف ﺛﺎﻟﺚ ﻗﺪ ﻻ ﯾﻌﻠﻢ ﺑﮫ اﻟﻤﺴﺘﮭﻠﻚ ،ﻓﺨﻄﻮرة اﻷﻣﺮ ﻓﻲ ذﻟﻚ ﺗﻜﻤﻦ ﻓﻲ إﻣﻜﺎﻧﯿﺔ ﺟﻤﻊ ﻛﻢ ھﺎﺋﻞ ﻣﻦ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ
ﻟﻠﻤﺴﺘﮭﻠﻚ و ﻣﻮﻗﻊ ﺳﻜﻨﮫ ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ ﻣﯿﻮﻟﮫ اﻻﺳﺘﮭﻼﻛﯿﺔ ،ﻣﻤﺎ ﻗﺪ ﯾﺠﻌﻞ اﻟﺸﺮﻛﺔ ﺗﻘﻮم ﺑﺒﯿﻊ ھﺬه اﻟﺒﯿﺎﻧﺎت ﻷطﺮاف ﻣﻨﺘﺠﺔ
ﻟﺒﻀﺎﺋﻊ ﻣﻌﯿﻨﺔ ﺗﺴﺘﮭﻮي ھﺬا اﻟﻤﺴﺘﮭﻠﻚ أو اﻷﺷﺨﺎص اﻟﻘﺎطﻨﯿﻦ ﻓﻲ ﻣﻨﻄﻘﺔ ﻣﻌﯿﻨﺔ.

ﺛﺎﻣﻨﺎ ً :ﺗﻘﻨﯿﺎت اﻟﻌﺎﻟﻢ اﻹﻓﺘﺮاﺿﻲ ﻛﺘﻘﻨﯿﺔ اﻟﻤﯿﺘﺎﻓﯿﺮس )(Metaverse

4

ﻋﺒﺎرة ﻋﻦ ﺷﺒﻜﺔ ﻣﺘﺮاﺑﻄﺔ ﻣﻦ اﻟﺒﯿﺎﻧﺎت اﻻﺟﺘﻤﺎﻋﯿﺔ و اﻟﺸﺒﻜﺎت اﻟﻐﺎﻣﺮة ﻓﻲ اﻷﻧﻈﻤﺔ اﻷﺳﺎﺳﯿﺔ ﻣﺘﻌﺪدة اﻟﻤﺴﺘﺨﺪﻣﯿﻦ
اﻟﻤﺴﺘﻤﺮة  ،5و ھﻲ ﺑﯿﺌﺔ رﻗﻤﯿﺔ ﺛﻼﺛﯿﺔ اﻷﺑﻌﺎد واﻟﺘﻲ ﺗﺪﻋﻢ اﻟﻌﺎﻟﻢ اﻻﻓﺘﺮاﺿﻲ و اﻟﻮاﻗﻊ اﻟﻤﻌﺰز ﺑﺸﻜﻞ واﺳﻊ اﻟﻨﻄﺎق ،و ھﻮ
ﯾﻌﻤﻞ ﻋﻠﻰ دﻣﺞ ﺑﯿﺌﺘﯿﻦ ﺣﻘﯿﻘﯿﺔ و رﻗﻤﯿﺔ  6ﻓﻜﻞ ﻣﺎ ﯾﺤﺘﺎﺟﮫ اﻟﺸﺨﺺ ﻟﻠﺪﺧﻮل ﻟﮭﺬه اﻟﺘﻘﻨﯿﺔ ﺳﻤﺎﻋﺎت و ﻧﻈﺎرات اﻟﻮاﻗﻊ اﻟﻤﻌﺰز
و ﻛﺬﻟﻚ اﻟﺘﻄﺒﯿﻘﺎت اﻟﺘﻲ ﺗﺪﻋﻢ ھﺬه اﻟﺘﻘﻨﯿﺔ ،و ﺑﻤﺠﺮد اﻟﺘﻤﻜﻦ ﻣﻦ اﻟﺪﺧﻮل ﻟﮭﺬه اﻟﺘﻘﻨﯿﺔ ﯾﺴﺘﻄﯿﻊ اﻟﻤﺴﺘﺨﺪم ﻣﻤﺎرﺳﺔ ھﻮاﯾﺎﺗﮫ
أو ﻋﻘﺪ اﺟﺘﻤﺎﻋﺎت اﻟﻌﻤﻞ و ﻻ ﯾﻘﻒ اﻷﻣﺮ ﻋﻨﺪ ذﻟﻚ ﺑﻞ ذھﺐ اﻟﺒﻌﺾ إﻟﻰ ﺷﺮاء اﻷراﺿﻲ ﺑﺎﻟﻌﻤﻼت اﻟﺮﻗﻤﯿﺔ ﻋﻦ طﺮﯾﻖ
ﻣﻨﺼﺎت ﻋﺪة ﺗﻮﺟﺪ ﻓﻲ ھﺬه اﻟﺘﻘﻨﯿﺔ ،و ﻻ ﯾﻠﺰم ذﻟﻚ اﻧﺘﻘﺎل اﻟﺸﺨﺺ ﻣﻦ ﻣﻜﺎﻧﮫ ،ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ إﻋﻄﺎء اﻟﻤﺴﺘﺨﺪم ﻛﺎﻓﺔ اﻟﺒﯿﺎﻧﺎت
اﻟﻤﺘﻌﻠﻘﺔ ﺑﺎﻟﻤﺴﺘﺨﺪﻣﯿﻦ اﻵﺧﺮﯾﻦ اﻟﺬﯾﻦ ﯾﺸﺎرﻛﻮﻧﮫ اﻟﺘﻘﻨﯿﺔ ﻟﻜﻲ ﯾﺘﻤﻜﻦ ﻣﻦ اﻟﺘﻔﺎﻋﻞ ﻣﻌﮭﻢ ،و ھﺬا ﻣﺎ ﻗﺪ ﯾﺆﺛﺮ ﻋﻠﻰ إﺗﺎﺣﺔ ﺑﯿﺎﻧﺎت
 1ﺗﻢ ﺗﺄﺳﯿﺴﮭﺎ ﻓﻲ 1999م ،ﺗﻌﺪ أﻛﺒﺮ ﻣﺘﺠﺮ ﺗﺠﺰﺋﺔ ﻓﻲ اﻟﻌﺎﻟﻢ ،واﺣﺪة ﻣﻦ أﻛﺒﺮ ﺷﺮﻛﺎت اﻹﻧﺘﺮﻧﺖ وﺷﺮﻛﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ،واﺣﺪة ﻣﻦ أﻛﺒﺮ ﺷﺮﻛﺎت رأس اﻟﻤﺎل اﻻﺳﺘﺜﻤﺎري ،واﺣﺪة
ﻣﻦ أﻛﺒﺮ ﺷﺮﻛﺎت اﻻﺳﺘﺜﻤﺎر ﻓﻲ اﻟﻌﺎﻟﻢ.
 2ﻣﺆﻣﻦ ،طﺎھﺮ ﺷﻮﻗﻲ .ﻣﺮﺟﻊ ﺳﺎﺑﻖ .ص.308
 3ﻣﻮﻗﻊ ﻟﻠﺘﺠﺎرة اﻹﻟﻜﺘﺮوﻧﯿﺔ و اﻟﺤﻮﺳﺒﺔ اﻟﺴﺤﺎﺑﯿﺔ ﺗﺄﺳﺲ ﻓﻲ  5ﯾﻮﻟﯿﻮ  ،1994ﻣﻦ ﻗﺒﻞ ﺟﯿﻒ ﺑﯿﺰوس و ﯾﻌﺪ ﻣﻦ أﻛﺒﺮ ﻣﺘﺎﺟﺮ اﻟﺘﺠﺰﺋﺔ اﻟﻘﺎﺋﻤﺔ ﻋﻠﻰ اﻹﻧﺘﺮﻧﺖ ﻓﻲ اﻟﻌﺎﻟﻢ.
 4ﯾﺘﻜﻮن ﻣﺼﻄﻠﺢ اﻟﻤﯿﺘﺎﻓﯿﺮس  Metaverseﻣﻦ ﻣﻘﻄﻌﯿﻦ ھﻤﺎ  Metaو ﺗﻌﻨﻲ ﻣﺎ وراء ،و اﻟﻤﻘﻄﻊ اﻟﺜﺎﻧﻲ  Verseو ھﻮ ﻣﺄﺧﻮذ ﻣﻦ  Universeﺑﻤﻌﻨﻰ ﻋﺎﻟﻢ ،و ﺑﺬﻟﻚ ﻓﺈن Metaverse
ﺗﻌﻨﻲ "ﻣﺎ وراء اﻟﻌﺎﻟﻢ" .اﻧﻈﺮ ﺑﺮﯾﻚ ،أﯾﻤﻦ ﻣﺤﻤﺪ )ﻣﺎرس  .(2022ﺗﻄﺒﯿﻘﺎت اﻟﻤﯿﺘﺎﻓﯿﺮس و ﻋﻼﻗﺘﮭﺎ ﺑﻤﺴﺘﻘﺒﻞ ﺻﻨﺎﻋﺔ اﻟﺼﺤﺎﻓﺔ اﻟﺮﻗﻤﯿﺔ–دراﺳﺔ اﺳﺘﺸﺮاﻓﯿﺔ ﺧﻼل اﻟﻌﻘﺪﯾﻦ 2042:2022
 .اﻟﻤﺠﻠﺔ اﻟﻤﺼﺮﯾﺔ ﻟﺒﺤﻮث اﻹﻋﻼم ،(78) 2022 .ص.585 Mystakidis, S. (2022). Metaverse. Encyclopedia2022, 2(1), 486.
 6ﻓﺮﺟﻮن ،ﺧﺎﻟﺪ ﻣﺤﻤﺪ ) .(2022ﺗﻜﻨﻮﻟﻮﺟﯿﺎ "ﻣﯿﺘﺎﻓﯿﺮس" و ﻣﺴﺘﻘﺒﻞ ﺗﻄﻮﯾﺮ اﻟﺘﻌﻠﯿﻢ .اﻟﻤﺠﻠﺔ اﻟﺪوﻟﯿﺔ ﻟﻠﺘﻌﻠﯿﻢ اﻹﻟﻜﺘﺮوﻧﻲ ،(3) 5 .ص.77
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اﻟﻤﺴﺘﺨﺪﻣﯿﻦ اﻟﺨﺎﺻﺔ ﻟﺒﻌﻀﮭﻢ اﻟﺒﻌﺾ و ﺑﺎﻟﺘﺎﻟﻲ اﻧﺘﮭﺎك ﺧﺼﻮﺻﯿﺘﮭﻢ و ﺳﺮﯾﺔ ﻣﻌﻠﻮﻣﺎﺗﮭﻢ اﻟﺸﺨﺼﯿﺔ .ﻛﻤﺎ ﺗﺘﯿﺢ أﺟﮭﺰة
اﻟﻮاﻗﻊ ) (XRاﻟﺘﻘﺎ ً
ﻟﻜﻢ ھﺎﺋﻞ ﻣﻦ اﻟﻤﻌﻠﻮﻣﺎت ﺑﺪ ًءا ﻣﻦ اﻟﺒﯿﺎﻧﺎت اﻟﺒﯿﻮﻣﺘﺮﯾﺔ ﻟﻠﻤﺴﺘﺨﺪﻣﯿﻦ إﻟﻰ اﻟﺒﯿﺎﻧﺎت
طﺎ أﻛﺜﺮ ﺷﻤﻮﻻً وواﻗﻌﯿﺔ ٍ
اﻟﻤﻜﺎﻧﯿﺔ ،ﻛﻤﺎ أﻧﮭﺎ ﺗﺤﺘﻮي أﺟﮭﺰة اﺳﺘﺸﻌﺎر ﻟﻤﺴﺢ و ﻣﺮاﻗﺒﺔ ﻣﺤﯿﻂ اﻟﻤﺴﺘﺨﺪم ﻓﻀﻼً ﻋﻦ ﺷﺎﺷﺎت اﻟﻌﺮض اﻟﻤﺜﺒﺘﺔ ﻋﻠﻰ
اﻟﺮأس ) (HMDsﯾﻤﻜﻦ أن ﺗﺠﻤﻊ ﺑﻌﺾ اﻟﺒﯿﺎﻧﺎت اﻟﺤﯿﻮﯾﺔ ﻛﺤﺮﻛﺔ اﻟﺮأس وﺗﺘﺒﻊ اﻟﻌﯿﻦ ﻟﻠﻤﺴﺘﺨﺪم ،ﻟﺬﻟﻚ ﯾﺠﺐ أن ﺗﺘﻌﺎﻣﻞ
ھﺬه اﻷﺟﮭﺰة ﻣﻊ اﻟﺒﯿﺎﻧﺎت وﻓﻘًﺎ ﻟﺒﻌﺾ اﻟﻤﺒﺎدئ اﻟﺘﻲ ﺗﺤﻤﻲ ﺧﺼﻮﺻﯿﺔ اﻟﻤﺴﺘﺨﺪﻣﯿﻦ .ﻛﻤﺎ دﻋﻰ وزﯾﺮ اﻟﺪوﻟﺔ ﻟﻠﺬﻛﺎء
اﻻﺻﻄﻨﺎﻋﻲ ﻓﻲ اﻟﻤﻨﺘﺪى اﻻﻗﺘﺼﺎدي اﻟﻌﺎﻟﻤﻲ ﻓﻲ داﻓﻮس إﻟﻰ وﺿﻊ ﻗﻮاﻧﯿﻦ ﺟﺪﯾﺪة ﻟﻤﻨﻊ اﻟﻨﺎس ﻣﻦ ارﺗﻜﺎب ﺟﺮاﺋﻢ اﻟﻘﺘﻞ
ﻓﻲ اﻟﻤﯿﺘﺎﻓﯿﺮس.

1

و ﻓﻲ ھﺬا اﻟﺼﺪد دﺧﻠﺖ إﻣﺎرة دﺑﻲ ) (MetaHQﻣﯿﺘﺎﻓﯿﺮس ﻋﻦ طﺮﯾﻖ ﻗﯿﺎم ھﯿﺌﺔ ﺗﻨﻈﯿﻢ اﻷﺻﻮل اﻹﻓﺘﺮاﺿﯿﺔ
ﻓﻲ دﺑﻲ ﺑﺸﺮاء ﻗﻄﻌﺔ أرض ﻓﻲ  Sandbox Metaverseﻟﺘﺴﮭﯿﻞ اﻟﻤﺸﺎرﻛﺔ ﺑﯿﻦ ﻣﺰودي ﺧﺪﻣﺎت اﻷﺻﻮل اﻻﻓﺘﺮاﺿﯿﺔ،
ﺟﺎء ذﻟﻚ ﺑﻌﺪ اﻹﻋﻼن ﻋﻦ ھﯿﺌﺔ ﺗﻨﻈﯿﻢ اﻷﺻﻮل اﻹﻓﺘﺮاﺿﯿﺔ ) (VARAاﻟﺨﺎص ﺑﺈﻧﺸﺎء إطﺎر ﻗﺎﻧﻮﻧﻲ و ﻧﻈﺎم ﻣﺘﻘﺪم
ﻟﻸﺻﻮل اﻹﻓﺘﺮاﺿﯿﺔ ،ﻣﻤﺎ ﯾﺠﻌﻠﮭﺎ أول ﺳﻠﻄﺔ ﺣﻜﻮﻣﯿﺔ ﺗﺴﺘﺜﻤﺮ ﻓﻲ اﻟﻤﯿﺘﺎﻓﯿﺮس.

2

و ﺑﺎﻟﺮﺟﻮع ﻟﻠﻘﺎﻧﻮن رﻗﻢ ) (4ﻟﺴﻨﺔ  2022ﺑﺸﺄن ﺗﻨﻈﯿﻢ اﻷﺻﻮل اﻻﻓﺘﺮاﺿﯿﺔ ﻓﻲ إﻣﺎرة دﺑﻲ ﻧﺮى أن اﻟﻤﺸﺮع
ﻧﺺ ﻓﻲ اﻟﺒﻨﺪﯾﻦ ) (2,3ﻣﻦ اﻟﻤﺎدة ) (10ﻋﻠﻰ اﻟﺘﺰام اﻟﺮﺋﯿﺲ اﻟﺘﻨﻔﯿﺬي و ﻣﻮظﻔﻲ اﻟﺴﱡﻠﻄﺔ ﺑﺎﻟﻤﺤﺎﻓﻈﺔ ﻋﻠﻰ ﺳﺮﯾﺔ اﻟﻤﻌﻠﻮﻣﺎت
و اﻟﺒﯿﺎﻧﺎت اﻟﺘﻲ ﯾﺘﻢ اﻹطﻼع ﻋﻠﯿﮭﺎ أو اﻟﺘﻲ وﺻﻠﺖ إﻟﻰ ﻋﻠﻤﮭﻢ ﺑﻤﻨﺎﺳﺒﺔ اﻟﻌﻤﻞ ﻓﻲ اﻟﺴﻠﻄﺔ ،و اﻻﻟﺘﺰام ﻛﺬﻟﻚ ﺑﻌﺪم ﻧﺸﺮ أو
إﻓﺸﺎء أو ﻛﺸﻒ أو ﻧﻘﻞ أي ﻣﻌﻠﻮﻣﺎت أو ﺑﯿﺎﻧﺎت أو اﻻﺣﺘﻔﺎظ ﺑﺄي ﻣﺴﺘﻨﺪات أو وﺛﺎﺋﻖ ﺳﺮﯾﺔ ﺗﺘﻌﻠﻖ ﺑ ُﻤﻘﺪِﻣﻲ ﺧﺪﻣﺎت اﻷﺻﻮل
اﻻﻓﺘﺮاﺿﯿﺔ أو اﻟﻤﺴﺘﻔﯿﺪﯾﻦ أو ﺗﺪاوﻻت ﻣﻨﺼﺎت اﻷﺻﻮل اﻻﻓﺘﺮاﺿﯿﺔ دون اﻟ ُﺤﺼﻮل ﻋﻠﻰ ﻣﻮاﻓﻘﺔ اﻟﺴﱡﻠﻄﺔ اﻟﺨﻄﯿﺔ اﻟﻤﺴﺒﻘﺔ،
و ﯾﺴﺘﻤﺮ ھﺬا اﻻﻟﺘﺰام ﺣﺘﻰ ﺑﻌﺪ اﻧﺘﮭﺎء ﻋﻤﻠﮭﻢ ﻓﻲ اﻟﺴﱡﻠﻄﺔ.

3

اﻟﻤﻄﻠﺐ اﻟﺜﺎﻧﻲ :اﻟﻘﯿﻮد اﻟﺘﻲ ﺗﺮد ﻋﻠﻰ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ
ھﻨﺎﻟﻚ ﻋﺪة اﻋﺘﺒﺎرات وﻗﯿﻮد ﺗﺮد ﻋﻠﻰ ﻧﻄﺎق اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ،ﻓﺤﻖ اﻟﺨﺼﻮﺻﯿﺔ وإن ﻛﺎن ﻣﻘﺪﺳﺎ إﻻ أﻧﮫ
ﻟﯿﺲ ﻣﻄﻠﻘﺎ ،وﺗﺘﻤﺜﻞ اﻟﻘﯿﻮد اﻟﻮاردة ﻋﻠﯿﮫ ،ﺑﺎﻷﻣﻦ اﻟﻮطﻨﻲ ،واﻟﻤﺼﻠﺤﺔ اﻟﻌﺎﻣﺔ واﻟﻐﺎﯾﺎت اﻟﺘﺎرﯾﺨﯿﺔ ،وﻏﯿﺮھﺎ ،وﻧﺘﻄﺮق ﻟﮭﺬه
اﻟﻘﯿﻮد ﻓﯿﻤﺎ ﯾﺄﺗﻲ:

;1 Shead, S (May 2022), Serious crime in the metaverse should be outlawed by the U.N, UAE minister says. CNBC.com, published in
https://www.cnbc.com/2022/05/25/metaverse-murders-need-to-be-policed-says-uae-tech-minister.html. Access date: 26/05/2022.
2 Pymnts (May 2022). Dubai’s Virtual Assets Regulatory Authority Opens Sandbox-Based Metaverse HQ, PYMNTS.com, published in
https://www.pymnts.com/metaverse/2022/dubais-virtual-assets-regulatory-authority-opens-sandbox-based-metaverse-hq/ Access date:
06/06/2022.
 3اﻧﻈﺮ اﻟﻤﺎدة ) (10ﻣﻦ ﻗﺎﻧﻮن رﻗﻢ ) (4ﻟﺴﻨﺔ  2022ﺑﺸﺄن ﺗﻨﻈﯿﻢ اﻷﺻﻮل اﻻﻓﺘﺮاﺿﯿﺔ ﻓﻲ إﻣﺎرة دﺑﻲ ،اﻟﻤﻨﺸﻮر ﻓﻲ اﻟﺠﺮﯾﺪة اﻟﺮﺳﻤﯿﺔ ﻟﺤﻜﻮﻣﺔ دﺑﻲ ،اﻟﺴﻨﺔ  ،56ﻓﻲ اﻟﻌﺪد 11 ،559
ﻣﺎرس 2022م ،اﻟﻤﻨﺸﻮر ﻋﻠﻰ:
ﻗﺎﻧﻮن20%رﻗﻢ20%(4)20%ﻟﺴﻨﺔ20%202022%ﺑﺸﺄن20%ﺗﻨﻈﯿﻢ20%اﻷﺻﻮل20%اﻻhttps://dlp.dubai.gov.ae/Legislation%20Ar%20Reference/2022/
.pdf , Access date: 19/06/2022.ﻓﺘﺮاﺿﯿﺔ
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اﻟﻔﺮع اﻷول :اﻷﻣﻦ اﻟﻘﻮﻣﻲ
ﺣﺪدت اﻟﺘﻮﺻﯿﺔ اﻷوروﺑﯿﺔ ﻓﻲ اﻟﻌﺎم  2002اﻷﻣﻦ اﻟﻘﻮﻣﻲ ﺑﺄﻧﮫ" :أﻣﻦ اﻟﺪوﻟﺔ ،و اﻟﺪﻓﺎع و اﻟﺴﻼﻣﺔ اﻟﻌﺎﻣﺔ" ،و ﻗﺪ
ﺗﻄﻮر ﻣﻔﮭﻮم اﻷﻣﻦ اﻟﻘﻮﻣﻲ ﻟﯿﺸﻤﻞ اﻟﺴﻼﻣﺔ اﻟﻤﺎدﯾﺔ ﻟﻠﺸﺨﺺ أو اﻟﻮطﻦ و اﻷﻣﻦ اﻻﻗﺘﺼﺎدي و اﻷﻣﻦ اﻻﺟﺘﻤﺎﻋﻲ ،و
ﺳﻨﺘﻄﺮق ھﻨﺎ إﻟﻰ اﻟﻤﺮاﻗﺒﺔ اﻹﻟﻜﺘﺮوﻧﯿﺔ ﻛﺈﺟﺮاء اﺳﺘﺪﻻﻟﻲ ،و ﻛﺬﻟﻚ ﻛﻌﻘﻮﺑﺔ ﺑﺪﯾﻠﺔ:
اﻟﻤﺮاﻗﺒﺔ اﻹﻟﻜﺘﺮوﻧﯿﺔ ﻛﺈﺟﺮاء اﺳﺘﺪﻻﻟﻲ  ،1و ﻣﻦ أھﻢ اﻟﺘﻘﻨﯿﺎت اﻟﺘﻲ ﺑﺮزت ﻓﻲ ﺷﺄن اﻟﻤﺮاﻗﺒﺔ اﻟﺒﺮﻣﺠﯿﺔ:
أ( ﺗﻘﻨﯿﺔ ﺑﺮﻧﺎﻣﺞ ﻛﺎرﻧﯿﻮز.

2

ب( ﺗﻘﻨﯿﺔ ﺗﻌﻘﺐ اﻟﻤﻮاد اﻹﺑﺎﺣﯿﺔ.

3

اﻟﻤﺮاﻗﺒﺔ اﻹﻟﻜﺘﺮوﻧﯿﺔ ﻛﻌﻘﻮﺑﺔ ﺑﺪﯾﻠﺔ:
وﻧﺸﯿﺮ ھﻨﺎ إﻟﻰ اﻟﻤﺮاﻗﺒﺔ اﻻﻟﻜﺘﺮوﻧﯿﺔ ﻛﻌﻘﻮﺑﺔ ﺑﺪﯾﻠﺔ ﻟﻠﻌﻘﻮﺑﺔ اﻟﺴﺎﻟﺒﺔ ﻟﻠﺤﺮﯾﺔ ،أو ﻣﺎ ﯾﻄﻠﻖ ﻋﻠﯿﮭﺎ )اﻟﺴﻮار
اﻻﻟﻜﺘﺮوﻧﻲ( ،أو )اﻟﻘﺒﺾ ﺗﺤﺖ اﻟﻤﺮاﻗﺒﺔ اﻹﻟﻜﺘﺮوﻧﯿﺔ(  ،4وھﻲ ﻧﻈﺎم ﺣﺪﯾﺚ ﻟﺘﻨﻔﯿﺬ اﻟﻌﻘﻮﺑﺔ اﻟﺴﺎﻟﺒﺔ ﻟﻠﺤﺮﯾﺔ ﺑﻄﺮﯾﻘﺔ ﻣﺒﺘﻜﺮة
ﺧﺎرج اﻟﺴﺠﻦ ﻓﻲ اﻟﻮﺳﻂ اﻟﺤﺮ ﺑﯿﻦ أﻓﺮاد اﻟﻤﺠﺘﻤﻊ ﺣﯿﺚ ﯾﺘﻘﯿﺪ ﻓﯿﮭﺎ اﻟﻤﺤﻜﻮم ﻋﻠﯿﮫ أو اﻟﺨﺎﺿﻊ ﻟﻠﻤﺮاﻗﺒﺔ ﻓﺘﻮاﺟﺪه ﻓﻲ ﻣﻜﺎن
ﻣﻌﯿﻦ ﺧﻼل أوﻗﺎت ﻣﺤﺪدة ﻏﺎﻟﺒﺎ ً ﻣﺎ ﺗﻜﻮن ﺧﻼل اﻟﻔﺘﺮة ﻣﻦ اﻟﺴﺎﺑﻌﺔ ﻣﺴﺎ ًء إﻟﻰ اﻟﺴﺎﺑﻌﺔ ﺻﺒﺎﺣﺎ ً ﻟﻠﯿﻮم اﻟﺘﺎﻟﻲ ،و ﺗﻜﻮن ھﺬه
اﻟﻤﺮاﻗﺒﺔ ﻟﻔﺘﺮة زﻣﻨﯿﺔ ﺑﻨﺎ ًء ﻋﻠﻰ ﺣﻜﻢ ﻗﻀﺎﺋﻲ ،و ﻗﺪ ﻧﺺ ﻋﻠﻰ ذﻟﻚ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (31ﻟﺴﻨﺔ  2021ﺑﺈﺻﺪار
ﻗﺎﻧﻮن اﻟﺠﺮاﺋﻢ و اﻟﻌﻘﻮﺑﺎت ﻓﻲ اﻟﻤﺎدة ) (80ﻋﻠﻰ أﻧﮫ" :ﻣﻦ ﺣﻜﻢ ﻋﻠﯿﮫ ﺑﺎﻟﺴﺠﻦ اﻟﻤﺆﺑﺪ أو اﻟﻤﺆﻗﺖ ﻓﻲ ﺟﺮﯾﻤﺔ ﻣﺎﺳﺔ ﺑﺄﻣﻦ
اﻟﺪوﻟﺔ اﻟﺨﺎرﺟﻲ أو اﻟﺪاﺧﻠﻲ أو ﻓﻲ ﺟﺮﯾﻤﺔ ﺗﺰﯾﯿﻒ ﻧﻘﻮد أو ﺗﺰوﯾﺮھﺎ أو ﺗﻘﻠﯿﺪھﺎ أو ﺗﺰوﯾﺮ طﻮاﺑﻊ أو ﻣﺴﺘﻨﺪات ﻣﺎﻟﯿﺔ ﺣﻜﻮﻣﯿﺔ
أو ﻣﺤﺮرات رﺳﻤﯿﺔ أو ﻓﻲ ﺟﺮﯾﻤﺔ رﺷﻮة أو اﺧﺘﻼس أو ﺳﺮﻗﺔ أو ﻗﺘﻞ ﻋﻤﺪ ،ﯾﻮﺿﻊ ﺑﺤﻜﻢ اﻟﻘﺎﻧﻮن ﺑﻌﺪ اﻧﻘﻀﺎء ﻣﺪة ﻋﻘﻮﺑﺘﮫ
ﺗﺤﺖ ﻣﺮاﻗﺒﺔ اﻟﺸﺮطﺔ وﻓﻘﺎ ﻟﻠﻘﻮاﻋﺪ اﻟﺘﻲ ﯾﺤﺪدھﺎ وزﯾﺮ اﻟﺪاﺧﻠﯿﺔ ﻣﺪة ﻣﺴﺎوﯾﺔ ﻟﻤﺪة اﻟﻌﻘﻮﺑﺔ ﻋﻠﻰ أن ﻻ ﺗﺰﯾﺪ ﻋﻠﻰ ﺧﻤﺲ
ﺳﻨﻮات".
وﻣﻊ ذﻟﻚ ﯾﺠﻮز ﻟﻠﻤﺤﻜﻤﺔ ﻓﻲ ﺣﻜﻤﮭﺎ أن ﺗﺨﻔﻒ ﻣﺪة اﻟﻤﺮاﻗﺒﺔ أو أن ﺗﺄﻣﺮ ﺑﺈﻋﻔﺎء اﻟﻤﺤﻜﻮم ﻋﻠﯿﮫ ﻣﻨﮭﺎ أو أن ﺗﺨﻔﻒ
ﻗﯿﻮدھﺎ . 5وﯾﻌﺎﻗﺐ اﻟﻤﺤﻜﻮم ﻋﻠﯿﮫ اﻟﺬي ﯾﺨﺎﻟﻒ ﺷﺮوط اﻟﻤﺮاﻗﺒﺔ ﺑﺎﻟﺤﺒﺲ ﻣﺪة ﻻ ﺗﺰﯾﺪ ﻋﻠﻰ ﺳﻨﺔ وﺑﻐﺮاﻣﺔ ﻻ ﺗﺰﯾﺪ ﻋﻠﻰ
 1أو اﻟﻤﺮاﻗﺒﺔ اﻟﺒﺮﻣﺠﯿﺔ ،و ﯾﻌﻨﻲ ذﻟﻚ ﻗﯿﺎم اﻟﻤﺮاﻗِﺐ–ﺷﺨﺺ ذو ﺧﺒﺮة و ﻛﻔﺎءة ﻋﺎﻟﯿﺔ ﻓﻲ اﻷﻣﻮر اﻟﺘﻘﻨﯿﺔ – ﺑﺎﺳﺘﺨﺪام اﻟﺘﻘﻨﯿﺔ ﻓﻲ ﺟﻤﻊ اﻟﻤﻌﻠﻮﻣﺎت و اﻟﺒﯿﺎﻧﺎت ﻟﻠﻤﺸﺘﺒﮫ ﺑﮫ ﺳﻮاء ﻛﺎن ذﻟﻚ
ﺷﺨﺼﺎ ً أو ﻣﻜﺎﻧﺎ ً أو ﻣﻮﻗﻌﺎ ً إﻟﻜﺘﺮوﻧﯿﺎ ً ﻣﻤﺎ اﺳﺎؤا اﺳﺘﺨﺪام اﻟﻮﺳﺎﺋﻞ اﻟﺘﻘﻨﯿﺔ ﺑﺼﻮر ﻏﯿﺮ ﻣﺸﺮوﻋﺔ ﻛﺈﺟﺮاء أﻣﻨﻲ ،و ﯾﺘﻤﺜﻞ ذﻟﻚ ﻓﻲ ﻣﺮاﻗﺒﺔ اﻟﮭﻜﺮ ﻣﻤﻦ اﺳﺘﻄﺎع اﻟﻮﻟﻮج إﻟﻰ اﻟﺤﺎﺳﺐ اﻵﻟﻲ
ﻟﻠﻤﺠﻨﻲ ﻋﻠﯿﮫ ﻣﻤﺎ ﺗﺮﺗﺐ ﻋﻠﻰ ذﻟﻚ اﻧﺘﮭﺎك ﻟﻠﺨﺼﻮﺻﯿﺔ ،و ﻻ ﯾﺠﻮز إﺟﺮاء اﻟﻤﺮاﻗﺒﺔ اﻟﺒﺮﻣﺠﯿﺔ إﻻ ﺑﻌﺪ اﺳﺘﺨﺮاج إذن ﻣﻦ اﻟﻨﯿﺎﺑﺔ.
 2ﺗﻘﻨﯿﺔ ﺗﺎﺑﻌﺔ ﻹدارة اﻟﻤﻌﻠﻮﻣﺎت ﻓﻲ ﻣﻜﺘﺐ اﻟﺘﺤﻘﯿﻘﺎت اﻟﻔﯿﺪراﻟﻲ ،ﺗﮭﺪف إﻟﻰ ﺗﻌﻘﺐ و ﻓﺤﺺ رﺳﺎﺋﻞ اﻟﺒﺮﯾﺪ اﻻﻟﻜﺘﺮوﻧﻲ اﻟﺼﺎدرة و اﻟﻮاردة ﻟﺠﻤﯿﻊ اﻟﺸﺮﻛﺎت و اﻟﺘﻲ ﯾﺸﺘﺒﮫ أﻧﮭﺎ ﺗﺤﻤﻞ
ﻣﻌﻠﻮﻣﺎت ﻋﻦ اﻟﺠﺮاﺋﻢ اﻟﺠﻨﺎﺋﯿﺔ ،و ﻻ ﯾﺘﻢ ﺗﻨﻔﯿﺬھﺎ إﻻ ﺑﻌﺪ ﺻﺪور إذن ﻣﻦ اﻟﻤﺤﻜﻤﺔ اﻟﻤﺨﺘﺼﺔ ﺑﺎﻟﻮﻻﯾﺎت اﻟﻤﺘﺤﺪة اﻷﻣﺮﯾﻜﯿﺔ ﺑﻮﺿﻊ أﺟﮭﺰة ﺗﻠﻚ اﻟﺸﺮﻛﺔ ﺗﺤﺖ اﻟﻤﺮاﻗﺒﺔ ،و ﻗﺪ ﺣﻘﻘﺖ ھﺬه
اﻟﺘﻘﻨﯿﺔ اﻟﻨﺠﺎح اﻟﻜﺒﯿﺮ ﻓﻲ ﺗﻌﻘﺐ اﻟﻤﺠﺮﻣﯿﻦ و رﺻﺪھﻢ ﻟﻠﻘﺒﺾ ﻋﻠﯿﮭﻢ ﻓﻲ اﻟﻘﻀﺎﯾﺎ اﻟﻤﺘﻌﻠﻘﺔ ﺑﺎﻷﻣﻦ اﻟﻘﻮﻣﻲ ،ﻛﺎﻷدﻟﺔ اﻟﺘﻲ ﻗﺪﻣﺖ ﻟﻤﻜﺘﺐ اﻟﺘﺤﻘﯿﻘﺎت اﻟﻔﯿﺪراﻟﻲ ﻹداﻧﺔ ﻗﺎﺋﺪ ﻣﯿﻠﺸﯿﺎت ﻗﺎﻣﺖ
ﺑﺎﺳﺘﺨﺪام ﺷﺒﻜﺎت اﻻﻧﺘﺮﻧﺖ ﻟﻠﻤﺮاﺳﻠﺔ و اﻟﺘﺨﻄﯿﻂ ﻟﻠﺪﺧﻮل إﻟﻰ ﻣﻨﺸﺂت ﻋﺴﻜﺮﯾﺔ و ﺗﻔﺠﯿﺮ ﻣﺤﻄﺎت ﻟﻠﻄﺎﻗﺔ ﻓﻲ ﺟﻨﻮب ﺷﺮق اﻟﻮﻻﯾﺎت اﻟﻤﺘﺤﺪة اﻷﻣﺮﯾﻜﯿﺔ.
اﻧﻈﺮ ،ﻓﺎطﻤﺔ ،ﻣﺮﻧﯿﺰ ) .(2016اﻟﻤﺮاﻗﺒﺔ اﻹﻟﻜﺘﺮوﻧﯿﺔ ﻛﺈﺟﺮاء اﺳﺘﺪﻻﻟﻲ ﻓﻲ ﻣﻮاﺟﮭﺔ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ .ﻣﺠﻠﺔ اﻟﺤﻘﯿﻘﺔ ،15(38) .ص ،109ﻣﻨﺸﻮر ﻋﻠﻰ اﻟﻤﻮﻗﻊ:
https://el-hakika.univ-adrar.edu.dz/index.php?journal=JLS&page=article&op=view&path%5B%5D=334 Access date:6/5/2022.
 3أو ﻣﺎ ﯾﺴﻤﻰ ﺑﺒﺮﻧﺎﻣﺞ "ﻧﻮﺑﺪ ﺷﺮطﺔ اﻹﻧﺘﺮﻧﺖ" ،اﻟﮭﺪف ﻣﻦ ھﺬه اﻟﺘﻘﻨﯿﺔ ھﻮ اﻟﺒﺤﺚ ﻋﻦ اﻟﺼﻮر اﻟﺠﻨﺴﯿﺔ اﻟﻤﺨﻠﺔ ﻋﻠﻰ أﺟﮭﺰة اﻟﺤﺎﺳﺐ اﻵﻟﻲ ،و ﻣﻦ ﺛﻢ إﺑﻼغ اﻟﮭﯿﺌﺎت اﻟﺤﻜﻮﻣﯿﺔ ﻋﻨﮭﺎ.
اﻧﻈﺮ ،ﻓﺎطﻤﺔ ،ﻣﺮﻧﯿﺰ .ﻣﺮﺟﻊ ﺳﺎﺑﻖ .ص.109
 4أﺳﺒﺎﻧﯿﺎ ،ﺳﻮﯾﺴﺮا ،ﺑﻠﺠﯿﻜﺎ ،اﻟﻮﻻﯾﺎت اﻟﻤﺘﺤﺪة اﻷﻣﺮﯾﻜﯿﺔ.
 5اﻧﻈﺮ اﻟﻤﺎدة ) (115ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (31ﻟﺴﻨﺔ 2021م ﺑﺈﺻﺪار ﻗﺎﻧﻮن اﻟﺠﺮاﺋﻢ و اﻟﻌﻘﻮﺑﺎت.
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) (50,000ﺧﻤﺴﯿﻦ أﻟﻒ درھﻢ أو ﺑﺈﺣﺪى ھﺎﺗﯿﻦ اﻟﻌﻘﻮﺑﺘﯿﻦ ، 1ﻛﻤﺎ ﻧﺺ اﻟﻤﺸﺮع ﻓﻲ اﻟﻘﺎﻧﻮن ذاﺗﮫ ﻋﻠﻰ ﻧﻈﺎم اﻟﻤﺮاﻗﺒﺔ
اﻟﺸﺮطﯿﺔ ﻓﻲ اﻟﻤﺎدة رﻗﻢ ) (423ﻋﻠﻰ أﻧﮫ" :ﻓﻲ ﺣﺎﻟﺔ اﻟﺤﻜﻢ ﺑﺎﻹداﻧﺔ ﻓﻲ إﺣﺪى اﻟﺠﺮاﺋﻢ اﻟﻤﻨﺼﻮص ﻋﻠﯿﮭﺎ ﻓﻲ ھﺬا اﻟﻔﺮع
ﺑﻌﻘﻮﺑﺔ ﻣﻘﯿﺪة ﻟﻠﺤﺮﯾﺔ ﻟﻤﺪة ﺳﻨﺔ ﻓﺄﻛﺜﺮ ﯾﻮﺿﻊ اﻟﻤﺤﻜﻮم ﻋﻠﯿﮫ ﺗﺤﺖ ﻣﺮاﻗﺒﺔ اﻟﺸﺮطﺔ ﻣﺪة ﻣﺴﺎوﯾﺔ ﻟﻤﺪة اﻟﻌﻘﻮﺑﺔ اﻟﻤﺤﻜﻮم ﺑﮭﺎ".

2

ﺑﺎﻟﺮﻏﻢ ﻣﻤﺎ ﺗﻢ اﺳﺘﻌﺮاﺿﮫ ﺳﺎﺑﻘﺎ ً ﺑﺎﻋﺘﺒﺎر اﻷﻣﻦ اﻟﻘﻮﻣﻲ أﺣﺪ اﻻﺳﺘﺜﻨﺎءات اﻟﻮاردة ﻋﻠﻰ ﺧﺼﻮﺻﯿﺔ اﻟﺸﺨﺺ ،إﻻ
أن اﻟﻘﺎﻧﻮن أﻋﻄﻰ اﻟﺠﮭﺔ اﻟﻤﻨﻔﺬة ﺳﻠﻄﺔ ﻣﻘﯿﺪة ﻻ ﯾﺠﻮز ﺗﺠﺎوزھﺎ ﻣﻦ ﻗﺒﻞ ﻣﻦ ﯾﻘﻮم ﺑﺎﻹﺷﺮاف ﻋﻠﻰ ﺗﻨﻔﯿﺬ اﻟﻌﻘﻮﺑﺔ ،ﻓﻔﻲ ﻧﻈﺎم
اﻟﻤﺮاﻗﺒﺔ اﻟﺸﺮطﯿﺔ أﻋﻄﻰ اﻟﻘﺎﻧﻮن اﻟﺠﮭﺔ اﻟﺘﻨﻔﯿﺬﯾﺔ ﺳﻠﻄﺔ ﻣﺮاﻗﺒﺔ اﻟﻤﺤﻜﻮم ﻋﻠﯿﮫ ﻓﺘﺮة ﻣﻌﯿﻨﺔ ،ﻣﻊ اﻻﺣﺘﻔﺎظ ﺑﻜﺎﻣﻞ اﻟﺤﻖ ﻓﻲ
اﻟﺨﺼﻮﺻﯿﺔ ﻟﻠﻤﺤﻜﻮم ﻋﻠﯿﮫ ،ﻓﻠﻮ أﺗﻰ اﻟﻤﺤﻜﻮم ﻋﻠﯿﮫ ﺑﻔﻌﻞ ﻣﺨﺎﻟﻒ ﻟﻠﺴﻠﻮك اﻟﺬي ﯾﺠﺐ أن ﯾﻜﻮن ﻋﻠﯿﮫ ﻓﻲ ھﺬه اﻟﻔﺘﺮة ﻓﻼ
ﺗﺴﺘﻄﯿﻊ اﻟﺴﻠﻄﺔ اﻟﺘﻨﻔﯿﺬﯾﺔ اﻟﺘﻌﺪي ﻋﻠﻰ ﺧﺼﻮﺻﯿﺘﮫ–ﻛﺎﻟﺘﻨﺼﺖ ﻋﻠﻰ اﻟﻜﺎﻟﻤﺎت أو اﻹطﻼع ﻋﻠﻰ اﻟﻤﺤﺎدﺛﺎت ﺑﯿﻦ اﻟﻤﺤﻜﻮم
ﻋﻠﯿﮫ و أطﺮاف أﺧﺮى–إﻻ ﺑﻌﺪ اﺳﺘﺨﺮاج أذن ﻣﻦ اﻟﻨﯿﺎﺑﺔ اﻟﻌﺎﻣﺔ أو اﻟﺴﻠﻄﺔ اﻟﻤﺨﻮﻟﺔ ﺑﺬﻟﻚ ﻓﻲ ﺑﻌﺾ اﻟﺤﺎﻻت ،و ھﺬا ﻣﺎ
أﻛﺪﺗﮫ اﻟﻤﺎدة ) (356ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (17ﻟﺴﻨﺔ 2018م و اﻟﺘﻲ ﺗﻨﺺ ﻋﻠﻰ أﻧﮫ ........." :و ﻓﻲ ﺟﻤﯿﻊ
اﻷﺣﻮال ،ﯾﺠﺐ أن ﯾﺮاﻋﻲ ﻓﻲ اﻟﻮﺳﺎﺋﻞ اﻹﻟﻜﺘﺮوﻧﯿﺔ اﻟﻤﻨﺼﻮص ﻋﻠﯿﮭﺎ ﻓﻲ اﻟﻔﻘﺮة اﻟﺴﺎﺑﻘﺔ ،اﺣﺘﺮام ﻛﺮاﻣﺔ و ﺳﻼﻣﺔ و
ﺧﺼﻮﺻﯿﺔ اﻟﺨﺎﺿﻊ ﻟﮭﺎ"  ،3ھﺬا ﺑﺎﻹﺿﺎﻓﺔ ﻟﻠﺒﻨﺪ اﻟﺮاﺑﻊ ﻣﻦ اﻟﻤﺎدة اﻟﺨﺎﻣﺴﺔ ﻣﻦ ﻗﺮار ﻣﺠﻠﺲ اﻟﻮزراء رﻗﻢ ) (53ﻟﺴﻨﺔ
 2019ﻓﻲ ﺷﺄن ﺗﻨﻔﯿﺬ اﻟﻤﺮاﻗﺒﺔ اﻹﻟﻜﺘﺮوﻧﯿﺔ اﻟﺘﻲ أﻛﺪت اﻟﺸﺄن ذاﺗﮫ ﻓﻘﺪ ﻧﺼﺖ ﻋﻠﻰ أﻧﮫ" :ﻣﻦ ﻣﻮاﺻﻔﺎت اﻟﻮﺳﯿﻠﺔ اﻹﻟﻜﺘﺮوﻧﯿﺔ
اﻟﺨﺎﺻﺔ ﺑﺎﻟﻤﺮاﻗﺒﺔ  .4ﺿﻤﺎن اﻟﺨﺼﻮﺻﯿﺔ و ﺣﺮﻣﺔ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ"  4ﺑﺎﻟﻨﺴﺒﺔ ﻟﻠﺸﺨﺺ اﻟﺨﺎﺿﻊ ﻟﻠﻤﺮاﻗﺒﺔ اﻹﻟﻜﺘﺮوﻧﯿﺔ.
و ﻓﻲ اﻟﺸﺄن ذاﺗﮫ ﻋﻨﺪ اﻟﻨﻈﺮ ﻟﻠﻘﻮاﻧﯿﻦ اﻟﻤﻘﺎرﻧﺔ ،ﻧﺮى أن اﻟﻤﺸﺮع اﻷﻣﺮﯾﻜﻲ ﺳﻦ ﻗﺎﻧﻮن ﺑﺎﺗﺮﯾﻮت
) (The USA PATRIOT Actو اﻟﺬي ﺗﻢ إﺻﺪاره ﻓﻲ  26أﻛﺘﻮﺑﺮ  ،2001ﺑﮭﺪف ﻣﻜﺎﻓﺤﺔ اﻹرھﺎب و ﻗﺪ ﻧﺼﺖ أﺣﺪ
ﻣﻮاده ﻋﻠﻰ اﻟﺴﻤﺎح ﻟﻠﺤﻜﻮﻣﺔ ﺑﺘﻮﺳﯿﻊ ﺻﻼﺣﯿﺎت اﻟﻤﺨﺎﺑﺮات ﻓﻲ أﻋﻤﺎل اﻟﻤﺮاﻗﺒﺔ ﻟﻸﻓﺮاد اﻟﺬﯾﻦ ﯾﺘﺒﻌﻮن ﺟﮭﺎت أﺟﻨﺒﯿﺔ ﻓﻲ
اﻟﻮﻻﯾﺎت اﻟﻤﺘﺤﺪة دون ﺿﻮاﺑﻂ ﺗﺘﻌﻠﻖ ﺑﺎﻟﺸﺨﺺ أو اﻟﻤﻜﺎن ،ﻣﻤﺎ ﻗﺪ ﯾﺨﺎﻟﻒ ﻣﺎ ﻧﺺ ﻋﻠﯿﮫ اﻟﺪﺳﺘﻮر اﻷﻣﺮﯾﻜﻲ .أﻣﺎ اﻟﻤﺸﺮع
اﻟﻔﺮﻧﺴﻲ ﻓﻘﺪ ذھﺐ إﻟﻰ وﺿﻊ ﻋﺪة ﻗﻮاﻧﯿﻦ ﻟﻤﻜﺎﻓﺤﺔ اﻹرھﺎب ﻣﻦ أھﻤﮭﺎ ﻗﺎﻧﻮن ﻣﻜﺎﻓﺤﺔ اﻹرھﺎب اﻟﺼﺎدر ﻓﻲ 2006م ،و
اﻟﺬي ﯾﻮﺳﻊ ﻣﻦ ﺻﻼﺣﯿﺎت رﺟﺎل اﻷﻣﻦ ﻓﻲ اﻟﻤﺮاﻗﺒﺔ و اﻟﺘﺘﺒﻊ و اﻟﺘﺮﺻﺪ ﻋﻠﻰ ﺷﺒﻜﺔ اﻻﻧﺘﺮﻧﺖ.

5

اﻟﻔﺮع اﻟﺜﺎﻧﻲ :اﻟﺼﺤﺔ اﻟﻌﺎﻣﺔ
ﻣﻦ اﻟﻘﯿﻮد اﻷﺧﺮى ﻋﻠﻰ ﺣﻤﺎﯾﺔ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ اﻟﺤﻔﺎظ ﻋﻠﻰ ﺻﺤﺔ أﻓﺮاد اﻟﻤﺠﺘﻤﻊ ،ﻓﺎﻟﻤﺼﻠﺤﺔ اﻟﻌﺎﻣﺔ ﺗﻘﺪم
ﻋﻠﻰ اﻟﻤﺼﻠﺤﺔ اﻟﺨﺎﺻﺔ ،ﻓﻔﻲ ﺣﺎل اﻧﺘﺸﺎر أﺣﺪ اﻷوﺑﺌﺔ أو اﻷﻣﺮاض اﻟﻤﻌﺪﯾﺔ ﻓﻲ أﺣﺪ اﻟﺪول أو اﻟﻌﺎﻟﻢ ﻛﻜﻞ ،ﻓﻲ ھﺬه اﻟﺤﺎﻟﺔ
ﯾﻤﻜﻦ ﻟﻠﺠﮭﺔ اﻟﻤﻌﻨﯿﺔ ﺑﺎﻟﺤﻔﺎظ ﻋﻠﻰ اﻟﺼﺤﺔ ﻣﻦ اﻻطﻼع ﻋﻠﻰ اﻟﺒﯿﺎﻧﺎت اﻟﺼﺤﯿﺔ ﻷي ﻓﺮد ﯾﻌﯿﺶ ﻋﻠﻰ أرض اﻟﺪوﻟﺔ اﻟﺘﻰ
اﻧﺘﺸﺮ ﻓﯿﮭﺎ اﻟﻮﺑﺎء .و ھﺬا ﻣﺎ ﺣﺪث ﻓﻌﻠﯿﺎ ً ﻋﻨﺪ اﻧﺘﺸﺎر ﻓﺎﯾﺮوس ﻛﻮروﻧﺎ اﻟﻤﺴﺘﺠﺪ ،ﻓﻮزارة اﻟﺼﺤﺔ و وﻗﺎﯾﺔ اﻟﻤﺠﺘﻤﻊ ﺑﺎﻟﺘﻌﺎون

 1اﻧﻈﺮ ﻣﺎدة ) (80ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (31ﻟﺴﻨﺔ 2021م ﺑﺈﺻﺪار ﻗﺎﻧﻮن اﻟﺠﺮاﺋﻢ و اﻟﻌﻘﻮﺑﺎت.
 2اﻟﻤﺎدة ) (423ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (31ﻟﺴﻨﺔ 2021م ﺑﺈﺻﺪار ﻗﺎﻧﻮن اﻟﺠﺮاﺋﻢ و اﻟﻌﻘﻮﺑﺎت.
 3اﻟﻤﺎدة ) (356ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (17ﻟﺴﻨﺔ 2018م ﺑﺘﻌﺪﯾﻞ ﺑﻌﺾ أﺣﻜﺎم ﻗﺎﻧﻮن اﻹﺟﺮاءات اﻟﺠﺰاﺋﯿﺔ اﻟﺼﺎدر ﺑﺎﻟﻘﺎﻧﻮن اﻹﺗﺤﺎدي رﻗﻢ ) (35ﻟﺴﻨﺔ 1995م ،اﻟﻤﻨﺸﻮر
ﻋﻠﻰ ﻣﻮﻗﻊ وزارة اﻟﻌﺪل.
 4اﻟﺒﻨﺪ اﻟﺮاﺑﻊ ﻣﻦ اﻟﻤﺎدة اﻟﺨﺎﻣﺴﺔ ﻣﻦ ﻗﺮار ﻣﺠﻠﺲ اﻟﻮزراء رﻗﻢ ) (53ﻟﺴﻨﺔ2019م ﻓﻲ ﺷﺄن ﺗﻨﻔﯿﺬ اﻟﻤﺮاﻗﺒﺔ اﻹﻟﻜﺘﺮوﻧﯿﺔ ،اﻟﻤﻨﺸﻮر ﻓﻲ اﻟﻌﺪد  660ﻣﻦ اﻟﺠﺮﯾﺪة اﻟﺮﺳﻤﯿﺔ.
 5اﻧﻈﺮ اﻟﻨﻤﺮ ،وﻟﯿﺪ ﺳﻠﯿﻢ ) .(2017ﺣﻤﺎﯾﺔ اﻟﺨﺼﻮﺻﯿﺔ ﻓﻲ اﻹﻧﺘﺮﻧﺖ )ص .(355اﻟﻄﺒﻌﺔ اﻷوﻟﻰ .اﻹﺳﻜﻨﺪرﯾﺔ :دار اﻟﻔﻜﺮ اﻟﺠﺎﻣﻌﻲ.
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ﻣﻊ اﻟﮭﯿﺌﺔ اﻟﻮطﻨﯿﺔ ﻹدارة اﻟﻄﻮارئ و اﻷزﻣﺎت و اﻟﻜﻮارث ﻓﻲ دوﻟﺔ اﻹﻣﺎرات اﻟﻌﺮﺑﯿﺔ اﻟﻤﺘﺤﺪة ﯾﻤﻜﻨﮭﺎ اﻹطﻼع ﻋﻠﻰ
اﻟﻤﻠﻒ اﻟﺼﺤﻲ ﻷي ﻓﺮد ﻣﻦ اﻷﻓﺮاد اﻟﻤﻘﯿﻤﯿﻦ ﻋﻠﻰ أرض اﻟﺪوﻟﺔ ﺑﺪون طﻠﺐ أذن ﻣﻦ ذﻟﻚ اﻟﻔﺮد و ﺑﺪون اﻟﺮﺟﻮع إﻟﯿﮫ
أﯾﻀﺎً ،و اﻟﺴﺒﺐ ﻓﻲ وﺿﻊ ھﺬا اﻟﻘﯿﺪ ھﻮ اﻟﺤﺪ ﻣﻦ اﻧﺘﺸﺎر ھﺬا اﻟﻮﺑﺎء ﻣﻦ ﺧﻼل إﻣﻜﺎﻧﯿﺔ ﻋﺰل اﻟﻤﺼﺎﺑﯿﻦ ﻟﺤﻤﺎﯾﺔ اﻟﺼﺤﺔ
اﻟﻌﺎﻣﺔ ،و ﻗﺪ أﻋﻄﻰ اﻟﻘﺎﻧﻮن اﻹﺗﺤﺎدي رﻗﻢ  14ﻟﺴﻨﺔ  2014ﻓﻲ ﺷﺄن ﻣﻜﺎﻓﺤﺔ اﻷﻣﺮاض اﻟﺴﺎرﯾﺔ ﺻﻼﺣﯿﺔ اﻹطﻼع ﻋﻠﻰ
اﻟﻤﻠﻔﺎت اﻟﻄﺒﯿﺔ ﻟﺠﻤﯿﻊ اﻷﻓﺮاد ﻣﻦ ﻗﺒﻞ اﻟﻮزارة و اﻟﺠﮭﺔ اﻟﺼﺤﯿﺔ ﻓﻲ ﺣﺎﻟﺔ ﺗﻔﺸﻲ أﺣﺪ اﻷوﺑﺌﺔ و اﻷﻣﺮاض اﻟﺨﻄﯿﺮة و اﻟﺘﻰ
ﻗﺪ ﺗﮭﺪد ﺳﻼﻣﺔ اﻟﺠﻤﯿﻊ ،و ھﺬا ﻣﺎ ﻧﺼﺖ ﻋﻠﯿﮫ اﻟﻤﺎدة ) (7ﻣﻦ اﻟﻘﺎﻧﻮن أﻋﻼه ﺑﺈﻋﻄﺎء ﺻﻼﺣﯿﺔ اﺗﺨﺎذ اﻹﺟﺮاءات اﻟﻼزﻣﺔ
ﺑﺎﻟﺘﻨﺴﯿﻖ ﻣﻊ اﻟﺠﮭﺎت اﻟﻤﺨﺘﺼﺔ ﻣﻦ ﻗﺒﻞ اﻟﻮزارة و اﻟﺠﮭﺔ اﻟﺼﺤﯿﺔ ،و ھﺬا ﻣﺎ أﻛﺪه اﻟﺪﺳﺘﻮر ﻓﻲ اﻟﻤﺎدة ) (19ﺑﻜﻔﺎﻟﺔ اﻟﻤﺠﺘﻤﻊ
ﻟﻠﻤﻮاطﻨﯿﻦ وﺳﺎﺋﻞ اﻟﻮﻗﺎﯾﺔ و اﻟﻌﻼج ﻣﻦ اﻷﻣﺮاض و اﻷوﺑﺌﺔ ،و ﺑﺎﻟﺮﻏﻢ ﻣﻦ أن اﻟﻤﺎدة ) (29ﻣﻦ اﻟﺪﺳﺘﻮر أﻛﺪت ﻋﻠﻰ ﺣﺮﯾﺔ
اﻟﺘﻨﻘﻞ ﻟﻸﻓﺮاد إﻻ أن ﻣﺎ ﯾﺤﺪث ﻓﻲ ﺣﺎل ﺗﻔﺸﻲ اﻷوﺑﺌﺔ ﻣﻦ ﺗﻘﯿﯿﺪ ﻟﺤﺮﯾﺔ اﻷﻓﺮاد  1ﻻ ﯾﻌﺘﺒﺮ ﻋﺪم ﺗﻄﺒﯿﻖ ﻟﻨﺺ اﻟﺪﺳﺘﻮر إﻧﻤﺎ
ھﻮ اﺳﺘﺜﻨﺎ ًء ﻟﻔﺘﺮة زﻣﻨﯿﺔ ﺣﺘﻰ اﻧﺘﮭﺎء اﻟﻮﺑﺎء .ﻛﻤﺎ ﺗﻢ ﺗﻮظﯿﻒ ﺧﻮارزﻣﯿﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻓﻲ أﺣﺪ اﻟﺘﻄﺒﯿﻘﺎت وھﻮ
ﺗﻄﺒﯿﻖ )اﻟﺤﺼﻦ(  ،2ﻟﺴﮭﻮﻟﺔ اﻟﺤﺪ ﻣﻦ اﻧﺘﺸﺎر ھﺬا اﻟﻮﺑﺎء.

اﻟﻔﺮع اﻟﺜﺎﻟﺚ :اﻟﻘﯿﻮد اﻟﻮاردة ﻓﻲ اﻟﻤﺎدة ) (4ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (45ﻟﺴﻨﺔ  2021ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت
اﻟﺸﺨﺼﯿﺔ
ﻟﻘﺪ وﺿﻊ اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ ﺿﻮاﺑﻂ ﻣﺸﺪدة ﻟﺤﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻹﻟﻜﺘﺮوﻧﯿﺔ و ﻟﻜﻨﮫ اﺳﺘﺜﻨﻰ ﺑﻌﺾ
اﻟﺤﺎﻻت اﻟﺘﻲ ﯾﻤﻜﻦ اﻹطﻼع ﻓﯿﮭﺎ ﻋﻠﻰ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ،ﻓﻘﺪ ﻧﺼﺖ اﻟﻤﺎدة ) (4ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﻹﻣﺎراﺗﻲ ﺑﺸﺄن
ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ و اﻟﺘﻲ ﺟﺎءت ﺑﻌﻨﻮان )ﺣﺎﻻت ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺑﺪون ﻣﻮاﻓﻘﺔ ﺻﺎﺣﺒﮭﺎ( ﻋﻠﻰ ﻋﺪة
ﺣﺎﻻت ﯾﺠﻮز ﻓﯿﮭﺎ ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺑﺪون ﺗﻄﻠﺐ ﻣﻮاﻓﻘﺔ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت و ھﻲ ﻛﺎﻟﺘﺎﻟﻲ:
 أن ﺗﻜﻮن اﻟﻤﻌﺎﻟﺠﺔ ﺿﺮورﯾﺔ ﻹﻗﺎﻣﺔ أي ﻣﻦ اﻟﻤﻄﺎﻟﺒﺔ ﺑﺎﻟﺤﻘﻮق و اﻟﺪﻋﺎوى اﻟﻘﺎﻧﻮﻧﯿﺔ أو اﻟﺪﻓﺎع ﻋﻨﮭﺎ أو ﺗﺘﻌﻠﻖﺑﺎﻹﺟﺮاءات اﻟﻘﻀﺎﺋﯿﺔ أو اﻷﻣﻨﯿﺔ :ﻧﺺ اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ ﻓﻲ اﻟﺒﻨﺪ اﻟﺜﺎﻟﺚ ﻣﻦ اﻟﻤﺎدة اﻟﺮاﺑﻌﺔ ﻋﻠﻰ ذﻟﻚ ،ﻓﻔﻲ ﺣﺎل ﻛﺎن
اﻟﻤﻌﺎﻟﺠﺔ ﺿﺮورﯾﺔ ﻟﻠﻤﻄﺎﻟﺒﺔ ﺑﺎﻟﺤﻘﻮق أو اﻟﺪﻓﺎع ﻋﻨﮭﺎ ﺳﻮاء ﻛﺎﻧﺖ ھﺬه اﻟﻤﻄﺎﻟﺒﺔ ﺗﺘﻌﻠﻖ ﺑﺎﻟﺪﻋﺎوى اﻟﻤﺪﻧﯿﺔ أو اﻟﺠﺰاﺋﯿﺔ ،أو
اﻟﻤﻌﺎﻟﺠﺔ اﻟﺘﻲ ﺗﺘﻌﻠﻖ ﺑﺎﻹﺟﺮاءات اﻟﻘﻀﺎﺋﯿﺔ أو اﻷﻣﻨﯿﺔ ﻛﺄن ﯾﻜﻮن ﻣﻦ اﻟﻀﺮوري ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت ﻟﻐﺮض ﻣﻨﻊ أو ﻛﺸﻒ
ﺟﺮﯾﻤﺔ ﺑﻨﺎ ًء ﻋﻠﻰ ﻗﺮار ﻗﻀﺎﺋﻲ أو أﻣﺮ ﻣﻦ اﻟﻤﺪﻋﻲ اﻟﻌﺎم ﯾﮭﺪف إﻟﻰ ﻣﻨﻊ أو ﻛﺸﻒ أو ﻣﺘﺎﺑﻌﺔ اﻟﺠﺮاﺋﻢ اﻟﻤﺮﺗﻜﺒﺔ ،أو ﻓﻲ ﺣﺎل
ﻛﺎﻧﺖ ھﺬه اﻟﻤﻌﺎﻟﺠﺔ ﺿﺮورﯾﺔ ﻟﻺﺟﺮاءات اﻟﺴﺎﺑﻘﺔ ﻋﻠﻰ وﻗﻮع اﻟﺠﺮاﺋﻢ ﻟﻠﻜﺸﻒ اﻟﺴﺮﯾﻊ ﻋﻨﮭﺎ ،ﻛﻘﯿﺎم اﻟﺠﮭﺎت اﻷﻣﻨﯿﺔ ﻓﻲ
اﻟﺪوﻟﺔ ﺑﺘﺴﺠﯿﻞ ﺑﺼﻤﺎت ﻣﻦ ﯾﻘﻄﻦ ﻋﻠﻰ أرض اﻟﺪوﻟﺔ ﻣﻦ ﻣﻮاطﻨﯿﻦ و ﻣﻘﯿﻤﯿﻦ  ،3ﻣﻤﺎ ﯾﮭﺪف إﻟﻰ ﺑﻨﺎء ﻣﺠﺘﻤﻊ آﻣﻦ ﻣﻦ ﺧﻼل
اﻟﻜﺸﻒ اﻟﺴﺮﯾﻊ و اﻟﺪﻗﯿﻖ اﻟﺬي ﯾﻮﺻﻞ إﻟﻰ ﻣﺮﺗﻜﺐ اﻟﺠﺮﯾﻤﺔ.
 1اﻟﻤﺎدة  18ﻣﻦ اﻟﻘﺎﻧﻮن اﻹﺗﺤﺎدي رﻗﻢ  14ﻟﺴﻨﺔ  2014ﻓﻲ ﺷﺄن ﻣﻜﺎﻓﺤﺔ اﻷﻣﺮاض اﻟﺴﺎرﯾﺔ اﻟﻤﻨﺸﻮر ﻓﻲ اﻟﺠﺮﯾﺪة اﻟﺮﺳﻤﯿﺔ ،اﻟﻌﺪد ) ،(572اﻟﺴﻨﺔ ) ،(44اﻟﻤﻮاﻓﻖ .2014/11/30
 2ﺗﻄﺒﯿﻖ "ﻣﺠﺘﻤﻊ واﻋﻲ" )اﻟﺒﺤﺮﯾﻦ( ،ﺗﻄﺒﯿﻘﻲ "ﺗﻮﻛﻠﻨﺎ ،ﺗﺒﺎﻋﺪ" )اﻟﺴﻌﻮدﯾﺔ( ،ﺗﻄﺒﯿﻖ "ﺷﻠﻮﻧﻚ" )اﻟﻜﻮﯾﺖ( ،ﺗﻄﺒﯿﻖ "اﺣﺘﺮاز" )ﻗﻄﺮ( ﺗﻄﺒﯿﻖ "اﺣﻤﻲ" )ﺗﻮﻧﺲ(

.

ﺗﻄﺒﯿﻖ )) (CovidSafeأﺳﺘﺮاﻟﯿﺎ( ،ﺗﻄﺒﯿﻖ "ﺻﺤﺔ ﻣﺼﺮ" )ﻣﺼﺮ(.
اﻧﻈﺮ ﻟﻄﻔﻲ ،ﺳﻌﺪ )دﯾﺴﻤﺒﺮ " .(2020ﺟﺎﺋﺤﺔ ﻛﻮروﻧﺎ" ﺗﻄﺒﯿﻘﺎت اﻟﺘﺘﺒﻊ اﻹﻟﻜﺘﺮوﻧﻲ ﻗﺪ ﺗﮭﺪد اﻟﺨﺼﻮﺻﯿﺔ .اﻟﻤﻨﺸﻮر ﻋﻠﻰ:
/https://www.scientificamerican.com/arabic/articles/news/tracking-applications-may-threaten-privacy
Access date:14/12/2021.
 3اﻧﻈﺮ ﺳﻌﺪ ،ﺳﻮﻣﯿﺔ .ﺧﺒﺮ ﺻﺤﻔﻲ ﺑﻌﻨﻮان "ﺗﺴﺠﯿﻞ ﺑﺼﻤﺎت ﺟﻤﯿﻊ ﺳﻜﺎن دﺑﻲ ﻗﺮﯾﺒﺎً" ﺑﺘﺎرﯾﺦ  .2022/03/21ﺟﺮﯾﺪة اﻟﺨﻠﯿﺞ .ﻣﻨﺸﻮر ﻋﻠﻰ اﻟﺮاﺑﻂ:
 Access date:24/03/2022.ﺗﺴﺠﯿﻞ-ﺑﺼﻤﺎت-ﺟﻤﯿﻊ-ﺳﻜﺎن-دﺑﻲ-ﻗﺮﯾﺒﺎً/أﺧﺒﺎر-ﻣﻦ-اﻹﻣﺎرات/أﺧﺒﺎر-اﻟﺪارhttps://www.alkhaleej.ae/2022-03-21/
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 أن ﺗﻜﻮن اﻟﻤﻌﺎﻟﺠﺔ ﻣﺮﺗﺒﻄﺔ ﺑﺎﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﺘﻲ أﺻﺒﺤﺖ ﻣﺘﺎﺣﺔ و ﻣﻌﻠﻮﻣﺔ ﻟﻠﻜﺎﻓﺔ ﺑﻔﻌﻞ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت:وﺿﻌﺖ اﻟﺪوﻟﺔ اﻟﻌﺪﯾﺪ ﻣﻦ اﻟﺘﺸﺮﯾﻌﺎت اﻟﺘﻲ ﺗﺤﺪ ﻣﻦ اﻟﻤﻌﺎﻟﺠﺔ ﻏﯿﺮ اﻟﻤﺸﺮوﻋﺔ ﻟﻠﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺑﺪون ﻣﻮاﻓﻘﺔ ﺻﺎﺣﺐ
اﻟﺒﯿﺎﻧﺎت ﻣﻮاﻓﻘﺔ ﺻﺮﯾﺤﺔ ﺧﺎﻟﯿﺔ ﻣﻦ ﻋﯿﻮب اﻹرادة ،و ذﻟﻚ ﻷﻧﮭﺎ ﺗﻨﺘﮭﻚ ﺧﺼﻮﺻﯿﺔ اﻷﻓﺮاد ﻓﻲ اﻟﻤﺠﺘﻤﻊ ،ﻟﻜﻦ ﻓﻲ ﺑﻌﺾ
اﻷﺣﯿﺎن ﯾﻘﻮم ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﺑﻨﺸﺮ ﺑﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ ﻋﻠﻰ اﻟﻤﻸ ،ﻓﺈذا ﻧﺸﺮت ھﺬه اﻟﺒﯿﺎﻧﺎت و أﺻﺒﺤﺖ ﻣﺘﺎﺣﺔ و ﻣﻌﻠﻮﻣﺔ
ﻟﻜﺎﻓﺔ اﻷﻓﺮاد ﺑﻔﻌ ٍﻞ ﻣﻦ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ،ﻓﺬﻟﻚ ﯾﻌﻄﻲ ﻣﺆﺷﺮاً ﺑﺈﻣﻜﺎﻧﯿﺔ ﻣﻌﺎﻟﺠﺘﮭﺎ دون اﻟﺮﺟﻮع ﻟﻤﻮاﻓﻘﺔ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت.
 أن ﺗﻜﻮن اﻟﻤﻌﺎﻟﺠﺔ ﺿﺮورﯾﺔ ﻷﻏﺮاض اﻟﻄﺐ اﻟﻤﮭﻨﻲ أو اﻟﻮﻗﺎﺋﻲ ﻣﻦ أﺟﻞ ﺗﻘﯿﯿﻢ ﻗﺪرة اﻟﻤﻮظﻔﯿﻦ ﻋﻠﻰ اﻟﻌﻤﻞ ،أواﻟﺘﺸﺨﯿﺺ اﻟﻄﺒﻲ أو ﺗﻘﺪﯾﻢ اﻟﺮﻋﺎﯾﺔ اﻟﺼﺤﯿﺔ أو اﻻﺟﺘﻤﺎﻋﯿﺔ أو اﻟﻌﻼج أو ﺧﺪﻣﺎت اﻟﺘﺄﻣﯿﻦ اﻟﺼﺤﻲ أو إدارة أﻧﻈﻤﺔ و ﺧﺪﻣﺎت
اﻟﺮﻋﺎﯾﺔ اﻟﺼﺤﯿﺔ أو اﻻﺟﺘﻤﺎﻋﯿﺔ وﻓﻘﺎ ً ﻟﻠﺘﺸﺮﯾﻌﺎت اﻟﺴﺎرﯾﺔ ﻓﻲ اﻟﺪوﻟﺔ.
ﻻ ﯾﺸﺘﺮط ﻣﻮاﻓﻘﺔ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﻋﻠﻰ ﻣﻌﺎﻟﺠﺔ ﺑﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ ﻓﻲ ﻣﺴﺎﺋﻞ ﻣﻌﯿﻨﺔ ﺗﺪﺧﻞ ﻓﻲ اﻟﻄﺐ ﻛﺄﻏﺮاض
اﻟﻄﺐ اﻟﻤﮭﻨﻲ أو اﻟﻮﻗﺎﺋﻲ ،ﻓﯿﮭﺪف اﻟﻄﺐ اﻟﻤﮭﻨﻲ  1إﻟﻰ اﻟﺘﺮﻛﯿﺰ ﻋﻠﻰ ﺗﺄﺛﯿﺮ اﻟﻌﻤﻞ ﻋﻠﻰ ﺻﺤﺔ اﻟﻌﺎﻣﻠﯿﻦ ﻓﻲ ﻗﻄﺎﻋﺎت اﻟﺪوﻟﺔ
اﻟﻤﺨﺘﻠﻔﺔ ،ﻣﻤﺎ ﯾﻨﻌﻜﺲ إﯾﺠﺎﺑﺎ ً ﻋﻠﻰ ﻗﻮة اﻟﻌﻤﻞ اﻟﻤﺴﺘﻘﺮة ﻧﻔﺴﯿﺎ ً و ﺑﺪﻧﯿﺎً ،و ﯾﺆدي إﻟﻰ إﻧﺘﺎﺟﯿﺔ ﻋﺎﻟﯿﺔ و ﺗﻘﻠﯿﻞ ﻓﺘﺮات اﻟﻐﯿﺎب
ﻋﻦ اﻟﻌﻤﻞ ،ﻣﻦ ﺟﺎﻧﺐ آﺧﺮ ﯾﮭﺪف اﻟﻄﺐ اﻟﻮﻗﺎﺋﻲ إﻟﻰ اﻻﺳﺘﺒﺎﻗﯿﺔ ﻓﻲ اﻟﻮﻗﺎﯾﺔ ﻣﻦ اﻧﺘﺸﺎر اﻷوﺑﺌﺔ اﻟﺼﺤﯿﺔ ﻣﻤﺎ ﯾﺆدي ﻟﺮﻓﻊ
اﻟﺼﺤﺔ اﻟﻌﺎﻣﺔ ﻟﻠﻤﺠﺘﻤﻌﺎت اﻟﺒﺸﺮﯾﺔ ،و ﻛﺬﻟﻚ اﺗﺨﺎذ اﻹﺟﺮاءات اﻟﺴﺮﯾﻌﺔ ﻓﻲ ﺣﺎل ﺣﺪوﺛﮭﺎ ﻣﻨﻌﺎ ً ﻣﻦ اﻧﺘﺸﺎرھﺎ و ﻟﺤﺼﺮ
أﺿﺮارھﺎ ،ﻓﻤﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت ﻟﮭﺪف اﻟﻄﺐ اﻟﻮﻗﺎﺋﻲ ﯾﮭﺪف إﻟﻰ اﻟﺘﻘﻠﯿﻞ ﻣﻦ اﻷﻣﺮاض اﻟﻮراﺛﯿﺔ اﻟﻤﻨﺘﺸﺮة ﺑﯿﻦ اﻷﺳﺮ ﻟﻠﺤﻔﺎظ
ﻋﻠﻰ ﺻﺤﺔ أﻓﺮاد اﻟﻤﺠﺘﻤﻊ.
 أن ﺗﻜﻮن اﻟﻤﻌﺎﻟﺠﺔ ﺿﺮورﯾﺔ ﻷﻏﺮاض أرﺷﯿﻔﯿﺔ أو دراﺳﺎت ﻋﻠﻤﯿﺔ و ﺗﺎرﯾﺨﯿﺔ و إﺣﺼﺎﺋﯿﺔ وﻓﻘﺎ ً ﻟﻠﺘﺸﺮﯾﻌﺎتاﻟﺴﺎرﯾﺔ ﻓﻲ اﻟﺪوﻟﺔ .اﻷﺻﻞ ﻋﺪم ﺟﻮاز اﻹطﻼع ﻋﻠﻰ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻟﻸﻓﺮاد ،ﻟﻜﻦ أﺟﺎز اﻟﻤﺸﺮع اﻹطﻼع ﻋﻠﻰ ﺑﯿﺎﻧﺎت
اﻷﻓﺮاد اﻟﺸﺨﺼﯿﺔ إذا ﻛﺎﻧﺖ اﻟﻤﻌﺎﻟﺠﺔ ﺿﺮورﯾﺔ ﻷﻏﺮاض اﻷرﺷﯿﻒ ،أو ﻟﻠﺪراﺳﺎت اﻟﺘﺎرﯾﺨﯿﺔ ﻛﺎﻷﺣﺪاث اﻟﻤﺘﻌﻠﻘﺔ ﺑﺮﺟﺎل
اﻟﺴﯿﺎﺳﺔ أو اﻟﻘﻀﺎء و اﻟﻘﺎﻧﻮن أو اﻟﺪراﺳﺎت اﻟﻌﻠﻤﯿﺔ و ﻛﺬﻟﻚ اﻹﺣﺼﺎﺋﯿﺔ.
 أن ﺗﻜﻮن اﻟﻤﻌﺎﻟﺠﺔ ﺿﺮورﯾﺔ ﻟﺘﻨﻔﯿﺬ ﻋﻘﺪ ﯾﻜﻮن ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت طﺮﻓﺎ ً ﻓﯿﮫ أو ﻻﺗﺨﺎذ إﺟﺮاءات ﺑﻨﺎ ًء ﻋﻠﻰ طﻠﺐﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﺑﮭﺪف إﺑﺮام ﻋﻘﺪ أو ﺗﻌﺪﯾﻠﮫ أو إﻧﮭﺎﺋﮫ.
ﺗﻘﺎﺑﻞ ھﺬه اﻟﻨﺼﻮص ﻣﺎ أورده اﻟﻤﺸﺮع اﻷوروﺑﻲ ﻓﻲ اﻟﻤﺎدة اﻟﺴﺎدﺳﺔ ﻣﻦ اﻟﻼﺋﺤﺔ اﻷوروﺑﯿﺔ ،و اﻟﺘﻲ ﺗﻨﺎوﻟﺖ ﻗﺎﻧﻮﻧﯿﺔ
اﻟﻤﻌﺎﻟﺠﺔ ).(Lawfulness of processing

 1أو ﻣﺎ ﯾﺴﻤﻰ "طﺐ اﻟﻌﻤﻞ".
 , Access date:24/03/2022.طﺐ_اﻟﻌﻤﻞhttps://ar.wikipedia.org/wiki/

40

اﻟﻔﺼﻞ اﻟﺜﺎﻟﺚ :ﻣﻀﻤﻮن اﻟﺤﻤﺎﯾﺔ اﻟﻘﺎﻧﻮﻧﯿﺔ ﻟﻠﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ ﻓﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء
اﻻﺻﻄﻨﺎﻋﻲ
ﺗﻤﮭﯿﺪ و ﺗﻘﺴﯿﻢ
ﻛﺮﺳﺖ اﻟﻤﻮاﺛﯿﻖ اﻟﺪوﻟﯿﺔ واﻟﺘﺸﺮﯾﻌﺎت اﻟﻮطﻨﯿﺔ ﻣﺠﻤﻮﻋﺔ ﻣﻦ اﻟﻤﺒﺎدئ اﻟﺘﻲ ﺗﻀﻤﻦ إﺟﺮاء ﻋﻤﻠﯿﺔ ﺟﻤﻊ وﻣﻌﺎﻟﺠﺔ
وﻧﻘﻞ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺑﻄﺮﯾﻘﺔ ﺻﺤﯿﺤﺔ وﺷﻔﺎﻓﺔ وﻧﺰﯾﮭﺔ ،ﻛﻤﺎ أﻧﮭﺎ ﻣﻨﺤﺖ ﺻﺎﺣﺐ اﻟﺤﻖ ﺑﺨﺼﻮﺻﯿﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ
اﻟﻌﺪﯾﺪ ﻣﻦ اﻟﺤﻘﻮق وﻓﺮﺿﺖ ﻣﺠﻤﻮﻋﺔ ﻣﻦ اﻻﻟﺘﺰاﻣﺎت ﻋﻠﻰ اﻟﻤﺴﺆول ﻋﻦ ﺗﺨﺰﯾﻦ وﻣﻌﺎﻟﺠﺔ وﻧﻘﻞ ھﺬه اﻟﺒﯿﺎﻧﺎت .وﻣﻦ أھﻢ
ھﺬه اﻟﺤﻘﻮق ،ﺣﻖ اﻟﻤﺴﺘﺨﺪم ﻓﻲ اﻻﻋﺘﺮاض ﻋﻠﻰ ﺟﻤﻊ ﺑﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ ،واﻟﺤﻖ ﻓﻲ ﻣﺮاﻗﺒﺔ ھﺬه اﻟﺒﯿﺎﻧﺎت ،وﺣﻖ اﻟﺪﺧﻮل
إﻟﯿﮭﺎ واﻟﺘﻌﺪﯾﻞ ﻋﻠﯿﮭﺎ وﺣﻖ ﺳﺤﺐ اﻟﺒﯿﺎﻧﺎت اﻟﺨﺎﺻﺔ ﺑﮫ ،واﻟﺤﻖ ﻓﻲ اﻟﺴﻼﻣﺔ ،واﻟﺤﻖ ﻓﻲ اﻟﻨﺴﯿﺎن .ﻛﻤﺎ أن ﻣﻦ أھﻢ اﻟﺘﺰاﻣﺎت
اﻷﺷﺨﺎص اﻟﻤﺴﺆوﻟﯿﻦ ﻋﻦ ﺣﻔﻆ وﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ وﺟﻮب إﻋﻼم اﻟﻤﺴﺘﺨﺪم ﺑﺎﻟﻐﺎﯾﺔ ﻣﻦ اﻟﺠﻤﻊ واﻟﻤﻌﺎﻟﺠﺔ،
وﺟﻮب اﻟﺤﺼﻮل ﻋﻠﻰ إذﻧﮫ ،وﺟﻮب اﺳﺘﺨﺪام وﺳﺎﺋﻞ ﺗﻘﻨﯿﺔ آﻣﻨﺔ وﺳﻠﯿﻤﺔ ﺧﻼل ﻋﻤﻠﯿﺔ اﻟﺠﻤﻊ واﻟﻤﻌﺎﻟﺠﺔ ﻟﻤﻨﻊ اﺧﺘﺮاق
اﻟﺒﯿﺎﻧﺎت ،وإذا ﺗﻢ اﻹﺧﻼل ﺑﺄي ﻣﻦ ھﺬه اﻟﺤﻘﻮق واﻻﻟﺘﺰاﻣﺎت ﺗﻨﺸﺄ ﻣﺴﺆوﻟﯿﺔ اﻟﻘﺎﺋﻤﯿﻦ ﻋﻠﻰ اﻟﺠﻤﻊ واﻟﻤﻌﺎﻟﺠﺔ ،وھﻮ ﻣﺎ
ﻧﺪرﺳﮫ ،ﺣﯿﺚ ﺳﻨﺘﻄﺮق أوﻻً ﻟﻨﻄﺎق ﺣﻤﺎﯾﺔ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ ﻓﻲ اﻟﺘﺸﺮﯾﻊ اﻹﻣﺎراﺗﻲ و اﻟﻤﻘﺎرن ،ﺛﻢ
ﺳﻨﺘﻄﺮق ﻟﻠﻤﺴﺆوﻟﯿﺔ ﻋﻦ اﻟﻤﺴﺎس ﺑﮭﺬا اﻟﺤﻖ ﻓﻲ اﻟﻤﺒﺤﺚ اﻟﺜﺎﻧﻲ.
اﻟﻤﺒﺤﺚ اﻷول :ﻧﻄﺎق ﺣﻤﺎﯾﺔ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ ﻓﻲ اﻟﺘﺸﺮﯾﻊ اﻻﻣﺎراﺗﻲ واﻟﻤﻘﺎرن

ﺗﻤﮭﯿﺪ و ﺗﻘﺴﯿﻢ
ﻛﻤﺎ أﺷﺮﻧﺎ ﺳﺎﺑﻘﺎ ً إﻟﻰ ﻋﻨﺎﺻﺮ و ﻣﺨﺎطﺮ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﻓﻲ ظﻞ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ،ﻓﻜﺎن ﻻﺑﺪ
ﻣﻦ اﻟﺘﻄﺮق إﻟﻰ اﻟﺒﺤﺚ ﻓﻲ أطﺮ اﻟﺤﻤﺎﯾﺔ اﻟﺘﻲ وﺿﻌﺘﮭﺎ اﻟﻘﻮاﻧﯿﻦ اﻟﺪوﻟﯿﺔ و اﻟﻮطﻨﯿﺔ ﻟﺤﻤﺎﯾﺔ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﻓﻲ ظﻞ
ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ،و ھﺬا ﻣﺎ ﺳﻨﺘﻄﺮق ﻟﮫ ﻓﻲ ھﺬا اﻟﻤﺒﺤﺚ ﺣﯿﺚ ﺳﻨﻘﺴﻢ اﻟﻤﺒﺤﺚ إﻟﻰ ﻣﻄﻠﺐ أول ﻧﺘﺤﺪث ﻓﯿﮫ
ﻋﻦ اﻟﻤﺒﺎدئ اﻟﻀﺎﻣﻨﺔ ﻟﻤﺸﺮوﻋﯿﺔ ﺣﻤﺎﯾﺔ اﻟﺨﺼﻮﺻﯿﺔ اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ ﻓﻲ ظﻞ اﻟﺘﺸﺮﯾﻊ اﻻﻣﺎراﺗﻲ واﻟﻤﻘﺎرن و ﺷﺮوطﮭﺎ ،ﺛﻢ
ﻧﺘﺤﺪث ﻋﻦ ﺣﻘﻮق اﻟﻤﺴﺘﺨﺪم ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ و اﻻﻟﺘﺰاﻣﺎت اﻟﻤﻠﻘﺎة ﻋﻠﻰ ﻣﺸﻐﻠﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ
اﻟﻤﻄﻠﺐ اﻟﺜﺎﻧﻲ.

اﻟﻤﻄﻠﺐ اﻷول :اﻟﻤﺒﺎدئ اﻟﻀﺎﻣﻨﺔ ﻟﺤﻤﺎﯾﺔ اﻟﺨﺼﻮﺻﯿﺔ اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ وﺷﺮوطﮭﺎ
ﺗﻨﺒﮭﺖ اﻟﺪول ﻟﻀﺮورة ﺗﻨﻈﯿﻢ ﺣﻤﺎﯾﺔ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ واﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ووﺿﻌﺖ
اﻟﺘﺸﺮﯾﻌﺎت اﻟﻼزﻣﺔ ﻟﺬﻟﻚ ،وﻗﺪ ﺗﻨﻮﻋﺖ اﻟﻨﻤﺎذج اﻟﺘﺸﺮﯾﻌﯿﺔ اﻟﻤﺘﺒﻌﺔ ﻟﺘﻨﻈﯿﻢ ﺣﻤﺎﯾﺔ اﻟﺨﺼﻮﺻﯿﺔ واﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ،ﻓﻤﻨﮭﺎ
ﻣﺎ وﺿﻊ ﻧﺼﻮﺻﺎ ً ﺻﺮﯾﺤﺔ ﻓﻲ ﻗﻮاﻧﯿﻦ ﺧﺎﺻﺔ ﺑﺤﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ،ﻛﺎﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (45ﻟﺴﻨﺔ
 2021ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ وﻗﺎﻧﻮن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﻤﺼﺮي رﻗﻢ ) (151ﻟﺴﻨﺔ  2020واﻟﻘﺎﻧﻮن
اﻷردﻧﻲ ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻟﺴﻨﺔ  2022واﻟﻘﺎﻧﻮن اﻟﺘﻮﻧﺴﻲ ﺑﻤﺸﺮوع ﻗﺎﻧﻮن أﺳﺎﺳﻲ ﻋﺪد  2018/25ﯾﺘﻌﻠﻖ
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ﺑﺤﻤﺎﯾﺔ اﻟﻤﻌﻄﯿﺎت اﻟﺸﺨﺼﯿﺔ  ،1وﻣﻨﮭﺎ ﻣﺎ ﺗﻄﺮق ﻟﻤﺴﺄﻟﺔ ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻓﻲ ﻗﻮاﻧﯿﻦ أﺧﺮى ﺗﻨﻈﻢ اﻟﻤﻌﺎﻣﻼت
اﻻﻟﻜﺘﺮوﻧﯿﺔ أو ﺣﻤﺎﯾﺔ اﻟﻤﺴﺘﮭﻠﻚ ﺑﺸﻜﻞ ﻋﺎم ،ﻛﻤﺎ ﻓﻌﻞ اﻟﻤﺸﺮع اﻟﻌﻤﺎﻧﻲ ﻓﻲ اﻟﻔﺼﻞ اﻟﺴﺎﺑﻊ ﻣﻦ ﻗﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت اﻻﻟﻜﺘﺮوﻧﯿﺔ
ﻟﺴﻨﺔ  2008واﻟﻜﻮﯾﺘﻲ ﻓﻲ ﻗﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت اﻻﻟﻜﺘﺮوﻧﯿﺔ ،وﻣﻨﮭﺎ ﻣﺎ ﺟﺎء ﺑﺸﻜﻞ ﻗﻮاﻧﯿﻦ ﺷﺎﻣﻠﺔ ﺗﺘﻀﻤﻦ ﻧﺼﻮﺻﺎ ً ﺗﺤﻜﻢ ﺟﻤﻊ
وﻣﻌﺎﻟﺠﺔ وﺗﺨﺰﯾﻦ اﻟﺒﯿﺎﻧﺎت ﻣﻦ ﻗﺒﻞ ﺟﮭﺎت ﻓﻲ اﻟﻘﻄﺎﻋﯿﻦ اﻟﻌﺎم واﻟﺨﺎص وﻧﻘﻠﮭﺎ ﻟﻠﺨﺎرج ،وأوﺟﺪت ھﺬه اﻟﻘﻮاﻧﯿﻦ ھﯿﺌﺔ أو
ﺟﮭﺔ ﺗﺸﺮف ﻋﻠﻰ ﺗﻄﺒﯿﻖ اﻟﻘﺎﻧﻮن ﺑﺸﻜﻞ ﺻﺤﯿﺢ ،ﻛﻤﺎ ﻓﻲ دول اﻻﺗﺤﺎد اﻷوروﺑﻲ وﻛﻨﺪا وأﺳﺘﺮاﻟﯿﺎ .ﺑﯿﻨﻤﺎ ﺗﺘﺒﻨﻰ دول أﺧﺮى
ﻧﻤﻮذﺟﺎ ً ﯾﻌﺘﻤﺪ ﻋﻠﻰ اﻟﻘﻮاﻧﯿﻦ اﻟﻘﻄﺎﻋﯿﺔ اﻟﻤﺘﺨﺼﺼﺔ ،ﺣﯿﺚ ﻻ ﯾﺘﻢ وﺿﻊ ﺗﺸﺮﯾﻊ ﻋﺎم ﻟﺤﻤﺎﯾﺔ اﻟﺨﺼﻮﺻﯿﺔ ﻓﻲ ﻛﻞ اﻟﻤﺠﺎﻻت،
ﺑﻞ ﺗﺼﺪر ﻗﻮاﻧﯿﻦ ﻣﺘﺨﺼﺼﺔ ﻟﻜﻞ ﻗﻄﺎع ﻋﻠﻰ ﺣﺪه ،ﻛﺎﻟﻘﻮاﻧﯿﻦ اﻟﺨﺎﺻﺔ ﺑﺎﻟﺨﺼﻮﺻﯿﺔ ﻓﻲ اﻟﻘﻄﺎع اﻟﺒﻨﻜﻲ ،وﺳﺮﯾﺔ اﻟﺒﯿﺎﻧﺎت
ﺑﻘﻄﺎع ﻋﻤﻞ اﻟﺸﺮطﺔ ،وﻓﻲ ﻗﻄﺎع اﻻﺗﺼﺎﻻت ،واﻟﺴﺮﯾﺔ ﻓﻲ ﻣﺠﺎل اﻟﻤﺤﺎﻣﺎة ،وﻣﯿﺰة ھﺬا اﻟﻨﻤﻮذج أن ﯾﺘﻮاﻛﺐ ﻣﻊ اﻟﺘﻄﻮرات
اﻟﺤﺪﯾﺜﺔ ،ﻟﻜﻨﮫ ﯾﺘﻄﻠﺐ ﺳﻦ ﻗﻮاﻧﯿﻦ ﺟﺪﯾﺪة ﺑﺸﻜﻞ ﻣﺴﺘﻤﺮ ،ﻛﺬﻟﻚ ﻻ ﯾﻮﺟﺪ ﺟﮭﺔ ﻋﺎﻣﺔ ﻟﻤﺮاﻗﺒﺔ ﺗﻄﺒﯿﻖ اﻟﻘﺎﻧﻮن .ﺑﺎﻟﻤﻘﺎﺑﻞ ،ﺗﺘﺮك
ﺑﻌﺾ اﻟﺪول ،ﻛﺎﻟﯿﺎﺑﺎن واﻟﻮﻻﯾﺎت اﻟﻤﺘﺤﺪة وﺳﻨﻐﺎﻓﻮرة ،ﻣﻮﺿﻮع ﺣﻤﺎﯾﺔ اﻟﺨﺼﻮﺻﯿﺔ واﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻟﻨﻤﻮذج اﻟﺘﻨﻈﯿﻢ
اﻟﺬاﺗﻲ أو اﻟﺘﺒﺎدﻟﻲ  ،2ﺣﯿﺚ ﺗﺆﺳﺲ ﻣﻦ ﺧﻼﻟﮫ اﻟﺸﺮﻛﺎت ﻧﻈﺎﻣﺎ ً ﺧﺎﺻﺎ ً ﻟﺘﺨﺰﯾﻦ وﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت واﻟﻤﻌﺎﯾﯿﺮ اﻟﻤﺘﺒﻌﺔ ﻣﻦ ﻗﺒﻠﮭﺎ،
ﻓﻼ ﯾﻜﻮن ﻟﺘﺪﺧﻞ اﻟﺪوﻟﺔ أﺛﺮاً ﻛﺒﯿﺮاً ،ﺑﻞ ھﻮ ﻣﻦ ﻋﻤﻞ اﻟﻤﺆﺳﺴﺎت واﻟﺸﺮﻛﺎت اﻟﺘﻲ ﺗﻌﻤﻞ ﻓﻲ ﻣﺠﺎل ﯾﺘﻀﻤﻦ ﻣﻌﺎﻟﺠﺔ وﺗﺨﺰﯾﻦ
اﻟﺒﯿﺎﻧﺎت ،ﻓﺘﻘﻮم ھﻲ ﺑﻮﺿﻊ ﻗﻮاﻋﺪ وﺳﯿﺎﺳﺎت ﻟﻠﺨﺼﻮﺻﯿﺔ ﺗﻄﺒﻘﮭﺎ ﻋﻠﻰ ﻛﻞ ﻣﻦ ﯾﺘﻌﺎﻣﻞ ﻣﻌﮭﺎ ،وھﻮ ﻣﺎ ﻧﺠﺪه ﻋﻠﻰ ﻣﻮاﻗﻊ
ﻣﺜﻞ ﺟﻮﺟﻞ ،وﻓﯿﺴﺒﻮك ،وﺗﻮﯾﺘﺮ وﻏﯿﺮھﺎ.
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أﻣﺎ اﻟﺘﺸﺮﯾﻊ اﻷﻣﺮﯾﻜﻲ ،ﻓﻜﻤﺎ أﺷﺮﻧﺎ أﻧﮫ ﻗﺪ وﺿﻊ ﺗﺸﺮﯾﻌﺎت ﻗﻄﺎﻋﯿﺔ ﻟﺤﻤﺎﯾﺔ اﻟﺨﺼﻮﺻﯿﺔ ،ﻛﻤﺎ أﻧﮫ ﺳﻤﺢ ﺑﺎﻟﻠﺠﻮء
ﻟﻔﻜﺮة اﻟﺘﻨﻈﯿﻢ اﻟﺬاﺗﻲ واﻟﺘﺒﺎدﻟﻲ ،ﻗﺪ ﻧﺺ اﻟﻤﺸﺮع اﻷﻣﺮﯾﻜﻲ ﻓﻲ اﻟﺘﻌﺪﯾﻞ اﻟﺮاﺑﻊ ﻣﻦ اﻟﺪﺳﺘﻮر  4ﻋﻠﻰ أﻧﮫ" :ﻻ ﯾﺠﻮز اﻟﻤﺴﺎس
ﺑﺤﻖ اﻟﺸﻌﺐ ﻓﻲ أن ﯾﻜﻮﻧﻮا آﻣﻨﯿﻦ ﻓﻲ أﺷﺨﺎﺻﮭﻢ وﻣﻨﺎزﻟﮭﻢ وﻣﺴﺘﻨﺪاﺗﮭﻢ وﻣﻘﺘﻨﯿﺎﺗﮭﻢ ﻣﻦ أي ﺗﻔﺘﯿﺶ أو ﻣﺼﺎدرة ﻏﯿﺮ ﻣﻌﻘﻮﻟﺔ"،
ﻓﮭﻮ ﯾﺆﻛﺪ ﻋﻠﻰ اﻟﺤﻖ ﻓﻲ اﺣﺘﺮام اﻟﺨﺼﻮﺻﯿﺔ .وﻧﺸﯿﺮ ھﻨﺎ إﻟﻰ ﻋﺪم وﺟﻮد ﺗﺸﺮﯾﻊ ﻓﯿﺪراﻟﻲ ﻋﺎم وﺷﺎﻣﻞ ﯾﻀﻤﻦ ﺧﺼﻮﺻﯿﺔ
اﻟﺒﯿﺎﻧﺎت وﺣﻤﺎﯾﺘﮭﺎ ،ﺑﻞ ﺗﺤﻤﻰ اﻟﺒﯿﺎﻧﺎت ﺿﻤﻦ ﺳﯿﺎﻗﺎت ﺧﺎﺻﺔ ﺑﻘﻄﺎع ﻣﻌﯿﻦ ،ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ أن ھﺬه اﻟﺘﺸﺮﯾﻌﺎت ﺗﻜﻮن ﻣﺤﻠﯿﺔ
أي ﺻﺎدرة ﻣﻦ وﻻﯾﺔ ﻣﻌﯿﻨﺔ و ﯾﻜﻮن ﺗﻄﺒﯿﻘﮭﺎ ﻓﻲ ﺣﺪود اﻟﻮﻻﯾﺔ ،ﻓﻘﺪ ﺳﻨﺖ وﻻﯾﺔ ﻧﯿﻮﯾﻮرك ﺗﺸﺮﯾﻌﺎت ﻟﺤﻤﺎﯾﺔ اﻟﺨﺼﻮﺻﯿﺔ
ﻋﺒﺮ اﻹﻧﺘﺮﻧﺖ ﺗﻔﺮض اﻟﻌﺪﯾﺪ ﻣﻦ إﺟﺮاءات ﺣﻤﺎﯾﺔ ﺳﺮﻗﺔ اﻟﮭﻮﯾﺔ ،و ﺑﺎﻟﺮﻏﻢ ﻣﻦ اﻟﺘﺸﺮﯾﻌﺎت اﻟﻤﺤﻠﯿﺔ اﻟﺘﻲ ﺗﺴﻨﮭﺎ اﻟﻮﻻﯾﺎت
إﻻ أن ھﻨﺎك وﻛﺎﻟﺔ ﻹﻧﻔﺎذ اﻟﺨﺼﻮﺻﯿﺔ ﻓﻲ اﻟﻮﻻﯾﺎت اﻟﻤﺘﺤﺪة اﻷﻣﺮﯾﻜﯿﺔ وھﻲ ﻟﺠﻨﺔ اﻟﺘﺠﺎرة اﻟﻔﯿﺪراﻟﯿﺔ ) ،5 (FTCﻓﺎﻟﻠﺠﻨﺔ
ﻣﺴﺆوﻟﺔ ﻋﻦ ﻋﺪة ﻗﻀﺎﯾﺎ ﺗﺘﻌﻠﻖ ﺑﺎﻟﺨﺼﻮﺻﯿﺔ وأﻣﻦ اﻟﺒﯿﺎﻧﺎت ﻛﺤﻤﺎﯾﺔ ﺧﺼﻮﺻﯿﺔ اﻷطﻔﺎل ﻋﻠﻰ اﻹﻧﺘﺮﻧﺖ وﺣﻤﺎﯾﺔ اﻟﻤﻌﻠﻮﻣﺎت
اﻟﺸﺨﺼﯿﺔ ﻟﻠﻤﺴﺘﮭﻠﻜﯿﻦ؛ وﺣﻤﺎﯾﺘﮭﻢ ﻣﻦ اﻟﻤﻤﺎرﺳﺎت ﻏﯿﺮ اﻟﻘﺎﻧﻮﻧﯿﺔ  ،6ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ ﺣﺎﻻت اﻟﺒﺮﯾﺪ اﻟﻌﺸﻮاﺋﻲ وﺑﺮاﻣﺞ

1 http://www.inpdp.nat.tn/Receuil_INPDP.pdf, Access date:19/05/2022.
 2ﻋﺎﺋﺸﺔ ﻛﺮﻛﯿﻂ ،ﻣﺮﺟﻊ ﺳﺎﺑﻖ ،ص.271

 3اﻧﻈﺮ ،ﺧﺼﺎوﻧﮫ ،ﻋﻼء اﻟﺪﯾﻦ و ﻓﺮاس ،اﻟﻜﺴﺎﺳﺒﮫ و درادﻛﮫ ،ﻻﻓﻲ ﻣﺤﻤﺪ .(2011) .اﻟﺤﻤﺎﯾﺔ اﻟﻘﺎﻧﻮﻧﯿﺔ ﻟﻠﺨﺼﻮﺻﯿﺔ و اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻓﻲ ﻧﻄﺎق اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ .ﻣﺠﻠﺔ ﺟﺎﻣﻌﺔ اﻟﺸﺎرﻗﺔ
ﻟﻠﻌﻠﻮم اﻟﺸﺮﻋﯿﺔ و اﻟﻘﺎﻧﻮﻧﯿﺔ ،8(2) .ص.190
 4دﺳﺘﻮر اﻟﻮﻻﯾﺎت اﻟﻤﺘﺤﺪة اﻷﻣﺮﯾﻜﯿﺔ اﻟﺼﺎدر ﻓﻲ  1789ﺷﺎﻣﻼً ﺗﻌﺪﯾﻼﺗﮫ ﻟﻐﺎﯾﺔ  ،1992واﻟﻤﻨﺸﻮر ﻣﻦ ﻗﺒﻞ
https://www.constituteproject.org/constitution/United_States_of_America_1992.pdf?lang=ar Access date:16/01/2022.
5 Federal Trade Commission.
6 Federal Trade Commission 2020 Privacy and Data Security Update, May 2021.
https://www.ftc.gov/reports/federal-trade-commission-2020-privacy-data-security-update Access date: 16/01/2022.
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اﻟﺘﺠﺴﺲ وﻗﺪ اﻗﺘﺮﺣﺖ اﻟﻠﺠﻨﺔ ﺗﻄﺒﯿﻖ آﻟﯿﺔ ﻋﺪم اﻟﺘﺘﺒﻊ ﻓﻲ  2010وأﺻﺪرت إرﺷﺎدات وأﻓﻀﻞ اﻟﻤﻤﺎرﺳﺎت ﻟﻠﺘﻨﻈﯿﻢ اﻟﺬاﺗﻲ.
وﻧﺸﯿﺮ أﯾﻀﺎ إﻟﻰ اﻟﻘﺎﻧﻮن اﻟﻔﯿﺪراﻟﻲ ﻟﻠﺤﻤﺎﯾﺔ ﺿﺪ اﻟﺘﻨﺼﺖ ﻟﺴﻨﺔ  The Federal Wiretap Statute 1968وﻗﺎﻧﻮن
ﺣﻤﺎﯾﺔ اﻟﺨﺼﻮﺻﯿﺔ ﻓﻲ ﻣﺠﺎل اﻻﺗﺼﺎﻻت اﻹﻟﻜﺘﺮوﻧﯿﺔ ﻟﺴﻨﺔ Electronic Communications Privacy Act 1986
) ،(ECPAوﻗﺎﻧﻮن اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﻟﺴﻨﺔ  (privacy act) 1994وﻗﻮاﻧﯿﻦ اﻟﻮﻻﯾﺎت ،ﻛﺎﻟﯿﻔﻮرﻧﯿﺎ ،ﻗﺎﻧﻮن ﺑﺎﺗﺮﯾﻮت
ﻟﺴﻨﺔ ) 2001ﻗﺎﻧﻮن ﻣﻜﺎﻓﺤﺔ اﻹرھﺎب( ،وﻗﺎﻧﻮن اﻟﺤﺮﯾﺔ اﻷﻣﺮﯾﻜﻲ ﻟﻌﺎم  ،2015وھﺬا اﻟﻘﺎﻧﻮن ﯾﻮﺟﺐ اﻟﺘﺪﻣﯿﺮ اﻟﻔﻮري
ﻟﺠﻤﯿﻊ ﺳﺠﻼت ﺗﻔﺎﺻﯿﻞ اﻟﻤﻜﺎﻟﻤﺎت ،وﯾﺤﺎول اﻟﻘﺎﻧﻮن أﯾﻀًﺎ اﺗﺨﺎذ ﺧﻄﻮات ﻟﺰﯾﺎدة ﺷﻔﺎﻓﯿﺔ اﻟﺮﻗﺎﺑﺔ اﻟﺤﻜﻮﻣﯿﺔ ﻣﻦ ﺧﻼل
اﺷﺘﺮاط اﻟﻨﺸﺮ اﻟﺴﻨﻮي ﻟـﻌﺪد اﻟﻄﻠﺒﺎت اﻟﻤﻄﻠﻮﺑﺔ واﻟﻤﻤﻨﻮﺣﺔ وﻛﺬﻟﻚ ﻋﺪد اﻷﺷﺨﺎص اﻷﻣﺮﯾﻜﯿﻮن اﻟﺬﯾﻦ ﺗﻢ اﺳﺘﮭﺪاﻓﮭﻢ.
وﻗﺎﻧﻮن اﻟﻤﺴﻤﻰ ) 1 (HIPAAواﻟﺨﺎص ﺑﺤﻤﺎﯾﺔ اﻟﺨﺼﻮﺻﯿﺔ اﻟﻄﺒﯿﺔ ﻓﻲ اﻟﺒﯿﺌﺔ اﻟﺮﻗﻤﯿﺔ ،وﻗﺎﻧﻮن ﺣﻤﺎﯾﺔ اﻟﺨﺼﻮﺻﯿﺔ
 ،PPAوﻗﺎﻧﻮن ﺣﻤﺎﯾﺔ ﺧﺼﻮﺻﯿﺔ اﻷطﻔﺎل ﻋﻠﻰ ﺷﺒﻜﺔ اﻹﻧﺘﺮﻧﺖ ).(COPPA 1998
وﺑﺎﻟﻨﺴﺒﺔ ﻟﻠﺘﺸﺮﯾﻊ اﻷوروﺑﻲ ،ﻓﻘﺪ ﺗﺒﻨﻰ اﻻﺗﺤﺎد اﻷوروﺑﻲ اﻟﻨﻤﻮذج اﻷول ﻛﻤﺎ أﺷﺮﻧﺎ ،وأوﺟﺐ ﻋﻠﻰ اﻟﺪول اﻟﻤﻨﻈﻤﺔ
ﻟﻼﺗﺤﺎد أن ﺗﻮاﺋﻢ ﺗﺸﺮﯾﻌﺎﺗﮭﺎ ﻣﻊ اﻟﺘﻮﺟﯿﮭﺎت واﻹرﺷﺎدات اﻟﺘﻲ ﺗﺼﺪرھﺎ ﻋﺒﺮ ﻣﺠﻠﺲ أوروﺑﺎ واﻟﻠﺠﻨﺔ اﻷوروﺑﯿﺔ واﻻﺗﺤﺎد
اﻷوروﺑﻲ .ﻓﻘﺪ وﺿﻌﺖ اﻟﺘﻮﺟﯿﮭﺎت اﻷوروﺑﯿﺔ اﻟﺘﻲ ﺻﺪرت ﻓﻲ ھﺬا اﻟﻤﺠﺎل اﻟﺮﻛﯿﺰة اﻟﻘﺎﻧﻮﻧﯿﺔ ﻟﻠﺘﻌﺎﻣﻞ ﻣﻊ اﻟﺒﯿﺎﻧﺎت
اﻟﺸﺨﺼﯿﺔ ﻓﻲ دول اﻻﺗﺤﺎد اﻷوروﺑﻲ وﺿﻤﺎن ﻣﺴﺘﻮى ﻣﻌﯿﻦ ﻣﻦ اﻟﺤﻤﺎﯾﺔ ﻟﻤﻮاطﻨﻲ اﻻﺗﺤﺎد اﻷوروﺑﻲ وﻗﺪ ﺳﻤﺤﺖ ﺑﺎﻟﺘﺪﻓﻖ
اﻟﺤﺮ ﻟﻠﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻓﻲ إطﺎر دول اﻻﺗﺤﺎد اﻷوروﺑﻲ ،وﻟﻜﻨﮭﺎ ﺑﺎﻟﻤﻘﺎﺑﻞ ﺗﺒﻨﺖ ﻣﺒﺪأ اﻟﻤﯿﻨﺎء اﻵﻣﻦ وﻛﺮﺳﺖ ﻣﺠﻤﻮﻋﺔ
ﻣﻦ اﻟﻤﺒﺎدئ اﻟﻮاﺟﺐ اﺣﺘﺮاﻣﮭﺎ ﻋﻨﺪ ﺗﻌﺎﻣﻞ اﻟﺸﺮﻛﺎت اﻷﻣﺮﯾﻜﯿﺔ ﻣﻊ ﺑﯿﺎﻧﺎت اﻷﻓﺮاد اﻟﺸﺨﺼﯿﺔ اﻟﺘﻲ ﺗﻨﻘﻞ إﻟﯿﮭﺎ .وﻣﻦ ھﺬه
اﻹرﺷﺎدات اﻟﺘﻮﺟﯿﮫ اﻷوروﺑﻲ ﻟﺴﻨﺔ  1995وﺗﻮﺟﯿﮫ  1997وأﺧﯿﺮاً اﻟﻼﺋﺤﺔ اﻟﻌﺎﻣﺔ ﻟﺤﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت .وﺑﺨﻼف اﻟﺘﺸﺮﯾﻊ
اﻷﻣﺮﯾﻜﻲ اﻟﺬي ﻻ ﯾﻮﺟﺪ ﻓﯿﮫ ﺗﺸﺮﯾﻊ ﻓﯿﺪراﻟﻲ ﻋﺎم وﺷﺎﻣﻞ ﻓﺈن اﻟﺘﺸﺮﯾﻊ اﻷوروﺑﻲ ﯾﺘﻀﻤﻦ ﺗﺸﺮﯾﻌﺎ ً ﻋﺎﻣﺎ ً و ﺷﺎﻣﻼً ﻟﺤﻤﺎﯾﺔ
اﻟﺨﺼﻮﺻﯿﺔ ﻷﻓﺮاد اﻻﺗﺤﺎد اﻷوروﺑﻲ داﺧﻞ وﺧﺎرج اﻻﺗﺤﺎد ﻋﻠﻰ ﺣﺪ اﻟﺴﻮاء ،ﻓﻘﺪ ﺟﺎءت اﻟﻼﺋﺤﺔ اﻟﻌﺎﻣﺔ اﻷوروﺑﯿﺔ ﻟﺤﻤﺎﯾﺔ
اﻟﺒﯿﺎﻧﺎت ) ،2 (GDPRﻟﺘﻘﺮ ﺑﻀﺮورة ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻷﻓﺮاد اﻻﺗﺤﺎد اﻷوروﺑﻲ ﻣﻦ ﺧﻼل وﺿﻊ ﺿﻮاﺑﻂ وأﺳﺲ
ﺗﻠﺰم اﻟﻘﺎﺋﻤﯿﻦ ﻋﻠﻰ اﻟﻌﻤﻞ ﻓﻲ ﻣﺠﺎل اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺑﺤﻤﺎﯾﺘﮭﺎ ﻣﻦ أي اﻧﺘﮭﺎك ﯾﻄﺮأ ﻋﻠﯿﮭﺎ ﺳﻮاء داﺧﻞ اﻻﺗﺤﺎد اﻷوروﺑﻲ
أم ﺧﺎرﺟﮫ .ﻣﻦ ﺧﻼل اﺳﺘﻌﺮاض أھﻢ اﻟﺘﺸﺮﯾﻌﺎت اﻟﻤﻨﻈﻤﺔ ﻟﺤﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻋﻠﻰ اﻟﻤﺴﺘﻮى اﻷوروﺑﻲ واﻷﻣﺮﯾﻜﻲ
واﻟﻮطﻨﻲ ﻧﺠﺪ أن ھﻨﺎﻟﻚ ﻋﺪة ﻣﺒﺎدئ ﺗﺤﻜﻢ ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ وﺣﻔﻈﮭﺎ وﺗﺪاوﻟﮭﺎ .ﻛﻤﺎ ﻓﺮﺿﺖ ﻣﺠﻤﻮﻋﺔ ﻣﻦ
اﻻﻟﺘﺰاﻣﺎت ﺑﺨﺼﻮص اﻟﺘﺄﻛﺪ ﻣﻦ أن اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﺨﺎﺻﺔ ﺑﺎﻟﻤﻮاطﻦ اﻷوروﺑﻲ ﺗﺤﻈﻰ ﺑﻨﻔﺲ ﻣﺴﺘﻮى اﻟﺤﻤﺎﯾﺔ ﻋﻨﺪ
ﻧﻘﻠﮭﺎ ﻟﻠﺨﺎرج أو ﻋﻨﺪ ﻣﻌﺎﻟﺠﺘﮭﺎ ﺧﺎرج ﺣﺪود اﻻﺗﺤﺎد اﻷوروﺑﻲ ،وﯾﺤﻈﺮ ﻧﻘﻠﮭﺎ ﻟﺪول ﻻ ﺗﻮﻓﺮ ھﺬا اﻟﻤﺴﺘﻮى ﻣﻦ اﻟﺤﻤﺎﯾﺔ،
ﻛﻤﺎ ﺗﻔﺮض اﻟﺘﺰاﻣﺎت ﻋﻠﻰ ﺟﮭﺎت اﻟﻤﻘﺪﻣﺔ ﻟﺨﺪﻣﺔ اﻻﺗﺼﺎﻻت اﻻﻟﻜﺘﺮوﻧﯿﺔ واﻻﻧﺘﺮﻧﺖ ،وﻧﻌﺮﺿﮭﺎ ﻓﻲ اﻵﺗﻲ:

اﻟﻔﺮع اﻷول :اﻟﻤﺒﺎدئ اﻟﻀﺎﻣﻨﺔ ﻟﻤﺸﺮوﻋﯿﺔ ﺣﻤﺎﯾﺔ اﻟﺨﺼﻮﺻﯿﺔ اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ ﻓﻲ ظﻞ اﻟﺘﺸﺮﯾﻊ اﻻﻣﺎراﺗﻲ واﻟﻤﻘﺎرن
أﻗﺮت اﻟﻼﺋﺤﺔ اﻟﻌﺎﻣﺔ ﻟﺤﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت ﻣﺠﻤﻮﻋﺔ ﻣﻦ اﻟﻤﺒﺎدئ اﻷﺳﺎﺳﯿﺔ ﻟﺤﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﺘﻲ ﺗﻀﻤﻦ
ﺟﻤﻊ وﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺑﺸﻜﻞ ﻣﺸﺮوع وﺧﺼﺼﺖ ھﺬه اﻟﻼﺋﺤﺔ ﺣﻤﺎﯾﺔ ﻓﻌﺎﻟﺔ ﻟﻠﺒﯿﺎﻧﺎت اﻟﺤﺴﺎﺳﺔ ،ﻛﺎﻟﺒﯿﺎﻧﺎت
1 Health Insurance Portability and Accountability Act.
2 General Data Protection Regulation.
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اﻟﺼﺤﯿﺔ واﻟﺒﯿﻮﻣﺘﺮﯾﺔ واﻟﺒﯿﺎﻧﺎت اﻟﺨﺎﺻﺔ ﺑﺎﻟﻤﻌﺘﻘﺪات واﻟﺘﻮﺟﮭﺎت اﻟﻔﻜﺮﯾﺔ ،ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ ﺣﻤﺎﯾﺔ اﻟﺤﻖ ﻓﻲ ﺧﺼﻮﺻﯿﺔ
اﻷطﻔﺎل ﻋﻨﺪ ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻟﻸطﻔﺎل  .1ﻛﻤﺎ أوﺟﺪت اﻟﺘﺸﺮﯾﻌﺎت اﻟﻮطﻨﯿﺔ وﺟﻮب وﺟﻮد ﺟﮭﺔ رﻗﺎﺑﯿﺔ ﺗﺸﺮف
ﻋﻠﻰ ﺗﻨﻔﯿﺬ اﻟﻘﺎﻧﻮن ،ﻛﺎﻟﻤﻔﻮض أو اﻟﻤﺮاﻗﺐ أو ﻣﺴﺠﻞ اﻟﺒﯿﺎﻧﺎت .وھﺬه اﻟﻤﺒﺎدئ ھﻲ:
اﻟﻤﺒﺪأ اﻷول -اﻟﻤﺴﺆوﻟﯿﺔ :أي أن ﯾﺘﻢ ﺗﺤﺪﯾﺪ وﺗﻮﺛﯿﻖ ﺳﯿﺎﺳﺎت وإﺟﺮاءات اﻟﺨﺼﻮﺻﯿﺔ اﻟﻤﺘﻌﻠﻘﺔ ﺑﺠﮭﺔ اﻟﺘﺤﻜﻢ
واﻋﺘﻤﺎدھﺎ ﻣﻦ ﻗﺒﻞ اﻟﻤﺴﺆول اﻷول ﺑﺎﻟﺠﮭﺔ )أو ﻣﻦ ﯾﻔﻮﺿﮫ( ،وﻧﺸﺮھﺎ إﻟﻰ ﺟﻤﯿﻊ اﻷطﺮاف اﻟﻤﻌﻨﯿﺔ ﺑﺘﻄﺒﯿﻘﮭﺎ.
اﻟﻤﺒﺪأ اﻟﺜﺎﻧﻲ -اﻟﺸﻔﺎﻓﯿﺔ :أن ﯾﺘﻢ إﻋﺪاد إﺷﻌﺎر ﻋﻦ ﺳﯿﺎﺳﺎت وإﺟﺮاءات اﻟﺨﺼﻮﺻﯿﺔ اﻟﺨﺎﺻﺔ ﺑﺠﮭﺔ اﻟﺘﺤﻜﻢ ﯾﺤﺪد
ﻓﯿﮫ اﻷﻏﺮاض اﻟﺘﻲ ﻣﻦ أﺟﻠﮭﺎ ﺗﻢ ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ وذﻟﻚ ﺑﺼﻮرة ﻣﺤﺪدة وواﺿﺤﺔ وﺻﺮﯾﺤﺔ. 2
اﻟﻤﺒﺪأ اﻟﺜﺎﻟﺚ -اﻻﺧﺘﯿﺎر واﻟﻤﻮاﻓﻘﺔ :أن ﯾﺘﻢ ﺗﺤﺪﯾﺪ ﺟﻤﯿﻊ اﻟﺨﯿﺎرات اﻟﻤﻤﻜﻨﺔ ﻟﺼﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ واﻟﺤﺼﻮل
ﻋﻠﻰ ﻣﻮاﻓﻘﺘﮫ )اﻟﻀﻤﻨﯿﺔ واﻟﺼﺮﯾﺤﺔ( ﻓﯿﻤﺎ ﯾﺘﻌﻠﻖ ﺑﺠﻤﻊ ﺑﯿﺎﻧﺎﺗﮫ واﺳﺘﺨﺪاﻣﮭﺎ أو اﻹﻓﺼﺎح ﻋﻨﮭﺎ .ﯾﻘﻮم اﻟﻔﺮد ﺑﺎﺳﺘﺨﺪام ﺑﯿﺎﻧﺎﺗﮫ
اﻟﺸﺨﺼﯿﺔ ﻓﻲ ﻛﺜﯿﺮ ﻣﻦ اﻟﻤﻌﺎﻣﻼت اﻟﯿﻮﻣﯿﺔ اﻟﺘﻲ ﯾﺠﺮﯾﮭﺎ ﺑﻤﺴﺎﻋﺪة ﺗﻄﺒﯿﻖ ﻣﻦ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ و ﻗﺪ ﺗﻜﻮن ھﺬه
اﻟﺒﯿﺎﻧﺎت ﻣﻦ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﺤﺴﺎﺳﺔ اﻟﺘﻲ ﻻ ﯾﺠﻮز ﻷي طﺮف اﻻطﻼع ﻋﻠﯿﮭﺎ أو ﻣﻌﺎﻟﺠﺘﮭﺎ ﻏﯿﺮ أن ﯾﻜﻮن ﻣﺨﻮل ﺑﺬﻟﻚ
و ﺑﻤﻮاﻓﻘﺔ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ،وھﺬا ﻣﺎ أﻛﺪه اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ ﻓﻲ اﻟﻤﺎدة ) (4ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (45ﻟﺴﻨﺔ
 2021ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺑﻨﺼﮫ ﻋﻠﻰ أن" :ﯾُﺤﻈﺮ ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ دون ﻣﻮاﻓﻘﺔ ﺻﺎﺣﺒﮭﺎ"  ،3و
ﻗﺪ ﻋﺮف اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ اﻟﻤﻮاﻓﻘﺔ ﻓﻲ اﻟﻤﺎدة اﻷوﻟﻰ ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن ذاﺗﮫ ﺑﺄﻧﮭﺎ" :اﻟﻤﻮاﻓﻘﺔ اﻟﺘﻲ ﯾﺼﺮح ﻓﯿﮭﺎ ﺻﺎﺣﺐ
اﻟﺒﯿﺎﻧﺎت ﻟﻠﻐﯿﺮ ﺑﻤﻌﺎﻟﺠﺔ ﺑﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ ،ﻋﻠﻰ أن ﺗﻜﻮن ھﺬه اﻟﻤﻮاﻓﻘﺔ ﺑﺸﻜﻞ ﻣﺤﺪد و واﺿﺢ ﻻ ﻟﺒﺲ ﻓﯿﮫ ﻋﻠﻰ ﻗﺒﻮﻟﮫ
ﺑﻤﻌﺎﻟﺠﺔ ﺑﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ ﻣﻦ ﺧﻼل ﺑﯿﺎن أو إﺟﺮاء إﯾﺠﺎﺑﻲ واﺿﺢ" .ﯾﺘﺒﯿﻦ ﻟﻨﺎ ﻣﻦ ﺧﻼل اﻟﻨﺼﯿﻦ اﻟﺴﺎﺑﻘﯿﻦ أن أي ﻣﻌﺎﻟﺠﺔ
ﻟﻠﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ أو اﻟﺒﯿﺎﻧﺎت اﻟﺤﺴﺎﺳﺔ ﻟﻸﻓﺮاد ﺧﺎرج إطﺎر اﻟﻨﺺ وﻓﻲ ﻏﯿﺮ اﻷﺣﻮال اﻟﻤﻨﺼﻮص ﻋﻠﯿﮭﺎ ﻓﻲ اﻟﻘﺎﻧﻮن
اﺳﺘﺜﻨﺎ ًء أو اﻟﺘﻲ ﻟﻢ ﺗﺮد ﻓﻲ اﻟﻼﺋﺤﺔ اﻟﺘﻨﻔﯿﺬﯾﺔ ﯾﻌﺘﺒﺮ اﺧﺘﺮاﻗﺎ ً و اﻧﺘﮭﺎﻛﺎ ً ﻟﻠﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ .ﻛﻤﺎ ﺗﺒﻨﻰ اﻟﻤﺸﺮع اﻟﻤﺼﺮي اﻟﺮأي
ذاﺗﮫ ﻓﻲ اﻟﻤﺎدة ) (2ﻣﻦ اﻟﻘﺎﻧﻮن رﻗﻢ  151ﻟﺴﻨﺔ  2020ﺑﺈﺻﺪار ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺑﻨﺼﮫ ﻋﻠﻰ أﻧﮫ" :ﻻ ﯾﺠﻮز ﺟﻤﻊ
اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ أو ﻣﻌﺎﻟﺠﺘﮭﺎ أو اﻹﻓﺼﺎح أو اﻹﻓﺸﺎء ﻋﻨﮭﺎ ﺑﺄﯾﺔ وﺳﯿﻠﺔ ﻣﻦ اﻟﻮﺳﺎﺋﻞ إﻻ ﺑﻤﻮاﻓﻘﺔ ﺻﺮﯾﺤﺔ ﻣﻦ اﻟﺸﺨﺺ
اﻟﻤﻌﻨﻲ ﺑﺎﻟﺒﯿﺎﻧﺎت أو ﻓﻲ اﻷﺣﻮال اﻟﻤﺼﺮح ﺑﮭﺎ ﻗﺎﻧﻮﻧﺎً"  ،4وأﻛﺪت ذﻟﻚ اﻟﻤﺎدة اﻟﺴﺎدﺳﺔ ﻣﻦ ذات اﻟﻘﺎﻧﻮن ﺑﺨﺼﻮص ﻣﺸﺮوﻋﯿﺔ
ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺑﺸﺮط ﻣﻮاﻓﻘﺔ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﻋﻠﻰ إﺟﺮاء اﻟﻤﻌﺎﻟﺠﺔ وﻣﻦ أﺟﻞ ﺗﺤﻘﯿﻖ ﻏﺮض ﻣﺤﺪد أو أﻛﺜﺮ،
وأوﺟﺒﺖ اﻟﻤﺎدة ) (1/12ﻣﻨﮫ ﺿﺮورة اﻟﻤﻮاﻓﻘﺔ اﻟﻜﺘﺎﺑﯿﺔ اﻟﺼﺮﯾﺤﺔ ﻋﻠﻰ ﺟﻤﻊ وﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺤﺴﺎﺳﺔ أو ﻧﻘﻠﮭﺎ أو
ﺗﺨﺰﯾﻨﮭﺎ أو ﺣﻔﻈﮭﺎ أو إﺗﺎﺣﺘﮭﺎ ﻟﻠﻐﯿﺮ .وﺣﺴﻨﺎ ً ﻓﻌﻞ اﻟﻤﺸﺮع اﻟﻤﺼﺮي ﻋﻨﺪﻣﺎ ﺷﻤﻞ ﻓﻲ ﺣﻈﺮه أي إﺟﺮاء وﻓﻌﻞ ﯾﺘﺮﺗﺐ ﻋﻠﻰ
اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ وﯾﺆدي إﻟﻰ اﻟﻤﺴﺎس ﺑﺎﻟﺨﺼﻮﺻﯿﺔ .وھﻮ ﻧﻔﺲ اﻟﻨﮭﺞ اﻟﺬي ﺳﺎر ﻋﻠﯿﮫ اﻟﻤﺸﺮع اﻷوروﺑﻲ ﻓﻲ اﻟﻤﺎدة

1 Alkhasawneh, A. (2020). The Future of Biometric Data Protection in Jordan in Light of the GDPR: Do We Need to Comply with the
GDPR? Journal of Legal, Ethical and Regulatory Issues. 23(2).1-19.
2 See article 5 / 1(B) of Regulation (EU) 2016/679, B. collected for specified, explicit and legitimate purposes and not further processed
in a manner that is incompatible with those purposes.
 3اﻟﻤﺎدة ) (4ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن رﻗﻢ ) (45ﻟﺴﻨﺔ  2021ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﻤﻨﺸﻮر ﻓﻲ اﻟﺠﺮﯾﺪة اﻟﺮﺳﻤﯿﺔ ﻓﻲ اﻟﻌﺪد ) 712ﻣﻠﺤﻖ  ،(1اﻟﺴﻨﺔ اﻟﻮاﺣﺪة و اﻟﺨﻤﺴﻮن 19
ﺻﻔﺮ 1443ھـ  -اﻟﻤﻮاﻓﻖ  26ﺳﺒﺘﻤﺒﺮ 2021م.
 4اﻟﻤﺎدة ) (2ﻣﻦ اﻟﻘﺎﻧﻮن رﻗﻢ  151ﻟﺴﻨﺔ 2020م ﺑﺈﺻﺪار ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﻤﻨﺸﻮر ﻓﻲ اﻟﻌﺪد  28ﻣﻦ اﻟﺠﺮﯾﺪة اﻟﺮﺳﻤﯿﺔ 15 ،ﯾﻮﻟﯿﻮ .2020
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) (11/4ﻣﻦ اﻟﻼﺋﺤﺔ اﻟﻌﺎﻣﺔ ﻟﺤﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ) ، 1 (GDPRو ھﻲ ﺑﻤﺜﺎﺑﺔ ﻗﺎﻧﻮن ﯾﻨﻈﻢ آﻟﯿﺔ ﺣﻤﺎﯾﺔ ﺧﺼﻮﺻﯿﺔ
اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻷﻓﺮاد اﻻﺗﺤﺎد اﻷوروﺑﻲ ،و ﻻ ﯾﻘﺘﺼﺮ ﻋﻠﻰ ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت داﺧﻞ اﻻﺗﺤﺎد اﻷوروﺑﻲ ﺑﻞ ﯾﺘﻌﺪى إﻟﻰ
ﺧﺎرﺟﮫ  ،ﻓﻘﺪ ﻧﺺ ﻓﻲ ﻣﺎدﺗﮫ اﻟﺴﺎدﺳﺔ ﻣﻦ اﻟﻼﺋﺤﺔ ﺑﺄن اﻟﻤﻌﺎﻟﺠﺔ ﻻ ﺗﻜﻮن ﻗﺎﻧﻮﻧﯿﺔ إﻻ ﺑﻤﻮاﻓﻘﺔ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﻋﻠﻰ ﻣﻌﺎﻟﺠﺔ
ﻣﺎ ﯾﺘﻌﻠﻖ ﺑﮫ ﻣﻦ ﺑﯿﺎﻧﺎت ﺷﺨﺼﯿﺔ ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ وﺿﻌﮫ ﺿﻮاﺑﻂ و ﺷﺮوط ﻟﻤﻮاﻓﻘﺔ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت اﻟﺘﻲ ﺳﯿﺘﻢ ﻣﻌﺎﻟﺠﺘﮭﺎ
ﻓﻲ اﻟﻤﺎدة ) (7ﻣﻦ اﻟﻼﺋﺤﺔ ذاﺗﮭﺎ ،ﻓﻌﻨﺪﻣﺎ ﺗﻌﺘﻤﺪ ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت ﻋﻠﻰ اﻟﻤﻮاﻓﻘﺔ ﯾﺠﺐ أن ﯾﻜﻮن اﻟﻤﺘﺤﻜﻢ ﺑﺎﻟﺒﯿﺎﻧﺎت ﻗﺎدراً ﻋﻠﻰ
إﺛﺒﺎت أن ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﻗﺪ واﻓﻖ ﻋﻠﻰ ﻣﻌﺎﻟﺠﺔ ﺑﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ ،وإذا ﺗﻢ ﻣﻨﺢ اﻟﻤﻮاﻓﻘﺔ ﻓﻲ ﺳﯿﺎق إﻋﻼن ﻣﻜﺘﻮب ﯾﺘﻌﻠﻖ
أﯾﻀﺎ ً ﺑﻤﺴﺎﺋﻞ أﺧﺮى ﯾﺠﺐ ﺗﻘﺪﯾﻢ طﻠﺐ اﻟﻤﻮاﻓﻘﺔ ﺑﻄﺮﯾﻘﺔ ﯾﻤﻜﻦ ﺗﻤﯿﯿﺰھﺎ ﺑﻮﺿﻮح ﻋﻦ اﻟﻤﺴﺎﺋﻞ اﻷﺧﺮى وﺑﺸﻜﻞ ﺻﺮﯾﺢ
ﯾﺴﮭﻞ اﻟﻮﺻﻮل إﻟﯿﮫ وﺑﻠﻔﺔ ﺻﺮﯾﺤﺔ وواﺿﺤﺔ ،ﻛﻤﺎ ﯾﺤﻖ ﻟﺼﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﺳﺤﺐ ﻣﻮاﻓﻘﺘﮫ ﻓﻲ أي وﻗﺖ وأن ﯾﻜﻮن اﻻﻧﺴﺤﺎب
ﻣﺘﺎﺣﺎ ً ﺑﻨﻔﺲ ﺳﮭﻮﻟﺔ ﻣﻨﺢ اﻟﻤﻮاﻓﻘﺔ .ﻛﻤﺎ أﻓﺮد اﻟﻤﺎدة اﻟﺜﺎﻣﻨﺔ ﻟﺸﺮوط ﻣﻮاﻓﻘﺔ اﻟﻄﻔﻞ ﻓﯿﻤﺎ ﯾﺘﻌﻠﻖ ﺑﺠﻤﻊ ﺑﯿﺎﻧﺎﺗﮫ وﻣﻌﺎﻟﺠﺘﮭﺎ ،ﻧﺮى
ﻣﻦ ﺧﻼل ذﻟﻚ أن رﺿﺎ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﻓﻲ ﻣﻌﺎﻟﺠﺔ ﺑﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ ﯾﺸﻜﻞ رﻛﻨﺎ ً ھﺎﻣﺎ ً ﻣﻦ أرﻛﺎن ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت
اﻟﺸﺨﺼﯿﺔ ﺳﻮاء ﻓﻲ اﻟﻼﺋﺤﺔ اﻷوروﺑﯿﺔ أو ﻗﺎﻧﻮن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﻤﺼﺮي وﻗﺎﻧﻮن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ
اﻹﻣﺎراﺗﻲ .وﻣﻦ ﺟﺎﻧﺐ آﺧﺮ ،ﻓﻘﺪ ﺗﻔﺮد اﻟﻤﺸﺮع اﻷوروﺑﻲ ﺑﺎﻟﻤﺎدة ) ،(9ﻓﺒﺎﻟﺮﻏﻢ ﻣﻦ إﻋﻄﺎء اﻷھﻤﯿﺔ اﻟﻜﺒﯿﺮة ﻟﺮﺿﺎ ﺻﺎﺣﺐ
اﻟﺒﯿﺎﻧﺎت ﻓﻲ ﻣﻌﺎﻟﺠﺔ ﺑﯿﺎﻧﺎﺗﮫ إﻻ أن ھﻨﺎك أﻧﻮاﻋﺎ ً ﻣﺤﺪدة ﻣﻦ اﻟﺒﯿﺎﻧﺎت ﻻ ﯾﺠﻮز ﻣﻌﺎﻟﺠﺘﮭﺎ ﺣﺘﻰ ﻣﻊ وﺟﻮد رﺿﺎ ﺻﺎﺣﺐ
اﻟﺒﯿﺎﻧﺎت وﺑﺸﺮوط ﻣﻌﯿﻨﺔ ﻋﻠﻰ ﺳﺒﯿﻞ اﻟﺤﺼﺮ ،وﻣﻦ ھﺬه اﻟﺒﯿﺎﻧﺎت ﺗﻠﻚ ذات اﻟﻄﺒﯿﻌﺔ اﻟﺤﺴﺎﺳﺔ .وﻗﺪ أﻛﺪت اﻟﻤﺎدة ) (7ﻣﻦ
اﻟﻘﺎﻧﻮن اﻟﻔﺮﻧﺴﻲ ﻋﻠﻰ ﺿﺮورة اﻟﻤﻮاﻓﻘﺔ اﻟﺼﺮﯾﺤﺔ ﻟﺼﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺣﺘﻰ ﺗﺘﻢ ﻣﻌﺎﻟﺠﺔ ﺑﯿﺎﻧﺎﺗﮫ.
اﻟﻤﺒﺪأ اﻟﺮاﺑﻊ -اﻟﺤﺪ ﻣﻦ ﺟﻤﻊ اﻟﺒﯿﺎﻧﺎت :أن ﯾﻘﺘﺼﺮ ﺟﻤﻊ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻋﻠﻰ اﻟﺤﺪ اﻷدﻧﻰ ﻣﻦ اﻟﺒﯿﺎﻧﺎت اﻟﺬي
ﯾﻤﻜﻦ ﻣﻦ ﺗﺤﻘﯿﻖ اﻷﻏﺮاض اﻟﻤﺤﺪدة ﻓﻲ إﺷﻌﺎر اﻟﺨﺼﻮﺻﯿﺔ.
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اﻟﻤﺒﺪأ اﻟﺨﺎﻣﺲ -اﻟﺤﺪ ﻣﻦ اﺳﺘﺨﺪام اﻟﺒﯿﺎﻧﺎت واﻻﺣﺘﻔﺎظ ﺑﮭﺎ واﻟﺘﺨﻠﺺ ﻣﻨﮭﺎ :أي أن ﯾﺘﻢ ﺗﻘﯿﯿﺪ ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت
اﻟﺸﺨﺼﯿﺔ ﺑﺎﻷﻏﺮاض اﻟﻤﺤﺪدة ﻓﻲ إﺷﻌﺎر اﻟﺨﺼﻮﺻﯿﺔ واﻟﺘﻲ ﻣﻦ أﺟﻠﮭﺎ ﻗﺪم ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﻣﻮاﻓﻘﺘﮫ اﻟﻀﻤﻨﯿﺔ أو
اﻟﺼﺮﯾﺤﺔ ،واﻻﺣﺘﻔﺎظ ﺑﮭﺎ طﺎﻟﻤﺎ ﻛﺎن ذﻟﻚ ﺿﺮورﯾًﺎ ﻟﺘﺤﻘﯿﻖ اﻷﻏﺮاض اﻟﻤﺤﺪدة أو ﻟﻤﺎ ﺗﻘﺘﻀﯿﮫ اﻷﻧﻈﻤﺔ واﻟﻠﻮاﺋﺢ
واﻟﺴﯿﺎﺳﺎت اﻟﻤﻌﻤﻮل ﺑﮭﺎ وإﺗﻼﻓﮭﺎ ﺑﻄﺮﯾﻘﺔ آﻣﻨﺔ ﺗﻤﻨﻊ اﻟﺘﺴﺮﯾﺐ أو اﻟﻔﻘﺪان أو اﻻﺧﺘﻼس أو إﺳﺎءة اﻻﺳﺘﺨﺪام أو اﻟﻮﺻﻮل
ﻏﯿﺮ اﻟﻤﺼﺮح ﺑﮫ.
اﻟﻤﺒﺪأ اﻟﺴﺎدس -اﻟﻮﺻﻮل إﻟﻰ اﻟﺒﯿﺎﻧﺎت :أن ﯾﺘﻢ ﺗﺤﺪﯾﺪ وﺗﻮﻓﯿﺮ اﻟﻮﺳﺎﺋﻞ اﻟﺘﻲ ﻣﻦ ﺧﻼﻟﮭﺎ ﯾﻤﻜﻦ ﻟﺼﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت
اﻟﻮﺻﻮل إﻟﻰ ﺑﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ ﻟﻤﺮاﺟﻌﺘﮭﺎ وﺗﺤﺪﯾﺜﮭﺎ وﺗﺼﺤﯿﺤﮭﺎ.
اﻟﻤﺒﺪأ اﻟﺴﺎﺑﻊ -اﻟﺤﺪ ﻣﻦ اﻹﻓﺼﺎح ﻋﻦ اﻟﺒﯿﺎﻧﺎت :أن ﯾﺘﻢ ﺗﻘﯿﯿﺪ اﻹﻓﺼﺎح ﻋﻦ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻟﻸطﺮاف اﻟﺨﺎرﺟﯿﺔ
ﺑﺎﻷﻏﺮاض اﻟﻤﺤﺪدة ﻓﻲ إﺷﻌﺎر اﻟﺨﺼﻮﺻﯿﺔ واﻟﺘﻲ ﻣﻦ أﺟﻠﮭﺎ ﻗﺪم ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﻣﻮاﻓﻘﺘﮫ اﻟﻀﻤﻨﯿﺔ أو اﻟﺼﺮﯾﺤﺔ.

1 General Data Protection Regulation.
2 See article 5 / 1(C) of Regulation (EU) 2016/679, C. adequate, relevant and limited to what is necessary in relation to the purposes for
which they are processed (‘data minimisation’).
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اﻟﻤﺒﺪأ اﻟﺜﺎﻣﻦ -أﻣﻦ اﻟﺒﯿﺎﻧﺎت :أن ﯾﺘﻢ ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻣﻦ اﻟﺘﺴﺮب أو اﻟﺘﻠﻒ أو اﻟﻔﻘﺪان أو اﻻﺧﺘﻼس أو
إﺳﺎءة اﻻﺳﺘﺨﺪام أو اﻟﺘﻌﺪﯾﻞ أو اﻟﻮﺻﻮل ﻏﯿﺮ اﻟﻤﺼﺮح ﺑﮫ.

1

اﻟﻤﺒﺪأ اﻟﺘﺎﺳﻊ -ﺟﻮدة اﻟﺒﯿﺎﻧﺎت :أن ﯾﺘﻢ اﻻﺣﺘﻔﺎظ ﺑﺎﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺑﺼﻮرة دﻗﯿﻘﺔ وﻛﺎﻣﻠﺔ وذات ﻋﻼﻗﺔ ﻣﺒﺎﺷﺮة
ﺑﺎﻷﻏﺮاض اﻟﻤﺤﺪدة ﻓﻲ إﺷﻌﺎر اﻟﺨﺼﻮﺻﯿﺔ.

2

اﻟﻤﺒﺪأ اﻟﻌﺎﺷﺮ -اﻟﻤﺮاﻗﺒﺔ واﻻﻣﺘﺜﺎل :أن ﯾﺘﻢ ﻣﺮاﻗﺒﺔ اﻻﻣﺘﺜﺎل ﻟﺴﯿﺎﺳﺎت وإﺟﺮاءات اﻟﺨﺼﻮﺻﯿﺔ اﻟﺨﺎﺻﺔ ﺑﻤﺮاﻗﺐ
اﻟﺒﯿﺎﻧﺎت ،وأن ﯾﺘﻢ ﻣﻌﺎﻟﺠﺔ أي اﺳﺘﻔﺴﺎرات وﺷﻜﺎوى وﻧﺰاﻋﺎت ﻣﺘﻌﻠﻘﺔ ﺑﺎﻟﺨﺼﻮﺻﯿﺔ.

اﻟﻔﺮع اﻟﺜﺎﻧﻲ :اﻟﺸﺮوط اﻟﻘﺎﻧﻮﻧﯿﺔ ﻟﻤﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ
أوردت اﻟﺘﺸﺮﯾﻌﺎت اﻟﻤﻨﻈﻤﺔ ﻟﻌﻤﻠﯿﺔ ﺟﻤﻊ وﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ واﻧﺘﻘﺎﻟﮭﺎ ﻟﻠﺨﺎرج ﻣﺠﻤﻮﻋﺔ ﻣﻦ اﻟﺸﺮوط
اﻟﻘﺎﻧﻮﻧﯿﺔ اﻟﺘﻲ ﻻﺑﺪ ﻣﻦ ﺗﻮاﻓﺮھﺎ ﻟﻀﻤﺎن ﻣﺸﺮوﻋﯿﺔ ﻣﻌﺎﻟﺠﺔ ھﺬه اﻟﺒﯿﺎﻧﺎت اﻟﻜﺘﺮوﻧﯿﺎ ،وھﺬه اﻟﺸﺮوط ﺗﺘﻤﺜﻞ ﺑﻤﺎ ﯾﺄﺗﻲ:
أوﻻ :ﺿﺮورة أن ﯾﺘﻢ ﺟﻤﻊ اﻟﺒﯿﺎﻧﺎت ﻷﻏﺮاض ﻣﺸﺮوﻋﺔ وﻣﻌﻠﻨﺔ ﻟﺼﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ،وھﺬا ﺗﻄﺒﯿﻖ واﺿﺢ ﻟﻤﺒﺪأ
اﻟﺸﻔﺎﻓﯿﺔ  ،3وﻗﺪ ﻧﺼﺖ ﻋﻠﻰ ذﻟﻚ اﻟﻤﺎدة ) (3ﻣﻦ اﻟﻘﺎﻧﻮن اﻟﻤﺼﺮي اﻟﺨﺎص ﺑﺤﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺣﯿﺚ ﺟﺎء ﻓﯿﮭﺎ:
"ﯾﺠﺐ ﻟﺠﻤﻊ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻷﻏﺮاض ﻣﺸﺮوﻋﺔ وﻣﺤﺪدة وﻣﻌﻠﻨﺔ ﻟﻠﺸﺨﺺ اﻟﻤﻌﻨﻲ" .وھﻮ ﻣﺎ أﻛﺪه ﻗﺎﻧﻮن ﺣﻤﺎﯾﺔ
اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﻔﺮﻧﺴﻲ ﻓﻲ اﻟﻤﺎدة اﻟﺴﺎدﺳﺔ ﻣﻨﮫ .ﻧﻼﺣﻆ أن ھﺬه اﻟﻨﺼﻮص ﺗﺴﺘﻠﺰم إﺧﻄﺎر اﻟﺸﺨﺺ اﻟﻤﻌﻨﻲ ﺑﻌﻤﻠﯿﺔ
ﺟﻤﻊ اﻟﺒﯿﺎﻧﺎت اﻟﺨﺎﺻﺔ ﺑﮫ ﺑﺼﻮرة ﻣﺤﺪدة وﺑﯿﺎن اﻟﻐﺮض ﻣﻨﮭﺎ وﺗﺤﺪﯾﺪ أﻧﻮاع اﻟﺒﯿﺎﻧﺎت اﻟﻤﻨﻮي ﺟﻤﻌﮭﺎ وﻣﻌﺎﻟﺠﺘﮭﺎ وإذا ﺗﻢ
ﺟﻤﻊ ھﺬه اﻟﺒﯿﺎﻧﺎت دون ﻋﻠﻢ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت اﻋﺘﺒﺮت ﻋﻤﻠﯿﺔ ﺟﻤﻌﮭﺎ ﻏﯿﺮ ﻣﺸﺮوﻋﺔ.
ﺛﺎﻧﯿﺎ :ﯾﺠﺐ أن ﺗﺠﻤﻊ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺑﺸﻜﻞ ﺻﺤﯿﺢ وآﻣﻦ وﺳﻠﯿﻢ ،وھﻮ ﻣﺎ ورد ﻓﻲ اﻟﻤﺎدة اﻟﺜﺎﻟﺜﺔ ﻣﻦ ﻗﺎﻧﻮن
ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﻤﺼﺮي اﻟﺘﻲ ﻧﺼﺖ ﻋﻠﻰ أن" :ﯾﺠﺐ ﻟﺠﻤﻊ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ وﻣﻌﺎﻟﺠﺘﮭﺎ واﻻﺣﺘﻔﺎظ ﺑﮭﺎ،
ﺗﻮاﻓﺮ اﻟﺸﺮوط اﻵﺗﯿﺔ -2 ... :أن ﺗﻜﻮن ﺻﺤﯿﺤﺔ وﺳﻠﯿﻤﺔ وﻣﺆﻣﻨﺔ" .وھﻮ ﻣﺎ ﻧﺼﺖ ﻋﻠﯿﮫ أﯾﻀﺎ اﻟﻔﻘﺮة اﻟﺨﺎﻣﺴﺔ ﻣﻦ اﻟﻤﺎدة
اﻟﺴﺎدﺳﺔ ﻣﻦ اﻟﻘﺎﻧﻮن اﻟﻔﺮﻧﺴﻲ اﻟﺴﺎﺑﻖ اﻹﺷﺎرة إﻟﯿﮫ.
ﺛﺎﻟﺜﺎ :ﯾﺠﺐ ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺑﻄﺮﯾﻘﺔ ﻣﺸﺮوﻋﺔ وﻣﻼﺋﻤﺔ ﻟﻠﻐﺮض اﻟﺬي ﺗﻢ ﺟﻤﻌﮫ ﻣﻦ أﺟﻠﮫ ،وھﺬا ﻣﺎ
أﻛﺪﺗﮫ اﻟﻤﺎدة اﻟﺜﺎﻟﺜﺔ ﻣﻦ اﻟﻘﺎﻧﻮن اﻟﻤﺼﺮي ﺑﻘﻮﻟﮭﺎ" -3 :أن ﺗﻌﺎﻟﺞ ﺑﻄﺮﯾﻘﺔ ﻣﺸﺮوﻋﺔ وﻣﻼﺋﻤﺔ ﻟﻸﻏﺮاض اﻟﺘﻲ ﺗﻢ ﺟﻤﻌﮭﺎ ﻣﻦ
أﺟﻠﮭﺎ" .واﻟﻤﺎدة اﻟﺴﺎدﺳﺔ ﻣﻦ اﻟﻼﺋﺤﺔ اﻟﻌﺎﻣﺔ ﻟﺤﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ واﻟﻤﺎدة اﻟﺴﺎدﺳﺔ ﻣﻦ اﻟﻘﺎﻧﻮن اﻟﻔﺮﻧﺴﻲ .وھﺬا ﯾﺘﻀﻤﻦ
ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ إﻋﻼم اﻟﺸﺨﺺ اﻟﻤﻌﻨﻲ ﺑﻌﻤﻠﯿﺔ اﻟﻤﻌﺎﻟﺠﺔ إﻋﻼﻣﮫ أﯾﻀﺎ ﺑﺄﺳﺎﻟﯿﺐ وإﺟﺮاءات اﻟﻤﻌﺎﻟﺠﺔ واﻟﻐﺎﯾﺔ ﻣﻨﮭﺎ ﺑﺸﻜﻞ
دﻗﯿﻖ وﻗﺒﻞ اﻟﺒﺪء ﺑﻌﻤﻠﯿﺔ اﻟﻤﻌﺎﻟﺠﺔ .وﯾﺠﺐ أن ﺗﺘﻢ ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺑﻄﺮﯾﻘﺔ ﺗﺘﻼءم ﻣﻊ اﻟﻐﺮض ﻣﻦ ﺟﻤﻊ اﻟﺒﯿﺎﻧﺎت،

 1اﻧﻈﺮ اﻟﺒﻨﺪ اﻟﺴﺎدس ﻣﻦ اﻟﻤﺎدة اﻟﺨﺎﻣﺴﺔ "ﺿﻮاﺑﻂ ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ" ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (45ﻟﺴﻨﺔ  2021ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ،و اﻟﺘﻲ ﻧﺼﺖ
ﻋﻠﻰ":أن ﺗﻜﻮن اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻣﺤﻔﻮظﺔ ﺑﺸﻜﻞ آﻣﻦ ﺑﻤﺎ ﻓﯿﮭﺎ ﺣﻤﺎﯾﺘﮭﺎ ﻣﻦ أي اﻧﺘﮭﺎك أو اﺧﺘﺮاق أو ﻣﻌﺎﻟﺠﺔ ﻏﯿﺮ ﻣﺸﺮوﻋﺔ ."....
2 See article 5 / 1(D) of Regulation (EU) 2016/679, D. accurate and, where necessary, kept up to date; every reasonable step must be
taken to ensure that personal data that are inaccurate, having regard to the purposes for which they are processed, are erased or rectified
without delay (‘accuracy’).
 3اﻧﻈﺮ اﻟﺘﮭﺎﻣﻲ ،ﺳﺎﻣﺢ  .ﻣﺮﺟﻊ ﺳﺎﺑﻖ .ص.406
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ﻟﯿﺒﻘﻰ اﻟﻐﺮض ﻣﻦ ﺟﻤﻊ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ھﻮ اﻟﻔﯿﺼﻞ ﻟﻤﺸﺮوﻋﯿﺔ ﻛﻞ إﺟﺮاء ﻣﻦ إﺟﺮاءات ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ،
ﻓﻠﻮ طﻠﺒﺖ ﻣﻨﮫ اﻟﺒﯿﺎﻧﺎت ﻣﻦ أﺟﻞ ﺧﺪﻣﺔ ﻣﻌﯿﻨﺔ ﻓﻼ ﯾﺠﻮز اﺳﺘﺨﺪاﻣﮭﺎ ﻟﺨﺪﻣﺔ أﺧﺮى إﻻ ﺑﻌﺪ إﻋﻼﻣﮫ وﺑﻌﺪ اﻟﺤﺼﻮل ﻋﻠﻰ
ﻣﻮاﻓﻘﺘﮫ اﻟﺼﺮﯾﺤﺔ وإﻻ ﻛﺎﻧﺖ ﻋﻤﻠﯿﺔ اﻟﺠﻤﻊ واﻟﻤﻌﺎﻟﺠﺔ ﻏﯿﺮ ﻣﺸﺮوﻋﺔ.

1

راﺑﻌﺎ :ﻋﺪم اﻻﺣﺘﻔﺎظ ﺑﺎﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻟﻤﺪة أطﻮل ﻣﻦ اﻟﻤﺪة اﻟﻼزﻣﺔ ﻟﺘﺤﻘﯿﻖ اﻟﻐﺮض ﻣﻦ ﺟﻤﻊ ھﺬه اﻟﺒﯿﺎﻧﺎت
وﻣﻌﺎﻟﺠﺘﮭﺎ ،وھﺬا ﯾﻌﻨﻲ أن ﯾﺤﺘﻔﻆ ﺑﺎﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻟﻤﺪة ﻛﺎﻓﯿﺔ ﻟﺘﺤﻘﯿﻖ اﻟﻐﺮض ﻣﻦ ﺟﻤﻌﮭﺎ وأﻻ ﺗﺘﺠﺎوز ذﻟﻚ ،وأن ﺗﺘﻢ
ﻣﺮاﺟﻌﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﻤﺨﺰﻧﺔ ﺑﺸﻜﻞ دوري وإﻟﻐﺎء ﻣﺎ ﺗﻢ ﺗﺤﻘﯿﻖ اﻟﻐﺎﯾﺔ ﻣﻦ ﺟﻤﻌﮫ ﻣﻨﮭﺎ ،وإﻻ ﻛﺎﻧﺖ ﻋﻤﻠﯿﺔ اﻟﺠﻤﻊ
واﻟﻤﻌﺎﻟﺠﺔ ﻏﯿﺮ ﻣﺸﺮوﻋﺔ .وﻗﺪ ﻧﺼﺖ ﻋﻠﻰ ذﻟﻚ اﻟﻤﺎدة اﻟﺜﺎﻟﺜﺔ ﻣﻦ اﻟﻘﺎﻧﻮن اﻟﻤﺼﺮي ﺣﯿﺚ ﺟﺎء ﻓﯿﮭﺎ -4" :أﻻ ﯾﺘﻢ اﻻﺣﺘﻔﺎظ
ﺑﮭﺎ ﻟﻤﺪة أطﻮل ﻣﻦ اﻟﻤﺪة اﻟﻼزﻣﺔ ﻟﻠﻮﻓﺎء ﺑﺎﻟﻐﺮض اﻟﻤﺤﺪد ﻟﮭﺎ" .وھﻮ ﻣﺎ أوردﺗﮫ اﻟﻤﺎدة اﻟﺴﺎدﺳﺔ ﻣﻦ اﻟﻘﺎﻧﻮن اﻟﻔﺮﻧﺴﻲ ﻓﻲ
اﻟﻔﻘﺮة اﻟﺨﺎﻣﺴﺔ ﻣﻨﮭﺎ ،و ﻛﺬﻟﻚ اﻟﻤﺎدة اﻟﺨﺎﻣﺴﺔ ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (45ﻟﺴﻨﺔ  2021ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت
اﻟﺸﺨﺼﯿﺔ اﻹﻣﺎراﺗﻲ.
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اﻟﻤﻄﻠﺐ اﻟﺜﺎﻧﻲ :ﺣﻘﻮق ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت واﻟﺘﺰاﻣﺎت اﻟﻤﺴﺆول ﻋﻦ ﺗﺨﺰﯾﻦ وﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ
ﺗﺤﺪﺛﻨﺎ ﻓﻲ اﻟﻤﻄﻠﺐ اﻟﺴﺎﺑﻖ ﻣﻦ ھﺬا اﻟﻔﺼﻞ ﻋﻦ اﻟﻤﺒﺎدئ اﻟﻀﺎﻣﻨﺔ ﻟﺤﻤﺎﯾﺔ اﻟﺨﺼﻮﺻﯿﺔ ﻓﻲ اﻟﺘﺸﺮﯾﻊ اﻹﻣﺎراﺗﻲ
واﻟﻤﻘﺎرن ،وأوﺿﺤﻨﺎ ﻣﻦ ﺧﻼﻟﮭﺎ أن ھﻨﺎﻟﻚ ﻣﺠﻤﻮﻋﺔ ﻣﻦ اﻟﺤﻘﻮق اﻟﺘﻲ ﯾﻤﻠﻜﮭﺎ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت واﻟﺘﻲ ﻧﺺ ﻋﻠﯿﮭﺎ اﻟﻘﺎﻧﻮن،
ﺑﺎﻟﻤﻘﺎﺑﻞ ھﻨﺎﻟﻚ ﻣﺠﻤﻮﻋﺔ ﻣﻦ اﻻﻟﺘﺰاﻣﺎت اﻟﻤﻔﺮوﺿﺔ ﻋﻠﻰ ﻣﺸﻐﻠﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻟﻀﻤﺎن ﺣﻤﺎﯾﺔ اﻟﺤﻖ ﻓﻲ
ﺧﺼﻮﺻﯿﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ،وﻧﺘﻌﺮض ﻓﻲ اﻟﻔﺮع اﻷول ﻟﺤﻘﻮق ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ،ﺛﻢ ﻧﺘﺤﺪث ﻋﻦ اﻟﺘﺰاﻣﺎت اﻟﻤﺴﺆول
ﻋﻦ ﺗﺨﺰﯾﻨﮭﺎ وﻣﻌﺎﻟﺠﺘﮭﺎ.

اﻟﻔﺮع اﻷول :ﺣﻘﻮق ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ
ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت أو اﻟﺸﺨﺺ اﻟﻤﻌﻨﻲ ﺑﺎﻟﺒﯿﺎﻧﺎت ھﻮ ﻛﻞ ﺷﺨﺺ طﺒﯿﻌﻲ ﺗﻨﺴﺐ إﻟﯿﮫ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﻤﻌﺎﻟﺠﺔ
اﻟﻜﺘﺮوﻧﯿﺎ وﺗﺪل ﻋﻠﯿﮫ وﺗﻤﻜﻦ ﻣﻦ ﺗﻤﯿﯿﺰه ﻋﻦ ﻏﯿﺮه .وﻗﺪ ﻋﺮﻓﺘﮫ اﻟﻤﺎدة اﻟﺮاﺑﻌﺔ ﻣﻦ اﻟﻼﺋﺤﺔ اﻟﻌﺎﻣﺔ ﻟﺤﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت ﺑﺄﻧﮫ:
"اﻟﺸﺨﺺ اﻟﻄﺒﯿﻌﻲ اﻟﺬي ﯾﻤﻜﻦ اﻟﺘﻌﺮف ﻋﻠﯿﮫ أو ﯾﻤﻜﻦ ﺗﺤﺪﯾﺪه ﺑﺸﻜﻞ ﻣﺒﺎﺷﺮ أو ﻏﯿﺮ ﻣﺒﺎﺷﺮ وﺧﺎﺻﺔ اﻟﺮﺟﻮع إﻟﻰ رﻗﻢ
اﻟﮭﻮﯾﺔ أو إﻟﻰ ﻋﺎﻣﻞ أو أﻛﺜﺮ ﻣﻦ اﻟﻌﻮاﻣﻞ اﻟﻤﺤﺪدة ﻟﮭﻮﯾﺘﮫ اﻟﺒﺪﻧﯿﺔ أو اﻟﻔﯿﺴﯿﻮﻟﻮﺟﯿﺔ أو اﻟﻌﻘﻠﯿﺔ أو اﻻﻗﺘﺼﺎدﯾﺔ أو اﻻﺟﺘﻤﺎﻋﯿﺔ".
وﻗﺪ أﻋﻄﺖ اﻟﺘﺸﺮﯾﻌﺎت اﻟﺪوﻟﯿﺔ واﻟﻮطﻨﯿﺔ ﻋﺪداً ﻣﻦ اﻟﺤﻘﻮق ﻟﺼﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ  3ﺳﻮاء أﺛﻨﺎء ﺣﻔﻈﮭﺎ
وﻣﻌﺎﻟﺠﺘﮭﺎ أو أﺛﻨﺎء ﻧﻘﻠﮭﺎ ﻟﻠﺨﺎرج .و ﻓﻲ ھﺬا اﻟﺸﺄن أورد اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (45ﻟﺴﻨﺔ  2021ﺑﺸﺄن ﺣﻤﺎﯾﺔ
اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺣﻘﻮق ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﻓﻲ اﻟﻤﻮاد ) ،4 (18–13وھﺬه اﻟﺤﻘﻮق ھﻲ :اﻟﺤﻖ ﻓﻲ اﻟﻮﺻﻮل إﻟﻰ اﻟﺒﯿﺎﻧﺎت

 1راﺟﻊ ،اﻟﺘﮭﺎﻣﻲ ،ﺳﺎﻣﺢ .ﻣﺮﺟﻊ ﺳﺎﺑﻖ .ص.411
 2اﻧﻈﺮ اﻟﺒﻨﺪ اﻟﺴﺎﺑﻊ ﻣﻦ اﻟﻤﺎدة اﻟﺨﺎﻣﺴﺔ ،ﻧﺺ اﻟﻤﺸﺮع ﻋﻠﻰ" :ﻋﺪم اﻻﺣﺘﻔﺎظ ﺑﺎﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺑﻌﺪ اﺳﺘﻨﻔﺎذ اﻟﻐﺮض ﻣﻦ ﻣﻌﺎﻟﺠﺘﮭﺎ".
 3ﻋﺮف اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻓﻲ اﻟﻤﺎدة اﻷوﻟﻰ ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (45ﻟﺴﻨﺔ  2021ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺑﺄﻧﮫ" :اﻟﺸﺨﺺ اﻟﻄﺒﯿﻌﻲ
ﻣﻮﺿﻮع اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ".
 4ﺗﻘﺎﺑﻠﮭﺎ اﻟﻤﻮاد ) (23 –12ﻣﻦ اﻟﻔﺼﻞ اﻟﺜﺎﻟﺚ ﻣﻦ اﻟﻼﺋﺤﺔ اﻷوروﺑﯿﺔ  ،GDPRو ﻛﺬﻟﻚ اﻟﻤﺎدة اﻟﺜﺎﻧﯿﺔ ﻣﻦ اﻟﻘﺎﻧﻮن اﻟﻤﺼﺮي رﻗﻢ  151ﻟﺴﻨﺔ  2020ﺑﺈﺻﺪار ﻗﺎﻧﻮن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت
اﻟﺸﺨﺼﯿﺔ.
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وﺗﻌﺪﯾﻠﮭﺎ ،اﻟﺤﻖ ﻓﻲ ﺣﺬف اﻟﺒﯿﺎﻧﺎت وﺳﺤﺒﮭﺎ ،اﻟﺤﻖ ﻓﻲ اﻟﺤﻤﺎﯾﺔ ﻣﻦ أﻧﺸﻄﺔ اﻟﻤﻌﺎﻟﺠﺔ ﻏﯿﺮ اﻟﻤﺸﺮوﻋﺔ أو ﻧﻘﻠﮭﺎ ﻟﻠﺨﺎرج،
اﻟﺤﻖ ﻓﻲ اﻟﺤﺼﻮل ﻋﻠﻰ إذن ﻻﺳﺘﺨﺪام اﻟﺒﯿﺎﻧﺎت ﻓﻲ ﺑﻌﺾ اﻟﻈﺮوف واﻷﻏﺮاض ،وﻧﺪرس ھﺬه اﻟﺤﻘﻮق:

أوﻻ :ﺣﻖ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﺑﺎﻻطﻼع ﻋﻠﻰ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﺨﺎﺻﺔ ﺑﮫ واﻟﻌﻠﻢ ﺑﮭﺎ أو اﻟﺤﺼﻮل ﻋﻠﯿﮭﺎ
وﻗﺪ أطﻠﻘﺖ ﻋﻠﯿﮫ ﺑﻌﺾ اﻟﺘﺸﺮﯾﻌﺎت ﺣﻖ اﻟﻨﻔﺎذ أو اﻟﻮﺻﻮل أو اﻟﺪﺧﻮل إﻟﻰ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ
) ،1 (Right of the access to dataأو ﻛﻤﺎ ﺗﺴﻤﯿﮫ ﺑﻌﺾ اﻟﺘﺸﺮﯾﻌﺎت أﯾﻀﺎ ً ﺣﻖ اﻟﻮﻟﻮج  ،2ﻓﮭﺬا اﻟﺤﻖ ﯾﺘﻤﺜﻞ ﻓﻲ إﻣﻜﺎﻧﯿﺔ
اﻟﻮﺻﻮل ﻟﮭﺬه اﻟﺒﯿﺎﻧﺎت دون أﯾﺔ ﻗﯿﻮد أو ﺗﺄﺧﯿﺮ ﻏﯿﺮ ﻣﺒﺮر أو أﻋﺒﺎء ﻣﺎﻟﯿﺔ ﻟﻤﺮاﻗﺒﺔ ﻣﺪى اﺣﺘﺮام ﻗﻮاﻋﺪ ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت
اﻟﺸﺨﺼﯿﺔ اﻟﻤﻨﺼﻮص ﻋﻠﯿﮭﺎ ﻗﺎﻧﻮﻧﺎ .وﻗﺪ أﻋﻄﺖ اﻟﻤﺎدة ) (15ﻣﻦ اﻟﻼﺋﺤﺔ اﻟﻌﺎﻣﺔ ﻟﺤﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻟﺼﺎﺣﺐ
اﻟﺒﯿﺎﻧﺎت اﻟﺤﻖ ﻓﻲ اﻟﻌﻠﻢ ﺑﮭﺎ أو اﻟﺤﺼﻮل ﻋﻠﻰ اﻟﻤﻌﻠﻮﻣﺎت اﻵﺗﯿﺔ؛ أﻏﺮاض اﻟﻤﻌﺎﻟﺠﺔ ،أﻧﻮاع اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﻤﻌﻨﯿﺔ،
اﻟﻤﺴﺘﻠﻤﻮن اﻟﺬﯾﻦ ﺗﻢ اﻟﻜﺸﻒ ﻋﻦ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻟﮭﻢ أو ﻣﻦ ﺳﯿﺘﻢ اﻟﻜﺸﻒ ﻟﮭﻢ ﻋﻨﮭﺎ ﺧﺼﻮﺻﺎ ً إذا ﻛﺎﻧﻮن ﻓﻲ ﺑﻠﺪان ﺛﺎﻟﺜﺔ،
اﻟﻤﺪة اﻟﺘﻲ ﺳﯿﺘﻢ ﺗﺨﺰﯾﻦ اﻟﺒﯿﺎﻧﺎت ﺧﻼﻟﮭﺎ أو ﻋﻠﻰ اﻷﻗﻞ اﻟﻤﻌﺎﯾﯿﺮ اﻟﻤﺴﺘﺨﺪﻣﺔ ﻟﺘﺤﺪﯾﺪ ﺗﻠﻚ اﻟﻤﺪة ،وﺟﻮد ﺣﻖ ﺗﺼﺤﯿﺢ أو ﻣﺤﻮ
اﻟﺒﯿﺎﻧﺎت ﻣﻦ وﺣﺪة اﻟﺘﺤﻜﻢ أو ﺗﻘﯿﯿﺪ ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﻤﺘﻌﻠﻘﺔ ﺑﻤﻮﺿﻮع اﻟﺒﯿﺎﻧﺎت أو اﻻﻋﺘﺮاض ﻋﻠﻰ ھﺬه
اﻟﻤﻌﺎﻟﺠﺔ ،اﻟﺤﻖ ﻓﻲ ﺗﻘﺪﯾﻢ ﺷﻜﻮى إﻟﻰ ﺟﮭﺔ إﺷﺮاﻓﯿﺔ .وﻗﺪ ﻧﺺ اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ ﻋﻠﻰ ﺣﻖ اﻟﺸﺨﺺ اﻟﻤﻌﻨﻲ ﺑﺎﻻطﻼع
ﻋﻠﻰ اﻟﺒﯿﺎﻧﺎت دون أي ﻣﻘﺎﺑﻞ ﻓﻲ اﻟﻤﺎدة ) (13ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (45ﻟﺴﻨﺔ  2021ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت
اﻟﺸﺨﺼﯿﺔ واﻟﺘﻲ ﺟﺎءت ﺗﺤﺖ ﻋﻨﻮان )ﺣﻖ اﻟﺤﺼﻮل ﻋﻠﻰ اﻟﻤﻌﻠﻮﻣﺎت( ،ﻛﻤﺎ ﻧﺺ ﻋﻠﻰ ھﺬا اﻟﺤﻖ اﻟﻤﺸﺮع اﻟﻤﺼﺮي ﻓﻲ
اﻟﺒﻨﺪ اﻷول ﻣﻦ اﻟﻤﺎدة ) (2ﻣﻦ اﻟﻔﺼﻞ اﻟﺜﺎﻧﻲ ﻓﻲ ﻗﺎﻧﻮن رﻗﻢ  151ﻟﺴﻨﺔ  2020ﺑﺈﺻﺪار ﻗﺎﻧﻮن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ
ﻓﻲ ﺑﯿﺎن ﺣﻘﻮق اﻟﺸﺨﺺ اﻟﻤﻌﻨﻲ ﺑﺎﻟﺒﯿﺎﻧﺎت ﻋﻠﻰ أﻧﮫ" :ﯾﻜﻮن ﻟﻠﺸﺨﺺ اﻟﻤﻌﻨﻲ ﺑﺎﻟﺒﯿﺎﻧﺎت –1 :اﻟﻌﻠﻢ ﺑﺎﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ
اﻟﺨﺎﺻﺔ ﺑﮫ اﻟﻤﻮﺟﻮدة ﻟﺪى أي ﺣﺎﺋﺰ أو ﻣﺘﺤﻜﻢ أو ﻣﻌﺎﻟﺞ و اﻻطﻼع ﻋﻠﯿﮭﺎ و اﻟﻮﺻﻮل إﻟﯿﮭﺎ أو اﻟﺤﺼﻮل ﻋﻠﯿﮭﺎ" .وأوردت
اﻟﻤﺎدة اﻟﻌﺎﺷﺮة ﻣﻦ ذات اﻟﻘﺎﻧﻮن ﻣﺠﻤﻮﻋﺔ ﻣﻦ اﻹﺟﺮاءات اﻟﺘﻲ ﻻ ﺑﺪ أن ﯾﺤﺘﺮﻣﮭﺎ اﻟﻤﺘﺤﻜﻢ واﻟﻤﻌﺎﻟﺞ وﺣﺎﺋﺰ اﻟﺒﯿﺎﻧﺎت
اﻟﺸﺨﺼﯿﺔ وﺗﺘﻤﺜﻞ ھﺬه اﻹﺟﺮاءات ب :أن ﯾﺘﻢ ذﻟﻚ ﺑﻨﺎء ﻋﻠﻰ طﻠﺐ ﻛﺘﺎﺑﻲ ﯾﻘﺪم ﻟﮫ ﻣﻦ ذي ﺻﻔﺔ أو وﻓﻘﺎ ﻟﺴﻨﺪ ﻗﺎﻧﻮﻧﻲ،
ﺿﺮورة اﻟﺘﺤﻘﻖ ﻣﻦ ﺗﻮاﻓﺮ اﻟﻤﺴﺘﻨﺪات اﻟﻼزﻣﺔ ﻟﺘﻨﻔﯿﺬ اﻻﺣﺘﻔﺎظ ﺑﮭﺎ ،اﻟﺒﺖ ﻓﻲ اﻟﻄﻠﺐ وﻣﺴﺘﻨﺪاﺗﮫ ﺧﻼل ﺳﺘﺔ أﯾﺎم ﻋﻤﻞ ﻣﻦ
ﺗﺎرﯾﺦ ﺗﻘﺪﯾﻤﮫ إﻟﯿﮫ ،وإذا ﺗﻢ اﻟﺮﻓﺾ ﯾﺠﺐ أن ﯾﻜﻮن ﻣﺴﺒﺒﺎ وإذا اﻧﻘﻀﺖ ﻣﺪة اﻟﺴﺘﺔ أﯾﺎم دون رد ﻛﺎن ذﻟﻚ ﻓﻲ ﺣﻜﻢ اﻟﺮﻓﺾ.
ﻛﻤﺎ أﻛﺪت ھﺬا اﻟﺤﻖ اﻟﻤﺎدة ) (1/39ﻣﻦ ﻗﺎﻧﻮن اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ و اﻟﺤﺮﯾﺎت رﻗﻢ ) (78ﻟﺴﻨﺔ  1978و اﻟﻤﻌﺪل ﺑﺄﺣﻜﺎم اﻟﻘﺎﻧﻮن
رﻗﻢ ) (1321اﻟﺼﺎدر ﻓﻲ  7أﻛﺘﻮﺑﺮ  ،2016و ﺑﻨﺎ ًء ﻋﻠﻰ ﻣﺎ ﺳﺒﻖ ﻓﻘﺪ أﻋﻄﻰ اﻟﻤﺸﺮع اﻷوروﺑﻲ و اﻟﻤﺼﺮي واﻹﻣﺎراﺗﻲ
واﻟﻔﺮﻧﺴﻲ ﻟﺼﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﺣﻖ اﻟﺤﺼﻮل واﻻطﻼع ﻋﻠﻰ ﺑﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ ﺑﺠﻤﯿﻊ ﻣﺤﺘﻮﯾﺎﺗﮭﺎ ﻛﺄﻧﻮاع اﻟﺒﯿﺎﻧﺎت اﻟﺘﺎﺑﻌﺔ ﻟﮫ،
و أﻏﺮاض اﻟﻤﻌﺎﻟﺠﺔ ،و ﻛﺬﻟﻚ اﻟﻘﺮارات اﻟﻤﺘﺨﺬة ﺑﻨﺎ ًء ﻋﻠﻰ اﻟﻤﻌﺎﻟﺠﺔ اﻟﻤﺆﺗﻤﺘﺔ ﺑﻤﺎ ﻓﯿﮭﺎ اﻟﺘﻨﻤﯿﻂ  .3وﻗﺪ ذھﺐ اﻟﻤﺸﺮع اﻟﺘﻮﻧﺴﻲ
إﻟﻰ إﻋﻄﺎء اﻟﺤﻖ ﻟﻮرﺛﺔ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت اﻻطﻼع ﻋﻠﻰ ﺑﯿﺎﻧﺎت ﻣﻮرﺛﮭﻢ اﻟﺨﺎﺻﺔ ﻣﻮﺿﻮع اﻟﻤﻌﺎﻟﺠﺔ )اﻟﻔﺼﻞ اﻟﺮاﺑﻊ و
 1اﻟﺘﺸﺮﯾﻊ اﻟﺘﻮﻧﺴﻲ رﻗﻢ ) (63ﻟﺴﻨﺔ  2004ﺑﺘﺎرﯾﺦ  27ﯾﻮﻟﯿﻮ  2004ﯾﺘﻌﻠﻖ ﺑﺤﻤﺎﯾﺔ اﻟﻤﻌﻄﯿﺎت اﻟﺸﺨﺼﯿﺔ ،اﻟﻤﻨﺸﻮر ﻓﻲ اﻟﺠﺮﯾﺪة اﻟﺮﺳﻤﯿﺔ رﻗﻢ  61ﺑﺘﺎرﯾﺦ  30ﯾﻮﻟﯿﻮ  ،2004اﻟﻤﻨﺸﻮر
ﻋﻠﻰ:
https://legislation-securite.tn/ar/law/40972 Access date: 14/04/2022.
 2اﻟﻘﺎﻧﻮن اﻟﻤﻐﺮﺑﻲ رﻗﻢ ) (8ﻟﺴﻨﺔ  2009اﻟﻤﺘﻌﻠﻖ ﺑﺤﻤﺎﯾﺔ اﻷﺷﺨﺎص اﻟﺬاﺗﯿﯿﻦ ﺗﺠﺎه ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت ذات اﻟﻄﺎﺑﻊ اﻟﺸﺨﺼﻲ.
 3ﻟﻠﻤﺰﯾﺪ ﺣﻮل اﻟﻤﻌﻠﻮﻣﺎت اﻟﺘﻲ ﯾﺤﻖ ﻟﺼﺎﺣﺒﮭﺎ اﻹطﻼع ﻋﻠﯿﮭﺎ اﻧﻈﺮ اﻟﻤﺎدة ) (13ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (45ﻟﺴﻨﺔ  2021ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ.
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اﻟﺜﻼﺛﻮن ﻣﻦ اﻟﻘﺎﻧﻮن اﻟﺘﻮﻧﺴﻲ( ،ﻓﺈذا رﻓﺾ اﻟﻤﺴﺆول ﻋﻦ اﻟﻤﻌﺎﻟﺠﺔ ذﻟﻚ ﻓﻔﻲ ھﺬه اﻟﺤﺎﻟﺔ ﯾﺠﻮز ﻟﻮرﺛﺔ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت أن
ﯾﻘﺪﻣﻮا طﻠﺒﺎ ً ﻟﻠﺠﮭﺔ اﻹدارﯾﺔ ﺧﻼل ﻣﺪة ﻣﺤﺪدة ﺗﺒﺪأ ﻣﻦ ﺗﺎرﯾﺦ اﻟﺮﻓﺾ.

1

ﺛﺎﻧﯿﺎ :ﺣﻖ ﺗﻌﺪﯾﻞ وﺗﺼﺤﯿﺢ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ
أﻋﻄﻰ اﻟﻘﺎﻧﻮن اﻹﻣﺎراﺗﻲ ﻓﻲ اﻟﻤﺎدة ) (15ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (45ﻟﺴﻨﺔ  2021ﺑﺸﺄن ﺣﻤﺎﯾﺔ
اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻟﺼﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت اﻟﺤﻖ اﻟﻤﻄﻠﻖ ﻓﻲ ﺗﺼﺤﯿﺢ أو ﺗﻌﺪﯾﻞ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ دون ﺗﺤﺪﯾﺪ ﻣﺪة أو ﺷﺮوط
ﻟﺬﻟﻚ ،ﻓﻘﺪ ذھﺐ ﻓﻲ اﻟﺒﻨﺪ اﻷول ﻣﻦ اﻟﻤﺎدة إﻟﻰ إﻋﻄﺎء اﻟﺤﻖ ﻟﺼﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﻓﻲ طﻠﺐ ﺗﺼﺤﯿﺢ وﺗﻌﺪﯾﻞ ﺑﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ
ﻏﯿﺮ اﻟﺪﻗﯿﻘﺔ ،أو اﺳﺘﻜﻤﺎﻟﮭﺎ ﻓﻲ ﺣﺎﻟﺔ اﻟﻨﻘﺺ ﻟﺪى اﻟﻤﺘﺤﻜﻢ دون ﺗﺄﺧﯿﺮ ﻏﯿﺮ ﻣﺒﺮر ﻟﺪى اﻟﻤﺘﺤﻜﻢ .ﻛﻤﺎ أﻋﻄﻰ اﻟﻤﺸﺮع
اﻟﻤﺼﺮي اﻟﺤﻖ ذاﺗﮫ ﻟﺼﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﻓﻲ اﻟﻤﺎدة ) (2ﻣﻦ ﻗﺎﻧﻮن رﻗﻢ  151ﻟﺴﻨﺔ  2020ﺑﺈﺻﺪار ﻗﺎﻧﻮن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت
اﻟﺸﺨﺼﯿﺔ ﻓﻲ ﺑﯿﺎن ﺣﻘﻮق اﻟﺸﺨﺺ اﻟﻤﻌﻨﻲ ﺑﺎﻟﺒﯿﺎﻧﺎت واﻟﺘﻲ ﺟﺎء ﻣﻦ ﺿﻤﻨﮭﺎ ﻓﻲ اﻟﺒﻨﺪ اﻟﺜﺎﻟﺚ ﻣﻦ اﻟﻤﺎدة ذاﺗﮭﺎ ،ﻣﻦ ﺣﻖ
ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت اﻟﺘﺼﺤﯿﺢ أو اﻟﺘﻌﺪﯾﻞ أو اﻹﺿﺎﻓﺔ أو اﻟﺘﺤﺪﯾﺚ ﻟﻠﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ،وأوﺟﺐ اﻟﻤﺸﺮع اﻟﻤﺼﺮي ﻓﻲ اﻟﻤﺎدة
اﻟﺴﺎﺑﻌﺔ ﻣﻨﮫ أن ﯾﻘﻮم ﻣﻌﺎﻟﺞ اﻟﺒﯿﺎﻧﺎت أو اﻟﻤﺘﺤﻜﻢ ﻓﻲ ﺣﺎل ﻋﻠﻤﮫ ﺑﻮﺟﻮد ﺧﺮق أو اﻧﺘﮭﺎك ﻟﻠﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻟﺪﯾﮫ ﺑﺈﺑﻼغ
ﻣﺮﻛﺰ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺧﻼل  72ﺳﺎﻋﺔ وإذا ﺗﻌﻠﻖ اﻟﺨﺮق ﺑﺎﻋﺘﺒﺎرات ﺣﻤﺎﯾﺔ اﻷﻣﻦ اﻟﻘﻮﻣﻲ ﯾﻜﻮن اﻹﺑﻼغ ﻓﻮرﯾﺎ ً ،وأن
ﯾﺒﻠﻎ اﻟﺸﺨﺺ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﺧﻼل  3أﯾﺎم ﻋﻤﻞ ﻣﻦ ﺗﺎرﯾﺦ اﻹﺑﻼغ وﻣﺎ ﻗﺎم ﺑﮫ ﻣﻦ إﺟﺮاءات .وﻷھﻤﯿﺔ ھﺬا اﻟﺤﻖ ﻟﺼﺎﺣﺐ
اﻟﺒﯿﺎﻧﺎت ذھﺐ اﻟﻤﺸﺮع اﻷوروﺑﻲ ﻋﻠﻰ إدراﺟﮫ ﻓﻲ اﻟﻼﺋﺤﺔ اﻟﻌﺎﻣﺔ ﻟﺤﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت ﻓﻲ اﻟﻤﺎدة ) (16ﺑﻨﺼﮫ ﻋﻠﻰ ﺟﻮاز
ﺗﻌﺪﯾﻞ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﻟﺒﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ دون ﺗﺄﺧﯿﺮ ﻏﯿﺮ ﻣﺒﺮر ﻣﻦ ﺧﻼل ﺗﻘﺪﯾﻢ ﺑﯿﺎن ﺗﻜﻤﯿﻠﻲ ﻟﻤﺮاﻗﺐ اﻟﺒﯿﺎﻧﺎت ،ﺑﺎﻹﺿﺎﻓﺔ
إﻟﻰ ﻧﺺ اﻟﻤﺸﺮع اﻟﻔﺮﻧﺴﻲ ﻓﻲ اﻟﻤﺎدة  40ﻣﻦ ﻗﺎﻧﻮن اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ و اﻟﺤﺮﯾﺎت رﻗﻢ ) (78ﻟﺴﻨﺔ  1978و اﻟﻤﻌﺪل ﺑﺄﺣﻜﺎم
اﻟﻘﺎﻧﻮن رﻗﻢ ) (1321اﻟﺼﺎدر ﻓﻲ  7أﻛﺘﻮﺑﺮ" 2016ﻟﺼﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت أن ﯾﻄﻠﺐ ﻣﻦ اﻟﻤﺴﺆول ﻋﻦ اﻟﻤﻌﺎﻟﺠﺔ ﺗﺼﺤﯿﺤﮭﺎ
أو ﺗﺤﺪﯾﺜﮭﺎ أو ﺣﺬف أو أي ﺑﯿﺎﻧﺎت ﺷﺨﺼﯿﺔ ﺗﺨﺼﮫ ﻣﺘﻰ ﺗﺒﯿﻦ أﻧﮭﺎ ﻏﯿﺮ دﻗﯿﻘﺔ أو ﻧﺎﻗﺼﺔ أو ﻣﻀﻠﻠﮫ أم ﻣﺮ ﻋﻠﯿﮭﺎ ﻣﺪة زﻣﻨﯿﺔ
طﻮﯾﻠﺔ أو ﺗﻢ ﺗﺨﺰﯾﻨﮭﺎ أو اﻟﻜﺸﻒ ﻋﻨﮭﺎ ﺑﻄﺮﯾﻘﺔ ﻏﯿﺮ ﻣﺸﺮوﻋﺔ"  2وﻣﻨﺤﮫ اﻟﻤﺸﺮع اﻟﻔﺮﻧﺴﻲ ﺣﻖ طﻠﺐ ﺗﻘﺪﯾﻢ دﻟﯿﻞ ﻋﻠﻰ أن
اﻟﻤﻌﺎﻟﺞ ﻗﺪ ﻗﺎم ﺑﺎﻟﻔﻌﻞ ﺑﺘﻌﺪﯾﻞ اﻟﺒﯿﺎﻧﺎت أو إﻟﻐﺎءھﺎ واﻻطﻼع ﻋﻠﯿﮭﺎ وأن ﯾﻄﻠﺐ ﻧﺴﺨﺔ ﻣﻦ ذﻟﻚ وﻟﻢ ﯾﺤﺪد اﻟﻤﺸﺮع اﻟﻔﺮﻧﺴﻲ
وﻗﺘﺎ ً ﻣﺤﺪداً ﻟﻘﯿﺎم ﻣﻌﺎﻟﺞ اﻟﺒﯿﺎﻧﺎت ﺑﺎﻟﺮد ﻋﻠﻰ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ،ﻟﺬا ﯾﺠﺐ أن ﺗﺘﻢ ﺑﻤﺪة ﻣﻌﻘﻮﻟﺔ.
وذھﺒﺖ ﺑﻌﺾ اﻟﺘﺸﺮﯾﻌﺎت إﻟﻰ ﺗﻘﯿﯿﺪ ھﺬا اﻟﺤﻖ ﻓﻲ ﺗﺤﺪﯾﺪ اﻟﻤﺪة اﻟﺘﻲ ﯾﻤﻜﻦ ﻓﯿﮭﺎ ﻟﺼﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﻣﻦ ﺗﻌﺪﯾﻞ ﺑﯿﺎﻧﺎﺗﮫ
ﻛﺎﻟﺘﺸﺮﯾﻊ اﻟﻤﻐﺮﺑﻲ اﻟﺬي ﺣﺪد ﻣﺪة ﻋﺸﺮة أﯾﺎم ﻟﺘﺼﺤﯿﺢ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ .3وﻓﻲ ﺣﺎل ﻋﺪم ﻗﯿﺎم ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﺑﺘﺼﺤﯿﺢ
ﺑﯿﺎﻧﺎﺗﮫ ﺧﻼل اﻟﻤﺪة اﻟﻤﺬﻛﻮر ﯾﺘﻢ رﻓﺾ ﺗﺼﺤﯿﺢ اﻟﺒﯿﺎﻧﺎت ،وﯾﺠﺐ ﻓﻲ ھﺬه اﻟﺤﺎﻟﺔ أن ﯾﻘﻮم ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﺑﺈﯾﺪاع طﻠﺐ
اﻟﺘﺼﺤﯿﺢ ﻟﺪى اﻟﺠﮭﺔ اﻹدارﯾﺔ اﻟﻤﺨﺘﺼﺔ ،وﻣﻦ ﺛﻢ ﯾﺘﻢ ﺗﺼﺤﯿﺢ اﻟﺒﯿﺎﻧﺎت وﻓﻘﺎ ً ﻟﻠﻄﻠﺐ اﻟﻤﻘﺪم.
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 1ﺑﺪوي ،ﻋﻤﺮو طﮫ .ﻣﺮﺟﻊ ﺳﺎﺑﻖ .ص.131-130
 2ﺑﺪوي ،ﻋﻤﺮو طﮫ .ﻣﺮﺟﻊ ﺳﺎﺑﻖ .ص.132
 3اﻟﻤﺎدة ) (8ﻓﻘﺮة )أ( ﻣﻦ اﻟﻘﺎﻧﻮن اﻟﻤﻐﺮﺑﻲ ﻋﻠﻰ أﻧﮫ" :و ﯾﻠﺰم اﻟﻤﺴﺆول ﻋﻦ اﻟﻤﻌﺎﻟﺠﺔ ﺑﺎﻟﻘﯿﺎم ﺑﺎﻟﺘﺼﺤﯿﺤﺎت اﻟﻼزﻣﺔ دون ﻋﻮض ﻟﻔﺎﺋﺪة اﻟﻄﺎﻟﺐ داﺧﻞ أﺟﻞ ﻋﺸﺮة أﯾﺎم ﻛﺎﻣﻠﺔ".
 4ﻣﺮﺟﻊ ﺳﺎﺑﻖ.
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ﺛﺎﻟﺜﺎ :ﺣﻖ ﺣﺬف اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ )ﺣﻖ اﻟﻨﺴﯿﺎن(
ﻻ ﯾﻮﺟﺪ ﺗﻌﺮﯾﻒ واﺿﺢ وﻣﺤﺪد ﻟﻠﺤﻖ ﻓﻲ اﻟﻨﺴﯿﺎن ﻓﻲ اﻟﺘﺸﺮﯾﻌﺎت اﻟﻌﺮﺑﯿﺔ أو اﻟﻐﺮﺑﯿﺔ  ،1وھﻮ ﯾﻌﺪ أﺣﺪ ﺣﻘﻮق
ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻷﺧﺮى اﻟﺘﻲ ﻛﺮﺳﮭﺎ ﻗﺮار اﻟﻤﺤﻜﻤﺔ اﻷوروﺑﯿﺔ ﻟﺤﻘﻮق اﻹﻧﺴﺎن ﺑﺘﻘﺮﯾﺮ ﻣﺒﺪأ اﻟﺤﻖ ﻓﻲ اﻟﻨﺴﯿﺎن
ﻛﺄﺣﺪ اﻟﺤﻘﻮق اﻟﺘﻲ ﯾﺘﻤﺘﻊ ﺑﮭﺎ اﻟﺸﺨﺺ ﻓﻲ ﻣﻮاﺟﮭﺔ ﻣﺤﺮﻛﺎت اﻟﺒﺤﺚ ﻋﻠﻰ ﺷﺒﻜﺔ اﻹﻧﺘﺮﻧﺖ  ،2وﻛﺮﺳﺘﮭﺎ اﻟﻤﺎدة ) (17ﻣﻦ
اﻟﻼﺋﺤﺔ اﻟﻌﺎﻣﺔ ﻟﺤﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت ) 3(GDPRﻓﻘﺪ ﻣﻨﺢ اﻟﻤﺸﺮع اﻷوروﺑﻲ ﻓﻲ اﻟﻤﺎدة  17ﻣﻦ اﻟﻼﺋﺤﺔ اﻟﻌﺎﻣﺔ ﻟﺤﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت
اﻟﺸﺨﺼﯿﺔ ﻟﺼﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت اﻟﺤﻖ ﻓﻲ ﻣﺴﺢ وﻧﺴﯿﺎن ﺑﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ وﻓﻖ ﺷﺮوطٍ ﻣﻌﯿﻨﺔ ،ﻛﻘﯿﺎم اﻟﻤﻌﺎﻟﺞ ﺑﺠﻤﻊ وﻣﻌﺎﻟﺠﺔ
اﻟﺒﯿﺎﻧﺎت ﺑﺼﻮرة ﻏﯿﺮ ﻗﺎﻧﻮﻧﯿﺔ ،أو ﻋﻨﺪ اﻻﻧﺘﮭﺎء ﻣﻦ اﻟﻐﺮض اﻟﺬي ﻣﻦ أﺟﻠﮫ ﻗﺎم اﻟﻤﻌﺎﻟﺞ ﺑﺠﻤﻊ اﻟﺒﯿﺎﻧﺎت وﻣﻌﺎﻟﺠﺘﮭﺎ .ﻛﻤﺎ
أﻋﻄﻰ اﻟﻤﺸﺮع اﻟﻤﺼﺮي اﻟﺤﻖ ذاﺗﮫ ﻟﺼﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﻓﻲ اﻟﺒﻨﺪ اﻟﺜﺎﻟﺚ ﻣﻦ اﻟﻤﺎدة ) (2ﻣﻦ ﻗﺎﻧﻮن رﻗﻢ  151ﻟﺴﻨﺔ 2020
ﺑﺈﺻﺪار ﻗﺎﻧﻮن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻋﻠﻰ أﺣﻘﯿﺔ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﻓﻲ ﻣﺤﻮ ﺑﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ ،واﻟﺘﻲ ﺳﺒﻖ وأن واﻓﻖ
ﻋﻠﻰ ﻣﻌﺎﻟﺠﺘﮭﺎ .وﻗﺪ ﻧﺺ اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ ﻋﻠﻰ ھﺬا اﻟﺤﻖ ﻓﻲ اﻟﺒﻨﺪ اﻟﺜﺎﻧﻲ ﻣﻦ اﻟﻤﺎدة ) (15ﺣﻘﮫ ﻓﻲ طﻠﺐ ﻣﺤﻮ ﺑﯿﺎﻧﺎﺗﮫ
اﻟﺸﺨﺼﯿﺔ اﻟﺨﺎﺻﺔ ﻟﺪى اﻟﻤﺘﺤﻜﻢ ﻓﻲ اﻟﺤﺎﻻت اﻟﺘﺎﻟﯿﺔ دون ﺗﺤﺪﯾﺪ ﻣﺪة ﻟﺤﺬف اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ،ﻣﻤﺎ ﻗﺪ ﯾﺆﺛﺮ ﻋﻠﻰ ﻓﻌﺎﻟﯿﺔ
اﻟﺤﻖ ﻓﻲ ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ،ذﻟﻚ أن ﻣﻦ ﻗﺎم ﺑﻤﻌﺎﻟﺠﺔ ھﺬه اﻟﺒﯿﺎﻧﺎت ﻻ ﯾﻜﻮن ﻣﻠﺰﻣﺎ ً ﻋﻠﻰ اﻟﻔﻮر ﺑﺤﺬف ھﺬه اﻟﺒﯿﺎﻧﺎت
و ﻗﺪ ﯾﺤﺘﻔﻆ ﺑﮭﺎ ﻟﻤﺪة طﻮﯾﻠﺔ:
"إذا ﻟﻢ ﺗﻌﺪ ھﺬه اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﻤﺘﻌﻠﻘﺔ ﺑﺼﺎﺣﺐ اﻟﻄﻠﺐ ﺿﺮورﯾﺔ ﻟﻸﻏﺮاض اﻟﺘﻲ ُﺟﻤﻌﺖ أو ﻋﻮﻟﺠﺖ ﻣﻦ
أﺟﻠﮭﺎ ،أو إذا ﻗﺎم ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﺑﺎﻟﻌﺪول أو اﻟﺘﺮاﺟﻊ ﻋﻦ اﻟﻤﻮاﻓﻘﺔ اﻟﺘﻲ ﺑُﻨﯿﺖ ﻋﻠﯿﮭﺎ اﻟﻤﻌﺎﻟﺠﺔ .أو ﻓﻲ ﺣﺎل ﻗﯿﺎم ﺻﺎﺣﺐ
اﻟﺒﯿﺎﻧﺎت ﺑﺎﻻﻋﺘﺮاض ﻋﻠﻰ اﻟﻤﻌﺎﻟﺠﺔ ،أو ﻓﻲ ﺣﺎل ﻏﯿﺎب اﻷﺳﺒﺎب اﻟﻤﺸﺮوﻋﺔ ﻻﺳﺘﻤﺮار اﻟﻤﺘﺤﻜﻢ ﻓﻲ ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت .أو
إذا ﺗﻤﺖ ﻣﻌﺎﻟﺠﺔ ﺑﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ ﺑﺎﻟﻤﺨﺎﻟﻔﺔ ﻷﺣﻜﺎم ھﺬا اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن واﻟﺘﺸﺮﯾﻌﺎت اﻟﺴﺎرﯾﺔ ،أو إن ﻛﺎﻧﺖ ﻋﻤﻠﯿﺔ اﻟﻤﺤﻮ
ﺿﺮورﯾﺔ ﻟﻼﻣﺘﺜﺎل ﻟﻠﻀﻮاﺑﻂ واﻟﺘﺸﺮﯾﻌﺎت اﻟﺴﺎرﯾﺔ".
أﻣﺎ اﻟﺒﻨﺪ اﻟﺜﺎﻟﺚ ﻣﻦ ذات اﻟﻤﺎدة ﻓﻘﺪ ﺟﺎء اﺳﺘﺜﻨﺎ ًء ﻋﻠﻰ اﻟﺒﻨﺪ اﻟﺜﺎﻧﻲ ،ﻓﺒﺎﻟﺮﻏﻢ ﻣﻦ إﻋﻄﺎء اﻟﻤﺸﺮع ﻟﺼﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت
اﻟﺤﻖ ﻓﻲ ﻣﺤﻮ ﺑﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ ،إﻻ أن ھﻨﺎك اﺳﺘﺜﻨﺎءات واردة ﻋﻠﻰ ھﺬا اﻟﺤﻖ ﻓﻲ اﻟﺒﻨﺪ اﻟﺜﺎﻟﺚ إذ ﻣﻊ ﺗﻮاﻓﺮ ﺣﺎﻟﺔ ﻣﻦ
اﻟﺤﺎﻻت اﻟﻤﺬﻛﻮرة ﻓﻲ ھﺬا اﻟﺒﻨﺪ ﻻ ﯾﺤﻖ ﻟﺼﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﻣﺤﻮ ﺑﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ وھﺬه اﻟﺤﺎﻻت ﻛﺎﻟﺘﺎﻟﻲ:
ﻓﻲ ﺣﺎل طﻠﺐ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﻣﺤﻮ ﺑﯿﺎﻧﺎﺗﮫ اﻟﻤﺘﻌﻠﻘﺔ ﺑﺎﻟﺼﺤﺔ اﻟﻌﺎﻣﺔ ﻟﺪى اﻟﻤﻨﺸﺂت اﻟﺨﺎﺻﺔ ﺑﻤﺎ ﯾﺨﺎﻟﻒ اﻟﻤﺼﻠﺤﺔ اﻟﻌﺎﻣﺔ،
أو إذا ﻛﺎن طﻠﺐ ﻣﺤﻮ اﻟﺒﯿﺎﻧﺎت ﻓﯿﮫ ﺗﺄﺛﯿﺮ ﻋﻠﻰ إﺟﺮاءات اﻟﺘﺤﻘﯿﻖ واﻟﻤﻄﺎﻟﺒﺔ ﺑﺎﻟﺤﻘﻮق واﻟﺪﻋﺎوى اﻟﻘﺎﻧﻮﻧﯿﺔ أو اﻟﺪﻓﺎع ﻋﻨﮭﺎ
ﻟﺪى اﻟﻤﺘﺤﻜﻢ .أو إذا ﻛﺎن اﻟﻄﻠﺐ ﯾﺘﻌﺎرض ﻣﻊ ﺗﺸﺮﯾﻌﺎت أﺧﺮى ﯾﺨﻀﻊ ﻟﮭﺎ اﻟﻤﺘﺤﻜﻢ ،أو ﻓﻲ اﻟﺤﺎﻻت اﻷﺧﺮى اﻟﺘﻲ ﺗﺤﺪدھﺎ
اﻟﻼﺋﺤﺔ اﻟﺘﻨﻔﯿﺬﯾﺔ ﻟﮭﺬا اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن .وﻗﺪ أوردت اﻟﻤﺎدة ) (17ﻣﻦ اﻟﻼﺋﺤﺔ اﻟﻌﺎﻣﺔ ﻟﺤﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت ذات اﻻﺳﺘﺜﻨﺎءات
ﻋﻠﻰ ﺣﻖ ﺣﺬف اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ،ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ اﺳﺘﺜﻨﺎءات ﺧﺎﺻﺔ ﺗﺘﻌﻠﻖ ﺑﺤﺮﯾﺔ اﻻﻋﻼم واﻟﺘﻌﺒﯿﺮ ،ﺣﺎﻟﺔ اﻻﻣﺘﺜﺎل ﻻﻟﺘﺰام

 1اﻟﻌﻮﺿﻲ،ﻋﺒﺪ اﻟﮭﺎدي ﻓﻮزي .ﻣﺮﺟﻊ ﺳﺎﺑﻖ .ص.23
2 Google Spain SL & Google Inc. v Agencia Española de Protección de Datos (AEPD) and Mario Costeja González, (2014) E.C.J. C131/12, 13 May 2014.
 3اﻟﺨﻄﯿﺐ ،ﻣﺤﻤﺪ ﻋﺮﻓﺎن ) .(2018ﺿﻤﺎﻧﺎت اﻟﺤﻖ ﻓﻲ اﻟﻌﺼﺮ اﻟﺮﻗﻤﻲ ،ﻣﻦ ﺗﺒﺪل اﻟﻤﻔﮭﻮم ﻟﺘﺒﺪل اﻟﺤﻤﺎﯾﺔ ،ﻗﺮاءة ﻓﻲ اﻟﻤﻮﻗﻒ اﻟﺘﺸﺮﯾﻌﻲ اﻷوروﺑﻲ واﻟﻔﺮﻧﺴﻲ واﺳﻘﺎط ﻋﻠﻰ اﻟﻤﻮﻗﻒ
اﻟﺘﺸﺮﯾﻌﻲ اﻟﻜﻮﯾﺘﻲ .ﻣﺠﻠﺔ ﻛﻠﯿﺔ اﻟﻘﺎﻧﻮن اﻟﻜﻮﯾﺘﯿﺔ اﻟﻌﺎﻟﻤﯿﺔ ،10(3) .ﻣﻠﺤﻖ ﺧﺎص .ص.269
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ﻗﺎﻧﻮﻧﻲ ﯾﺘﻄﻠﺐ اﻟﻤﻌﺎﻟﺠﺔ وﻓﻘﺎ ﻟﻘﺎﻧﻮن اﻻﺗﺤﺎد اﻷوروﺑﻲ أو اﻟﺪول اﻷﻋﻀﺎء ،ﺣﺎﻻت ﺗﺘﻌﻠﻖ ﺑﺎﻷرﺷﻔﺔ ﻟﻠﻤﺼﻠﺤﺔ اﻟﻌﺎﻣﺔ أو
اﻟﺒﺤﺚ اﻟﻌﻠﻤﻲ أو اﻟﺘﺎرﯾﺦ أو ﻷﻏﺮاض إﺣﺼﺎﺋﯿﺔ.
و ذھﺐ اﻟﺒﻌﺾ إﻟﻰ أن اﻟﺤﻖ ﻓﻲ اﻟﻨﺴﯿﺎن ﯾﻘﺘﺼﺮ ﻓﻲ اﻟﺒﯿﺌﺔ اﻟﺮﻗﻤﯿﺔ ﻋﻠﻰ اﻵﺛﺎر اﻻﻟﻜﺘﺮوﻧﯿﺔ أو اﻟﺬﻛﺮﯾﺎت اﻟﺮﻗﻤﯿﺔ،
و اﻟﺘﻲ ﯾﻘﺼﺪ ﺑﮭﺎ ﻣﺎ ﯾﺘﻌﻠﻖ ﺑﺎﻟﺸﺨﺺ و أﻧﺸﻄﺘﮫ ﻣﻦ ﺑﯿﺎﻧﺎت و ﻣﻌﻠﻮﻣﺎت ﻋﻨﺪ اﺳﺘﺨﺪاﻣﮫ ﻟﻠﻮﺳﺎﺋﻞ اﻻﻟﻜﺘﺮوﻧﯿﺔ اﻟﻤﺨﺘﻠﻔﺔ  ،و
ﻛﺬﻟﻚ آراء اﻟﺸﺨﺺ ﻋﻠﻰ اﻻﻧﺘﺮﻧﺖ ﻣﻤﺎ ﯾﺴﺎھﻢ ﻓﻲ ﺻﻨﻊ اﻟﮭﻮﯾﺔ اﻟﺮﻗﻤﯿﺔ ﻟﻠﻔﺮد.

1

راﺑﻌﺎ :ﺣﻖ اﻻﻋﺘﺮاض ﻋﻠﻰ ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ
ﯾﺤﻖ ﻟﺼﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت اﻻﻋﺘﺮاض ﻋﻠﻰ ﻣﻌﺎﻟﺠﺔ ﺑﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ ﻣﺘﻰ ﻛﺎﻧﺖ أﺳﺒﺎﺑﮫ ﻣﺒﺮره وﻣﺒﻨﯿﺔ ﻋﻠﻰ أﺳﺲ
ﻣﺸﺮوﻋﺔ ،وھﺬا ﻣﺎ أﻗﺮﺗﮫ ﺑﻌﺾ اﻟﺘﺸﺮﯾﻌﺎت ،ﻛﺎﻟﻼﺋﺤﺔ اﻟﻌﺎﻣﺔ ﻟﺤﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت رﻗﻢ  679اﻟﺼﺎدرة ﺳﻨﺔ  2016ﻓﻲ اﻟﻤﺎدة
) (21ﻣﻨﮭﺎ ،وﻗﺎﻧﻮن اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ واﻟﺤﺮﯾﺎت اﻟﻔﺮﻧﺴﻲ رﻗﻢ  78ﻟﺴﻨﺔ  1978واﻟﻤﻌﺪل ﺑﺄﺣﻜﺎم اﻟﻘﺎﻧﻮن اﻟﺼﺎدر ﻓﻲ 6
أﻏﺴﻄﺲ ﺳﻨﺔ  2004ﺑﻤﻮﺟﺐ اﻟﻤﺎدة ) (1/38ﺑﻘﻮﻟﮭﺎ" :ﻟﻜﻞ ﺷﺨﺺ اﻟﺤﻖ ﻓﻲ اﻻﻋﺘﺮاض ﻋﻠﻰ ﻣﻌﺎﻟﺠﺔ ﺑﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ
وذﻟﻚ إذا ﻛﺎﻧﺖ ھﻨﺎك ﻣﺒﺮرات ﻣﺸﺮوﻋﺔ ﻟﮭﺬا اﻟﻐﺮض".
و ھﺬا ﻣﺎ أﻛﺪﺗﮫ ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ اﻟﻔﺮﻧﺴﯿﺔ ﻓﻲ ﺣﻜﻢ ﺻﺎدر ﻟﮭﺎ  ،2ﻓﻄﺎﻟﻤﺎ ھﻨﺎك أﺳﺒﺎب ﻣﺒﺮرة و ﻣﺒﻨﯿﺔ ﻋﻠﻰ أﺳﺲ
ﻣﺸﺮوﻋﺔ ﯾﺠﻮز ﻟﺼﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت أن ﯾﺴﺘﺨﺪم ﺣﻘﮫ ﻓﻲ اﻻﻋﺘﺮاض ﻋﻠﻰ ﻣﻌﺎﻟﺠﺔ ﺑﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ ،ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ أﻧﮭﺎ
أرﺳﺖ ﻣﺒﺪأً و ھﻮ أن "ﻣﺠﺮد ﺣﻤﺎﯾﺔ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ﻟﻠﻔﺮد ھﻮ ﻣﺒﺮر ﻣﺸﺮوع ﻟﻼﻋﺘﺮاض ﻋﻠﻰ اﻟﻤﻌﺎﻟﺠﺔ" ،و ﯾﺘﺮﺗﺐ ﻋﻠﻰ
ھﺬا اﻟﻤﺒﺪأ وﺟﻮد ﺣﺎﻟﺘﯿﻦ ﻻ ﯾﺸﺘﺮط ﻓﯿﮭﻤﺎ إﺑﺪاء اﻟﻤﺒﺮر ﻋﻨﺪ اﻻﻋﺘﺮاض ﻋﻠﻰ اﻟﻤﻌﺎﻟﺠﺔ  ،اﻟﺤﺎﻟﺔ اﻷوﻟﻰ :إذا ﻛﺎن ھﺪف
ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﺘﺴﻮﯾﻖ اﻟﻤﺒﺎﺷﺮ ،Direct Marketing 3أو اﻟﺪﻋﺎﯾﺔ اﻟﺘﺠﺎرﯾﺔ ﻓﮭﻲ ﻣﺒﺮر ﻣﺸﺮوع ﻓﻲ
اﻻﻋﺘﺮاض ﻋﻠﻰ اﻟﻤﻌﺎﻟﺠﺔ  ،أﻣﺎ اﻟﺤﺎﻟﺔ اﻟﺜﺎﻧﯿﺔ :إذا ﻛﺎن ھﺪف ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت ﻓﻲ ﻣﺠﺎل اﻟﺒﺤﺚ اﻟﻌﻠﻤﻲ اﻟﻄﺒﻲ و ھﺬا اﻟﺒﺤﺚ
ﻓﯿﮫ ﺧﻄﺮ ﻛﺒﯿﺮ ﻋﻠﻰ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ﻓﮭﻲ ﺗﺘﻨﺎول ﻛﻞ ﻣﺎ ﯾﺘﻌﻠﻖ ﺑﺎﻟﺴﺠﻞ اﻟﻤﺮﺿﻲ ﻟﺼﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﻓﮭﻨﺎ ﯾﻜﻮن اﻟﺤﻖ
ﻣﺸﺮوﻋﺎ ً ﻓﻲ اﻻﻋﺘﺮاض ﻋﻠﻰ اﻟﻤﻌﺎﻟﺠﺔ.
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و ﻗﺪ ﺳﺎرت ﻋﻠﻰ ذات اﻟﻨﮭﺞ اﻟﺘﺸﺮﯾﻌﺎت اﻷﺧﺮى ،ﻛﺎﻟﺘﺸﺮﯾﻊ اﻹﻣﺎراﺗﻲ ﻓﻲ اﻟﻤﺎدة ) (17ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن
اﺗﺤﺎدي رﻗﻢ ) (45ﻟﺴﻨﺔ  2021ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ،و اﻟﺘﻲ ﺟﺎءت ﺑﻌﻨﻮان )اﻟﺤﻖ ﻓﻲ إﯾﻘﺎف اﻟﻤﻌﺎﻟﺠﺔ(،
ﺑﺈﻋﻄﺎء اﻟﺤﻖ ﻟﺼﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺑﺈﯾﻘﺎف ﻣﻌﺎﻟﺠﺔ ﺑﯿﺎﻧﺎﺗﮫ إذا ﻛﺎﻧﺖ ھﻨﺎك أﺳﺒﺎب ﻣﺒﺮره و ﺳﺎﺋﻐﮫ ﻋﻠﻰ ذﻟﻚ ،ﻓﻲ
ﺣﺎل ﻛﺎﻧﺖ اﻟﻤﻌﺎﻟﺠﺔ ﺑﺎﻟﻤﺨﺎﻟﻔﺔ ﻷﺣﻜﺎم اﻟﻤﺎدة ) (5اﻟﺘﻲ ﻧﺺ ﻋﻠﯿﮭﺎ اﻟﻤﺸﺮع ﻓﻲ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن ذاﺗﮫ ،أو ﻛﺎﻧﺖ ﻷﻏﺮاض
اﻟﺘﺴﻮﯾﻖ اﻟﻤﺒﺎﺷﺮ ،أو ﻷﻏﺮاض إﺟﺮاء ﻣﺴﻮح إﺣﺼﺎﺋﯿﺔ  ،5و ﻛﺬﻟﻚ اﻟﺘﺸﺮﯾﻊ اﻟﻤﺼﺮي ﻓﻲ اﻟﺒﻨﺪ اﻟﺴﺎدس ﻣﻦ اﻟﻤﺎدة ) (2ﻣﻦ
 1اﻧﻈﺮ ﻣﺮﻛﺰ ﺑﺤﻮث اﻟﻘﺎﻧﻮن و اﻟﺘﻜﻨﻮﻟﻮﺟﯿﺎ  .ﺗﺤﺖ إﺷﺮاف ﻋﺒﺪاﻟﺤﻤﯿﺪ ) ،(2020أ.د.ﺣﺴﻦ .ورﺷﺔ ﻋﻤﻞ ﺑﻌﻨﻮان"دراﺳﺔ ﻧﻘﺪﯾﺔ ﻟﻘﺎﻧﻮن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ رﻗﻢ  151ﻟﺴﻨﺔ ،"2020
ﻛﻠﯿﺔ اﻟﻘﺎﻧﻮن .اﻟﺠﺎﻣﻌﺔ اﻟﺒﺮﯾﻄﺎﻧﯿﺔ ،ﻣﺼﺮ .ص.47
2 Cass C. (2006). Bull Crim, 69, 267-269
3 See article 21 / 2&3 of Regulation (EU) 2016/679, 2. Where personal data are processed for direct marketing purposes, the data subject
shall have the right to object at any time to processing of personal data concerning him or her for such marketing, which includes profiling
to the extent that it is related to such direct marketing.
 4ﻣﻨﺸﻮر ﻟﺪى ﻣﻨﺸﻮر ﻟﺪى ﺑﺪوي ،ﻋﻤﺮو طﮫ ،ﻣﺮﺟﻊ ﺳﺎﺑﻖ ،ص.136
 5ﻻ ﯾﺘﻢ إﯾﻘﺎف ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺑﻄﻠﺐ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت إذا ﻛﺎﻧﺖ اﻟﻤﻌﺎﻟﺠﺔ ﻷﻏﺮاض إﺟﺮاء اﻟﻤﺴﻮح اﻹﺣﺼﺎﺋﯿﺔ ،و ﻛﺎﻧﺖ ھﺬه اﻟﻤﻌﺎﻟﺠﺔ ﻻزﻣﺔ ﻟﺘﺤﻘﯿﻖ اﻟﻤﺼﻠﺤﺔ اﻟﻌﺎﻣﺔ.
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ﻗﺎﻧﻮن رﻗﻢ  151ﻟﺴﻨﺔ  2020ﺑﺈﺻﺪار ﻗﺎﻧﻮن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻓﻲ ﺑﯿﺎن ﺣﻘﻮق اﻟﺸﺨﺺ اﻟﻤﻌﻨﻲ ﺑﺎﻟﺒﯿﺎﻧﺎت و اﻟﺘﻰ
ﻧﺼﺖ ﻋﻠﻰ أﻧﮫ" :ﯾﻜﻮن ﻟﻠﺸﺨﺺ اﻟﻤﻌﻨﻲ ﺑﺎﻟﺒﯿﺎﻧﺎت اﻟﺤﻘﻮق اﻵﺗﯿﺔ–6 :اﻻﻋﺘﺮاض ﻋﻠﻰ ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ أو
ﻧﺘﺎﺋﺠﮭﺎ ﻣﺘﻰ ﺗﻌﺎرﺿﺖ ﻣﻊ اﻟﺤﻘﻮق و اﻟﺤﺮﯾﺎت اﻷﺳﺎﺳﯿﺔ ﻟﻠﺸﺨﺺ اﻟﻤﻌﻨﻲ ﺑﺎﻟﺒﯿﺎﻧﺎت" ،ﺣﯿﺚ أن ھﺬا اﻟﺒﻨﺪ ﻣﻦ اﻟﻤﺎدة ﻟﻢ ﯾﺮد
ﻋﻠﯿﮫ أي اﺳﺘﺜﻨﺎء أو ﺷﺮوط ﻟﻼﻋﺘﺮاض ﻋﻠﻰ ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت ﻛﻤﺎ ﺟﺎء ﻓﻲ اﻟﺘﺸﺮﯾﻊ اﻹﻣﺎراﺗﻲ ﻛﺎﻟﻤﻌﺎﻟﺠﺔ ﻷﻏﺮاض
اﻟﺘﺴﻮﯾﻖ اﻟﻤﺒﺎﺷﺮ ،ﺣﺘﻰ أن اﻟﻤﺸﺮع اﻟﻤﺼﺮي ﺟﺎء ﻓﻲ اﻟﻤﺎدة ) (17ﻣﻦ اﻟﻔﺼﻞ اﻟﺜﺎﻣﻦ ﻣﻦ اﻟﻘﺎﻧﻮن ذاﺗﮫ و ﻧﺺ ﻋﻠﻰ إﻣﻜﺎﻧﯿﺔ
اﻻﺗﺼﺎل اﻻﻟﻜﺘﺮوﻧﻲ ﺑﻐﺮض اﻟﺘﺴﻮﯾﻖ اﻟﻤﺒﺎﺷﺮ ﺑﺘﻮاﻓﺮ ﻋﺪة ﺷﺮوط ،ﻓﺈذا ﻟﻢ ﺗﺘﻮاﻓﺮ ھﺬه اﻟﺸﺮوط ﺣﺴﺐ ﻧﺺ اﻟﻤﺎدة ﻓﯿﺤﻀﺮ
ﻣﻌﮭﺎ اﻻﺗﺼﺎل اﻹﻟﻜﺘﺮوﻧﻲ ﺑﻐﺮض اﻟﺘﺴﻮﯾﻖ اﻟﻤﺒﺎﺷﺮ ﻟﻠﺸﺨﺺ اﻟﻤﻌﻨﻲ ﺑﺎﻟﺒﯿﺎت ،ﻓﺎﻻﺗﺼﺎل اﻻﻟﻜﺘﺮوﻧﻲ ﻟﻦ ﯾﺤﺼﻞ إﻻ ﺑﻨﺎ ًء
ﻋﻠﻰ ﻣﻌﺎﻟﺠﺔ ﺳﺎﺑﻘﺔ ﻟﻠﺒﯿﺎﻧﺎت.
وﺣﻖ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﻓﻲ اﻻﻋﺘﺮاض ﻋﻠﻰ ﻣﻌﺎﻟﺠﺔ ﺑﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ ﺣﻖ ﻣﻜﻔﻮل ﻟﮫ ﻓﻲ أي ﻣﺮﺣﻠﺔ ﻣﻦ ﻣﺮاﺣﻞ
ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت ،ﻓﺎﻟﺘﺸﺮﯾﻌﺎت اﻟﺴﺎﺑﻘﺔ ﻟﻢ ﺗﻨﺺ ﻋﻠﻰ اﻟﻤﺮﺣﻠﺔ اﻟﺘﻲ ﯾﺠﺐ ﻓﯿﮭﺎ ﻋﻠﻰ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﻣﻦ اﻻﻋﺘﺮاض ﻋﻠﻰ
ﺑﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ ،أﻣﺎ ﺷﻜﻞ اﻻﻋﺘﺮاض ﻋﻠﻰ ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت ،ﻓﻠﻢ ﺗﺤﺪد اﻟﺘﺸﺮﯾﻌﺎت ﻛﺬﻟﻚ ﺷﻜﻼً ﻣﻌﯿﻨﺎ ً ﻻﻋﺘﺮاض ﺻﺎﺣﺐ
اﻟﺒﯿﺎﻧﺎت ﻋﻠﻰ ﻣﻌﺎﻟﺠﺔ ﺑﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ ،ﻓﯿﺘﻢ اﻻﻋﺘﺮاض ﺑﺄي ﺷﻜﻞ ﻣﻦ اﻷﺷﻜﺎل و ﻻ ﯾﻌﺘﺒﺮ اﻟﺴﻜﻮت ﺷﻜﻼً ﻣﻦ أﺷﻜﺎل
اﻻﻋﺘﺮاض ،أﻣﺎ اﻟﻼﺋﺤﺔ اﻷوروﺑﯿﺔ ﻓﻘﺪ ﻣﻨﺤﺖ ﻟﺼﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت اﻟﺤﻖ ﻓﻲ اﻻﻋﺘﺮاض ﻋﻠﻰ ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت ﺑﻄﺮﯾﻘﺔ آﻟﯿﺔ
ﻋﻦ طﺮﯾﻖ اﺳﺘﺨﺪام اﻟﻮﺳﺎﺋﻞ اﻟﺘﻘﻨﯿﺔ اﻟﺨﺎﺻﺔ  .1وﺑﺎﻟﺮﻏﻢ ﻣﻦ ذﻟﻚ ﻓﺤﻖ اﻻﻋﺘﺮاض ﻟﯿﺲ ﺣﻘﺎ ً ﻣﻄﻠﻘﺎ ً ﻟﺼﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ،ﻓﻔﻲ
ﺑﻌﺾ اﻟﺤﺎﻻت ﻻ ﯾﺠﻮز ﻟﺼﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت أن ﯾﻌﺘﺮض ﻋﻠﻰ ﻣﻌﺎﻟﺠﺔ ﺑﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ إذا ﺗﻤﺖ اﻟﻤﻌﺎﻟﺠﺔ ﻷﻏﺮاض ﺑﺤﺜﯿﺔ
أو ﻋﻠﻤﯿﺔ أو ﺗﺎرﯾﺨﯿﺔ أو إﺣﺼﺎﺋﯿﺔ أو ﻷﻏﺮاض اﻟﻤﺼﻠﺤﺔ اﻟﻌﺎﻣﺔ.
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ﺧﺎﻣﺴﺎ :ﺣﻖ اﻟﺮﺟﻮع ﻓﻲ اﻟﻤﻮاﻓﻘﺔ اﻟﻤﺴﺒﻘﺔ ﻟﻼﺣﺘﻔﺎظ ﺑﺎﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ أو ﻣﻌﺎﻟﺠﺘﮭﺎ
اﺷﺘﺮط اﻟﺘﺸﺮﯾﻊ اﻹﻣﺎراﺗﻲ ﻣﻮاﻓﻘﺔ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﻋﻠﻰ ﻣﻌﺎﻟﺠﺔ ﺑﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ ﻓﻲ اﻟﻤﺎدة اﻟﺴﺎدﺳﺔ و اﻟﺘﻲ
ﺟﺎءت ﺗﺤﺖ ﻋﻨﻮان )ﺷﺮوط اﻟﻤﻮاﻓﻘﺔ ﻋﻠﻰ ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت( ،و ﻗﺪ ﻋﺮف ھﺬه اﻟﻤﻮاﻓﻘﺔ ﻛﻤﺎ ﻓﻌﻠﺖ اﻟﻼﺋﺤﺔ اﻷوروﺑﯿﺔ ﻓﻲ
اﻟﻤﺎدة ) ،3 (4/11ﻟﻜﻨﮫ وﺿﻊ ﺷﺮوطﺎ ً ﻟﺼﺤﺔ اﻟﻤﻮاﻓﻘﺔ ﺑﺄﻧﮭﺎ ﯾﺠﺐ "أن ﺗﻜﻮن اﻟﻤﻮاﻓﻘﺔ ﻣﻌﺪة ﺑﻄﺮﯾﻘﺔ واﺿﺤﺔ و ﺑﺴﯿﻄﺔ و
ﻏﯿﺮ ﻣﺒﮭﻤﺔ و ﺳﮭﻠﺔ اﻟﻮﺻﻮل إﻟﯿﮭﺎ ﺳﻮاء ﻛﺎﻧﺖ ﻛﺘﺎﺑﯿﺔ أو اﻟﻜﺘﺮوﻧﯿﺔ"  ،4ﻣﻤﺎ ﺳﺒﻖ ﻧﺮى أن اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ ﯾﻌﺘﺪ ﺑﺎﻟﻤﻮاﻓﻘﺔ

1 See article 21/5 of Regulation (EU) 2016/679, the data subject may exercise his or her right to object by automated means using technical
specifications.
2 See article 21/6 of Regulation (EU) 2016/679, Where personal data are processed for scientific or historical research purposes or
statistical purposes pursuant to Article 89(1), the data subject, on grounds relating to his or her particular situation, shall have the right to
object to processing of personal data concerning him or her, unless the processing is necessary for the performance of a task carried out
for reasons of public interest.
3 See article 4 / 11 of Regulation (EU) 2016/679, consent’ of the data subject means any freely given, specific, informed and unambiguous
indication of the data subject's wishes by which he or she, by a statement or by a clear affirmative action, signifies agreement to the
processing of personal data relating to him or her.
 4اﻧﻈﺮ )ب  (6/ 1 /ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (45ﻟﺴﻨﺔ  2021ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ.
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ﻓﻤﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺤﺴﺎﺳﺔ أو اﻟﺒﯿﻮﻣﺘﺮﯾﺔ اﻟﺸﺨﺼﯿﺔ ﻗﺪ ﺗﻤﺲ اﻟﺠﺰء اﻟﺨﺎص ﻣﻦ ﺣﯿﺎة اﻟﻔﺮد اﻟﺬي ﻻ ﯾُﺴﻤﺢ ﺑﺄن ﯾُﻄﻠﻊ ﻋﻠﯿﮭﺎ
ﻏﯿﺮه ،ﻣﻦ ﺟﺎﻧﺐ آﺧﺮ ﻧﺺ اﻟﻤﺸﺮع ﻋﻠﻰ وﺟﻮب أن ﺗﻜﻮن اﻟﻤﻮاﻓﻘﺔ ﻛﺘﺎﺑﯿﺔ أو اﻟﻜﺘﺮوﻧﯿﺔ ﻟﻜﻲ ﯾﻌﺘﺪ ﺑﮭﺎ ﻟﻤﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت
ﻓﻲ ﺣﯿﻦ أﻧﮫ ﻋﺮف اﻟﻤﻌﺎﻟﺠﺔ  1ﻓﻲ اﻟﻤﺎدة اﻷوﻟﻰ ﻣﻦ اﻟﻤﺮﺳﻮم ذاﺗﮫ و ﻧﺺ ﻋﻠﻰ أﻧﮭﺎ ﺗﺘﻢ ﺑﻮﺳﯿﻠﺔ ﻣﻦ اﻟﻮﺳﺎﺋﻞ اﻻﻟﻜﺘﺮوﻧﯿﺔ،
ﯾﺒﺪو ﻟﻨﺎ ﻣﻦ ھﺬا اﻟﺘﻌﺮﯾﻒ أن اﻟﻤﺸﺮع ﯾﺘﻨﺎول ﺻﯿﻐﺔ اﻟﻤﻮاﻓﻘﺔ ﻋﻠﻰ وﺟﻮب ﻛﻮﻧﮭﺎ ﻣﻌﺪة ﺑﻄﺮﯾﻘﺔ واﺿﺤﺔ و ﺑﺴﯿﻄﺔ و ﻏﯿﺮ
ﻣﺒﮭﻤﺔ وﯾﺴﮭﻞ اﻟﻮﺻﻮل إﻟﯿﮭﺎ ،و ﻗﺪ ﺣﺪد اﻟﻤﺸﺮع ﻓﻲ ھﺬه اﻟﻤﺎدة أن ھﺬه اﻟﻤﻮاﻓﻘﺔ ﻗﺪ ﺗﻜﻮن ﻛﺘﺎﺑﯿﺔ أو إﻟﻜﺘﺮوﻧﯿﺔ ،ﺑﺎﻟﺮﻏﻢ
ﻣﻦ أن اﻟﻤﺸﺮع ﻓﻲ اﻟﻤﺎدة ) 2 (7ﺑﻌﻨﻮان "اﻟﻜﺘﺎﺑﺔ" ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (46ﻟﺴﻨﺔ  2021ﺑﺸﺄن اﻟﻤﻌﺎﻣﻼت
اﻹﻟﻜﺘﺮوﻧﯿﺔ و ﺧﺪﻣﺎت اﻟﺜﻘﺔ  3ﻻ ﯾﻤﯿﺰ ﺑﯿﻦ اﻟﻜﺘﺎﺑﺔ اﻟﺘﻘﻠﯿﺪﯾﺔ و اﻟﻜﺘﺎﺑﺔ اﻹﻟﻜﺘﺮوﻧﯿﺔ ﻣﻦ ﻧﺎﺣﯿﺔ اﻷﺛﺮ و اﻟﺤﺠﯿﺔ ،ھﻨﺎ ﯾﺜﻮر ﺗﺴﺎؤل
و ھﻮ ﻟﻤﺎذا ﻧﺺ اﻟﻤﺸﺮع ﻋﻠﻰ اﻟﻤﻮاﻓﻘﺔ اﻹﻟﻜﺘﺮوﻧﯿﺔ أو اﻟﻜﺘﺎﺑﯿﺔ إذا ﻛﺎن ﻻ ﯾﻔﺮق ﺑﯿﻨﮭﻤﺎ ﻓﻲ اﻟﻨﺘﯿﺠﺔ ،ﻓﻐﺎﻟﺒﺎ ً ﻗﺪ ﯾﻜﻮن ھﻨﺎك
ﻧﻤﺎذج ﺷﻜﻠﯿﺔ ﻣﺤﺪدة ﻹﻓﺮاغ ھﺬه اﻟﻤﻮاﻓﻘﺔ وﻓﻖ اﻟﻀﻮاﺑﻂ اﻟﺘﻲ ﺣﺪدھﺎ اﻟﻘﺎﻧﻮن ،و ﺑﺎﻟﺤﺪﯾﺚ ﻋﻦ ﺣﻖ اﻟﺮﺟﻮع ﻓﻲ اﻟﻤﻮاﻓﻘﺔ
اﻟﻤﺴﺒﻘﺔ ﻓﮭﻮ ﺣﻖ ﯾﻤﻨﺢ ﻟﺼﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﻓﻲ اﻟﻌﺪول ﻋﻦ اﻟﻤﻮاﻓﻘﺔ ﻋﻠﻰ ﻣﻌﺎﻟﺠﺔ ﺑﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ ﻓﻲ أي وﻗﺖ ،ﻓﺎﻟﻤﻮاﻓﻘﺔ
اﻟﻤﺴﺒﻘﺔ ﻋﻠﻰ إﺟﺮاء ﻣﻌﯿﻦ ﻻ ﯾﻤﻨﻊ اﻟﺸﺨﺺ ﻣﻦ اﻻﻋﺘﺮاض أو ﺳﺤﺐ ﻣﻮاﻓﻘﺘﮫ ﺑﻌﺪ ذﻟﻚ .و ﻗﺪ أﻗﺮھﺎ اﻟﻤﺸﺮع اﻷوروﺑﻲ
ﻓﻲ اﻟﻼﺋﺤﺔ اﻟﻌﺎﻣﺔ ﻓﻲ اﻟﻔﻘﺮة اﻟﺜﺎﻟﺜﺔ ﻣﻦ اﻟﻤﺎدة اﻟﺴﺎﺑﻌﺔ  ،4ﻟﻜﻨﮫ ﻟﻢ ﯾﺠﻌﻞ ھﺬا اﻟﺤﻖ ﻣﻄﻠﻘﺎ ً ﺑﻞ اﺷﺘﺮط ﻟﺬﻟﻚ أن ﻻ ﯾﺆﺛﺮ ﺳﺤﺐ
اﻟﻤﻮاﻓﻘﺔ ﻋﻠﻰ ﻣﺸﺮوﻋﯿﺔ اﻟﻤﻌﺎﻟﺠﺔ ،ﺑﻨﺎ ًء ﻋﻠﻰ اﻟﻤﻮاﻓﻘﺔ ﻗﺒﻞ ﺳﺤﺒﮭﺎ ،ﻛﻤﺎ ﻧﺺ ﻋﻠﻰ ذﻟﻚ اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ ﻓﻲ اﻟﻔﻘﺮة اﻟﺜﺎﻧﯿﺔ
ﻣﻦ اﻟﻤﺎدة ) (6ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (45ﻟﺴﻨﺔ  2021ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ و اﻟﺘﻲ ﻧﺼﺖ ﻋﻠﻰ
أﻧﮫ" :ﯾﺠﻮز ﻟﺼﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت اﻟﻌﺪول ﻓﻲ أي وﻗﺖ ﻋﻦ ﻣﻮاﻓﻘﺘﮫ ﻋﻠﻰ ﻣﻌﺎﻟﺠﺔ ﺑﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ ،و ﻻ ﯾﺆﺛﺮ ھﺬا اﻟﻌﺪول
ﻋﻠﻰ ﻗﺎﻧﻮﻧﯿﺔ و ﻣﺸﺮوﻋﯿﺔ اﻟﻤﻌﺎﻟﺠﺔ اﻟﻤﺒﻨﯿﺔ ﻋﻠﻰ اﻟﻤﻮاﻓﻘﺔ اﻟﺘﻲ أﻋﻄﯿﺖ ﻗﺒﻞ اﻟﻌﺪول ﻋﻨﮭﺎ" ،وﻧﻈﻤﺘﮫ اﻟﻤﺎدة ) (16ﻣﻦ ذات
اﻟﻼﺋﺤﺔ اﻟﺘﻲ ﻣﻨﺤﺖ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﺣﻖ ﺗﻌﺪﯾﻠﮭﺎ أو ﺗﺼﺤﯿﺤﮭﺎ .ﻛﺬﻟﻚ ﻓﻘﺪ ﻧﻈﻤﮫ اﻟﻤﺸﺮع اﻟﻤﺼﺮي ﻓﻲ اﻟﺒﻨﺪ اﻟﺜﺎﻧﻲ ﻣﻦ
اﻟﻤﺎدة ) (2ﻣﻦ ﻗﺎﻧﻮن رﻗﻢ  151ﻟﺴﻨﺔ  2020ﺑﺈﺻﺪار ﻗﺎﻧﻮن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻓﻲ ﺑﯿﺎن ﺣﻘﻮق اﻟﺸﺨﺺ اﻟﻤﻌﻨﻲ
ﺑﺎﻟﺒﯿﺎﻧﺎت واﻟﺘﻲ ﻧﺼﺖ ﻋﻠﻰ أﻧﮫ" :ﯾﻜﻮن ﻟﻠﺸﺨﺺ اﻟﻤﻌﻨﻲ ﺑﺎﻟﺒﯿﺎﻧﺎت اﻟﺤﻘﻮق اﻵﺗﯿﺔ –2 :اﻟﻌﺪول ﻋﻦ اﻟﻤﻮاﻓﻘﺔ اﻟﻤﺴﺒﻘﺔ ﻋﻠﻰ
اﻻﺣﺘﻔﺎظ ﺑﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ أو ﻣﻌﺎﻟﺠﺘﮭﺎ" .وﯾﺠﺐ أن ﯾﻜﻮن ﺣﻖ اﻟﺸﺨﺺ ﺑﺎﻟﻌﺪول ﻣﺴﺘﻨﺪا إﻟﻰ ﻣﺒﺮرات ﻣﺸﺮوﻋﺔ .وﻻ
ﯾﺸﺘﺮط ﻓﻲ اﻟﻌﺪول ﺻﯿﻐﺔ أو ﺷﻜﻼً ﻣﻌﯿﻨﺎ ً وﯾﻜﻔﻲ أن ﯾﻜﻮن ﺻﺮﯾﺤﺎ ً ﻣﺴﺘﻨﺪاً إﻟﻰ ﻣﺒﺮرات ﻣﺸﺮوﻋﺔ ،ﻧﺮى أن اﻟﺘﺸﺮﯾﻌﺎت
ﻣﻨﺤﺖ اﻟﺤﻖ ﻟﺼﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﺑﺎﻟﺮﺟﻮع ﻋﻦ اﻟﻤﻮاﻓﻘﺔ اﻟﻤﺴﺒﻘﺔ ﻟﻼﺣﺘﻔﺎظ أو ﺑﻤﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻟﻜﻨﮭﺎ ﻟﻢ ﺗﺠﻌﻞ ھﺬا
اﻟﺤﻖ ﻣﻄﻠﻘﺎ ً إﻧﻤﺎ ﻗﯿﺪﺗﮫ ﺑﺘﻘﺪﯾﻢ ﻣﺒﺮرات ﻣﺸﺮوﻋﺔ ﻋﻨﺪ اﻟﻠﺠﻮء ﻟﻠﺮﺟﻮع ﻋﻦ اﻟﻤﻮاﻓﻘﺔ ،ﻓﻲ ﺣﯿﻦ ﺟﻌﻠﺖ اﻟﻄﺮﯾﻖ ﻣﻔﺘﻮﺣﺎ ً أﻣﺎم
ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﺑﻌﺪم ﺗﻘﯿﯿﺪه ﺑﺼﻮره أو ﺻﯿﻎ أو ﺷﻜﻞ ﻣﻌﯿﻦ ﺗﻔﺮغ ﻓﯿﮫ اﻟﻤﻮاﻓﻘﺔ ﻣﻤﺎ ﻗﺪ ﯾﺜﯿﺮ ﻋﺪة ﺗﺴﺎؤﻻت ﻻﺣﻘﺎ ً.

" 1اﻟﻤﻌﺎﻟﺠﺔ :أي ﻋﻤﻠﯿﺔ أو ﻣﺠﻤﻮﻋﺔ ﻋﻤﻠﯿﺎت ﯾﺘﻢ إﺟﺮاؤھﺎ ﻋﻠﻰ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺑﺎﺳﺘﺨﺪام أي وﺳﯿﻠﺔ ﻣﻦ اﻟﻮﺳﺎﺋﻞ اﻻﻟﻜﺘﺮوﻧﯿﺔ ﺑﻤﺎ ﻓﯿﮭﺎ وﺳﯿﻠﺔ اﻟﻤﻌﺎﻟﺠﺔ و ﻏﯿﺮھﺎ ﻣﻦ اﻟﻮﺳﺎﺋﻞ
اﻷﺧﺮى."..........
" 2إذا اﺷﺘﺮط أي ﺗﺸﺮﯾﻊ ﻧﺎﻓﺬ ﻓﻲ اﻟﺪوﻟﺔ ﻓﻲ أي ﻣﻌﻠﻮﻣﺔ أو ﺑﯿﺎن أو ﻣﺴﺘﻨﺪ أو ﺳﺠﻞ أو ﻣﻌﺎﻣﻠﺔ أو ﺑﯿﻨﺔ أن ﯾﻜﻮن ﻣﻜﺘﻮﺑﺎً ،أو ﻧﺺ ﻋﻠﻰ ﺗﺮﺗﯿﺐ ﻧﺘﺎﺋﺞ ﻣﻌﯿﻨﺔ ﻋﻠﻰ ﻋﺪم اﻟﻜﺘﺎﺑﺔ  ،ﻓﺈن ھﺬا
اﻟﺸﺮط ﯾﻌﺪ ﻣﺘﻮﻓﺮاً ﻓﻲ اﻟﻤﺴﺘﻨﺪ اﻹﻟﻜﺘﺮوﻧﻲ إذا ﻛﺎﻧﺖ اﻟﻤﻌﻠﻮﻣﺎت اﻟﺘﻲ ﯾﺘﻀﻤﻨﮭﺎ ﻣﺤﻔﻮظﺔ ﺑﺸﻜﻞ ﯾﺘﯿﺢ اﺳﺘﺨﺪاﻣﮭﺎ و اﻟﺮﺟﻮع إﻟﯿﮭﺎ".
 3اﻟﻤﻨﺸﻮر ﻓﻲ اﻟﺠﺮﯾﺪة اﻟﺮﺳﻤﯿﺔ اﻟﻌﺪد ﺳﺒﻌﻤﺎﺋﺔ و اﺛﻨﺎ ﻋﺸﺮ )ﻣﻠﺤﻖ( ،اﻟﺴﻨﺔ اﻟﻮاﺣﺪة و اﻟﺨﻤﺴﻮن اﻟﻤﻮاﻓﻖ .26/09/2021
4 See article 7 / 3 of Regulation (EU) 2016/679, The data subject shall have the right to withdraw his or her consent at any time. The
withdrawal of consent shall not affect the lawfulness of processing based on consent before its withdrawal.
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ﺳﺎدﺳﺎ :اﻟﺤﻖ ﻓﻲ اﻻﻋﺘﺮاض ﻋﻠﻰ ﻧﻘﻠﮭﺎ ﻟﻠﺨﺎرج وﻣﻌﺎﻟﺠﺘﮭﺎ
ﯾﻌﺪ ﻣﻦ أﺣﺪ اﻟﻤﺒﺎدئ اﻟﻀﺎﻣﻨﺔ ﻟﺤﻤﺎﯾﺔ اﻟﺨﺼﻮﺻﯿﺔ اﻟﺘﻲ أﻗﺮھﺎ اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ ﻟﻠﻤﺴﺘﺨﺪم ﻋﺪم ﺟﻮاز ﻧﻘﻞ
اﻟﻤﻌﻠﻮﻣﺎت اﻟﺸﺨﺼﯿﺔ ﻟﻠﺨﺎرج أو ﻣﻌﺎﻟﺠﺘﮭﺎ إﻻ ﺑﻀﻮاﺑﻂ و ﺷﺮوط ،وھﻮ ﻣﺎ اطﻠﻖ ﻋﻠﯿﮫ ﻣﺼﻄﻠﺢ "اﻟﻤﻌﺎﻟﺠﺔ ﻋﺒﺮ اﻟﺤﺪود"،
و ﻗﺪ ﻋﺮﻓﮭﺎ اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ ﻓﻲ اﻟﻤﺎدة اﻷوﻟﻰ ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﺄﻧﮭﺎ" :ﻧﺸﺮ أو اﺳﺘﺨﺪام أو ﻋﺮض أو إرﺳﺎل أو اﺳﺘﻘﺒﺎل
أو اﺳﺘﺮﺟﺎع أو اﺳﺘﺨﺪام أو ﻣﺸﺎرﻛﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ أو ﻣﻌﺎﻟﺠﺘﮭﺎ ﺧﺎرج اﻟﻨﻄﺎق اﻟﺠﻐﺮاﻓﻲ ﻟﻠﺪوﻟﺔ"  ،1و ﻓﺮق ﺑﯿﻦ ﻧﻘﻞ
وﻣﺸﺎرﻛﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻋﺒﺮ اﻟﺤﺪود ﻷﻏﺮاض اﻟﻤﻌﺎﻟﺠﺔ ﻓﻲ ﺣﺎل وﺟﻮد ﻣﺴﺘﻮى ﺣﻤﺎﯾﺔ ﻣﻼﺋﻢ و ﻓﻲ ﺣﺎل ﻋﺪم وﺟﻮد
ﻣﺴﺘﻮى ﻣﻼﺋﻢ ﻣﻦ اﻟﺤﻤﺎﯾﺔ ،ﻓﻘﺪ أﻓﺮد اﻟﻤﺎدة ) 2 (22ﻟﺤﺎﻟﺔ ﻧﻘﻞ وﻣﺸﺎرﻛﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻋﺒﺮ اﻟﺤﺪود ﻷﻏﺮاض اﻟﻤﻌﺎﻟﺠﺔ
ﻓﻲ ﺣﺎل وﺟﻮد ﻣﺴﺘﻮى ﺣﻤﺎﯾﺔ ﻣﻼﺋﻢ و ﻗﺪ أﺟﺎز ﻧﻘﻞ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺧﺎرج اﻟﺪوﻟﺔ ﻓﻲ أﺣﻮال ﻣﻌﯿﻨﺔ ﻣﻌﺘﻤﺪة ﻣﻦ ﻗﺒﻞ
اﻟﻤﻜﺘﺐ  ،3ﻛﺄن ﺗﻜﻮن اﻟﺪوﻟﺔ اﻟﺘﻲ ﺳﯿﺘﻢ ﻧﻘﻞ اﻟﺒﯿﺎﻧﺎت ﻟﮭﺎ ﻟﺪﯾﮭﺎ ﺗﺸﺮﯾﻌﺎت ﺧﺎﺻﺔ ﺑﺤﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ و ﻗﺪ وﺿﻌﺖ
ﺿﻮاﺑﻂ و اﺷﺘﺮاطﺎت ﺧﺎﺻﺔ ﻟﻠﺤﻔﺎظ ﻋﻠﻰ ﺳﺮﯾﺔ اﻟﺒﯿﺎﻧﺎت ،ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ ﻓﺮض اﻟﺘﺪاﺑﯿﺮ ﻋﻠﻰ اﻟﻤﺘﺤﻜﻢ أو اﻟﻤﻌﺎﻟﺞ ﻣﻦ
ﺧﻼل اﻟﺠﮭﺎت اﻟﺮﻗﺎﺑﯿﺔ و اﻟﻘﻀﺎﺋﯿﺔ ،ﻓﻲ أﺣﻮال أﺧﺮى ﻟﯿﺘﻢ ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت ﻋﺒﺮ اﻟﺤﺪود ﻣﻦ ﻗﺒﻞ دوﻟﺔ أﺧﺮى ﯾﺘﻄﻠﺐ
اﻧﻀﻤﺎم اﻷﺧﯿﺮة إﻟﻰ اﻻﺗﻔﺎﻗﯿﺎت اﻟﺜﻨﺎﺋﯿﺔ أو ﻣﺘﻌﺪدة اﻷطﺮاف اﻟﻤﺘﻌﻠﻘﺔ ﺑﺤﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻣﻊ اﻟﺪوﻟﺔ ﻣﺮﺳﻠﺔ اﻟﺒﯿﺎﻧﺎت،
ﺑﯿﻨﻤﺎ ﻟﻢ ﯾﻀﻊ اﻟﻤﺸﺮع اﻟﻤﺼﺮي اﻷﺣﻮال اﻟﺘﻲ ﯾﺠﻮز ﻓﯿﮭﺎ ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻓﻲ اﻟﺪول اﻟﺘﻲ ﺗﺘﻮﻓﺮ ﻓﯿﮭﺎ ﻣﺴﺘﻮى
ﻣﻦ اﻟﺤﻤﺎﯾﺔ ،وإﻧﻤﺎ اﻛﺘﻔﻰ ﺑﻮﺿﻊ ﻣﻌﯿﺎر )ﺗﻮﻓﺮ ﻣﺴﺘﻮى ﻣﻦ اﻟﺤﻤﺎﯾﺔ ﻻ ﯾﻘﻞ ﻋﻦ ﺗﻠﻚ اﻟﻤﻨﺼﻮص ﻋﻠﯿﮭﺎ ﻓﻲ ھﺬا اﻟﻘﺎﻧﻮن،
وﺑﺘﺮﺧﯿﺺ أو ﺗﺼﺮﯾﺢ ﻣﻦ اﻟﻤﺮﻛﺰ( ،و ﺣﻈﺮ ﻣﺎ ﻏﯿﺮ ذﻟﻚ ﻣﻦ ﻋﻤﻠﯿﺎت ﻟﻨﻘﻞ اﻟﺒﯿﺎﻧﺎت ،ﻓﯿﻤﺎ ﺟﺎءت اﻟﻤﺎدة ) 4 (23اﺳﺘﺜﻨﺎ ًء
ﻋﻠﻰ اﻟﻤﺎدة اﻟﺴﺎﺑﻘﺔ واﻟﺘﻲ ﺗﺤﺪﺛﺖ ﻋﻦ ﺣﺎﻻت ﺟﻮاز ﻧﻘﻞ و ﻣﺸﺎرﻛﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻋﺒﺮ اﻟﺤﺪود ﻷﻏﺮاض اﻟﻤﻌﺎﻟﺠﺔ
ﻓﻲ ﺣﺎل ﻋﺪم وﺟﻮد ﻣﺴﺘﻮى ﻣﻼﺋﻢ ﻣﻦ اﻟﺤﻤﺎﯾﺔ و ھﻲ ﺣﺎﻻت ﻣﺤﺪدة وردت ﻋﻠﻰ ﺳﺒﯿﻞ اﻻﺳﺘﺜﻨﺎء ﺗﺤﺖ اﺷﺘﺮاطﺎت و
ﺿﻮاﺑﻂ ﺻﺎرﻣﺔ ﻻﺳﺘﺸﻌﺎر أھﻤﯿﺔ ﺣﻤﺎﯾﺔ ﺧﺼﻮﺻﯿﺔ ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ ﻋﺪم وﺟﻮد ﻣﺴﺘﻮى ﻣﻼﺋﻢ
ﻣﻦ اﻟﺤﻤﺎﯾﺔ ،و ﻣﻦ ھﺬه اﻟﺤﺎﻻت:
-

أن ﯾﻜﻮن ﻧﻘﻞ اﻟﺒﯿﺎﻧﺎت ﺑﻤﻮﺟﺐ ﻋﻘﺪ أو اﺗﻔﺎﻗﯿﺔ ﺗﻠﺘﺰم ﻓﯿﮭﺎ اﻟﻤﻨﺸﺄة ﻓﻲ ﺗﻠﻚ اﻟﺪوﻟﺔ ﺑﺘﻄﺒﯿﻖ اﻷﺣﻜﺎم واﻟﺘﺪاﺑﯿﺮ واﻟﻀﻮاﺑﻂ
واﻻﺷﺘﺮاطﺎت اﻟﺘﻲ وردت ﻓﻲ ھﺬا اﻟﻤﺮﺳﻮم ،ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ اﻟﺘﺪاﺑﯿﺮ اﻟﻤﻨﺎﺳﺒﺔ ﻋﻠﻰ اﻟﻤﺘﺤﻜﻢ أو اﻟﻤﻌﺎﻟﺞ ﺗﺤﺪد ﻣﻦ ﺧﻼل
اﻟﻌﻘﺪ أو اﻻﺗﻔﺎﻗﯿﺔ.

-

ﺗﻄﻠﺐ اﻟﻤﻮاﻓﻘﺔ اﻟﺼﺮﯾﺤﺔ ﻣﻦ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت  5ﻋﻠﻰ ﻧﻘﻞ ﺑﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ ﻟﻠﺨﺎرج ﺑﻤﺎ ﻻ ﯾﺘﻌﺎرض ﻣﻊ اﻟﻤﺼﻠﺤﺔ
اﻟﻌﺎﻣﺔ واﻷﻣﻨﯿﺔ.

-

أن ﯾﻜﻮن ﻧﻘﻞ اﻟﺒﯿﺎﻧﺎت ﺿﺮورﯾﺎ ً ﻟﺤﻤﺎﯾﺔ اﻟﻤﺼﻠﺤﺔ اﻟﻌﺎﻣﺔ أو ﺗﻨﻔﯿﺬاً ﻹﺟﺮاء ﻣﺘﻌﻠﻖ ﺑﺘﻌﺎون ﻗﻀﺎﺋﻲ دوﻟﻲ.

 1اﻟﻤﺎدة ) (1ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن رﻗﻢ ) (45ﻟﺴﻨﺔ  2021ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ.
 2ﺗﻘﺎﺑﻠﮭﺎ اﻟﻤﺎدة ) (14ﻣﻦ اﻟﻘﺎﻧﻮن رﻗﻢ  151ﻟﺴﻨﺔ  2020ﺑﺈﺻﺪار ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ.
 3ﻣﻜﺘﺐ اﻹﻣﺎرات ﻟﻠﺒﯿﺎﻧﺎت.
 4ﺗﻘﺎﺑﻠﮭﺎ اﻟﻤﺎدة ) (15ﻣﻦ اﻟﻘﺎﻧﻮن رﻗﻢ  151ﻟﺴﻨﺔ  2020ﺑﺈﺻﺪار ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ.
 5ﺑﯿﻨﻤﺎ ذھﺐ ﻧﻈﯿﺮه اﻟﻤﺼﺮي إﻟﻰ ﺟﻮاز ﺣﺎﻟﺔ اﻟﻤﻮاﻓﻘﺔ اﻟﺼﺮﯾﺤﺔ ﻟﻠﺸﺨﺺ اﻟﻤﻌﻨﻲ ﺑﺎﻟﺒﯿﺎﻧﺎت أو ﻣﻦ ﯾﻨﻮب ﻋﻨﮫ.
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-

أو أن ﯾﻜﻮن ﻧﻘﻞ اﻟﺒﯿﺎﻧﺎت ﺿﺮورﯾﺎ ً ﻟﺘﻨﻔﯿﺬ اﻻﻟﺘﺰاﻣﺎت وإﺛﺒﺎت اﻟﺤﻘﻮق أﻣﺎم اﻟﺠﮭﺎت اﻟﻘﻀﺎﺋﯿﺔ ،أو ﻹﺑﺮام أو ﺗﻨﻔﯿﺬ ﻋﻘﺪ
ﻣﺒﺮم ﺑﯿﻦ اﻟﻤﺘﺤﻜﻢ وﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت أو ﺑﯿﻦ اﻟﻤﺘﺤﻜﻢ واﻟﻐﯿﺮ ﻟﺘﺤﻘﯿﻖ ﻣﺼﻠﺤﺔ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت.

-

ﻟﻠﺤﻔﺎظ ﻋﻠﻰ ﺣﯿﺎة اﻟﺸﺨﺺ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ،وﺗﻮﻓﯿﺮ اﻟﺮﻋﺎﯾﺔ اﻟﻄﺒﯿﺔ أو اﻟﻌﻼﺟﯿﺔ ﻟﮫ.

-

ﻹﺟﺮاء ﺗﺤﻮﯾﻼت ﻧﻘﺪﯾﺔ إﻟﻰ دوﻟﺔ أﺧﺮى وﻓﻘﺎ ً ﻟﺘﺸﺮﯾﻌﺎﺗﮭﺎ اﻟﻤﺤﺪدة واﻟﺴﺎرﯾﺔ.

1

2

ﺑﻌﺪ اﻻﻧﺘﮭﺎء ﻣﻦ ذﻛﺮ ﺣﻘﻮق ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ و اﻟﺘﻲ ﻣﻨﺤﮭﺎ ﻟﮫ اﻟﻤﺸﺮع ﻓﻲ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي
رﻗﻢ ) (45ﻟﺴﻨﺔ  2021ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻓﻲ ﻧﺼﻮص ﻣﺘﻔﺮﻗﺔ و ﻧﻈﯿﺮه اﻟﻤﺸﺮع اﻷوروﺑﻲ ﻓﻲ اﻟﻼﺋﺤﺔ
اﻟﻌﺎﻣﺔ ﻟﺤﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت ،و ﻛﺬﻟﻚ اﻟﻤﺸﺮع اﻟﻤﺼﺮي ﻓﻲ ﻗﺎﻧﻮن رﻗﻢ  151ﻟﺴﻨﺔ  2020ﺑﺈﺻﺪار ﻗﺎﻧﻮن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت
اﻟﺸﺨﺼﯿﺔ ﻓﻲ ﻧﺺ واﺣﺪ ،ﯾﺜﻮر ﺗﺴﺎؤل ﻟﻢ ﺗﺠﺐ ﻋﻠﯿﮫ اﻟﺘﺸﺮﯾﻌﺎت ،ھﻞ ﺗﻢ ذﻛﺮ ھﺬه اﻟﺤﻘﻮق ﻋﻠﻰ ﺳﺒﯿﻞ اﻟﺤﺼﺮ أم ﻋﻠﻰ
ﺳﺒﯿﻞ اﻟﻤﺜﺎل و أن ھﻨﺎك ﺣﻘﻮﻗﺎ ً أﺧﺮى ﺗﻜﻮن ﻟﺼﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ذﻛﺮت ﻓﻲ ﺗﺸﺮﯾﻌﺎت أﺧﺮى ،و اﻷﻓﻀﻞ إﺑﻘﺎء اﻟﺒﺎب ﻣﻔﺘﻮﺣﺎ ً
ﻹﻣﻜﺎﻧﯿﺔ ظﮭﻮر ﻣﺴﺘﺠﺪات و ﺗﻄﻮرات ﺗﻘﻨﯿﺔ ﻓﻲ ﻣﺠﺎل ﺣﻔﻆ و ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت.

اﻟﻔﺮع اﻟﺜﺎﻧﻲ :اﻻﻟﺘﺰاﻣﺎت اﻟﻤﻠﻘﺎة ﻋﻠﻰ ﻣﺸﻐﻠﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ
وﺿﻌﺖ اﻟﺘﺸﺮﯾﻌﺎت اﻟﻤﻘﺎرﻧﺔ ﻣﺠﻤﻮﻋﺔ ﻣﻦ اﻻﻟﺘﺰاﻣﺎت ﻋﻠﻰ ﻋﺎﺗﻖ اﻟﻤﺴﺆول ﻋﻦ ﺗﺨﺰﯾﻦ اﻟﺒﯿﺎﻧﺎت وﻣﻌﺎﻟﺠﺘﮭﺎ،
ﻓﻘﺪ أورد اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (45ﻟﺴﻨﺔ  2021ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻻﻟﺘﺰاﻣﺎت اﻟﻤﻠﻘﺎة ﻋﻠﻰ ﻣﺸﻐﻠﻲ
ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻓﻲ ﻧﺼﻮص ﻣﺘﻔﺮﻗﺔ ﻛﺎﻟﻨﮭﺞ اﻟﺬي ﺳﺎر ﻋﻠﯿﮫ اﻟﻤﺸﺮع اﻷوروﺑﻲ ﻓﻲ اﻟﻼﺋﺤﺔ اﻟﻌﺎﻣﺔ ،ﻗﺒﻞ
اﻟﺤﺪﯾﺚ ﻋﻦ اﻻﻟﺘﺰاﻣﺎت اﻟﻤﻠﻘﺎة ﻋﻠﻰ ﻣﺸﻐﻠﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﯾﺠﺐ اﻹﺷﺎرة إﻟﻰ أن اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي
اﺳﺘﺜﻨﻰ ﺑﻌﺾ اﻟﺠﮭﺎت ﻣﻦ ﻧﻄﺎق ﺗﻄﺒﯿﻖ أﺣﻜﺎم اﻟﻤﺮﺳﻮم ﻋﻠﻰ ﻣﻌﺎﻟﺠﻲ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻓﻲ ھﯿﺌﺎت اﻟﻘﻄﺎع اﻟﻌﺎم ﻛﺎﻟﺠﮭﺎت
اﻟﺤﻜﻮﻣﯿﺔ اﻟﻤﺘﺤﻜﻤﺔ ﺑﺎﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ أو ﺗﻠﻚ اﻟﺘﻲ ﺗﻘﻮم ﺑﻤﻌﺎﻟﺠﺘﮭﺎ ،و ﻛﺬﻟﻚ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻟﺪى اﻟﺠﮭﺎت اﻷﻣﻨﯿﺔ و
اﻟﻘﻀﺎﺋﯿﺔ ،ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﺼﺤﯿﺔ و اﻟﻤﺼﺮﻓﯿﺔ و اﻻﺋﺘﻤﺎﻧﯿﺔ  3اﻟﺘﻲ ﻟﺪﯾﮭﺎ ﺗﺸﺮﯾﻊ ﯾﻨﻈﻤﮭﺎ ﻛﻤﺎ أﺷﺮﻧﺎ
ﺳﺎﺑﻘﺎً ،ﻣﻤﺎ ﻗﺪ ﯾﺜﯿﺮ اﻟﻌﺪﯾﺪ ﻣﻦ اﻹﺷﻜﺎﻟﯿﺎت ھﻨﺎ ،ﻓﺎﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ و اﻟﺤﺴﺎﺳﺔ و اﻟﺒﯿﻮﻣﺘﺮﯾﺔ ﻟﻸﻓﺮاد ﻏﺎﻟﺒﺎ ً ﻣﺎ ﺗﻜﻮن ﻓﻲ
ﻗﻮاﻋﺪ ﺑﯿﺎﻧﺎت ﻟﺪى ھﺬه اﻟﺠﮭﺎت اﻟﺘﻲ ﻻ ﺗﺴﺮي ﻋﻠﯿﮭﺎ أﺣﻜﺎم اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن ﻓﯿﻤﺎ ﯾﺨﺺ ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ،ﻣﻤﺎ
ﻗﺪ ﯾﻀﻌﻒ ﻧﻄﺎق اﻟﺤﻤﺎﯾﺔ ﻟﺼﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ و ﯾﺨﻠﻖ ﻣﺠﺎﻻً ﻟﺨﺮق اﻟﻘﺎﻧﻮن ،ﻓﻲ اﻟﺤﯿﻦ اﻟﺘﻲ ﺗﺘﻢ ﻓﯿﮫ اﻟﻤﻌﺎﻣﻼت
اﻹﻟﻜﺘﺮوﻧﯿﺔ ﺑﺸﻜﻞ ھﺎﺋﻞ ﯾﻮﻣﯿﺎ ً ﯾﺘﺨﻠﻠﮭﺎ ﺑﯿﺎﻧﺎت ﺷﺨﺼﯿﺔ ﻟﻌﺪد ﻛﺒﯿﺮ ﻣﻦ اﻷﻓﺮاد ،ھﻨﺎ ﻻﺑﺪ ﻣﻦ ﻣﺪ ﻣﻈﻠﺔ اﻟﺤﻤﺎﯾﺔ ﻋﻠﻰ ھﺬه
اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻟﺤﻤﺎﯾﺘﮭﺎ ﻣﻦ اﻻﺧﺘﺮاق .ﻧﺘﻄﺮق ﻓﻲ ھﺬا اﻟﻔﺮع ﻻﻟﺘﺰاﻣﺎت ﻣﺸﻐﻠﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ.

 1اﻟﻤﺎدة ) (1/15ﻣﻦ اﻟﻘﺎﻧﻮن رﻗﻢ  151ﻟﺴﻨﺔ  2020ﺑﺈﺻﺪار ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ.
 2اﻟﻤﺎدة ) (6/15ﻣﻦ اﻟﻘﺎﻧﻮن رﻗﻢ  151ﻟﺴﻨﺔ  2020ﺑﺈﺻﺪار ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ.
 3اﻧﻈﺮ اﻟﺒﻨﺪ اﻟﺜﺎﻧﻲ ﻣﻦ اﻟﻤﺎدة ) (2ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن رﻗﻢ ) (45ﻟﺴﻨﺔ  2021ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ.
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أوﻻً :اﻻﻟﺘﺰام ﺑﺘﻘﺪﯾﻢ ﻧﻤﺎذج ﺷﻜﻠﯿﺔ ﻣﺴﺒﻘﺔ ﻟﺘﻜﻮﯾﻦ اﻟﻤﻠﻔﺎت )طﻠﺐ ﯾﺘﻢ ﺗﻘﺪﯾﻤﮫ ﻣﻦ ﻣﺸﻐﻞ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ إﻟﻰ
اﻟﻠﺠﻨﺔ اﻟﻮطﻨﯿﺔ اﻟﻔﺮﻧﺴﯿﺔ ﻟﻠﺤﺮﯾﺎت و اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ )((CNIL
أﺣﺪ اﻻﻟﺘﺰاﻣﺎت اﻟﺘﻲ ﺗﻘﻊ ﻋﻠﻰ ﻋﺎﺗﻖ ﻣﺸﻐﻠﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ھﻲ اﻻﻟﺘﺰام ﺑﺘﻘﺪﯾﻢ ﻧﻤﺎذج ﺷﻜﻠﯿﺔ ﻣﺴﺒﻘﺔ
ﻟﺘﻜﻮﯾﻦ اﻟﻤﻠﻔﺎت و ھﻲ ﻣﺎ ﻧﺺ ﻋﻠﯿﮫ اﻟﻤﺸﺮع اﻟﻔﺮﻧﺴﻲ ﻓﻲ اﻟﻤﺎدة ) (16ﻣﻦ اﻟﻘﺎﻧﻮن اﻟﻔﺮﻧﺴﻲ ﻟﺴﻨﺔ  1978ﺣﻮل اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ
و اﻟﺤﺮﯾﺎت اﻟﻤﻌﺪل ﺑﺄﺣﻜﺎم اﻟﻘﺎﻧﻮن رﻗﻢ ) (1321اﻟﺼﺎدر ﻓﻲ  7أﻛﺘﻮﺑﺮ  ،2016ﺑﺄن اﻟﺰم ﻣﺸﻐﻠﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء
اﻻﺻﻄﻨﺎﻋﻲ ﻋﻠﻰ أھﻤﯿﺔ ﺗﻘﺪﯾﻢ ﻧﻤﺎذج ﺷﻜﻠﯿﺔ ﻟﺘﻜﻮﯾﻦ اﻟﻤﻠﻔﺎت اﻟﺘﻲ ﺗﻨﺼﺐ ﻋﻠﻰ ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻓﻲ ﻣﺮاﺣﻞ
ﺟﻤﻌﮭﺎ و ﺗﺨﺰﯾﻨﮭﺎ و ﺗﻌﺘﺒﺮ ﻣﻦ ﺟﺎﻧﺐ آﺧﺮ ﺗﺼﺮﯾﺢ ﻟﻠﻤﻌﺎﻟﺠﺔ اﻵﻟﯿﺔ ﻟﻠﺒﯿﺎﻧﺎت ﻋﻠﻰ اﻟﻤﻮﻗﻊ اﻻﻟﻜﺘﺮوﻧﻲ ،و ھﺬا اﻟﺘﺼﺮﯾﺢ
ﯾﺠﺐ أن ﯾﺸﻤﻞ ﻋﺪة ﺑﯿﺎﻧﺎت ﻛﮭﻮﯾﺔ ﻣﻘﺪم اﻟﻄﻠﺐ و ھﻮﯾﺔ ﻣﻦ ﯾﻘﻮم ﺑﺘﻜﻮﯾﻦ اﻟﻤﻠﻔﺎت و اﻟﻐﺎﯾﺔ ﻣﻦ اﻟﻤﻌﺎﻟﺠﺔ و ﻓﻲ ﺣﺎل ﻋﺪم
اﻻﻟﺘﺰام ﺑﺬﻟﻚ ﻓﺘﻔﺮض ﻋﻘﻮﺑﺎت ﻋﻠﻰ ﻣﺸﻐﻠﻲ ھﺬه اﻟﺘﻄﺒﯿﻘﺎت و اﻟﺘﻲ ﻗﺪ ﺗﺼﻞ ﻟﺤﺪ اﻟﺤﺒﺲ و اﻟﻐﺮاﻣﺎت اﻟﻤﺎﻟﯿﺔ ،و ھﺬا
اﻻﻟﺘﺰام ﯾﻔﺮض ﻋﻨﺪﻣﺎ ﺗﻜﻮن ھﻨﺎك ﻣﻌﺎﻟﺠﺔ ﺗﺆﺛﺮ ﻓﻲ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ.

1

ﺛﺎﻧﯿﺎ ً  :اﻻﻟﺘﺰام ﺑﺎﻹﻋﻼم و اﻟﺸﻔﺎﻓﯿﺔ
ﻣﻦ اﻟﻤﺒﺎدئ و اﻟﺤﻘﻮق اﻟﺘﻲ ﺗﻘﻮم ﻋﻠﯿﮭﺎ ﻋﻤﻠﯿﺔ ﺟﻤﻊ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ و ﻣﻌﺎﻟﺠﺘﮭﺎ ﻣﺒﺪأ اﻟﺸﻔﺎﻓﯿﺔ اﻟﺬي ﯾﻈﮭﺮ ﻣﻦ
ﻗِﺒﻞ ﻣﺸﻐﻠﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ و ﺣﻖ اﻹﻋﻼم ﻟﺼﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﺑﺄﻧﮫ ﺑﯿﺎﻧﺎﺗﮫ ﺗﺠﻤﻊ و ﺳﯿﺘﻢ ﻣﻌﺎﻟﺠﺘﮭﺎ ،و ﯾﺠﺐ
أن ﺗﺘﻢ ﻋﻤﻠﯿﺔ اﻟﺠﻤﻊ و اﻟﻤﻌﺎﻟﺠﺔ ﺑﻄﺮﯾﻘﺔ ﻣﺸﺮوﻋﺔ ،ﻓﻘﺪ ﻧﺺ اﻟﻘﺎﻧﻮن اﻟﻔﺮﻧﺴﻲ ﻟﺴﻨﺔ  1978اﻟﻤﻌﺪل ﺑﺄﺣﻜﺎم اﻟﻘﺎﻧﻮن رﻗﻢ
) (1321اﻟﺼﺎدر ﻓﻲ  7أﻛﺘﻮﺑﺮ  2016ﻋﻠﻰ ﻣﻨﻊ أي ﺟﻤﻊ ﻟﻠﺒﯿﺎﻧﺎت ﺗﺘﻢ ﺑﻄﺮﯾﻘﺔ أو وﺳﯿﻠﺔ ﻏﯿﺮ ﻣﺸﺮوﻋﺔ أو ﻏﯿﺮ ﻧﺰﯾﮭﺔ و
ادرﺟﮭﺎ ﺗﺤﺖ طﺎﺋﻠﺔ اﻟﻤﺴﺆوﻟﯿﺔ اﻟﺠﻨﺎﺋﯿﺔ ،و ﯾﺘﻢ اﻻﻟﺘﺰام ﺑﺎﻹﻋﻼم ﻋﻨﺪ ﻣﺮﺣﻠﺔ ﺟﻤﻊ اﻟﺒﯿﺎﻧﺎت إﻣﺎ ﺑﺎﻟﻄﺮﯾﻖ اﻻﺧﺘﯿﺎري أو
اﻹﺟﺒﺎري ﻋﻦ طﺮﯾﻘﺔ وﺿﻊ ﻋﻼﻣﺔ ﻣﻤﯿﺰة ﻟﻠﻤﻌﻠﻮﻣﺎت اﻟﺘﻲ ﯾﺠﺐ ﻋﻠﻰ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﻣﻠﺆھﺎ ،ﻓﻌﻨﺪ اﺧﺘﯿﺎر أﯾﻘﻮﻧﺔ أواﻓﻖ
) (I Agreeﻓﺈﻧﮫ ﯾﻮاﻓﻖ ﻋﻠﻰ إﺟﺮاء ﻋﻤﻠﯿﺔ اﻟﺠﻤﻊ.

2

ﺛﺎﻟﺜﺎ ً  :اﻟﻐﺎﯾﺔ ﻣﻦ ﻋﻤﻠﯿﺔ ﺟﻤﻊ اﻟﺒﯿﺎﻧﺎت و ﻣﻌﺎﻟﺠﺘﮭﺎ
ﯾﺠﺐ ﻋﻠﻰ ﻣﺸﻐﻠﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ اﻟﺘﺼﺮﯾﺢ ﺑﺎﻟﻐﺎﯾﺔ ﻣﻦ ﺟﻤﻊ اﻟﺒﯿﺎﻧﺎت و ﻣﻌﺎﻟﺠﺘﮭﺎ ،و ﻻ ﯾﺘﻌﺪى
ھﺬه اﻟﻐﺎﯾﺔ و ﻛﺬﻟﻚ إذا ﻛﺎن ھﻨﺎك أﯾﺔ ﻧﯿﺔ ﻻﺳﺘﻌﻤﺎل ھﺬه اﻟﺒﯿﺎﻧﺎت ﻣﺴﺘﻘﺒﻼً ،ﻓﻘﺪ ﯾﺘﻢ ﺟﻤﻊ اﻟﺒﯿﺎﻧﺎت و ﻣﻌﺎﻟﺠﺘﮭﺎ ﻷﻏﺮاض
ﺗﺴﻮﯾﻘﯿﺔ ﺗﺠﺎرﯾﺔ أو ﻣﻦ أﺟﻞ ﺗﻨﻔﯿﺬ ﻋﻘﺪ اﺷﺘﺮاك ﻓﻲ ﻣﻮﻗﻊ اﻟﻜﺘﺮوﻧﻲ و ھﻮ ﻣﺎ ﯾﺠﺐ أن ﯾﻌﻠﻢ ﺑﮫ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ،و ﻻ ﯾﻜﺘﻔﻰ
ﺑﺬﻟﻚ ﻓﻘﻂ ﺑﻞ ﯾﺠﺐ أن ﯾﻌﻠﻢ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﻋﻦ اﻟﻤﺪة اﻟﺘﻲ ﺳﯿﺘﻢ اﻻﺣﺘﻔﺎظ ﺑﮭﺎ ﻟﺒﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ ،ﻟﺬﻟﻚ ﯾﺠﺐ أن ﯾﻌﻠﻢ
ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﻣﻨﺬ اﻟﻠﺤﻈﺔ اﻷوﻟﻰ اﻟﺘﻲ ﯾﻮﻟﺞ ﻓﯿﮭﺎ إﻟﻰ اﻟﻤﻮﻗﻊ اﻻﻟﻜﺘﺮوﻧﻲ ﻋﻦ ﻣﻌﻠﻮﻣﺎت ﻋﻦ اﻟﻤﺴﺆول ﻋﻦ اﻟﻤﻮﻗﻊ و
ﻣﻦ ﯾﻘﻮم ﺑﺠﻤﻊ اﻟﺒﯿﺎﻧﺎت.

3

 1اﻧﻈﺮ ﺧﺼﺎوﻧﮫ ،ﻋﻼء اﻟﺪﯾﻦ و آﺧﺮون .ﻣﺮﺟﻊ ﺳﺎﺑﻖ ،ص.21-20
 2ﺧﺼﺎوﻧﮫ ،ﻋﻼء اﻟﺪﯾﻦ و آﺧﺮون ،ﻣﺮﺟﻊ ﺳﺎﺑﻖ ،ص.23-22
 3ﺧﺼﺎوﻧﮫ ،ﻋﻼء اﻟﺪﯾﻦ و آﺧﺮون ،ﻣﺮﺟﻊ ﺳﺎﺑﻖ ،ص.22
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راﺑﻌﺎ ً  :اﻻﻟﺘﺰام ﺑﻤﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺑﻤﺸﺮوﻋﯿﺔ
أﻗﺮت ﺑﻌﺾ اﻟﺘﺸﺮﯾﻌﺎت ﻛﺎﻟﻼﺋﺤﺔ اﻟﻌﺎﻣﺔ  1واﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (45ﻟﺴﻨﺔ  2021ﺑﺸﺄن ﺣﻤﺎﯾﺔ
اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ  ،2وﻛﺬﻟﻚ اﻟﺘﺸﺮﯾﻊ اﻟﻤﺼﺮي ﻓﻲ ﻗﺎﻧﻮن رﻗﻢ  151ﻟﺴﻨﺔ  2020ﺑﺈﺻﺪار ﻗﺎﻧﻮن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت
اﻟﺸﺨﺼﯿﺔ  ،3ھﺬا اﻻﻟﺘﺰام ﺑﻤﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت ﺑﻤﺸﺮوﻋﯿﺔ ﻛﻀﺎﺑﻂ ﻣﻦ ﺿﻮاﺑﻂ ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ واﻟﺬي ﯾﻘﻊ ﻋﻠﻰ
ﻋﺎﺗﻖ ﻣﻌﺎﻟﺠﻲ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ واﻟﻤﺘﺤﻜﻤﯿﻦ ﻓﯿﮭﺎ وﻣﻨﮭﻢ ﻣﺸﻐﻠﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ،وﻣﻌﺎﻟﺞ اﻟﺒﯿﺎﻧﺎت
اﻟﺸﺨﺼﯿﺔ ﻛﻤﺎ ﻋﺮﻓﮫ اﻟﻤﺸﺮع اﻟﻤﺼﺮي ﻓﻲ اﻟﻤﺎدة اﻷوﻟﻰ ﻣﻦ ﻗﺎﻧﻮن رﻗﻢ  151ﻟﺴﻨﺔ  2020ﺑﺈﺻﺪار ﻗﺎﻧﻮن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت
اﻟﺸﺨﺼﯿﺔ ھﻮ اﻟﺸﺨﺺ اﻟﻄﺒﯿﻌﻲ أو اﻻﻋﺘﺒﺎري اﻟﻤﺨﺘﺺ ﺑﻤﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻟﺼﺎﻟﺤﮫ أو ﻟﺼﺎﻟﺢ اﻟﻤﺘﺤﻜﻢ ﺑﺎﻻﺗﻔﺎق
ﻣﻌﮫ ووﻓﻘﺎ ﻟﺘﻌﻠﯿﻤﺎﺗﮫ.
أﻣﺎ اﻟﻤﺘﺤﻜﻢ ﺑﺎﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻓﮭﻮ ﺑﺤﺴﺐ اﻟﻤﺎدة اﻷوﻟﻰ ﻣﻦ اﻟﻘﺎﻧﻮن اﻟﻤﺼﺮي رﻗﻢ  151ﻟﺴﻨﺔ  2020ﺑﺈﺻﺪار
ﻗﺎﻧﻮن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ھﻮ" :أي ﺷﺨﺺ طﺒﯿﻌﻲ أو اﻋﺘﺒﺎري ﯾﻜﻮن ﻟﮫ ﺑﺤﻜﻢ طﺒﯿﻌﺔ ﻋﻤﻠﮫ اﻟﺤﻖ ﻓﻲ اﻟﺤﺼﻮل
ﻋﻠﻰ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ وﺗﺤﺪﯾﺪ طﺮﯾﻘﺔ وأﺳﻠﻮب وﻣﻌﺎﯾﯿﺮ اﻻﺣﺘﻔﺎظ ﺑﮭﺎ أو ﻣﻌﺎﻟﺠﺘﮭﺎ واﻟﺘﺤﻜﻢ ﻓﯿﮭﺎ طﺒﻘﺎ ﻟﻠﻐﺮض اﻟﻤﺤﺪد
أو ﻧﺸﺎطﮫ".
وﯾﻘﺼﺪ ﺑﮭﺬا اﻻﻟﺘﺰام وﺟﻮب اﻟﺘﺰام ﻣﻌﺎﻟﺞ اﻟﺒﯿﺎﻧﺎت ﺑﺠﻤﻊ اﻟﺒﯿﺎﻧﺎت ﺑﻄﺮق ﻣﺸﺮوﻋﺔ ﺗﺴﺘﻨﺪ ﻋﻠﻰ أﺳﺎس ﻗﺎﻧﻮﻧﻲ
ﺻﺤﯿﺢ ﻏﯿﺮ ﻣﺨﺎﻟﻔﺔ ﻟﻠﻘﺎﻧﻮن ،ﻛﺎﻟﻮﺳﺎﺋﻞ اﻻﺣﺘﯿﺎﻟﯿﺔ أو اﻟﻤﺨﺎﻟﻔﺔ ﻟﻠﻨﻈﺎم اﻟﻌﺎم ،وﺿﺮورة أن ﯾﺘﻢ طﺒﻘﺎ ً ﻟﻠﻘﻮاﻋﺪ اﻟﻤﻨﻈﻤﺔ ﻟﺬﻟﻚ
ﺑﻤﻮﺟﺐ اﻟﺘﺸﺮﯾﻌﺎت اﻟﻤﺨﺘﺼﺔ وأن ﺗﻜﻮن اﻟﻤﻌﺎﻟﺠﺔ ﻷﻏﺮاض ﻣﺸﺮوﻋﺔ وأﻻ ﯾﺘﻢ ﺗﺠﺎوز اﻟﻐﺮض اﻟﻤﺤﺪد ﻟﻠﻤﻌﺎﻟﺠﺔ وﻣﺪﺗﮫ،
وﺿﺮورة ﻣﺤﻮ اﻟﺒﯿﺎﻧﺎت ﺑﻌﺪ اﻧﻘﻀﺎء ﻣﺪة اﻟﻤﻌﺎﻟﺠﺔ أو ﺗﺴﻠﯿﻤﮭﺎ ﻟﻠﻤﺘﺤﻜﻢ  .4وﻟﻢ ﺗﻜﺘﻔﻲ ﺑﻌﺾ اﻟﺘﺸﺮﯾﻌﺎت  5ﺑﺬﻟﻚ ﺑﻞ ذھﺒﺖ
إﻟﻰ وﺿﻊ اﻟﺘﺰام ﺑﻌﺪم ﺣﻔﻆ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻣﻦ ﻗﺒﻞ اﻟﻤﻌﺎﻟﺞ ﻟﻤﺪة ﺗﺰﯾﺪ ﻋﻦ اﻟﻤﺪة اﻟﻀﺮورﯾﺔ ﻟﺘﺤﻘﯿﻖ اﻟﻐﺮض ﻣﻦ

;1 See article 6 of Regulation (EU) 2016/679 , Processing shall be lawful only if and to the extent that at least one of the following applies
(a)the data subject has given consent to the processing of his or her personal data for one or more specific purposes; (b) processing is
necessary for the performance of a contract to which the data subject is party or in order to take steps at the request of the data subject
)prior to entering into a contract; (c) processing is necessary for compliance with a legal obligation to which the controller is subject; (d
processing is necessary in order to protect the vital interests of the data subject or of another natural person;(e)processing is necessary for
the performance of a task carried out in the public interest or in the exercise of official authority vested in the controller;(f)processing is
necessary for the purposes of the legitimate interests pursued by the controller or by a third party, except where such interests are
overridden by the interests or fundamental rights and freedoms of the data subject which require protection of personal data, in particular
where the data subject is a child.
 2اﻧﻈﺮ اﻟﺒﻨﺪ اﻷول ﻣﻦ اﻟﻤﺎدة ) (5ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن رﻗﻢ  45ﻟﺴﻨﺔ  2021ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ و اﻟﺘﻲ ﻧﺼﺖ ﻋﻠﻰ أﻧﮫ" :ﯾﺘﻢ ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ وﻓﻘﺎ ً ﻟﻠﻀﻮاﺑﻂ
اﻵﺗﯿﺔ .1 :أن ﺗﻜﻮن اﻟﻤﻌﺎﻟﺠﺔ ﺑﻄﺮﯾﻘﺔ ﻋﺎدﻟﺔ و ﺷﻔﺎﻓﺔ و ﻣﺸﺮوﻋﺔ".
 3اﻧﻈﺮ اﻟﺒﻨﺪ اﻟﺜﺎﻟﺚ ﻣﻦ اﻟﻤﺎدة ) (3ﻣﻦ ﻗﺎﻧﻮن رﻗﻢ  151ﻟﺴﻨﺔ  2020ﺑﺈﺻﺪار ﻗﺎﻧﻮن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ و اﻟﺘﻲ ﻧﺼﺖ ﻋﻠﻰ أﻧﮫ" :ﯾﺠﺐ ﻟﺠﻤﻊ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ و ﻣﻌﺎﻟﺠﺘﮭﺎ و
اﻻﺣﺘﻔﺎظ ﺑﮭﺎ ،ﺗﻮاﻓﺮ اﻟﺸﺮوط اﻵﺗﯿﺔ .3 :أن ﺗﻌﺎﻟﺞ ﺑﻄﺮﯾﻘﺔ ﻣﺸﺮوﻋﺔ و ﻣﻼﺋﻤﺔ ﻟﻸﻏﺮاض اﻟﺘﻲ ﺗﻢ ﺗﺠﻤﯿﻌﮭﺎ ﻣﻦ أﺟﻠﮭﺎ".
 4اﻟﻤﺎدة اﻟﺨﺎﻣﺴﺔ ﻣﻦ اﻟﻘﺎﻧﻮن اﻟﻤﺼﺮي رﻗﻢ  151ﻟﺴﻨﺔ  2020ﺑﺈﺻﺪار ﻗﺎﻧﻮن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ.
 5راﺟﻊ اﻟﻤﺎدة  10ﻣﻦ اﻟﻘﺎﻧﻮن اﻟﻘﻄﺮي رﻗﻢ ) (13ﻟﺴﻨﺔ  2016ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ.
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اﻟﺠﻤﻊ .وﻋﺪم إﺟﺮاء أي ﻣﻌﺎﻟﺠﺔ ﺗﺘﻌﺎرض ﻣﻊ ﻏﺮض اﻟﻤﺘﺤﻜﻢ أو ﻧﺸﺎطﮫ إﻻ إذا ﻛﺎن ﻟﻐﺎﯾﺎت إﺣﺼﺎﺋﯿﺔ أو ﺗﻌﻠﯿﻤﯿﺔ ﻏﯿﺮ
رﺑﺤﯿﺔ.
و ﻓﻲ ھﺬا اﻟﺸﺄن ذھﺐ اﻟﻤﺸﺮع إﻟﻰ اﻟﻨﺺ ﻋﻠﻰ ﻋﻘﻮﺑﺔ اﻟﺤﺒﺲ و اﻟﻐﺮاﻣﺔ اﻟﺘﻲ ﻻ ﺗﻘﻞ ﻋﻦ ) (50,000ﺧﻤﺴﯿﻦ
أﻟﻒ درھﻢ و ﻻ ﺗﺰﯾﺪ ﻋﻠﻰ ) (500,000ﺧﻤﺴﻤﺎﺋﺔ أﻟﻒ درھﻢ أو ﺑﺈﺣﺪى ھﺎﺗﯿﻦ اﻟﻌﻘﻮﺑﺘﯿﻦ ،و ذﻟﻚ ﻓﻲ ﺣﺎل اﺳﺘﺨﺪام ﺗﻘﻨﯿﺔ
اﻟﻤﻌﻠﻮﻣﺎت ﻟﺠﻤﻊ و ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت و اﻟﻤﻌﻠﻮﻣﺎت اﻟﺸﺨﺼﯿﺔ ﻟﻸﻓﺮاد ﺑﺎﻟﻤﺨﺎﻟﻔﺔ ﻟﻠﺘﺸﺮﯾﻌﺎت اﻟﻨﺎﻓﺬة ﻓﻲ اﻟﺪوﻟﺔ.

1

ﺧﺎﻣﺴﺎ ً :ﻋﺪم ﺣﻔﻆ ﺑﯿﺎﻧﺎت اﻟﻤﺴﺘﺨﺪﻣﯿﻦ وﻣﻌﺎﻟﺠﺘﮭﺎ ﺑﺪون إذﻧﮭﻢ
ﻻ ﯾﺠﻮز ﻟﻤﺸﻐﻠﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﺣﻔﻆ ﺑﯿﺎﻧﺎت ﻣﺴﺘﺨﺪﻣﻲ ھﺬه اﻟﺘﻄﺒﯿﻘﺎت ﺑﺪون إذن ،ﻓﻘﺪ ﻧﺺ
اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ ﻓﻲ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (45ﻟﺴﻨﺔ  2021ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻓﻲ اﻟﺒﻨﺪ اﻟﺴﺎﺑﻊ
ﻣﻦ اﻟﻤﺎدة ) 2 (5ﻋﻠﻰ أﻧﮫ ﯾﺠﺐ ﻋﺪم اﻻﺣﺘﻔﺎظ ﺑﺎﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺑﻌﺪ اﺳﺘﻨﻔﺎذ اﻟﻐﺮض ﻣﻦ ﻣﻌﺎﻟﺠﺘﮭﺎ ،و ﺑﻤﻔﮭﻮم اﻟﻤﺨﺎﻟﻔﺔ
ﻻ ﯾﺠﻮز ﻟﻤﺸﻐﻠﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﺣﻔﻆ ﺑﯿﺎﻧﺎت ﻣﺴﺘﺨﺪﻣﻲ ھﺬه اﻟﺘﻄﺒﯿﻘﺎت ،ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ أﻧﮫ أﻛﺪ ﻋﻠﻰ ﺿﺮورة
ﻣﺤﻮ اﻟﺒﯿﺎﻧﺎت ﺑﻌﺪ اﻧﻘﻀﺎء ﻣﺪة اﻟﻤﻌﺎﻟﺠﺔ ﻓﻲ اﻟﺒﻨﺪ اﻟﺮاﺑﻊ ﻣﻦ اﻟﻤﺎدة اﻟﺜﺎﻣﻨﺔ  3ﻣﻦ اﻟﻤﺮﺳﻮم ذاﺗﮫ واﻟﺘﻲ ﺗﻨﺺ ﻋﻠﻰ اﻻﻟﺘﺰاﻣﺎت
اﻟﻌﺎﻣﺔ ﻟﻤﻌﺎﻟﺞ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ .ﻛﻤﺎ ذھﺐ اﻟﻤﺸﺮع اﻷوروﺑﻲ ﻓﻲ اﻟﺒﻨﺪ )ھـ( ﻣﻦ اﻟﻤﺎدة اﻟﺨﺎﻣﺴﺔ ﻣﻦ اﻟﻼﺋﺤﺔ اﻟﻌﺎﻣﺔ إﻟﻰ
وﺿﻊ ﺿﻮاﺑﻂ ﻟﻼﺣﺘﻔﺎظ ﺑﺎﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﺘﻲ ﺗﻢ ﺟﻤﻌﮭﺎ وﻓﻖ ﺷﺮوط ﻣﻌﯿﻨﺔ ﺗﺤﺖ ﻣﺴﻤﻰ "ﻗﯿﻮد اﻟﺘﺨﺰﯾﻦ".
ﻛﻤﺎ ﯾﺠﺐ ﻋﻠﻰ ﻣﺸﻐﻠﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻋﺪم إﺟﺮاء ﻣﻌﺎﻟﺠﺔ ﻟﻠﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻟﻠﻤﺴﺘﺨﺪﻣﯿﻦ ﺑﺪون رﺿﺎ
اﻟﻤﺴﺘﺨﺪم ،ﻓﺮﺿﺎء اﻟﻤﺴﺘﺨﺪم ﻓﻲ ﻣﻌﺎﻟﺠﺔ ﺑﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ ﻟﮫ أھﻤﯿﺔ ﻛﺒﯿﺮة ﻟﺪى اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ ﻓﻲ اﻟﻤﺎدة اﻟﺮاﺑﻌﺔ ﻣﻦ
ﯾﻜﺘﻒ ﺑﺬﻟﻚ ،إﻧﻤﺎ وﺿﻊ ﺷﺮوطﺎ ً
اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي اﻟﺬي ﺣﻈﺮ ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ دون ﻣﻮاﻓﻘﺔ ﺻﺎﺣﺒﮭﺎ و ﻟﻢ
ِ
ﻟﻠﻤﻮاﻓﻘﺔ ﻋﻠﻰ ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻣﻦ ﻗﺒﻞ اﻟﺸﺨﺺ اﻟﻤﻌﻨﻲ ﻓﻲ اﻟﻤﺎدة اﻟﺴﺎدﺳﺔ ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي ذاﺗﮫ
ﻛﺄن ﺗﻜﻮن اﻟﻤﻮاﻓﻘﺔ ﺻﺮﯾﺤﺔ و واﺿﺤﺔ ﻏﯿﺮ ﻣﺒﮭﻤﺔ ﻛﻤﺎ أﻧﮭﺎ ﯾﺠﺐ أن ﺗﺘﻀﻤﻦ ﺣﻖ اﻟﻌﺪول ﻣﻦ ﻗِﺒﻞ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﻓﻲ
أي وﻗﺖ ﯾﺸﺎء .وﻗﺪ ذھﺐ اﻟﻤﺸﺮع اﻟﻤﺼﺮي إﻟﻰ ﻣﺎ ذھﺐ إﻟﯿﮫ ﻧﻈﯿﺮه اﻹﻣﺎراﺗﻲ ﻓﻘﺪ أﻛﺪ ﻓﻲ اﻟﻤﺎدة اﻟﺜﺎﻧﯿﺔ ﻣﻦ اﻟﻘﺎﻧﻮن رﻗﻢ
 151ﻟﺴﻨﺔ  2020ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻋﻠﻰ ﻋﺪم ﺟﻮاز ﺟﻤﻊ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ أو ﻣﻌﺎﻟﺠﺘﮭﺎ إﻻ ﺑﺎﻟﻤﻮاﻓﻘﺔ و
اﺷﺘﺮط اﻟﻤﻮاﻓﻘﺔ اﻟﺼﺮﯾﺤﺔ ﻓﻲ ذﻟﻚ ،ﻣﻤﺎ ﯾﻌﻨﻲ أن اﻟﻤﻮاﻓﻘﺔ اﻟﻀﻤﻨﯿﺔ ﻻ ﺗﻌﻄﻲ ﻣﺸﻐﻠﻲ اﻟﺘﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ اﻟﺤﻖ
ﻓﻲ ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻟﺼﺎﺣﺐ اﻟﺸﺄن و إﻻ اﻋﺘﺒﺮ ذﻟﻚ اﻧﺘﮭﺎﻛﺎ ً ﻟﻠﺨﺼﻮﺻﯿﺔ .و اﻧﺘﻔﺎء رﺿﺎ اﻟﻤﺴﺘﺨﺪم ﻓﻲ ﻣﻌﺎﻟﺠﺔ
اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﯾﺮﺗﺐ اﻟﻤﺴﺎءﻟﺔ اﻟﻘﺎﻧﻮﻧﯿﺔ ﻟﻤﺸﻐﻠﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻣﻦ ﻣﻌﺎﻟﺞ و ﻣﺘﺤﻜﻢ و ﻏﯿﺮه ﻣﻤﻦ ﺳﺎھﻢ
ﻓﻲ ﺗﺸﻐﯿﻞ ھﺬه اﻟﺘﻄﺒﯿﻘﺎت .وﺣﺴﻨﺎ ً ﻓﻌﻞ اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ واﻟﻤﺼﺮي ﻓﻲ ھﺬا اﻟﺸﺄن ،ﻓﺬﻟﻚ ﯾﺤﻔﻆ ﺑﯿﺎﻧﺎت اﻟﻤﺴﺘﺨﺪﻣﯿﻦ
اﻟﺸﺨﺼﯿﺔ ﻣﻦ اﻧﺘﮭﺎﻛﮭﺎ ﻣﻦ ﻗﺒﻞ ﻣﺸﻐﻠﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ .ﻛﻤﺎ ذھﺐ اﻟﻤﺸﺮع اﻷوروﺑﻲ إﻟﻰ ﺗﺮﺳﯿﺦ اﻟﻤﺒﺪأ ذاﺗﮫ
ﻓﻲ اﻟﻤﺎدة اﻟﺴﺎﺑﻌﺔ ﻣﻦ اﻟﻼﺋﺤﺔ اﻟﻌﺎﻣﺔ ﺑﻮﺿﻊ ﺷﺮوط ﻟﻤﻮاﻓﻘﺔ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﻋﻠﻰ ﻣﻌﺎﻟﺠﺔ ﺑﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ ،و ﺑﻤﻔﮭﻮم

 1اﻟﻤﺎدة ) (13ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (34ﻟﺴﻨﺔ  2021ﻓﻲ ﺷﺄن ﻣﻜﺎﻓﺤﺔ اﻟﺸﺎﺋﻌﺎت و اﻟﺠﺮاﺋﻢ اﻻﻟﻜﺘﺮوﻧﯿﺔ.
 2ﺗﻘﺎﺑﻠﮭﺎ اﻟﺒﻨﺪ اﻟﺮاﺑﻊ ﻣﻦ اﻟﻤﺎدة اﻟﺜﺎﻟﺜﺔ ﻓﻲ ﻗﺎﻧﻮن رﻗﻢ  151ﻟﺴﻨﺔ  2020ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﻤﺼﺮي.
 3ﯾﻘﺎﺑﻠﮭﺎ اﻟﺒﻨﺪ اﻟﺴﺎﺑﻊ ﻣﻦ اﻟﻤﺎدة اﻟﺮاﺑﻌﺔ ﻓﻲ ﻗﺎﻧﻮن رﻗﻢ  151ﻟﺴﻨﺔ  2020ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﻤﺼﺮي.
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اﻟﻤﺨﺎﻟﻔﺔ ﻋﺪم وﺟﻮد ھﺬا اﻟﺸﺮط ﯾﻨﻔﻲ إﻣﻜﺎﻧﯿﺔ ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻣﻦ ﻗﺒﻞ اﻟﻤﻌﺎﻟﺞ أو اﻟﻤﺘﺤﻜﻢ ،و ﻣﻌﮫ ﯾﻌﺘﺒﺮ اﻧﺘﮭﺎﻛﺎ ً
ﻟﻠﺤﻖ ﻓﻲ ﺧﺼﻮﺻﯿﺔ اﻟﺒﯿﺎﻧﺎت.

ﺳﺎدﺳﺎ ً  :ﻋﺪم إﻓﺸﺎء ﺳﺮﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺘﻲ ﺗﻢ ﺣﻔﻈﮭﺎ وﺗﺨﺰﯾﻨﮭﺎ
ﺑﺎﻟﺮﻏﻢ ﻣﻦ إﻋﻄﺎء اﻟﻘﺎﻧﻮن اﻟﺤﻖ ﻟﻤﺸﻐﻠﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻓﻲ ﺟﻤﻊ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺑﻤﻮاﻓﻘﺔ
ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت و ﺑﺸﺮوط ﻣﺤﺪدة ،إﻻ أن اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ وﺿﻊ ﺿﺎﺑﻄﺎ ً آﺧﺮ ﻓﻲ ھﺬا اﻟﺸﺄن و ھﻮ اﻟﺘﺰام ﻣﺸﻐﻠﻲ
ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﺑﻌﺪم إﻓﺸﺎء ﺳﺮﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺘﻲ ﺗﻢ ﺣﻔﻈﮭﺎ و ﺗﺨﺰﯾﻨﮭﺎ ،و ھﺬا ﻣﺎ ﻧﺺ ﻋﻠﯿﮫ اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ
ﻓﻲ اﻟﺒﻨﺪ اﻷول اﻟﻤﺎدة اﻟﺴﺎﺑﻌﺔ  1ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (45ﻟﺴﻨﺔ  2021ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺑﺄن
رﺗﺐ اﻟﺘﺰاﻣﺎ ً ﻋﻠﻰ اﻟﻤﺘﺤﻜﻢ ﺑﺎﺗﺨﺎذ اﻹﺟﺮاءات اﻟﺘﻘﻨﯿﺔ و اﻟﺘﻨﻈﯿﻤﯿﺔ اﻟﻼزﻣﺔ ﺑﻤﺎ ﯾﺤﺎﻓﻆ ﻋﻠﻰ ﺳﺮﯾﺔ اﻟﺒﯿﺎﻧﺎت و ﺧﺼﻮﺻﯿﺘﮭﺎ
و ﻟﻤﻨﻊ اﻧﺘﮭﺎك ھﺬا اﻟﺤﻖ ﻟﺼﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ.
ﻓﯿﺠﺐ ﻋﻠﻰ اﻟﻘﺎﺋﻢ ﺑﺎﻟﻤﻌﺎﻟﺠﺔ اﺗﺨﺎذ ﻛﺎﻓﺔ اﻹﺟﺮاءات ﺑﻤﺎ ﯾﻀﻤﻦ ﺳﺮﯾﺔ اﻟﺒﯿﺎﻧﺎت ،ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ ﻋﺪم ﻗﯿﺎم اﻟﻤﻌﺎﻟﺞ
ﺑﺄي ﻓﻌﻞ أو ﻋﻤﻞ ﻗﺪ ﯾﻜﻮن ﻣﻦ ﺷﺄﻧﮫ إﻓﺸﺎء أو ﺗﺴﺮﯾﺐ اﻟﺒﯿﺎﻧﺎت ،و ﻷھﻤﯿﺔ ھﺬا اﻻﻟﺘﺰام ﻓﻘﺪ ﻧﺼﺖ ﻋﻠﯿﮫ اﻟﻼﺋﺤﺔ اﻟﻌﺎﻣﺔ ﻓﻲ
اﻟﻤﺎدة ) (32ﻓﻲ اﻟﻘﺴﻢ اﻟﺜﺎﻧﻲ و اﻟﺬي ﺟﺎء ﺑﻌﻨﻮان )ﺳﺮﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ(.
و ھﺬا اﻻﻟﺘﺰام ﻻ ﯾﺸﻤﻞ اﻟﻤﻌﺎﻟﺞ ﻓﻘﺪ ﺑﻞ ﯾﻤﺘﺪ ﻟﻐﯿﺮه ﻣﻦ اﻷﺷﺨﺎص ﻛﺎﻟﺸﺨﺺ اﻟﺬي ﯾﻌﻤﻞ ﺗﺤﺖ ﺳﻠﻄﺔ اﻟﻤﺮاﻗﺐ
أو اﻟﻤﻌﺎﻟﺞ  ،أو ﻣﻦ ﻟﺪﯾﮫ اﻟﺤﻖ ﻓﻲ اﻟﻮﺻﻮل إﻟﻰ اﻟﺒﯿﺎﻧﺎت و اﻻطﻼع ﻋﻠﯿﮭﺎ ،و ﻻ ﯾﻘﺘﺼﺮ اﻟﺤﻔﺎظ ﻋﻠﻰ اﻟﺴﺮﯾﺔ ﺑﺎﻟﻤﺪة اﻟﺘﻲ
ﻗﺎم ﺑﮭﺎ اﻟﻤﻌﺎﻟﺞ أو ﻣﻦ ﯾﻘﻮم ﺑﻤﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت ﺑﻞ ﺗﻤﺘﺪ ﺣﺘﻰ ﺑﻌﺪ زوال ھﺬه اﻟﺼﻔﺔ ﻋﻦ اﻟﻘﺎﺋﻢ ﺑﮭﺎ.

2

ﺳﺎﺑﻌﺎ ً  :اﻻﻟﺘﺰام ﺑﺎﺗﺨﺎذ اﻻﺣﺘﯿﺎطﺎت اﻟﻼزﻣﺔ ﻟﺤﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت
ھﺬا اﻻﻟﺘﺰام أﻗﺮﺗﮫ اﻟﻌﺪﯾﺪ ﻣﻦ اﻟﺘﺸﺮﯾﻌﺎت ﻛﺎﻟﺘﺸﺮﯾﻊ اﻟﻔﺮﻧﺴﻲ ﻓﻲ اﻟﻤﺎدة  34ﻣﻦ ﻗﺎﻧﻮن اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ و اﻟﺤﺮﯾﺎت
اﻟﻔﺮﻧﺴﻲ رﻗﻢ ) (78ﻟﺴﻨﺔ  1978و اﻟﻤﻌﺪل ﺑﺄﺣﻜﺎم اﻟﻘﺎﻧﻮن اﻟﺼﺎدر ﻓﻲ  6أﻏﺴﻄﺲ 2004م ،و اﻟﻤﻮاد  5و  8ﻣﻦ اﻟﻤﺮﺳﻮم
ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (45ﻟﺴﻨﺔ  2021ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ،و ﻛﺬﻟﻚ اﻟﺒﻨﺪ اﻟﺴﺎدس ﻣﻦ اﻟﻤﺎدة اﻟﺮاﺑﻌﺔ ﻣﻦ
ﻗﺎﻧﻮن رﻗﻢ  151ﻟﺴﻨﺔ  2020ﺑﺈﺻﺪار ﻗﺎﻧﻮن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ  ،3و ﻣﻀﻤﻮن ھﺬا اﻻﻟﺘﺰام ﻗﯿﺎم اﻟﻤﻌﺎﻟﺞ ﺑﺎﺗﺨﺎذ ﻛﺎﻓﺔ
اﻹﺟﺮاءات و اﻻﺣﺘﯿﺎطﺎت اﻟﻔﻨﯿﺔ و اﻟﺘﻘﻨﯿﺔ اﻟﺘﻲ ﺗﺴﺎھﻢ ﻓﻲ ﺣﻔﻆ ﺳﺮﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻟﻤﻨﻊ أطﺮاف ﺛﺎﻟﺜﺔ ﻣﻦ اﻻطﻼع
ﻋﻠﻰ ھﺬه اﻟﺒﯿﺎﻧﺎت ،و ﺗﺘﻨﻮع ﺻﻮر اﺗﺨﺎذ اﻹﺟﺮاءات اﻟﻼزﻣﺔ ﻓﻌﺪم ﺗﻤﻜﻦ أطﺮاف ﻏﯿﺮ ﻣﺨﻮل ﻟﮭﺎ ﻣﻦ ﻗﺮاءة اﻟﺴﻨﺪات أو
ﻧﺴﺨﮭﺎ أو ﺗﻌﺪﯾﻠﮭﺎ ،و ﻛﺬﻟﻚ ﻋﺪم اﻟﺘﻤﻜﻦ ﻣﻦ اﻗﺤﺎم أي ﻣﻌﻄﯿﺎت ﻓﻲ اﻟﻨﻈﺎم ﺑﺪون أذن ،و ﻋﺪم إﻣﻜﺎﻧﯿﺔ اﺳﺘﺨﺪام ﻧﻈﺎم اﻟﻤﻌﺎﻟﺠﺔ
دون أذن ،و اﻻﻟﺘﺰام ھﻨﺎ ﯾﻤﺘﺪ إﻟﻰ اﻟﺤﻔﺎظ ﻋﻠﻰ اﺗﺨﺎذ اﻻﺣﺘﯿﺎطﺎت اﻟﻼزﻣﺔ ﻟﺤﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت ﻣﻦ أي اﻧﺘﮭﺎك و اﺧﺘﺮاق ﻟﮭﺎ .4
وھﺬا ﻣﺎ أﻛﺪﺗﮫ ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ اﻟﻔﺮﻧﺴﯿﺔ ﻓﻲ اﻟﺤﻜﻢ اﻟﺼﺎدر ﻟﮭﺎ ﺑﺄن" :اﻟﺸﺨﺺ اﻟﻤﺴﺆول ﻋﻦ ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ
 1ﯾﻘﺎﺑﻠﮭﺎ اﻟﺒﻨﺪ اﻟﺮاﺑﻊ ﻣﻦ اﻟﻤﺎدة  5ﻣﻦ اﻟﻘﺎﻧﻮن رﻗﻢ  151ﻟﺴﻨﺔ  2020ﺑﺈﺻﺪار ﻗﺎﻧﻮن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ.
 2اﻧﻈﺮ ،ﺑﺪوي ،ﻋﻤﺮو طﮫ ،ﻣﺮﺟﻊ ﺳﺎﺑﻖ ،ص.150-149
 " 3اﺗﺨﺎذ ﺟﻤﯿﻊ اﻹﺟﺮاءات اﻟﺘﻘﻨﯿﺔ و اﻟﺘﻨﻈﯿﻤﯿﺔ و ﺗﻄﺒﯿﻖ اﻟﻤﻌﺎﯾﯿﺮ اﻟﻘﯿﺎﺳﯿﺔ اﻟﻼزﻣﺔ ﻟﺤﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ و ﺗﺄﻣﯿﻨﮭﺎ ﺣﻔﺎظﺎ ً ﻋﻠﻰ ﺳﺮﯾﺘﮭﺎ ،و ﻋﺪم اﺧﺘﺮاﻗﮭﺎ ،أو إﺗﻼﻓﮭﺎ ،أو ﺗﻐﯿﯿﺮھﺎ
أو اﻟﻌﺒﺚ ﺑﮭﺎ ﻗﺒﻞ أي إﺟﺮاء ﻏﯿﺮ ﻣﺸﺮوع".
 4ﻣﻨﺸﻮر ﻟﺪى ﺑﺪوي ،ﻋﻤﺮو طﮫ ،ﻣﺮﺟﻊ ﺳﺎﺑﻖ ،ص.150 – 149
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ﻣﻄﻠﻮب ﻣﻨﮫ اﺗﺨﺎذ ﺟﻤﯿﻊ اﻻﺣﺘﯿﺎطﺎت اﻟﻼزﻣﺔ ،ﻧﻈﺮاً ﻟﻄﺒﯿﻌﺔ اﻟﺒﯿﺎﻧﺎت و اﻟﻤﺨﺎطﺮ اﻟﺘﻲ ﺗﻘﺪﻣﮭﺎ اﻟﻤﻌﺎﻟﺠﺔ ،ﻟﻠﺤﻔﺎظ ﻋﻠﻰ أﻣﻦ
اﻟﺒﯿﺎﻧﺎت ،و ﻋﻠﻰ وﺟﮫ اﻟﺨﺼﻮص ،ﻟﻤﻨﻊ أطﺮاف ﺛﺎﻟﺜﺔ اﻟﻮﺻﻮل ﻏﯿﺮ اﻟﻤﺼﺮح ﺑﮫ".

1

ﺛﺎﻣﻨﺎ ً :اﻻﻟﺘﺰام ﺑﺎﻹﺧﻄﺎر ﺑﻤﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ
ﻣﻦ اﻻﻟﺘﺰاﻣﺎت اﻟﺘﻲ ﺗﻘﻊ ﻋﻠﻰ ﻋﺎﺗﻖ اﻟﻤﻌﺎﻟﺞ ﻓﻲ ﻣﻮاﺟﮭﺔ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ھﻲ اﻟﺘﺰاﻣﮫ ﺑﺈﺧﻄﺎر ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت
ﺑﻤﻌﺎﻟﺠﺔ ﺑﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ ،و ﻛﺬﻟﻚ اﻟﺘﺰاﻣﮫ ﺑﺈﺧﻄﺎره ﺑﺎﻟﻐﺮض ﻣﻦ اﻟﻤﻌﺎﻟﺠﺔ ،و ھﺬا ﻣﺎ أﻗﺮﺗﮫ اﻟﻤﺎدة  32ﻣﻦ ﻗﺎﻧﻮن
اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ و اﻟﺤﺮﯾﺎت ،و ﻓﻲ ذﻟﻚ اﺗﺠﮭﺖ ﺑﻌﺾ اﻟﺘﺸﺮﯾﻌﺎت إﻟﻰ ﻋﺪم إﺧﻄﺎر ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﺑﻤﻌﺎﻟﺠﺔ ﺑﯿﺎﻧﺎﺗﮫ ﻓﻲ ﺣﺎﻻت
ﻣﻌﯿﻨﺔ ،ﻋﻠﻰ ﺳﺒﯿﻞ اﻟﻤﺜﺎل :إذا ﻛﺎن ﺗﺠﻤﯿﻊ اﻟﺒﯿﺎﻧﺎت و ﻣﻌﺎﻟﺠﺘﮭﺎ ﺿﺮورﯾﺎ ً ﻟﻠﺪﻓﺎع اﻟﻮطﻨﻲ و اﻷﻣﻦ اﻟﺪاﺧﻠﻲ و اﻟﺨﺎرﺟﻲ ،أو
ﻟﻠﻮﻗﺎﯾﺔ ﻣﻦ اﻟﺠﺮﯾﻤﺔ أو ﻷﻏﺮاض إﺣﺼﺎﺋﯿﺔ أو ﺗﺎرﯾﺨﯿﺔ أو ﻋﻠﻤﯿﺔ.

ﺗﺎﺳﻌﺎ ً :اﻻﻟﺘﺰام ﺑﺤﺬف أو ﻣﺤﻮ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ
أﺣﺪ أھﻢ اﻻﻟﺘﺰاﻣﺎت اﻷﺳﺎﺳﯿﺔ اﻟﺘﻲ ﺗﻘﻊ ﻋﻠﻰ ﻋﺎﺗﻖ ﻣﺸﻐﻠﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ھﻮ اﻻﻟﺘﺰام ﺑﺤﺬف أو
ﻣﺤﻮ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ،ﻓﯿﺘﺮﺗﺐ ھﺬا اﻻﻟﺘﺰام ﻓﻲ ﺣﺎﻟﺘﯿﻦ ،اﻟﺤﺎﻟﺔ اﻷوﻟﻰ :ﻋﻨﺪ طﻠﺐ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﺣﺬف أو ﻣﺤﻮ
ﺑﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ ،أﻣﺎ اﻟﺤﺎﻟﺔ اﻟﺜﺎﻧﯿﺔ :ﻋﻨﺪ اﻧﺘﮭﺎء اﻟﻐﺮض ﻣﻦ ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻓﯿﺠﺐ ﻋﻠﻰ اﻟﻤﻌﺎﻟﺞ ﻣﺤﻮ ھﺬه
اﻟﺒﯿﺎﻧﺎت و ﺣﺬﻓﮭﺎ ﻓﻼ ﯾﺠﻮز ﻟﻠﻘﺎﺋﻢ ﻋﻠﻰ اﻟﻤﻌﺎﻟﺠﺔ اﻻﺣﺘﻔﺎظ ﺑﺎﻟﺒﯿﺎﻧﺎت ﺑﺼﻔﺔ أﺑﺪﯾﺔ أو ﻛﻤﺎ ﻧﺼﺖ ﻋﻠﯿﮫ ﺑﻌﺾ اﻟﺘﺸﺮﯾﻌﺎت
ﺑﺈﻋﺪام اﻟﺒﯿﺎﻧﺎت  ،2و ﻗﺪ ﻧﺼﺖ ﻋﻠﻰ ھﺬه اﻻﻟﺘﺰام ﻋﺪة ﺗﺸﺮﯾﻌﺎت ﻛﺎﻟﻼﺋﺤﺔ اﻷوروﺑﯿﺔ رﻗﻢ ) (679ﻟﺴﻨﺔ  2016و اﻟﻤﺮﺳﻮم
ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (45ﻟﺴﻨﺔ  2021ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ واﻟﻘﺎﻧﻮن اﻟﻤﺼﺮي رﻗﻢ  151ﻟﺴﻨﺔ  2020ﺑﺈﺻﺪار
ﻗﺎﻧﻮن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ،ﻟﻜﻦ اﻟﺘﺸﺮﯾﻌﺎت أﻏﻔﻠﺖ أﻣﺮاً ﻣﮭﻤﺎ ً و ھﻮ ﻋﺪم وﺟﻮد ﺿﺎﺑﻂ أو ﻣﻌﯿﺎر ﻟﺘﺤﺪﯾﺪ ﻣﺪة اﻻﺣﺘﻔﺎظ
ﺑﺎﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻟﻠﻤﺴﺘﺨﺪﻣﯿﻦ ﻣﻤﺎ ﻗﺪ ﯾﻔﺘﺢ ﻣﺠﺎﻻً ﻻﺳﺘﻐﻼل اﻟﺜﻐﺮات ﻓﯿﻤﺎ ﯾﺘﻌﻠﻖ ﺑﻤﺪة اﻻﺣﺘﻔﺎظ.
و ﯾﻀﻤﻦ ﺗﻨﻔﯿﺬ ھﺬه اﻻﻟﺘﺰاﻣﺎت اﻟﺘﻲ ﺟﺎء ذﻛﺮھﺎ ﻓﯿﻤﺎ ﺳﺒﻖ و ﯾﺮاﻗﺐ و ﯾﺸﺮف ﻋﻠﯿﮭﺎ ﻣﺴﺆول ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت ،و
ﻗﺪ ﻋﺮﻓﺘﮫ اﻟﻤﺎدة اﻷوﻟﻰ ﻣﻦ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (45ﻟﺴﻨﺔ  2021ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺑﺄﻧﮫ":أي
ﺷﺨﺺ طﺒﯿﻌﻲ أو اﻋﺘﺒﺎري ﯾﺘﻢ ﺗﻌﯿﯿﻨﮫ ﻣﻦ ﻗﺒﻞ اﻟﻤﺘﺤﻜﻢ أو اﻟﻤﻌﺎﻟﺞ ،ﯾﺘﻮﻟﻰ ﻣﮭﺎم اﻟﺘﺄﻛﺪ ﻣﻦ ﻣﺪى اﻣﺘﺜﺎل اﻟﺠﮭﺔ اﻟﺘﻲ ﯾﺘﺒﻌﮭﺎ
ﺑﻀﻮاﺑﻂ و اﺷﺘﺮاطﺎت و إﺟﺮاءات و ﻗﻮاﻋﺪ ﻣﻌﺎﻟﺠﺔ ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﻤﻨﺼﻮص ﻋﻠﯿﮭﺎ ﻓﻲ ھﺬا اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن،
و اﻟﺘﺄﻛﺪ ﻣﻦ ﺳﻼﻣﺔ أﻧﻈﻤﺘﮭﺎ و إﺟﺮاءاﺗﮭﺎ ﻣﻦ أﺟﻞ ﺗﺤﻘﯿﻖ اﻻﻟﺘﺰام ﺑﺄﺣﻜﺎﻣﮫ".
ﺑﻌﺪ اﺳﺘﻌﺮاض أھﻢ ﺣﻘﻮق ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت وأﺑﺮز اﻟﺘﺰاﻣﺎت اﻟﻤﺴﺆول ﻋﻦ ﺗﺨﺰﯾﻦ وﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ،
ﻻ ﺑﺪ ﻟﻨﺎ ﻣﻦ اﻟﺤﺪﯾﺚ ﻋﻦ اﻟﺠﺰاء ﻓﻲ ﺣﺎل اﻹﺧﻼل ﺑﮭﺬه اﻻﻟﺘﺰاﻣﺎت أو اﻟﻤﺴﺎس ﺑﺤﻘﻮق ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت.

 1راﺟﻊ ،ﻣﻨﺸﻮر ﻟﺪى ﺑﺪوي ،ﻋﻤﺮو طﮫ ،ﻣﺮﺟﻊ ﺳﺎﺑﻖ ،ص.156-155
 2راﺟﻊ اﻟﻔﺼﻞ  45ﻣﻦ اﻟﻘﺎﻧﻮن اﻟﺘﻮﻧﺴﻲ رﻗﻢ ) (63ﻟﺴﻨﺔ  2004ﺑﺘﺎرﯾﺦ  27ﯾﻮﻟﯿﻮ  2004ﯾﺘﻌﻠﻖ ﺑﺤﻤﺎﯾﺔ اﻟﻤﻌﻄﯿﺎت اﻟﺸﺨﺼﯿﺔ.
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اﻟﻤﺒﺤﺚ اﻟﺜﺎﻧﻲ :اﻟﻤﺴﺆوﻟﯿﺔ اﻟﻤﺪﻧﯿﺔ ﻋﻦ اﻟﻤﺴﺎس ﺑﺎﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ

ﺗﻤﮭﯿﺪ و ﺗﻘﺴﯿﻢ
ﺗﻨﺸﺄ اﻟﻤﺴﺆوﻟﯿﺔ اﻟﻤﺪﻧﯿﺔ ﻋﻨﺪ اﻧﺘﮭﺎك اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ،ﻛﺎﻟﻤﺴﺎس ﺑﺎﻟﺤﻖ ﻓﻲ اﻟﺼﻮرة أو ﺧﺮق واﻧﺘﮭﺎك
اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺑﺸﻜﻞ ﻏﯿﺮ ﻣﺸﺮوع ،ﻣﻤﺎ ﯾﻌﻄﻲ ﻟﺼﺎﺣﺐ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﺑﻄﻠﺐ وﻗﻒ اﻻﻋﺘﺪاءات وطﻠﺐ
اﻟﺘﻌﻮﯾﺾ ﻋﻤﺎ أﺻﺎﺑﮫ ﻣﻦ ﺿﺮر .ﺳﻨﺘﻌﺮض ﻓﻲ اﻟﻤﻄﻠﺐ اﻷول ﻷﺳﺎس وﺷﺮوط اﻟﻤﺴﺆوﻟﯿﺔ اﻟﻤﺪﻧﯿﺔ ﻋﻦ اﻟﻤﺴﺎس ﺑﺎﻟﺤﻖ
ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ وﻓﻘﺎ ﻟﻠﻘﻮاﻋﺪ اﻟﻌﺎﻣﺔ ﻟﻠﻔﻌﻞ اﻟﻀﺎر و ﻗﻮاﻋﺪ اﻟﻤﺴﺆوﻟﯿﺔ وﻓﻘﺎ ً ﻷﻧﻈﻤﺔ ﺧﺎﺻﺔ ﻛﻤﺴﺆوﻟﯿﺔ ﺣﺎرس اﻷﺷﯿﺎء ﻋﻦ
اﻟﻤﺴﺎس ﺑﺎﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ وﻣﺴﺆوﻟﯿﺔ اﻟﻤﻨﺘﺞ وإﻣﻜﺎﻧﯿﺔ ﻗﯿﺎم ﻣﺴﺆوﻟﯿﺔ ﻣﻦ ﻧﻮع ﺧﺎص ﺑﺘﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ،
ﺛﻢ ﻧﺘﻄﺮق ﻓﻲ اﻟﻤﻄﻠﺐ اﻟﺜﺎﻧﻲ ﻵﺛﺎر اﻟﻤﺴﺆوﻟﯿﺔ اﻟﻤﺪﻧﯿﺔ ﻋﻦ اﻟﻤﺴﺎس ﺑﺎﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ.

اﻟﻤﻄﻠﺐ اﻷول :أﺳﺎس وﺷﺮوط اﻟﻤﺴﺆوﻟﯿﺔ اﻟﻤﺪﻧﯿﺔ ﻋﻦ اﻟﻤﺴﺎس ﺑﺎﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ
ﻟﻢ ﯾﻨﻈﻢ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (45ﻟﺴﻨﺔ  2021ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ وﻛﺬﻟﻚ اﻟﻘﺎﻧﻮن
اﻟﻤﺼﺮي ﺣﻮل ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ طﺒﯿﻌﺔ اﻟﻌﻼﻗﺔ ﺑﯿﻦ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ و اﻟﻤﻌﺎﻟﺞ أو ﻣﺰود اﻟﺨﺪﻣﺔ،
ﻓﻜﺎن ﻻﺑﺪ ﻣﻦ ﺑﯿﺎن طﺒﯿﻌﺔ ھﺬه اﻟﻌﻼﻗﺔ أوﻻً ﻻﺳﺘﺨﻼص اﻟﻤﺴﺆول ﻋﻦ اﻷﺿﺮار اﻟﻨﺎﺷﺌﺔ ﻋﻦ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ
ﻟﯿﺘﻢ اﻟﺮﺟﻮع ﻋﻠﯿﮫ ﻻﺣﻘﺎ ً ﻻﺳﺘﯿﻔﺎء اﻟﺘﻌﻮﯾﺾ ﻋﻨﺪ اﺳﺘﺤﻘﺎﻗﮫ ،و ﻟﺒﯿﺎن ذﻟﻚ ﻻﺑﺪ ﻣﻦ اﻟﺮﺟﻮع ﻟﻠﻘﻮاﻋﺪ اﻟﺘﻘﻠﯿﺪﯾﺔ اﻟﺘﻲ ﺗﻨﻈﻢ
اﻟﻌﻼﻗﺔ ،ﺛﻢ اﻟﻨﻈﺮ ﻓﻲ ﺑﻌﺾ اﻷﻧﻈﻤﺔ اﻟﺨﺎﺻﺔ ﻟﻨﺮى ﻣﺪى ﻣﻼءﻣﺔ أي ﻣﻨﮭﺎ ﻟﻠﻤﺴﺆوﻟﯿﺔ ﻋﻦ اﻟﻀﺮر اﻟﻨﺎﺷﺊ ﻋﻦ ﺗﻄﺒﯿﻘﺎت
اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ:

اﻟﻔﺮع اﻷول :اﻟﻤﺴﺆوﻟﯿﺔ ﻋﻦ اﻧﺘﮭﺎك ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻟﻠﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ وﻓﻘﺎ ً ﻟﻠﻘﻮاﻋﺪ اﻟﻌﺎﻣﺔ
ذھﺐ اﻟﻔﻘﮫ واﻟﻘﻀﺎء إﻟﻰ ﺗﻘﺴﯿﻢ اﻟﻤﺴﺆوﻟﯿﺔ اﻟﻤﺪﻧﯿﺔ إﻟﻰ ﻣﺴﺆوﻟﯿﺔ ﻋﻘﺪﯾﺔ وﻣﺴﺆوﻟﯿﺔ ﺗﻘﺼﯿﺮﯾﺔ ،وﯾﺨﺘﻠﻒ ﻛﻞ ﻣﻨﮭﻤﺎ
ﻣﻦ ﺣﯿﺚ ﺷﺮوطﮫ وأﺣﻜﺎﻣﮫ وآﺛﺎره ﻓﻲ ﺣﺎل ﺗﺮﺗﺐ ھﺬه اﻟﻤﺴﺆوﻟﯿﺔ ،وﻧﺒﺤﺚ اﻧﻌﻜﺎس ذﻟﻚ ﻋﻠﻰ ﻣﺴﺆوﻟﯿﺔ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء
اﻻﺻﻄﻨﺎﻋﻲ.

أوﻻ :اﻟﻤﺴﺆوﻟﯿﺔ وﻓﻘﺎ ﻟﻠﻘﻮاﻋﺪ اﻟﻌﺎﻣﺔ اﻟﻌﻘﺪﯾﺔ ﻋﻦ أﺿﺮار ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ
اﻟﻌﻘﺪ ھﻮ ارﺗﺒﺎط اﻹﯾﺠﺎب اﻟﺼﺎدر ﻣﻦ أﺣﺪ اﻟﻤﺘﻌﺎﻗﺪﯾﻦ ﺑﻘﺒﻮل اﻵﺧﺮ ﻋﻠﻰ ﻧﺤﻮ ﯾﺜﺒﺖ أﺛﺮه ﻓﻲ اﻟﻤﻌﻘﻮد ﻋﻠﯿﮫ و
ﯾﺘﺮﺗﺐ اﻟﺘﺰام طﺮﻓﯿﮫ ﻣﻤﺎ ﯾﺴﺘﻮﺟﺐ ﻋﻠﻰ ﻛﻞ ﻣﻨﮭﻤﺎ اﻻﻟﺘﺰام ﺑﺘﻨﻔﯿﺬ ﻣﺎ أوﺟﺒﮫ ﻋﻠﯿﮫ اﻟﻌﻘﺪ  .1و أﻧﮫ ﻓﻲ اﻟﻌﻘﻮد اﻟﻤﻠﺰﻣﺔ ﻟﻠﺠﺎﻧﺒﯿﻦ
إذا ﻟﻢ ﯾﻮف أﺣﺪ اﻟﻤﺘﻌﺎﻗﺪﯾﻦ ﺑﻤﺎ أوﺟﺒﮫ اﻟﻌﻘﺪ ﺟﺎز ﻟﻠﻤﺘﻌﺎﻗﺪ اﻵﺧﺮ ﺑﻌﺪ أﻋﺬاره اﻟﻤﻄﺎﻟﺒﺔ ﺑﺘﻨﻔﯿﺬ اﻟﻌﻘﺪ و ﺟﺒﺮ اﻟﻤﺪﯾﻦ ﻋﻠﻰ اﻟﻮﻓﺎء
ﺑﺤﻘﻮﻗﮫ اﻟﻌﻘﺪﯾﺔ و اﻟﻘﺎﻧﻮﻧﯿﺔ اﻟﻮاﺟﺒﺔ أو اﻟﻤﻄﺎﻟﺒﺔ ﺑﻔﺴﺦ اﻟﻌﻘﺪ ،و أن ﺣﻞ اﻟﺮاﺑﻄﺔ اﻟﻌﻘﺪﯾﺔ ﺟﺰاء إﺧﻼل أﺣﺪ طﺮﻓﻲ اﻟﻌﻘﺪ
اﻟﻤﻠﺰم ﻟﻠﺠﺎﻧﺒﯿﻦ ﺑﺄﺣﺪ اﻟﺘﺰاﻣﺎﺗﮫ اﻟﻨﺎﺷﺌﺔ ﻋﻦ اﻟﻌﻘﺪ ھﻮ ﻣﻦ اﻟﻨﺼﻮص اﻟﻤﻜﻤﻠﺔ ﻹرادة اﻟﻤﺘﻌﺎﻗﺪﯾﻦ ،و ﻟﮭﺬا ﻓﺈن اﻟﺤﻖ ﯾﻜﻮن
 1اﻧﻈﺮ ﻓﻲ ھﺬا اﻟﺸﺄن ﻧﺺ اﻟﻤﺎدة ) (125ﻣﻦ ﻗﺎﻧﻮن رﻗﻢ ) (5ﻟﺴﻨﺔ 1985م ﺑﺈﺻﺪار ﻗﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت اﻟﻤﺪﻧﯿﺔ ﻟﺪوﻟﺔ اﻹﻣﺎرات اﻟﻌﺮﺑﯿﺔ اﻟﻤﺘﺤﺪة ،وﻓﻘﺎ ً ﻷﺣﺪث ﺗﻌﺪﯾﻼﺗﮫ ﺑﺎﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن
اﺗﺤﺎدي رﻗﻢ ) (30ﻟﺴﻨﺔ .2020
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ﺛﺎﺑﺘﺎ ً ﻟﻜﻞ ﻣﻨﮭﻤﺎ ﺑﻨﺺ اﻟﻘﺎﻧﻮن و ﯾﻌﺘﺒﺮ اﻟﻌﻘﺪ ﻣﺘﻀﻤﻨﺎ ً ﻟﮫ و ﻟﻮ ﺧﻼ ﻣﻦ اﺷﺘﺮاطﮫ ،و ﻻ ﯾﺠﻮز ﺣﺮﻣﺎن اﻟﻤﺘﻌﺎﻗﺪ ﻣﻦ ھﺬا اﻟﺤﻖ
أو اﻟﺤﺪ ﻣﻦ ﻧﻄﺎﻗﮫ إﻻ ﺑﺎﺗﻔﺎق ﺻﺮﯾﺢ ﺑﯿﻦ اﻟﻤﺘﻌﺎﻗﺪﯾﻦ.

1

ﺗﻨﺸﺄ اﻟﻤﺴﺆوﻟﯿﺔ اﻟﻌﻘﺪﯾﺔ ﻋﻨﺪﻣﺎ ﺗﺘﻮاﺟﺪ ﺛﻼﺛﺔ أرﻛﺎن و ھﻲ اﻹﺧﻼل ﺑﺎﻟﺘﺰام ﻋﻘﺪي ،اﻟﻀﺮر ،وﻋﻼﻗﺔ اﻟﺴﺒﺒﯿﺔ ،ﻓﺒﻌﺪ
اﺑﺮام اﻟﻌﻘﺪ ﯾﺠﺐ أن ﯾﻠﺘﺰم ﻛﻼ طﺮﻓﯿﮫ ﺑﻤﺎ اﺣﺘﻮاه اﻟﻌﻘﺪ ﻣﻦ ﺷﺮوط ،ﻓﻌﻨﺪ ﺧﺮق أﺣﺪ ﺑﻨﻮد اﻟﻌﻘﺪ ﯾﺘﺸﻜﻞ اﻟﺮﻛﻦ اﻷول ﻣﻦ
أرﻛﺎن اﻟﻤﺴﺆوﻟﯿﺔ اﻟﻌﻘﺪﯾﺔ ،وﯾﻤﻜﻦ أن ﯾﺤﺪث ذﻟﻚ ﻓﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻋﻨﺪﻣﺎ ﯾﺘﻢ إﺑﺮام اﻟﻌﻘﺪ ﺑﯿﻦ ﺻﺎﺣﺐ
اﻟﺒﯿﺎﻧﺎت و اﻟﻄﺮف اﻵﺧﺮ ،ﻛﺎﻟﻤﺘﺤﻜﻢ ﺑﺎﻟﺒﯿﺎﻧﺎت أو اﻟﻤﻌﺎﻟﺞ ﻟﮭﺎ أو ﻣﺰود اﻟﺨﺪﻣﺔ أو ﻣﺸﻐﻞ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ،
ﻓﻌﻨﺪ ﻗﯿﺎم أي ﻣﻦ ھﺆﻻء ﺑﺎﻧﺘﮭﺎك ﻣﺎ ﺟﺎء ﻓﻲ اﻟﻌﻘﺪ ،ﻛﺤﻔﻆ اﻟﺒﯿﺎﻧﺎت دون اﻟﺮﺟﻮع ﻟﻤﻮاﻓﻘﺔ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت أو ﺑﯿﻌﮭﺎ ﻟﺠﮭﺎت
إﻋﻼﻧﯿﺔ أو ﺗﺠﺎوز اﻟﻐﺮض ﻣﻦ اﻟﺠﻤﻊ واﻟﻤﻌﺎﻟﺠﺔ أو ﻋﺪم ﺣﺬف اﻟﺒﯿﺎﻧﺎت ﺑﻌﺪ اﻧﺘﮭﺎء اﻟﻐﺮض ﻣﻨﮭﺎ ،ﻣﻤﺎ ﯾﻤﺜﻞ أﻓﻌﺎﻻً ﺗﺆدي
إﻟﻰ اﻻﺧﻼل ﺑﺎﻻﻟﺘﺰاﻣﺎت ﻓﯿﺘﺤﻘﻖ ﻣﻌﮭﺎ اﻟﺮﻛﻦ اﻷول.
و ﯾﻤﺜﻞ اﻟﻀﺮر اﻟﺮﻛﻦ اﻟﺜﺎﻧﻲ ﻟﻠﻤﺴﺆوﻟﯿﺔ اﻟﻌﻘﺪﯾﺔ ،ﻓﺎﻟﻀﺮر ﻓﻲ اﻟﻤﺴﺆوﻟﯿﺔ اﻟﻌﻘﺪﯾﺔ ﻟﺘﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ
ﺗﺘﻤﺜﻞ ﺑﺎﻟﻀﺮر اﻷدﺑﻲ اﻟﺬي ﯾﺼﯿﺐ اﻟﻤﻀﺮور )ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت( ﺟﺮاء اﻧﺘﮭﺎك اﻟﺤﻖ ﻓﻲ ﺧﺼﻮﺻﯿﺔ اﻟﺒﯿﺎﻧﺎت ﻓﻲ ﺟﺎﻧﺐ
ﻏﯿﺮ ﻣﺎدي ،ﻛﺎﻟﺸﻌﻮر أو اﻟﺴﻤﻌﺔ أو اﻟﺸﺮف أو اﻟﻜﺮاﻣﺔ أو اﻟﻌﺎطﻔﺔ أو أﯾﺔ ﺟﻮاﻧﺐ أﺧﺮى ﺗﻤﺲ ﺷﻌﻮر اﻟﻤﻀﺮور ،ﻣﻦ
ﺟﺎﻧﺐ آﺧﺮ ﻻ ﯾﺘﺼﻮر وﻗﻮع اﻟﻀﺮر اﻟﻤﺎدي ﻟﻠﻤﻀﺮور ﺟﺮاء اﻧﺘﮭﺎك اﻟﺨﺼﻮﺻﯿﺔ ﻓﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ.
أﻣﺎ اﻟﺮﻛﻦ اﻟﺜﺎﻟﺚ واﻷﺧﯿﺮ ،ﻓﮭﻮ وﺟﻮد اﻟﻌﻼﻗﺔ اﻟﺴﺒﺒﯿﺔ ﺑﯿﻦ اﻟﺮﻛﻨﯿﻦ اﻟﺴﺎﺑﻘﯿﻦ ،ﻓﻼ ﯾﻤﻜﻦ أن ﺗﻘﻮم اﻟﻤﺴﺆوﻟﯿﺔ
اﻟﻌﻘﺪﯾﺔ إﻻ إذا ﻛﺎن اﻟﻀﺮر اﻟﺬي وﻗﻊ ﻋﻠﻰ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﺟﺮاء اﻹﺧﻼل ﺑﺎﻟﺘﺰام اﻟﻌﻘﺪي ﺑﺤﻔﻆ اﻟﺒﯿﺎﻧﺎت ﻣﻦ ﻗِﺒﻞ ﻣﺸﻐﻠﻲ
ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ.
ﺗﺮى اﻟﺒﺎﺣﺜﺔ أﻧﮫ ﯾﻤﻜﻦ اﻋﺘﺒﺎر ﺳﯿﺎﺳﺔ اﻟﺨﺼﻮﺻﯿﺔ ﺑﻤﺜﺎﺑﺔ ﻋﻘﺪ ﺑﯿﻦ ﻣﺴﺘﺨﺪم ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ و
اﻟﻄﺮف اﻵﺧﺮ اﻟﻤﺴﺆول ﻋﻦ ﺗﺸﻐﯿﻞ ھﺬا اﻟﺘﻄﺒﯿﻖ ،ﺣﯿﺚ أن ھﺬه اﻟﺘﻄﺒﯿﻘﺎت ﻻ ﺗﻌﻄﻲ اﻟﺼﻼﺣﯿﺔ ﻟﻠﻤﺴﺘﺨﺪم ﻟﻼﻧﺘﻔﺎع ﺑﮭﺎ إﻻ
ﺑﻌﺪ ﻣﻮاﻓﻘﺘﮫ ﻋﻠﻰ ﻣﺎ ﯾﺴﻤﻰ ﺑﺴﯿﺎﺳﺔ اﻟﺨﺼﻮﺻﯿﺔ و اﻟﺘﻲ ﻋﺎدة ﻣﺎ ﺗﻜﻮن ﻣﻜﺘﻮﺑﺔ ﺑﺨﻂ ﺻﻐﯿﺮ ﻏﯿﺮ واﺿﺢ و ﻻ ﯾﻜﻮن ھﻨﺎك
ﺗﻨﺎﺳﻖ ﺑﯿﻦ اﻟﻜﻠﻤﺎت أو ﺣﺘﻰ اﻷﺳﻄﺮ و ﺗﺘﻀﻤﻦ ھﺬه اﻟﺴﯿﺎﺳﺔ ﻣﺼﻄﻠﺤﺎت وﺷﺮوط ﻛﺜﯿﺮة و ﻧﻘﺎط ﻣﺒﮭﻤﺔ ﻻ ﺗﺼﻞ ﻟﻠﻤﺴﺘﺨﺪم
ﺑﺴﮭﻮﻟﺔ ﻓﯿﻀﻄﺮ إﻟﻰ اﻟﻤﻮاﻓﻘﺔ ﻋﻠﯿﮭﺎ دون ﻗﺮاءة ﻣﺎ ﺟﺎء ﻓﻲ ﻣﺤﺘﻮاھﺎ ،ﻣﻤﺎ ﯾﺠﻌﻞ ﻣﻌﻠﻮﻣﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ أو اﻟﺤﺴﺎﺳﺔ ﻣﻌﺮﺿﺔ
ﻟﻼﻧﺘﮭﺎك ﺑﻨﺎ ًء ﻋﻠﻰ أﺣﺪ اﻟﺒﻨﻮد اﻟﺘﻲ واﻓﻖ ﻋﻠﯿﮭﺎ ﻓﻲ ﺳﯿﺎﺳﺔ اﻟﺨﺼﻮﺻﯿﺔ و اﻟﺘﻲ ﻗﺪ ﺗﻌﻄﻲ اﻟﺤﻖ ﻟﻤﺸﻐﻞ ھﺬا اﻟﺒﺮﻧﺎﻣﺞ ﻣﻦ
اﻻطﻼع ﻋﻠﯿﮭﺎ و ﺑﯿﻌﮭﺎ أو اﻻﺳﺘﻔﺎدة ﻣﻨﮭﺎ دون اﻟﺮﺟﻮع إﻟﻰ اﻟﻤﺴﺘﺨﺪم اﻟﻤﻌﻨﻲ ﺑﮭﺬه اﻟﺒﯿﺎﻧﺎت.

 1راﺟﻊ ،ﻣﺤﻜﻤﺔ ﺗﻤﯿﯿﺰ دﺑﻲ ،اﻟﺪاﺋﺮة اﻟﺘﺠﺎرﯾﺔ ،اﻟﻄﻌﻦ رﻗﻢ ) (417ﻟﺴﻨﺔ 2016م ،اﻟﺼﺎدر ﻓﻲ ﺟﻠﺴﺔ  ،2017/04/09ﻣﻮﻗﻊ ﻣﺤﺎﻣﻮ اﻹﻣﺎرات ،ﺗﺎرﯾﺦ اﻟﺪﺧﻮل ،05/04/2022 :ﻋﻠﻰ
اﻟﺮاﺑﻂ:
https://www-mohamoon-uaeاﻟﺤﯿﺎةcom.uaeu.idm.oclc.org/uaeu/default.aspx?Action=IntrDisplayJudgmentFile&PageNumber=1&Type=5&ID=25556&strSearch=20%
اﻟﺨﺎﺻﺔ
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ﺛﺎﻧﯿﺎ ً  :اﻟﻤﺴﺆوﻟﯿﺔ اﻟﺘﻘﺼﯿﺮﯾﺔ ﻟﺘﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ
ﻧﻈﻢ اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ أﺣﻜﺎم اﻟﻤﺴﺆوﻟﯿﺔ اﻟﺘﻘﺼﯿﺮﯾﺔ ﻓﻲ اﻟﻤﻮاد ) (317–282ﻣﻦ ﻗﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت اﻟﻤﺪﻧﯿﺔ ،و
ﺗﻘﻮم اﻟﻤﺴﺆوﻟﯿﺔ اﻟﺘﻘﺼﯿﺮﯾﺔ ﻓﻲ اﻟﻘﺎﻧﻮن اﻟﻤﺪﻧﻲ ﻋﻠﻰ اﻻﻟﺘﺰام ﺑﻌﺪم اﻹﺿﺮار ﺑﺎﻟﻐﯿﺮ  ،1أي أﻧﮫ ﻻ وﺟﻮد ﻟﻌﻘﺪ ﺳﺎﺑﻖ ﺑﯿﻦ
اﻟﻄﺮﻓﯿﻦ ﻓﻲ اﻟﻤﺴﺆوﻟﯿﺔ اﻟﺘﻘﺼﯿﺮﯾﺔ ،ﺑﺨﻼف اﻟﻤﺴﺆوﻟﯿﺔ اﻟﻌﻘﺪﯾﺔ اﻟﺘﻲ ﻟﻮﻻ اﻹﺧﻼل ﺑﺎﻻﻟﺘﺰام ﻓﻲ اﻟﻌﻘﺪ ﻟﻤﺎ ﻧﺸﺄت ھﺬه
اﻟﻤﺴﺆوﻟﯿﺔ ،و ھﺬا ﻣﺎ أﻛﺪه اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ ﻓﻲ اﻟﻤﺎدة ) (282ﻣﻦ ﻗﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت اﻟﻤﺪﻧﯿﺔ ﺑﺄﻧﮫ" :ﻛﻞ إﺿﺮار ﺑﺎﻟﻐﯿﺮ
ﯾﻠﺰم ﻓﺎﻋﻠﮫ وﻟﻮ ﻏﯿﺮ ﻣﻤﯿﺰ ﺑﻀﻤﺎن اﻟﻀﺮر" .أﻣﺎ اﻟﻤﺸﺮع اﻟﻤﺼﺮي ،ﻓﻘﺪ أﻗﺎم اﻟﻤﺴﺆوﻟﯿﺔ ﻋﻠﻰ ﻓﻜﺮة اﻟﺨﻄﺄ ﻓﻲ اﻟﻤﺎدة
) (163ﻣﺪﻧﻲ ﻣﺼﺮي ،أي اﻻﻧﺤﺮاف ﻋﻦ اﻟﺴﻠﻮك اﻟﻌﺎدي اﻟﻤﺄﻟﻮف وواﺟﺐ اﻟﯿﻘﻈﺔ واﻟﺤﺬر .وﻧﺘﻄﺮق ﻷرﻛﺎن اﻟﻤﺴﺆوﻟﯿﺔ
اﻟﺘﻘﺼﯿﺮﯾﺔ ﻓﻲ اﻟﺘﺸﺮﯾﻊ اﻹﻣﺎراﺗﻲ وﻓﻖ اﻵﺗﻲ:

 .1اﻹﺿﺮار
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ﯾﻌﺘﺒﺮ اﻹﺿﺮار ھﻮ اﻟﺮﻛﻦ اﻷول ﻣﻦ أرﻛﺎن اﻟﻤﺴﺆوﻟﯿﺔ اﻟﺘﻘﺼﯿﺮﯾﺔ اﻟﺬي ﯾﺠﺐ ﺗﻮاﻓﺮه ﻻﻛﺘﻤﺎل أرﻛﺎن اﻟﻤﺴﺆوﻟﯿﺔ
اﻟﺘﻘﺼﯿﺮﯾﺔ ،و ﺑﺎﻟﺮﺟﻮع ﻟﻠﻤﺬﻛﺮة اﻹﯾﻀﺎﺣﯿﺔ ﻟﻘﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت اﻟﻤﺪﻧﯿﺔ اﻹﻣﺎراﺗﻲ ﻧﺮى أن اﻟﻤﺸﺮع ﻋﺮف اﻹﺿﺮار اﻟﻮارد
ﻓﻲ اﻟﻤﺎدة  282ﺑﺄﻧﮫ":ﻣﺤﺎوﻟﺔ ﻣﺠﺎوزة اﻟﺤﺪ اﻟﻮاﺟﺐ اﻟﻮﻗﻮف ﻋﻨﺪه أو اﻟﺘﻘﺼﯿﺮ ﻋﻦ اﻟﺤﺪ اﻟﻮاﺟﺐ اﻟﻮﺻﻮل إﻟﯿﮫ ﻓﻲ اﻟﻔﻌﻞ
أو اﻻﻣﺘﻨﺎع ﻣﻤﺎ ﯾﺘﺮﺗﺐ ﻋﻠﯿﮫ اﻟﻌﻤﺪ و إﻟﻰ ﻣﺠﺮد اﻹھﻤﺎل ﻋﻠﻰ ﺣﺪ اﻟﺴﻮاء"  ،3ﻛﻤﺎ ذﻛﺮ أن اﻹﺿﺮار ﯾﺴﺘﻠﺰم اﻟﻔﻌﻞ أو ﻋﺪم
اﻟﻔﻌﻞ اﻟﺬي ﯾﻨﺸﺄ ﻋﻨﮫ اﻟﻀﺮر ،ﯾﺴﺘﻮﺿﺢ ﻟﻨﺎ ﻣﻤﺎ ﺳﺒﻖ أن اﻟﻤﻌﺎﻟﺞ أو اﻟﻤﺘﺤﻜﻢ أو ﻣﺰودي اﻟﺨﺪﻣﺔ ﯾﺠﺐ أن ﯾﻘﻮﻣﻮا
ﺑﺎﻹﺟﺮاءات اﻟﻼزﻣﺔ ﻟﺤﻔﻆ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻟﻸﻓﺮاد و ﻋﺪم ﻣﻌﺎﻟﺠﺘﮭﺎ دون اﻟﺮﺟﻮع ﻟﺼﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ،ﻓﺈذا ﻣﺎ ﻗﺎم ھﺆﻻء
ﺑﺬﻟﻚ ﻓﯿﻜﻮﻧﻮن ﻋﻨﺪﺋﺬ ﻗﺪ ﺗﺠﺎوزا اﻟﺤﺪ اﻟﺬي ﻻ ﯾﻤﻜﻨﮭﻢ ﻣﻦ اﺳﺘﻌﻤﺎل اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻓﻲ ﻏﯿﺮ اﻟﻐﺮض اﻟﻤﺨﺼﺺ ﻟﮭﺎ
)ﻣﻌﺎﻟﺠﺘﮭﺎ ﻟﻐﺮض ﻣﺤﺪد( ،ﻣﻤﺎ ﯾﺤﻘﻖ اﻟﺮﻛﻦ اﻷول ﻟﻠﻤﺴﺆوﻟﯿﺔ اﻟﺘﻘﺼﯿﺮﯾﺔ وھﻮ اﻧﺘﮭﺎك اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ .وطﺒﻘﺎ ﻟﻠﻤﺎدة
 9ﻣﻦ ﻗﺎﻧﻮن اﻟﺤﻖ ﻓﻲ اﺣﺘﺮام اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ اﻟﻔﺮﻧﺴﻲ ﻟﺴﻨﺔ  1970اﻟﺬي ﺗﻢ ﺗﻨﻈﯿﻤﮫ ﻓﻲ اﻟﻤﺎدة اﻟﺘﺎﺳﻌﺔ ﻣﻦ اﻟﺘﻘﻨﯿﻦ اﻟﻤﺪﻧﻲ
اﻟﻔﺮﻧﺴﻲ ﻟﻜﻞ ﺷﺨﺺ اﻟﺤﻖ ﻓﻲ اﻟﺤﺼﻮل ﻋﻠﻰ ﺗﻌﻮﯾﺾ ﻋﻦ اﻟﻤﺴﺎس ﺑﮭﺬا اﻟﺤﻖ ﻛﻤﺎ ﻟﻠﻘﻀﺎء ﻓﺮض ﺗﺪاﺑﯿﺮ ﻟﺤﻤﺎﯾﺔ ھﺬا
اﻟﺤﻖ ﻛﺎﻟﺤﺮاﺳﺔ أو اﻟﺤﺠﺮ ﻟﻤﻨﻊ أو إزاﻟﺔ أي ﻣﺴﺎس ﺑﺎﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ،وﯾﺠﻮز ﻟﻠﻤﺘﻀﺮر أن ﯾﻄﻠﺐ ﻣﻦ ﻗﺎﺿﻲ اﻷﻣﻮر
اﻟﻤﺴﺘﻌﺠﻠﺔ وﻓﻘﺎ ﻟﻠﻘﺎﻧﻮن اﻟﻔﺮﻧﺴﻲ وﻗﻒ اﻻﻋﺘﺪاء ﻓﻮرا واﺗﺨﺎذ إﺟﺮاءات ﻋﺎﺟﻠﺔ ﻟﻠﺤﺪ ﻣﻦ اﻟﺨﻄﺮ اﻟﻤﺤﺪق ﺑﮭﺬا اﻟﺤﻖ .وھﺬا
اﻟﻨﺺ ﻣﺸﺎﺑﮫ ﻟﻨﺺ اﻟﻤﺎدة ) (50ﻣﻦ اﻟﻘﺎﻧﻮن اﻟﻤﺪﻧﻲ اﻟﻤﺼﺮي .وﻗﺪ أﻛﺪت اﻟﻤﻮاد ) (82-79ﻣﻦ اﻟﻼﺋﺤﺔ اﻟﻌﺎﻣﺔ ﻟﺤﻤﺎﯾﺔ
اﻟﺒﯿﺎﻧﺎت ﻋﻠﻰ ﺣﻖ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﺑﺎﻟﺤﺼﻮل ﻋﻠﻰ اﻟﺘﻌﻮﯾﺾ اﻟﻔﻌﺎل ﻋﻤﺎ أﺻﺎﺑﮫ ﻣﻦ أﺿﺮار ﺑﺴﺒﺐ اﻧﺘﮭﺎك ﺑﯿﺎﻧﺎﺗﮫ
اﻟﺸﺨﺼﯿﺔ.
وﺗﺘﻤﺜﻞ ﺻﻮر اﻟﺨﻄﺄ أو اﻹﺿﺮار ﺑﻤﺨﺎﻟﻔﺔ ﺷﺮوط ﺟﻤﻊ وﺣﻔﻆ وﻣﻌﺎﻟﺠﺔ وﺗﺪاول اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﻤﺸﺎر إﻟﯿﮭﺎ
ﺳﺎﺑﻘﺎ ً .ﻛﻤﺎ ﻟﻮ ﺟﻤﻌﺖ ﺑﺪون إذن وﻻ ﻋﻠﻢ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت أو إذا اﺗﯿﺤﺖ ﻟﻠﻐﯿﺮ ﺑﺪون إذﻧﮫ أو ﺗﺠﺎوز اﻟﻐﺮض ﻣﻦ اﻟﻤﻌﺎﻟﺠﺔ
أو ﺧﺰﻧﺖ ﻷﻛﺜﺮ ﻣﻦ اﻟﻤﺪة اﻟﻼزﻣﺔ ﻟﮫ أو ﻷﻏﺮاض ﻏﯿﺮ ﻣﺸﺮوﻋﺔ.
 1اﻟﺸﺮﻗﺎوي ،اﻟﺸﮭﺎﺑﻲ إﺑﺮاھﯿﻢ ) .(2011ﻣﺼﺎدر اﻻﻟﺘﺰام ﻏﯿﺮ اﻹرادﯾﺔ ﻓﻲ ﻗﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت اﻟﻤﺪﻧﯿﺔ اﻹﻣﺎراﺗﻲ )ص .(20اﻟﻄﺒﻌﺔ اﻷوﻟﻰ .اﻟﺸﺎرﻗﺔ :اﻵﻓﺎق اﻟﻤﺸﺮﻗﺔ ﻧﺎﺷﺮون.
 2أو ﻣﺎ ﯾﻌﺮف ﺑﺎﻟﺨﻄﺄ ﻓﻲ ﺑﻌﺾ اﻟﺘﺸﺮﯾﻌﺎت ،ﻛﺎﻟﺘﺸﺮﯾﻊ اﻟﻤﺼﺮي و اﻟﺘﺸﺮﯾﻊ اﻟﺠﺰاﺋﺮي.
 3اﻟﻤﺬﻛﺮة اﻹﯾﻀﺎﺣﯿﺔ ﻟﻘﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت اﻟﻤﺪﻧﯿﺔ ﻟﺪوﻟﺔ اﻹﻣﺎرات اﻟﻌﺮﺑﯿﺔ اﻟﻤﺘﺤﺪة.
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وﻧﺸﯿﺮ ھﻨﺎ إﻟﻰ أﻧﮫ إذا ﻛﺎن اﻟﻤﻌﺎﻟﺞ ﻟﻠﺒﯿﺎﻧﺎت ﺷﺨﺼﺎ ً ﻣﻌﻨﻮﯾﺎ ً ﻋﺎﻣﺎ ً ﻗﺎﻣﺖ ﻣﺴﺆوﻟﯿﺔ اﻟﻤﺘﺒﻮع ﻋﻦ أﻓﻌﺎل ﺗﺎﺑﻌﯿﮫ وإذا
ﻛﺎن ﺷﺨﺼﺎ ً ﻣﻌﻨﻮﯾﺎ ً ﺧﺎﺻﺎ ً ،ﯾﻤﻜﻦ اﻟﺤﺪﯾﺚ ﻋﻦ اﻟﻤﺴﺆوﻟﯿﺔ اﻟﻌﻘﺪﯾﺔ.

 .1اﻟﻀﺮر
اﻟﺮﻛﻦ اﻟﺜﺎﻧﻲ ﻣﻦ اﻟﻤﺴﺆوﻟﯿﺔ اﻟﺘﻘﺼﯿﺮﯾﺔ ھﻮ اﻟﻀﺮر ،وﯾﻤﻜﻦ أن ﺗﺤﺪث ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﺿﺮراً
أدﺑﯿﺎ ً ﻟﻤﺴﺘﺨﺪﻣﻲ ھﺬه اﻟﺘﻄﺒﯿﻘﺎت ﻋﻨﺪ اﻧﺘﮭﺎك ﺧﺼﻮﺻﯿﺘﮭﻢ اﻟﺘﻲ ﺗﺸﻜﻞ اﻟﺪرع اﻟﻤﺘﯿﻦ ﻟﻠﺤﺮﯾﺔ و اﻟﻌﺮض و اﻟﺸﺮف و اﻟﺴﻤﻌﺔ
و اﻟﻤﺮﻛﺰ اﻻﺟﺘﻤﺎﻋﻲ و ﻛﺬﻟﻚ اﻻﻋﺘﺒﺎر اﻟﻤﺎﻟﻲ و أي ﻣﻌﻠﻮﻣﺎت ﺧﺎﺻﺔ ﯾﺘﻤﺘﻊ اﻟﻔﺮد ﺑﻌﺪم إﻣﻜﺎﻧﯿﮫ ﻛﺸﻔﮭﺎ ﻋﻠﻰ اﻟﻤﻸ ،و ﻻ
ﯾﻤﻜﻦ ﻓﻲ ھﺬا اﻟﻤﺠﺎل ﺗﺼﻮر اﻟﻀﺮر اﻟﻤﺎدي ﻟﺘﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻋﻨﺪ اﻧﺘﮭﺎك اﻟﺨﺼﻮﺻﯿﺔ.

 .2ﻋﻼﻗﺔ اﻟﺴﺒﺒﯿﺔ
ﻧﺺ اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ ﻓﻲ اﻟﻤﺎدة ) (292ﻣﻦ ﻗﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت اﻟﻤﺪﻧﯿﺔ ﻋﻠﻰ وﺟﻮب وﺟﻮد ﻋﻼﻗﺔ ﺳﺒﺒﯿﺔ ﺑﯿﻦ
اﻹﺿﺮار واﻟﻀﺮر ﻻﻛﺘﻤﺎل أرﻛﺎن اﻟﻤﺴﺆوﻟﯿﺔ اﻟﺘﻘﺼﯿﺮﯾﺔ وﺛﺒﻮت وﻗﻮﻋﮭﺎ ﻣﻤﺎ ﯾﻮﺟﺐ اﻟﻀﻤﺎن ،وﺑﺘﻄﺒﯿﻖ ذﻟﻚ ﻋﻠﻰ اﻧﺘﮭﺎك
اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﻧﺮى أن ﻓﻌﻞ اﻧﺘﮭﺎك ﺣﻖ اﻟﺨﺼﻮﺻﯿﺔ ھﻮ اﻟﺬي ﺳﺒﺐ اﻟﻀﺮر اﻷدﺑﻲ ﻣﻦ أﻟﻢ ،ﻓﻠﻮﻻ ھﺬا اﻟﻔﻌﻞ ﻟﻤﺎ
ﺷﻌﺮ اﻟﻤﻀﺮور ﺑﺬﻟﻚ اﻷﻟﻢ اﻟﺬي اﺳﺘﻮﺟﺐ ﻣﻌﮫ اﻟﻀﻤﺎن.
ﺑﻌﺪ اﺳﺘﻌﺮاض أرﻛﺎن اﻟﻤﺴﺆوﻟﯿﺔ اﻟﺘﻘﺼﯿﺮﯾﺔ ،ﺗﺮى اﻟﺒﺎﺣﺜﺔ أﻧﮫ ﯾﻤﻜﻦ ﺗﻄﺒﯿﻖ ﻧﻈﺮﯾﺔ اﻟﻤﺴﺆوﻟﯿﺔ اﻟﺘﻘﺼﯿﺮﯾﺔ ﻋﻠﻰ
ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ،ﻓﯿﻤﻜﻦ ﻣﻌﮭﺎ اﺳﺘﻈﮭﺎر اﻹﺿﺮار ﻋﻨﺪﻣﺎ ﯾﻜﻮن ھﻨﺎك إﺿﺮار ﺑﺎﻟﻤﺴﺘﮭﻠﻚ آو ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت
ﺳﻮاء ﻛﺎن ھﻨﺎﻟﻚ ﺗﻌﻤﺪ ﻓﻲ اﻧﺘﮭﺎك ﺧﺼﻮﺻﯿﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ أو ﺑﺈھﻤﺎل ﻓﻲ اﺗﺨﺎذ اﻹﺟﺮاءات اﻟﻼزﻣﺔ ﻟﺤﻔﻆ ھﺬه
اﻟﺒﯿﺎﻧﺎت ﻣﻦ اﻻﻧﺘﮭﺎك ،ﻛﻤﺎ ﯾﻤﻜﻦ اﺳﺘﻈﮭﺎر اﻟﻀﺮر اﻷدﺑﻲ اﻟﺘﻲ ﻗﺪ ﯾﻨﺘﺞ ﻋﻦ اﻧﺘﮭﺎك اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻓﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء
اﻻﺻﻄﻨﺎﻋﻲ ،ﻟﻜﻦ ﺳﺘﻈﮭﺮ إﺷﻜﺎﻟﯿﺔ أﺧﺮى ﯾﺠﺐ ﻣﻌﺎﻟﺠﺘﮭﺎ ﻓﻲ ﻋﺪم إﻣﻜﺎﻧﯿﺔ ﻣﻦ ﺗﻘﻊ ﻋﻠﯿﮫ ﻋﺎﺗﻖ ھﺬه اﻟﻤﺴﺆوﻟﯿﺔ ﻣﻦ ﻣﺒﺮﻣﺞ
أو ﻓﻨﻲ أو ﻣﺴﺆوﻟﻲ ﺣﻔﻆ اﻟﺒﯿﺎﻧﺎت ﻓﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻣﻊ وﺟﻮد اﻟﺘﺤﺪﯾﺜﺎت اﻟﻤﺴﺘﻤﺮة ﻟﮭﺬه اﻟﺘﻄﺒﯿﻘﺎت.

اﻟﻔﺮع اﻟﺜﺎﻧﻲ :اﻟﻤﺴﺆوﻟﯿﺔ وﻓﻘﺎ ﻷﻧﻈﻤﺔ ﺧﺎﺻﺔ
وﻧﺘﻄﺮق ھﻨﺎ ﻟﻔﻜﺮة ﺗﺄﺳﯿﺲ ﻣﺴﺆوﻟﯿﺔ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻋﻠﻰ أﺳﺎس ﻓﻜﺮة اﻟﺤﺮاﺳﺔ ،وﻋﻠﻰ أﺳﺎس
ﻣﺴﺆوﻟﯿﺔ اﻟﻤﻨﺘﺞ ﻋﻦ ﻣﻨﺘﺠﺎﺗﮫ اﻟﻤﻌﯿﺒﺔ ،ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ ﻋﺮض إﻣﻜﺎﻧﯿﺔ ﻗﯿﺎم ﻣﺴﺆوﻟﯿﺔ ﺧﺎﺻﺔ ﺑﺘﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ.

أوﻻ :اﻟﻤﺴﺆوﻟﯿﺔ ﻋﻦ ﺣﺮاﺳﺔ اﻷﺷﯿﺎء
وﻓﻘﺎ ﻟﮭﺬا اﻟﻨﻮع ﻣﻦ اﻟﻤﺴﺆوﻟﯿﺔ ،ﯾﺘﺼﻮر أن ﺗﻨﻄﺒﻖ اﻟﻤﺴﺆوﻟﯿﺔ ﻋﻦ اﻷﺷﯿﺎء و اﻵﻻت ﻋﻠﻰ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء
اﻻﺻﻄﻨﺎﻋﻲ ،وﻗﺪ ﻧﻈﻢ اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ اﻷﺣﻜﺎم اﻟﺨﺎﺻﺔ ﺑﺎﻷﺷﯿﺎء و اﻷﻣﻮال ﻓﻲ اﻟﻔﺼﻞ اﻟﺮاﺑﻊ ﻣﻦ ﻗﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت
اﻟﻤﺪﻧﯿﺔ ﻓﻲ اﻟﻤﻮاد ﻣﻦ ) ،1 (103 – 95و ﻧﺺ اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ ﻓﻲ اﻟﻤﺎدة  2 316ﻣﻦ ﻗﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت اﻟﻤﺪﻧﯿﺔ ﻋﻠﻰ
 1ﯾﻘﺎﺑﻠﮭﺎ اﻟﻤﻮاد ﻣﻦ ) (88 – 81ﻣﻦ اﻟﻘﺎﻧﻮن اﻟﻤﺪﻧﻲ اﻟﻤﺼﺮي ،و اﻟﻤﻮاد ) (536 – 516ﻣﻦ اﻟﻘﺎﻧﻮن اﻟﻤﺪﻧﻲ اﻟﻔﺮﻧﺴﻲ.
 2ﺗﻘﺎﺑﻠﮭﺎ اﻟﻤﺎدة  178ﻣﻦ اﻟﻘﺎﻧﻮن اﻟﻤﺪﻧﻲ اﻟﻤﺼﺮي.
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أﻧﮫ":ﻛﻞ ﻣﻦ ﻛﺎن ﺗﺤﺖ ﺗﺼﺮﻓﮫ أﺷﯿﺎء ﺗﺘﻄﻠﺐ ﻋﻨﺎﯾﺔ ﺧﺎﺻﺔ ﻟﻠﻮﻗﺎﯾﺔ ﻣﻦ ﺿﺮرھﺎ أو آﻻت ﻣﯿﻜﺎﻧﯿﻜﯿﺔ ﯾﻜﻮن ﺿﺎﻣﻨﺎ ً ﻟﻤﺎ ﺗﺤﺪﺛﮫ
ھﺬه اﻷﺷﯿﺎء أو اﻵﻻت ﻣﻦ ﺿﺮر إﻻ ﻣﺎ ﻻ ﯾﻤﻜﻦ اﻟﺘﺤﺮز ﻣﻨﮫ ،ذﻟﻚ ﻣﻊ ﻋﺪم اﻹﺧﻼل ﺑﻤﺎ ﯾﺮد ﻓﻲ ھﺬا اﻟﺸﺄن ﻣﻦ أﺣﻜﺎم
ﺧﺎﺻﺔ" ،و ﻟﻢ ﯾﺤﺪد اﻟﻤﺸﺮع ﻋﻠﻰ وﺟﮫ اﻟﺨﺼﻮص اﻷﺷﯿﺎء اﻟﺘﻲ ﺗﺘﻄﻠﺐ ﻋﻨﺎﯾﺔ ﺧﺎﺻﺔ ،ﻓﯿﻜﻮن ذﻟﻚ وﻓﻖ اﻟﻈﺮوف اﻟﻤﺤﯿﻄﺔ
ﺖ إﻟﻰ آﺧﺮ ﻓﯿﻤﻜﻦ اﻋﺘﺒﺎر ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻣﻦ اﻷﺷﯿﺎء اﻟﺘﻲ ﺗﺘﻄﻠﺐ ﻋﻨﺎﯾﺔ ﺧﺎﺻﺔ ﻟﻤﺎ
1أو ﻗﺪ ﺗﺨﺘﻠﻒ ﻣﻦ وﻗ ٍ
ﺗﺤﺘﻔﻆ ﺑﮫ ﻣﻦ ﻛﻢ ھﺎﺋﻞ ﻣﻦ اﻟﺒﯿﺎﻧﺎت اﻟﺨﺎﺻﺔ ﻟﻠﻤﺴﺘﺨﺪﻣﯿﻦ اﻟﺘﻲ ﻻ ﯾﺠﻮز اﻻطﻼع ﻋﻠﯿﮭﺎ إﻻ ﻟﻠﻤﺨﻮل ﻟﮭﻢ ذﻟﻚ.
وﻗﺪ ﻋ ُِﺮف اﻟﺤﺎرس وﻓﻖ اﻟﻘﺎﻧﻮن اﻟﻔﺮﻧﺴﻲ ﺑﺄﻧﮫ":اﻟﺸﺨﺺ اﻟﺬي ﯾﻤﺎرس ﻟﺤﻈﺔ وﻗﻮع اﻟﻀﺮر ﺳﻠﻄﺔ اﻻﺳﺘﻌﻤﺎل
و اﻟﺮﻗﺎﺑﺔ و اﻟﺘﻮﺟﯿﮫ ﻋﻠﻰ اﻟﺸﻲء"  ،2وﻓﻘﺎ ً ﻟﻠﺘﻌﺮﯾﻒ اﻟﺴﺎﺑﻖ ﺗﺜﺒﺖ ﺻﻔﺔ اﻟﺤﺮاﺳﺔ ﻟﻠﺸﺨﺺ ﻋﻨﺪﻣﺎ ﯾﺘﻤﺘﻊ ﺑﺎﻟﺴﻠﻄﺎت اﻟﺜﻼث
و اﻟﺘﻲ ﺗﺘﻤﺜﻞ ﺑﺴﻠﻄﺔ اﻻﺳﺘﻌﻤﺎل و اﻟﺮﻗﺎﺑﺔ و اﻟﺘﻮﺟﯿﮫ وﻗﺖ ﺣﺪوث اﻟﻀﺮر ﻟﻠﻤﻀﺮور ،و ھﻨﺎ ﺗﺜﺒﺖ اﻟﻘﺮﯾﻨﺔ ﻋﻠﻰ اﻟﺴﯿﻄﺮة
اﻟﻔﻌﻠﯿﺔ ﻟﻠﺤﺎرس ،و اﻷﺻﻞ ھﻮ أن ﻣﺎﻟﻚ اﻟﺸﻲء ھﻮ ﺣﺎرﺳﮫ ،ﻣﺎﻟﻢ ﺗﻘﻢ ﻗﺮﯾﻨﺔ ﻋﻠﻰ اﻧﺘﻘﺎل اﻟﺴﯿﻄﺮة اﻟﻔﻌﻠﯿﺔ ﻟﺸﺨﺺ آﺧﺮ
ﻓﻤﻌﮫ ﯾﻜﻮن اﻷﺧﯿﺮ ﻣﺴﺆول ﻣﺴﺆوﻟﯿﺔ اﻟﺤﺎرس  ،3و ھﺬا ﻣﺎ أﻛﺪﺗﮫ اﻟﻤﺎدة ) (178ﻣﻦ اﻟﻘﺎﻧﻮن اﻟﻤﺪﻧﻲ اﻟﻤﺼﺮي" :ﻛﻞ ﻣﻦ
ﺗﻮﻟﻰ ﺣﺮاﺳﺔ أﺷﯿﺎء ﺗﺘﻄﻠﺐ ﻋﻨﺎﯾﺔ ﺧﺎﺻﺔ أو ﺣﺮاﺳﺔ آﻻت ﻣﯿﻜﺎﻧﯿﻜﯿﺔ ﯾﻜﻮن ﻣﺴﺌﻮﻻً ﻋﻤﺎ ﺗﺤﺪﺛﮫ ھﺬه اﻷﺷﯿﺎء ﻣﻦ ﺿﺮر ﻣﺎ
ﻟﻢ ﯾﺜﺒﺖ أن وﻗﻮع اﻟﻀﺮر ﻛﺎن ﺑﺴﺒﺐ أﺟﻨﺒﻲ ﻻ ﯾﺪ ﻟﮫ ﻓﯿﮫ  ،"....ﺗﺸﯿﺮ اﻟﻤﺎدة إﻟﻰ أن اﻟﺤﺮاﺳﺔ ﻋﻠﻰ اﻷﺷﯿﺎء اﻟﻤﻮﺟﺒﺔ
ﻟﻠﻤﺴﺌﻮﻟﯿﺔ ﻋﻠﻰ أﺳﺎس اﻟﺨﻄﺄ اﻟﻤﻔﺘﺮض وﻓﻘﺎ ً ﻟﻨﺺ اﻟﻤﺎدة ﻻ ﺗﺘﺤﻘﻖ إﻻ ﺑﺴﯿﻄﺮة اﻟﺸﺨﺺ اﻟﻄﺒﯿﻌﻰ أو اﻟﻤﻌﻨﻮى ﻋﻠﻰ اﻟﺸﺊ
ﺳﯿﻄﺮة ﻓﻌﻠﯿﺔ ﻓﻰ اﻻﺳﺘﻌﻤﺎل واﻟﺘﻮﺟﯿﺔ واﻟﺮﻗﺎﺑﺔ ﻟﺤﺴﺎب ﻧﻔﺴﮫ ،و ﻻ ﯾﺪرؤھﺎ ﺳﻮى إﺛﺒﺎت اﻟﺴﺒﺐ اﻷﺟﻨﺒﻲ و اﻟﺬي ﯾﻜﻮن ﻻ
ﯾﺪ ﻟﻠﺤﺎرس ﻓﻲ وﻗﻮع اﻟﺸﻲء  .4ﻓﺎﻟﺤﺎرس ﻓﻲ أﻧﻈﻤﺔ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﺗﺜﺒﺖ ﻟﻠﺸﺨﺺ ﻋﻨﺪﻣﺎ ﯾﻜﻮن اﻟﺘﻄﺒﯿﻖ أو اﻟﻨﻈﺎم
ﺗﺤﺖ ﺳﯿﻄﺮﺗﮫ اﻟﻔﻌﻠﯿﺔ واﻟﺬي ﻣﻌﮫ ﯾﻜﻮن ﻟﮫ ﺳﻠﻄﺔ اﻻﺳﺘﻌﻤﺎل واﻟﺮﻗﺎﺑﺔ واﻟﺘﻮﺟﯿﮫ ﻟﻠﻘﺎﺋﻤﯿﻦ ﻋﻠﻰ اﻟﻌﻤﻞ ﻋﻠﻰ اﻟﻨﻈﺎم أو
اﻟﺘﻄﺒﯿﻖ ،ﻓﺈذا ﻣﺎ ﺣﺪث اﻧﺘﮭﺎك ﻟﻠﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻓﯿﺮﺟﻊ ﻋﻠﻰ ﻣﻦ ﺛﺒﺘﺖ ﻋﻠﯿﮫ ﻣﺴﺆوﻟﯿﺔ اﻟﺤﺎرس ﻋﻨﺪ وﻗﻮع اﻟﻀﺮر ﺣﺘﻰ
وﻟﻮ ﻟﻢ ﯾﻘﻊ ﻣﻨﮫ ﺧﻄﺄ ،ﻓﮭﺬا اﻟﻤﺒﺪأ اﺳﺘﻨﺪت ﻋﻠﯿﮫ ﻣﺤﻜﻤﺔ ﺗﻤﯿﯿﺰ دﺑﻲ ﻓﻲ أﺣﺪ أﺣﻜﺎﻣﮭﺎ ،ﺑﺄن اﻟﻤﺴﺆوﻟﯿﺔ ﺗﺘﺤﻘﻖ ﻓﻲ ﺣﻖ اﻟﺤﺎرس
وﻟﻮ ﯾﻘﻊ ﻣﻨﮫ ﺧﻄﺄ إﻋﻤﺎﻻً ﻟﻠﻘﺎﻋﺪة اﻟﻔﻘﮭﯿﺔ )اﻟﻐﺮم ﺑﺎﻟﻐﻨﻢ(.
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ﺗﺮى اﻟﺒﺎﺣﺜﺔ أﻧﮫ ﯾﻤﻜﻦ ﺗﻄﺒﯿﻖ ھﺬه اﻟﻨﻈﺮﯾﺔ ﻋﻠﻰ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ،ﻓﯿﻤﻜﻦ اﻋﺘﺒﺎر ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء
اﻻﺻﻄﻨﺎﻋﻲ ﻣﻦ اﻷﺷﯿﺎء اﻟﺘﻲ ﺗﺤﺘﺎج ﻋﻨﺎﯾﺔ ﺧﺎﺻﺔ ﺑﺎﻋﺘﺒﺎرھﺎ ﺗﺴﺒﺐ ﺿﺮراً ﻗﺪ ﯾﺆدي إﻟﻰ اﻧﺘﮭﺎك ﺧﺼﻮﺻﯿﺔ ﻣﺴﺘﺨﺪﻣﻲ
ھﺬه اﻟﺘﻄﺒﯿﻘﺎت ،ﻓﻼ ﺑﺪ ﻣﻦ وﺟﻮد ﺣﺎرس ﯾﻘﻮم ﻋﻠﻰ ﺣﺮاﺳﺘﮭﺎ ﻣﻊ اﻣﺘﻼﻛﮫ ﻟﻠﺴﻠﻄﺎت اﻟﺜﻼث اﻟﺘﻲ ﺣﺪدھﺎ اﻟﻘﺎﻧﻮن ﻟﺤﺮاﺳﺔ
اﻷﺷﯿﺎء اﻟﺘﻲ ﺗﺘﻄﻠﺐ ﻋﻨﺎﯾﺔ ﺧﺎﺻﺔ ،و ﻣﻦ ﺛﻢ ﺑﺎﻟﺮﺟﻮع ﻋﻠﯿﮫ ﻓﻲ ﺣﺎل ﺣﺪوث اﻧﺘﮭﺎك ﻟﻠﺒﯿﺎت اﻟﺸﺨﺼﯿﺔ ﻓﻲ ھﺬا اﻟﺘﻄﺒﯿﻖ،
 1اﻟﺸﺮﻗﺎوي ،اﻟﺸﮭﺎﺑﻲ إﺑﺮاھﯿﻢ .ﻣﺮﺟﻊ ﺳﺎﺑﻖ .ص.111
 2راﺟﻊ ،ﻗﺎﺳﻢ ،أﺣﻤﺪ ﻧﺼﺮ )ﺳﺒﺘﻤﺒﺮ  .(2018اﻟﻤﺴﺆوﻟﯿﺔ اﻟﻤﺪﻧﯿﺔ ﻟﺤﺎرس اﻷﺷﯿﺎء "دراﺳﺔ ﻣﻘﺎرﻧﺔ" )أطﺮوﺣﺔ ﻣﺎﺟﺴﺘﯿﺮ( .ﺟﺎﻣﻌﺔ اﻟﻨﺠﺎح اﻟﻮطﻨﯿﺔ .ﻧﺎﺑﻠﺲ ،ﻓﻠﺴﻄﯿﻦ .ص.32
 3اﻧﻈﺮ ،اﻟﺴﻠﻤﺎن ،ﺧﺎﻟﺪ ﻋﺒﺪﷲ ) .(2014طﺒﯿﻌﺔ ﻣﺴﺌﻮﻟﯿﺔ اﻟﻤﻨﺘﺞ و ﺣﺎﻻت اﻹﻋﻔﺎء ﻣﻨﮭﺎ "دراﺳﺔ ﻣﻘﺎرﻧﺔ" )أطﺮوﺣﺔ ﻣﺎﺟﺴﺘﯿﺮ( .ﺟﺎﻣﻌﺔ اﻟﻤﻨﻮﻓﯿﺔ .اﻟﻤﻨﻮﻓﯿﺔ ،ﻣﺼﺮ .ص.102
 4راﺟﻊ ،ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ اﻟﻤﺼﺮﯾﺔ ،اﻟﺪاﺋﺮة اﻟﻤﺪﻧﯿﺔ ،اﻟﻄﻌﻦ رﻗﻢ ) (6420ﻟﺴﻨﺔ ) (64اﻟﻘﻀﺎﺋﯿﺔ ،اﻟﺼﺎدر ﻓﻲ ﺟﻠﺴﺔ  ،2019/06/08ﻣﻮﻗﻊ ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ اﻟﻤﺼﺮﯾﺔ ،ﺗﺎرﯾﺦ اﻟﺪﺧﻮل:
 ،09/04/2022ﻋﻠﻰ اﻟﺮاﺑﻂ:
https://www.cc.gov.eg/judgment_single?id=111392621&&ja=267808 last visit :06/04/2022.
 5راﺟﻊ ،ﻣﺤﻜﻤﺔ ﺗﻤﯿﯿﺰ دﺑﻲ ،اﻟﺪاﺋﺮة اﻟﻤﺪﻧﯿﺔ ،اﻟﻄﻌﻦ رﻗﻢ ) (247ﻟﺴﻨﺔ ) ،(2019اﻟﺼﺎدر ﻓﻲ ﺟﻠﺴﺔ  ،2019/07/25ﻣﻮﻗﻊ ﻣﺤﺎﻣﻮ اﻹﻣﺎرات ،ﺗﺎرﯾﺦ اﻟﺪﺧﻮل ،20/04/2022 :ﻋﻠﻰ
اﻟﺮاﺑﻂ:
https://www-mohamoon-uae=com.uaeu.idm.oclc.org/uaeu/default.aspx?Action=IntrDisplayJudgmentFile&PageNumber=1&Type=5&ID=31210&strSearchﺣﺮاﺳﺔ2%
0اﻟﺸﻲءLast visit: 20/03/2022.
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ﻟﻜﻦ اﻟﺤﻤﺎﯾﺔ ﻗﺪ ﻻ ﺗﻜﻮن ﻛﺎﻓﯿﺔ ھﻨﺎ ﻓﻲ ﺣﺎل ﺗﻌﺪد اﻟﺤﺮاس و اﻣﺘﻼﻛﮭﻢ ﻟﺴﻠﻄﺎت اﻟﺤﺎرس ،و ﻣﻦ ﺛﻢ ﺿﯿﺎع ﺣﻖ اﻟﻤﺴﺘﺨﺪم
ﻋﻨﺪ اﻧﺘﮭﺎك ﺑﯿﺎﻧﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ.

ﺛﺎﻧﯿﺎ :اﻟﻤﺴﺆوﻟﯿﺔ ﻋﻦ اﻟﻤﻨﺘﺠﺎت اﻟﻤﻌﯿﺒﺔ
ﯾﻤﻜﻦ ﺗﺼﻮر ﻗﯿﺎم ﻣﺴﺆوﻟﯿﺔ اﻟﻤﻨﺘﺞ ﻋﻦ ﻣﻨﺘﺠﺎﺗﮫ اﻟﻤﻌﯿﺒﺔ ﻋﻦ اﻷﺿﺮار اﻟﺘﻲ ﺗﺤﺪﺛﮭﺎ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ،
ﻓﻘﺪ ﻋﺮف اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ اﻟﺮوﺑﻮت اﻹﻟﻜﺘﺮوﻧﻲ ﻓﻲ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (34ﻟﺴﻨﺔ  2021ﻓﻲ ﺷﺄن ﻣﻜﺎﻓﺤﺔ
اﻟﺸﺎﺋﻌﺎت واﻟﺠﺮاﺋﻢ اﻹﻟﻜﺘﺮوﻧﯿﺔ ﺑﺄﻧﮫ" :ﺑﺮﻧﺎﻣﺞ اﻟﻜﺘﺮوﻧﻲ ﯾﺘﻢ إﻧﺸﺎؤه أو ﺗﻌﺪﯾﻠﮫ ﻟﻐﺮض ﺗﺸﻐﯿﻞ اﻟﻤﮭﺎم اﻟﻤﺆﺗﻤﺘﺔ ﺑﻜﻔﺎءة
وﺳﺮﻋﺔ" .ﻓﺎﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ ﻛﺎن ﺳﺒﺎﻗﺎ ً ﻋﻨﺪﻣﺎ وﺿﻊ ھﺬا اﻟﺘﻌﺮﯾﻒ ﻟﻠﺮوﺑﻮت اﻹﻟﻜﺘﺮوﻧﻲ ﺣﯿﺚ ﻟﻢ ﯾﺴﺒﻘﮫ أي ﺗﺸﺮﯾﻊ ﻓﻲ
ذﻟﻚ ،وﻣﻦ اﻵﺛﺎر اﻟﺘﻲ ﺗﺘﺮﺗﺐ ﻋﻠﻰ ذﻟﻚ اﻋﺘﺒﺎر اﻟﻜﺜﯿﺮ ﻣﻦ اﻟﺒﺮاﻣﺞ اﻻﻟﻜﺘﺮوﻧﯿﺔ اﻟﺘﻲ ﺗﻌﻤﻞ ﻓﻲ ﻣﺠﺎل اﻟﺒﺮﻣﺠﺔ أو اﻟﺘﺠﻤﯿﻊ
ت اﻟﻜﺘﺮوﻧﯿﺔ ﻓﮭﻲ ﺗﺆدي إﻟﻰ ﻏﺮض واﺣﺪ وھﻲ ﺗﺸﻐﯿﻞ اﻟﻤﮭﺎم اﻟﻤﺆﺗﻤﺘﺔ ﺑﻜﻔﺎءة وﺳﺮﻋﺔ .واﻟﻤﺴﺆوﻟﯿﺔ
أو اﻟﻤﻌﺎﻟﺠﺔ روﺑﻮﺗﺎ ٍ
ﻋﻦ اﻟﻤﻨﺘﺠﺎت اﻟﻤﻌﯿﺒﺔ ﯾﻤﻜﻦ أن ﺗﻜﻮن ﻋﻘﺪﯾﺔ أو ﺗﻘﺼﯿﺮﯾﺔ.

أ -اﻟﻤﺴﺆوﻟﯿﺔ اﻟﻌﻘﺪﯾﺔ ﻋﻦ اﻟﻤﻨﺘﺠﺎت اﻟﻤﻌﯿﺒﺔ وﺗﻄﺒﯿﻘﮭﺎ ﻋﻠﻰ اﻷﺿﺮار اﻟﻨﺎﺷﺌﺔ ﻋﻦ أﻧﻈﻤﺔ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ
ﺗﺪور ھﺬه اﻟﻨﻈﺮﯾﺔ ﺣﻮل اﻟﻌﻼﻗﺔ اﻟﻌﻘﺪﯾﺔ ﺳﻮاء ﻛﺎﻧﺖ ھﺬه اﻟﻌﻼﻗﺔ ﺑﯿﻌﺎ ً أو اﺳﺘﺌﺠﺎراً ،ﺳﻨﺘﻨﺎول ﻓﯿﻤﺎ ﯾﻠﻲ ﻋﻘﺪي اﻟﺒﯿﻊ
واﻻﺳﺘﺌﺠﺎر ﻓﻲ أﻧﻈﻤﺔ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ واﻟﻤﺴﺆوﻟﯿﺔ اﻟﻨﺎﺷﺌﺔ ﻋﻦ ﻛﻞ ﻣﻨﮭﻤﺎ.
أﻣﺎ ﺑﺨﺼﻮص ﻋﻘﺪ اﻟﺒﯿﻊ ﻓﻲ أﻧﻈﻤﺔ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ،ﻓﻘﺪ ﻧﻈﻢ اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ اﻟﻌﻼﻗﺔ ﺑﯿﻦ اﻟﺒﺎﺋﻊ و
اﻟﻤﺸﺘﺮي ﻓﻲ ﻗﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت اﻟﻤﺪﻧﯿﺔ ﻓﻲ اﻟﻔﺮع اﻷول ﻣﻦ اﻟﺒﺎب اﻷول ﻓﻲ اﻟﻤﻮاد ) ،(606-489و ﻋﺮف اﻟﻤﺸﺮع
اﻹﻣﺎراﺗﻲ ﻋﻘﺪ اﻟﺒﯿﻊ ﻓﻲ اﻟﻤﺎدة  489ﻣﻦ ﻗﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت اﻟﻤﺪﻧﯿﺔ ﺑﺄﻧﮫ" :اﻟﺒﯿﻊ ھﻮ ﻣﺒﺎدﻟﺔ ﻣﺎل ﻏﯿﺮ ﻧﻘﺪي ﺑﻤﺎل ﻧﻘﺪي"،
ﺑﯿﻨﻤﺎ ﻋﺮﻓﮫ اﻟﻤﺸﺮع اﻟﻤﺼﺮي ﻓﻲ اﻟﻤﺎدة  418ﻣﻦ اﻟﻘﺎﻧﻮن اﻟﻤﺪﻧﻲ اﻟﻤﺼﺮي ﺑﺄﻧﮫ" :اﻟﺒﯿﻊ ﻋﻘﺪ ﯾﻠﺘﺰم ﺑﮫ اﻟﺒﺎﺋﻊ ،أن ﯾﻨﻘﻞ
ﻟﻠﻤﺸﺘﺮي ﻣﻠﻜﯿﺔ ﺷﻲء ،أو ﺣﻘﺎ ً ﻣﺎﻟﯿﺎ ً آﺧﺮ ،ﻓﻲ ﻣﻘﺎﺑﻞ ﺛﻤﻦ ﻧﻘﺪي"  ،1و ﻻ ﯾﺮﺗﺐ ﻋﻘﺪ اﻟﺒﯿﻊ آﺛﺎره ﻋﻠﻰ اﻷطﺮاف إﻻ إذا ﻛﺎن
ﺻﺤﯿﺤﺎ ً ﻣﺸﺘﻤﻼً ﻋﻠﻰ اﻷرﻛﺎن اﻟﺘﻲ ﺣﺪدھﺎ اﻟﻘﺎﻧﻮن و ھﻲ ﺛﻼﺛﺔ أرﻛﺎن :اﻟﺘﺮاﺿﻲ ،و اﻟﻤﺤﻞ ،و اﻟﺴﺒﺐ ،ﻓﺈذا ﺣﺪث ﺗﺨﻠﻒ
ﻟﺮﻛﻦ ﻣﻦ ھﺬه اﻷرﻛﺎن ،ﻛﺎن اﻟﺒﯿﻊ ﺑﺎطﻼً ﻏﯿﺮ ﻣﺮﺗﺐ ﻵﺛﺎره اﻟﺘﻲ ﻧﺺ ﻋﻠﯿﮭﺎ اﻟﻘﺎﻧﻮن .ﻛﻤﺎ ﯾﺸﺘﺮط ﻟﺼﺤﺔ اﻧﻌﻘﺎد ﻋﻘﺪ اﻟﺒﯿﻊ
ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ اﻷرﻛﺎن اﻟﻮاردة أﻋﻼه أھﻠﯿﺔ اﻟﻤﺘﻌﺎﻗﺪﯾﻦ و ﺧﻠﻮ اﻟﺘﺮاﺿﻲ ﻣﻦ ﻋﯿﻮب اﻹرادة ،ﻓﺈذا ﻣﺎ اﺣﺘﻮى اﻟﺘﺮاﺿﻲ ﻋﻠﻰ
ﻋﯿﺐ ﻣﻦ ﻋﯿﻮب اﻹرادة )اﻹﻛﺮاه ،اﻟﺘﻐﺮﯾﺮ و اﻟﻐﺒﻦ ،اﻟﻐﻠﻂ(  ،2أو ﻓﻲ ﺣﺎل ﻛﺎن اﻟﻤﺘﻌﺎﻗﺪ ﻧﺎﻗﺺ اﻷھﻠﯿﺔ ،ﯾﻜﻮن ﻋﻘﺪ اﻟﺒﯿﻊ
ھﻨﺎ ﻣﻮﻗﻮﻓﺎ ً ﻋﻠﻰ إﺟﺎزة اﻟﻮﻟﻲ أو اﻟﻮﺻﻲ ﻓﻲ اﻟﺤﺪود اﻟﺘﻲ ﯾﺠﻮز ﻓﯿﮭﺎ اﻟﺘﺼﺮف ﻓﻲ اﻟﺘﺼﺮﻓﺎت اﻟﺪاﺋﺮة ﺑﯿﻦ اﻟﻨﻔﻊ و اﻟﻀﺮر،
أو ﻣﻮﻗﻮﻓﺎ ً ﻋﻠﻰ إﺟﺎزة ﻧﺎﻗﺺ اﻷھﻠﯿﺔ ﻧﻔﺴﮫ ﺑﻌﺪ ﺑﻠﻮﻏﮫ ﺳﻦ اﻟﺮﺷﺪ  .3وﯾﺮﺟﻊ اﻷﻣﺮ ﻓﻲ ﺗﻘﺪﯾﺮ ﻣﺪى ﺗﻮاﻓﺮ ﻋﯿﻮب اﻹرادة
ﻟﻘﺎﺿﻲ اﻟﻤﻮﺿﻮع وﻓﻖ ﺗﻔﺴﯿﺮه ﻟﻨﺼﻮص اﻟﻘﺎﻧﻮن .4

 1اﻧﻈﺮ ،ﻋﺒﺪاﻟﺪاﯾﻢ ،ﺣﺴﻨﻲ ﻣﺤﻤﻮد )2019م( .ﺷﺮح ﻗﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت اﻟﻤﺪﻧﯿﺔ اﻹﻣﺎراﺗﻲ اﻟﻌﻘﻮد اﻟﻤﺴﻤﺎة  -ﻋﻘﺪ اﻟﺒﯿﻊ – )ص .(45دﺑﻲ  -اﻹﻣﺎرات :دار اﻟﻨﮭﻀﺔ اﻟﻌﺮﺑﯿﺔ .اﻟﻘﺎھﺮة -
ﻣﺼﺮ ،دار اﻟﻨﮭﻀﺔ اﻟﻌﻠﻤﯿﺔ.
 2اﻧﻈﺮ اﻟﻤﻮاد ) (198 –176ﻣﻦ ﻗﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت اﻟﻤﺪﻧﯿﺔ اﻹﻣﺎراﺗﻲ.
 3اﻧﻈﺮ ﻋﺒﺪاﻟﺪاﯾﻢ ،ﺣﺴﻨﻲ ﻣﺤﻤﻮد .ﻣﺮﺟﻊ ﺳﺎﺑﻖ .ص.109
 4ﻟﻠﻤﺰﯾﺪ راﺟﻊ ﺑﺪر ،أﺳﺎﻣﺔ أﺣﻤﺪ ) .(2022أﺣﻜﺎم ﻗﺎﻧﻮن ﺣﻤﺎﯾﺔ اﻟﻤﺴﺘﮭﻠﻚ اﻹﺗﺤﺎدي رﻗﻢ ) (15ﻟﺴﻨﺔ 2020م )ص .(38اﻟﻄﺒﻌﺔ اﻟﺜﺎﻧﯿﺔ  .اﻹﻣﺎرات :ﺟﺎﻣﻌﺔ اﻹﻣﺎرات اﻟﻌﺮﺑﯿﺔ اﻟﻤﺘﺤﺪة.
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و ﺑﻤﺠﺮد اﻧﻌﻘﺎد اﻟﻌﻘﺪ ﺻﺤﯿﺤﺎ ً ﺗﻨﺸﺄ ﻋﻼﻗﺔ اﻟﺒﯿﻊ اﻟﻌﻘﺪﯾﺔ ﺑﯿﻦ اﻟﺒﺎﺋﻊ ) ُﻣﺼﻨﻊ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ( و
اﻟﻤﺸﺘﺮي )اﻟﺸﺮﻛﺎت اﻟﻜﺒﺮى( و ﯾﺮﺗﺐ ﺣﻘﻮﻗﺎ ً و اﻟﺘﺰاﻣﺎت ﻓﻲ ذﻣﺔ ﻛﻞ ﻣﻦ اﻟﺒﺎﺋﻊ و اﻟﻤﺸﺘﺮي  ،ﻓﻘﯿﺎم اﻟﺒﺎﺋﻊ ﻣﺼﻨﻊ )ﻣﻨﺘﺞ(
ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﺑﺒﯿﻊ ھﺬه اﻟﺘﻄﺒﯿﻘﺎت ﻟﻠﻤﺸﺘﺮي )اﻟﺸﺮﻛﺎت ﻛﺒﺮى( ،ﻓﮭﻨﺎ ﺗﻨﺘﻘﻞ اﻟﻤﺴﺆوﻟﯿﺔ وﻓﻖ ﻋﻘﺪ اﻟﺒﯿﻊ ﻣﻦ
ﻣﺼﻨﻊ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ إﻟﻰ اﻟﺸﺮﻛﺎت اﻟﺘﻲ ﺑﯿﻌﺖ ﻟﮭﺎ ھﺬه اﻟﺘﻄﺒﯿﻘﺎت .ﻓﺈذا ﻣﺎ ﺣﺪث اﻧﺘﮭﺎك ﻟﻠﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ
ﻷﺣﺪ اﻷﻓﺮاد ﻓﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ،ﺗﺘﺤﺪد اﻟﻤﺴﺆوﻟﯿﺔ ھﻨﺎ ﻓﯿﻤﺎ إذا ﻛﺎن اﻟﻤﺒﯿﻊ )ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ(
ﻗﺪ اﻧﺘﻘﻞ إﻟﻰ ذﻣﺔ اﻟﻤﺸﺘﺮي أم أﻧﮫ ﻓﻲ ذﻣﺔ اﻟﺒﺎﺋﻊ ،ﻓﺈذا ﺣﺪث اﻻﻧﺘﮭﺎك ﻣﻦ ﺧﻼل ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ و اﻟﺘﻄﺒﯿﻖ
ﺗﺤﺖ ﯾﺪ اﻟﺒﺎﺋﻊ ﻓﯿﻤﻜﻦ اﻟﺮﺟﻮع ﻋﻠﻰ اﻟﺒﺎﺋﻊ ﺑﺎﻟﺘﻌﻮﯾﺾ.
أﻣﺎ ﻋﻦ ﻋﻘﺪ اﻹﯾﺠﺎر ﻓﻲ أﻧﻈﻤﺔ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ،ﻓﻘﺪ ﻧﻈﻢ اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ اﻟﻌﻼﻗﺔ ﺑﯿﻦ اﻟﻤﺆﺟﺮ و اﻟﻤﺴﺘﺄﺟﺮ
ﻓﻲ ﻗﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت اﻟﻤﺪﻧﯿﺔ ﻓﻲ اﻟﻔﺼﻞ اﻷول ﻣﻦ اﻟﺒﺎب اﻟﺜﺎﻧﻲ ﻓﻲ اﻟﻤﻮاد ) ،(848 –742و ﯾﻌﺮف ﻋﻘﺪ اﻹﯾﺠﺎر ﺑﺄﻧﮫ":ﻋﻘﺪ
ﯾﻠﺘﺰم اﻟﻤﺆﺟﺮ ﺑﻤﻘﺘﻀﺎه أن ﯾﻤﻜﻦ اﻟﻤﺴﺘﺄﺟﺮ ﻣﻦ اﻹﻧﺘﻔﺎع ﺑﺸﻲء ﻣﻌﯿﻦ ﻣﺪة ﻣﻌﯿﻨﺔ ﻟﻘﺎء أﺟﺮ ﻣﻌﻠﻮم"  ،1ﻓﻌﻘﺪ اﻹﯾﺠﺎر ﯾﺮﺗﺐ
اﻟﺘﺰاﻣﺎت ﻓﻲ ذﻣﺔ طﺮﻓﻲ اﻟﻌﻘﺪ ،ﻛﺎﻟﺘﺰام اﻟﻤﺆﺟﺮ ﻣﻦ ﺗﻤﻜﯿﻦ اﻟﻤﺴﺘﺄﺟﺮ ﺑﺎﻻﻧﺘﻔﺎع ﺑﺎﻟﻌﯿﻦ اﻟﻤﺆﺟﺮة ،ﻓﮭﻮ ﻋﻘﺪ ﯾﺮد ﻋﻠﻰ
اﻟﻤﻨﻔﻌﺔ ،و اﻹﯾﺠﺎر ﻣﻦ اﻟﻌﻘﻮد اﻟﺘﻲ ﯾﺴﺘﻐﺮق ﺗﻨﻔﯿﺬھﺎ ﻣﺪة زﻣﻨﯿﺔ ﻣﻌﯿﻨﺔ ،ﻟﻢ ﯾﻨﻈﻢ ﻗﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت اﻟﻤﺪﻧﯿﺔ ﻋﻘﺪ اﻹﯾﺠﺎر ﻋﻠﻰ
ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ،و ﺑﺎﻟﺮﺟﻮع ﻟﻠﻨﺼﻮص اﻟﺘﻘﻠﯿﺪﯾﺔ ﻓﻲ اﻟﻘﺎﻧﻮن ذاﺗﮫ ﺑﻤﺎ ﯾﺨﺺ ﻋﻘﺪ اﻹﯾﺠﺎر ﻓﻲ ﺗﻄﺒﯿﻘﮭﺎ ﻋﻠﻰ
أﻧﻈﻤﺔ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ،ﻧﺮى إﻣﻜﺎﻧﯿﺔ إﻧﺸﺎء ﻋﻘﺪ اﻹﯾﺠﺎر ﺑﯿﻦ اﻟﻤﺆﺟﺮ )ﻣﺎﻟﻚ أﺣﺪ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ( و
اﻟﻤﺴﺘﺄﺟﺮ )أﺣﺪ اﻟﺸﺮﻛﺎت اﻟﻜﺒﺮى أو اﻟﻤﺆﺳﺴﺎت( ﺑﺤﯿﺚ ﻋﻨﺪ اﻧﻌﻘﺎد ﻋﻘﺪ اﻹﯾﺠﺎر ،ﯾﻨﺸﺄ اﻟﺘﺰام ﻓﻲ ذﻣﺔ اﻟﻤﺆﺟﺮ و ھﻮ
وﺟﻮب ﺗﻤﻜﯿﻦ اﻟﻤﺴﺘﺄﺟﺮ ﻣﻦ اﻻﻧﺘﻔﺎع ﺑﮭﺬا اﻟﺘﻄﺒﯿﻖ و اﻟﺬي ھﻮ ﻣﺤﻞ اﻹﯾﺠﺎر ،أي أن ﻣﻠﻜﯿﺔ ﻣﺤﻞ اﻟﻌﻘﺪ )ﺗﻄﺒﯿﻖ اﻟﺬﻛﺎء
اﻻﺻﻄﻨﺎﻋﻲ( ھﻨﺎ ﻻ ﺗﻨﺘﻘﻞ إﻧﻤﺎ ﯾﺘﻢ اﻹﺑﻘﺎء ﻋﻠﯿﮭﺎ ﻓﻲ ذﻣﺔ اﻟﻤﺎﻟﻚ ،ﻓﺈذا ﻣﺎ ﺣﺪث اﻧﺘﮭﺎك ﻟﻠﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻓﻲ اﻟﻔﺘﺮة اﻟﺰﻣﻨﯿﺔ
اﻟﺘﻲ ﯾﺴﺮي ﻓﯿﮭﺎ ﻋﻘﺪ اﻹﯾﺠﺎر ،ﻓﺘﻨﺸﺄ اﻟﻤﺴﺆوﻟﯿﺔ ھﻨﺎ وﻓﻘﺎ ً ﻟﻌﻘﺪ اﻹﯾﺠﺎر ﻋﻠﻰ اﻟﻤﺴﺘﺄﺟﺮ )اﻟﺸﺮﻛﺔ اﻟﺘﻲ ﺗﻢ ﺗﺄﺟﯿﺮ ﺗﻄﺒﯿﻖ
اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻟﮭﺎ و ﺗﻨﺘﻔﻊ ﺑﮭﺬا اﻟﺘﻄﺒﯿﻖ ﺧﻼل ﻓﺘﺮة اﻹﯾﺠﺎر( ،ﻟﻜﻦ ﯾﻤﻜﻦ أن ﺗﺜﻮر إﺷﻜﺎﻟﯿﺔ ھﻨﺎ ﻓﻲ ﺣﺎل ﻗﯿﺎم اﻟﺸﺮﻛﺔ
اﻟﻤﺎﻟﻜﺔ ﻟﮭﺬا اﻟﻨﻈﺎم أو اﻟﺒﺮﻧﺎﻣﺞ ﺑﺘﺄﺟﯿﺮ اﻟﺒﺮﻧﺎﻣﺞ ﻟﻌﺪد ﻣﻦ اﻟﻤﺴﺘﺄﺟﺮﯾﻦ ﻓﻤﻦ ﯾﻜﻮن ﻣﺴﺆوﻻً ﻓﻲ ھﺬه اﻟﺤﺎﻟﺔ إذا ﻣﺎ ﺣﺪث
اﻧﺘﮭﺎك ﻟﻠﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻷﺣﺪ اﻟﻤﺴﺘﺨﺪﻣﯿﻦ.

ب -اﻟﻤﺴﺆوﻟﯿﺔ اﻟﺘﻘﺼﯿﺮﯾﺔ ﻋﻦ اﻷﺿﺮار اﻟﻨﺎﺷﺌﺔ ﻋﻦ أﻧﻈﻤﺔ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ
ﯾﺜﻮر ﺗﺴﺎؤل ﻓﻲ إﻣﻜﺎﻧﯿﺔ اﻋﺘﺒﺎر ﺑﺮاﻣﺞ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻣﻨﺘﺠﺎت أو ﺳﻠﻊ أو ﺧﺪﻣﺎت ،و ﺑﺎﻟﺮﺟﻮع ﻟﻠﻘﺎﻧﻮن
اﻻﺗﺤﺎدي رﻗﻢ ) (15ﻟﺴﻨﺔ  2020ﻓﻲ ﺷﺄن ﺣﻤﺎﯾﺔ اﻟﻤﺴﺘﮭﻠﻚ ﻧﺮى أن اﻟﻤﺸﺮع ﻋﺮف اﻟﺴﻠﻌﺔ ﻓﻲ اﻟﻤﺎدة اﻷوﻟﻰ ﺑﺄﻧﮭﺎ":ﻛﻞ
ﻣﺎدة طﺒﯿﻌﯿﺔ أو ﻣﻨﺘﺞ ﺻﻨﺎﻋﻲ أو زراﻋﻲ أو ﺣﯿﻮاﻧﻲ أو ﺗﺤﻮﯾﻠﻲ أو ﻓﻜﺮي أو ﺗﻘﻨﻲ ﺑﻤﺎ ﻓﻲ ذﻟﻚ اﻟﻌﻨﺎﺻﺮ اﻷوﻟﯿﺔ ﻟﻠﻤﻮاد و
اﻟﻤﻜﻮﻧﺎت اﻟﺘﻲ ﺗﺪﺧﻞ ﻓﻲ اﻟﻤﻨﺘﺞ" ،و ﻛﺬﻟﻚ ﻋﺮف اﻟﺨﺪﻣﺔ ﻓﻲ اﻟﻤﺎدة ذاﺗﮭﺎ ﻣﻦ اﻟﻘﺎﻧﻮن ذاﺗﮫ ﺑﺄﻧﮭﺎ" :ﻛﻞ ﻣﺎ ﯾﻘﺪم ﻟﻠﻤﺴﺘﮭﻠﻚ
ﺳﻮاء ﺗﻢ ذﻟﻚ ﺑﺄﺟﺮ أو ﺑﺪون أﺟﺮ"  ،2و ذھﺐ اﻟﻤﺸﺮع اﻟﻔﺮﻧﺴﻲ ﻓﻲ ﺗﻌﺮﯾﻒ ﻓﻲ اﻟﻤﺎدة ) (1386اﻟﻔﻘﺮة ) (03ﻣﻦ اﻟﻘﺎﻧﻮن

 1راﺟﻊ ،ﻣﻨﺼﻮر ،ﻣﺤﻤﺪ ﺣﺴﯿﻦ )2010م( .ﺷﺮح اﻟﻌﻘﻮد اﻟﻤﺴﻤﺎة)ص .(405اﻟﻄﺒﻌﺔ اﻷوﻟﻰ .ﺑﯿﺮوت  ،ﻟﺒﻨﺎن :ﻣﻨﺸﻮرات اﻟﺤﻠﺒﻲ.
 2راﺟﻊ اﻟﻤﺎدة اﻷوﻟﻰ ﻣﻦ ﻗﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (15ﻟﺴﻨﺔ 2020م ﻓﻲ ﺷﺄن ﺣﻤﺎﯾﺔ اﻟﻤﺴﺘﮭﻠﻚ ،اﻟﻤﻨﺸﻮر ﻓﻲ اﻟﺠﺮﯾﺪة اﻟﺮﺳﻤﯿﺔ :اﻟﺴﻨﺔ اﻟﺨﻤﺴﻮن ،اﻟﻌﺪد ﺳﺘﻤﺎﺋﺔ و ﺗﺴﻌﻮن 15 ،ﻧﻮﻓﻤﺒﺮ
2020م.
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اﻟﻤﺪﻧﻲ اﻟﻔﺮﻧﺴﻲ ﺑﻘﻮﻟﮭﺎ":ﯾﻌﺪ ﻣﻨﺘﺠﺎ ً ﻛﻞ ﻣﺎ ٍل ﻣﻨﻘﻮل ،ﺣﺘﻰ و إن ارﺗﺒﻂ ﺑﻌﻘﺎر ،و ﯾﺴﺮي ھﺬا اﻟﺤﻜﻢ ﻋﻠﻰ ﻣﻨﺘﺠﺎت اﻷرض،
و ﺗﺮﺑﯿﺔ اﻟﻤﻮاﺷﻲ و اﻟﺪواﺟﻦ ،و اﻟﺼﯿﺪ اﻟﺒﺤﺮي ،و ﺗﻌﺘﺒﺮ اﻟﻜﮭﺮﺑﺎء ﻣﻨﺘﺠﺎً"  ،1ﻣﻤﺎ ﺳﺒﻖ ﻧﺮى ﺑﺈﻣﻜﺎﻧﯿﺔ اﻋﺘﺒﺎر ﺗﻄﺒﯿﻘﺎت
اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﺳﻠﻌﺔ أو ﺧﺪﻣﺔ ،ﻓﺘﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻋﺒﺎرة ﻋﻦ ﻣﻨﺘﺞ ﻓﻜﺮي و ﺗﻘﻨﻲ ﻟﺬﻟﻚ ﯾﻨﻄﺒﻖ ﻋﻠﯿﮭﺎ
ﺗﻌﺮﯾﻒ اﻟﺴﻠﻌﺔ ،و ﯾﻤﻜﻦ اﻋﺘﺒﺎرھﺎ ﺧﺪﻣﺔ ﻓﮭﻲ ﺗﻘﺪم ﻟﻠﻤﺴﺘﮭﻠﻚ ﺳﻮاء ﻛﺎن ذﻟﻚ ﺑﺄﺟﺮ أو ﺑﺪون أﺟﺮ.
ﻻ ﯾﺴﺄل اﻟﻤﻨﺘﺞ أو اﻟﻤﺰود ﻋﻦ أﺿﺮار أﻧﻈﻤﺔ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ إﻻ إذا ﺗﻮاﻓﺮت ﺷﺮوط ﻣﻌﯿﻨﺔ ،ﻓﯿﺠﺐ ﺗﻮاﻓﺮ
اﻟﺸﺮوط اﻟﺜﻼﺛﺔ ﻟﺘﻨﺸﺄ اﻟﻤﺴﺆوﻟﯿﺔ و ھﻲ اﻟﺨﻄﺄ و اﻟﻀﺮر و ﻋﻼﻗﺔ اﻟﺴﺒﺒﯿﺔ ،و إﺛﺒﺎت اﻟﺨﻄﺄ اﻟﺼﺎدر ﻣﻦ اﻟﻤﻨﺘﺞ أو اﻟﻤﺒﺮﻣﺞ
ﻷﻧﻈﻤﺔ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻗﺪ ﯾﻜﻮن أﻣﺮاً ﻓﻲ ﻏﺎﯾﺔ اﻟﺼﻌﻮﺑﺔ ،ﻷن ھﺬا اﻟﻤﻨﺘﺞ ﻗﺪ ﯾﻜﻮن ﻣﻌﻘﺪاً ﻓﻲ ﺗﻜﻮﯾﻨﮫ أو ﺗﺤﺪﯾﺜﮫ ﻣﻊ
ﻋﺪم ﻋﻠﻢ اﻟﻤﻀﺮور ﺑﺄﺳﺮار ﺗﻜﻮﯾﻨﮫ أو ﺗﻄﻮﯾﺮه و ﺑﺮﻣﺠﺘﮫ ،ﻣﻤﺎ ﯾﺼﻌﺐ ﻋﻠﻰ اﻟﻤﻀﺮور إﻣﻜﺎﻧﯿﺔ اﻟﺤﺼﻮل ﻋﻠﻰ اﻟﺘﻌﻮﯾﺾ.
ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ اﻟﺘﺰاﻣﺎﺗﮫ ﺑﺎﻟﺘﺰاﻣﺎت أﺧﺮى ﻧﺺ ﻋﻠﯿﮭﺎ اﻟﻤﺸﺮع ﻓﻲ ﻗﺎﻧﻮن ﺣﻤﺎﯾﺔ اﻟﻤﺴﺘﮭﻠﻚ و ھﻤﺎ:

اﻻﻟﺘﺰام اﻷول :اﻻﻟﺘﺰام ﺑﺴﻼﻣﺔ اﻟﻤﻨﺘﺞ اﻟﻤﺒﯿﻊ
ﻧﺺ اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ ﻋﻠﻰ اﻻﻟﺘﺰام ﺑﺴﻼﻣﺔ اﻟﻤﻨﺘﺞ اﻟﻤﺒﯿﻊ ﻟﻠﻤﺴﺘﮭﻠﻚ ﻓﻲ اﻟﻔﻘﺮة اﻟﺜﺎﻧﯿﺔ ﻣﻦ اﻟﻤﺎدة ) (11ﻋﻠﻰ
أﻧﮫ":ﯾﻠﺘﺰم اﻟﻤﺰود ﺑﻀﻤﺎن اﻟﺨﺪﻣﺔ اﻟﺘﻲ ﻗﺪﻣﮭﺎ و ﺧﻠﻮھﺎ ﻣﻦ اﻟﻌﯿﺐ و اﻟﺨﻠﻞ ﻓﺘﺮة زﻣﻨﯿﺔ ﺗﺘﻨﺎﺳﺐ ﻣﻊ طﺒﯿﻌﺔ ﺗﻠﻚ اﻟﺨﺪﻣﺔ ،و
إﻻ أﻋﺎد اﻟﻤﺒﻠﻎ اﻟﺬي دﻓﻌﮫ اﻟﻤﺴﺘﮭﻠﻚ أو ﺟﺰءاً ﻣﻨﮫ ،أو أدي اﻟﺨﺪﻣﺔ ﻣﺮة أﺧﺮى ﻋﻠﻰ اﻟﻮﺟﮫ اﻟﺼﺤﯿﺢ"  ،2أي اﺗﺨﺎذ
اﻹﺟﺮاءات اﻟﻀﺮورﯾﺔ ﻟﻀﻤﺎن ﺳﻼﻣﺔ اﻟﻤﻨﺘﺠﺎت و اﻟﺨﺪﻣﺎت و ھﻮ اﻟﺘﺰام ﻣﺴﺘﻘﻞ ﻓﻲ ﺣﺪ ذاﺗﮫ  ،3ﯾﺴﺘﻮﺿﺢ ﻟﻨﺎ ﻣﻤﺎ ﺳﺒﻖ
أن اﻻﻟﺘﺰام اﻟﻘﺎﻧﻮﻧﻲ اﻟﺬي ﯾﻘﻊ ﻋﻠﻰ ﻋﺎﺗﻖ اﻟﻤﺰود أو اﻟﻤﻨﺘﺞ أو اﻟﻤﺒﺮﻣﺞ ھﻮ اﻻﻟﺘﺰام ﺑﺴﻼﻣﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ،ھﻮ اﻟﺘﺰام
ﺑﺘﺤﻘﯿﻖ ﻧﺘﯿﺠﺔ ،ﻓﺈذا ﻟﻢ ﯾﻠﺘﺰم ﻣﺸﻐﻞ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﺑﺘﺤﻘﯿﻖ اﻟﺴﻼﻣﺔ ﻓﻲ ﺣﻔﻆ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ و ﺣﻤﺎﯾﺘﮭﺎ
ﻣﻦ اﻻﻧﺘﮭﺎك أو اﻻﺧﺘﺮاق ،ﻓﺈذا ﻣﺎ ﺗﻌﺮﺿﺖ ﻟﻼﻧﺘﮭﺎك أو اﻻﺧﺘﺮاق ﻓﯿﻜﻮن ﻣﺴﺆوﻻً إذا ﻣﺎ ﻗﺎم ﺑﺈﻋﻼم ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت
ﺑﺨﻄﻮرة اﻟﻨﻈﺎم اﻟﺬي ﯾﻘﻮم ﺑﺎﺳﺘﺨﺪاﻣﮫ ،ﻛﺈﻋﻼﻣﮫ ﺑﺄن ھﺬا اﻟﻨﻈﺎم ﯾﻌﻤﻞ وﻓﻘﺎ ً ﻟﺒﺮﻧﺎﻣﺞ اﻟﻜﻮﻛﯿﺰ أو أي ﺑﺮاﻣﺞ أﺧﺮى ﯾﺘﺮﺗﺐ
ﻋﻠﯿﮭﺎ ﺗﺨﺰﯾﻦ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻟﻤﺴﺘﺨﺪﻣﻲ اﻟﺘﻄﺒﯿﻖ ،و ﻗﺪ ﻋﺮف اﻻﻟﺘﺰام ﺑﺎﻹﻋﻼم ﺑﺄﻧﮫ "ﺑﯿﺎن أو إﺷﺎرة أو ﺗﻌﻠﯿﻤﺎت ﯾﻤﻜﻦ
أن ﺗﻘﺪم ﺗﻮﺿﯿﺤﺎ ً ﺑﺸﺄن واﻗﻌﺔ أو ﻗﻀﯿﺔ ﻣﺎ"  ،4و أرى أن اﻻﻟﺘﺰام ﺑﺎﻹﻋﻼم ﻻ ﯾﻜﻔﻲ ﻟﻤﺴﺘﺨﺪﻣﻲ أﻧﻈﻤﺔ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ
ﻷﻧﮫ اﻟﺨﺒﺮة اﻟﺘﻘﻨﯿﺔ ﻟﻠﻤﺴﺘﺨﺪم ﻓﻲ ھﺬه اﻟﺒﺮاﻣﺞ ﻻ ﺗﺮﻗﻰ ﻟﻠﺪرﺟﺔ اﻟﻜﺎﻓﯿﺔ ﺑﻤﻌﺮﻓﺔ أﺿﺮار ھﺬه اﻟﺒﺮاﻣﺞ ﻓﻜﺎن ﻻﺑﺪ أن ﯾﻜﻮن
ھﻨﺎك إﻋﻼم ﺑﺎﻟﺘﺤﺬﯾﺮ ﻣﻦ أن ھﺬه اﻟﺒﺮاﻣﺞ ﻗﺪ ﯾﺘﺮﺗﺐ ﻋﻠﯿﮭﺎ ﺣﻔﻆ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻟﻠﻤﺴﺘﺨﺪﻣﯿﻦ ﻣﻤﺎ ﻗﺪ ﯾﺆدي إﻟﻰ اﻧﺘﮭﺎﻛﮭﺎ
أو اﺳﺘﺨﺪاﻣﮭﺎ ﻓﻲ أﻏﺮاض ﺗﺴﻮﯾﻘﯿﺔ ﺑﻄﺮق ﻏﯿﺮ ﻣﺸﺮوﻋﺔ ﻓﻲ ﺑﻌﺾ اﻷﺣﯿﺎن ،و اﻻﻟﺘﺰام ﺑﺎﻟﺘﺤﺬﯾﺮ ﯾﻌﻨﻲ "ﻟﻔﺖ ﻧﻈﺮ اﻟﻤﺘﻌﺎﻗﺪ
اﻵﺧﺮ إﻟﻰ اﻟﻤﺨﺎطﺮ اﻟﻤﺎدﯾﺔ و اﻟﻘﺎﻧﻮﻧﯿﺔ اﻟﻤﺘﺮﺗﺒﺔ ﻋﻠﻰ اﻟﺘﻌﺎﻗﺪ"  ،5ﻓﮭﻮ ﻟﯿﺲ اﻟﺘﺰاﻣﺎ ً ﺑﺎﻹﻋﻼم و ﻟﯿﺲ اﻟﺘﺰاﻣﺎ ً ﺑﺎﻟﻨﺼﺢ ﻓﯿﻘﻊ
ﻓﻲ ﻣﻨﻄﻘﺔ وﺳﻄﻰ ﺑﯿﻨﮭﻤﺎ ،ﻓﮭﻮ أﻋﻠﻰ ﻋﻦ اﻻﻟﺘﺰام ﺑﺎﻹﻋﻼم و أﻗﻞ درﺟﺔ ﻣﻦ اﻻﻟﺘﺰام ﺑﺎﻟﻨﺼﺢ.

 1اﻧﻈﺮ ،ﻣﻨﺸﻮر ﻟﺪى زﻋﺒﻲ ،ﻋﻤﺎر ) .(2017ﺣﻤﺎﯾﺔ اﻟﻤﺴﺘﮭﻠﻚ ﻣﻦ اﻷﺿﺮار اﻟﻨﺎﺗﺠﺔ ﻋﻦ اﻟﻤﻨﺘﺠﺎت اﻟﻤﻌﯿﺒﺔ )ص .(76اﻟﻄﺒﻌﺔ اﻷوﻟﻰ .ﻋﻤﺎن ،اﻷردن :دار اﻷﯾﺎم.
 2راﺟﻊ اﻟﻔﻘﺮة اﻟﺜﺎﻧﯿﺔ ﻣﻦ اﻟﻤﺎدة ) (11ﻣﻦ ﻗﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (15ﻟﺴﻨﺔ 2020م ﻓﻲ ﺷﺄن ﺣﻤﺎﯾﺔ اﻟﻤﺴﺘﮭﻠﻚ.
 3ﻟﻠﻤﺰﯾﺪ اﻧﻈﺮ ﺑﺪر ،أﺳﺎﻣﺔ أﺣﻤﺪ .ﻣﺮﺟﻊ ﺳﺎﺑﻖ .ص.159-158
 4اﻧﻈﺮ ،ﻋﺒﺎﺳﻲ ،ﺑﻮﻋﺒﯿﺪ ) .(2008اﻹﻟﺘﺰام ﺑﺎﻹﻋﻼم ﻓﻲ اﻟﻌﻘﻮد–دراﺳﺔ ﻓﻲ ﺣﻤﺎﯾﺔ اﻟﻤﺘﻌﺎﻗﺪ و اﻟﻤﺴﺘﮭﻠﻚ )ص .(34ﻣﺮاﻛﺶ–اﻟﻤﻐﺮب .اﻟﻄﺒﻌﺔ اﻷوﻟﻰ.
 5اﻧﻈﺮ ،ﻋﺒﺎﺳﻲ ،ﺑﻮﻋﺒﯿﺪ .ﻣﺮﺟﻊ ﺳﺎﺑﻖ .ص.48
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اﻻﻟﺘﺰام اﻟﺜﺎﻧﻲ :اﻹﻟﺘﺰام ﺑﻀﻤﺎن اﻟﻌﯿﻮب اﻟﺨﻔﯿﺔ
ﻣﻦ أھﻢ اﻻﻟﺘﺰاﻣﺎت اﻟﺘﻲ ﺗﻘﻊ ﻋﻠﻰ اﻟﻤﺰود )اﻟﻤﻨﺘﺞ( ھﻮ اﻹﻟﺘﺰام ﺑﻀﻤﺎن اﻟﻌﯿﻮب اﻟﺨﻔﯿﺔ ،و اﻟﻌﯿﺐ اﻟﺨﻔﻲ ھﻮ
اﻟﻌﯿﺐ اﻟﻜﺎﻣﻦ ﻓﻲ اﻟﻤﺒﯿﻊ أي اﻟﻌﯿﺐ ﻏﯿﺮ اﻟﻈﺎھﺮ  ،1و ﺑﺎﻟﺮﺟﻮع ﻟﻠﻘﺎﻧﻮن اﻹﻣﺎراﺗﻲ ﻧﺠﺪ ﻋﺪم وﺟﻮد ﻧﺼﻮص ﺗﻌﺎﻟﺞ ﻣﺴﺆوﻟﯿﺔ
اﻟﻤﻨﺘﺞ ﻋﻦ اﻟﻤﻨﺘﺠﺎت اﻟﻤﻌﯿﺒﺔ ،ﻟﻜﻦ اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ ﻓﺮض ھﺬا اﻻﻟﺘﺰام ﺑﺸﻜﻞ ﺻﺮﯾﺢ ﻋﻠﻰ اﻟﻤﺰود ﻓﻲ اﻟﻔﻘﺮة اﻟﺜﺎﻧﯿﺔ
ﻣﻦ اﻟﻤﺎدة اﻟﻌﺎﺷﺮة ﻣﻦ ﻗﺎﻧﻮن ﺣﻤﺎﯾﺔ اﻟﻤﺴﺘﮭﻠﻚ  ،2ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ أﻧﮫ ﻋﺮف اﻟﻌﯿﺐ اﻟﺨﻔﻲ ﻓﻲ ﻣﺠﺎل اﻟﻤﺴﺆوﻟﯿﺔ اﻟﻌﻘﺪﯾﺔ ﻓﻲ
اﻟﻤﺎدة ) (4/544ﺑﻨﺼﮫ ﻋﻠﻰ أﻧﮫ":ھﻮ اﻟﻌﯿﺐ اﻟﺬي ﻻ ﯾﻌﺮف ﺑﻤﺸﺎھﺪة ظﺎھﺮ اﻟﻤﺒﯿﻊ أو ﻻ ﯾﺘﺒﯿﻨﮫ اﻟﺸﺨﺺ اﻟﻌﺎدي أو ﻻ
ﯾﻜﺸﻔﮫ ﻏﯿﺮ ﺧﺒﯿﺮ أو ﻻ ﯾﻈﮭﺮ إﻻ ﺑﺎﻟﺘﺠﺮﺑﺔ" ،و ﯾﺸﺘﺮط ﻟﻠﻌﯿﺐ اﻟﺨﻔﻲ ﻋﺪة ﺷﺮوط -1 :أن ﯾﻜﻮن اﻟﻌﯿﺐ ﻗﺪﯾﻤﺎ ً و ﻗﺪ ﻧﺺ
اﻟﻤﺸﺮع ﻋﻠﻰ ذﻟﻚ ﻓﻲ اﻟﻤﺎدة  2/544ﻣﻦ ﻗﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت اﻟﻤﺪﻧﯿﺔ ﺑﺄﻧﮫ" :و ﯾﻌﺘﺒﺮ اﻟﻌﯿﺐ ﻗﺪﯾﻤﺎً ،إذا ﻛﺎن ﻣﻮﺟﻮداً ﻓﻲ اﻟﻤﺒﯿﻊ
ﻗﺒﻞ اﻟﺒﯿﻊ ،أو ﺣﺪث ﺑﻌﺪه ،و ھﻮ ﻓﻲ ﯾﺪ اﻟﺒﺎﺋﻊ ﻗﺒﻞ اﻟﺘﺴﻠﯿﻢ" ،أي أن ﯾﻜﻮن اﻟﻌﯿﺐ ﻣﻮﺟﻮداً و ﺳﺎﺑﻘﺎ ً ﻋﻠﻰ ﺗﺴﻠﯿﻢ اﻟﻤﺒﯿﻊ
ﻟﻠﻤﺸﺘﺮي ،ﻓﺎﻟﻌﯿﺐ اﻟﻄﺎرئ ﻋﻠﻰ اﻟﻤﺒﯿﻊ ﺑﻌﺪ ﺗﻤﺎم اﻟﺘﺴﻠﯿﻢ ﻻ ﯾﻀﻤﻨﮫ اﻟﺒﺎﺋﻊ  -2 ،3أن ﯾﻜﻮن اﻟﻌﯿﺐ ﺧﻔﯿﺎ ً ﻓﺎﻟﻌﯿﺐ اﻟﻈﺎھﺮ اﻟﺒﺎﺋﻦ
ﻻ ﯾﻀﻤﻨﮫ اﻟﺒﺎﺋﻊ أي اﻟﺬي ﻛﺎن ﻓﻲ اﺳﺘﻄﺎﻋﺖ اﻟﻤﺸﺘﺮي ﺗﺒﯿﻨﮫ أﺛﻨﺎء ﺷﺮاء اﻟﻤﺒﯿﻊ -3 ،أن ﯾﻜﻮن اﻟﻌﯿﺐ ﻣﺆﺛﺮاً ،ﻓﻼ ﯾﻜﻔﻲ أن
ﯾﻜﻮن اﻟﻌﯿﺐ ﻗﺪﯾﻤﺎ ً و ﺧﻔﯿﺎ ً ﺑﻞ ﯾﺠﺐ أﯾﻀﺎ ً أن ﯾﻜﻮن اﻟﻌﯿﺐ ﻣﺆﺛﺮاً أي "أن ﯾﻜﻮن اﻟﻌﯿﺐ ﻣﻦ ﺷﺄﻧﮫ أن ﯾﻨﻘﺺ ﻣﻦ ﻗﯿﻤﺔ اﻟﻤﺒﯿﻊ،
أو ﯾﻘﻠﻞ ﻣﻦ ﻣﻨﻔﻌﺘﮫ"  ،4و ذھﺐ اﻟﻘﺎﻧﻮن اﻟﻤﺪﻧﻲ اﻟﻔﺮﻧﺴﻲ إﻟﻰ اﻋﺘﺒﺎر اﻟﻌﯿﺐ ﻣﺆﺛﺮاً إذا ﻛﺎن ﻣﻦ ﺷﺄﻧﮫ أن ﯾﺠﻌﻞ اﻟﻤﺒﯿﻊ ﻏﯿﺮ
ﺻﺎﻟﺢ ﻟﻤﺎ أﻋﺪ ﻟﮫ ﺑﻄﺒﯿﻌﺘﮫ  ،5و ﻻ ﯾﻌﺪ اﻟﻌﯿﺐ ﻣﺆﺛﺮاً إذا ﻛﺎن ﻣﻤﺎ ﯾﺘﺴﺎﻣﺢ ﻓﯿﮫ.
و ھﺬا ﻣﺎ أﻛﺪﺗﮫ ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ ﻓﻲ ﺣﻜﻤﮭﺎ ﺑﺄﻧﮫ ﯾﺠﺐ ﺗﻮاﻓﺮ ﺷﺮوط اﻟﻌﯿﺐ اﻟﺨﻔﻲ ﻟﻜﻲ ﯾﺜﺒﺖ ﺧﯿﺎر اﻟﻌﯿﺐ ﻟﻠﻤﺸﺘﺮي،
ﻓﯿﻜﻮن ﻣﻦ ﺣﻖ اﻟﻤﺸﺘﺮي طﻠﺐ ﻓﺴﺦ اﻟﻌﻘﺪ و رد اﻟﻤﺒﯿﻊ إﻟﻰ اﻟﺒﺎﺋﻊ و اﻟﺮﺟﻮع ﻋﻠﻰ اﻟﻤﺸﺘﺮي ﺑﻤﺎ دﻓﻌﮫ ﻣﻦ ﺛﻤﻦ ،ﻟﻜﻦ ﻟﻜﻲ
ﯾﺜﺒﺖ ھﺬا اﻟﺤﻖ ﻻﺑﺪ أن ﯾﻜﻮن اﻟﻌﯿﺐ ﻗﺪﯾﻤﺎ ً و ﻣﺆﺛﺮاً ﻓﻲ ﻗﯿﻤﺔ اﻟﻤﺒﯿﻊ و ﯾﺸﺘﺮط ﺟﮭﻞ اﻟﻤﺸﺘﺮي ﻓﻲ ذﻟﻚ ،و أن ﻻ ﯾﻜﻮن اﻟﺒﺎﺋﻊ
ﻗﺪ اﺷﺘﺮط اﻟﺒﺮاءة ﻣﻨﮫ ،و ﻗﺪ أﺷﺎرت اﻟﻤﺤﻜﻤﺔ إﻟﻰ ﺿﺎﺑﻂ اﻟﻌﯿﺐ اﻟﻘﺪﯾﻢ ﺑﺄن ﯾﻜﻮن ﻣﻮﺟﻮداً ﻓﻲ اﻟﻤﺒﯿﻊ وﻗﺖ اﻟﺘﺴﻠﯿﻢ ،ﺑﺎﻹﺿﺎﻓﺔ
إﻟﻰ اﻹﺷﺎرة ﻟﺤﺎﻻت ﺳﻘﻮط ﺧﯿﺎر اﻟﻌﯿﺐ ﻓﯿﻜﻮن ﺑﺎﻹﺳﻘﺎط أو اﻟﺮﺿﺎ ﺑﺎﻟﻌﯿﺐ ﺑﻌﺪ اﻟﻌﻠﻢ ﺑﮫ أو ﺑﺎﻟﺘﺼﺮف ﻓﻲ اﻟﻤﻌﻘﻮد ﻋﻠﯿﮫ و
ﻟﻮ ﻗﺒﻞ ﺑﮫ و ﺑﮭﻼﻛﮫ.
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ﺗﺮى اﻟﺒﺎﺣﺜﺔ أﻧﮫ ﺑﺎﻟﺮﻏﻢ ﻣﻦ اﻟﺸﺮوط اﻟﺘﻲ وﺿﻌﺖ ﻣﻦ ﻗﺒﻞ اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ و اﺗﺴﻤﺖ ﺑﺎﻟﻮﺿﻮح ،إﻻ أﻧﮫ ﻣﻦ
اﻟﺼﻌﻮﺑﺔ ﺗﻄﺒﯿﻘﮭﺎ ﻋﻠﻰ أﻧﻈﻤﺔ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ،ﻓﻤﻌﯿﺎر ﺗﺤﺪﯾﺪ أن ﯾﻜﻮن اﻟﻌﯿﺐ ﻗﺪﯾﻤﺎ ً ﻻ ﯾﻤﻜﻦ ﺗﻄﺒﯿﻘﮫ ﻟﺘﺮﻛﯿﺒﺔ اﻟﻨﻈﺎم
اﻟﻤﻌﻘﺪة و ﻛﺬﻟﻚ ﻟﻠﺘﺤﺪﯾﺜﺎت اﻟﺘﻲ ﺗﻄﺮأ ﻋﻠﻰ ﺑﺮاﻣﺞ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﺑﯿﻦ اﻟﺤﯿﻦ و اﻵﺧﺮ ،و ﻟﻜﻲ ﺗﻘﻮم اﻟﻤﺴﺆوﻟﯿﺔ ﯾﺠﺐ
 1ﻋﺒﺪ اﻟﺠﻠﯿﻞ ،ﯾﺴﺮﯾﺔ ﻣﺤﻤﺪ ) .(2007اﻟﻤﺴﺌﻮﻟﯿﺔ ﻋﻦ اﻷﺿﺮار اﻟﻨﺎﺷﺌﺔ ﻋﻦ ﻋﯿﻮب ﺗﺼﻨﯿﻊ اﻟﻄﺎﺋﺮات )ص .(232اﻹﺳﻜﻨﺪرﯾﺔ :ﻣﻨﺸﺄة اﻟﻤﻌﺎرف.
 2ﻟﻠﻤﺰﯾﺪ راﺟﻊ ﺑﺪر ،أﺳﺎﻣﺔ أﺣﻤﺪ .ﻣﺮﺟﻊ ﺳﺎﺑﻖ .ص.166
 3اﻧﻈﺮ ،ﻋﺒﺪاﻟﺼﻤﺪ ،ﺣﺴﻨﻲ ﻣﺤﻤﻮد ) .(2018اﻟﻮﺟﯿﺰ ﻓﻲ ﺷﺮح ﻋﻘﺪ اﻟﺒﯿﻊ وﻓﻘﺎ ً ﻷﺣﻜﺎم ﻗﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت اﻟﻤﺪﻧﯿﺔ اﻹﻣﺎراﺗﻲ رﻗﻢ  5ﻟﺴﻨﺔ ) 1985ص .(236اﻟﻄﺒﻌﺔ اﻷوﻟﻰ .دﺑﻲ :دار
اﻟﻨﮭﻀﺔ اﻟﻌﻠﻤﯿﺔ.
 4اﻧﻈﺮ ،ﻋﺒﺪاﻟﺼﻤﺪ ،ﺣﺴﻨﻲ ﻣﺤﻤﻮد .ﻣﺮﺟﻊ ﺳﺎﺑﻖ .ص.239
ﻋﻤﺎن :دار اﻵﻓﺎق اﻟﻤﺸﺮﻗﺔ.
 5اﻧﻈﺮ ،ﺳﺮﺣﺎن ،ﻋﺪﻧﺎن إﺑﺮاھﯿﻢ ) .(2010أﺣﻜﺎم اﻟﺒﯿﻊ ﻓﻲ ﻗﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت اﻟﻤﺪﻧﯿﺔ اﻹﻣﺎراﺗﻲ )ص .(184اﻟﻄﺒﻌﺔ اﻟﺜﺎﻧﯿﺔَ .
 6راﺟﻊ ،ﻣﺤﻜﻤﺔ ﻧﻘﺾ أﺑﻮظﺒﻲ ،اﻟﺪاﺋﺮة اﻟﺘﺠﺎرﯾﺔ ،اﻟﻄﻌﻦ رﻗﻢ  902ﻟﺴﻨﺔ 2021م ،اﻟﺼﺎدر ﻓﻲ ﺟﻠﺴﺔ 2021/11/02م ،ﻣﻮﻗﻊ ﻣﺤﺎﻣﻮ اﻹﻣﺎرات ،ﺗﺎرﯾﺦ اﻟﺪﺧﻮل ،07/05/2022 :ﻋﻠﻰ
اﻟﺮاﺑﻂ:
https://www-mohamoon-uaeاﻟﻌﯿﺐcom.uaeu.idm.oclc.org/uaeu/default.aspx?Action=IntrDisplayJudgmentFile&PageNumber=1&Type=5&ID=49121&strSearch=2%
0اﻟﺨﻔﻲ
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ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ ﺷﺮط اﻟﻌﯿﺐ اﻟﻘﺪﯾﻢ ﺑﺄن ﯾﻜﻮن اﻟﻌﯿﺐ ﺧﻔﯿﺎ ً و ﻣﺆﺛﺮاً ،ﻛﺄن ﯾﻜﻮن اﻟﻌﯿﺐ ﻏﯿﺮ ظﺎھﺮ وﻓﻘﺎ ً ﻟﻤﻌﯿﺎر اﻟﺮﺟﻞ اﻟﻤﻌﺘﺎد،
أﻣﺎ ﻋﻦ ﺗﺄﺛﯿﺮ اﻟﻌﯿﺐ ﻓﺴﯿﻜﻮن اﻟﻌﯿﺐ ﻣﺆﺛﺮاً ﻋﻨﺪﻣﺎ ﯾﻜﻮن ھﺬا اﻟﻌﯿﺐ ﺳﺒﺒﺎ ً ﻓﻲ اﻧﺘﮭﺎك اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻟﻸﻓﺮاد و ﺑﺎﻟﺘﺎﻟﻲ
ﺳﺒﺒﺎ ً ﻓﻲ اﻧﺘﮭﺎك اﻟﺨﺼﻮﺻﯿﺔ اﻟﺘﻲ ﯾﺠﺐ ﻋﺪم اﻟﻤﺴﺎس ﺑﮭﺎ .و ﻓﻲ ﺣﺎل اﻧﺘﻘﺎل اﻟﺒﺮﻧﺎﻣﺞ ﻣﻦ اﻟﻤﻨﺘﺞ إﻟﻰ اﻟﻤﻄﻮر أو ﺷﺮﻛﺔ
أﺧﺮى ﺗﺤﻮز ھﺬا اﻟﺒﺮﻧﺎﻣﺞ ﻓﻤﻮﺿﻮع رﺟﻮع اﻟﻤﻀﺮور ﻋﻠﻰ أي ﻣﻨﮭﻢ ﺳﯿﺼﺒﺢ أﻛﺜﺮ ﺗﻌﻘﯿﺪاً.

ﺛﺎﻟﺜﺎ :ﺗﺄﺳﯿﺲ ﻧﻈﺎم ﺧﺎص ﺑﺎﻟﻤﺴﺆوﻟﯿﺔ اﺳﺘﻨﺎدا ﻟﻤﻨﺢ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ اﻟﺸﺨﺼﯿﺔ اﻟﻘﺎﻧﻮﻧﯿﺔ
ﯾﻘﺼﺪ ﺑﺎﻟﺸﺨﺼﯿﺔ اﻟﻘﺎﻧﻮﻧﯿﺔ" :اﻟﺼﻼﺣﯿﺔ ﻻﻛﺘﺴﺎب اﻟﺤﻘﻮق و ﺗﺤﻤﻞ اﻻﻟﺘﺰاﻣﺎت؛ أو ھﻲ ﺻﻔﺔ ﺗﻠﺤﻖ ﻣﻦ ﺗﺘﻘﺮر
ﻟﮫ اﻟﺤﻘﻮق ﻟﻤﺼﻠﺤﺔ أو ﺗﺠﺐ اﻟﺘﻜﺎﻟﯿﻒ ﻓﻲ ذﻣﺘﮫ"  ،1ﻧﺠﺪ أن ﺛﺒﻮت اﻟﺸﺨﺼﯿﺔ اﻟﻘﺎﻧﻮﻧﯿﺔ ﻟﻠﺸﺨﺺ اﻟﻄﺒﯿﻌﻲ أو اﻻﻋﺘﺒﺎري ﻓﻲ
ت ﯾﺠﺐ اﻟﻮﻓﺎء ﺑﮭﺎ ،و ﺑﺎﻟﺮﻏﻢ ﻣﻦ اﻟﺘﻮﺻﯿﺔ اﻟﺼﺎدرة ﻣﻦ ﻗِﺒﻞ اﻟﺒﺮﻟﻤﺎن
اﻟﻘﺎﻧﻮن ﺗﻤﻨﺤﮫ ﺣﻘﻮﻗﺎ ً و ﺗﺮﺗﺐ ﻓﻲ ذﻣﺘﮫ اﻟﺘﺰاﻣﺎ ٍ
اﻷوروﺑﻲ ﺑﺸﺄن اﻟﺮوﺑﻮﺗﺎت ﻓﻲ  16ﻓﺒﺮاﯾﺮ  2017و اﻟﺘﻲ ﺗﻨﺺ ﻋﻠﻰ ﻣﻨﺢ اﻟﺮوﺑﻮﺗﺎت اﻟﺸﺨﺼﯿﺔ اﻹﻟﻜﺘﺮوﻧﯿﺔ ،و ﻣﻦ ﺛﻢ
إﻧﺸﺎء اﻟﻮﺿﻊ اﻟﻘﺎﻧﻮﻧﻲ ﻟﮭﺎ ﻋﻠﻰ اﻟﻤﺪى اﻟﻄﻮﯾﻞ ،ﺣﺘﻰ ﯾﻜﻮن ﻟﮭﺎ وﺿﻊ اﻷﺷﺨﺎص اﻹﻟﻜﺘﺮوﻧﯿﺔ ﻓﻲ اﻟﻤﺴﺎءﻟﺔ ﻋﻦ اﻷﺿﺮار
اﻟﺘﻲ ﻗﺪ ﺗﺤﺪﺛﮭﺎ أو ﺗﺘﺴﺒﺐ ﺑﮭﺎ ،إﻻ أن ھﺬه اﻟﺘﻮﺻﯿﺔ ﺗﺴﺒﺐ ﻓﻲ إﺣﺪاث اﻟﺠﺪل ﺑﯿﻦ ﻓﻘﮭﺎء اﻟﻘﺎﻧﻮن ﻓﻲ إﻣﻜﺎﻧﯿﺔ ﻣﻨﺢ اﻟﺸﺨﺼﯿﺔ
اﻟﻘﺎﻧﻮﻧﯿﺔ ﻟﺘﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻣﻤﺎ ﻗﺪ ﯾﻈﮭﺮ ﻓﺌﺔ ﺛﺎﻟﺜﺔ ﻣﻦ اﻷﺷﺨﺎص ﺗﺨﺘﻠﻒ ﻋﻦ اﻟﺸﺨﺺ اﻟﻄﺒﯿﻌﻲ و اﻟﺸﺨﺺ
اﻻﻋﺘﺒﺎري و ھﻲ ﺷﺨﺼﯿﺔ اﻟﺮوﺑﻮت ،ﻓﻼ ﯾﻤﻜﻦ ﺗﺼﻮر ﻣﻨﺢ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ اﻟﺸﺨﺼﯿﺔ اﻟﻘﺎﻧﻮﻧﯿﺔ اﻟﻤﺘﻌﺎرف
ﻋﻠﯿﮭﺎ ﻟﺪى ﻓﻘﮭﺎء اﻟﻘﺎﻧﻮن ﻟﻸﺳﺒﺎب اﻟﺘﺎﻟﯿﺔ:
أن ﻣﻨﺢ أﻧﻈﻤﺔ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ اﻟﺸﺨﺼﯿﺔ اﻟﻘﺎﻧﻮﻧﯿﺔ ﺳﯿﺮﺗﺐ آﺛﺎراً ﻗﺎﻧﻮﻧﯿﺔ ،ﺗﺘﻤﺜﻞ ﻓﻲ ﻣﻨﺢ ھﺬه اﻷﻧﻈﻤﺔ اﻟﻌﺪﯾﺪ
ﻣﻦ اﻟﺤﻘﻮق اﻟﺘﻲ ﺗﻤﻨﺢ ﻟﺼﺎﺣﺐ اﻟﺸﺨﺼﯿﺔ اﻟﻘﺎﻧﻮﻧﯿﺔ ،ﻛﺎﻻﺳﻢ أو اﻟﻤﻮطﻦ أو اﻟﺬﻣﺔ اﻟﻤﺎﻟﯿﺔ أو اﻟﺠﻨﺴﯿﺔ ،و ﺑﺎﻟﺮﻏﻢ ﻣﻦ أﻧﮫ ﻗﺪ
ﺗﻢ ﻣﻨﺢ اﻟﺠﻮاز ﻓﻲ ﺑﻌﺾ اﻟﺪول ﻟﻠﺮوﺑﻮت ﻛﻤﺎ ﺗﻢ ﻓﻲ اﻟﺴﻌﻮدﯾﺔ ﺣﯿﺚ ﻣﻨﺤﺖ اﻟﺠﻨﺴﯿﺔ ﻟﻠﺮوﺑﻮت ﺻﻮﻓﯿﺎ ﻣﻦ ﻗﺒﻞ اﻟﻤﻤﻠﻜﺔ
اﻟﻌﺮﺑﯿﺔ اﻟﺴﻌﻮدﯾﺔ ﻓﻲ أﻛﺘﻮﺑﺮ ﻣﻦ اﻟﻌﺎم  ،2017ﻣﻤﺎ ﯾﺠﻌﻠﮭﺎ اﻟﺪوﻟﺔ اﻷوﻟﻰ ﻓﻲ اﻟﻌﺎﻟﻢ اﻟﺘﻲ ﺗﻤﻨﺢ اﻟﺠﻨﺴﯿﺔ ﻟﻠﺮوﺑﻮت و ﺟﻌﻞ
اﻟﺒﻌﺾ ﯾﺼﻔﮭﺎ ﺑﺎﻟﺨﻄﻮة اﻟﻤﺮﻋﺒﺔ ﻟﻤﺎ ﯾﺘﺮﺗﺐ ﻋﻠﯿﮭﺎ آﺛﺎراً ﻗﺎﻧﻮﻧﯿﺔ ﯾﺠﺐ ﻣﻨﺤﮭﺎ ﻟﮭﺎ ﻗﺮﯾﺒﺔ ﻣﻦ اﻷﺷﺨﺎص  ،2إﻻ أن ذﻟﻚ ﻻ
ﯾﻤﻨﺤﮭﺎ اﻟﺸﺨﺼﯿﺔ اﻟﻘﺎﻧﻮﻧﯿﺔ ،و ﻓﻲ إطﺎر ﻣﻨﺢ اﻟﺸﺨﺼﯿﺔ اﻟﻘﺎﻧﻮﻧﯿﺔ ﻓﻘﺪ أوﺻﻰ اﻟﺒﺮﻟﻤﺎن اﻷوروﺑﻲ ﺑﺈﻧﺸﺎء ﻧﻈﺎم ﺗﺄﻣﯿﻦ ﯾﻐﻄﻲ
اﻷﺿﺮار اﻟﺘﻲ ﯾﻤﻜﻦ أن ﺗﻨﺸﺄ ﻣﻦ ﻋﻤﻞ اﻟﺮوﺑﻮﺗﺎت ،و ﻣﻊ ذﻟﻚ ﻻ ﯾﻤﻜﻦ ﻣﻨﺤﮭﺎ اﻟﺸﺨﺼﯿﺔ اﻟﻘﺎﻧﻮﻧﯿﺔ و ﺑﻤﺎ ﯾﺨﺺ ﻧﻈﺎم
اﻟﺘﺄﻣﯿﻦ ﻓﯿﻘﺎس ﻋﻠﯿﮫ اﻟﺘﺄﻣﯿﻦ ﻋﻠﻰ اﻟﻤﺮﻛﺒﺎت أو اﻟﻌﻘﺎرات ،و اﻟﻤﻘﺼﻮد ﺑﺬﻟﻚ اﻟﺘﺄﻣﯿﻦ ﺿﺪ اﻟﻤﺴﺆوﻟﯿﺔ اﻟﻤﺪﻧﯿﺔ ،ﻓﮭﺬا ﻣﺎ ﺗﻢ
ﺗﺄﻛﯿﺪ ﻣﻦ ﻗﺒﻞ اﻟﺘﻮﺻﯿﺔ اﻷوروﺑﯿﺔ ﻓﻲ اﻟﻤﺎدة) ،3 (57ﺑﮭﺪف ﺣﻤﺎﯾﺔ اﻷﻓﺮاد ﻣﻦ اﻷﺿﺮار اﻟﺘﻲ ﻗﺪ ﺗﺴﺒﺒﮭﺎ اﻟﺮوﺑﻮﺗﺎت أو
أﻧﻈﻤﺔ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ.
 1اﻧﻈﺮ ،ﻋﺒﯿﺪ ،أﺣﻤﺪ ﻛﻤﺎل ) .(2019اﻷھﻠﯿﺔ اﻟﻘﺎﻧﻮﻧﯿﺔ ﻟﻠﻮﻛﯿﻞ اﻟﺬﻛﻲ و دورھﺎ ﻓﻲ ﺗﺤﺪﯾﺪ اﻟﻤﺴﺆوﻟﯿﺔ اﻟﻨﺎﺗﺠﺔ ﻋﻦ ﻣﻌﺎﻣﻼﺗﮫ اﻹﻟﻜﺘﺮوﻧﯿﺔ .ﻣﺠﻠﺔ ﺟﺎﻣﻌﺔ اﻟﺸﺎرﻗﺔ ﻟﻠﻌﻠﻮم اﻟﻘﺎﻧﻮﻧﯿﺔ،16(2) .
ص .6
2 Sam, B (2017). Saudi Arabia takes terrifying step to the future by granting a robot citizenship .Access date : 23/01/2022
.https://web.archive.org/web/20180623032828/https://www.avclub.com/saudi-arabia-takes-terrifying-step-to-the-future-by-gra1819888111
3 Point (57) of European Parliament resolution of 16 February 2017 with recommendations to the Commission on Civil Law Rules on
Robotics stipulates: "Points out that a possible solution to the complexity of allocating responsibility for damage caused by increasingly
autonomous robots could be an obligatory insurance scheme, as is already the case, for instance, with cars; notes, nevertheless, that unlike
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ﻛﻤﺎ أﻧﮫ ﺑﻤﺠﺮد ﻣﻨﺢ أﻧﻈﻤﺔ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ اﻟﺸﺨﺼﯿﺔ اﻟﻘﺎﻧﻮﻧﯿﺔ ،ﻓﻠﻦ ﯾﻜﻮن ھﻨﺎك ﻣﺴﺎءﻟﺔ ﻟﻠﺸﺮﻛﺔ اﻟﻤﺼﻨﻌﺔ
أو اﻟﻤﺒﺮﻣﺠﺔ أو اﻟﻤﺸﺘﺮي أو ﺟﻤﯿﻊ اﻷطﺮاف ذات اﻟﻌﻼﻗﺔ ،ﻓﺎﻟﻤﺴﺆوﻟﯿﺔ ﺳﺘﻜﻮن ﺣﯿﻨﺌﺬ ﻋﻠﻰ ھﺬا اﻟﻨﻈﺎم اﻟﺬي ﻣﻨﺢ اﻟﺸﺨﺼﯿﺔ
اﻟﻘﺎﻧﻮﻧﯿﺔ ﻟﯿﻜﻮن ھﻮ اﻟﻤﺪﻋﻰ ﻋﻠﯿﮫ ﻓﻲ اﻟﺪﻋﺎوى اﻟﻤﺪﻧﯿﺔ ﻻﺳﺘﯿﻔﺎء اﻟﺘﻌﻮﯾﺾ ﻣﻨﮫ ،ﻣﻤﺎ ﺳﯿﺆدي إﻟﻰ اﻟﺘﻘﻠﯿﻞ و اﺳﺘﺒﻌﺎد اﻟﺸﺮﻛﺎت
اﻟﻤﺼﻨﻌﺔ أو اﻟﻤﺒﺮﻣﺠﺔ أو اﻟﻤﻄﻮرة ﻷﻧﻈﻤﺔ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ،و ﻣﺎ ﺳﯿﻨﺘﺞ ﻋﻦ ذﻟﻚ ﻣﻦ ﻧﺘﺎﺋﺞ ﺧﻄﯿﺮة ﻛﺪﻗﺔ ﻓﻲ اﻟﺘﺼﻨﯿﻊ
و زﯾﺎدة ﻓﻲ ﺧﻄﺮ ھﺬه اﻷﻧﻈﻤﺔ ﻋﻠﻰ ﺧﺼﻮﺻﯿﺔ اﻷﻓﺮاد.
وأﺧﯿﺮاً ،ﻓﺈن اﻟﺘﻌﺎرض اﻟﻜﺒﯿﺮ ﻓﻲ اﻟﻄﺒﯿﻌﺔ اﻟﻘﺎﻧﻮﻧﯿﺔ ﺑﯿﻦ أﻧﻈﻤﺔ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ و اﻷﺷﺨﺎص اﻟﻄﺒﯿﻌﯿﺔ و
اﻻﻋﺘﺒﺎرﯾﺔ اﻟﺘﻲ ﻣﻨﺤﺖ اﻟﺸﺨﺼﯿﺔ اﻟﻘﺎﻧﻮﻧﯿﺔ ﯾﺤﻮل دون ﺗﻄﺒﯿﻖ ھﺬه اﻟﻨﻈﺮﯾﺔ ،ﻓﺎﻟﺸﺨﺺ اﻟﻄﺒﯿﻌﻲ واﻻﻋﺘﺒﺎري اﻟﺬي ﻣﻨﺢ
اﻟﺸﺨﺼﯿﺔ اﻟﻘﺎﻧﻮﻧﯿﺔ طﺒﯿﻌﺘﮫ ﺗﺨﺘﻠﻒ ﻋﻦ طﺒﯿﻌﺔ أﻧﻈﻤﺔ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ،ﻓﻌﻨﺪ ﻣﻨﺢ اﻟﺸﺨﺼﯿﺔ اﻻﻋﺘﺒﺎرﯾﺔ ﻷﻧﻈﻤﺔ اﻟﺬﻛﺎء
اﻻﺻﻄﻨﺎﻋﻲ ﻓﺈﻧﮫ ﺳﯿﺘﺸﺎﺑﮫ ﻓﻲ اﻟﻄﺒﯿﻌﺔ اﻟﻘﺎﻧﻮﻧﯿﺔ ﻟﻸﺷﺨﺎص اﻟﻄﺒﯿﻌﯿﺔ و اﻻﻋﺘﺒﺎرﯾﺔ ،ﻓﮭﻲ ﺗﻌﺘﺒﺮ ﻣﻦ ﻗﺒﯿﻞ اﻷﺷﯿﺎء اﻟﺘﻲ ﻻ
ﺗﺘﻤﺘﻊ ﺑﺎﻟﺸﺨﺼﯿﺔ اﻟﻘﺎﻧﻮﻧﯿﺔ  .1ﻣﻤﺎ ﺳﺒﻖ ﻧﺮى أن أﻧﻈﻤﺔ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ أﻧﻈﻤﺔ ذو طﺒﯿﻌﺔ ﺧﺎﺻﺔ ﻻ ﯾﻤﻜﻦ ﻣﻨﺤﮭﺎ
اﻟﺸﺨﺼﯿﺔ اﻟﻘﺎﻧﻮﻧﯿﺔ ﻓﺒﺬﻟﻚ ﺗﺨﺮج ﻋﻦ ﻧﻄﺎق إﻣﻜﺎﻧﯿﺔ ﻣﻨﺤﮭﺎ اﻟﺸﺨﺼﯿﺔ اﻟﻘﺎﻧﻮﻧﯿﺔ .و ﻣﻦ اﻟﻤﺒﺎدئ اﻟﺤﺪﯾﺜﺔ اﻟﺘﻰ أرﺳﺘﮭﺎ ﻣﺤﻜﻤﺔ
اﻟﻨﻘﺾ اﻟﻤﺼﺮﯾﺔ ﻓﻲ أﺣﺪ أﺣﻜﺎﻣﮭﺎ ﺑﺄن اﻻﻧﺘﺮﻧﺖ ﻟﯿﺲ ﻟﮫ ﺣﺪود و ﻻ ﻗﯿﺎدة ﻗﺎﻧﻮﻧﯿﺔ ،أي ﻟﯿﺲ ﻟﮫ ﺷﺨﺼﯿﺔ ﻗﺎﻧﻮﻧﯿﺔ ﻣﻌﻨﻮﯾﺔ ﻗﺪ
ﺗﻤﺜﻠﮫ ﻓﻲ ﻣﻮاﺟﮭﺔ ﻣﺴﺘﺨﺪﻣﻲ ﺷﺒﻜﺎت اﻻﻧﺘﺮﻧﺖ أو اﻟﻐﯿﺮ ،ﻓﮭﻮ ﻋﺒﺎرة ﻋﻦ اﺗﺤﺎدي ﻓﯿﺪراﻟﻲ ﻟﻠﺸﺒﻜﺎت " ،إذ ﻛﺎن ﻣﻦ اﻟﻤﺘﻌﺎرف
أﻏﻮارا ﻻ ﯾﺠﻮز اﻟﻨﻔﺎذ إﻟﯿﮭﺎ وھﺬه اﻟﻤﻨﺎطﻖ ﻣﻦ ﺧﻮاص اﻟﺤﯿﺎة
ﻋﻠﯿﮫ أﻧﮫ ﺗﻮﺟﺪ ﻣﻨﺎطﻖ ﻣﻦ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ﻟﻜﻞ ﻓﺮد ﺗُﻤﺜﻞ
ً
ودﺧﺎﺋﻠﮭﺎ وﯾﻨﺒﻐﻰ دو ًﻣﺎ ـــ وﻹﻋﺘﺒﺎر ﻣﺸﺮوع ـــ أﻻ ﯾﻘﺘﺤﻤﮭﺎ أﺣﺪ ﺿﻤﺎﻧًﺎ ﻟﺴﺮﯾﺘﮭﺎ وﺻﻮﻧًﺎ ﻟﺤﺮﻣﺘﮭﺎ ودﻓ ًﻌﺎ ﻟﻤﺤﺎوﻟﺔ اﻟﺘﻠﺼﺺ
ً
ﻣﺬھﻼ وﻛﺎن
ﻋﻠﯿﮭﺎ أو اﺧﺘﻼس ﺑﻌﺾ ﺟﻮاﻧﺒﮭﺎ ،وﺑﻮﺟﮫ ﺧﺎص ﻣﻦ ﺧﻼل اﻟﻮﺳﺎﺋﻞ اﻟﻌﻠﻤﯿﺔ اﻟﺤﺪﯾﺜﺔ اﻟﺘﻰ ﺑﻠﻎ ﺗﻄﻮرھﺎ ﺣﺪًا
أﺛﺮا ﺑﻌﯿﺪًا ﻋﻠﻰ اﻟﻨﺎس ﺟﻤﯿﻌﮭﻢ ﺣﺘﻰ ﻓﻰ أدق ﺷﺌﻮﻧﮭﻢ وﻣﺎ ﯾﺘﺼﻞ ﺑﻤﻼﻣﺢ ﺣﯿﺎﺗﮭﻢ ﺑﻞ وﺑﺒﯿﺎﻧﺎﺗﮭﻢ
ﻟﺘﻨﺎﻣﻰ ﻗﺪراﺗﮭﺎ ﻋﻠﻰ اﻹﺧﺘﺮاق ً
ﻛﺜﯿﺮا ﻣﺎ ﯾُﻠﺤﻖ اﻟﻀﺮر ﺑﺄﺻﺤﺎﺑﮭﺎ ،إذ أن اﻟﺒﺸﺮﯾﺔ ﻟﻢ ﺗﻌﺮف ﻓﻲ أي وﻗﺖ
اﻟﺸﺨﺼﯿﺔ واﻟﺘﻲ ﻏﺪا اﻻطﻼع ﻋﻠﯿﮭﺎ واﻟﻨﻔﺎذ إﻟﯿﮭﺎ ً
ﻣﻀﻰ ﻣﺜﻞ ھﺬا اﻟﺘﺰاﯾﺪ اﻟﺤﺎﻟﻲ واﻟﺴﺮﻋﺔ ﻓﻲ اﻟﻌﻼﻗﺎت ﺑﯿﻦ اﻟﻨﺎس".

2

و ﻓﻲ ھﺬا اﻟﺸﺄن ﯾﺠﺐ اﻹﺷﺎرة إﻟﻰ ﻣﺸﺮوع ﻗﺎﻧﻮن اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ )(Artificial intelligence act
اﻟﻤﻘﺘﺮح ﻷﻧﻈﻤﺔ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ و اﻟﺬي ﺗﻢ وﺿﻌﮫ ﻣﻦ ﻗِﺒﻞ اﻟﻤﻔﻮﺿﯿﺔ اﻷوروﺑﯿﺔ ﻓﻲ أﺑﺮﯾﻞ  ،2021و ﯾﺮﻛﺰ اﻹطﺎر
اﻟﻘﺎﻧﻮﻧﻲ اﻟﻤﻘﺘﺮح ﻋﻠﻰ اﻻﺳﺘﺨﺪام اﻟﻤﺤﺪد ﻷﻧﻈﻤﺔ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ و اﻟﻤﺨﺎطﺮ اﻟﻤﺮﺗﺒﻄﺔ ﺑﮫ ،ﻣﻦ ﺧﻼل وﺿﻊ ﺗﻌﺮﯾﻒ
ﻣﻨﻀﺒﻂ ﻷﻧﻈﻤﺔ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ،و ﺗﺼﻨﯿﻒ أﻧﻈﻤﺔ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ وﻓﻘﺎ ً ﻟﻠﻨﮭﺞ اﻟﻘﺎﺋﻢ ﻋﻠﻰ اﻟﻤﺨﺎطﺮ ﻟﺘﺮﺧﯿﺺ
ھﺬه اﻷﻧﻈﻤﺔ و ﺗﻮﺳﯿﻊ ﻗﺎﺋﻤﺔ أﻧﻈﻤﺔ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ اﻟﻤﺤﻈﻮرة ،و ﺗﻌﺰﯾﺰ آﻟﯿﺎت اﻹﻧﻔﺎذ و اﻟﺘﻌﻮﯾﺾ.

3

the insurance system for road traffic, where the insurance covers human acts and failures, an insurance system for robotics should take
into account all potential responsibilities in the chain".
 1راﺟﻊ ،ﺑﻄﯿﺦ ،ﻣﮭﺎ رﻣﻀﺎن ﻣﺤﻤﺪ ) .(2021اﻟﻤﺴﺆوﻟﯿﺔ اﻟﻤﺪﻧﯿﺔ ﻋﻦ أﺿﺮار أﻧﻈﻤﺔ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ –دراﺳﺔ ﺗﺤﻠﯿﻠﯿﺔ ﻣﻘﺎرﻧﺔ– .اﻟﻤﺠﻠﺔ اﻟﻘﺎﻧﻮﻧﯿﺔ ،ﺟﺎﻣﻌﺔ اﻟﻘﺎھﺮة ،9(5) .ص.1552
 2راﺟﻊ ،ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ اﻟﻤﺼﺮﯾﺔ ،اﻟﺪاﺋﺮة اﻟﺘﺠﺎرﯾﺔ ،اﻟﻄﻌﻦ رﻗﻢ ) (9542ﻟﺴﻨﺔ ) (91اﻟﻘﻀﺎﺋﯿﺔ ،اﻟﺼﺎدر ﻓﻲ ﺟﻠﺴﺔ  ،2022/03/16ﻣﻮﻗﻊ ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ اﻟﻤﺼﺮﯾﺔ ،ﺗﺎرﯾﺦ اﻟﺪﺧﻮل:
 ،16/05/2022ﻋﻠﻰ اﻟﺮاﺑﻂ:
https://www.cc.gov.eg/i/H/111740345.pdf
3 For more, see https://www.europarl.europa.eu/thinktank/en/document/EPRS_BRI(2021)698792, Access date: 10/06/2022.
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اﻟﻤﻄﻠﺐ اﻟﺜﺎﻧﻲ :آﺛﺎر اﻟﻤﺴﺆوﻟﯿﺔ اﻟﻤﺪﻧﯿﺔ ﻋﻦ اﻟﻤﺴﺎس ﺑﺎﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ
ﺟﻤﯿﻊ اﻷﻓﻌﺎل اﻟﺘﻰ ﺗﺸﻜﻞ ﻣﺴﺎﺳﺎ ً ﺑﺎﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﺟﺮﻣﮭﺎ اﻟﻘﺎﻧﻮن ﻓﻲ ﻋﺪة ﻣﻮاﺿﻊ ﻓﻲ ﻣﺨﺘﻠﻒ اﻟﻘﻮاﻧﯿﻦ
و وﺿﻊ ﻟﮭﺎ ﺟﺰا ًء ﯾﻄﺒﻖ ﻓﻲ ﺣﺎل وﻗﻊ اﻟﻔﻌﻞ ،ﻓﺈذا ﻛﺎن اﻟﻔﻌﻞ ﯾﺮﺗﺐ ﺟﺰا ًء ﻓﯿﺠﺐ أن ﯾﺘﺒﻌﮫ ﺗﻌﻮﯾﻀﺎ ً ﻟﻠﻤﻀﺮور ﻟﻤﺎ أﺻﺎﺑﮫ
ﻣﻦ ﺿﺮر ﺳﻮاء ﻛﺎن ھﺬا اﻟﻀﺮر ﻣﺎدﯾﺎ ً أو ﻣﻌﻨﻮﯾﺎ ً ﻛﻤﺎ ﺳﯿﺄﺗﻲ ﻣﻌﻨﺎ ﻻﺣﻘﺎً:
و ﺑﺎﻹطﻼع ﻋﻠﻰ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (45ﻟﺴﻨﺔ  2021ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ،و اﻟﻤﺮﺳﻮم
ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (34ﻟﺴﻨﺔ  2021ﻓﻲ ﺷﺄن ﻣﻜﺎﻓﺤﺔ اﻟﺸﺎﺋﻌﺎت و اﻟﺠﺮاﺋﻢ اﻹﻟﻜﺘﺮوﻧﯿﺔ ﻓﻠﻢ ﯾﺘﻄﺮق ﻓﯿﮭﻤﺎ اﻟﻤﺸﺮع
اﻹﻣﺎراﺗﻲ ﻟﻤﻮﺿﻮع اﻟﺘﻌﻮﯾﺾ ﻋﻦ اﻷﺿﺮار اﻟﺘﻰ ﺗﻠﺤﻖ اﻟﻤﻀﺮور ﺟﺮاء اﻟﻤﺴﺎس ﺑﺤﻘﮫ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ،ﻋﻜﺲ اﻟﻼﺋﺤﺔ
اﻟﻌﺎﻣﺔ اﻟﺘﻲ ﻧﺼﺖ ﻋﻠﻰ ﻋﺪد ﻣﻦ اﻟﺠﺰاءات اﻹدارﯾﺔ  1و ﺿﻮاﺑﻄﮭﺎ ﻓﻲ ﺣﺎﻟﺔ اﻧﺘﮭﺎك اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ .و ﻟﻌﺪم اﻟﺘﻄﺮق
ﻟﻤﻮﺿﻮع اﻟﺘﻌﻮﯾﺾ ﻓﻲ اﻟﺘﺸﺮﯾﻊ اﻹﻣﺎراﺗﻲ ﻛﺎن ﻟﺰاﻣﺎ ً اﻟﻌﻮدة إﻟﻰ اﻟﻘﻮاﻋﺪ اﻟﺘﻘﻠﯿﺪﯾﺔ ﻓﻲ ﻗﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت اﻟﻤﺪﻧﯿﺔ ﺑﻤﺎ ﯾﺨﺺ
ﺗﻌﻮﯾﺾ اﻟﻤﻀﺮور ﻋﻦ ﺣﻘﮫ ﻓﻲ اﻟﻤﺴﺎس ﺑﺎﻟﺨﺼﻮﺻﯿﺔ:

اﻟﻔﺮع اﻷول :اﻷﺳﺎس ﻓﻲ ﺗﻘﺪﯾﺮ اﻟﺘﻌﻮﯾﺾ
ﯾﮭﺪف اﻟﺘﻌﻮﯾﺾ إﻟﻰ ﺟﺒﺮ اﻟﻀﺮر ،وﺿﻊ اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ ﻣﺒﺪأً ﻋﺎﻣﺎ ً ﻓﻲ ﺗﻘﺪﯾﺮ اﻟﻀﺮر ﻓﻲ اﻟﻤﺎدة  292ﻣﻦ
ﻗﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت اﻟﻤﺪﻧﯿﺔ ،ﺑﺄن ﻧﺼﺖ ﻋﻠﻰ أن اﻟﻀﻤﺎن ﯾﻘﺪر ﺑﻤﺎ ﻟﺤﻖ اﻟﻤﻀﺮور ﻣﻦ ﺿﺮر و ﻣﺎ ﻓﺎﺗﮫ ﻣﻦ ﻛﺴﺐ ،و وﺿﻊ
ﺷﺮطﺎ ً ﺑﺄن ﯾﻜﻮن ھﺬا اﻟﻀﺮر ﻧﺘﯿﺠﺔ طﺒﯿﻌﯿﺔ ﻟﻠﻔﻌﻞ اﻟﻀﺎر أي ﺷﺮط وﺟﻮد ﻋﻼﻗﺔ اﻟﺴﺒﺒﯿﺔ ﺑﯿﻦ اﻟﻔﻌﻞ و اﻟﻨﺘﯿﺠﺔ.
ﻛﻤﺎ أﻛﺪ ﻋﻠﻰ وﺟﻮب اﻟﺘﻌﻮﯾﺾ ﻋﻦ اﻟﻀﺮر اﻷدﺑﻲ ﻓﻲ اﻟﻤﺎدة  293ﻣﻊ وﺿﻊ ﻋﺪة ﺿﻮاﺑﻂ ﻋﻠﻰ ذﻟﻚ ﺑﻨﺼﮫ ﻋﻠﻰ
أﻧﮫ -1":ﯾﺘﻨﺎول ﺣﻖ اﻟﻀﻤﺎن اﻟﻀﺮر اﻷدﺑﻲ وﯾﻌﺘﺒﺮ ﻣﻦ اﻟﻀﺮر اﻷدﺑﻲ اﻟﺘﻌﺪي ﻋﻠﻰ اﻟﻐﯿﺮ ﻓﻲ ﺣﺮﯾﺘﮫ أو ﻓﻲ ﻋﺮﺿﮫ أو
ﻓﻲ ﺷﺮﻓﮫ أو ﻓﻲ ﺳﻤﻌﺘﮫ أو ﻓﻲ ﻣﺮﻛﺰه اﻻﺟﺘﻤﺎﻋﻲ أو ﻓﻲ اﻋﺘﺒﺎره اﻟﻤﺎﻟﻲ -2 .وﯾﺠﻮز أن ﯾﻘﻀﻲ ﺑﺎﻟﻀﻤﺎن ﻟﻸزواج
وﻟﻸﻗﺮﺑﯿﻦ ﻣﻦ اﻷﺳﺮة ﻋﻤﺎ ﯾﺼﯿﺒﮭﻢ ﻣﻦ ﺿﺮر أدﺑﻲ ﺑﺴﺒﺐ ﻣﻮت اﻟﻤﺼﺎب -3 .وﻻ ﯾﻨﺘﻘﻞ اﻟﻀﻤﺎن ﻋﻦ اﻟﻀﺮر اﻷدﺑﻲ إﻟﻰ
اﻟﻐﯿﺮ إﻻ إذا ﺗﺤﺪدت ﻗﯿﻤﺘﮫ ﺑﻤﻘﺘﻀﻰ اﺗﻔﺎق أو ﺣﻜﻢ ﻗﻀﺎﺋﻲ ﻧﮭﺎﺋﻲ" .و ﺑﺎﻟﺮﺟﻮع إﻟﻰ اﻟﻤﺎدة اﻟﺴﺎﺑﻘﺔ ﻧﺮى أن اﻟﻤﺸﺮع
اﻹﻣﺎراﺗﻲ أﻋﻄﻰ اﻟﻤﻀﺮور ﺣﻖ اﻟﺘﻌﻮﯾﺾ اﻷدﺑﻲ إذا ﻣﺎ ﻟﺤﻘﮫ ﺿﺮر ﺟﺮاء أي ﻓﻌﻞ ﻣﻦ اﻷﻓﻌﺎل اﻟﻀﺎرة ،ﻛﻤﺎ أﻧﮫ ﻗﻀﻰ
ﺑﺎﻟﻀﻤﺎن ﻟﻸزواج و اﻷﻗﺮﺑﯿﻦ ﻣﻦ اﻷﺳﺮة ﻋﻤﺎ ﯾﺼﯿﺒﮭﻢ ﻣﻦ ﺣﺰن و أﺳﻰ ﻋﻠﻰ ﻓﻘﺪ اﻟﻤﻀﺮور ،و ﻟﻢ ﯾﺤﺪد اﻟﻤﺸﺮع درﺟﺔ
اﻷﻗﺮﺑﯿﻦ ﻓﻲ ھﺬه اﻟﻤﺎدة ﻣﻤﺎ ﯾﻮﺳﻊ ﻣﻦ ﻧﻄﺎق اﻷﻗﺮﺑﯿﻦ اﻟﻤﺴﺘﻔﯿﺪﯾﻦ ﻣﻦ اﻟﺘﻌﻮﯾﺾ ﻋﻤﺎ ﻟﺤﻘﮭﻢ ﻣﻦ آﻻم ﻧﻔﺴﯿﺔ.
وﻗﺪ ﻛﻨﺎ اﺳﺘﺒﻌﺪﻧﺎ وﻗﻮع اﻷﺿﺮار اﻟﻤﺎدﯾﺔ ﻧﺘﯿﺠﺔ اﻧﺘﮭﺎك اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﻓﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ،
ﻓﻘﺪ اﻗﺘﺼﺮ وﻗﻮع اﻟﻀﺮر اﻷدﺑﻲ دون اﻟﻤﺎدي ﻣﻦ اﻧﺘﮭﺎك اﻟﺨﺼﻮﺻﯿﺔ ،و ﻟﻮﻗﻮع اﻟﻀﺮر اﻷدﺑﻲ اﻟﺬي ﯾﻮﺟﺐ اﻟﺘﻌﻮﯾﺾ
ﻻﺑﺪ ﻣﻦ ﺗﻮاﻓﺮ اﻟﻌﻨﺎﺻﺮ اﻟﻤﻮﺟﺒﺔ ﻟﻠﺘﻌﻮﯾﺾ ،و ﻓﻲ ھﺬا اﻟﺼﺪد ﻓﺎﻟﻜﺜﯿﺮ ﻣﻦ اﻟﺘﺸﺮﯾﻌﺎت اﻟﻌﺮﺑﯿﺔ و ﻏﯿﺮھﺎ أﻗﺮت اﻟﺘﻌﻮﯾﺾ
ﻋﻦ اﻟﻀﺮر اﻟﻤﻌﻨﻮي .واﻟﺘﻌﻮﯾﺾ اﻷدﺑﻲ ﻓﻲ ﺗﻌﺪاد ﺻﻮره ﻗﺪ ﯾﺸﻤﻞ اﻟﻀﺮر اﻟﺬي ﯾﺼﯿﺐ اﻟﺸﺨﺺ ﻓﻲ ﻏﯿﺮ ﻣﺎﻟﮫ ﻛﺸﺮﻓﮫ

1 See article 84 of Regulation (EU) 2016/679, “General conditions for imposing administrative fines”. https://gdpr-info.eu/art-83-gdpr/.
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و ﺳﻤﻌﺘﮫ و ﻋﺮﺿﮫ و اﻋﺘﺒﺎراﺗﮫ ﻛﺎﻟﻘﺬف أو اﻟﺸﺘﻢ ،أو ﻗﺪ ﯾﺼﯿﺒﮫ ﻓﻲ ﻋﺎطﻔﺘﮫ و ﺷﻌﻮره و ھﻮ ﻛﻞ ﻣﺎ ﯾﻠﺤﻖ اﻟﺸﺨﺺ ﻣﻦ
أﻟﻢ ﻓﻲ ذاﺗﮫ اﻟﻨﻔﺴﯿﺔ.

1

أﻣﺎ ﻋﻦ ﺗﻘﺪﯾﺮ اﻟﺘﻌﻮﯾﺾ ،ﻓﺘﻘﺪﯾﺮ اﻟﺘﻌﻮﯾﺾ ﯾﺪﺧﻞ ﻓﻲ اﻟﺴﻠﻄﺔ اﻟﺘﻘﺪﯾﺮﯾﺔ ﻟﻠﻘﺎﺿﻲ دون اﻟﺮﻗﺎﺑﺔ ﻣﻦ ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ
ﻣﺘﻰ ﻛﺎﻧﺖ أﺳﺒﺎب اﻟﺤﻜﻢ ﺳﺎﺋﻐﺔ ﻣﻊ ﺑﯿﺎن ﻋﻨﺎﺻﺮ اﻟﻀﺮر و ﻣﻘﺪاره و أﺣﻘﯿﺔ اﻟﻤﻀﺮور ﻓﻲ اﻟﺘﻌﻮﯾﺾ ،ﻓﻼ وﺟﻮد ﻟﻨﺺ
ﯾﻠﺰم اﻟﻘﺎﺿﻲ ﺑﺎﺗﺒﺎع ﻣﻌﺎﯾﯿﺮ ﻣﻌﯿﻨﺔ.

2

ﻟﻜﻦ ﯾﺼﻌﺐ ﺗﻘﺪﯾﺮ اﻟﺘﻌﻮﯾﺾ ﻋﻦ اﻟﻀﺮر اﻷدﺑﻲ ،إذ أﻧﮫ ﺿﺮر ﻏﯿﺮ ﻣﻠﻤﻮس و ﻻ ﯾﺼﯿﺐ اﻟﺠﺴﺪ ﺑﻞ ﻋﻠﻰ اﻟﻌﻜﺲ
ﻓﮭﻮ ﯾﺼﯿﺐ ﻛﻞ ﻣﺎ ھﻮ ﻏﯿﺮ ﻣﺎﻟﻲ ﯾﺘﺼﻞ ﺑﺤﯿﺎة اﻹﻧﺴﺎن ﻛﺎﻧﺘﮭﺎك اﻟﺤﻖ ﻓﻲ ﺧﺼﻮﺻﯿﺘﮫ ﻣﻦ ﺳﻤﻌﺘﮫ و ﺷﺮف أو ﺣﺘﻰ
ﻣﻌﻠﻮﻣﺎﺗﮫ اﻟﺸﺨﺼﯿﺔ أو اﻟﻤﺎﻟﯿﺔ أو اﻟﺼﺤﯿﺔ ،و ﻣﻊ ذﻟﻚ ﯾﺘﻢ ﺗﻌﻮﯾﻀﮫ ﺑﺎﻟﻤﺎل ،و ﻧﺮى أن اﻟﻤﺒﺪأ اﻟﺬي ﯾﺴﺘﺨﺪﻣﮫ اﻟﻘﺎﺿﻲ ھﻨﺎ
ھﻮ ﺗﻘﺪﯾﺮ اﻟﺘﻌﻮﯾﺾ ﺣﺴﺐ اﻟﻀﺮر اﻟﺬي أﺻﺎب اﻟﻤﻀﺮور.
و ﻓﻲ ھﺬا اﻟﺴﯿﺎق ﻻ ﻧﻨﺴﻰ ﺑﺄن ﻧﺆﻛﺪ ﻋﻠﻰ وﺟﻮب اﻟﺘﻌﻮﯾﺾ ﻣﺘﻰ ﻣﺎ وﻗﻊ اﻟﻔﻌﻞ اﻟﻀﺎر و ﻻ ﯾﺠﻮز اﻹﻋﻔﺎء ﻣﻦ
اﻟﻤﺴﺆوﻟﯿﺔ ﻋﻦ اﻟﻔﻌﻞ ﻣﺘﻰ ﻣﺎ وﻗﻊ ،و ھﺬا ﻣﺎ أﻛﺪﺗﮫ اﻟﻤﺎدة  296ﻣﻦ ﻗﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت اﻟﻤﺪﻧﯿﺔ اﻹﻣﺎراﺗﻲ و اﻟﺘﻰ ﺗﻨﺺ ﻋﻠﻰ
أﻧﮫ":ﯾﻘﻊ ﺑﺎطﻼً ﻛﻞ ﺷﺮط ﯾﻘﻀﻲ ﺑﺎﻹﻋﻔﺎء ﻣﻦ اﻟﻤﺴﺆوﻟﯿﺔ اﻟﻤﺘﺮﺗﺒﺔ ﻋﻠﻰ اﻟﻔﻌﻞ اﻟﻀﺎر".

اﻟﻔﺮع اﻟﺜﺎﻧﻲ  :اﻟﻤﺤﻜﻤﺔ اﻟﻤﺨﺘﺼﺔ
ﻓﻲ اﻟﺤﺪﯾﺚ ﻋﻦ اﻟﻤﺤﻜﻤﺔ اﻟﻤﺨﺘﺼﺔ ﺑﺮﻓﻊ دﻋﻮى اﻟﺘﻌﻮﯾﺾ ﻻﻧﺘﮭﺎك اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﺗﻜﻮن اﻟﺪﻋﻮى
ﻣﺮﻓﻮﻋﺔ أﻣﺎم اﻟﻤﺤﺎﻛﻢ اﻟﻤﺪﻧﯿﺔ ،و ﻟﻜﻦ ﻓﻲ ﺑﻌﺾ اﻷﺣﯿﺎن ﻗﺪ ﯾﺮﺗﺐ اﻧﺘﮭﺎك اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﻓﻌﻞ ﯾﺠﺮﻣﮫ اﻟﻘﺎﻧﻮن
ﻓﺘﺨﺘﺺ ﺑﺬﻟﻚ ﻣﺤﺎﻛﻢ اﻟﺪوﻟﺔ اﻟﺠﺰاﺋﯿﺔ و ﺗﻮﻗﻒ اﻟﺪﻋﻮى اﻟﻤﺪﻧﯿﺔ إﻟﻰ ﺣﯿﻦ اﻟﻔﺼﻞ ﻓﻲ اﻟﺪﻋﻮى اﻟﺠﺰاﺋﯿﺔ ،و ﻣﻦ ﺛﻢ ﯾﺴﺘﻄﯿﻊ
اﻟﻤﻀﺮور رﻓﻊ دﻋﻮى اﻟﺘﻌﻮﯾﺾ أﻣﺎم اﻟﻤﺤﺎﻛﻢ اﻟﻤﺪﻧﯿﺔ و اﻟﺘﻰ ﺗﻜﻮن دﻋﻮى ﻻﺣﻘﺔ ﻟﻠﺪﻋﻮى اﻟﺠﺰاﺋﯿﺔ و اﻟﺘﻰ ﺳﺒﻖ اﻟﻔﺼﻞ
ﻓﯿﮭﺎ ،و ھﺬا ﻣﺎ أﻛﺪﺗﮫ ﻣﺤﻜﻤﺔ ﺗﻤﯿﯿﺰ دﺑﻲ ﺑﺄن":اﻟﺘﺰام اﻟﻤﺤﻜﻤﺔ اﻟﻤﺪﻧﯿﺔ ﺑﺎﻟﺤﻜﻢ اﻟﺼﺎدر ﻓﻲ اﻟﺪﻋﻮى اﻟﺠﺰاﺋﯿﺔ ﯾﻜﻮن ﻓﯿﻤﺎ
ﻓﺼﻞ ﻓﯿﮫ اﻟﺤﻜﻢ اﻟﺠﺰاﺋﻲ ﻓﺼﻼً ﺿﺮورﯾﺎ َ ﻓﻲ وﻗﻮع اﻟﻔﻌﻞ اﻟﻤﻜﻮن ﻟﻸﺳﺎس اﻟﻤﺸﺘﺮك ﺑﯿﻦ اﻟﺪﻋﻮﯾﯿﻦ اﻟﻤﺪﻧﯿﺔ و اﻟﺠﺰاﺋﯿﺔ و
ﻓﻲ اﻟﻮﺻﻒ اﻟﻘﺎﻧﻮﻧﻲ و ﻧﺴﺒﺘﮫ إﻟﻰ ﻓﺎﻋﻠﮫ ﻓﺈذا ﻓﺼﻠﺖ اﻟﻤﺤﻜﻤﺔ اﻟﺠﺰاﺋﯿﺔ ﻧﮭﺎﺋﯿﺎ ً ﻓﻲ ھﺬه اﻟﻤﺴﺎﺋﻞ ﺗﻌﯿﻦ ﻋﻠﻰ اﻟﻤﺤﻜﻤﺔ اﻟﻤﺪﻧﯿﺔ
اﻻﻟﺘﺰام ﺑﮭﺎ ﻓﻲ دﻋﺎوي اﻟﺤﻘﻮق اﻟﻤﺘﺼﻠﺔ ﺑﮭﺎ و اﻣﺘﻨﻊ إﻋﺎدة ﺑﺤﺜﮭﺎ ﻟﻤﺎ ﯾﺘﺮﺗﺐ ﻋﻠﻰ ﻏﯿﺮ ذﻟﻚ ﻣﻦ ﻗﻀﺎء ﻣﺨﺎﻟﻔﺔ اﻟﺤﺠﯿﺔ
اﻟﺘﻲ ﺣﺎزھﺎ اﻟﺤﻜﻢ اﻟﺠﺰاﺋﻲ اﻟﺴﺎﺑﻖ".

3

 1اﻟﺮاﻋﻲ ،ﺻﺒﺮي ﻣﺤﻤﻮد و رﺿﺎ اﻟﺴﯿﺪ ،ﻋﺒﺪاﻟﻌﺎطﻲ ) .(2006اﻟﻤﻮﺳﻮﻋﺔ اﻟﻨﻤﻮذﺟﯿﺔ ﻓﻲ ﺷﺮح ﻗﻀﺎﯾﺎ اﻟﺘﻌﻮﯾﻀﺎت و اﻟﻤﺴﺆوﻟﯿﺔ اﻟﻤﺪﻧﯿﺔ )ص .(177اﻟﻄﺒﻌﺔ اﻷوﻟﻰ .اﻟﻘﺎھﺮة ،ﻣﺼﺮ:
دار ﻣﺼﺮ ﻟﻠﻤﻮﺳﻮﻋﺎت اﻟﻘﺎﻧﻮﻧﯿﺔ.
 2أﺣﻤﺪ ،إﺑﺮاھﯿﻢ ﺳﯿﺪ ) .(2007اﻟﻀﺮر اﻟﻤﻌﻨﻮي ﻓﻘﮭﺎًو ﻗﻀﺎء )ص .(162اﻟﻄﺒﻌﺔ اﻷوﻟﻰ .اﻹﺳﻜﻨﺪرﯾﺔ ،ﻣﺼﺮ :اﻟﻤﻜﺘﺐ اﻟﺠﺎﻣﻌﻲ اﻟﺤﺪﯾﺚ.
 3ﻣﺤﻜﻤﺔ ﺗﻤﯿﯿﺰ دﺑﻲ ،اﻟﺪاﺋﺮة اﻟﺘﺠﺎرﯾﺔ ،اﻟﻄﻌﻦ رﻗﻢ  1046ﻟﺴﻨﺔ  ،2020اﻟﺠﻠﺴﺔ اﻟﻤﻨﻌﻘﺪة ﯾﻮم  ،2021/01/06ﻣﻨﺸﻮر ﻋﻠﻲ ﻣﻮﻗﻊ ﻣﺤﺎﻣﻮ اﻹﻣﺎرات ،ﺗﺎرﯾﺦ اﻟﺪﺧﻮل،27/03/2022 :
ﻋﻠﻰ اﻟﺮاﺑﻂ:
https://www-mohamoon-uaeاﻟﺒﯿﺎﻧﺎت%ا=com.uaeu.idm.oclc.org/uaeu/default.aspx?Action=IntrDisplayJudgmentFile&PageNumber=1&Type=5&ID=46166&strSearch
ﻟﺸﺨﺼﯿﺔ
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و ﻋﻠﻰ ﻣﺴﺘﻮى اﻷﺣﻜﺎم اﻟﻘﻀﺎﺋﯿﺔ اﻟﻤﻘﺎرﻧﺔ ،ﻓﻘﺪ ذھﺒﺖ ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ اﻟﻤﺼﺮﯾﺔ ﺑﺄﻧﮫ ﻻ ﺗﺴﻘﻂ دﻋﻮى اﻟﺘﻌﻮﯾﺾ
اﻟﻨﺎﺷﺌﺔ ﻋﻦ اﻟﻌﻤﻞ ﻏﯿﺮ اﻟﻤﺸﺮوع ﺑﺎﻧﻘﻀﺎء اﻟﻤﺪد اﻟﻤﺤﺪدة ﻓﻲ اﻟﻤﺎدة ) 1 (172ﻣﻦ اﻟﻘﺎﻧﻮن اﻟﻤﺪﻧﻲ ،إذا اﺳﺘﺘﺒﻊ اﻟﻌﻤﻞ اﻟﻀﺎر
ﻧﺸﻮء دﻋﻮى ﺟﻨﺎﺋﯿﺔ إﻟﻰ ﺟﺎﻧﺐ اﻟﺪﻋﻮى اﻟﻤﺪﻧﯿﺔ ،و ﻛﺎﻧﺖ ﻣﺪة اﻟﺘﻘﺎدم ﻟﻠﺪﻋﻮى اﻟﺠﻨﺎﺋﯿﺔ أطﻮل ﻣﻦ ﻣﺪة اﻟﺘﻘﺎدم ﻟﻠﺪﻋﻮى
اﻟﻤﺪﻧﯿﺔ ،ھﻨﺎ ﺗﺴﺮي ﻣﺪة اﻟﺘﻘﺎدم ﻟﻠﺪﻋﻮى اﻟﺠﻨﺎﺋﯿﺔ ﻋﻠﻰ اﻟﺪﻋﻮﯾﯿﻦ.

2

و أﺣﺪ اﻟﻤﺒﺎدئ اﻟﻘﻀﺎﺋﯿﺔ اﻟﺘﻲ أﻛﺪﺗﮭﺎ ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ اﻟﻤﺼﺮﯾﺔ ﻓﻲ ﺷﺄن اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ اﺳﺘﻨﺎداً ﻟﻨﺺ اﻟﻤﺎدة
) 3 (57ﻣﻦ اﻟﺪﺳﺘﻮر اﻟﻤﺼﺮي ،أن اﻟﺪﻋﻮى اﻟﺠﻨﺎﺋﯿﺔ و اﻟﻤﺪﻧﯿﺔ اﻟﻨﺎﺷﺌﺔ ﻋﻦ ﺟﺮﯾﻤﺔ اﻻﻋﺘﺪاء ﻋﻠﻰ اﻟﺤﺮﯾﺔ اﻟﺸﺨﺼﯿﺔ ﻻ
ﺗﺴﻘﻂ ﺑﺎﻟﺘﻘﺎدم.

4

" 1ﺗﺴﻘﻂ ﺑﺎﻟﺘﻘﺎدم دﻋﻮى اﻟﺘﻌﻮﯾﺾ اﻟﻨﺎﺷﺌﺔ ﻋﻦ اﻟﻌﻤﻞ ﻏﯿﺮ اﻟﻤﺸﺮوع ﺑﺎﻧﻘﻀﺎء ﺛﻼث ﺳﻨﻮات ﻣﻦ اﻟﯿﻮم اﻟﺬى ﻋﻠﻢ ﻓﯿﮫ اﻟﻤﻀﺮور ﺑﺤﺪوث اﻟﻀﺮر وﺑﺎﻟﺸﺨﺺ اﻟﻤﺴﺌﻮل ﻋﻨﮫ ،وﺗﺴﻘﻂ ھﺬه
اﻟﺪﻋﻮى ﻓﻲ ﻛﻞ ﺣﺎل ﺑﺎﻧﻘﻀﺎء ﺧﻤﺲ ﻋﺸﺮة ﺳﻨﺔ ﻣﻦ ﯾﻮم وﻗﻮع اﻟﻌﻤﻞ ﻏﯿﺮ اﻟﻤﺸﺮوع " ...........
 2راﺟﻊ ،ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ اﻟﻤﺼﺮﯾﺔ ،اﻟﺪاﺋﺮة اﻟﻤﺪﻧﯿﺔ ،اﻟﻄﻌﻦ رﻗﻢ ) (16389ﻟﺴﻨﺔ ) (76اﻟﻘﻀﺎﺋﯿﺔ ،اﻟﺼﺎدر ﻓﻲ ﺟﻠﺴﺔ  ،2021/03/24ﻣﻮﻗﻊ ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ اﻟﻤﺼﺮﯾﺔ ،ﺗﺎرﯾﺦ اﻟﺪﺧﻮل:
 ،11/04/2022ﻋﻠﻰ اﻟﺮاﺑﻂ :
https://www.cc.gov.eg/i/H/111661842.pdf
ُ " 3ﻛﻞ اﻋﺘﺪاء ﻋﻠﻰ اﻟﺤﺮﯾﺔ اﻟﺸﺨﺼﯿﺔ أو ﺣُﺮﻣﺔ اﻟﺤﯿﺎة اﻟﺨﺎﺻﱠﺔ ﻟﻠ ُﻤﻮاطﻨﯿﻦ وﻏﯿﺮھﺎ ﻣﻦ اﻟﺤُﻘﻮق واﻟﺤُﺮﯾﺎت اﻟﻌﺎ ﱠﻣﺔ اﻟﺘﻲ ﯾﻜﻔﻠﮭﺎ اﻟﺪﺳﺘﻮر واﻟﻘﺎﻧﻮن ﺟﺮﯾﻤﺔ ﻻ ﺗﺴﻘﻂ اﻟﺪﻋﻮى اﻟﺠﻨﺎﺋﯿﺔ وﻻ
اﻟﻤﺪﻧﯿﺔ اﻟﻨﺎﺷﺌﺔ ﻋﻨﮭﺎ ﺑﺎﻟﺘﻘﺎدم وﺗﻜﻔﻞ اﻟﺪوﻟﺔ ﺗﻌﻮﯾﻀﺎ ً ﻋﺎدﻻً ﻟﻤﻦ وﻗﻊ ﻋﻠﯿﮫ اﻻﻋﺘﺪاء".
 4راﺟﻊ ،ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ اﻟﻤﺼﺮﯾﺔ ،اﻟﺪاﺋﺮة اﻟﻤﺪﻧﯿﺔ ،اﻟﻄﻌﻦ رﻗﻢ ) (2484ﻟﺴﻨﺔ ) (65اﻟﻘﻀﺎﺋﯿﺔ ،اﻟﺼﺎدر ﻓﻲ ﺟﻠﺴﺔ  ،2019/08/01ﻣﻮﻗﻊ ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ اﻟﻤﺼﺮﯾﺔ ،ﺗﺎرﯾﺦ اﻟﺪﺧﻮل:
 ،18/04/2022ﻋﻠﻰ اﻟﺮاﺑﻂ:
https://www.cc.gov.eg/judgment_single?id=111398167&&ja=272586
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اﻟﻔﺼﻞ اﻟﺮاﺑﻊ :اﻟﺨﺎﺗﻤﺔ

ﻓﻲ ﺧﺘﺎم ھﺬه اﻷطﺮوﺣﺔ ،ﺑﻌﻨﻮان "ﺣﻤﺎﯾﺔ اﻟﺨﺼﻮﺻﯿﺔ اﻟﺮﻗﻤﯿﺔ ﻓﻲ ظﻞ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ )دراﺳﺔ
ﺗﺤﻠﯿﻠﯿﺔ ﻣﻘﺎرﻧﺔ(" ،ﺗﺮى اﻟﺒﺎﺣﺜﺔ أﻧﮫ ﺑﺎﻟﺮﻏﻢ ﻣﻦ وﺟﻮد اﻟﺘﺸﺮﯾﻊ اﻟﻤﺨﺘﺺ ﺑﺤﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻟﻸﻓﺮاد ﻣﻦ اﺧﺘﺮاﻗﮭﺎ
و اﻧﺘﮭﺎﻛﮭﺎ إﻻ أﻧﮫ ﺗﻢ إﻏﻔﺎل ﺟﻮاﻧﺐ ﻛﺜﯿﺮة ﻟﻢ ﯾﺘﻢ اﻟﺘﻄﺮق ﻟﻤﻌﺎﻟﺠﺘﮭﺎ ﻓﻲ اﻟﺘﺸﺮﯾﻊ ﻓﯿﻤﺎ ﯾﺨﺺ اﻟﻤﺴﺆوﻟﯿﺔ اﻟﺮﻗﻤﯿﺔ ﻋﻦ
ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ،ﻣﻤﺎ ﻗﺪ ﯾﺠﻌﻞ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت ﺣﺎﺋﺮاً ﻓﻲ ﻛﯿﻔﯿﺔ اﻟﺤﺼﻮل ﻋﻠﻰ ﺣﻘﮫ ﻋﻨﺪ اﻧﺘﮭﺎك ﺑﯿﺎﻧﺎﺗﮫ
اﻟﺸﺨﺼﯿﺔ ﻓﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ،ﺣﯿﺚ أن اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن رﻗﻢ ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (45ﻟﺴﻨﺔ  2021ﺑﺸﺄن
ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺟﺎء ﻓﻲ ﻣﻮاﺟﮭﺔ اﻟﻤﺘﺤﻜﻢ و اﻟﻤﻌﺎﻟﺞ ﻟﻠﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ،و ﺑﻌﺪ اﻟﺨﻮض ﻓﻲ ﻏﻤﺎر دراﺳﺔ
اﻟﻤﻮﺿﻮع ﺗﻮﺻﻠﺖ اﻟﺒﺎﺣﺜﺔ إﻟﻰ اﻟﻌﺪﯾﺪ ﻣﻦ اﻟﻨﺘﺎﺋﺞ ،ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ اﻟﺘﻮﺻﯿﺎت اﻟﺘﻲ رأﺗﮭﺎ ﻟﻠﻤﺸﺮع اﻹﻣﺎراﺗﻲ ﺑﺄﻧﮭﺎ ﻗﺪ ﺗﺴﺎھﻢ
ﺑﻘﺪر ﻣﺎ ﻓﻲ ﻋﻼج ﺑﻌﺾ اﻟﺘﺤﺪﯾﺎت اﻟﺘﻲ ﻗﺪ ظﮭﺮت ﻣﻦ ﻣﻮﺿﻮع اﻟﺪراﺳﺔ:
ٍ

أوﻻً :اﻟﻨﺘﺎﺋﺞ
 .1ﻟﻢ ﺗﻌﺮف اﻟﺘﺸﺮﯾﻌﺎت اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ أو اﻟﺤﻖ ﻓﻲ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ،ﻓﺒﺎﻟﺮﻏﻢ ﻣﻦ ﺗﺮادف اﻟﻤﺼﻄﻠﺤﺎن ﻓﻲ اﻟﻜﺜﯿﺮ
ﻣﻦ اﻟﺘﺸﺮﯾﻌﺎت إﻻ أن ﻓﻜﺮة اﻟﺨﺼﻮﺻﯿﺔ ﻓﻜﺮة ﻣﺮﻧﺔ ﻣﺘﻐﯿﺮة ﺣﺴﺐ اﻟﺰﻣﺎن و اﻟﻤﻜﺎن و اﻟﻤﺠﺘﻤﻊ.
 .2ﺑﺎﻟﺮﻏﻢ ﻣﻦ اﻧﻘﺴﺎم اﻟﻔﻘﮫ ﻓﻲ اﻟﺘﻔﺮﻗﺔ ﺑﯿﻦ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ و اﻟﺤﻘﻮق اﻷﺧﺮى ،ﻛﺎﻟﺤﻖ ﻓﻲ اﻟﺼﻮرة ،و اﻟﺤﻖ ﻓﻲ
اﻟﺸﺮف و اﻻﻋﺘﺒﺎر ،و اﻟﺤﻖ ﻓﻲ اﻟﺪﺧﻮل ﻓﻲ طﻲ اﻟﻨﺴﯿﺎن ،إﻻ أﻧﮭﺎ ﺗﺪﺧﻞ ﻓﻲ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﻓﮭﻲ ﺟﺰء ﻻ ﯾﺘﺠﺰأ
ﻣﻨﮭﺎ ،و ھﺬا ﻣﺎ أﻛﺪﺗﮫ اﻷﺣﻜﺎم اﻟﻘﻀﺎﺋﯿﺔ ذات اﻟﺼﻠﺔ.
 .3اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﺣﻖ ﻣﻘﺪس ﻓﻲ اﻟﻜﺜﯿﺮ ﻣﻦ اﻟﺪﺳﺎﺗﯿﺮ ﺣﻮل اﻟﻌﺎﻟﻢ ،إﻻ أﻧﮫ ﻣﻘﯿﺪ ﺑﺎﻋﺘﺒﺎرات ﻋﺪة ﯾﺠﻮز ﻓﯿﮭﺎ اﻻطﻼع
إطﺎر ﺗﺸﺮﯾﻌﻲ ﻣﻨﻈﻢ ،ﻛﺎﻷﻣﻦ اﻟﻘﻮﻣﻲ و اﻟﺼﺤﺔ اﻟﻌﺎﻣﺔ و اﻟﺤﺎﻻت
ﻋﻠﻰ اﻟﺒﯿﺎﻧﺎت اﻟﺨﺎﺻﺔ ﺑﺎﻷﻓﺮاد ﻓﻲ أﺣﻮال ﻣﺤﺪدة و
ٍ
اﻟﺘﻲ ﻧﺺ ﻋﻠﯿﮭﺎ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ.
 .4ﺗﺘﻨﻮع ﻣﺨﺎطﺮ اﺳﺘﺨﺪام اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻋﻠﻰ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ ﻣﻦ ﺧﻼل ظﮭﻮر ﺗﻘﻨﯿﺎت ﻟﻠﺘﻌﺮف ﻋﻠﻰ اﻟﻮﺟﮫ
أو اﻟﺼﻮت و ﻗﺪ ﺗﺼﻞ ﻓﻲ ﺑﻌﺾ اﻷﺣﯿﺎن إﻟﻰ ﺧﻠﻖ ﻓﯿﺪﯾﻮ ﻷﺷﺨﺎص ﻻ ﯾﻮﺟﺪ ﻟﮭﻢ اﻟﻌﻠﻢ ﺑﺬﻟﻚ ،و اﻟﺨﻄﺮ اﻷﻛﺒﺮ ﯾﺘﻤﺜﻞ
ﻓﻲ أن ھﺬه اﻟﺘﻄﺒﯿﻘﺎت ﺗﺰﯾﺪ ﯾﻮﻣﺎ ً ﺑﻌﺪ ﯾﻮم ﻣﻤﺎ ﻗﺪ ﯾﺸﻜﻞ ﺧﻄﺮاً ﻋﻠﻰ اﻟﺨﺼﻮﺻﯿﺔ.
 .5وﺿﻊ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (45ﻟﺴﻨﺔ  2021ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ أطﺮ ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت
اﻟﺸﺨﺼﯿﺔ ،ﻓﻘﺪ أﻋﻄﻰ ﻟﺼﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﻌﺪﯾﺪ ﻣﻦ اﻟﺤﻘﻮق ،و ﻣﻦ ﺟﺎﻧﺐ آﺧﺮ رﺗﺐ اﻟﻌﺪﯾﺪ ﻣﻦ اﻻﻟﺘﺰاﻣﺎت
ﻋﻠﻰ ﻣﻌﺎﻟﺠﻲ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ،ﻣﻤﺎ ﺧﻠﻖ ﻧﻮع ﻣﻦ اﻟﺘﻮازن ﻓﻲ اﻟﻌﻼﻗﺔ ﺑﯿﻦ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت و ﻣﻌﺎﻟﺞ اﻟﺒﯿﺎﻧﺎت.
 .6ﻻ ﯾﻤﻜﻦ اﻋﺘﺒﺎر أﻧﻈﻤﺔ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻣﻦ ﻗﺒﯿﻞ اﻷﺷﺨﺎص اﻟﻄﺒﯿﻌﯿﺔ أو اﻻﻋﺘﺒﺎرﯾﺔ.
 .7ﻋﺪم ﻣﻼءﻣﺔ اﻟﻘﻮاﻋﺪ اﻟﺘﻘﻠﯿﺪﯾﺔ اﻟﻌﺎﻣﺔ ﻟﺘﻄﺒﯿﻘﮭﺎ ﻋﻠﻰ أﻧﻈﻤﺔ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻓﻲ ﺗﺤﺪﯾﺪ اﻟﻤﺴﺆول ﻋﻦ اﻧﺘﮭﺎﻛﺎت
اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻟﻸﻓﺮاد ﻓﻲ ھﺬه اﻷﻧﻈﻤﺔ ،ﻓﺘﻄﺒﯿﻘﮭﺎ ﻋﻠﻰ أﻧﻈﻤﺔ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ أﻣﺮ ﻓﻲ ﻏﺎﯾﺔ اﻟﺘﻌﻘﯿﺪ و اﻟﺼﻌﻮﺑﺔ.
 .8ﻋﺪم ﻣﻮاءﻣﺔ اﻟﺘﺸﺮﯾﻊ اﻟﻘﺎﺋﻢ ﻓﻲ ﻣﻮاﺟﮭﺔ ﺗﺤﺪﯾﺎت أﻧﻈﻤﺔ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ،أﻧﻈﻤﺔ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ أﻧﻈﻤﺔ ذات
طﺒﯿﻌﺔ ﺧﺎﺻﺔ ﻣﺘﻤﯿﺰة و ﻣﺘﻔﺮدة ﯾﺠﺐ اﺳﺘﺤﺪاث ﻧﺼﻮص ﺗﺸﺮﯾﻌﯿﺔ ﻟﺘﻨﻈﯿﻢ ﻋﻤﻠﮭﺎ.

75

 .9اﻟﻘﻮاﻋﺪ اﻟﺘﻘﻠﯿﺪﯾﺔ ﻏﯿﺮ ﻣﻨﺼﻔﺔ ﻟﻠﻤﻀﺮور ﻓﮭﻲ ﺗﺤﺎﻛﻲ اﻟﺘﺰام اﻟﺸﺨﺺ اﻟﻄﺒﯿﻌﻲ و اﻻﻋﺘﺒﺎري ،ﻓﺄﻧﻈﻤﺔ اﻟﺬﻛﺎء
اﻻﺻﻄﻨﺎﻋﻲ ذو طﺒﯿﻌﺔ ﺧﺎﺻﺔ.

ﺛﺎﻧﯿﺎً :اﻟﺘﻮﺻﯿﺎت
 .1اﻹﺳﺮاع ﻓﻲ إﺻﺪار اﻟﻼﺋﺤﺔ اﻟﺘﻨﻔﯿﺬﯾﺔ ﻟﻠﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (45ﻟﺴﻨﺔ  2021ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ.
 .2اﺳﺘﺤﺪاث ﻧﻈﺎم ﻗﺎﻧﻮﻧﻲ ﺟﺪﯾﺪ ﯾﺸﻤﻞ ﺟﻤﯿﻊ اﻟﻤﻮاد اﻟﻘﺎﻧﻮﻧﯿﺔ اﻟﺘﻲ ﺗﻨﻈﻢ ﻣﺨﺘﻠﻒ ﺻﻮر اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ واﻟﺤﯿﺎة
اﻟﺨﺎﺻﺔ ،ﺑﺎﻹﺿﺎﻓﺔ إﻟﻰ اﻟﺠﺰاءات اﻟﺘﻲ ﺗﺘﺮﺗﺐ ﻋﻠﻰ اﻧﺘﮭﺎك اﻟﺨﺼﻮﺻﯿﺔ.
 .3ﺗﻮﻋﯿﺔ اﻷﻓﺮاد ﻓﻲ اﻟﻤﺠﺘﻤﻊ ﺑﻀﺮورة اﻟﻌﻠﻢ ﺑﺎﻟﺤﻘﻮق اﻟﺘﻲ ُﻣﻨِﺤﺖ ﻟﮫ ﻣﻦ ﻗﺒﻞ اﻟﻤﺸﺮع اﻹﻣﺎراﺗﻲ ﻛﺼﺎﺣﺐ ﺑﯿﺎﻧﺎت وﻛﺬﻟﻚ
ﺑﺎﻻﻟﺘﺰاﻣﺎت اﻟﺘﻲ ﺗﻘﻊ ﻋﻠﻰ ﻋﺎﺗﻘﻲ ﻣﺸﻐﻠﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ.
 .4إﻋﺎدة ﺻﯿﺎﻏﺔ ﺑﻌﺾ اﻟﻨﺼﻮص اﻟﻘﺎﻧﻮﻧﯿﺔ ﻓﻲ اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي:
 ﻛﺎﻟﻤﺎدة ) (6اﻟﺒﻨﺪ )ب( ﻣﻦ ﻓﻘﺮﺗﮭﺎ اﻷوﻟﻰ إذا ﻛﺎن ﻻ ﯾﻔﺮق ﺑﯿﻦ اﻟﻜﺘﺎﺑﺔ اﻟﺘﻘﻠﯿﺪﯾﺔ واﻟﻜﺘﺎﺑﺔ اﻹﻟﻜﺘﺮوﻧﯿﺔ ﺑﺸﺄن ﻣﻮاﻓﻘﺔ ﺻﺎﺣﺐاﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ.
 اﻟﺒﻨﺪ اﻟﺮاﺑﻊ ﻣﻦ اﻟﻤﺎدة ) (8ﻧﺺ اﻟﻤﺸﺮع ﻋﻠﻰ اﻻﻟﺘﺰام ﺑﻤﺤﻮ اﻟﺒﯿﺎﻧﺎت ﺑﻌﺪ اﻧﻘﻀﺎء ﻣﺪة اﻟﻤﻌﺎﻟﺠﺔ ،ﻓﻜﺎن ﻣﻦ اﻷوﻟﻰ وﺿﻊﻣﺪة ﻟﻤﺤﻮ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﺑﻌﺪ اﻻﻧﺘﮭﺎء ﻣﻦ ﻏﺮض اﻟﻤﻌﺎﻟﺠﺔ .وذﻟﻚ ﺑﻤﺎ ﯾﺴﺪ اﻟﺜﻐﺮات اﻟﻘﺎﻧﻮﻧﯿﺔ ﻓﻲ اﻟﻤﺮﺳﻮم واﻟﺘﻲ
ﯾﻤﻜﻦ ﻟﻤﺸﻐﻠﻲ ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ اﺳﺘﻐﻼﻟﮭﺎ ﻓﻲ ﻣﻮاﺟﮭﺔ ﺻﺎﺣﺐ اﻟﺒﯿﺎﻧﺎت.
 .5إﻋﺪاد ﻣﻨﻈﻮﻣﺔ ﺗﺸﺮﯾﻌﯿﺔ ﻣﻼءﻣﺔ ﻟﻤﻮاﻛﺒﺔ اﻟﺘﺤﺪﯾﺎت اﻟﻤﺘﻼﺣﻘﺔ ﻟﻠﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ.
 .6ﺿﺮورة وﺿﻊ ﻗﻮاﻋﺪ ﻗﺎﻧﻮﻧﯿﺔ ﺧﺎﺻﺔ ﺗﻨﻈﻢ أﺣﻜﺎم اﻟﻤﺴﺆوﻟﯿﺔ اﻟﻘﺎﻧﻮﻧﯿﺔ اﻟﺠﺪﯾﺪة ﻟﺘﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ،وﯾﺘﻢ
إدراﺟﮭﺎ ﺿﻤﻦ اﻟﻤﺴﺆوﻟﯿﺔ اﻟﻤﺪﻧﯿﺔ اﻟﺨﺎﺻﺔ.
 .7اﺳﺘﺤﺪاث ﻣﺤﺎﻛﻢ ﻣﺨﺘﺼﺔ ﺑﺎﻟﻘﻀﺎﯾﺎ اﻟﺤﺪﯾﺜﺔ واﻟﻤﺴﺘﺠﺪة اﻟﻤﺘﻌﻠﻘﺔ ﺑﺎﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ،ﻣﻜﻮﻧﮫ ﻣﻦ ذوي اﻟﺨﺒﺮة ﻓﻲ
اﻟﻤﻨﺎزﻋﺎت ذات اﻟﺼﻠﺔ ﺑﻤﻮﺿﻮﻋﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ.
 .8دﻋﻮة ﻟﻠﻘﺎﺋﻤﯿﻦ ﻋﻠﻰ وﺿﻊ اﻟﻤﻨﺎھﺞ و اﻟﻤﺴﺎﻗﺎت ﻓﻲ اﻟﺠﺎﻣﻌﺎت و ﻛﻠﯿﺎت اﻟﻘﺎﻧﻮن ﺑﻄﺮح ﻣﺴﺎق ﯾﺘﻀﻤﻦ "ﺗﺸﺮﯾﻌﺎت
اﻟﺘﻜﻨﻮﻟﻮﺟﯿﺎ اﻟﻤﺘﻘﺪﻣﺔ" ،و اﻟﺬي ﯾﻌﻨﻰ ﺑﺘﺪرﯾﺲ ﺟﻤﯿﻊ اﻟﺘﺸﺮﯾﻌﺎت اﻟﺪوﻟﯿﺔ و اﻟﻮطﻨﯿﺔ اﻟﺘﻲ ﺗﺨﺘﺺ ﺑﻤﻮﺿﻮع اﻟﺘﻜﻨﻮﻟﻮﺟﯿﺎ
اﻟﻤﺘﻘﺪﻣﺔ.
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اﻟﻤﺮاﺟﻊ
اﻟﻤﺮاﺟﻊ اﻟﻌﺮﺑﯿﺔ
اﻟﻜﺘﺐ:
 .1أﺣﻤﺪ ،إﺑﺮاھﯿﻢ ﺳﯿﺪ ) .(2007اﻟﻀﺮر اﻟﻤﻌﻨﻮي ﻓﻘﮭﺎ ًو ﻗﻀﺎء .اﻟﻄﺒﻌﺔ اﻷوﻟﻰ .اﻹﺳﻜﻨﺪرﯾﺔ ،ﻣﺼﺮ :اﻟﻤﻜﺘﺐ
اﻟﺠﺎﻣﻌﻲ اﻟﺤﺪﯾﺚ.
 .2اﻷھﻮاﻧﻲ ،ﺣﺴﺎم اﻟﺪﯾﻦ ) .(2000اﻟﺤﻖ ﻓﻲ اﺣﺘﺮام اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ،اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ .اﻟﻄﺒﻌﺔ اﻟﺜﺎﻧﯿﺔ .اﻟﻘﺎھﺮة:
دار اﻟﻨﮭﻀﺔ اﻟﻌﺮﺑﯿﺔ.

 .3اﻟﺮاﻋﻲ ،ﺻﺒﺮي ﻣﺤﻤﻮد و رﺿﺎ اﻟﺴﯿﺪ ،ﻋﺒﺪاﻟﻌﺎطﻲ .(2006) .اﻟﻤﻮﺳﻮﻋﺔ اﻟﻨﻤﻮذﺟﯿﺔ ﻓﻲ ﺷﺮح ﻗﻀﺎﯾﺎ اﻟﺘﻌﻮﯾﻀﺎت
و اﻟﻤﺴﺆوﻟﯿﺔ اﻟﻤﺪﻧﯿﺔ .اﻟﻄﺒﻌﺔ اﻷوﻟﻰ .اﻟﻘﺎھﺮة ،ﻣﺼﺮ :دار ﻣﺼﺮ ﻟﻠﻤﻮﺳﻮﻋﺎت اﻟﻘﺎﻧﻮﻧﯿﺔ.
 .4اﻟﺰﺑﯿﺮ ،ﺣﺎﯾﻒ ﺳﺎﻟﻢ ) .(2018اﻻﻋﺘﺪاء ﻋﻠﻰ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ﻋﻦ طﺮﯾﻖ اﻹﻧﺘﺮﻧﺖ ﻓﻲ اﻟﺘﺸﺮﯾﻊ اﻟﻌﺮاﻗﻲ و اﻟﻠﺒﻨﺎﻧﻲ–
دراﺳﺔ ﻣﻘﺎرﻧﺔ– .اﻟﻄﺒﻌﺔ اﻷوﻟﻰ .اﻟﻘﺎھﺮة :دار اﻟﻨﮭﻀﺔ اﻟﻌﺮﺑﯿﺔ ﻟﻠﻨﺸﺮ و اﻟﺘﻮزﯾﻊ.
 .5اﻟﺸﺮﻗﺎوي ،اﻟﺸﮭﺎﺑﻲ إﺑﺮاھﯿﻢ ) .(2011ﻣﺼﺎدر اﻻﻟﺘﺰام ﻏﯿﺮ اﻹرادﯾﺔ ﻓﻲ ﻗﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت اﻟﻤﺪﻧﯿﺔ اﻹﻣﺎراﺗﻲ.
اﻟﻄﺒﻌﺔ اﻷوﻟﻰ .اﻟﺸﺎرﻗﺔ :اﻵﻓﺎق اﻟﻤﺸﺮﻗﺔ ﻧﺎﺷﺮون.
 .6اﻟﻌﺒﮭﺠﻲ ،ﻋﺼﺎم ) .(2005ﺣﻤﺎﯾﺔ اﻟﺤﻖ ﻓﻲ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ﻓﻲ ﺿﻮء ﺣﻘﻮق اﻹﻧﺴﺎن واﻟﻤﺴﺆوﻟﯿﺔ اﻟﻤﺪﻧﯿﺔ.
اﻹﺳﻜﻨﺪرﯾﺔ :دار اﻟﺠﺎﻣﻌﺔ اﻟﺠﺪﯾﺪة ﻟﻠﻨﺸﺮ.
 .7اﻟﻌﻮﺿﻲ ،ﻋﺒﺪ اﻟﮭﺎدي ﻓﻮزي ) .(2014اﻟﺤﻖ ﻓﻲ اﻟﺪﺧﻮل ﻓﻲ طﻲ اﻟﻨﺴﯿﺎن ﻋﻠﻰ ﺷﺒﻜﺔ اﻹﻧﺘﺮﻧﺖ .اﻟﻄﺒﻌﺔ اﻷوﻟﻰ.
اﻟﻘﺎھﺮة :دار اﻟﻨﮭﻀﺔ اﻟﻌﺮﺑﯿﺔ.
 .8اﻟﻤﻘﺎطﻊ ،ﻣﺤﻤﺪ ﻋﺒﺪاﻟﻤﺤﺴﻦ ) .(1992ﺣﻤﺎﯾﺔ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ﻟﻸﻓﺮاد و ﺿﻤﺎﻧﺎﺗﮭﺎ ﻓﻲ ﻣﻮاﺟﮭﺔ اﻟﺤﺎﺳﺐ اﻵﻟﻲ.
اﻟﻜﻮﯾﺖ :دار ذات اﻟﺴﻼﺳﻞ ﻟﻠﻄﺒﺎﻋﺔ و اﻟﻨﺸﺮ.
 .9اﻟﻨﻤﺮ ،وﻟﯿﺪ ﺳﻠﯿﻢ ) .(2017ﺣﻤﺎﯾﺔ اﻟﺨﺼﻮﺻﯿﺔ ﻓﻲ اﻹﻧﺘﺮﻧﺖ .اﻟﻄﺒﻌﺔ اﻷوﻟﻰ .اﻹﺳﻜﻨﺪرﯾﺔ :دار اﻟﻔﻜﺮ اﻟﺠﺎﻣﻌﻲ.
 .10أﻧﯿﺲ ،إﺑﺮاھﯿﻢ آﺧﺮون ) . (1972اﻟﻤﻌﺠﻢ اﻟﻮﺳﯿﻂ  .اﻟﻄﺒﻌﺔ اﻟﺜﺎﻧﯿﺔ )اﻟﺠﺰء اﻷول( .ﻣﺼﺮ :دار اﻟﻤﻌﺎرف.
 .11ﺑﺤﺮ ،ﻣﻤﺪوح ﺧﻠﯿﻞ ) .(2011ﺣﻤﺎﯾﺔ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ﻓﻲ اﻟﻘﺎﻧﻮن اﻟﺠﻨﺎﺋﻲ– دراﺳﺔ ﻣﻘﺎرﻧﺔ – .اﻟﻘﺎھﺮة  :دار
اﻟﻨﮭﻀﺔ اﻟﻌﺮﺑﯿﺔ.
 .12ﺑﺪر ،أﺳﺎﻣﺔ أﺣﻤﺪ ) .(2022أﺣﻜﺎم ﻗﺎﻧﻮن ﺣﻤﺎﯾﺔ اﻟﻤﺴﺘﮭﻠﻚ اﻹﺗﺤﺎدي رﻗﻢ ) (15ﻟﺴﻨﺔ  .2020اﻟﻄﺒﻌﺔ اﻟﺜﺎﻧﯿﺔ.
اﻹﻣﺎرات :ﺟﺎﻣﻌﺔ اﻹﻣﺎرات اﻟﻌﺮﺑﯿﺔ اﻟﻤﺘﺤﺪة.
 .13ﺑﺪوي ،ﻋﻤﺮو طﮫ ) .(2020اﻟﺘﻨﻈﯿﻢ اﻟﻘﺎﻧﻮﻧﻲ ﻟﻤﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ– دراﺳﺔ ﺗﻄﺒﯿﻘﯿﺔ ﻋﻠﻰ ﻣﻌﺎﻟﺠﺔ
ﺗﺴﺠﯿﻼت اﻟﻤﺮاﻗﺒﺔ اﻟﺼﻮﺗﯿﺔ –.اﻟﻄﺒﻌﺔ اﻷوﻟﻰ  .ﻣﺼﺮ :دار اﻟﻨﮭﻀﺔ اﻟﻌﺮﺑﯿﺔ ،اﻹﻣﺎرات :دار اﻟﻨﮭﻀﺔ اﻟﻌﻠﻤﯿﺔ.
 .14ﺣﺴﺎن ،أﺣﻤﺪ ﻣﺤﻤﺪ ) .(2001ﻧﺤﻮ ﻧﻈﺮﯾﺔ ﻋﺎﻣﺔ ﻟﺤﻤﺎﯾﺔ اﻟﺤﻖ ﻓﻲ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ﻓﻲ اﻟﻌﻼﻗﺔ ﺑﯿﻦ اﻟﺪوﻟﺔ و اﻷﻓﺮاد
"دراﺳﺔ ﻣﻘﺎرﻧﺔ" .اﻟﻘﺎھﺮة :دار اﻟﻨﮭﻀﺔ اﻟﻌﺮﺑﯿﺔ.
 .15ﺳﯿﺪ ،أﺷﺮف ﺟﺎﺑﺮ ) .(2013اﻟﺠﻮاﻧﺐ اﻟﻘﺎﻧﻮﻧﯿﺔ ﻟﻤﻮاﻗﻊ اﻟﺘﻮاﺻﻞ اﻻﺟﺘﻤﺎﻋﻲ .اﻟﻘﺎھﺮة :دار اﻟﻨﮭﻀﺔ اﻟﻌﺮﺑﯿﺔ.
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 .16زﻋﺒﻲ ،ﻋﻤﺎر ) .(2017ﺣﻤﺎﯾﺔ اﻟﻤﺴﺘﮭﻠﻚ ﻣﻦ اﻷﺿﺮار اﻟﻨﺎﺗﺠﺔ ﻋﻦ اﻟﻤﻨﺘﺠﺎت اﻟﻤﻌﯿﺒﺔ .اﻟﻄﺒﻌﺔ اﻷوﻟﻰ .ﻋﻤﺎن،
اﻷردن :دار اﻷﯾﺎم.
ﻋﻤﺎن:
 .17ﺳﺮﺣﺎن ،ﻋﺪﻧﺎن إﺑﺮاھﯿﻢ ) .(2010أﺣﻜﺎم اﻟﺒﯿﻊ ﻓﻲ ﻗﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت اﻟﻤﺪﻧﯿﺔ اﻹﻣﺎراﺗﻲ .اﻟﻄﺒﻌﺔ اﻟﺜﺎﻧﯿﺔَ .
دار اﻵﻓﺎق اﻟﻤﺸﺮﻗﺔ.
 .18ﻋﺒﺎﺳﻲ ،ﺑﻮﻋﺒﯿﺪ ) .(2008اﻹﻟﺘﺰام ﺑﺎﻹﻋﻼم ﻓﻲ اﻟﻌﻘﻮد–دراﺳﺔ ﻓﻲ ﺣﻤﺎﯾﺔ اﻟﻤﺘﻌﺎﻗﺪ و اﻟﻤﺴﺘﮭﻠﻚ.ﻣﺮاﻛﺶ–اﻟﻤﻐﺮب
 .اﻟﻄﺒﻌﺔ اﻷوﻟﻰ.
 .19ﻋﺒﺪاﻟﺠﻠﯿﻞ ،ﯾﺴﺮﯾﺔ ﻣﺤﻤﺪ ) .(2007اﻟﻤﺴﺌﻮﻟﯿﺔ ﻋﻦ اﻷﺿﺮار اﻟﻨﺎﺷﺌﺔ ﻋﻦ ﻋﯿﻮب ﺗﺼﻨﯿﻊ اﻟﻄﺎﺋﺮات .اﻷﺳﻜﻨﺪرﯾﺔ:
ﻣﻨﺸﺄة اﻟﻤﻌﺎرف.
 .20ﻋﺒﺪاﻟﺪاﯾﻢ ،ﺣﺴﻨﻲ ﻣﺤﻤﻮد ) .(2019ﺷﺮح ﻗﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت اﻟﻤﺪﻧﯿﺔ اﻹﻣﺎراﺗﻲ اﻟﻌﻘﻮد اﻟﻤﺴﻤﺎة –ﻋﻘﺪ اﻟﺒﯿﻊ– .ﺑﺪون
رﻗﻢ طﺒﻌﺔ .دﺑﻲ  -اﻹﻣﺎرات :دار اﻟﻨﮭﻀﺔ اﻟﻌﺮﺑﯿﺔ .اﻟﻘﺎھﺮة  -ﻣﺼﺮ ،دار اﻟﻨﮭﻀﺔ اﻟﻌﻠﻤﯿﺔ.
 .21ﻋﺒﺪاﻟﺼﻤﺪ ،ﺣﺴﻨﻲ ﻣﺤﻤﻮد ) .(2018اﻟﻮﺟﯿﺰ ﻓﻲ ﺷﺮح ﻋﻘﺪ اﻟﺒﯿﻊ وﻓﻘﺎ ً ﻷﺣﻜﺎم ﻗﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت اﻟﻤﺪﻧﯿﺔ
اﻹﻣﺎراﺗﻲ رﻗﻢ  5ﻟﺴﻨﺔ  .1985اﻟﻄﺒﻌﺔ اﻷوﻟﻰ .دب  :دار اﻟﻨﮭﻀﺔ اﻟﻌﻠﻤﯿﺔ.
 .22ﻣﺆﻣﻦ ،طﺎھﺮ ﺷﻮﻗﻲ ) .(2017اﻟﻨﻈﺎم اﻟﻘﺎﻧﻮﻧﻲ ﻟﻠﻄﺎﺋﺮات ﺑﺪون طﯿﺎر "اﻟﺪروﻧﺰ  ."Les Dronesاﻟﻘﺎھﺮة  :دار
اﻟﻨﮭﻀﺔ اﻟﻌﺮﺑﯿﺔ.
 .23ﻣﻨﺼﻮر ،ﻣﺤﻤﺪ ﺣﺴﯿﻦ ) .(2010ﺷﺮح اﻟﻌﻘﻮد اﻟﻤﺴﻤﺎة .اﻟﻄﺒﻌﺔ اﻷوﻟﻰ  .ﺑﯿﺮوت ،ﻟﺒﻨﺎن :ﻣﻨﺸﻮرات اﻟﺤﻠﺒﻲ.
اﻟﺮﺳﺎﺋﻞ اﻟﻌﻠﻤﯿﺔ:

 .1اﻟﺴﻠﻤﺎن ،ﺧﺎﻟﺪ ﻋﺒﺪﷲ ) .(2014طﺒﯿﻌﺔ ﻣﺴﺌﻮﻟﯿﺔ اﻟﻤﻨﺘﺞ و ﺣﺎﻻت اﻹﻋﻔﺎء ﻣﻨﮭﺎ "دراﺳﺔ ﻣﻘﺎرﻧﺔ" )أطﺮوﺣﺔ
ﻣﺎﺟﺴﺘﯿﺮ( .ﺟﺎﻣﻌﺔ اﻟﻤﻨﻮﻓﯿﺔ .اﻟﻤﻨﻮﻓﯿﺔ ،ﻣﺼﺮ.
 .2ﻗﺎﺳﻢ ،أﺣﻤﺪ ﻧﺼﺮ )ﺳﺒﺘﻤﺒﺮ  .(2018اﻟﻤﺴﺆوﻟﯿﺔ اﻟﻤﺪﻧﯿﺔ ﻟﺤﺎرس اﻷﺷﯿﺎء "دراﺳﺔ ﻣﻘﺎرﻧﺔ" )أطﺮوﺣﺔ ﻣﺎﺟﺴﺘﯿﺮ(.
ﺟﺎﻣﻌﺔ اﻟﻨﺠﺎح اﻟﻮطﻨﯿﺔ .ﻧﺎﺑﻠﺲ ،ﻓﻠﺴﻄﯿﻦ.
اﻷﺑﺤﺎث و اﻟﺪورﯾﺎت:
 .1اﻟﺘﮭﺎﻣﻲ ،ﺳﺎﻣﺢ ) .(2020ﺿﻮاﺑﻂ ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ– دراﺳﺔ ﻣﻘﺎرﻧﺔ ﺑﯿﻦ اﻟﻘﺎﻧﻮن اﻟﻔﺮﻧﺴﻲ واﻟﻜﻮﯾﺘﻲ –.
ﺑﺤﺚ ﻣﻨﺸﻮر ﻓﻲ ﻣﺠﻠﺔ ﻛﻠﯿﺔ اﻟﻘﺎﻧﻮن اﻟﻜﻮﯾﺘﯿﺔ اﻟﻌﺎﻟﻤﯿﺔ .اﻟﺴﻨﺔ .8اﻟﻌﺪد .8ص.411–401

 .2اﻟﺨﻄﯿﺐ ،ﻣﺤﻤﺪ ﻋﺮﻓﺎن ) .(2020اﻟﻤﺴﺆوﻟﯿﺔ اﻟﻤﺪﻧﯿﺔ و اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ  ...إﻣﻜﺎﻧﯿﺔ اﻟﻤﺴﺎءﻟﺔ؟! .ﻣﺠﻠﺔ ﻛﻠﯿﺔ اﻟﻘﺎﻧﻮن
اﻟﻜﻮﯾﺘﯿﺔ اﻟﻌﺎﻟﻤﯿﺔ .(1) 8.ص.141–140
 .3اﻟﺨﻄﯿﺐ ،ﻣﺤﻤﺪ ﻋﺮﻓﺎن ) .(2018ﺿﻤﺎﻧﺎت اﻟﺤﻖ ﻓﻲ اﻟﻌﺼﺮ اﻟﺮﻗﻤﻲ ،ﻣﻦ ﺗﺒﺪل اﻟﻤﻔﮭﻮم ﻟﺘﺒﺪل اﻟﺤﻤﺎﯾﺔ ،ﻗﺮاءة ﻓﻲ

اﻟﻤﻮﻗﻒ اﻟﺘﺸﺮﯾﻌﻲ اﻷوروﺑﻲ واﻟﻔﺮﻧﺴﻲ واﺳﻘﺎط ﻋﻠﻰ اﻟﻤﻮﻗﻒ اﻟﺘﺸﺮﯾﻌﻲ اﻟﻜﻮﯾﺘﻲ .ﻣﺠﻠﺔ ﻛﻠﯿﺔ اﻟﻘﺎﻧﻮن اﻟﻜﻮﯾﺘﯿﺔ
اﻟﻌﺎﻟﻤﯿﺔ ،(3) 10 .ﻣﻠﺤﻖ ﺧﺎص .ص.324–251
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 .4اﻟﺬھﺒﻲ ،ﺧﺪوﺟﺔ )دﯾﺴﻤﺒﺮ  .(2017ﺣﻖ اﻟﺨﺼﻮﺻﯿﺔ ﻓﻲ ﻣﻮاﺟﮭﺔ اﻻﻋﺘﺪاءات اﻹﻟﻜﺘﺮوﻧﯿﺔ – دراﺳﺔ ﻣﻘﺎرﻧﺔ– .ﻣﺠﻠﺔ
اﻷﺳﺘﺎذ اﻟﺒﺎﺣﺚ ﻟﻠﺪراﺳﺎت اﻟﻘﺎﻧﻮﻧﯿﺔ و اﻟﺴﯿﺎﺳﯿﺔ .(8) 1 .ص.160–143

 .5اﻟﻌﻤﺮوﺳﻲ ،ﻏﺎدة ﻋﻠﻲ ) .(2021ﻣﻮﻗﻒ اﻟﻔﻘﮫ اﻹﺳﻼﻣﻲ ﻣﻦ اﻟﺘﻌﺪي ﻋﻠﻰ اﻟﺒﯿﺎﻧﺎت اﻟﻤﺎﻟﯿﺔ .ﻣﺠﻠﺔ ﻛﻠﯿﺔ اﻟﺪراﺳﺎت
اﻹﺳﻼﻣﯿﺔ و اﻟﻌﺮﺑﯿﺔ .(4) 6 .ص.600–604

 .6أﻣﯿﻦ ،ﻣﺤﻤﺪ و إﺑﺮاھﯿﻢ ،ﺳﻠﯿﻤﺎن .(2016) .اﻟﺤﻤﺎﯾﺔ اﻟﺠﻨﺎﺋﯿﺔ ﻓﻲ ﺣﺮﻣﺔ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ ﻓﻲ ﻗﺎﻧﻮن اﻟﻌﻘﻮﺑﺎت اﻹﻣﺎراﺗﻲ
 .ﻣﺠﻠﺔ ﺟﺎﻣﻌﺔ اﻟﺸﺎرﻗﺔ ﻟﻠﻌﻠﻮم اﻟﺸﺮﻋﯿﺔ و اﻟﻘﺎﻧﻮﻧﯿﺔ .(1) 13 .ص .88–60

 .7ﺑﺮﯾﻚ ،أﯾﻤﻦ ﻣﺤﻤﺪ )ﻣﺎرس  . (2022ﺗﻄﺒﯿﻘﺎت اﻟﻤﯿﺘﺎﻓﯿﺮس و ﻋﻼﻗﺘﮭﺎ ﺑﻤﺴﺘﻘﺒﻞ ﺻﻨﺎﻋﺔ اﻟﺼﺤﺎﻓﺔ اﻟﺮﻗﻤﯿﺔ – دراﺳﺔ
اﺳﺘﺸﺮاﻓﯿﺔ ﺧﻼل اﻟﻌﻘﺪﯾﻦ  .–2042:2022اﻟﻤﺠﻠﺔ اﻟﻤﺼﺮﯾﺔ ﻟﺒﺤﻮث اﻹﻋﻼم  .(78) 2022 .ص.76–45

 .8ﺑﻄﯿﺦ ،ﻣﮭﺎ رﻣﻀﺎن ﻣﺤﻤﺪ ) .(2021اﻟﻤﺴﺆوﻟﯿﺔ اﻟﻤﺪﻧﯿﺔ ﻋﻦ أﺿﺮار أﻧﻈﻤﺔ اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ – دراﺳﺔ ﺗﺤﻠﯿﻠﯿﺔ
ﻣﻘﺎرﻧﺔ– .اﻟﻤﺠﻠﺔ اﻟﻘﺎﻧﻮﻧﯿﺔ ،ﺟﺎﻣﻌﺔ اﻟﻘﺎھﺮة .(5) 9 .ص.1616–1513

 .9ﺧﺼﺎوﻧﮫ ،ﻋﻼء اﻟﺪﯾﻦ و ﻓﺮاس ،اﻟﻜﺴﺎﺳﺒﮫ و درادﻛﮫ ،ﻻﻓﻲ ﻣﺤﻤﺪ .(2011) .اﻟﺤﻤﺎﯾﺔ اﻟﻘﺎﻧﻮﻧﯿﺔ ﻟﻠﺨﺼﻮﺻﯿﺔ و اﻟﺒﯿﺎﻧﺎت
اﻟﺸﺨﺼﯿﺔ ﻓﻲ ﻧﻄﺎق اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ .ﻣﺠﻠﺔ ﺟﺎﻣﻌﺔ اﻟﺸﺎرﻗﺔ ﻟﻠﻌﻠﻮم اﻟﺸﺮﻋﯿﺔ و اﻟﻘﺎﻧﻮﻧﯿﺔ .(2) 8 .ص.226–175
 .10ﺷﻮﯾﻜﻲ ،ﺷﻮق ﺣﺴﯿﻦ و ﻣﺤﻤﻮد إﺑﺮاھﯿﻢ ،ﻓﯿﺎض ) .(2019اﻟﻤﺴﺆوﻟﯿﺔ اﻟﻤﺪﻧﯿﺔ ﻋﻦ ﺣﻮادث اﻟﺘﺎﻛﺴﻲ اﻟﻄﺎﺋﺮ ﻓﻲ دﺑﻲ:
دراﺳﺔ اﺳﺘﺸﺮاﻓﯿﺔ  .ﻣﺠﻠﺔ ﺟﺎﻣﻌﺔ اﻟﺸﺎرﻗﺔ ﻟﻠﻌﻠﻮم اﻟﻘﺎﻧﻮﻧﯿﺔ .(2) 17 .ص.338–297

 .11ﻋﺒﺪاﻟﺮﺣﻤﻦ ،ﻣﺤﻤﻮد ) .(2020اﻟﺘﻄﻮرات اﻟﺤﺪﯾﺜﺔ ﻟﻤﻔﮭﻮم اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ .ﻣﺠﻠﺔ ﻛﻠﯿﺔ اﻟﻘﺎﻧﻮن
اﻟﻜﻮﯾﺘﯿﺔ اﻟﻌﺎﻟﻤﯿﺔ .(8) 8 .ص.132–101
 .12ﻋﺒﯿﺪ ،أﺣﻤﺪ ﻛﻤﺎل ) .(2019اﻷھﻠﯿﺔ اﻟﻘﺎﻧﻮﻧﯿﺔ ﻟﻠﻮﻛﯿﻞ اﻟﺬﻛﻲ و دورھﺎ ﻓﻲ ﺗﺤﺪﯾﺪ اﻟﻤﺴﺆوﻟﯿﺔ اﻟﻨﺎﺗﺠﺔ ﻋﻦ ﻣﻌﺎﻣﻼﺗﮫ
اﻹﻟﻜﺘﺮوﻧﯿﺔ .ﻣﺠﻠﺔ ﺟﺎﻣﻌﺔ اﻟﺸﺎرﻗﺔ ﻟﻠﻌﻠﻮم اﻟﻘﺎﻧﻮﻧﯿﺔ .(2) 16 .ص.338–358
 .13ﻓﺎطﻤﺔ ،ﻣﺮﻧﯿﺰ ) .(2016اﻟﻤﺮاﻗﺒﺔ اﻹﻟﻜﺘﺮوﻧﯿﺔ ﻛﺈﺟﺮاء اﺳﺘﺪﻻﻟﻲ ﻓﻲ ﻣﻮاﺟﮭﺔ اﻟﺤﻖ ﻓﻲ اﻟﺨﺼﻮﺻﯿﺔ .ﻣﺠﻠﺔ اﻟﺤﻘﯿﻘﺔ.
 .(38) 15ص.115–102
 .14ﻓﺮﺟﻮن ،ﺧﺎﻟﺪ ﻣﺤﻤﺪ ) .(2022ﺗﻜﻨﻮﻟﻮﺟﯿﺎ "ﻣﯿﺘﺎﻓﯿﺮس" و ﻣﺴﺘﻘﺒﻞ ﺗﻄﻮﯾﺮ اﻟﺘﻌﻠﯿﻢ .اﻟﻤﺠﻠﺔ اﻟﺪوﻟﯿﺔ ﻟﻠﺘﻌﻠﯿﻢ اﻹﻟﻜﺘﺮوﻧﻲ.
 .(3) 5ص.77

 .15ﻛﺮﯾﻜﻂ ،ﻋﺎﺋﺸﺔ ) .(2019ﺣﻖ اﻟﺨﺼﻮﺻﯿﺔ ﻟﻤﺴﺘﺨﺪم اﻟﻔﻀﺎء اﻟﺮﻗﻤﻲ :اﻟﻤﺨﺎطﺮ واﻟﺘﺤﺪﯾﺎت .ﻣﺠﻠﺔ اﻟﺤﻘﯿﻘﺔ ﻟﻠﻌﻠﻮم
اﻻﺟﺘﻤﺎﻋﯿﺔ واﻹﻧﺴﺎﻧﯿﺔ .(02) 18 ،ص.260–258
اﻟﻤﺆﺗﻤﺮات:
 .1اﻟﻐﺎﻓﺮي ،ﺣﺴﯿﻦ ) 4-2ﯾﻮﻧﯿﻮ .(2008اﻟﺤﻤﺎﯾﺔ اﻟﻘﺎﻧﻮﻧﯿﺔ ﻟﻠﺨﺼﻮﺻﯿﺔ اﻟﻤﻌﻠﻮﻣﺎﺗﯿﺔ ﻓﻲ ﻣﺸﺮوع ﻗﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت
اﻻﻟﻜﺘﺮوﻧﯿﺔ اﻟﻌﻤﺎﻧﻲ ،ﻣﺆﺗﻤﺮ أﻣﻦ اﻟﻤﻌﻠﻮﻣﺎت و اﻟﺨﺼﻮﺻﯿﺔ ﻓﻲ ظﻞ ﻗﺎﻧﻮن اﻻﻧﺘﺮﻧﺖ .اﻟﻘﺎھﺮة.

79

اﻟﻤﺮاﺟﻊ اﻹﻟﻜﺘﺮوﻧﯿﺔ:
 .１اﺳﺘﺮاﺗﯿﺠﯿﺔ اﻹﻣﺎرات ﻟﻠﺜﻮرة اﻟﺼﻨﺎﻋﯿﺔ اﻟﺮاﺑﻌﺔ .ﻋﻠﻲ اﻟﺮاﺑﻂ :
https://u.ae/ar-ae/about-the-uae/strategies-initiatives-and-awards/federal-governmentsstrategies-and-plans/the-uae-strategy-for-the-fourth-industrial-revolution
 .２أﺳﺘﺮاﻟﯿﺎ ﺗﻘﺎﺿﻲ ﺟﻮﺟﻞ ﺑﺴﺒﺐ اﻧﺘﮭﺎك ﺧﺼﻮﺻﯿﺔ اﻟﻤﺴﺘﺨﺪﻣﯿﻦ.أﻛﺘﻮﺑﺮ  ،2019ﻋﻠﻰ اﻟﺮاﺑﻂ:
https://cutt.us/o3YvL last visit :10/02/2022.
 .３ﺑﻦ ﺻﻐﯿﺮ ﻓﺆاد ،اﻟﺤﻖ ﻓﻲ ﺣﻤﺎﯾﺔ اﻟﺤﯿﺎة اﻟﺨﺎﺻﺔ اﻟﺮﻗﻤﯿﺔ:ﻣﺴﺎﻟﺔ ﻗﺎﻧﻮﻧﯿﺔ أم ﺣﻘﻮﻗﯿﺔ ،ﻣﻨﺸﻮر ﻋﻠﻰ اﻟﻤﻮﻗﻊ اﻻﻟﻜﺘﺮوﻧﻲ،
/htmlاﻟﺤﻖ-ﻓﻲ-ﺣﻤﺎﯾﺔ-اﻟﺤﯿﺎة-اﻟﺨﺎﺻﺔ-اﻟﺮﻗﻤﯿﺔ-مhttps://www.hespress.com.411211-
 .４ﺟﻼل ،أﺣﻤﺪ )ﯾﻮﻧﯿﻮ  ،(2020ﺟﻮﺟﻞ ﺗﻮاﺟﮫ دﻋﻮى ﻗﻀﺎﺋﯿﺔ ﺑﻘﯿﻤﺔ  5ﻣﻠﯿﺎرات دوﻻر ﺑﺘﮭﻤﺔ اﻧﺘﮭﺎك ﺧﺼﻮﺻﯿﺔ
اﻟﻤﺴﺘﺨﺪﻣﯿﻦ ،ﻣﻨﺸﻮر ﻋﻠﻰ:
https://cutt.us/0H2m9
 .５ﺟﻤﺎل ،ﻣﻨﺔ ﷲ )ﻓﺒﺮاﯾﺮ  ،(2020ﺟﻮﺟﻞ أﻣﺎم اﻟﻨﺎﺋﺐ اﻟﻌﺎم ﺑﺘﮭﻤﺔ اﻧﺘﮭﺎك ﺧﺼﻮﺻﯿﺔ اﻷطﻔﺎل ،ﻣﻨﺸﻮر ﻋﻠﻰ:
https://cutt.us/Fkmhz last visit: 10/02/2022.
 .６ﺳﻌﺪ ،ﺳﻮﻣﯿﺔ .ﺧﺒﺮ ﺻﺤﻔﻲ ﺑﻌﻨﻮان "ﺗﺴﺠﯿﻞ ﺑﺼﻤﺎت ﺟﻤﯿﻊ ﺳﻜﺎن دﺑﻲ ﻗﺮﯾﺒﺎً" ﺑﺘﺎرﯾﺦ  .2022/03/21ﺟﺮﯾﺪة اﻟﺨﻠﯿﺞ
 .ﻣﻨﺸﻮر ﻋﻠﻰ اﻟﺮاﺑﻂ :
ﺗﺴﺠﯿﻞ-ﺑﺼﻤﺎت-ﺟﻤﯿﻊ-ﺳﻜﺎن-دﺑﻲ-ﻗﺮﯾﺒﺎً/أﺧﺒﺎر-ﻣﻦhttps://www.alkhaleej.ae/2022-03-21/-
اﻹﻣﺎرات/أﺧﺒﺎر-اﻟﺪار
 .７ﺳﻌﺪ )دﯾﺴﻤﺒﺮ " .(2020ﺟﺎﺋﺤﺔ ﻛﻮروﻧﺎ" ﺗﻄﺒﯿﻘﺎت اﻟﺘﺘﺒﻊ اﻹﻟﻜﺘﺮوﻧﻲ ﻗﺪ ﺗﮭﺪد اﻟﺨﺼﻮﺻﯿﺔ .اﻟﻤﻨﺸﻮر ﻋﻠﻰ :
https://www.scientificamerican.com/arabic/articles/news/tracking-applications-maythreaten-privacy/
 " .８طﺐ اﻟﻌﻤﻞ".
طﺐ_اﻟﻌﻤﻞhttps://ar.wikipedia.org/wiki/
 .９ﻣﻘﺎل ھﻞ ﺗﻄﺒﯿﻘﺎت ﻣﺮاﻗﺒﺔ اﻟﺤﺎﻟﺔ اﻟﺼﺤﯿﺔ ﺗﻨﻄﻮي ﻋﻠﻰ اﻧﺘﮭﺎك ﻟﻠﺨﺼﻮﺻﯿﺔ )ﻧﻮﻓﻤﺒﺮ  ،(2020اﻟﻤﻨﺸﻮر ﻋﻠﻰ:
https://www.bbc.com/arabic/vert-cap-54923302
اﻟﺘﺸﺮﯾﻌﺎت اﻟﻮطﻨﯿﺔ:
 .1ﻗﺎﻧﻮن رﻗﻢ ) (4ﻟﺴﻨﺔ  2022ﺑﺸﺄن ﺗﻨﻈﯿﻢ اﻷﺻﻮل اﻻﻓﺘﺮاﺿﯿﺔ ﻓﻲ إﻣﺎرة دﺑﻲ ،اﻟﻤﻨﺸﻮر ﻓﻲ اﻟﺠﺮﯾﺪة اﻟﺮﺳﻤﯿﺔ ﻟﺤﻜﻮﻣﺔ
دﺑﻲ ،اﻟﺴﻨﺔ  ،56ﻓﻲ اﻟﻌﺪد  11 ،559ﻣﺎرس 2022م.
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 .2اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن رﻗﻢ ) (45ﻟﺴﻨﺔ  2021ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﻤﻨﺸﻮر ﻓﻲ اﻟﺠﺮﯾﺪة اﻟﺮﺳﻤﯿﺔ ﻓﻲ اﻟﻌﺪد
) 712ﻣﻠﺤﻖ  ،(1اﻟﺴﻨﺔ اﻟﻮاﺣﺪة و اﻟﺨﻤﺴﻮن  19ﺻﻔﺮ  1443ھـ – اﻟﻤﻮاﻓﻖ  26ﺳﺒﺘﻤﺒﺮ 2021م.
 .3اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (31ﻟﺴﻨﺔ  2021ﺑﺈﺻﺪار ﻗﺎﻧﻮن اﻟﺠﺮاﺋﻢ و اﻟﻌﻘﻮﺑﺎت اﻟﻤﻨﺸﻮر ﻓﻲ اﻟﺠﺮﯾﺪة اﻟﺮﺳﻤﯿﺔ
 ،اﻟﻌﺪد ) ،(712اﻟﺴﻨﺔ ) ،(2021اﻟﻤﻮاﻓﻖ .2021/09/26
 .4اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (34ﻟﺴﻨﺔ  2021ﻓﻲ ﺷﺄن ﻣﻜﺎﻓﺤﺔ اﻟﺸﺎﺋﻌﺎت و اﻟﺠﺮاﺋﻢ اﻹﻟﻜﺘﺮوﻧﯿﺔ اﻟﻤﻨﺸﻮر ﻓﻲ
اﻟﺠﺮﯾﺪة اﻟﺮﺳﻤﯿﺔ اﻟﻌﺪد ﺳﺒﻌﻤﺎﺋﺔ و اﺛﻨﺎ ﻋﺸﺮ )ﻣﻠﺤﻖ( ،اﻟﺴﻨﺔ اﻟﻮاﺣﺪة و اﻟﺨﻤﺴﻮن اﻟﻤﻮاﻓﻖ .26/09/2021
 .5ﻗﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (15ﻟﺴﻨﺔ  2020ﻓﻲ ﺷﺄن ﺣﻤﺎﯾﺔ اﻟﻤﺴﺘﮭﻠﻚ ،اﻟﻤﻨﺸﻮر ﻓﻲ اﻟﺠﺮﯾﺪة اﻟﺮﺳﻤﯿﺔ :اﻟﺴﻨﺔ اﻟﺨﻤﺴﻮن،
اﻟﻌﺪد ﺳﺘﻤﺎﺋﺔ و ﺗﺴﻌﻮن 15 ،ﻧﻮﻓﻤﺒﺮ 2020م.
 .6ﻗﺮار ﻣﺠﻠﺲ اﻟﻮزراء رﻗﻢ ) (53ﻟﺴﻨﺔ 2019م ﻓﻲ ﺷﺄن ﺗﻨﻔﯿﺬ اﻟﻤﺮاﻗﺒﺔ اﻹﻟﻜﺘﺮوﻧﯿﺔ ،اﻟﻤﻨﺸﻮر ﻓﻲ اﻟﻌﺪد  660ﻣﻦ
اﻟﺠﺮﯾﺪة اﻟﺮﺳﻤﯿﺔ.
 .7اﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (17ﻟﺴﻨﺔ 2018م ﺑﺘﻌﺪﯾﻞ ﺑﻌﺾ أﺣﻜﺎم ﻗﺎﻧﻮن اﻹﺟﺮاءات اﻟﺠﺰاﺋﯿﺔ اﻟﺼﺎدر ﺑﺎﻟﻘﺎﻧﻮن
اﻹﺗﺤﺎدي رﻗﻢ ) (35ﻟﺴﻨﺔ 1995م ،اﻟﻤﻨﺸﻮر ﻋﻠﻰ ﻣﻮﻗﻊ وزارة اﻟﻌﺪل.
 .8اﻟﻘﺎﻧﻮن اﻹﺗﺤﺎدي رﻗﻢ  14ﻟﺴﻨﺔ 2014م ﻓﻲ ﺷﺄن ﻣﻜﺎﻓﺤﺔ اﻷﻣﺮاض اﻟﺴﺎرﯾﺔ اﻟﻤﻨﺸﻮر ﻓﻲ اﻟﺠﺮﯾﺪة اﻟﺮﺳﻤﯿﺔ ،اﻟﻌﺪد
) ،(572اﻟﺴﻨﺔ ) ،(44اﻟﻤﻮاﻓﻖ .2014/11/30
 .9ﻗﺎﻧﻮن رﻗﻢ  35ﻟﺴﻨﺔ  1992م ﺑﺸﺄن إﺻﺪار ﻗﺎﻧﻮن اﻹﺟﺮاءات اﻟﺠﺰاﺋﯿﺔ وﻓﻘﺎ ً ﻵﺧﺮ اﻟﺘﻌﺪﯾﻼت.
 .10اﻟﻘﺎﻧﻮن اﻹﺗﺤﺎدي رﻗﻢ ) (20ﻟﺴﻨﺔ 1991م ﺑﺈﺻﺪار ﻗﺎﻧﻮن اﻟﻄﯿﺮان اﻟﻤﺪﻧﻲ اﻟﻤﻨﺸﻮر ﻓﻲ اﻟﺠﺮﯾﺪة اﻟﺮﺳﻤﯿﺔ ،اﻟﻌﺪد
) ،(226اﻟﻤﻮاﻓﻖ .1991/06/24
 .11ﻗﺎﻧﻮن رﻗﻢ ) (5ﻟﺴﻨﺔ 1985م ﺑﺈﺻﺪار ﻗﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت اﻟﻤﺪﻧﯿﺔ ﻟﺪوﻟﺔ اﻹﻣﺎرات اﻟﻌﺮﺑﯿﺔ اﻟﻤﺘﺤﺪة ،وﻓﻘﺎ ً ﻷﺣﺪث
ﺗﻌﺪﯾﻼﺗﮫ ﺑﺎﻟﻤﺮﺳﻮم ﺑﻘﺎﻧﻮن اﺗﺤﺎدي رﻗﻢ ) (30ﻟﺴﻨﺔ 2020م.
اﻟﺘﺸﺮﯾﻌﺎت اﻟﻌﺮﺑﯿﺔ:
 .1اﻟﺪﺳﺘﻮر اﻟﻤﺼﺮي ،اﻟﺪﺳﺘﻮر اﻟﻠﺒﻨﺎﻧﻲ ،اﻟﺪﺳﺘﻮر اﻟﻜﻮﯾﺘﻲ ،اﻟﺪﺳﺘﻮر اﻟﺘﻮﻧﺴﻲ ،اﻟﺪﺳﺘﻮر اﻷردﻧﻲ.
 .2اﻟﻘﺎﻧﻮن اﻟﻌﻤﺎﻧﻲ ﺑﻤﺮﺳﻮم ﺳﻠﻄﺎﻧﻲ رﻗﻢ  2022/6ﺑﺈﺻﺪار ﻗﺎﻧﻮن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﺠﺮﯾﺪة اﻟﺮﺳﻤﯿﺔ اﻟﺼﺎدرة
ﻣﻦ وزارة اﻟﻌﺪل و اﻟﺸﺆون اﻟﻘﺎﻧﻮﻧﯿﺔ .اﻟﻌﺪد ) .(1429اﻟﺴﻨﺔ ) 13 .(51ﻓﺒﺮاﯾﺮ .2022
 .3ﻧﻈﺎم ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ ﻓﻲ اﻟﺘﺸﺮﯾﻊ اﻟﺴﻌﻮدي 1443ھـ ﺑﻨﺎ ًء ﻋﻠﻰ اﻟﻤﺮﺳﻮم اﻟﻤﻠﻜﻲ رﻗﻢ )م (19 /ﺑﺘﺎرﯾﺦ
 1443/2/9ھـ .اﻟﻤﻨﺸﻮر ﻋﻠﻰ ﻣﻮﻗﻊ ھﯿﺌﺔ اﻟﺨﺒﺮاء ﺑﻤﺠﻠﺲ اﻟﻮزراء.
 .4ﻻﺋﺤﺔ ﺣﻤﺎﯾﺔ ﺧﺼﻮﺻﯿﺔ اﻟﺒﯿﺎﻧﺎت اﻟﻜﻮﯾﺘﯿﺔ أﻧﺸﺌﺖ ﻓﻲ  ،27/06/2021ﻣﻨﺸﻮرة ﻋﻠﻰ ﻣﻮﻗﻊ اﻟﮭﯿﺌﺔ اﻟﻌﺎﻣﺔ ﻟﻼﺗﺼﺎﻻت
و ﺗﻘﻨﯿﺔ اﻟﻤﻌﻠﻮﻣﺎت.
 .5ﻗﺎﻧﻮن رﻗﻢ  151ﻟﺴﻨﺔ  2020ﺑﺈﺻﺪار ﻗﺎﻧﻮن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ اﻟﻤﺼﺮي اﻟﻤﻨﺸﻮر ﻓﻲ اﻟﺠﺮﯾﺪة اﻟﺮﺳﻤﯿﺔ -
اﻟﻌﺪد  28ﻣﻜﺮر )ھـ( – ﻓﻲ  15ﯾﻮﻟﯿﮫ ﺳﻨﺔ .2020
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 .6ﻗﺎﻧﻮن رﻗﻢ( ﻟﻠﻤﻌﺎﻣﻼت اﻻﻟﻜﺘﺮوﻧﯿﺔ واﻟﺒﯿﺎﻧﺎت ذات اﻟﻄﺎﺑﻊ اﻟﺸﺨﺼﻲ ﻓﻲ اﻟﺘﺸﺮﯾﻊ اﻟﻠﺒﻨﺎﻧﻲ ،اﻟﻤﻨﺸﻮر ﻓﻲ اﻟﺠﺮﯾﺪة
اﻟﺮﺳﻤﯿﺔ .اﻟﻌﺪد ) .(45اﻟﺴﻨﺔ ) 18 .(158ﺗﺸﺮﯾﻦ اﻷول .2018
 .7اﻟﻘﺎﻧﻮن اﻟﻘﻄﺮي رﻗﻢ ) (13ﻟﺴﻨﺔ  2016ﺑﺸﺄن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ  ،اﻟﻤﻨﺸﻮر ﻓﻲ اﻟﺠﺮﯾﺪة اﻟﺮﺳﻤﯿﺔ  .اﻟﻌﺪد
) 29 .(15دﯾﺴﻤﺒﺮ .2016
 .8اﻟﻘﺎﻧﻮن اﻟﻤﻐﺮﺑﻲ رﻗﻢ ) (8ﻟﺴﻨﺔ  2009اﻟﻤﺘﻌﻠﻖ ﺑﺤﻤﺎﯾﺔ اﻷﺷﺨﺎص اﻟﺬاﺗﯿﯿﻦ ﺗﺠﺎه ﻣﻌﺎﻟﺠﺔ اﻟﺒﯿﺎﻧﺎت ذات اﻟﻄﺎﺑﻊ
اﻟﺸﺨﺼﻲ ،اﻟﻤﻨﺸﻮر ﻓﻲ اﻟﺠﺮﯾﺪة اﻟﺮﺳﻤﯿﺔ ﻋﺪد  5711ﺑﺘﺎرﯾﺦ  23ﻓﺒﺮاﯾﺮ .2009
 .9اﻟﺘﺸﺮﯾﻊ اﻟﺘﻮﻧﺴﻲ رﻗﻢ ) (63ﻟﺴﻨﺔ  2004ﺑﺘﺎرﯾﺦ  27ﯾﻮﻟﯿﻮ  2004ﯾﺘﻌﻠﻖ ﺑﺤﻤﺎﯾﺔ اﻟﻤﻌﻄﯿﺎت اﻟﺸﺨﺼﯿﺔ  ،اﻟﻤﻨﺸﻮر ﻓﻲ
اﻟﺠﺮﯾﺪة اﻟﺮﺳﻤﯿﺔ رﻗﻢ  61ﺑﺘﺎرﯾﺦ  30ﯾﻮﻟﯿﻮ .2004
 .10اﻟﻘﺎﻧﻮن اﻟﻤﺼﺮي رﻗﻢ  15ﻟﺴﻨﺔ  2004ﺑﺘﻨﻈﯿﻢ اﻟﺘﻮﻗﯿﻊ اﻻﻟﻜﺘﺮوﻧﻲ وﺑﺈﻧﺸﺎء ھﯿﺌﺔ ﺗﻨﻤﯿﺔ ﺻﻨﺎﻋﺔ ﺗﻜﻨﻮﻟﻮﺟﯿﺎ اﻟﻤﻌﻠﻮﻣﺎت.
 .11ﻗﺎﻧﻮن اﻟﻌﻘﻮﺑﺎت اﻟﻤﺼﺮي طﺒﻘﺎ ً ﻷﺣﺪث اﻟﺘﻌﺪﯾﻼت ﺑﺎﻟﻘﺎﻧﻮن  95ﻟﺴﻨﺔ  2003م ،اﻟﻘﺎﻧﻮن رﻗﻢ  58ﻟﺴﻨﺔ  1937ﺑﺈﺻﺪار
ﻗﺎﻧﻮن اﻟﻌﻘﻮﺑﺎت ).(1
 .12دﺳﺘﻮر اﻟﻮﻻﯾﺎت اﻟﻤﺘﺤﺪة اﻷﻣﺮﯾﻜﯿﺔ اﻟﺼﺎدر ﻓﻲ  1789ﺷﺎﻣﻼً ﺗﻌﺪﯾﻼﺗﮫ ﻟﻐﺎﯾﺔ  1992ﻋﻠﻰ اﻟﺮاﺑﻂ :
https://www.constituteproject.org/constitution/United_States_of_America_1992.pdf?lan
g=ar
اﻷﺣﻜﺎم اﻟﻘﻀﺎﺋﯿﺔ:
 .1ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ اﻟﻤﺼﺮﯾﺔ ،اﻟﺪاﺋﺮة اﻟﺘﺠﺎرﯾﺔ ،اﻟﻄﻌﻦ رﻗﻢ ) (9542ﻟﺴﻨﺔ ) (91اﻟﻘﻀﺎﺋﯿﺔ ،اﻟﺼﺎدر ﻓﻲ ﺟﻠﺴﺔ
 ،2022/03/16ﻣﻮﻗﻊ ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ اﻟﻤﺼﺮﯾﺔ.
 .2ﻣﺤﻜﻤﺔ ﻧﻘﺾ أﺑﻮظﺒﻲ ،اﻟﺪاﺋﺮة اﻟﺘﺠﺎرﯾﺔ ،اﻟﻄﻌﻦ رﻗﻢ  902ﻟﺴﻨﺔ  ،2021اﻟﺼﺎدر ﻓﻲ ﺟﻠﺴﺔ  2021/11/02م ،ﻣﻮﻗﻊ
ﻣﺤﺎﻣﻮ اﻹﻣﺎرات.
 .3ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ اﻟﻤﺼﺮﯾﺔ ،اﻟﺪاﺋﺮة اﻟﻤﺪﻧﯿﺔ ،اﻟﻄﻌﻦ رﻗﻢ ) (16389ﻟﺴﻨﺔ ) (76اﻟﻘﻀﺎﺋﯿﺔ ،اﻟﺼﺎدر ﻓﻲ ﺟﻠﺴﺔ
 ،2021/03/24ﻣﻮﻗﻊ ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ اﻟﻤﺼﺮﯾﺔ.
 .4ﻣﺤﻜﻤﺔ ﺗﻤﯿﯿﺰ دﺑﻲ ،اﻟﺪاﺋﺮة اﻟﺘﺠﺎرﯾﺔ ،اﻟﻄﻌﻦ رﻗﻢ  1046ﻟﺴﻨﺔ  ،2020اﻟﺠﻠﺴﺔ اﻟﻤﻨﻌﻘﺪة ﯾﻮم  ،2021/01/06ﻣﻨﺸﻮر
ﻋﻠﻲ ﻣﻮﻗﻊ ﻣﺤﺎﻣﻮ اﻹﻣﺎرات.
 .5ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ اﻟﻤﺼﺮﯾﺔ ،اﻟﺪاﺋﺮة اﻟﺘﺠﺎرﯾﺔ ،اﻟﻄﻌﻦ رﻗﻢ ) (17689ﻟﺴﻨﺔ ) (89اﻟﻘﻀﺎﺋﯿﺔ ،اﻟﺼﺎدر ﻓﻲ ﺟﻠﺴﺔ
 ،2020/03/10ﻣﻮﻗﻊ ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ اﻟﻤﺼﺮﯾﺔ.
 .6اﻟﻤﺤﻜﻤﺔ اﻹﺗﺤﺎدﯾﺔ اﻟﻌﻠﯿﺎ ،اﻟﺪاﺋﺮة اﻟﺠﺰاﺋﯿﺔ ،اﻟﻄﻌﻦ رﻗﻢ ) (950ﻟﺴﻨﺔ ) (2019اﻟﻘﻀﺎﺋﯿﺔ ،اﻟﺼﺎدر ﻓﻲ ﺟﻠﺴﺔ
 ،2020/02/04ﻣﻮﻗﻊ ﺷﺒﻜﺔ ﻗﻮاﻧﯿﻦ اﻟﺸﺮق.
 .7ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ أﺑﻮظﺒﻲ ،اﻟﺪاﺋﺮة اﻟﺠﺰاﺋﯿﺔ ،اﻟﻄﻌﻦ رﻗﻢ ) (22ﻟﺴﻨﺔ ) (2020س 14ق.أ ،اﻟﺼﺎدر ﻓﻲ ﺟﻠﺴﺔ
 ،2020/02/04ﻣﻮﻗﻊ ﻣﺤﺎﻣﻮ اﻹﻣﺎرات.
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 .8ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ اﻟﻤﺼﺮﯾﺔ ،اﻟﺪاﺋﺮة اﻟﻤﺪﻧﯿﺔ ،اﻟﻄﻌﻦ رﻗﻢ ) (2484ﻟﺴﻨﺔ ) (65اﻟﻘﻀﺎﺋﯿﺔ ،اﻟﺼﺎدر ﻓﻲ ﺟﻠﺴﺔ
 ،2019/08/01ﻣﻮﻗﻊ ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ اﻟﻤﺼﺮﯾﺔ .
 .9ﻣﺤﻜﻤﺔ ﺗﻤﯿﯿﺰ دﺑﻲ ،اﻟﺪاﺋﺮة اﻟﻤﺪﻧﯿﺔ ،اﻟﻄﻌﻦ رﻗﻢ ) (247ﻟﺴﻨﺔ ) ،(2019اﻟﺼﺎدر ﻓﻲ ﺟﻠﺴﺔ  ،2019/07/25ﻣﻮﻗﻊ
ﻣﺤﺎﻣﻮ اﻹﻣﺎرات.
 .10ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ اﻟﻤﺼﺮﯾﺔ ،اﻟﺪاﺋﺮة اﻟﻤﺪﻧﯿﺔ ،اﻟﻄﻌﻦ رﻗﻢ ) (6420ﻟﺴﻨﺔ ) (64اﻟﻘﻀﺎﺋﯿﺔ ،اﻟﺼﺎدر ﻓﻲ ﺟﻠﺴﺔ
 ،2019/06/08ﻣﻮﻗﻊ ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ اﻟﻤﺼﺮﯾﺔ.
 .11ﻣﺤﻜﻤﺔ ﻧﻘﺾ أﺑﻮظﺒﻲ ،اﻟﺪاﺋﺮة اﻟﺠﺰاﺋﯿﺔ ،اﻟﻄﻌﻦ رﻗﻢ ) (1106ﻟﺴﻨﺔ ) (2018اﻟﻘﻀﺎﺋﯿﺔ ،اﻟﺼﺎدر ﻓﻲ ﺟﻠﺴﺔ
 ،2019/01/22ﻣﻮﻗﻊ ﺷﺒﻜﺔ ﻗﻮاﻧﯿﻦ اﻟﺸﺮق.
 .12ﻣﺤﻜﻤﺔ ﺗﻤﯿﯿﺰ دﺑﻲ ،اﻟﺪاﺋﺮة اﻟﺘﺠﺎرﯾﺔ ،اﻟﻄﻌﻦ رﻗﻢ ) (417ﻟﺴﻨﺔ ) ،(2016اﻟﺼﺎدر ﻓﻲ ﺟﻠﺴﺔ  ،2017/04/09ﻣﻮﻗﻊ
ﻣﺤﺎﻣﻮ اﻹﻣﺎرات.
 .13ﻣﺤﻜﻤﺔ ﻧﻘﺾ أﺑﻮظﺒﻲ ،اﻟﺪاﺋﺮة اﻟﺠﺰاﺋﯿﺔ ،اﻟﻄﻌﻦ رﻗﻢ ) (1182ﻟﺴﻨﺔ ) (2015اﻟﻘﻀﺎﺋﯿﺔ ،اﻟﺼﺎدر ﻓﻲ ﺟﻠﺴﺔ
 ،2016/02/22ﻣﻮﻗﻊ ﺷﺒﻜﺔ ﻗﻮاﻧﯿﻦ اﻟﺸﺮق.
 .14ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ أﺑﻮظﺒﻲ ،اﻟﺪاﺋﺮة اﻹدارﯾﺔ ،اﻟﻄﻌﻦ رﻗﻢ ) (7ﻟﺴﻨﺔ ) ،(2013اﻟﺼﺎدر ﻓﻲ ﺟﻠﺴﺔ  ،2013/05/20ﻣﻮﻗﻊ
ﻣﺤﺎﻣﻮ اﻹﻣﺎرات.
 .15ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ اﻟﻤﺼﺮﯾﺔ ،اﻟﺪاﺋﺮة اﻟﻤﺪﻧﯿﺔ ،اﻟﻄﻌﻦ رﻗﻢ ) (2257ﻟﺴﻨﺔ ) (56اﻟﻘﻀﺎﺋﯿﺔ ،اﻟﺼﺎدر ﻓﻲ ﺟﻠﺴﺔ
 ،1992/05/24ﻣﻨﺸﻮر ﻋﻠﻰ ﻣﻮﻗﻊ ﻣﺤﻜﻤﺔ اﻟﻨﻘﺾ اﻟﻤﺼﺮﯾﺔ.
أﺧﺮى:
 .1ﻣﺮﻛﺰ ﺑﺤﻮث اﻟﻘﺎﻧﻮن و اﻟﺘﻜﻨﻮﻟﻮﺟﯿﺎ .ﺗﺤﺖ إﺷﺮاف ﻋﺒﺪاﻟﺤﻤﯿﺪ ) ،(2020ﺣﺴﻦ .ورﺷﺔ ﻋﻤﻞ ﺑﻌﻨﻮان" دراﺳﺔ ﻧﻘﺪﯾﺔ
ﻟﻘﺎﻧﻮن ﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت اﻟﺸﺨﺼﯿﺔ رﻗﻢ  151ﻟﺴﻨﺔ  ،"2020ﻛﻠﯿﺔ اﻟﻘﺎﻧﻮن .اﻟﺠﺎﻣﻌﺔ اﻟﺒﺮﯾﻄﺎﻧﯿﺔ ،ﻣﺼﺮ.
 .2ﺗﻄﻮرات اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ وﻣﻘﺘﻀﯿﺎت ﺣﻤﺎﯾﺔ اﻟﺤﻘﻮق واﻟﺤﺮﯾﺎت اﻷﺳﺎﺳﯿﺔ ،ﺗﻘﺮﯾﺮ ﻋﻦ ﻣﻨﻈﻤﺔ اﻻﯾﺴﯿﺴﻜﻮ )ﻣﻨﻈﻤﺔ
اﻟﻌﺎﻟﻢ اﻹﺳﻼﻣﻲ ﻟﻠﺘﺮﺑﯿﺔ واﻟﻌﻠﻮم واﻟﺜﻘﺎﻓﺔ( ،ﺗﺤﺖ إﺷﺮاف اﻷﺳﺘﺎذ ﻣﺤﻤﺪ اﻟﮭﺎدي اﻟﺴﮭﯿﻠﻲ.2019/12/31 ،
 .3ﻋﺎطﻒ ،ﻛﺮﯾﻢ .اﻟﺨﺼﻮﺻﯿﺔ اﻟﺮﻗﻤﯿﺔ ﺑﯿﻦ اﻻﻧﺘﮭﺎك واﻟﻐﯿﺎب اﻟﺘﺸﺮﯾﻌﻲ ) .(2013اﻟﻘﺎھﺮة  ،ﻣﺼﺮ .ﻣﺮﻛﺰ دﻋﻢ ﺗﻘﻨﯿﺔ
اﻟﻤﻌﻠﻮﻣﺎت.
 .4ﯾﻮﻧﺲ ) .(2002اﻟﺨﺼﻮﺻﯿﺔ وﺣﻤﺎﯾﺔ اﻟﺒﯿﺎﻧﺎت ﻓﻲ اﻟﻌﺼﺮ اﻟﺮﻗﻤﻲ -اﻟﺠﺰء اﻟﺜﺎﻧﻲ– ﻣﻨﺸﻮرات اﺗﺤﺎد اﻟﻤﺼﺎرف

اﻟﻌﺮﺑﯿﺔ.-
 .5اﻹﻋﻼن اﻟﻌﺎﻟﻤﻲ ﻟﺤﻘﻮق اﻹﻧﺴﺎن اﻟﻤﻌﺘﻤﺪ ﻣﻦ ﻗﺒﻞ اﻟﺠﻤﻌﯿﺔ اﻟﻌﺎﻣﺔ ﻓﻲ  10دﯾﺴﻤﺒﺮ .1948
 .6اﻟﻤﺬﻛﺮة اﻹﯾﻀﺎﺣﯿﺔ ﻟﻘﺎﻧﻮن اﻟﻤﻌﺎﻣﻼت اﻟﻤﺪﻧﯿﺔ ﻟﺪوﻟﺔ اﻹﻣﺎرات اﻟﻌﺮﺑﯿﺔ اﻟﻤﺘﺤﺪة.
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ﺟﺎﻣﻌﺔ اﻻﻣﺎرات اﻟﻌﺮﺑﯿﺔ اﻟﻤﺘﺤﺪه اطﺮوﺣﺔ ﻣﺎﺟﺴﺘﯿﺮ رﻗﻢ 56 :2022
ﻣﻊ ﺑﺰوغ ﻋﺼﺮ اﻟﺜﻮرة اﻟﺼﻨﺎﻋﯿﺔ اﻟﺮاﺑﻌﺔ ) ،(4IRأدى ذﻟﻚ إﻟﻰ ازدﯾﺎد ظﮭﻮر ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ
ﺑﺸﻜﻞ ﻛﺒﯿﺮ واﻟﺘﻲ دﺧﻠﺖ ﻓﻲ ﻣﺠﺎﻻت ﻛﺜﯿﺮة ﻓﻲ ﺣﯿﺎﺗﻨﺎ اﻟﯿﻮﻣﯿﺔ ،و ﺑﺎﻟﺮﻏﻢ ﻣﻦ اﻹﯾﺠﺎﺑﯿﺎت اﻟﻜﺜﯿﺮة ﻟﺘﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء
اﻻﺻﻄﻨﺎﻋﻲ إﻻ أن اﺳﺘﺨﺪاﻣﮭﺎ ﻣﺎ زال ﺑﻼ ﺷﻚ ﻣﺤﻔﻮﻓﺎ ً ﺑﺎﻟﻤﺨﺎطﺮ وﯾﺜﯿﺮ اﻟﻌﺪﯾﺪ ﻣﻦ اﻟﻤﺸﺎﻛﻞ اﻟﺘﻲ ﺗﻤﺲ اﻟﺤﻘﻮق
اﻷﺳﺎﺳﯿﺔ ﻟﻸﻓﺮاد وﯾﺘﺮﺗﺐ ﻋﻠﯿﮭﺎ اﻟﻌﺪﯾﺪ ﻣﻦ اﻵﺛﺎر اﻟﻘﺎﻧﻮﻧﯿﺔ ،ﻓﻤﻊ ازدﯾﺎد اﺳﺘﺨﺪام ﺗﻄﺒﯿﻘﺎت اﻟﺬﻛﺎء اﻻﺻﻄﻨﺎﻋﻲ ﻓﻲ
اﻵوﻧﺔ اﻷﺧﯿﺮة زادت ﻓﺮص اﻟﻤﺴﺎس ﺑﺨﺼﻮﺻﯿﺔ اﻷﻓﺮاد وظﮭﺮت ﺻﻮر ﺟﺪﯾﺪة ﻻﻧﺘﮭﺎك ﺧﺼﻮﺻﯿﺔ اﻟﺒﯿﺎﻧﺎت
اﻟﻤﺘﻌﻠﻘﺔ ﺑﮭﻢ واﻟﻤﺴﺎس ﺑﺤﻘﮭﻢ ﻓﻲ اﻟﺼﻮرة و ﻋﻨﺎﺻﺮ اﻟﺨﺼﻮﺻﯿﺔ اﻵﺧﺮى .ﻓﻜﺎن ﻻﺑﺪ ﻣﻦ اﻻﺳﺘﻔﺎدة ﻣﻦ ھﺬه
اﻟﺘﻄﺒﯿﻘﺎت ﻓﻲ ظﻞ إطﺎر ﻗﺎﻧﻮﻧﻲ ﻣﻨﻀﺒﻂ ﯾﻀﻤﻦ ﻓﻌﺎﻟﯿﺔ ھﺬه اﻟﺘﻄﺒﯿﻘﺎت و ﯾﺤﻤﻲ اﻟﺤﻘﻮق اﻷﺳﺎﺳﯿﺔ ﻟﻸﻓﺮاد.

رﯾﻢ اﻟﺸﺎﻣﺴﻲ ﺣﺎﺻﻠﺔ ﻋﻠﻰ درﺟﺔ اﻟﻤﺎﺟﺴﺘﯿﺮ ﻣﻦ ﻗﺴﻢ اﻟﻘﺎﻧﻮن اﻟﺨﺎص ﺑﻜﻠﯿﺔ اﻟﻘﺎﻧﻮن ﻓﻲ ﺟﺎﻣﻌﺔ اﻹﻣﺎرات اﻟﻌﺮﺑﯿﺔ
اﻟﻤﺘﺤﺪة .ﺣﺼﻠﺖ ﻋﻠﻰ درﺟﺔ اﻟﺒﻜﺎﻟﻮرﯾﻮس ﻣﻦ ﻛﻠﯿﺔ اﻟﻘﺎﻧﻮن ،ﺟﺎﻣﻌﺔ اﻹﻣﺎرات اﻟﻌﺮﺑﯿﺔ اﻟﻤﺘﺤﺪة.
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