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En la actualidad muchas empresas brindan soporte a empresas que no desean 
invertir mucho en la especialización de sus gestores de sistemas, dedicándose más 
al desarrollo  de su core de negocio, abriendo el mercado a empresas especialistas 
en la gestión y soporte de Tecnologías de Información (TI), siendo empresas como 
Nephila Networks que se desarrollan en brindar y asegurar un alto nivel de soporte 
a otras pequeñas y medianas empresas para su infraestructura, teniendo Nephila 
un total de 21 empresas a las que brinda este servicio; cada una de estas empresas 
gestionaba sus riesgos según su experiencia, al no tener un modelo establecido 
para gestionar el riesgo, las empresas no siempre logran minimizarlos de la manera 
más óptima, por lo que nephila implementó en un modelo de gestión de riesgos 
general, el propósito del presente trabajo es realizar una evaluación del modelo de 
gestión de riesgo aplicado a estas empresas  para optimizar la eficiencia con la que 
se gestiona los riesgo en cada una de ellas. 
La investigación tiene un enfoque cuantitativo, siendo su objetivo comparar 
los resultados de forma numérica mediante cuadros estadísticos, además es una 
investigación básica ya que se basa en conocimiento previo y tiene un diseño 
descriptivo comparativo pues se usan teorías previas y se compara 2 grupos de 
encuestados. Siendo un total de 21 empresas a las que Nephila les brinda soporte, 
se utilizaran estas empresas como población, estas tienen un área de soporte 
interno, estas áreas conformaran la muestra a las que se le realizara una encuesta 
breve en forma de cuestionario después de haber aplicado el modelo para poder 
medir la eficiencia de este, el cuestionario esta validado mediante juicio de expertos 
y demostró su fiabilidad obtenido el coeficiente de alfa de Cronbach. 
Luego de aplicar los métodos estadísticos correspondientes los resultados 
fueron según lo esperado, que la eficiencia con la que se gestiona los riesgos en 
cada tipo de empresa difiere en cuanto a la eficiencia y se plantean algunas mejoras 
para poder aumentar la eficiencia del modelo utilizado en este tipo de empresas, y 
así mejorar la gestión de riesgos. 





Currently, many companies provide support to companies that do not want to invest 
much in the specialization of their systems managers, dedicating more to the 
development of their core business, opening the market to companies specialized 
in the management and support of Information Technology (IT), being companies 
such as Nephila Networks that are developed to provide and ensure a high level of 
support to other small and medium companies for their infrastructure, with Nephila 
having a total of 21 companies that provide this service; each of these companies 
manages their risks according to their experience, since they do not have an 
established model to manage risk, companies do not always manage to minimize 
them in the most optimal way, so nephila implemented a general risk management 
model in each company , the determination of this paper, is to perform an 
assessment of the risk management model applied to these companies to optimize 
the efficiency with which the risk is managed in each of them. 
The research has a quantitative approach since it shows the results 
numerically using statistical tables, it is also a basic research since it is based on 
prior knowledge and has a descriptive design because previous theories are used. 
Being a total of 21 companies to which Nephila supports them, these companies will 
be used as a population, they will have an internal support area, these areas will 
make up the sample to which a brief survey, will be carried in form of a questionnaire 
after having applied the model to be apt to measure the efficiency of this, the 
questionnaire is validated by expert judgment and demonstrated its reliability 
obtained the Cronbach's alpha coefficient. 
After applying the corresponding statistical methods, the results were 
favorable in terms of improving the efficiency with which the risks are managed in 
each company and there’s a consistent model that can will used to evaluate each 
existing risk and be able to face the new ones risks in this technological world. 














































1.1 Realidad problemática 
En el ámbito internacional, en Colombia, muchas empresas le dan poca relevancia 
a la gestión de riesgos en proyectos de informática, Venegas y Pardo (2014) 
identificaron que: “En los inicios de 2000, las empresas desarrolladoras de software 
en sus proyectos no utilizaban un sistema metodológico para gestionar el riesgo, 
simplemente se enfocaban en lograr un desarrollo que diera respuesta al problema 
en el que se está trabajando” (p36). Esto puede ocasionar complicaciones al 
desarrollo de cualquier software, retrasando la entrega y perdiendo mucho dinero, 
siendo para Venegas y Pardo (2014) lo “que obligó a estas empresas a darle a la 
gestión de riesgos mayor importancia, ya que ella contribuye a la reducción de la 
incertidumbre involucrada en el desarrollo de software y a la reducción de posibles 
fallas del proyecto” (p.36). En el ámbito nacional, Del Carpio (2006) investigo el 
problema que tienen los gerentes de proyectos de TI, que al no contar con una 
metodología adecuada que les sirva para tener un plan y enfrentar los riesgos, 
aumentando de esta manera la probabilidad del éxito, Del Carpio (2006) afirma que: 
“En la administración de los proyectos de tecnología de información los gerentes 
de proyectos se plantean preguntas tales como: ¿Cuánto tiempo tomará el 
proyecto?, ¿Cuál será el costo total del proyecto?, ¿El proyecto permitirá obtener 
productos con las especificaciones requeridas?” (p.105). Como pronostico cada día 
una empresa se enfrenta a nuevos proyectos a corto, mediano y largo plazo, si la 
concurrencia con lo que este puede llegar a fracasar por la falta de identificación de 
riesgo, esto afectará gravemente a la empresa pudiendo llegar perder grandes 
clientes y que su crecimiento se vea muy afectado, el no poder tener una gestión 
adecuada de los riesgos, puede causar muchos daños a la información de los 
clientes, siendo la información un activo muy importante. 
 La gestión de riesgos ha evolucionado con el pasar del tiempo y mejorado 
en gran medida, pero muchas empresas tienen deficiencias en cuanto a su gestión 
ya que no le dan mucha importancia, sin tener en cuenta que es mejor actuar 
proactivamente en vez de reactivamente. Como parte de la gestión de riesgo de 
tecnologías de la información, la gobernanza de riesgos para muchas empresas es 
su talón de Aquiles, puesto que no se está alineando al día a día del core de su 
negocio, teniendo muchas deficiencias sobre todo en poder identificar y crear una 
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matriz de riesgos para la empresa. La cultura consciente sobre el riesgo, siendo en 
una gran cantidad de empresas, que están muy poco preocupadas por difundir el 
conocimiento y capacitar sobre la gestión de riesgos, sin tener en cuenta que la 
mejor arma para afrontar los riesgos de TI son un personal capacitado. Para 
finalizar la implantación eficaz de las TI se enfrenta a problemas como falta de 
experiencia de algunos gestores y una falta de arquitectura para poder escalar y 
mantener los riesgos controlados, por lo que no pueden controlar riesgos de mayor 
índole, teniendo problemas serios al momento de ocurrir uno.  
Estas son algunas de las razones por las que muchas empresas privadas e 
incluso públicas sienten la importancia de tener una correcta gestión de riesgos de 
tecnologías de información. Y muchas de las que ya cuentan con uno deben 
mejorarlo constantemente alineándose a los nuevos riesgos. Siendo fundamental 
una adecuada medición de la eficiencia de la gestión de riesgos de TI, ya que de 
esta manera obtendremos información necesaria para poder identificar puntos 
débiles y así mejorar nuestra capacidad para enfrentar riesgos. Del Carpio (2006) 
resuelve que: “Cuando la administración de los riesgos es efectiva, los resultados 
se verán reflejados en el menor número de problemas” (p.109). evitando así estar 
en situaciones en la que no se sepa que hacer antes una eventualidad poco fortuita. 
1.2 Trabajos previos  
1.2.1 Trabajos previos internacionales 
Galicia (2016) Propuesta de modelo de gestión para la prevención del riesgo 
operacional en el sector financiero caso: grupo financiero X, S.A. de C.V. Tesis 
magistral para obtener el grado de Maestría en Ciencias en Administración de 
Negocios. Instituto politécnico nacional sección de estudios de posgrado e 
investigación. Ciudad de México – México. El problema de la investigación fue: 
¿Qué modelo de gestión de riesgo operacional, debe proponerse en el Grupo 
Financiero X, S.A. de C.V. a fin de identificar, eliminar o al menos disminuir los 
factores de exposición al riesgo? Teniendo como objetivo diseñar un modelo de 
gestión, que permita identificar, prevenir, eliminar o al menos disminuir los factores 
de exposición al riesgo operacional en el Grupo Financiero X, S.A. de C.V. 
realizando una investigación de tipo descriptiva, siendo el diseño de investigación 
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no experimental transversal, su población y muestra fueron los 10 trabajadores 
involucrados con la gestión actual de operaciones de la empresa recolectando los 
datos con una encuesta mediante la utilización de un cuestionario realizado por el 
autor de la tesis, obteniendo como resultado que luego de obtener una visión 
preliminar de la situación actual de la empresa, la cual no fue muy alentadora debido 
a que no existía una metodología adecuadamente establecida y tampoco existía 
una cultura de riesgo por los integrantes de la empresa, y se concluyó que para la 
implementación del modelo que se propuso en esa investigación se requiere por lo 
menos la labor de 8 colaboradores externos y una inversión que es equiparable al 
beneficio que la entidad obtendría a corto plazo en cuanto a la gestión del riesgo. 
Zambrano (2015) Creación de una empresa de servicios de Seguridad 
Informática para sitios webs, orientada a PYMES dentro de la ciudad de Guayaquil. 
Tesis previa a la obtención del Grado Académico de Magister en Administración de 
Empresas. Universidad católica de Santiago de Guayaquil. Guayaquil – Ecuador. 
El problema de la investigación fue: ¿Cuáles son los motivos que hacen pensar que 
una nueva empresa de servicio de Seguridad Informática sería aceptada y además 
sería una opción rentable de negocio en la ciudad de Guayaquil? Teniendo como 
objetivo diseñar un modelo de negocios para una empresa de servicios de 
Seguridad Informática en la ciudad de Guayaquil, que brinde servicios de Seguridad 
Informática con calidad y precios bajos, que permitan competir con empresas 
internacionales, y así poder suplir la falta de empresas locales en el ámbito de la 
ciberseguridad para atender al sector de Pymes, realizando una investigación de 
tipo mixto, tratando de integrar procesos de recolección de información y análisis 
de datos cuantitativos y cualitativos con un diseño de investigación cuas-
experimental, la población fueron las empresas activas de Guayaquil involucradas 
al rubro e fueron 1422 y la muestra fueron 56, recolectando los datos con una 
encuesta mediante la utilización de un cuestionario realizado por el autor de la tesis, 
el cual obtuvo como resultado que existe un buen panorama alentador para poder 
incursionar en el sector de servicios de seguridad informática, al no existir empresas 
que den servicios en este ámbito, y concluyendo que luego de las evaluaciones en 
el estudio y habiéndose obtenido altos indicadores que hacen ver que el modelo 
propuesto es viable y que además pueden generar altos niveles de rentabilidad. 
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Mera (2014) Diseño del modelo de gestión de seguridad de la información 
del sistema ERP de EP PETROECUADOR de acuerdo con norma ISO/IEC   27002 
y COBIT 5. Tesis previa a la obtención del Grado Académico de Magister en 
Gerencia de Redes y Telecomunicaciones. Universidad de las Fuerzas Armadas. 
Sangolquí – Ecuador. El problema de la investigación fue: ¿Puede la falta de un 
modelo de gestión de S-I poner en riesgo los procesos empresariales soportados 
por el sistema ERP de EP PETROECUADOR? Teniendo como objetivo diseñar un 
modelo de gestión de S-I, utilizando el estándar  ISO/IEC 27002 y el marco   de   
trabajo   COBIT75,   para   facilitar   la   optimización   de   los   procesos 
empresariales implementados en el sistema ERP de EP PETROECUADOR, 
realizando una investigación de tipo cualitativa, con un diseño de investigación no 
experimental descriptiva, la población fue la empresa donde se desarrolló el diseño 
y la muestra fueron esta misma, recolectando los datos mediante entrevistas a los 
responsables de gestión de la seguridad, el cual obtuvo como resultado que el 
modelo planteado deberá permitir sobrellevar los inconvenientes y la complejidad 
de implementar un conjunto de buenas prácticas orientadas por un marco 
integrador logrando así establecer directrices  que  soporten  las  metas 
corporativas o de negocio y que se complemente con mejores prácticas 
ampliamente aceptadas por la industria de TI, y concluyendo que La   falta   de   un   
modelo   de   gestión   de   seguridad   de   la   información   en   EP 
PETROECUADOR, imposibilita gestionar los riesgos asociados con el uso de las 
TI, debido al desconocimiento de amenazas o vulnerabilidades y los métodos 
adecuados para tratarlas. 
1.2.2 Trabajos previos nacionales 
Guzmán (2015) Metodología para la seguridad de tecnologías de información y 
comunicaciones en la clínica ortega. Tesis para optar el grado académico de 
magister en ingeniería de sistemas. Universidad nacional del centro del Perú. 
Huancayo – Perú. El problema de la investigación fue: ¿Cómo definir un modelo de 
metodología de seguridad de tecnologías de información y comunicaciones que 
permita mejorar la seguridad en la protección y continuidad de procesos de la 
Clínica Ortega? Teniendo como objetivo determinar el nivel de importancia de las 
metodologías de seguridad de tecnologías de información y comunicaciones que 
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permita la continuidad de procesos de la clínica Ortega cuyos servicios principales 
dependen de la tecnología, realizando una investigación de tipo cualitativa con 
enfoque cuantitativo, siendo el diseño de investigación cuasi-experimental, 
teniendo como población y muestra a la clínica Ortega recolectando datos mediante 
entrevistas, encuestas, consultas y observación, obteniendo como resultado que al 
realizar el análisis de riesgo, permitió detectar las amenazas a los que los activos 
de información son sometidos tales como robo de información, perdida de datos, 
incendios entre otros muchos y así se plantearon los requerimientos de seguridad 
por cada área la clínica; logrando que el modelo de seguridad propuesto involucrara 
a todas estas áreas, y en cada una de ellas se ha logrado implementar controles 
de seguridad adecuados, concluyendo que cada área involucrada en el modelo de 
metodologías de seguridad de tecnologías de información y comunicaciones 
requieren monitoreo, revisión y mantenimiento de los mismos, para una correcta 
gestión de la seguridad informática. 
Alvizuri (2014) Implementación de Itil v3.0 y su influencia en el proceso de 
gestión de incidencias y cambios en el área de ti de la consultora esprotec. Tesis 
presentada para optar el grado académico de Magíster en Ingeniería de Sistemas 
con mención en Dirección y Gestión de Tecnologías de Información. 
UNIVERSIDAD PERUANA UNIÓN. Lima – Perú. El problema de la investigación 
fue: ¿De qué manera la implementación de la herramienta FreshService apoyado 
por la metodología ITIL v3,0 influye en el proceso de gestión de incidencias y 
cambios en el área de TI de la consultora EsProTec de Lima? Cuyo objetivo fue 
determinar la manera en que la implementación de la herramienta FreshService 
apoyado por la metodología ITIL v3.0 influye en el proceso de gestión de 
incidencias y cambios en el área de TI de la consultora EsProTec de lima realizando 
una investigación evaluativa, propositiva y aplicativa con un diseño no experimental, 
teniendo una población de 26 procesos sugeridos por las buenas prácticas de ITIL 
v3 y tomando como muestra 4 de estos, recolectando datos mediante una 
encuesta, y obteniendo que de la influencia que se obtuvo al implementar ITIL v3 
se concluye que en las incidencias que fueron solucionadas en la primera línea 
fueron incrementadas en 66.67% concluyéndose así que la influencia fue 
totalmente positiva y que la herramienta implementada Freshservice permitió una 
familiarización rápidos con todos los usuarios, esto se debió a su adaptabilidad y 
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facilidad de uso, siendo también un factor clave  la base de conocimientos creada 
a partir de la implementación del sistema, permitiendo que se puedan resolver 
rápidamente cualquier incidente o problema que se pudiera presentar. 
Avalos (2012) Análisis, diseño e implementación del sistema de riesgo 
operacional para entidades financieras – SIRO. Tesis para optar el grado 
académico de magíster en informática mención en ingeniería del software. 
Pontificia Universidad Católica Del Perú Escuela de Postgrado. Lima – Peru. El 
problema de la investigación fue: ¿Un SIRO, incluyendo el módulo de gestión de 
eventos de pérdida, basado en la continuidad de la plataforma creada de riesgo 
operacional, podrá realizar una gestión integral del Riesgo para el sector financiero 
del Perú? Cuyo objetivo de estudio fueron los especialistas en Gestión Operacional 
de entidades financieras, utilizo la metodología RUP porque se basa en casos de 
uso que permiten modelar el negocio, para conocer más a fondo la problemática 
que aqueja a la organización, realizo una investigación de tipo cualitativa con un 
diseño no experimental descriptivo, su población fueron los trabajadores de 
entidades financieras, y su muestra son las personas especialistas en riesgo 
operacional, obteniendo información mediante entrevistas, cuyos resultados fueron 
que al utilizar el SIRO en las entidades financieras se integran distintas áreas de 
negocio y también procesos de gestión de la organización, logrando ayudar y 
automatizar la gestión del riesgo operacional por parte del área de gestión del 
riesgo, y obtuvo como conclusiones que el SIRO, permitió integrar la gestión del 
riesgo operacional en distintas áreas de la institución investigada, impulsando así 
el establecimiento de una cultura correcta y reduciendo el esfuerzo para obtener 
una adecuada gestión del riesgo operacional y el desarrollo del plan de pruebas, 
permitiendo validar que el sistema de riesgo operacional cumpla con cada uno de 
los requerimientos planteados. 
1.3 Teorías relacionadas al tema 
A continuación, se muestran los diferentes conceptos y teorías que se relacionan 
a la Gestión de Riesgos de TI en diferentes empresas, se describen además las 
dimensiones que permitieron su medición y las metodologías acerca de la gestión 
de riesgos como sustento de la variable. 
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Gestión de Riesgos de TI 
Para Rowe (1975) el riesgo es: “La combinación funcional de la probabilidad de 
ocurrencia de una consecuencia y su valor para el tomador de riesgo. Se puede 
comparar y evaluar este e diferentes consecuencias y la conmoción del evento 
para analizar situaciones de riesgo donde exista” (p.10). 
 Kasperson (1988) considera al riesgo como: “como un conjunto de sucesos 
que interactúan con procesos de tipo cultural, institucional, psicológico y social, de 
manera que amplifica o atenúa la percepción de un determinado riesgo y modulan 
el comportamiento del individuo frente al riesgo” (p.13). 
 Para finalizar, según Westerman (2006) define a la gestión de riesgo como: 
“un proceso que es simultáneamente distribuido y centralizado, los expertos en la 
empresa identifican y evalúan el riesgo en sus áreas, estos gerentes de riesgos 
locales abordan cada riesgo que controlan y escalan grandes riesgos a gerentes 
con mayor autoridad” (p.12).  
El riesgo y su gestión han tenido muchas transformaciones a través de los 
años, ya que paso de un enfoque puramente cuantitativo, pues antes solo se 
calculaba la probabilidad que había de que un evento no deseado o amenaza 
ocurriese para poner en peligro a la empresa, a un enfoque cualitativo para poder 
entender el riesgo desde un punto de vista de la entidad que lo tenía que enfrentar. 
Las   contribuciones   teóricas   sobre   el   riesgo   pueden   clasificarse en muchos 
modelos distinguidos en varias clases, algunas    de    estas    categorías    son    
vagas y posiblemente podrían reducirse a una sola construcción explicativa, en 
resumen, la historia de gestión de riesgo se puede resumir en unas cuantas teorías. 
Rowe en el año 1975, quien propuso la teoría de una anatomía de riesgo el cual 
es un ejemplo   de   un   modelo   de   proceso, para   el   tratamiento analítico del 
riesgo que se usa ampliamente en el campo de los riesgos tecnológicos y la 
toxicología.  Este enfoque plantea que existen cuatro estados: identificación del 
peligro, estimación del riesgo, evaluación del riesgo y gestión del riesgo.  
Más tarde en 1987, Paul Slovic propone la teoría psicométrica del riesgo 
que considera a los estudios de percepción de riesgo explora juicios que hacen las 
personas al caracterizar y evaluar acciones y tecnologías peligrosas o con algún 
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tipo de riesgo. El individuo considera que el riesgo al cual se enfrenta a diario es 
mayor que en el pasado, y que los riesgos que se presentarán en el futuro serán 
mayores. Estas percepciones hacen intuir que para el individuo lo ideal sería llegar 
al “riesgo cero”. Así pues, según la idiosincrasia del país dónde se reside, la cultura, 
las influencias de la sociedad o comunidad al que pertenece, la percepción de los 
sucesos varía dadas unas determinadas pautas de conducta, respuesta y 
actuación. 
Luego una investigación realizada por kasperson en 1988 titulada teoría de 
la amplificación    social    del    riesgo, en la cual explica el fenómeno por el cual 
los procesos de información, las estructuras institucionales, el comportamiento de 
los grupos sociales y las respuestas individuales, dan forma a la experiencia social 
del riesgo y sus consecuencias. La amplificación ocurre a las dos etapas: en la 
transferencia de información sobre el riesgo, y en los mecanismos de respuesta de 
sociedad. Las señales sobre el riesgo son procesadas por estaciones de 
amplificación individuales y sociales, incluido el científico que comunica la 
evaluación de riesgos, los medios de comunicación, culturales grupos, redes 
interpersonales, y otros. Mas tarde en 1998 ulrich propone la teoría de la sociedad 
del riesgo, la cual ha ayudado a un nuevo enfoque sociológico que pretende 
entender las amenazas por las que cruza la humanidad a partir del último cuarto 
del siglo XX. La sociedad del riesgo establece a la vez una teoría que se origina 
en el contexto de la globalización como una teoría sobre esta etapa histórica. Beck 
se refiere recurrentemente al concepto de sociedad de riesgo como peculiaridad 
principal de la sociedad moderna. Ulrich define al riesgo como “el rasgo que 
caracteriza un peculiar estado intermedio entre la seguridad y la destrucción” 
(1998). En sus términos, es la “fase de desarrollo de la sociedad moderna donde 
los riesgos sociales, políticos, económicos e industriales tienden cada vez más a 
escapar a las instituciones de control y protección de la sociedad industrial” (1998). 
1.3.1 Aproximaciones teóricas de la gestión de riesgos de TI 
Teoría de la gestión de riesgos de TI según Westerman 
Westerman G. (2006) en su obra gestión de riesgos de TI sostiene que: 
Para una gestión efectiva de riesgos es necesario tener en cuenta 
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tres aspectos básicos: implantación eficaz de las TI, procesos de 
gobernanza del riesgo y la cultura consciente sobre el riesgo, para 
lograr la efectiva gestión de los riesgos. Las empresas que logren 
constituir modelos de gestión de TI que incluyan estos tres aspectos, 
realizarán una gestión de riesgos más eficaz y sus ejecutivos de 
negocios tendrán una mejor comprensión de sus niveles de riesgo de 
TI y las formas como se pueden atenuar. Cuando se hace una buena 
gestión de riesgos de TI se madura, y pasa de una situación de difícil 
manejo de las actividades de cumplimiento y reducción de amenazas 
hasta llegar a servicios de TI ágiles que generen valor al negocio. 
Asimismo, cada organización desarrolla un “perfil de riesgo”.  
Aún, muy pocas empresas, al tener en cuenta una nueva 
iniciativa de producto o servicio, van más allá del retorno de inversión 
y dejan de pensar en el efecto sobre el perfil de riesgo de la empresa. 
Se debe tener siempre en cuenta que un cambio en TI afecta 
múltiples dimensiones dentro de la empresa. Muchas empresas caen 
en patrones de análisis de un solo tipo de riesgo que es comúnmente 
la disponibilidad, dándole prioridad sobre las demás. O, aún peor, no 
tienen la capacidad para poder analizar y examinar más de una 
dimensión de riesgo. Con el tiempo, esta forma de gestión del riesgo 
se cambia en una práctica habitual de la empresa, dando lugar a un 
perfil de riesgo en la que algunos riesgos están bien controlados, 
mientras que otros tienen enormes (mayormente desconocidas) 
exposiciones. (p.6). 
El perfil de riesgo empresarial es un perfil de riesgo que debe determinar e 
identificar cuatro componentes: 
a. Nivel potencial e inherente de riesgo 
Consiste en “estimar el nivel de exhibición a los riesgos que tiene la compañía, por 
las particularidades propias del negocio, sin ninguna implementación de algún tipo 
de control” (Westerman, 2006, p.3).   
b. Controles provenientes de las TI  
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La implementación de TI llega junto a una serie de controles relacionados “con los 
activos o con los procesos de TI, que permiten atenuar los riesgos, logrando un 
nivel de riesgo conocido como riesgo intrínseco” (Westerman, 2006, p.3).   
c. Tolerancia de riesgos.  
Cada compañía define, sobre la base a sus particularidades, contexto y capacidad 
instalada, hasta “qué niveles de riesgo está dispuesta a tolerar (a partir de allí 
convivir con ellos) en cada una de las dimensiones del riesgo” (Westerman, 2006, 
p.3).   
d. Brecha del riesgo de TI.  
Es “el margen entre riesgo intrínseco y tolerancia de riesgo definido por la empresa 
para una dimensión del riesgo. La identificación de esta brecha permitirá tomar 
decisiones correctas sobre implementar, priorizar controles y sobre invertir en 
seguridad de TI” (Westerman, 2006, p.3).   
 
Figura 1. Ejemplo de un perfil de riesgo empresarial  
Adaptado de “IT Risk Managment: From IT Necessity to Strategic Business Value”, 
por Westerman, 2006. Massachusetts, EE.UU: Autor 
 La figura en forma de diamante es una herramienta para comunicar la 
exposición relativa al riesgo y la tolerancia de la empresa en cuatro dimensiones. 
Este diamante azul simboliza el nivel de riesgo potencial para el negocio en su 
conjunto, previo a emprender alguna gestión de riesgos. El morado simboliza el 
componente de TI del riesgo empresarial, a lo largo de cada categoría. El diamante 
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interno verde simboliza la tolerancia al riesgo de TI, es decir, la cantidad de riesgo 
de TI con el que la empresa decide vivir. Finalmente, el beige representa la brecha 
de riesgo: la cantidad de riesgo que aún no se ha mitigado. 
Para Westerman (2006) el perfil de riesgo se puede: “Crear para la empresa 
como un todo, o para partes importantes, como unidades comerciales importantes, 
regiones globales importantes o incluso procesos comerciales críticos” (p.6). El 
perfil se vincula a un proceso de financiación, de modo que las iniciativas que 
reducen las brechas de riesgo tengan prioridad sobre aquellas que hacen poco 
para reducirlo. Para Westerman (2006) los gerentes: 
Pueden usar el marco de riesgo para asegurar que cada iniciativa 
aborde todas las categorías de factores de riesgo. El perfil de riesgo 
también puede ser una herramienta de negociación. Muchos 
desacuerdos sobre las prioridades de TI se pueden rastrear a 
diferentes percepciones de riesgo. La comparación de la percepción 
de cada hombre de la exposición al riesgo de la empresa (diamante 
beige) y la tolerancia al riesgo (diamante verde) puede resolver 
disputas y ayudar a forjar una dirección común para el futuro. En 
combinación con un proceso maduro de gestión de riesgos (que se 
discutirá en una futura reunión informativa de investigación), el marco 
de riesgo y las herramientas de perfil de riesgo pueden mejorar la 
conciencia del riesgo y reducir las exposiciones relacionadas con TI. 
La conciencia de los riesgos permite a los gerentes priorizar 
eficientemente los riesgos que reducirán y, lo que es más importante, 
elegir qué riesgos aceptarán. (p.6) 
  Mediante un informe basado en una encuesta a 130 ejecutivos de TI 
Westerman (2006) ha identificado que existen “cuatro dimensiones de riesgos de 
negocio: la disponibilidad, el acceso, la precisión y la agilidad. Cualquier gran 
decisión de TI implica el análisis de estas cuatro dimensiones de riesgos” (p.9). Los 
cuales son factores claves para la gestión de riesgo de TI. Entonces Westerman 
(2006) definió estas dimensiones para el riesgo: 
La disponibilidad es mantener operativo o en funcionamiento los 
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procesos existentes y la recuperación de interrupciones. El acceso es 
garantizar que las personas autorizadas tienen las facilidades 
necesarias para el acceso a la información y que las personas no 
autorizadas no tengan acceso. La precisión es ofrecer información 
precisa, oportuna y completa, que cumpla con los requisitos de 
gestión, del personal, de los clientes, de los proveedores y 
reguladores. Y para finalizar la agilidad es permitir la implementación 
de nuevas iniciativas estratégicas, tales como la adquisición de una 
empresa, el rediseño de procesos de negocio o el lanzamiento de un 
nuevo producto/servicio. (p.9) 
  Para Westerman (2006) estos riesgos se derivaron de: 
La forma como los activos y los procesos de TI son gestionados y 
organizados en la empresa. Por tanto, la comprensión de los niveles 
de riesgo de la empresa y de la tolerancia al riesgo de estas cuatro 
dimensiones, es el primer paso en la implementación de un proceso 
maduro de gestión de riesgos de TI. (p.9) 
Para poder establecer el perfil de riesgo es necesario relacionar cada 
dimensión mencionada del riesgo con los factores de riesgo, con el fin de entender 
cuáles son las procedencias que determinan los valores considerados en cada 
dimensión del riesgo y, que factores lo originan. Luego en la figura 2 se puede ver 
esta relación. 
Dimensiones de la Gestión de Riesgo de TI 
Para Westerman (2006) la IT Risk Management o la gestión de riesgo de TI: 
Está ganando visibilidad en las empresas del mundo. Las empresas 
están considerando no solo los riesgos técnicos, sino también cómo 
los riesgos de TI influyen en los riesgos a nivel empresarial. La visión 
del ejecutivo sobre el riesgo de TI va más allá de la disponibilidad y 
la administración de acceso para examinar las implicaciones de la 
precisión de la información y la agilidad estratégica. La capacidad 
efectiva de gestión de riesgos tiene una serie de beneficios. Las 
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empresas que manejan el riesgo de manera efectiva tienen una mejor 
idea de cómo abordan los riesgos de alta prioridad y, lo que es más 
importante, con qué riesgos eligen "vivir". Confían en que están 
centrando el dinero y el esfuerzo en los riesgos que realmente 
importan. Y pueden buscar oportunidades que otras empresas 
considerarían demasiado riesgosas para emprender. 
Desafortunadamente, pocas empresas son maduras en su capacidad 
para administrar riesgos de TI empresariales. La gran mayoría de 
empresas tienen una orientación intuitiva para gestionar sus riesgos: 
abordan los riesgos de mayor perfil que atraen la atención de los 
medios (tales como software malicioso o interrupciones de energía o 
inalámbricos), pero luego pasan por alto muchos riesgos de menor 
perfil como controles internos inadecuados o envejecimiento, 
aplicaciones frágiles. (p.12) 
  Entonces nos debemos preguntar ¿Cómo puede una empresa construir 
capacidad de gestión de riesgos? En la investigación de Westerman realiza 
entrevistas a más de 50 gerentes de TI, descubriendo que la administración 
efectiva de riesgos es una combinación cohesiva de tres disciplinas centrales, las 
cuales para este trabajo de investigación serán tomadas como las dimensiones de 
la variable gestión de riesgo de tecnología de información, la cuales son: 
Dimensión 1: Proceso de gobernanza del riesgo 
Según Westerman (2006) son “políticas completas y eficaces relacionadas al 
riesgo, combinado con un proceso maduro y consistente para identificar, evaluar, 
priorizar y supervisar los riesgos oportunamente, el cual incluye políticas y 
procedimientos para identificar y evaluar los riesgos y prevenir conductas de 
riesgo” (p.6). 
Dimensión 2: Cultura consciente sobre riesgos 
Según Westerman (2006) “Personas cualificadas que saben cómo identificar y 
evaluar las amenazas e implementar la mitigación efectiva del riesgo. La 
conciencia de riesgos ayuda a todos en la empresa a comprender las amenazas y 
las oportunidades de mitigación” (p.6).  
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Dimensión 3: Implantación eficaz de TI 
Según Westerman (2006) son la “Infraestructura y las aplicaciones de TI que tienen 
riesgos inherentemente inferiores a los tolerables, debido a que están bien 
gestionados y tienen una buena arquitectura. Una TI bien estructurada y bien 
administrada es inherentemente menos riesgosa que una más compleja” (p.6). 
 
Figura 2. Marco de referencia de la gestión de riesgos de TI en la empresa 
Adaptado de “IT Risk Managment: From IT Necessity to Strategic Business Value”, 
por Westerman, 2006. Massachusetts, EE.UU: Autor 
  Teniendo en cuenta estas disciplinas Westerman indicó que:  
Si alguna organización es deficiente en alguna de estas, no pueden 
ser eficaces en la gestión de riesgos de TI. Como un ejemplo, se 
puede pensar que al contar con procesos de gestión de riesgos 
aceptables y con una gran experiencia pero que superan la 
capacidad instalada de TI. Del mismo modo, la gobernanza del riesgo 
no puede ser eficaz sin los conocimientos necesarios para identificar 
y reducir los riesgos. Sin embargo, las empresas no tienen que ser 
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“expertas y eficaces” en las tres disciplinas; puede ser en una, pero 
con niveles bajos (pero aceptables) en los otros dos. También hay 
que tomar en cuenta que las empresas que tienen una gestión de 
riesgos ineficaz no pueden convertirse de la noche a la mañana en 
eficaces; pues esta capacidad se construye en el tiempo mediante 
con mucha disciplina. La gestión eficaz del riesgo de TI requiere tres 
disciplinas centrales.  
En primer lugar, una base de TI bien estructurada y bien 
administrada es inherentemente menos riesgosa que una más 
compleja. En segundo lugar, un proceso de gobernanza de riesgo 
maduro incluye políticas y procedimientos para identificar y evaluar 
los riesgos y prevenir conductas de riesgo. En tercer lugar, la 
conciencia de riesgos ayuda a todos en la empresa a comprender las 
amenazas y las oportunidades de mitigación. Las empresas 
necesitan las tres disciplinas para ser eficaces en la gestión de 
riesgos, pero no necesitan ser de clase mundial en las tres. 
Desafortunadamente, los métodos de gestión de riesgos utilizados en 
la mayoría de las empresas son incapaces de hacer frente a la 
complejidad de los riesgos de TI, dejando a la empresa vulnerable a 
riesgos y costosas perdidas. Los riesgos de TI se derivan de la forma 
como la infraestructura, las aplicaciones, las personas y las políticas 
de TI están siendo administradas y organizadas. Tecnologías no 
estandarizadas, inconsistentes procesos de mantenimiento de 
aplicaciones, políticas ineficaces o falta de habilidades del personal 
son sólo algunos de los factores que generan riesgos sobre la 
continuidad de los procesos, la gestión del acceso a los recursos de 
información, la integridad de la información, etc. Los factores de 
riesgo son interdependientes. En la figura N° 03 se muestra la 




Figura 3. Pirámide de los riesgos de TI 
Adaptado de “IT Risk Managment: From IT Necessity to Strategic Business Value”, 
por Westerman, 2006. Massachusetts, EE.UU: Autor 
Importancia de la gestión de riesgo de TI en las empresas de Nephila 
Networks 
Las empresas que Nephila brinda soporte tienen muchas deficiencias en cuanto a 
cómo los riesgos le afectan, pues estos en muchas oportunidades han logrado la 
paralización del negocio por hasta un día, siendo muchos de estos riesgos 
completamente manejables, pero al no tener una metodología o un modelo para el 
correcto tratamiento de estos, no se está logrando el resultado esperado. Es por 
esto que con un modelo general para la gestión de riesgos de TI se espera tener 
que estas empresas puedan lograr un correcto manejo de los riesgos y así 
minimizar en lo mayor posible los daños o paralizaciones ocasionadas por estos. 
Con la presente investigación se pretende obtener una eficaz gestión de riesgos 
de TI, aplicando un modelo para este fin. Con este modelo ya en funcionamiento 
mediante una encuesta podremos medir la efectividad del modelo y así confirmar 
si la gestión de riesgos mejoro. 
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El modelo a utilizar para una correcta gestión de riesgos de TI, está basado 
en estándares internaciones para poder identificar, tratar y minimizar el impacto de 
cualquier riesgo que aseche la TI de la empresa. Es por esto que se utiliza un 
modelo propuesto por Celi (2016) que presenta en su obra sobre gestionar los 
riesgos TI para las empresas financieras de Lambayeque, basándose en la teoría 
de Westerman y normas internacionales específicas como ISO 17799 (clasificación 
y buenas prácticas de la seguridad de la información), ISO 27001(Definiciones 
Básicas de los componentes de un SGR, Procesos para implementar un SGSI y 
definición de objetivos de control y controles), y la metodología MagerIT, creando 
así un modelo para una efectiva gestión de riesgos, el cual se adaptara para ser 
utilizado en la gestión del riesgo TI de la empresas que Nephila Network brinda 
soporte. Muchas de las empresas a las que nephila network brinda soporte se 
pueden clasificarse en empresas de servicios y comerciales para sí poder utilizar 
un modelo especifico y modificado adecuado a su clasificación para mejorar la 
eficiencia del riesgo de tecnologías de información. Dicho modelo para la gestión 
de riegos propuesto junto a la metodología para aplicarlo se resume en la siguiente 
figura: 
 
Figura 4. Metodología para la aplicación del modelo de análisis de riesgos 
propuesto 
Adaptado de “La gestión de riesgo TI y la efectividad de los sistemas de seguridad 
de información: caso de procesos críticos en las pequeñas entidades financieras 







1.4 Formulación del problema 
1.4.1 Problema general 
¿Cuál es el nivel de eficiencia de la gestión de riesgo de tecnologías de información 
de las empresas comerciales y de servicios de nephila networks? 
1.4.2 Problemas específicos 
Problema específico 1 
¿Cuál es el nivel de eficiencia de la gobernanza del riesgo de tecnologías de 
información de las empresas comerciales y de servicios de nephila networks? 
Problema específico 2 
¿Cuál es el nivel de eficiencia de la cultura consiente sobre riesgo de tecnologías 
de información de las empresas comerciales y de servicios de nephila networks? 
Problema específico 3 
¿Cuál es el nivel de eficiencia de la implantación eficaz de tecnologías de 
información de las empresas comerciales y de servicios de nephila networks? 
1.5 Justificación del estudio 
1.5.1 Justificación teórica 
Al desarrollar e implementar un modelo para la correcta gestión de riesgos en las 
empresa a las que Nephila brinda soporte, se estará aportando al conocimiento 
existente sobre el uso de metodología y estándares para realizar una eficaz gestión 
de riesgo de las tecnología de la información , y en los resultados de la presente 
investigación se estará aportando un modelo de gestión de riesgos de TI para 
poderse usar como base para otras empresas similares que quieran mejorar s 
modelo actual, ya que estaré demostrando que el modelo propuesto ayuda a mejorar 
la eficacia con la que se tratan los riesgos. 
1.5.2 Justificación practica 
Esta investigación se realiza ya que existe la necesidad de mejorar la eficacia con la 
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que se tratan los riesgos en las empresas a las que Nephila les brinda soporte, y con 
el uso de un modelo general para gestionar los riesgos de TI se pretende lograrlo. 
1.5.3 Justificación metodológica 
El desarrollo e implementación del modelo de gestión de riesgos TI para las 
empresas que Nephila brinda soporte, se realizó mediante los procedimientos de 
la investigación científica, ya que se utilizara encuestas para la recolección de 
datos para su posterior evaluación de validez y confiabilidad, y así puedan ser 
utilizados en otros trabajos de investigación o en otras empresas. 
1.6 Objetivos 
1.6.1 Objetivo general 
Describir el nivel de eficiencia de la gestión de riesgo de tecnologías de información 
de las empresas comerciales y de servicios de nephila networks. 
1.6.2 Objetivos específicos 
Objetivo específico 1 
Describir el nivel de eficiencia de la gobernanza del riesgo de tecnologías de 
información de las empresas comerciales y de servicios de nephila networks. 
Objetivo específico 2 
Describir el nivel de eficiencia de la cultura consiente sobre riesgo de tecnologías 
de información de las empresas comerciales y de servicios de nephila networsk. 
Objetivo específico 3 
Describir el nivel de eficiencia de la implantación eficaz de tecnologías de 


















2.1 Diseño de Investigación 
Metodología 
El trabajo se desarrolló bajo un enfoque cuantitativo pues se realizó con el fin de 
validar la teoría al describir la variable estudiada (investigación descriptiva). Para 
Hernández, Fernández y Baptista, (2014) el enfoque cuantitativo “es secuencial y 
probatorio. Cada etapa precede a la siguiente y no se puede brincar o eludir pasos” 
(p.4). El orden para realizar la investigación es riguroso, pero podemos rediseñar 
alguna fase. Se parte de una idea, y poco a poco se va acotando y, una vez 
delimitada, se realizan los objetivos y las preguntas de investigación, se examina 
la literatura correspondiente y posteriormente se edifica un marco teórico. De estas 
preguntas se determinan variables; se establece un plan para poder probarlas; se 
miden estas variables en un contexto determinado; se revisan y analizan las 
mediciones que se obtuvieron utilizando métodos estadísticos, y se realizan las 
conclusiones. 
  La presente investigación parte del modelo propuesto por Celi, que fue 
aplicado en las empresas que Nephila brinda soporte, se presenta los objetivos y 
preguntas de investigación, se traza un plan para analizar la variable y se mide, 
posteriormente analizaremos las mediciones con software estadísticos SPSS v23 
y se presentan los resultados y conclusiones. 
Tipo de estudio 
La investigación fue básica de nivel descriptivo según la clasificación de 
Hernández. El presente trabajo se orienta al tipo de investigación básica, ya que 
se basa en el conocimiento previo que se plasma en el marco teórico para aplicarlo 
al caso de estudio. Descriptivo, pues existen previamente teorías sobre la variable 
de estudio, en la cuales se fundamentará la presente investigación. 
Diseño 
El presente trabajo presenta un diseño no experimental transversal descriptivo 
comparativo, pues se realizó sin la manipulación deliberada de la variable, e indaga 
la incidencia de las modalidades, categorías o niveles de una variable en una 
población, y es un estudio puramente descriptivo. 
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El esquema del modelo lógico de contrastación es: 
 
M1: Representa a las empresas de Servicios 
M2: Representa a las empresas comerciales 
O1 y O2: Son las observaciones (cuestionario) que se realizaron a las muestras. 
X: Variable a medir, Gestión de riesgo de TI 
2.2 Variables 
Para el presente trabajo se presentan la variable de estudio a continuación: 
Gestión de riesgos de TI 
Definición conceptual de la variable Gestión de riesgos de TI 
Según Westerman (2006)  
La gestión de riesgo es un proceso simultáneamente distribuido y 
centralizado, los expertos en cada parte de la empresa identifican y 
evalúan el riesgo en sus áreas, estos gerentes de riesgos locales 
abordan cada riesgo que controlan y escalan grandes riesgos a los 
gerentes con mayor autoridad. Los procesos proveen una vista global 
de todos los riesgos en un dominio así los administradores pueden 
hacer compensaciones y priorizar el límite de recursos para formar 
un aceptable perfil de riesgo. (p.2) 
Definición operacional de la variable Gestión de riesgos de TI 
Se refiere al tratamiento de las incidencias que comprometan la continuidad de las 
actividades comunes de la empresa, así como las amenazas que puedan poner 
en riesgo la información del usuario, siendo estos importantes patrimonios para la 
empresa, también se refiere a toda acción que el encargado realice para disminuir 
las posibilidades de que ocurra algún tipo de problema que afecte a la empresa.  
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2.2.1 Operacionalización de variables 
Tabla 1 
Operacionalización de la variable Gestión de Riesgos de TI 
Dimensiones Indicadores Ítems Escala de medición y 
valores 














Efectividad en la definición de los riesgos de TI según las categorías de 
información 
Nivel de integración del modelo en la gestión de riesgos corporativo 
Nivel de aplicabilidad del proceso implantado en el modelo propuesto para 
evaluar los riesgos de TI 
 
Grado de concientización 
Efectividad en la evaluación de los componentes del modelo de gestión de TI: 
amenazas, vulnerabilidades, impactos, frecuencias 
Efectividad del monitoreo de las actividades de gestión de riesgos de TI 
 
Efectividad los niveles de riesgos inherentes de TI 
Efectividad de la implantación de controles y seguimiento de las brechas de 
seguridad 























3=Ni de acuerdo, ni 
desacuerdo 
4=De acuerdo 
5= Completamente de 
acuerdo 
Deficiente 9 - 21 
Regular 22 - 33 
Eficiente   34 – 45 
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2.3 Población, muestra y muestreo 
2.3.1 Población  
Según Hernández et al (2014), “la población es un conjunto de todos los casos que 
concuerdan con determinadas especificaciones” (p.174). Para el presente trabajo 
se tendrá como población a todos los empleados del departamento de Sistemas 
de las empresas que Nephila Network brinda soporte que este en la ciudad de Lima 
en el año 2018.  
  Se tienen en total 21 empresas que han sido categorizadas como empresa 
de servicios y como empresa comercial, cada una tiene entre 4 a 6 personas en su 
departamento de TI, entre soporte, jefes y gerentes de esta área, siendo en total 
108 personas según la distribución mostrada en el siguiente cuadro: 
Tabla 2 
Cantidad personal encargado del riesgo de TI por tipo de empresa  
Tipo de Empresa Cantidad Trabajadores 
Comerciales 10 52 
Servicios 11 56 
   
Total 21 108 
 
2.3.2 Muestra 
Según Hernández et al (2014) “la muestra es un subgrupo del universo o población 
del cual se recolectan los datos y que debe ser representativo de ésta” (p.173). 
Hernández et al (2014) basado en el Teorema central del límite sostiene que “una 
muestra de más de cien casos será una muestra con una distribución normal en 
sus características, lo cual sirve para el propósito de hacer estadística inferencial” 
(p.189). Basándome en esto, la muestra para el presente trabajo será el mismo 
tamaño que la población. 
2.3.3 Muestreo 
Según Hernández et al (2014) el muestro no probabilístico “es un subgrupo de la 
población en la que la elección de los elementos no depende de la probabilidad, 
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sino de las características de la investigación” (p.176). Siendo que esta 
investigación va dirigida solo a empresas que Nephila brinda soporte, se escoge el 
muestreo no probabilístico por conveniencia. 
2.4 Técnicas e instrumentos de recolección de datos 
2.4.1 Técnica  
La técnica que se utilizó para realizar el presente trabajo de investigación fue la 
encuesta que para Hernández et al (2014) es “una técnica basada en preguntas 
dirigidas a un número considerable de personas, la cual emplea cuestionarios para 
indagar sobre las características que se desea medir o conocer” (p.217).  
2.4.2 Instrumentos 
Para la técnica encuesta utilizada, se realiza un instrumento para poder recolectar 
la información, el cual viene a ser el cuestionario. En base a esto Hernández et al 
(2014) indicaron que “consiste en un conjunto de preguntas de una o más variables 
a medir” (p.217). 
Se empleó un cuestionario, compuesto por 9 ítems descrito en la ficha técnica. 
Ficha técnica del instrumento 
Nombre del instrumento Cuestionario para evaluar el modelo 
propuesto 
Autor y Año 
Adaptado si fuera el caso 
Celi 2016 
Universo de estudio  
Nivel de confianza 82.1% 
Margen de error 5.0% 
Tamaño muestral 108 
Tipo de técnica Encuesta 
Tipo de instrumento Cuestionario 
Fecha trabajo de campo 19/01/2018 
Escala de medición Likert (politómica) 




Para Hernández et al (2014) la validez “es el Grado en que un instrumento en 
verdad mide la variable que se busca medir” (p.200). Para poder determinar la 
validez del instrumento, se sometió a consideración de juicio de expertos. Según 
Hernández et al (2014), el juicio de expertos “es el grado en que un instrumento 
realmente mide la variable de interés, de acuerdo con expertos en el tema” (p.204). 
Tabla 3 
Juicio de expertos 
Especialistas 
Opinión de aplicabilidad 
Gestión de riesgo de TI 
Dr. Willian Sebastian Flores Sotelo Aplicable 
Dr. Rosalynn Ornella Flores Castañeda Aplicable 
Dr. Yolvi Ocaña Fernandez Aplicable 
El certificado de validez de contenido del instrumento se encuentra en el Anexo 6. 
Fiabilidad 
La escala del instrumento para la recolección de datos empleado en el presente 
trabajo de investigación cuenta con ítems con opciones en la escala de Likert 
(politómica), por lo que se utilizó el coeficiente de alfa de Cronbach para determinar 
la consistencia interna, analizando la correlación promedio de los ítems con cada 
una de las demás que integran el mencionado instrumento. Para determinar el 
coeficiente de confiabilidad, se aplicó una prueba piloto, después se analizó 
mediante el coeficiente de alfa de cronbach con el software estadístico SPSS 
versión 23. 
Según Hernández et al (2014) existen: 
Diversos procedimientos para calcular la confiabilidad de un instrumento de 
medición. Todos utilizan procedimientos y fórmulas que producen 
coeficientes de fiabilidad. La mayoría oscila entre cero y uno, donde un 
coeficiente de cero significa nula confiabilidad y uno representa un máximo 
de confiabilidad (fiabilidad total, perfecta). Cuanto más se acerque el 
coeficiente a cero, mayor error habrá en la medición. 
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 Tabla 4 
Confiabilidad del instrumento - Alfa de Cronbach  
Alfa de Cronbach Nº Ítems 
0.821 20 
 
Analizando el resultado obtenido, y teniendo en cuenta el índice de fiabilidad 
que se obtuvo por el alfa de Cronbach es igual a 0.821, encontrándose en un nivel 
muy aceptable, asumiendo la confiabilidad del instrumento y que su aplicación 
procede.  
2.5 Métodos de análisis de datos 
El procedimiento utilizado para analizar los datos inicio con la recolección de estos, 
primero se aplicó los instrumentos a todo el personal correspondiente. Luego, con 
los datos que se obtuvieron se realizó la matriz de datos, se realizó la 
transformación de los valores obtenidos a las escalas establecidas para luego 
finalizar con el análisis estadístico con el software SPSS v23, con el fin de presentar 
conclusiones y recomendaciones para el informe final. 
2.6 Aspectos éticos 
En el presente trabajo de investigación se protegió la identidad de los encuestados 
y las empresas a las que pertenecen, tomándose en cuenta las consideraciones 
éticas pertinentes, como; (a) confidencialidad: Los datos obtenidos no serán 
revelados ni divulgados para otro fin; (b) anonimidad: Se mantuvo desde el inicio 
del trabajo de investigación; (c) consentimiento: La finalidad del consentimiento 


































3.1 Resultados descriptivo de la variable Gestión de Riesgos de TI 
Tabla 5 
Tabla de contingencia del Tipo * Proceso de gobernanza del riesgo para la 
Gestión de Riesgos de TI 
 
Proceso de gobernanza del riesgo 
Total 
DEFICIENTE REGULAR EFICIENTE 
TIPO 
SERVICIO 
Recuento 12 20 20 52 
% dentro de TIPO 23.1% 38.5% 38.5% 100.0% 
% del total 11.1% 18.5% 18.5% 48.1% 
COMERCIAL 
Recuento 1 21 34 56 
% dentro de TIPO 1.8% 37.5% 60.7% 100.0% 
% del total 0.9% 19.4% 31.5% 51.9% 
Total 
Recuento 13 41 54 108 
% dentro de TIPO 12.0% 38.0% 50.0% 100.0% 
% del total 12.0% 38.0% 50.0% 100.0% 
 
 
Figura 5. Niveles de frecuencia Tipo * Proceso de gobernanza del riesgo para la 





En la figura 5 se observa que el 31.48% del personal involucrado con la gestión de 
riesgos de las empresas que Nephila brinda soporte considera que el proceso de 
gobernanza del riesgo es eficiente con el modelo estándar utilizado para gestionar 
el riesgo de tecnologías de información, pertenecen a las empresas comerciales, 
frente a un 18.52% de empresas que brinda servicios, teniendo en total un 50% de 
encuestados que consideran que el modelo es eficiente. Las barras verdes y azules 
nos ayudan a identificar que menos del 38% considera el modelo como regular, 
quedando solo que el 12% del total la considera deficiente.  
En la tabla 5 analizando más específicamente el 60.7% de los encuestados 
pertenecientes a empresas comerciales, considera que el Proceso de gobernanza 
del riesgo del modelo de gestión es eficiente, mientras que en las empresas de 
servicios solo el 38.5% de estas lo considera como eficiente. El 37.5% de los 
encuestados de las empresas comerciales considera al proceso de gobernanza del 
riesgo con una eficiencia regular, y su contraparte, las empresas de servicios son 
el 38.5%. En los encuestados comerciales solo el 1.8% considera al modelo como 
ineficiente en comparación al 23.1% de encuestados pertenecientes a empresas 
de servicios. 
Tabla 6 
Tabla de contingencia del Tipo * Cultura consciente sobre riesgos para la 
Gestión de Riesgos de TI 
 
Cultura consciente sobre riesgos 
Total 
DEFICIENTE REGULAR EFICIENTE 
TIPO 
SERVICIO 
Recuento 8 20 24 52 
% dentro de TIPO 15.4% 38.5% 46.2% 100.0% 
% del total 7.4% 18.5% 22.2% 48.1% 
COMERCIAL 
Recuento 2 23 31 56 
% dentro de TIPO 3.6% 41.1% 55.4% 100.0% 
% del total 1.9% 21.3% 28.7% 51.9% 
Total 
Recuento 10 43 55 108 
% dentro de TIPO 9.3% 39.8% 50.9% 100.0% 






Figura 6. Niveles de frecuencia del Tipo * Cultura consciente sobre riesgos para la 
Gestión de Riesgos de TI 
Interpretación: 
En la figura 6 se observa que el 28.7% del personal involucrado con la gestión de 
riesgos de las empresas que Nephila brinda soporte, que considera que la cultura 
consciente sobre riesgos es eficiente con el modelo estándar utilizado para 
gestionar los riesgos de TI pertenecen a empresas comerciales y un 22.22% que 
vienen de empresas de servicio también la consideran eficiente, dando un total de 
50.9% del total de encuetados que consideran a la cultura consciente sobre riesgos 
como eficiente, del total de encuestados el 39.8% considera que su eficiencia es 
regular y una pequeña parte del 9.3% considera al modelo como deficiente. 
En la tabla 6 se observa que el 55.4% del total de encuestados perteneciente a 
empresas comerciales considera a la cultura consciente sobre riesgos como 
eficiente, en cambio de las empresas de servicios solo el 46.2% la considera 
eficiente. El 41.1% de las empresas comerciales considera la cultura consciente 
sobre riesgos con una eficiencia regular, y su contraparte las empresas de servicios 
son el 38.5%. En los encuestados comerciales solo el 3.6% considera el modelo 
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como ineficiente en comparación al 15.4% de los pertenecientes a empresas de 
servicios. 
Tabla 7 
Tabla de contingencia del Tipo * La implantación eficaz de TI para la Gestión de 
Riesgos de TI 
 
La implantación eficaz de TI 
Total 
DEFICIENTE REGULAR EFICIENTE 
TIPO 
SERVICIO 
Recuento 10 20 22 52 
% dentro de TIPO 19.2% 38.5% 42.3% 100.0% 
% del total 9.3% 18.5% 20.4% 48.1% 
COMERCIAL 
Recuento 2 17 37 56 
% dentro de TIPO 3.6% 30.4% 66.1% 100.0% 
% del total 1.9% 15.7% 34.3% 51.9% 
Total 
Recuento 12 37 59 108 
% dentro de TIPO 11.1% 34.3% 54.6% 100.0% 
% del total 11.1% 34.3% 54.6% 100.0% 
 
 
Figura 7. Niveles de frecuencia Tipo * La implantación eficaz de TI para la 





En la figura 7 se observa que el 34.26% del personal involucrado con la gestión de 
riesgos en las empresas que Nephila brinda soporte, que considera que la 
implantación eficaz de las tecnologías de información es eficiente con el modelo 
estándar utilizado para gestionar el riesgo de tecnologías de información, 
pertenecen a empresas comerciales, y solo un 20.37% pertenece a empresas de 
servicios, haciendo un total de 54.6% los encuestados que indicaron que 
implantación eficaz de TI es eficiente; un 34.3% indica que la implantación eficaz 
de las tecnologías de información es regular, quedando un 11.1% del total la 
considera deficiente. 
En la tabla 7 se observa que el 66.1% de los encuestados pertenecientes a 
empresas comerciales piensan que la implantación eficaz de TI del modelo de 
gestión que utilizan es eficiente, mientras que para las empresas de servicios la 
cantidad es del 42.3%. El 30.4% del total de empresas comerciales considera que 
la implantación eficaz de tecnologías de información tiene una eficiencia regular, 
mientras que, en las empresas de servicios, solo el 38.5% la considera así. En las 
empresas comerciales, el 1.9% considera que la implantación eficaz de TI es 
ineficiente, mientras que en las empresas de servicios este viene a ser el 9.3%.  
Tabla 8 
Tabla de contingencia del Tipo * La Gestión de Riesgo de Tecnologías de 
Información 
 
GESTION DE RIESGOS DE TI 
Total DEFICIENTE REGULAR EFICIENTE 
TIPO SERVICIO Recuento 8 12 32 52 
% dentro de TIPO 15.4% 23.1% 61.5% 100.0% 
% del total 7.4% 11.1% 29.6% 48.1% 
COMERCIAL Recuento 2 7 47 56 
% dentro de TIPO 3.6% 12.5% 83.9% 100.0% 
% del total 1.9% 6.5% 43.5% 51.9% 
Total Recuento 10 19 79 108 
% dentro de TIPO 9.3% 17.6% 73.1% 100.0% 





Figura 8. Niveles de frecuencia del Tipo * La Gestión de Riesgo de Tecnologías 
de Información  
Interpretación: 
En la figura 8 se observa que el 43.52% del personal involucrado con la gestión de 
riesgos de las distintas empresas que Nephila brinda soporte y que son del tipo 
comercial considera que gestión de riesgo de tecnologías de información es 
eficiente con el modelo estándar utilizado, y un 29.63% que también considera que 
el modelo es eficiente pertenece a las empresas de servicios, haciendo un total de 
73.1%, quedando solo un 17.6% que lo considera que su eficiencia es regular y una 
pequeña parte del 9.3% considera al modelo como deficiente. 
En la tabla 8 se puede observar que el 83.9% de los encuestados que pertenecen 
a empresas comerciales considera la gestión de riesgos de tecnologías de 
información como eficiente, frente al 61.5% de las empresas de servicios. El 12.5% 
del total de empresas comerciales considera gestión de riesgos de tecnologías de 
información con una eficiencia regular, mientras que, en las empresas de servicios, 
solo el 23.1% la considera así. En las empresas comerciales, el 3.6% considera 
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que la implantación eficaz de TI es ineficiente, mientras que en las empresas de 















































































































































En la tabla 5 y figura 5 se observa que el 60.7% del personal involucrado con la 
gestión de riesgos de las empresas comerciales que Nephila brinda soporte 
considera que el proceso de gobernanza del riesgo es eficiente mientras que es las 
empresas de servicios solo un 38.5% lo considera eficiente, luego el 37.5% del 
personal de empresas comerciales lo considera con una eficiencia regular versus 
38.5% de las empresas de servicios, finalizando con que el 1.8% de las empresas 
comerciales lo considera ineficiente, a diferencia del 23.1% de las empresas de 
servicios. Considerando estos resultados, el nivel predominante en las empresas 
comerciales es el de eficiente y en las empresas de servicios hay un empate entre 
eficiente y regular, pero en las empresas comerciales se observa una mayor 
conformidad por lo que tiene mayor porcentaje en el nivel eficiente, a diferencia de 
las empresas de servicios, que por los resultados parecen no sentirse tan seguros 
para afirmar que el modelo es eficiente, las empresas de servicios tienen algunos 
requerimientos adicionales en cuanto a la seguridad, puesto que manejan en 
muchos casos información confidencial de sus cliente, y necesitan mayores 
controles y sus prioridades en cuanto a riesgos es distinta, ya que si nos basamos 
en la base teórica de Westerman (2006) donde mencionó que: “el proceso de 
gobernanza son las políticas completas y eficaces relacionadas con el riesgo, 
combinado con un proceso maduro y consistente para identificar, evaluar, priorizar 
y supervisar los riesgos oportunamente” (p.5). como menciona los riesgos deben 
poderse priorizar y estar plasmado correctamente en políticas, para poder así 
asemejarse a la realidad de lo que las empresas se enfrentan día a día, entonces 
al igual que Celi (2016) quien en su obra logro implementar: “un modelo de gestión 
de riesgos de TI, que identifica, evalúa y trata nítidamente los activos de TI, sus 
amenazas, debilidades y niveles de riesgo relacionadas con las categorías: 
disponibilidad, integridad y confidencialidad de la información” (p.83). se ha 
obtenido que el modelo de gestión de riesgo utilizado tiene una buena acogida en 
las empresas comerciales, mas no se encontró el mismo nivel de aceptación en las 
empresas de servicios. 
Asimismo, al observar la tabla 6 y figura 6 se observa que el 55.4% del 
personal involucrado con la gestión de riesgos de las empresas comerciales que 
Nephila brinda soporte considera que la cultura consciente sobre riesgos es 
eficiente con el modelo estándar utilizado, mientras que entre las empresas de 
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servicios, solo el 46.5% lo considera eficiente, luego el 41.1% del personal de 
empresas comerciales lo considera con una eficiencia regular versus el 38.5% de 
las empresas de servicios, finalizando con que el 3.6% de las empresas 
comerciales lo considera ineficiente, a diferencia del 15.4% de las empresas de 
servicios. Considerando estos resultados, el nivel predominante en las empresas 
comerciales y de servicios es el de eficiente. Teniendo en cuenta la definición de 
Westerman (2006) el cual indicó que “para llegar una cultura consciente sobre 
riesgos es necesario contar con personas cualificadas que sepan cómo identificar 
y evaluar las amenazas e implementar la mitigación efectiva del riesgo” (p.5). A los 
resultados de esta investigación con los resultados de la obra de Celi (2016) en el 
que obtuvo que su modelo: “permitió establecer pautas para evaluar la magnitud de 
los riesgos de modo coherente y contar con indicadores clave para monitorizar 
periódicamente la eficacia de las actividades de gestión de riesgos de TI” (p.83). no 
damos cuenta que las empresas comerciales perciben una eficiencia con respecto 
a que su personal es capaz de identificar los riesgos, evaluarlos y poder mitigarlos, 
mientras que las empresas de servicios piensan que su personal al manejar 
infraestructuras de servidores quizás más amplias necesita mayor capacitación 
para desarrollar una cultura consciente del riesgo, a diferencia de celi que si obtuvo 
resultados mayormente positivos en esta dimensión.  
 En la tabla 7 y figura 7 se observa que el 66.1% del personal involucrado 
con la gestión de riesgos de las empresas comerciales que Nephila brinda soporte 
considera que la implantación eficaz de tecnologías de información es eficiente con 
el modelo estándar utilizado para gestionar el riesgo de TI, mientras que, entre las 
empresas de servicios, él 42.3% lo considera eficiente; el 30.4% del personal de 
empresas comerciales lo considera con una eficiencia regular versus el 38.5% de 
las empresas de servicios, finalizando con que el 3.6% de las empresas 
comerciales lo considera ineficiente, a diferencia del 19.2% de las empresas de 
servicios. Considerando estos resultados, el nivel predominante en las empresas 
comerciales es el de eficiente y en las de servicios también se mantiene esa 
tendencia; teniendo en cuenta la definición de Westerman (2006) el cual indicó que 
para una implementación eficaz de riesgo: “la infraestructura y las aplicaciones de 
TI tienen que tener riesgos inherentemente inferiores a los tolerables, ya que están 
bien gestionados y tienen una buena arquitectura” (p.5). además de la conclusión 
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de Celi (2016) quien en su obra indica que el producto tangible de la metodología 
de gestión de riesgos es: “la matriz de riesgos y a través de ella se logra disponer 
de un registro permanente y actualizado de los principales activos de TI a proteger, 
de modo que se garantice la continuidad operativa, vía los planes mitigación, de los 
riesgos inmersos en cada activo” (p.83). Se obtuvo para ambos tipos de empresas 
que al tener una buena matriz de riesgos se ha logrado garantizar eficientemente 
la continuidad operativa, pero con una mayor eficiencia en las empresas 
comerciales que las de servicios, pues estas se deben de tener matrices de riesgos 
con prioridades distintas, y al utilizar el mismo modelo, tal vez no se esté utilizando 
el modelo más eficiente.  
Por último. en la tabla 8 y figura 8 se observa que el 83.9% del personal 
involucrado con la gestión de riesgos de las empresas comerciales a las que 
Nephila brinda soporte considera la gestión de riesgo de tecnologías de información 
como eficiente con el modelo estándar utilizado, mientras que, entre las empresas 
de servicios, él 61.5% también lo considera eficiente. El 12.5% del personal de 
empresas comerciales lo considera con una eficiencia regular versus el 23.1% de 
las empresas de servicios, finalizando con que el 3.6% de las empresas 
comerciales lo considera ineficiente, a diferencia del 15.4% de las empresas de 
servicios. Al analizar cada una de las 3 dimensiones de la gestión de riesgo de TI, 
la cuales mantienen una tendencia en los resultados para las empresas 
comerciales, dejando claro que el modelo utilizado está ayudando eficientemente 
al tratamiento de los riesgos, mientras que en las empresas de servicios la 
tendencia no se mantiene, incluso en una dimensión predomina un nivel de 
eficiencia regular, dejando claro que es necesario tomar acciones sobre estas 
empresas, y al igual que la conclusión de Celi (2016) en su obra donde indicó que 
la metodología de gestión de riesgos de TI, permite: “identificar los niveles de 
riesgos de tal forma que sirve de información para tomar decisiones en relación a 
la inversión para la implementación de los controles que sirvan de salvaguardas en 
la protección del proceso contra posibles amenazas y vulnerabilidades” (p.83). se 
obtuvo para ambos tipos de empresas que el modelo utilizado es eficiente en 
cuanto a la implantación eficaz de tecnologías de información, siendo las empresas 











































Las empresas comerciales consideran que el plan de gestión de riesgos 
actualmente utilizado tiene un nivel de eficiencia aceptable con 83.9% de sus 
encuestados, en comparación a las empresas de servicios que solo el 63.5 % la 
considera eficiente, por lo que el plan de gestión de riesgos tiene una mayor 
eficiencia en las empresas comerciales. Esto se puede ver reflejado en algunos 
problemas que tuvieron las empresas de servicios con respecto a la prioridad y en 
algunos casos la falta de políticas de respaldo más granulares, accesos más 
restrictivos a los ambientes de servidores, políticas para antivirus y políticas ante 
desastres. 
Segunda conclusión 
Las empresas comerciales consideran que el proceso de gobernanza de riesgo 
actualmente tiene un nivel de eficiencia aceptable con 60.7% de sus encuestados, 
en comparación a las empresas de servicios que solo el 38.5% la considera 
eficiente, por lo que claramente se puede observar que el proceso de gobernanza 
de riesgo tiene una mayor eficiencia en las empresas comerciales. Esto se puede 
aclarar teniendo en cuenta que la falta de algunas políticas y planes contra 
desastres alla hecho preocupar en algún momento a varias de las empresas de 
servicios. 
Tercera conclusión 
Las empresas comerciales consideran que la cultura consciente sobre riesgos 
actualmente tiene un nivel de eficiencia aceptable con 55.4% de sus encuestados, 
en comparación a las empresas de servicios que solo el 46.2% la considera 
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eficiente, observándose que la cultura consciente sobre riesgos, tiene una ligera 
mayor eficiencia en las empresas comerciales. Aunque la diferencia en poca, esta 
diferencia se puede deber a que las ocasiones que Nephila brindo algún tipo de 
capacitaciones sobre la gestión de riesgos, la mayoría de asistentes pertenecían a 
empresas comerciales. Adicionalmente las empresas comerciales tienen personal 
altamente capacitados en gestión de servicios, y personas certificadas en ITIL. 
Cuarta conclusión 
Las empresas comerciales consideran que la implantación eficaz de TI 
actualmente tiene un nivel de eficiencia aceptable con 66.1% de sus encuestados, 
en comparación a las empresas de servicios que solo el 42.3% la considera 
eficiente, por lo que se puede observar que la implantación eficaz de TI tiene una 
eficiencia casi de la misma magnitud entre ambos tipos de empresas, ganando por 
poco las empresas comerciales. Lo cual se debe a que las empresas comerciales 
han mantenido su índice de incidencias al mínimo con el modelo actual, y cuando 
han tenido que enfrentar algún riesgo, han estado preparados y correctamente 
documentados; a diferencia de algunas empresas de servicios que consideran que 
al no estar correctamente definidas algunas políticas, no han podido minimizar los 
































Primero. para las empresas comerciales se puede seguir utilizando el modelo de 
gestión de riesgos, pues le está dando buenos resultados, pero en las empresas 
de servicios sería bueno reconsiderar modificar o agregar algunas observaciones 
para lograr una mejor eficiencia en el tratamiento de riesgos, enfocado a los riesgos 
más comunes en estas empresas y priorizando algunos. 
  
Segundo. para un correcto proceso de gobernanza del riesgo se necesita que las 
políticas creadas se mantengan en un proceso de identificar, evaluar, priorizar y 
supervisar los riesgos oportunamente para ambos tipos de empresas 
 
Tercero. para mantener a las personas calificadas para que tengan una cultura 
consciente se debe realizar charlas constantemente sobre los riesgos y como 
mitigarlos, dándole una mayor prioridad a las empresas de servicios. 
 
Cuarto. para mantener los riesgos a niveles tolerables, se debe hacer énfasis en la 
documentación realizada y mantener una buena arquitectura en la gestión de los 
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La investigación tiene como objetivo demostrar cada resultado de forma 
numérica mediante cuadros estadísticos, además es una investigación básica ya 
que se basa en conocimiento previo y tiene un diseño descriptivo pues se usan 
teorías previas. Siendo un total de 21 empresas a las que Nephila les brinda 
soporte, se utilizaran estas empresas como población, estas tienen un área de 
soporte interno, estas áreas conformaran la muestra a las que se le realizara una 
encuesta breve en forma de cuestionario después de haber aplicado el modelo para 
poder medir la eficiencia de este, el cuestionario esta validado mediante juicio de 
expertos y demostró su fiabilidad obtenido el coeficiente de alfa de Cronbach. 
Luego de aplicar los métodos estadísticos correspondientes los resultados fueron 
favorables en cuanto a que se mejoró la eficiencia con la que se gestiona los riesgos 
en cada empresa y se tiene un modelo consistente que se puede usar para evaluar 
cada riesgo existente y poder enfrentarse a los nuevos riesgos en este mundo 
tecnológico. 
Palabras Clave: Gestión, Riesgo, Tecnología de Información, ISO, Magerit  
Abstract 
The research aims to demonstrate each result numerically using statistical 
tables, it is also a basic research since it is based on prior knowledge and has a 
descriptive design because previous theories are used. Being a total of 21 
companies to which Nephila supports them, these companies will be used as a 
population, they will have an internal support area, these areas will make up the 
sample to which a brief survey will be carried out in the form of a questionnaire after 
having applied the model to be able to measure the efficiency of this, the 
questionnaire is validated by expert judgment and demonstrated its reliability 
obtained the Cronbach's alpha coefficient. After applying the corresponding 
statistical methods, the results were favorable in terms of improving the efficiency 
with which the risks are managed in each company and there is a consistent model 
that can be used to evaluate each existing risk and be able to face the new one risks 
in this technological world. 




En el presente trabajo de investigación tiene como tema la gestión de riesgos 
de las TI (tecnologías de la información), que se puede definir como el proceso 
constante de analizar y realizar planes para minimizar los riesgos que asechan a la 
empresa y pueden amenazar la continuidad del negocio, y se tiene como objetivo 
principal el demostrar que tener un modelo para gestionar los riesgos de TI ayudará 
a mejorar la efectividad de la gestión de riesgos actuales en empresas con entornos 
virtuales. Siendo de gran importancia para las empresas el poder disminuir y 
controlar los riesgos, se realiza esta investigación para poder minimizarlos ya que 
con una correcta gestión de riesgos de TI reduce los riesgos que asechan a las 
empresas evitando en lo posible que estos sucedan, y en caso de ocurrencia, tener 
un plan de acción que minimice este, pudiéndolo solucionar de la manera más 
rápida posible, minimizando así los costos que puedan ocasionar a la empresa. 
Antecedentes del Problema 
Venegas y Pardo (2014) identificaron que: “En los inicios de 2000, las 
empresas desarrolladoras de software en sus proyectos no utilizaban un sistema 
metodológico para gestionar el riesgo, simplemente se enfocaban en lograr un 
desarrollo que diera respuesta al problema en el que se está trabajando” (p36). Muy 
pronto las empresas desarrolladoras tuvieron que aprender con malas experiencias 
el costo, de los riesgos no prevenidos y tomados a la ligera. Es importante mejorar 
constantemente los controles para ir mejorando los riesgos buscando una buena 
efectividad en su gestión. Así también Venegas y Pardo (2014) identificaron que “la 
perdida de dinero puede ser ocasionada por enfrentar riesgos de gran importancia, 
y que se puede disminuir si se cuenta con un plan para mitigarlos” (p.36). Tomando 
estándares internacionales para una correcta gestión de riesgos, se pueden 
disminuir estos, logrando minimizar cualquier perdida que puede ocasionar alguna 






Revisión de la literatura 
Gestión de Riesgos de TI 
Según Westerman (2006) define a la gestión de riesgo como: “un proceso 
que es simultáneamente distribuido y centralizado, los expertos en la empresa 
identifican y evalúan el riesgo en sus áreas, estos gerentes de riesgos locales 
abordan cada riesgo que controlan y escalan grandes riesgos a gerentes con mayor 
autoridad” (p.12).  
El riesgo y su gestión han tenido muchas transformaciones a través de los años, ya 
que paso de un enfoque puramente cuantitativo, pues antes solo se calculaba la 
probabilidad que había de que un evento no deseado o amenaza ocurriese para 
poner en peligro a la empresa, a un enfoque cualitativo para poder entender el 
riesgo desde un punto de vista de la entidad que lo tenía que enfrentar. Las   
contribuciones   teóricas   sobre   el   riesgo   pueden   clasificarse en muchos 
modelos distinguidos en varias clases, algunas    de    estas    categorías    son    
vagas y posiblemente podrían reducirse a una sola construcción explicativa, en 
resumen, la historia de gestión de riesgo se puede resumir en unas cuantas teorías. 
Rowe en el año 1975, quien propuso la teoría de una anatomía de riesgo el cual es 
un ejemplo   de   un   modelo   de   proceso, para   el   tratamiento analítico del 
riesgo que se usa ampliamente en el campo de los riesgos tecnológicos y la 
toxicología.  Este enfoque plantea que existen cuatro estados: identificación del 
peligro, estimación del riesgo, evaluación del riesgo y gestión del riesgo. 
Más tarde en 1987, Paul Slovic propone la teoría psicométrica del riesgo que 
considera a los estudios de percepción de riesgo explora juicios que hacen las 
personas al caracterizar y evaluar acciones y tecnologías peligrosas o con algún 
tipo de riesgo. El individuo considera que el riesgo al cual se enfrenta a diario es 
mayor que en el pasado, y que los riesgos que se presentarán en el futuro serán 
mayores. Estas percepciones hacen intuir que para el individuo lo ideal sería llegar 
al “riesgo cero”. Así pues, según la idiosincrasia del país dónde se reside, la cultura, 
las influencias de la sociedad o comunidad al que pertenece, la percepción de los 




El perfil de riesgo empresarial  
 Es un perfil de riesgo que debe determinar e identificar cuatro componentes: 
a. Nivel potencial e inherente de riesgo 
Consiste en “estimar el nivel de exhibición a los riesgos que tiene la compañía, por 
las particularidades propias del negocio, sin ninguna implementación de algún tipo 
de control” (Westerman, 2006, p.3).   
b. Controles provenientes de las TI  
La implementación de TI llega junto a una serie de controles relacionados “con los 
activos o con los procesos de TI, que permiten atenuar los riesgos, logrando un 
nivel de riesgo conocido como riesgo intrínseco” (Westerman, 2006, p.3).   
c. Tolerancia de riesgos.  
Cada compañía define, sobre la base a sus particularidades, contexto y capacidad 
instalada, hasta “qué niveles de riesgo está dispuesta a tolerar (a partir de allí 
convivir con ellos) en cada una de las dimensiones del riesgo” (Westerman, 2006, 
p.3).  
Dimensiones de la Gestión de Riesgo de TI 
Proceso de gobernanza del riesgo 
Según Westerman (2006) son “políticas completas y eficaces relacionadas al 
riesgo, combinado con un proceso maduro y consistente para identificar, evaluar, 
priorizar y supervisar los riesgos oportunamente, el cual incluye políticas y 
procedimientos para identificar y evaluar los riesgos y prevenir conductas de 
riesgo” (p.6). 
Cultura consciente sobre riesgos 
Según Westerman (2006) “Personas cualificadas que saben cómo identificar y 
evaluar las amenazas e implementar la mitigación efectiva del riesgo. La 
conciencia de riesgos ayuda a todos en la empresa a comprender las amenazas y 
las oportunidades de mitigación” (p.6).  
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Implantación eficaz de TI 
Según Westerman (2006) son la “Infraestructura y las aplicaciones de TI que tienen 
riesgos inherentemente inferiores a los tolerables, debido a que están bien 
gestionados y tienen una buena arquitectura. Una TI bien estructurada y bien 
administrada es inherentemente menos riesgosa que una más compleja” (p.6). 
Problema 
Problema general 
¿Cuál es el nivel de eficiencia de la gestión de riesgo de tecnologías de información 
de las empresas comerciales y de servicios de nephila networks? 
Problemas específicos 
¿Cuál es el nivel de eficiencia de la gobernanza del riesgo de tecnologías de 
información de las empresas comerciales y de servicios de nephila networks? 
¿Cuál es el nivel de eficiencia de la cultura consiente sobre riesgo de tecnologías 
de información de las empresas comerciales y de servicios de nephila networks? 
¿Cuál es el nivel de eficiencia de la implantación eficaz de tecnologías de 




Describir el nivel de eficiencia de la gestión de riesgo de tecnologías de información 
de las empresas comerciales y de servicios de nephila networks. 
Objetivos específicos 
Describir el nivel de eficiencia de la gobernanza del riesgo de tecnologías de 
información de las empresas comerciales y de servicios de nephila networks. 
Describir el nivel de eficiencia de la cultura consiente sobre riesgo de tecnologías 
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de información de las empresas comerciales y de servicios de nephila networsk. 
Describir el nivel de eficiencia de la implantación eficaz de tecnologías de 
información de las empresas comerciales y de servicios de nephila networks. 
Método 
Para el presente trabajo se tendrá como población a todos los empleados 
del departamento de Sistemas de las empresas que Nephila Network brinda 
soporte que este en la ciudad de Lima en el año 2018. Se tienen en total 21 
empresas que han sido categorizadas como empresa de servicios y como empresa 
comercial, cada una tiene entre 4 a 6 personas en su departamento de TI, entre 
soporte, jefes y gerentes de esta área, siendo en total 108 personas, la muestra 
para el presente trabajo será el mismo tamaño que la población. Siendo que esta 
investigación va dirigida solo a empresas que Nephila brinda soporte, se escoge el 
muestreo no probabilístico por conveniencia. 
Ficha técnica del instrumento 
Nombre del instrumento Cuestionario para evaluar el modelo 
propuesto 
Autor y Año 
Adaptado si fuera el caso 
Celi 2016 
Universo de estudio  
Nivel de confianza 78.3% 
Margen de error 5.0% 
Tamaño muestral 108 
Tipo de técnica Encuesta 
Tipo de instrumento Cuestionario 
Fecha trabajo de campo 19/01/2018 
Escala de medición Likert (politómica) 
Tiempo utilizado 8 horas 
Para poder determinar la validez del instrumento, se sometió a consideración de 
juicio de expertos. Según Hernández et al (2014), el juicio de expertos “es el grado 
en que un instrumento realmente mide la variable de interés, de acuerdo con 
expertos en el tema”. La escala del instrumento para la recolección de datos 
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empleado en el presente trabajo de investigación cuenta con ítems con opciones 
en la escala de Likert (politómica), por lo que se utilizó el coeficiente de alfa de 
Cronbach para determinar la consistencia interna obteniendo una fiabilidad de 
82.1%. 
El procedimiento utilizado para analizar los datos inicio con la recolección de estos, 
primero se aplicó los instrumentos a todo el personal correspondiente. Luego, con 
los datos que se obtuvieron se realizó la matriz de datos, se realizó la 
transformación de los valores obtenidos a las escalas establecidas para luego 
finalizar con el análisis estadístico con el software SPSS v23, con el fin de presentar 
conclusiones y recomendaciones para el informe final. En el presente trabajo de 
investigación se protegió la identidad de los encuestados y las empresas a las que 
pertenecen, tomándose en cuenta las consideraciones éticas pertinentes, como 
confidencialidad, anonimidad y consentimiento. 
Resultados 
Tabla 1 
Tabla de contingencia del Tipo * La Gestión de Riesgo de Tecnologías de 
Información 
 
GESTION DE RIESGOS DE TI 
Total DEFICIENTE REGULAR EFICIENTE 
TIPO SERVICIO Recuento 8 12 32 52 
% dentro de TIPO 15.4% 23.1% 61.5% 100.0% 
% del total 7.4% 11.1% 29.6% 48.1% 
COMERCIAL Recuento 2 7 47 56 
% dentro de TIPO 3.6% 12.5% 83.9% 100.0% 
% del total 1.9% 6.5% 43.5% 51.9% 
Total Recuento 10 19 79 108 
% dentro de TIPO 9.3% 17.6% 73.1% 100.0% 





Figura 1. Niveles de frecuencia del Tipo * La Gestión de Riesgo de Tecnologías 
de Información  
Interpretación: 
En la figura 1 se observa que el 43.52% del personal involucrado con la 
gestión de riesgos de las distintas empresas que Nephila brinda soporte y que son 
del tipo comercial considera que gestión de riesgo de tecnologías de información 
es eficiente con el modelo estándar utilizado, y un 29.63% que también considera 
que el modelo es eficiente pertenece a las empresas de servicios, haciendo un total 
de 73.1%, quedando solo un 17.6% que lo considera que su eficiencia es regular y 
una pequeña parte del 9.3% considera al modelo como deficiente. 
En la tabla 1 se puede observar que el 83.9% de los encuestados que pertenecen 
a empresas comerciales considera la gestión de riesgos de tecnologías de 
información como eficiente, frente al 61.5% de las empresas de servicios. El 12.5% 
del total de empresas comerciales considera gestión de riesgos de tecnologías de 
información con una eficiencia regular, mientras que, en las empresas de servicios, 
solo el 23.1% la considera así. En las empresas comerciales, el 3.6% considera 
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que la implantación eficaz de TI es ineficiente, mientras que en las empresas de 
servicios este viene a ser el 15.4%. 
 Discusión 
 Por último. en la tabla 1 y figura 1 se observa que el 83.9% del personal 
involucrado con la gestión de riesgos de las empresas comerciales a las que 
Nephila brinda soporte considera la gestión de riesgo de tecnologías de información 
como eficiente con el modelo estándar utilizado, mientras que, entre las empresas 
de servicios, él 61.5% también lo considera eficiente. El 12.5% del personal de 
empresas comerciales lo considera con una eficiencia regular versus el 23.1% de 
las empresas de servicios, finalizando con que el 3.6% de las empresas comerciales 
lo considera ineficiente, a diferencia del 15.4% de las empresas de servicios. Al 
analizar cada una de las 3 dimensiones de la gestión de riesgo de TI, la cuales 
mantienen una tendencia en los resultados para las empresas comerciales, dejando 
claro que el modelo utilizado está ayudando eficientemente al tratamiento de los 
riesgos, mientras que en las empresas de servicios la tendencia no se mantiene, 
incluso en una dimensión predomina un nivel de eficiencia regular, dejando claro 
que es necesario tomar acciones sobre estas empresas, y al igual que la conclusión 
de Celi (2016) en su obra donde indicó que la metodología de gestión de riesgos de 
TI, permite: “identificar los niveles de riesgos de tal forma que sirve de información 
para tomar decisiones en relación a la inversión para la implementación de los 
controles que sirvan de salvaguardas en la protección del proceso contra posibles 
amenazas y vulnerabilidades” (p.83). se obtuvo para ambos tipos de empresas que 
el modelo utilizado es eficiente en cuanto a la implantación eficaz de tecnologías de 
información, siendo las empresas comerciales ligeramente más contentas con los 
resultados. 
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Anexo 2. Matriz de consistencia 
 
Modelo de Gestión de riesgos de TI para empresas que Nephila Networks brinda soporte. 
PROBLEMA GENERAL OBJETIVO GENERAL Variables e Indicadores 
¿Cuál es el nivel de eficiencia de la 
gestión de riesgo de tecnologías 
de información de las empresas 
comerciales y servicios de nephila 
networks? 
Describir el nivel de eficiencia de la 
gestión de riesgo de tecnologías de 
información de las empresas 
comerciales y servicios de nephila 
networks. 
Gestión de Riesgos de TI 
Dimensiones Indicadores Ítems Niveles o rangos 
Proceso de gobernanza 
del riesgo 
Estructuración de la 
metodología de 
análisis y tratamiento 
de riesgos 
Del 1 al 3 Baja 9 - 21 
Moderada 22 - 33 
Alta 34 - 45 
PROBLEMAS ESPECIFICOS OBJETIVOS ESPECIFICOS 
¿Cuál es el nivel de eficiencia de la 
gobernanza del riesgo de 
tecnologías de información de las 
empresas comerciales y servicios 
de nephila network? 
 
Describir el nivel de eficiencia de la 
gobernanza del riesgo de tecnologías 
de información de las empresas 
comerciales y de servicios nephila 
networks 
Cultura consciente sobre 
riesgos 
Análisis y tratamiento 
de riesgos 
Del 4 al 6 Baja 9 - 21 
Moderada 22 - 33 
Alta 34 - 45 
¿Cuál es el nivel de eficiencia de la 
cultura consiente sobre riesgo de 
tecnologías de información de las 
empresas comerciales y servicios 
de nephila networks? 
Describir el nivel de eficiencia de la 
cultura consiente sobre riesgo de 
tecnologías de información de las 
empresas comerciales y de servicios 
nephila networks. Implantación eficaz de TI Gobierno de los riesgos 
de TI 
Del 7 al 9 Baja 9 - 21 
Moderada 22 - 33 
Alta 34 - 45 
¿Cuál es el nivel de eficiencia de la 
implantación eficaz de tecnologías 
de información de las empresas 
comerciales y de servicios nephila 
networks? 
Describir el nivel de eficiencia de la 
implantación eficaz de tecnologías de 
información de las empresas 





Anexo 4. Matriz de datos 
 
 VARIABLE: GESTION DE RIESGOS DE TECNOLOGÍAS DE INFORMACIÓN     
 
 N° 
Proceso de gobernanza del 
riesgo 
Cultura consciente sobre 
riesgos Implantación eficaz de TI V1D1 V1D2 V1D3 VAR1 
 
Tipo 
  V1P1 V1P2 V1P3 V1P4 V1P5 V1P6 V1P7 V1P8 V1P9 
1 4 3 3 3 4 5 3 4 5 10 12 12 34 1 
2 3 5 5 3 5 3 3 4 3 13 11 10 34 1 
3 3 5 4 3 4 4 5 3 4 12 11 12 35 1 
4 4 4 5 4 3 3 3 3 4 13 10 10 33 1 
5 2 3 2 2 2 2 3 3 1 7 6 7 33 1 
6 2 2 3 3 3 2 2 2 2 7 8 6 21 1 
7 4 5 4 3 3 5 3 3 4 13 11 10 34 1 
8 3 3 3 5 4 4 3 4 4 9 13 11 33 1 
9 5 5 3 3 3 3 4 3 4 13 9 11 33 1 
10 4 5 5 4 5 4 3 3 5 14 13 11 38 1 
11 3 2 2 2 2 2 3 3 1 7 6 7 37 1 
12 3 2 2 2 3 2 2 3 3 7 7 8 34 1 
13 2 2 2 2 2 3 2 2 2 6 7 6 37 1 
14 3 3 4 4 4 5 4 3 5 10 13 12 35 1 
15 2 2 2 3 3 2 2 3 3 6 8 8 38 1 
16 2 3 2 2 2 2 2 3 2 7 6 7 38 1 
17 5 3 5 5 5 3 3 5 5 13 13 13 39 1 
18 2 2 3 3 3 2 2 3 2 7 8 7 36 1 
19 3 4 4 4 5 3 3 3 5 11 12 11 34 1 
20 3 4 3 5 5 5 4 4 4 10 15 12 37 1 
21 3 4 4 3 3 4 4 3 4 11 10 11 32 1 
66 
 
22 3 5 3 4 5 5 3 4 3 11 14 10 35 1 
23 3 3 4 3 4 3 3 5 4 10 10 12 32 1 
24 4 4 4 3 4 4 4 3 5 12 11 12 35 1 
25 5 3 5 3 5 4 5 3 4 13 12 12 37 1 
26 4 4 3 5 3 5 5 3 5 11 13 13 37 1 
27 4 5 3 5 3 5 4 3 5 12 13 12 37 1 
28 2 3 3 2 2 2 2 2 3 8 6 7 36 1 
29 3 2 2 3 3 2 2 3 3 7 8 8 32 1 
30 2 2 3 3 2 3 2 3 2 7 8 7 33 1 
31 3 5 5 3 5 4 3 3 3 13 12 9 34 1 
32 5 3 3 4 5 3 5 5 5 11 12 15 38 1 
33 4 3 4 4 4 4 5 4 5 11 12 14 37 1 
34 2 2 3 2 3 2 3 2 2 7 7 7 33 1 
35 4 5 3 3 3 5 3 5 4 12 11 12 35 1 
36 5 4 4 5 4 5 5 5 3 13 14 13 40 1 
37 3 2 2 2 2 2 2 3 2 7 6 7 31 1 
38 3 4 3 4 3 3 5 3 3 10 10 11 31 1 
39 5 3 5 4 5 3 3 5 5 13 12 13 38 1 
40 5 3 3 5 5 3 3 5 3 11 13 11 35 1 
41 5 3 5 4 3 4 5 4 4 13 11 13 37 1 
42 5 4 4 5 3 3 5 4 5 13 11 14 38 1 
43 3 4 3 4 4 4 4 4 5 10 12 13 35 1 
44 4 4 4 5 5 3 3 4 4 12 13 11 36 1 
45 3 3 3 5 3 3 3 3 5 9 11 11 31 1 
46 3 3 5 3 5 5 5 5 3 11 13 13 37 1 
47 4 5 3 3 5 5 5 3 4 12 13 12 37 1 
48 3 5 4 4 5 4 3 3 5 12 13 11 36 1 
49 4 3 3 5 5 4 3 3 5 10 14 11 35 1 
67 
 
50 4 4 3 5 3 3 4 5 5 11 11 14 36 1 
51 4 3 4 4 3 5 5 3 3 11 12 11 34 1 
52 4 5 3 5 3 3 4 3 5 12 11 12 35 1 
53 3 2 2 1 3 1 2 2 2 7 5 6 18 2 
54 3 4 5 5 4 4 3 5 3 12 13 11 36 2 
55 4 5 5 4 4 5 5 4 3 14 13 12 39 2 
56 5 5 4 5 4 4 4 4 4 14 13 12 39 2 
57 5 5 4 3 5 3 3 3 3 14 11 9 34 2 
58 4 4 3 5 4 3 5 4 4 11 12 13 36 2 
59 4 3 3 5 3 3 3 3 5 10 11 11 32 2 
60 5 3 3 5 4 3 4 5 5 11 12 14 37 2 
61 4 4 5 5 4 5 3 3 5 13 14 11 38 2 
62 5 5 3 4 5 4 3 4 4 13 13 11 37 2 
63 4 5 5 4 3 4 4 5 3 14 11 12 37 2 
64 4 5 5 3 3 4 5 5 3 14 10 13 37 2 
65 4 5 3 4 3 4 5 4 5 12 11 14 37 2 
66 5 3 5 5 4 4 3 5 5 13 13 13 39 2 
67 5 3 4 5 5 3 4 4 3 12 13 11 36 2 
68 3 4 5 4 5 4 4 3 5 12 13 12 37 2 
69 4 4 5 3 4 3 5 5 5 13 10 15 38 2 
70 5 4 3 5 4 3 4 5 3 12 12 12 36 2 
71 2 3 3 3 4 3 3 3 4 8 10 10 40 2 
72 4 5 5 4 3 5 4 3 5 14 12 12 38 2 
73 4 5 5 3 4 4 3 5 4 14 11 12 37 2 
74 2 3 3 2 2 2 2 2 3 8 6 7 35 2 
75 3 3 4 3 3 4 3 4 5 10 10 12 32 2 
76 5 4 4 5 5 5 5 5 4 13 15 14 42 2 
77 4 4 3 4 3 4 3 4 5 11 11 12 34 2 
68 
 
78 4 4 4 4 4 5 5 5 3 12 13 13 38 2 
79 5 5 5 4 5 4 3 4 4 15 13 11 39 2 
80 5 5 5 4 3 5 5 3 3 15 12 11 38 2 
81 3 4 3 5 4 5 5 4 3 10 14 12 36 2 
82 3 4 3 3 5 5 5 3 5 10 13 13 36 2 
83 4 5 3 3 4 5 3 4 3 12 12 10 34 2 
84 3 4 5 5 4 5 4 5 4 12 14 13 39 2 
85 4 3 3 4 3 3 5 4 5 10 10 14 34 2 
86 4 5 4 4 4 3 3 4 3 13 11 10 34 2 
87 4 4 3 5 5 3 4 4 5 11 13 13 37 2 
88 3 5 4 5 3 4 3 3 5 12 12 11 35 2 
89 3 5 3 3 5 4 4 4 4 11 12 12 35 2 
90 4 4 5 4 3 3 5 3 4 13 10 12 35 2 
91 5 5 5 3 5 3 4 5 5 15 11 14 40 2 
92 3 3 5 5 3 3 5 3 5 11 11 13 35 2 
93 3 5 3 3 4 3 4 3 3 11 10 10 31 2 
94 4 4 4 5 4 5 5 3 5 12 14 13 39 2 
95 3 3 3 3 4 3 4 3 4 9 10 11 30 2 
96 4 4 4 3 3 5 4 5 3 12 11 12 35 2 
97 3 5 5 5 5 3 3 4 4 13 13 11 37 2 
98 5 4 4 4 5 4 4 4 5 13 13 13 39 2 
99 3 4 5 5 4 3 5 5 3 12 12 13 37 2 
100 4 3 4 5 3 3 5 5 5 11 11 15 37 2 
101 5 5 5 5 4 3 5 4 5 15 12 14 41 2 
102 4 5 4 4 4 3 4 5 5 13 11 14 38 2 
103 3 5 3 4 4 4 4 5 5 11 12 14 37 2 
104 4 3 3 3 4 5 3 4 3 10 12 10 32 2 
105 4 5 3 5 3 3 5 5 5 12 11 15 38 2 
69 
 
106 3 3 3 5 4 5 5 4 3 9 14 12 35 2 
107 4 3 3 4 4 3 5 4 4 10 11 13 34 2 




Anexo 5. Instrumentos 
CUESTIONARIO 
 
ENCUESTA DIRIGIDA A PERSONAL ENCARGADA DE GESTIONAR LOS 
RIESGOS POSIBLES EN TODA LA EMPRESA EN EL AÑO 2018.  
 El siguiente cuestionario tiene por finalidad conocer y levantar 
información después de la implementación de un modelo estándar para la 
gestión de riesgos de TI. Dicho cuestionario estará dirigido al personal 
encargado de la gestión de riesgos en cada una de las empresas a la que 
Nephila brinda soporte. Se les solicitará responder con la verdad y 
sinceridad. no es importante la identificación. La información será utilizada 
para los fines exclusivamente académicos y se agradece sinceramente su 
apoyo.  
 
1. Información personal ¿Cuántos años tienes?  
  
2. Sexo:  
____Femenino  
____Masculino  
Marcar con X el recuadro correspondiente según:  
1  Completamente desacuerdo 
2  En desacuerdo 
3  Ni de acuerdo. Ni desacuerdo 
4 De acuerdo 





VARIABLE: GESTION DE RIESGOS DE TECNOLOGÍAS DE INFORMACIÓN  
N° Item 1 2 3 4 5 
1 
Se ha definido nítidamente las categorías como disponibilidad, integridad 
y confidencialidad en las que se puedan agrupar los riesgos de TI 
          
2 
La gestión de riesgos de TI se integra en la gestión de riesgos general para 
todos los riesgos a nivel corporativo 
          
3 
Se ha establecido pautas para evaluar la magnitud de los riesgos de modo 
coherente 
          
4 
Su estructura está diseñada para que los empleados relacionados con la 
gestión de la seguridad de TI y de riesgos puedan entenderlo y alcanzar el 
grado de cultura y concientización deseado 
          
5 
A partir del modelo propuesto se puede establecer un proceso formal y 
coherente para evaluar periódicamente potenciales riesgos de TI 
          
6 
Se cuenta con indicadores clave para monitorear periódicamente la 
eficacia de nuestras actividades de gestión de riesgos de TI 
          
7 
Se puede determinar con efectividad los niveles de riesgos inherentes de 
TI 
          
8 
Se puede evaluar la efectividad de los controles y hacer seguimiento de las 
brechas de seguridad 
          
9 
La información resultante del modelo sirve para tomar decisiones con 
efectividad en relación a las inversiones e importancia de los controles de 
seguridad. 
          
   
72 
 








































































































































































































































ESCUELA DE POSGRADO 
L, JD ÇSA Vi 
Acta de Aprobación de originalidad de Tesis 
Yo, Willian Sebastian Flores Sotelo, docente de la Escuela de Posgrado de la 
Universidad César Vallejo filial Lima Norte, revisor de la tesis titulada "Gestión 
de riesgos de Tecnologías de Información de las empresas de Nephila 
Networks" del estudiante Gianmarco César Llontop Díaz, constato que la 
investigación tiene un índice de similitud de 22% verificable en el reporte de 
Driginalidad del programa Turnitin. 
El/la suscrito(a) analizo dicho reporte y concluyo que cada una de las 
coincidencias detectadas no constituye plagio. A mi leal saber y entender la 
tesis cumple con todas las normas para el uso de citas y referencias 
establecidas por la Universidad César Vallejo. 
Lima, 18 de febrero del 2018 
WilliapiSebastian Flores Sotelo 
DNI: 06175729 
SOLICITA 	 
ib en O 
FORMATO DE souarrup 
al uier consulta por favor comuuicarse conmigo ab 
P 
Documentos que adjunto: , 
, 
b. Kes9  
c.  
d. 	 
ii?"/  UELA DE POSCRADO 
ESCUELA DE POSGRADO 
UIRVERSIDAD CÉSAR VALLE» 
	
a v-, ),,,-, (9- v c_c l 1 o 1.--:\ oP --) i P\ Z__ 	con D141 N° 	  M'ollares y apellidos del solicitante) 	 (Número de DIVO 
domiciliado (a) en ..(-.A. -,-.)..t . -..-,... 	C--,,.„ „ . ,... 	\i :  t t é-} Fit •S 0,_ L V ..__C:') C_' L.  
(Calle f tole * 	 .7141).7bIstriro : Provincia dlegioni 
ante Ud. con el debido respeto expongo lo siguiente: • 
20 -T NA A f-S ti  i'-\ Que en mi condición de alumno de la promoción:  	del programa: 
(Promoción) 	 fAkenbre del programa) 
r\ 1  ¿"(2-- 5  ( St-c4/1-1 d--.5• identificado con .el código de matricula N° 	  
• 
trddispv de alumno, 
de la Escuela de Posgrado. recurro a su honorable despacho para solicitarle lo siguiente: 
k .pfssr-b Do  
Por lo expuesto. agradeceré ordenar a quien corresponde se me atienda mi petición por ser de justicia. 
Líma,.Q 7 de 	  de 2018 
(Firmo del solicitante) 
