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FTI mempunyai sistem untuk menunjang kegiatan belajar mengajar, namun 
sistem tersebut memiliki beberapa kelemahan yang harus di perbaiki, yaitu user 
harus membawa penyimpanan portable dalam mengakses data untuk proses belajar 
mengajar selain itu infastruktur  yang terdahulu masih terpisah antara mikrotik 
sebagai gateway internet pada sistem terdahulu dengan windows server active 
diretory sebagai gateway lab diFTI. Faktor geografis gedung dan lab yang terpisah 
juga mempengaruhi sistem yang akan di buat, sehingga sistem yang lama tidak 
mungkin diterapkan untuk gedung baru dikarenakan keperluan sistem yang baru 
sudah sepenuhnnya terpusat, maka diperlukan rancangan sistem yang mampu 
menyesuaikan dan memenuhi semua kebutuhan sistem yang baru. Selain itu pada 
penerapan sistem yang lama, user juga mengalami kesulitan untuk login pada 
komputer yang ada di dalam lab, dimana banyaknya otentikasi yang harus di 
lakukan pada saat login dalam sebuah komputer sehingga cukup menyita waktu 
user untuk login pada sebuah komputer. 
 Kemudahan akses data dalam dunia kerja menjadi salah satu hal yang 
paling dibutuhkan untuk menunjang kinerja dari user itu sendiri. Dalam ini FTI 
UKSW membuat kemudahan bagi pengajar untuk mengakses file yang digunakan 
dalam kegiatan perkuliahan. Sebelumnya semua pengajar hanya memiliki satu user 
dan password untuk megakses data yang digunakan untuk mengajar di laboratorium 
komputer, di mana dalam satu komputer terdapat lebih dari satu data dosen. Hal ini 
dapat menyebabkan kemungkinan pengajar satu mengakses data dari pengajar 
lainnya. Selain itu faktor human eror pun dapat terjadi, sehingga tidak menutup 
kemungkinan data rusak atau bahkan hilang. Untuk mengatasi hal tersebut maka 
dibuat satu sistem dengan menguhubungkan mikrotik dengan windows server 2012, 
sehingga mikrotik bisa memanajemen user agar setiap pengajar akan memiliki user 
dan password yang berbeda. Dengan tata letak laboratorium yang berada dalam satu 
gedung ini dapat dimanfaatkan remote komputer masing-masing pengajar. Jadi 
ketika pengajar login menggunakan user dan password yang sudah dimiliki di 
komputer laboratorium misalnya, maka pengajar langsung dapat megkases data 
yang terdapat pada komputer di meja kerjanya. Selain mempermudah akses data, 
sistem manajemem sistem ini berfungsi untuk menghindari human eror seperti 
yang sudah disebutkan sebelumnya. Dengan adanya sistem roaming profile ini 
pengajar dapat lebih cepat ‘menjelajah’ data melalui komputer bersama namun 
dengan tampilan komputer pribadi miliknya secara efektif, efisien dan aman 
tentunya.  
Roaming Profile, yaitu sebuah konsep dalam keluarga Windows NT, yaitu 
sistem operasi yang memungkinkan user dengan komputer yang ada masuk ke 
domain Windows Server untuk log-on ke komputer manapun pada jaringan yang 
sama, dan mengakses dokumen yang mereka miliki dengan pengalaman desktop 
yang konsisten, sehingga  posisi toolbar dan tampilan desktop tetap sama. Untuk 
menunjang Roaming Profile maka di perlukan layanan direktori yang terintegrasi 
dan mampu menyediakan layanan penyimpanan yang bisa diterapkan pada server 
untuk menyimpan konfigurasi jaringan baik itu user, group, komputer, hardware, 
serta berbagai policy dalam satu database terpusat. sehingga pengaksesan data yang 
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di simpan dalam direkrori tertentu bisa di akses oleh komputer client yang 
terhubung dengan server dalam jaringan, maka digunakanlah Active Directory 
untuk memenuhi keperluan tersebut. Dari masalah yang ada maka diterapkanlah  
konsep Roaming Profile dengan di tunjang layanan Active Directory pada server, 
sehingga user akan menadapat tampilan dekstop dan directory yang sama pada 
setiap komputer dalam jaringan. User Profile yang di simpan di server itu lah yang 
di sebut sebagai Roaming Profile, sehingga user yang log-on akan mendapatkan 
Profilenya yang sama di setiap komputer dalam jaringan lokal.  
 
2. Tinjauan Pustaka   
 
Penelitian terdahulu yang berjudul “Analisa Perbandingan Easyhotspot Dan 
Mikrotik Dalam Penerapan Hotspot Area Dengan Sistem AAA”. Penelitian ini 
membandingkan dua software yaitu EasyHotspot dan Mikrotik pada implementasi 
sistem AAA di hotspot area. EasyHotspot  adalah suatu sistem operasi atau distro 
ciptaan anak bangsa yang dikembangkan dari linux Ubuntu yang didesain untuk 
billing hotspot [1]. 
Pada penelitian lain yang berjudul “Manajemen Bandwidth Menggunakan 
Queue Tree Pada RT/RW NET di Dusun Sulang Kidul Patalan Jetis Bantul 
Yogyakarta”, Tito Prabowo dan Amri Krisnadi menjelaskan mengenai pengelolaan 
bandwidth menggunakan queue tree. Namun masih terdapat beberap hal yang 
belum dibahas yaitu tentang pengelolaan bandwidth menggunakan atribut user 
profile [2]. 
Jaringan komputer adalah sekumpulan komputer otonom yang saling 
terhubung satu dengan yang lainya menggunakan protokol komunikasi melalui 
media transmisi pada suatu jaringan komunikasi data. Jaringan komputer 
memungkinkan suatu organisasi untuk menggunakan sistem pengolahan data 
terdistribusi yang menggunakan PC dan dapat saling mengakses satu dengan yang 
lainya [3]. 
Mikrotik adalah perusahaan kecil berkantor pusat di Latvia, bersebelahan 
dengan Rusia. Pembentukannya diprakarsai oleh John Trully dan Arnis Riekstins. 
John Trully adalah seorang  Amerika yang berimigrasi ke Latvia. Di Latvia ia 
berjumpa dengan Arnis, seorang sarjana Fisika dan Mekanik sekitar tahun 1995.[4] 
Tahun 1996 John dan Arnis memulai melakukan eksperimen dengan sistem Linux 
dan MS DOS yang dikombinasikan dengan teknologi Wireless LAN (WLAN) 
Aeronet berkecepatan 2Mbps di Molcova, kemudian mereka membuat satu 
perangkat lunak router yang handal dan tersebar di seluruh dunia. Mikrotik Router 
OS adalah Mikrotik dalam bentuk perangkat lunak yang dapat diinstal pada 
komputer rumahan (PC) melalui CD. Mikrotik Router OS ini dapat di unduh file 
image dari website resmi Mikrotik, www.mikrotik.com.[4] Namun saat ini, 
Mikrotik mempunyai perangkat keras sendiri berupa router yang disebut dengan 
RouterBoard. 
Hotspot adalah salah satu dari sekian banyak fitur yang ada pada mikrotik. 
Hotspot pada mikrotik adalah sebuah sistem untuk memberikan fitur autentifikasi 
pada user yang menggunakan jaringan. Oleh karena itu, untuk bisa akses ke 
jaringan, client harus menggunakan username dan password pada login yang 
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disediakan di web browser. Hotspot merupakan gabungan dari fungsi Proxy, 
Firewall, DNS, DHCP dan lain-lain yang berguna untuk membangun sistem 
autentifikasi. Dalam membuat hotspot mikrotik memberikan pilihan bantuan dalam 
bentuk Setup Wizard yang berguna untuk membuat sebuah hotspot server yang 
sangat komplek. Selain itu Hotspot pada mikrotik juga mempunyai fitur yang dapat 
diimplementasikan pada jaringan yaitu Limitasi, Plug and play connectivity, Walled 
Garden, Advertisement, Trial User, Voucher dan lain-lain. [5]. Bandwidth disebut 
juga Data Transfer atau Site Traffic adalah data yang keluar masuk atau upload dan 
download ke account anda. Bandwidth adalah luas atau lebar cakupan frekuensi 
yang diguanakan oleh sinyal dalam medium transmisi. Bandwidth dapat diartikan 
sebagai perbedaan antara komponen sinyal frekuensi tinggi dan sinyal frekuensi 
rendah. Frekuensi sinyal diukur dalam satuan Hertz [6]. 
Konsep roaming pada awalnya lebih populer pada teknologi jaringan 
telepon nirkabel. Konsep dasar roaming adalah perluasan layanan (service 
extention) bagi pengguna telepon nirkabel, dimana cakupan jaringan yang dapat di 
cover oleh penyedia layanan masih terbatas sehingga diperlukan perluasan cakupan 
jaringan dengan cara melakukan kerjasama dengan penyedia layanan yang lain. Hal 
ini dilakukan dengan tujuan untuk menjaga konektivitas pengguna telepon nirkabel 
Roaming user berarti user yang melakukan roaming, karena user tersebut 
cenderung selalu bergerak / mobile sehingga harus menggunakan layanan yang 
disediakan oleh penyedia layanan lain yang bukan merupakan penyedia layanan 
dimana user itu menjadi member dalam rangka menjaga konektifitas dalam hal ini 
adalah layanan konfigurasi sebuah komputer berbasis Microsoft. 
Active Directory adalah layanan direktori yang dimiliki oleh sistem operasi 
jaringan Microsoft seperti windows server 2000, windows server 2003, windows 
server 2008 dan windows server 2012. Active Directory terdiri atas basis data dan 
juga layanan direktori. Basis data yang dimiliki oleh active directory menyimpan 
segala sumber daya yang terdapat di dalam jaringan, seperti halnya komputer yang 
telah tergabung ke sebuah domain, daftar akun pengguna dan kelompok pengguna, 
folder yang di-share, dan lain-lain. Sementara itu, layanan direktori yang 
dimilikinya membuat informasi yang disimpan di dalam basis data dapat diakses 
oleh pengguna dan aplikasi. Active Directory sebenarnya merupakan implementasi 
dari protokol Lightweight Directory Access Protocol (LDAP). 
Active Directory merupakan directory service yang menyimpan konfigurasi 
jaringan baik user, group, komputer, organizational unit, serta berbagai policy 
keamanan dalam satu database terpusat. Peran utama active directory adalah 
menyediakan sarana untuk melakukan admnistrasi jaringan secara terpusat baik di 
level domain maupun lintas domain, selama antar domain tersebut masih berada 
dalam satu forest. Feature yang terdapat di dalam Active Directory antara lain : 
(1)Simplified Administration : active directory menyediakan “single point” dalam 
hal administrasi dari semua sumber daya jaringan. Seorang network administrator 
dapat melakukan login dari komputer manapun di dalam jaringan dan melakukan 
konfigurasi terhadap obyek dan setiap komputer dalam jaringan.;(2)Scalability 
: active directory mampu mengelola sampai dengan jutaan obyek, dibandingkan 
arsitektur Windows NT yang “hanya” mampu menangani maksimal 40000 obyek 
dalam satu domain.;(3)Open Standard : active directory kompatibel dan 
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mendukung berbagai protokol dan teknologi standar yang ada, antara lain LDAP 
dan LDIF, sehingga active directory dapat berkomunikasi dengan Novell Directory 
Service dan teknologi lain yang menggunakan LDAP. Support terhadap HTTP 
memungkinkan active directory diakses dari web browser dan berbagai bahasa 
pemrograman pengakses data. Windows 2000 juga mengadopsi kerberos sebagai 
protokol otentifikasinya, sehingga kompatibel dengan berbagai produk yang 
menggunakan protokol sejenis. Sistem penamaan domain dalam active directory 
menggunakan standar DNS name, sehingga nama domain Windows 2000 
merupakan standar penamaan domain yang digunakan pada internet, maka lebih 
mudah ketika akan melakukan koneksi dengan internet. 
Authentication, Authorization, and Accounting (AAA) merupakan sebuah 
model keamanan jaringan komputer yang berfungsi untuk melakukan verifikasi, 
memeriksa, dan memantau keabsahan sebuah entitas yang terdiri atas tiga fitur 
utama,yaitu: (a)Authentication adalah proses dimana identitas sebuah 
entitas/pengguna diperiksa.;(b)Authorization adalah proses yang berfungsi untuk 
memeriksa apakah pengguna yang telah di otentikasi berhak mengakses suatu 
layanan atau tidak.;(c)Accounting adalah proses pencatatan aktivitas pengguna 
selama mengakses jaringan. Terdapat tiga service pada protocol AAA ini antara lain 
kerberos merupakan protokol keamanan yang bekerja menggunakan secret key. 
Kerberos merupakan protocol yang berbasis TCP/IP dan menggunakan algoritma 
kriptografi Data Encryption Standart (DES) untuk proses enkripsi dan 
authentikasinya, Tacacs+ merupakan protokol keamanan cukup banyak digunakan 
saat ini di masyarakat, karena telah melalui beberapa pengembangan dan 
modifikasi oleh perusahaan IT yang bernama Cisco dan hanya dapat digunakan 
pada perangkat Cisco, Radius merupakan protokol security yang bekerja 
menggunakan sistem client / server terdistribusi yang banyak digunakan bersama 
AAA untuk mengamankan jaringan. RADIUS merupakan protokol yang berbasis 
UDP (User Datagram Protocol) dan menggunakan port 1812 untuk authentication  
dan 1813 untuk accounting. 
 
3. Metodelogi Penelitian 
 
Metodelogi penelitian yang dipakai pada penelitian ini adalah Network 
Analysis and Design Methodology. Gambar 1 menunjukkan alur dari Metodelogi 





Gambar 1. Skema Network Analysis and Design Methodology [7] 
 
Pada tahap awal adalah problem definition and feasibility study yang 
menjadikan konsep kebutuhan  sistem yang ingin dikembangkan sebagai masukan 
dan spesifikasi kebutuhan sistem sebagai keluaran. Pada tahap ini dilakukan proses 
identifikasi konsep sistem serta mengidentifikasi kebutuhan sejumlah elemen atau 
komponen sistem tersebut, sedemikian hingga gambaran  umum kebutuhan sistem 
dapat dipenuhi. Dalam penelitian ini terdapat masalah dimana sistem terdahulu 
antara mikrotik dan windows server active directori keduanya terpisah. Pada sistem 
terdahulu mikrotik sebagai gateway dan Windows Server Active diretory sebagai 
gateway lab dan sistem sebelumnya semua pengajar hanya memiliki satu user dan 
password untuk megakses data yang digunakan untuk mengajar dilaboratorium 
komputer, di mana dalam satu komputer terdapat lebih dari satu data dosen. Hal ini 
dapat menyebabkan kemungkinan pengajar satu mengakses data dari pengajar 
lainnya. Selain itu faktor human eror pun dapat terjadi, sehingga tidak menutup 
kemungkinan data rusak atau bahkan hilang. Maka dari itu peneleti membuat suatu 
sistem manajemen dengan istilah roaming profile dimana pada sistem terbaru ini 
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menggabungkan antara mikrotik dan windows server active directory saling 
terhubung agar memanjamen user dengan mudah. Pada sistem ini dapat 
memberikan kemudahan bagi pengajar untuk mengakses file yang digunakan dalam 
kegiatan perkuliahan, Jadi ketika pengajar login menggunakan user dan password 
yang sudah dimiliki di komputer laboratorium misalnya, maka pengajar langsung 
dapat megkases data yang terdapat pada komputer di meja kerjanya. Selain 
mempermudah akses data, sistem manajemem ini berfungsi untuk menghindari 
human eror seperti yang sudah disebutkan sebelumnya.  
Setelah melakukan definition and feasibility study dan menemukan masalah 
beserta solusinya, tahap selanjutnya adalah melakukan  Strategic information 
system design, develope evaluation criteria. Pada tahap ini menjadikan kebutuhan 
sistem hasil problem definition and feasibility study sebagai masukan dan 
spesifikassi rancangan atau desain sebagai keluaran. Dilakukan perancangan 
topologi jaringan didaptkan data-data yang diperlukan dalam perancangan dari 
system yang akan dibangun. Tahap desain akan membuat gambar desain topologi 
jaringan yang akan dibangun. “Gambar 2” menjelaskan, desain arsitektur pengujian 
yang akan dibangun dengan menggunakan beberapa client wire computer yang 
nantinya secara bersama-sama melakukan akses ke jaringan public. 
Gambar 2.Topologi jaringan 
 
Pada tahap design dalam diagram tersebut terdapat forest yang bernama 
fti.uksw.edu didalam forest tersebut terdapat 5 organizational unit utama yang 
digunakan untuk mengelompokkan user berdasarkan dengan profesi yaitu ou 
mahasiswa, dosen, staff, visitor dan mata kuliah. Pada masing – masing ou nantinya 
akan terdapat sub ou didalamnya seperti pada ou mahasiswa didalamnya terdapat 
ou S1-TI, S1-SI, S1-PTIK, S1-DKV, S1-PR dan S1-DESPAR. Kemudian dari sub 
ou tersebut masing – masing akan dibuat grup sesuai dengan sub ou tersebut untuk 
memberikan storage dan policy mahasiswa berdasarkan prodi karena setiap lab 
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dipisahkan berdasarkan prodi dan menggunakan aplikasi yang berda – beda, seperti 
pada lab S1-DKV yang membutuhkan aplikasi desain grafis akan membutuhkan 
storage yang lebih banyak. Pada ou dosen didalamnya terdapat dua sub ou yaitu 
dosen dalam dan dosen luar, kemudian didalam sub ou tersebut terdapat group 
dosen dalam dan dosen luar. Selanjutnya bagian staff terdapat sub ou laboran, tu, 
ctc, ta dan kp karena setiap staff tersebut memiliki pekerjaan yang berbeda dan 
membutuhkan storage serta policy yang berbeda. Untuk ou visitor hanya terdapat 
group visitor, karena hanya digunakan secara temporer  untuk tamu yang sedang 
melakukan kunjungan ke FTI UKSW dan tentunya akan mendapatkan hak akses 
yang berbeda. Dan yang terakhir ou mata kuliah didalamnya terdapat sub ou 
berdasarkan prodi mahasiswa dan didalamnya akan terdapat group mata kuliah 
berdasarkan prodi seperti pada saat mahasiswa S1-TI akan mengambil mata kuliah 
sistem digital maka user tersebut akan dimasukkan kedalam group mata kuliah 
sistem digital. Group mata kuliah ini nantinya akan digunakan untuk 




Gambar 3. Diagram Forest 
Pada perancangan User Authentication untuk autentikasi nantinya semua 
user akan di tampung ke dalam windows server 2012 (active directory) kemudian 
akan terhubung dengan perangkat mikrotik berupa cloud core router. User akan 
mendapatkan username dan default password dari active directory setelah itu user 
diwajibkan mengganti password pada saat pertama kali login. Selanjutnya ketika 
user  telah berhasil login, secara otomatis akan mendapatkan fasilitas internet dari 








Kode Progam address LAN (Local Area Network) dan Hotspot mikrotik 
Kode program pemberian address LAN (Local Area Network) dan Hotspot 
mikrotik , untuk baris ke-0 menunjukkan IP address untuk LAN (Local Area 
Network) menggunakan IP address 192.168.34.2/24 pada interface ether2 karena 
akan terhubung langsung dengan server active directory dengan IP address 
192.168.34.1/24, sedangkan untuk baris ke-1 menunjukkan IP address untuk 
hotspot mikrotik menggunakan IP 192.168.35.1/24 pada interfaces Ether 3.  
#   ADDRESS                  NETWORK         INTERFACE 
0   192.168.34.2/24    192.168.34.0             ether2 
1   192.168.35.1/24    192.168.35.0             ether3 
 
#   NAME       INTERFACE            ADDRESS-POOL                              PROFILE                       
IDLE-TIMEOUT 
2   hotspot1     ether3                       dhcp_pool1                                          hsprof1                           
5m 
3   name="hsprof1" hotspot-address=192.168.34.2 dns-name="" html-directory=hotspot 
html-directory-override="" rate-limit="" http-proxy=0.0.0.0:0 smtp-server=0.0.0.0 
login-by=http-pap split-user-domain=no use-radius=yes radius-accounting=yes radius-
interim-update=received nas-port-type=ethernet radius-default-domain="" 
radius-location-id="" radius-location-name="" radius-mac-format=XX:XX:XX:XX:XX:XX 
 
#   MAC-ADDRESS       ADDRESS                         TO-ADDRESS      SERVER 
4  P 50:46:5D:36:37:38   192.168.34.1 
#   SERVICE             CALLED-ID                    DOMAIN                    ADDRESS               
SECRET 





Untuk baris ke-2 merupakan konfigurasi hotspot mikrotik pada interfaces 
Ether 3 ,karena  akan digunakan oleh banyak client maka memakai IP address 
secara dynamic maka ditambahkan setting untuk dhcp server pada interfaces ether3 
dengan nama dhcp_pool1. Untuk profile hsprof1 dapat dilihat pada baris ke-3 
didalamnya terdapat IP address 192.168.34.2, pada bagian DNS-name bisa 
digunakan untuk pemberian domain seperti “www.loginhotspot.com” kemudian 
untuk metode yang digunakan yaitu login menggunakan HTTP-PAP (Password 
Authentication Protocol) dimana ketika user ingin mengakses sumber daya harus 
melalui sebuah proses autentikasi berupa username dan password dari autentikasi 
tersebut system akan melakukan cek terhadap validitas dari identitas user berupa 
username dan password apakah data yang dimasukkan valid atau tidak jika data 
valid maka system akan melakukan accept sedangkan jika data yang dimasukkan 
tidak valid maka secara otomatis akan tertolak oleh system (deny). Selanjutnya 
karena akan dihubungkan dengan radius maka pada use-radius= yes dan pada nas-
port-type berupa Ethernet karena akan menggunakan jaringan kabel. 
Selanjutnya baris ke-4 merupakan konfigurasi untuk IP binding dengan 
menggunakan mac address perangkat yang di gunakan sebagai server dan IP 
address perangkat server yang berfungsi untuk bypass supaya tidak melakukan 
login untuk mengakses internet.Lalu pada baris ke-5 menunjukkan konfigurasi pada 
radius terdapat dua service yaitu login dan hotspot karena nantinya akan 
menggunakan halaman login hotspot mikrotik setelah terhubung. Address disini 
merupakan IP dari server active directory (Windows Server 2008), sedangkan 
secret digunakan sebagai kunci (key) untuk membangun koneksi antara mikrotik 
dengan active directory. 
Pada tahap develop request for proposal (RFP)dan evaluate RFPs and 
vendor demonstration tidak dapat dilakukan pada penelitian ini dikarenakan tidak 
sesuai dengan kondisi yang ada dilapangan, selanjutnya metode approval and 
implementasi, pada implentasi peneliti melakukan implementasi menggunaka 
simulasi prototape menggabungkan active directory windows server 2012 dengan 
mikrotik. 
Untuk konfigurasi active directory membutuhkan dua client pada NPS 
(Network Policy Server) yaitu client untuk server sendiri dan client untuk mikrotik. 
Seperti dilihat pada “Gambar 4” pada sebelah kiri merupakan konfigurasi dari client 
server dengan IP address 192.168.34.1 sedangkan untuk sebelah kanan merupakan 
konfigurasi untuk client mikrotik dengan ip address 192.168.34.2. Kemudian untuk 
shared secret pada server dan mikrotik harus sama karena digunakan untuk 




Gambar 4. Client Configuration 
Masih pada NPS selanjutnya adalah konfigurasi pada Network Policies, 
policy yang dibuat bernama hotspot lalu pada access permission terdapat 2 pilihan 
yaitu grant access akan menerima request dari mikrotik untuk menggunakan policy 
ini,sehinga dapat saling terhubung dan deny access akan menolak secara otomatis 
terhadap request yang masuk ke active directory sehingga tidak dapat mengakses 
policy tersebut, seprti pada gambar 5. 
 




Kemudian konfigurasi pada tab conditions dan constraints seperti gambar 6, 
pada conditions terdapat windows group artinya user yang diperbolehkan untuk 
login hanya pada satu group/domain yang telah ditentukan seperti contohnya disini 
adalah domain yang bernama PROJECT. Artinya hanya user yang terkoneksi 
dengan domain PROJECT saja yang dapat melakukan login menggunakan policy 
ini, untuk user selain yang ada pada group PROJECT tidak dapat melakukan login 
menggunakan policy ini.  
Setelah itu pada tab constraints policy ini menggunakan protocol EAP 
(Extensible Authentiction Protocol) yang merupakan protocol yang menggunakan 
TLS (Transport Layer Security) sebagai media enkripsi yang digunakan untuk 
proses autentikasi antar client. Sedangkan untuk secure authentication methods 
akan menggunakan CHAP yang merupakan protokol dari microsoft untuk dapat 
melakukan autentikasi user dan password secara dua arah. CHAP digunakan 
sebagai metode keamanan jaringan khususnya pada wireless untuk mencegah 
terjadinya serangan brute force maupun sniffing karena mampu melakukan enkripsi. 
 
Gambar 6. Policy Configuration Conditions & Constraints 
Selanjutnya monitoring and management dari perancangan infrastruktur 
roamig profel pada tahap ini admin melakukan management user unutk membuat 
password user agar bisa login, pada tahap monitoring admin dapat melihat user saat 








4. Hasil dan Pembahasan 
Dalam tahap pengujian ini mikrotik dan active direktori sudah terhubung, 
pada perangkat mikrotik dengan ip address 192.168.34.2 sedang berinteraksi 
dengan perangkat AD dengan ip address 192.168.34.1 pada tanggal 17 November  
2016.Client dari group mahasiswa dengan username 672012098 pada domain 
fti.uksw.edu telah berhasil melakukan login terhadap jaringan hotspot mikrotik. 
Sedangkan antara mikrotik dengan active directory berinteraksi dengan 
menggunakan bridge pada port Ethernet 2, dalam gambar dijelaskan bahwa client 
telah mendapatkan ip address 192.168.34.7 secara dynamic seprti pada gambar 7.  
 
 
Gambar 7. Log Active Directory 
 
Selanjutnya setelah mikrotik dan activ directori saling terhubung client akan 
mencoba melakukan login ke hotspot mikrotik dimana user akan diambil dari active 
directory (Windows Server 2008), setelah terhubung maka akan langsung masuk 
pada halaman login hotspot mikrotik seperti “Gambar 8”, selanjutnya client harus 








Gambar 9. Login Success 
Setelah berhasil masuk tampilan pada browser akan seperti Gambar 9 
bahwa client berhasil masuk dengan mendapat IP addres 192.168.34.7, setiap client 
yang melakukan autentikassi akan terlihat pada log mikrotik, seperti IP address 
192.168.35.6  telah melakukan autentikasi dengan menggunakan metode http-pap, 
seperti pada gambar 10.  
 
 







Tabel 1. Hasil pengujian 
No Point  Hasil Uji Status Uji 
1. 
Perancangan Roaming 
Profile dengan Radius 
 
Sistem Roaming Profile dengan Radius 








Sistem roaming profile dapat 






hasil  regristrasi 
 
Akun hotspot hasil regristasi dapat 
digunakan untuk login hotspot 
 
Valid 
4. Terminate jika time-out  
Akun hotspot akan didisconect oleh 




Pada Tabel 1 terlihat perancangan Roaming Profile berjalan degan baik, 
registrasi akun hotspot dengan mnggunakan radius sesuai dengan fungsi yang telah 
dibuat, user dapat berhasil melakukan login, admin dapat melihat log dan 
melakukan tindakan yang perlu terhadap server.Perbandingan sistem yang baru 
dengan sistem yang terdahulu, dengan sistem yang baru akses lebih cepat, traffik 
lebih cepat dikarenakan sistem yang terbaru telah dirancang supaya mempurmadah 
akses bagi pengajar dan kemudahan untuk mengakses file dari tempat lain. 
5. Kesimpulan 
Berdasarkan penelitian yang telah dilakukan dapat disimpulkan bahwa 
active directory dan mikrotik dapat dihubungkan dengan menggunkan radius, 
proses tersebut dapat memudahkan admin untuk memanagement user, dan masalah 
terdahulu user hanya mempunyai satu akun dan hanya bisa login disatu tempat, 
dengan adanya sistem roaming profile ini user akan mempunyai akun sendiri dan 
akan bisa melakukaan login dibeberapa tempat yang berbeda. Dengan adanya 
sistem log admin dapat melihat user yang sedang login. Sistem Roaming Profile 
sangat efektif untuk diterapkan di FTI UKSW untuk kegiatan belajar mengajar 
maupun untuk keamanan data bagi pengajar, dimana setiap pengajar akan 
mendapatkan akun yang berbeda-beda untuk bisa login, dan sistem ini juga  
mempermudah pengajar mengakses file untuk kegiatan perkuliahan. 
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