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Для своєчасної локалізації аварійної ситуації в системі важливим є процес відслідко-
вування робочих параметрів окремих підсистем в реальному часі. В нашому випадку він реа-
лізується через періодичні сеанси зв’язку (по TCP/IP) між моніторинговою системою та під-
контрольними установками (об’єктами моніторингу). Ця реалізація супроводжується деяки-
ми особливостями.  
По-перше, в деяких версіях MS Windows (Windows XP SP2/SP3 та Windows Vista 
SP0/SP1) наявне обмеження на кількість вихідних напіввідкритих сокетів (в так званому ста-
ні  SYN_SENT), а саме, сокетів, які послали запит щодо зв'язку із конкретним об’єктом спо-
стереження, але ще не отримали підтвердження або відмову, і це обмеження рівне 10.  При 
досягнення цього ліміту  решту біжучих мережевих запитів на зв'язок ставляться в чергу. 
По-друге запити в стані SYN_SENT можуть перебувати протягом певного часу. Цей 
час для типових налаштувань ОС Windows становить 40 секунд. Після досягнення зазначено-
го ліміту відповідні запити на з’єднання будуть закриті ОС. 
Крім того, моніторингова система має обмежений час очікування відповіді від 
об’єктів моніторингу, незалежно від того, перебувають запити в черзі, чи вже  
покинули її. 
Внаслідок цього ймовірна ситуація, коли певна частина мережевих запитів, що пере-
бувають  в черзі, буде закрита моніторинговою системою до моменту часу, коли ці запити 
будуть дійсно передані операційною системою в мережу. Як наслідок, моніторингова систе-
ма може зробити недостовірний висновок про аварійність об’єктів моніторингу, що було під-
тверджено при дослідженні функціонування системи в реальних умовах з різними кількос-
тями елементів та параметрів доступу до них. 
З метою вивчення та передбачення подібних ситуацій  процес моніторингу системи 
відтворено за допомогою імітаційного та аналітичного моделювання.  
Імітаційна модель побудована на основі мережі Петрі.  Вона дала можливість  встано-
вити причинно-наслідкові  зв’язки між подіями та умовами дискретно-подійної системи. На 
підставі цього  аналізу було побудовано аналітичну модель в основу якої покладено принци-
пи багатоканальної системи масового обслуговування з обмеженою чергою і дисципліною 
обслуговування за правилом FCFC.  
З дослідження цих моделей  зроблено висновки про область допустимих значень кіль-
кості об’єктів моніторингу для заданих параметрів доступу. Отримані результати проходять 
паралельну апробацію на базі ТОВ “Інтеграл”, м. Тернопіль. 
