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DISEÑO DE LA BASE DE DATOS DEL SISTEMA DE INFORMACIÓN Y 
GESTIÓN PARA LA GOBERNABILIDAD (SIGOBV2) Y ANÁLISIS, DISEÑO 
DESARROLLO Y PRUEBAS DEL MÓDULO DE ADMINISTRACIÓN, 
PARAMETRIZACIÓN  SEGURIDADES Y AUDITORÍA DEL SIGOB V2 
El presente proyecto muestra la importancia del desarrollo del módulo 
CORE de la aplicación SIGOB V2, este módulo se encargará de la parte 
de auditoría, administración y seguridad de logueo de la aplicación antes 
mencionada. 
El objetivo principal de este módulo es tener una base de datos relacional 
normalizada en Postgres que contenga a todos los módulos del SIGOB 
V2 y que este implementada, además de ayudar al administrador en el 
proceso de asignación de perfiles a un nivel mas detallado, asi mismo 
controlar la inserción, borrado, actualizado y consulta de registros a la 
base de datos "sigec", mediante el script de auditoría a nivel de base de 
datos se registrará la manipulación de los datos y por medio de reportes 
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DESIGN OF THE DATABASE OF THE INFORMATION SYSTEM AND 
MANAGEMENT FOR GOVERNANCE (SIGOBV2) AND ANALYSIS, DESIGN 
DEVELOPMENT AND TESTING OF MANAGEMENT MODULE, 
PARAMETERIZATION SIGOB SECURITIES AND AUDIT V2 
This project shows the development importance of the core module in the 
SIGOB v2 app, this module is responsible for the audit, management and 
security to the system login. 
The main objective of this module is to have a normalized relational 
database in Postgres that contains all modules of the SIGOB V2, in 
addition to help the system administrator through the process of assigning 
profiles to a more detailed level, and control the insertion, deletion, update 
and query records to the database "SIGEC" using the data base script to 
audit we'll record data changes and using reports we can obtain whatever 








Web application / SIGOB V2 / JSF / EJB / POSTGRESQL / DB CORE & 
SECURITY /  GOVERNANCE / AUDIT





En la actualidad, la tecnología es un agente importante para el éxito de 
una institución, entidades gubernamentales incorporan en su 
infraestructura de información nuevo software para lograr mejorías 
competitivas. 
 
A medida que los directores buscan una reingeniería en los procesos de 
su institución como una medida de aplicar las TIC‟s a sus entidades, 
crece también la creencia de que una mejora en los procesos incluye 
algún componente de TIC que pueda otorgar a la institución ventajas 
competitivas, además de ofrecer servicios de calidad a sus usuarios. 
 
La gran difusión de los Sistemas de Gestión de Bases de Datos (SGBD), 
junto con la consagración de los datos como uno de los recursos 
fundamentales de las empresas, ha hecho que los temas relativos a su 
control interno y auditoría cobren cada día mayor interés. 
 
Normalmente la auditoría informática se aplica de dos formas distintas; 
por un lado, se auditan las principales áreas del departamento de 
informática: explotación, dirección, metodología de desarrollo, sistema 
operativo, telecomunicaciones, bases de datos, y muchos más; por otro, 
se auditan las aplicaciones (desarrolladas internamente, subcontratadas o 
adquiridas) que funcionan en la empresa.  
 
Con el presente módulo se pretende diseñar una base de datos que 
albergue a todos los módulos del sistema SIGOB V2, además permita 
facilitar al Administrador General del Sistema el proceso de control de 
ingreso a los datos almacenados, cuyo proceso administrativo a cada una 
de las tablas de la base se realizará a través de una interfaz web. 
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CAPÍTULO  I.  PRESENTACIÓN DEL PROBLEMA 
 
1.1 Planteamiento del Problema 
 
Mediante Decreto Ejecutivo Nº 3389, publicado en el Registro Oficial Nº 
733 del 27 de Diciembre de 2002, se creó el Sistema de Información y 
Gestión para la Gobernabilidad – SIGOB, con el propósito de fortalecer la 
capacidad de gestión estratégica y operacional de la Presidencia de la 
República. 
 
El SIGOB funcionó como un proyecto de “Fortalecimiento de la Capacidad 
Institucional de la Gobernabilidad Democrática: Sistema de Gestión de la 
Presidencia” (SIGOB-P), adscrito al Programa de Naciones Unidas para el 
desarrollo (PNUD). 
 
El modelo de gestión para la gobernabilidad en el Ecuador, desde su  
conceptualización inicial o base efectuada en el año 2002, ha sufrido 
variaciones, las mismas que se ven reflejadas en la concepción o 
formulación y ejecución independiente de sus procesos.  
 
Dichos procesos fueron automatizados y se los incorporó de manera 
independiente al SIGOB,  y que hoy por hoy, para relacionarlos, hacerlos 
operativos, dar mantenimiento y soporte, con la finalidad de registrar y 
obtener información necesaria para la toma de decisiones en la gestión 
para la gobernabilidad, demanda de mucho esfuerzo, altos costos de 
operación, duplicidad de trabajo, generación de re-procesos, se incurre en 
altos tiempos de preparación y espera; y con el agravante de que algunos 
de los principales módulos implementados son obsoletos, puesto que ya 
no existe el soporte tecnológico de las herramientas en que fueron 
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1.1.1 Entorno Actual 
 
1.1.1.1 Perfil de la Organización 
 
Subsecretaria  de Informática de la Presidencia de la República del 
Ecuador está enfocada a  la gestión de las entidades del Gobierno Central 
mediante la estandarización, regulación, control, integración y ejecución 
de los proyectos informáticos; además se encarga de otorgar productos y 
servicios informáticos de calidad, coordinar acciones en este campo en 
las demás instituciones del sector público. 
 
La entidad del gobierno previamente mencionada, también está orientada 
a coordinar, analizar, diseñar, desarrollar, poner en marcha y mantener 
los sistemas informáticos de interés para la gestión de las instituciones del 
Gobierno Central.  
 
1.1.1.2 Descripción del Sistema SIGOB v1 
 
La aplicación SIGOB v1, actualmente carece de automatización en la 
creación de usuarios, ya que depende de mucho recurso humano y 
necesitan un aplicativo externo para la generación de claves. 
 
Además, no se lleva el respectivo control de los usuarios que ya no 
pertenezcan a la institución y mucho menos de los presentes en el 
período. 
 
Por otro lado la sustentación de la aplicación no tiene buenas bases ya 
que esta fusionado por dos partes local y web, la base que utilizan para la 
web son relacionales mientras que para el resto de operaciones o 
funcionalidades se manejan de forma local y mediante triggers para poder 
generar los script necesarios para el cumplimiento de las funciones 
solicitadas. 
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1.1.1.3 Administración de Usuarios 
 
Para la creación de un nuevo usuario en el sistema SIGOB, el Jefe de 
Área o Director de Equipo realiza el siguiente procedimiento: 
 Envía una solicitud vía correo electrónico desde su cuenta de 
correo institucional, adjuntando el formulario establecido 
directamente al Administrador de Usuarios a la dirección 
sigob@presidencia.gov.ec. 
 
 Envía una solicitud escrita de acuerdo al formato de la institución a 
la que pertenece, adjuntando el formulario establecido al 
Subsecretario de Organización, Métodos y Control, con atención al 
Administrador de Usuarios. 
 
En caso de requerir el mencionado formato de “Creación de Usuarios” en 
futuras ocasiones, se lo puede solicitar a la misma dirección electrónica. 
Si los usuarios necesitan acceso al Módulo de Correspondencia se envía 
un formato para los datos adicionales necesarios para la configuración 
adecuada del usuario. 
El usuario y clave son notificados vía correo electrónico al funcionario 
titular de la cuenta. Se envía también un correo electrónico al Jefe de 
Área o Director de Equipo notificando la creación del usuario, para su 
conocimiento.  
La contraseña es de conocimiento personal, si el titular decide dar su 
clave a otras personas, esto será bajo su completa responsabilidad. El 
SIGOB no envía las claves a terceras personas salvo casos autorizados 
por el Subsecretario, y no se responsabilizará por el mal uso que pueda 
darse a las cuentas de usuario. 
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1.2 Formulación del Problema 
 
Los procesos y funcionalidades actuales del Sistema de Información y 
Gestión para  la Gobernabilidad  (SIGOB v1) fueron diseñados, 
construidos e implementados  de manera independiente, con diferentes 
tecnologías y herramientas de software; por lo que, se requiere de 
manera imperiosa que sean analizados con un enfoque sistémico y de 
integración entre instituciones, usuarios y grupos de usuarios, que se 
recaben nuevos requerimientos, se identifiquen mejoras de eficiencia y 
eficacia en los procesos, y de efectuar una reingeniería a la base de datos 
y al aplicativo actual. 
 
El propósito final de este proyecto de investigación es diseñar e 
implementar una única base de datos multi-institución; y de analizar, 
diseñar, desarrollar y probar un módulo de administración, 
parametrización, seguridades y auditoría del nuevo Sistema de 
Información y Gestión para la Gobernabilidad SIGOB V2 que satisfaga los 
requerimientos de los usuarios finales, que permita ser flexible y dinámico 
en la incorporación de nuevos módulos y funcionalidades especificados 
en los procesos de Gestión para la Gobernabilidad, así como también que 
permita fortalecer la soberanía tecnológica de nuestro país al desarrollarlo 
mediante el uso de herramientas de Software Libre.  
 
1.2.1.1 Problema Principal 
 
¿Cómo diseñar una base de datos de tal manera que pueda ser 
centralizada, parametrizable que tenga las debidas seguridades y se 
pueda realizar auditoría además sea  flexible y dinámica para la 
incorporación de nuevos módulos?  
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1.2.1.2 Problemas Secundarios 
 
¿Cómo optimizar en el módulo de administración, seguridad y auditoría  la 
creación, modificación y eliminación de usuarios? 
 
¿Cómo afecta la implementación del nuevo sistema de administración, 
parametrización, seguridad y auditoría a los distintos usuarios en sus 
actividades diarias? 
 
1.3 Objetivos De La Investigación 
 
1.3.1 Objetivo General 
 
Diseñar el modelo de la base de datos utilizando herramientas de 
Software Libre y efectuar el análisis, desarrollo y pruebas del Módulo de 
Administración, Seguridad y Auditoría del SIGOB V2, orientado al entorno 
web. 
 
1.3.2 Objetivos Específicos 
 
 Diseñar el modelo de la base de datos de la aplicación SIGOB v2 
utilizando herramientas Open Source. 
 
 Desarrollar la interfaz de asignación de perfiles a los usuarios a nivel 
de objeto. 
 
 Efectuar la implementación del Módulo de Seguridad SIGOB v2 
orientado a un ambiente Web. 
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 Controlar los CRUD1 realizados por los usuarios registrando dichas 




Los módulos que originalmente constituyeron el Sistema de Información y 
Gestión para  la Gobernabilidad  SIGOB v1, fueron implementados hace 
10 años con herramientas de desarrollo de software de tipo privativas, 
como Visual InterDev y Delphi, utilizando algunos componentes en código 
objeto cuyo código fuente no está disponible; así como también ya no 
están disponibles ni el soporte técnico ni las actualizaciones, por lo que  
se las ha considerado obsoletas. 
 
La implantación efectuados en esos módulos obedecieron a las 
necesidades de  la época, que fueron concebidos sin considerar diseños 
de interfaces que brinden facilidades para el uso y navegación por  
temática y funcionalidad; con repositorios para almacenamiento de datos 
para una sola institución, y que al ser utilizados en la implantación de 
varias instituciones era necesario generar tantos repositorios como 
instituciones eran creadas, con diseños de registros de auditorías 
implementados a través de archivos de texto, los mismos que contienen 
información muy precaria para efectuar seguimientos sobre el uso 
realizado por los usuarios finales; con diseños no integrales de seguridad 
informática; con documentación incompleta  de tipo técnica operativa,  de 
mantenimiento y soporte. 
 
Los costos de operación, de mantenimiento y soporte, bajo estas 
condiciones son muy altos; y, las implementaciones de los 
mantenimientos toman mucho tiempo, por lo que no son eficientes. 
 
De otro lado, considerando el permanente uso de los sistemas de 
información del SIGOB v1, como herramientas de registro de datos, 
                                                             
1 CRUD: Create Remove Update Delete (Crear RemoverActualizarEliminar) 
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procesamiento, consulta de información, generación de reportes de 
gestión para el Presidente de la República, Ministros, Secretarios y  
autoridades de la Administración Pública Central, se ha determinado la 
urgente necesidad de efectuar un análisis de los procesos actuales del 
SIGOB v1, incorporar nuevos requerimientos y funcionalidades para 
integrarlos, mejorarlos y automatizarlos; de tal manera de diseñar, 
construir  y disponer de una única base de datos y solución tecnológica 
integral, dinámica, amigable, orientada al web, eficaz y eficiente e 
implementada con Software Libre. 
 
En cada uno de los procesos automatizados del SIGOB v1, se utilizó 
terminología específica; sin embargo, en el nuevo módulo a ser 
desarrollado se deberá definir, estandarizar, difundir y utilizar una nueva 
terminología que será incorporada en un glosario de términos para ser 




Considerando el análisis de los requerimientos de administración, 
parametrización, seguridad del aplicativo, seguridad de la base de datos y 
de auditoría  de cada uno de los módulos del SIGOB,  se realizará: 
 
 El diseño de la base de datos de la aplicación SIGOB V2 la misma 
que incluye los módulos de: 
o Módulo Acuerdos 
o Módulo Decretos 
o Módulo Core y Seguridades 
o Módulo Disposiciones 
o Módulo Compromisos 
o Módulo Gobernadores 
o Módulo Monitoreo de Medios.  
 El diseño de software del módulo de seguridades. 
 Pruebas del Módulo de Seguridades 




Para el módulo mencionado anteriormente, se utilizará la metodología de  
desarrollo, utilizada para el análisis, implementación y documentación de 
sistemas orientados a objetos. 
 
Para la implementación del modelo físico de la base de datos, el 
desarrollo de los componentes de negocio y de las distintas interfaces del 
módulo, se utilizarán herramientas de Software Libre seleccionadas por la 
Subsecretaría de Informática. 
 
Una  vez que culmine el desarrollo del  módulo, se efectuarán las 
pruebas, así como también se depurarán los errores y no conformidades 
encontradas. 
 
No se realizará la capacitación a los usuarios finales; finalmente se 





El módulo de seguridades no contempla la integración de los módulos que 
conforman la aplicación SIGOB V2, ni  la implantación del mismo. 
Además sólo se contempla la asignación de los permisos perfiles a nivel 
de aplicación y no a nivel de dato; es decir la asignación solo permite la 
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CAPÍTULO  II. SELECCIÓN DE HERRAMIENTAS Y 
METODOLOGÍADE DESARROLLO DE SOFTWARE 
 
El desarrollo de software es un proceso de aprendizaje iterativo, que 
busca la producción eficaz y eficiente de un producto de software.  
El desarrollo de software no es una tarea sencilla, por mucho tiempo esta 
labor se ha llevado adelante sin una metodología definida que permita 
transformar el software ordinario en otro que sea fiable y de fácil 
mantenimiento, debido a que por lo general suelen estar llenos de errores; 
y el proceso de cambios es una tarea arriesgada. 
Debido a esto la correcta selección de una metodología de desarrollo nos 
permitirá tener un producto final de alta calidad, que satisfaga las 
necesidades y expectativas del cliente, así mismo nos evita los desfases 
de fecha y coste. 
Otro factor importante es la adecuada selección de las herramientas de 
desarrollo, ya que se debe elegir una con la cual se aproveche tanto las 
necesidades del proyecto a realizarse, así como las capacidades del 
equipo de trabajo. 
En este capítulo se efectúa una resumida descripción de algunas 
herramientas y metodologías de desarrollo, así como, su respectivo 
análisis comparativo y la correspondiente justificación de selección. 
 
2.1. Metodología de Desarrollo de Software 
 
La metodología de desarrollo de software es un conjunto de 
procedimientos, técnicas, herramientas y soporte documental que es 
utilizado para estructurar, planear y controlar el proceso de desarrollo de 
un nuevo software, esta puede seguir uno o varios modelos de ciclo de 
vida, es decir, el ciclo de vida indica qué es lo que hay que obtener a lo 
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largo del desarrollo del proyecto pero no cómo hacerlo, a su vez esta 
muestra cómo hay que obtener los distintos productos parciales y finales. 
Las Metodologías que se usará para realizar el análisis y selección son: 
RUP2, XP3 y SCRUM. 
 
2.1.1. Selección  de la Metodología de Desarrollo 
 
De acuerdo a lo revisado en  varias fuentes que están publicadas en el 
Anexo 3 sobre las metodologías escogidas para comparar se concluye y 
se escoge la metodología RUP ya que considerando la magnitud del 
proyecto, los requerimientos, la integridad del sistema SIGOB v2, nos 
brinda disciplina de desarrollo, flexibilidad de realizar un proceso 
interactivo e incremental, nos ayuda a crear y mantener  modelos, en 
lugar de enfocarse en la producción de una gran cantidad de papeles de 
documentación. 
Una de las mejores prácticas centrales de RUP es la noción de desarrollar 
iterativamente. Rational Unified Process organiza los proyectos en 
términos de disciplinas y fases, consistiendo cada una en una o más 
iteraciones, ayudando a mitigar tempranamente riesgos que surjan en las 
etapas. 
 
2.2. Gestor de Base de Datos 
 
Las bases de datos son el procedimiento predilecto para el 
almacenamiento estructurado de datos, se utiliza esta tecnología para 
asegurar la integridad de los mismos y facilitar la labor tanto de usuarios 
como de los programadores que las desarrollaron. 
 
                                                             
2 Rational Unified Process 
3 Extreme Programming 
Universidad Central del Ecuador  
12 
 
Desde la realización del modelo de datos, pasando por la administración 
del sistema gestor, hasta llegar al desarrollo de la aplicación, los 
conceptos y la tecnología asociados son muchos. Sin embargo, es 
imprescindible conocer los aspectos clave de cada uno de estos temas 
para tener éxito en cualquier proyecto que implique trabajar con bases de 
datos. 
 
Actualmente existen muchas bases de datos de software libreo 
propietario, se tomará en consideración los siguientes gestores para el 
análisis: PostgreSQL, Oracle y SQLServer. 
 
2.2.1. Análisis Comparativo de Base de Datos 
 
A continuación se muestra una tabla comparativa entre los gestores de 
base de datos mencionadas anteriormente. 
La evaluación de las características técnicas será ponderada mediante el 
rango de valoración de 1 a 10, siendo 10 el valor más relevante. 
 POSTGRE4 Oracle SQL SERVER 
Máximo tamaño 
de fila por tabla 
 
10 10 6 
Máximo tamaño 
de la tabla 
 





5 10 5 
Máximo de 10 10 7 
                                                             
4POSTGRES: El análisis se lo realiza tomando en cuenta la versión 9.1 de Postgresql 
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índices por tabla 
 
Tamaño de 
almacenaje de BD 
 





1 1 10 
Número de 
instancias  por 
servidor 
 
10 10 1 
Concurrencia 
 




3 10 10 
Total Ponderado 7,1 8,4 7 




Del análisis realizado previamente se puede observar que el gestor de 
base de datos Oracle posee excelentes características que pueden 
mejorar el rendimiento de la aplicación SIGOB v2, pero cabe mencionar 
que el costo de esta base de datos es muy elevada tanto en licencias 
como en soporte técnico. 
 
Adicionalmente, por decreto presidencial las entidades públicas deben 
utilizar sistemas informáticos regidos en el software libre. 
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Tomando en cuenta estos antecedentes, el gestor de base de datos que 
cumple „con todos los requerimientos gubernamentales y grandes 
características técnicas es PostgreSQL. 
 
Las principales características que tiene PostgreSQL 9.1 son: 
 Permite instalación en cualquier cantidad de servidores sin que esto 
conlleve a que se tenga que pagar por su licencia, esto se da gracias a 
que PostgreSQL cuenta con licencia BSD. 
 
 Está diseñado para albergar grandes volúmenes de información ya 
que utiliza una estrategia de almacenamiento de filas llamado MVCC5 
para obtener una óptima respuesta en ambientes de grandes 
cantidades de información. 
 
 Posee un método indexado de los K-vecinos más cercanos, lo cual 
acelera la velocidad de búsqueda, donde consultas que antes 
tardaban 2 segundos hoy lo hacen en 20 milisegundos. 
 
 Brinda protección contra ataques de fuerza bruta. 
 
2.3. Entorno de Desarrollo Integrado (IDE) 
 
Un IDE6 nos proporciona servicios integrales para los desarrolladores de 
software, además nos ofrece muchas características para la creación, 
modificación, elaboración, implementación y depuración de software. 
 
Se tomará en consideración los siguientes IDE para el análisis: Netbeans 
y Eclipse 
 
2.3.1. Selección de IDE’s de desarrollo 




IDE: IntegratedDevelomentEnvironment (Entorno de Desarrollo Integrado) 
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De acuerdo a lo revisado en  varias fuentes que están publicadas en la 
revisión Bibliográfica sobre los IDE escogidos para comparar se concluye 
y se escoge el IDE Netbeans ya que considerando la extensión del 
proyecto, la arquitectura de desarrollo, los requerimientos, el lenguaje de 
programación, la integridad del sistema, nos brinda entorno de desarrollo 
integrado, es decir, brinda todos los complementos necesarios para el 
desarrollo inmediato y esto hace que la producción sea eficaz.  
 
Cabe mencionar que Eclipse tiene iguales cualidades así que se puede 
decir que para la elección también depende de adaptabilidad con la 
herramienta, en este proyecto de titulación se escoge Netbeans por ser 
un requerimiento por parte la subsecretaría del Ecuador. 
 
2.4. Componentes Visuales 
 
Actualmente existen muchas librerías de etiquetas JSF que 
pueden complementar a la implementación de la especificación oficial.  
La elección de un componente visual para JSF no tiene porqué cerrarse 
sobre únicamente una de ellas sino que pueden combinarse según las 
necesidades del programador. 
Actualmente existen varias formas que ayudan a que el entorno gráfico de 
una pantalla así como su funcionalidad sea más amigable, se tomará en 
consideración los siguientes componentes para el análisis: ICEFaces, 
RichFaces y PrimeFaces 
 
2.4.1. Análisis Comparativo de los Componentes Visuales 
 
A continuación se muestra una tabla comparativa entre los componentes 
visuales mencionados anteriormente. 
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La evaluación de las características técnicas será ponderada mediante el 
rango de valoración de 1 a 10, siendo 10 el valor más relevante. 
Característica ICEFaces RichFaces PrimeFaces 
Soporte de Ajax 10 7 9 
Fácil uso de librerías  6 8 10 
Personalización de la 
interfaz de usuario 
5 8 10 
Número de 
componentes 
7 10 8 
Capacidad de 
Integración con JSF 
4 6 10 
Total Ponderado 6,4 7,8 9,4 
 




Del análisis realizado previamente se puede observar que el componente 
visual PrimeFaces posee excelentes características que pueden mejorar 
la parte visual de la aplicación SIGOB v2. 
 
El estudio para seleccionar el componente correcto, se basó siguiendo los 
siguientes parámetros: 
 Disponibilidad de Componentes: 
Primefaces cuenta con un conjunto de 117 componentes  que incluyen, 
además del conjunto estándar de componentes también otros extras 
como HtmlEditors, Charts, date schedule y un exportador de datos a 
Excel,PDF,Word entre otros. 
Esta suite utiliza por debajo jQuery con sus sorprendentes widgets, 
plugins, temas y las interacciones de Ajax. Se evita el uso de otros JS / IU 
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frameworks con el fin de tener una alta compatibilidad entre los 
componentes.  
En PrimeFaces es más fácil cambiar la apariencia ya que se basa en 
ThemeRoller. También tiene más temas integrados (alrededor de 25) que 
el que está disponible en RichFaces o ICEfaces. 
 
 Facilidad para iniciar 
Primefaces no contiene una página de introducción. Todo lo que se 
necesita hacer es navegar a la descarga de PrimeFaces, agregar la 
sentencia primefaces-{version}.jar al classpath e importar el namespace 
para empezar. Esto es mucho más sencillo que utilizar RichFaces o 
ICEfaces. 
 Documentación 
PrimeFaces ofrece el enfoque más pragmático, la entrega de una guía de 
usuario completa que es en sí misma un completo e-book sobre la 
plataforma. Algunos de los recursos adicionales se incluyen también en el 
sitio. 
 
2.5. Spring Security 
  
Spring security es uno de los proyectos más maduros y ampliamente 
utilizados, ya que hoy en día se utiliza para proteger numerosos entornos 
más exigentes, como son organismos gubernamentales, aplicaciones 
militares y bancos. 
Spring security proporciona una completa solución de seguridad para 
J2EE basadas en aplicaciones de software empresarial, es una 
herramienta útil y altamente configurable que proporciona seguridad. 
Debido a que la seguridad es un objetivo en constante movimiento, y es 
importante llevar a cabo una exhaustiva, en todo el enfoque del sistema, 
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dos áreas principales de seguridad de las aplicaciones 
son   "autenticación" y "autorización" (o "Control de acceso"). 
Estas son las dos áreas principales que se persiguen en la seguridad la 
“Autenticación” es el proceso de establecimiento de un director es quien 
dice ser (un “principal”) por lo general un usuario, dispositivo pueda 
realizar una acción en la aplicación. “Autorización” se refiere al proceso de 
decidir si una entidad se le permite realizar una acción dentro de la 
aplicación. Para llegar al punto donde una decisión de autorización es 
necesario, la identidad de la entidad que ha sido establecido por la 

















Universidad Central del Ecuador  
19 
 
CAPÍTULO III. ANÁLISIS Y DISEÑO DEL SISTEMA 
 
Los sistemas de información son desarrollados con propósitos diferentes 
dependiendo de las necesidades del negocio, para disminuir la 
complejidad del desarrollo del mismo se lo ha dividido en partes y estas 
se las puede representar como modelos o diagramas que se pueda 
desglosar para obtener sus aspectos esenciales.  
En este capítulo se efectuará el análisis del sistema, reconociendo a los 
casos de uso y sus actores, y al mismo tiempo se elaborará los diagramas 
de secuencia y estado donde se determinara los procesos y relaciones 
que existen entre los casos de uso; así mismo se fija la arquitectura y 
plataforma a usarse. 
Cabe mencionar que al firmarse un acuerdo de confidencialidad que se 
muestra en el Anexo 4, solamente se proporcionará en este documento el 




3.1.1. Requerimientos Funcionales 
 
 El sistema SIGOB v2 debe ser un sistema multi-institución,  en el cual 
con un solo usuario y una sola clave se pueda acceder a los diferentes 
módulos del mismo.  El Core central tiene contemplado ingresar 
información  de instituciones las que deben tener áreas que se 
encuentran en una ciudad, esta ciudad pertenecer a un cantón, los 
cantones agrupados por provincias, y las provincias organizadas en 
regiones de un país que pertenece a una región de un continente. 
 
 Al crear un usuario el sistema debe permitir escoger el perfil y con ello 
todos los permisos habilitados para ese perfil, una vez el usuario haya 
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sido creado en el sistema, se enviará un email de notificación al 
usuario el cual debe tener información personal del usuario nombres y 
apellidos, la institución a la que pertenece su cargo, su perfil y todos 
los permisos habilitados y un link para el cambio de clave se deberá 
notificar además que la clave inicial será su número de cédula, al 
hacer ingresar al link enviado al usuario de cambio de clave, una vez 
se haya procedido con la actualización de la clave, el sistema mostrará 
una pantalla donde aparecerá el documento de confidencial y la 
aceptación del mismo por parte del usuario, el sistema deberá 
controlar que usuarios han cambiado la clave por primera ocasión y 
que usuarios han aceptado el certificado de confidencial y solo ahí 
poder ingresar a la pantalla principal del mismo. 
 
3.1.1.1. Requerimientos de Entrada 
 
 Los perfiles de usuario  serán por cargo y por área de una institución, 
para los permisos de los perfiles se debe poder hacerlo hasta nivel de 
acción esto es que se contemple varios objetos en una pantalla, varias 
pantallas por módulo y varios módulos del sistema. 
 
 Al quinto intento de validación de un usuario en el sistema y sea 
fallido, este usuario  se coloque en estado bloqueado, y se envíe un 
correo al usuario y al administrador, el número de intentos también sea 
un valor parametrizable. 
 
3.1.1.2. Requerimientos de Salida 
 
 Desde el sistema se pueda generar reportes de control y auditoría por 
usuario, por fecha. 
 El sistema contemple una pantalla donde los usuarios puedan cambiar 
su clave. 
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 El sistema indique que el usuario debe cambiar su clave n días antes 
del vencimiento, el valor parametrizable. 
 
3.1.1.3. Requerimientos de Datos 
 
 El sistema debe contemplar la parametrización para obligar el cambio 
de clave periódicamente a los usuarios esta opción puede o no ser 
habilitada al igual que el tiempo entre cambio de clave sea 
parametrizable. 
 Así mismo que controle el tamaño mínimo de las claves el que por 
defecto estará en 8. 
 
3.1.2. Requerimientos no funcionales 
 
Los requerimientos no funcionales nos describen  los aspectos que son 
visibles para el usuario y que no intervienen en la funcionalidad del 




Que el sistema inhabilite automáticamente a los usuarios que no utilizan 




 Las claves de los usuarios que están registrados en el sistema deben 
ser encriptados. 
 La autenticación y autorización utilizará un filtro de seguridad a nivel 
de páginas que sea Open Source. 
 
3.1.2.3. Usabilidad 




 Que el sistema contemple la parametrización para obligar el cambio de 
clave periódicamente a los usuarios esta opción puede o no ser 
habilitada al igual que el tiempo entre cambio de clave sea 
parametrizable en días el sistema colocará por defecto 30. 
 Que el sistema indique que el usuario debe cambiar su clave n días 
antes del vencimiento, el valor parametrizable. 
 
3.1.2.4. Requerimientos de Interfaces 
 
En la pantalla principal aparecerán habilitados o deshabilitados los 
módulos de acuerdo a los permisos del perfil que posea el usuario, de 
igual forma los diferentes objetos de cada pantalla 
 
3.1.3. Requerimiento Técnicos 
 
3.1.3.1. Requerimiento de Desarrollo 
 
Para el desarrollo del sistema SIGOB v2, después de un exhaustivo 
análisis se seleccionó un conjunto de herramientas las cuales fueron 




 Sistemas: Es indispensable que el Sistema esté programado en 
capas, separando el acceso a datos, y la presentación. Para ello es 
altamente recomendable que el desarrollo se apoye en el framework 
JDK de java para tal fin.  
 
 Sitios web: El sitio deberá estar apoyado en alguna herramienta de 
actualización dinámica. 
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 Alta de usuarios nuevos: Al crear un usuario el sistema debe permitir 
escoger el perfil y con ello todos los permisos habilitados para ese 
perfil, una vez el usuario haya sido creado en el sistema, se enviará 
un email de notificación al usuario el cual debe tener información 
personal del usuario nombres y apellidos, la institución a la que 
pertenece su cargo, su perfil y todos los permisos habilitados y un link 
para el cambio de clave se deberá notificar además que la clave inicial 
será su número de cédula, al hacer ingresar al link enviado al usuario 
de cambio de clave, una vez se haya procedido con la actualización 
de la clave, el sistema mostrará una pantalla donde aparecerá el 
documento de confidencial y la aceptación del mismo por parte del 
usuario, el sistema deberá controlar que usuarios han cambiado la 
clave por primera ocasión y que usuarios han aceptado el certificado 
de confidencial y solo ahí poder ingresar a la pantalla principal del 
mismo. 
 
3.1.3.2. Especificaciones Técnicas 
 
 Para el diseño de la base de datos utilizaremos las formas Normales y 
reglas de CODD. 
 
 Utilizaremos la metodología RUP ya que es dirigida por casos de uso y 
apoyada por UML. 
 
 Para la interfaz la documentación estará basada en estándares 
proporcionados por la subsecretaria de Informática de la Presidencia 
de la República.  
 
 La documentación se basará en estándares regidos o establecidos por 
la Subsecretaria y la Universidad Central del Ecuador. 
 
3.1.3.3. Restricciones de diseño 




 En la pantalla principal aparecerán habilitados o deshabilitados los 
módulos de acuerdo a los permisos del perfil que posea el usuario, de 
igual forma los diferentes objetos de cada pantalla. 
 
3.2. Modelo de Análisis 
 
Los casos de uso abarcan las actividades y funcionalidad del módulo de 
seguridad y auditoría de la aplicación SIGOB V2, estos nos ayuda al 
análisis del sistema. 
Cabe mencionar que por razones de confidencialidad no se podrá publicar 
mucha información. 
 
3.2.1. Diagrama de Caso de Uso 
 
3.2.1.1. Simbología de la herramienta Umbrello 
 





Es una entidad externa que 
interacciona con el sistema 









Representa una funcionalidad 
o actividad que el sistema 
proporciona y produce un 
resultado concreto. 
 
Relación de  Relación entre el caso de uso 
Caso de Uso 


























Relación utilizada cuando 
varios actorestienen 
características comunes 
ocuando interese mostrar 
explícitamente que cualquier 





 Agrupa casos de usos dentro 
de un mismo sistema. Útil 




Tabla 3: Simbología de Casos de Uso 
Autor: Tesistas 
Fuente: Documentación de Umbrello 
 
3.2.1.2. Identificación y Modelo de Actores 
Los actores que se han identificado de acuerdo a  las especificaciones de 
los requerimientos son: 




Figura 1: Identificación y Modelo de Actores 
Autor: Tesistas 
Fuente: Documentación de Arquitectura de Software 
 
 Administrador General: Profesional de la subsecretaria de informática 
encargado del mantenimiento y gestión del sistema SIGOB V2. 
 
 Administrador de Módulo: Profesional cuyo objetivo es administrar y 
asignar perfiles a los usuarios correspondientes a su módulo. 
 
 Técnico: Profesional encargado de planificar, coordinar y ejecutar 
acciones pertinentes para el correcto funcionamiento de  SIGOB V2. 
 
 
 Director: Profesional responsable de establecer metodologías, 
técnicas e instrumentos para formular planes, programas, proyectos y 
presupuesto. 
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3.2.1.3. Modelo de casos de uso 
 
Figura 2: Casos de Uso 
Autor: Teistas 
Fuente: Documentación de Especificación de Casos de Uso
<include> 
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Nombre: Validar Usuario 
Autores Tesistas 
Casos de uso Referenciados: SIGOB_CU002 










Descripción: El usuario que desea loguearse en el sistema 
SIGOB, desde una consola, coloca su 
usuario y clave, en caso de que el usuario no 
exista en el sistema, este emitirá un mensaje 
de “usuario no existe” y enviará un correo 
electrónico al administrador del sistema 
indicando que alguien quiso loguearse 
adjuntando en el mensaje el usuario con el 
que se intentó loguear, en caso de que el 
password sea inválido el sistema emitirá un 
mensaje de clave incorrecta, si en cinco 
intentos no se puede loguear, el sistema 
inhabilitará al usuario y notificará al 
administrador enviando un correo electrónico 
indicando el usuario que ha sido inactivado, 
si el usuario y clave son correctos el sistema 
ingresará al aplicativo.  
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Precondiciones: Usuario creado en el sistema 
Pos condiciones: La sesión será almacenada en el sistemas 
Flujo Normal El usuario  debe ingresar su usuario y clave. 
El sistema verificará el usuario y la clave 
El sistema ingresará al sistema 
Flujo error 1 (Usuario no  
existe) 
El usuario debe ingresar su usuario y clave 
El sistema verificará el usuario y clave 
El sistema emitirá un mensaje de usuario no 
existe 
El sistema enviará un mensaje al 
administrador notificando el particular 
Flujo error 2 (Clave incorrecta) El usuario debe ingresar su usuario y clave 
El sistema verificará el usuario y clave 
El sistema emitirá un mensaje de clave 
incorrecta 
El sistema verificará el número de intentos de 
conexión, si es el tercero inhabilitará el 
usuario y enviará un mensaje al 
administrador notificando este particular. 
Inclusión: SIGOB_CU002 









Tabla 4: Caso de Autenticación 
Autor: Tesistas 
Fuente: Documentación Subsecretaria de Informática  
 
 




Figura 3: Caso de Uso de Autenticación 
Autor: Tesistas 
Fuente: Documentación de especificación de Casos de Uso 
 
3.2.2.2. Validar Número de Intentos 
 
SIGOB_CU002  
Nombre: Validar número de intentos 
Autores Tesistas 
Casos de uso Referenciados: SIGOB_CU001 









Descripción: El usuario que desea loguearse en el sistema 
SIGOB, desde una consola, coloca su 
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usuario y clave, en caso de que el usuario no 
exista en el sistema, este emitirá un mensaje 
de “usuario no existe” y enviará un correo 
electrónico al administrador del sistema 
indicando que alguien quiso loguearse 
adjuntando en el mensaje el usuario con el 
que se intentó loguear, en caso de que el 
password sea inválido el sistema emitirá un 
mensaje de clave incorrecta, si en cinco 
intentos no se puede loguear, el sistema 
inhabilitará al usuario y notificará al 
administrador enviando un correo electrónico 
indicando el usuario que ha sido inactivado, 
si el usuario y clave son correctos el sistema 
ingresará al aplicativo.  
Precondiciones: Usuario creado en el sistema 
Pos condiciones: La sesión será almacenada en el sistemas 
Flujo Normal El usuario  debe ingresar su usuario y clave. 
El sistema verificará el usuario y la clave 
El sistema ingresará al sistema 
Flujo error 1 (Usuario no  
existe) 
El usuario debe ingresar su usuario y clave 
El sistema verificará el usuario y clave 
El sistema emitirá un mensaje de usuario no 
existe 
El sistema enviará un mensaje al 
administrador notificando el particular 
 
Flujo error 2 (Clave incorrecta) El usuario debe ingresar su usuario y clave 
El sistema verificará el usuario y clave 
El sistema emitirá un mensaje de clave 
incorrecta 
El sistema verificará el número de intentos de 
conexión, si es el tercero inhabilitará el 
usuario y enviará un mensaje al 
administrador notificando este particular. 
Inclusión: SIGOB_CU001 
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Tabla 5: Casos Validación de Intentos de Ingreso 
Autor: Tesistas 
Fuente: Documentación Subsecretaria de Informática  
 
 
Figura 4: Caso de Uso - Generar mensaje 
Autor: Tesistas 
Fuente: Documentación de Especificación de Casos de Usos 
 
3.2.2.3. Enviar notificaciones al administrador 
 
SIGOB_CU004  
Nombre: Enviar notificaciones al administrador 
Autores Tesistas 
Casos de uso Referenciados: SIGOB_CU003 






Descripción: El administrador recibirá una notificación  a 
su correo de cualquier error producido en el 
sistema, por usuario o administrador de los 
diferentes módulos. 
Precondiciones: Usuario creado en el sistema 
Pos condiciones: La sesión será almacenada en el sistemas 
Flujo Normal El usuario  debe ingresar su usuario y clave. 
El sistema verificará el usuario y la clave 
El sistema ingresará al sistema 
Flujo error 1 (Usuario no  
existe) 
El usuario debe ingresar su usuario y clave 
El sistema verificará el usuario y clave 
El sistema emitirá un mensaje de usuario no 
existe 
El sistema enviará un mensaje al 
administrador notificando el particular 
 
Flujo error 2 (Clave incorrecta) El usuario debe ingresar su usuario y clave 
El sistema verificará el usuario y clave 
El sistema emitirá un mensaje de clave 
incorrecta 
El sistema verificará el número de intentos de 
conexión, si es el tercero inhabilitará el 
usuario y enviará un mensaje al 




Tabla 6: Caso de Uso - Envío de Notificaciones al Administrador 
Autor: Tesistas 
Fuente: Documentación Subsecretaria de Informática  
 




Figura 5: Envío de Notificaciones al Administrador 
Autor: Tesistas 
Fuente: Documentación de Especificación de Casos de Usos 
 
3.2.2.4. Inactivar Usuario 
 
SIGOB_CU005  
Nombre: Inactivar Usuario 
Autores Tesistas 
Casos de uso Referenciados: SIGOB_CU001 








Descripción: El usuario que desea loguearse en el sistema 
SIGOB, desde una consola, coloca su 
usuario y clave, en caso de que el usuario no 
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exista en el sistema, este emitirá un mensaje 
de “usuario no existe” y enviará un correo 
electrónico al administrador del sistema 
indicando que alguien quiso loguearse 
adjuntando en el mensaje el usuario con el 
que se intentó loguear, en caso de que el 
password sea inválido el sistema  emitirá un 
mensaje de clave incorrecta, si en tres 
intentos no se puede loguear, el sistema 
inhabilitará al usuario y notificará al 
administrador enviando un correo electrónico 
indicando el usuario que ha sido inactivado, 
si el usuario y clave son correctos el sistema 
ingresará al aplicativo.  
 
Precondiciones: Usuario creado en el sistema 
Pos condiciones: La sesión será almacenada en el sistemas 
Flujo Normal El usuario  debe ingresar su usuario y clave. 
El sistema verificará el usuario y la clave 
El sistema ingresará al sistema 
Flujo error 1 (Usuario no  
existe) 
El usuario debe ingresar su usuario y clave 
El sistema verificará el usuario y clave 
El sistema emitirá un mensaje de usuario no 
existe 
El sistema enviará un mensaje al 
administrador notificando el particular 
 
Flujo error 2 (Clave incorrecta) El usuario debe ingresar su usuario y clave 
El sistema verificará el usuario y clave 
El sistema emitirá un mensaje de clave 
incorrecta 
El sistema verificará el número de intentos de 
conexión, si es el tercero inhabilitará el 
usuario y enviará un mensaje al 
administrador notificando este particular. 
Inclusión: SIGOB_CU001 
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(Validar usuario y password) 
SIGOB_CU002 











Tabla 7: Caso de Uso - Inactivar Usuario 
Autor: Tesistas 
Fuente: Documentación Subsecretaria de Informática  
 
 
Figura 6: Caso de Uso - Inactivar Usuario 
Autor: Tesistas 
Fuente: Documentación de Especificación de Casos de Usos  
 
3.3 Modelo de Diseño 
 
Universidad Central del Ecuador  
37 
 
Luego de plantear el modelo de casos de uso del sistema, se procede a 
realizar un análisis de cada caso de uso para determinar los flujos de 
trabajo fundamentales y el intercambio de mensajes e invocaciones de un 
momento dado, para esto utiliza los diagramas de secuencia que hacen 
énfasis en el orden y momento de los mensajes a objetos. 
 
3.3.1 Diagrama de Secuencia 
 
3.3.1.1 Simbología de la herramienta Umbrello 
 
NOMBRE SIMBOLO SIGNIFICADO 
Actor / Objeto  
 
 
Representa una instancia 
de un objeto en 
particular. 
 





Representa el espacio de 
tiempo en que un objeto 
está activo. 
Mensaje  Representa la llamada de 
un método (operación) de 
un objeto en particular. 
 
Tabla 8: Simbología de Diagramas de Secuencia 
Autor: Tesistas 
Fuente: Documentación de Umbrello
Objeto 1 
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3.3.1.2 Asignación de Permisos Perfil 
 
 
Figura 7: Diagrama de Secuencia - Asignación de Permisos Perfil 
Autor: Tesistas 
Fuente: Documentación de Especificación de Casos de Usos 
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Figura 8: Diagrama de Secuencia - Gestión de Tablas de Base de Datos 
Autor: Tesistas 
Fuente: Documentación de Especificación de Casos de Usos 
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3.3.1.4 Gestionar Reportes de Auditoría 
 
 
Figura 9: Diagrama de Secuencia - Gestión  de Reportes de Auditoría 
Autor: Tesistas 
Fuente: Documentación  de Especificación de Casos de Usos 
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Figura 10: Diagrama de Secuencia - Gestión de Usuario 




Fuente: Documentación de Especificación de Casos de Uso  
 




Figura 11: Diagrama de Secuencia - Autenticar Usuario 
Autor: Tesistas 
Fuente: Documentación de Especificación de Casos de Usos 
 
3.3.2 Diagramas de Estado 
 
3.3.2.1 Simbología de la herramienta Umbrello 
 
NOMBRE SIMBOLO SIGNIFICADO 
 
Estado 
 Condición de un objeto en un 
momento determinado. 
Estado 







Es un acontecimiento importante a 
tomar en cuenta para el sistema, 
que puede causar una transición de 
en estado a otro. 
Estado Inicial  
 
Representa el estado inicial de la 
secuencia. 
Estado Final  
 





Es la relación entre 2 estados, e 
indica que, cuando ocurre un 
evento, el objeto pasa del estado 
anterior al siguiente. 
 
Tabla 9: Simbología de Diagramas de Estado 
Autor: Tesistas 
Fuente: Documentación de Umbrello 
 
3.3.2.2 Administración de Tablas 





Figura 12: Diagrama de Estado - Administración de Tablas 
Autor: Tesistas 










Figura 13: Diagrama de Estado – Autenticación 
Autor: Tesistas 


















Figura 14: Diagrama de Estado– Reportes 
Autor: Tesistas 




Dentro de la construcción del software  uno de los pasos importantes 
que  se considera es la arquitectura de software, la cual representa la 
estructura, funcionamiento e interacción del sistema.  
 
La Arquitectura a utilizar será la arquitectura dotada por la plataforma 
JEE7 de Java. Esta arquitectura es multicapa y centrada en el servidor. 
El servidor se encontrará funcionando en la Subsecretaria  de 
Informática. 
                                                             
7
Java Platform, Enterprise Edition  




Para la construcción de la Arquitectura se ha tomado en cuenta los 
requerimientos indicados anteriormente. Otro punto preponderante  en la 
selección  de la arquitectura de la aplicación es la sugerencia dispuesta 
por  la Subsecretaria  de Informática que indica el uso de software libre.  
Para el presente proyecto utilizaremos  3 capas (Presentación, Lógica de 
negocios, Acceso a datos) que es la mínima estructuración lógica que 
debería implementar una aplicación JEE. 
 
A continuación se detalla la arquitectura JEE a usarse  en el desarrollo 




Figura 15: Diseño de Capas 
Autor: Tesistas 
Fuente: Documentación de Arquitectura de Software 
 
La especificación JSF8 utilizada en la capa de presentación está basada 
en  el patrón de diseño MVC9, el cual separa esta capa en tres 
componentes integrales y modulares, por lo que realmente se estaría 
proponiendo una aplicación con arquitectura de cinco capas. Igualmente 
en  la capa de lógica de negocios se usa el patrón  de diseño Facade 
para la extracción de los objetos de negocio de la capa de acceso a 
datos. 
                                                             
8
Java Server Faces  
9
Modelo Vista Controlador 
• Capa de 
Presentación 
Java Server Faces 2.0 JSR 314 
•Lógica de Negocios Enterprise Java Beans  3.0 JSR220 
• Capa de 
Persistencia 
Java Persistence 2.0  JSR 317 








Figura 16: Capas de Aplicación 
Autor: Tesistas 
Fuente: Documentación de Arquitectura de Software  
 
3.4.1 Presentación – Vista 
 
Este componente maneja los archivos (XHTML10) que permite la 
interacción del usuario con el sistema mediante  la ejecución de eventos  
en el navegador web. 
 
                                                             
10eXtensibleHyperTextMarkupLanguage 
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3.4.2 Presentación – Controlador 
 
Es un agente front – end que manipula  directamente  las peticiones del 
usuario y las direcciona  de acuerdo a su respectivo controlador. Dicho 
agente se efectúa  mediante un servlet que responda a todas las 
solicitudes provenientes de la página web: este  es proporcionado por la 
aplicación por lo que no es necesario ninguna codificación por parte del 
equipo de desarrollo. 
 
3.4.3 Presentación – Modelo 
 
Contiene todo  lo no concerniente a la interfaz de usuario y es el agente 
que se comunica con la lógica de negocio de la aplicación.  
 
3.4.4 Lógica de Negocio 
 
Esta capa permite manipular  la lógica del negocio de todas  las áreas 
involucradas: 
 Autenticación 
 Asignación de Permisos y Perfil 




3.4.5 Acceso a Datos 
 
Capa de abstracción  de acceso  a datos para abstraer  las operaciones  
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3.5 Diseño de la Base de Datos 
Una base de datos correctamente diseñada permite obtener acceso a 
información exacta y actualizada. Puesto que un diseño correcto es 
esencial para lograr los objetivos fijados para la base de datos. 




3.5.1 Estudio Previo 
 
En esta primera fase se recoge todos los requerimientos y 
funcionalidades que deberá cumplir y satisfacer las necesidades de los 
usuarios finales así como del negocio, los requisitos fueron entregados 
por la subsecretaria de informática a cada módulo que conformará la 
aplicación o sistema SIGOB  v2 en base a reuniones realizadas con el 
administrador de la base de datos. 
 
3.5.1.1 Situación actual de la base de datos 
Estudio Previo  
Concepción de la BD 
Diseño y Carga 
Producción 
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La base de datos actualmente consta con 800 tablas, las cuales la 
mayoría de ellas no se encuentran relacionadas, ni mucho menos 
normalizadas, además ninguna de las tablas cuenta con claves 
primarias, las claves primarias de todas las entidades  se encuentran en 
otras tablas. 
 
3.5.1.2 Análisis de Requerimientos 
 
3.5.1.2.1 Requerimientos del modelo de BD Módulo de Acuerdos 
Un acuerdo consiste en una orden para el proceso de una indagatoria, 
se gira la orden para que se inspeccione la zona de acuerdo a como 
sucedieron los hechos. 
Un acuerdo tendrá un título, además debe incluirse claramente y en 
forma sintética el objetivo y el resultado. Así mismo contará con una 
fecha de emisión del acuerdo que indicará el día en que se generó el 
mismo, de igual forma una fecha de publicación que mostrará el día en 
que se publicó el acuerdo ministerial. 
Los acuerdos tendrán un estado de la gestión del mismo en un momento 




Los acuerdos tendrán un tipo de publicación que determinará el  
documento que se va a emitir como puede ser revista, folleto, catalogo; 
además deberá pertenecer a un tipo de acuerdo. Así mismo deberá 
tener una persona firmante,  que se encargará de dar el visto bueno al 
acuerdo ministerial, cada firmante deberá pertenecer a un tipo de 
firmante. 
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El periodo de gestión del acuerdo almacenará información concerniente 
al periodo en que fue emitido el acuerdo ministerial esto quiere decir día, 
mes, año en que iniciaron el periodo de igual forma el día, mes y año en 
que termino. 
Las instituciones son las entidades que están asociadas con el acuerdo 
Por ejemplo: alcaldías, consejos provinciales, entidades privadas, entre 
otras. 
Historial cambios acuerdos almacenara toda la información que se ha 
realizado en el módulo de acuerdos. Esto es todos los cambios que se 
han efectuado. 
Los acuerdos deberán ser clasificados conforme a la región que se 
emitieron. 
 
3.5.1.2.2 Requerimientos del modelo de BD Módulo de 
Compromisos 
 
Un compromiso presidencial consiste en una instrucción que da el 
Presidente de la República a sus colaboradores, el mismo que implica 
para su cumplimiento una serie de tareas a ejecutar. 
A un compromiso se le asignará un título que debe ser corto y expresivo, 
un detalle  que ampliará la información del mismo. Además contendrá un 
estado que indicará la situación en un momento determinado en el 
tiempo. El sistema prevé cuatro estados en los que puede estar un 
compromiso presidencial: 
 Detenido 
 Con problemas 
 En ejecución 
 Finalizado 
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Una Prioridad determinará la urgencia que se deberá prestar para la 
gestión del compromiso. Será definida por el monitor del compromiso 
presidencial. La calificación se efectuará de conformidad con el siguiente 
criterio: 
 Urgente: El proceso de gestión se iniciará por razones temporales 
que requieren la atención primordial del gobierno. 
 Normal: Su gestión se hará de conformidad con el orden de los 
compromisos presidenciales asumidos. 
Un compromiso deberá tener porcentajes de avance esto indicará  el 
nivel de cumplimiento del compromiso presidencial. Deberá contemplar  
los siguientes porcentajes: 
0% 10% 20% 
25% 30% 40% 
50% 60% 70% 
75% 80% 90% 
100%     
 
Los compromisos tendrán fecha de creación, actualización, finalización; 
registrando así el usuario que lo creo y modificó. Además de tener un 
origen que se remite a la naturaleza de la instrucción presidencial. El 
criterio con el cual se califica es si la instrucción presidencial es directa 
(reunión de trabajo) o indirecta (cadena radial). Existen dos categorías: 
 Instrucción del Presidente a sus colaboradores. 
 Compromiso del señor Presidente con la ciudadanía. 
Deberá contener un reporte de avances que permita conservar la 
información sobre el estado en el que se encuentra el compromiso. Debe 
poseer información que permita entender, analizar y conocer el resultado 
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del compromiso. Este campo es escrito por el monitor del compromiso 
presidencial. 
Un monitor del compromiso será la persona encargada del seguimiento, 
evaluación y calificación del compromiso presidencial. Los participantes 
son personas que están involucradas en el cumplimiento del 
compromiso. 
Instituciones relacionadas  será la entidad que no pertenecen a la 
Función Ejecutiva pero que están asociadas con el compromiso. Por 
ejemplo: alcaldías, consejos provinciales, entidades privadas, entre 
otras. 
Un compromiso tendrá documentos,  archivos digitales que forman parte 
de la ejecución del compromiso, amplían información y sustentan los 
aspectos más importantes que se han remitido sobre su cumplimiento, la 
BD del módulo de compromisos contemplara el guardado de 
documentos que muestren documentos reporte ejecuciones y reporte 
avances. Tendrá peticiones almacenara información sobre las peticiones 
solicitadas. 
Los documentos respaldan el trámite de creación, petición de un 
compromiso. 
Los Gabinetes buscan establecer un diálogo directo con la comunidad 
para conocer sus necesidades en base a peticiones realizadas por los 
representantes responsables que serán clasificadas de acuerdo al tipo 
de gabinete y que serán efectuadas en las regiones donde se 
identifiquen más necesidades.  
Los gabinetes serán realizados en un lugar y fecha determinada, y se 
basarán en reuniones de mesas sectoriales donde los participantes 
serán los funcionarios y representantes de las comunidades que tengan 
peticiones y serán documentados.  
Las mesas sectoriales tendrán asignado un secretario que documentará 
lo tratado en la misma.  
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Los gabinetes tendrán un estado el cual indicara si las reuniones se 
efectuaron, cancelaron, postergaron. 
Los compromisos y gabinetes deberán tener asignados actores y estos 
deberán ser funcionarios y pertenecerán a un tipo de actor. 
Los gabinetes intentan buscar soluciones que creen un compromiso.  
Al crearse un compromiso este contiene varias actividades consideradas 
como hitos a realizarse en un tiempo determinado, cada una de estas 
consta de origen, tipo y estado del mismo. 
La petición debe encajar en una de las agendas establecidas por la 
Secretaría General, y será tratada en la mesa sectorial correspondiente, 
sustentada así en un documento tanto de acta como de anotaciones. 
 
3.5.1.2.3 Requerimientos del modelo de BD Módulo de 
Disposiciones 
 
Permite gestionar  las disposiciones que se ejecutan en el país, a cargo 
de una institución, es decir, permite crear, actualizar y eliminar una 
disposición, asignar actores a la disposición (monitores, responsables y 
corresponsables). 
Una Disposición tendrá un título, además de un detalle que será la  
información ampliada de la disposición gubernamental. Debe escribirse 
en forma sintética clara el objetivo y el resultado esperado de la 
disposición.  
Tendrá un estado será el estado en el que se encuentra una disposición 
en un momento determinado en el tiempo. El sistema contemplará 
cuatro estados en los que puede estar una disposición: 
 Detenido 
 Con problemas 
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 En ejecución 
 Finalizado 
La prioridad de una disposición fija la urgencia que se deberá prestar 
para la atención a la misma. Será definida por el monitor de la 




Una disposición tendrá un Porcentaje de Avance que indicará el nivel 
que se ha cumplido de la disposición gubernamental. Deberá contemplar 
los siguientes porcentajes: 
0% 10% 20% 
25% 30% 40% 
50% 60% 70% 
75% 80% 90% 
100%     
 
La disposición tendrá una fecha creación que será es el día en que se 
generó la disposición gubernamental. Una fecha inicio que es el  día en 
que empieza a ejecutarse la disposición gubernamental, además de 
tener una Fecha Finalización será  la fecha en que la disposición será 
cumplida. 
El origen de la disposición muestra  la naturaleza de la misma. El criterio 
con el cual se califica es si la disposición es directa o indirecta y contiene 
a:  
 Iniciativa interna 
 Gabinete gobernadores 
 Disposición presidencial 
 Gabinete sectorial 
 Gabinete itinerante 
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Una disposición tendrá un reporte de Avance que contiene la 
información sobre el nivel de avance en el que está la disposición 
gubernamental. Debe poseer información que permita entender, analizar 
y conocer el resultado de la disposición.  
Las disposiciones contarán con un tipo de confidencialidad que permitirá 
la visualización de las mismas, serán de tipo público, confidencial o 
secreto. Además de tener un tipo de disposiciones, que serán tipo 
Comunitarias, Educativas y Salud.  
Las disposiciones tendrán asignados actores que son personas que 
actúan sobre las disposiciones gubernamentales,  se las puede calificar 
como:   
 Monitor.- Persona encargada del seguimiento, evaluación y 
calificación de la disposición gubernamental. 
 Participantes.- Personas que están involucradas en el cumplimiento 
de la disposición gubernamental. 
Las Instituciones son las entidades que no pertenecen a la función 
ejecutiva pero que están asociadas con la disposición. Pueden ser: 
alcaldías, consejos provinciales, entre otras. 
Una disposición tendrá  documentos, que forman parte tanto de la 
ejecución como del seguimiento de la disposición gubernamental, el 
modelo de base de datos del módulo de disposiciones gubernamentales 
contemplará el guardado de documentos que muestren reportes de 
ejecución y de avance.  
De la misma manera una disposición generará mensajes que permitirá la 
comunicación entre los actores de la disposición, es decir los mensajes 
enviados desde los monitores hacia los responsables de las 
disposiciones gubernamentales y viceversa.  
Las disposiciones contemplarán información sobre las acciones que 
puede realizarse sobre éstas al momento de generarse los reportes 
concernientes a los actores con sus disposiciones. Las acciones que 
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tendrán las disposiciones gubernamentales serán: Crear, Editar y 
Aprobar. 
 
3.5.1.2.4 Requerimientos de modelo de BD Módulo de Core y 
Seguridades  
 
El core gestiona la creación y asignación de perfiles a un funcionario 
existente del SIGOB V2, además es considerado el núcleo para la 
integración de módulos. 
 
El core albergará la información personal de los Funcionarios, también 
recibirá el trato respectivo de acuerdo a su grado de instrucción y edad. 
Además contendrá información de  login, clave y estado. 
Cada funcionario tendrá un género, deberán pertenecer a una institución 
Instituciones albergará  toda información concerniente a una institución 
esto es nombre, sigla, tipo, estado, subsector, etc.  Además de tener una 
relación con un área  la cual deberá contener información como 
descripción  del área, institución, ciudad. 
Se manejara los permisos de  perfiles  para los  usuarios registrados en 
el sistema  serán por cargo y por área de una institución, para los 
permisos de los perfiles se debe poder hacerlo hasta nivel de acción 
esto es que se contemple varios objetos en una pantalla, varias pantallas 
por módulo y varios módulos del sistema. Los perfiles serán todos los 
nombres expuestos por cada módulo del sistema SIGOB v2 como por 
ejemplo administradores, responsables, monitores, participantes etc. 
Los Parámetros se deberán almacenar por módulo, valor, descripción. 
 
3.5.1.2.5 Requerimientos del modelo de BD Módulo de Decretos 
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Un decreto consiste en una toma de decisión urgente con 
procedimientos rápidos y sin pérdida de tiempo. 
Los decretos tendrán un título que debe registrarse claramente y en 
forma sintética el objetivo y el resultado. De igual forma tendrá una fecha 
de  emisión que es el día en que se generó el decreto ministerial, fecha 
de publicación que será el día en que se publicó o mostró el decreto 
ministerial., También un detalle que contendrá: síntesis, materia de 
decreto, número de decreto, número de publicación. 
Los decretos ministeriales tienen un estado que muestra si el mismo 
está vigente o aplazado. De la misma manera el tipo de publicación 
determina el documento donde se va a emitir como puede ser revista, 
folleto, catalogo.  
Los decretos tienen un firmante que es la persona que se encargará de 
aceptar el decreto ministerial, este firmante tendrá su información 
personal. 
El periodo de gestión de los decretos es la información referente al 
periodo en que fue emitido el decreto ministerial es decir la fecha de 
inicio y fin del período. 
Los decretos ministeriales deberán ser clasificados conforme a la región 
que se emitieron, además cuentan con un tipo de confidencialidad que 
indicará el nivel de visualización de estos, podrá ser: público, 
confidencial, secreto.  
 
3.5.1.2.6 Requerimientos del modelo de BD Módulo de 
Monitoreo de Medios 
 
El “SIMED” (Módulo de Monitoreo de los Medios de Comunicación) es 
parte integrante del SIGOB, según sus requerimientos de información 
con el fin de conocer de forma oportuna los temas relevantes que 
suceden en la política, cultura y todos los ámbitos de la sociedad 
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Ecuatoriana, de manera de realizar acciones pertinentes sobre 
situaciones que pongan en riesgo la integridad de los ciudadanos o la 
estabilidad del Estado, así como tener un registro de las Noticias 
trascendentes clasificadas por su relevancia que requieran una acción 
inmediata. 
El (Módulo de Monitoreo de los Medios de Comunicación) almacenará 
los diferentes eventos emitidos por un medio de comunicación, sean 
estos: noticias, informativos, se otorgará un título así como fecha, hora y 
lugar del evento y un resumen del mismo. 
 
Cada evento comunicacional pertenecerá a un tipo que puede ser noticia 
entrevista, y estará relacionado a un ámbito que serán: Sociedad civil, 
Poder Ejecutivo, Organismos Internacionales, otros organismos del 
estado; si el evento comunicacional es publicado desde un medio de 
comunicación escrito se almacenará las secciones del mismo, de la 
misma manera si estos eventos son emitidos en programas radiales o 
televisivos se registrará tanto el nombre del programa como los datos de 
la persona o personas que difundieron el evento y serán clasificadas de 
acuerdo al tipo de programa que transmiten. 
Todo evento comunicacional independientemente del medio de 
comunicación difundido deberá ser registrado su imagen, audio, texto y/o 
video. 
Los eventos debe ser calificados de acuerdo a las valoraciones, se 
contemplarán tres: a favor, en contra o Neutro, además se podrá medir 
el nivel de énfasis que tiene la misma, se lo catalogará con: alto, medio, 
bajo. 
A los medios de comunicación se les otorgará un nombre y una 
dirección, así como la ciudad desde donde emiten: cada medio de 
comunicación estará catalogado de acuerdo a su tipo de medio de 
emisión o publicación.  




3.5.2 Concepción de la Base de Datos  
En esta fase se analiza  y se concreta los datos de entrada, 
procedimientos y medios que se precisan para obtener dicha 
información; además se describe las actividades de la organización y 
arquitectura del sistema. 
Esta etapa queda sustentada en  los puntos 3.1, 3.2, 3.4 y Anexo 3, 
además, queda formalizado y aceptado por parte la subsecretaria con el 
documento de análisis de requerimiento, pero por motivos de 
confidencialidad no se puede exponer en este libro de tesis. 
En este ciclo se construye o se modela ya el esquema conceptual que 
contrastándolo con la realidad se ira adaptando hasta conseguir la 
síntesis de los esquemas externos; este es independiente de la máquina 
donde se va implantar. La herramienta para modelar el esquema 
conceptual es Power Architect que es una herramienta libre.  
Para modelar el esquema conceptual demos identificar los siguientes 
puntos: 
 Determinar las Entidades (Tablas): Una entidad es cualquier objeto 
del mundo real con existencia física o conceptual propia, que es 
capaz de ser descripto y del cual se quiere tener información.  
 Especificar Atributos (Campos): Es cada propiedad o característica 
específica que tiene una entidad que puede identificarla, relacionarla 
o describirla. 
 Establecer claves principales: La clave principal de una tabla es un 
campo o conjunto de campos que permiten identificar en forma 
unívoca a cada registro de la tabla. Registro es cada fila de datos de 
una tabla. 
 Relacionar las Tabla: En un modelo relacional las tablas se vinculan 
entre sí mediante uno o más campos, cuyos valores son iguales en 
una y otra tabla. Esta vinculación se realiza a través de una línea y 
en el extremo de ambas puntas se determina el tipo de relación.  
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Cabe recalcar que existirá momentos en que se vuelva a esta etapa 
debido a que surgirán cambios conceptuales en la BD. 
 
3.5.2.1 Identificación de Entidades y Atributos 
3.5.2.1.1  Módulo de Acuerdos 
Requerimiento Entidad Atributos 
Los acuerdos tendrán un 
estado de gestión en un 
determinado tiempo 
Estado del acuerdo Nombre del Estado 
Un acuerdo tendrá un 
título, fechas  (emisión, 
publicación), número de 
publicación 
Acuerdo Nombre (Título) 
Fechas 
Numero de publicación  
Los acuerdo deberán ser 
catalogados con respecto 
a un  tipo de acuerdo 
Tipo de acuerdo Descripción 
Los acuerdos tendrán un 
tipo de publicación que 
determinará  el documento 
de se publicará 
Tipo de Publicación Descripción 
Cada Acuerdo tendrá una 
persona firmante que se 
encargará de dar el visto 
bueno al mismo 
Firmantes Datos personales 
Fechas 
Cada firmante deberá 
pertenecer a un tipo de 
firmante 
Tipo de firmante descripción 
El periodo de gestión del 
acuerdo almacenará 
información concerniente 
al periodo que fue emitido 
el acuerdo (inicio – fin del 
periodo) 
Período Gestión Fechas del período 
Los acuerdos deberán ser Clasificadores de  
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Requerimiento Entidad Atributos 
clasificados conforme a la 




Tabla 10: Identificación de Entidades y Atributos -Módulo de Acuerdos 
Autor: Tesistas 
Fuente: Documentación de Diseño de Base de Datos 
 
3.5.2.1.2 Módulo de Compromisos 
 
Requerimiento Entidad Atributos 
El estado del compromiso 
es el que se encuentra una 
instrucción presidencial en 
un momento determinad 
en el tiempo; contemplara 
4 estados. 
Estado del  compromiso Nombre del Estado 
A un compromiso se le 
asignara un título, fechas  
(creación actualización y 
finalización), porcentaje  
de avance del compromiso 
así como el usuario que lo 
creo o modificó. 




La prioridad del 
compromiso determinará 
la urgencia que se deberá 
prestar para la gestión del 
compromiso este 
contemplará 2 prioridades 
Prioridad del 
compromiso 
Nombre de la Prioridad 
El origen del compromiso 
se remite a la naturaleza de 
Origen del compromiso Nombre del Origen 
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Requerimiento Entidad Atributos 
la instrucción presidencial 
se califica de forma directa 
o indirecta 
El reporte conserva la 
información sobre el 
estado en el que se 
encuentra el compromiso 
en un momento dado, los 
reportes deben mostrar el 
avance o la ejecución del 
compromiso 
Reporte de Avance 
 
Reporte de Ejecución 
Fecha de inicio 
Fecha final 
Descripción 
Los documentos de 
reporte sustentan los 
aspectos más importantes 
que se han remitido por  
avance o ejecución del 
compromiso 
 
Documento del reporte 
de avance 
 
Documento del reporte 
de ejecución 
Documento 
Los documentos respaldan 
el trámite de creación, 
petición de un 
compromiso. 




Nombre del documento 
Documento 
Los Gabinetes buscan 
establecer un diálogo 
directo con la comunidad 
para conocer sus 
necesidades en base a 






Datos personales del 
representante. 
 
La petición deben encajar 
en una de las agendas 
establecidas por Secretaría 
General y será tratada en 
la mesa sectorial 
correspondiente, además 
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Requerimiento Entidad Atributos 
será sustentada así en un 
documento tanto de acta 
como de anotaciones 
Las peticiones serán 
realizados en las regiones 
donde se identifiquen más 
necesidades 
Cantones Nombre 
Los gabinetes  serán 
realizados en un lugar y 
fecha determinada, 
además será respaldada 




Los gabinetes se basarán 
en reuniones de mesas 
sectoriales 
Mesas Nombre 




Los participantes serán los 
funcionarios 
Funcionarios Datos personales 
El estado del gabinete es 
el que se encuentra una 
reunión. 
Estado del gabinete Nombre 
Las peticiones serán 
clasificadas de acuerdo al 
tipo de gabinete 
Tipo de gabinete Nombre 
Los compromisos y 
gabinetes deben tener 
actores  asignados 
respectivamente y estos 
deben ser funcionarios y 









contienen varios hitos que 
Hito Gestión Fecha inicio 
Fecha fin 
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Requerimiento Entidad Atributos 




El estado de un hito es el 
que se encuentra un hito 
en un determinado tiempo 
Estado de un Hito Descripción 
Un hito debe pertenecer a 
un tipo 
Tipo de Hito Descripción 
Todo hito se origina de un 
compromiso 
Origen del Hito Descripción 
Las mesas sectoriales 
tendrás asignado un 








Datos personales, Clave 
 
Tabla 11: Identificación de Entidades y Atributos - Módulo de Compromisos 
Autor: Tesistas 
Fuente: Documentación de Diseño de Base de Datos 
 
3.5.2.1.3 Módulo de Disposiciones 
Requerimiento Entidad Atributos 
El estado de la 
disposición indica el nivel 
en el que se  encuentra la 
misma en un momento 
determinad en el tiempo; 
contemplará 4 estados. 
Estado de la  disposición Nombre del Estado 
Una disposición tendrá 
un título, detalle, fechas  
(creación actualización y 
finalización), porcentaje  
de avance de la 
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Requerimiento Entidad Atributos 
disposición  así como el 
usuario que lo creo o 
modificó. 
La prioridad de la 
disposición determinará 
la urgencia que se deberá 
prestar para la atención 
de la misma y se la 
calificará de acuerdo a 3 
criterios. 
Prioridad de la 
disposición 
Nombre de la Prioridad 
El origen de la 
disposición muestra la 
naturaleza de la misma se 
califica de forma directa o 
indirecta 
Origen de la disposición Nombre del Origen 
El reporte conserva la 
información sobre el 





Reporte de Avance 
 
Fecha de inicio 
Fecha final 
Descripción 
La disposición mantiene 
un grado de 
confidencialidad que 
permite la visualización 
de las mismas, son de 
tres tipos. 
Tipo de Confidencialidad Nombre 
Las disposiciones 
estarán catalogadas por 
diferentes tipos 
Tipo de disposición Nombre 
Las disposiciones deben  





Los documentos de  Documento 
Universidad Central del Ecuador  
68 
 
Requerimiento Entidad Atributos 
reporte sustentan los 
aspectos más 
importantes que se han 
remitido por  avance de la 
disposición 






respaldan el trámite de 
creación de una 
disposición 
Documento de la 
disposición 
Nombre del documento 
Documento 
Una disposición generará 
mensajes que permite la 
comunicación entre 
actores 




información sobre las 
acciones que pueden 
realizarse sobre estas al 
momento de generarse 
los reportes, contará con 
3 acciones 
Acciones Disposiciones Descripciones 
Los reportes se generan 
con referencia a los 
actores de disposición 




Tabla 12: Identificación de Entidades y Atributos - Módulo de Disposiciones 
Autor: Tesistas 
Fuente: Documentación de Diseño de Base de Datos 
 
3.5.2.1.4 Módulo de Core y Seguridades 
 
Requerimiento Entidad Atributos 
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Requerimiento Entidad Atributos 
El Core albergará la 
información personal de 
los funcionarios 
Funcionarios Datos personales 
A cada funcionario se 
registrará sus números 




Tipo de teléfono 
Números y Extensiones 
 
Descripción 
Cada funcionario recibirá 
el trato respectivo de 
acuerdo a su grado de 
instrucción y edad. 
Tratamiento Descripción 
El core administrará los 
perfiles del usuario 
Perfiles Descripción 
Los perfiles q se asignará 
a los usuarios tendrán 
uno o varios permisos de 
acceso 
Permiso perfiles  
La asignación de los 
permisos para los perfiles 
se lo realizará en base a 
aplicación, modulo, 








El core controlará el 
usuario y clave de 





Para cada usuario se 
controlará su estado de 
creación 
Estado de Usuario Descripción  
El core controlará el 
historial de las claves que 
cambia el usuario 
Historial de Password Clave antigua 
Fecha de cambio 
A cada usuario se le 
controlará la hora de 
inicio y salida del 
Log de Sesiones Hora inicio 
Hora Fin 
Número de intentos 
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Requerimiento Entidad Atributos 
sistema, así como el 
número de intentos 
Los usuarios podrán 
tener uno o varios cargos 
Cargos Descripción 
A cada cargo le 
corresponderá un tipo y 
un estado 
Tipo de Cargo 
 
Estado del Cargo 
Descripción 
Las instituciones tienen 
varias áreas en la cual se 





Para la asignación de 
perfiles de usuarios se 
requerirá la información 
del usuario con su 
respectivo cargo, 
permiso perfil, área y su 
cuenta de correo. 
Cargos - Áreas Cuenta de correo 
Cada institución 
registrará su nombre, 








Cada institución estará 
catalogada por un tipo y 
un estado 
Tipo de Institución 
 
Estado de Institución 
Descripción 
Cada área pertenecerá a 
una  ciudad, cantón, 
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Cada país constará de 
sectores estratégico que 








Tabla 13: Identificación de Entidades y Atributos - Módulo de Core y Seguridades 
Autor: Tesistas 
Fuente: Documentación de Diseño de Base de Datos 
 
3.5.2.1.5 Módulo de Decretos 
Requerimiento Entidad Atributos 
Los decretos tendrán un 
estado de gestión en un 
determinado tiempo 
Estado del decreto Nombre del Estado 
Un decreto tendrá un 
titulo, fechas(emisión, 
publicación), síntesis, 
número de decreto y 
publicación,  
Decretos Nombre (Título) 
Fechas 
Número de publicación 
y decreto 
Síntesis  
Los decretos serán 
sustentados con una 
documentación. 
Documento decretos Documento  
Los decretos serán 
catalogados para su 
visualización de acuerdo a 
la confidencialidad 
otorgada. 
Tipo de Confidencialidad Descripción 
Los decretos deberán ser 
catalogados con respecto 
Tipo de decreto Descripción 
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Requerimiento Entidad Atributos 
a un  tipo de decreto 
Los decretos tendrán un 
tipo de publicación que 
determinará  donde será 
emitido el mismo. 
Tipo de Publicación Descripción 
Cada Decreto tendrá una 
persona firmante que se 
encargará de dar el visto 
bueno al mismo 
Firmantes decreto  
El periodo de gestión del 
decreto almacenará 
información concerniente 
al periodo que fue emitido 
el acuerdo (inicio – fin del 
periodo) 
Período Gestión Fechas del período 
Los decretos deberán ser 
clasificados conforme a la 






Tabla 14: Identificación de Entidades y Atributos - Módulo de Decretos 
Autor: Tesistas 
Fuente: Documentación de Diseño de Base de Datos 
 
3.5.2.1.6 Módulo Monitoreo de Medios 
Requerimiento Entidad Atributos 
Monitoreo de medios deberá 
almacenará los diferentes 
eventos emitidos por un 
medio de comunicación, se 
otorgará un título, fecha, 




Fecha y Hora 
Lugar 
Resumen 
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Requerimiento Entidad Atributos 
mismo. 
Los eventos  deben ser 
calificados de acuerdo a las 
valoraciones , se 
contemplarán 3 
Valoraciones  Descripción 
Cada evento 
comunicacional pertenecerá 
a un tipo 
Tipo de Evento 
comunicacional 
Descripción 
Todo evento estará 




Los eventos podrán ser 
catalogados de acuerdo a 
su nivel de énfasis  
Destaques Descripción 
Los eventos en casos de ser 
emitidos desde un medio 
escrito se almacenará las 
secciones 
Secciones  
A los medios de 
comunicación se les 
otorgará un nombre y una 
dirección así como la ciudad 
de donde emiten 
Medio de Comunicación 
 
Ciudades 
 Nombre y Dirección 
 
Ciudades 
Cada medio de 
comunicación estará 
catalogado de acuerdo a su 
tipo de medio de emisión o 
publicación 
Tipo de medio de 
Comunicación 
Descripción 
Si los eventos son emitidos 
de forma radial o televisivos 
Se  registrara el nombre del 
Programa 
Programas Nombre  
Los programas deben ser 
registrados con los datos de 
la persona o personas de la 
difundieron. 
Informante de evento 
comunicacional 
Datos del informante 
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Requerimiento Entidad Atributos 
Los programas deberán ser 
clasificados de acuerdo a su 
tipo de transmisión 
Tipo de Programas Descripción 
Todo evento 
comunicacional 
independiente de su medio 
de comunicación difundido 
deberá ser registrado su 
imagen, audio, texto y/o 
video. 
Tipo de Información 
 





Tabla 15: Identificación de Entidades y Atributos - Módulo de Monitoreo de Medios 
Autor: Tesistas 
Fuente: Documentación de Diseño de Base de Datos 
 
3.5.2.2 Identificación de Relaciones 
3.5.2.2.1 Módulo de Acuerdos 
 





























Figura 17: Identificación de Relaciones - Módulo de Acuerdos 
Autor: Tesistas 




3.5.2.2.2 Relaciones del Módulo de Compromisos 
































Figura 18: Identificación de Relaciones - Módulo de Compromisos 
Autor: Tesistas 
Fuente: Documentación de Diseño de Base de Datos 
 


































































Figura 19: Identificación de Relaciones - Módulo de Compromisos 
Autor: Tesistas 




(1,1)  ESTADO HITO 
 ORIGEN HITO 







Figura 20: Identificación de Relaciones - Módulo de Compromisos 
Autor: Tesistas 
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Fuente: Documentación de Diseño de Base de Datos 
 
































Figura 21: Identificación de Relaciones - Módulo de Disposiciones 
Autor: Tesistas 
Fuente: Documentación de Diseño de Base de Datos 
 
3.5.2.2.4 Relaciones del Módulo de Core y Seguridades 
 






















Figura 22: Identificación de Relaciones - Módulo de Core y Seguridad 
Autor: Tesistas 
























Figura 23: Identificación de Relaciones - Módulo de Core y Seguridades 
Autor: Tesistas 
Fuente: Documentación de Diseño de Base de Datos 
 























Figura 24: Identificación de Relaciones - Módulo de Core y Seguridades 
Autor: Tesistas 






















Figura 25: Identificación de Relaciones - Módulo de Core y Seguridades 
Autor: Tesistas 
Fuente: Documentación de Diseño de Base de Datos 
 
3.5.2.2.5 Relaciones del Módulo de Decretos 





























Figura 26: Identificación de Relaciones - Módulo de Decretos 
Autor: Tesistas 
Fuente: Documentación de Diseño de Base de Datos 
 
 
3.5.2.2.6 Relaciones del Módulo de Monitoreo de Medios 
 
































Figura 27: Identificación de Relaciones - Módulo de Monitoreo de Medios 
Autor: Tesistas 















Figura 28: Identificación de Relaciones - Módulo de Monitoreo de Medios 
Autor: Tesistas 
Fuente: Documentación de Diseño de Base de Datos 
3.5.3  Diseño y Carga 
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En esta etapa se realiza la transformación del esquema conceptual a un 
esquema lógico de acuerdo a las características del SGBD elegido en el 
punto 2.2.  
Ya definida la BD, se ha procedido a realizar la carga de datos, 
información que fue proporcionada por la Subsecretaría, a su vez  
paralelamente se ha desarrollado el aplicativo de administración CORE 
que es el núcleo del sistemas SIGOB v2, se han realizado pruebas para 
medir el rendimiento he ir ajustando la estructura física o incluso lógica 
en caso de ser necesario. 
 






Un prefijo de tres letras si el nombre del sistema es 
compuesto, caso contrario el nombre del sistema 
completo, más el nombre del módulo completo. El 










Nombre del módulo en minúsculas más el nombre de la 
tabla en plural con la primera letra en mayúsculas. El 
nombre de la tabla tiene más de una palabra se debe 















Prefijo del nombre de la tabla de máximo 5 letras en 
minúsculas, seguido del prefijo con la primera letra en 
mayúsculas del tipo de letra, seguido del nombre 








Figura 29: Estandares para el Diseño lgico de BD 
Autor: Tesistas 
Fuente: Documentación de Diseño de Base de Datos 
 
3.5.3.2 Modelos Lógicos de los Módulos 
 
3.5.3.2.1 Módulo de Acuerdos 




Figura 30: Diseño Lógico - Módulo de Acuerdos 
Autor: Tesistas 
Fuente: Documentación de Diseño de Base de Datos 
 
3.5.3.2.2 Módulos de Compromisos 




Figura 31: Diseño Lógico - Módulo de Disposiciones 
Autor: Tesistas 





3.5.3.2.3 Módulo de Disposiciones 




Figura 32: Diseño Lógico - Módulo de Disposiciones 
Autor: Tesistas 
Fuente: Documentación de Diseño de Base de Datos 
 
3.5.3.2.4 Módulos de Core y Seguridades 
  




Figura 33: Diseño Lógico - Módulo de Core y Seguridad 
Autor: Tesistas 
Fuente: Documentación de Diseño de Base de Datos 
 
3.5.3.2.5 Módulo de Decretos 




Figura 34: Diseño Lógico - Módulo de Decretos 
Autor: Tesistas 
Fuente: Documentación de Diseño de Base de Datos 
 
3.5.3.2.6 Módulo de Monitoreo de Medios 




Figura 35: Diseño Lógico - Módulo de Monitoreo de Medios 
Autor: Tesistas 
Fuente: Documentación de Diseño de Base de Datos 
 
 
3.5.4  Producción 
 
Esta fase queda a responsabilidad de la subsecretaría de informática ya 
que por el convenio establecido este proyecto llega al punto de entregar 
el producto hasta la fase de pruebas. 
 
3.6 Auditoría a nivel de Base de Datos 
 
Uno de los principales objetivos de auditar las tablas y las transacciones 
es garantizar la confiabilidad de la base de datos y el acceso a los datos. 
El mantener una auditoría a nivel de Base de Datos es necesario pero 
como todo tiene un pago y en este caso el que se va ver afectado es el 
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rendimiento ya que auditar una base de datos significa que cada 
transacción llevará más tiempo de lo normal  
La opción que se optó y que se apreció como la más adecuada para 
realizar la auditoría en esta investigación es el uso de triggers que es un 
procedimiento que se ejecutará al cumplir con una condición establecida 
al realizar una operación y que nos servirá para registrar movimientos 
logrando así una mayor seguridad dentro de la base de datos. 
Entre las ventajas más importantes en el uso de triggers mencionamos 
las siguientes: 
 Aseguran que las operaciones relacionadas se realizan juntas de 
forma implícita. 
 Respuesta instantánea ante un evento auditado. 
El script que se ha realizado se encargará de crear los triggers11 para 
cada tabla de la base de datos generando un nuevo esquema el cual 
albergará todas las tablas donde cada registro contará con información 
acerca de la transacción que se realizó (INSERT, UPDATE), el  registro 
antes de modificación, el registro después de la modificación. Al guardar 
el registro anterior a la modificación nos proporcionará la capacidad de 
poder volver a un estado anterior del registro en caso de que este haya 
sido erróneo. 







                                                             
11 Trigger es una rutina autónoma asociada con una tabla o vista que automáticamente realiza 
una acción cuando una fila en la tabla o la vista se realiza (INSERT, UPDATE, DELETE)   
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CAPÍTULO  IV.  PRUEBAS 
 
En este capítulo se pretende hacer un breve comentario acerca del 
trabajo realizado mediante el uso de críticas objetivas  así como  
presentar información sobre la calidad del producto a las personas 
responsables de este, el señalamiento de puntos de especial interés en 
base a pruebas realizadas al sistema SIGOB.  
 
4.1 Pruebas de Software 
 
La prueba es el proceso de ejecución de un programa con la intención 
de descubrir errores antes de  que lo haga el usuario final, tratando de 
evitar que los efectos lleguen hasta el final mediante una detección 
temprana de errores. Además las pruebas tratan de demostrar que las 
funcionalidades del software son operativas, que las entradas se 
manejan de forma adecuada y que se produce el resultado esperado. 
Durante el desarrollo del sistema se llevó a cabo un proceso iterativo e 
incremental en el cual se fueron realizando pruebas de unidad e 
integración durante todo el proceso, las pruebas realizadas al termino 
del desarrollo del sistema consiste en dos fases: 
 Pruebas de Compatibilidad: ayudan a determinar si el producto 
funcionará correctamente con otro hardware y/o software en el 
entorno de operación esperado esto se refiere a navegadores web, 
sistemas operativos y resoluciones de pantalla. 
 Pruebas de Desempeño: tratan  de determinar el rendimiento de un 
sistema, validando atributos de calidad, como fiabilidad, estabilidad  
del sistema, utilización de la memoria y sobrecarga del CPU. 
 Pruebas de caja negra: nos permite verificar el correcto 
funcionamiento del sistema, analizando las entradas y salidas; 
comprobando que el resultado es el esperado. 
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 Pruebas de seguridad: Nos permite verificar los mecanismos de 
control al sistema para evitar alteraciones indebidas en los datos. 
 
4.1.1 Pruebas de Compatibilidad 
 
El objetivo de las pruebas de compatibilidad es que permitan verificar 
sistemáticamente todas las funciones principales de una aplicación en 
diferentes configuraciones y detectar incompatibilidades con estándares 
y funcionalidades especificadas que puedan resultar en la pérdida de 
funcionalidad o diseño visual de un sistema web, debido a la existencia 
de un gran número de plataformas de navegación. 
La presente prueba se realizara en 3 fases: 
 Compatibilidad de resolución 
 Compatibilidad de navegadores web 
 Compatibilidad de sistemas operativos. 
 
Caso de uso de prueba 
 
CUP:  Asignar Perfiles en el sistema 







- Formas  
- Objetos 
- Mensajes. 
Procedimiento. 1. El usuario ingresar al módulo administración  
2- El usuario selecciona la opción de asignar perfil. 
3. El sistema presenta la pantalla de asignación perfiles 
4. El usuario selecciona los diferentes combos de 




5. El usuario marca los distintos objetos para los cuales va 
a tener acceso el perfil. 
6- El usuario observa el mensaje de éxito al asignar el 
nuevo perfil. 
7. El usuario sale del sistema. 
Resultados 
esperados 
El perfil nuevo con los nuevos permisos que se le han 
asignado mediante el control de los distintos objetos 
 
Tabla 16: Caso de Uso - Pruebas de Compatibilidad 
Autor: Tesistas 
Fuente: Documentación Subsecretaria de Informática  
 
4.1.1.1 Compatibilidad de Resolución 
Definición de prueba 
Consiste en hacer una revisión precisa de la forma en que se despliegan 
y disponen las imágenes de sistema en diferentes escenarios de 
resoluciones de pantalla. 
Para esta prueba cabe señalar que los usuarios de la subsecretaria 
utilizan como  navegador predefinido Mozila Firefox  a partir de la versión 
10, sobre el sistema operativo  Linux Ubuntu. 
 
Escenarios de prueba. 
Se determinara 4 escenarios para realizar la prueba la diferencia radica 
en la resolución de la pantalla. 
ESCENARIO RESOLUCION PANTALLA 
1 800X600 
2 1024X768 






Tabla 17: Escenarios de Prueba 
Autor: Tesistas 
Fuente: Varios  
Métricas 
Durante las pruebas realizadas con cada escenario se toma en cuenta, 
la verificación de las imágenes y componentes visuales en la página 
para su posterior análisis. 
Calificación  
-se ve correctamente 
-se ve parcialmente 
-no se ve 
 






Medida Escenario Calificación Observaciones 






1 se ve 
parcialmente 
Se pierde el pie de página es 
decir en el  login, de igual forma 
en la página principal el combo 
no se logra ver por completo 
2 se ve 
correctamente 
 
3 se ve 
correctamente 
 








Análisis de resultados.  
Durante las ejecución de los cuatro escenarios de prueba contemplados, 
se presentó una similitud de resultados esperados a excepción del 
escenario 1, con una resolución de pantalla de 800X600 el pie de página 
del login no se logra observar de la parte inferior de igual forma en la 
página principal el combo que está en la parte superior no se logra 
divisar por completo. 
Es por ello que para la utilización del sistema SIGOB  se utilice 
monitores con resoluciones de pantalla de 1020X768 en adelante. 
 
4.1.1.2 Compatibilidad de Navegadores Web 
Consiste en hacer revisiones precisas, de la forma en que se despliegan 
las paginas en diferentes navegadores web. 
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Para esta prueba se tomara en cuenta la recomendación de la prueba 
anterior realizada, se tomara en cuenta que la mayoría de los usuarios 
de la subsecretaria utilizan el sistema operativo Ubuntu. 
 
Escenarios de prueba 
Para esta prueba se determinaran cuatro escenarios, la diferencia de 
estos escenarios radica en el tipo de navegador web que utilizado, cabe 
señalar que en la prueba se utilizara la última versión de los 
navegadores existentes. 
Escenario Navegador 
1 Internet Explorer: 9.0.8 
2 Firefox 16.0.1 
3 Chrome 22.0.12 
4 Safari 
 





Durante las pruebas realizadas en cada escenario se tomara en cuenta 
las siguientes métricas. 
Métrica 
Posición de imágenes 
Visualización de imágenes 
Aparición Mensajes de 
Información 
Verificación de enlaces 
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Funcionamiento de componentes 
 
Tabla 21: Métricas de Evaluación 
Autor: Tesistas 














Medida Escenario Calificación Observación 
Posición de 
imágenes 
1 correcta  
2 correcta  
3 correcta  
4 correcta  
Visualización 
de imágenes 
1 correcta  
2 correcta  
3 correcta  
4 correcta  
Aparición 1 correcta  





2 correcta  
3 correcta  
4 correcta  
Verificación de 
enlaces 
1 correcta  
2 correcta  
3 correcta  




1 correcta  
2 correcta  
3 correcta  
4 correcta  
 






Durante la ejecución de los cuatro escenarios de prueba realizados se 
presentó una similitud en todos  los escenarios, no se encontraron 
ninguna diferencia. 
En base  a esto es posible recomendar el uso de cualquier navegar web 
utilizado en las pruebas realizadas tomando en cuenta que para 
cualquier navegado es recomendable tener el Adobe flash 11.0 o 
superior. 
 
4.1.1.3 Compatibilidad de Sistemas Operativos 
 
Consiste en hacer revisiones precisas de la forma en que se despliegan 
las páginas así como su funcionamiento en diferentes sistemas 
operativos. 
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Para esta prueba se acogerá las recomendaciones de las anteriores 
pruebas realizadas, como son la resolución de pantalla y navegadores 
web. 
 
Escenarios de prueba 
Se determinaran tres escenarios de prueba la diferencia de estos 
escenarios radica en los sistemas operativos. 
 Escenario de prueba 1. 
o Sistema Operativo Windows Xp, Navegador Mozila Firefox 
 
 Escenario de prueba 2. 
o Sistema Operativo Windows, Navegador Chrome. 
 
 Escenario de prueba 3. 




Durante las pruebas realizadas en cada escenario se toma en cuenta las 
siguientes métricas. 
Métrica 
Posición de imágenes 
Visualización de imágenes 
Aparición Mensajes de 
Información 
Verificación de enlaces 
Funcionamiento de componentes 
 
Tabla 24: Métricas de Evaluación 



















Medida Escenario Calificación Observación 
Posición de 
imágenes 
1 correcta  
2 correcta  
3 correcta  
Visualización 
de imágenes 
1 correcta  
2 correcta  




1 correcta  
2 correcta  
3 correcta  
Verificación de 
enlaces 
1 correcta  
2 correcta  
3 correcta  






1 correcta  
2 correcta  
3 correcta  
 




Durante la ejecución de los tres escenarios de prueba contemplados, no 
se encontraron ninguna anomalía en el funcionamiento de la aplicación. 
 
4.1.1.4 Conclusión Pruebas de Compatibilidad 
 
En base a las pruebas de compatibilidad realizadas al sistema SIGOB se 
puede concluir en: 
 Se recomienda el uso de cualquier navegador web utilizado en las 
pruebas realizadas, tomando en cuenta el único requisito disponer 
del Adobe Flash. 
 
 Se recomienda el uso de monitores con una resolución de pantalla de 
1024X768 en adelante. 
 
 Se puede usar cualquier sistema operativo, ya que no tiene ninguna 
incidencia en la aplicación. 
 
4.1.2 Pruebas de Desempeño 
 
El objetivo de las pruebas de desempeño no es encontrar bugs, es 
garantizar que el sistema es apto para soportar determinada carga, 
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permiten analizar y evaluar las características de software relacionadas 
con el desempeño, como son tiempos de respuestas, tasa de atención 
de peticiones, consumo de memoria o del procesador medir los picos de 
carga.  
La presente prueba se divide en dos fases. 
 Desempeño en base a características tecnológicas del computador 
 Desempeño en base a cargas sobre la base de datos. 
 
4.1.2.1 Desempeño en base a características tecnológicas del 
computador 
 
Caso de uso de prueba 
CUP:  Asignar Perfiles en el sistema 







- Formas  
- Objetos 
- Mensajes. 
Procedimiento. 1. El usuario ingresar al módulo administración  
2- El usuario selecciona la opción de asignar perfil. 
3. El sistema presenta la pantalla de asignación perfiles 
4. El usuario selecciona los diferentes combos de búsqueda. 
5. El usuario marca los distintos objetos para los cuales va a tener 
acceso el perfil. 
6- El usuario observa el mensaje de éxito al asignar el nuevo 
perfil. 
7. El usuario sale del sistema. 
Resultados 
esperados 
El perfil nuevo con los nuevos permisos que se le han asignado 
mediante el control de los distintos objetos 









Se concentra en los tiempos de respuesta validar el consumo de 
recursos es decir uso intensivo del CPU para ello se realizan en 
computadores con características tecnológicas diferentes. 
 
Escenarios de prueba 
Para realizar esta prueba se determinaran dos escenarios diferentes, el 
primero usando un computador con características tecnológicas 
antiguas, el segundo usando un computador con características 
tecnológicas actuales. 
Escenario de prueba 1.  
 Computador Intel Pentium IV 1.7 GHz. 
 Memoria RAM de 1GB. 
 Sistema Operativo Windows Xp. 
Escenario de prueba 2. 
 Computador Intel Core i3 2.3Ghz 
 Memoria RAM 4GB. 
 Sistema Operativo Windows 7 Ultimate. 
 
Métricas 
Durante las pruebas realizadas en cada escenario se toman en cuenta 
las siguientes métricas. 
 Consumo de memoria,  
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 Uso del Procesador. 
 Tiempos de Respuesta. 
 
Calificación 
- Uso de memoria 
- Uso de procesador. 
- Tiempo respuesta en segundos. 
 
Resultados. 
Medida Escenario Respuesta Observaciones 
Uso de 
memoria 
1 612MB  
2 1.2GB  
Uso de 
procesador 
1 34%  





1 33s  
2 30s  
 





Análisis de Resultados 
Durante la ejecución de los dos escenarios de prueba se presentaran 
similitudes es decir que con esto nos permite ver que las características 
del computador del cliente no es un factor que afecte al sistema SIGOB. 
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4.1.2.2 Desempeño en base a carga  sobre la bases de datos casca 
 
Definición  
Se concentra en monitorear el comportamiento de la aplicación en base 
a transacciones realizadas sobre la base de datos, si se producen 
cuellos de botella para ello se realiza en la base de datos postgreSQL 
9.0.1 utilizando una herramienta como es el jmeter 2.7. 
 
Escenarios de prueba. 
Para esta prueba se utilizan tres escenarios diferentes utilizando tres 
computadores con características similares, que enviaran distintas 
transacciones a la base datos desde la aplicación. 
Escenario 1. 
 Computador Core I3 2.3Ghz 
 Memoria RAM 4G. 
 Sistema Operativo Windows 7 Ultimate. 
Escenario 2. 
 Computador Core I7 2.3GHZ 
 Memoria RAM 6GB 
 Sistema Operativo Windows 7 Ultimate. 
Escenario 3. 
 Computador Intel Core 2 Dúo 
 Memoria RAM 2GB. 
 Sistema Operativo Windows Vista. 
 
Métricas 
Durante las pruebas realizadas en cada escenario se toman en cuenta 
las siguientes métricas: 
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 Consumo de memoria,  
 Uso del Procesador. 
 Resultado Transacciones. 
 
Calificación 
 Uso de memoria 
 Uso de CPU 
 Éxito transacción. 
 Error de transacción. 
 
Resultados 
Medida Escenario Respuesta Observaciones 
Uso de 
memoria 
1 1.3GB  
2 1.2GB  
3 1.2GB  
Uso de 
procesador 
1 12%  
2 13%  
3 17%  
Resultado 
Transacciones 
1 Éxito transacción  
2 Éxito transacción  
3 Éxito transacción  
 




Análisis de Resultados 
 
Durante la ejecución de los tres escenarios de prueba se presentaron 
similitudes como se esperaba, con esto nos permite ver que las 
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transacciones realizadas en distintas maquinas con distintas 
características no afecta el rendimiento de la base de datos. 
 
4.1.2.3 Conclusión Pruebas de Desempeño 
En base a las pruebas de desempeño realizadas al sistema se puede 
concluir que las maquinas del cliente no afectan el rendimiento del 
sistema SIGOB. 
El número de transacciones que se realizan desde distintas maquinas 
cliente no afecta el rendimiento de la base de datos. 
 
4.1.3 Pruebas de Caja Negra 
 
El objetivo de las pruebas de caja negra es comprobar que cuando se 
dan las entradas apropiadas se producen los resultados deseados. 
 
4.1.3.1 Datos seleccionados para realizar las pruebas de caja negra 
 












Igual a 10 dígitos 1.     Menor de 10 
dígitos 
2.     Letras 
3.     Mal formato de 
cédula 
 
Tabla 30 : condiciones para prueba de caja negra con CI. 
Autor: Tesistas 
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Fuente: Documentación de Pruebas de Caja Negra 
 












La validación de 
la cédula es 
correcta, puesto 
que se ingresó 
una cédula válida 
y no genero 
error. 
2 “10024” Mostrar 
mensaje 
de error al 
guardar 
registro 
El número de 
caracteres 





que solo permite 
el ingreso de 10 
dígitos. 
3 "abc" Mostrar 
mensaje 








que solo permite 
el ingreso de 
dígitos y letras. 
4 “1002838488” Mostrar 
mensaje 
de error al 
guardar 
registro 




realizada ya que 
sólo permite 
guardar un solo 
usuario con su 
respectiva 
cédula. 
Tabla 31: Prueba de caja negra con Cédula de Identidad. 
Autor: Tesistas 
Universidad Central del Ecuador  
110 
 
Fuente: Documentación de Pruebas de Caja Negra 
 
 Correo Electrónico: Cadena que contenga @ y un dominio. 
Condición 
Entrada 








Cadena con @ 
seguido de un 
dominio. 
1.     Espacio en blanco 
2. Cadena sin @ 
3.     Dirección sin 
dominio 
3.     Dirección con 
dominio seguido de @ 
 
Tabla 32: Condiciones para prueba de caja negra con email. 
Autor: Tesistas 























2 “” Mostrar 
mensaje 









que el correo es 
un campo 
requerido para el 
usuario. 
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3 "cristian" Mostrar 
mensaje 








que solo permite 
el ingreso de 
dígitos y letras. 
4 “cristian@” Mostrar 
mensaje 





Se verifica el 
ingreso correcto 
del correo al 
comprobar si se 
encuentra dentro 










Se verifica el 
ingreso correcto 
del correo al 
comprobar si se 
encuentra dentro 
de un dominio.. 
Tabla 33: Pruebas de caja negra con email. 
Autor: Tesistas 
Fuente: Documentación de Pruebas de Caja Negra 
 
4.1.4 Pruebas de Seguridad 
 
 Ingreso al sistema: El sistema permite únicamente cinco 
intentos, posteriormente se bloquea el usuario. 





1 Ingresa nombre 


























3 Ingresar espacio 














4 Ingresar nombre 
de usuario y 
contraseña no 
existentes en la 






















Tabla 34: Pruebas seguridad de ingreso al sistema. 
Autor: Tesistas 
Fuente: Documentación de Pruebas de Caja Negra 
 
Análisis de Resultados. 
Durante la ejecución de las pruebas de caja negra se comprobó que las 
validaciones tanto para cédula, email y login de usuario se presentaron  
como se esperaba, con esto nos permite ver que  al usuario no le 
permitirá guardar información errónea en estos campos. 
 
Conclusión Pruebas de Caja Negra 
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En base a las pruebas de caja negra realizadas al sistema se puede 
concluir que los campos que fueron puestos a prueba brindan soporte en 
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CAPÍTULO  V.  CONCLUSIONES Y RECOMENDACIONES 
 
5.1 Conclusiones 
 En el presente proyecto se realizó el diseño de la base de datos 
relacional permitiendo aprovechar de mejor manera los recursos 
del sistema.  
 
 El trabajo realizado brindó una nueva interface SIGOB, para 
poder administrar todos los módulos en cuestión y permitir 
incrementar nuevos módulos para futuros cambios. 
 
 El sistema desarrollado permite a través de una sola autenticación 
el ingreso a varios módulos y perfiles sin necesidad de cerrar la 
sesión actual, optimizando así el tiempo de acceso a los 
contenidos. 
 
 En el sistema realizado se disminuyó el tiempo y la cantidad de 
talento humano necesario para crear un usuario y asignarle sus 
respectivos perfiles. 
 
 En este proyecto se implementó un módulo de auditoría a nivel de 
base de datos, que permite realizar un historial de registros cada 















 Con la experiencia adquirida en este proyecto, se recomienda la 
investigación más a fondo del componente JSF “PrimeFaces”, 
que es una herramienta de apariencia bastante agradable para el 
usuario final pero que en el desarrollo del sistema se encontraron 
con errores que se corrigieron en el transcurso del mismo ya que 
es un componente nuevo en el mercado y por lo tanto no tiene 
mucho soporte. 
 
 De acuerdo al análisis realizado recomendamos una constante 
supervisión de la base de datos del aplicativo por parte de un 
administrador de base de datos experto en Postgresql para que 
permita gestionar eficientemente sus recursos y parámetros de 
configuración y así poder alcanzar un rendimiento similar al 
ofrecido por el gestor de base de datos Oracle.  
 
 Se recomienda crear políticas en las cuales se establezcan 
tiempos determinados para cambiar a nuevas versiones de 
herramientas, ya que en el transcurso de esta investigación 
surgieron cambios frecuentes tanto en versiones como en tipos, 
como fue el caso de cambiar el Framework Icefaces a 
Primefaces, del igual forma el cambio de Spring security 2.1 a 
Spring Security 3.1; debido a que surgen problemas en las 















Arquitectura: En las tecnologías de la información (TI), especialmente 
en lo que refiere a computadores y más recientemente en lo que se 
refiere a redes, arquitectura es un término que se aplica al proceso y 
resultado de pensar y especificar la estructura, componentes lógicos, e 
interrelaciones lógicas de un computador, sistema operativo, red u otro 
concepto.  
 
Automatización: Sistema de fabricación diseñado con el fin de usar la 
capacidad de las máquinas para llevar a cabo determinadas tareas 
anteriormente efectuadas por seres humanos, y para controlar la 
secuencia de las operaciones sin intervención humana. El término 
automatización también se ha utilizado para describir sistemas no 
destinados a la fabricación en los que dispositivos programados o 
automáticos pueden funcionar de forma independiente o semi-
independiente del control humano.  
 
API: (Interfaz de programación de aplicaciones, Application 
Programming Interface). Una especificación de convenciones de 




Base de datos: Conjunto de datos que pertenecen al mismo contexto 
almacenados sistemáticamente. En una base de datos, la información se 
organiza en campos y registros. Los datos pueden aparecer en forma de 
texto, números, gráficos, sonido o vídeo. 









Casos de uso: Es una especificación de secuencias de acciones, 
incluyendo secuencias alternas y secuencias de error que un sistema 
puede realizar al interactuar con actores externos. 
 
Contraseña: Código utilizado para ingresar a un sistema restringido. 
Pueden contener caracteres alfanuméricos e incluso algunos otros 
símbolos. Se destaca que la contraseña no es visible en la pantalla al 
momento de ser tecleada con el propósito de que sólo pueda ser 




Encriptación: Es el proceso para volver ilegible información considera 
importante. La información una vez encriptado sólo puede leerse 
aplicándole una clave. 
 





Fiabilidad:Se define como la probabilidad de que un software funcione 
adecuadamente durante un período determinado bajo condiciones 
operativas específicas. 




Framework: Es una estructura conceptual y tecnológica de soporte 
definido, normalmente con artefactos o módulos de software concretos, 
con base a la cual otro proyecto de software puede ser más fácilmente 




GPL: (General PublicLicense): Es una licencia que está orientada 
principalmente a proteger la libre distribución, modificación y uso 




Interfaz: Es un conjunto de métodos para lograr interactividad entre un 




Java: Lenguaje de programación que permite ejecutar programas 
escritos en un lenguaje muy parecido al C++. Se diferencia de un CGI ya 
que la ejecución es completamente realizada en la computadora cliente, 
en lugar del servidor. Java fue originalmente desarrollado por Sun 
Microsystems y su principal objetivo fue crear un lenguaje que fuera 
capaz de ser ejecutado de una forma segura a través de Internet. Esta 
característica requiere la eliminación de muchas construcciones y usos 
de C y C++; entre los que se destaca la eliminación de punteros. Java no 
puede acceder arbitrariamente a direcciones de memoria y es un 
lenguaje compilado en un código llamado "byte-code". Este código es 
interpretado "en vuelo" por el intérprete Java. 






Login: Clave de acceso que se le asigna a un usuario con el propósito 
de que pueda utilizar los recursos de una computadora. El login define al 
usuario y lo identifica dentro de Internet junto con la dirección electrónica 







Metodología: Es un marco de trabajo usado para estructurar, planificar 
y controlar el proceso de desarrollo en sistemas de información. 
 
O 
Open source: Código fuente abierto software libre, se refiere a un 
programa cuyo código fuente está disponible al público general, gratis, 
para usar y modificar. El software libre no es siempre software gratuito 
(equivocación bastante habitual que tiene su origen de la palabra en 




Página Web: Resultado en hipertexto o hipermedia que proporciona un 
navegador del WWW después de obtener la información solicitada. Su 
contenido puede ir desde un texto corto a un voluminoso conjunto de 
textos, gráficos estáticos o en movimiento, sonido, etc. Algunas veces el 
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citado término es utilizado incorrectamente en orden de designar el 
contenido global de un sitio web, cuando en ese caso debería decirse 
"Web site". 
 
Plataforma: Se entiende que la plataforma es el sistema computacional 
base, dónde se ejecutan las aplicaciones. La plataforma está compuesta 
por el Sistema Operativo y el hardware sobre el cual este se ejecuta. 
También se entiende por plataforma cualquier base tecnológica, que 
sirve para que otras tecnologías o procesos sean construidos. 
 
Plug-in: Son cada uno de los elementos definidos en el agente para 
analizar y estandarizar la información de un dispositivo. 
 
PostgreSQL: Es un sistema de gestión de base de datos relacional 
orientada a objetos y libre, publicado bajo la licencia BSD.  
Como muchos otros proyectos de código abierto, el desarrollo de 
PostgreSQL no es manejado por una empresa y/o persona, sino que es 
dirigido por una comunidad de desarrolladores que trabajan de forma 
desinteresada, altruista, libre y/o apoyada por organizaciones 
comerciales. Dicha comunidad es denominada el PGDG (PostgreSQL 
Global DevelopmentGroup). 
 
Primefaces: Es un componente para Java Server Faces (JSF), que 
contiene una serie de elementos que facilitan y enriqueces la interfaz de 




Requerimientos: Es una especificación de algo que debería ser 
implementado en el sistema. 
 




Software: Se refiere a programas en general, aplicaciones, juegos, 
sistemas operativos, utilitarios, antivirus, etc. Lo que se pueda ejecutar 
en la computadora. 
Spring: Es un Framework de código libre que sirve para el desarrollo de 
aplicaciones basadas la plataforma Java, este es una alternativa al 
modelo Enterprise JavaBeans. 
 
Spring security: Es un Framework de autenticación y control de acceso, 
es el estándar para ser usado bajo el Framework Spring. Es uno de los 
proyectos de Spring más potentes y fiables que actualmente se usa para 
proteger numerosos entornos exigentes como bancos, organismos 




Usuario: Persona que tiene una cuenta en una determinada 
computadora por medio de la cual puede acceder a los recursos y 
servicios que ofrece una red. Puede ser tanto usuario de correo 
electrónico como de acceso al servidor en modo terminal. Un usuario 
que reside en una determinada computadora tiene una dirección única 




XHTML: Siglas del inglés extensible HyperTextMarkupLanguage. 
XHTML es básicamente HTML expresado como XML valido. Es más 
estricto a nivel técnico, pero esto permite que posteriormente sea más 
fácil al hacer cambios, buscar errores, etc. 
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XML (Extensible MarkupLanguage): Es un lenguaje de marcas 
desarrollado por el World Wide Web Consortium. Deriva del lenguaje 
SGML y permite definir la gramática de lenguajes específicos (de la 
misma manera que HTML es a su vez un lenguaje definido por SGML) 
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MARCO DE REFERENCIA 
 
ANEXO 1: Manual de Usuario 
 
A1.1. Mensajes 
A continuación se presenta los mensajes que  
 




En la a Figura 17 se muestra  el mensaje  cuando el usuario debe 
cambiar su contraseña en el primer logro. 
 




En la a Figura 18 se muestra  el mensaje  cuando el usuario cambió su 
contraseña de forma exitosa 








En la a Figura 19 se muestra  el mensaje  cuando el registro de 
cualquiera de las pantallas se guardó exitosamente. 
 




En la a Figura 20 se muestra  el mensaje  cuando el registro de 
cualquiera de las pantallas se editó  exitosamente. 
 




En la a Figura 21 se muestra  el mensaje  cuando el registro de 
cualquiera de las pantallas se ha eliminado con éxito. 








En la a Figura 22 se muestra  el mensaje  cuando se ha realizado la 
asignación de  un perfil a un usuario. 
 
A1.2 Ingreso al sistema SIGOB V2 
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Para ingresar al sistema SIGOB V2 se deberá contar con una cuenta 
creado por el administrador, ya sea del módulo o del sistema en 
General, en la Figura 23  muestra los campos: 
1. Cédula: Es su usuario 
2. Contraseña: Es la clave para ingresar al sistema. 
3. Olvido su contraseña: Nos lleva a una nueva página para  poder 
recuperar nuestra clave.. 
 








En la Figura 24 se muestra la pantalla para el caso de olvido de 
contraseña se debe ingresa el número de cédula para que el 
administrador, restaure la misma. 
 
A1.3.  Pantalla Principal del Menú 
 
4  5  





Figura 44: Menú Principal 
Autor: Tesistas 
Fuente: Varios 
En la Figura 25 se muestra el menú principal que varía de acuerdo al 
perfil que tenga asignado el usuario. Además encontramos: 
1. Muestra el cargo o los cargos  que tiene asignado el funcionario 
así cuando escoja uno de ellos se carga el perfil respectivo. 
2. En el menú corre  brinda la administración del cargo y usuarios, 
asignación de perfiles, reportes, parametrización. 
3. En el menú nos brinda la opción de cambio de contraseña. 
4. Ayuda 
5. Salir al realizar un clic en este icono saldrá inmediatamente del 
sistema. 
 












Una vez ingresado al menú de la Figura 25 punto 3 nos mostrará los 
campos en donde ingresaremos la clave, Figura 26, de acuerdo al nivel 
de calidad de la clave nos indicara su seguridad. 
Después de haber ingresado la clave en los dos campos hacemos clic 
en Guardar y nos mostrará un mensaje asegurándonos que hemos 
realizado el cambio con éxito, esto está expuesto en la Figura 27 
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A1.4.  Perfiles 
 
 




En la Figura 28 se presenta en recuadro tomate la opción del menú que 
vamos analizar , damos un clic en esta,  el momento de ingresar en 
Perfiles nos muestra los perfiles que ya han sido guardados como se 
presenta en la Figura 29, en caso de ser la primera vez que se accede 
solo mostrará la opción de Nuevo. 




Figura 48: Perfiles - Paso 2 
Autor: Tesistas 
Fuente: Varios 
Además, en la Figura 29 podemos observar los siguientes iconos o 
funcionalidades: 
1. Barra que nos indica en que parte del menú nos encontramos. 
2. Icono para poder crear un nuevo perfil 
3. Icono con un lápiz nos da la funcionalidad de poder editar un 
perfil. 
4. Icono con una x nos brinda la funcionalidad de poder eliminar. 
 
A1.4.1.  Nuevo Perfil 
Para ingresar un nuevo perfil damos un clic en el número 2 de la Figura 
29 y nos presentará los campos para ingresar como indica la Figura 30, 













Una vez que se ha ingresado el Perfil que se desea crear, se pulsa en 
Guardar, y si se guardó correctamente mostrará el mensaje como se 
indica a continuación en la Figura 31 
 




Para verificar el perfil que se ha ingresado, pulsamos en Regresar y nos 
muestra la lista de todos los perfiles que se han creado incluyendo al 
reciente, como se muestra en la Figura 32. 










A1.4.2.  Editar Perfil 
Para editar un perfil, hacemos clic en la parte 3 de la Figura 29,  el ícono 
de lápiz del perfil que se desee modificar. Después de realizar nos 
aparecerá el campo para poder modificar el perfil como se presenta en la 
Figura 33. 
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Una vez realizado la modificación del registro pulsamos en guardar y nos 
mostrará un mensaje indicándonos que se editó correctamente el 
registro, como el que se presenta en la Figura 34. 
 




Para verificar que se modificó correctamente pulsamos en Regresar y 
nos mostrará todos los perfiles incluyendo el modificado previamente 
como se presenta Figura 32. 
 
A1.4.2.  Eliminar Perfil 
 
Para eliminar un perfil nos ubicamos en el ícono de X  del paso 4 de la 
Figura 29 y lo pulsamos fijándonos en el registro que se desee eliminar. 
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Después nos aparecerá un mensaje de confirmación de la eliminación 
del registro como se exhibe en la Figura 35 . Pulsamos Si en caso de 
que estamos seguros de eliminar. 
 





Una vez pulsado en Si nos mostrará los perfiles excepto el que 
recientemente se eliminó, además de un mensaje indicando que se 
eliminó con éxito el registro como se muestra en la Figura 36. 
 
Figura 55: Eliminar - Paso 4 
Autor: Tesistas 





A1.5. Permiso Perfil 
 
Para dar permisos a un perfil nos ubicamos en el menú y damos clic en 
“Permisos Perfil” como se muestra en la Figura 37 en el recuadro. 
 




Una vez que ingresamos “Permisos Perfil” se mostrará, primero una lista 
con un combo donde selecciona el perfil, podrá elegir la forma para dar 
marcar o desmarcar. Los combos de Permisos Perfiles, Aplicación, 
Módulo, Forma; y los checkboxs de los objetos que deseamos se 
muestren para ese perfil como se indica en la Figura 38. 








En la Figura 38 se muestra los campos para asignar un permiso perfil: 
1. Perfil: Espogemos un perfil de todos los que estan creados 
2. Aplicación: Escogemos una aplicación de todas las creadas. 
3. Módulo:Escogemos un módulo de los que pertenece a la 
aplicación escogida anteriomente. 
4. Forma: Escogemos una forma de los pertenecientes a el módulo 
seleccionado anteriomente. 
5. Objeto:Al momento de elegir la Forma nos lista todos los objetos 
que contiene. Podemos elegir marcando en cada checkbox del 
objeto, en caso de desear que todos los objetos se asignen al 














Una vez escogidos todos los campos para la asignación de un perfil, 
pulsamos en Guardar y nos mostrará un mensaje indicándonos que se 
asignó con éxito el perfil, como se muestra en la Figura 40. 
 
Figura 59Guardar Permisos Perfil 
Autor: Tesistas 







Para acceder a la administración de los módulos  nos ubicamos en el 
menú y damos clic en “Módulos” como se muestra en la Figura 41 en el 
recuadro. 
 




Una vez accedido nos muestra todos los módulos que han sido creados 
anteriormente, como se presenta en la Figura 42. 









La creación, modificación y eliminación son similares a los expuestos en 
los pasos  A1.4.1, A1.4.2 y A1.4.3. 
A1.7. Formas 
 
Para acceder a la administración de las formas  nos ubicamos en el 
menú y damos clic en “Formas” como se muestra en la Figura 43 en el 
recuadro. 




Figura 62: Administración de las Formas 
Autor: Tesistas 
Fuente: Varios 
En el momento de ingresar en Formas nos muestra las Formas que ya 
han sido guardados, en caso de ser la primera vez que se accede solo 
mostrará la opción de Nuevo, como se muestra la Figura 44. 








La creación, modificación y eliminación son similares a los expuestos en 




Para acceder a la administración de los objetos  nos ubicamos en el 
menú y damos clic en “Objetos” como se muestra en la Figura 45 en el 
recuadro. 








En el momento de ingresar en el menú Objetos nos muestra los Objetos 
que ya han sido guardados, en caso de ser la primera vez que se 
accede solo mostrará la opción de Nuevo, como se muestra en la Figura 
46. 








La creación, modificación y eliminación son similares a los expuestos en 




Para acceder a la administración de las instituciones  nos ubicamos en el 
menú y damos clic en “Instituciones” como se muestra en la Figura 47 en 
el recuadro. 








En la Figura 48 se muestra las Instituciones que ya han sido guardadas, 
en caso de ser la primera vez que se accede solo mostrará la opción de 
Nuevo. 
 
Figura 67: Instituciones 






La creación, modificación y eliminación son similares a los expuestos en 




Para acceder a la administración del resto de tablas  nos ubicamos en el 
menú y damos clic en “Administración” como se muestra en la Figura 49 
en el recuadro. 
 




En el momento de ingresar en “Administración” nos muestra todas las 
tablas de mantenimiento de la base de datos, donde se puede realizar la 
inserción, edición y eliminado lógico de los registros sin necesidad de 
acceder al IDE de la Base de datos. En la Figura 50 se muestra el árbol 
de todas las tablas sujetas a ser administradas. 








Esto se lo realiza de la misma forma como se explicó anteriormente para 




Para acceder a la administración de los parámetros  nos ubicamos en el 
menú y damos clic en “Parámetros” como se muestra en la Figura 51 en 
el recuadro. 








En el momento de ingresar en Parámetros nos muestra un  combo para 
seleccionar por módulo  los parámetros correspondientes a este, sólo se 
puede editar, como se presenta en la Figura 52. 
 
Figura 71: Parámetros 
Autor: Tesistas 
Fuente: Varios 






Para acceder a la administración de los funcionarios  nos ubicamos en el 
menú y damos clic en “Funcionarios” como se muestra en la Figura 53 
en el recuadro. 
 




En el momento de ingresar en Funcionarios nos presentan los 
funcionarios que ya han sido guardados, en caso de ser la primera vez 
que se accede solo mostrará la opción de Buscar, como se puede 
evidenciar en la Figura 54. 




Figura 73: Funcionarios 
Autor: Tesistas 
Fuente: Varios 
La creación, modificación y eliminación son similares a los expuestos en 




Para acceder a la administración de los Usuarios  nos ubicamos en el 
menú y damos clic en “Usuarios” como se muestra en la Figura 55 en el 
recuadro. 








En el momento de ingresar en Usuarios nos presenta  los Usuarios que 
ya han sido guardados, en caso de ser la primera vez que se accede 
solo mostrará la opción de Nuevo. Como se evidencia en la Figura 56 
 
Figura 75: Usuarios - Paso 2 
Autor: Tesistas 





La creación, modificación y eliminación son similares a los expuestos en 




Para acceder a la administración de los Cargos  nos ubicamos en el 
menú principal y damos clic en “Registrar Usuario” para luego dirigirnos 
altabview “Añadir Cargos”como se muestra en la Figura 57 en el 
recuadro. 
 





En el momento de ingresar en Añadir Cargos nos muestra una 
pantalla en la cual podemos buscar al usuario al cual se le quiere 
añadir un cargo, como se presenta en la Figura 58. 








La creación, modificación y eliminación son similares a los expuestos en 
los pasos  A1.4.1, A1.4.2 y A1.4.3. 
 
A1.15. Registrar Usuarios 
 
Para acceder a la administración del registro de usuarios nos ubicamos 
en el menú y damos clic en “Registrar usuarios” como se muestra en la 
Figura 59 en el recuadro. 









En el momento de ingresar en Registro usuario nos muestra en la Figura 
60 los usuarios que ya han sido guardados, en caso de ser la primera 
vez que se accede solo mostrará la opción de Nuevo. 
 
Figura 79: Registrar usuario ya ingresados 






La creación, y modificación son similares a los expuestos en los pasos  




Para acceder a ver los reportes nos ubicamos en el menú y damos clic 
en “Reportes” como se muestra en la Figura 61 en el recuadro. 
 





En el momento de ingresar Reportes nos muestra las opciones de 
reporte como se evidencia en la Figura 62: 
1. Reportes de usuarios conectados. 
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2. Reportes los cambios que se han realizado en las tablas, se 
puede elegir el rango de fecha que se quiere ver el reporte. 
 
 




En la Figura 63 se muestra el reporte una vez elegido el rango de fechas 
que se desee, además de la opción del tipo de formato para el reporte ya 
sea pdf, Excel, HTML, etc., como esta en el recuadro. 
1  
2  
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ANEXO 2: Manual Técnico 
 
Para construir un software se deben tomar algunas medidas para que 
este sea robusto, extensible y reusable.  
Para desarrollar este sistema he tratado de hacer una programación de 
calidad. El objetivo de este presente manual es presentar las técnicas 
utilizadas y la estructura con la que se construyó el aplicativo.  
Las técnicas de programación, facilitan la programación, y hacen que el 
código que se genera pueda ser reutilizable, y de fácil mantenimiento 
para futuras y mejores soluciones. 
 
A2.1.  Nomenclatura 
 
Los identificadores tanto de variables, de clases y métodos constituyen 
gran parte del código. Su elección es muy importante ya que normalizan 
el código y ayudan a entender el significado real de las acciones que 
realizan.  
 
La nomenclatura bien definida en el código, aumenta en gran porcentaje 
la legibilidad y la semántica del mismo, además hace más sencillo el 
trabajo en equipo y la supervisión por parte de otras personas.  
 
Para la creación de clases se ha utilizado el estilo de escritura 
CamelCase, este estilo se aplica a frases o palabras compuestas, en 
este caso para la creación de clases se utilizó el estilo 
UpperCamelCase, como se muestra en la Figura 64. El nombre de la 
clase dependerá del objeto al que se realiza la acción.  
 
 









Para la creación de Métodos se utilizó el estilo lowerCamelCase como 
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Las constantes del Sistema fueron creadas con letras mayúsculas como 
se presenta en la Figura 66. 
 
 
Figura 85: Nomenclatura – Constantes 
Autor: Tesistas 
Fuente: Varios 
Las variables se las utiliza para realizar operaciones o almacenar valores 
de cualquier tipo de dato, para ellas se utilizó el estilo lowerCamelCase.  
 
A2.2.  Comentario 
 
Los comentarios son un gran aporte que se realiza en la programación, 
nos permiten entender las acciones que se realiza en un método o clase 
como se presenta en la Figura 67.  
 Comentarios de una sola línea //Comentario.  
 Comentario en varias líneas. /*………..*/  
 
Figura 86: Estándar de comentarios 






A2.3.  Segregado  y Separación 
 
Para reflejar la estructura ordenada y de bloques para el mejor 
entendimiento de código se ha utilizado el espacio tanto vertical como 
horizontal como se presenta en la Figura 68.  
 
 




A2.4.  Reutilización de Código 
 
En la aplicación existen clases comunes, las cuales tienen rutinas que 
son reutilizadas por otras clases del sistema, lo cual ayuda a tener un 
código optimizado mejorando el consumo de recursos en nuestro 
proyecto se encuentra en el paquete facesUtils como se indica en la 
Figura 69. 
 




Figura 88: Reutilización de Código 
Autor: Tesistas 
Fuente: Varios 
A2.5.  Reglas Generales 
 
Para la realización del proyecto se tomó en cuenta algunas reglas con 
las que se mejora la calidad y fácil mantenimiento del código.  
Como se muestra en la Figura 70 el sistema está divido en cuatro 
proyectos que son:  
 
 1. SIGOB2JPA: donde se crea la persistencia, mediante el cual 
podremos realizar el CRUD para las tablas de la Base de Datos.  
 2.  SIGOB2EJB: en este proyecto es donde se maneja toda la 
lógica del sistema. Aquí se construyen todos los servicios. 
 3.  SIGOB2WEB: aquí se crean los Beans Gestionados que son 
los que hacen posible la comunicación entre la lógica del negocio 
y la interfaz gráfica. Además, es aquí donde se diseña la interfaz 
gráfica.  
 4. SIGOB2EAR: este es el proyecto que unifica los tres 
anteriores, es decir es el ejecutable de la aplicación.  









Para asegurarse del correcto funcionamiento del código se realizó 
constantes revisiones, y seguimientos evitando posibles errores al 
momento de ejecutar el proyecto.  
Otra de las reglas generales es alinear el código utilizando sangrías y 
separaciones en el momento de terminar un método.  
La interfaz del usuario se la debe realizar de tal manera que los usuarios 
puedan interactuar con la aplicación, esta debe utilizar colores, y formas 
que permitan el acceso y entendimiento de cada acción. 
 













Haciendo referencia a la Figura 71, SIGOB2JPA es el proyecto donde se 
realizó la capa de acceso a los datos, dentro de este  existe  la carpeta 
persistencia.entidades donde se encuentra mapeado la base de datos, 
es decir, crea por cada tabla de  la base un archivo con el nombre de la 














Haciendo referencia a la Figura 72, SIGOB2EJB es el proyecto donde se 
realizó la capa de lógica de negocio, dentro de este  existe  dos clases 
de paquetes: 
 servicios.interfaces donde se encuentran archivos con extensión 
.java estas contienen las declaraciones de los métodos pero no su 
implementación como se presenta en la Figura 73. 








 servicios.implementaciones aquí  se encuentran archivos con 
extensión .java estas contienen la implementación,como se 




Figura 93: SIGOB2EJB - servicios.implementaciones 
Autor: Tesistas 












Haciendo referencia a la Figura 75, SIGOB2WEB es el proyecto donde 
se realizó la capa de presentación, dentro de este  existe  carpetas  de 
acuerdo a la organización y estándar  establecido, dentro del sistema 
nos corresponde  la documentación de Core. 
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Además,  se puede encontrar carpetas con nombres de las tablas y 
dentro de ellas los archivos  con extensión .xhtml que son los diseños de 









Haciendo referencia a la Figura 76, SIGOB2EAR es el proyecto donde 
se realizó la integración de los demás proyectos para su ejecución. 
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A2.6 Clases Principales 
 
Nombre de la Clase ServicioTimerCoreBean 
Descripción Clase que controla la inactividad 
del usuario en el sistema y el 
próximo cambio de contraseña. 
Dato de Entrada Timer de tipo Timer 
Retorno  
 




Nombre de la Clase ServiciosLoginBean 
Descripción Clase que controla el ingreso al 
sistema y valida el perfil otorgado 
al usuario. 
Dato de Entrada Usuario 
Clave 
Nombre del Perfil 
Clave de la página 
Retorno Acceso al sistema con los 
permisos asignados. 
 




Nombre de la Clase ServiciosCorsegusuariosBean 
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Descripción Clase donde se controla la 
inserción, creación, eliminado y 
listado de los usuarios. 
Dato de Entrada *Método anadirUsuario: Recibe un 
usuario de tipo  Corsegusuarios 
 
*Método eliminarLogico: recibe 
usuarsmacodigousuario de tipo 
short 
 
*Método listarUsuariosno recibe 
parámetro 
 
* Método buscarXDescripcion 
recibe un String 
 
*Método editar recibe atributos a 
modificar. 
Retorno Registro modificado, creado, 
eliminado, encontrado, listado  o 
buscado. 
 




Nombre de la Clase ServiciosAsignacionPermisosPerfilesBean 
Descripción Clase que controla la creación  de un perfil. 
Dato de Entrada Método listarObjetos recibe como 
parámetros, aplicación, módulo, forma 
 









Nombre de la Clase ServicioRegistrarFuncioanarioXCargoBean 
Descripción Clase que controla el crud del registro de un 
funcionario con sus cargos. 
Dato de Entrada Método guardarRegistro recibe atributo 
registrarUsuario de tipo 
RegistrarFuncioanarioXCargoDao 
 
MétodoeditarRegistro recibe atributo 
registrarUsuario de tipo 
RegistrarFuncioanarioXCargoDao 
 
Método eliminarLogicoRegistro recibe código 
del cargoarea 
 
Método listaRegistrorecibe paginación 
Retorno Modificación, eliminación, listado o creación 
de un registrofuncionariocargo. 
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