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Rdeĉa nit magistrskega dela je varstvo osebnih podatkov umrlih posameznikov 
(mrliĉev), ki ga doloĉa 23. ĉlen ZVOP-1 in ki povzroĉa, da varstvo informacijske 
zasebnosti po smrti ne preneha. Magistrsko delo je dalo jasen odgovor, da naša 
sedanja ureditev ni dobra, saj v praksi ţe vrsto let povzroĉa preveĉ nerazumljivih teţav 
vsem udeleţencem, tako upravljavcem osebnih podatkov, kot tudi obĉanom in širši 
javnosti. Te teţave so nazorno prikazane skozi prakso podjetja Ţale d. o. o.. Zaradi 
tega ni presenetljivo, da sta med upravljavci in med obĉani izvedeni anketi pokazali, da 
se oboji soglasno zavzemajo za omilitev ali pa kar za ĉrtanje 23. ĉlena ZVOP-1. 
 
Ĉeprav se osebnostne pravice ter ĉlovekove pravice in temeljne svobošĉine dejansko 
lahko nanašajo le na ţivega posameznika (ĉloveka), in ne na umrlega posameznika 
(mrliĉa), pri nas varstvo osebnih podatkov umrlih posameznikov (mrliĉev) oziroma 23. 
ĉlen ZVOP-1 temelji in obenem predstavlja prav konkretizacijo 35. ĉlena Ustave RS 
oziroma »Varstva pravic zasebnosti in osebnostnih pravic« in 38. ĉlena Ustave RS 
oziroma »Varstva osebnih podatkov«. Zaradi tega je pravilnost sedanje ureditve 
varstva osebnih podatkov umrlih posameznikov (mrliĉev) moĉno vprašljiva. 
 
Ker se Dir-VOP ne opredeljuje do vprašanja, ali se po njenih doloĉbah varujejo osebni 
podatki samo ţivih posameznikov (ljudi) ali tudi umrlih posameznikov (mrliĉev), temveĉ 
to vprašanje prepušĉa drţavam ĉlanicam EU, da ga samostojno uredijo, je s 
formalnega vidika naša ureditev nedvoumno skladna s pravnim redom EU. Vendar je 
raziskava pokazala, da zakoni o varstvu osebnih podatkov v osemnajstih evropskih 
drţavah ne omenjajo varstva osebnih podatkov umrlih posameznikov (mrliĉev). Izjemi 
sta le dve drţavi, Italija in Slovaška, pa še ti dve imata drugaĉna in manj stroga doloĉila 
kot slovenski ZVOP-1. Med vsemi dvajsetimi obravnavanimi drţavami je prav slovenski 
ZVOP-1 najstroţji in najbolj omejevalen v pogledu varovanja osebnih podatkov umrlih 
posameznikov (mrliĉev) ter pri tem izrazito odstopa od naĉina varovanja osebnih 
podatkov v drugih obravnavanih evropskih drţavah. 
 
Vprašljiva je tudi skladnost s pravom SE, saj se EKĈP nanaša le na ĉlovekove pravice 
in temeljne svobošĉine, torej na ţive posameznike (ljudi) in ne na mrtve posameznike 
(mrliĉe). Ta dvom je ostal tudi po podrobnem pregledu sodne prakse ESĈP.  
 
Magistrsko delo je opozorilo na spornost sedanje ureditve in dalo dovolj jasen odgovor, 
da najstroţje v Evropi varujemo osebne podatke umrlih posameznikov (mrliĉev) na 
napaĉni predpostavki in pravni osnovi, zaradi ĉesar 23. ĉlen ZVOP-1 v praksi povzroĉa 
tako velike teţave, da se vsi prizadeti skoraj enoglasno zavzemajo za zdravorazumsko 
rešitev tega problema, torej za omilitev ali pa kar ĉrtanje 23. ĉlena ZVOP-1.  
 
Kljuĉne besede: osebnostne pravice, ĉlovekove pravice in temeljne svobošĉine, EKĈP, 
ESĈP, zasebnost, informacijska zasebnost, varstvo osebnih podatkov, 23. ĉlen ZVOP-




The focus of the Masters Thesis is protection of personal data of deceased individuals 
(corpses), regulated by the Article 23 of the Personal Data Protection Act due to which 
information privacy is not terminated by death. The Masters Thesis clearly reveals that 
the present regulations are not good as they have been causing a lot of difficulties to all 
participants, to data controllers as well as to community members and general public. 
These difficulties have been presented through the work of company Ţale d. o. o.. 
According to the questionnaires answered by data controllers and community 
members, they unanimously agree that the Article 23 of the Personal Data Protection 
Act -1 should be deleted or at least modified.  
 
Although personal rights and human rights as well as fundamental freedoms can only 
refer to a living individual (human being) and not to a deceased individual (corpse), the 
protection of personal data of deceased individuals (corpses) respectively the Article 23 
of the Personal Data Protection Act in our country is based on and at the same time 
represent the concretization of the Article 35 of the Constitution of the Republic of 
Slovenia, namely »Protection of Right to Privacy and Personality Rights«, and Article 
38 of the Constitution of the Republic of Slovenia, namely »Protection of Personal 
Data«. This is why the present regulation of personal data protection of deceased 
individuals (corpses) is very questionable. 
 
Dir-Protection of Personal Data does not define whether according to the regulations 
personal data of living individuals (human beings) or of deceased individuals (corpses) 
should be protected and leaves this question open to the members of the EU to solve it  
individually. In this way our regulation is doubtlessly in accordance with the European 
legal system. Nevertheless, the research work has shown that the Personal Data 
Protection Act in eighteen European countries does not mention data protection of 
deceased individuals (corpses). The only exceptions are Italy and Slovakia, and even 
they have different and less strict rules than the Slovene Personal Data Protection Act-
1. Slovene Personal Data Protection Act-1 is in this view the strictest and the most 
restrictive act among the twenty analysed ones and  differs considerably from the ways 
in which personal data are protected in other European countries. 
 
The compliance with the Council of Europe law is also questionable. The European 
Convention for the Protection of Human Rights and Fundamental Freedoms refers to 
living individuals (human beings) only and not to the deceased ones (corpses). This 
doubt has remained unchanged after a detailed research of the case-law of the 
European Court of Human Rights. 
 
The Masters Thesis has noted that the present regulation can be disputed and it has 
given a clear answer that we protect personal data of deceased individuals (corpses) 
on the wrong assumption and legal basis. This is the reason why the Article 23 of the 
Personal Data Protection Act causes such big troubles that all the involved are almost 
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unanimously in favour of a common sense solution of the problem, namely the deletion 
or modification of the Article 23 of the Personal Data Protection Act. 
 
Key words: personal rights, human rights and fundamental freedoms, European 
Convention for the Protection of Human Rights and Fundamental Freedoms, European 
Court of Human Rights, privacy, information privacy, personal data protection, Article 
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1.1 OBRAZLOŢITEV TEME 
 
Smrt je neizogibno biološko dejstvo in negotovo oddaljena prihodnost vsakega ţivega 
bitja. Hkrati je pravno relevantno dejstvo, ki v trenutku, ko se sooĉimo s smrtjo 
bliţnjega in moramo poskrbeti za njegovo dostojanstveno slovo, odpira številna pravna 
vprašanja glede pogreba in dedovanja. 
 
S sprejetjem Zakona o varstvu osebnih podatkov (ZVOP/1999) se je v zvezi s smrtjo 
pojavilo še dodatno vprašanje informacijske zasebnosti oziroma varstva osebnih 
podatkov, natanĉneje osebnih podatkov umrlih posameznikov (mrliĉev). Gre za 
specifiĉno podroĉje, ki je širši javnosti manj znano, ĉeprav je o tem leta 2006 potekala 
krajša polemika v ĉasnikih Delo in Dnevnik. 
 
Vprašanje zasebnosti in nadzora ter varstva ĉlovekovih pravic je povezano. Zaradi 
soodvisnosti je nujno interdisciplinarno in hkratno obravnavanje obeh vprašanj. Gre 
namreĉ za problematiko, ki ima druţboslovne, pravne, filozofske in tehnološke 
razseţnosti in se globoko dotika pravic posameznika.  
 
S problematiko varstva osebnih podatkov umrlih posameznikov (mrliĉev) se v podjetju 
Ţale d. o. o., ki na obmoĉju Mestne obĉine Ljubljana izvaja gospodarsko javno sluţbo 
pokopališka in pogrebna dejavnost ter urejanje pokopališĉ, in pri tem upravlja z 
osemnajstimi pokopališĉi ter je najveĉji upravljavec evidenc umrlih posameznikov 
(mrliĉev) v Sloveniji, ukvarjajo ţe vse od sprejetja ZVOP/1999. Ves ta ĉas se v tem 
podjetju s to problematiko ukvarjam tudi sam. Še posebej intenzivno v zadnjih letih, ko 
smo v reševanje problemov veĉkrat vkljuĉili tudi Informacijskega pooblašĉenca. 
 
1.2 PROBLEM, PREDMET IN HIPOTEZE RAZISKOVANJA 
 
Z uveljavitvijo ZVOP/1999 sta se v zvezi s smrtjo, poleg prepovedi posredovanja 
podatkov širši javnosti, pojavili še dve dilemi in sicer, ali naj posameznik še v ĉasu 
svojega ţivljenja prepove posredovanje svojih osebnih podatkov za ĉas po svoji smrti 
in ali naj to po njegovi smrti storijo njegovi oţji druţinski ĉlani. 
 
S sprejetjem zadnjega Zakona o varstvu osebnih podatkov (ZVOP-1) se je vprašanje 
varstva osebnih podatkov umrlih posameznikov (mrliĉev) navezalo še na Zakon o 
dedovanju (ZD) oziroma njegova doloĉila o dediĉih prvega in drugega dednega reda, 
Zakon o odvetnikih in Zakon o varstvu dokumentarnega in arhivskega gradiva ter 
arhivih (ZVDAGA).  
 
Vse to pa je za upravljavce osebnih podatkov, kamor sodijo tudi upravljavci osebnih 
podatkov pokojnikov oziroma umrlih posameznikov (mrliĉev), pomenilo novo dodatno 
teţavo, s katero se pred uveljavitvijo ZVOP/1999 niso sreĉevali. Še posebej, ker je bil 
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ZVOP/1999 v tem delu precej nedoreĉen zakon. Doloĉbe ZVOP-1 so glede na 
ZVOP/1999, v zvezi z varstvom umrlih posameznikov (mrliĉev), veliko bolj precizne in 
nedvoumne, vendar teţav niso odpravile, paĉ pa dosegle ravno nasprotni uĉinek. 
Prejšnjim teţavam in dilemam so se pridruţile številne nove.  
 
Ker pa so se teţave v zvezi s 23. ĉlenom ZVOP-1, ki doloĉa varstvo osebnih podatkov 
umrlih posameznikov (mrliĉev), navezovale na širši krog uporabnikov, ki so bili zaradi 
teh teţav prizadeti, sem ocenil, da je pomembno, da to problematiko, kljub dejstvu, da 
gre za ţe v osnovi obĉutljivo podroĉje, na katerem se vzpostavlja znano razmerje med 
etiko in pravom, ki pa je, zaradi posebnega slovenskega odnosa do pokopališĉ in 
umrlih posameznikov (mrliĉev), še toliko bolj delikatno, vseeno obravnavam in 
poskušam pribliţati širši javnosti ter s tem storim prvi korak na poti, ki bi lahko pripeljala 
do razmisleka o nujnosti spremembe zakonodaje na tem podroĉju. 
 
To je bil tudi poglavitni razlog, da sem se odloĉil za obravnavano temo magistrskega 
dela, saj sem ţelel dokazati, da sedanja ureditev ni dobra, saj v praksi ţe vrsto let 
povzroĉa preveĉ teţav. In to prav vsem udeleţencem, tako upravljavcem kot tudi 
javnosti. V magistrskem delu sem zato te konkretne teţave, s katerimi se na tem 
podroĉju sreĉuje podjetje Ţale d. o. o., podrobno raziskal in opisal. Prav tako sem 
raziskal, kako je to podroĉje urejeno v drugih evropskih drţavah. Nadalje sem še 
raziskal, kaj o sedanji ureditvi tega podroĉja menijo ostali upravljavci osebnih podatkov 
umrlih posameznikov (mrliĉev) v Sloveniji in nakljuĉno izbrani obĉani.  
 
Pri podrobnejšem raziskovanju tega podroĉja pa se mi je postavilo še dodatno 
vprašanje, ali je ureditev tega podroĉja v ZVOP-1, ne glede na teţave, ki jih povzroĉa, 
ţe v osnovi sploh pravilna in skladna s pravnim redom Evropske unije (EU) in Sveta 
Evrope (SE) ter z Ustavo Republike Slovenije (Ustavo RS). Nesporno je, da je 
(ustavno)pravni poloţaj »nasciturusa« in umrle osebe varovan z jamstvom 
ĉlovekovega dostojanstva iz 34. ĉlena Ustave RS. Bistvo pravice do pietete pokojnika 
je varstvo pokojnikove osebnosti tudi po njegovi smrti, spoštovanje njegovega 
dostojanstva tudi po smrti in spoštovanje njegove ţelje, da bodo njegove odloĉitve, 
sprejete za ĉasa ţivljenja, spoštovane tudi po njegovi smrti. Postavilo pa se je 
vprašanje, ali je (ustavno)pravni poloţaj »nasciturusa« in umrle osebe varovan tudi z 
varstvom pravic zasebnosti in osebnostnih pravic iz 35. ĉlena Ustave RS. Ta ĉlen 
predstavlja izhodišĉe za urejanje varstva osebnih podatkov, ĉeprav je pravica do 
varstva osebnih podatkov še posebej zagotovljena v 38. ĉlenu Ustave RS.  
 
1.2.1 Problem raziskovanja 
 
Doloĉbe 23. ĉlena ZVOP-1, ki doloĉajo varstvo osebnih podatkov umrlih posameznikov 
(mrliĉev) v enaki meri oziroma na enakih osnovah kot varstvo osebnih podatkov ţivih 
fiziĉnih oseb oziroma posameznikov (ljudi). 23. ĉlen ZVOP-1 namreĉ temelji in obenem 
predstavlja konkretizacijo 35. ĉlena Ustave RS oziroma »Varstva pravic zasebnosti in 
osebnostnih pravic« in 38. ĉlena Ustave RS oziroma »Varstva osebnih podatkov«. 
Vendar pa je zaradi 8. ĉlena Ustave RS pri tem potrebno upoštevati tudi druga 
splošnoveljavna naĉela mednarodnega prava in mednarodne pogodbe, ki obvezujejo 
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RS, da se v drţavi ratificirane in objavljene pogodbe uporabljajo neposredno, 
predvsem Evropsko konvencijo o varstvu ĉlovekovih pravic in temeljnih svobošĉin 
(EKĈP). Ker zaradi doloĉb 23. ĉlena ZVOP-1 torej varstvo informacijske zasebnosti po 
smrti ne preneha, je vprašanje ali je takšna ureditev v ZVOP-1 pravilna in skladna s 
pravnim redom EU in SE ter z Ustavo RS, saj se s 35. ĉlenom Ustave RS varuje 
zasebnost na podlagi osebnostnih pravic ter ĉlovekovih pravic in temeljnih svobošĉin, 
ki pa se, kot se je pokazalo v magistrskem delu, nanašajo le na ţive posameznike 
(ljudi) in ne na mrtve posameznike (mrliĉe). 
 
1.2.2 Predmet raziskovanja 
 
Ker se pravica do zasebnosti v našem pravu pojavlja v dveh oblikah, kot osebnostna 
pravica (zasebnega znaĉaja) in ĉlovekova pravica (javnopravnega znaĉaja), sem moral 
zaradi razumevanja obravnavane pravice do zasebnosti, informacijske zasebnosti in 
varstva osebnih podatkov tako ţivih posameznikov (ljudi) kot tudi umrlih posameznikov 
(mrliĉev), razjasniti nekatere osnovne pojme. Zato so bile prvi sklop raziskovanja 
osebnostne pravice ter ĉlovekove pravice in temeljne svobošĉine, njihovo mednarodno 
varstvo, 8. ĉlen EKĈP, ki sem ga razĉlenil skozi sodno prakso Evropskega sodišĉa za 
ĉlovekove pravice (ESĈP), zasebnost in informacijska zasebnost oziroma varstvo 
osebnih podatkov skozi Ustavo RS, ZVOP-1 in nekatere druge zakone. 
 
Pri tem sem moral odgovoriti na osnovno vprašanje, ki je bilo zgolj eno samo, in sicer, 
ali se osebnostne pravice ter ĉlovekove pravice in temeljne svobošĉine nanašajo le na 
ţive posameznike (ljudi) ali pa tudi na mrtve posameznike (mrliĉe). 
 
Osebnostne pravice posameznika (ĉloveka) namreĉ praviloma prenehajo z njegovo 
smrtjo. Abstraktna doloĉitev nosilca ĉlovekovih pravic in dolţnosti je na videz 
enostavna, kajti ţe sama sintagma nedvoumno navaja kot takšnega nosilca ĉloveka, 
ĉloveka kot dejavnika, ki nujno sopogojuje opredelitev in varstvo ĉlovekovih pravic in 
dolţnosti. Tudi po podrobni prouĉitvi tega podroĉja je odgovor na to osnovno vprašanje 
ostal jasen in nedvoumen - osebnostne pravice ter ĉlovekove pravice in temeljne 
svobošĉine se lahko nanašajo le na ţive posameznike (ljudi). Zato sta se mi kot logiĉni 
posledici te ugotovitve pojavili dve novi vprašanji, in sicer, ali je ob tem spoznanju 
sedanja ureditev varstva osebnih podatkov umrlih posameznikov (mrliĉev) sploh 
pravilna in smiselna ter še, ali je skladna s pravnim redom EU in Ustavo RS.  
 
Najprej sem raziskoval vprašanje skladnosti s pravnim redom EU. Ker se Direktiva 
95/46/EC o varstvu posameznikov pri obdelavi osebnih podatkov in o prostem pretoku 
teh podatkov (Dir-VOP) ne opredeljuje do vprašanja, ali se po njenih doloĉbah varujejo 
osebni podatki samo ţivih posameznikov (ljudi) ali tudi umrlih posameznikov (mrliĉev), 
temveĉ to vprašanje prepušĉa drţavam ĉlanicam EU, da ga samostojno uredijo, je bila 
ugotovitev, da je s formalnega vidika naša ureditev nedvoumno skladna s pravnim 
redom EU, dokaj enostavna.  
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Pri vprašanju skladnosti s pravom SE pa se mi je pojavil dvom, saj se EKĈP nanaša le 
na ĉlovekove pravice in temeljne svobošĉine, torej na ţive posameznike (ljudi) in ne na 
mrtve posameznike (mrliĉe). Ta dvom je ostal tudi po pregledu sodne prakse ESĈP. 
 
Tudi pri vprašanju skladnosti z Ustavo RS, natanĉneje z njenim 35. ĉlenom, se mi je 
pojavil dvom, ki ga prepušĉam strokovnjakom s tega podroĉja in eventuelni 
ustavnosodni presoji. 
 
Zato bi bilo postavljanje vprašanja pravilnosti in smiselnosti sedanje ureditve 
upraviĉeno le v primeru, da takšna ureditev povzroĉa dovolj velike teţave. Zato sem 
tako moral odgovoriti še na eno vprašanje, in sicer, ali sedanja ureditev sploh povzroĉa 
teţave, kakšne so te teţave, in komu so povzroĉene.  
 
Drugi sklop raziskovanja so bile torej teţave, ki jih doloĉbe 23. ĉlen ZVOP-1 
nedvoumno povzroĉajo tako upravljavcem osebnih podatkov umrlih posameznikov 
(mrliĉev) pri njihovem vsakdanjem delu kot tudi posameznikom in širši javnosti, ki se 
ţelijo s temi podatki seznaniti, pa se zaradi neustreznih doloĉb 23. ĉlena ZVOP-1 
veĉinoma ne morejo. Te teţave se navezujejo tudi na ZVDAGA. 
 
Tretji sklop raziskovanja sta bili raziskavi mnenja o sedanji ureditvi varstva osebnih 
podatkov umrlih posameznikov (mrliĉev) pri kljuĉnih upravljavcih teh osebnih podatkov 
in nakljuĉno izbranih obĉanih. 
 
Pri tem sta bili kljuĉni vprašanji dve, in sicer, ali se eni in drugi zavzemajo za omilitev ali 
kar za ĉrtanje 23. ĉlena ZVOP-1. 
 
Ĉetrti sklop raziskovanja pa je bila raziskava nekaterih rešitev v drugih drţavah, s 
poudarkom na primerjalnopravni ureditvi varstva osebnih podatkov umrlih 
posameznikov (mrliĉev) v dvajsetih drugih evropskih drţavah, tako ĉlanicah EU, 
kandidatki za vstop v EU in nekaterih drugih evropskih drţavah, vseh pa ĉlanicah SE, 
in sicer Avstriji, Bolgariji, Cipru, Ĉeški, Danski, Franciji, Hrvaški, Italiji, Latviji, 
Lihtenštajnu, Litvi, Madţarski, Nemĉiji, Nizozemski, Slovaški, Srbiji, Španiji, Švedski, 
Švici in Zdruţenem kraljestvu. Podrobnejša primerjava je bila narejena za Italijo in 
Slovaško.  
 
Pri tem je bilo kljuĉno vprašanje, ali je ureditev tega obravnavanega podroĉja v ostalih 





H 1: Informacijska zasebnost in s tem varstvo osebnih podatkov (ţivih) 
posameznikov je temeljna človekova pravica, varovana na podlagi mednarodnih 
predpisov, ustave in zakona.  
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H 2: Pravo EU se ne opredeljuje do vprašanja, ali se po njenih določbah varujejo 
osebni podatki samo ţivih ali tudi umrlih oseb (mrličev), temveč to vprašanje 
prepušča drţavam članicam EU, da ga samostojno uredijo. Varstvo osebnih 
podatkov umrlih posameznikov (mrličev) se v RS varuje enako strogo kot 
varstvo osebnih podatkov (ţivih) posameznikov (ljudi), torej kot človekova 
pravica, čeprav se človekove pravice nanašajo le na ţive osebe.  
 
H 3: Določbe 23. člena ZVOP-1 povzročajo teţave tako upravljavcem osebnih 
podatkov umrlih posameznikov (mrličev) pri njihovem vsakdanjem delu, kot tudi 
občanom in širši javnosti, ki se ţelijo s temi podatki seznaniti, pa se zaradi 
neustreznih določb 23. člena ZVOP-1 ne morejo. Zato je posredovanje teh 
podatkov zelo oteţeno, v praksi skoraj onemogočeno. 
 
H 4: Upravljavci osebnih podatkov umrlih posameznikov (mrličev) in občani, ki 
se ţelijo s temi podatki seznaniti, se zavzemajo za spremembo sedanje ureditve 
23. člena ZVOP-1 na način, da bodo osebni podatki umrlih posameznikov 
(mrličev) manj strogo varovani, ker je širša javnost zainteresirana za dostop do 
teh podatkov. 
 
1.2.4 Preveritev hipotez 
 
Postavljeni hipotezi H 1 in H 2 sem preveril skozi analizo literature razliĉnih avtorjev, 
mednarodne zakonodaje, zakonodaje RS, prakse razliĉnih sodišĉ in Informacijskega 
pooblašĉenca, zakonodaje EU in zakonov o varstvu osebnih podatkov v drugih 
evropskih drţavah. 
 
Postavljeno hipotezo H 3 sem preveril skozi dolgoletno in obširno prakso podjetja Ţale 
d. o. o.. 
 
Postavljeno hipotezo H 4 sem preveril skozi anketi, izvedeni med drugimi upravljavci 
osebnih podatkov umrlih posameznikov (mrliĉev) v Sloveniji in med nakljuĉno izbranimi 
obĉani. 
 
1.3 NAMEN IN CILJI RAZISKOVANJA 
 
Namen raziskovanja je bil prikazati ureditev v zvezi z varstvom osebnih podatkov 
umrlih posameznikov (mrliĉev), ugotoviti morebitna neskladja oziroma odprta vprašanja 
in s tem povezane probleme ter na tej podlagi ugotoviti, ali je sedanja ureditev 
ustrezna.  
 
Cilji raziskovanja so bili: 
 
 prikazati pomen ĉlovekovih pravic in temeljnih svobošĉin; 
 opredeliti pojem ĉlovekova pravica in temeljna svobošĉina; 
 opredeliti pojem osebnostna pravica; 
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 prikazati mednarodno varstvo ĉlovekovih pravic; 
 opredeliti pojem zasebnost; 
 opredeliti pojem informacijska zasebnost; 
 prikazati mednarodno varstvo informacijske zasebnosti; 
 prikazati ustavno in zakonsko varstvo informacijske zasebnosti v RS; 
 prikazati varstvo osebnih podatkov umrlih posameznikov (mrliĉev) po ZVOP/1999 
in ZVOP-1; 
 prikazati teţave, povezane z varstvom osebnih podatkov umrlih posameznikov 
(mrliĉev), kljuĉnih upravljavcev teh osebnih podatkov in obĉanov, ki se ţelijo s temi 
podatki seznaniti; 
 raziskati mnenje o sedanji ureditvi varstva osebnih podatkov umrlih posameznikov 
(mrliĉev) pri kljuĉnih upravljavcih teh podatkov in nakljuĉno izbranih obĉanih; 
 prikazati nekatere rešitve teh teţav v drugih drţavah; 
 prikazati primerjalnopravno ureditev varstva osebnih podatkov umrlih 
posameznikov (mrliĉev) v nekaterih drugih evropskih drţavah; 
  na podlagi zgoraj navedenih alinej preveriti resniĉnost postavljenih hipotez.  
 
Cilj magistrskega dela je bil na podlagi zgoraj navedenih spoznanj postaviti pod vprašaj 
celotno ureditev tega podroĉja in sproţiti razpravo, ki bi lahko pripeljala do spremembe 
zakonodaje na tem podroĉju, natanĉneje 23. ĉlena ZVOP-1, ZVDAGA in ZPPUP. 
Glavno vprašanje, ki se je v priĉujoĉem delu izpostavilo, je, ali je takšna ureditev 
obravnavanega podroĉja pravilna in smiselna. Menim, da je magistrsko delo dalo na to 
vprašanje dovolj jasen negativen odgovor, saj najstroţje v Evropi varujemo osebne 
podatke umrlih posameznikov (mrliĉev) na napaĉni predpostavki, in sicer, da gre tudi v 
primeru umrlega posameznika (mrliĉa) za  osebnostno pravico ter ĉlovekovo pravico in 
temeljno svobošĉino.  
 
1.4 OCENA DOSEDANJIH RAZISKOVANJ 
 
V slovenskih knjiţnicah nisem našel gradiv, ki bi obravnavala podroĉje ĉlovekovih 
pravic, varstva osebnih podatkov in varstva osebnih podatkov umrlih posameznikov 
(mrliĉev) kot enotno gradivo in v takšni povezavi (po Cobissu). Veliko je sicer avtorjev, 
ki obravnavajo podroĉje ĉlovekovih pravic in podroĉje varstva osebnih podatkov, bolj 
podrobnega celovitega obravnavanja varstva osebnih podatkov umrlih posameznikov 
(mrliĉev), še posebej v povezavi s ĉlovekovimi pravicami in osebnostnimi pravicami, pa 
nisem zasledil. Prav tako nisem zasledil raziskav in analiz teţav ter mnenj upravljavcev 
osebnih podatkov umrlih posameznikov (mrliĉev) in obĉanov, ki se ţelijo s temi podatki 
seznaniti ter primerjalnopravnih analiz varstva osebnih podatkov umrlih posameznikov 
(mrliĉev) v drugih drţavah. 
 
1.5 METODE RAZISKOVANJA 
 
Pri izdelavi magistrskega dela sem uporabljal naslednje metode: 
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 metodo deskripcije oziroma opisno metodo sem uporabil tako v teoretiĉnem kot 
tudi v praktiĉnem delu magistrskega dela; 
 komparativno oziroma primerjalno metodo sem uporabil pri primerjavi s pravno 
ureditvijo drugih drţav ter povzemanju opazovanj, stališĉ, spoznanj in sklepov 
drugih avtorjev, ki so ţe preuĉevali dele izbranih podroĉij in jo uporabil za 
pojasnjevanje ugotovljenih dejstev; 
 sistemsko-analitično metodo sem najprej uporabil za razĉlenitev obravnavane 
tematike na veĉ manjših celot, ki so med seboj povezane in odvisne, in nato za 
njihovo analiziranje in ugotavljanje medsebojne povezanosti; 
 metodo preučevanja primerov, s katero sem preuĉil posamiĉne primere ţe 
izvedenih rešitev; 
 metodo anketiranja, s katero sem pridobil odgovore na nekatera vnaprej 
zastavljena vprašanja. Anketni vprašalnik je bil anonimen, s ĉimer je bila 
zagotovljena verodostojnost odgovorov; 
 statistično metodo, s katero sem analiziral ter v obliki razpredelnic predstavil 
rezultate anket; 
 empirično metodo, ki je temeljila na podlagi mojih dolgoletnih izkušenj v zvezi z 
obravnavano problematiko, saj sem v podjetju Ţale d.o.o. ţe osemnajst let 
zaposlen kot vodja oz. kasneje direktor OE pokopališka dejavnost in se s to 
problematiko v praksi sreĉujem skoraj vsak dan; 
 metodo analize in sinteze, s katero sem spoznaval, odkrival in prouĉeval 
znanstvene resnice ter strnil ugotovitve raziskave. 
 
1.6 STRNJEN OPIS POGLAVIJ 
 
Prvo poglavje predstavlja uvod v magistrsko delo. 
 
Drugo poglavje je namenjeno splošni predstavitvi osebnostnih pravic ter ĉlovekovih 
pravic in temeljnih svobošĉin. Predstavljeno je, kaj osebnostne pravice ter ĉlovekove 
pravice in temeljne svobošĉine sploh so ter na koga se nanašajo. Tej splošni 
predstavitvi sledi predstavitev slovenskega in mednarodnega varstva ĉlovekovih pravic, 
tako posamiĉnih predpisov, kot tudi ESĈP. 
 
Tretje poglavje je namenjeno 8. ĉlenu EKĈP in sodbam EKĈP s poudarkom na 
evidencah (zbiranju in vpogledu) osebnih podatkov. 
 
Ĉetrto poglavje je namenjeno zasebnosti. Podrobneje je predstavljeno, kaj sploh je 
zasebnost in kaj je informacijska zasebnost. Sledi podrobnejša predstavitev varstva 
informacijske zasebnosti z mednarodnimi predpisi, nato pa še ustavna in zakonska 
ureditev zasebnosti v RS ter ustavna in zakonska ureditev informacijske zasebnosti v 
RS. Pri tem bo poudarek na Ustavi RS in ZVOP-1. Poleg Kazenskega zakonika (KZ) 
sta obravnavana še Zakon o obligacijskih razmerjih (ZOR) in Obligacijski zakonik (OZ).  
 
Peto poglavje je namenjeno varstvu osebnih podatkov umrlih posameznikov. Na 
zaĉetku je predstavljena ureditev tega varstva po ZVOP/1999, v nadaljevanju pa po 
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ZVOP-1. Prikazane so razlike med obema zakonoma, ko je ZVOP/1999 zahteval 
zakoniti interes, ZVOP-1 pa zahteva pravni interes. Prikazane so tudi sodbe sodišĉ v 
zvezi z 12. ĉlenom ZVOP/1999 oziroma 23. ĉlenom ZVOP-1 in mnenja iz prakse 
Informacijskega pooblašĉenca RS. V zvezi s posredovanjem osebnih podatkov o 
umrlem posamezniku njegovim zakonitim dediĉem je še posebej pomembno 
poznavanje in razumevanje ZD, ki doloĉa dediĉe prvega in drugega reda, ki, poleg 
upraviĉencev, ki so za obdelavo podatkov upraviĉeni na podlagi zakona, lahko edini 
zahtevajo posredovanje podatkov ali prepovedo njihovo posredovanje, vse pod 
pogojem, da umrli posameznik ni pisno prepovedal posredovanja teh osebnih 
podatkov. Na koncu so opisani pogoji za posredovanje podatkov za zgodovinske, 
statistiĉne ali znanstveno-raziskovalne namene. 
 
Šesto poglavje je namenjeno predstavitvi teţav, povezanih z varstvom osebnih 
podatkov umrlih posameznikov, s katerimi se sreĉujejo upravljavci teh osebnih 
podatkov in obĉani, ki se ţelijo s temi podatki seznaniti. Temeljil na opisih konkretnih 
primerov, aktivnosti in teţav, s katerimi se ţe vse od uveljavitve ZVOP/1999 sreĉuje 
podjetje Ţale d. o. o. in obĉani kot uporabniki njegovih storitev. Opisane so teţave v 
zvezi s povpraševanjem o identiteti posameznika, informacijskim panelom (infomatom), 
spletnim iskalnikom grobov, objavo starosti pokojnikov v urniku pogrebov in 
osmrtnicah, sestavljanjem rodoslovnih dreves, doslednim spoštovanjem doloĉil ZVOP-
1, ZVDAGA in Zakonom o odvetnikih. 
 
Sedmo poglavje je namenjeno ugotovitvam iz raziskave mnenja o sedanji ureditvi 
varstva osebnih podatkov umrlih posameznikov pri kljuĉnih upravljavcih teh podatkov v 
Sloveniji in nakljuĉno izbranih obĉanih. 
 
Osmo poglavje je namenjeno ugotovitvam iz primerjalno pravne ureditve varstva 
osebnih podatkov umrlih posameznikov v  drugih evropskih drţavah, podrobneje v Italiji 
in na Slovaškem, nekatere rešitve v drugih drţavah, predvsem informacijski panel 
(infomat) v Španiji in spletni iskalnik pokojnikov na Hrvaškem ter drugaĉno gledanje na 
obravnavano problematiko z oĉmi nekaterih domaĉih strokovnjakov. 
 
Deveto poglavje je namenjeno predstavitvi doseţenih rezultatov in ciljev raziskave.  
 
Deseto poglavje  je namenjeno preverjanju postavljenih hipotez. 
 
Enajsto poglavje je namenjeno predstavitvi prispevka raziskovanja k znanosti oziroma 
stroki. 
 
Dvanajsto poglavje je namenjeno predstavitvi uporabnosti rezultatov raziskave. 
 
Trinajsto poglavje pa je zakljuĉek. 
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2 ČLOVEKOVE PRAVICE IN OSEBNOSTNE PRAVICE 
 
2.1 OSNOVNO VPRAŠANJE 
 
Ker se pravica do zasebnosti v pravu pojavlja v dveh oblikah, kot osebnostna pravica 
(zasebnega znaĉaja) in ĉlovekova pravica (javnopravnega znaĉaja), moramo zaradi 
razumevanja v naslednjih poglavjih obravnavane pravice do zasebnosti, informacijske 
zasebnosti in varstva osebnih podatkov tako ţivih posameznikov (ljudi1) kot tudi umrlih 
posameznikov (mrliĉev2), najprej razjasniti osnovne pojme in odgovoriti na osnovno 
vprašanje. 
 
Pri tem je to osnovno vprašanje zgolj eno samo in sicer, ali se osebnostne pravice ter 
ĉlovekove pravice in temeljne svobošĉine nanašajo le na ţive posameznike (ljudi) ali 
pa tudi na mrtve posameznike (mrliĉe). 
 
Da bi lahko odgovorili na to osnovno vprašanje, pa moramo predvsem ugotoviti, kaj 
pravzaprav so osebnostne pravice ter kaj ĉlovekove pravice in temeljne svobošĉine, na 
koga se dejansko nanašajo, kako se varujejo v Ustavi RS in kakšno vlogo ima pri tem 
Ustavno sodišĉe Republike Slovenije (US RS). 
 
Nadalje moramo ugotoviti, kako je urejeno mednarodno varstvo ĉlovekovih pravic in 
temeljnih svobošĉin ter preuĉiti 8. ĉlen EKĈP skozi sodno prakso ESĈP, ĉemur je 
namenjeno celotno tretje poglavje. 
 
2.1.1 Osebnostne pravice 
 
V moderni dobi se je pojavila v civilnem pravu vrsta pravic, ki gredo ĉloveku kot 
takemu, glede na njegovo osebo, njegove telesne in duševne moĉi in druga osebna 
razmerja. Te pravice so osebne in nepremoţenjske pravice. Te pravice imenujemo 
osebnostne pravice (Finţgar, 1985, str. 11). 
 
Osebnostne pravice so predmet interdisciplinarnega prouĉevanja, tako da jih lahko 
analiziramo s filozofskega, moralnega, zgodovinskega, politiĉnega, pravnega in drugih 
gledišĉ. Vprašanje osebnostnih pravic je lahko tako predmet kazenskega prava, pravne 
zgodovine, ustavnega prava in zlasti civilnega prava (Toplak, 2002, str. 232). 
 
Po splošni definiciji je osebnostna pravica ĉlovekova pravica s horizontalnim in 
vertikalnim efektom, zašĉitena z instrumenti civilnega prava. S sprejetjem EKĈP pa 
pravica do zasebnosti v Evropi dobi tudi vse veĉje razseţnosti mednarodnopravno 
                                            
1
 Ĉlovek je sesalec iz reda prvakov z najvišje razvitimi moţgani, zaradi katerih ga odlikujeta 
praktiĉna iznajdljivost in sposobnost abstraktnega mišljenja (Kocjan-Barle in Bajt, 2003, str. 
363). 
2
 Mrliĉ je mrtev ĉlovek, ki do pokopa leţi na mrtvaškem odru doma ali v mrliški veţici na 
pokopališĉu (Kocjan-Barle in Bajt, 2003, str. 669). 
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zašĉitene ĉlovekove pravice (t. i. Menschenrecht). Zato je moĉ trditi, da ima pravica do 
zasebnosti v javnem pravu status (nekakšne) »splošne pravice do zasebnosti« 
(Lampe, 2004, str. 98). 
 
Osebnostne pravice in svobošĉine so tiste pravice in svobošĉine, ki varujejo enkratnost 
in celovitost ĉloveka kot posameznika. Po izvoru in razvoju so najstarejše pravice in 
svobošĉine. Izoblikovale in uveljavile so se v zgodovinskem procesu omejevanja 
drţavnih posegov v temeljne vrednote posameznika. Subjekt teh pravic in svobošĉin je 
praviloma ĉlovek kot posameznik, drţavljan je njihov nosilec le izjemoma (pravica do 
prepovedi izroĉitve drţavljana itn.). Po vsebini in naravi sodijo med pravice 
negativnega statusa. Najveĉkrat niso opredeljene kot pravice in svobošĉine, ampak kot 
omejitve in prepovedi za drţavne in druge organe ter kot temeljna pravna naĉela 
(Kocjanĉiĉ, 2003 a, str. 112). 
 
Civilno pravo pozna nekatere osebne in nepremoţenjske pravice, ki pripadajo ĉloveku 
kot takemu. Veţejo se na njegovo osebo (fiziĉno in psihiĉno) ter njegova osebna 
razmerja. Te pravice opredeljujemo kot osebnostne pravice, saj varujejo ĉloveka in 
njegovo osebnost. Osebnostne pravice so tiste pravice, katerih obseg in pomen se 
pogosto spreminjata in dopolnjujeta, saj so precej odvisne od druţbenega razvoja. 
Veĉinoma pa lahko k njim prištevamo pravice, kot so pravica do ţivljenja, zdravja in 
telesne integritete, pravica do zasebnosti, pravica do osebnega ţivljenja, pravica do 
pisemske tajnosti, pravica do ĉasti in dobrega imena, pravica do osebne identitete, 
pravica do prostosti in podobno. Ker pa osebnostne pravice temeljijo na vprašanjih, ki 
so povezana z naravo osebnosti, problemi bivanja, socialnim povezovanjem in 
podobnim, zaradi druţbenega razvoja teh pravic ni mogoĉe niti taksativno našteti niti 
dokonĉno vsebinsko opredeliti (Cvetko, 1999, str. 39). 
 
Po nauku o osebnostnih pravicah so osebnostne pravice posebna vrsta pravic. 
Ĉlovekova osebnost je v razmerju med posamezniki varovana v raznim smereh, v 
raznih njenih lastnostih, atributih in manifestacijah. Zaradi tega je bistvo osebnostnih 
pravic teţko zajeti s posebno definicijo. Pojem osebnostnih pravic lahko bolje podamo, 
ĉe navedemo nekaj bistvenih znaĉilnosti teh pravic. 1. Osebnostne pravice so pravice, 
ki gredo ĉloveku kot takemu, glede na njegov obstoj, njegove telesne in duševne moĉi. 
Te pravice gredo vsakemu ĉloveku v enaki meri. Vezane so na osebnost upraviĉenca 
in se ne morejo loĉiti od osebnosti, so sestavni del ĉlovekove osebnosti. Vsak ĉlovek 
ima doloĉene pravice, ki izvirajo iz njegove osebnosti, iz svojstva osebnosti. Veĉkrat se 
tu govori o »naravnih«, »pripojenih« ĉlovekovih pravicah. Pri tem paĉ ne gre za 
pravice, ki so zunaj pravnega reda, marveĉ za pravice, ki jih ĉloveku kot takemu 
priznava pravni red glede na obstojeĉe druţbenopolitiĉne razmere ne samo v 
njegovem interesu, marveĉ tudi v splošnem interesu. 2. To so pravice, ki se tiĉejo 
neposredno osebe, doloĉenih ĉlovekovih osebnih dobrin. Te osebne dobrine so ali 
doloĉene ĉlovekove lastnosti, fiziĉne ali duševne, atributi ĉlovekove osebnosti, ki jih je 
narava dala ĉloveku, manifestacije, ki so del njega. To so njegove notranje dobrine, ki 
so neloĉljive od ĉlovekove osebe, ki so po svojem bistvu povezane z doloĉeno osebo, 
ki so sestavni del ĉlovekove osebne sfere. To niso samo tiste dobrine, ki gredo ĉloveku 
kot biološkemu bitju (ţivljenje, zdravje, telesna integriteta), marveĉ tudi vrsta drugih, ki 
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gredo ĉloveku kot socialnemu bitju v odnosu do drugih, ki se danes priznavajo kot 
integralni del ĉlovekove osebnosti (prostost, ĉast, ime, osebno ţivljenje, lastna podoba, 
spisi osebnega znaĉaja, glas). 3. Osebnostne pravice so pravice, ki varujejo ĉlovekovo 
osebnost, njeno fiziĉno in moralno bistvo v doloĉenih smereh. Osebnostne pravice so 
pravice, ki so neposredno in izkljuĉno doloĉene za to, da varujejo ĉlovekovo osebnost  
(Finţgar, 1985, str. 38 in 39). 
 
V teoriji se osebnostne pravice opredeljuje (1) kot pravice, ki s sredstvi civilnega prava 
varujejo »doloĉene ĉlovekove osebne dobrine, ĉloveka, njegovo osebnost«3, nadalje 
(2) kot moralno premoţenje pravnih subjektov, to je kot pravico zahtevati spoštovanje 
in razvoj lastne osebnosti v skladu s svojo psihosocialno stopnjo razvoja4 ali pa (3) kot 
poseben tip pravic.5 So absolutne oziroma izkljuĉujoĉe, vezane na osebo6 (Polajnar – 
Pavĉnik, 1997, str. 152). 
 
Število osebnostnih pravic ni omejeno, te se stalno razvijajo, tako kot se razvija tudi 
ĉlovekova osebnost. Nova ţivljenjska razmerja, razvoj civilizacije, tehniĉni napredek 
vplivajo na oblikovanje novih osebnih dobrin in s tem novih osebnostnih pravic.  
Osebnostne pravice so civilne pravice. Ĉlovekove osebne dobrine so lahko varovane 
predvsem pred kršitvami s strani drţavnih organov, v razmerju do organov drţavne 
oblasti. Ĉlovekove osebne dobrine pa so varovane tudi v razmerju med posamezniki, 
pred kršitvijo s strani posameznikov. Kroga na en ali drug naĉin varovanih dobrin se 
nujno ne pokrivata. Tako je npr. pravica na lastni podobi varovana samo v razmerju 
med posamezniki. Osebnostne pravice so osebne, nepremoţenjske pravice. 
Premoţenjske pravice se dajo oceniti v denarju. Osebnostne pravice se tiĉejo osebnih 
dobrin kot moralnih vrednot, ki se ne dajo oceniti v denarju. Osebnostne pravice so 
izkljuĉevalne (absolutne) pravice, pravice, ki uĉinkujejo zoper vsakogar. Osebnostne 
pravice imajo kot absolutne pravice zlasti negativno vsebino, gre za to, da ni nikomur 
dovoljeno posegati v to pravico. Vendar ima osebnostna pravica tudi pozitivno vsebino, 
upraviĉenec lahko neposredno uţiva doloĉeno osebno dobrino, vĉasih lahko z njo tudi 
razpolaga (transfuzija krvi, transplantacija delov ĉlovekovega telesa). Ĉe pravimo, da je 
osebnostna pravica absolutna pravica, to pomeni, da je subjekt pravice upraviĉen od 
vsakogar zahtevati, da se vzdrţi posegov v osebno dobrino, ki je varovana z doloĉeno 
osebnostno pravico. Ker je osebnostna pravica absolutna pravica, je prepovedan vsak 
protipravni poseg, ne glede na krivdo poseţnika. Za varstvo osebnostnih pravic tedaj ni 
znaĉilna odškodninska toţba, marveĉ kvazinegatorna toţba, s katero zahteva 
upraviĉeni, analogno kot pri negatorni toţbi, da se vzpostavi prejšnje stanje in prepove 
nadaljnje posege. Osebnostne pravice se kot absolutne pravice loĉijo od stvarnih 
pravic in pravic intelektualne lastnine po svojem predmetu. Predmet osebnostne 
pravice so osebne dobrine, predmet stvarne pravice je stvar, predmet pravice 
intelektualne lastnine je nematerialna dobrina, npr. knjiţevno delo, iznajdba. Za osebne 
pravice veljajo doloĉene omejitve. Ĉlovek ţivi v druţbi, v soţitju z drugimi, kar samo po 
sebi prinaša doloĉene omejitve. V tem smislu so osebnostne pravice odnosne, 
                                            
3
 Finţgar, 1985, str. 12. 
4
 Radoviĉ, 1988, str. 591. 
5
 Larenz, 1983, str. 180.  
6
 Sajovic, 1988, str. 571. 
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relativne pravice. Pri posameznih osebnostnih pravicah so lahko v zakonu dovoljeni 
posegi oziroma doloĉene posebne omejitve, ki so predpisane, bodisi v splošnem 
interesu, npr. interesu pravosodja, znanosti ali umetnosti bodisi v interesu 
posameznika. Poseg je dalje lahko upraviĉen, ĉe gre na strani storilca za »varovanje 
upraviĉenega interesa« ali za izvrševanje uradne dolţnosti. V poštev lahko pridejo tudi 
splošni protipravnost izkljuĉujoĉi razlogi, kot so silobran, skrajna sila ali dovoljena 
privolitev prizadetega. Upoštevati je dalje treba, da zlasti vsebina splošne osebnostne 
pravice, vĉasih pa tudi posamezne osebnostne pravice, ni precizno doloĉena in tako 
tudi ne, kdaj gre za protipravni poseg. Vsaka pravica ima svoj obseg, upoštevati je 
treba potrebo po varstvu in notranje omejitve. Osebnostne pravice nastanejo s 
ĉlovekovim rojstvom, veĉkrat pa tudi šele v njegovem nadaljnjem razvoju in ob 
posebnih pogojih, vedno pa ne glede na voljno sposobnost, sposobnost za dejanje. Za 
nastanek osebnostne pravice ni potrebno, kot pri premoţenjskih pravicah, nobenega 
pridobitnega dejstva. Vprašanje pridobitve, izgube, prenosa pravice se tu ne pojavlja. 
Osebnostne pravice so neprenosljive in nepodedljive, tem pravicam se ni mogoĉe 
odreĉi, te pravice tudi ne zastarajo. Osebnostne pravice so vezane na osebo 
upraviĉenca, osebnostne pravice gredo le upraviĉencu, le on jih lahko uveljavlja in ne 
morejo se mu vzeti. Osebnostne pravice so strogo osebne pravice. Osebnostne 
pravice so z upraviĉencem tako ozko povezane, da se ne morejo odtujiti, odstopiti ali 
prenesti na drugega niti s pravnim poslom med ţivimi niti za primer smrti, z odplaĉnim 
ali neodplaĉnim poslom, niti prisilno, npr. z izvršbo ali z razlastitvijo. Osebnostne 
pravice niso v pravnem prometu. Neprenosljivost je bistveni znak osebnostne pravice. 
Osebnostni pravici se ni moĉ odreĉi. Osebnostne pravice so urejene s prisilnimi 
predpisi. Osebnostne pravice gredo ĉloveku neodvisno od njegove volje. Osebnostne 
pravice tudi ne zastarajo. Zastaranju so podvrţene le premoţenjske pravice. 
Osebnostne pravice se ne morejo izgubiti s tem, da se ne izvršujejo oziroma 
uveljavljajo doloĉeno dobo. Uveljavljanje kršitve osebnostne pravice ni vezano na 
doloĉen rok, kar pa glede na doloĉbe ZOR ne velja za odškodninske zahtevke (po 
Finţgarju, 1985, str. 39-43). 
 
Osebnostne pravice posameznika praviloma prenehajo z njegovo smrtjo7. 
 
Osebnostne pravice ni mogoĉe dedovati, ĉeprav v doloĉenih primerih zakonec ali 
najbliţji sorodniki lahko uveljavljajo doloĉeno osebnostno pravico umrlega, vendar 
samo tisto, ki je materialne narave. Take primere zakon posebej doloĉa in nimajo 
zveze z dedovanjem. Naĉeloma pa prenos osebnostnih pravic ni mogoĉ niti med ţivimi 
niti za primer smrti. Osebnostne pravice lahko uĉinkujejo tudi po smrti kot »residium« – 
ostanek umrlemu pripadajoĉe pravice (dedovanje zahtevka iz negmotne škode – 
prisojenega, pieteta do trupla ipd.). Umrli ima še za ţivljenja interes varstva po smrti in 
zato je šteti, da gre za uĉinkovanje osebnostnih pravic tudi po njegovi smrti. 
Osebnostni pravici se ni mogoĉe odreĉi, obstaja pa moţnost, da imetnik pravice privoli 
v kršitev pravice v doloĉenem obsegu. Tak primer je poseg v telesno integriteto; s 
privolitvijo v poseg odpade protipravnost posega, s tem pa tudi pravica zahtevati 
varstvo osebnostne pravice. Osebnostne pravice je z zakonom mogoĉe omejiti, vendar 
mora biti podan upraviĉen interes ali pa uradna dolţnost (Toplak, 2002, str. 233).  
                                            
7
 Sklep Vrhovnega sodišĉa RS št. II Ips 428/96 z dne 26. 3. 1998, dok. št. VS03759. 
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Osebnostne pravice in svobošĉine varujejo ĉlovekovo telesno in duševno celovitost, 
njegovo osebnost, dostojanstvo in zasebnost. Ta skupina zajema najveĉje število 
ĉlovekovih pravic in svobošĉin, ki jih po tradicionalni klasifikaciji uvršĉamo med pravice 
negativnega statusa. Spadajo med najstarejše, saj so se prav te najprej urejale v 
posameznih zgodovinskih aktih in tudi v kasneje sprejetih ustavah z namenom, da bi 
se omejila drţavna oblast in prepovedali ter prepreĉili njeni posegi v svobodno sfero 
posameznika. Veĉina osebnostnih pravic je skupaj s pravicami do enakopravnosti in 
dostojanstva ĉlovekove osebnosti pogoj za uresniĉevanje številnih drugih pravic in 
svobošĉin. Osebnostne pravice in svobošĉine so praviloma individualne, saj pripadajo 
vsakemu ĉloveku kot posamezniku in so neloĉljivo povezane s ĉlovekovo osebnostjo. 
Osebnostne pravice in svobošĉine lahko razvrstimo v štiri podskupine: 1. nedotakljivost 
ĉlovekove telesne celovitosti, 2. pravice (procesna jamstva) v kazenskem postopku, 3. 
nedotakljivost ĉlovekove zasebnosti, 4. svoboda izraţanja in opredeljevanja (Kauĉiĉ, 
2003, str. 110 in 111). 
 
Ĉlovekovo zasebnost pojmujemo kot nemoteno in svobodno uveljavljanje osebnega in 
druţinskega ţivljenja brez vmešavanja ali nadziranja v imenu drţave ali drugih 
subjektov. Potreba po ustavnem varstvu pravic do zasebnosti se je poveĉala zlasti v 
zadnjih dveh desetletjih zaradi ĉedalje veĉje uporabe elektronskih tehniĉnih 
pripomoĉkov za neopazno poseganje v ĉlovekovo zasebnost in zbiranje informacij o 
njem. Ĉlovekova zasebnost je v najsplošnejšem zagotovljena z doloĉbo 35. ĉlena 
Ustave RS, ki ureja varstvo pravic zasebnosti in osebnostnih pravic, poleg tega pa tudi 
s posebnimi doloĉbami o nedotakljivosti stanovanja, tajnosti pisem in drugih obĉil ter 
varstvu osebnih podatkov (Kauĉiĉ, 2003, str. 119). 
 
Osebnostne pravice kot temeljne pravice so se razvijale skozi zgodovino, kljub temu pa 
so pravne pravice šele, ko so jim pravne norme opredelile vsebino in doloĉile organe 
ter poti za njihovo varovanje. Pri tem pravicah gre, ĉe na njih gledamo s pravnega 
stališĉa, za nekaj novega, kar se v praksi šele razvija (Cvetko, 1999, str. 41). 
 
»Predmet« osebnostne pravice (osebnostnih pravic) je raznolik. Predstavlja se nam 
lahko v dobrini, ki ni vedno sestavina osebnosti, je pa pogoj za obstoj in delovanje 
posameznika kot osebnosti. Kot vsebino takih naravnih absolutnih pravic naštevajo 
predvsem ime, ĉast, pravico do podobe, pisemsko tajnost kot tudi oblike tehniĉnega 
predstavljanja (in razširjanja) omenjenih dobrin (Sajovic, 1992, str. 102). 
 
Kot posamezne osebnostne pravice navajajo pravico do ţivljenja, zdravja in telesne 
integritete, pravico do prostosti, pravico do ĉasti in dobrega imena, pravico do osebne 
identitete, pravico do lastne podobe, pravico do pisemske tajnosti, pravico na glasu, 
pravico do osebnega ţivljenja in pravico do duševne integritete. K tem pravicam prof. 
Sajovic še dodaja posmrtno zavarovanje pokojnikove osebnosti, kjer gre za prenos 
doloĉenih pokojnikovih interesov na njegove naslednike. Osebnost po smrti varujejo 
tudi nekatera upravnopravna doloĉila (pokop, grob, posmrtno obeleţje). V zvezi s to 
posebno osebnostno pravico prof. Sajovic poudarja varstvo avtorskih pravic pokojnika. 
V novejšem ĉasu se pojavljajo posebni fenomeni varovanja osebnostnih pravic, kot je 
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javno obvešĉanje, gospodarska in druga propaganda, pojav novih tehniĉnih sredstev 
za vdor v zasebnost, ĉemur vsemu civilistika sledi skladno z ustavnopravnim 
pojmovanjem, da na tem podroĉju ni pravnih praznin (Šinkovec, 1997, str. 175 in 176). 
 
Funkcija temeljnih pravic je bila izvorno zašĉita posameznika proti samovolji drţave in 
njenih organov. O osebnostnih pravicah pa je govor takrat, kadar gre za razmerja med 
formalno prirejenimi subjekti, kadar gre torej za varstvo posameznika pred posegom 
drugega posameznika v njegovo osebnostno sfero. Pregled katalogov temeljnih in 
osebnostnih pravic nam sicer kaţe, da so nekatere od temeljnih pravic po svoji naravi 
lahko usmerjene proti drţavi (npr. enako varstvo pravic, pravica do sodnega varstva, 
javnost sojenja, pravica do pravnega sredstva, naĉelo zakonitosti v kazenskem 
postopku, ipd.), nekatere pa lahko krši tako drţava kakor tudi drugi subjekti. Temeljne 
in osebnostne pravice se tako vsebinsko prekrivajo (Sajovic8 govori o »razliĉnih 
opredelitvah osebnostnih stanj«), kadar gre za zašĉito istih temeljnih dobrin (npr. 
nedotakljivosti ĉlovekovega ţivljenja, prepoved muĉenja, varstvo osebne svobode, 
pravica do osebnega dostojanstva in varnosti, nedotakljivost stanovanja, varstvo 
tajnosti pisem in drugih obĉil, varstvo osebnih podatkov, svoboda izraţanja, svoboda 
vesti, zdravo ţivljenjsko okolje). Zaradi tega tudi sodobna teorija ne razlikuje veĉ ostro 
med ĉlovekovimi pravicami ter temeljnimi pravicami in poudarja, da »temeljne pravice 
niso samo pravice javnopravne narave, marveĉ je treba te pravice priznati tudi v 
medsebojnih razmerjih med posamezniki, zaradi ĉesar uţivajo tudi civilnopravno 
varstvo«. V ospredju je ideja o celovitosti ĉlovekove osebnosti, ki je ni mogoĉe cepiti na 
drţavljansko in zasebno sfero. Bistvo posameznika ni v delitvi, temveĉ v enotnosti 
(Polajnar – Pavĉnik, 1997, str. 150 in 151). 
 
Pravna sredstva, ki so prizadetemu ob kršitvi osebnostne pravice na voljo, so v našem 
pravu razliĉna. Tako ima prizadeti moţnost uveljavljati razliĉne vrste toţb, zlasti: 1. 
ugotovitveno toţbo, 2. opustitveno ali odstranitveno toţbo, 3. zahtevo za prenehanje 
kršitev pravice osebnosti, 4. odškodninsko toţbo, 5. obogatitveni zahtevek, 6. popravek 
objavljenega obvestila itd.. Najveĉkrat so odškodninski zahtevki v obliki satisfakcije 
(denarnega zadošĉenja za povzroĉeno nematerialno in materialno škodo), 
odstranitveni zahtevek, kakor tudi razne vrste restitucij ali vzpostavitve v prejšnje 
stanje, kot na primer preklic (Toplak, 2002, str. 249).  
 
2.1.2 Človekove pravice in temeljne svoboščine 
 
Pojem ĉlovekove pravice - vĉasih z dodatkom »in temeljne svobošĉine« - je eden tistih 
pogosto in široko uporabljanih, pri katerih se ĉloveku zazdi, da ne govorimo o istem, 
ĉeprav uporabljamo iste besede. Pri tem pušĉam ob strani sprenevedanje zlasti glede 
politiĉnih pravic v naši bliţnji preteklosti. Tudi v vsakdanjem govoru in strokovnih 
razglabljanjih, kjer sluţijo ĉlovekove pravice kot temelj in izhodišĉe za mnoge teorije, 
principe, stališĉa in politike, deluje sam pojem pogosto izpraznjeno in dvoumno. Po eni 
strani je v rabi kot gola fraza, ki kot nekatere druge besede pride prav vedno, kadar ni 
pri roki kakšnih otipljivejših, bolj podrobnih in konkretnih argumentov. Po drugi strani pa 
                                            
8
 Sajovic, 1988, str. 571. 
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se pojem uporablja v mistificirani obliki, z neko avreolo in s teţnjo, da se s tako 
nedotakljivim pojmom zajame prav vse, tudi tisto, kar vanj ne sodi. Obe strani se 
seveda prepletata. Mistificiran in glorificiran pojem pride še kako prav za uveljavljanje 
vĉasih prav banalnih interesov, oddaljenih ali celo nasprotnih dejanskemu 
uresniĉevanju in spoštovanju ĉlovekovih pravic. Ne ena ne druga pojmovna 
deformacija ni v prid ĉloveku kot nosilcu pravic (Bizjak, 1999, str. 8). 
 
Nihĉe povsem dobro ne ve, kaj naj bi ĉlovekove pravice sploh bile. Nekaj jih je sicer 
pozitivno naštetih v EKĈP, vendar to ne pomeni kaj dosti, saj je EKĈP za dve, tri strani 
besedila. Acquisa, torej precedenĉne delovne prakse, pa je za kakšna dva metra in pol. 
Ĉlovekove pravice so torej tisto, kar poĉne ESĈP. ESĈP je zagotovilo, da ĉlovekove 
pravice obstajajo kot nekaj realnega (Kukec, 2008, str. 53). 
 
Ĉlovekove pravice je mogoĉe v splošnem definirati kot tiste pravice, ki pripadajo 
ĉloveku po naravi in brez katerih ĉlovek ne more ţiveti kot ĉloveško bitje (Mikliĉ - Türk, 
1991, str. 5). 
 
Ĉlovekove pravice so pravice nas vseh, moje, tvoje, njene, njegove, vaše, naše ali 
njihove (Varuh ĉlovekovih pravic, URL= »http://www.varuh-rs.si/index.php?id=10«. 1. 5. 
2008). 
 
Vprašanje »nastanka« ĉlovekovih pravic (»temeljnih pravic«, »ĉlovekovih pravic in 
svobošĉin« ipd.) je zelo zapleteno in poraja zelo razliĉna gledišĉa. V skladu s 
prevladujoĉo (»klasiĉno«) doktrino ĉlovekovih pravic, naj bi le-te pripadale ĉloveku ţe 
po njegovi naravi, kar pomeni, da naj bi jih vsak posamezen ĉlovek avtomatiĉno 
pridobil ţe s svojim nastankom (najpogosteje se tu misli na rojstvo ĉloveka, ĉeprav 
mnogi nastanek ĉloveka vidijo v trenutku njegovega spoĉetja ali v doloĉenem ĉasu 
med spoĉetjem in rojstvom). Po takšnem pogledu pripadajo ĉlovekove pravice 
slehernemu ĉloveku ţe kot takšnemu, naloga drţave oziroma oblasti pa je, da mu te 
pravice prizna in ustrezno zavaruje. Po takšnem naziranju so ĉlovekove pravice 
univerzalne ter kot takšne vsaj naĉelno neodvisne od konkretnega druţbenega ĉasa in 
prostora, kajti v svojem jedru so (kot vsaka »dana zadanost«) prisotne v vsakem 
ĉloveškem okolju in zgodovinskem trenutku (Cerar, 2002, str. 18). 
 
Mešĉanski koncept ĉlovekovih pravic se razlikuje od prejšnjih predvsem v oblikovanju 
jasnega spoznanja, da ni mogoĉe govoriti o ĉlovekovih pravicah vse dotlej, dokler le-te 
niso priznane na pravno obiĉajen naĉin, se pravi dokler oblast javno ne prizna svojih 
omejitev ter sredstev, ki so na voljo posamezniku, da se sooĉa z oblastjo (Pereniĉ, 
1988, str. 20). 
 
Ĉlovekove pravice – tiste temeljne, neodtujljive, naravne – naj bi bile uveljavljene 
zmeraj in povsod. Kot da ne bi bilo zgodovine. Vsakemu individumu naj bi glede na 
specifiĉnosti druţbenih gospodarskih, politiĉnih, pravnih sistemov oziroma ureditev 
zagotavljale svobodnost, praviĉnost, gotovost. Temeljne podmene ĉlovekovih pravice, 
kot jih poznamo dandanes, so bile vsebovane ţe v tistih osnovnih izroĉilih, ki jih 
obiĉajno pojmujemo kot jedro duhovne kulture (Sruk, 1988, str. 259).  
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Bistveno drugaĉna gledišĉa so tista, ki opozarjajo, da so ĉlovekove pravice 
zgodovinsko pogojen in izrazito dinamiĉen pojav, kar pomeni, da so se kot (filozofska) 
ideja pojavile šele na doloĉeni kasnejši stopnji razvoja ĉloveške druţbe, t. j. v ĉasu 
novega veka, ter se kot takšne razvijajo in spreminjajo glede na razliĉne ĉasovne in 
druţbene determinante. Takšni pogledi pogosto zanikajo univerzalnost ĉlovekovih 
pravic ter poudarjajo njihovo kulturno, politiĉno, ekonomsko in drugaĉno pogojenost 
(partikularnost). Nekateri misleci so ob tem tudi izrazito kritiĉni do ĉlovekovih pravic, saj 
jih opredeljujejo le kot abstrakcije, ki v svojih konkretnih oblikah in vsebinah še vedno 
dopušĉajo oziroma utemeljujejo dejansko neenakost posameznikov (Cerar, 2002, str. 
18).    
 
Besedne zveze, kot so »temeljne pravice«, »temeljne (ĉlovekove)  pravice«, »ustavne 
svobošĉine in pravice«, »ĉlovekove pravice in temeljne svobošĉine«, zajemajo vse tiste 
pravice (v pravnem pomenu besede), ki imajo ustavno naravo.  
 
Najbolj na kratko jih je mogoĉe oznaĉiti kot »temeljne pravice«, ki se od drugih pravic 
razloĉujejo ravno po tem, da jih opredeljuje ustava, ki je temeljni in hierarhiĉno najvišji 
splošni pravni akt v posamezni drţavi. Za njih se pogosto navajata tudi izraza 
»temeljne (ĉlovekove) pravice« ali pa zgolj okrajšava »ĉlovekove pravice«. Slednja 
jezikovna dvojica je pravno ohlapna, ker se nanaša tudi na tiste pravice, ki so v celoti 
urejene šele z zakoni. V primeru, ko je uporabljen izraz »ĉlovekove pravice«, je najbolj 
zanesljivo pomensko merilo kontekst, v katerega je oznaka umešĉena. Iz besedne 
zveze bo praviloma dovolj jasno razvidno, ali gre za ĉlovekove pravice v širšem ali pa 
za ĉlovekove pravice v oţjem (ustavnopravnem) pomenu te besede. Temeljne pravice 
so onkraj civilizacijskopravnega in pozitivnega prava. Temeljne pravice so sad 
vrednostne odloĉitve tistega, ki jih pravno pozitivira, tistega, ki jih razlaga, in ne 
nazadnje tistega, ki o njih oblastno odloĉa (po Pavĉniku, 1997, str. 15-17). 
 
Ĉlovekove pravice in temeljne svobošĉine so vrednota demokratiĉne druţbe. Kot 
takšne so vsebinsko središĉe »ustavne demokracije« (oziroma »konstitucionalizma«) 
in vrednostno jedro pravne drţave. Hkrati so tudi vrednostno merilo t. i. zakonite 
praviĉnosti. Ob tem, ko je v druţbeni praksi kot praviĉno obiĉajno sprejeto to, kar je v 
skladu z zakoni, so prav ĉlovekove pravice in temeljne svobošĉine tisti vsebinski (tudi 
vrednostni, moralni, politiĉni itd.) minimum, ki v smislu kategoriĉnega imperativa doloĉa 
smer utrjevanja in razvijanja pravnih sistemov modernih, ustavnodemokratiĉnih drţav. 
Ĉe drţava ne zagotavlja vsaj minimalne ravni varstva ĉlovekovih pravic in temeljnih 
svobošĉin, ki je doloĉena z mednarodnimi dokumenti o varstvu ĉlovekovih pravic 
(predvsem s SDĈP in EKĈP), potem tako SE in EU kot tudi Organizacija zdruţenih 
narodov (OZN) drţavi dejansko ne priznavajo znaĉaja demokratiĉnosti in pravnosti. 
Temeljne ĉlovekove pravice in svobošĉine so na hierarhiĉni lestvici pravnih in politiĉnih 
naĉel in vrednot naĉelu suverenosti odvzele nekdanji primat. Zahod posameznim 
drţavam dejansko ne dovoljuje veĉ sklicevanja na drţavno suverenost in ozemeljsko 
nedotakljivost, ĉe je v ospredju problem hudih ali latentnih kršitev temeljnih ĉlovekovih 
pravic in svobošĉin v teh drţavah. Ĉlovekove pravice imajo prednost tako pred 
»prisilo« kot pred spremenljivo »voljo« (latinsko voluntas) bodisi posameznika, 
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doloĉene skupine ali vsakokratne druţbene veĉine. Diktatura in neomejena samovolja 
ostajata diktatura in neomejena samovolja, ne glede na to, kdo ju izvaja. V sintagmi 
»ustavna demokracija« pojem »ustavna« ni zgolj okrasek ali olepševalni pridevnik. V 
tej sintagmi je zajeta »ustavnost« kot vrednota, ki postavlja vsebinske meje tako drţavi 
v oţjem pogledu (vladajoĉa politiĉna opcija, drţavni organi in drugi izvajalci javnih 
pooblastil) kot tudi demokraciji. Omejevanje politiĉne oblasti in omejevanje vsakokratne 
volje veĉine izhajata iz jedra ustavne demokracije. Omejuje ju ustava. Zato tudi 
demokracije ne gre razumeti samo v formalnem smislu. Bistvo ustavne demokracije ni 
referendumsko ali neposredno uveljavljanje volje vsakokratne veĉine, paĉ pa prav 
ustavno omejevanje te volje. Suverenost drţave ni absolutna, pojem »suverenosti 
ljudstva« pa ima globlji pomen. Slednji je tesno povezan s splošnimi pravili druţbeno-
politiĉnega ţivljenja, z ustavnimi temelji druţbenega ţivljenja, ki jim na splošno 
pripisujemo znaĉaj racionalnosti ali razumnosti. Ta pravila so protiuteţ tako moĉi 
vsakokratne politiĉne oblasti kot tudi spremenljivosti, kratkoroĉnosti, egoizmu ali celo 
sprevrţenosti veĉinske volje. Z vidika posameznika torej ti ustavni temelji po eni strani 
omejujejo politiĉno oblast, po drugi strani pa posamezniku zagotavljajo ĉlovekove 
pravice in temeljne svobošĉine (Teršek, 2004 a, str. 105-107).      
 
Doloĉene pravice in ustrezne ĉlovekove potrebe je treba šteti za »neodtujljive«, 
»temeljne« ali »naravne«. Izvoru tega prepriĉanja lahko sledimo daleĉ nazaj v 
zgodovino ĉloveških idej. Razne študije so vsebovale razprave o ĉlovekovih potrebah 
in o pravicah, kakršne so pravica do ţivljenja, do svobode misli, do tolerantnosti, do 
svobode javnega zbiranja in zdruţevanja, do sklepanja pogodb, do svobode naroda in 
odpora proti zatiranju. Znaĉilne so tudi razprave o pravici do enakosti, do lastnine in o 
potrebi po sreĉi. Priznati pa je treba, da ni bilo doseţeno soglasje, na osnovi katerega 
bi bilo moĉ sestaviti kakšno izĉrpno listo ustreznih ĉlovekovih pravic ali opredeliti 
temelje njihove legitimnosti. Z razvojem in uveljavitvijo druţbenih znanosti se je pojavila 
vsaj moţnost empiriĉne opredelitve in preuĉevanja tega vprašanja. Raziskave so 
pokazale, da dajejo razliĉne grupe ljudi konkretnim potrebam razliĉne prioritete; da se 
te prioritete razlikujejo glede na nacionalne druţbe; in pa, da stopnja zadovoljitve 
osnovnih potreb vpliva tudi na vrsto in intenzivnost udeleţbe v javnem ţivljenju, ko se 
rešujejo ustrezni problemi (po Jambreku, 1988, str. 36-38). 
 
Mnoge ĉlovekove pravice in temeljne svobošĉine se po vsebini in naravi med seboj 
prekrivajo in prepletajo. Zato je vsaka delitev teh pravic in svobošĉin bolj ali manj 
pogojna in omejena. Glede na prevladujoĉe tradicionalne delitve ĉlovekovih pravic in 
temeljnih svobošĉin bomo te pravice in svobošĉine po ustavi razvrstili v naslednje 
skupine: 
 osebnostne pravice in svobošĉine; 
 politiĉne pravice in svobošĉine; 
 gospodarske in socialne pravice; 
 izobraţevalne pravice ter svoboda znanosti in umetnosti; 
 posebne pravice narodnih skupnosti in njihovih pripadnikov (Kocjanĉiĉ, 2003 a, str. 
111 in 112).  
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Ustava uporablja besedno zvezo »ĉlovekove pravice in temeljne svobošĉine«, pri 
ĉemer je mogoĉe oboje zdruţiti v enotni pojem ĉlovekovih (temeljnih) pravic v širšem 
smislu (Cerar, 1998, str. 38). 
 
Vse (ĉlovekove) pravice je tako mogoĉe izpeljati iz splošne zahteve po vsestranski 
ĉlovekovi svobodi (osvoboditvi) ter nato iz njenih posameznih manifestacij, t. j. 
svobošĉin, kot so npr. svoboda bivanja, mišljenja, gibanja in ustvarjanja. Te 
manifestacije so v bistvu pravna oblika svobošĉin, ki sodi v okvir t.i. pravic v širšem 
smislu. Kadar torej uporabljamo pojem svobošĉina v pravnem smislu, takrat mislimo s 
tem na posebno vrsto (pravne) pravice. Svobošĉina (»liberty«) je v tem smislu na 
splošno svoboda od vseh (predvsem arbitrarnih) omejitev, razen tistih, ki so praviĉno 
oziroma razumno, t. j. v skladu z interesi skupnosti, doloĉene s pravom (po Cerarju, 
1997, str. 53-56). 
 
Abstraktna doloĉitev nosilca ĉlovekovih pravic in dolţnosti je na videz enostavna, kajti 
ţe sama sintagma nedvoumno navaja kot takšnega nosilca ĉloveka. Ĉloveškost je 
obĉa predpostavka obstoja in opredelitve ĉlovekovih pravic in dolţnosti, saj brez 
ĉloveka oziroma »pred« ĉlovekom ni, niti dejansko niti logiĉno gledano, obstoja takšnih 
pravic in dolţnosti. Tudi teorije, ki npr. predpostavljajo (objektivno) pravo pravicam in 
dolţnostim, ki torej menijo, da pravni red konstituira pravice oziroma dolţnosti in ne 
obratno, upoštevajo ĉloveka kot dejavnika, ki nujno sopogojuje opredelitev in varstvo 
ĉlovekovih pravic in dolţnosti (Cerar, 1993, str. 13). 
 
Z vidika razmerja med posameznikom in drţavno oblastjo je mogoĉe razlikovati med 
pravicami treh temeljnih poloţajev (statusov). Pravice negativnega statusa so tiste, ki 
posamezniku zagotavljajo poloţaj, v katerega drţava in drugi subjekti ne smejo 
posegati (npr. svoboda vesti in veroizpovedi, svoboda izraţanja, pravica do zasebne 
lastnine ter varstva osebnih podatkov). Pravice pozitivnega statusa zagotavljajo 
posamezniku, da bo drţava delovala v njegovo korist (npr. drţava zagotavlja 
posameznikom pravico do osnovnega šolanja ter pravico do zdravstvenega varstva). 
Pravice aktivnega statusa pa so tiste, na podlagi katerih posamezniki (aktivno) 
sodelujejo v politiĉnem oziroma javnem ţivljenju (npr. pravica do sodelovanja pri 
upravljanju javnih zadev, pravica do zbiranja in zdruţevanja ter volilna pravica) (Cerar, 
1998, str. 38). 
 
Institucionalni sistemi loĉijo pravice na tiste, ki so iztoţljive in imajo t. i. »negativni« 
status, in na tiste, ki niso iztoţljive in imajo t. i. »pozitiven« status. Med iztoţljive 
ĉlovekove pravice spadajo zlasti drţavljanske in politiĉne pravice, kot so: nedotakljivost 
ĉlovekovega ţivljenja, varstvo osebne svobode, pravica do zasebne lastnine, varstvo 
zasebnosti in osebnostnih pravic, volilna pravica, pravice v zvezi s kazenskopravnimi 
jamstvi idr.. Med neiztoţljive ĉlovekove pravice pa spada veĉina ekonomskih, socialnih 
in kulturnih pravic, kot so na primer: pravica do stanovanja, pravica do praviĉnega 
nagrajevanja, pravica do doloĉenega minimalnega ţivljenjskega standarda, pravica do 
udeleţbe v kulturnem ţivljenju in uporabe znanstvenih doseţkov, pravica do enakih 
moţnosti dostopa do izobraţevanja na vseh stopnjah in do ustreznih zdravstvenih 
storitev (Zalar, 1999, str. 50). 
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S stališĉa prizadetega posameznika so nekatere dobrine, potrebe in pravice »deljive« 
ali »nedeljive«. Obvezno osnovno šolanje lahko traja štiri ali deset let, pa tudi katerokoli 
število let med obema. Moţnost in pravica voliti svoje predstavnike v javnih telesih pa 
ni deljiva: ali obstaja ali pa ne (Jambrek, 1988, str. 39). 
 
Po nosilcih (subjektih) delimo temeljne pravice predvsem na ĉlovekove in drţavljanske 
pravice. Ĉlovekove pravice so tiste pravice, ki jih ima ĉlovek kot ĉlovek. So pravice 
ĉloveka kot osebe, ki je to, kar je, sam po sebi v razmerju do drugih ljudi (subjekt), in 
kot osebnosti, ki je opredeljena po svoji celovitosti (volji, zavesti, aktivnosti itn). Glede 
na pravnofilozofsko pojmovanje ĉloveka, ki prevladuje v novoveških druţbah, je ĉlovek 
opredeljen predvsem po svojem dostojanstvu. Po tem pojmovanju izhajajo ĉlovekove 
pravice iz njegovega dostojanstva in morajo biti v skladu s tem dostojanstvom. Po 
nemški ustavi (temeljnem zakonu) sta doloĉba, ki razglaša ĉlovekovo dostojanstvo kot 
izhodišĉe temeljnih pravic in s tem tudi Ustave (1. ĉlen), in doloĉba, ki to naĉelo 
konkretizira v obliki »drţave ĉlovekovega dostojanstva« (20. ĉlen), edini doloĉbi, ki 
nista podvrţeni spremembam (reviziji). Najpomembnejše listine OZN pa ţe v uvodu 
(preambuli) razglašajo, da je ĉlovekovo dostojanstvo izhodišĉe in temelj ĉlovekovih 
pravic (Ustanovna listina, SDĈP, oba Mednarodna pakta o pravicah itn.) (Kocjanĉiĉ, 
2003 a, str. 98).  
 
Ĉlovekove pravice so najstarejše pravice, ki jih drţava ne more ne podeljevati ne 
pogojevati, ker pripadajo ĉloveku ţe samo zaradi dejstva, da je ĉlovek. Te pravice 
pravna teorija oznaĉuje kot absolutne pravice, pogosto tudi kot univerzalne. To pomeni, 
da veljajo v vsakem primeru in zoper vsakega, pri ĉemer te pravice ne bi smele biti 
odvisne od sprotne zakonodajalĉeve subjektivne volje. To jim daje naravo nevtralnosti 
(Cvetko, 1999, str. 15). 
 
Temeljne pravice so krhka pravna dragotina. Na njeno krhkost je, vsaj z doloĉenega 
zornega kota, zelo lepo opozoril francoski pravni filozof Michel Villey, ko je rekel: vsaka 
izmed tako imenovanih ĉlovekovih pravic je negacija pravic, ki jih imajo drugi, in 
povzroĉa krivice, ĉe jih izvajamo neodvisno drugo od druge (Pavĉnik, 1999, str. 25).  
 
Pravo je - ţal - ambivalentno, a hkrati neogibno potrebno - kot mreţa pravil, ki oklepajo 
druţbena razmerja, in kot utrjevalec svobode, ki jo je ĉloveštvo ţe doseglo. 
Ambivalentni naravi ne morejo ubeţati tudi temeljne (ĉlovekove) pravice: na eni strani 
so izhodišĉe prava, ki ga drţava sprejema in se zavezuje, da ga bo varovala, na drugi 
strani so vpeta v prisilna pravna pravila, ki jih sankcionira ta ista drţava. Drţava je tista, 
ki jo temeljne pravice omejujejo, tista, ki jih varuje, in povrhu še tista, ki jih pogosto tudi 
krši (Pavĉnik, 1997, str. 13). 
 
Temeljne pravice ĉloveka predstavljajo kot osrednja prvina politiĉno konstituirane 
druţbe predvsem pravno vprašanje, še posebej, ĉe s pravom ne zajamemo le njegove 
normativno - instrumentalne ravni, temveĉ celoten mehanizem nastajanja in 
udejanjanja prava ter vso razseţnost pravne kulture. Opredelitev nosilca teh pravic je 
tako tesno povezana z vprašanjem njegove pravne subjektivnosti, zato je potrebno 
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izhodišĉno posebej osvetliti poloţaj ĉloveka kot pravnega naslovljenca. Ĉlovek nastopa 
v okviru pozitivnega prava kot subjekt. Z ontološkega vidika oznaĉuje ta izraz nosilca 
dejanj oziroma lastnosti, eksistenca takšnega nosilca pa kot bistven element vkljuĉuje 
zavest. S psihološkega vidika je subjekt individuum, ki je nosilec predvsem vsega 
zavestnega pa tudi nezavednega doţivljanja. Tudi v pravu nastopa ĉlovek v vlogi 
subjekta kot zavestni individuum in usmerjevalec lastne dejavnosti, pri ĉemer pa še 
vedno ostaja pravu podrejen (kar sovpada z etimološkim pomenom besede). V pravu 
torej z izrazom pravni subjekt ne oznaĉujemo neposredno ĉloveka kot dejavnika v 
druţbenih prednormativnih razmerjih, temveĉ dejstvo, da pravne norme (pravni sistem) 
ĉloveku vzpostavljajo pravno sposobnost oziroma mu podeljujejo doloĉen sklop pravic 
in obveznosti. Oseba v pravnem smislu je tisti, ki je lahko nosilec pravic in dolţnosti. 
Takšen juridiĉni (normativni) pojem pravne subjektivnosti se torej razlikuje od 
subjektivnosti v sociološkem smislu in ţe prehaja v pojem osebe prava. Tradicionalna 
pravna teorija praviloma ugotavlja, da so pravne pravice in dolţnosti lastnosti osebe, 
da torej obstoji posebna entiteta (subjekt), ki je nosilka pravic in dolţnosti, vendar je od 
njih eksistenĉno loĉena. Opredelitev oziroma pravna redukcija ĉloveka na t. i. fiziĉno 
osebo je še posebej pomembna v navezavi na ĉlovekove pravice in dolţnosti. V pravu 
nastopa ĉlovek kot pravni naslovljenec le v liku t. i. fiziĉne pravne osebe, ki ni istovetna 
z realnim (naravnim) ĉlovekom kot takšnim. Tako je mogoĉe v tem okviru pritrditi 
stališĉu, da vidi pravnik posameznega ĉloveka (in posamezen primer) vedno le skozi 
»oĉala« zakonskih splošnih pojmov, pri ĉemer je konkretna ĉloveška individualnost 
pravno upoštevana le v svojih abstraktnih lastnostih oziroma le kot pravna shema. Ĉe 
na splošno primerjamo pravnega ĉloveka (fiziĉno osebo) in naravnega ĉloveka 
(ĉloveka v najširšem smislu), ugotovimo najprej, da nastane prvi praviloma ob trenutku 
rojstva naravnega ĉloveka, kajti takrat se formira subjekt pravic in dolţnosti (pravna 
sposobnost). Nastanek naravnega ĉloveka ni opredeljen formalno (tako kot v pravu), 
zato je nemogoĉe na obĉe sprejemljiv naĉin doloĉiti trenutek njegovega resniĉnega 
nastanka. Pravni ĉlovek pa obstoji in se spreminja predvsem znotraj obsega svoje 
pravne sposobnosti. Ob nastanku še ni nosilec vseh pravnih pravic in dolţnosti, ki jih 
imajo praviloma fiziĉne osebe. Pravni ĉlovek preneha obstajati praviloma ob trenutku 
smrti naravnega ĉloveka, lahko pa v doloĉenem obsegu nekatere njegove komponente 
prenehajo delno ali v celoti ţe pred smrtjo (npr. izguba drţavljanstva ali zasuţnjenje 
posameznika) ali pa ostanejo aktualne še po smrti (npr. moralne avtorske pravice). 
Naravni ĉlovek biološko preneha obstajati s trenutkom smrti, glede prenehanja 
njegovega drugaĉnega obstoja pa so mnenja deljena. Pravni ĉlovek lahko deluje le v 
okviru svoje poslovne (opravilne) sposobnosti, katere bistvo je pravno opredeljena 
sposobnost subjekta, da (lahko) z lastnimi dejanji pridobi pravice in prevzema dolţnosti 
oziroma obveznosti. Pravni ĉlovek je vedno opredeljen kot abstraktno-tipsko (kot 
fiziĉna oseba), zaradi ĉesar je mogoĉe splošnost upraviĉeno šteti za bistveno prvino 
modernega prava. Naravni ĉlovek pa ostaja kot tak pri svojem delovanju vedno 
konkreten. Prehod iz pravnega ĉloveka v naravnega in obratno je torej prehod iz 
abstraktne v konkretno dejavnost in obratno (po Cerarju, 1993, str. 13-28). 
 
V pravnem pomenu so ĉlovekove pravice s pravnimi pravili urejena upraviĉenja 
posameznika v razmerju do drţavne oblasti. Bistvena lastnost pravic je poleg 
upraviĉenja tudi pravno varstvo (Kuhelj, 2004, str. 11). 
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Pravno varstvo obiĉajno oznaĉujemo kot iztoţljivost. Na drugi strani pa pravica 
posameznika prepreĉuje drugim (posebej drţavnim organom) poseganje vanjo in s tem 
njeno kršitev. S tega vidika pomenijo ĉlovekove pravice in svobošĉine omejevanje 
drţavne oblasti, zlasti varstvo pred njeno arbitrarnostjo. Zato je posebej pomembno, da 
so urejene z ustavo kot najvišjim pravnim aktom. To naj bi vsakokratni politiĉni oblasti 
prepreĉevalo, da bi jih prilagajala svojim potrebam in interesom, jih omejevala ali celo 
odpravljala (Kauĉiĉ, 2003, str. 91). 
 
Ĉlovekove pravice so bistveni sestavni del sleherne ustavne ureditve, ki uveljavlja 
sodobni koncept (zahodnega tipa) demokracije. Kljub raznolikosti (pluralnosti) 
demokratiĉnih institucij, postopkov in drugih znaĉilnosti sodobnih demokratiĉnih drţav, 
tvorijo nekatere t. i. klasiĉne ĉlovekove pravice tisto skupno demokratiĉno jedro, ki je 
prisotno v vseh demokracijah, ki jih danes kot takšne priznava moderni zahodni svet. 
To skupno jedro je odraz ideologije politiĉnega liberalizma, ki se kaţe predvsem v 
zagotavljanju temeljnih liberalnih (osebnih, politiĉnih in nekaterih ekonomskih) pravic 
posameznikov. Ĉeprav vsebujejo ustave posameznih demokratiĉnih drţav tudi veĉ ali 
manj socialnih, kulturnih in drugih temeljnih oziroma ĉlovekovih pravic, ki bistveno 
vplivajo na znaĉilnosti posameznih ustavnih ureditev, pa te (druge) pravice niti pribliţno 
ne zaznamujejo ustavne (pravne, politiĉne, ekonomske, itd.) ureditve doloĉene drţave 
tako, kot zgoraj omenjeno jedro temeljnih liberalnih pravic. V tem pogledu so ĉlovekove 
(temeljne) pravice za obstoj demokratiĉne ureditve vsaj v obsegu tega skupnega jedra 
dejansko nepogrešljive (Cerar, 2002, str. 25). 
 
Drţave so pogosto omejevale in zatirale ĉlovekove pravice v imenu skrbi za svoj 
obstoj, stabilnost, varnost in razvoj, pa naj je šlo za spopadanje s tako imenovanim 
notranjim sovraţnikom, za vojne spopade v drţavah ali med njimi ali za trenutno 
aktualno »vojno« s terorizmom. Sodobne drţave skušajo graditi na ravnoteţju med 
redom in varnostjo na eni strani ter med varstvom ĉlovekovih pravic in svobošĉin na 
drugi strani (Ribiĉiĉ, 2007, str. 69). 
 
2.1.3 Varstvo človekovih pravic z Ustavo RS  
 
Po prevladujoĉem mnenju v politiĉni in pravni teoriji je ustava veĉpomenski akt. Po 
potrebah, interesih in vrednotah, iz katerih izhaja in ki jih namerava ustavodajalec 
uveljaviti, je ustava predvsem politiĉni akt. Po obliki, vsebini in pravni moĉi v razmerju 
do zakonov in drugih splošnih aktov pa je najsplošnejši, najvišji in temeljni pravni akt. 
Po druţbenih odnosih, po katerih je utemeljena in v katerih se uresniĉuje, pa ima 
ustava tudi sociološki pomen (Kocjanĉiĉ, 2003 a, str. 25).   
 
Ustava je hierarhiĉno najvišji pravni akt v drţavi. Glede na to, je funkcija vsake 
demokratiĉne in sodobne ustave predvsem v tem, da na normativni ravni predvidi in 
uredi tiste najbolj pomembne vrednote doloĉene druţbe oz. drţave. Za uĉinkovito 
uresniĉevanje ustavnih doloĉb skrbi Ustavno sodišĉe RS (US RS), ki presoja skladnost 
zakonskih in podzakonskih aktov z ustavo. US RS skrbi predvsem za to, da posamiĉni 
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predpisi ne posegajo v ustavno varovane ĉlovekove pravice in svobošĉine. Ĉlovekove 
pravice so v slovenski ustavi precej podrobno razĉlenjene, pri ĉemer lahko opazimo, da 
je naš ustavodajalec pri pisanju ustave v znatni meri upošteval nekatere 
najpomembnejše mednarodne dokumente o ĉlovekovih pravicah, predvsem EKĈP 
(Turk, 2004 a, str. 37). 
 
Z vprašanjem ĉlovekovih pravic in svobošĉin je preţeta celotna Ustava RS. Pravicam 
in svobošĉinam je namenjeno posebno mesto ţe v temeljni ustavni listini (III. razdelek), 
preambuli, splošnih doloĉbah in dveh posebnih poglavjih Ustave RS, ĉe omenimo 
samo nekatere. Ustava RS v splošnih doloĉbah (5. ĉlen) najprej drţavo zavezuje, da 
na svojem ozemlju varuje ĉlovekove pravice in temeljne svobošĉine (Kauĉiĉ, 2003, str. 
76). 
 
Nova zasnova slovenske ustave odmerja posebej pomembno mesto temeljnim 
pravicam in temeljnim svobošĉinam (v nadaljevanju: temeljnim pravicam). V slovenski 
(jugoslovanski) Ustavi iz leta 1974 so bile temeljne pravice »vtopljene« v nadrobno 
izdelano vizijo samoupravno organizirane druţbe in drţave. Temeljne pravice so bile 
zamišljene kot sestavina vseobsegajoĉega samoupravnega sistema, ki je temeljil na 
nedotakljivi in neodtujljivi pravici delovnega ĉloveka in obĉana do samoupravljanja (ĉl. 
196 Ustave RS in ĉl. 155 Ustave SFRJ). Temeljne pravice niso izhodišĉe sistema, so le 
njegov ĉlen, ki mu je vnaprej odmerjeno, do kod in kje sme biti dejaven. V novi 
slovenski ustavi so (iz decembra 1991) so temeljne pravice opredeljene v drugem 
poglavju z naslovom »Ĉlovekove pravice in temeljne svobošĉine« (ĉl. 14 do 65) in v 
tretjem poglavju, ki govori o gospodarskih in socialnih razmerjih (ĉl. 66 do 79). Z izjemo 
dveh, treh pravic, ki so opredeljene programsko, so temeljne pravice zasnovane kot 
pravno zavarovana upraviĉenja (kot pravice v pravem pomenu besede). Glede na to 
Ustava RS zagotavlja sodno varstvo temeljnih pravic in pravico do odprave posledic 
njihove kršitve (ĉl. 15/4), predvideva, da pristojno sodišĉe odloĉa v upravnem sporu 
tudi o zakonitosti posamiĉnih dejanj in aktov, s katerimi se posega v ustavne pravice 
posameznika, ĉe ni zagotovljeno drugo sodno varstvo (ĉl. 157/2), uvaja varuha 
ĉlovekovih pravic in temeljnih svobošĉin (t. i. ombudsmana – ĉl. 159) in odmerja 
posebej tehtno vlogo tudi ustavnemu sodišĉu. US RS se pojavlja kot varuh temeljnih 
pravic bodisi tako, da odloĉa o skladnosti splošnih pravnih aktov s temeljnimi ustavnimi 
pravicami ali pa tako, da odloĉa o ustavnih pritoţbah zaradi kršitev ĉlovekovih pravic in 
temeljnih svobošĉin s posamiĉnimi akti (Mavĉiĉ in Pavĉnik, 1993, str. 39 in 40). 
 
Druga bistvena razlika med nekdanjo in sedanjo ustavno ureditvijo ĉlovekovih pravic in 
temeljnih svobošĉin je v tem, da so nekdanje ustave te pravice in svobošĉine preteţno 
zgolj razglašale, po sedanji ustavi pa so opredeljene in urejene kot pravno zavarovana 
upraviĉenja in s tem kot pravice v pravnem pomenu besede. Ustava RS zagotavlja tudi 
pravno varstvo teh pravic in svobošĉin (sodno varstvo, pravica do ustavne pritoţbe itn.) 
(Kocjanĉiĉ, 2003 a, str. 106).   
 
Osebnostne pravice in svobošĉine po ustavi so: 
 nedotakljivost ĉlovekovega ţivljenja; 
 prepoved muĉenja; 
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 varstvo osebne svobode; 
 odreditev in trajanje pripora; 
 varstvo ĉlovekove osebnosti in dostojanstva; 
 pravica do povraĉila škode;  
 domneva nedolţnosti; 
 naĉelo zakonitosti v kazenskem postopku; 
 pravna jamstva v kazenskem postopku; 
 pravica do rehabilitacije in odškodnine; 
 prepoved ponovnega sojenja o isti stvari; 
 svoboda gibanja; 
 pravica do osebnega dostojanstva in varnosti; 
 varstvo pravic zasebnosti in osebnostnih pravic; 
 nedotakljivost stanovanja; 
 varstvo tajnosti pisem in drugih obĉil; 
 varstvo osebnih podatkov; 
 svoboda vesti; 
 prepoved izroĉitve drţavljana; 
 prepoved spodbujanja k neenakopravnosti in nestrpnosti ter 
 prepoved spodbujanja k nasilju in vojni (Kocjanĉiĉ, 2003 a, str. 112). 
 
Primerjava s sodobnimi ustavami evropskih drţav, nastalih v zadnjih desetletjih, ki 
poudarjajo pomen ĉlovekovih pravic in svobošĉin, pa tudi s kljuĉnimi mednarodnimi 
dokumenti o ĉlovekovih pravicah (zlasti z obema mednarodnima paktoma in EKĈP) 
priĉa o tem, da slovenska ustava vsebuje celovito in dovolj popolno ureditev ĉlovekovih 
pravic in svobošĉin. V nekaterih delih je naša ustava celo presegla standarde, ki se 
uveljavljajo v teh mednarodnih aktih (Kauĉiĉ, 2003, str. 101). 
 
S tega podroĉja moramo še posebej omeniti doloĉbe, ki varujejo ĉlovekovo osebno 
dostojanstvo, osebnostne pravice, njegovo zasebnost in varnost, od 34. do 38. ĉlena. 
Tu gre v prvi vrsti za izvedbo naĉela, da je prepovedano vse, kar ni izrecno dovoljeno. 
Drţavi in njenim represivnim organom je torej prepovedan vsak poseg v ĉlovekove 
pravkar naštete pravice in svobošĉine, razen tistih, ki so izrecno dovoljeni (Bavcon, 
1992, str. 45). 
 
V Ustavi RS ni izrecne opredelitve zasebne ali intimne sfere, vsekakor pa je pojem 
vsebovan v veĉ ustavnih pravicah in svobošĉinah: pravica do osebnega dostojanstva in 
varnosti (34. ĉlen), varstvo pravic zasebnosti in osebnostnih pravic (35. ĉlen), 
nedotakljivost stanovanja (36. ĉlen), varstvo tajnosti pisem in drugih obĉil (37. ĉlenu) in 
varstvo osebnih podatkov (38. ĉlenu) (Šinkovec, 1997, str. 175).  
 
2.1.4 Ustavno sodišče Republike Slovenije 
 
US RS je najvišji organ sodne oblasti za varstvo ustavnosti in zakonitosti ter ĉlovekovih 
pravic in temeljnih svobošĉin. V razmerju do drugih drţavnih organov je samostojen in 
neodvisen drţavni organ (Kauĉiĉ, 2003 a, str. 285). 
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Krovno pravno varstvo ĉlovekovih pravic proti drţavni oblasti nudi posamezniku na 
teritoriju US RS. V konceptu te teme je primarna funkcija US RS jurisdikcija 
(pristojnost) odloĉati o skladnosti zakonov z ustavo, o skladnosti zakonov in drugih 
predpisov z ratificiranimi mednarodnimi pogodbami in s splošnimi naĉeli 
mednarodnega prava, o skladnosti podzakonskih predpisov z ustavo in z zakoni, o 
skladnosti predpisov lokalnih skupnosti z ustavo in z zakoni, o skladnosti splošnih 
aktov, izdanih za izvrševanje javnih pooblastil, z ustavo, zakoni in podzakonskimi 
predpisi ter o ustavnih pritoţbah zaradi kršitev ĉlovekovih pravic in temeljnih svobošĉin 
s posamiĉnimi akti (Lampe, 2004, str. 365). 
 
Varstvo ĉlovekovih pravic in svobošĉin v slovenskem ustavnem sistemu zagotavlja 
institut ustavne pritoţbe. Ustavno pritoţbo lahko vloţi vsakdo, ki mu je s posamiĉnim 
aktom drţavnega organa, organa lokalnih skupnosti ali nosilca javnih pooblastil kršena 
katera izmed ustavno zagotovljenih ĉlovekovih pravic ali temeljnih svobošĉin (Kuhelj, 
2004, str. 20). 
 
Sodišĉe mora imeti pri svojem delu ves ĉas pred oĉmi tudi doloĉbe o ĉlovekovih 
pravicah in temeljnih svobošĉinah. S svojimi postopki in odloĉitvami uveljavlja in varuje 
ĉlovekove pravice in temeljne svobošĉine. Vanje posega le tedaj in toliko, kolikor to 
doloĉata ali dopušĉata ustava in po njenem pooblastilu zakon, ali pa EKĈP. Sodna pot 
je najuĉinkovitejši naĉin uveljavljanja ĉlovekovih pravic in temeljnih svobošĉin v 
posameznem primeru. Po drugi strani lahko sodni postopki in sodne odloĉitve hudo 
poseţejo v ĉlovekove pravice, zagotovljene z ustavo. Za noben sodni postopek ni 
vnaprej izkljuĉeno, da ne bi mogle biti v njem in z njim kršene ĉlovekove pravice ali 
temeljne svobošĉine (Zupanĉiĉ et al., 2000, str. 281). 
 
2.2 MEDNARODNO VARSTVO ČLOVEKOVIH PRAVIC 
 
Funkcija mednarodnega prava je dvojna. Prviĉ, s splošnimi dokumenti (ali obiĉajnim 
pravom) obvezati drţave, da implementirajo posamezne ĉlovekove pravice v svoje 
notranje pravo, jih spoštujejo in jim nudijo ustrezno pravno varstvo. S tem drţava tudi 
omeji svojo absolutno suvereno oblast nasproti posamezniku. Druga funkcija 
mednarodnega prava pa je vzpostaviti uĉinkovit mednarodnopravni nadzor nad samo 
implementacijo posameznih ĉlovekovih pravic, njihovega spoštovanja ter z njimi 
samega spoštovanja mednarodnih obveznosti. V ta namen so na podlagi posameznih 
konvencij ustanovljena posebna mednarodna telesa, ki sluţijo kot mednarodni monitor 
nad drţavami in njihovimi obveznostmi, kot reševalec sporov in kot supranacionalni 
garant posameznikovih ĉlovekovih pravic (Lampe, 2004 a, str. 12). 
 
Mednarodno varstvo ĉlovekovih pravic je zagotovljeno predvsem z: 
 
 Splošno deklaracijo ĉlovekovih pravic (SDĈP), 
 Mednarodnim paktom o drţavljanskih in politiĉnih pravicah (MPDPP), 
 Evropsko konvencijo o ĉlovekovih pravicah (EKĈP). 
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2.2.1 Splošna deklaracija človekovih pravic 
 
Med drţavljanskimi in politiĉnimi pravicami so v deklaraciji med drugim navedene 
pravica do ţivljenja, prostosti in osebne varnosti, prepoved suţenjstva in prepoved 
neĉloveškega ravnanja, naĉelo enakega ravnanja, naĉelo enakosti pred zakonom, 
pravica do sodnega varstva, zaslišanja, nedotakljivost stanovanja in pisemske tajnosti, 
pravica do zakonske zveze, ustanavljanja druţine, osebne lastnine in azila, svoboda 
mišljenja, vesti in vere, prepriĉanja, govora, tiska, zdruţevanja, zbiranja, volilna 
pravica, dostop do javnih sluţb in še nekatere. Med ekonomskimi in socialnimi 
pravicami pa so navedene zlasti pravica do dela, svobodne izbire poklica, 
zdravstvenega varstva, varstva pri delu, varstva pred nezaposlenostjo, poĉitka, 
socialnega zavarovanja, izobraţevanja, primernih ţivljenjskih razmer ipd. (Kauĉiĉ, 
2003, str. 96 in 97). 
 
Ĉeprav SDĈP ni pravno zavezujoĉ dokument, je izjemno pomembna, saj je postala 
merilo uresniĉevanja ĉlovekovih pravic v posameznih delih sveta, pa tudi izhodišĉe za 
sprejemanje univerzalnih in regionalnih aktov o ĉlovekovih pravicah (Kauĉiĉ, 2003, str 
97). 
 
SDĈP je prevedena v veĉ kot 200 jezikov. Kako pomemben je bil ta dogovor o 
temeljnih ĉlovekovih pravicah med takrat sicer samo 58-imi ĉlanicami OZN – ki pa se 
niso medsebojno niĉ manj razlikovale glede ideologij, politiĉnih sistemov, vere, kulture 
ali druţbeno-ekonomskega razvoja, kot se razlikujejo današnje ĉlanice – kaţe tudi 
dejstvo, da je bil 10. december razglašen za svetovni dan ĉlovekovih pravic. SDĈP je 
bila sicer sprejeta kot izraz skupnih ciljev in ţelja, kot vizija sveta, kakršnega bi si 
mednarodna skupnost ţelela, vendar pa je bila pot do njenega sprejetja vse prej kot 
lahka. Kljub razliĉnim pogledom na številna vprašanja (povezana z opredeljevanjem 
ĉlovekovih pravic in svobošĉin), ki so se pojavila v dveletnem obdobju pisanja 
deklaracije, so se ĉlani pripravljalnega odbora, ki je deloval v okviru Komisije za 
ĉlovekove pravice, na koncu strinjali, da naj deklaracija vsebuje naĉelo 
nediskriminacije, drţavljanske in politiĉne pravice ter socialne in ekonomske pravice. 
Dosegli so tudi soglasje, da je deklaracija splošna – torej da pravice, opredeljene v 
dokumentu, avtomatiĉno (t. j. z rojstvom) pripadajo vsem ljudem, ne glede na raso, 
spol, versko prepriĉanje ipd., in da so te pravice neodtujljive. Pomen deklaracije je ne 
le v sami opredelitvi splošnih naĉel glede spoštovanja ĉlovekovih pravic in v opredelitvi 
temeljnih ĉlovekovih pravic (npr. pravice do ţivljenja, svobode, osebne nedotakljivosti, 
primerne ţivljenjske ravni, pravice do zatoĉišĉa, posedovanja lastnine, izobraţevanja 
ter svobode govora in mišljenja), ampak predvsem v tem, da so mnogi kasnejši 
mednarodni dokumenti na podroĉju ĉlovekovih pravic, ustanovne listine drugih 
medvladnih mednarodnih organizacij in nacionalna zakonodaja v posameznih drţavah 
sledili naĉelom in pravicam, kot jih je opredelila deklaracija (Šabiĉ in Roter, 2002, str. 
39 in 40). 
 
SDĈP v 12. ĉlenu doloĉa, da se nikogar ne sme nadlegovati s samovoljnim 
vmešavanjem v njegovo zasebno ţivljenje, v njegovo druţino, v njegovo stanovanje ali 
njegovo dopisovanje in tudi ne z napadi na njegovo ĉast in ugled. Vsakdo ima pravico 
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do zakonskega varstva pred takšnim vmešavanjem in napadi. Ta doloĉba predstavlja 
mednarodno pravni temelj varstva ĉlovekove pravice do zasebnosti. 
 
Danes se zdijo mnoge doloĉbe SDĈP samoumevne za ogromno veĉino ĉloveštva, 
upoštevati pa velja, da je bila sprejeta v ĉasu, ko je bilo zatiranje ĉlovekovih pravic še 
zelo razširjeno in so bila aktualna celo vprašanja boja s suţenjstvom, rasno 
diskriminacijo, pa tudi enakopravnost ţensk je bila priznana v manjšini takratnih drţav. 
Ne glede na probleme, s katerimi se sooĉajo sodobne drţave, pa naj gre za vojne 
spopade, drţavljanske vojne ali boj s terorizmom, velja priznati, da je razvoj varstva 
ĉlovekovih pravic in svobošĉin po letu 1948 potekal izredno hitro in se je uspešno širil 
na nove drţave in na nove kontinente. Temeljna vzpodbuda temu razvoju je bila in 
deloma še vedno ostaja SDĈP OZN (Ribiĉiĉ, 2007, str. 71). 
 
2.2.2 Mednarodni pakt o drţavljanskih in političnih pravicah in 
Mednarodni pakt o ekonomskih, socialnih in kulturnih pravicah 
 
Generalna skupšĉina OZN je 16. decembra 1966 sprejela MPDPP9 in Mednarodni pakt 
o ekonomskih, socialnih in kulturnih pravicah (MPESKP)10. Veljati sta zaĉela leta 1976. 
Slovenija je obveznosti iz obeh prevzela z aktom o notifikaciji nasledstva leta 1992. Kot 
ratificirana in objavljena v mednarodni pogodbi se v skladu z Ustavo RS uporabljata 
neposredno. Torej sta obvezna pravna dokumenta. 
 
MPDPP v 17. ĉlenu ureja tudi pravico do zasebnosti, ki se glasi: 
 
1. Nikomur se ne sme nihĉe samovoljno ali nezakonito vmešavati v zasebno ţivljenje, 
v druţino, v stanovanje ali dopisovanje in ga tudi ne nezakonito ţaliti in škodovati 
njegovemu ugledu. 
2. Vsakdo ima pravico do zakonitega varstva proti takšnemu vmešavanju, ţalitvam ali 
škodovanju (napadi). 
 
MPDPP je pravico do zasebnosti dvignil na univerzalno mednarodno raven in je bil 
podlaga za sprejem regionalnih sporazumov za zagotavljanje varstva ĉlovekovih 
pravic, med njimi tudi pravice do zasebnosti. 
 
MPDPP v svoji preambuli izhaja iz spoznanja, da izvirajo vse pravice, inkorporirane v 
listino pravic MPDPP, iz dostojanstva, ki je prirojeno ĉlovekovi osebnosti. Drţave 
ĉlanice podpisnice so se zavezale spoštovati pravice iz listine, med njimi tudi pravico 
do zasebnosti, v prepriĉanju, da pomeni po naĉelih, razglašenih v Ustanovni listini 
OZN, priznanje dostojanstva, ki je prirojeno vsem ljudem, ter priznanju enakih in 
                                            
9
 Pakt je zaĉel veljati 23. 3. 1976, Jugoslavija ga je ratificirala leta 1971. Objavljen je bil v 
Uradnem listu SFRJ, št. 7/1971. Uradni list SFRJ, št. 7-35/71, z dne 4. 2. 1971. Notifikacija 
nasledstva: Uradni list RS, št. 35/92 in 28/93, mednarodne pogodbe, št. 9–55/92, z dne 17. 6. 
1992. 
10
 Pakt je zaĉel veljati 23. 3. 1976, Jugoslavija ga je ratificirala leta 1971. Objavljen je bil v 
Uradnem listu SFRJ, št. 7/1971. Uradni list SFRJ, št. 7-35/71, z dne 4. 2. 1971. Notifikacija 
nasledstva: Uradni list RS, št. 35/92 in 28/93, mednarodne pogodbe, št. 9–55/92, z dne 17. 6. 
1992. 
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neodtuljivih pravic, temelj svobode, praviĉnosti in miru v svetu. Ta mednarodno pravni 
garant vzpostavlja tudi instrumentarij varstva ĉlovekovih pravic ter z njimi tudi pravice 
do zasebnosti na globalnem mednarodnem nivoju. Sistem varstva ĉlovekovih pravic, 
temeljeĉ na MPDPP in Fakultativnem protokolu11 k MPDPP predstavlja zaĉetke 
vzpostavljanja uĉinkovitega varstva ĉlovekovih pravic. 
 
EKĈP, MPDPP in MPESKP sestavljajo t. i. Mednarodno listino ĉlovekovih pravic 
(International Bill of Human Rights). Spodbudili so nastanek mnogih drugih 
komplementarnih dokumentov, nekateri so bili pripravljeni celo hkrati z obema paktoma 
(Mikliĉ – Türk, 1991, str. 2). 
 
2.2.3 Evropska konvencija o varstvu človekovih pravic in temeljnih 
svoboščin  
 
Od same ustanovitve leta 1949 se je SE zavzemal za razvoj, kodifikacijo in varstvo 
ĉlovekovih pravic in temeljnih svobošĉin. V preambuli so izvirne podpisnice Statuta SE 
zagotovile svojo naklonjenost duhovnim in moralnim vrednotam, ki so skupna 
dedišĉina njihovih narodov in pomenijo izvirna naĉela osebne svobode, politiĉne 
svobode in spoštovanja zakona, na katerem temelji vsa demokracija. S podpisom 
statuta se je vsaka ĉlanica zavezala spoštovati zakone in naĉelo, da mora vsaka oseba 
pod njeno jurisdikcijo uţivati ĉlovekove pravice in temeljne svobošĉine (Lampe, 2004, 
str. 373). 
 
Osrednji in nedvomno najpomembnejši doseţek SE pri uresniĉevanju njegovega 
temeljnega cilja, varovanja ĉlovekovih pravic, je EKĈP12. Podpisana je bila v Rimu, 4. 
novembra 1950. EKĈP je zaĉela veljati 3. septembra 195313. Temeljni namen EKĈP je 
zavarovati in razvijati vrednote in ideale demokratiĉne druţbe, pri ĉemer nosi 
odgovornost za varstvo ĉlovekovih pravic vsaka drţava pogodbenica posamezno in 
obenem kolektivno vse drţave pogodbenice. EKĈP zajema le tiste pravice, ki jih lahko 
posameznik uveljavlja v ustreznih sodnih pravno-varstvenih postopkih. Doloĉbe o 
pravicah lahko razdelimo na tiste, ki vsebujejo splošne doloĉbe o pravicah (npr. 
prepoved diskriminacije, pravica do uĉinkovitega pravnega sredstva, naĉelo zakonitosti 
v kazenskem pravu, itn.), doloĉbe, ki zagotavljajo in urejajo absolutne pravice, ki jih v 
nobenih razmerah ni mogoĉe omejevati ali razveljaviti (sem spadajo pravica do 
ţivljenja, prepoved muĉenja ter neĉloveškega in poniţujoĉega ravnanja ali kaznovanja, 
prepoved suţenjstva in prisilnega dela ter spoštovanje naĉela zakonitosti v kazenskem 
pravu), doloĉbe, ki varujejo ĉlovekovo svobodo in varnost (zlasti pravice oseb, ki jim je 
odvzeta prostost), pravice, ki jih mora zagotoviti sodno varstvo (pravica do poštenega 
                                            
11
 Sprejet s strani generalne skupšĉine OZN dne 16. 12. 1966 (resolucija št. 2200 A XXI), veljati 
je zaĉel 23. 3. 1976, republika Slovenija ga je ratificirala leta 1993, z Zakonom o ratifikaciji 
Fakultativnega protokola k Mednarodnemu paktu o drţavljanskih in politiĉnih pravicah, Uradni 
list RS, št. 28/93, mednarodne pogodbe, št. 9/93, str. 336. 
12
 Do danes je bila dopolnjena s štirinajstimi protokoli. Zadnji protokol je bil sprejet maja 2004. 
13
 Zakon o ratifikaciji EKĈP, Uradni list RS št. 33/94, mednarodne pogodbe, št. 7-41/94. 
Skupšĉina RS je še pred osamosvojitvijo, v ĉasu priprav na plebiscit leta 1990, sprejela 
deklaracijo o spoštovanju temeljnih konvencij SE, s katero se je RS enostransko zavezala k 
spoštovanju standardov SE na podroĉju ĉlovekovih pravic in prizadevanju za ĉlanstvo v SE. 
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sojenja, do odloĉanja v razumnem roku, pravice obdolţencev, itn.), doloĉbe o 
osebnostnih pravicah (pravice do spoštovanja zasebnega in druţinskega ţivljenja) ter 
pravice posameznikov v odnosu do drugih oziroma do druţbene skupnosti (svoboda 
mišljenja, vesti in vere, svoboda govora, pravica zbiranja in zdruţevanja) (Cerar et al., 
2002, str. 50-52). 
 
Bit EKĈP je garancija ĉlovekovih pravic, ki so navedene v katalogu pravic, ter njihovo 
institucionalno varstvo na mednarodnem nivoju. EKĈP in njen mednarodni 
instrumentarij varstva velja za pionirskega v mednarodnem pravu ter danes za 
najuĉinkovitejši mednarodnopravni instrumentarij varstva ĉlovekovih pravic. Medtem ko 
klasiĉno mednarodno pravo temelji na naĉelu suverenosti in enakopravnosti drţav, 
mednarodno pravo ĉlovekovih pravic teţi k mednarodnopravni zavezanosti posamezne 
drţave, da s svojim notranjim pravom zagotovi posamezniku ustrezno pravno varstvo 
njegovih ĉlovekovih pravic. Kljuĉno razmerje mednarodnega prava ĉlovekovih pravic je 
tako posameznik – drţava in ne klasiĉno razmerje mednarodnega prava suverena 
drţava vis-a-vis suvereni drţavi. Posameznik pa je v tem razmerju subjekt 
mednarodnega prava. V primeru, da drţava negativno krši ĉlovekovo pravico ali 
pozitivno ne nudi ustreznega varstva ĉlovekovi pravici, pa ima le-ta posameznik 
moţnost sproţiti sodni postopek zoper drţavo kršiteljico pri mednarodnem telesu, na 
katerega je ta ista drţava prenesla doloĉeno stopnjo suverenosti (Lampe, 2004, str. 
374). 
 
EKĈP daje posamezniku pravico do individualne pritoţbe (34. ĉlen konvencije). To 
pomeni, da lahko zaradi zatrjevane kršitve v EKĈP zagotovljenih pravic vloţi pritoţbo 
na ESĈP. Gre za mednarodno izredno pravno sredstvo, ki ga je v nekaterih pogledih 
mogoĉe primerjati z nacionalno ustavno pritoţbo. Funkcije nacionalne ustavne pritoţbe 
evropska individualna pritoţba dopolnjuje tam, kjer nacionalno pravo ne zagotavlja 
ustreznega varstva pravic. Individualna pritoţba je subsidiarno pravno sredstvo, ni 
popularna pritoţba, nima retroaktivnega in kasatornega uĉinka. Od ustavne pritoţbe se 
razlikuje po tem, da vodi le do ugotovitvene sodne odloĉbe. Individualna pritoţba 
varuje le s konvencijo doloĉene temeljne pravice, ki so mednarodni minimalni standard. 
Glede na to ostane neprizadet širši obseg pravic in svobošĉin, ki jih zagotavlja sam 
nacionalni pravni red. Upraviĉen vlagatelj pritoţbe je vsaka fiziĉna oseba, ne glede na 
njeno starost, poslovno sposobnost in drţavljanstvo; odloĉilno je, da gre za ţrtev 
zatrjevane kršitve konvencije. Predmet pritoţbe po 35. ĉlenu EKĈP je dokonĉna 
notranje drţavna odloĉba. To so lahko akti zakonodajne, izvršilne ali pravosodne 
oblasti drţave ĉlanice, lahko so tudi dejanja v smislu prekoraĉitve pristojnosti 
konkretnega organa ali opustitev nekega dejanja s strani konkretnega organa. Vlagatelj 
mora imeti pravni interes: ĉutiti se mora prizadet v svojih temeljnih pravicah in 
svobošĉinah. Po 35. ĉlenu EKĈP lahko sodišĉe obravnava zadevo (razen v toĉno 
doloĉenih izjemah) šele potem, ko je bila izĉrpana nacionalna pravna pot v skladu s 
splošno priznanimi naĉeli mednarodnega prava. Vprašanje, ali je nacionalna pravna 
pot izĉrpana, se presoja po nacionalnih predpisih. Tudi ustavna pritoţba na Ustavno 
sodišĉe, ki je sama hkrati le subsidiarno pravno sredstvo, sodi med oblike izĉrpanja 
pravne poti. Rok za obravnavanje individualne pritoţbe je šest mesecev po izdaji 
konĉne odloĉbe po nacionalnem pravu (Cerar et al., 2002, str. 118). 
 29 
 
EKĈP nima v vseh drţavah ĉlanicah SE enakega pravnega poloţaja in moĉi. Povsod 
predstavlja zavezujoĉe notranje pravo, vse drţave so se zavezale, da bodo na svojem 
ozemlju zagotovile spoštovanje pravic in svobošĉin, doloĉenih z EKĈP. Razlike so v 
naĉinu zagotavljanja te obveznosti, pa tudi v tem, kakšen pravni poloţaj priznavajo 
EKĈP. Tako ima EKĈP moĉ ustave v Avstriji, moĉ zakona v Nemĉiji ter poloţaj pod 
ustavo in nad zakoni v Franciji in Sloveniji (Ribiĉiĉ, 2007, str. 110). 
 
Slovenija je EKĈP skupaj s protokoli številka ena do sedem in devet do enajst 
ratificirala leta 1994, leto kasneje, kot je bila sprejeta v ĉlanstvo SE. Drţavni zbor je 
Konvencijo ratificiral 31. maja 1994, zakon o njeni ratifikaciji pa je zaĉel veljati 28. junija 
1994. V Sloveniji se EKĈP uporablja neposredno, vsi slovenski zakoni in drugi predpisi 
morajo biti z njo usklajeni. V primeru neskladja med EKĈP in notranjim pravom odloĉa 
US RS, ki lahko predpis, ki je deloma ali v celoti v neskladju s EKĈP tudi razveljavi. 
EKĈP ima torej v Sloveniji višji status kot zakoni in niţjega kot slovenska ustava. 
Judikatura ESĈP se neposredno uporablja pri odloĉanju US RS in vseh drugih sodišĉ v 
Sloveniji. Poslediĉno temu se pravne podlage odloĉanja ESĈP, našega US RS in 
rednih sodišĉ prekrivajo (Kuhelj, 2004, str. 14). 
 
Ob ratifikaciji konvencije Slovenija ni izrazila nobenega pridrţka, kajti tedanja nova 
zakonodaja je bila sprejeta, upoštevajoĉ mednarodne standarde in doloĉbe konvencije. 
Zanimivo je, da je Slovenija kot prva izmed ĉlanic SE ratificirala protokol enajst h 
konvenciji. Slovenija je tudi priznala jurisdikcijo ESĈP uno actu za nedoloĉen ĉas. 
Razen tega slovenski pristop zajema omejitev ratione temporis, kar pomeni, da se 
priznava jurisdikcija ESĈP le na primere kršitve pravic, ki temeljijo na dejstvih, nastalih 
po uveljavitvi konvencije in njenih protokolov. US RS se je v svojih odloĉitvah sklicevalo 
na konvencijo oziroma na prakso ESĈP celo pred formalnim pristopom Slovenije h 
konvenciji (Mavĉiĉ, 2002, str. 200-201). 
 
Doseţki SE na podroĉju varstva ĉlovekovih pravic so toliko pomembnejši, ker gre za 
organizacijo, ki za razliko od EU nima naddrţavnega znaĉaja in formalno gledano ne 
poĉiva na prenosu dela suverenih pravic nacionalnih drţav nanjo. Zato je toliko bolj 
presenetljivo, da je takšni organizaciji uspelo vzpostaviti mehanizem, ki lahko 
nacionalnim drţavam zavezujoĉe doloĉa minimalne standarde varstva ĉlovekovih 
pravic. Organizacija, ki to ni, je z EKĈP torej uspela vzpostaviti sistem varstva pravic in 
svobošĉin, ki je za ĉlanice SE zavezujoĉ v takšni meri, kot da bi to bila mednarodna 
organizacija naddrţavnega pomena (Ribiĉiĉ, 2007, str. 110). 
 
Poleg ESĈP so za varstvo ĉlovekovih pravic pomembni tudi Odbor ministrov, ki 
nadzoruje izvrševanje odloĉb ESĈP, generalni sekretar Sveta Evrope in Direktorat za 
ĉlovekove pravice (Kuhelj, 2004, str. 16). 
 
Za (evropsko) pravo ĉlovekovih pravic je znaĉilno, da se medsebojna razmerja med 
predpisi, ki urejajo varstvo ĉlovekovih pravic in svobošĉin, ne ravnajo po klasiĉnih 
naĉelih hierarhiĉnega podrejanja. Na podroĉju ĉlovekovih pravic »višji« predpisi ne bi 
smeli imeti avtomatiĉne prednosti pred »niţjimi«, temveĉ bi morali med njimi obstajati 
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medsebojna prirejenost in konkurenca. V tej konkurenci naj se uporabi predpis, ki je z 
vidika varstva ĉlovekovih pravic zahtevnejši, umakne pa tisti, ki uveljavlja niţjo raven 
varstva (Ribiĉiĉ, 2007, str. 111). 
 
2.2.4 Evropsko sodišče za človekove pravice 
 
ESĈP je bilo vzpostavljeno s sprejemom in uveljavitvijo EKĈP. EKĈP je 
najpomembnejša konvencija SE, ESĈP pa njegov najpomembnejši organ. Nobena 
drţava ne more postati ĉlanica SE, ĉe ne ratificira EKĈP in se ne zaveţe, da bo 
spoštovala odloĉitve EKĈP. Ko gre za podroĉje ĉlovekovih pravic in vlogo ESĈP, 
obstaja v Evropi široko soglasje, da ju gre razvijati ravno v okviru SE, in to tudi za 
drţave ĉlanice EU, ki so vse obenem tudi ĉlanice SE. Ne glede na to, da ta konsenz še 
ni formalno potrjen, pa ne gre drugaĉe, kot da se prizna vrhovna sodna oblast in 
avtoriteta ESĈP kot suverenega razlagalca in varuha EKĈP. Zato je dejansko ESĈP 
najbolj pomemben in najbolj perspektiven organ SE, ki mu teorija priznava, da s svojo 
sodno prakso ustvarja novo pravo (po Ribiĉiĉu, str. 120 in 121). 
 
Ĉe drţava krši ĉlovekove pravice ima posameznik pravico do pritoţbe na ESĈPĈ. 
 
Pravo EKĈP predstavlja poseben mednarodni instrument, ki varuje posameznikove 
pravice, ki jih morajo v prvi vrsti varovati drţave podpisnice, šele v primeru, da domaĉe 
varstvo za posameznika ni ustrezno, lahko le-ta naslovi pritoţbo na ESĈP. V primerjavi 
s SDĈP zagotavlja EKĈP fiziĉnim in v nekaterih primerih tudi pravnim osebam 
moţnost pritoţbe kot pravnega sredstva zoper drţave podpisnice zaradi kršitve pravic 
iz EKĈP (Kuhelj, 2004, str. 15-16). 
 
Evropski sporazum, ki se nanaša na osebe, udeleţene v postopkih pred Evropsko 
komisijo  in ESĈP, je bil sprejet leta 1969. Slovenija ga je ratificirala 1994. leta. Do 
zaĉetka leta 2007 ga je ratificiralo 26 drţav ĉlanic Sveta Evrope, Bolgarija pa ga je 
podpisala, vendar ga še ni ratificirala. Evropski sporazum se nanaša na Komisijo, ki je 
do uveljavitve protokola št. 11 k EKĈP opravljala selekcijo zadev, ki naj bi jih 
obravnavalo ESĈP (Ribiĉiĉ, 2007, str. 33). 
 
Oblikovalci EKĈP so v 19. ĉlenu Protokola št. 11 ustanovili ESĈPĈ, kot organ, ki naj 
skrbi, da bodo podpisnice konvencije res izvrševale obveznosti, ki so jih z ratifikacijo 
konvencije sprejele. ESĈP za izvrševanje obveznosti skrbi tako, da lahko obravnavo 
pred sodišĉem zahtevajo ne le drţave, podpisnice konvencije, temveĉ tudi 
posamezniki, nevladna organizacija ali skupina posameznikov, ki zatrjujejo, da so ţrtve 
kršitve pravic iz konvencije s strani katerekoli od drţav, ki je konvencijo ratificirala 
(Konĉina – Peternel, 1997, str. 224). 
 
S tega vidika velja poudariti, da odgovora na vprašanje, kaj danes predstavlja EKĈP in 
kakšna je raven varstva pravic in svobošĉin, ki iz nje izhaja, ne moremo iskati samo v 
besedilu EKĈP in besedilu protokolov k njej. Iskati ga moramo predvsem v obseţni 
sodni praksi ESĈP. Poloţaj in vloga ESĈP dajeta EKĈP tisto preseţno vrednost, 
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zaradi katere je neprimerljivo pomembnejša od drugih mednarodnih instrumentov s 
podroĉja ĉlovekovih pravic (Ribiĉiĉ, 2007, str. 121). 
 
Bistvena razlika med odloĉbami domaĉih sodišĉ in ESĈP pa je v tem, da zadnje ne 
more razveljaviti spornega ukrepa drţave v primeru ugotovljene kršitve EKĈP. V 
odloĉbi o kršitvi ESĈP pritoţniku prizna moralno zadošĉenje, drţavi, ki je kršila pravico 
iz EKĈP pa naloţi plaĉilo odškodnine ali (in) »restitutio in integrum«. V primeru, ĉe 
pritoţnik dobi pravdo, mu mora toţena drţava tudi povrniti stroške postopka. Vsekakor 
pa je doloĉitev sankcije in povrnitve sodnih stroškov odvisna od vsakokratne sodne 
odloĉitve (Kuhelj, 2004, str. 14). 
 
Seveda pomeni »praviĉna satisfakcija« (odškodnina) pritisk na drţavo kršiteljico v 
moralnem, strokovnem in finanĉnem pogledu. Za drţavo ni prijetno, niti ugledno, ĉe v 
skupnosti SE velja za ĉlanico, ni ne spoštuje podpisanega dogovora (beri: ratificirane 
EKĈP) in ki se je s tem postavila nekako izven »evropskega javnega reda« (Ordre 
Public de L'Europe), kot ga razume in ustvarja ESĈP. In ĉe se ponavljajo istovrstne 
pritoţbe glede kršitve, ki jo je ESĈP s precedenĉno razsodbo ţe ugotovilo, se vsakiĉ 
ponovi tudi finanĉna kazen v obliki denarne odškodnine in sodnih stroškov. Formalno, 
po doloĉbah EKĈP, pa za izvrševanje odloĉitev ESĈP odgovarja in skrbi Svet ministrov 
SE. Drţave torej dobro vedo, kdaj jih bo ESĈP razglasilo za krive in koliko jih bo to 
stalo. Vse to pomeni, da ima ESĈP precejšen vpliv na zakonodajo drţav ĉlanic SE. 
Ĉeprav na prvi pogled razsoja »le« o posamiĉnih ĉloveških usodah, ima njegova 
judikatura dolgoroĉno podoben uĉinek, kot ga imajo odloĉbe ustavnih sodišĉ (Jambrek, 
1997, str. 359). 
 
Takšnega organa, kot je ESĈP, na drugih celinah ne poznajo, pa ĉeprav postopno in z 
zaostankom sledijo evropskim izkušnjam s podroĉja varstva ĉlovekovih pravic in 
svobošĉin. Samo v EU lahko posameznik doseţe uĉinkovito obsodbo drţave, ki mu je 
kršila v EKĈP doloĉene pravice in svobošĉine, medtem ko lahko na drugih celinah 
takšno obsodbo do neke mere doseţe ena drţava nasproti drugi drţavi. ESĈP ima 
primerjalno gledano edinstveno samostojnost in ni podrejeno drugim organom SE, kot 
to velja za sodišĉa, nastala v okviru drugih mednarodnih organizacij. Primerjamo jo 
lahko s samostojnostjo in neodvisnostjo sodstva, kot samostojne veje oblasti v okviru 
nacionalnih drţav (Ribiĉiĉ, 2007, str. 122). 
 
2.2.5 Drugo mednarodno varstvo 
 
V ĉasu po drugi svetovni vojni je med drţavami zahodne Evrope prišlo do veĉje 
enotnosti zaradi zašĉite skupne demokratiĉne dedišĉine, pravne drţave in ohranjanja 
in nadaljnjega uresniĉevanja ĉlovekovih pravic. Za uresniĉitev tega namena so 
zahodnoevropske drţave petega maja 1949 ustanovile SE (Kuhelj, 2004, str. 11). 
 
SE ima naravo regionalne medvladne mednarodne organizacije in je pristojen za 
doloĉitev minimalne ravni varstva ĉlovekovih pravic in temeljnih svobošĉin. Pod 
njegovim okriljem nastajajo mednarodne pogodbe, s katerimi se drţave zaveţejo k 
spoštovanju doloĉenih pravic drţavljanov ali k doloĉenemu ravnanju.  
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SE si je s svojim delovanjem pridobil tolikšen ugled, da je postalo ĉlanstvo v njem 
prestiţnega znaĉaja, kar se najlepše kaţe v prizadevanjih nekdanjih socialistiĉnih 
drţav za ĉlanstvo. Demokracija je predvsem politiĉni pojem in politika ima velik vpliv 
tudi na take stvari, kot je ĉlanstvo v SE, zato je pri sprejemu posameznih ĉlanic prišlo 
do nekaterih nedoslednosti. Tako je Rusiji uspelo, ĉeprav je tamkaj še vedno marsikaj 
zelo narobe (Simiĉ, 1997, str, 47). 
 
Slovenija je status posebnega gosta dobila 3. februarja 1992, formalno pa je bila v 
ĉlanstvo sprejeta 14. maja 1993. 
 
Med razliĉnimi mednarodnimi organizacijami ali institucijami, ki so namenjene 
varovanju ĉlovekovih pravic, ima Komisija še posebej pomembno vlogo. Komisija za 
ima namreĉ univerzalno jurisdikcijo nad vsemi drţavami ĉlanicami Zdruţenih narodov v 
zvezi z varovanjem ĉlovekovih pravic, ne glede na to, ali je posamezna drţava 
mednarodno zavezana k varovanju in spoštovanju kakšne pravice na podlagi 
mednarodnega dokumenta. Primarna funkcija Komisije je izvajanje politiĉnega pritiska 
na posamezne drţave, pod katerih jurisdikcijo prihaja do mnoţiĉnih in stalnih kršitev 
ĉlovekovih pravic. Konec šestdesetih let pa je Komisija dobila svojo aktivno vlogo v 
»boju proti kršitvam ĉlovekovih pravic«. Leta 1967 je ECOSOC namreĉ sprejel 
Resolucijo 1235 in leta 1970 še Resolucijo 1503, s katerima je vzpostavil postopka za 
preiskave o kršitvah ĉlovekovih pravic (Lampe, 2004 a, str. 13).     
 
Svetovna konferenca o ĉlovekovih pravicah na Dunaju leta 1993 je med sklepi 
Generalni skupšĉini OZN posredovala v odloĉitev tudi vprašanje ustanovitve Visokega 
komisarja OZN za ĉlovekove pravice14 (VKĈP). Ta je ustanovila mesto VKĈP z 
resolucijo 48/141 z dne 20. decembra 1993. Tako je konĉno prišlo tudi do ustanovitve 
nekakšnega ombudsmana mednarodne skupnosti. VKĈP ima kot funkcionar poglavitno 
odgovornost za dejavnosti OZN na podroĉju ĉlovekovih pravic s širokim mandatom 
glede vseh vidikov ĉlovekovih pravic. Tako ima zlasti nalogo pospeševati in varovati 
uĉinkovito uţivanje ĉlovekovih pravic s strani vseh; dajati svetovalne usluge, tehniĉno 
in finanĉno pomoĉ prek Centra za ĉlovekove pravice Sekretariata in drugih ustreznih 
institucij; prispevati k odpravljanju ovir in urejati probleme, ki onemogoĉajo celovito 
uresniĉevanje ĉlovekovih pravic; krepiti mednarodno sodelovanje z namenom 
pospeševanja in obrambe ĉlovekovih pravic itd.. Še posebej je pomembna naloga 
VKĈP, da racionalizira, prilagaja, krepi in poenostavlja mehanizme OZN na tem 
podroĉju ter da zagotavlja celovit nadzor Centra za ĉlovekove pravice (Po Bohtetu, 
1997, str. 452 in 253). 
 
Nadzor pristojnih politiĉnih organov OZN v zvezi z varstvom ĉlovekovih pravic izvajajo 
tudi Generalna skupšĉina OZN, Varnostni svet OZN, Ekonomski in socialni svet OZN, 
posebni poroĉevalci, ad hoc telesa in Sekretariat OZN. Prav tako Meddrţavno sodišĉe 
kot poglavitni sodni organ OZN. Omeniti velja še nekatere specializirane agencije OZN, 
ki na svojem posebnem podroĉju prispevajo k uresniĉevanju in varstvu ĉlovekovih 
pravic. Med njimi so zlasti Mednarodna organizacija za delo (ILO); Organizacija OZN 
                                            
14
 United Nations High Commissioner for Human Rights. 
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za vzgojo, znanost in kulturo (UNESCO); Organizacija za prehrano in kmetijstvo (FAO) 
ter Svetovna zdravstvena organizacija (WHO). Poleg tega so bile v okviru OZN 
sklicane številne tematske mednarodne konference o razliĉnih vidikih ĉlovekovih 
pravic. Prav tako je pomembna tudi vloga nekaj sto mednarodnih in nacionalnih 
nevladnih organizacij, s katerimi je Ekonomski in socialni svet sklenil dogovore (po 
Bohtetu, 1997, str. 454-467). 
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3 OSMI ČLEN EVROPSKE KONVENCIJE O VARSTVU 
ČLOVEKOVIH PRAVIC IN TEMELJNIH SVOBOŠČIN  
 
3.1 SPLOŠNO O OSMEM ČLENU 
 
Pravica do zasebnosti ni varovana le z nacionalnim zasebnim in javnim pravom, ampak 
je dobila status ĉlovekove mednarodnopravno utemeljene pravice z vkljuĉitvijo le-te 
(poleg 12. ĉlena SDĈP in 17. ĉlena MPDPP) v 8. ĉlen EKĈP (Lampe, 2004, str. 51). 
 
EKĈP v 8. ĉlenu z naslovom Pravica do spoštovanja zasebnega in druţinskega 
ţivljenja, doma in dopisovanja doloĉa: 
 
(1) Vsakdo ima pravico do spoštovanja svojega zasebnega in druţinskega ţivljenja, 
svojega doma in dopisovanja. 
 
(2) Javna oblast se ne sme vmešavati v izvrševanje te pravice, razen ĉe je to 
doloĉeno z zakonom in nujno v demokratiĉni druţbi zaradi drţavne varnosti, javne 
varnosti ali ekonomske blaginje drţave, zato da se prepreĉi nered ali kazniva 
dejanja, da se zavaruje zdravje ali morala, ali da se zavarujejo pravice in 
svobošĉine drugih ljudi. 
 
Pravica do spoštovanja zasebnega in druţinskega ţivljenja, doma in dopisovanja je 
prizadeta, ĉe javna oblast poseţe na to podroĉje mimo pravil iz drugega odstavka 8. 
ĉlena EKĈP. V evropski teoriji so bili za posege uporabljeni naslednji izrazi: krnitev, 
vmešavanje, omejevanje, prizadetost, prikrajšanje, kazen, groţnja s kaznovanjem in 
prepoved. Poseg je lahko storjen s konkretnim ravnanjem, vendar ne gre le za oviranje 
uresniĉevanja pravice, temveĉ tudi za omejevalne ukrepe, ki onemogoĉajo uţivanje ali 
izvajanje pravice. Posegi so lahko tudi abstraktni, gre za direktne in trajne uĉinke 
zakona na potencialno prizadetega posameznika. To so primeri policijskega nadzora 
(Šinkovec, 1997, str. 180). 
 
Upoštevajoĉ podatek, da je ESĈP prviĉ odloĉilo na podlagi 8. ĉlena EKĈP »komaj« 
leta 1978 (v primeru Klass) in da je ESĈP prviĉ odloĉilo na podlagi same EKĈP šele 
leta 1961, je moĉ ugotoviti, da strasburški organi (Komisija in Sodišĉe) do poznih 70. 
let niso priznavali pravico do zasebnosti kot ĉlovekovo pravico in je tudi niso ustrezno 
varovali prav zaradi prevelike abstraktnosti pojmovanja iz 8. ĉlena (Lampe, 2004, str. 
375). 
 
Z obseţno sodno prakso je ESĈP široko razlagalo domet 8. ĉlena EKĈP. Ta zajema 
tako klasiĉne pravice in svobošĉine, kot so nedotakljivost stanovanja in pisemska 
tajnost, kot tudi nove vidike varstva zasebnosti in osebnih podatkov v dobi interneta in 
hitrega razvoja sodobnih tehnologij, ki na nov naĉin ogroţajo zasebnost posameznikov 
in druţin. EKĈP varuje zasebno sfero pred posegi drţave (negativni vidik varstva), 
obenem pa nalaga drţavam podpisnicam pozitivne dolţnosti pri varstvu zasebnosti in 
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osebnih podatkov. V številnih primerih se ESĈP ukvarja z vprašanjem ravnoteţja med 
interesom posameznika do varovanja zasebnosti in interesom druţbe kot celote. Zato 
drţavam dopušĉa precej široko polje svobodne presoje (margin of appreciation) pri 
izbiri naĉina, kako bodo uresniĉevale 8. ĉlen EKĈP (Ribiĉiĉ, 2007, str. 132). 
 
To je pravno gledano relativno nova pravica, ki je v klasiĉnih pravniških tekstih 
osemnajstega stoletja ne zasledimo. V tistem ĉasu je bilo zasebno ţivljenje namreĉ 
manj mobilno, tako fiziĉno kot intelektualno, drţavni nadzor in opazovanje, snemanje in 
druge oblike tehniĉnega nadzora pa so postale aktualne šele s tehnološkim 
napredkom. Pojem spoštovanja zasebnega in druţinskega ţivljenja posameznika, 
doma in dopisovanja je tako zelo kompleksen, da je Komisija pri sestavljanju vsebine 
osmega ĉlena ugotovila, da je teţko vnaprej predvideti vse moţne primere, na katere 
se nanašajo zasebno in druţinsko ţivljenje posameznika ter njegov dom in 
dopisovanje. Ţe sam pojem zasebnega ţivljenja je precej obseţen, saj se nanaša na 
situacije, ko ne gre samo za posameznika in njegovo zasebno sfero, temveĉ tudi za 
njegov odnos do drugih ljudi in za oblikovanje medsebojnih odnosov, še posebej na 
ĉustvenem podroĉju. Posebno omejitev zasebnosti pomenijo navade, vrednote in 
obiĉaji posamezne druţbe, ali celo posameznega oţjega druţbenega okolja. Obseg te 
pravice (in s tem tudi obseg potrebe po zasebnosti) je precej odvisen od splošnih 
kulturnih norm in norm vedenja v okolju. Danes te norme ne poudarjajo veĉ samo 
zasebnosti posameznika. Vendar pravo vse bolj poudarja pomen ĉlovekovih potreb, 
interesov in obĉutkov na podroĉjih, kjer je bil posameznik doslej zgolj omejen na vlogo 
objekta. EKĈP je doloĉila, da je v primeru, ko drţava omejuje posameznikovo pravico 
do zasebnega in druţinskega ţivljenja nujno, da so takšne omejitve opraviĉljive na 
podlagi doloĉila drugega odstavka 8. ĉlena EKĈP (Kuhelj, 2004, str. 39-41). 
 
8. ĉlen EKĈP je namenjen varovanju širokega podroĉja medsebojno povezanih pravic, 
ki jih je teţko loĉevati med seboj. Primeri, ki so jih obravnavali organi ESĈP se le 
redkokdaj nanašajo na kršitev le ene same pravice. Tako je neupraviĉeno 
prisluškovanje telefonskim pogovorom lahko poseg v pravico do spoštovanja 
zasebnega ţivljenja ali dopisovanja ali celo v pravico do spoštovanja doma (Šelih, 
1993, str. 479). 
 
EKĈP v prvem odstavku 8. ĉlena doloĉa opis in obseg pravice do spoštovanja 
zasebnega in druţinskega ţivljenja, doma in dopisovanja, medtem ko so v drugem 
poglavju našteti pogoji in razlogi za moţne omejitve pravice. Drţavna oblast torej lahko 
poseţe v izvrševanje pravice samo v izrecno navedenih primerih. Kljub temu doloĉilo 8. 
ĉlena ne doloĉa samo primerov, ko lahko drţava poseţe v pravico, oziroma se mora v 
vseh drugih primerih posega vzdrţati (negativna obveznost drţave), temveĉ doloĉa tudi 
pozitivno obveznost drţave, da zagotovi pogoje, ki so potrebni za uĉinkovito 
izvrševanje pravic. ESĈP v primeru, ĉe ugotovi kršitev pravice iz prvega odstavka 
prouĉi, ali je takšna kršitev utemeljena na podlagi pogojev doloĉenosti z zakonom in 
nujnosti v demokratiĉni druţbi iz razlogov drţavne varnosti, javne varnosti ali 
ekonomske blaginje drţave, da se prepreĉi nered ali kazniva dejanja, da se zavaruje 




Merila, ki povedo, kdaj je drţava dolţna pozitivno posegati v varovanje pravic in kdaj 
ne so razliĉna glede na vsebino problematike konkretnih primerov varstva pravice iz 8. 
ĉlena. Skupaj s problemom pozitivne obligacije drţav se zastavlja tudi vprašanje, v 
kakšni meri mora drţava zagotoviti aktivno delovanje, da doseţe uĉinkovitost varstva 
pravice. Vprašanje pozitivne obveznosti v besedilu 8. ĉlena ni izrecno omenjeno. 
Vendar je ESĈP ugotovilo, da neaktivno delovanje drţave glede varstva posameznika 
predstavlja kršitev 8. ĉlena EKĈP enako kot neupraviĉeno poseganje drţave v pravico 
posameznika. Kljub temu pa od drţave ni mogoĉe zahtevati pozitivnih aktivnosti, ĉe 
niso izpolnjeni pogoji iz drugega odstavka 8. ĉlena. Pozitivna obveznost drţave lahko 
poslediĉno sledi šele odloĉitvi o kršitvi pravice (Kuhelj, 2004, str. 46-47). 
 
Nekateri teoretiki, kot je razvidno iz samih Zakljuĉkov konference nordijskih pravnikov, 
pa teţijo k klasifikaciji pravice do zasebnosti glede na moţne vdore vanjo. Vsi štirje 
aspekti grobo ponazarjajo vsa štiri podroĉja zasebnosti: zasebno in druţinsko ţivljenje 
– odloĉitveno in duševno zasebnost, dom – prostorsko zasebnost, dopisovanje – 
informacijsko zasebnost (Lampe, 2004, str. 49). 
 
Na podlagi sodne prakse ESĈP v zvezi z 8. ĉlenom EKĈP, se je v sklop pravno 
zašĉitenih dobrin uvrstila med drugim tudi pravica do zdravega ĉlovekovega okolja. 
ESĈP izrecno ne varuje ĉlovekovega okolja, ampak je ESĈP ugotovilo, da pravica do 
spoštovanja zasebnega ţivljenja tudi varuje v doloĉenih situacijah ĉlovekovo okolje, ĉe 
je ĉlovek neposredno prizadet z onesnaţenjem (gre predvsem za ekstremne primere). 
Prouĉevanje varstva ĉlovekovega okolja je predvsem naloga discipline pravni vidiki 
varstva okolja (environmental law), ki je pri nas šele v povojih, medtem ko je npr. v 
ZDA ena izmed najbolj obravnavanih pravnih disciplin (Lampe, 2004, str. 51 in 52). 
 
Problematiko, ki se v smislu 8. ĉlena EKĈP najveĉkrat pojavlja pred Evropskimi organi, 
lahko razvrstimo v tri globalne sklope (Kuhelj, 2004, str. 47): 
 
- spoštovanje zasebnega ţivljenja, 
 
- spoštovanje druţinskega ţivljenja in 
 
- spoštovanje doma in dopisovanja. 
 
3.2 PRAVICA DO SPOŠTOVANJA DOMA IN DOPISOVANJA  
 
Pravice, ki jih varuje 8. ĉlen EKĈP, in sicer: pravica do spoštovanja zasebnega 
ţivljenja, pravica do spoštovanja druţinskega ţivljenja in pravica do spoštovanja doma 
in dopisovanja, so medsebojno povezane. Dopisovanje ne zajema samo pisne 
komunikacije, temveĉ vse oblike zasebnih komunikacij. ESĈP pri interpretaciji 
uporablja metodo prouĉevanja vsake posebej, vendar vedno v povezavi z ostalimi. 
Primer takšnega obravnavanja je zvoĉno snemanje pogovorov, za katerega ni 
bistveno, ali posega v pravico do dopisovanja, v pravico do zasebnosti ali v pravico do 
spoštovanja doma (ĉe se snema na domu pritoţnika). Poseg drţave je v takem primeru 
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lahko utemeljen samo na podlagi drugega odstavka 8. ĉlena, medtem ko se vsebina 
prvega odstavka obravnava s celostnega vidika pravice in ne samo kot seštevek 
posameznih pravic, ki so naštete v prvem odstavku. ESĈP ponavadi prouĉuje pravico 
do spoštovanja doma v povezavi s pravico do zasebnosti ali v povezavi s pravico do 
druţinskega ţivljenja, pravico do zasebnosti pa v povezavi s pravico do dopisovanja 
(Kuhelj, 2004, str. 101). 
 
Pravica do spoštovanja doma in dopisovanja zajema tri sklope: 
 
- spoštovanje doma, 
 
- spoštovanje dopisovanja (pisemska tajnost), 
 
- policijske preiskave, prisluškovanja in evidence osebnih podatkov. 
 
3.2.1 Policijske preiskave, prisluškovanja in evidence osebnih podatkov  
 
Komisija in ESĈP sta obravnavala veliko zadev, v katerih so pritoţniki zatrjevali, da 
drţava z zbiranjem, ali pa z njihovim nadzorovanjem krši eno ali pa veĉ doloĉil prvega 
odstavka 8. ĉlena. Drţave imajo zaradi varovanja in ohranitve javne varnosti in miru ter 
zaradi prepreĉevanja nemirov in kriminalnih dejavnosti interes, da skrivno nadzorujejo 
nekatere posameznike, za katere obstaja utemeljen sum, da lahko škodijo navedenim 
vrednotam. Oblike nadzora obsegajo vodenje evidenc o posamezniku, preiskavo 
doma, zaplembo dokumentov, odpiranje pisem in prisluškovanje telefonskim 
pogovorom. Ravno tako gre za nadzor raĉunalniških povezav in mreţ, ki so dandanes 
v precejšnji meri nadomestili pisemsko in telefonsko obliko komuniciranja. Primeri 
prisluškovanja, odpiranja pisem in preiskav domov predstavljajo nedopustno poseganje 
v zasebno ţivljenje posameznika. Posegi drţave v to sfero morajo biti opraviĉljivi v 
skladu z drugim odstavkom 8. ĉlena, pri ĉemer se drţave v teh primerih najveĉkrat 
sklicujejo na drţavno in javno varnost ter zašĉito pred zloĉinom in neredom (Kuhelj, 
2004, str. 116). 
 
3.2.1.1 Evidence (zbiranje in vpogled) osebnih podatkov 
 
Judikatura o vpogledu podatkov zaupnega znaĉaja, ki se nahajajo v razliĉnih vrstah 
evidenc, je precej obseţna. Zaradi raznolikosti evidenc so tudi odloĉbe ESĈP razliĉne 
in neprimerljive. V primeru Leander proti Švedski15 iz leta 1997 je ESĈP obravnavalo 
vpogled v policijsko kartoteko pritoţnika, ki ni dobil sluţbe zaradi vpogleda vojaških 
oblasti v kartoteko, v kateri je bila zapisana njegova politiĉna pripadnost in druge 
informacije zasebne narave. Ker se je toţena drţava sklicevala, da gre za podroĉje 
drţavne varnosti, na katerem ji je dovoljena obseţna diskrecijska pravica, je ESĈP 
menilo, da ni bilo kršitve, ker je toţena drţava izpolnila pogoj doloĉenosti v zakonu in 
nujnosti v demokratiĉni druţbi (Kuhelj, 2004, str. 150). 
                                            
15
 Leander v. Sweden, sodba z dne 26. 3. 1987, serija A, št. 116. 
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Nasprotno je bilo v primeru Gaskin proti Angliji16 iz leta 1989, ko drţava ni upoštevala 
zahteve pritoţnika, naj mu omogoĉi vpogled v evidenco o njegovih številnih rejnikih, pri 
katerih je preţivel mladost, ker so bili ti podatki zaupni in bi bilo za vpogled potrebno 
predhodno pridobiti soglasje oseb, na katere se ti podatki nanašajo, kar pa ni bilo 
mogoĉe. Šlo naj bi za pozitivno dolţnost drţave, da aktivno deluje, zato da zašĉiti 
zasebno in druţinsko ţivljenje posameznika. Vendar je ESĈP odloĉilo, da pravni 
sistem, ki dopušĉa vpogled v evidence samo z dovoljenjem oseb, ki so navedene v 
zaupnih dokumentih, brez moţnosti izpodbijanja odklonitve njihovega dovoljenja, ne 
izpolnjuje pogoja zakonitosti. Zaradi tega je bila kršena pravica iz 8. ĉlena (Kuhelj, 
2004, str. 150). 
 
O pozitivni obveznosti drţave, da seznani posameznike s podatki zaupnega znaĉaja, ki 
so za njih bistvenega pomena, je ESĈP odloĉalo v primeru Guerra proti Italiji17 iz leta 
1998. V tem primeru drţava ni seznanila okoliškega prebivalstva podjetja, ki je 
izdelovalo gnojila, o veliki nevarnosti onesnaţenja okolja in vpliva onesnaţenja na 
zdravje ljudi in je te podatke klasificirala kot zaupne. ESĈP je odloĉilo, da je bila kršena 
pozitivna obveznost spoštovanja pravic iz 8. ĉlena, saj ljudje niso imeli moţnost odloĉiti 
se, ali ostanejo na ogroţenem obmoĉju ali pa ga zapustijo (Kuhelj, 2004, str. 150 – 
151). 
 
V primeru MS proti Švedski18 iz leta 1997 se je pritoţnica pritoţila zoper toţeno 
drţavo, ki je organom socialnega varstva omogoĉila vpogled v njene podatke iz 
zdravstvene kartoteke. ESĈP je ugotovilo, da so ti podatki bistvenega pomena za 
posameznika in nedvoumno sodijo v podroĉje zasebnosti, zato morajo varstvo teh 
podatkov zagotoviti vsi pravni sistemi drţav ĉlanic EKĈP. Bistveno je spoštovanje 
zasebnosti bolnika in ohranjanje zaupanja posameznikov v zdravnike in zdravstvo 
nasploh. Razkritje podatkov o zdravstvenem stanje pritoţnice je ESĈP štelo za kršitev 
doloĉila o pravici do spoštovanja zasebnosti (Kuhelj, 2004, str. 127-128). 
 
Podoben primer je ESĈP obravnavalo v primeru Z proti Finski19 iz leta 1997. Finska 
drţavljanka Z je bila poroĉena z gospodom X, ki ni bil finski drţavljan. Leta 1992 je 
Mestno sodišĉe v Helsinkih gospoda X obsodilo za zaporno kazen zaradi posilstva 
osebe O. Po sojenju je bilo ugotovljeno, da sta zakonca Z in X seropozitivna in 
okuţena z virusom HIV. Oseba M je vloţila ovadbo policiji, da naj bi jo gospod X 
poskusil pri spolnem odnosu okuţiti z virusom HIV, kar naj bi bil poskus uboja. 
Septembra 1992 je bil gospod X ponovno aretiran zaradi posilstev in okuţbe drugih, 
torej poskusa uboja. Policija je nato ugotovila, da je bila gospa Z ugotovljena za 
seropozitivno ţe leta 1990. Sodišĉe je njenemu zdravniku ukazalo, da naj sodišĉu 
preda njeno zdravstveno kartoteko in zdravnik je to storil. Na sojenju gospodu X so bili 
zaslišani tudi zdravniki gospe Z, ĉeprav so se temu upirali. Gospod X je bil obsojen, 
Mestno sodišĉe v Helsinkih pa je na njegovo zahtevo in zahtevo gospe Z ukazalo 
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 Gakin v. the United Kingdom, sodba z dne 7. 7. 1989, serija A, številka 160. 
17
 Guerra and others v. Italy, sodba z dne 19. 2. 1998, poroĉilo 1998-I. 
18
 MS v. Sweden, sodba z dne 27. 8. 1997, poroĉila 1997 – IV. 
19
 Z v. Finland, sodba z dne 25. 2. 1997, poroĉila 1997 – I. 
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desetletno dobo zaupnosti za dostop javnosti do podatkov iz sodbe. Gospod X se je 
pritoţil Apelacijskem sodišĉu, ki pa je v glavnem potrdilo sodbo Mestnega sodišĉa in 
odloĉilo, da podatki iz zdravstvenih kartotek postanejo javni leta 2002. Podatki iz 
zdravstvene kartoteke gospe Z iz odloĉbe Apelacijskega sodišĉa so bili kmalu 
objavljeni v raznih ĉasopisih. Po izgubljenih pritoţbah na Finskem se je gospa Z 
pritoţila še na ESĈP. Po relevantnem finskem pravu je imelo Apelacijsko sodišĉe 
diskrecijsko pravico, da prviĉ izkljuĉi omembo katerihkoli imen v sodbi, ki bi dopušĉala 
identifikacijo vlagateljice, in drugiĉ, da celotno obrazloţitev zadrţi kot zaupno za 
doloĉeno dobo in namesto tega objavi skrajšano verzijo obrazloţitve, tako kot je to 
storilo Mestno sodišĉe. Ne glede na to, ali je vlagateljica izrecno zahtevala, da naj 
Apelacijsko sodišĉe izkljuĉi razkritje njene identitete in zdravstvenega stanja, je bilo 
sodišĉe z njenimi ţeljami seznanjeno s strani odvetnika gospoda X, da naj se odredba 
o zaupnosti podaljša ĉez deset let. Iz tega je oĉitno izhajalo, da bi nasprotovala 
razkritju informacij javnosti. Zaradi tega sporna objava ni bila podprta s kakšnimi 
tehtnimi razlogi in je pomenila kršitev vlagateljiĉine pravice do spoštovanja njenega 
zasebnega in druţinskega ţivljenja, kot je to zajamĉeno z 8. ĉlenom EKĈP. In še, da bi 
omogoĉanje dostopa javnosti do zdravstvenih podatkov ţe tako zgodaj kot je leta 2002, 
ĉe bi bilo izvršeno, pomenilo kršitev 8. ĉlena. Zaradi tega je sodnik Meyer podal delno 
odklonilno loĉeno mnenje, ker je menil, da izgleda, da s tem ESĈP namiguje, da je 
javni dostop do zdravstvenih podatkov dopusten potem, ko je izteklo dovolj ĉasa. 
Napisal je, da interes, da se zagotovi, da so sodna postopanja javna, ne zadostuje, da 
se opraviĉi razkritje zaupnih podatkov, tudi potem ko preteĉe mnogo let. Sodnik je 




4.1 OPREDELITEV ZASEBNOSTI 
 
Pojem zasebne sfere ĉloveka je v pravni teoriji precej sporen. Manj sporov je na 
podroĉju antropoloških in socioloških znanj. Z zasebno sfero se povezujejo vprašanja 
bistva in vrednosti ĉloveka in rangiranje zasebne sfere na sedanji stopnji civilizacije. Z 
razvojem ĉloveštva se je pojmovanje zasebne sfere vse bolj razširjalo na nova 
podroĉja. Vsekakor je treba zasebno sfero upoštevati kot posebno pravno dobrino, ki ji 
mora pravni red zagotoviti potrebno varstvo. Na tem podroĉju se vzpostavlja znano 
razmerje med etiko in pravom (Šinkovec, 1997, str. 175). 
 
Problemi, s katerimi se ubadajo praktiĉno vsi raziskovalci tega podroĉja, zadevajo 
predvsem odsotnost nedvoumne in jasne definicije, kaj sploh je zasebnost. Vzrok za to 
nedoreĉenost pa je delno tudi v tem, da je pojem in obseg pravice do zasebnosti 
podvrţen nenehnim vplivom druţbenih in tehnoloških sprememb (Kovaĉiĉ, 2006, str. 
7). 
 
Ob vrsti pozitivnih vidikov in do pred nekaj desetletji neslutenih moţnosti, ki jih 
omogoĉata razvoj tehnologije v informacijski druţbi in predvsem globalno raĉunalniško 
omreţje, prinaša ta tehnološki razvoj veliko nevarnost – poĉasno, a gotovo oţenje 
ţivljenjskega prostora ene izmed temeljnih ĉlovekovih pravic, t. j. pravice do 
zasebnosti; pravice, da se v naše ţivljenje neupraviĉeno ne vtika ne drţava ne 
nepovabljeni zasebniki; pravice, ki jo ljudje v teţnji po svobodi, individualizmu, 
obvladovanju ţivljenjskega okolja in intime na spisku vrednot, ki jih moramo zavarovati 
in obvarovati, upraviĉeno postavljamo izjemno visoko. V svetu, kjer se meja med 
zasebno in javno sfero vse bolj zamegljuje in kjer nova tehnologija omogoĉa razliĉne 
vrste posegov v zasebnost posameznikov, postaja varstvo pravice do zasebnosti ena 
najbolj kritiĉnih toĉk borbe med drţavo, delodajalcem, potrošniško druţbo in 
posameznikom (Klemenĉiĉ, 2001, str. 129). 
 
Ĉeprav je pravica do zasebnosti ena temeljnih ĉlovekovih pravic, ne deli v celoti te 
njihove usode. Nekatere osebnostne pravice so take, da jih predvsem moderne 
demokratiĉne druţbe priznavajo v celoti ali brez priziva, saj so jasno opredeljene in 
pravno umešĉene. Zasebnost pa je bistveno bolj izmuzljiva. Enotne opredelitve 
zasebnosti ni, to pa pomeni razliĉno pravno umestitev in oteţeno pravno varstvo. Zato 
je treba zasebnost sicer obravnavati glede na druge ĉlovekove pravice, vedno pa je 
treba paziti na posebnosti tega pomembnega pravnega in druţbenega instituta 
(Cvetko, 1999, str. 16). 
 
Od vseh ĉlovekovih pravic v mednarodnem katalogu pravic je zasebnost verjetno 
najteţje definirati. To pa ne pomeni, da je zasebnost bodisi manj pomembna ali pa 
morda celo nepomembna. Nekateri celo trdijo, da »so v nekem oziru vse ĉlovekove 
pravice zgolj eden izmed vidikov pravice do zasebnosti«. Pravilno videti in hkrati tudi 
razumeti zasebnost zgolj na podlagi posameznih definicij je zelo teţko, ĉe ţe ne skoraj 
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nemogoĉe. Iz tega razloga se je poleg samega definiranja poizkušalo dodati definicijam 
še vsebine, ki naj nam ob sami teoretiĉni osnovi na podlagi vsebine podajo razliĉne 
vidike razumevanja in obravnavanja zasebnosti, ter s tem posredno pripeljejo do 
primerne »definicije« zasebnosti. Razlog za njeno teţko vsebinsko doloĉljivost leţi v 
dejstvu, da se je sam koncept zasebnosti, tako kot vsi ostali pojmi, najprej razvil v 
vsakdanjem ţivljenju posameznika oz. skupin, ki so ţelele, da se jim ta pravica prizna. 
To je namreĉ edini naĉin, ki omogoĉa dejansko implementacijo in ustrezno ţivljenje 
posamezne pravice. Pri tem so zelo pomembne, ĉe ţe ne najpomembnejše, ravno 
mednarodno sprejete formulacije urejanja posameznega dela ĉlovekovih pravic, v 
danem primeru torej obravnave varstva zasebnosti. V mednarodnem prostoru trĉijo 
med seboj razliĉni vidiki kulturnega dojemanja koncepta ĉlovekovih pravic kot takih, 
razliĉni pravni vidiki reševanja in razumevanja kataloga ĉlovekovih pravic in ne 
nazadnje razliĉna stopnja razvitosti posameznih drţav, tako v ĉistem zgodovinskem 
pogledu kakor tudi v politiĉno razvojnem konceptu dojemanja demokracije, ki je 
nedvomno predpogoj za resno izvrševanje kakršnihkoli ĉlovekovih pravic (Ţurej, 2001, 
str. 295-300). 
 
Razliĉne študije kaţejo, da je zasebnost nekaj, kar je medkulturno in medvrstno 
univerzalno in ni znaĉilno samo za ĉloveka.20 Tako nekatere navedbe v bibliji, pa tudi v 
koranu, judovski tradiciji, antiĉni Grĉiji in starodavni Kitajski kaţejo na to, da zasebno 
sfero poznajo razliĉne kulture in druţbe. Vendar pa je tisto, kar danes poznamo pod 
imenom zasebnost oziroma pravica do zasebnosti, pravzaprav iznajdba 
razsvetljenstva, torej nekaj, kar nastane na zahodu šele v ĉasu nastanka kapitalizma, 
nekoliko kasneje pa se zaĉne izraţati šele ob »nastanku« oziroma kodificiranju 
univerzalnih ĉlovekovih pravic. Ni nakljuĉje, da se pravica do zasebnosti pravzaprav 
izrazito veţe na zahodni kapitalizem in nastanek individualizma ter ĉlovekovih pravic. 
Afriška deklaracija o ĉlovekovih in ljudskih pravicah iz leta 198121 npr. pravice do 
zasebnosti sploh ne omenja, na Japonskem se je pravica do zasebnosti pojavila šele 
po drugi svetovni vojni s prihodom Ameriĉanov, Univerzalna islamska deklaracija 
ĉlovekovih pravic iz leta 198122 pa zasebnost v 21. ĉlenu sicer omenja, vendar so 
nekateri avtorji mnenja, da je obseg razumevanja zasebnosti v islamu bistveno bolj 
omejen kot v Evropi in ZDA (Kovaĉiĉ, 2006, str. 11). 
 
Pravica do zasebnosti naj bi bila tista pravica, ki kot pravica do osebnega ţivljenja 
vsakomur omogoĉa tak razvoj osebnosti, kot si ga je sam doloĉil in ga tudi varuje pred 
posegi tretjega v njegovo zasebno podroĉje (sfero) (Cvetko, 1999, str. 16). 
 
Pravica do zasebnosti je ena izmed temeljnih pravic, ki jih priznava sodobna druţba in 
kot taka plod najrazliĉnejših razprav. Zasebnost smo postavili na piedestal 
vrednostnega sistema sodobne druţbe, ki si ţeli biti na eni strani vseskozi v soju 
ţarometov, ki naj bodo dokaz tega, da smo še ţivi, na drugi strani pa si ţelimo daleĉ 
stran v svoj svet. V svoj svet, ki pripada tako telesno kot tudi duševno zgolj nam, svet, 
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 Alan Westin je npr. ugotovil, da se tudi ţivali v doloĉenih obdobjih zateĉejo v samoto ali v 
intimen objem manjših skupin, poleg tega pa na obstoj zasebnosti kaţe tudi branjenje lastnega 
teritorija (Wagner de Crew, 1997, str. 12). 
21
 Ang. African Charter on Human and Peoples Rights. 
22
 Ang. Universal Islamic Declaration of Human Rights. 
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ki ga varujemo kot tisti kotiĉek, kjer imamo svoje male skrivnosti in kjer najdemo morda 
še zadnji kotiĉek lastnega miru in zadovoljstva v redkih trenutkih osamljenosti. Ta 
kotiĉek nam je »svetinja« in nam predstavlja tisti zadnji neodkriti svet, kjer smo 
gospodarji ĉasa in prostora, lastne samopodobe. V tem ĉasu in prostoru je vse 
relativno in vse ustreza bolj ali manj našim potrebam in predstavam, ki jih ţe zdavnaj 
veĉ ne najdemo v zunanjem svetu. Pravica do zasebnosti se je prelevila v odmik 
prijetnega, v odmik od trdih meja navidezne ustreznosti druţbe, ki nas vse bolj 
utesnjuje in ki nam vse bolj predstavlja tisti okvir, iz katerega si vse bolj ţelimo zbeţati. 
Beţimo? Da, beseda za umik v stanje psihiĉne in fiziĉne odsotnosti nasproti 
zunanjemu svetu, pa ĉetudi je ta razmejitev lahko zgolj idealistiĉna predstava 
navidezne resniĉnosti, nam pomeni vsak dan veĉ. Pomeni nam umik v naš notranji 
vrednostni red, ki ga ne obremenjujejo navidezni in prisilni uĉinki dobrega in 
poštenega. Ne prilagajamo se veĉ zunanjim zakonitostim, temveĉ svojim notranjim 
potrebam, ki nas veselijo in ki jih razumemo. Dosti imamo vsega. Kolektivno zavest 
urejene druţbe zamenjamo za individualistiĉno subjektivizirano stanje prostora in ĉasa, 
praviĉnega in primernega. Paradoks: Ĉlovek, ki je druţabno bitje, je vzpostavil kot 
enega izmed najvišje zavarovanih postulatov svoje bivanjske realnosti »zasebnost«.  
Zasebnost kot tisti del vsakega ĉloveka, ki mu daje obĉutek, da ne hodi po svetu gol. 
Zasebnost kot tisti postulat, ki mu daje še zadnji obĉutek lastne sposobnosti in 
dostojanstva, za katero je morda mislil, da ga ni veĉ ali pa da ga je morda celo ţe 
izgubil. Iz navedenega je jasno, zakaj varovati pravico do zasebnosti. Razlog je ĉisto 
preprost. Varujemo jo torej zato, ker s tem poslediĉno varujemo svojo bit in s tem svoje 
dostojanstvo, kolikor nam ga je še ostalo (Ţurej, 2001, str. 289 in 290). 
 
Ker gre za pravico, ki pripada vsakemu ĉloveku in tudi uĉinkuje proti vsakemu, je treba 
tako pravico ustrezno zavarovati. Zato je pravica do zasebnosti opredeljena v ustavi in 
zavarovana s kazenskopravnim in civilnopravnim varstvom (Cvetko, 1999, str. 25). 
 
Zaĉetki zakonodaje, ki šĉiti zasebnost, segajo ţe v leto 1361, ko je v Angliji zakon 
Justices of the Peace Act predvidel kazni za tiste, ki so skrivaj opazovali druge 
posameznike ali jim prisluškovali. Nekje okoli leta 1400 pa so tudi na Zahodu zaĉeli bolj 
šifrirati vsebino bolj obĉutljivih pisem. Leta 1466 ali 1467 je Leon Batista Alberti napisal 
enega najstarejših znanih zahodnih esejev o kriptoanalizi, kar kaţe na to, da je bilo 
varovanje komunikacijske zasebnosti problem, s katerim so se resno ukvarjali ţe vsaj 
od petnajstega stoletja naprej (Kovaĉiĉ, 2006, str. 49). 
 
Zasebnost oziroma pravica do zasebnosti ima razliĉno vsebino v razliĉnih politiĉnih 
ureditvah, na njeno opredelitev pa vpliva tudi ĉasovni horizont. Ena prvih definicij se je 
izoblikovala ţe konec prejšnjega stoletja v Zdruţenih drţavah Amerike. Po njej je to 
pravica posameznika, da se ga pusti pri miru. Takšna definicija za potrebe sodobnih 
druţbenih sistemov, katerih najpomembnejšo znaĉilnost in podlago za delovanje 
predstavljajo informacije, prav gotovo ni ustrezna (Ĉebulj, 1992, str. 7). 
 
Doktrina o zasebnosti in njenem varstvu se je v ustavnem pravu priĉela razvijati v 
petdesetih in šestdesetih letih, ko je ameriško Vrhovno sodišĉe priĉelo spoznavati, da 
lahko Veliki brat - drţava, resno ogrozi individualni in eksistencialni status posameznika 
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- drţavljana. Tovrstna kazuistika se je priĉela s primerom Griswold vs. Connecticut iz 
leta 1965 (381 U.S. 479). V tem nosilnem ustavnopravnem mnenju, ki ga je napisal 
sijajni sodnik Douglas, je Vrhovno sodišĉe ZDA privzelo tako imenovano penumbriĉno 
doktrino o zasebnosti, po kateri je pravica do zasebnosti (right to privacy) skupni 
imenovalec vseh drugih ustavnih pravic. Pravico do zasebnosti in praktiĉno vse 
ĉlovekove pravice v odnosu do drţave je namreĉ mogoĉe povzeti v besedni zvezi, da 
naj drţava posameznika - enostavno pusti pri miru. Kasneje je Vrhovno sodišĉe ZDA v 
odloĉbah, ki so se nanašale na prisluškovanje v kazenskih zadevah, razvilo podrobno 
kazuistiĉno serijo o vprašanju, pod kakšnimi pogoji ima drţava pravico prisluškovati, ĉe 
je glede storitve kaznivega dejanja podan utemeljen sum. V nekem primeru (Katz vs. 
US) je razvilo tudi tako imenovano doktrino priĉakovane zasebnosti (expectation of 
privacy), po kateri zasebnost ni varovana samo na teritoriju stanovanja posameznega 
drţavljana, ampak je varovana tudi v vseh situacijah, na primer v javni telefonski 
govorilnici ali hotelski sobi itd., v katerih ta zasebnost teritorialno in navzven ni 
manifestno izpriĉana z lastninsko ali posestno pravico prizadetega posameznika 
(Odloĉba US RS št. U-I-25/9523, loĉeno pritrdilno mnenje Boštjana M. Zupanĉiĉa). 
 
Pri pravici biti pušĉen pri miru gre predvsem za razumevanje zasebnosti kot negativne 
pravice, zgodovinsko gledano, naj bi posameznika pustila pri miru drţava. Iz tega 
razumevanja izvira angleška domneva o nedotakljivosti drţavljanovega doma oziroma 
nedotakljivosti stanovanja, iz katere se je pozneje razvila tudi zasebnost komunikacij in 
upraviĉeno priĉakovanje zasebnosti. Vendar pa se razumevanje pravice do zasebnosti 
kot zgolj pravice biti pušĉen pri miru (ter celo zgolj biti pušĉen pri miru s strani drţave), 
razumevanje, ki prevladuje predvsem v ZDA, pokaţe za precej omejeno, brţ ko 
zaĉnemo govoriti o poseganju druţbe v zasebno sfero (predvsem v primeru posegov 
zasebnih podjetij) (Kovaĉiĉ, 2006, str. 43). 
 
Doktrina varstva zasebnosti ZDA v ospredje postavlja prostorski koncept varstva 
zasebnosti. Evropsko ustavnopravno varstvo zasebnosti postavlja v ospredje koncept 
veĉjega obsega priĉakovanega varstva zasebnosti, ki presega prostorsko utemeljitev. 
Pravo (Ustava) ne šĉiti le prostorov, lastnine ali lastnikov, temveĉ posameznike, ki v 
doloĉenem trenutku, v doloĉenem prostoru ali pri doloĉenem ravnanju (upraviĉeno) 
priĉakujejo svojo zasebnost. V središĉu evropskega varstva zasebnosti je torej 
posameznik, pri tem pa za ugotovitev vdora v njegovo zasebnost niti ni potreben 
materialni vdor, temveĉ zadošĉa ţe vdor v psihološkem smislu. Prav posameznik, 
njegove znaĉilnosti in znaĉilnosti njegovih ravnanj so osrednji kriterij za ugotavljanje 
stopnje upraviĉeno priĉakovane zasebnosti v prostoru, v katerem se nahaja prav ta 
posameznik. Ĉetudi je ta prostor po naravi ali prima facie javen. Prav posameznik je 
torej tisti, ki s svojimi lastnostmi in z znaĉilnostmi svojega ravnanja v prostor prinaša 
(legitimno) priĉakovano zasebnost (Teršek, 2006, str. 6). 
 
SE oziroma njegov parlament je skušal v resoluciji št. 428 (leta 1970) opredeliti pravico 
do zasebnosti. Po tej resoluciji obsega pravica do zasebnosti pravico ţiveti lastno 
ţivljenje s ĉim manj vplivi od zunaj. Vsebuje pravico do osebnega ţivljenja, pravico do 
druţine in doma, pravico do fiziĉne in psihiĉne nedotakljivosti, pravico do ĉasti in 
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 Odloĉba Ustavnega sodišĉa RS, št. U-I-25/95, 27. 11. 2997, Uradni list RS, št. 5/98. 
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ugleda, pravico do prepovedi prikazovanja v napaĉni luĉi, pravico do prepovedi 
razglašanja za posameznika nepomembnih in neprijetnih dejstev, prepoved objave 
zasebnih fotografij in pravico do varstva zaupno pridobljenih podatkov (Cvetko, 1999, 
str. 44). 
 
Komisija je poleg vsega naštetega dodala še pravico do vzdrţevanja stikov z drugimi in 
vsestranski razvoj osebnosti (Polajnar Pavĉnik, 1995, str. 103). 
 
To opredelitev zasebnosti oziroma njenega varovanja pa je ţe v letu 1967 razširila 
Nordijska konferenca pravnikov (Nordic Conference of Jurists on the Right to Respect 
for Privacy), ki je opredelitvi zasebnosti dodala še prepoved uporabe (zlorabe) 
osebnega imena, prepoved ugotavljanja identitete ali fotografiranja brez soglasja, 
prepoved vohunjenja za osebo, spoštovanje pisem in prepoved razkrivanja uradnih 
informacij (Cvetko, 1999, str. 44 in 45). 
 
Nekateri zasebnost razumejo kot okolišĉino, v kateri ni dostopa do neobjavljenih 
osebnih informacij o drugemu. Problem poudarjanja objavljenosti osebnih informacij (v 
smislu javne objave) pa je v tem, da po tem razumevanju pravice do zasebnosti 
zbiranje osebnih podatkov, ki so v razliĉnih dosjejih, ĉe le-ti niso javno objavljeni (npr. 
medicinske kartoteke, potrošniški profili itd.), ne pomenijo kršitve zasebnosti. 
Razumevanje zasebnosti kot pravice zgolj dovoliti ali zavrniti dostop do osebnih 
informacij in do ĉloveka, bi pomenilo, da je zasebnost podrejena lastninski pravici. Po 
tem pogledu namreĉ zasebnost pomeni pravico drugim izkljuĉiti dostop do lastnine 
nekoga drugega, torej do sebe. To pa je pogled, ki je z razumevanjem zasebnosti kot 
osebnostne pravice v sodobnem ĉasu ţe moĉno preseţen (Kovaĉiĉ, 2006, str. 43). 
 
Univerzalne definicije zasebnosti in pravice do zasebnosti ni. Vzrok za to je, da je 
zasebnost relativna, kontekstualna in subjektivna. Vsakdo ima drugaĉna priĉakovanja 
glede zasebnosti in ta se spreminjajo tudi glede na druţbeni kontekst. Problem 
zasebnosti je tudi v tem, da zasebnost šĉiti svobodo posameznika, »individualna 
svoboda pa ne more biti ne napovedana, ne pogojena«. To je tudi razlog, zakaj se 
pravna teorija izogiba natanĉnemu definiranju pravice do zasebnosti in zakaj preveĉ 
natanĉno definiranje zasebnosti niti ni zaţeleno. Ĉe bi bila namreĉ preveĉ natanĉno 
definirana, bi se lahko nekoĉ v prihodnosti izkazalo, da je definirana preozko. Namesto 
doslednega in togega definiranja obsega pravice do zasebnosti se obseg le-te v sodni 
praksi doloĉa ob tehtanju konkretnih primerov. Ţal pa to tudi pomeni, da je širjenje 
varstva zasebnosti praviloma le reakcija na veljavno stanje, predvsem na tehniĉni in 
druţbeni napredek (Kovaĉiĉ, 2006, str. 12). 
 
Pravica do zasebnosti, oziroma angloameriška inaĉica »Right to privacy« je 
elementarna ĉlovekova pravica - tako mednarodna kot ustavna pravica javnopravnega 
znaĉaja ter osebnostna pravica civilnopravnega znaĉaja, kot ena izmed nepogrešljivih 
elementov ĉlovekove eksistence, ki varuje ĉloveka pred drţavno oblastjo, javnostjo in 
drugimi posamezniki, je pravica biti sam z minimumom posegov v odloĉitveno, 
duševno, prostorsko in informacijsko zasebnost. Pravica do zasebnosti ima absolutni 
znaĉaj, kar pomeni, da deluje proti vsem – erga omnes, tako proti drţavnim organom 
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(vertikalno razmerje), kot tudi nasproti tretjim osebam (horizontalno razmerje). Vendar 
njen absolutni znaĉaj pomeni le to, da deluje zoper vsakogar, a ne brez omejitev (po 
Lampetu, 2004, str. 42). 
 
Bistveno je vprašanje omejitve pravice do zasebnosti zaradi »razumnega« balansa z 
drugimi pravicami. Sama SDĈP in njena konkretizacija MPDPP iz  leta 1966, daje na to 
bistveno vprašanje le naĉelen odgovor – pravica se konĉa, kjer se druga pravica 
zaĉne. To naĉelo sicer zelo abstraktne narave je seveda potrebno natanĉneje dopolniti 
– to je naloga pravne prakse. V abstraktni razmejitvi pravice do zasebnosti od interesov 
drţavne oblasti po vmešavanju v izvrševanje te pravice s strani posameznika, je šla 
najdlje EKĈP. Temeljni dokument zagotavljanja ĉlovekovih pravic na podroĉju Evrope 
je inkorporiral naĉelo, da se drţavna oblast, pod jurisdikcijo katere je posameznik, 
lahko vmeša v izvrševanje njegove pravice do zasebnosti (tako s splošnim, kakor 
posamiĉnim aktom) le v vnaprej doloĉenih primerih iz same EKĈP – drugi odstavek 8. 
ĉlena. S precendenĉno prakso pa je ESĈP ustvarilo še dodatne abstraktne kriterije 
omejitve pravice do zasebnosti. V tem delu veĉkrat poudarjena dikcija drugega 
odstavka 8. ĉlena EKĈP doloĉa, da se drţavna oblast lahko vmešava v izvrševanje 
posameznikove pravice do zasebnosti le, kadar je to v skladu z njenim nacionalnim 
pravom pri zasledovanju doloĉenih ciljev, ki upraviĉujejo posege v posameznikovo 
zasebnost. Mogoĉe bi bilo celo trditi, da ti cilji predstavljajo po nekih splošnih kriterijih 
višji druţbeni interes proti ohranitvi nedotakljivosti posameznikove zasebnosti (Lampe, 
2004, str. 490). 
 
Ob obravnavi 12. ĉlena SDĈP se pogosto navaja, da je pravica do zasebnosti 
dejansko neki skupen pojem za najrazliĉnejše pravice, ki so navedene v 12. ĉlenu. 
Torej lahko govorimo v okviru definiranja pojma o varstvu zasebnosti o varstvu druţine, 
domaĉega ţivljenja, kraja bivanja, korespondence, telefona, elektronske pošte in 
ostalih oblik komuniciranja kakor tudi fiziĉne in psihiĉne integritete. Tu so si zelo blizu 
dejansko vsi mednarodni pravni dokumenti, ki obravnavajo navedeno podroĉje. So 
sicer razlike, vendar je vsem bolj ali manj skupno, da varujejo tri ali štiri sfere 
zasebnosti. Tako nekateri govorijo o naslednjih sferah zasebnosti: 
 
 fiziĉna integriteta, 
 psihiĉna (duševna) integriteta, 
 sfera intimnih odnosov, 
 potreba po zašĉiti zasebnosti na delovnem mestu in drugod (Ţurej, 2001, str. 300 in 
301). 
 
Pri definiciji pravice do zasebnosti gre za podroĉje ĉlovekovega ţivljenja, nad katerim 
bi imel posameznik izkljuĉno oblast odloĉitve, ali naj bo to podroĉje izpostavljeno 
zunanjemu svetu ali ne. Seveda pa ima tudi ta »zunanji svet« pravico »minimalno« (!) 
poseĉi v njegovo zasebnost v ţe prej omenjenih pogojih. Samo zasebnost, torej 
podroĉje ĉlovekovega ţivljenja, ki naj bi uţivalo pravno varstvo, je moĉ razdeliti na štiri 
dokaj fleksibilna podroĉja:  
 
 duševno,  
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 odloĉitveno,  
 prostorsko in  
 informacijsko.  
 
V okvir vsake od teh pa je z doloĉenimi prepletanji moĉ uvrstiti štiri temeljne dobrine, ki 
posamezniku omogoĉajo svoboden razvoj njegove osebnosti z minimalnim 
vmešavanjem »zunanjega sveta« , ter zato uţivajo pravno varstvo: 
 
 zasebno ţivljenje, 
 druţinsko ţivljenje, 
 dom in 
 dopisovanje (Lampe, 2004, str. 492 in 493). 
 
Pri varovanju zasebnosti loĉimo dve stopnji: nedotakljivo bistvo osebnosti in širšo 
zasebno sfero. Tu prihaja do izraza teorija o sferah. Oţja sfera se nanaša na bistvo, ko 
je poudarjeno dostojanstvo ĉloveka, ki mu omogoĉa ohranjanje, razvijanje in 
regeneracijo njegovih posebnosti brez nezaţelenih zunanjih vplivov. Obstaja »notranji 
prostor«, ki ga poseduje posameznik, v katerega se lahko umakne in v katerega 
okolica ne more imeti dostopa, posameznik ima pravico, da ga drugi pustijo na miru in 
da uţiva samoto. Absolutno nedotakljivo podroĉje predstavlja njegova intimna sfera 
osebnosti, ki nima nobenega razmerja z javnostjo ali pa ima z njim le malenkostno 
relacijo. Ni mogoĉe vpeljati orwelske vizije o totalnem nadzoru nad ĉlovekom. Širša 
sfera zasebnosti ne vkljuĉuje nedotakljivo podroĉje ĉloveka, v teh primerih so moţni 
nekateri posegi drţavnih oblasti. V bistvu se ĉlovek pribliţuje socialni sferi. Poseg je 
dopusten, ĉe temelji na zakonu, ki je skladen z ustavo; za sprejem takega zakona mora 
biti izrecno zagotovljen javen interes in ukrep mora biti sorazmeren namenu zakona (ni 
dopusten ostrejši ukrep, ĉe se da namen zakona doseĉi z blaţjim). Ĉlovek je v 
povezavi s skupnostjo, zato mora sprejeti drţavne ukrepe, ki predstavljajo prevladujoĉe 
interese skupnosti, vendar ob strogem spoštovanju zapovedi o sorazmernosti. 
Ĉlovekovo podobo, ki izhaja iz njegove celokupnosti, ni mogoĉe obravnavati le kot 
podobo izoliranega posameznika, upoštevati je treba njegovo povezanost s skupnostjo, 
vendar pri tem ne sme biti prizadeta njegova lastna vrednost. (Šinkovec, 1997, str. 178 
in 179). 
 
Kljub temu, da se zasebnost kot vrednota in poslediĉno kot pravica zaĉne uveljavljati 
šele v 18. stoletju, pri njenem priznanju ne gre za proces, katerega obseg bi se skozi 
ĉas širil, temveĉ prav nasprotno. Zasebna sfera se skozi zgodovino oţi, pravica do 
zasebnosti pa v zadnjih letih postaja ĉedalje bolj omejena. Pravo pravico do zasebnosti 
sicer šĉiti in na nekaterih podroĉjih navidezno celo širi (ĉeprav gre pri teh »širitvah« 
veĉinoma zgolj za sledenje tehnološkemu in druţbenemu razvoju, pogosto pa celo 
zgolj za legitimizacijo uveljavljenih praks vdiranja v zasebnost), vendar zasebnost kot 
vrednota v druţbi izgublja pomen. Zasebnost šĉiti svobodo posameznika, zato za 
tradicionalnega nasprotnika zasebnosti veĉinoma velja drţava, vendar se svoboda ne 
nanaša zgolj na odnos posameznika do politiĉne oblasti, temveĉ tudi do druţbe. Zato 
je danes poglavitni akter, ki ogroţa zasebnost posameznikov, druţba, drţava pa ima 
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ambivalentno vlogo – po eni strani posega v zasebnost posameznikov, po drugi strani 
pa posameznika varuje pred vplivi druţbe (Kovaĉiĉ, 2006, str. 11). 
 
Pravica do zasebnosti je osebnostna pravica, v kateri se zdruţuje vrsta pravic v zvezi s 
ĉlovekovo osebo in njegovimi osebnimi razmerji. Pravica je, tako kot druge osebnostne 
pravice, osebna in nepremoţenjska. Tudi zanjo je znaĉilno, da pripada posamezniku 
kot sestavni del njegove osebnosti, ki jo soĉasno tudi varuje, pri ĉemer je varovan tudi 
njegov odnos do drugih (Cvetko, 1999, str. 25). 
 
Pri pravici do zasebnosti gre za absolutno pravico, ki velja za vsakega in proti vsem. 
Vendar ta pravica kljub svoji absolutni naravi ni taka pravica, ki bi jo lahko vedno 
uporabili brez pridrţkov, kajti ovira jo druga znaĉilnost, da je pravica do zasebnosti 
enega negacija pravice drugega. Zato lahko uveljavljana pravica enega, ĉe jo ne 
obravnavamo (ali uveljavljamo) soĉasno s pravico drugega, povzroĉa krivico na drugi 
strani, saj lahko krši njegovo pravico, ki prav tako velja za vsakega in proti vsakemu 
(Cvetko, 1999, str. 36). 
 
Pravico do zasebnosti je potrebno obravnavati v t. i. dualistiĉnem konceptu kot 
osebnostno pravico, ki je varovana z instrumenti civilnega prava, ter kot ĉlovekovo 
pravico (javnopravnega znaĉaja), ki je varovana z ustavo in mednarodnopravnimi 
dokumenti. Pravico do zasebnosti v slovenskem pravu zagotavlja 35. ĉlen. Skoraj v 
vseh evropskih drţavah pravico do zasebnosti zagotavljajo nacionalne ustave, te 
ustave pa tudi zagotavljajo varstvo pravic neposredno na podlagi ustave. Tako doloĉa 
tudi 15. ĉlen. Isti ĉlen zagotavlja tudi sodno varstvo ĉlovekovih pravic ter pravico do 
odprave posledic njihove kršitve. Tako zagotavlja US RS tudi sodno varstvo ĉlovekovih 
pravic na podlagi 160. ĉlena, ki doloĉa, da US RS odloĉa o ustavnih pritoţbah zaradi 
kršitve ĉlovekovih pravic in temeljnih svobošĉin s posameznimi akti. Ustavna pritoţba 
je pravno sredstvo, ki ga lahko posameznik vloţi pri US RS, ĉe meni, da mu je s 
posamiĉnim aktom drţavnega organa, organa lokalne skupnosti ali nosilca javnih 
pooblastil kršena njegova ĉlovekova pravica. Iz povedanega sledi, da se posameznik 
lahko pritoţi na US RS, ĉe mu je bila kršena (s strani ţe omenjenih) tudi pravica do 
zasebnosti. US RS lahko, ĉe ugotovi, da je do kršitve res prišlo, spremeni oz. odpravi 
posamiĉni akt ali razveljavi oziroma odpravi izpodbijani podzakonski predpis. 
Osebnostne pravice so tudi fenomen civilnega prava, ki so se na podlagi 
naravnopravnih teorij zaĉele varovati z instrumenti civilnega prava. Zaradi razumevanja 
razmerja pravice do zasebnosti in osebnostnih pravic ter razmerja do zasebnosti in 
ĉlovekovih pravic na drugi strani, moramo uporabiti t. i. dualistiĉni koncept pravice do 
zasebnosti. Dualistiĉni zato, ker se pravica do zasebnosti v pravu pojavlja v dveh 
oblikah: kot osebnostna pravica (zasebnega znaĉaja) in ĉlovekova pravica 
(javnopravnega znaĉaja). Zaĉnimo z razlikovanjem na abstraktnem nivoju. Ĉlovekove 
pravice (v obravnavanem primeru pravica do spoštovanja zasebnega ţivljenja) imajo 
javnopravni znaĉaj, kar pomeni, da varujejo posameznika pred posegi drţave in njenih 
organov v pravno varovane sfere. Na drugi strani pa osebnostne pravice varujejo 
osebnostne sfere oz. pravno priznane dobrine tudi v razmerju posameznika z drugimi 
posamezniki s sredstvi in metodami civilnega prava. Tako je pravica do zasebnosti ena 
od zasebnih (civilnopravnih pravic) in hkrati tudi ena od ĉlovekovih (javnopravnih) 
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pravic. Glede razlikovanja na konkretnem nivoju pa je eno izmed najpomembnejših 
teoretiĉnih vprašanj, ali je pravica do zasebnosti osebnostna pravica (v pojmovanju 
splošne osebnostne pravice) ali posebna osebnostna pravica ali pa je pravica sui 
generis. Pravica do zasebnosti je pravica sui generis v ameriškem pravu (saj ameriško 
pravo ne pozna osebnostnih pravic) in je del splošne osebnostne pravice v nemškem 
pravu (ki sprejema koncept t. i. splošne osebnostne pravice – allgemeines 
Persönlichkeitsrecht). Kakšen status pa ima pravica so zasebnosti v Sloveniji? 
Nedvomno status ĉlovekove (javnopravne) pravice zaradi 8. ĉlena EKĈP. Nadalje je 
povzdignjena v ustavnopravno pravico, ki jo zagotavlja 35. ĉlenu Ustave RS (varstvo 
pravic zasebnosti in osebnostnih pravic) z dikcijo, da je zagotovljena nedotakljivost 
ĉlovekove zasebnosti ter osebnostnih pravic. Torej je ĉlovekova zasebnost 
ustavnopravno zavarovana pravica, to je javnopravnega znaĉaja. Kako pa je z 
varovanjem zasebnosti z metodami civilnega prava oziroma ali je pravica do 
zasebnosti v slovenskem pravnem redu osebnostna pravica? Po terminološki razlagi 
ne, saj Ustava RS varuje pravico do zasebnosti (kot javnopravno pravico) in 
osebnostne pravice kot del zasebnega prava. V pripravljalnem besedilu Ustave RS je 
bila dikcija 35. ĉlena: »…njegove zasebnosti ter drugih ĉlovekovih pravic«. V tem 
smislu je tudi pravica do zasebnosti ena izmed osebnostnih pravic, medtem ko je po 
pozitivni ustavni dikciji zagotovljena nedotakljivost ĉlovekove zasebnosti ter 
osebnostnih pravic. Torej po ĉisti jezikovni razlagi pravica do zasebnosti ni osebnostna 
pravica, kar pa ne drţi. Za razlago civilnopravnega varstva nam sluţi 134. ĉlen 
Obligacijskega zakonika (OZ) – zahteva po prenehanju s kršitvami osebnostnih pravic 
(prej 157. ĉlen Zakona o obligacijskih razmerjih (ZOR) – zahteva za prenehanje s 
kršitvami pravice osebnosti), ki varuje z opustitveno in odstranitveno toţbo tudi osebno 
ţivljenje (poleg nedotakljivosti ĉlovekove osebnosti, druţinskega ţivljenja ali kakšne 
druge pravice njegove osebnosti), ki pa je starejši pravni termin zasebnega ţivljenja. 
Tako pridemo do zakljuĉka, da je pravica do zasebnosti ena izmed osebnostnih pravic 
v smislu zasebnega prava varovana neposredno z Ustavo RS, medtem ko je v 
javnopravnem pojmovanju samostojna pravica tako ustavnega kot evropskega 
(mednarodnega) prava na podlagi 8. ĉlena EKĈP (Orehar Ivanc, 2002, str. 368-370). 
 
V zadevi št. Up-50/9924 je US RS v 7. toĉki obrazloţitve odloĉbe zapisalo, da 
zasebnost sodobna pravna teorija opredeljuje kot podroĉje posameznika, v katero ne 
sme nihĉe posegati brez zakonskega pooblastila. Pravica do zasebnosti posamezniku 
vzpostavlja krog intimnega lastnega delovanja, kjer sme z garancijo drţave sam 
odloĉati o tem, katere posege vanj bo dopustil. Toda, pravica do zasebnosti ni 
absolutna pravica, temveĉ je omejena z varstvom pravic in koristi drugih ter z 
vedenjem posameznika v javnosti. Ĉlovek se namreĉ kot druţbeno bitje, ki nenehno 
prihaja v stik z drugimi ljudmi, ne more povsem izogniti temu, da se iz raznih vzrokov in 
nagibov tudi drugi zanimajo zanj in za njegovo zasebno ţivljenje. Pri tem bi podroĉje 
zasebnega ţivljenja lahko razdelili: a) na podroĉje intimnega in druţinskega ţivljenja; b) 
na podroĉje zasebnega ţivljenja, ki se ne odvija v javnosti; c) na podroĉje ţivljenja 
posameznika v javnosti. 
 
                                            
24
 Odloĉba Ustavnega sodišĉa RS, št. Up-50/99, 14. 12. 2000, Uradni list RS, št. 1/01. 
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Oseba, ki se zavestno izpostavi javnosti, ne more veĉ zase zahtevati priznanja statusa 
zasebnika, ki bi bil upraviĉen do anonimnosti. Ĉlani kraljevih druţin, igralci, estradniki, 
akademiki, politiki itd. opravljajo svoje funkcije javno. In ĉeprav nekaterim med njimi 
morebiti sploh ne gre za »publiciteto«, ki bi jo na doloĉen namen »trţili«, je ţe po 
definiciji njihova podoba v nezanemarljivi, celo v precejšnji meri »javna last«. Doloĉeni 
elementi sfere zasebnosti, nenazadnje pa celo intimnosti javnih oseb nedvomno 
predstavljajo tudi »javno zadevo« (ang. »public matter«). Odgovor na vprašanje, kateri 
elementi, katera dejstva iz te zasebnosti ali intimnosti so javna zadeva in v kolikšni 
meri, bi moral biti rezultat skrbne (ustavnopravne) presoje. Ta bi morala upoštevati 
razvrstitev ţivljenjskih sfer, znaĉilnosti posameznikove druţbene vloge, kriterij 
razumnega priĉakovanja zasebnosti konkretnega posameznika glede na stopnjo 
javnosti njegovega druţbenega delovanja ali njegove funkcije ter okolišĉine in dejstva 
konkretnega primera. Tudi doloĉeni elementi intimnega ţivljenja absolutno javnih oseb, 
kot so politiki, so lahko neposredno povezani z njihovimi javnimi funkcijami. Utemeljene 
potrebe po javnosti nekaterih elementov intimnosti ni mogoĉe kar vnaprej izkljuĉiti ad 
absolutum (Teršek, 2006, str. 4). 
 
Zasebnost je torej pomembna zato, ker šĉiti svobodo posameznika: posamezniku 
omogoĉa svobodno odloĉanje, odloĉanje brez vmešavanja in prisile drugih, pri ĉemer 
je treba poudariti, da prisila ni nujno samo neposredna, fiziĉna ali vidna, temveĉ gre 
lahko tudi za manipulacijo in pritiske normalizacije. V tem oziru se zasebnost nanaša 
na vzpostavitev meje med posameznikom in drugimi, ki po eni strani prepreĉuje 
odtekanje informacij o posamezniku k drugim, po drugi strani pa posameznika šĉiti 
pred zunanjimi vplivi. Zato zasebnost posameznikom omogoĉa osebno in tudi politiĉno 
in druţbeno emancipacijo. Svoboda, avtonomija in samoodloĉanje so zato bistvene 
prvine zasebnosti. Podobno stališĉe je glede pravice do zasebnosti zavzela tudi pravna 
praksa (Kovaĉiĉ, 2006, str. 12). 
 
Problem, ki se pojavlja je, kako razmejiti zasebnost od osebnostnih pravic oziroma ali 
obstaja kakršnakoli potreba po takšnem loĉevanju v realnem ţivljenju. Ob tem 
vprašanju obstaja, milo reĉeno, dokajšnja zmeda. Na eni strani se širi koncept 
osebnostnih pravic, na drugi strani pa mednarodne opredelitve zasebnosti obsegajo ţe 
skoraj vse, kar je v osnovi temelj osebnostnih pravic. Primer: pravica do zasebnosti 
praviloma ne obsega telesne nedotakljivosti in svobode gibanja. Kljub temu pa je 
evropska praksa štela za poseg v intimno sfero odvzem krvi, cepljenje, medicinske 
posege in sterilizacijo. Tudi teoretiki vse pogosteje pri obravnavi zasebnosti ne loĉijo 
veĉ obravnave zasebnosti in osebnostnih pravic, saj se v veĉjem delu prekrivajo. 
Razlog za tak razvoj je predvsem v dejstvu, da so mednarodni dokumenti in praksa 
mednarodnih forumov reševanja pravnih sporov prevzeli koncept tako imenovane 
zasebnosti (»privacy«), ki je bil v kontinentalnem delu Evrope dokaj podoben oziroma 
se je pogosto prekrival z modelom osebnostnih pravic. Le-ta, zaradi trenutno 
uveljavljenega sistema oblikovanja rešitev, predvsem na mednarodnem pravnem 
forumu, in moĉne pravne prakse na navedenemu podroĉju, ki je bolj ali manj vezana 
na varstvo zasebnosti, izgublja svoj historiĉni predominat. S tem se širi tudi koncept 
zasebnosti, ki vse bolj prevzema vse veĉje število elementov definiranja in vsebine, 
kakor tudi kataloga pravic, ki se obravnavajo znotraj osebnostnih pravic. Ker gre bolj ali 
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manj za pojmovno preoblikovanje, ki ne škodi samemu razvoju pravice in njeni pravni 
identifikaciji, to niti ni slabo, vse dotlej, dokler se bo ostajalo zvesto temeljnim principom 
pravne varnosti in sistematiĉnega in pravno relevantnega urejanja navedene 
problematike (Ţurej, 2001, str. 304 in 305). 
 
4.2 OPREDELITEV INFORMACIJSKE ZASEBNOSTI 
 
Vstop v informacijsko druţbo moĉno vpliva na dosedanji naĉin ĉlovekovega ţivljenja in 
dela. Informacija je postala temelj nadaljnjega razvoja druţbenega sistema in celotno 
delovanje ĉloveka je danes osredotoĉeno okoli zbiranja, predelave in posredovanja 
informacij. S tem se ni spremenil samo delovni proces, kjer je prešlo teţišĉe s podroĉja 
materialne proizvodnje na podroĉje informacij oziroma znanja, ampak so se spremenila 
tudi temeljna razmerja v druţbi. Narašĉajoĉa informacijska gostota zahteva vedno 
veĉje znanje posameznika, ki mu daje na eni strani veliko stopnjo neodvisnosti v 
delovnem procesu, na drugi strani pa vedno veĉjo suverenost pri skupnem odloĉanju o 
druţbenih zadevah. Velike zasluge za omenjene spremembe ima uvedba nove 
informacijske tehnologije na vsa podroĉja druţbenega ţivljenja. Njene velikanske 
zmoţnosti so ĉloveku omogoĉile posege na podroĉja, za katera smo še pred nekaj leti 
menili, da je njihovo obvladovanje odmaknjeno v daljno bodoĉnost razvoja ĉloveka. Z 
vidika hitrosti njenega razvoja se zdi, da na svetu ni danes niĉ veĉ nemogoĉega. 
Vendar ima uporaba te tehnologije, kljub njenim nespornim zaslugam za sedanje 
relativno blagostanje ĉloveške druţbe, tako kot rimski bog Janus, dva obraza: na eni 
strani je temelj nadaljnjega druţbenega razvoja, na drugi strani pa ogroţa ĉloveka v 
samem njegovem bistvu. Ogromna koliĉina podatkov in informacij o posamezniku in 
njegovo enostavno obvladovanje z informacijsko tehnologijo daje njihovim imetnikom 
velikansko moĉ, kakršne do sedaj v zgodovini ĉloveštva ni imel še nihĉe. Na drugi 
strani posameznik še nikoli ni bil tako ogroţen v svoji informacijski zasebnosti, kot je 
danes (Ĉebulj, 1990, str. 3). 
 
Vprašanje zasebnosti v t. i. informacijski druţbi (lahko bi rekli celo njeno umiranje na 
obroke) in s tem povezana vprašanja e-poslovanja, nadzora delodajalcev nad 
zaposlenimi, pooblastil drţavnih varnostnih in obvešĉevalnih organov pri zatiranju 
terorizma, organiziranega kriminala in kriminala, povezanega z raĉunalniki, 
predstavljajo (oziroma bodo v prihodnosti nedvomno predstavljala) enega kljuĉnih 
pravnih, socioloških, filozofskih in etiĉnih vprašanj sodobne druţbe (Klemenĉiĉ, 2001, 
str. 129). 
 
V sodobni druţbi namreĉ postaja zasebnost trţno blago, s katero je mogoĉe trgovati, in 
ne veĉ pravica, ki jo je treba varovati. Poleg tega pa je v sodobni druţbi zasebnost 
pogosto dojemana kot ovira, bodisi drugih posameznikov (npr. prostemu razpolaganju 
z zasebno lastnino v primeru zasebnosti na delovnem mestu, svobodi govora itd.) 
bodisi javnega interesa (v zvezi z vprašanji javne varnosti in javnega zdravja) ter drugih 
skupnih pravic in interesov (predvsem ekonomskih in mnoţiĉnih medijev) (Kovaĉiĉ, 
2006, str. 11 in 12). 
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Zato se danes pravica do zasebnosti opredeljuje kot pravica posameznika, da zahteva, 
da se podatki in informacije o njegovih zasebnih razmerjih ne sporoĉajo komurkoli. Gre 
torej za kontrolo pretoka in posredovanja podatkov, ki se nanašajo nanj oziroma 
opisujejo njegove lastnosti. Nekateri avtorji navajajo tri sestavine zasebnosti. Prvo 
oznaĉujejo kot zasebnost v prostoru, ki se nanaša na ţeljo posameznika, da ima 
moţnost biti sam, torej loĉen od fiziĉne prisotnosti drugih ljudi. Zasebnost osebnosti se 
nanaša npr. na svobodo misli, opredelitve in izraţanja. Kadar govorimo o zasebnosti, 
mislimo najveĉkrat prav na ti dve sestavini, medtem ko je tretja velikokrat zanemarjena. 
Slednja se oznaĉuje kot informacijska zasebnost (information privacy oziroma data 
privacy). Njeno bistvo je v ţelji posameznika, da obdrţi informacije o sebi, ker noĉe, da 
bi bili z njimi seznanjeni drugi. Ko govorimo o varstvu osebnih podatkov, je 
najpomembnejša prav ta sestavina zasebnosti (Ĉebulj, 1992, str. 7). 
 
Obdelava osebnih podatkov v sodobnem svetu je ţe nekaj ĉasa neloĉljivo povezana z 
uporabo informacijsko-komunikacijskih tehnologij. Danes so na papirju kveĉjemu le še 
manjše baze podatkov, obdelave veĉjih koliĉin podatkov pa si brez uporabe 
informacijsko-komunikacijskih tehnologij ni veĉ mogoĉe predstavljati. Ob upoštevanju 
vseh prednosti, ki jih prinašajo sodobne tehnologije, pa ni mogoĉe spregledati dejstva, 
da sodobne tehnologije poveĉujejo moţnost nadzora, koliĉine, hitrosti in trajanje 
obdelave (osebnih) podatkov in poslediĉno moţnosti kršitve ustavne pravice do 
zasebnosti in kršitve zakonodaje s podroĉja varstva osebnih podatkov. Obdelava 
osebnih podatkov, ki vkljuĉuje tako rekoĉ vsa dejanja povezana z osebnimi podatki, je 
danes eden izmed kljuĉnih virov poslovanja za marsikatero sodobno podjetje, in 
podatki o tem, kako se ljudje vedejo, katerim demografskim skupinam pripadajo, 
kakšne  so njihove kupne navade, kje in kdaj se gibljejo in podobno, so za zasebni 
sektor izjemne vrednosti. Metaforiĉno bi lahko rekli, da so v 21. stoletju »rudniki 
podatkov« veĉ vredni kot rudniki zlata. Vrednosti osebnih podatkov se zaveda tudi javni 
sektor, zlasti v okrepljenem boju proti terorizmu, o osebne podatke ţal prepogosto 
zbira in obdeluje brez izdelanih analiz, na zalogo, brez namena, zapisanega v zakonu, 
brez pretehtane sorazmernosti med varnostjo in posegom v zasebnost posameznikov 
(Letno poroĉilo informacijskega pooblašĉenca za leto 2006, URL=«http://www.ip-
rs.si/fileadmin/user_upload/Pdf/porocila/letna_porocila_2006.pdf«. Maj 2007). 
 
Sodobne tehnologije so v vsakdanje ţivljenje vnesle izjemno lahkost obdelave 
podatkov, posebej tistih, ki so shranjeni v elektronski obliki. To pa pomeni, da so v 
vsakdanje ţivljenje posameznikov vnesle tudi nevarnost, da je moţno osebne podatke 
hitreje in laţje zlorabiti in jih ob pravi kombinaciji narediti enostavno uporabne za krajo 
identitete, zlorabe banĉnih raĉunov in kreditnih kartic. Med prebivalci ZDA po nekaterih 
podatkih strah št. 1 niso veĉ teroristiĉni napadi, paĉ pa kraje identitete in številk 
kreditnih kartic (Pirc Musar, 2007, str. 3). 
 
Avtorji poroĉila Privacy & Human Rights 2003 loĉijo naslednje vrste zasebnosti: 
informacijsko zasebnost, ki se navezuje na obdelavo osebnih podatkov, oziroma je 
znana tudi kot zašĉita (osebnih) podatkov; zasebnost telesa, ki posameznika šĉiti pred 
postopki, ki zadevajo njegovo fiziĉno telo, npr. genskimi testi, pregledom telesnih 
odprtin ter testi telesnih tekoĉin (krvi, urina); zasebnost komunikacij, ki šĉiti 
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posameznikove komunikacije ne glede na obliko pred prestrezanjem s strani drugih; 
prostorsko zasebnost, ki šĉiti posameznika v njegovih prostorih, kar zajema 
preiskovanje in opazovanje njegovih domaĉih, pa tudi sluţbenih prostorov (Kovaĉiĉ, 
2006, str. 46). 
 
Pravica do zasebnosti predstavlja v razmerju do varstva osebnih podatkov širšo 
kategorijo, saj uporaba ali obdelovanje osebnih podatkov nujno pomeni poseg v 
ĉlovekovo zasebnost. Obratna trditev pa ni mogoĉa, kajti poseg v zasebnost vedno ne 
pomeni kršitve varstva osebnih podatkov.  
 
Ĉeprav zakonodaja šĉiti zasebnost posameznikov, pa hiter tehnološki razvoj 
nadzorovalnih tehnologij in pritiski druţbe zasebnost pravzaprav ĉedalje bolj oţijo. 
Zasebnost tako ostaja zgolj moţnost za tiste, ki si jo lahko privošĉijo, cena zanjo pa je 
vse višja (Kovaĉiĉ, 2006, str. 12 in 13). 
 
12. ĉlen SDĈP doloĉa, da se nikogar ne sme nadlegovati s samovoljnim vmešavanjem 
v njegovo zasebno ţivljenje, v njegovo druţino, v njegovo stanovanje ali njegovo 
dopisovanje in tudi ne z napadi na njegovo ĉast in ugled. Vsakdo ima pravico do 
zakonskega varstva pred takšnim vmešavanjem in takšnimi napadi. Ĉeprav v ĉasu 
sprejemanja deklaracije, to je v letu 1948, informacijska tehnologija še ni ogroţala 
ĉlovekove zasebnosti, vsaj ne v tolikšni meri kot je danes, pa navedena doloĉba dobiva 
prav z uvajanjem sodobnih informacijskih tehnologij vse veĉji pomen. Ko so se prvi 
raĉunalniki zaĉeli uporabljati za avtomatske obdelave rutinskih opravil, je bila druţba 
ob tem dokaj neprizadeta, saj je gledala na ta razvoj kot na navadno racionalizacijo in 
modernizacijo druţbenih sistemov in njihovih funkcij, med drugim tudi funkcij drţave. 
Obĉutek nelagodnosti pa je povzroĉilo vzpostavljanje in vodenje t.i. bank podatkov, še 
posebej tistih za potrebe regulativne funkcije drţave. Ena od njihovih znaĉilnosti je 
integrirana obdelava podatkov, katere realizacija predstavlja višek tehniĉne 
racionalizacije. Po eni strani omogoĉa popolno, vendar na minimum omejeno 
podatkovno bazo, kjer vse podatke o prizadetih osebah zajamemo, shranimo in 
zbrišemo le enkrat, z enim samim posegom. Po drugi strani pa z njo doseţemo 
optimizacijo raĉunalniških obdelav in informacijskih tokov, saj se zbrani podatki 
obdelujejo zelo pogosto ter so po moţnosti dosegljivi ĉim veĉjemu številu uporabnikov. 
Iz napovedanega in iz dejstva, da je v takšnih bankah podatkov ogromno število 
podatkov, ki se nanašajo na posameznika, je razvidno, da gre pri nastajanju in 
povezovanju informacijskih sistemov za potrebe funkcij drţave nedvomno za mnogo 
bolj poglobljene probleme, kakor samo za tehniĉna in organizacijska vprašanja. Ni moĉ 
prezreti, da sodobna informacijska tehnologija in na njej zasnovan centraliziran, enoten 
in visoko specializiran informacijski sistem sam po sebi predstavlja potencialno 
nevarnost, da se osamosvoji v enega od odtujenih centrov moĉi. Razvoj, ki ga diktira 
sodobna informacijska tehnologija, se odraţa tako v funkcionalnem kot tudi v 
strukturalnem smislu. V funkcionalnem smislu se kaţe v fundamentalnih spremembah 
posameznih druţbenih ureditev, v strukturalnem smislu pa se kaţe v spremembah 
organizacijskih oblik posameznih dejavnosti. Glede na vrsto posledic, ki naj bi jih 
takšen razvoj imel v funkcionalnem smislu, lahko njihove preroke razdelimo v tri 
skupine. Prvo skupino predstavljajo optimisti. Po njihovem mnenju tovrstni razvoj pelje 
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k višji stopnji socialne in ekonomske dobrobiti ĉloveka in k višji stopnji demokratizacije 
druţbe. Pesimisti, ki predstavljajo drugo skupino, menijo, da bo takšen razvoj pripeljal 
do privatizacije informacij in s tem spodbudil njihovo uporabo za podrejanje drugih ljudi 
in njihovo izkorišĉanje. Med obema skupinama pa se nahajajo realisti. Ti v 
funkcionalnih in strukturalnih spremembah, ki jih diktira razvoj informacijske 
tehnologije, vidijo moţnosti za izboljšanje globalnega ekonomskega stanja. Vendar 
istoĉasno opozarjajo na asimetrijo med koristmi, ki jih informacijska tehnologija prinaša, 
in stanjem  glede nevarnosti za zasebno in kulturno identiteto. Slednje velja tudi v 
primeru, ko je zagotovljeno spoštovanje informacijske zasebnosti posameznika. 
Varstvo informacijske zasebnosti posameznika se namreĉ vedno kaţe kot doloĉeno 
normativno stanje. Kaţe se torej kot zakonsko zagotovljen sistem pravnih in drugih 
ukrepov za zagotovitev varstva informacijske zasebnosti in pravic, ki jih ima 
posameznik v primeru, ko se v njegovo informacijsko zasebnost nezakonito ali 
prekomerno posega. Iz tega pa ţal izhaja, da ni mogoĉe zagotoviti popolnega varstva 
posameznikove informacijske zasebnosti, pa ĉeprav bi normativno ureditev v celoti 
spoštovali in dosledno izvajali. Razvoj informacijske tehnologije je vedno vsaj za korak 
pred stanjem normativne urejenosti varstva informacijske zasebnosti. Oblikovanje 
splošnih in posebnih naĉel varstva informacijske zasebnosti je namreĉ vedno izraz 
»vĉerajšnje« stopnje razvoja informacijske tehnologije in ko se te implicirajo v 
nacionalne zakonodaje, je ta stopnja ţe »predvĉerajšnja«. Vendar pa je uĉinkovit 
sistem pravil in ukrepov varstva informacijske zasebnosti nujen zaradi doseganja 
ravnoteţja med socialnimi in ekonomskimi koristmi, ki jih posamezniku prinaša 
informacijska tehnologija, in nevarnostmi, ki se jih je potrebno zavedati v zvezi z njeno 
uporabo pri zbiranju in shranjevanju ter pri razliĉnih oblikah procesiranja osebnih 
podatkov za razliĉne namene. Izzivu informacijske tehnologije se je pravo, ĉeprav po 
svoji naravi tradicionalistiĉno in konservativno, moralo odzvati. Pravo se je moralo 
priĉeti ukvarjati z nevarnostmi, ki jih s seboj prinaša sodoben razvoj informacijske 
tehnologije, in moralo je pri tem upoštevati tudi koristi, ki jih prinaša. Zaĉelo se je 
oblikovati t.i. informacijsko pravo. Njegov najstarejši del, s katerim se ukvarja ţe ĉetrt 
stoletja, je varstvo informacijske zasebnosti. Danes so ţe ali pa se v njegovem okviru 
oblikujejo še pravila o dostopu do podatkov, s katerimi razpolagajo drţava ali njeni 
organi, pravila o zavarovanju podatkov, pravila o varovanju intelektualne lastnine (npr. 
software-a), posebna pravila v zvezi s pogodbenim pravom (npr. avtentiĉnost 
elektronskih podpisov), kolizijska pravila in pravila glede raĉunalniškega kriminala 
(Ĉebulj, 1992, str. 58-61). 
 
Informacijska zasebnost se, vsaj v naši zakonodaji, oznaĉuje tudi s pojmom varstva 
osebnih podatkov. Za zagotovitev uĉinkovitejšega varstva osebnih podatkov, katerih 
namen je varstvo posameznikove zasebnosti, pa je potrebno zagotoviti tudi ustrezne 
tehniĉne pogoje in mehanizme, ki prepreĉujejo nepooblašĉen dostop do osebnih 
podatkov. Ĉe zdruţimo »tehniĉne« razloge varstva osebnih podatkov z razlogi, ki 
izvirajo iz posameznikove pravice do zasebnosti in potrebnimi organizacijskimi in 
tehniĉnimi ukrepi, pridemo do ugotovitve, da je varstvo osebnih podatkov del širše 
zašĉite, ki se v teoriji oznaĉuje kot zašĉita podatkov (data protection). Zašĉita podatkov 
tako obsega varstvo osebnih podatkov oziroma z drugimi besedami varstvo 
posameznikove informacijske zasebnosti in zavarovanje podatkov (data security). 
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Zavarovanje podatkov ima za objekt raĉunalniško opremo, zbrane podatke in 
procesiranje. Tu gre tudi za varstvo interesov uporabnikov podatkov, rešuje pa se 
predvsem kot tehniĉno vprašanje, torej z razliĉnimi tehniĉnimi in organizacijskimi 
sredstvi in ukrepi. Varstvo osebnih podatkov pa se nanaša na varstvo integritete 
posameznika v smislu njegove pravice do zasebnosti in je v prvi vrsti pravno vprašanje. 
Je sredstvo za zašĉito interesov posameznikov, ki bi bili lahko prizadeti zaradi posega 
v njihovo zasebnost. Ti interesi pa se v prvi vrsti šĉitijo v razmerju do drţave in njenih 
organov, torej nosilcev izvršilno-upravne oblasti. V zvezi z informacijsko zasebnostjo se 
kot eno temeljnih vprašanj zastavlja vprašanje opredelitve pojma informacije in pojma 
podatka. Od tega je namreĉ v precejšnji meri odvisen obseg varstva, ki ga ima 
posameznik z vidika pravice do informacijske zasebnosti. Pojem informacije je teţko 
definirati, saj se uporablja v zelo razliĉnih pomenih. Najveĉkrat se govori kar o podatkih 
in informacijah. Vendar je razlikovanje med obema pojmoma pomembno zlasti z vidika, 
ali je potrebno varovati podatke ali informacije ali oboje. Podatek lahko definiramo kot 
dejstvo ali idejo (pojem, misel) v formalizirani obliki, ki je primerna za komuniciranje in 
razliĉne operacije. Vĉasih torej sam zase niĉesar ne pove. Informacija pa vsebuje 
pomen, ki ga da ĉlovek podatkom v danih okolišĉinah. Varstvo je torej lahko 
pomembno v obeh primerih.  Odgovor na vprašanje, ali je ene in druge potrebno 
zašĉititi, pa je zopet odvisen od tega, ali lahko z njihovo uporabo posegamo v 
zasebnost posameznika oziroma v njegovo integriteto. Zaradi tega je opredelitev 
temeljnih pojmov na tem podroĉju, med katerimi je tudi pojem osebni podatek, 
izrednega pomena za doloĉitev obsega posameznikove informacijske zasebnosti, ki je 
ali naj bi bil pravno varovan. Kljub zavzemanju za dosledno spoštovanje 
posameznikove pravice do informacijske zasebnosti si je nemogoĉe zamisliti, da bi se 
drţava odpovedala poseganju v sfero zasebnosti svojih drţavljanov. V ta namen se 
mnogokrat omenja t.i. javni interes, ki naj bi pravzaprav predstavljal protiuteţ za 
poseganje v zasebno sfero oziroma integriteto posameznika. Prav z vidika osebnih 
podatkov namreĉ prihaja do nasprotujoĉih si interesov med posameznikom in drţavo. 
Drţava je imela prav od nekdaj regulativne funkcije in z rastjo kompleksnosti sodobnih 
druţbenih sistemov se obseg te njene funkcije poveĉuje in nobenega utemeljenega 
razloga ni, da bi lahko priĉakovali njeno zmanjševanje. Za opravljanje te funkcije pa 
drţava v prvi vrsti potrebuje podatke, tudi tiste, ki se nanašajo na posameznika. Zlasti 
na podroĉju drţavne in javne varnosti, zatiranja kriminala, prepreĉevanja nalezljivih 
bolezni, ipd. kar vse lahko oznaĉimo kot javni interes, so lahko interesi posameznikov 
in interesi drţave v ostrem nasprotju, saj uveljavljanje javnega interesa nujno posega v 
posameznikovo zasebno sfero. Zaradi tega je to izredno obĉutljivo vprašanje, ki ga je 
potrebno rešiti v okviru ureditve varstva osebnih podatkov oziroma varovanja 
posameznikove pravice do informacijske zasebnosti. Drugo, na kar je potrebno 
opozoriti pa je dejstvo, da sodobni druţbeni sistemi, kakršen je tudi drţava, lahko 
preţivijo in se tudi razvijajo samo, ĉe so odprti do svojega okolja. Odprtost je torej ena 
temeljnih lastnosti in nujnost sodobnih druţbenih sistemov. Ta je nujna, ĉe hoĉe sistem 
preko menjave s svojim relevantnim okoljem pridobiti zadostne koliĉine energije za svoj 
sistem. Energije pa danes ne predstavljajo samo klasiĉne dobrine, temveĉ zlasti tudi 
informacije (Ĉebulj, 1992, str. 8-10). 
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Razvoj tehnoloških moţnosti za obdelavo podatkov, tudi osebnih, in odgovor pravne 
stroke na ta izziv kaţe nekaj znaĉilnosti: pravo sicer vedno z zamikom vendar dokaj 
dosledno oblikuje sredstva za urejanje novih tehnologij. Ta pravila segajo od tistih, ki 
urejajo posamezne faze dela s podatki do tistih, katerih temeljni namen je varstvo 
zasebnosti. Vendar se zdi, da nove tehnologije povzroĉajo spremembe tudi v samem 
pristopu do zasebnosti: novi inter-aktivni mediji zahtevajo tudi od upraviĉenca samega, 
torej od potencialnega oškodovanca, da nekatere aktivnosti za varstvo njegove lastne 
zasebnosti. Temeljna pravna naĉela varstva zasebnosti, ki so se oblikovala v 
sedemdesetih letih, ohranjajo svojo naravo tudi v pogojih novih tehnologij – vendar 
postaja oĉitno, da jih je treba prilagoditi novim zmoţnostim tehnologij in novim 
razmeram. Pri veĉini od njih gre za to, da se v njih poglablja komponenta varstva (npr. 
zavestna privolitev, naĉelo varĉnosti pri zbiranju podatkov), hkrati pa se poveĉuje 
dolţnost upraviĉenca (do zasebnosti), da tudi sam prispeva k njenem varstvu (Šelih, 
1999, str. 49).  
 
4.3 VARSTVO INFORMACIJSKE ZASEBNOSTI Z MEDNARODNIMI 
PREDPISI 
 
V ZDA se je pravica do zasebnosti sprva oblikovala ob sodni praksi, pozneje pa so 
sprejeli zakone, ki so v posameznih sektorjih urejali varstvo zasebnosti (t. i. sektorski 
pristop). Sicer je bil zakon, ki ureja varstvo osebnih podatkov, v ZDA sprejet ţe leta 
1977, vendar velja le za javni sektor. V Evropi so ubrali povsem drugaĉen pristop, saj 
je prvi zakon za zašĉito informacijske zasebnosti na svetu, ki je bil sprejet leta 1970 v 
Nemĉiji (v zvezni drţavi Hesse25), postavil enotna merila za javni in zasebni sektor. 
Razlogi za sprejem take zakonodaje so bile obseţne druţbene reforme, do katerih je v 
Evropi prišlo po drugi svetovni vojni. Evropske drţave so zaĉele ĉedalje bolj postajati 
drţave blaginje in to je prineslo s seboj potrebo po pregledu in naĉrtovanju, vse skupaj 
pa veliko potrebo po zbiranju in analizi ĉedalje veĉ podatkov. Moderna drţava blaginja 
brez raĉunalnikov in zbirk podatkov ne more delovati, pravi Mayer-Schönberger 
(Kovaĉiĉ, 2006, str. 74). 
 
V Evropi je zakon o varstvu osebnih podatkov prva sprejela Švedska, in sicer leta 
1973, zato ima na tem podroĉju tudi bogato prakso; poleg danes veljavnega 
»sistemskega« zakona iz leta 1998 varstvo osebnih podatkov doloĉajo tudi številni 
podroĉni zakoni. Podobne zakone so kmalu za Švedsko sprejele še Grĉija, Madţarska, 
Francija in Finska. Leta 1984 sta se jim pridruţili še Velika Britanija in Severna Irska. V 
devetdesetih letih so tovrstno zakonodajo druga za drugo sprejele tudi druge evropske 
drţave (Zvezna republika Nemĉija, Slovaška, Avstrija, Danska, Italija, Norveška in 
druge), ki so jo nato na prehodu v novo tisoĉletje usklajevale z doloĉbami Dir-VOP 
(Pirc Musar et al., 2006 c, str. 13).  
 
Z razliko od ZDA je v veĉini evropskih drţav zasebnost ustavna kategorija. Drţave, ki 
zasebnosti nimajo opredeljene v ustavi so Avstrija, Francija, Norveška in San Marino. 
Vendar pa imajo v Avstriji poseben zakon o varstvu osebnih podatkov, katerega del 
                                            
25
 Hessen, 7. 10. 1979, Datenschutzgesetz. 
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ima ustavni status, v Franciji in na Norveškem pa je ustavno sodišĉe presodilo, da je 
pravica do zasebnosti v ustavi omenjena implicitno. Velika Britanija, ki nima pisne 
ustave, je leta 1998 zaradi skladnosti z EKĈP, ki so jo sprejele praktiĉno vse evropske 
drţave, sprejela Human Rights Act, v katerem je omenjena tudi pravica do zasebnosti 
(Kovaĉiĉ, 2006, str. 71). 
 
4.3.1 Smernice za zaščito zasebnosti in čezmejni pretok osebnih 
podatkov 
 
Organizacija za ekonomsko sodelovanje in razvoj (OECD) je 23. septembra 1980 
sprejela Smernice za zašĉito zasebnosti in ĉezmejni pretok osebnih podatkov26 
(smernice). V smernicah je izrecno navedeno, da veljajo tako za javni kot za zasebni 
sektor, uveljavljajo pa naĉela za pošteno in zakonito ravnanje z osebnimi podatki. Ta 
so bila pozneje povzeta tudi v drugih mednarodnih dokumentih. Smernice v 17. toĉki 
izrecno doloĉajo, da je omejitev ĉezmejnega pretoka podatkov mogoĉa, kadar drţava, 
v katero so namenjeni podatki, ne spoštuje teh smernic. Zaradi tega so smernice 
ustvarile pritisk za poenotenje oziroma sprejem ustrezne zašĉitne zakonodaje in to se 
je kmalu pokazalo – zaradi 17. ĉlena smernic je namreĉ leta 1984 Velika Britanija 
sprejela zakonodajo za zašĉito osebnih podatkov. Res pa je, da nekateri kritiki trdijo, 
da je zasebnost tisto, kar je s smernicami po eni strani pridobila (minimalne standarde 
varstva), po drugi strani s ĉezmejnim pretokom osebnih podatkov izgubila, saj je bil 
eden izmed namenov Smernic ravno poenotenje zakonodaje zaradi odstranitev ovir 
ĉezmejnega pretoka podatkov (Kovaĉiĉ, 2006, str. 75 in 76). 
 
Ta naĉela varstva osebnih podatkov so: naĉelo omejitve pri zbiranju, naĉelo 
relevantnosti in kvalitete podatkov, naĉelo omejene uporabe, naĉelo upoštevanja 
zavarovanja podatkov, naĉelo odprtosti, naĉelo odgovornosti, naĉelo natanĉne 
opredelitve posameznih pojmov, naĉelo omejitve izjem (Cvetko, 1999, str. 45 in 46). 
 
4.3.2 Smernice OZN glede računalniško vodenih baz osebnih podatkov 
 
Smernice OZN glede raĉunalniško vodenih baz osebnih podatkov27 (UN Guidelines on 
Computerized Personal Data Files) je leta 1990 sprejela Generalna skupšĉina. V njih je 
doloĉenih deset temeljnih naĉel, ki jih morajo drţave upoštevati pri oblikovanju varstva 
osebnih podatkov v notranjem pravu: zakonitosti in praviĉnosti, aţurnosti in toĉnosti, 
legitimnosti ciljev, dostopa do baz podatkov zainteresiranih oseb, prepovedi 
diskriminacije, izjem, varnosti pred zlorabo shranjenih podatkov, nadzora in 
sankcioniranja, omejevanja ĉezmejnega toka podatkov, nanašanja tako na drţavne kot 
zasebne baze podatkov (po Lampetu, 2004, str. 142 in 143). 
 
                                            
26
 OECD, 1980. Smernice za zašĉito zasebnosti in ĉezmejni pretok osebnih podatkov (The 
OECD Guidelines on the Protection of Privacy and Transborder Flows of Personal Data), 
sprejete 23. septembra 1980. 
27
 UN Economic and Social Council document, E/CN, 4/1990/72. 
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4.3.3 Konvencija o varstvu posameznikov glede na avtomatsko obdelavo 
osebnih podatkov  
 
Organi EKĈP so se veĉkrat sreĉevali s pritoţbami zaradi kršitve pravice do zasebnosti 
v zvezi z varstvom podatkov, kar dokazuje, da varstvo osebnih podatkov pred 
zlorabami nedvomno sovpada pod pravico do spoštovanja zasebnega ţivljenja – prvi 
odstavek 8. ĉlena EKĈP. Zaradi velikega pomena osebnih podatkov, njihovega 
zbiranja, shranjevanja, dostopa do njih ter razpolaganja z njimi v današnjem ĉasu je SE 
ţe leta 1981 sprejel Konvencijo št. 108 o varstvu posameznikov glede na avtomatsko 
obdelavo osebnih podatkov (Kon-VOP)28 (Lampe, 2004, str. 443). 
 
To pomeni, da imajo ĉlanice SE veĉinoma tudi poseben zakon o varstvu osebnih 
podatkov in vzpostavljen nadzorni organ, ki bdi nad varstvom informacijske zasebnosti. 
Sicer je res, da se v praksi zakonodaja, predvsem tista, ki zadeva varovanje 
informacijske zasebnosti, mnogokrat ne upošteva, vendar imajo potrošniki in drţavljani 
v Evropi vsaj moţnost pritoţbe, popravka napaĉnih podatkov in uporabe drugih pravnih 
sredstev, to pa v ZDA v zasebnem sektorju ni vedno pravilo (Kovaĉiĉ, 2006, str. 71). 
 
Konvencija je eden najpomembnejših dokumentov s podroĉja varovanja informacijske 
zasebnosti. Konvencija, ki je bila pripravljena na podlagi Smernic OECD, je jasno 
izpostavila povezavo med varstvom osebnih podatkov in zašĉito osebnosti 
posameznika ter problematiĉnost tehnologije (avtomatska obdelava osebnih podatkov), 
hkrati pa je doloĉila pravila za zbiranje in obdelavo osebnih podatkov ter izenaĉila 
zbirke osebnih podatkov v javnem in zasebnem sektorju (Kovaĉiĉ, 2006, str. 76). 
 
V preambuli poudarja Kon-VOP pomen spoštovanja zakonitosti ter varstva ĉlovekovih 
pravic in temeljnih svobošĉin, in še posebej pravice do zasebnosti, ki je ogroţena ob 
narašĉajoĉem pretoku osebnih podatkov ĉez drţavne meje. Cilj Kon-VOP je po eni 
strani omogoĉiti svobodni pretok informacij med drţavami ĉlanicami SE, po drugi strani 
pa zagotoviti spoštovanje ĉlovekovih pravic in še posebej pravice do zasebnosti v zvezi 
s tem protokolom (Ribiĉiĉ, 2007, str. 37). 
 
V Kon-VOP so vsebovana temeljna naĉela glede varstva osebnih podatkov, ki se glede 
na slovensko ustavno ureditev in poloţaj, ki ga ta daje ratificiranim mednarodnim 
pogodbam v hierarhiji pravnih aktov29, uporabljajo neposredno. Kon-VOP je tudi 
neposredna podlaga ustavosodni presoji zakonov in drugih predpisov, kadar se le-ti 
izpodbijajo zato, ker naj bi bili v neskladju z Ustavo RS ali zakonom30. 
 
11. ĉlen Kon-VOP doloĉa, da lahko drţave podpisnice v svoji zakonodaji zagotovijo 
tudi širše varstvo pravic posameznikov, kot ga doloĉa Kon-VOP. 
                                            
28
 Konvencija Sveta Evrope št. 108 o varstvu posameznikov glede na avtomatsko obdelavo 
osebnih podatkov (Convention for the Protection of Individuals with Automatic Processing of 
Personal Data), sprejel jo je Svet Evrope 28. 1. 1981. Uradni list RS 11/94, Mednarodne 
pogodbe, št. 3/1994. Konvencijo je drţavni zbor Republike Slovenije ratificiral dne 25.1. 1994. 
veljati je zaĉela dne 1. 3. 1994. 
29
 8. ĉlen Ustave RS. 
30
 153. ĉlen Ustave RS. 
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4.3.4 Direktiva o varstvu posameznikov pri obdelavi osebnih podatkov in 
o prostem pretoku teh podatkov 
 
Leta 1995 je EU sprejela Dir-VOP31. To je temeljna direktiva, ki v EU vzpostavlja sistem 
varstva osebnih podatkov. 
 
Glede EU in navedene direktive, je treba opozoriti, da je direktiva ena izmed najbolj 
zapletenih in najbolj podrobnih direktiv EU, ki se v doloĉenem delu na podlagi sodne 
prakse Sodišĉa evropskih skupnosti (SES) tudi neposredno uporablja (Pavlin in 
Starman, 2004, str. 20). 
 
V skladu z ustanovitveno pogodbo o EGS direktive obvezujejo drţave ĉlanice kot 
subjekte in to samo glede rezultatov, ki jih je treba doseĉi. Drţave ĉlanice t. j. njihovi 
organi pa so samostojne glede izbire metod oziroma naĉinov, kako doseĉi postavljene 
cilje oziroma zahteve iz direktiv. Direktive se ne objavljajo v uradnem glasilu EU, paĉ 
pa se naslavljajo direktno na adresate (na drţave ĉlanice) in uĉinkujejo od trenutka 
notifikacije (veljajo pa seveda od takrat, ko je to doloĉeno v samem aktu – npr. po 
poteku doloĉenega vacatio legis). Adresati direktiv so drţave ĉlanice EU, kar pomeni, 
da direktive ne ustvarjajo direktnih obligacij drugim subjektom (fiziĉnim in pravnim 
osebam v drţavah ĉlanicah). Vendar so glede predpisanih t. j. zahtevanih rezultatov 
normativne aktivnosti direktive za drţave ĉlanice EU imperativne pravne norme, ki jih 
morajo le-te obvezno izvajati v popolnosti in na najbolj uĉinkovit naĉin (Dujić, 1996, str. 
54 in 55). 
 
Da so direktive uspešno prenesene v nacionalne zakonodaje, skrbi Evropska komisija. 
Ta lahko sproţi ustrezne postopke zoper drţave ĉlanice, ĉe le-te ne izpolnjujejo svojih 
obveznosti v predvidenem ĉasovnem obdobju ali ĉe njihove uveljavitve nasprotujejo 
pravu EU. Tako npr. obravnavane Dir-VOP niso pravoĉasno implementirale Danska, 
Francija, Luksemburg, Nizozemska, Nemĉija in Irska. Zato je Evropska komisija zoper 
njih sproţila postopek pred SES. Ker so v vmesnem ĉasu Danska, Nizozemska in 
Nemĉija direktivo uspele implementirati, je Evropska komisija odstopila od toţbe zoper 
navedene ĉlanice. Luksemburgu pa to ni uspelo in SES mu je po tej ugotovitvi 4. 
oktobra 2001 naloţilo plaĉilo stroškov postopka (Povzeto po Kuner, 2003, str. 31). 
 
Dir-VOP je sestavljena iz dveh delov. Prvega, ki ga sestavljajo trije vsebinski sklopi: 
preambula, opredelitev temeljnih ciljev in pojasnjevalnih napotkov, in drugega, ki ga 
sestavljajo normativne doloĉbe. Normativne doloĉbe so razdeljene na sedem poglavij: 
splošne doloĉbe, poglavje o zakonitosti obdelovanja osebnih podatkov, poglavje o 
pravnih sredstvih, odgovornosti in sankcijah, poglavje o prenosu osebnih podatkov v 
tretje drţave, poglavje o pripravi kodeksov ravnanja, poglavje o nadzornem organu in 
delovnem telesu za varstvo informacijske zasebnosti posameznika, poglavje o ukrepih 
za implementacijo direktive s pomoĉjo posebnega odbora in konĉne doloĉbe. 
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 Direktiva 95/46/EC o varstvu posameznikov pri obdelovanju osebnih podatkov in prostem 
pretoku teh podatkov (Directive 95/46/EC of the European Parliament and of the Council of 24 
October 1995 on the protection of individuals with regard to the processing of personal data and 
on the free movement of such data), sprejeta 24. oktobra 1995. Official Journal L 281, 
23/11/1995 p. 0031-0050. 
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Dir-VOP vsebuje veĉ naĉel: naĉelo kvalitete podatkov, naĉelo o prepovedi obdelovanja 
doloĉenih kategorij podatkov, naĉelo zavarovanja podatkov (data security), naĉelo 
odprtosti in naĉelo o udeleţbi ljudi, naĉelo omejitve izjem, naĉelo odgovornosti, naĉelo 
o široki razlagi doloĉb Dir-VOP in naĉelo svobodnega pretoka podatkov. 
 
Iz preambule in iz prvega ĉlena Dir-VOP je jasno razviden cilj, ki ga Dir-VOP zasleduje: 
varovanje temeljnih pravic in svobošĉin fiziĉnih oseb in predvsem njihove pravice do 
zasebnosti pri obdelavi osebnih podatkov. Poleg tega je tudi jasno razvidna teţnja k 
vzpostavitvi skupnega Evropskega informacijskega trga. Drţave ĉlanice namreĉ iz 
razloga varstva osebnih podatkov ne smejo omejevati njihovega pretoka. Dir-VOP pa si 
tudi prizadeva, da bi s harmonizacijo odstranila ovire med ĉlanicami zaradi njihovih 
razliĉnih ureditev na podroĉju varstva osebnih podatkov. 
 
Prvi osnutek Dir-VOP je bil pripravljen v letu 1990, kar kaţe na velike teţave, ki so jih 
imeli pripravljavci tega akta z usklajevanjem njegove vsebine. To seveda ni 
presenetljivo, glede na dejstvo, da je bilo treba pri pripravi Dir-VOP upoštevati ne samo 
ponekod neskladne nacionalne rešitve, ampak tudi filozofiji dveh izjemno razliĉnih 
pravnih sistemov (t. i. anglosaksonskega in t. i. evro-kontinentalnega) (Dujić, 1996, str. 
51). 
 
Dir-VOP poudarja, da po njenem sprejemu in implementaciji drţave ĉlanice veĉ ne 
bodo imele razlogov za oviranje prostega pretoka osebnih podatkov med seboj, s 
sklicevanjem na skrb za ekvivalentno varstvo informacijske zasebnosti posameznika. 
Pri tem je drţavam ĉlanicam prepušĉen doloĉen manevrski prostor za uveljavljanje 
vsebine Dir-VOP – drţave ĉlanice lahko v svoji zakonodaji specificirajo pogoje, pod 
katerimi bodo štele, da je zadošĉeno naĉelu zakonitosti obdelovanja osebnih podatkov 
(seveda ob upoštevanju minimalnih standardov, ki jih determinira Dir-VOP). Zato 
omenjeni manevrski prostor ne sme povzroĉiti nastanka bistvenih razlik z vidika 
implementacije Dir-VOP. To bi se seveda odrazilo na dejanski obseg pretoka osebnih 
podatkov med drţavami ĉlanicami EU (Dujić, 1996, str. 56). 
 
Kljub temu bi bilo potrebno natanĉno opredeliti, katere zbirke osebnih podatkov 
spadajo pod predmet urejanja Dir-VOP. Pri tem se mnenja komentatorjev Dir-VOP 
precej razlikujejo. Nekateri namreĉ zagovarjajo strogo stališĉe, da so predmet urejanja 
lahko samo tisti podatki, ki se obdelujejo avtomatsko. Tako pa lahko vsaka nacionalna 
zakonodaja sama opredeli, katere zbirke spadajo v podroĉje uporabe osebnih 
podatkov. Na to vprašanje, in tudi na vprašanje kako zagotoviti med drţavami 
ĉlanicami visoko stopnjo harmonizacije, pa ne odgovori ne obširna preambula in ne 
prvi ĉlen Dir-VOP. 
 
Do razlik pri opredelitvi osnovnih pojmov prihaja tudi zaradi vĉasih nedoslednega 
prevoda Dir-VOP v jezike drţav ĉlanic. Besedilo se najveĉkrat prevaja dobesedno, 
namesto da bi se sledilo namenu, ki ga Dir-VOP zasleduje. To pa v konĉni fazi lahko 
pripelje do nepravilne uporabe doloĉb v sodni praksi.  
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Po Dir-VOP so osebni podatki v javnem in v zasebnem sektorju izenaĉeni. Pomen 
direktive je sicer tudi v tem, da je jasno izpostavila povezavo med zašĉito osebnih 
podatkov in temeljnimi pravicami in svobošĉinami posameznika – Cate celo meni, da 
so stroški izpolnjevanja zahtev Dir-VOP (ki se prenašajo na drţavljane in potrošnike) 
pravzaprav nekakšen davek, ki je opraviĉen z visoko vrednostjo, ki jo ima zasebnost. 
Vendar je po drugi strani iz Dir-VOP jasno razvidna ţelja zagotoviti neoviran pretok 
osebnih podatkov med drţavami, saj druga toĉka prvega ĉlena jasno doloĉa, da 
»drţave ĉlanice ne smejo omejevati ali prepovedati prostega pretoka osebnih podatkov 
med drţavami ĉlanicami zaradi razlogov« zašĉite zasebnosti  (Kovaĉiĉ, 2006, str. 78). 
 
Poleg tega evropske nadnacionalne institucije (EU, SE) teţijo k poenotenju varstva 
zasebnosti v okviru nacionalnih zakonodaj na obmoĉju celotne Evrope. Zaradi doloĉb 
Dir-VOP, ki dovoljuje iznos osebnih podatkov samo v tiste drţave, v katerih je 
zagotovljeno ustrezno varstvo osebnih podatkov tudi za tuje drţavljane, pa se je 
ustvaril pritisk na druge drţave, ki niso ĉlanice EU, naj sprejmejo ustrezno zašĉitno 
zakonodajo (Kovaĉiĉ, 2006, str. 71). 
 
Pri vsem tem pa se postavlja vprašanje, ali lahko posamezna drţava vpelje višji 
standard varstva posameznikov kot ga zagotavlja Dir-VOP. Pri tem imata Evropska 
komisija in SES razliĉno stališĉe. Evropska komisija je menila, da temelji Dir-VOP na 
100. a ĉlenu Pogodbe o ustanovitvi Evropske skupnosti in da mora zato posamezna 
drţava, ki bi ţelela obdrţati svojo zakonodajo ali sprejeti zakonodajo, ki nasprotuje 
harmonizaciji, o tem obvestiti Evropsko komisijo. Takšno stališĉe pomeni, da 
posamezni drţavi ĉlanici ni dovoljeno širjenje varstva osebnih podatkov glede na 
doloĉbe Dir-VOP. Nasprotnega mnenja je bilo SES, ki je v primeru Bodil Lindquist32 
pojasnilo, da ni zadrţkov, ki bi drţavam ĉlanicam prepreĉevali razširitev nacionalne 
zakonodaje s katero se direktiva implementira tudi na razmerja, katerih direktiva ne 
zajema. Pri tem pa je razumljivo, da takšna ureditev ne sme biti v nasprotju s pravom 
EU. SES je zasledovalo cilj in idejo Dir-VOP. SES je odloĉilo, da morajo biti ukrepi 
drţave ĉlanice skladni tako z Dir-VOP kot tudi z njenim ciljem vzdrţevanja ravnoteţja 
med svobodnim prenosom osebnih podatkov in varstvom zasebnosti. Pri tem pa 
drţava ĉlanica nikakor ne sme prekoraĉiti ukrepov, ki so za dosego tega cilja nujno 
potrebni. 
 
Leta 2003 je SES odloĉilo v prvih dveh primerih, ki se ukvarjata z varstvom osebnih 
podatkov, kot je opredeljeno v Dir-VOP, primer Rechnungshof v. Österreichisher 
Rundfunk and Others33 s pridruţenima primeroma Neukomm34 and Lauremann35 v. 
Österreichisher Rundfunk  in v oceni stanja ţe omenjeni primer Bodil Lindquist. 
Zelo pomembna in razlagalna pravna stališĉa iz odloĉitve SES v oĉeh navedenih 
primerov, so bila uporabljena pri pripravi doloĉenih ĉlenov ZVOP-1, še veliko bolj pa pri 
obrazloţitvi predlaganih ĉlenov (Poroĉevalec, 2004, str. 8). 
 
                                            
32
 Bodil Lindquist v. Åklagarkammaren i Jönköping, sodba z dne 6. 11. 2003, št. C-101/01. 
33
 Rechnungshof v. Österreichisher Rundfunk and Others, sodba z dne 20. 5. 2003, št. C-
465/00. 
34
 Neukomm v. Österreichisher Rundfunk and Others, sodba z dne 20. 5. 2003, št. C-138/01. 
35
 Lauremann v. Österreichisher Rundfunk and Others, sodba z dne 20. 5. 2003, št. C-139/01. 
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4.3.5 Uredba o varstvu posameznikov pri obdelavi osebnih podatkov v 
institucijah in organih Skupnosti in o prostem pretoku takšnih 
podatkov 
 
Uredba 45/2001 o varstvu posameznikov pri obdelavi osebnih podatkov v institucijah in 
organih Skupnosti in o prostem pretoku takšnih podatkov36 z dne 18. 12. 2000 doloĉa 
pravila in standarde ravnanja organov EU z osebnimi podatki. Uredba tudi ustanavlja 
poseben nadzorni organ – Evropskega nadzornika za varstvo podatkov. 
 
4.3.6 Direktiva o obdelavi osebnih podatkov in varstvu zasebnosti na 
področju elektronskih komunikacij 
 
Direktiva 2002/58/ES o obdelavi osebnih podatkov in varstvu zasebnosti na podroĉju 
elektronskih komunikacij (Direktiva o zasebnosti in elektronskih komunikacijah)37 z dne 
12. 7. 2002 doloĉa specifiĉne kategorije osebnih podatkov in njihovo varstvo na 
podroĉju elektronskih komunikacij. Direktiva doloĉa zaupnost sporoĉil v elektronskih 
omreţjih in opredeljuje pojme kot so podatki o prometu in lokacijski podatki ter doloĉa 
standarde ravnanja z njimi. Slovenija je direktivo implementirala s sprejetjem Zakona o 
elektronskih komunikacijah (ZEKom). 
 
4.3.7 Direktiva o hrambi podatkov, pridobljenih ali obdelanih v zvezi z 
zagotavljanjem javno dostopnih elektronskih komunikacijskih storitev 
ali javnih komunikacijskih omreţjih 
 
Direktiva 2002/58/ES o obdelavi osebnih podatkov in varstvu zasebnosti na podroĉju 
elektronskih komunikacij (Direktiva o zasebnosti in elektronskih komunikacijah) je bila 
kasneje spremenjena z Direktivo 2006/24/ES o hrambi podatkov, pridobljenih ali 
obdelanih v zvezi z zagotavljanjem javno dostopnih elektronskih komunikacijskih 
storitev ali javnih komunikacijskih omreţjih38 z dne 15. 3. 2006. 
 
4.3.8 Posredno povezane direktive in konvencije 
 
Z varstvom informacijske zasebnosti so posredno povezane še nekatere druge 
direktive kot npr.: 
 
                                            
36 
Uredba 45/2001 o varstvu posameznikov pri obdelavi osebnih podatkov v institucijah in 
organih Skupnosti in o prostem pretoku takšnih podatkov, Official Journal L 008, 12/01/2001 P. 
0001 – 0022. 
37 
Direktiva 2002/58/ES o obdelavi osebnih podatkov in varstvu zasebnosti na podroĉju 
elektronskih komunikacij (Direktiva o zasebnosti in elektronskih komunikacijah), Offical Journal 
L 201, 31/7/2002 P. 0037 – 0047. 
38
 Direktiva 2006/24/ES o hrambi podatkov, pridobljenih ali obdelanih v zvezi z zagotavljanjem 
javno dostopnih elektronskih komunikacijskih storitev ali javnih komunikacijskih omreţjih, Official 
Journal L 105, 14/04/2006, P. 0054 – 0063. 
 62 
 Direktiva 1996/9/ES o pravnem varstvu baz podatkov39; 
 Direktiva EU 2001/29/ES o usklajevanju doloĉenih vidikov avtorske in sorodnih 
pravic v informacijski druţbi40; 
 Direktiva 1999/93/ES o elektronskem podpisu41;  
 Direktiva 2001/31/ES o elektronskem poslovanju42; 
 Konvencija o raĉunalniškem kriminalu43 (po Berĉiĉu in Ĉebulju, 2004, str. 240 in 
241). 
 
4.4 USTAVNA IN ZAKONSKA UREDITEV ZASEBNOSTI V RS 
 
4.4.1 8. člen Ustave RS 
 
8. ĉlen Ustave RS doloĉa:  
 
(1) Zakoni in drugi predpisi morajo biti v skladu s splošnoveljavnimi naĉeli 
mednarodnega prava in z mednarodnimi pogodbami, ki obvezujejo Slovenijo. 
 
(2) Ratificirane in objavljene mednarodne pogodbe se uporabljajo neposredno. 
 
Ta ĉlen je doloĉba, ki naj zagotovi spoštovanje mednarodnopravnih obveznosti drţave. 
Splošnoveljavnim naĉelom mednarodnega prava in mednarodnim pogodbam, ki 
obvezujejo RS, daje v notranjepravnem redu primat nad zakoni in drugimi predpisi in 
doloĉa, da se v drţavi ratificirane in objavljene pogodbe uporabljajo neposredno. 
Prioriteta splošnoveljavnih naĉel mednarodnega prava in mednarodnih pogodb velja 
samo v razmerju do zakonov in drugih notranjepravnih predpisov, ne pa v razmerju do 
ustave. Ustava je hierarhiĉno najvišji akt slovenskega pravnega reda, ki je kot takšen 
od mednarodnopravnega reda razliĉen sistem (Graselli, 2002, str. 140). 
 
V obravnavani problematiki ima ta dikcija neslutene razseţnosti. RS je z ratifikacijo 
EKĈP leta 1994 predala doloĉeno stopnjo svoje suverenosti ESĈP. S tem je ESĈP 
postalo najvišje sodno, sicer supranacionalno, telo, katerega odloĉbe se je RS 
zavezala upoštevati in izvrševati (46. ĉlen Protokola št. 11 EKĈP). Garant 
posameznikove pravice do zasebnosti sta na podroĉju RS tako (poleg 12. ĉlena SDĈP, 
17. ĉlena MPDPP) 8. ĉlen EKĈP, katerega se je RS zavezala spoštovati (vsakdo ima 
pravico do spoštovanja svojega zasebnega in druţinskega ţivljenja, svojega doma in 
dopisovanja), ter 35. ĉlen Ustave RS (zagotovljena je nedotakljivost ĉlovekove telesne 
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 Directive 96/9/EC of the European Parliament and of the Council of 11 March 1996 on the 
legal protection of databases. 
40
 European Parliament and Council Directive 2001/29/EC of 22 May 2001 on the harmonisation 
of certain aspects of copyright and related rights in the information society. 
41
 Directive 1999/93/EC of the European Parliament and of the Council of 13 December 1999 
on a Community framework for electronic signatures. 
42
 Directive 2000/31/EC of the European Parliament and of the Council of 8 June 2000 on 
certain legal aspects of information society services, in particular electronic commerce, in the 
Internal Market (»Directive on electronic commerce«). 
43
 Council of Europe Convention on Cyber Crime CETS 185. 
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in duševne celovitosti, njegove zasebnosti ter osebnostnih pravic). Medtem ko 8. ĉlen 
EKĈP zagotavlja v svoji dikciji pravico do zasebnosti z razĉlenitvijo le-te na štiri objekte 
varstva (aspekte) – zasebno ţivljenje, druţinsko ţivljenje, dom in dopisovanje, 35. ĉlen 
Ustave RS zagotavlja pravico do zasebnosti s splošno formulacijo: »zagotovljena je 
nedotakljivost ĉlovekove zasebnosti«. Upoštevajoĉ dejstvo, da sta dikciji obeh temeljev 
garancije pravice do zasebnosti razliĉni, se postavlja naslednje temeljno vprašanje – 
hierarhija pojmovanja pravice do zasebnosti. Zaradi »supremacy clause« (8. ĉlen 
Ustave RS) je potrebno pravico do zasebnosti in njeno materialnopravno pojmovanje 
obravnavati v luĉi pojmovanja pravice do zasebnosti s strani ESĈP. Ob tem pa je 
potrebno upoštevati tudi dve posebnosti – »precendenĉno prakso ESĈP« ter z njo 
ustvarjen minimalni standard ĉlovekovih pravic (po Lampetu, 2004, str. 361 in 362). 
 
4.4.2 15. člen Ustave RS 
 
15. ĉlen Ustave RS doloĉa: 
 
(1) Ĉlovekove pravice in temeljne svobošĉine se uresniĉujejo neposredno na podlagi 
ustave. 
 
(2) Z zakonom je mogoĉe predpisati naĉin uresniĉevanja ĉlovekovih pravic in 
temeljnih svobošĉin, kadar tako doloĉa ustava, ali ĉe je to nujno zaradi same 
narave posamezne pravice ali svobošĉine.  
 
(3) Ĉlovekove pravice in temeljne svobošĉine so omejene samo s pravicami drugih in 
v primerih, ki jih doloĉa ta ustava. 
 
(4) Zagotovljena sta sodno varstvo ĉlovekovih pravic in temeljnih svobošĉin ter 
pravica do odprave posledic njihove kršitve. 
 
(5) Nobene ĉlovekove pravice ali temeljne svobošĉine, urejene v pravnih aktih, ki 
veljajo v Sloveniji, ni dopustno omejevati z izgovorom, da je ustava ne priznava ali 
da jo priznava v manjši meri.« 
 
Za obravnavano podroĉje sta še posebej pomembna zlasti tretji in peti odstavek 15. 
ĉlena Ustave RS. 
 
Tretji odstavek doloĉa pravice drugih kot dopustno podlago za poseg v ĉlovekove 
pravice.  V odloĉbi US RS OdlUS VI, 58, s katero je z odloţnim rokom razveljavilo 150. 
do 156. ĉlen Zakona o kazenskem postopku, je US RS izreklo, da je Ustava RS z 
doloĉbo tretjega odstavka 15. ĉlena postavila meje temeljnim ustavnim pravicam glede 
na pravice drugih in zaradi varstva prednostnih pravnih dobrin ter se opredelila zoper 
morebitne zlorabe temeljnih pravic, s katerimi bi bile ogroţene tako pravice 
posameznika kot varstvo druţbe kot celote. To po stališĉu US RS v navedeni doloĉbi 
pomeni, da se mora posameznik vendarle podrediti tistim omejitvam svoje svobode 
ravnanja, ki jih doloĉi (…) zakonodajalec zaradi varstva in razvoja soţitja v druţbi (…) 
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ob predpostavki, da ostane zagotovljena samostojnost ĉloveka kot posameznika 
(Testen, 2002, str. 198). 
 
Iz petega odstavka 15. ĉlena izhaja, da Ustava RS zagotavlja (le) minimum varstva 
ĉlovekovih pravic. Ĉe katerakoli doloĉba v kateremkoli pravnem aktu, ki velja v RS, 
doloĉa širše podroĉje varovanja posamezne ĉlovekove pravice ali vsebuje ĉlovekovo 
pravico, ki je Ustava RS ne pozna, je treba posamezniku priznati ĉlovekovo pravico v 
širšem obsegu (Testen, 2002, str. 204).     
 
4.4.3 34. člen Ustave RS 
 
Podnaslov 34. ĉlena Ustave RS je »Pravica do osebnega dostojanstva in varnosti«. 
 
(1) Vsakdo ima pravico do osebnega dostojanstva in varnosti. 
 
Razvoj pojmovanja ĉlovekovega dostojanstva sega daleĉ v zgodovinski razvoj. 
Rimljanom je pomenilo dostojanstvo (dignitas) ugled neke osebe v javnosti. Po 
kršĉanskem razumevanju je dostojanstvo odraz milosti boţje, ki temelji na dejstvu, da 
je bog ustvaril ĉloveka po svoji podobi. Razliĉni verski in svetovnonazorski pogledi so 
prispevali razliĉne poglede na to vprašanje. V sodobnih politiĉno nevtralnih drţavah so 
prizadevanja za drugaĉne opredelitve. Prevladuje stališĉe, da se ĉlovekovo 
dostojanstvo manifestira predvsem z zagotavljanjem ĉim širše avtonomije 
posameznika in njegove pravice, da si na tej podlagi zagotavlja maksimalen razvoj in 
uveljavi svoje zmoţnosti. Tako ima ĉlovekovo dostojanstvo dve komponenti. Osebna 
komponenta predstavlja ĉlovekovo sposobnost in pripravljenost, da njegove 
individualne danosti, lastnosti in stremljenja, ki ga opredeljujejo, razvija za ohranitev in 
razvoj ţivljenja, v sodelovanju z drugimi ljudmi. Druga komponenta je druţbena, ki naj 
bi ĉloveku zagotovila potrebno okolje in mu pomagala pri uveljavljanju njegovih teţenj. 
K opredelitvi dostojanstva ĉloveka sodijo vse zagotovljene svobošĉine in enakost pred 
zakonom. Ustavne pravice in svobošĉine so bistvo ĉlovekovega dostojanstva. Nosilci 
ĉlovekovega dostojanstva so vsi ljudje. Tudi plod ima dostojanstvo, enako velja za 
otroke in mladoletnike. Ustava zagotavlja ĉloveku dostojanstvo, kar se odraţa 
predvsem s prepovednimi normami, ki nalagajo drţavi in tretjim, da doloĉena ravnanja 
opustijo na temelju splošno sprejetih etiĉnih pravil. Drţava vzpostavlja varovalne 
mehanizme z moĉjo oblastnega odloĉanja. Ĉlovekovo dostojanstvo je absolutna 
pravica, napad na to dobrino daje prizadetemu legitimacijo za obrambo proti vsakomur 
(drţavi, pravnim in fiziĉnim osebam). Ĉlovekovo dostojanstvo je vrednostni pojem, ki 
naj zagotovi predvsem svobodo, ĉlovek je svoboden in enak v dostojanstvu in 
pravicah. Ne gre vedno za enako uresniĉevanje, temveĉ za enake abstraktne 
potencialne moţnosti, kar se najpopolneje odraţa v ĉlovekovi pravni sposobnosti. 
Najsplošneje lahko ugotovimo, da je ĉlovekovo dostojanstvo prizadeto, ĉe se konkreten 
ĉlovek spremeni v objekt, gre za njegovo degradacijo. V ustavi in mednarodnih aktih so 
taka ravnanja opredeljena: muĉenje, genocid, poniţevanje, ţigosanje, zasledovanje, 
uniĉevanje umetniških in ĉloveških eksistenc, odvzem pravic, prisilno delo, krute kazni, 
teror, mnoţiĉno pobijanje ljudi, odvzem ţivljenja ljudem, ki naj bi bili glede lastnosti 
»ţivljenja nevredni«, in poskusi na ljudeh (Šinkovec, 1997, str. 43 in 44). 
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Drţavne oblasti in vsi posamezniki, brez izjem, so dolţni spoštovati pravico do 
osebnega dostojanstva in varnosti. V tem pogledu je pravica do osebnega dostojanstva 
in varnosti najprej obrambna pravica pred posegi drţavne oblasti in posameznikov. Iz 
narave stvari izhaja, da je drţava dolţna pravico do osebnega dostojanstva in varnosti 
zagotavljati tudi sama. V tej njeni nalogi je smisel demokratiĉne pravne drţave. Po 
stališĉu US RS (OdlUS VI, 158, U-I-25/95, Uradni list RS, št. 5/98) imajo posebno 
mesto med ĉlovekovimi pravicami in temeljnimi svobošĉinami doloĉbe, ki varujejo 
ĉlovekovo osebno dostojanstvo, osebnostne pravice, njegovo zasebnost in varnost (od 
34. do 38. ĉlena) in ki prepovedujejo vsem – na prvem mestu drţavi, pa tudi 
posameznikom – poseganje v naštete pravice. Pravica do osebnega dostojanstva iz 
34. ĉlena smiselno zajema po stališĉu US RS (OdlUS VI, 183, Up-183/97 z dne 10. 7. 
1997, 25. tĉ.) tudi prepoved »poniţujoĉega ravnanja« zunaj represivnih postopkov. 
Moţnost poklicnega in osebnega razvoja, vkljuĉno z doseganjem in razvojem statusa, 
poloţaja oz. ugleda v delovnem in ţivljenjskem okolju so ob nesporni pomembnosti 
eksistenĉne varnosti neloĉljivi elementi, ki opredeljujejo dostojanstvo in osebnost 
vsakega posameznika (OdlUS VI, 183, 24. tĉ.) (Šturm, 2002, str. 363). 
 
Pravica do osebnega dostojanstva in varnosti je zagotovljena vsakomur. Posebnost pri 
varstvu ĉlovekovega dostojanstva je, da se nanaša tako na dostojanstvo ţivih, vkljuĉno 
z nerojenimi, kakor tudi na dostojanstvo ţe pokojnih oseb. Po stališĉu doktrine44 je kot 
vrednostno merilo relevantno tudi glede na dolţnosti, ki jih imamo do prihodnjih rodov – 
bodisi da gre za varstvo zdravega ţivljenjskega okolja, naravne in kulturne dedišĉine ali 
pa npr. za dileme v zvezi z gensko tehnologijo in tehniĉnimi vplivi na ĉloveške zarodke. 
V tem pogledu pomeni izjemo od nepisanega, po naravi stvari doloĉenega pravila, da 
se ĉlovekove pravice nanašajo na ţive osebe (Šturm, 2002, str. 364). 
 
4.4.4 35. člen Ustave RS 
 
Podnaslov 35. ĉlena Ustave RS je »Varstvo pravic zasebnosti in osebnostnih pravic« in 
dejansko predstavlja izhodišĉe za urejanje varstva osebnih podatkov. 
 
(1) Zagotovljena je nedotakljivost ĉlovekove telesne in duševne celovitosti, njegove 
zasebnosti ter osebnostnih pravic. 
 
Pravico do zasebnosti moramo obravnavati v t. i. dualistiĉnem konceptu kot 
osebnostno pravico, ki je varovana z instrumenti civilnega prava, ter kot ĉlovekovo 
pravico (javnopravnega znaĉaja), ki je varovana z ustavo in mednarodnopravnimi 
dokumenti. Zaradi razumevanja razmerja pravice do zasebnosti in osebnostnih pravic 
ter razmerja do zasebnosti in ĉlovekovih pravic na drugi strani, moramo uporabiti t. i. 
dualistiĉni koncept pravice do zasebnosti. Dualistiĉni zato, ker se pravica do zasebnosti 
v pravu pojavlja v dveh oblikah: kot osebnostna pravica (zasebnega znaĉaja) in 
ĉlovekova pravica (javnopravnega znaĉaja). Na abstraktnem nivoju imajo ĉlovekove 
pravice (in s tem tudi pravica do spoštovanja zasebnega ţivljenja) javnopravni znaĉaj, 
kar pomeni, da varujejo posameznika pred posegi drţave in njenih organov v pravno 
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 Pavĉnik, Pravni in ustavni temelji prava, str. 405. 
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varovane sfere. Na drugi strani pa osebnostne pravice varujejo osebnostne sfere oz. 
pravno priznane dobrine tudi v razmerju posameznika z drugimi posamezniki s sredstvi 
in metodami civilnega prava. Tako je pravica do zasebnosti ena od zasebnih 
(civilnopravnih pravic) in hkrati tudi ena od ĉlovekovih (javnopravnih) pravic. Na 
konkretnem nivoju ima pravica do zasebnosti status ĉlovekove (javnopravne) pravice 
zaradi 8. ĉlena EKĈP. Nadalje je povzdignjena v ustavnopravno pravico, ki jo 
zagotavlja 35. ĉlen. Torej je ĉlovekova zasebnost ustavnopravno zavarovana pravica, 
to je javnopravnega znaĉaja. Pravica do zasebnosti je torej ena izmed osebnostnih 
pravic v smislu zasebnega prava varovana neposredno z ustavo, medtem ko je v 
javnopravnem pojmovanju samostojna pravica tako ustavnega kot evropskega 
(mednarodnega) prava na podlagi 8. ĉlena EKĈP (po Toplaku, 2002, str. 368-370). 
 
Po ĉisti terminološki razlagi 35. ĉlena Ustave RS pravica do zasebnosti v slovenskem 
pravnem redu ni osebnostna pravica, saj Ustava RS garantira pravico do zasebnosti 
(kot javnopravno pravico) in osebnostne pravice kot pravice zasebnega prava (per 
definitionem). V pripravljalnem tekstu Ustave RS je bila predvidena drugaĉna dikcija 
35. ĉlena »…njegove zasebnosti ter drugih pravic osebnosti«. Kar bi pravico do 
zasebnosti okarakteriziralo kot osebnostno pravico in jo izpostavilo (z eksplicitno 
omembo) napram drugim osebnostnim pravicam. Vendar ĉisti jezikovni razlagi 
pozitivnopravne ustavne dikcije 35. ĉlena ne gre slediti. Nedvomno je pravica do 
zasebnosti tudi ena izmed osebnostnih pravic, ne glede na to, da je po pozitivni ustavni 
dikciji zagotovljena nedotakljivost ĉlovekove zasebnosti ter osebnostnih pravic (po 
Lampetu, 2004, str. 48). 
 
Izhajajoĉ iz gradiv ustavodajnega postopka so nedotakljivost telesne in duševne 
celovitosti ter posameznikove zasebnosti le posebej našteti vidiki osebnostnih pravic. V 
obrazloţitvi osnutka Ustave RS je bilo izrecno poudarjeno, da je s to doloĉbo 
zagotovljeno celovito varstvo vseh pravic osebnosti ne glede na to, ali so z ustavo 
izrecno urejene ali ne. Ustavnosodna presoja je to varstvo po zgledu ureditev v 
primerjalnem pravu razširila na varstvo splošne svobode ravnanja. Naštete pravice so 
zagotovljene vsem fiziĉnim osebam ne glede na to, ali so drţavljani RS ali tuji 
drţavljani oziroma osebe brez drţavljanstva in ne glede na to, ali so poslovno sposobni 
ali ne. Upraviĉenci so tudi otroci, t. j. osebe do 18. leta starosti. Na vprašanje, ali je 
(ustavno)pravni poloţaj »nasciturusa« in umrle osebe varovan z jamstvom 
ĉlovekovega dostojanstva iz 34. ĉlena, teorija odgovarja pritrdilno, ali pa je poleg tega 
zagotovljeno tudi varstvo osebnostnih pravic iz 35. ĉlena, in ĉe je, na kakšen naĉin je 
zagotovljeno to varstvo, ustavnosodna presoja in teorija še nista dali odgovora. Pravne 
osebe so naslovljenci, ĉe se lahko varovane pravice po svoji naravi nanašajo tudi nanje 
(OdlUS IV, 164, U-I-38/95, Uradni list RS, št. 37/95) (Orehar Ivanc, 2002, str. 370 in 
371).  
 
To je vsekakor najpomembnejša doloĉba. S tem, ko loĉi osebnostne pravice od 
zasebnosti, naša ustava ţe nadgrajuje problem zasebnosti in ga kot posebno 
kategorijo umešĉa k osebnostnim pravicam. Tako v skladu z novejšo evropsko prakso 
upošteva misel, da je pravzaprav za varstvo zasebnosti pomembna vsebina 
varovanega objekta, ne pa samo doloĉbe posameznih ĉlenov. Tako ţe ta ĉlen pokriva 
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doloĉbo 32., 34., 36., 37., 38. in 39. ĉlena. Ta podroĉja so ţe zajeta v širšem pojmu 
zasebnosti, tako da daje Ustava RS s svojim ponovnim imenovanjem posamezne 
pravice temu delu samo še veĉji pomen (po Cvetku, 1999, str. 53). 
 
Ta doloĉba je osebnostne pravice nasploh torej povzdignila na raven temeljnih pravic. 
»Fenomen ustavnega osebnostnega momenta pomeni razširjen obseg, domet vsebine 
doloĉenih civilnopravnih upraviĉenj«. Gre za »ustrezno razlago zakonodajalĉeve volje 
glede na civilnopravne elemente razmerja« (Polajnar – Pavĉnik, 1997, str. 151). 
 
US RS doslej ni imelo priloţnosti, da bi se pogosto sreĉevalo s vprašanji glede pravic, 
zagotovljenih v 35. ĉlenu. Na nekatera vprašanja, povezana z vsebino doloĉbe, je kljub 
temu ţe odgovorilo. V OdlUS VI, 158, U-I-25/95, Uradni list RS, št. 5/98, v kateri je 
razveljavilo z odloţnim uĉinkom doloĉbe Zakona o kazenskem postopku, ki so 
dovoljevale prisluškovanje in druge t. i. posebne metode in sredstva, je US RS 
izpostavilo poseben pomen ustavnega varstva ĉlovekove osebnosti: »Posebno mesto 
med ĉlovekovimi pravicami in temeljnimi svobošĉinami imajo doloĉbe, ki varujejo 
ĉlovekovo osebno dostojanstvo, osebnostne pravice, njegovo zasebnost in varnost (34. 
– 38. ĉlen) in ki prepovedujejo vsem – na prvem mestu drţavi, pa tudi posameznikom – 
poseganje v naštete pravice. V skladu z naĉelom, da je tu prepovedano vse, kar ni 
izrecno dovoljeno, je po ustavi prepovedan vsak poseg v naštete pravice, razen tistih, 
ki so izrecno dovoljeni. Pravica do zasebnosti se za posameznika lahko konĉa samo 
takrat in tam, kjer kolidira z zakonsko izkazanim moĉnejšim interesom drugih« (Orehar 
Ivanc, 2002, str. 380 in 381). 
 
Ţe zgodaj je US RS široko interpretiralo pojem varstva osebnostnih pravic. Po ustaljeni 
ustavnosodni presoji vsebuje 35. ĉlen namreĉ tudi t. i. splošno svobodo ravnanja. Ta 
element je bil nakazan ţe v odklonilnem loĉenem mnenju sodnika Krivica k OdlUS I, 
38, U-I-4/92 z dne 28. 5. 1992, izrecno pa je bil prviĉ naveden v veĉinski odloĉbi OdlUS 
III, 62, U-I-137/93, Uradni list RS, št. 42/94: »(…) (35. ĉlen) s tem, ko jamĉi 
nedotakljivost ĉlovekove telesne in duševne celovitosti ter njegove zasebnosti in 
osebnostnih pravic, zagotavlja tudi t. i. splošno svobodo ravnanja ljudi. Obvezno 
zdruţevanje v javnopravna zdruţenja, kakršno je tudi socialna zbornica, pomeni poseg 
v to splošno svobodo ravnanja ljudi, torej v njihovo ustavno pravico iz 35. ĉlena.« In še: 
»V tej pomembni ustavni pravici je pravzaprav zajeto tudi naĉelo, da je v pravni drţavi 
ĉloveku dovoljeno vse, kar ni prepovedano – in ne obratno. Ĉe je kaj prepovedano 
(npr. voziti se v avtomobilu neprivezan), je to torej poseg v omenjeno ustavno pravico 
oziroma svobošĉino – s ĉimer pa seveda še ni reĉeno, da je vsak tak poseg ustavno 
nedopusten. Dopusten je, ĉe je v skladu z naĉelom sorazmernosti (…) potreben za 
varstvo pravic drugih« (Orehar Ivanc, 2002, str. 385).  
 
Pravica do zasebnosti v slovenski zakonodaji ni podrobneje opredeljena. 
Zakonodajalec se je odloĉil za uporabo splošnega pojma zato, ker se z razvojem 
druţbenih razmerij, znanosti in tehnologije poveĉuje nevarnost poseganja v zasebnost 
posameznika, tako s strani drţave kot tudi s strani drugih posameznikov. Tako se 
pojavljajo novi in novi vidiki zasebnosti, ki jih je treba pravno zavarovati. S splošnim 
pojmom zasebnosti pa pokrijemo tudi nove pojavne oblike zasebnosti. Zato bo moralo 
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ustavno sodišĉe pravni pojem zasebnosti opredeliti z uporabo te doloĉbe v posamiĉnih 
primerih (Konĉina – Peternel, 1997, str. 223). 
 
4.4.5 36. člen Ustave RS 
 
Podnaslov 36. ĉlena Ustave RS je »Nedotakljivost stanovanja«. 
 
(1) Stanovanje je nedotakljivo. 
 
(2) Nihĉe ne sme brez odloĉbe sodišĉa proti volji stanovalca vstopiti v tuje stanovanje 
ali v druge prostore, niti jih ne sme preiskovati. 
 
(3) Pri preiskavi ima pravico biti navzoĉ tisti, ĉigar stanovanje ali prostor se 
preiskujejo, ali njegov zastopnik. 
 
(4) Preiskava se sme opraviti samo v navzoĉnosti dveh priĉ. 
 
(5) Pod pogoji, ki jih doloĉa zakon, sme uradna oseba brez odloĉbe sodišĉa vstopiti v 
tuje stanovanje ali v tuje prostore in izjemoma brez navzoĉnosti priĉ opraviti 
preiskavo, ĉe je to neogibno potrebno, da lahko neposredno prime storilca 
kaznivega dejanja ali se zavarujejo ljudje in premoţenje. 
 
4.4.6 37. člen Ustave RS 
 
Podnaslov 37. ĉlena Ustave RS je »Varstvo tajnosti pisem in drugih obĉil«. 
 
(1) Zagotovljena je tajnost pisem in drugih obĉil. 
 
(2) Samo zakon lahko predpiše, da se na podlagi odloĉbe sodišĉa za doloĉen ĉas ne 
upošteva varstva tajnosti pisem in drugih obĉil in nedotakljivost ĉlovekove 
zasebnosti, ĉe je to nujno za uvedbo ali potek kazenskega postopka ali za varnost 
drţave. 
 
4.4.7 38. člen Ustave RS 
 
Podnaslov 38. ĉlena Ustave RS je »Varstvo osebnih podatkov«. 
 
(1) Zagotovljeno je varstvo osebnih podatkov. Prepovedana je uporaba osebnih 
podatkov v nasprotju z namenom njihovega zbiranja. 
 
(2) Zbiranje, obdelovanje, namen uporabe, nadzor in varstvo tajnosti osebnih 
podatkov doloĉa zakon. 
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(3) Vsakdo ima pravico seznaniti se z zbranimi osebnimi podatki, ki se nanašajo nanj, 
in pravico do sodnega varstva ob njihovi zlorabi. 
 
4.4.8 153. člen Ustave RS 
 
Podnaslov 153. ĉlena Ustave RS je »Usklajenost pravnih aktov«. 
 
(1) Zakoni, podzakonski predpisi in drugi splošni akti morajo biti v skladu z ustavo. 
 
(2) Zakoni morajo biti v skladu s splošnoveljavnimi naĉeli mednarodnega prava in z 
veljavnimi mednarodnimi pogodbami, ki jih je ratificiral Drţavni zbor, podzakonski 
predpisi in drugi splošni akti pa tudi z drugimi ratificiranimi mednarodnimi 
pogodbami.  
 
(3) Podzakonski predpisi in drugi splošni akti morajo biti v skladu z ustavo in zakoni. 
 
(4) Posamiĉni akti in dejanja drţavnih organov, organov lokalnih skupnosti in nosilcev 
javnih pooblastil morajo temeljiti na zakonu ali na zakonitem predpisu. 
 
4.4.9 Posamezni zakoni 
 
Poleg ustave so zakoni najpomembnejši splošni pravni akti oziroma viri prava, ki jih 
sprejema zakonodajalec. 
 
Poleg ustave je zakon v sodobnih pravnih sistemih prav gotovo najpomembnejši 
splošni pravni akt oziroma vir prava. Pojem zakona se uporablja tudi v okviru pravnega 
jezika v razliĉnih pomenih, vĉasih z njim oznaĉujemo pravo nasploh, drugiĉ vse 
splošne pravne akte, ki jih oblikuje drţavna oblast, oziroma vsa splošna in abstraktna 
pravna pravila, vĉasih je sinonim za pisano pravo za razliko od obiĉajnega prava. 
Kadar govorimo o zakonu kot o izjemno pomembnem pravnem viru, imamo v mislih 
pravni akt, ki ga sprejme zakonodajno telo, izhajajoĉ iz naĉel in pravil, ki jih je postavila 
ustava, z njim oblikuje zavezujoĉe modele ravnanja na pomembnih podroĉjih 
druţbenega ţivljenja. Prav zaradi široko odprtega prostora, ki ga ustava prepušĉa 
zakonodajalcu, je vselej prisotna nevarnost, da bi ta prekoraĉil ustavno zaĉrtane okvire 
pravnega urejanja. Res je, da so ţe v zakonodajni organ in zakonodajni postopek (vsaj 
v demokratiĉnih drţavah) vgrajeni mehanizmi za prepreĉevanje zakonodajalĉeve 
samovolje, toda vzpostaviti je treba še ustavnosodni nadzor, ki ga praviloma opravlja 
ustavno sodišĉe (po Pereniĉu, 2004, str. 109 in110). 
 
Vendar pa koncept pravne drţave v svoji izvorni obliki, ki predpostavlja, da je nek 
postopek oblasti upraviĉen ţe s tem, da je legalen, t. j. v skladu z nekim predpisom, 
danes ne bi mogel biti uresniĉen brez velike nevarnosti za splošne demokratiĉne 
pridobitve (zadostuje omeniti nacistiĉne in rasistiĉne reţime). Zaradi tega 
uresniĉevanje koncepta pravne drţave danes ne more predstavljati cilja, ampak samo 
nujno predpostavko za vladavino prava, uresniĉevanje ustavnosti in zakonitosti, 
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pravice in praviĉnosti. V primerjavi s tem prvobitnim konceptom pravne drţave 
sodobne zamisli izhajajo iz tega, da je v drţavi za izvajanje oblasti razen legalnosti 
nujna tudi legitimnost, to je upraviĉenost njenega delovanja v vsakem konkretnem 
primeru. Zato nek postopek (npr. sprejemanje zakona, uredbe ali posamiĉnega akta) 
ne postane legitimen ţe s tem, da ga je izpeljala drţava ali njen organ, temveĉ se mora 
upraviĉenost vsakega konkretnega postopka ali akta ocenjevati tudi na podlagi 
upraviĉenosti njegove vsebine (Brezovšek, 2004, str. 81). 
 
Najpomembnejši z zasebnostjo povezani zakoni so (razvršĉeni po abecednem redu): 
 
 Kazenski zakonik, 
 Obligacijski zakonik, 
 Zakon o banĉništvu, 
 Zakon o davĉnem postopku, 
 Zakon o davĉni sluţbi, 
 Zakon o dedovanju, 
 Zakon o drţavnem toţilstvu, 
 Zakon o drţavni statistiki, 
 Zakon o elektronskem poslovanju in elektronskem podpisu, 
 Zakon o elektronskih telekomunikacijah, 
 Zakon o gospodarskih druţbah, 
 Zakon o kazenskem postopku, 
 Zakon o notranjih zadevah, 
 Zakon o obrambi, 
 Zakon o ohranjanju narave, 
 Zakon o parlamentarnem nadzoru obvešĉevalnih in varnostnih sluţb, 
 Zakon o policiji, 
 Zakon o pokopališki in pogrebni dejavnosti ter o urejanju pokopališĉ, 
 Zakon o pošti, 
 Zakon o slovenski obvešĉevalno varnostni agenciji, 
 Zakon o tajnih podatkih, 
 Zakon o telekomunikacijah, 
 Zakon o ustavnem sodišĉu, 
 Zakon o varstvu osebnih podatkov. 
 Zakon o varstvu potrošnikov, 
 Zakon o varuhu ĉlovekovih pravic, 
 Zakon o dostopu do informacij javnega znaĉaja. 
 
4.5 USTAVNA IN ZAKONSKA UREDITEV INFORMACIJSKE 
ZASEBNOSTI V RS 
 
Varstvo osebnih podatkov je podroĉje prava, ki se zadnjih dvajset let izjemno hitro 
spreminja. Varstvo osebnih podatkov, ki je – vsaj pri nas - donedavna veljalo za 
razmeroma eksotiĉno pravno podroĉje, posega v vse pore javnega in zasebnega 
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ţivljenja in postaja obseţna avtonomna pravna disciplina. Je predmet zahtevne 
evropske regulacije in materija enako zahtevnega ZVOP-1 (Klemenĉiĉ, 2007, str. 32). 
 
4.5.1 Ustava RS 
 
V nekdanji SFR Jugoslaviji so se prve razprave o varstvu osebnih podatkov zaĉele 
pojavljati pribliţno od leta 1970, leta 1983 pa se je v SR Sloveniji v zakonodajnem 
postopku ţe pojavil predlog za izdajo zakona o zašĉiti podatkov v druţbenem sistemu 
informiranja, ki pa ni bil nikoli sprejet (Zupanĉiĉ et al., 2000, str. 407 in 408). 
 
Ta predlog, ki je vseboval tudi teze, predstavlja prvi poizkus urejanja zašĉite podatkov 
s posebnim zakonom pri nas. Kljub pomanjkljivostim z vidika naĉel varstva 
posameznikove informacijske zasebnosti, kar pomeni predvsem to, da je v svojem 
bistvu bolj varoval subjekte, ki zbirajo in uporabljajo osebne podatke, kot pa 
posameznike, na katere se ti podatki nanašajo, pa je ţe v prvi zakonodajni fazi obleţal 
v skupšĉinskih predalih (Ĉebulj, 1992, str. 42). 
 
Pred letom 1989 Ustava SR Slovenije iz leta 1974 ni zagotavljala varstva osebnih 
podatkov. Le v strokovni literaturi je bilo obravnavano vprašanje informacijskih 
sistemov, ki zbirajo tudi podatke o obĉanih. Finţgar je pisal o »koristih, ki jih sicer 
banke podatkov s pomoĉjo elektronskih raĉunalnikov nudijo na podroĉju uprave, 
sodstva, javnih sluţb, zdravstvenega in socialnega zavarovanja itd., pa je s tem lahko 
kršena osebna tajnost, oziroma osebno ţivljenje, skritost osebnega ţivljenja, npr. 
podatki o fiziĉnem in psihiĉnem zdravju, inteligenci, sposobnostih, ţivljenjskih navadah 
in nagnjenjih, uporaba takih podatkov lahko prizadene posamezniku neugodnosti ali 
škodo. Posebno to velja za podatke, ki jih zbirajo in evidentirajo organi za notranje 
zadeve in zdravstvena sluţba« (Zupanĉiĉ, 2000, str. 405). 
 
S sprejetjem demokratizacijsko-suverenostnih amandmajev k Ustavi takratne SR 
Slovenije dne 27. 9. 1989 je SR Slovenija kot edina izmed konstitutivnih enot takratne 
jugoslovanske federacije z amandmajem XLIV uredila varstvo osebnih podatkov, ki je 
bil kot nova doloĉba vnesen med 209. in 210. ĉlen Ustave Slovenije iz leta 1974: 
»Zajamĉeno je varstvo osebnih podatkov. Zbiranje, obdelovanje in namen uporabe 
osebnih podatkov doloĉa zakon. Prepovedana je uporaba osebnih podatkov v 
nasprotju z namenom zbiranja« (Zupanĉiĉ, 2000, str. 405 in 406). 
 
Amandma XLIV, s katerim je bilo dopolnjeno ĉetrto poglavje drugega dela ustave, ki je 
doloĉal ĉlovekove pravice in svobošĉine, je opredelil varstvo osebnih podatkov kot eno 
od z ustavo zajamĉenih ĉlovekovih pravic. V sedmi podtoĉki prve toĉke amandmaja 
LXVII pa je bilo vsebovano pooblastilo slovenski skupšĉini, da uredi varstvo osebnih 
podatkov z zakonom. Navedena ustavna amandmaja nista pomembna le kot 
neposredna ustavna podlaga za sprejetje zakona o varstvu osebnih podatkov. 
Pomembna sta tudi zaradi tega, ker je zaradi njiju Slovenija postala šesta drţava na 




Na podlagi amandmaja XLIV je Skupšĉina RS dne 7. 3. 1990 sprejela ZVOP/1990, 
veljati pa je zaĉel dne 24. 3. 1990. Ob sprejetju je bil eden najsodobnejših in je temeljil 
na naĉelih vsebovanih v t. i. Smernicah OECD iz leta 1980 in na Kon-VOP iz leta 1981, 
ki je zaĉela veljati v letu 1985 (Zupanĉiĉ, 2000, str. 406). 
 
Ustava RS iz leta 1991 je varstvo osebnih podatkov še natanĉneje opredelila v 38. 
ĉlenu. V primeru z ustavnim amandmajem XLIV k Ustavi SR Slovenije je 38. ĉlen 
Ustave RS iz leta 1991 dodal samo še pravico do seznanitve z zbranimi osebnimi 
podatki in pravico do sodnega varstva ob njihovi zlorabi, ki pa sta bili v bistvu urejeni ţe 
v ZVOP iz leta 1990 (Zupanĉiĉ, 2000, str. 406). 
 
Iz citiranega 38. ĉlena Ustave RS izhaja, da se je ustavodajalec odloĉil za t. i. 
»obdelovalni model«, in ne za t. i. »model zlorabe«, saj je doloĉil predvsem pravila za 
urejanje dopustne obdelave osebnih podatkov na zakonski ravni, in ne naĉelne 
svobode obdelave osebnih podatkov, ki je lahko le izjemoma izrecno omejena z 
zakonom. Takšen model preprosto pomeni, da je na podroĉju obdelave osebnih 
podatkov prepovedano vse, razen tistega, kar je z zakonom izrecno dovoljeno (Pirc 
Musar et al., 2006, str. 19) 
 
Doloĉbe 38. ĉlena Ustave RS zagotavljajo varstvo osebnih podatkov, prepovedujejo 
uporabo osebnih podatkov v nasprotju z namenom njihovega zbiranja ter vsakomur 
zagotavljajo pravico do seznanitve z zbranimi osebnimi podatki, ki se nanašajo nanj, in 
pravico do sodnega varstva ob njihovi zlorabi. Za normativno urejanje podroĉja varstva 
osebnih podatkov je zlasti pomemben drugi odstavek 38. ĉlena Ustave RS, kjer je 
doloĉeno, da zbiranje, obdelovanje, namen uporabe, nadzor in varstvo tajnosti osebnih 
podatkov doloĉa zakon. Takšna ustavna doloĉba predpisuje ureditev varstva osebnih 
podatkov v splošnem, sistemskem zakonu, poleg tega pa dopušĉa tudi moţnost 
urejanje varstva osebnih podatkov v podroĉnih zakonih, ki pa morajo prav tako 
upoštevati doloĉbe 38. ĉlena Ustave RS. Ureditev varstva osebnih podatkov v 
sistemskem zakonu je potrebna zaradi enotne doloĉitve naĉel, pravil in obveznosti, 
kakor tudi  zaradi zapolnitve pravnih praznin, ki bi lahko nastale v podroĉnih zakonih. 
Poleg tega je tudi nepotrebno, da bi se definicije, obveznosti in ukrepi v zvezi z 
zavarovanjem osebnih podatkov, katalogi zbirk osebnih podatkov, registracijo zbirk 
osebnih podatkov, pravicami posameznika do seznanitve s podatki, ki se nanašajo 
nanj, vprašanja glede nadzora in pristojnosti nadzornega organa (ipd.) vedno 
predpisovala tudi v poroĉnih zakonih. Namen sistemskega zakona torej ni v 
podrobnejšem predpisovanju obdelave osebnih podatkov na posameznih podroĉjih, 
paĉ pa se kaţe predvsem v tem, da se v njem doloĉijo splošne pravice, obveznosti, 
naĉela in ukrepi, s katerimi se prepreĉijo neustavni, nezakoniti in neupraviĉeni posegi v 
zasebnost in dostojanstvo posameznika pri obdelavi osebnih podatkov. Zaradi tega 
mora biti v podroĉnih zakonih jasno doloĉeno, katere zbirke osebnih podatkov se bodo 
vzpostavile in vodile na posameznem podroĉju, vrste osebnih podatkov, ki jih bodo 
posamezne zbirke vsebovale, naĉin zbiranja osebnih podatkov, morebitne omejitve 
pravic posameznika, zlasti pa namen obdelave zbranih osebnih podatkov (Letno 





Dr. Janez Ĉebulj je doloĉbo 38. ĉlena Ustave RS razĉlenil na naslednji naĉin: »Iz 
besedila ĉlena ustave, ki doloĉa varstvo osebnih podatkov kot ĉlovekovo pravico, 
izhajajo štiri naĉela: naĉelo zakonitosti, naĉelo predhodne doloĉitve namena zbiranja in 
uporabe osebnih podatkov, naĉelo seznanjenosti z zbiranjem osebnih podatkov in 
naĉelo sodnega varstva (Pirc Musar et al., 2006, str. 20). 
 
Najpomembnejše je naĉelo zakonitosti in se z ustavnopravnega vidika in ustavno 
pravne spornosti zbiranja osebnih podatkov najveĉkrat zastavi. Glede naĉela 
zakonitosti se je US RS v primerih, ki jih je obravnavalo, postavilo na strogo stališĉe. 
Podzakonski predpis ne sme samostojno urejati pravic in obveznosti (takega 
pooblastila mu ne more dati niti zakon), in da mora imeti vsebinsko podlago v zakonu. 
Pomembno je tudi, da US RS vsako zbiranje, obdelavo in uporabo osebnih podatkov 
šteje za poseg v 38. ĉlen Ustave RS45. 
 
Vsako zbiranje in obdelovanje osebnih podatkov predstavlja poseg v ustavno pravico 
do varstva osebnih podatkov. Poseg je dopusten, ĉe je v zakonu doloĉno opredeljeno, 
kateri podatki se smejo zbirati in obdelovati, za kakšen namen jih je dovoljeno 
uporabiti, nadzor nad zbiranjem, obdelovanjem in uporabo ter varnostjo tajnosti zbranih 
osebnih podatkov. Namen zbiranja osebnih podatkov mora biti ustavno dopusten. 
Zbirati se smejo le podatki, ki so primerni in nujno potrebni za uresniĉitev zakonsko 
opredeljenega namena (Ĉebulj, 2002, str. 413). 
 
V odloĉbi US RS št. U-I-238/9946, glede varstva osebnih podatkov v primeru zbiranja 
osebnih podatkov o naroĉnikih RTV Slovenija iz leta 2000, je navedeno, da »15. 
Posebno mesto med ĉlovekovimi pravicami in temeljnimi svobošĉinami imajo doloĉbe, 
ki varujejo ĉlovekovo osebno dostojanstvo, osebnostne pravice, njegovo zasebnost in 
varnost (34. – 38. ĉlen) in ki prepovedujejo vsem – na prvem mestu drţavi, pa tudi 
posameznikom – poseganje v naštete pravice. V skladu z naĉelom, da je na tem 
podroĉju prepovedano vse, kar ni izrecno dovoljeno, je po ustavi prepovedan vsak 
poseg v naštete pravice, razen tistih, ki so izrecno dovoljeni. Pravica do zasebnosti se 
za posameznika lahko konĉa samo takrat in tam, kjer kolidira z zakonsko izkazanim 
moĉnejšim interesom drugih47 (Ĉebulj, 2002, str. 412). 
 
Z zgoraj navedeno odloĉbo je US RS razveljavilo posamezne doloĉbe Zakona o 
Radioteleviziji Slovenija. Iz odloĉbe izhaja, da predstavlja vsako zbiranje in obdelovanje 
osebnih podatkov poseg v ustavno pravico do varstva osebnih podatkov. Poseg pa je 
dopusten, ĉe je v zakonu doloĉno opredeljeno, kateri podatki se smejo zbirati in 
obdelovati, za kakšen namen jih je dovoljeno uporabiti, nadzor nad zbiranjem, 
obdelovanjem in uporabo ter varstvo tajnosti zbranih osebnih podatkov. Namen 
                                            
45
 Obrazloţitev odloĉbe Ustavnega sodišĉa RS št. U-I-238/99 (18. toĉka): »Iz navedenih doloĉb 
Ustave in Konvencije izhaja, da vsako zbiranje in obdelovanje osebnih podatkov predstavlja 
poseg v ustavno pravico do varstva osebnih podatkov.« 
46
 Odloĉba Ustavnega sodišĉa RS, št. U-I-238/99, 9. 11. 2000, Uradni list RS, št. 113/00. 
47
 Odloĉba Ustavnega sodišĉa RS, št. U-I-25/95, Uradni list RS, št. 5/98. 
 74 
zbiranja osebnih podatkov mora biti ustavno dopusten, zbirati pa se smejo le podatki, ki 
so primerni in nujno potrebni za uresniĉitev zakonsko opredeljenega namena  
(Poroĉilo o delu Ustavnega sodišĉa za leto 2000, URL=«http://www.us-
rs.si/media/poro2000.pdf«. 18. 12. 2000). 
 
US RS je v odloĉbi št. U-I-25/9548 navedlo, da je v skladu z naĉelom, da je na tem 
podroĉju prepovedano vse, kar ni izrecno dovoljeno, po Ustavi prepovedan vsak poseg 
v ĉlovekove pravice in temeljne svobošĉine, razen tistih, ki so izrecno dovoljeni. 
Posameznikova pravica do zasebnosti se konĉa samo takrat in tam, kjer kolidira z 
zakonsko izkazanim moĉnejšim interesom drugih. Vsako zbiranje in obdelovanje 
osebnih podatkov predstavlja poseg v ustavno pravico do varstva osebnih podatkov. 
Poseg je dopusten, ĉe je v zakonu doloĉno opredeljeno, kateri podatki se smejo zbirati 
in obdelovati ter za kakšen namen jih je dovoljeno uporabiti. Namen zbiranja osebnih 
podatkov mora biti ustavno dopusten in zbirati se smejo le podatki, ki so primerni in 
nujno potrebni za uresniĉitev zakonsko opredeljenega namena. 
 
US RS je ţe v odloĉbi U-I-229/0349 in tudi v odloĉbi U-I-298/0450 zavzelo stališĉe, da to, 
da namen uporabe zbranih osebnih podatkov v zakonu ni doloĉen, pomeni, da zakon z 
javno objavo teh podatkov celo omogoĉa, da se zbrani podatki uporabljajo za kakršen 
koli namen, kar je v neskladju z drugim odstavkom 38. ĉlena Ustave RS. Podobna 
nevarnost se lahko pojavi tudi, ĉe namen obdelave osebnih podatkov ni jasno doloĉen, 
saj se lahko takrat osebni podatki uporabljajo v nasprotju s tem, za kar so bili zbrani. 
Da mora biti namen obdelave osebnih podatkov v zakonu doloĉen eksplicitno, je 
presodilo tudi US RS, in sicer (opomba št 3. k odloĉbi U-I-298/4), da zgolj naĉela v 
zakonu (v konkretnem primeru je bil to Zakon o plaĉilnem prometu) po oceni US RS še 
ne opredeljujejo namena uporabe, kot to zahteva 38. ĉlen Ustave RS za osebne 
podatke  
(Letno poroĉilo informacijskega pooblašĉenca za leto 2006, URL=«http://www.ip-
rs.si/fileadmin/user_upload/Pdf/porocila/letna_porocila_2006.pdf«. Maj 2007). 
 
US RS je v odloĉbi U-I-115/9251 razveljavilo ĉlen Pravilnika o izvrševanju zakona o 
osebni izkaznici, ki je doloĉal, da mora obĉan, ki zahteva izdajo ali zamenjavo osebne 
izkaznice, v prostor za prstni odtis na obrazcu za vloţitev zahteve odtisniti kazalec 
desne roke. Glede na ZVOP je prstni odtis osebni podatek. Ustava RS zagotavlja 
varstvo osebnih podatkov in v zvezi s tem doloĉa, da zbiranje, obdelovanje, namen 
uporabe, nadzor in varstvo tajnosti osebnih podatkov doloĉa zakon (drugi odstavek 38. 
ĉlena Ustave RS). Glede na to je v neskladju z ustavo izpodbijana doloĉba pravilnika, 
ki kot doloĉba podzakonskega predpisa doloĉa dolţnost dajanja prstnega odtisa. 
Zakon o osebni izkaznici, ki med drugim doloĉa osebne podatke, potrebne za osebno 
izkaznico, nima doloĉb o obveznosti dajanja prstnega odtisa. To obveznost doloĉa v 
izpodbijani doloĉbi le Pravilnik o izvrševanju zakona o osebni izkaznici, kot 
podzakonski predpis, kar je v nasprotju z navedenimi doloĉbami Ustave RS in ZVOP. 
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Tudi v odloĉbi U-I-174/9452 je US RS odloĉilo, da ker RTV Slovenija nima zakonske 
podlage za to, da bi od naroĉnikov zahtevala prijavo doloĉenih osebnih podatkov in da 
bi vodila evidenco teh podatkov, so doloĉbe Pravilnika o naĉinu prijavljanja in 
odjavljanja televizijskih in radijskih sprejemnikov, o evidenci naroĉnikov ter o naĉinu 
plaĉevanja RTV - naroĉnine, ki to urejajo, v nasprotju z drugim odstavkom 38. ĉlena 
Ustave RS, po katerem zbiranje, obdelovanje in namen uporabe osebnih podatkov 
doloĉa zakon. 
 
Z odloĉbo US RS št. U-I-229/03 z dne 9. 2. 2006 je US RS odloĉalo o ustavnosti 
zbiranja in javnosti podatkov, vsebovanih v imeniku nepremiĉninskih posrednikov. 
Zakon je poleg zbiranja podatkov, ki se vpisujejo v ta imenik in se ne nanašajo na 
fiziĉno osebo kot posameznika, temveĉ na fiziĉno osebo, ki opravlja posle 
posredovanja v prometu z nepremiĉninami, doloĉil tudi zbiranje drugih podatkov, ki 
niso v zvezi z opravljanjem tovrstnih poslov oziroma niso potrebni za popolno 
identifikacijo posrednika (datum in kraj rojstva, EMŠO, stalno prebivališĉe, izobrazbo). 
Ti podatki uţivajo varstvo po 38. ĉlenu Ustave RS. Ker je Zakon o nepremiĉninskem 
posredovanju hkrati doloĉil, da je imenik javen, ne da bi pri tem opredelil namen 
uporabe navedenih osebnih podatkov, je omogoĉil, da se osebni podatki uporabljajo za 
kakršen koli namen. To pa je po stališĉu US RS ţe samo po sebi v neskladju z drugim 
odstavkom 38. ĉlena Ustave RS 
(Poroĉilo o delu Ustavnega sodišĉa za leto 2006, URL= »http://www.us-
rs.si/media/letno.porocilo.2006.pdf«. Februar 2007). 
 
Podoben primer opisuje tudi Varuh ĉlovekovih pravic, ki med primeri na podroĉju 
varstva osebnih podatkov opisuje primer iz leta 2002, ko je dom oskrbovancev na 
varuha naslovil vprašanje, ali je izobešanje podatkov o oskrbovancih na informacijski 
plošĉi v sprejemni avli doma kršitev veljavne zakonodaje. Podatki o imenu, priimku in 
številki sobe, v kateri biva oskrbovanec, naj bi bili namenjeni svojcem in drugim 
obiskovalcem doma. Pobudniku je varuh pojasnil, da se lahko osebni podatki 
obdelujejo le, ĉe je obdelava osebnih podatkov doloĉena z zakonom ali ĉe ima 
upravljavec zbirke osebnih podatkov pisno privolitev posameznika. Obdelovanje 
osebnih podatkov pomeni med drugim tudi sporoĉanje le-teh tretjim osebam. Za 
kakršnokoli posredovanje osebnih podatkov oskrbovanca tretji osebi je torej potrebno 
zakonsko pooblastilo ali izrecna privolitev oskrbovanca. V omejitvi na posredovanje 
osebnih podatkov tretjim prek informacijske plošĉe je varuh ugotovil, da za slednje ni 
najti zakonske podlage. Zato je varuh menili, da bi bilo posredovanje osebnih podatkov 
na informacijski plošĉi mogoĉe zgolj z izrecno pisno privolitvijo oskrbovancev (Letno 
poroĉilo Varuha ĉlovekovih pravic za leto 2002. URL=«http://www.varuh-
rs.si/index.php?id=216#c518«. 1. 5. 2008). 
Posegi v varstvo osebnih podatkov iz 38. ĉlena Ustave RS so po ustaljeni presoji US 
RS dopustni, ĉe so v skladu z naĉelom sorazmernosti. To pomeni, da mora biti 
omejitev potrebna in nujna za dosego zasledovanega ustavno legitimnega cilja (javna 
korist ali varstvo pravic drugih) ter v sorazmerju s pomembnostjo tega cilja (tretji 
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odstavek 15. ĉlena). Dopustne so torej le v obsegu, ki prestanejo t. i. strogi test 
sorazmernosti (Ĉebulj, 2002, str. 410 in 411).  
 
Nadaljnji pogoj za dopustnost posega v ustavno pravico je nujnost posega, t. j. da cilja 
ni mogoĉe doseĉi z blaţjim posegom v ustavno pravico ali celo brez njega (drugi moţni 
ukrepi z istim ciljem ga ne morejo nadomestiti). Pridobivanje podatkov iz obstojeĉih 
zbirk je torej dopustno le v najmanjšem potrebnem obsegu. Zajemanje istih podatkov iz 
veĉ obstojeĉih zbirk ni dopustno (Ĉebulj, 2002, str. 414). 
 
US RS je v odloĉbi U-I-174/9453 napisalo, da so posegi v ustavne pravice dopustni, ĉe 
so v skladu z naĉelom sorazmernosti. Da je omejitev dopustna, mora biti podan 
ustavno dopusten cilj (npr. varstvo pravic drugih ali tudi javnega interesa - bodisi 
neposredno bodisi posredno, da se preko javnega interesa varujejo pravice drugih). 
Poleg tega morajo biti izpolnjeni trije pogoji: 1. poseg mora biti primeren za dosego 
zaţelenega, ustavno dopustnega cilja; 2. poseg mora biti nujen - to pomeni, da cilja ni 
mogoĉe doseĉi z blaţjim posegom v ustavno pravico ali celo brez njega (drugi moţni 
ukrepi z istim ciljem ga ne morejo nadomestiti); in 3. upoštevati je treba tudi t. i. 
sorazmernost v oţjem smislu. To pomeni, da je pri ocenjevanju nujnosti posega treba 
tehtati pomembnost posega v ustavno pravico s pomembnostjo ustavno dopustnega 
cilja, ki ţeli zavarovati ali zagotoviti druge ustavno varovane dobrine, in odmeriti 
upraviĉenost nujnega posega sorazmerno s teţo prizadetih posledic. 
 
Varstvo osebnih podatkov se kot ustavna in mednarodnopravna pravica po mnenju 
ustavodajalcev verjetno zaradi veĉje nevarnosti usodnejših posledic zlorab razlikuje, 
oziroma natanĉneje, je namensko loĉeno od varstva pravic zasebnosti in osebnostnih 
pravic iz 35. ĉlena Ustave RS iz leta 1991, ki varuje pravice zasebnosti in osebnostne 
pravice ĉloveka, ki se kaţe predvsem v varstvu imena, ĉasti, pravice do podobe in oblik 
tehniĉnega predstavljanja ter razširjanja teh dobrin (Zupanĉiĉ, 2000, str. 407). 
 
Ustavna ureditev varstva osebnih podatkov se opira zlasti na naĉela varstva osebnih 
podatkov, ki so vsebovana v Kon-VOP, ki je bila sprejeta v okviru SE. Kon-VOP 
pomeni izvedbo tiste doloĉbe EKĈP, po kateri ima vsakdo pravico do spoštovanja 
svojega zasebnega in druţinskega ţivljenja, svojega doma in korespondence (prvi 
odstavek 8. ĉlena). Naĉela Kon-VOP so še posebej pridobila na pomenu v juniju leta 
1994, ko je EKĈP postala del notranjega prava RS, kar med drugim pomeni tudi to, da 
je Slovenija prišla pod jurisdikcijo ESĈP. Z ratifikacijo Kon-VOP so postala njena 
naĉela merilo zakonskega urejanja vsakega zbiranja, procesiranja in uporabe osebnih 
podatkov. Naĉela Kon-VOP so bila povzeta tudi v Dir-VOP iz leta 1995 (Ĉebulj, 2005, 
str. 19). 
 
Ker v 8. ĉlenu Ustava RS doloĉa, da se ratificirane in objavljene mednarodne pogodbe 
uporabljajo neposredno, to pomeni, da je Kon-VOP tudi neposredna podlaga 
ustavnosodni presoji zakonov in drugih predpisov, kadar se ti izpodbijajo zato, ker naj 
bi v nasprotju z ustavo ali zakonom posegali v posameznikov del zasebnosti, za katero 
velja varstvo osebnih podatkov. Najprej zato, ker Ustava RS v 153. ĉlenu vsebuje 
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izrecno zahtevo, da morajo biti ne le podzakonski predpisi in drugi splošni akti, temveĉ 
tudi zakoni v skladu z veljavnimi mednarodnimi pogodbami, ki jih je ratificiral Drţavni 
zbor. Poleg tega pa tudi zato, ker Ustava RS v ĉetrtem odstavku 15. ĉlena doloĉa, da 
nobene ĉlovekove pravice ali temeljne svobošĉine, urejene v pravnih aktih, ki veljajo v 
Sloveniji, ni dopustno omejevati z izgovorom, da je Ustava RS ne priznava ali da jo 
priznava v manjši meri (Ĉebulj, 2005, str. 21 in 22). 
 
Pravica do varstva osebnih podatkov gre samo fiziĉnim, ne pa tudi pravnim osebam. 
Posameznik, ki uţiva varstvo osebnih podatkov, je doloĉena ali doloĉljiva fiziĉna 
oseba, na katero se nanaša osebni podatek. Osebni podatek je vsak podatek, ki kaţe 
na lastnosti, stanja ali razmerja posameznika ne glede na obliko, v kateri je izraţen. 
Fiziĉna oseba je doloĉljiva, ĉe se lahko identificira na naĉin, ki ne povzroĉa velikih 
stroškov ali ne zahteva veliko ĉasa.  Varstvo osebnih podatkov ne uĉinkuje le nasproti 
drţavnim organom, organom lokalnih skupnosti in nosilcem javnih pooblastil, temveĉ 
uĉinkuje tudi med zasebniki, to je civilnopravnimi osebami. Do omejitev oziroma 
posegov v varstvo osebnih podatkov lahko pride na dva naĉina. Prvi je obdelava 
osebnih podatkov, ki obsega zlasti zbiranje, procesiranje, uporabo in sporoĉanje, v 
nasprotju z naĉeli oziroma zahtevami ustave in na njeni podlagi sprejete zakonske 
ureditve varstva osebnih podatkov in zakonske ureditve, ki na posameznem podroĉju 
(npr. zdravstvo, notranje zadeve, policija, pravosodje, socialno varstvo, statistika, ipd.) 
ureja obdelavo osebnih podatkov. Drugi naĉin pa je poseg v pravice, ki jih zakonodaja 
daje posamezniku zaradi uresniĉevanja ustavne pravice do varstva osebnih podatkov. 
Posegi v varstvo osebnih podatkov iz 38. ĉlena Ustave RS so po ustaljeni presoji US 
RS dopustni, ĉe so v skladu z naĉelom sorazmernosti. To pomeni, da mora biti 
omejitev potrebna in nujna za dosego ustavnega legitimnega cilja (javna korist ali 
varstvo pravic drugih) ter v sorazmerju s pomembnostjo tega cilja (tretji odstavek 15. 
ĉlena Ustave RS). Dopustne so torej le v obsegu, ki prestane t. i. strogi test 
sorazmernosti. Enako merilo za omejitev vsebuje tudi EKĈP v drugem odstavku 8. 
ĉlena: drţavni in drugi oblastni organi smejo vanjo posegati le, ĉe je to nujno v 
demokratiĉni druţbi, ker tako narekuje javna korist ali varstvo pravic drugih, posegi pa 
so doloĉeni z zakonom (Ĉebulj, 2005, str. 20 in 21). 
 
4.5.2 Zakon o varstvu osebnih podatkov 
 
Zaradi pribliţevanja k EU in zahtev Dir-VOP in Sveta o zašĉiti posameznikov pri 
obdelavi osebnih podatkov54 je Drţavni zbor RS dne 8. 7. 1999 sprejel novi Zakon o 
varstvu osebnih podatkov (ZVOP/1999)55, ki je zaĉel veljati dne 7. 8. 1999. Novi zakon 
naj bi ţe bil usklajen z Dir-VOP, vendar pa se je njegova neusklajenost kazala 
predvsem v tem, da ni doloĉil neodvisne institucije za nadzor nad varstvom osebnih 
podatkov. Zaradi te neusklajenosti je bil leta 2001 sprejet Zakon o spremembah in 
dopolnitvah ZVOP56, ki je zaĉel veljati 24. 7. 2001. Namen te novele je bila predvsem 
uskladitev s tistimi doloĉbami Dir-VOP, ki se nanašajo na neodvisni nadzorni organ za 
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varstvo osebnih podatkov. To je bilo storjeno z ustanovitvijo Inšpektorata za varstvo 
osebnih podatkov kot organa v sestavi Ministrstva za pravosodje ter z doloĉitvijo 
Varuha ĉlovekovih pravic kot neodvisnega nadzornega organa za varstvo osebnih 
podatkov (Pirc Musar et al., 2006, str. 21). 
 
Iz letnih poroĉil drţavnemu zboru za leto 2001, 2002 in 2003, v katerih varuh poroĉa o 
svojih ugotovitvah, predlogih in priporoĉilih ter o stanju na podroĉju varstva osebnih 
podatkov, je razvidno, da je varuh opozarjal na svoje zgolj svetovalne in iniciativne 
pristojnosti in na potrebo po drugaĉni in bolj uĉinkoviti ureditvi tega podroĉja, saj je 
število prejetih pobud na podroĉju varstva osebnih podatkov ves ĉas narašĉalo, 
uĉinkoviti nadzorni mehanizmi pa niso bili zagotovljeni (Varuh ĉlovekovih pravic, 
URL=« http://www.varuh-rs.si/index.php?id=54«. 1. 5. 2008). 
 
Izkušnje na podroĉju varstva osebnih podatkov in praksa US RS kaţejo na to, da je 
treba zadrţati koncept, ko se s sistemskim zakonom o varstvu osebnih podatkov 
doloĉijo predvsem pravice, obveznosti, naĉela in ukrepi, s katerimi se prepreĉujejo 
neustavni, nezakoniti in neupraviĉeni posegi v zasebnost in dostojanstvo posameznika 
pri obdelavi osebnih podatkov, v podroĉnih zakonih pa se ob upoštevanju naĉela 
sorazmernosti ter ustavnih doloĉb o ĉlovekovih pravicah in temeljnih svobošĉinah 
doloĉijo podrobnejša pravila obdelave osebnih podatkov na posameznem podroĉju. 
Opisanemu konceptu sledi tudi novi ZVOP-157, ki je bil sprejet dne 15. 7. 2004 in je 
zaĉel veljati dne 1. 1. 2005. Sprejetje novega zakona je bilo potrebno predvsem zaradi 
doloĉb evropskega pravnega reda (Dir-VOP), saj je RS z dnem 1. 5. 2004 vstopila v 
EU kot drţava ĉlanica in je dolţna spoštovati pravni red EU. Kljub dejstvu, da koncept 
varstva osebnih podatkov z uveljavitvijo novega zakona ostaja praktiĉno enak kot 
doslej, pa se posamezne doloĉbe novega zakona precej razlikujejo od prej veljavnega 
zakona. Ţe kratek pregled novega zakona pokaţe, da je precej obseţnejši od 
dosedanjih zakonov, bistvena razlika pa se kaţe tudi v tem, da novi zakon ni zgolj 
sistemski zakon, kot so bili dosedanji zakoni, ampak je v svojem VI. delu tudi tako 
imenovani »podroĉni zakon«, ki z dokaj natanĉno doloĉitvijo pravic, obveznosti, naĉel 
in ukrepov upravljavcem osebnih podatkov daje neposredno zakonsko podlago za 
obdelavo osebnih podatkov na podroĉju neposrednega trţenja, videonadzora, 
biometrije, evidentiranja vstopov in izstopov iz prostorov ter strokovnega nadzora (Pirc 
Musar et al., 2006, str. 22 in 23). 
 
ZVOP-1 je precej teţko razumljiv in z vidika zašĉite osebnih podatkov zelo rigorozen 
zakon, vendar je v slovenski pravni red prinesel pomembne novosti glede zavedanja o 
teţi in pomenu varstva osebnih podatkov. Ta zakon pomeni konkretizacijo ustavne 
ĉlovekove pravice do varstva osebnih podatkov iz 38. ĉlena Ustave RS (Pirc Musar et 
al., 2006 a, str. 31 in 32). 
 
ZVOP-1 je usklajen z doloĉbami Kon-VOP in doloĉbami Dir-VOP. ZVOP-1 je sestavljen 
iz osmih delov, ki so deljena na poglavja, in ti deli so: splošne doloĉbe, obdelava 
osebnih podatkov, pravice posameznika, institucionalno varstvo posameznika, iznos 
osebnih podatkov, podroĉne ureditve in predhodne in konĉne doloĉbe. 
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V 1. ĉlenu ZVOP-1 je navedeno, da se tem zakonom doloĉajo pravice, obveznosti, 
naĉela in ukrepi, s katerimi se prepreĉujejo neustavni, nezakoniti in neupraviĉeni 
posegi v zasebnost in dostojanstvo posameznika oziroma posameznice (v nadaljnjem 
besedilu: posameznik) pri obdelavi osebnih podatkov. 
 
ZVOP-1 izhaja iz naĉel, ki so vsebovana v 38. ĉlenu Ustave RS, in seveda iz naĉel, 
vsebovanih v Kon-VOP in Dir-VOP. Zakonodajalec se je namreĉ odloĉil za sprejetje 
novega zakona, ki ureja varstvo osebnih podatkov, prav z namenom, da bi v celoti 
implementiral doloĉbe Dir-VOP v slovenski pravni red. To pomeni, da zakon v celoti 
temelji na naĉelih varstva osebnih podatkov, vsebovanih v direktivi, in s tem tudi v Kon-
VOP. V okviru splošnih doloĉb ZVOP-1 še posebej navaja tri naĉela: naĉelo zakonitosti 
in poštenosti, naĉelo sorazmernosti ter naĉelo oziroma prepoved diskriminacije (Ĉebulj, 
2006, str. 9). 
 
Naĉelo zakonitosti in poštenosti je zajeto v 2. ĉlenu ZVOP-1, ki doloĉa, da se osebni 
podatki obdelujejo zakonito in pošteno. To pomeni, da so splošna in podrobna pravila 
obdelave osebnih podatkov predpisana z zakonom. To pomeni tudi, da so vse osebe, 
ki obdelujejo osebne podatke, dolţne pri tem ravnati pošteno. Poštenost obdelave 
zahteva dobronamerno in nezavajajoĉe ravnanje tistih, ki osebne podatke obdelujejo. 
Namen obdelave ne sme biti naveden nejasno, oziroma tako, da ga je moţno razlagati 
preširoko. 
 
Pogoje glede zakonite in poštene obdelave doloĉa ZVOP-1 v ĉlenih 8 do 17. Izhodišĉe 
je, da se lahko osebni podatki obdelujejo le, ĉe obdelavo osebnih podatkov in osebne 
podatke, ki se obdelujejo, doloĉa zakon, ali ĉe je za obdelavo doloĉenih osebnih 
podatkov podana osebna privolitev posameznika. Vendar je potrebo v tem slednjem 
primeru posameznika predhodno pisno ali na drug ustrezen naĉin seznaniti58. 
 
V ĉlenih 9 in 10 ZVOP-1 loĉi med pravnimi podlagami za obdelavo osebnih podatkov v 
javnem sektorju in zasebnem sektorju. V javnem sektorju praviloma podlago za 
obdelavo doloĉa samo zakon, sam zakon pa lahko predpiše, da se doloĉeni podatki 
obdelujejo na podlagi osebne privolitve. V zasebnem sektorju pa se lahko osebni 
podatki obdelujejo v primeru, ĉe tako doloĉa zakon, ali ĉe je podana osebna privolitev 
posameznika. Brez obeh navedenih podlag se lahko v zasebnem sektorju osebni 
podatki obdelujejo le, ĉe je posameznik s tem sektorjem sklenil pogodbo ali pa je z njim 
v fazi pogajanj za sklenitev pogodbe, obdelava osebnih podatkov pa je primerna in 
nujna za izvedbo pogajanj oziroma za sklenitev pogodbe. Poleg tega je izjema od obeh 
pravnih podlag tudi, ĉe je to nujno za uresniĉevanje zakonitih interesov zasebnega 
sektorja in ti interesi oĉitno prevladujejo nad interesi posameznika, na katerega se 
osebni podatki nanašajo. 
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 14. toĉka 6. ĉlena ZVOP-1: »Osebna privolitev posameznika – je prostovoljna izjava volje 
posameznika, da se lahko njegovi osebni podatki obdelujejo za doloĉen namen, in je dana na 
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Naĉelo zakonitosti pomeni tudi, da se osebni podatki lahko zbirajo le za doloĉene in 
zakonite namene ter da se ne smejo naprej obdelovati tako, da bi bila njihova obdelava 
v neskladju s temi nameni. Samo zakon lahko doloĉi, da se uporabijo za kakšen drug 
namen, ki ni skladen s prvotnim. Izjema je samo nadaljnja obdelava za zgodovinske, 
statistiĉne ali znanstveno – raziskovalne namene. 
 
ZVOP-1 je v doloĉenih delih stroţji od Dir-VOP. Dir-VOP tako nikjer ne omenja ustne 
ali pisne privolitve posameznika, ZVOP-1 pa v 6. ĉlenu, 14., 15. in 16. toĉki opredeljuje 
pojme: osebna privolitev, pisna privolitev posameznika in ustna ali druga ustrezna 
privolitev posameznika. 
 
Naĉelo poštenosti je zajeto v 19. ĉlenu ZVOP-1 in pomeni, da ima posameznik, na 
katerega se osebni podatki nanašajo, pravico, da je predhodno pouĉen o zbiranju. 
Upravljavec mu mora, ne glede na pravno podlago dopustnosti zbiranja, posredovati 
predpisane informacije o vrsti podatkov, o upravljavcu in uporabnikih osebnih 
podatkov, o namenu ter o pravicah, ki jih ima v zvezi z obdelavo osebnih podatkov. 
 
Naĉelo sorazmernosti je zajeto v 3. ĉlenu ZVOP-1, ki doloĉa, da morajo biti osebni 
podatki, ki se obdelujejo, ustrezni in po obsegu primerni glede na namene, za katere se 
zbirajo in nadalje obdelujejo. To pomeni, da morajo biti nujno potrebni in da za dosego 
njihovega namena oziroma cilja ne obstaja milejše sredstvo, s katerim bi se posegalo v 
zasebnost posameznika. Ustreznost osebnih podatkov pomeni, da se smejo zbirati in 
naprej obdelovati le takšni osebni podatki, ki dejansko sluţijo za dosego namena 
zbiranja. Primernost osebnih podatkov pomeni, da zbiranje in obdelovanje ne sme biti 
ĉezmerno. 
 
Naĉelo prepovedi diskriminacije je zajeto v 4. ĉlenu ZVOP-1, ki doloĉa, da je varstvo 
osebnih podatkov zagotovljeno vsakemu posamezniku ne glede na narodnost, raso, 
barvo, veroizpoved, etniĉno pripadnost, spol, jezik, politiĉno ali drugo prepriĉanje, 
spolno usmerjenost, premoţenjsko stanje, rojstvo, izobrazbo, druţbeni poloţaj, 
drţavljanstvo, kraj oziroma vrsto prebivališĉa ali katerokoli drugo osebno okolišĉino. 
 
Ker je varstvo osebnih podatkov ena izmed ĉlovekovih pravic, velja zanjo prepoved 
diskriminacije ţe na podlagi prvega odstavka 14. ĉlena Ustave RS.  
 
ZVOP-1 poleg varstva zasebnosti, ki ga je vseboval ţe ZVOP, vkljuĉuje še varstvo 
dostojanstva posameznika. Varuje le fiziĉne osebe, ne pa tudi pravnih oseb. 
 
1. toĉka 6. ĉlena opredeljuje pojem osebni podatek – to je katerikoli podatek, ki se 
nanaša na posameznika, ne glede na obliko, v kateri je izraţen. 
 
Po mnenju59 delovne skupine 2960 bi morali sprejeti takšno opredelitev pojma 
osebnega podatka, ki je dovolj široka, da lahko predvidi razvoj dogodkov – tu je mišljen 
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 Mnenje 4/2007 o pojmu osebnega podatka, sprejeto 20. 6. 2007, 01248/07/SL, DS 136. 
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zlasti razvoj informacijskih tehnologij in zajame vse »sive cone«. Da lahko govorimo o 
osebnem podatku, morajo biti izkazani naslednji štirje osnovni elementi, ki se tesno 
prepletajo: »katerakoli informacija«, »ki se nanaša«, »doloĉen ali doloĉljiv«, »fiziĉna 
oseba« (Prelesnik, 2008, str. 6). 
 
2. toĉka 6. ĉlena opredeljuje pojem posameznika – to je doloĉena ali doloĉljiva fiziĉna 
oseba, na katero se nanaša osebni podatek; fiziĉna oseba je doloĉljiva, ĉe se jo lahko 
neposredno ali posredno identificira, predvsem s sklicevanjem na identifikacijsko 
številko ali na enega ali veĉ dejavnikov, ki so znaĉilni za njeno fiziĉno, fiziološko, 
duševno, ekonomsko, kulturno ali druţbeno identiteto, pri ĉemer naĉin identifikacije ne 
povzroĉa velikih stroškov, nesorazmerno velikega napora ali ne zahteva veliko ĉasa. 
 
3. toĉka 6. ĉlena opredeljuje pojem obdelave osebnih podatkov – to pomeni 
kakršnokoli delovanje ali niz delovanj, ki se izvaja v zvezi z osebnimi podatki, ki so 
avtomatizirano obdelani ali ki so pri roĉni obdelavi del zbirke osebnih podatkov ali so 
namenjeni vkljuĉitvi v zbirko osebnih podatkov, zlasti zbiranje, pridobivanje, vpis, 
urejanje, shranjevanje, prilagajanje ali spreminjanje, priklicanje, vpogled, uporaba, 
razkritje s prenosom, sporoĉanje, širjenje ali drugo dajanje na razpolago, razvrstitev ali 
povezovanje, blokiranje, anonimiziranje, izbris ali uniĉenje; obdelava je lahko roĉna ali 
avtomatizirana (sredstva obdelave). 
 
Posredovanje osebnih podatkov doloĉa 22. ĉlen v štirih odstavkih: 
(1) Upravljavec osebnih podatkov mora proti plaĉilu stroškov posredovanja, ĉe zakon 
ne doloĉa drugaĉe, posredovati osebne podatke uporabnikom osebnih podatkov.  
(2) Upravljavec centralnega registra prebivalstva ali evidenc stalno in zaĉasno 
prijavljenih prebivalcev mora na naĉin, ki je doloĉen za izdajo potrdila, posredovati 
upraviĉencu, ki izkaţe pravni interes za uveljavljanje pravic pred osebami javnega 
sektorja, osebno ime in naslov stalnega ali zaĉasnega prebivališĉa posameznika, 
zoper katerega uveljavlja svoje pravice.  
(3) Upravljavec osebnih podatkov mora za vsako posredovanje osebnih podatkov 
zagotoviti, da je mogoĉe pozneje ugotoviti, kateri osebni podatki so bili posredovani, 
komu, kdaj in na kakšni podlagi, in sicer za obdobje, ko je mogoĉe zakonsko varstvo 
pravice posameznika zaradi nedopustnega posredovanja osebnih podatkov.  
(4) Ne glede na prvi odstavek tega ĉlena je upravljavec osebnih podatkov v javnem 
sektorju dolţan uporabniku osebnih podatkov v javnem sektorju posredovati osebne 
podatke brez plaĉila stroškov posredovanja, razen ĉe zakon doloĉa drugaĉe ali ĉe gre 
za uporabo za zgodovinsko, statistiĉno ali znanstveno-raziskovalne namene.  
  
Sodno varstvo je zagotovljeno ţe v 38. ĉlenu Ustave RS, ZVOP-1 pa doloĉa vrsto 
kavtel, ki prepreĉujejo zlorabo osebnih podatkov. Zaradi tega je sodno varstvo 
potrebno le izjemoma. 34. ĉlen ZVOP-1 doloĉa, da lahko posameznik uveljavlja sodno 
varstvo s toţbo na upravnem sodišĉu in to ves ĉas trajanja kršitve. Do kršitve lahko 
pride s posamiĉnim aktom, s katerim se po doloĉbah ZVOP-1 odloĉa o kakšni njegovi 
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naloge pa opredeljuje 30. ĉlen iste direktive in 15. ĉlen Direktive 2002/58/ES. 
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zahtevi, ali pa z ravnanjem, kot npr. zbiranjem podatkov brez ustrezne zakonske 
podlage ali pisne privolitve. Sam postopek poteka po doloĉbah Zakona o upravnem 
sporu (ZUS). 
 
ZVOP-1 opravljanje nalog inšpekcijskega nadzora nad izvajanjem doloĉb tega zakona 
in druge naloge in pristojnosti po tem zakonu nalaga novemu, povsem neodvisnemu in 
samostojnemu Drţavnemu nadzornemu organu za varstvo osebnih podatkov. V skladu 
s prehodnimi doloĉbami zakona je naloge in pristojnosti Drţavnega nadzornega organa 
za varstvo osebnih podatkov v letu 2005 opravljal Inšpektorat za varstvo osebnih 
podatkov, ki je deloval kot organ v sestavi Ministrstva za pravosodje (Letno poroĉilo 
Informacijskega pooblašĉenca za leto 2005, URL=«http://www.ip-
rs.si/fileadmin/user_upload/Pdf/porocila/LP_05_web.pdf«. Maj 2006). 
  
Od 31. 12. 2005 imamo v Sloveniji Informacijskega pooblašĉenca. Zdruţitev 
inšpektorata za varstvo osebnih podatkov in Pooblašĉenca za dostop do informacij 
javnega znaĉaja ni nastala po hipnem vzgibu, temveĉ po temeljitem premisleku in 
preuĉitvi prakse tujih drţav na tem podroĉju. V EU je danes devet pooblašĉencev, šest 
od teh ima pristojnosti na podroĉju varstva osebnih podatkov in dostopa do javnih 
informacij zdruţene. Informacijski pooblašĉenec se ukvarja z izjemno pomembnima 
temeljnima ĉlovekovima pravicama, ki sta v naši drţavi obe zapisani kot ustavni 
kategoriji (Pirc Musar et al., 2006 a, str. 13). 
 
Informacijski pooblašĉenec je nastal kot posledica zdruţitve dveh organov – 
Pooblašĉenca za dostop do informacij javnega znaĉaja in Inšpektorata za varstvo 
osebnih podatkov. Ob uveljavitvi Zakona o Informacijskem pooblašĉencu je 
Pooblašĉenec za dostop do informacij javnega znaĉaja nadaljeval delo kot 
Informacijski pooblašĉenec, ki je prevzel inšpektorje in druge usluţbence Inšpektorata 
za  varstvo osebnih podatkov, pripadajoĉo opremo in sredstva. Hkrati je prevzel tudi 
vse nedokonĉane zadeve, arhive in evidence, ki jih je vodil Inšpektorat za varstvo 




Informacijski pooblašĉenec je samostojen in neodvisen drţavni organ, ki bdi nad 
varstvom osebnih podatkov. Pristojen je za izvajanje inšpekcijskega nadzora nad 
izvajanjem ZVOP-1, zagotavlja enotno uresniĉevanje ukrepov varstva osebnih 
podatkov, sodeluje s pristojnimi ministrstvi pri pripravi predpisov, sodeluje tudi z 
drugimi drţavnimi organi, organi EU za varstvo osebnih podatkov, mednarodnimi in 
nevladnimi organizacijami ter drugimi organizacijami na vseh podroĉjih, ki so 
pomembna za varstvo osebnih podatkov. 
 
ZVOP-1 vsebuje številne kazenske doloĉbe, ki doloĉajo prekrškovne (denarne) kazni 
za primere kršitev posameznih doloĉb zakona in s tem posredno varujejo tudi 
posameznike pred kršitvami zakona in zlorabami njihovih osebnih podatkov. 
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Na podroĉju varstva osebnih podatkov in informacij javnega znaĉaja ima Informacijski 
pooblašĉenec zelo pomembno vlogo. Zakon mu nalaga zelo širok krog nalog in ni se 
odveĉ vprašati, ĉe jih bo dejansko mogoĉe izpolniti. V prihodnosti lahko namreĉ 
priĉakujemo, da bodo drţavljani vedno bolj ozavešĉeni in zahtevni na zgoraj omenjenih 
podroĉjih in se zato temu organu, kot tudi vsem upravnim in sodnim organom, obeta 
vedno veĉji obseg zadev (Povzeto po Cerarju, 2006, str. 34 in 35). 
 
Da se ta napoved ţe uresniĉuje, je razvidno iz Letnega poroĉila Varuha ĉlovekovih 
pravic za leto 2006, ki v poglavju o varstvu osebnih podatkov in zasebnosti navaja, da 
se je število obravnavanih pobud v primerjavi z letom prej obĉutno poveĉalo. Razlogov 
za to ni videti, saj je ţe v preteklem letu nadzor na tem podroĉju v celoti prevzel 
Informacijski pooblašĉenec oziroma v njegovem okviru drţavni nadzorniki za varstvo 
osebnih podatkov. Eden od razlogov za veĉji pripad je gotovo veĉje zavedanje o 
pravicah posameznikov glede varovanja osebnih podatkov ob nekaterih v javnosti 
odmevnejših zadevah. Veĉina prejetih pobud, med njimi je bil velik del posredovan po 
elektronski pošti, je zahteval le varuhova pojasnila ali napotitev na pristojne drţavne 




Tudi ugotovitve pri opravljanju neposrednega inšpekcijskega nadzora na terenu, ki se 
pri nas opravlja ţe vse od leta 1992, kaţejo, da v RS na podroĉju varstva osebnih 
podatkov v znanju v niĉemer ne zaostajamo za zahodno Evropo in se na tem podroĉju 
sreĉujemo s podobnimi problemi. Ob tem ugotavljamo, da smo v ZVOP-1 posamezna 
podroĉja varstva osebnih podatkov uredili celo natanĉneje in bolje, kot je to urejeno v 
veĉini evropskih drţav. Navedeno velja zlasti za iznos osebnih podatkov v tretje drţave 
in za podroĉje neposrednega trţenja, videonadzora, biometrije, evidentiranja vstopov in 
izstopov iz prostorov, povezovanja zbirk osebnih podatkov iz uradnih evidenc in javnih 




Logiĉna posledica ĉlovekovih pravic in temeljnih svobošĉin kot eno temeljnih izhodišĉ, 
na katerih temelji naša ustava, je uvedba posebne institucije neformalnega varstva 
pravic drţavljanov – Varuha ĉlovekovih pravic in temeljnih svobošĉin. Pravni postopki 
in sodni nadzor namreĉ ne morejo v celoti zagotoviti uĉinkovitega varstva pravic 
drţavljanov, ker so bolj ali manj omejeni samo na pravna razmerja, pri ĉemer tudi v tudi 
v teh razmerjih ne morejo zajeti vseh moţnih situacij. Glede na to se v pravnih redih 
nekaterih tujih drţav razvile posebne oblike neformalnega varstva pravic, ki pomenijo 
tretji del celotnega sistema tega varstva. Te oblike so institucionalizirane v posebnih 
organih, katerih delovanje je neformalno, nevezano na pravne postopke, in zajema 
praktiĉno vsa razmerja, ki nastajajo med posamezniki in drţavo. Kot take v bistvu 
pomenijo dopolnitev normativnega sistema varstva pravic posameznikov in njegovega 
izvajanja, ker omogoĉajo na eni strani neformalni nadzor nad izvajanjem normativne 
ureditve na tem podroĉju, na drugi strani pa tudi varstvo pravic posameznikov v tistih 
razmerjih, ki niso urejena oziroma niso natanĉno urejena s pravnimi predpisi. Najbolj 
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razširjena oblika neformalnega varstva pravic posameznikov v razmerju do drţave v 
pravnih redih nekaterih tujih drţav je ombudsman (Trpin, 1992, str. 114). 
 
Pri nas se imenuje Varuh ĉlovekovih pravic in naloge opravlja v skladu z neformalnimi 
mehanizmi, ki jih ima po Zakonu o varuhu ĉlovekovih pravic61. Vendar lahko svoje 
pristojnosti izvršuje samo v razmerju do javnega sektorja, do zasebnega sektorja pa 
ne. Ker so sodni postopki lahko zelo dolgotrajni, je takšno institucionalno varstvo 
pomembno, saj se spori lahko na prvi stopnji rešujejo uĉinkoviteje in hitreje. 
 
Znaĉilnosti ombudsmana izvirajo iz njegovega poloţaja posebnega parlamentarnega 
organa. Pri svojem delovanju v niĉemer ne posega v obstojeĉi sistem nadzora nad 
delom upravnih organizacij, ki ga izvršujejo drugi organi. Ombudsman ni nikakršen 
najvišji pritoţbeni organ, saj nima nobenih pooblastil za spremembo ali odpravo 
upravnih aktov, niti pooblastil za kaznovanje storilcev. Edino, kar lahko stori v primeru 
odkrite nepravilnosti, je to, da kritizira akte in delo posameznih upravnih organizacij, 
opozarja usluţbence na nepravilnosti pri njihovem delu ter od pristojnih organov 
zahteva kaznovanje storilcev. Kljub majhni moţnosti za neposredno poseganje v 
njihovo delo je vseeno uĉinkovit organ za varstvo pravic posameznikov v razmerju do 
uprave. Ombudsman deluje predvsem s svojim ugledom, ki je glede na njegov poloţaj 
parlamentarnega organa izredno velik (Trpin, 1992, str. 115). 
 
4.5.3 Kazenski zakonik 
 
Zloraba osebnih podatkov je v 154. ĉlenu KZ opredeljena tudi kot kaznivo dejanje, ki se 
kaznuje po uradni dolţnosti. Doloĉeno je, da se z denarno kaznijo ali zaporom do 
enega leta kaznuje, kdor v nasprotju z zakonom uporabi osebne podatke, ki se smejo 
voditi samo na podlagi zakona ali na podlagi osebne privolitve posameznika, na 
katerega se podatki nanašajo ali, kdor vdre v raĉunalniško vodeno zbirko podatkov z 
namenom, da bi sebi ali komu drugemu pridobil kakšen osebni podatek. Ĉe dejanje 
stori uradna oseba z zlorabo uradnega poloţaja ali uradnih pravic, se kaznuje z 




Neupraviĉen vstop v zašĉiteno raĉunalniško bazo podatkov, ki obsega tudi uporabo, 
spremembo, kopiranje ali uniĉenje v njej vsebovanih podatkov, je po 225. ĉlenu KZ 
kaznivo dejanje (Ĉebulj, 2002, str. 416). 
 
4.5.4 Zakon o obligacijskih razmerjih oziroma Obligacijski zakonik 
 
Na zakonodajnem planu je bilo varstvo osebnostnih pravic pri nas do leta 2001 urejeno 
z ZOR. V 157. ĉlenu je bila predvidena posebna »zahteva za prenehanje s kršitvami 
pravice osebnosti«. 
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 Zakon o varuhu ĉlovekovih pravic, Uradni list RS, št. 71/93. 
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157. ĉlen je doloĉal: 
 
(1) Vsak ima pravico zahtevati od sodišĉa ali drugega pristojnega organa, da odredi 
prenehanje dejanja, s katerim se krši nedotakljivost ĉlovekove osebnosti, 
osebnega in druţinskega ţivljenja ali kakšna druga pravica njegove osebnosti. 
 
(2) Sodišĉe oziroma drug pristojni organ lahko odredi, da kršitelj preneha z dejanjem, 
ker bo sicer moral plaĉati prizadetemu doloĉen denarni znesek, odmerjen skupaj 
ali od ĉasovne enote. 
 
Posebni varovalni mehanizmi proti kršitvi osebnostnih pravic nasploh in s tem v zvezi 
tudi kršitve pravice do zasebnosti, so bili predvideni tudi v ZOR-u. Zakon je najprej 
predvideval poseben opustitveni zahtevek, s katerim lahko »vsak zahteva od sodišĉa 
ali drugega pristojnega organa, da odredi prenehanje dejanja, s katerim se krši 
nedotakljivost ĉlovekove osebnosti, osebnega in druţinskega ţivljenja ali kakšna druga 
pravica njegove osebnosti«. Citirano pravilo je bilo uvršĉeno med splošna naĉela 
poglavja o odškodninski odgovornosti, vendar po mnenju teorije za uveljavljanje tega 
zahtevka ni potrebna krivda, zadošĉa gola kršitev. Teorija je normo kritizirala kot 
preozko, saj je bilo za njeno uporabo potrebno, da je kršitev ţe nastopila in da še traja, 
torej norma ni imela preventivne funkcije, prav tako pa tudi ni omogoĉala odstranitve 
stanja, ki je s kršitvijo nastalo (ni bil predviden odstranitveni zahtevek). Pravilo je ob 
gramatikalni razlagi omogoĉalo torej le opustitveni zahtevek. Za uĉinkovito varstvo bi 
bilo treba navedeno pravilo ekstenzivno razlagati s pomoĉjo analogije s 156. ĉlenom 
(zahteva, da se odstrani škodna nevarnost) in dopustiti tudi zahtevek za opustitev 
preteĉe kršitve (po Polajnar – Pavĉnikovi, 1997, str. 167 in 168). 
 
V teoriji je bila pravna narava 157. ĉlena sporna, v pravni praksi pa popolna tabula 
rasa. Mogoĉe bi to negotovost in nedoreĉenost zahtevka za prenehanje s kršitvami 
osebnostnih pravic bilo pripisati manjku tradicije glede preventivnega varstva osebnosti 
(osebnostnih pravic). Nedvomno je ZOR v 157. ĉlenu nudil varstvo pravici do 
zasebnosti, natanĉneje njenemu zelo pomembnemu aspektu – v terminologiji zakona 
»nedotakljivost osebnega ţivljenja« - kot pravico osebnosti. V okviru te pravice gre šteti 
tudi pravico na lastni podobi in pravico do tajnosti korespondence. Kršitev pravice do 
osebnega ţivljenja se izraţa kot širjenje in prenašanje informacij iz osebnega in 
druţinskega ţivljenja, neupraviĉena izdaja profesionalne skrivnosti, neupraviĉeno 
prisluškovanje in snemanje pogovora ali izjave, kršitev nedotakljivosti stanovanja ipd. 
(po Lampetu, 2004, str. 252 in 253). 
 
V OZ, ki je leta 2001 nadomestil ZOR, je ta varovalni mehanizem uvršĉen v 2. oddelek 
z naslovom »povzroĉitev škode«, njegov 1. odsek z naslovom »splošna naĉela«, 
oziroma 134. ĉlen z naslovom »zahteva za prenehanje s kršitvami osebnostnih pravic«.  
 
134. ĉlen doloĉa: 
 
(1) Vsak ima pravico zahtevati od sodišĉa ali drugega pristojnega organa, da odredi 
prenehanje dejanja, s katerim se krši nedotakljivost ĉlovekove osebnosti, 
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osebnega in drugega ţivljenja ali kakšna druga osebnostna pravica, da prepreĉi 
tako dejanje ali da odstrani njegove posledice. 
 
(2) Sodišĉe oziroma drug pristojni organ lahko odredi, da kršitelj preneha z dejanjem, 
ker bo sicer moral plaĉati prizadetemu doloĉen denarni znesek, odmerjen skupaj 
ali od ĉasovne enote. 
 
OZ je upošteval terminološke pomanjkljivosti in spremenil zakonsko dikcijo 157. ĉlena 
ZOR-a. Temeljna sprememba je zadnja poved prvega odstavka, ki nedvomno in jasno 
zagotavlja opustitveni zahtevek (da prepreĉi tako dejanje) in odstranitveni zahtevek (da 
odstrani njegove posledice – posledice kršitvenega dejanja). Sam odstranitveni 
zahtevek zagotavlja ĉetrti odstavek 15. ĉlena Ustave RS, po katerem sta zagotovljeni 
sodno varstvo ĉlovekovih pravic in temeljnih svobošĉin ter »pravica do odprave 
posledic njihove kršitve« (Lampe, 2004, str. 305 in 306). 
 
S to doloĉbo se uveljavlja pravica do fiziĉne in moralne integritete, pravica do 
osebnega in druţinskega ţivljenja, pravica do zasebnosti in ĉlovekovega dostojanstva, 
sploh posegi v ustavno varovane pravice osebnosti. Prepoved nadaljnje kršitve in 
odstranjevanje nastalega stanja je treba rešiti glede na vsebino in obseg posamezne 
ĉlovekove pravice. Velikokrat je treba upoštevati interese obeh strank in tudi odloĉiti, ali 
ni bil poseg storjen zaradi varstva interesa, ki je višji in morda na primeren naĉin 
(ugotavljanje sorazmernosti, tehtanje interesov, ovrednotenje prizadetih interesov – 
višji, niţji). Prenehanje ravnanja se lahko zahteva, ĉe je nastalo neko trajnejše stanje, s 
katerim se osebnost prizadeva. Taka toţba zahteva prepoved nadaljnjih kršitev 
(posegov), zahteva se opustitev ravnanja (npr. odstranitev slike iz razstave, brisanje 
magnetofonskega traku, odstranitev plakata, odvzem knjige iz prometa ipd.). Moţno je 
izreĉi sodne penale kot civilno sankcijo. S tem je uveljavljena oblika prisile, da storilec 
preneha z ravnanjem, s katerim se krši pravica osebnosti. To je vrsta civilne kazni, s 
katero se ţeli vplivati na kršitelja, ne glede na škodo. Gre za odpravo odpora kršitelja, 
da izvrši sodni nalog. Kazen se izreĉe na zahtevo oškodovanca, lahko je doloĉena po 
ĉasovni enoti (za vsak dan, ko se dejanje nadaljuje, ali druga ĉasovna opredelitev  
(Šinkovec, 2001, str. 136). 
 
Varstvo osebnih podatkov je zagotovljeno tudi s civilnim (odškodninskim pravom), 
zaradi zlorabe osebnih podatkov je lahko podana tudi kršitev osebnostne pravice do 
zasebnosti posameznika in s tem tudi odškodninska odgovornost posameznika.  
 
Z odškodninskim zahtevkom lahko oškodovani zahteva povrnitev materialne ali 
nematerialne škode:  
1.  Denarno odškodnino za materialno škodo (177. ĉlen OZ). 
2.  Objavo sodbe ali popravka (178. ĉlen OZ). 
3.  Denarno odškodnino za nematerialno škodo (179. ĉlen OZ). 
 
Najpomembnejši institut civilnega prava glede varstva osebnostnih pravic je nedvomno 
denarna odškodnina za nematerialno škodo. OZ doloĉa, da pripada oškodovancu, ĉe 
okolišĉine primera, zlasti pa stopnja boleĉin ter njihovo trajanje to opraviĉujejo, 
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praviĉna denarna odškodnina. Ta vrsta odškodnine je imenovana denarna odškodnina 
za nematerialno škodo. Oškodovanec je upraviĉen do denarne odškodnine za 
nematerialno škodo za pretrpljene telesne boleĉine, za pretrpljene duševne boleĉine 
zaradi zmanjšanja ţivljenjske aktivnosti, skaţenosti, smrti bliţnjega, za strah in zaradi 
razţalitve dobrega imena in ĉasti ali okrnitve svobode ali osebnostne pravice (Toplak, 




5 VARSTVO OSEBNIH PODATKOV UMRLIH 
POSAMEZNIKOV 
5.1 STARI ZAKON O VARSTVU OSEBNIH PODATKOV (ZVOP) 
 
ZVOP/1990 ni vseboval doloĉil v zvezi z varstvom osebnih podatkov umrlih 
posameznikov. 
 
Te je uvedel šele ZVOP/1999, ko sta se v zvezi s smrtjo, poleg prepovedi 
posredovanja podatkov širši javnosti, pojavili še dve dilemi in sicer, ali naj posameznik 
še v ĉasu svojega ţivljenja prepove posredovanje svojih osebnih podatkov za ĉas po 
svoji smrti in, ali naj to po njegovi smrti storijo njegovi oţji druţinski ĉlani. 
 
Vse to pa je za upravljavce osebnih podatkov, kamor sodijo tudi upravljavci osebnih 
podatkov pokojnikov oziroma umrlih posameznikov, pomenilo novo dodatno teţavo, s 
katero se pred uveljavitvijo ZVOP/1999 niso sreĉevali. Še posebej, ker je bil 
ZVOP/1999 v tem delu precej nedoreĉen zakon. 
 
ZVOP/1999 je v 12. ĉlenu doloĉal, da upravljavec zbirke osebnih podatkov lahko 
posreduje uporabnikom podatke o umrli osebi, ĉe uporabnik lahko izkaţe zakoniti 
interes za uporabo osebnih podatkov o umrli osebi, pa umrli v ĉasu svojega ţivljenja ni 
izrecno prepovedal posredovanja teh osebnih podatkov in ĉe temu oţji druţinski ĉlani 
ne nasprotujejo.  
 
To je pomenilo, da je upravljavec osebnih podatkov lahko prosilcu posredoval podatke, 
ĉe so bili kumulativno izpolnjeni vsi trije zgoraj navedeni pogoji. 
 
ZVOP/1999 je zelo nenatanĉno doloĉal krog oţjih druţinskih ĉlanov umrlega, ki so 
imeli moţnost nasprotovati posredovanju osebnih podatkov umrlega. ZVOP-1 pa jasno 
doloĉa, da imajo to moţnost le, po zakonu, ki ureja dedovanje, njegovi zakoniti dediĉi 
prvega in drugega dednega reda.  
 
ZVOP/1999 je zahteval zakoniti interes, ZVOP-1 pa zahteva pravni interes. Ta dva 
pojma ne gre enaĉiti. 
 
Pojem zakonitega interesa namreĉ zahteva, da je poleg pravnega interesa izkazan še 
zakonski temelj. Vrhovno sodišĉe RS je zato v obrazloţitvi sodbe št. I Up 517/200062, 
ko je sina pokojne uvrstilo v krog oţjih druţinskih ĉlanov, zapisalo, da je pojem 
pravnega interesa vsebovan v pojmu zakonitega interesa, ne sme pa se teh pojmov 
enaĉiti. Pojem zakonitega interesa namreĉ zahteva, da je poleg pravnega interesa 
izkazan še zakonski temelj. Zapisalo je, da: »Ĉe je zakonodajalec v 12. ĉlenu ZVOP 
zares ţelel opredeliti pravico do vpogleda v osebne podatke pokojne osebe vsem 
njenim oţjim druţinskim ĉlanom, bi morala biti namesto pojmov uporabnik postavljena 
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natanĉna definicija kroga oseb, ki jim je vpogled v osebne podatke po pokojniku 
zagotovljen. ZVOP je zakon, ki šĉiti pravice posameznika. Zato je potrebno njegove 
doloĉbe razlagati restriktivno. Vsaka drugaĉna razlaga bi poveĉala moţnost zlorab. 12. 
ĉlen oţjim druţinskim ĉlanom dejansko daje pravico daje pravico do varstva osebnih 
podatkov napram uporabnikom (Pirc Musar et al., 2006, str. 204). 
 
Po tej sodbi je pravni interes svojcev, še posebej najbliţjih, pri tem priznan praktiĉno 
avtomatiĉno, zgolj na podlagi njihovega tesnega sorodstvenega razmerja z umrlim 
(Zuljan et al., 2006, str. 874). 
 
V tej zadevi je sodišĉe prve stopnje ugodilo toţnikovi toţbi in toţeni stranki naloţilo, da 
mora toţniku omogoĉiti vpogled v zdravstveno dokumentacijo njegove pokojne matere. 
V obrazloţitvi izpodbijane sodbe se sodišĉe prve stopnje sklicuje na ZVOP. Po doloĉilu 
1. odstavka 20. ĉlena ZVOP lahko posameznik, ki ugotovi, da so kršene njegove 
pravice, doloĉene s tem zakonom, s toţbo zahteva sodno varstvo ves ĉas, dokler 
kršitev traja. V 2. toĉki 2. ĉlena ZVOP je sicer res opredeljen pomen izraza  
posameznik: to je doloĉena ali doloĉljiva fiziĉna oseba, na katero se osebni podatek 
nanaša. Vendar po mnenju sodišĉa 20. ĉlena ZVOP ni mogoĉe razlagati tako, da imajo 
sodno varstvo zagotovljeno zgolj posamezniki po 2. toĉki 2. ĉlena ZVOP. Drugo sodno 
varstvo po ZVOP namreĉ ni predvideno in bi bila takšna razlaga te zakonske doloĉbe  
preozka: namen doloĉbe 20. ĉlena ZVOP je, da se v upravnem sporu zagotavlja sodno 
varstvo vseh oseb (posameznikov), katerih pravice, urejene s tem zakonom so lahko 
prizadete, saj bi bile le te sicer (ĉe bi doloĉbo 20. ĉlena ZVOP razlagali ozko), 
nezavarovane. To ne bi bilo v skladu z 22. in 23. ĉlenom Ustave RS. Toţnik sicer ni 
posameznik po 2. toĉki 2. ĉlena ZVOP (podatki, ki jih ţeli vpogledati se namreĉ ne 
nanašajo nanj osebno). Vendar lahko upravljavec zbirke osebnih podatkov na podlagi 
12. ĉlena ZVOP uporabnikom posreduje osebne podatke o umrli osebi, ĉe uporabnik 
lahko izkaţe zakoniti interes za uporabo osebnih podatkov o umrli osebi, pa umrli v 
ĉasu svojega ţivljenja ni izrecno prepovedal posredovanje teh osebnih podatkov in ĉe 
temu oţji druţinski ĉlani ne nasprotujejo. Citirano doloĉilo torej daje ostalim osebam 
pravico do uporabe doloĉenih podatkov, in sicer osebnih podatkov o umrlih, pod pogoji, 
doloĉenimi v tem ĉlenu. Toţnik je pri toţeni stranki kot upravljavcu zbirke osebnih 
podatkov zahteval vpogled v zdravstveno dokumentacijo svoje pokojne matere dr. T.G. 
To pa, ob navedeni razlagi 20. ĉlena ZVOP, pomeni, da je ugovor aktivne legitimacije 
neutemeljen. Toţena stranka pri presoji utemeljenosti toţnikove  zahteve ni upoštevala 
oziroma sploh ni presojala ali toţnik te pogoje izpolnjuje, ĉeprav bi jih glede na 
navedeno morala. Toţnik ţe kot oţji sorodnik (sin) izkazuje zakonit interes za uporabo 
osebnih podatkov o svoji pokojni materi. Svojci umrlega, zlasti najbliţji, kot so otroci, 
nedvomno imajo pravni interes za vpogled v medicinsko dokumentacijo umrlega. 
Takšen interes jim je mogoĉe priznati ţe zato, da se lahko kar najbolj neposredno 
seznanijo s potekom zdravljenja in z razlogi za smrt njihovega bliţnjega. Zaradi vsega 
navedenega toţnik izkazuje zakonit interes. Izpolnjena pa sta tudi ostala dva pogoja iz 
12. ĉlena ZVOP. Toţena stranka namreĉ ne zatrjuje, da bi pokojnica prepovedala 
posredovanje teh osebnih podatkov toţniku (svojemu sinu). Ker je toţnik sam oţji 
druţinski ĉlan pokojne, je zadošĉeno tudi nadaljnjemu pogoju iz 12. ĉlena ZVOP, po 
katerem se uporaba osebnih podatkov dovoli, ĉe temu oţji druţinski ĉlani ne 
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nasprotujejo. Toţnik izpolnjuje vse pogoje po 12. ĉlenu ZVOP. Toţena stranka je s 
tem, ko mu ni omogoĉila vpogleda v zdravstveno dokumentacijo njegove pokojne 
matere, ravnala nezakonito in tako posegla v pravico, ki toţniku po navedenem doloĉilu 
ZVOP pripada. Zato je sodišĉe na podlagi 3. odstavka 20. ĉlena ZVOP in ob smiselni 
uporabi 1. odstavka 62. ĉlena Zakona o upravnem sporu toţbi ugodilo. 
 
Z vidika razmejitve varstva osebnih podatkov umrlih, njihovih dediĉev in varstva 
osebnostnih pravic pa je prelomen sklep Vrhovnega sodišĉa št. II Ips 428/9663, ko je 
sodišĉe odloĉilo, da se z neupraviĉeno objavo osebnih podatkov umrlih lahko posega 
le v pravico do varstva osebnih podatkov umrlih, ne pa v pravico do varstva osebnih 
podatkov pokojnikovih dediĉev. Sodišĉe je v obrazloţitvi sklepa zapisalo: »da dediĉi ne 
morejo zahtevati pravnega varstva po ZVOP, saj bi se z objavo osebnih podatkov 
umrlega lahko posegalo le v pravico do varstva osebnih podatkov umrlih – kolikor bi 
bilo o takem posegu po doloĉbah ZVOP mogoĉe govoriti – ne pa v pravico do varstva 
osebnih podatkov predlagateljev kot njegovih ţiveĉih sorodnikov. Toda doloĉbe ZVOP 
take razlage ne omogoĉajo. Osebnostne pravice posameznika namreĉ praviloma 
prenehajo z njegovo smrtjo. Postmortalno trajanje je mogoĉe dopustiti le pri tistih 
osebnostnih pravicah, pri katerih je to nedvoumno doloĉeno v zakonskih doloĉbah (npr. 
59. ĉlen Zakona o avtorski in sorodnih pravicah). ZVOP ne ureja postmortalnega 
varstva pravice do varstva osebnih podatkov. Po 157. ĉlenu Zakona o obligacijskih 
razmerjih (ZOR)64 lahko zahteva pravno varstvo tisti, katerega osebnostne pravice so 
bile kršene, torej neposredni oškodovanec. Osebnostna pravica pa je tudi pravica do 
pietete, ki jo dediĉi gojijo oziroma jo smejo gojiti do prav vseh pokojnih. Po doloĉbi 157. 
ĉlena ZOR namreĉ lahko sodišĉe na zahtevo odredi prenehanje dejanja, s katerim se 
krši nedotakljivost ĉlovekove osebnosti, osebnega in druţinskega ţivljenja ali kakšna 
druga pravica njegove osebnosti. Z navedbo osebnih podatkov umrlih svojcev na 
spominski plošĉi je prišlo do posega v pravico do pietete predlagateljev (Pirc Musar et 
al., 2006, str. 205). 
 
V navedenem sklepu je sodišĉe tudi napisalo, da iz vsebine zahtevka predlagateljev 
lahko razberemo, da pravnega varstva ne uveljavljajo zaradi posega v njihovo 
podatkovno zasebnost, temveĉ zato, ker menijo, da sta nasprotna udeleţenca s svojim 
ravnanjem prizadela njihov spomin na osebnost umrlega, torej pravico do pietete. 
Pieteta je spomin na osebnost umrlega. S priznavanjem pravice do pietete se varuje 
tudi dobrine umrlega in vrednosti, ki jih je ustvaril za ĉasa ţivljenja. Osebnostne pravice 
posameznika prenehajo z njegovo smrtjo, zašĉita njegovih osebnih dobrin pa se 
uresniĉuje preko ustreznih osebnih dobrin sorodnikov. Zaradi tesne vezi z umrlim so 
njegove osebne dobrine obenem tudi njihove osebne dobrine. Ĉe kdo prizadene ugled 
umrlega, obenem prizadene tudi sorodnikove osebne dobrine. Poseg v osebne dobrine 
umrlega ne predstavlja vselej posega v enako osebno dobrino sorodnika. Pravica do 
pietete prav v teh primerih sluţi kot podlaga za pravno zašĉito. Pravica do pietete 
posameznika sodi v okvir njegove pravice do duševne integritete. Ĉlovekova duševna 
                                            
63
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 Od leta 2001 dalje po doloĉbi 134. ĉlena Obligacijskega zakonika in ne veĉ po doloĉbi 157. 
ĉlena Zakona o obligacijskih razmerjih. 
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celovitost pa je del njegove zasebnosti. Pravica do zasebnosti je kot osebnostna 
pravica varovana v ZOR oz. OZ. 
 
Prav tako je sodišĉe zapisalo, da pravica do zasebnosti zajema obe pravici, pravico do 
podatkovne zasebnosti in pravico do pietete, ki je del pravice do duševne celovitosti. 
 
5.2  NOVI ZAKON O VARSTVU OSEBNIH PODATKOV (ZVOP-1) 
 
Doloĉbe ZVOP-1 so glede na ZVOP/1999 v zvezi z varstvom umrlih posameznikov 
veliko bolj precizne in nedvoumne. 
 
ZVOP-1 v 23. ĉlenu, ki nosi naslov »varstvo osebnih podatkov umrlih posameznikov«, 
to varstvo doloĉa v naslednjih štirih odstavkih: 
 
(1) Upravljavec osebnih podatkov lahko podatke o umrlem posamezniku posreduje 
samo tistim uporabnikom osebnih podatkov, ki so za obdelavo osebnih podatkov 
pooblašĉeni z zakonom. 
 
(2) Ne glede na prejšnji odstavek upravljavec osebnih podatkov podatke o umrlem 
posamezniku posreduje osebi, ki je po zakonu, ki ureja dedovanje, njegov zakoniti 
dediĉ prvega in drugega dednega reda, ĉe za uporabo osebnih podatkov izkaţe 
pravni interes, umrli posameznik pa ni pisno prepovedal posredovanja teh 
osebnih podatkov. 
 
(3) Ĉe zakon ne doloĉa drugaĉe, lahko upravljavec osebnih podatkov podatke iz 
prejšnjega odstavka posreduje katerikoli osebi, ki namerava te podatke uporabljati 
za zgodovinsko, statistiĉno ali znanstveno-raziskovalne namene, ĉe umrli 
posameznik ni pisno prepovedal posredovanja teh osebnih podatkov. 
 
(4) Ĉe umrli posameznik ni podal prepovedi iz prejšnjega odstavka, lahko osebe, ki 
so po zakonu, ki ureja dedovanje, njegovi zakoniti dediĉi prvega ali drugega 
dednega reda, pisno prepovejo posredovanje njegovih podatkov, ĉe zakon ne 
doloĉa drugaĉe. 
 
Primerjalnopravno so ureditve varstva osebnih podatkov umrlih oseb urejene razliĉno, 
saj se Dir-VOP ne opredeljuje do vprašanja, ali se po njenih doloĉbah varujejo osebni 
podatki samo ţivih ali tudi umrlih oseb, temveĉ to vprašanje prepušĉa drţavam 
ĉlanicam EU, da ga samostojno uredijo. Iz Brühannovega komentarja direktive, ĉlen 2, 
str. 5, toĉka (b) zato izhaja, »da so fiziĉne osebe po tej direktivi najprej ţive osebe. V 
kolikšni meri direktiva velja tudi za osebne podatke umrlih oseb, ni precizirano. 
Vendarle pa iz besedila ni mogoĉe razbrati nobene omejitve na ţive osebe. Zašĉitene 
pa niso pravne osebe« (Pirc Musar et al., 2006, str. 194 in Poroĉevalec, 2004, str. 47). 
 
Ratio legis doloĉbe 23. ĉlena je v svoji odloĉbi št. I Up 517/2000 povzelo Vrhovno 
sodišĉe RS in zapisalo, da: »… je sama pravica do varstva osebnih podatkov (38. ĉlen 
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Ustave RS), posebej urejena v ZVOP in je tako, kot druge osebnostne pravice, strogo 
vezana na samo osebnost in zato s smrtjo nosilca sicer ugasne. Sodno varstvo 
osebnih podatkov, ki se glede na doloĉbo 20. ĉlena ZVOP uveljavlja v upravnem sporu, 
se nanaša tudi na pravico do vpogleda v zbirko osebnih podatkov, kot eno izmed 
številnih pravic, urejenih v 17. in 18. ĉlenu ZVOP. Vendar pa ima umrli še v ĉasu, ko je 
ţiv, interes, da bo kot osebnost tudi še po svoji smrti uţival doloĉeno varstvo. Zato 
pravo priznava pravico do pietete, spoštovanja in lepega spomina na umrlega. Po smrti 
nosilca osebnostnih pravic se torej doloĉene njegove osebne dobrine varujejo kot 
osebne dobrine oţjih svojcev, to je na podlagi njim pripadajoĉe osebnostne pravice. To 
velja tudi za osebne podatke« (Pirc Musar et al., 2006, str. 193). 
 
Da pravica posameznika do odloĉanja o njegovih osebnih podatkih ne preneha niti po 
njegovi smrti, izhaja tudi iz sklepa Višjega sodišĉa v Ljubljani, opr. št. III Cp 1320/2006 
z dne 22. 3. 2006, ko je sodišĉe odloĉalo o objavi posnetkov pokojnice, ki je bila 
zasvojena z drogo. Sodišĉe je v sklepu napisalo, da »V primeru, da je pokojnica za 
ĉasa svojega ţivljenja dovolila objavo (svojih) fotografij in predvajanje filma, bi 
nasprotovanje pokojniĉinih sorodnikov, da se tej volji sledi tudi po njeni smrti, pomenilo 
nedovoljen poseg v pokojniĉino pravico do samoodloĉbe, v njeno avtonomijo. Ĉe bi se 
torej izkazalo, da je pokojnica predhodno dovoljenje za ĉasa ţivljenja dala, o kršitvi 
pravice sorodnikov do pietete pokojnice (sina in matere pokojnice, ki nasprotujeta 
objavi fotografij in predvajanju filma) v konkretnem primeru ne more biti govora. Strogo 
osebni interesi svojcev namreĉ ne morejo biti varovani v okviru njihove pravice do 
pietete pokojnika, kolikor ti nasprotujejo interesom umrlega. Ĉe je pokojnica za ĉasa 
svojega ţivljenja dala dovoljenje za objavo spornih fotografij in predvajanje filma, v 
katerem nastopa, sorodniki sedaj po njeni smrti ne morejo proti njeni volji prepreĉiti 
razstave teh fotografij in predvajanje filma. V konkretnem primeru je torej o kršitvi 
osebnostnih pravic sorodnikov mogoĉe govoriti šele v primeru, ĉe pokojnica ne bi dala 
dovoljenja za objavo spornih fotografij in za predvajanje filma. V citiranem sklepu je 
sodišĉe zapisalo tudi, da »…je pieteta spomin na osebnost umrlega. S priznavanjem 
pravice do pietete se varujejo dobrine umrlega in vrednosti, ki jih je ustvaril za ĉasa 
svojega ţivljenja. Osebnostne pravice posameznika prenehajo z njegovo smrtjo, 
zašĉita njegovih osebnih dobrin pa se uresniĉuje preko ustreznih osebnih dobrin 
njegovih sorodnikov. Bistvo pravice pietete pokojnika je varstvo pokojnikove osebnosti. 
Njen namen je torej posmrtna zašĉita osebnosti pokojnika, njegovega dostojanstva in 
ţelja, da bodo njegove odloĉitve, sprejete za ĉasa ţivljenja, spoštovane tudi po njegovi 
smrti. Posmrtno varstvo dobrin in interesov posameznika naj torej zagotavlja ne samo 
celovitejše varstvo osebnostnih pravic posameznika za ĉasa njegovega ţivljenja (zlasti 
njegove pravice do samoodloĉbe, do avtonomije posameznika), temveĉ naj se njegovo 
dostojanstvo varuje tudi po smrti« (Pirc Musar et al., 2006, str. 197). 
 
Doloĉba prvega odstavka 23. ĉlena ZVOP-1 je generalne, splošne narave in izhaja 
neposredno iz doloĉb Ustave RS, ki za urejanje pravnega podroĉja varstva osebnih 
podatkov, zahteva zakon, in ne hierarhiĉno niţji pravni akt. Podroĉno ureditev v tem 
smislu predstavlja Zakon o zavarovalništvu (v nadaljevanju ZZavar), ki v prvem 
odstavku 154. ĉlena doloĉa, da zavarovalnice in Slovensko zavarovalno zdruţenje 
zbirajo, obdelujejo, shranjujejo, posredujejo in uporabljajo osebne podatke, potrebne za 
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sklepanje zavarovanj in za likvidacijo škod, ki izvirajo iz zavarovanj po tem zakonu, v 
skladu z zakonom, ki ureja varstvo osebnih podatkov, in posebnimi predpisi o zbirkah 
podatkov s podroĉja zavarovanja. V ta namen lahko v skladu z ZZavar vzpostavijo, 
vzdrţujejo in vodijo doloĉene zbirke podatkov (o zavarovancih, o škodnih dogodkih in 
za presojo zavarovalnega kritja ter višine odškodnine). V zbirki podatkov iz 3. toĉke 
drugega odstavka 154. ĉlena pa se v skladu z 2. toĉko petega odstavka istega ĉlena 
zbirajo tudi podatki o predhodnih poškodbah in zdravstvenem stanju, vrsti telesnih 
poškodb, trajanju zdravljenja in posledicah za zavarovanca ter oškodovanca, kamor 
sodi tudi podatek o vzroku smrti. Osebni podatki, predhodno navedeni v 2. toĉki petega 
odstavka 154. ĉlena ZZavar, pa se v skladu s 6. toĉko šestega odstavka istega ĉlena 
zbirajo med drugim tudi iz zbirk podatkov zdravstvenih ustanov. Organi, organizacije in 
posamezniki, ki imajo podatke oziroma zbirke podatkov iz prejšnjih odstavkov, morajo 
te podatke v skladu z sedmim odstavkom 154. ĉlena ZZavar na pisno zahtevo 
posredovati zavarovalnici oziroma Slovenskemu zavarovalnemu zdruţenju (Pirc Musar 
et al., 2006, str. 193 in 194). 
 
Doloĉba drugega odstavka 23. ĉlena ZVOP-1 ne posega v doloĉbe drugih zakonov, ki 
urejajo posredovanje osebnih podatkov o umrlem posamezniku drţavnim organom. O 
teţi in pomenu prepovedi posredovanja lastnih osebnih podatkov je odloĉalo tudi ţe 
ESĈP, ki je v primeru Odievre proti Franciji65 odloĉilo, da pri upoštevanju volje 
posameznice, ki je prepovedala posredovanje svojih podatkov, ni šlo za kršitev doloĉbe 
8. ĉlena EKĈP, ko ni prišlo do posredovanja teh osebnih podatkov. V konkretnem 
primeru je namreĉ posvojena ţenska kasneje iskala svoje biološke starše, vendar je 
njena biološka mati v ĉasu izvajanja posvojitve prepovedala posredovanje svojih 
osebnih podatkov. Zato je sodišĉe odloĉilo, da upoštevajoĉ ţeljo biološke matere ni šlo 
za kršitev EKĈP, ker Francija pritoţnici ni posredovala teh podatkov (Pirc Musar et al., 
2006, str. 194 in 195). 
 
Ĉe je torej posameznik v ĉasu svojega ţivljenja podal kakšno prepoved, je dopustno 
njegove osebne podatke po njegovi smrti posredovati le tistim uporabnikom osebnih 
podatkov, ki imajo za pridobivanje takšnih osebnih podatkov izrecno podlago v zakonu 
(Pirc Musar et al., 2006, str. 195). 
 
Poleg tega je mogoĉe sklepati, da je pravni interes za pridobivanje osebnih podatkov o 
umrlem lahko izkazan le v primeru, ĉe zakoniti dediĉ podatke o umrlem posamezniku 
potrebuje zaradi varovanja ali uveljavljanja svojih pravic pred osebami javnega 
sektorja, kar pomeni, da mora v svoji vlogi za pridobivanje osebnih podatkov umrlega 
jasno navesti, kakšne svoje pravice bo varoval oziroma uveljavljal ter pred katerimi 
osebami javnega sektorja bo te svoje pravice varoval oziroma uveljavljal (Pirc Musar et 
al., 2006, str. 195). 
 
Pri iskanju odgovora na vprašanje, kaj je pravni interes, si lahko pomagamo s 43. 
ĉlenom Zakona o splošnem upravnem postopku (ZUP), po katerem pravni interes 
izkaţe oseba, ki zatrjuje, da varuje svoje pravne koristi. Po istem ĉlenu je pravna korist 
neposredna, na zakon ali drug predpis oprta osebna korist. V teoriji pri pravnem 
                                            
65
 Odievre v. France, sodba sodišĉa z dne 13. 2. 2003, poroĉila 2003 – III. 
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interesu ne gre za splošno korist, temveĉ za osebno korist, ki je neposredna in pravna. 
Korist je osebna, ĉe se nanaša neposredno na osebo, ki jo uveljavlja, in neposredna, 
ĉe gre za sedanjo korist, korist torej, ki obstaja v tem trenutku, ne pa za morebitno ali 
bodoĉo korist. Korist je pravna, ĉe je oprta na zakon ali drug zakoniti predpis (Ĉebulj, 
2006, str. 17). 
 
Konkreten primer iz prakse Informacijskega pooblašĉenca je situacija, ko se je pojavilo 
vprašanje pravice do vpogleda hĉerke v obdukcijski zapisnik pokojne matere, ki je 
umrla v bolnišnici. Hĉi je ţelela videti zapisnik kriminalistov o ogledu in tudi obdukcijski 
zapisnik. Ker hĉeri kot dediĉu prvega dednega reda vpogled ni bil omogoĉen, je 
postavila vprašanje, ali ji veljavna zakonodaja vpogled prepoveduje. Informacijski 
pooblašĉenec je opozoril na doloĉilo drugega odstavka 23. ĉlena ZVOP-1, po katerem 
upravljavec osebnih podatkov podatke o umrlem posamezniku posreduje osebi, ki je 
po zakonu, ki ureja dedovanje, njegov zakoniti dediĉ prvega ali drugega dednega reda, 
ĉe za uporabo osebnih podatkov izkaţe pravni interes, umrli posameznik pa ni pisno 
prepovedal posredovanja teh osebnih podatkov. Ker se ZVOP-1 v tem delu opira na 
doloĉila in definicije dednega reda iz ZD, prvi in drugi dedni red po doloĉilih 11. in 12. 
ĉlena ZD predstavljajo pokojnikovi otroci in (zunaj)zakonski partner pokojnika ali 
pokojnikovi starši, ko izkaţejo obstoj sorodstvene vezi. Informacijski pooblašĉenec je 
izdal mnenje, da ĉe navedene osebe v skladu z drugim odstavkom 23. ĉlena ZVOP-1 
izkaţejo tudi pravni interes, torej v obravnavanem primeru pisno navedejo, za kaj bi 
zahtevano dokumentacijo potrebovale, in hkrati umrli posameznik ni pisno prepovedal 
posredovanja zahtevanih podatkov, se jim lahko dovoli vpogled v dokumentacijo 
umrlega. Pri tem je Informacijski pooblašĉenec opozoril, da podobno izhaja tudi iz 
sodbe Vrhovnega sodišĉa RS I Up 517/2000 z dne 12. 7. 2001 (pred uveljavitvijo 
novega ZVOP-1): »Toţnik ţe kot oţji sorodnik (sin) izkazuje zakoniti interes za 
uporabo osebnih podatkov o svoji pokojni materi. Svojci umrlega, zlasti najbliţji, kot so 
otroci, nedvomno imajo pravni interes za vpogled v medicinsko dokumentacijo 
umrlega. Takšen interes jim je mogoĉe priznati ţe zato, da se lahko kar najbolj 
neposredno seznanijo s potekom zdravljenja in z razlogi za smrt njihovega bliţnjega. 
Zaradi vsega navedenega toţnik izkazuje zakoniti interes (Pirc Musar et al., 2006, str. 
200 in 201). 
 
V zvezi z drugim odstavkom 23. ĉlena ZVOP-1 se je v praksi ţe pojavilo vprašanje o 
dopustnosti medsebojnega izkljuĉevanja dediĉev istega dednega reda pri 
posredovanju. Zakoniti dediĉi prvega – ali v primerih, ko prvega dednega reda ni – 
drugega dednega reda lahko prepovejo posredovanje osebnih podatkov le tretjim 
osebam, torej tistim, ki niso dediĉi prvega (ali drugega, kadar prvega dednega reda ni) 
dednega reda in zato ta prepoved med njimi samimi, kamor sodijo otroci in vdovec ali 
vdova po pokojni ali pokojniku ne more veljati. Zato mora upravljavec osebnih podatkov 
umrlega le-te ne glede na morebitno prepoved  enega od sodediĉev (na primer ţene 
pokojnika) posredovati drugemu sodediĉu (na primer otroku pokojnika), ĉe in ko ta 
izkaţe obstoj sorodstvene vezi s pokojnikom in pravni interes. Praviloma to pomeni, da 
na primer sin pokojnika pisno navede, katere osebne podatke pokojnika bi potreboval 
in za kakšen namen, hkrati pa pokojnik ni pisno prepovedal posredovanja zahtevanih 
podatkov (Pirc Musar et al., 2006, str. 195 in 196). 
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Ker gredo pravice iz drugega in ĉetrtega odstavka 23. ĉlena ZVOP-1 glede obdelave 
osebnih podatkov o umrlih le zakonitim dediĉem prvega ali drugega dednega reda, bo 
moral zakoniti dediĉ k svoji zahtevi, s katero bo uveljavljal katero od teh svojih pravic, 
priloţiti tudi dokaz, iz katerega bo razvidno, da je oseba, ki zahteva osebne podatke o 
umrlem, res njegov zakoniti dediĉ. V primeru, da bo pravice v zvezi z obdelavo osebnih 
podatkov o umrlem uveljavljal zakoniti dediĉ prvega dednega reda, bo moral le-ta k 
svoji zahtevi priloţiti na primer izpisek oziroma potrdilo iz matiĉnega registra, poroĉni 
list ali drug ustrezen dokument. Problem pa bo lahko nastal, ko bo osebne podatke 
zahteval zakoniti dediĉ drugega dednega reda. ZVOP-1 se namreĉ v zvezi s 
pridobivanjem osebnih podatkov o umrlem s strani zakonitih dediĉev naslanja na 
zakon, ki ureja dedovanje, to je na ZD. ZD v 2. poglavju z naslovom Dedovanje na 
podlagi zakona doloĉa dedne rede, pri ĉemer po doloĉbi ĉetrtega odstavka 10. ĉlena 
dediĉi bliţnjega dednega reda izkljuĉujejo iz dedovanja osebe bolj oddaljenega 
dednega reda. Pri ureditvi dednih redov izhaja ZD iz parentelnega sistema z 
reprezentanco (oziroma parentelno-linearnega sistema). Med parentelami velja naĉelo 
izkljuĉnosti: sorodniki iz parentele, ki je po stopnji sorodstva bolj oddaljena od 
zapustnika, ne morejo dedovati, ĉe obstaja kakšen sorodnik iz bliţnje parentele 
oziroma ĉe ta sorodnik more in hoĉe dedovati, kar pomeni, da ni dedno nevreden ali 
razdedinjen, oziroma ĉe se ni zase, v svojem imenu odpovedal dedišĉini. Takšna 
doloĉba z vidika doloĉil 23. ĉlena ZVOP-1 pomeni, da v primeru, ko je kateri od 
zakonitih dediĉev prvega dednega reda še ţiv, dediĉem drugega dednega reda ne 
gredo pravice iz 23. ĉlena ZVOP-1. Zato bo moral dediĉ drugega dednega reda pri 
uveljavljanju svojih pravic iz 23. ĉlena ZVOP-1 upravljavcu osebnih podatkov k svoji 
zahtevi praviloma priloţiti tudi odloĉbo o dedovanju ali kak drug dokument, ki bo 
izkazoval njegovo upraviĉenost glede pridobitve osebnih podatkov umrlega 
posameznika. ZD pozna dva pravna oziroma dedna naslova, na podlagi katerih lahko 
pride do dedovanja: zakon in oporoko, kar pomeni, da ZD ureja zakonito in oporoĉno 
dedovanje, pri ĉemer je z vidika 23. ĉlena ZVOP-1 pomembno le zakonito dedovanje 
oziroma doloĉanje dednih redov na podlagi doloĉb ZD. Po doloĉbi 11. ĉlena ZD prvi 
dedni red predstavljajo potomci in zakonec pokojnika in so dediĉi pred vsemi drugimi. 
Bolj oddaljeni potomci zapustnika pa po doloĉbi 12. ĉlena ZD dedujejo na podlagi 
vstopne pravice: zapustnikovi vnuki dedujejo samo, ĉe njihov prednik – zapustnikov 
otrok – ne deduje, pravnuki samo, ĉe njihov prednik – zapustnikov vnuk – ne deduje, in 
tako naprej. Drugi dedni red pa po doloĉbi 14. ĉlena ZD predstavljajo pokojnikovi starši 
in njegov zakonec. Drugi dedni red je urejen v doloĉbah 14. – 17. ĉlena ZD in nastopi, 
ĉe zapustnik ni zapustil potomcev, ki bi skupaj z zakoncem predstavljali prvi dedni red, 
ali ĉe ti ne dedujejo. Zakonec torej ne deduje v prvem, ampak v drugem dednem redu 
samo, ĉe ni zapustnikovih potomcev. S strogo jezikovno razlago bi lahko prišli do 
zakljuĉka, da dokler sklep o dedovanju ne bo izdan oziroma celo pravnomoĉen, lahko 
pravice iz 23. ĉlena ZVOP-1 ob predloţitvi ustreznega dokazila (na primer izpisek 
oziroma potrdilo z matiĉnega registra ali poroĉni list) uveljavljajo predvsem dediĉi 
prvega dednega reda (otroci ali zakonec) in le v izjemnih primerih (na primer, ko umrli 
nima otrok ali pa so le-ti še mladoletni) bi lahko pravice iz 23. ĉlena ZVOP-1 uveljavljali 
tudi starši oziroma bratje in sestre umrlega, pri ĉemer pa bodo morali le-ti v svoji vlogi 
te izjemne primere ustrezno obrazloţiti. Ob tako strogem stališĉu pa se pojavi 
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vprašanje ţivljenjskosti oziroma smiselnosti te doloĉbe (Pirc Musar et al., 2006, str. 198 
in 199). 
 
Ko govorimo o posredovanju osebnih podatkov o umrlem njegovim zakonitim dediĉem, 
je treba opozoriti, da lahko podroĉni zakon za posamezne primere, zlasti takrat, ko gre 
za obĉutljive in zaupne osebne podatke, posebej omeji tudi posredovanje osebnih 
podatkov o umrlih. V takšnih primerih se osebni podatki, ki se nanašajo na umrle, ne 
glede na doloĉbe 23. ĉlena ZVOP-1 ne smejo posredovati zakonitim dediĉem ali 
osebam, ki nameravajo takšne podatke uporabljati za zgodovinske, statistiĉne ali 
znanstveno-raziskovalne namene. Takšen primer sta na primer 103. in 104. ĉlen 
Zakona o banĉništvu. V 103. ĉlenu Zakona o banĉništvu je doloĉeno, da mora banka 
kot zaupne varovati vse podatke, dejstva in okolišĉine, za katere je izvedela v zvezi z 
opravljanjem svojih storitev za stranko in pri poslovanju s stranko, ter da so zaupni 
podatki tudi podatki o stanju hranilnih vlog in banĉnih denarnih depozitov ter stanju in 
prometu na transakcijskih raĉunih. V drugem odstavku 104. ĉlena Zakona o banĉništvu 
so taksativno doloĉeni primeri, ko za banko ne velja dolţnost varovanja zaupnih 
podatkov. Iz 5. toĉke drugega odstavka 104. ĉlena Zakona o banĉništvu tako izhaja, da 
dolţnost varovanja zaupnih podatkov ne velja, ĉe so ti podatki potrebni v 
zapušĉinskem postopku po umrli stranki in predloţitev teh podatkov pisno zahteva 
pristojno sodišĉe. To pomeni, da se lahko zaupni banĉni podatki o umrli stranki 
posredujejo samo na podlagi pisne zahteve sodišĉa, ne pa tudi na podlagi pisne 
zahteve zakonitega dediĉa ali kakšni drugi osebi, ki za pridobivanje takšnih podatkov 
nima izrecne podlage v podroĉnem zakonu. Omenjene doloĉbe Zakona o banĉništvu 
so glede posredovanja osebnih podatkov o umrlih dejansko precej stroţje od doloĉb 
23. ĉlena ZVOP-1. Gre torej za podroĉni specialni zakon (lex specialis), ki ga je pri 
obdelavi osebnih podatkov seveda vedno treba upoštevati, saj je ZVOP-1 predvsem 
sistemski zakon, ki naj bi doloĉal le minimalne standarde glede varstva osebnih 
podatkov, zaradi ĉesar je moţno v materialnih zakonih predpisati stroţje pogoje glede 
obdelave doloĉenih osebnih podatkov, kar velja še zlasti v primeru obĉutljivih osebnih 
podatkov (Pirc Musar et al., 2006, str. 199 in 200). 
 
Doloĉba tretjega odstavka 23. ĉlena ZVOP-1 ţe predstavlja neposredno pravno 
podlago za dopustnost obdelave osebnih podatkov pri izkazanih zgodovinskih, 
statistiĉnih ali znanstveno-raziskovalnih namenih, ĉetudi ne obstaja nobena druga 
zakonska podlaga oziroma ĉe drug zakon tega ne prepoveduje. Vendar pa je tudi v 
primeru pridobivanja in obdelave osebnih podatkov na tej pravni podlagi treba 
postopati v skladu z doloĉbami 17. ĉlena ZVOP-1, v katerem so predpisana pravila 
glede obdelave osebnih podatkov za zgodovinske, statistiĉne in znanstveno-
raziskovalne namene. Doloĉba 17. ĉlena torej doloĉa, da se ne glede na prvotni namen 
zbiranja osebni podatki nadalje lahko obdelujejo za zgodovinske, statistiĉne in 
znanstveno-raziskovalne namene. Osebni podatki se uporabniku po doloĉbi drugega 
odstavka 17. ĉlena posredujejo za prej navedene namene v anonimizirani obliki, kadar 
zakon ne doloĉa drugaĉe, ali ĉe posameznik ni predhodno podal pisne privolitve, da se 
lahko obdelujejo brez anonimiziranja. Tako posredovani osebni podatki se morajo po 
doloĉilih tretjega odstavka 17. ĉlena ob zakljuĉku uniĉiti, razen ĉe zakon ne doloĉa 
drugaĉe. Uporabnik osebnih podatkov pa mora upravljavca, ki mu je osebne podatke 
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posredoval, brez odlašanja po njihovem uniĉenju pisno obvestiti, kdaj in na kakšen 
naĉin jih je uniĉil. Tudi sami rezultati obdelave iz prvega odstavka 17. ĉlena se lahko 
objavijo le v anonimizirani obliki, razen ĉe zakon ne doloĉa drugaĉe ali ĉe je 
posameznik za objavo v neanonimizirani obliki podal svojo pisno privolitev ali ĉe je za 
takšno objavo podano pisno soglasje dediĉev umrle osebe po doloĉilih ZVOP-1. Ĉe 
torej povzamemo, je treba rezultate preiskave objaviti v anonimizirani obliki, osebni 
podatki se morajo ob zakljuĉku obdelave uniĉiti, uporabnik osebnih podatkov pa mora 
upravljavca osebnih podatkov brez odlašanja obvestiti, kdaj in na kakšen naĉin je 
podatke uniĉil (Pirc Musar et al., 2006, str. 196). 
 
Po doloĉbi 17. ĉlena ZVOP-1 se osebni podatki lahko ne glede na prvotni namen 
zbiranja nadalje obdelujejo tudi za zgodovinske, statistiĉne in znanstveno-raziskovalne 
namene. Zakon ne doloĉa, kaj se šteje za zgodovinsko, statistiĉno in znanstveno-
raziskovalne namene, zato se je treba pri pojasnjevanju teh pojmov nasloniti na 
opredelitev teh pojmov v drugih predpisih. Po opredelitvi v Zakonu o raziskovalni in 
razvojni dejavnosti raziskovalna in razvojna dejavnost obsegata temeljno in uporabno 
raziskovanje ter predkonkurenĉne raziskave, industrijske raziskave in prenos znanja. 
Opredelitve za zgodovinsko, statistiĉno in znanstveno obdelavo pa ni mogoĉe zaslediti 
v zakonih, zato se je treba opreti na pomen teh besed v Slovarju slovenskega 
knjiţnega jezika. Tako statistiĉen v tem kontekstu pomeni dejavnost, ki se ukvarja z 
zbiranjem in analizo podatkov o mnoţiĉnih pojavih v okviru statistike kot vede o 
metodah zbiranja in analize podatkov o mnoţiĉnih pojavih. Besedo zgodovinski v tem 
pomenu pa bi veljalo razlagati kot dejavnost, ki se nanaša na vedo o celoti dogajanj v 
razvoju, preteklosti, v zvezi s kakšnim osebkom, skupnostjo, podroĉjem. Glede na 
anonimizirano posredovanje osebnih podatkov kot tudi glede na anonimizirano objavo 
rezultatov raziskave je izkljuĉeno, da bi se lahko objava rezultatov raziskave uporabila 
za sprejem kakršnihkoli odloĉitev, ki bi bile usmerjene k posamezniku. Na tak naĉin 
zakon zagotavlja kavtele, ki prepreĉujejo zlorabo osebnih podatkov pri obdelavah za 
zgodovinske, statistiĉne in znanstveno-raziskovalne namene. Prepreĉevanje zlorab v 
zvezi z obdelavo podatkov za zgodovinske, statistiĉne in znanstveno-raziskovalne 
namene je glavni namen te doloĉbe (Pirc Musar et al., 2006, str. 150 in 151). 
 
Glej tudi mnenje Informacijskega pooblašĉenca, šifra 092-4/2006/56, z dne 9. 2. 2006, 
glede posredovanja imen in priimkov zakonitih zastopnikov varovancev zavoda za 
varstvo odraslih oseb z motnjo v duševnem razvoju: »Ne gre spregledati, da ZVOP-1 v 
17. ĉlenu posebej ureja posredovanje podatkov zgolj v zgodovinske, statistiĉne in 
znanstveno-raziskovalne namene. V te namene se osebni podatki naĉeloma 
posredujejo v anonimizirani obliki, ki onemogoĉa identifikacijo posameznika in s tem 
seveda prepreĉuje kontaktiranje posameznikov. Glede na to, da je namen predstavnika 
zakonitih zastopnikov varovancev prav v tem, posredovanje podatkov v anonimizirani 
obliki verjetno ne bi pomagalo doseĉi njegovega namena, ki je prav v kontaktiranju s 
konkretnimi zakonitimi zastopniki. Po oceni pooblašĉenca pa bi, glede na to, da v 
zakonih ni pravnih podlag za posredovanje zahtevanih osebnih podatkov, samo 
takšno, anonimizirano posredovanje podatkov, bilo v skladu z ZVOP-1 in s tem 
zakonito.« Glej tudi mnenje Informacijskega pooblašĉenca, šifra 092-4/2006/42, z dne 
1. 2. 2006, glede posredovanja podatkov v porodnem zapisniku mladi raziskovalki: »Ne 
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gre spregledati, da ZVOP-1 v 17. ĉlenu posebej ureja posredovanje podatkov v 
znanstveno-raziskovalne namene. V ta namen se osebni podatki naĉeloma 
posredujejo v anonimizirani obliki, ki onemogoĉa identifikacijo posameznika in s tem 
seveda prepreĉuje kontaktiranje posameznikov. Glede na to, da je namen mlade 
raziskovalke prav v tem, posredovanje podatkov v anonimizirani obliki verjetno ne bi 
pomagalo doseĉi namena njene raziskave. Po oceni Pooblašĉenca pa bi, glede na to, 
da v zakonih ni pravnih podlag za posredovanje zahtevanih osebnih podatkov, samo 
takšno, anonimizirano posredovanje podatkov, bilo v skladu z ZVOP-1 in s tem 
zakonito« (Pirc Musar et al., 2006, str. 151 in 152). 
 
Zakonodajalec v doloĉbi 23. ĉlena ZVOP-1 obĉutljivih osebnih podatkov umrlih 
posameznikov ne šĉiti moĉneje, zato se 7. toĉka 13. ĉlena v tem kontekstu ne 
uporablja. To pomeni, da zakon za umrle posameznike ne dela razlik med obĉutljivimi 
in drugimi osebnimi podatki (Pirc Musar et al., 2006, str. 201). 
 
Odsotnost posebne sankcije za neposredovanje osebnih podatkov umrlih 
posameznikov upravljavca uporabnikom, torej na primer dediĉem prvega oziroma 
drugega dednega reda, nadomesti doloĉba 22. ĉlena ZVOP-1 oziroma sankcija v 10. 
toĉki prvega odstavka 91. ĉlena. Ĉe pa upravljavec osebni podatek posreduje na 
podlagi 23. ĉlena ZVOP-1 za to nepooblašĉeni osebi, pa tako krši doloĉbo 8. ĉlena, ki 
je ustrezno sankcionirana v 1. toĉki prvega odstavka 91. ĉlena (Pirc Musar et al., 2006, 
str. 205). 
 
V obeh primerih je kazen za pravno osebo od 4.172,93 EUR (1.000.000 SIT) do 
12.518,78 EUR (3.000.000 SIT), za odgovorno osebo pravne osebe pa od 834,59 EUR 
(200.000 SIT) do 2.086,46 EUR (500.000 SIT). 
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6  RAZISKAVA TEŢAV, POVEZANIH Z VARSTVOM OSEBNIH 
PODATKOV UMRLIH POSAMEZNIKOV, PRI UPRAVLJAVCU 
OSEBNIH PODATKOV PODJETJU ŢALE D. O. O.      
 
Ţale d. o. o. so podjetje, ki je bilo ustanovljeno ţe davnega leta 1914. Danes na 
obmoĉju Mestne obĉine Ljubljana upravlja z naslednjimi osemnajstimi pokopališĉi: 
Ţale, Stoţice, Šentvid, Dravlje, Viĉ, Rudnik, Štepanja vas, Bizovik, Sostro, Polje, 
Šmartno pod Šmarno goro, Ĉrnuĉe, Šentjakob, Janĉe, Preţganje, Javor, Mali Lipoglav 
in Šentpavel. Na njih je v veĉ kot 55.000 grobovih pokopano veĉ kot 150.000 
pokojnikov. Samo na pokopališĉu Ţale je veĉ kot 40.000 grobov. Zaradi tega imajo 
obiskovalci pokopališĉ velike teţave z iskanjem grobov in pokojnikov. 
 
6.1 POVPRAŠEVANJE O IDENTITETI UMRLEGA POSAMEZNIKA 
 
Primeri, ko neka oseba uradno zahteva od podjetja Ţale d. o. o. kot upravljavca zbirke 
osebnih podatkov umrlih posameznikov (mrliĉev) posredovanje osebnih podatkov 
umrlih posameznikov (mrliĉev), so redki. To pa ne pomeni, da problemov v zvezi z 
osebnimi podatki umrlih posameznikov (mrliĉi) ni. Prav nasprotno, do teh problemov 
prihaja v velikem številu primerov, v podjetju Ţale d. o. o. po nekaj na dan, predvsem 
takrat, ko ţelijo ljudje zgolj preveriti, ali je bila oseba, ki je ţe bila pokopana, ali pa so 
izvedeli, da šele v kratkem bo, resniĉno tista oseba, katero so poznali. To preverjanje 
je seveda mogoĉe le s pogovorom o osebnih podatkih, najveĉkrat o datumu ali vsaj 
letu rojstva in naslovu stalnega bivališĉa, vĉasih tudi o poklicu, med povpraševalcem in 
referentom podjetja Ţale d. o. o.. V praksi to pomeni, da ţelijo ljudje preveriti, ali je 
umrla oseba tista, ki se je rodila v toĉno doloĉenem letu in je stanovala na toĉno 
doloĉenem naslovu. Tu nastopajo velike teţave, huda kri in pregovarjanja med delavci 
podjetja Ţale d. o. o. in strankami, saj le-te ne poznajo doloĉil prvega in drugega 
odstavka 23. ĉlena ZVOP-1 in ne razumejo, ali pa noĉejo razumeti, da jim upravljavec 
osebnih podatkov teh podatkov ne sme posredovati oziroma se o teh podatkih z njimi 
ne sme niti pogovarjati, saj tisti, ki o teh podatkih sprašujejo, ne glede na to, da osebne 
podatke umrlega posameznika (mrliĉa) v velikem številu primerov poznajo, za kaj 
takega niso pooblašĉeni z zakonom in glede na umrlega posameznika (mrliĉa) niso 
njegovi dediĉi prvega in drugega dednega reda po ZD. V kolikor pa bi navajali, da so 
njegovi dediĉi, pa bi vztrajanje upravljavca osebnih podatkov, da to dokaţejo z 
ustreznim potrdilom (na primer izpiskom oziroma potrdilom z matiĉnega registra ali 
poroĉnim listom, odloĉbo o dedovanju ali kakšnim drugim dokumentom, ki bo izkazoval 
njegovo upraviĉenost glede pridobitve oziroma izmenjave osebnih podatkov umrlega 
posameznika) povzroĉilo, da bi si zaradi dolgotrajnosti pridobivanja potrdil ali premislili 
ali pa bi bil tudi sam pogreb medtem ţe izveden. Takšnih vsakdanjih ţivljenjskih situacij 
ZVOP-1 preprosto ne predvideva. 
 
Primera, da bi umrli posameznik (mrliĉ) še za ĉasa svojega ţivljenja pisno prepovedal 
posredovanje svojih osebnih podatkov po smrti in o tem obvestil podjetje Ţale d. o. o. 
kot upravljavca osebnih podatkov umrlih posameznikov, v podjetju Ţale d. o. o. do 
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sedaj še niso imeli. Ko pa se bo to nekoĉ zgodilo, bo povzroĉilo le še dodatne zaplete, 
ki pa v tem magistrskem delu niso obravnavani.  
 
6.2 INFORMACIJSKI PANEL (INFOMAT) PODJETJA ŢALE D. O. O. 
 
Pri iskanju grobov in pokojnikov je pomembno, da obiskovalci pokopališĉ ne išĉejo le 
svojih sorodnikov, paĉ pa tudi širše, torej prijatelje, znance, sošolce, bivše sosede, 
uĉence, profesorje itd.. Grobove išĉejo, ker se ţelijo pokloniti njihovemu spominu in na 
grobu priţgati sveĉko ali nanj prinesti cvetje. Odkar obstaja podjetje Ţale, to pa je ţe 
skoraj 100 let, jim usluţbenci podjetja pri tem iskanju pomagajo. Vendar pa je njihov 
delovni ĉas omejen, zato so izven tega delovnega ĉasa obiskovalci pokopališĉ 
prepušĉeni sami sebi. Zaradi tega so jim v podjetju Ţale d. o. o. ţeleli olajšati to iskanje 
na naĉin, da bi jim s pomoĉjo informacijskih panelov (infomatov) in spletne strani 
omogoĉili dostop do podatkov o pokojnikih. Izjema bi bili le anonimni pokopi in tisti 
pokojniki, za katere je bila podana pisna prepoved posredovanja osebnih podatkov, za 
katere podatkov ne bi dajali. Raziskava javnega mnenja, ki jo je izvedlo podjetje 
Ninamedia d. o. o. je pokazala, da to njihovo zamisel podpira kar 80 % anketirancev. 
Ker pa je veliko pokojnikov, ki imajo enako ime in priimek, bi moral izpis vsebovati tudi 
dva osebna podatka, in sicer datum rojstva in datum smrti, drugaĉe bi bil neuporaben. 
Kot primer naj navedem, da je samo na desetih od osemnajstih pokopališĉ na obmoĉju 
MOL pokopanih 93 pokojnic z imenom Marija Novak ali pa 75 pokojnic z imenom 
Marija Zupanĉiĉ itd.. Tu pa je nastopil problem v povezavi s 23. ĉlenom ZVOP-1. 
 
Ne glede na to so se v podjetju Ţale d. o. o. odloĉili, da bodo informacijska panela 
(infomata) kljub vsemu postavili, vendar bodo zaradi doloĉil ZVOP-1 uporabili le 
predhodno ţe javno objavljene podatke, ki ne zapadejo pod doloĉila ZVOP-1. V 
mesecu oktobru 2005 so na pokopališĉu Ţale  postavili dva informacijska panela 
(infomata), enega pri Pleĉnikovi cvetliĉarni, drugega pa pri Kerševanovih Ţalah. 
Informacijska panela (infomata) zajemata podatke iz knjige Ljubljanske Ţale - vodnik 
po pokopališĉu, avtorice Milene Piškur, ki je izšla leta 2004. V njej je uvodoma povzeta 
zgodovina pokopališĉa, glavnino knjige pa zavzema evidenca pomembnejših 
pokojnikov z njihovim biografskim opisom in vĉasih z opisom nagrobnika. Informacijska 
panela (infomata) omogoĉata tudi interaktivno predstavitev pokopališĉa Ţale, oziroma 
ogled prostorskih posnetkov najpomembnejših delov pokopališĉa in posameznih 
grobnih prostorov v obliki kratkih filmov. Informacijska panela (infomata) omogoĉata še 
pošiljanje elektronskih razglednic in vstop na spletno stran podjetja Ţale d. o. o.. 
Informacijska panela (infomata) sta torej pouĉna in  zanimiva popestritev sprehoda po 
Poti spominov in tovarištva pokopališĉu (POT) in pokopališĉu Ţale, dobrodošel 
pripomoĉek pri odkrivanju še neznanega kulturnega bogastva mesta Ljubljane tako 
domaĉinom kot tujcem. V kolikor bodo odpravljeni zadrţki v zvezi z varovanjem 
osebnih podatkov, bo obstojeĉa baza dopolnjena še s podatki o ostalih pokojnikih.  
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Vir: podjetje Ţale d. o. o. 
 
Uporabnikom informacijska panela (infomata) prikaţeta tudi zemljevid pokopališĉa z 
najkrajšo potjo do groba, ki ga je mogoĉe tudi natisniti.  
 
 
Slika 2: Informacijski panel (infomat) v Ljubljani – prikaz zemljevida pokopališča 




Vir: podjetje Ţale d. o. o. 
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Z namenom realizacije tega projekta so v podjetju Ţale d. o. o. v obdobju od februarja 
do decembra 2004 na Inšpektorat za varstvo osebnih podatkov poslali pet dopisov, 
vendar so prejeli le en, pa še ta nezadovoljiv odgovor. Ker so leta 2006 ocenili, da so 
se razmere s tem, ko se je z Zakonom o informacijskem pooblašĉencu dne 31. 12. 
2005 ustanovil samostojen in neodvisen drţavni organ, Informacijski pooblašĉenec, 
spremenile, saj je ta pod svojo streho zdruţil dostop do informacij javnega znaĉaja in 
varstvo osebnih podatkov, so s projektom nadaljevali. V ta namen so Informacijskemu 
pooblašĉencu dne 28. 6. 2006 poslali dopis, v katerem so opisali njihov namen in 
njihova prizadevanja v preteklih letih ter ga prosili za pomoĉ pri rešitvi te zadeve. Dne 
12. 7. 2006 so prejeli odgovor, v katerem je pooblašĉenka napisala, da objava tistih 
osebnih podatkov pokojnikov, ki so dejansko navedeni na grobovih na pokopališĉih, v 
infomatu in tudi na spletni strani, z vidika ZVOP-1 ni sporna. Pooblašĉenka ocenjuje, 
da objava podatka o tem, kje se nahaja doloĉen grob, ter osebnih podatkov pokojnikov, 
ki so navedeni na grobu, ne pomeni kršitve ZVOP-1. 1. ĉlen ZVOP-1 namreĉ doloĉa, 
da se s tem zakonom doloĉajo pravice, obveznosti, naĉela in ukrepi, s katerimi se 
prepreĉujejo neustavni, nezakoniti in neupraviĉeni posegi v zasebnost in dostojanstvo 
posameznika pri obdelavi osebnih podatkov. Iz navedene doloĉbe izhaja, da je cilj 
varstva ZVOP-1 zasebnost in dostojanstvo posameznika pri obdelavi osebnih 
podatkov. Podatki o tem, kje se nahaja doloĉen grob ter osebni podatki pokojnikov, ki 
so navedeni na grobu, pa so podatki, ki so ţe izpostavljeni javnosti, zaradi ĉesar 
obdelava takšnih podatkov ţe v osnovi ne more pomeniti posega v zasebnost in 
dostojanstvo posameznika. Tisto, kar je javno, ţe po naravi ne more soditi v krog 
posameznikove zasebnosti. V konkretnem primeru je pomembno, da si lahko kdorkoli, 
ki to ţeli, ogleda celotno pokopališĉe in tako pridobi podatke o tem, kje se nahaja 
doloĉen grob, prav tako pa se lahko seznani s prav vsemi podatki, ki so navedeni na 
posameznih grobovih. Podjetje, ki upravlja z grobovi, ni upravljavec varovanih osebnih 
podatkov, ki bi ekskluzivno razpolagalo z zgoraj navedenimi podatki, paĉ pa so ti 
podatki dostopni vsakomur. Da namen ZVOP-1 ni varovanje osebnih podatkov, ki so 
kakorkoli ţe dostopni javnosti, izhaja tudi iz 13. ĉlena ZVOP-1, ki sicer taksativno 
našteva primere, v katerih je dovoljena obdelava obĉutljivih osebnih podatkov, ki so po 
ZVOP-1 podvrţeni še posebej strogemu reţimu. Obĉutljivi osebni podatki so le tisti 
osebni podatki, ki so taksativno našteti v 19. toĉki 6. ĉlena ZVOP-1. Po doloĉbi 5. toĉke 
13. ĉlena ZVOP-1 se obĉutljivi osebni podatki lahko med drugim obdelujejo tudi, ĉe je 
posameznik, na katerega se nanašajo, te sicer javno objavil, vendar le, ĉe je to storil 
brez oĉitnega ali izrecnega namena, da omeji namen njihove uporabe. Omejitev glede 
ţe enkrat javno objavljenih osebnih podatkov se torej nanaša le na obĉutljive osebne 
podatke, ki predstavljajo posebej zavarovano kategorijo osebnih podatkov in ki v 
konkretnem primeru niso obravnavani. Pooblašĉenka pa opozarja, da je v 
informacijskih panelih (infomatih) dopustna zgolj objava tistih podatkov, ki so dejansko 
navedeni na vsakem konkretnem grobu in so tako dostopni javnosti. Objava oziroma 
posredovanje drugih osebnih podatkov pokojnikov, torej tistih, ki na grobu niso 
navedeni (podjetje, ki upravlja z grobovi, pa sicer z njimi razpolaga), pa je dopustno le 
ob upoštevanju in pod pogoji, navedenimi v 23. ĉlenu ZVOP-1. To poslediĉno pomeni, 
da bi urednik informacijskega panela (infomata) moral spremljati stanje grobov (kateri 
podatki so navedeni na vsakem posameznem grobu) in vsebino informacijskega 
panela (infomata) aţurno prilagajati vsem morebitnim spremembam. Najemniki grobov 
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ali pokojnikovi svojci lahko namreĉ doloĉene podatke kadarkoli z grobov odstranijo, tak 
(z groba odstranjen) podatek pa ne bi imel veĉ statusa javno dostopnega podatka. 
Takšno njeno stališĉe bi podjetju Ţale d.o.o. v mnogoĉem olajšalo delo, vendar pa 
problema razširitve podatkov o pokojnikih na obstojeĉih informacijskih panelih 
(infomatih) ne rešuje. V zvezi s tem se pojavljata predvsem dva problema. Prvi problem 
je število na ta naĉin obravnavanih pokojnikov. V podjetju Ţale d. o. o. ocenjujejo, da je 
na pokopališĉih, ki so v njihovem upravljanju, od katerih pa je z vidika velikosti 
pomembno le pokopališĉe Ţale, danes samo še cca polovica vseh pokopanih 
pokojnikov navedenih na grobovih. Vzrokov za to je veĉ. Prvi vzrok je ta, da so vsa 
pokopališĉa ţe zelo stara, pokopališĉe Ţale ţe celo veĉ kot sto let. V tem ĉasu se je pri 
velikem številu grobnih prostorov zamenjalo ţe veĉ najemnikov grobov oziroma 
lastnikov nagrobnih obeleţij, na katerih so izpisana imena pokojnikov. Ker menjave 
niso vedno potekale v krogu druţine, paĉ pa so grob dobili v najem ljudje, ki so bili s 
pokopanimi le v daljnem sorodu ali s pokopanimi celo niso bili v sorodu, so si postavili 
nov spomenik brez napisanih imen do takrat pokopanih pokojnikov ali pa so obstojeĉe 
nagrobno obeleţje obdrţali, vendar so imena do takrat pokopanih pokojnikov zbrisali. V 
podjetju Ţale d. o. o. tako sedaj letno opravijo cca 500 takšnih prenosov najemništva. 
Pri tem niso upoštevani tisti primeri, ko se prenos najemništva opravi zaradi smrti 
najemnika. V podjetju Ţale d. o. o. na te spremembe nimajo vpliva, saj se vsak 
najemnik svobodno odloĉa o postavitvi ali nepostavitvi nagrobnih obeleţij in o vsebini 
in obsegu napisov na nagrobnih obeleţjih. Drugi vzrok pa so razna vojaška 
pokopališĉa na pokopališĉu Ţale, ki veĉinoma nimajo izpisanih na njih pokopanih 
pokojnikov. Obstaja pa tudi nekaj nasprotnih primerov, ko so bili pokojniki ekshumirani 
in preneseni na druga pokopališĉa, ne da bi se na grobovih izbrisala njihova imena. 
Nadalje so primeri, ko so na grobovih vpisani pokojniki, ki so pokopani na ţe opušĉenih 
pokopališĉih, npr. na pokopališĉu Navje ali pa so osebe, ki so vpisane, celo še ţive. V 
podjetju Ţale d. o. o. ocenjujejo, da je objava le polovice pokopanih pokojnikov tako 
nepopolna informacija, da njena izvedba ni smiselna. Drugi problem pa so zelo veliki 
stroški izvedbe nadaljevanja projekta. Najprej bi bilo potrebno preveriti obstojeĉe 
dejansko stanje na terenu, torej preveriti vse napise na 40.000 grobovih na pokopališĉu 
Ţale in napise na 15.000 grobovih na ostalih sedemnajstih pokopališĉih ter narediti 
ustrezen seznam ter ga vnesti v raĉunalniški sistem. Nato pa bi morali to obstojeĉe 
stanje dnevno spremljati in v informacijski panel (infomat) dnevno vnašati vse 
spremembe. V ta namen bi morali zaposliti veĉ ljudi, ki bi se ves ĉas ukvarjali le s 
preverjanjem teh informacij. To pa ne bi bilo ne ekonomsko upraviĉeno in tudi ne v 
praksi dejansko izvedljivo. 
 
Zaradi vsega navedenega so v podjetju Ţale d. o. o. Informacijskega pooblašĉenca 
dne 24. 7. 2006 ponovno prosili, da razmisli o moţnosti, da se spremeni zakonodaja, 
ali pa o moţnosti, da se na podlagi splošnega testa javnega interesa doloĉi, da je v 
primerih pokopanih oseb, za katere ni bila podana pisna prepoved posredovanja 
podatkov, javni interes glede razkritja moĉnejši od javnega interesa ali interesa drugih 
oseb za omejitev dostopa do zahtevane informacije. Ponovno so tudi poudarili, da v 
podjetju Ţale d. o. o. vse te podatke ţe imajo in jih pri delu tudi uporabljajo, ter da gre 
pri vsej zadevi le za to, da ţelijo obiskovalcem pokopališĉa pomagati in jim te podatke 
posredovati tudi izven njihovega rednega delovnega ĉasa, ko so na velikem 
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pokopališĉu obiskovalci prepušĉeni sami sebi. Da je namen podjetja Ţale d. o. o. 
pravilen, pa potrjujejo rezultati ankete, ki jo je v ta namen izvedlo je podjetje Ninamedia 
d. o. o.. Pisnega odgovora Informacijskega pooblašĉenca niso prejeli, paĉ pa le ustni 
odgovor, da se v okviru obstojeĉe zakonodaje paĉ ne da niĉesar narediti. 
 
6.3 SPLETNI ISKALNIK GROBOV PODJETJA ŢALE D. O. O. 
 
V povezavi z v prejšnjem poglavju obravnavano problematiko so kasneje, v letih 2006 
in 2007, v podjetju Ţale d. o. o. prejemali vedno veĉ pobud obĉanov, da naj vendarle 
sledijo razvoju in uvedejo spletni iskalnik pokojnikov, kot eno izmed oblik uporabe 
sodobne tehnologije v pokopališki in pogrebni dejavnosti. Nekateri so jim celo oĉitali, 
da pri tem zaostajajo za Evropo in celo za bivšimi jugoslovanskimi republikami, pri 
ĉemer pa so verjetno imeli v mislih le Hrvaško oziroma iskalnik pokojnikov v Zagrebu. 
Ti oĉitki so bili še posebej neprijetni zato, ker je podjetje Ţale d. o. o. idejo o iskalniku 
pokojnikov v informacijskem panelu (infomatu) in na spletni strani prikazalo ţe 
spomladi leta 2005 in to prav v Zagrebu v okviru letne skupšĉine mednarodnega 
Zdruţenja kulturno pomembnih evropsko pokopališĉ zdruţenja ASCE, ko je predstavilo 
Vizije podjetja Ţale d. o. o., Hrvati pa so jo le kopirali. Zaradi vsega navedenega so se 
jeseni 2007 v podjetju Ţale d.o.o. odloĉili, da bodo svojo idejo uresniĉili le v omejenem 
obsegu, brez varovanih osebnih podatkov, le obliki iskalnika grobov na posebni spletni 
strani podjetja Ţale d. o. o..  
 
Iskalnik grobov, v katerega uporabnik vnese ime in priimek pokojnika, ĉe ţeli pa tudi 
leto rojstva ali smrti, daje kot rezultat iskanja lokacijo grobnega prostora in moţnost 
prikaza ter izpisa poti do grobnega prostora, pa ima v primerjavi z iskalnikom 
pokojnikov omejeno funkcionalnost, saj je rezultat iskanja lahko zelo veliko število 
zadetkov. V primeru pokopanih 93 pokojnic z imenom Marija Novak ali 75 pokojnic z 
imenom Marija Zupanĉiĉ, to pomeni ravno toliko izpisov, torej  93 in 75, in ravno toliko 
moţnih poti do grobnih prostorov. Tako veliko število podatkov pa praktiĉno uporabnost 
iskalnika grobov moĉno zmanjšuje. 
 
Lokacija grobnega prostora, ki jo prikazuje iskalnik grobov, naj ne bi bil osebni podatek, 
zato se neposredno ne tiĉe ZVOP-166. Te podatke podjetje Ţale d. o. o. strankam 
posreduje ţe ves ĉas od ustanovitve podjetja davnega leta 1914. Z iskalnikom grobov 
sedaj dajejo v podjetju Ţale d. o. o. na razpolago enake podatke kot prej, le da je veliko 
zmogljivejši v primerjavi z referentom v sprejemni pisarni in lahko naenkrat obdela 
veĉjo koliĉino podatkov, 24 ur na dan, 365 dni na leto. Iskalnik grobov je torej 
nadstandardna storitev, za izvedbo katere niso bili v podjetju Ţale d. o. o. z niĉemer 
zavezani in so jo kljub temu ponudili kot nadgradnjo in poveĉano kvaliteto njihovih 
storitev in kot njihov prispevek k e-upravi. 
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 Informacijski pooblašĉenec je v mnenju št. 0712-661/2008/2 z dne 21. 11. 2008 sicer 
navedel, da je tudi številka grobnega prostora osebni podatek umrlega. Vendar je ta isti 
Informacijski pooblašĉenec v mnenju št. 0712-35/2006/2 z dne 12. 7. 2006 navedel, da objava 
podatka o tem, kje se nahaja doloĉen grobni prostor, ne pomeni kršitve ZVOP-1. 
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6.4 OBJAVA STAROSTI POKOJNIKOV V URNIKU POGREBOV IN 
OSMRTNICAH 
 
Dne 07. 9. 2006 so v podjetju Ţale d. o. o. Informacijskemu pooblašĉencu poslali nov 
dopis, v katerem so napisali, da so prejeli ţe veĉ pobud, tudi pisno društva 
upokojencev, da bi na njihovi spletni strani, kjer objavljajo urnik pogrebov, poleg imena 
in priimka pokojnika napisali vsaj starost pokojnika, tako kot je to objavljeno v ĉasopisih 
Delo in Dnevnik. Društva upokojencev namreĉ svoje ĉlane na zadnji poti spremljajo s 
praporom društva in samo po imenih in priimkih ne morejo ugotoviti, ali je bil umrli 
njihov ĉlan ali ne, ker je kar nekaj ljudi z enakim imenom in priimkom. Gre torej za 
podoben problem kot pri podpoglavju o povpraševanju o identiteti umrlih 
posameznikov. V podjetju Ţale d. o. o. so še napisali, da oni to njihovo pobudo 
podpirajo, vendar so v dvomu, kako ravnati, saj menijo, da primerjalno gledano z ustno 
podanim mnenjem inšpektorja Joţefa Šantavca iz takratnega Inšpektorata za varstvo 
osebnih podatkov z dne 29. 12. 2004, ni razlik med letoma pokopa in rojstva, iz 
starosti, izraţene s številko, pa lahko vsak takoj izraĉuna leto rojstva. Pri tem so 
izrecno poudarili, da so to podatki, ki še niso javno dostopni javnosti, saj niso navedeni 
na grobnih prostorih, ker pokojniki v njih še niso bili pokopani. Urniki se namreĉ 
objavljajo pred samo izvedbo pogreba, torej v naprej. Pri tem se tudi ne ve, ali bodo vsi 
ti pokojniki kasneje dejansko navedeni na grobovih ali ne. Zaradi tega so v podjetju 
Ţale d. o. o. Informacijskega pooblašĉenca prosili za njegov pisni odgovor, da bodo 
vedeli, kako naj ravnajo, oziroma ali lahko z objavljanjem urnika pogrebov, v katerem 
bo navedena starost pokojnikov, izraţena s številko ali letnica rojstva, zaĉnejo tudi na 
njihovi spletni strani ali pa morajo ĉasopisom prenehati sporoĉati letnico rojstva 
pokojnikov, iz katere si potem ĉasopisi sami izraĉunajo starost pokojnikov in jo objavijo 
v ĉasopisu. 
 
Dne 28. 9. 2006 so prejeli odgovor Informacijskega pooblašĉenca, v katerem je 
pooblašĉenka navedla, da javna objava starosti pokojnika s strani upravljavca osebnih 
podatkov, bodisi s številko, bodisi posredno – z navedbo letnice rojstva, ni dopustna. 
To velja tako za objavo teh podatkov na spletnih straneh, kot tudi za posredovanje 
ĉasopisom. Vsakršno javno objavljanje podatkov o starosti pokojnika s strani 
upravljavca osebnih podatkov pokojnika je, v kolikor ti podatki niso bili ţe kako drugaĉe 
izpostavljeni javnosti, nezakonito. Informacijski pooblašĉenec pa poudarja, da to velja 
le za posredovanje osebnih podatkov s strani upravljavca zbirke osebnih podatkov 
pokojnika, kar v konkretnem primeru podjetje Ţale d. o. o. je. Sami svojci pokojnika pa 
seveda, v kolikor se odloĉijo objaviti osmrtnico, starost pokojnika lahko javno objavijo, 
saj niso upravljavci zbirke osebnih podatkov v smislu doloĉil ZVOP-1. 
 
Informacijski pooblašĉenec je podal svoje mnenje tudi v ĉasniku Delo, ko je 
pooblašĉenka navedla, da javna objava starosti pokojnika s številko ali posredno z 
navedbo letnice rojstva za upravljavca osebnih podatkov ni dopustna. To velja tako za 
objavo podatkov na spletnih straneh kot tudi za posredovanje ĉasopisom. Navedla je 
še, da Ţale d. o. o. in ĉasopisi ne bi smeli objaviti niti imena in priimka pokojnega, ĉe 
gre za doloĉeno ali doloĉljivo osebo, brez osebne privolitve svojcev. Svojci morda ne 
ţelijo javne objave pogreba. Ĉe bi bila ĉasopisna objava teh podatkov zakonska 
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dolţnost podjetja Ţale d. o. o., to ne bi bilo sporno. Morda zveni dlakocepsko, a zaradi 
tega lahko kdo proti podjetju Ţale d. o. o. vloţi toţbo. Vprašanje doloĉenosti ali 
doloĉljivosti osebe pa je v domeni organa presoje67. 
 
Dne 9. 10. 2006 so v podjetju Ţale d. o. o. prejeli dopis Informacijskega pooblašĉenca 
v obliki elektronske pošte, v katerem je pooblašĉenka navedla, je na njihov urad v 
zadnjih dneh prišlo kar nekaj zaprosil za pojasnila v zvezi z objavo osebnih podatkov 
pokojnikov v ĉasopisih (tudi zaradi napaĉne razlage enega od njihovih pravnikov). Še 
enkrat je poudarila, da javna pogrebna podjetja ne smejo samovoljno, avtomatiĉno, 
objavljati nobenih osebnih podatkov pokojnikov (ali na svojih spletnih straneh ali v 
dnevnih ĉasopisih), ker za to nimajo zakonske podlage. Potrebno je namreĉ vedeti, da 
varstvo informacijske zasebnosti po smrti ne preneha. Javna podjetja pa seveda imajo 
še drugo moţnost posredovanja in objave osebnih podatkov pokojnikov, in sicer zgolj 
in izkljuĉno takrat, ko se za objavo odloĉijo svojci pokojnika. Takrat je podana t. i. 
osebna privolitev v pravu varstva osebnih podatkov, ki za objavo nadomesti neobstoj 
eksplicitne zakonske podlage. Ta osebna privolitev svojcev pokojnika je pooblastilo 
javnemu podjetju, ki nato lahko te podatke posreduje medijem. 
 
Zaradi tega so v podjetju Ţale d. o. o. Informacijskemu pooblašĉencu dne 10. 10. 2006 
poslali nov dopis, v katerem so mu sporoĉili, da pogrebov ne naroĉajo le svojci, katerih 
sorodstvenih vezi s pokojniki sicer ne ugotavljajo in preverjajo, paĉ pa širši krog oseb, 
ki jih oznaĉujemo s skupnim izrazom naroĉniki pogrebov. Naroĉnik pogreba pa je lahko 
le ena fiziĉna ali pravna oseba. Zaradi tega so ga prosili za pojasnilo, ali je z besedo 
svojci mislil naroĉnike pogrebov in se lahko pri razumevanju njegovega besedila 
pomensko enaĉita besedi svojci in stranka. Do tedaj so imeli v podjetju Ţale d. o. o. na 
sprejemnem listu - naroĉilnici za pogreb, ki ga je podpisal naroĉnik pogreba, besedilo z 
naslednjo vsebino: »Stranka dovoljuje, da se podatki o pogrebu posredujejo na 
krajevno obiĉajen naĉin«. V dopisu so Informacijskega pooblašĉenca še prosili, da naj 
jim sporoĉi njegovo mnenje, ali to besedilo zadostuje zakonskim doloĉilom in lahko na 
tej osnovi, v kolikor seveda naroĉnik pogreba podpiše sprejemni list - naroĉilnico za 
pogreb, pokojnikovo ime, priimek in starost posredujejo ĉasopisom in objavijo v urniku 
pogrebov na spletni strani podjetja Ţale d. o. o.. V kolikor pa to besedilo ne zadostuje, 
so mu še sporoĉili, da so na njegov predlog oblikovali novo besedilo z naslednjo 
vsebino: »Stranka dovoljuje, da se podatki o pokojniku (ime, priimek, starost) 
posredujejo na krajevno obiĉajen naĉin«. Prosili so ga tudi, da jim sporoĉi njegovo 
mnenje, ali to novo besedilo zadostuje zakonski doloĉilom ZVOP-1 in lahko na tej 
osnovi, v kolikor seveda naroĉnik pogreba podpiše sprejemni list - naroĉilnico za 
pogreb, pokojnikovo ime, priimek in starost posredujejo ĉasopisom in objavijo v urniku 
pogrebov na njihovi spletni strani. 
 
V zvezi s tem je bil objavljen tudi ĉlanek v ĉasniku Dnevnik, v katerem je pooblašĉenka 
ponovila svoje stališĉe, da z osebno privolitvijo svojca pogrebno podjetje lahko objavi 
osebne podatke pokojnega in jih posreduje medijem.68 
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 Delo, 6. 10. 2006 
68
 Dnevnik, 11. 10. 2006 
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V mesecu oktobru 2006 so v podjetju Ţale d. o. o. dobili pooblašĉenkin ustni odgovor, 
da sedanje besedilo podjetja Ţale d.o.o. ne zadostuje in da je v tem smislu naroĉnik 
objave lahko le svojec in ne druga fiziĉna ali pravna oseba. To je problem, ker je po 
Zakonu o pogrebni in pokopališki dejavnosti ter o urejanju pokopališĉ (Uradni list SRS, 
št. 34/84, Uradni list RS, št. 26/90 in 64/2004) (ZPPDUP) naroĉnik pogreba lahko tudi 
druga fiziĉna ali pravna oseba. V podjetju Ţale d. o. o. in tudi pri drugih upravljavcih 
pokopališĉ oziroma izvajalcih gospodarske javne sluţbe pokopališka in pogrebna 
dejavnost ter urejanje pokopališĉ pa ob naroĉilu pogreba ne morejo ugotavljati, kdo je 
svojec ali ne, še manj pa zahtevati in ĉakati na tovrstna potrdila, saj bi se zaradi tega 
ĉakanje na pogreb preveĉ zavleklo in bi preveĉ poslabšalo poloţaj ţalujoĉih. 
 
Dne 14. 11. 2006 so v podjetju Ţale d. o. o. Informacijskemu pooblašĉencu poslali še 
urgenco in istoĉasno zaĉeli strankam dajati v podpis posebno izjavo o dovolitvi objave 
podatkov, ker so, tako oni kot tudi ĉasopisi, dobili tako veliko zahtev za objavo 
podatkov, da preprosto niso mogli veĉ ĉakati na odgovor Informacijskega 
pooblašĉenca. Na podlagi teh izjav so tudi zaĉeli ĉasopisom ponovno sporoĉati starost 
pokojnikov in jo objavljati tudi v Urniku pogrebov na njihovi spletni strani. 
 
Vendar pa so dne 29. 11. 2006 prejeli odgovor Informacijskega pooblašĉenca, v 
katerem je pooblašĉenka ponovno navedla, da neposredna podlaga za objavo starosti 
pokojnika v zakonu ne obstaja. V njem je še navedla, da je svoje pojasnilo z dne 26. 9. 
2006 (9. 10. 2006) izpeljala iz 23. ĉlena ZVOP-1, ki v zvezi z obdelavo osebnih 
podatkov pokojnika daje doloĉene pravice osebam, ki so po zakonu, ki ureja 
dedovanje, njegovi zakoniti dediĉi prvega ali drugega dednega reda in da je z besedo 
svojci mislila zakonite dediĉe prvega in drugega dednega reda in ne vsakega naroĉnika 
pogreba. Navedla je še, da s tega vidika nobeno izmed besedil, ki so jih v podjetju Ţale 
d. o. o. navedli, ne zadostuje zakonskim doloĉilom, saj naroĉnik pogreba ne more 
podati privolitve za obdelavo osebnih podatkov pokojnika. Lahko pa seveda naroĉnik 
pogreba (tudi ĉe ne gre za dediĉa pokojnika) sam objavi osmrtnico, v kateri bo 
navedena tudi starost pokojnika, ker naroĉnik pogreba ni upravljavec zbirke osebnih 
podatkov pokojnikov. Na podlagi vsega navedenega jim je, v izogib nezakoniti obdelavi 
osebnih podatkov pokojnika, še svetovala, da postopek obvešĉanja javnosti o pogrebih 
prilagodijo tako, da javnost o pogrebu formalno obvestijo naroĉniki pogreba in ne 
njihovo podjetje kot upravljavec zbirke osebnih podatkov. 
 
Na podlagi tega mnenja so v podjetju Ţale d. o. o. naroĉnikom pogrebov zaĉeli dajati v 
podpis pooblastila, s katerimi jih naroĉniki pooblašĉajo, da podjetje Ţale d. o. o. za njih 
na svoji spletni strani in dnevnih ĉasopisih v naroĉnikovem imenu in za naroĉnikov 
raĉun objavi osebne podatke pokojnika (ime in priimek, datum rojstva, datum smrti). Na 
pooblastilu je še navedeno, da to pooblastilo velja tudi za objavo osmrtnice, ki vsebuje 
osebne podatke pokojnika, v naroĉnikovem imenu in za naroĉnikov raĉun, v ĉasniku 
Delo oz. drugem izbranem ĉasniku. 
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V podjetju Ţale d. o. o. menijo, da tovrstno posredovanje ne more biti sporno, saj je 
Vrhovno sodišĉe RS v sklepu I Up 1043/200169, v zadevi odklonitve objave osmrtnice v 
ĉasniku Delo, navedlo, da je pravilna ugotovitev sodišĉa prve stopnje, da so osmrtnice 
po vsebini plaĉano obvestilo, katerih objavljanje v tedaj veljavnem Zakonu o javnih 
glasilih (ZJG), kakor tudi v sedanjem Zakonu o medijih ni urejeno. Prvi odstavek 28. 
ĉlena ZJG je doloĉal le to, da morajo biti obvestila in oglasi v slovenskem jeziku. 
Pritoţbeno sodišĉe v zvezi s tem soglaša z navedbo toţene stranke v odgovoru na 
toţbo, da je stvar uredniške politike, v kakšni obliki se bodo objavljale osmrtnice (z 
verskimi simboli ali brez). Glede na to, da toţena stranka objavlja osmrtnice v ĉasopisu  
Delo po naroĉilu in proti plaĉilu, gre med njo in naroĉniki za civilnopravno razmerje. 
 
6.5 SESTAVLJANJE RODOSLOVNIH DREVES 
 
Iz prakse podjetja Ţale d. o. o. so pogosti tudi primeri, ko neka oseba raziskuje svojo 
preteklost in pri tem ali ureja druţinsko dokumentacijo ali pa ţeli narediti druţinsko 
rodoslovno drevo. Zaradi tega ţeli preveriti nekatere osebne podatke umrlih 
posameznikov, praviloma svojih prednikov. Tudi tem ljudem v podjetju Ţale d. o. o. 
zaradi doloĉil ZVOP-1 ne morejo pomagati. 
 
Iz mnenja Informacijskega pooblašĉenca št. 0712-20/2008/2 z dne 28. 1. 2008 izhaja, 
da je v takšnih primerih (glede na to, da gre za zasebne zbirke) bistveno vprašanje, ali 
gre za izjemo v skladu s prvim odstavkom 7. ĉlena ZVOP-1. Ta doloĉa, da se ZVOP-1 
ne uporablja za obdelavo osebnih podatkov, ki jo izvajajo posamezniki izkljuĉno za 
osebno uporabo, druţinsko ţivljenje ali za druge domaĉe potrebe. Ĉe posamezen 
rodoslovec takšno druţinsko drevo z osebnimi podatki lastnih sorodnikov oblikuje zgolj 
za domaĉe potrebe, torej doloĉila ZVOP-1 ne veljajo. Vendar pa v primeru, ko takšne 
zbirke objavlja, izmenjuje in podobno, ne moremo veĉ govoriti o osebni uporabi. Tako 
je sodišĉe ES v primeru Bodil Lindqvist (Official Journal EU št. C 7/2004, 6. 11. 2003, 
Case C-101/01) odloĉilo, da pomeni objava podatkov o osebah na spletnih straneh 
(navajanje oseb po imenih ali npr. objava njihovih telefonskih številk, podatkov o delu, 
hobijih) obdelavo osebnih podatkov in ne osebne uporabe. Zbiranje in objava podatkov 
v rodoslovju v zasebne namene je dopustna le, ĉe gre za podatke, ki so ţe bili 
predhodno objavljeni ali ob ustrezni osebni privolitvi posameznika, na katerega se 
doloĉeni osebni podatki nanašajo; v primeru, da gre za umrle posameznike, ki pred 
smrtjo takšne privolitve niso dali oziroma teh podatkov niso objavili, je zbiranje in 
objava takšnih podatkov mogoĉa le v primeru, da gre za podatke, katerih zbiranje in 
objava je dopustno v skladu s podroĉnimi zakoni (npr. ZVDAGA). V primerih, ko gre za 
osebne podatke umrlih posameznikov, za zbiranje in objavo katerih ni druge pravne 
podlage, je na podlagi 23. ĉlena ZVOP-1 njihova objava dopustna le za zgodovinske, 
statistiĉne in znanstveno-raziskovalne namene, pod pogojem, da gre za podatke, 
katerih objave ni pisno prepovedal umrli posameznik ter ĉe tega niso pisno prepovedali 
tudi njegovi zakoniti dediĉi prvega ali drugega dednega reda. V vsakem primeru pa 
morajo upravljavci takšnih zbirk (npr. rodoslovna društva ali posamezniki) spoštovati 
tudi vse druge doloĉbe glede varstva osebnih podatkov, predvsem glede ustreznega 
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Nesporno torej je, da  tudi za posameznike ali rodoslovna društva, ki ţelijo dostopati do 
osebnih podatkov umrlih posameznikov (mrliĉev), v celoti veljajo doloĉila 23. ĉlena 
ZVOP-1. To pa pomeni, da imajo zelo omejen, v veĉini primerov praktiĉno 
onemogoĉen dostop. 
 
Njihova teţava je še najveĉja s ĉisto ĉloveškega vidika, saj se ljudje na podjetje Ţale d. 
o. o. obraĉajo, poleg zaradi obiĉajnih, ţe pred tem opisanih razlogov, za iskanje 
pokojnikov, tudi zato, ker išĉejo svoje korenine ali pa vzpostavljajo pretrgane ali celo 
neobstojeĉe sorodstvene povezave. 
 
6.6 DOSLEDNO SPOŠTOVANJE DOLOČIL ZVOP-1 
 
Dosledno spoštovanje ZVOP-1, ki se od upravljavcev osebnih podatkov vsekakor 
priĉakuje, lahko privede do doloĉenih teţav. 
 
Teţave lahko imajo tako upravljavci osebnih podatkov sami, saj vsi nimajo zaposlenih 
pravnikov, ki bi ugotavljali upraviĉenost prosilcev z vidika pravnega interesa in še 
posebej dedovanja. Zlasti manjši upravljavci, ki zaposlujejo le nekaj ljudi. Zaradi tega 
bodo morali v doloĉenih primerih, predvsem pri vprašanju dediĉev drugega dednega 
reda, najemati zunanjo pravno pomoĉ, saj je ZD za ljudi, ki niso pravniki, precej 
zapleten, še posebej pred izdajo sklepa o dedovanju. 
 
Ĉe ne verjamete, pa vprašajte znance in prijatelje, koliko bi jih nadrobno znalo našteti 
dediĉe drugega dednega reda. Prav verjetno bi celo kakšen pravnik med njimi okleval z 
odgovorom (Zuljan et al., 2006, str. 876)! 
 
Teţave pa bodo zanesljivo imeli tudi dediĉi sami, ko bodo hoteli uveljavljati katero 
izmed pravic iz 23. ĉlena ZVOP-1, saj je postopek, še posebej v primeru dediĉev 
drugega dednega reda, lahko precej neţivljenjski in nesmiseln. Na sreĉo je bilo doslej v 
praksi podjetja Ţale d. o. o. tovrstnih primerov zelo malo. 
 
Znan je konkreten primer iz prakse podjetja Ţale d. o. o., ko je 18. 6. 2007 mati 
pokojnika, starega nekaj ĉez trideset let, ki je svoje telo zapustil Inštitutu za anatomijo 
Medicinske fakultete, preko odvetniške druţbe iz Grosupljega zahtevala od podjetja 
Ţale d. o. o., da ji sporoĉijo okolišĉine v zvezi z ureditvijo pokopa pokojnega in plaĉilom 
stroškov slednjega, oziroma da ji pošljejo informacije v zvezi s pokopom in raĉune za 
opravljene storitve. V skladu s 23. ĉlenom ZVOP-1 je podjetje Ţale d. o. o. 27. 6. 2007 
odvetniško druţbo v odgovoru pozvalo, da naj svojo zahtevo dopolni z dokazilom, da je 
njihova stranka res zakoniti dediĉ pokojnika in da naj izkaţejo njen pravni interes. Na ta 
poziv podjetja Ţale d.o.o. se v odvetniški druţbi niso odzvali in zahteve niso dopolnili.  
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Iz mnenja Informacijskega pooblašĉenca št. 0712-1061/2007/2 z dne 11. 12. 2007 
izhaja, da o tem, do kakšne mere in na kakšen naĉin se bo ugotavljala gotovost 
dejstev, ki jih zatrjuje prosilec (sorodstveno razmerje, istovetnost prosilca, obstoj 
pravnega interesa), odloĉa upravljavec osebnih podatkov oziroma izvajalec. Povsem v 
skladu z doloĉbami ZVOP-1 je praksa, po kateri izvajalec od prosilca zahteva izkaz 
identitete (na podlagi ĉesar izvajalec ugotovi, da je oseba, ki je podala zahtevo, res 
oseba, ki izpolnjuje pogoje po 23. ĉlenu ZVOP-1), predloţitev izpiska iz rojstne matiĉne 
knjige ali sklepa o dedovanju (na podlagi ĉesar izvajalec ugotovi, da oseba, ki je podala 
zahtevo, izpolnjuje pogoje po 23. ĉlenu ZVOP-1 – sorodstveno razmerje) ter doloĉno 
obrazloţitev pravnega interesa, po moţnosti s predloţitvijo ustrezne listine (npr. 
potrdilo o vloţeni toţbi). Torej je tudi presoja obstoja pravnega interesa v rokah 
izvajalca. Pri tem je potrebno opozoriti, da je zaradi širine oziroma pomenske odprtosti 
pojma »pravni interes« praksa upravljavcev pri odloĉanju o zahtevah uporabnikov 
razliĉna. Opozarjamo tudi na zelo široko tolmaĉenje pojma »zakoniti interes« v sodbi 
Vrhovnega sodišĉa RS (glej obstojeĉa mnenja Informacijskega pooblašĉenca). 
Informacijski pooblašĉenec meni, da je na podlagi sedanje doloĉbe 23. ĉlena ZVOP-1 
potrebno, da uporabnik jasno navede namen oziroma razloge za seznanitev (npr. 
katere svoje pravice bo (ali je ţe) uveljavljal ter pred katerimi osebami javnega prava), 
konĉna odloĉitev, ali je pravni interes izkazan v zadostni meri, pa je prepušĉena 
upravljavcu. Hkrati Informacijski pooblašĉenec stoji na stališĉu, da se pojem pravni 
interes lahko razlaga široko. V tem kontekstu se zdi definicija pravnega interesa v 
smislu »…neposredna in na zakon ali drug predpis oprta osebna korist« preveĉ toga. 
Tako je potencialno podana moţnost, da se uporabniku zakonito omogoĉi seznanitev z 
osebnimi podatki umrle osebe, ĉeprav se pri zahtevi ne izkaţe npr. z dokazilom o 
obstoju pravde pred sodišĉem, ĉe upravljavec oceni, da je pravni interes zadovoljivo 
izkazan na drug naĉin. Da je dopusten in smiseln širok pristop pri razumevanju pojma 
pravni interes, izhaja iz: 
 problemov, ki jih doloĉba 23. ĉlena ZVOP-1 povzroĉa v praksi, 
 zgoraj omenjene odloĉbe Vrhovnega sodišĉa RS, 
 dejstva, da ZVOP-1 ne pojasnjuje stopnje zahtevane izkazanosti pravnega 
interesa, 
 potrebe po praviĉni (enakopravni) obravnavi vseh uporabnikov in 
 trenda k odprtemu pristopu pri normiranju moţnosti seznanitve z osebnimi podatki 
umrlih oseb. V zvezi s slednjim Informacijski pooblašĉenec pojasnjuje, da se je 
ravno zaradi neenotne uporabe v praksi, v predlogu Zakona o pacientovih pravicah 
opušĉena zahteva po izkazanem pravnem interesu za zakonite dediĉe prvega in 
drugega dednega reda. 
Da so izkazani pogoji, ki jih zahteva 23. ĉlen ZVOP-1, mora izkazati prosilec sam. 
ZVOP-1 izvajalcu ne nalaga dolţnosti poizvedovanja o obstoju zatrjevanih dejstev pri 
drugih upravljavcih zbirk osebnih podatkov. Seveda pa je vsekakor priporoĉljivo, da 
izvajalec za ta namen poišĉe in preveri relevantne podatke v lastnih zbirkah osebnih 






V takšnih primerih, kot je opisan primer matere pokojnika in odvetniške druţbe iz 
Grosupljega, se doloĉila ZVOP-1 ţe navezujejo na etiko in moralo, saj svojcem pri 
iskanju podatkov odpirajo ţe delno zaceljene rane zaradi izgube pokojnika, jim 
povzroĉajo dodatna pota in izgubo ĉasa pri iskanju dokumentov ter povzroĉajo slabo 
voljo in negodovanje nad zakonodajalcem in tudi nad niĉ krivim upravljavcem osebnih 
podatkov. 
 
Znan je tudi konkreten primer iz prakse podjetja Ţale d. o. o., ko je 31. 5. 2007 mati 
pokojnika, starega le dva dni, ki je umrl ţe leta 1970, preko odvetnice iz Logatca 
zahtevala od podjetja Ţale d. o. o., da ji sporoĉi, kdaj in kje je bil njen sin pokopan. 
Podjetje Ţale d. o. o. ji je zahtevane podatke poslalo 7. 6. 2007. Vendar pa je 22. 11. 
2007 odvetnica poslala podjetju Ţale d. o. o. nov dopis, v katerem je prosila, da ji 
sporoĉijo, kdo in kdaj je najel grobni prostor, v katerem je pokopan strankin sin in ji 
pošljejo fotokopijo te listine. Podjetje Ţale d. o. o. ji je 27. 11. 2007 odgovorilo, da so 
podatki o najemnikih grobnih prostorov in s tem povezane listine varovane narave in ji 
jih zato ne morejo posredovati. Prviĉ zato, ker po ZVOP-1 vsebujejo osebne podatke, 
drugiĉ pa zato, ker gre za poslovni odnos med dvema strankama, ki se tretjih strank ne 
tiĉe. Zaradi tega te podatke posredujejo le na zahtevo sodišĉa. Naslednji dopis je 
odvetnica podjetju Ţale d. o. o. poslala 7. 5. 2008. V njem je navedla, da se z mnenjem 
podjetja Ţale d. o. o., da so podatki o najemnikih grobnih prostorov in s tem povezane 
listine varovane narave, ni strinjala in se je zato za pojasnilo obrnila na Informacijskega 
pooblašĉenca. Nadalje je odvetnica še navedla, da ji je informacijska pooblašĉenka v 
pojasnilu z dne 14. 4. 2008 pojasnila, da je skladno z ZVOP-1 podatek o tem, kdo je 
najemnik grobnega prostora, tretji osebi (ne glede na to, v kakšnem razmerju je le-ta s 
pokojnikom, ki je pokopan v tem grobnem prostoru) mogoĉe posredovati le na podlagi 
izrecne zakonske doloĉbe, ki za njen primer ne obstaja, ali pa na podlagi osebne 
privolitve najemnika grobnega prostora. Informacijska pooblašĉenka je še navedla, da 
ne bi bilo v nasprotju z ZVOP-1, ĉe bi podjetje Ţale d. o. o. od najemnika grobnega 
prostora za njeno stranko in iz pietete do pokojnega, pridobilo soglasje in njeni stranki 
na podlagi tako pridobljenega soglasja posredovalo zahtevane podatke. Dopis pa je 
zakljuĉila z navedbo, da glede na vse navedeno podjetje Ţale d. o. o. ponovno poziva, 
da ji sporoĉijo, kdo je najel grobni prostor, v katerem je pokopan sin njene stranke. 
Podjetje Ţale d. o. o. je odvetnici 19. 5. 2008 odgovorilo, da jih veseli, da je njihove 
navedbe potrdil tudi Informacijski pooblašĉenec in da se strinjajo z mnenjem 
Informacijskega pooblašĉenca, da ne bi bilo v nasprotju z ZVOP-1, ĉe bi podjetje Ţale 
d. o. o. od najemnika grobnega prostora za odvetnico pridobilo soglasje za 
posredovanje naslova. Zaradi tega so se o tej zadevi, zgolj iz pietete do pokojnega, 
pripravljeni z njo pogovarjati, vendar ne na podlagi njenega ponovnega poziva, paĉ pa 
na podlagi njene prošnje. Posledica je bila, da je odvetnica podjetju Ţale d. o. o. 13. 6. 
2008 poslala nov dopis, v katerem jih je prosila, da naj ji sporoĉijo, kdo je najel grobni 
prostor. Na tej osnovi je podjetje Ţale d. o. o. 17. 6. 2008 poslalo najemniku 
obravnavanega grobnega prostora dopis, v prilogi katerega mu je posredovalo vse štiri 
odvetniĉine dopise in ga prosilo, da jim pisno sporoĉi, ali dovoli, da odvetnici 
posredujemo njegove podatke (ime in priimek ter naslov). O poslanem dopisu in 
njegovi vsebini je podjetje Ţale istoĉasno obvestilo tudi odvetnico. V imenu najemnika 
grobnega prostora je 3. 7. 2008 odgovor poslal njegov pooblašĉenec, odvetnik iz 
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Ljubljane. V njem je navedel, da posredovanja zahtevanih podatkov ne dovoli, 
predvsem iz razloga, ker ni izkazan namen. O vsebini prejetega odgovora je podjetje 
Ţale d. o. o. 31. 7. 2008 obvestilo odvetnico, dopis pa poslalo v vednost tudi 
Informacijskemu pooblašĉencu. Odvetnica jim na ta dopis ni veĉ odgovorila. 
 
Tudi ta primer se navezuje na etiko in moralo, vendar v drugi smeri kot pri prvem 
primeru, saj imajo tudi najemniki grobnih prostorov vso pravico, da se jih ne vznemirja 
zaradi pokojnikov, ki so bili v preteklosti pokopani v grobnem prostoru, katerega imajo v 
najemu. 
 
6.7 ZAKON O VARSTVU DOKUMENTARNEGA IN ARHIVSKEGA 
GRADIVA TER ARHIVIH 
 
Problem v zvezi z ZVOP-1 ZVDAGA se je pojavil v prvi polovici leta 2008, ko so v 
podjetju Ţale d. o. o. prejeli veĉ zahtevkov fiziĉnih in pravnih oseb, ki so od njih 
zahtevali dostop do osebnih podatkov umrlih posameznikov (mrliĉev) po 65. ĉlenu 
ZVDAGA. V podjetju Ţale d. o. o. so te zahtevke zavraĉali, ker so menili, da so 
neupraviĉene. Ko pa so 23. 6. 2008 takšno zahtevo prejeli tudi od Ministrstva za delo, 
druţino in socialne zadeve, so dne 30. 6. 2008 Informacijskega pooblašĉenca, na 
podlagi predhodnega telefonskega pogovora, zaprosil za uradno pojasnilo. 
 
ZVDAGA namreĉ razlikuje med »javnopravnimi osebami« iz 2. ĉlena zakona, kamor 
kot izvajalec javne sluţbe spada tudi podjetje Ţale d. o. o., in »pristojnimi arhivi«, 
kamor spadajo drţavni arhiv, regionalni arhivi in arhivi samoupravnih lokalnih 
skupnosti. Podjetje Ţale d. o. o. izvaja lokalno gospodarsko javno sluţbo urejanje in 
ĉišĉenje pokopališĉ oz. pokopališko in pogrebno dejavnost ter urejanje pokopališĉ, ne 
izvaja pa arhivske sluţbe iz prvega odstavka 54. ĉlena ZVDAGA. 
 
Dolţnosti javnopravnih oseb so doloĉene v 39. in 40. ĉlenu ZVDAGA in se nanašajo 
zgolj na hrambo dokumentarnega gradiva pri javnopravnih osebah in izroĉitev 
odbranega arhivskega gradiva iz dokumentarnega gradiva arhivu. Ves nadaljnji 
postopek se dogaja v arhivih, postopek pa je doloĉen v 3. poglavju ZVDAGA. Prvi 
odstavek 63. ĉlena ZVDAGA doloĉa, da je javno arhivsko gradivo v arhivih na podlagi 
pisne zahteve za uporabo ali preko uporabe na svetovnem spletu dostopno vsakomur. 
Drugi odstavek 65. ĉlena ZVDAGA doloĉa roke nedostopnosti javnega arhivskega 
gradiva, ki vsebuje obĉutljive osebne podatke in doloĉa, da postane dostopno 75 let po 
svojem nastanku ali 10 let po smrti osebe, na katero se nanaša, ĉe je datum smrti 
znan, ĉe ni z drugimi predpisi drugaĉe doloĉeno. 
 
Mnenje podjetja Ţale d.o.o. je, da obĉani pri njih, in tudi pri drugih izvajalcih 
gospodarske javne sluţbe, ne morejo zahtevati dostopa do osebnih podatkov umrlih 
posameznikov (mrliĉev) po ZVDAGA, paĉ pa lahko to storijo le v samih arhivih. Pri 
podjetju Ţale d. o. o. lahko zahtevajo dostop do teh podatkov le v skladu z 23. ĉlenom 
ZVOP-1 in z vsemi omejitvami, ki jih ta ĉlen vsebuje. Še posebej pa ne morejo 
zahtevati dostop po drugem odstavku 65. ĉlena ZVDAGA, saj izvajalci gospodarske 
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javne sluţbe ne vodijo evidenc obĉutljivih osebnih podatkov umrlih posameznikov 
(mrliĉev), paĉ pa le evidence osebnih podatkov. 
 
Ker je ZVOP-1 sistemski zakon, v podjetju Ţale d. o. o. menijo, da bi moral v 
obravnavanem primeru kot lex specialis nastopati ZPPDUP, ki je podroĉni zakon za to 
gospodarsko javno sluţbo, in ne ZVDAGA. Vendar pa veljavni ZPPDUP ne vsebuje 
doloĉb glede pravic in obveznosti izvajalcev gospodarske javne sluţbe oziroma 
upravljavcev zbirk osebnih podatkov umrlih posameznikov (mrliĉev) in dostopnosti do 
teh podatkov. 23. ĉlen ZPPDUP namreĉ doloĉa le, da mora upravljavec voditi evidenco 
o umrlih, ne doloĉa pa, kateri osebni podatki se smejo zbirati in obdelovati, za kakšen 
namen jih je dovoljeno zbirati in uporabiti ter varstvo tajnosti zbranih osebnih podatkov 
oziroma po kakšnem ĉasu postanejo dostopni javnosti. V podjetju Ţale d. o. o. menijo, 
da bi moral novi podroĉni zakon vsebovati bolj natanĉne doloĉbe. 
 
Zaradi navedenega so, vsaj po mnenju podjetja Ţale d. o. o., osebni podatki umrlih 
posameznikov (mrliĉev) pri izvajalcu gospodarske javne sluţbe varovani po 23. ĉlenu 
ZVOP-1 ves ĉas hranjenja oziroma vodenja zbirke in so šele od trenutka, ko so 
izroĉeni arhivu, javno dostopni po doloĉbah prvega odstavka 63. ĉlena ZVDAGA, 
oziroma po doloĉbah drugega odstavka 65. ĉlena ZVDAGA, ĉe gre za obĉutljive 
osebne podatke. Vendar pa to javno dostopnost omogoĉajo le pristojni arhivi, pod 
pogoji, ki veljajo za izvajanje arhivske javne sluţbe, in nikakor ne izvajalci gospodarske 
javne sluţbe, ki ne hranijo arhivskega gradiva, paĉ pa dokumentarno gradivo. 
 
Problem takšne ureditve je, da prvi odstavek 40. ĉlena ZVDAGA doloĉa, da morajo 
javnopravne osebe izroĉiti javno arhivsko gradivo arhivu najkasneje 30 let po nastanku 
gradiva, tudi tisto, ki vsebujejo osebne podatke. Nikjer pa ni doloĉen najkrajši oziroma 
najhitrejši rok izroĉitve. Ta pa je lahko ţe nekaj dni po nastanku gradiva. Zaradi tega so 
eni in isti podatki toĉno doloĉenega umrlega posameznika (mrliĉa) lahko istoĉasno 
varovani pri izvajalcu gospodarske javne sluţbe po ZVOP-1 in javno dostopni v arhivu 
po ZVDAGA. To pa po mnenju podjetja Ţale d. o. o. povsem izniĉi namen 23. ĉlena 
ZVOP-1, saj se lahko izvajalec gospodarske javne sluţbe odloĉi, da bo gradivo arhivu 
izroĉal dnevno, posledica pa je, da vsi osebni podatki umrlih posameznikov (mrliĉev) 
takoj postanejo javno dostopni, ne glede na 23. ĉlen ZVOP-1. 
 
Podjetju Ţale d. o. o. pa se je postavljalo še dodatno vprašanje, ali z dnem izroĉitve 
gradiva arhivu in s tem javnosti gradiva, postanejo javni tudi osebni podatki tistih umrlih 
posameznikov (mrliĉev), za katere je bilo z njihove strani, ali pa s strani oseb, ki so po 
zakonu, ki ureja dedovanje, njihovi zakoniti dediĉi prvega ali drugega dednega reda, 
pisno prepovedano posredovanje teh podatkov. Glede na doloĉbe prvega odstavka 63. 
ĉlena ZVDAGA v podjetju Ţale d. o. o. menijo, da je odgovor pritrdilen, kar pomeni, da 
tudi ti podatki postanejo javni. 
  
V zvezi z navedenim so Informacijskega pooblašĉenca prosili, da naj jim posreduje še 
pooblašĉenkino stališĉe do obravnavane problematike. 
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Dne 9. 7. 2008 so prejeli odgovor Informacijskega pooblašĉenca, v katerem je 
pooblašĉenka navedla, da se za uporabnika osebnih podatkov šteje katerakoli oseba, 
ki se ji posredujejo ali razkrivajo osebni podatki, zato je pri vprašanju dopustnosti 
oziroma zakonitosti posredovanja osebnih podatkov uporabnikom osebnih podatkov 
treba upoštevati specialno doloĉbo 23. ĉlena ZVOP-1. Zaradi navedenega se doloĉbe 
ZPPDUP v konkretnem primeru ne uporabljajo, temveĉ je potrebno za navedeno 
obdelavo osebnih podatkov postopati oziroma ravnati v skladu z doloĉbami 23. ĉlena 
ZVOP-1, upravljavci osebnih podatkov pa so pri posredovanju osebnih podatkov dolţni 
spoštovati tudi doloĉbe 22. ĉlena ZVOP-1. Ko javno arhivsko gradivo enkrat preide v 
arhiv, izvajalec lokalne gospodarske javne sluţbe urejanje in ĉišĉenje pokopališĉ oz. 
pokopališke in pogrebne dejavnosti ter urejanje pokopališĉ ni veĉ njegov upravljavec, 
temveĉ je njegov upravljavec arhiv, zato je to gradivo, hranjeno v arhivu podvrţeno 
zakonskim doloĉbam ZVDAGA. Podatki toĉno doloĉenega posameznika tako ne 
morejo biti istoĉasno varovani pri izvajalcu gospodarske javne sluţbe po ZVOP-1, na 
drugi strani pa javno dostopni v arhivu po ZVDAGA. Glede dostopnosti do osebnih 
podatkov umrlih in obĉutljivih osebnih podatkov, ko ti enkrat pridejo v arhiv, je potrebno 
ugotoviti, da navedeni podatki zapadejo pod reţim zakonskih doloĉb ZVDAGA in ne 
zakonskih doloĉb ZVOP-1. To pa pomeni, da osebni podatki umrlih po prehodu v arhiv 
postanejo dostopni skladno z doloĉbo 63. ĉlena ZVDAGA, tudi osebni podatki tistih 
umrlih posameznikov (mrliĉev), ki so sami, ali pa s strani oseb, ki so po zakonu, ki 
ureja dedovanje, njihovi zakoniti dediĉi prvega ali drugega dednega reda, pisno 
prepovedali posredovanje teh podatkov. 
 
Ker pa so v podjetju Ţale d. o. o. kljub temu menili, da so kljub pooblašĉenkinemu 
odgovoru ostala odprta še nekatera vprašanja, so pooblašĉenko v skladu s 
predhodnim dogovorom 19. 8. 2008 prosili še za dodatna pojasnila. 
 
Najprej so pooblašĉenko prosili, da naj njeno stališĉe, da po izroĉitvi gradiva izvajalec 
gospodarske javne sluţbe ni veĉ njegov upravljavec, komentira še s stališĉa 23. ĉlena 
ZPPDUP, ki je dejanska pravna podlaga, na podlagi katere izvajalec gospodarske 
javne sluţbe vodi evidenco o umrlih oziroma obdeluje osebne podatke v skladu s prvim 
odstavkom 10. ĉlena ZVOP-1. Ta 23. ĉlen ZPPDUP doloĉa, da mora komunalna 
organizacija oziroma krajevna skupnost (torej izvajalec gospodarske javne sluţbe) 
voditi evidenco o umrlih, ki so pokopani na pokopališĉu, evidenco najemnikov grobov 
ter kataster komunalnih naprav na pokopališĉu. Ĉeprav to v 23. ĉlenu ZPPDUP ni 
izrecno navedeno, v podjetju Ţale d. o. o. ocenjujejo, da ta ĉlen doloĉa tako vodenje 
evidence osebnih podatkov umrlih posameznikov (ime in priimek umrlega, datum 
rojstva, datum smrti in datum pokopa), kot tudi trajno vodenje evidence o umrlih in ne 
le vodenje evidence umrlih do izroĉitve te evidence arhivu. 
 
Zaradi 23. ĉlena ZPPDUP, ob predpostavki trajnega vodenja evidence umrlih s strani 
izvajalca gospodarske javne sluţbe, postane vprašljivo tudi pooblašĉenkino stališĉe, da 
podatki toĉno doloĉenega umrlega posameznika (mrliĉa) tako ne morejo biti istoĉasno 
varovani pri izvajalcu gospodarske javne sluţbe po ZVOP-1, na drugi strani pa javno 
dostopni v arhivu po ZVDAGA. Prav nasprotno, sedaj se v praksi dejansko pojavlja 
prav to, da v podjetju Ţale d. o. o., kot izvajalcu gospodarske javne sluţbe, prosilcem 
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za dostop do osebnih podatkov toĉno doloĉenega umrlega posameznika (mrliĉa) 
dostopa ne dovolijo po 23. ĉlenu ZVOP-1, hkrati pa javni arhiv tem istim prosilcem za 
dostop do teh istih podatkov toĉno doloĉenega umrlega posameznika (mrliĉa), katere 
je arhiv pred tem pridobil pri podjetju Ţale d. o. o., dostop omogoĉa po prvem odstavku 
63. ĉlena ZVDAGA. To povzroĉa upraviĉeno negodovanje prosilcev, ki se na podjetje 
Ţale d. o. o. zaradi zavrnitve jezijo, arhiv pa zaradi dostopa hvalijo. Ker gre pri tem za 
ene in iste podatke toĉno doloĉenega umrlega posameznika (mrliĉa), je takšno 
loĉevanje glede na lokacijo dostopa, ob enaki vsebini dostopa, še toliko bolj 
nerazumljivo. V podjetju Ţale d. o. o. so ponovno poudarili, da menijo, da 63. ĉlen 
ZVDAGA v tem primeru izniĉuje namen 23. ĉlena ZVOP-1, saj 40. ĉlena ZVDAGA 
doloĉa, da morajo javnopravne osebe izroĉiti javno arhivsko gradivo arhivu najkasneje 
30 let po nastanku gradiva, tudi tisto, ki vsebujejo osebne podatke. Nikjer pa ni doloĉen 
najkrajši oziroma najhitrejši rok izroĉitve. Ta pa je lahko ţe nekaj dni po nastanku 
gradiva. Poslediĉno so osebni podatki vseh umrlih posameznikov (mrliĉev) pri izvajalcu 
gospodarske javne sluţbe trajno varovani po 23. ĉlenu ZVOP-1, istoĉasno pa so 
osebni podatki nekaterih umrlih posameznikov (mrliĉev) ţe po nekaj dneh dostopni v 
arhivu po ZVDAGA, nekaterih pa šele ĉez 30 let, paĉ odvisno od ĉasa izroĉitve 
podatkov arhivu glede na ĉas pokopa. To istoĉasno tudi pomeni, da so na obmoĉju RS 
istovrstni osebni podatki o umrlih posameznikih (mrliĉih) ĉasovno povsem neenako 
varovani. 
 
V dopisu pooblašĉenki so še navedli, da ker je pooblašĉenka v zadnjem odgovoru 
navedla, da z izroĉitvijo podatkov arhivu postanejo javno dostopni tudi podatki tistih 
umrlih posameznikov (mrliĉev), ki so sami, ali pa s strani oseb, ki so po zakonu, ki 
ureja dedovanje, njihovi zakoniti dediĉi prvega ali drugega dednega reda, pisno 
prepovedali posredovanje teh podatkov, to tudi izniĉuje namen teh prepovedi, saj nihĉe 
od navedenih ne ţeli ali ni ţelel podajati prepovedi posredovanja osebnih podatkov le 
za nekaj dni ali let, torej le do trenutka, ko izvajalec javne sluţbe izroĉi podatke arhivu, 
paĉ pa je bil njihov nesporen namen, kar kot izvajalec gospodarske javne sluţbe, ki se 
s temi problemi sreĉuje v praksi, v podjetju Ţale d. o. o. dobro vedo, trajna prepoved 
posredovanja teh podatkov.  
 
Glede pooblašĉenkinih navedb, da ZVDAGA kljub javnosti arhivskega gradiva vendarle 
zagotavlja doloĉeno mero nedostopnosti doloĉenega arhivskega gradiva, med drugim 
tudi obĉutljivih osebnih podatkov, saj drugi odstavek 65. ĉlena ZVDAGA doloĉa, da 
javno arhivsko gradivo, ki vsebuje obĉutljive osebne podatke, postane dostopno za 
uporabo 75 let po svojem nastanku ali deset let po smrti osebe, na katero se nanaša, 
ĉe je datum smrti znan, ĉe ni z drugimi predpisi drugaĉe doloĉeno, pa v podjetju Ţale d. 
o. o. menijo, da so v tem kontekstu nepomembne, saj upravljavci pokopališĉ oziroma 
izvajalci gospodarske javne sluţbe sploh ne vodijo nobenih evidenc obĉutljivih osebnih 
podatkov umrlih posameznikov (mrliĉev). Ta ĉlen ZVDAGA pa je kljub temu zanimiv, 
saj pokaţe na še eno povsem nesmiselno posledico doloĉil ZVDAGA. Obĉutljivi osebni 
podatki namreĉ lahko postanejo javni deset let po smrti osebe, na katero nanašajo, 
ostali osebni podatki, ki naj bi imeli veliko manj strogo stopnjo varovanja kot obĉutljivi 
osebni podatki, pa v konĉni fazi šele po 30 letih od smrti osebe, na katero se nanašajo, 
ko poteĉe skrajni rok, po katerem morajo javnopravne osebe izroĉiti javno arhivsko 
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gradivo arhivu. Obĉutljivi osebni podatki umrle osebe lahko torej postanejo javni trikrat 
hitreje kot obiĉajni osebni podatki. 
 
Pooblašĉenko so še prosili, da njen odgovor z dne 9. 7. 2008 preuĉi še v luĉi navedb v 
tem dopisu podjetja Ţale d. o. o. in se do problematike ponovno opredeli. Ker odgovora 
v doglednem ĉasu niso prejeli, so pri Informacijskem pooblašĉencu še telefonsko 
urgirali. Na tej osnovi so dne 24. 10. 2008 prejeli elektronsko pošto, da bodo odgovor 
prejeli v ĉasu od 4. 11. 2008 dalje. 
 
Dne 1. 12. 2008 so prejeli odgovor Informacijskega pooblašĉenca z dne 21. 11. 2008, v 
katerem je pooblašĉenka odgovorila, da se je glede zastavljenih vprašanj ţe opredelila 
v mnenju z dne 9. 7. 2008, v katerem je zelo podrobno preuĉila predpise, ki se 
nanašajo na obdelavo osebnih podatkov umrlih in jim tudi zelo jasno podala ustrezna 
pojasnila skladno s citiranimi zakonskimi doloĉbami. Navedla je, da je s strani podjetja 
Ţale d. o. o. oĉitno prišlo do nerazumevanja v delu, ki se nanaša na vodenje evidence 
umrlih do izroĉitve arhivu, zato ponovno podaja pojasnila v tem delu. 
 
Navedla je, da 23. ĉlen ZPPDUP, ki daje pravno podlago za obdelavo osebnih 
podatkov umrlih, ne predvideva roka hrambe te evidence (nikjer eksplicitno ne doloĉa, 
da se to gradivo hrani trajno), kot to tolmaĉijo v podjetju Ţale d. o. o.. Osebni podatki se 
namreĉ, glede na doloĉbo 21. ĉlena ZVOP-1 lahko shranjujejo le toliko ĉasa, dokler je 
to potrebno za dosego namena, zaradi katerega so se zbirali in nadalje obdelovali. 
Nadalje je navedla še, da ker posredovanje osebnih podatkov umrlih posameznikov 
(mrliĉev) drugim ne doloĉa noben podroĉni zakon, pokopališka in pogrebna podjetja za 
posredovanje osebnih podatkov drugim nimajo izrecne zakonske podlage v nobenem 
drugem predpisu, tudi ne v ZPPDUP, je posredovanje osebnih podatkov pokojnikov 
dopustno le ob upoštevanju in pod pogoji, navedenimi v 23. ĉlenu ZVOP-1. Pri 
navedeni obdelavi osebnih podatkov umrlih (mrliĉev) morajo torej postopati oz. ravnati 
v skladu z doloĉbami ZVOP-1. 
 
Nadalje je še navedla, da so po doloĉbi 40. ĉlena ZVDAGA kot upravljavec osebnih 
podatkov umrlih arhivu dolţni izroĉiti gradivo, ki vsebuje osebne podatke umrlih, 
vkljuĉno z obĉutljivimi osebnimi podatki. To dolţnost jim torej nalaga zakon (ZVDAGA), 
ki sicer res doloĉa le najdaljši rok izroĉitve gradiva (gradivo je treba izroĉiti najkasneje 
30 let po nastanku gradiva), vendar je pri tem potrebno ugotoviti, da gradivo, ki se 
odbere iz njihovega dokumentarnega gradiva in ga enkrat izroĉijo arhivu (izroĉitev pa je 
lahko po enem, dveh, ali 29 letih, saj zakon nikjer ne doloĉa spodnje meje izroĉitve 
gradiva), ne pripada veĉ njim kot upravljavcu. Ko javno arhivsko gradivo enkrat preide 
v arhiv, oni niso veĉ njegov upravljavec, temveĉ je njegov upravljavec arhiv in je to 
gradivo, hranjeno v arhivu, podvrţeno zakonskim doloĉbam ZVDAGA. Potem, ko je 
gradivo v arhivu, pa postanejo osebni podatki umrlih dostopni, skladno z doloĉbo 63. 
ĉlena ZVDAGA. 
 
V nadaljevanju je tudi navedla, da je pri tem seveda treba ugotoviti tudi, da doloĉene 
osebne podatke umrlih (na primer ime in priimek umrlega, datum rojstva, smrti, številko 
groba in podobno), vendarle lahko zadrţijo v svojih evidencah, ĉe je navedeno skladno 
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z 21. ĉlenom ZVOP-1, to je, da se ti podatki hranijo tako dolgo, kot je to potrebno 
zaradi namena, zaradi katerega se zbirajo (npr. kataster grobnih zemljišĉ). Ob tem je 
še poudarila, da te zbirke osebnih podatkov ne predstavljajo iste zbirke osebnih 
podatkov, ki so jo izroĉili in jo nato vodi arhiv. Vsebinsko isti podatki se tako lahko 
obdelujejo na razliĉnih pravnih podlagah, v konkretnem primeru tako pri njih, kot pri 
arhivu. Dejstvo, da 63. ĉlen ZVDAGA daje pravno podlago arhivu, da prosilcem razkrije 
doloĉene osebne podatke, ne pomeni, da te osebne podatke razkrivajo tudi drugi 
upravljavci, ki jih obdelujejo v svojih zbirkah osebnih podatkov. Iste osebne podatke, ki 
so pri arhivu prosto dostopni, morajo oni kot upravljavec varovati, ker jih zavezuje 23. 
ĉlen ZVOP-1 in ker ni specialne pravne podlage, ki bi njim, kot upravljavcu zbirke 
osebnih podatkov, omogoĉala, da podatke umrlih posameznikov (mrliĉev) po 
doloĉenem ĉasu javno objavijo oziroma posredujejo prosilcem. Z vidika doloĉb ZVOP-1 
torej ni niĉ spornega, da dve razliĉni pravni podlagi urejata obdelavo istih osebnih 
podatkov, pri dveh razliĉnih upravljavcih. Za ponazoritev je ob tem še navedla primer 
zemljiške knjige, v kateri so javno objavljeni osebni podatki o lastnikih posameznih 
parcel (ime in priimek, stalno prebivališĉe), pa to ne pomeni, da so ti osebni podatki 
prosto dostopni v vseh zbirkah osebnih podatkov pri vseh upravljavcih, ki te zbirke 
vodijo. 
 
V podjetju Ţale d. o. o. so se dne 15. 12. 2008 pooblašĉenki zahvalili za njena 
pojasnila z dne 21. 11. 2008, vezana na njihova dopisa z dne 30. 6. 2008 in 19. 8. 
2008, in se ji obenem opraviĉili, ĉe je z njihove strani prišlo do, tako kot je 
pooblašĉenka navedla v drugem dopisu, nerazumevanja njenih jasnih pojasnil v delu, 
ki se nanaša na vodenje evidence umrlih do izroĉitve arhivu. Pri tem so navedli, da 
menijo, da glede vodenja evidenc do izroĉitve arhivu ni bilo in tudi sedaj ni nobenih 
nejasnosti, saj do samega akta izroĉitve arhiv teh podatkov sploh nima in zato teh 
podatkov niti ne more voditi. Do takrat se podatki vodijo le pri njih. V zvezi s tem 
pooblašĉenko v njihovih dopisih niso prosili za nobena pojasnila. Prosili pa so jo za 
pojasnila glede vodenja evidenc po izroĉitvi arhivu. V kolikor je v tem delu prišlo do 
nerazumevanja, je bil vzrok v dejstvu, da se pooblašĉenkino prvo pojasnilo vsebinsko 
razlikuje od drugega pojasnila. V obeh pojasnilih, tako prvem kot tudi drugem, je 
namreĉ enako napisala, da ko javno arhivsko gradivo enkrat preide v arhiv, podjetje 
Ţale d. o. o. ni veĉ njegov upravljavec, temveĉ je njegov upravljavec arhiv, zato je to 
gradivo, hranjeno v arhivu, podvrţeno zakonskim doloĉbam ZVDAGA. Pri tem pa je 
pomembno, da je pooblašĉenka v njenem prvem pojasnilu še dodatno napisala, da 
zaradi tega podatki toĉno doloĉenega umrlega posameznika ne morejo biti istoĉasno 
varovani pri izvajalcu gospodarske javne sluţbe po ZVOP-1, na drugi strani pa javno 
dostopni v arhivu po ZVDAGA, temveĉ po prehodu v arhiv padejo pod reţim ZVDAGA. 
Te dodatne trditve v drugem pojasnilu pooblašĉenka ni veĉ ponovila, paĉ pa je 
napisala drugaĉno trditev, da doloĉene osebne podatke umrlih vendarle lahko obdrţijo 
v svojih evidencah, ĉe je to potrebno zaradi namena, zaradi katerega se zbirajo. Poleg 
tega je pooblašĉenka v prvem pojasnilu napisala, da v konkretnem primeru obdelave 
osebnih podatkov ne doloĉa noben podroĉni zakon, torej pokopališka in pogrebna 
podjetja za obdelavo nimajo izrecne zakonske podlage, tudi ne v ZPPDUP, v drugem 
pojasnilu pa je pooblašĉenka napisala, da pravno (zakonsko) podlago za obdelavo 
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osebnih podatkov umrlih v podjetju Ţale d. o. o. imajo, in sicer v 23. ĉlenu ZPPDUP, 
tako kot so pred tem ţe oni sami napisali v odgovoru na pooblašĉenkino prvo pojasnilo. 
 
V dopisu so še napisali, da je res, tako kot navaja pooblašĉenka, da 23. ĉlen ZPPDUP 
ne doloĉa roka hranjenja evidence, torej nikjer eksplicitno ne doloĉa, da je potrebno 
evidenco o umrlih voditi trajno in da 21. ĉlen ZVOP-1 doloĉa, da se osebni podatki 
lahko shranjujejo le toliko ĉasa, dokler je to potrebno za dosego namena, zaradi 
katerega so se zbirali ali nadalje obdelovali. Vendar je splošno priznano dejstvo, da je 
potrebno evidenco, zaradi namena, zaradi katerega se podatki zbirajo, pri upravljavcu 
pokopališĉa voditi najmanj dokler obstaja pokopališĉe, ĉe ne celo trajno. V vseh 
njihovih internih aktih je vodenje te evidence opredeljeno kot trajno in s tem je 
seznanjeno tudi pristojno ministrstvo, ki nikoli ni izrazilo dvoma v pravilnost takšnega 
vodenja. 
 
Nadalje so navedli, da pooblašĉenkina dodatna pojasnila razumejo tako, da sedaj 
pooblašĉenka meni, da po izroĉitvi zbirke osebnih podatkov umrlih posameznikov 
arhivu podjetje Ţale d. o. o. še vedno ostane upravljavec teh osebnih podatkov v 
njihovem podjetju, arhiv pa postane njihov upravljavec v arhivu. Ti dve zbirki, ĉeprav so 
v njih povsem enaki podatki, saj ena zbirka predstavlja original, druga pa njegovo 
kopijo, se z dnem izroĉitve arhivu tako priĉneta voditi na dveh razliĉnih pravnih 
podlagah in ena zbirka ostane pri njih varovana po ZVOP-1, druga pa postane javno 
dostopna v arhivu po ZVDAGA.  
 
Na koncu pa so napisali še, da to istoĉasno pomeni, da tudi ne drţi pooblašĉenkino 
prvo pojasnilo, v katerem je napisala, da podatki toĉno doloĉenega umrlega 
posameznika ne morejo biti istoĉasno varovani pri izvajalcu gospodarske javne sluţbe 
po ZVOP-1, na drugi strani pa javno dostopni v arhivu po ZVDAGA. Prav nasprotno, 
povsem isti osebni podatki o umrlem posamezniku so, kar sedaj izhaja tudi iz njenega 
drugega pojasnila, dejansko istoĉasno varovani pri izvajalcu gospodarske javne sluţbe 
po ZVOP-1 in javno dostopni v arhivu po ZVDAGA, tako kot so v podjetju Ţale d. o. o. 
ţe prvotno trdili v njihovem prvem dopisu z dne 30. 6. 2008, ki je nastal zaradi zahteve 
Ministrstva za delo, druţino in socialne zadeve z dne 23. 6. 2008, da mu posredujejo 
osebne podatke umrlih posameznikov na podlagi ZVDAGA.  
 
6.8 ZAKON O ODVETNIKIH 
 
Tudi zapletov v zvezi z zahtevki raznih odvetniških pisarn do sedaj pri podjetju Ţale d. 
o. o. niso imeli veliko. Veĉina odvetnikov je brez ugovorov sprejela pojasnila podjetja 
Ţale d. o. o. v zvezi z njihovimi zahtevki. Še najbolj se je zapletlo, ko je 3. 6. 2008 hĉi 
preko štirih odvetnikov iz Mengša zahtevala, da ji podjetje Ţale d. o. o. nemudoma 
oziroma najkasneje v roku 15 dni omogoĉi vpogled, prepis in kopiranje prav vseh 
podatkov, ki se nahajajo pri njih oz. s katerimi razpolagajo in ki se nanašajo na njeno 
pokojno mamo oz. naj jo v istem roku pisno obvestijo o razlogih, zaradi katerih 
vpogleda, prepisa ali kopiranja ne bodo omogoĉili.  
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Podjetje Ţale d. o. o. jim je 10. 6. 2008 odgovorilo, da zahtevani dokumenti vsebujejo 
tudi osebne podatke drugih ljudi, katerih razkritje bi pomenilo kršitev ZVOP-1, zato jim 
bodo omogoĉili le delni dostop do podatkov, vendar morata biti pred tem izpolnjena 
oba pogoja iz drugega odstavka 23. ĉlena ZVOP-1. Ker gredo pravice iz drugega 
odstavka 23. ĉlena ZVOP-1 glede obdelave osebnih podatkov le zakonitim dediĉem 
prvega ali drugega dednega reda, mora zakoniti dediĉ k svoji zahtevi, s katero bo 
uveljavljal katero od teh svojih pravic, priloţiti tudi dokaz, iz katerega bo razvidno, da je 
oseba, ki zahteva osebne podatke o umrlem, res njegov zakoniti dediĉ. To doloĉilo so s 
priloţitvijo izpiska iz poroĉne matiĉne knjige izpolnili. Poleg tega je mogoĉe sklepati, da 
je pravni interes za pridobivanje osebnih podatkov o umrlem lahko izkazan le v 
primeru, ĉe zakoniti dediĉ podatke o umrlem posamezniku potrebuje zaradi varovanja 
ali uveljavljanja svojih pravic pred osebami javnega sektorja, kar pomeni, da mora v 
svoji vlogi za pridobivanje osebnih podatkov umrlega jasno navesti, kakšne svoje 
pravice bo varoval oziroma uveljavljal ter pred katerimi osebami javnega sektorja bo te 
svoje pravice varoval oziroma uveljavljal. Tega pa odvetniki niso navedli. Zaradi tega 
jih je podjetje Ţale d. o. o. pozvalo, da naj najprej svoj poziv za posredovanje dopolnijo 
z navedbo pravnega interesa njihove stranke in s tem izpolnijo še drugi pogoj iz 
drugega odstavka 23. ĉlena ZVOP-1, kajti v nasprotnem primeru njihovi zahtevi ne 
bodo mogli ugoditi. 
 
V odgovoru z dne 12. 6. 2008 so odvetniki iz Mengša navedli, da so zelo natanĉno 
prouĉili pisanje podjetja Ţale d. o. o. in da zato izjavljajo, da ugotavljajo, da podjetje 
Ţale d. o. o. povsem neupraviĉeno in v nasprotju z doloĉilom 30. ĉlena ZVOP-1 njihovi 
stranki na njeno zahtevo ne posreduje zahtevanih podatkov, do katerih je nedvomno 
upraviĉena po drugem odstavku 23. ĉlena ZVOP-1, upoštevaje pri tem splošno znane 
moralne in etiĉne norme, da se pravni interes hĉerke za podatke o pokojni mami 
nedvomno predvideva in ga sploh ni treba izkazovati. Navedli so še, da so zaradi 
kršitve pravice do pridobitve podatkov na informacijsko pooblašĉenko ţe vloţili pritoţbo 
ter tudi predlagali, da se podjetje Ţale d. o. o. ustrezno kaznuje. Napisali so še, da 
nenazadnje le še pripominjajo, da je podjetje Ţale d. o. o. z opisanimi opustitvami, ki 
predstavljajo vzorĉen primer skrajno formalistiĉnega, neţivljenjskega in tudi neetiĉnega 
postopanja tudi grobo kršilo tako Ustavo RS, t. j. njen 35. ĉlen, nadalje 17. ĉlen 
MPDPP ter tudi 8. ĉlen EKĈP, kateri vsi zagotavljajo nedotakljivost ĉlovekove telesne 
in duševne celovitosti, njegove zasebnosti ter osebnostnih pravic. Zaradi tega bo 
njihova stranka zoper podjetje Ţale d. o. o. zaradi nedopustnih posegov v njeno pravico 
do pietete, kot sestavnega dela pravice do duševne integritete in s tem pravice do 
zasebnosti, na pristojno sodišĉe vloţila zahtevo po pravnem varstvu zaradi povrnitve 
vse škode, ki jo je podjetje Ţale d. o. o. povzroĉilo njeni stranki oz. škode, ki jo je 
utrpela in jo še vedno trpi njihova pooblastiteljica. 
 
Še preden so v podjetju Ţale d. o. o. odvetnikom odgovorili, pa so 23. 6. 2008 prejeli 
njihov nov dopis, v katerem so odvetniki napisali, da so pooblašĉenci do zahtevanih 
podatkov upraviĉeni na podlagi 10. ĉlena Zakona o odvetništvu v zvezi s 40. ĉlenom 
Zakona o izvršbi in zavarovanju. Njihova stranka pa je do zaprošenih podatkov 
upraviĉena na podlagi 35. ĉlena Ustave RS, 17. ĉlena MPDPP in tudi 8. ĉlena EKĈP v 
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zvezi z njeno pravico do pietete. Zaradi tega priĉakujejo hitro posredovanje zaprošenih 
podatkov in urgirajo le-to. 
 
Podjetje Ţale d. o. o. jim je 30. 6. 2008 v odgovoru napisalo, da v zahtevi z dne 23. 6. 
2008 niso priloţili ustreznega pooblastila za zastopanje njihove stranke v konkretni 
posamiĉni zadevi (splošno pooblastilo ne zadostuje) in niso izkazali, da so konkretni 
zahtevani podatki dejansko potrebni in primerni za opravljanje odvetniškega poklica v 
posamiĉni zadevi – torej za opravljanje konkretnih dejanj v tej posamiĉni zadevi, ki teĉe 
pred sodišĉem ali drugim organom. Ne glede na to pa jim je še sporoĉilo, da jim tudi ob 
izpolnitvi zgoraj navedenih pogojev zahtevanih podatkov ne morejo posredovati na 
osnovi 10. ĉlena Zakona o odvetništvu, saj podjetje Ţale d. o. o. ni drţavni organ, ne 
organ samoupravne lokalne skupnosti in v tej zadevi tudi ne nosilec javnega 
pooblastila, paĉ pa druţba z omejeno odgovornostjo oziroma javno podjetje, ki izvaja 
lokalno gospodarsko javno sluţbo urejanje in ĉišĉenje pokopališĉ oz. pokopališko in 
pogrebno dejavnost ter urejanje pokopališĉ. 
 
Dopolnitev 10. ĉlen Zakona o odvetništvu70, na katero so se sklicevali odvetniki iz 
Trzina, je junija 2008 uvedla novela zakona71, ki je doloĉila, da »Ne glede na doloĉbe 
drugih zakonov, ki doloĉajo posredovanje osebnih podatkov upravljavcem osebnih 
podatkov in uporabnikom osebnih podatkov, so drţavni organi, organi samoupravnih 
lokalnih skupnosti ter nosilci javnih pooblastil dolţni brez privolitve posameznika, na 
katerega se osebni podatki nanašajo, brezplaĉno dati odvetniku podatke, ki jih 
potrebuje pri opravljanju odvetniškega poklica v posamiĉni zadevi in to v roku 15 dni od 
dneva, ko prejmejo pisno zahtevo odvetnika.« 
 
Pri drţavnih organih in organih samoupravnih lokalnih skupnosti ni nikakršnih dilem, saj 
so jasno doloĉena kategorija subjektov. Pri nosilcih javnih pooblastil pa temu ni tako. 
 
Nosilci javnih pooblastil niso jasno doloĉena kategorija subjektov, saj niso generiĉno 
doloĉeni, ampak to lastnost pridobijo z aktom o podelitvi javnega pooblastila, ki ga izda 
zakonodajalec ali pristojni organ lokalne skupnosti. Z izjemo redkih subjektov, za 
katere ţe zakon doloĉa, da so nosilci javnih pooblastil, moramo vprašanje, ali gre za 
nosilca javnega pooblastila, presojati v vsakem konkretnem primeru posebej. Vendar je 
pogosto tudi po tem teţko odgovoriti na vprašanje, ali je v konkretnem primeru subjektu 
podeljeno javno pooblastilo ali ne, saj sta slovenska zakonodaja, še bolj pa praksa, na 
tem podroĉju veĉkrat nejasni. V dvomu velja sprejeti Trpinovo stališĉe ekstenzivnega 
tolmaĉenja, da vsak prenos oblastne funkcije na nedrţavne subjekte pomeni javno 
pooblastilo (Prepeluh, 2004, str. 133). 
 
Z nosilci javnih pooblastil mislimo tudi vse tiste organizacije, ki niso drţavni organi, pa 
imajo od drţave podeljeno javno, oblastno pooblastilo, da lahko opravljajo neko 
oblastno nalogo in da izvajajo neko oblastno dejavnost. Javno pooblastilo se lahko 
podeli samo z zakonom. Nosilci javnega pooblastila so torej lahko osebe javnega kot 
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tudi osebe zasebnega prava. Tudi ni nujno, da je nosilec javnega pooblastila pravna 
oseba, lahko je tudi fiziĉna oseba. Zaradi tega tudi ni nujno, da celotna dejavnost 
takšne osebe pomeni izvajanje javnega pooblastila. Zelo pogosto namreĉ predstavlja le 
del njihove dejavnosti. Na splošno za nosilce javnih pooblastil velja, da imajo 
pooblastilo za izdajanje odloĉb, potrdil, spriĉeval in podobnih aktov uprave, ker je nanje 
kot na nedrţavne organizacije prenesena oblastna funkcija drţavne uprave. Nosilci 
javnih pooblastil so tako med drugim tudi javne univerze, zbornice, doloĉna društva in 
tudi Rdeĉi kriţ (Pirc Musar, 2006 b, str. 15-2/2).  
 
Drugi odstavek 121. ĉlena Ustave RS doloĉa, da »Z zakonom lahko samoupravne 
skupnosti, podjetja ali druge organizacije ter posamezniki dobijo javno pooblastilo za 
opravljanje nekaterih funkcij drţavne uprave«. 
 
Drugi odstavek, ki ureja javno pooblastilo, je resniĉna vsebina 121. ĉlena. Urejanje 
javnega pooblastila je v ustavnih besedilih redkost; javno pooblastilo kot ustavni institut 
v Ustavi RS izhaja iz tradicije prejšnjih socialistiĉnih ustav, ki so veljale na našem 
ozemlju. Ustava opredeljuje javno pooblastilo kot pravico posameznikov in organizacij, 
ki niso drţavni organi, da izvršujejo funkcije uprave. Te funkcije so lahko razliĉne, 
Zakon o upravi pa jih opredeljuje kot izvršilno funkcijo, upravni nadzor, skrb za 
izvrševanje javnih sluţb, pospeševalno funkcijo in servisno funkcijo (ĉleni 8 do 14).  
 
Javna pooblastila se lahko izvršujejo na tri naĉine, kot to tudi sicer velja za izvrševanje 
upravnih funkcij:  
 z izdajanjem splošnih aktov, 
 z izdajanjem posamiĉnih aktov oziroma odloĉanjem v posamiĉnih stvareh, 
 z opravljanjem materialnih dejanj. 
 
Pooblastilo za izdajanje splošnih aktov obsega pravico nosilca javnega pooblastila, da 
s svojim splošnim (abstraktnim) aktom na obvezen naĉin, torej kot obvezno pravo, 
ureja neka vprašanja oziroma razmerja.  
 
Pooblastilo za odloĉanje v posamiĉnih stvareh je najpogostejša oblika javnega 
pooblastila, v okviru katere lahko nosilec javnega pooblastila s posamiĉnim aktom 
odloĉa o pravicah, obveznostih in pravnih koristih pravnih oziroma fiziĉnih oseb. Tudi tu 
je treba upoštevati, da gre za javno pooblastilo takrat, ko nosilec javnega pooblastila 
odloĉa kot organ upravne oblasti, torej prisilno in v naĉelu neodvisno od volje teh oseb, 
njihovi posamiĉni akti pa imajo pravno naravo posamiĉnih aktov drţavnih organov. 
Poleg izrecne zakonske doloĉbe, da gre za javno pooblastilo, kaţe na to, da gre za 
javno pooblastilo, še okolišĉina, da se odloĉi z upravno odloĉbo, stopnja vpletenosti 
javnega interesa in druge okolišĉine, ki kaţejo na to, da gre za upravno stvar (drugi 
odstavek 2. ĉlena ZUP72). Pri tem je treba razlikovati pravico izvajalcev javnih sluţb, da 
odloĉajo o pravicah in obveznostih uporabnikov njihovih storitev, od javnih pooblastil 
(tretji odstavek 3. ĉlena ZUP). Odloĉanje o pravicah in obveznostih je sestavni del 
javne sluţbe in ne predstavlja upravne funkcije. Ustava RS jasno govori o funkciji 
uprave, ki je predmet javnega pooblastila. Izvrševanje javne sluţbe pa ni neposredno 
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funkcija drţavne uprave, paĉ pa je to le skrb za njeno zagotavljanje (11. ĉlen ZUpr73). 
Le izjemoma uprava v reţijskih obratih tudi neposredno izvršuje javno sluţbo. Nosilec 
javnega pooblastila za odloĉanje v posamiĉnih stvareh, katerega vsebina je upravna 
stvar, mora pri odloĉanju postopati po ZUP, ĉe niso posamezna vprašanja tega 
postopka z zakonom urejena drugaĉe. Le redko je pravna narava odloĉanja nosilca 
javnega pooblastila v posamiĉnih stvareh drugaĉna, torej da ne gre za upravno stvar, 
pa še v teh primerih se po 4. ĉlenu smiselno uporablja ZUP. Pri postopanju po ZUP so 
nosilci javnih pooblastil skoraj v celoti izenaĉeni z upravnimi organi, z izjemo, da 
praviloma ne morejo sami opravljati izvršbe svojih odloĉb (289. ĉlen ZUP), paĉ pa to 
lahko storijo le na podlagi posebnega dovoljenjem ministra, pristojnega za upravo. 
 
Pri pooblastilu za opravljanje realnih dejanj je vsebina javnega pooblastila upravna 
funkcija, ki se izvršuje z realnimi dejanji. Tudi pri tej obliki je treba upoštevati, da je 
vsebina javnega pooblastila izvrševanje javne oblasti. Tako na dejstvo, da gre za 
tovrstno javno pooblastilo, kaţe zlasti okolišĉina, da so njegova vsebina realna dejanja, 
ki so v skladu s predpisi upravne naloge (vodenje uradnih evidenc, izvajanje upravnega 
nadzora), ali da se pri njihovem izvrševanju neposredno uporablja fiziĉna prisila, kar je 
tradicionalno monopol drţavnih organov, kot so npr. pooblastila varnostnih sluţb in 
varnostnikov po 17. ĉlenu Zakona o zasebnem varovanju in o obveznem organiziranju 
sluţbe varovanja. 
 
V drugem odstavku 121. ĉlena Ustava RS doloĉa, da se javno pooblastilo zaupa »z 
zakonom«. Seveda je veliko število javnih pooblastil, ki se zaupajo neposredno z 
zakonom. Veĉina pooblastil se namreĉ zaupa osebam javnega prava, ki so v mnogih 
primerih ustanovljene neposredno z zakonom (npr. razliĉne zbornice). Vendar so 
nosilci javnih pooblastil lahko seveda tudi pravne osebe zasebnega prava, kjer pogosto 
neposredna podelitev javnega pooblastila niti ni mogoĉa. Pravne osebe zasebnega 
prava namreĉ v zakonu ne morejo biti navedene oziroma je to vsaj teţko izvedljivo, 
poleg tega pa se vedno lahko ustanovijo nove take osebe, ki morajo tudi imeti moţnost 
pridobiti javno pooblastilo. Tudi ni smiselno, da bi bilo treba za vsako doloĉitev nosilca 
javnega pooblastila spreminjati zakon. Vsaka podelitev javnega pooblastila namreĉ 
nujno obsega najmanj dva elementa:  
 
 doloĉitev vsebine javnega pooblastila, torej katere upravne naloge se zaupajo kot 
javno pooblastilo, 
 in doloĉitev nosilca javnega pooblastila, torej kateri osebi se zaupajo. 
 
Nedvomno je, da mora prvi element natanĉno in podrobno doloĉiti zakon. Gre za 
urejanje vprašanja pristojnosti, saj je doloĉitev, da se doloĉene upravne naloge zaupajo 
kot javno pooblastilo, enaka doloĉitvi, da te naloge opravlja drţavni organ. Pristojnost 
za izvajanje upravnih nalog pa so po izrecni doloĉbi Ustave RS doloĉa z zakonom (prvi 
odstavek 120. ĉlena). Drugaĉe pa je z neposredno doloĉitvijo nosilca javnega 
pooblastila, torej doloĉitvijo subjekta, ki z zakonom doloĉeno javno pooblastilo izvršuje. 
V primeru, ko je neizvedljivo, da bi nosilce javnega pooblastila neposredno doloĉil 
zakon, zadošĉa, da zakon podrobno doloĉi naĉin njihove doloĉitve. V ta namen mora 
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zakon natanĉno doloĉiti pogoje, ki jih mora izpolnjevati vsak nosilec javnega 
pooblastila, doloĉiti organ, ki podeli javno pooblastilo, oziroma s svojim posamiĉnim 
aktom doloĉiti enega ali veĉ nosilcev javnega pooblastila, in doloĉiti postopek za 
podelitev javnega pooblastila. Postopek je še zlasti pomemben, kadar je po naravi 
stvari mogoĉe podeliti le omejeno število javnih pooblastil za opravljanje doloĉenih 
nalog.   
 
Ustava RS v drugem odstavku 121. ĉlena govori o »nekaterih« funkcijah uprave, ki se 
lahko z zakonom zaupajo kot javno pooblastilo, pri ĉemer pa jih z niĉemer ne 
opredeljuje. Vprašanje je, ali izraz »nekaterih« v Ustavi RS ne pomeni, da je mogoĉe 
javna pooblastila zaupati le izjemoma in v manjšem obsegu. S pravnim instrumentom 
javnih pooblastil se zmanjša demokratiĉni nadzor nad delom upravnih nalog. Sredstva 
demokratiĉnega nadzora javnosti, volivcev ali prebivalcev so zlasti namenjena nadzoru 
izvršilne oblasti in se praviloma ne raztezajo nad nosilci javnih pooblastil. Zato mora 
veljati, da upravne naloge praviloma izvaja drţavna uprava, kot javno pooblastilo pa se 
lahko zaupajo le, ĉe so podani razlogi: racionalnost in uĉinkovitost, potrebe po 
samoregulaciji ali zahteve po neodvisnem upravljanju doloĉenega podroĉja. Vendar, ĉe 
so ti razlogi podani, ni videti v ustavi nobenih omejitev glede obsega, vrste ali števila 
upravnih nalog, ki se lahko zaupajo kot javno pooblastilo (po Pirnatu, 2002, str. 887-
893).  
 
Tudi kategorija izvajalcev javnih sluţb je zelo obširna. Javne sluţbe namreĉ delimo na 
gospodarske (komunalne storitve, oskrba z elektriĉno energijo …) in negospodarske 
(izvajanje zdravstvenih storitev, dejavnost osnovnih in srednjih šol …). Iz tega sledi, da 
so lahko tudi izvajalci javnih sluţb tako osebe javnega prava kot tudi zasebnega prava. 
V javni sferi se javna sluţba najpogosteje izvaja v obliki javnega zavoda, javnega 
gospodarskega zavoda in javnega podjetja. V zasebni sferi pa se javna sluţba 
najpogosteje izvaja na podlagi pridobljene koncesije, ki jo lahko pridobi tudi 
posameznik (na primer zobozdravnik, ki pridobi koncesijo za opravljanje svojih 
storitev). Osnovna znaĉilnost javne sluţbe je v tem, da se z njo zagotavljajo storitve, pri 
katerih bi trţni sistem deloval v nasprotju z javnim interesom (zdravstvene storitve, 
osnovnošolsko izobraţevanje, vzdrţevanje javnih cest, otroško varstvo, socialno 
skrbstvo, elektriĉna energija, telekomunikacije, ţeleznica, pošta, komunalne storitve 
…). Gre za zagotavljanje dobrin, za katere se je druţba odloĉila, da so nujno potrebne 
in da morajo biti porazdeljene ĉim bolj enakomerno, ker so absolutno ali vsaj relativno 
kolektivne (Pirc Musar, 2006 b, str. 15 in 16-2/2). 
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7 RAZISKAVA MNENJA O SEDANJI UREDITVI VARSTVA 
OSEBNIH PODATKOV UMRLIH POSAMEZNIKOV PRI 
KLJUČNIH UPRAVLJAVCIH TEH PODATKOV IN 
NAKLJUČNO IZBRANIH OBČANIH 
 
To raziskavo sem izvedel na podlagi izpolnjevanja anketnega vprašalnika, v katerem je 
bilo enajst vnaprej zastavljenih vprašanj, moţen pa je bil le odgovor »da« ali »ne«. 
Vsebinsko sta bila oba vprašalnika, torej tisti za kljuĉne upravljavce osebnih podatkov 
umrlih posameznikov in tisti za nakljuĉno izbrane obĉane, enaka.  
 
7.1 RAZISKAVA MNENJA PRI KLJUČNIH UPRAVLJAVCIH TEH 
PODATKOV 
 
To raziskavo sem izvedel s pomoĉjo anketnega vprašalnika, ki je bil anonimne narave, 
zato podrobnejši podatki o posameznih anketirancih niso navedeni v magistrskem delu. 
Anketiranci, ki so odgovarjali na vnaprej postavljena vprašanja, so v anketi izrazili 
lastno prepriĉanje z izbiro ustrezne trditve (z obkroţenjem odgovora da ali ne).  Anketo 
sem izvedel s pomoĉjo Gospodarske zbornice Slovenije (GZS). Najprej sem 11. 11. 
2008 pisno prošnjo naslovil na gospoda Bojana Lepiĉnika, direktorja podjetja Ţale d. o. 
o., ki je tudi predsednik komisije Sekcije za pogrebno in pokopališko dejavnost v okviru 
Zbornice komunalnega gospodarstva na GZS, ter ga prosil za pomoĉ pri izvedbi 
ankete. Prošnja je bila obravnavana na seji delovne komisije Sekcije za pogrebno  in 
pokopališko dejavnost, ki je bila 12. 11. 2008 v Mariboru in na kateri so bili obravnavani 
pravni dokumenti ureditve podroĉja dejavnosti. Na tej osnovi sta 18. 11. 2008 direktor 
Zbornice komunalnega gospodarstva gospod Dušan Butina in gospod Bojan Lepiĉnik 
mojo anketo posredovala 41 podjetjem, ki so ĉlani zbornice in obenem kljuĉni 
upravljavci osebnih podatkov umrlih posameznikov, s prošnjo, da naj jo izpolnijo in 
vrnejo na naslov GZS. Na ta naĉin sem zbral 22 izpolnjenih anketnih vprašalnikov, eno 
podjetje pa je odgovorilo, da ne opravlja veĉ pogrebne dejavnosti in da zato ne bo 
vrnilo izpolnjenega anketnega vprašalnika. 
 
Vprašanja in odgovori na njih so v nadaljevanju navedeni v obliki preglednic: 
 
1. Ali veste, da je informacijska zasebnost in s tem varstvo osebnih podatkov 
posameznikov temeljna ĉlovekova pravica, varovana na podlagi mednarodnih 
predpisov, ustave in zakona? 
 
Odgovor Število Odstotek 
DA 22 100 
NE 0 0 
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2. Ali veste, da se pravo EU ne opredeljuje do vprašanja, ali varovati samo osebne 
podatke ţivih ali tudi umrlih oseb, temveĉ to vprašanje prepušĉa drţavam 
ĉlanicam EU, da ga samostojno uredijo? 
 
Odgovor Število Odstotek 
DA 5 23 
NE 17 77 
 
3. Ali veste, da so se skoraj vse evropske drţave, razen treh, med katerimi je tudi 
Slovenija, odloĉile, da v Zakonu o varstvu osebnih podatkov posebej ne varujejo 
osebnih podatkov umrlih oseb? 
 
Odgovor Število Odstotek 
DA 3 14 
NE 19 86 
 
4. Ali ste seznanjeni z doloĉili Zakona o varstvu osebnih podatkov ZVOP-1, ki varuje 
osebne podatke umrlih posameznikov oziroma umrlih oseb skoraj enako strogo 
kot osebne podatke ţivih posameznikov, torej kot ĉlovekovo pravico, ĉeprav se 
ĉlovekove pravice lahko nanašajo le na ţive osebe? 
  
Odgovor Število Odstotek 
DA 15 68 
NE 7 32 
 
5. Ali ste seznanjeni z doloĉili 23. ĉlena ZVOP-1, ki upravljavcem osebnih podatkov 
umrlih posameznikov, torej upravljavcem pokopališĉ, doloĉa vrsto strogih omejitev 
glede posredovanja osebnih podatkov umrlih posameznikov oziroma umrlih oseb, 
ki v praksi takšno posredovanje dejansko onemogoĉajo? 
 
Odgovor Število Odstotek 
DA 15 68 
NE 7 32 
 
6. Ali se strinjate z doloĉili ZVOP-1, ki upravljavcu pokopališĉa ne dovolijo, da bi 
obĉanu, kot pomoĉ pri iskanju nekega groba, v katerem je pokopan npr. obĉanov 
prijatelj Janez Novak, odgovoril na njegova vprašanja, kot so npr., ali je bil pokojni, 
katerega grob obĉan išĉe, ob smrti star 60 let, ali je bil rojen leta 1920, ali je umrl 
leta 1980? 
 
Odgovor Število Odstotek 
DA 2 9 
NE 20 91 
 
7. Ali se strinjate z doloĉili ZVOP-1, ki pogrebnemu podjetju ne dovolijo, da bi o 
bodoĉih pogrebih obvešĉal javnost preko objave urnika pogrebov na internetu in v 
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ĉasopisu ter ĉasopisom posredoval  osmrtnico, katero je naroĉnik pogreba naroĉil 
in plaĉal ter pri vsem tem navedel, da je npr. umrl Janez Novak, ki je bil star 80 let 
ali pa rojen leta 1928?  
 
Odgovor Število Odstotek 
DA 4 18 
NE 18 82 
 
8. Ali se strinjate z doloĉili 23. ĉlena ZVOP-1, ki doloĉajo, da mora npr. mati, ki ţeli 
priti do osebnih podatkov svojega umrlega sina, ali pa npr. hĉi, ki ţeli priti do 
osebnih podatkov o svoji umrli materi, ob pogoju, da nista bili naroĉnici pogreba, 
upravljavcu pokopališĉa prinesti potrdilo o sorodstvenem razmerju, da sta res 
sinova oz. materina zakonita dediĉa in obenem še dokazilo, ki izkazuje njun pravni 
interes do pridobitve teh podatkov? 
 
Odgovor Število Odstotek 
DA 7 32 
NE 15 68 
 
9. Ali se strinjate s sedanjo ureditvijo tega podroĉja, ko ZVOP-1 v skoraj enaki meri 
varuje osebne podatke ţivih oseb in umrlih oseb ter s tem povzroĉa posledice, ki 
so navedene v toĉkah od 5 do 8 tega vprašalnika? 
 
Odgovor Število Odstotek 
DA 4 18 
NE 18 82 
 
10. Ali se strinjate, da bi bilo zaradi vsega navedenega potrebno 23. ĉlen ZVOP-1 
omiliti in s tem olajšati dostop do osebnih podatkov umrlih posameznikov? 
 
Odgovor Število Odstotek 
DA 21 95 
NE 1 5 
 
11. Ali se strinjate, da bi bilo zaradi vsega navedenega potrebno 23. ĉlen ZVOP-1 
ĉrtati in s tem dovoliti prost dostop do osebnih podatkov umrlih posameznikov? 
 
Odgovor Število Odstotek 
DA 14 67 
NE 7 33 
 
 
Anketo so izpolnila in jo vrnila naslednja podjetja oziroma upravljavci osebnih podatkov 
umrlih posameznikov (mrliĉev): Komunala Tolmin javno podjetje d. d., Javno 
komunalno podjetje Log d. o. o., Ţale Javno podjetje d. o. o., Kostak komunalno 
stavbno podjetje d. d., KSP Hrastnik komunalno-stanovanjsko podjetje d. d., Komunala 
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javno podjetje d. o. o. (Murska Sobota), Javno komunalno podjetje Grosuplje d. o. o., 
Javno komunalno podjetje Dravograd d. o. o., Javno komunalno podjetje komunala 
Koĉevje d. o. o., Javno podjetje Komunala d. o. o. Sevnica,  Komunalno podjetje 
Velenje d. o. o., Javno komunalno podjetje Ţalec d. o. o., JP Komunala Radeĉe, 
Komunala d. o. o. Lendava, Javno podjetje Komunala Izola d. o. o., Komunala Trebnje 
d. o. o., Javno podjetje Komunalno stanovanjsko podjetje Litija d. o. o., Pogrebno 
podjetje Maribor d. d., Javno podjetje Komunala Slovenj Gradec d. o. o., Javno podjetje 
Komunala Cerknica d. o. o., Komunala Slovenska Bistrica d. o. o., Komunalno 
stanovanjsko podjetje d. d. Seţana. 
 
Rezultate ankete lahko strnimo v naslednje kljuĉne ugotovitve: 
 
 poznavanje informacijske zasebnosti je odliĉno - vsi anketiranci vedo, da je 
informacijska zasebnost in s tem varstvo osebnih podatkov posameznikov temeljna 
ĉlovekova pravica; 
 
 poznavanje evropske ureditve varstva osebnih podatkov umrlih posameznikov 
(mrliĉev) je slabo – le manj kot ĉetrtina anketirancev pozna ureditve tega varstva v 
drugih evropskih drţavah; 
 
 poznavanje slovenske ureditve tega podroĉja je dokaj dobro - dve tretjini 
anketirancev poznata obravnavana doloĉila ZVOP-1 na naĉelni ravni in konkretne 
posledice 23. ĉlena ZVOP-1; 
 
 glede slovenske ureditve tega podroĉja in doloĉil 23. ĉlena ZVOP-1 so si 
anketiranci dokaj enotni, saj se s sedanjo ureditvijo ne strinja kar 82 % 
anketirancev; 
 
 glede prve moţnosti rešitve nastalega stanja so si anketiranci povsem enotni – kar 
95 % anketirancev se strinja, da bi bilo potrebno doloĉila 23. ĉlena ZVOP-1 omiliti 
in s tem olajšati dostop do osebnih podatkov umrlih posameznikov (mrliĉev); 
 
 tudi glede druge moţnosti rešitve nastalega stanja so si anketiranci dokaj enotni – 
dve tretjini anketirancev se strinjata, da bi bilo potrebno doloĉila 23. ĉlena ZVOP-1 
ĉrtati in s tem dovoliti prost dostop do osebnih podatkov umrlih posameznikov. 
 
Rezultati ankete so, glede na posledice, ki jih povzroĉa 23. ĉlen ZVOP-1, logiĉni in v 
okviru priĉakovanj. Po eni strani kaţejo, da anketiranci dokaj dobro poznajo 
obravnavano podroĉje, po drugi strani pa istoĉasno kaţejo, da imajo o obstojeĉi 
zakonodaji oziroma 23. ĉlenu ZVOP-1 enotno mnenje. Zato je tudi njihovo sporoĉilo 
povsem nedvoumno: 23. ĉlen ZVOP-1 je potrebno ali omiliti in s tem olajšati dostop do 
osebnih podatkov umrlih posameznikov (mrliĉev) ali pa ĉrtati in s tem dovoliti prost 
dostop do osebnih podatkov umrlih posameznikov (mrliĉev). 
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7.2 RAZISKAVA MNENJA PRI NAKLJUČNO IZBRANIH OBČANIH 
 
To raziskavo sem izvedel s pomoĉjo anketnega vprašalnika, ki je bil anonimne narave, 
zato podatki o anketirancih niso navedeni v magistrskem delu. Anketiranci, ki so 
odgovarjali na vnaprej postavljena vprašanja, so v anketi izrazili lastno prepriĉanje z 
izbiro ustrezne trditve (z oznaĉitvijo odgovora da ali ne).  Anketo sem izvedel delno 
preko informacijske pisarne podjetja Ţale d. o. o., ko sta v njej zaposleni referentki 
anketo razdeljevali strankam, ki so se iz zglasile v njuni pisarni, delno pa preko 
prijateljev in znancev. Na ta naĉin sem zbral 60 izpolnjenih anketnih vprašalnikov. 
Vprašanja in odgovori na njih so v nadaljevanju navedeni v obliki preglednic: 
 
1. Ali veste, da je informacijska zasebnost in s tem varstvo osebnih podatkov 
posameznikov temeljna ĉlovekova pravica, varovana na podlagi mednarodnih 
predpisov, ustave in zakona? 
 
Odgovor Število Odstotek 
DA 28 47 
NE 32 53 
 
2. Ali veste, da se pravo EU ne opredeljuje do vprašanja, ali varovati samo osebne 
podatke ţivih ali tudi umrlih oseb, temveĉ to vprašanje prepušĉa drţavam 
ĉlanicam EU, da ga samostojno uredijo? 
 
Odgovor Število Odstotek 
DA 1 2 
NE 59 98 
 
3. Ali veste, da so se skoraj vse evropske drţave, razen treh, med katerimi je tudi 
Slovenija, odloĉile, da v Zakonu o varstvu osebnih podatkov posebej ne varujejo 
osebnih podatkov umrlih oseb? 
 
Odgovor Število Odstotek 
DA 1 2 
NE 59 98 
 
4. Ali ste seznanjeni z doloĉili Zakona o varstvu osebnih podatkov ZVOP-1, ki varuje 
osebne podatke umrlih posameznikov oziroma umrlih oseb skoraj enako strogo 
kot osebne podatke ţivih posameznikov, torej kot ĉlovekovo pravico, ĉeprav se 
ĉlovekove pravice lahko nanašajo le na ţive osebe?  
  
Odgovor Število Odstotek 
DA 19 32 
NE 41 68 
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5. Ali ste seznanjeni z doloĉili 23. ĉlena ZVOP-1, ki upravljavcem osebnih podatkov 
umrlih posameznikov, torej upravljavcem pokopališĉ, doloĉa vrsto strogih omejitev 
glede posredovanja osebnih podatkov umrlih posameznikov oziroma umrlih oseb, 
ki v praksi takšno posredovanje dejansko onemogoĉajo? 
 
Odgovor Število Odstotek 
DA 13 22 
NE 47 78 
 
6. Ali se strinjate z doloĉili ZVOP-1, ki upravljavcu pokopališĉa ne dovolijo, da bi 
vam, kot pomoĉ pri vašem iskanju nekega groba, v katerem je pokopan npr. vaš 
prijatelj Janez Novak, odgovoril na vaša vprašanja, kot so npr., ali je bil pokojni, 
katerega grob išĉete, ob smrti star 60 let, ali je bil rojen leta 1920, ali je umrl leta 
1980? 
 
Odgovor Število Odstotek 
DA 2 3 
NE 58 97 
 
7. Ali se strinjate z doloĉili ZVOP-1, ki pogrebnemu podjetju ne dovolijo, da bi o 
bodoĉih pogrebih obvešĉal javnost preko objave urnika pogrebov na internetu in v 
ĉasopisu ter ĉasopisom posredoval osmrtnico, katero je naroĉnik pogreba naroĉil 
in plaĉal ter pri vsem tem navedel, da je npr. umrl Janez Novak, ki je bil star 80 let 
ali pa rojen leta 1928?  
 
Odgovor Število Odstotek 
DA 3 5 
NE 57 95 
 
8. Ali se strinjate z doloĉili 23. ĉlena ZVOP-1, ki doloĉajo, da mora npr. mati, ki ţeli 
priti do osebnih podatkov svojega umrlega sina, ali pa npr. hĉi, ki ţeli priti do 
osebnih podatkov o svoji umrli materi, ob pogoju, da nista bili naroĉnici pogreba, 
upravljavcu pokopališĉa prinesti potrdilo o sorodstvenem razmerju, da sta res 
sinova oz. materina zakonita dediĉa in obenem še dokazilo, ki izkazuje njun pravni 
interes do pridobitve teh podatkov? 
 
Odgovor Število Odstotek 
DA 3 5 
NE 57 95 
 
9. Ali se strinjate s sedanjo ureditvijo tega podroĉja, ko ZVOP-1 v skoraj enaki meri 
varuje osebne podatke ţivih oseb in umrlih oseb ter s tem povzroĉa posledice, ki 





Odgovor Število Odstotek 
DA 2 3 
NE 58 97 
 
10. Ali se strinjate, da bi bilo zaradi vsega navedenega potrebno 23. ĉlen ZVOP-1 
omiliti in s tem olajšati dostop do osebnih podatkov umrlih posameznikov? 
 
Odgovor Število Odstotek 
DA 58 97 
NE 2 3 
 
11. Ali se strinjate, da bi bilo zaradi vsega navedenega potrebno 23. ĉlen ZVOP-1 
ĉrtati in s tem dovoliti prost dostop do osebnih podatkov umrlih posameznikov? 
 
Odgovor Število Odstotek 
DA 54 90 
NE 6 10 
 
Rezultate ankete lahko strnimo v naslednje kljuĉne ugotovitve: 
 
 poznavanje informacijske zasebnosti je povpreĉno - le slaba polovica anketirancev 
ve, da je informacijska zasebnost in s tem varstvo osebnih podatkov posameznikov 
temeljna ĉlovekova pravica; 
 
 poznavanje evropske ureditve varstva osebnih podatkov umrlih posameznikov 
(mrliĉev) je na minimalni ravni - skoraj noben anketiranec ne pozna ureditve tega 
varstva v drugih evropskih drţavah; 
 
 tudi poznavanje slovenske ureditve tega podroĉja je slabo - samo tretjina 
anketirancev pozna obravnavana doloĉila ZVOP-1 na naĉelni ravni in le petina 
konkretne posledice 23. ĉlena ZVOP-1; 
 
 glede slovenske ureditve tega podroĉja in doloĉil 23. ĉlena ZVOP-1 so si 
anketiranci povsem enotni, saj se s sedanjo ureditvijo ne strinja kar 97 % 
anketirancev; 
 
 tudi glede prve moţnosti rešitve nastalega stanja so si anketiranci povsem enotni - 
kar 97 % anketirancev se strinja, da bi bilo potrebno doloĉila 23. ĉlena ZVOP-1 
omiliti in s tem olajšati dostop do osebnih podatkov umrlih posameznikov (mrliĉev); 
 
 tudi glede druge moţnosti rešitve nastalega stanja so si anketiranci skoraj povsem 
enotni - 90 % anketirancev se strinja, da bi bilo potrebno doloĉila 23. ĉlena ZVOP-1 
ĉrtati in s tem dovoliti prost dostop do osebnih podatkov umrlih posameznikov. 
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Rezultati ankete so, glede na posledice, ki jih povzroĉa 23. ĉlen ZVOP-1, logiĉni in v 
okviru priĉakovanj. Ĉeprav po eni strani kaţejo, da anketiranci slabo poznajo 
obravnavano podroĉje, po drugi strani istoĉasno kaţejo, da imajo o obstojeĉi 
zakonodaji oziroma 23. ĉlenu ZVOP-1 enotno mnenje. Zato je tudi njihovo sporoĉilo 
povsem nedvoumno: 23. ĉlen ZVOP-1 je potrebno ali omiliti in s tem olajšati dostop do 
osebnih podatkov umrlih posameznikov (mrliĉev) ali pa ĉrtati in s tem dovoliti prost 
dostop do osebnih podatkov umrlih posameznikov (mrliĉev). 
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8 RAZISKAVA NEKATERIH REŠITEV V DRUGIH DRŢAVAH 
IN DRUGAČNO GLEDANJE 
 
8.1 PRIMERJALNOPRAVNA UREDITEV VARSTVA OSEBNIH 
PODATKOV UMRLIH POSAMEZNIKOV (MRLIČEV) V NEKATERIH 
DRUGIH DRŢAVAH 
 
Pri preuĉevanju tega problema sem preuĉil zakone o varstvu osebnih podatkov v 
dvajsetih evropskih drţavah, tako ĉlanicah EU, kandidatki za vstop v EU in nekaterih 
drugih evropskih drţavah, vseh pa ĉlanicah SE, in sicer Avstriji, Bolgariji, Cipru, Ĉeški, 
Danski, Franciji, Hrvaški, Italiji, Latviji, Lihtenštajnu, Litvi, Madţarski, Nemĉiji, 
Nizozemski, Slovaški, Srbiji, Španiji, Švedski, Švici in Zdruţenem kraljestvu. 
 
Zakoni kar osemnajstih drţav, ki predstavljajo veliko veĉino obravnavanih drţav, ne 
omenjajo varstva osebnih podatkov umrlih posameznikov (mrliĉev). V teh drţavah 
osebne podatke umrlih posameznikov (mrliĉev) obravnavajo kot osebnostno pravico, ki 




V Italiji varstvo osebnih podatkov ureja Zakon o varstvu osebnih podatkov (Personal 
Data Protection Code) 74.  
 
Registri o smrtih so prviĉ omenjeni v Delu II – ukrepi, ki veljajo za posamezne posebne 
sektorje, Naslovu IV – postopek obdelave v javnem sektorju, Poglavju III – registri 





(Občutljivi ter sodni podatki) 
  
1. Razlog zakaj se vodijo registri o rojstvih, smrtih in porokah, registri o prebivalstvu 
za prebivalce v Italiji ter italijanske drţavljane, ki bivajo v tujini ter elektorski 
seznami, kot tudi izdajanje identifikacijskih dokumentov ali omogoĉanje 





(Povpraševanje po dokumentih) 
  
                                            
74
 Legislative Decree no. 196 of 30 June 2003. 
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1. Po dokumentih, ki zadevajo registre rojstev, smrti in porok, ki se hranijo v drţavnem 
arhivu, se lahko povprašuje, ĉe je to v skladu s poglavjem 107 uredbe z zakonsko 
moĉjo št. 490 iz 29. oktobra 1999. 
 
 
Registri o smrti so drugiĉ omenjeni v Delu III – pomoĉ in sankcije, Naslovu IV – dodatki, 




(Register prebivalstva, register rojstev, smrti in porok ter elektorski seznami) 
  
1. Lokalne obĉine lahko uporabljajo samo sezname, ki so navedeni v poglavju 34(1) 
predsedniške odredbe št. 223 iz 30. maja 1989 za javno korist za uresniĉevanje 
odloĉb o institucionalni komunikaciji. 
 
2. V sedmem odstavku poglavja 28 zakona št. 184 iz 4. maja 1983, kasneje je bil 
spremenjen in je zamenjan s sledeĉim: »7. Dostop do navedenih informacij ni 
dovoljen, če ob otrokovem rojstvu mati nasprotuje imenovanju v skladu s poglavjem 
30(1)  predsedniške odredbe št. 396 iz 3. novembra 2000.« 
 
3. Povzetki dokumentov, ki so vkljuĉeni v register rojstev, smrti in porok glede na 107. 
poglavje predsedniške odredbe št. 396 iz 3. novembra 2000, se lahko posredujejo 
samo osebam, ki so predmet teh dokumentov, ali pa na podlagi utemeljene 
zahteve, ki dokazuje oseben, dejanski interes pogodbene prosilke, ki brani pravni 
zahtevek, oz. po preteku sedemdesetih let, ko so bili dokumenti narejeni. 
 
4. V poglavju 5(1) predsedniške odredbe št. 223 iz 20. marca 1967 se izbrišeta ĉrki d) 
in e). 
 
5. V 51. poglavju predsedniške odredbe št. 223 iz 20. marca 1967 se peti odstavek 
zamenja s sledeĉim: »Kopija elektorskega seznama se lahko posreduje samo za 
namen uresničevanja odločb o elektorjih ter kandidatih, za izvedbo študij ter za 
statistične, znanstvene ter zgodovinske raziskovalce, ali za raziskovalce v 
socialnem sektorju, ali za druge namene javnega interesa.« 
 
 
Umrle osebe so prviĉ omenjene v Aneksu št. 2 – obdelovanje osebnih podatkov v 
znanstvene namene, Poglavju II – pravila, ki veljajo za arhivsko upravljanje in 












1. Arhivarji morajo omogoĉiti pravico do posodabljanja, popravljanja ali dodajanja 
podatkov ter zagotoviti tako hranjenje podatkov, da je originalni vir še vedno loĉen 
od kakršnih koli dodatkov. 
 
2. Na podlagi uresniĉevanja 13. poglavja v zakonu št. 675/1996 bodo arhivarji 
omogoĉili uporabo vseh primernih iskalnih orodij in virov, v primeru, da se pojavi 
splošna zahteva po dostopu do veĉje serije podatkov in/ali dokumentov; prav tako 
bodo osebi, ki to zahteva posredovali ustrezne napotke ter na ta naĉin olajšali 
pregledovanje. 
 
3. Ĉe je potrebno uresniĉiti pravico v skladu s poglavjem 13(1) zakona št. 675/1996, 
ko se oseba zanima za osebne podatke, ki se tiĉejo umrle osebe ali dokumentov, ki 
segajo daleĉ v preteklost, se obstoj relevantnega interesa oceni tudi z 




Italijanski Zakon o varstvu osebnih podatkov obravnava registre o smrtih, ki se vodijo v 
javnem sektorju in se hranijo v drţavnih arhivih. Dostop do osebnih podatkov umrlih 
posameznikov torej v Italiji poteka le v drţavnih arhivih.  
 
V italijanskem Zakonu o varstvu osebnih podatkov ni, za razliko od slovenskega ZVOP-
1, posebnega ĉlena o varstvu osebnih podatkov umrlih posameznikov (mrliĉev). 
 
Zaradi vsega navedenega se italijanska ureditev varstva osebnih podatkov umrlih 
posameznikov (mrliĉev) razlikuje od slovenske ureditve v dveh pomembnih vidikih. 
 
V Italiji kot upravljavec osebnih podatkov umrlih posameznikov (mrliĉev) nastopa le 
javni sektor, v Sloveniji pa nastopata tako javni kot tudi zasebni sektor.  
 
V Italiji je upravljavec osebnih podatkov umrlih posameznikov (mrliĉev) in s tem mesto 
hranjenja ter dostopa do njih le drţavni arhiv. V Sloveniji pa je upravljavec osebnih 
podatkov umrlih posameznikov (mrliĉev) in s tem mesto hranjenja ter dostopa do njih 
vsaka pravna ali fiziĉna oseba, ki opravlja takšno dejavnost, da tovrstni osebni podatki 
pri njej nastanejo in se hranijo. Poleg tega pa je, po preteku doloĉenega obdobja, ki pa 
ne sme biti daljše od tridesetih let po nastanku gradiva, mesto hranjenja in dostopa do 




V Slovaški varstvo osebnih podatkov ureja Zakon št. 428 z dne 3. julija 2002 o varstvu 
osebnih podatkov (ACT N. 428 of 3 July 2002 on Personal Data Protection). 
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Umrla oseba je prviĉ omenjena v Delu II – pravice, dolţnosti in odgovornosti pri 
obdelovanju osebnih podatkov, Poglavju I – naĉela pri obdelavi osebnih podatkov, in 




Privoljenje osebe, na katero se podatki nanašajo 
 
(1) Obdelava osebnih podatkov se lahko izvaja samo s soglasjem osebe, na katero 
se podatki nanašajo. Upravljavec mora zagotoviti nazornost soglasja, tako da se 
lahko predstavi nek dokaz. 
 
(2) Dokaz nazornega soglasja mora veĉinoma vkljuĉevati podatke o osebi, ki daje 
svoje soglasje, o tem, kdo to soglasje dobi, njegov namen, seznam osebnih 
podatkov, obdobje veljavnosti in pogoje za umaknitev soglasja. Pisno soglasje 
brez lastnoroĉnega podpisa osebe, ki to soglasje izdaja, se smatra za neveljavno. 
Elektronski podpis, ki ga ureja drug zakon se lahko uporabi kot elektronski 
dokument.  
 
(3) Soglasja iz prvega odstavka ni potrebno zahtevati, ko se osebni podatki 
obdelujejo na podlagi drugega zakona75, ki doloĉa seznam osebnih podatkov, 
namen njihove obdelave, pogoje pridobivanja ter skupino podatkovnih subjektov. 
 
(4) Soglasje iz prvega odstavka ni potrebno, ĉe 
 
a) se osebni podatki obdelujejo brez razkrivanja ter da so nedostopni, samo za 
namen znanstvenih, umetnostnih in literarnih del in ko obdelavo izvaja 
upravljavec, kateremu to predstavlja obveznost, ki je posledica 
njegovega/njenega dela, 
b) se obdelani osebni podatki uporabljajo za statistiĉne namene; v tem primeru 
morajo biti osebni podatki anonimni, 
c) je obdelava osebnih podatkov potrebna za varovanje ţivljenjskih interesov 
subjekta, ki je pravno nesposoben ali pa je fiziĉno nezmoţen dati svoje 
soglasje in ko se ne da pridobiti soglasja njegovih/njenih pravnih zastopnikov, 
d) je subjekt obdelave izkljuĉno naziv, ime, priimek in naslov osebe, na katero se 
podatki nanašajo, brez povezave z drugimi podatki ter da se uporabijo 
izkljuĉno za potrebe upravljavĉeve poštne komunikacije z osebo, na katero se 
ti podatki nanašajo ter za hranitev teh podatkov; ko je delo upravljavca 
neposredni marketing, se ti osebni podatki lahko posredujejo samo, ĉe se 
posredujejo drugemu upravljavcu, ki opravlja enako delo izkljuĉno za namen 
neposrednega pošiljanja pošte, brez moţnosti dostopanja in razkrivanja, ter 
                                            
75
 Npr. poglavja 38 do 41 Nacionalnega sveta SR Zakona št. 387/1996 o zaposlovanju, poglavje 
11a, drugi odstavek SR Zakona o Drţavnem zboru št. 542/1990, o drţavni upravi v šolskem 
sistemu ter o šolski samoupravi, kakor je bil spremenjen Zakon št. 416/2001, o prenosu 
nekaterih pristojnosti organov javne uprave na obĉine in višje ozemeljske enote. 
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oseba, na katero se ti podatki nanašajo ni podala pisne zavrnitve v skladu s 
ĉlenom 20, tretji odstavek, pododstavek c) ali 
e) se obdelujejo ţe razkriti podatki; v tem primeru je potrebno te osebne podatke 
ustrezno oznaĉiti. 
 
(5) Oseba, ki ni tista oseba, na katero se podatki nanašajo, z izjemo oseb, ki so 
navedene v osmem in devetem odstavku, lahko da osebne podatke osebe, za 
katero se ti podatki vnašajo v informacijski sistem, le z njenim pisnim soglasjem. 
To ne velja, ko organi kazenskega pregona izvajajo svoje naloge, ali ko se osebni 
podatki posredujejo v informacijski sistem na podlagi drugega zakona76, ki doloĉa 
seznam osebnih podatkov, namen njihove obdelave in pogoje zbiranja. 
 
(6) Obdelani osebni podatki osebe, na katero se ti podatki nanašajo, se lahko 
posredujejo, dovoli dostop do njih ali objavijo samo s pisnim soglasjem te osebe. 
To ni potrebno za izvajanje nalog organov kazenskega pregona, ali ko se osebne 
podatke posreduje, se dovoli dostop ali objavi v informacijskih sistemih na podlagi 
drugega zakona77, ki doloĉa seznam osebnih podatkov, namen in pogoje 
oskrbovanja, dostopa ali objave osebnih podatkov ter tudi pravne osebe, fiziĉne 
osebe ali osebe v tujini, na katere se nanašajo podatki, ali ki so na voljo. 
 
(7) Tisti, ki ţeli razkriti osebne podatke osebe, na katero se ti podatki nanašajo, se ne 
smejo vmešavati v pravico do varovanja osebe in zasebnosti na nepooblašĉen 
naĉin; njihovo razkritje ne sme biti v nasprotju z dejanskimi nameni osebe, na 
katero se ti podatki nanašajo78.  
 
(8) Ĉe oseba, na katero se ti podatki nanašajo, pravno ni sposobna79, potem se 
dovoljenje, ki ga zahteva ta zakon, pridobi od njegovega/njenega pravnega 
zastopnika80. 
 
(9) Če je oseba, na katero se ti podatki nanašajo, umrla, potem lahko soglasje, 
ki je po tem zakonu potrebno, dajo tudi njegovi/njeni pravni nasledniki81. 
Soglasje ne velja, če eden od teh pravnih naslednikov poda ugovor v pisni 
obliki. 
 
(10) Kadar so obdelani podatki del veljavne pogodbe, kjer je ena od strank oseba, na 
katero se ti podatki nanašajo, in ki vkljuĉujejo posebnosti iz drugega odstavka, 
potem lastnoroĉni podpis osebe, na katero se nanašajo podatki, istoĉasno velja 
za pisno soglasje za obdelavo osebnih podatkov. 
 
                                            
76
 Npr. poglavje 17, petnajsti odstavek splošnega dela Priloge 5 Zakonu št. 241/2001 o 
varovanju zaupnih podatkov ter o popravljanju in dopolnjevanju doloĉenih drugih zakonov. 
77
 Npr. poglavje 11, tretji odstavek Zakona o slovaškem drţavnem zboru št. 542/1990, kot je 
popravljen, poglavje 20 zakona št. 241/2001. 
78
 Poglavja 11 do 16 Civilnega zakonika. 
79
 Poglavje 8 Civilnega zakonika. 
80
 Poglavja 26 do 30 Civilnega zakonika 
81
 Poglavje 116 Civilnega zakonika. 
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(11) Osebni podatki osebe, na katero se ti podatki nanašajo, se lahko posredujejo iz 
informacijskega sistema drugi pravni osebi, fiziĉni osebi ali osebi v tujini, samo ĉe 
obstaja pisni dokument o soglasju, kjer ta zakon to soglasje zahteva; tisti, ki 
posreduje te podatke na ta naĉin lahko pisni dokument s soglasjem zamenja z 
upravljavĉevo pisno izjavo o soglasju, ki jo je posredovala oseba, na katero se ti 
podatki nanašajo, s katero upravljavec lahko dokaţe, da je oseba, na katero se ti 
podatki nanašajo, posredovala pisno soglasje. 
 
(12) Osebni podatki iz ĉetrtega odstavka, pododstavek c), in iz ĉlena 9, prvi odstavek, 
pododstavek b), se lahko obdelujejo brez soglasja osebe, na katero se ti podatki 
nanašajo, samo za tisto obdobje, ko obstajajo razlogi, ki prepreĉujejo pridobitev 
soglasja osebe, na katero se ti podatki nanašajo. Ko teh razlogov ni veĉ, mora 
tisti, ki podatke obdeluje pridobiti soglasje osebe, na katero se ti podatki 
nanašajo. 
 
(13) Oseba, ki trdi, da obdeluje razkrite osebne podatke, mora, ĉe se to zahteva, 
Uradu dokazati, da so bili obdelani osebni podatki ţe razkriti.  
 
(14) Uporabnik lahko obdeluje dostopne osebne podatke osebe, na katero se ti 
podatki nanašajo, samo za svoje potrebe, za osebne ali druţinske potrebe. 
 
 
Umrla oseba je drugiĉ omenjena v Poglavju III – varovanje pravic osebe, na katero se 




Pravice osebe, na katero se podatki nanašajo 
 
(1) Oseba, na katero se podatki nanašajo, ima pravico od upravljavca pisno 
zahtevati: 
 
a) Informacije o stanju pri obdelavi njegovih/njenih podatkov v informacijskem 
sistemu v skladu s ĉlenom 25, tretji odstavek. 
b) Toĉne informacije glede vira, od koder so bili osebni podatki obdelani v skladu 
s ĉlenom 7, ĉetrti odstavek, pododstavka d) in e). 
c) Kopijo svojih osebnih podatkov, ki so predmet obdelave. 
d) Popravek nepravilnih ali zastarelih podatkov v postopku obdelave. 
e) Uniĉenje svojih osebnih podatkov, ko je namen obdelave glede na ĉlen 13, 
prvi odstavek, doseţen; ĉe so predmet obdelave uradni dokumenti, ki 
vkljuĉujejo osebne podatke, potem lahko oseba prosi za vraĉilo. 
f) Uniĉenje svojih osebnih podatkov, ki so predmet obdelave, ĉe se s tem krši 
zakon.  
     
(2) Pravice osebe, na katero se podatki nanašajo, se lahko omejujejo na podlagi 
prvega odstavka, pododstavka d) in e), ĉe ta omejitev izhaja iz drugega razloga, 
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ali pa ĉe bi njihova uporaba kršila varovanje osebe, na katero se podatki nanašajo 
ali pa pravice in svobošĉine drugih oseb.  
 
(3) Oseba, na katero se podatki nanašajo, ima, brez dodatnih stroškov, na podlagi 
pisne zahteve pravico do ugovora zoper: 
 
a) obdelavo kakršnihkoli svojih osebnih podatkov za katere priĉakuje, da bodo 
obdelani za namen neposrednega marketinga brez njegovega/njenega 
soglasja in lahko zahteva njihovo uniĉenje. 
b) uporabo osebnih podatkov iz ĉlena 7, ĉetrti odstavek, pododstavek d), za 
namen neposrednega marketinga ali poštne komunikacije ali 
c) priskrbovanje podatkov iz ĉlena 7, ĉetrti odstavek, pododstavek d), za namen 
neposrednega marketinga ali poštne komunikacije. 
 
(4) Oseba, na katero se nanašajo podatki, mora imeti pravico do ugovora in ne biti 
predmet kakršne koli upravljavĉeve odloĉitve, ki bi imela pravne posledice oz. bi 
imela pomembne posledice za to osebo, ĉe se take odloĉitve sprejemajo izkljuĉno 
na podlagi avtomatske obdelave njegovih/njenih osebnih podatkov. Ta pravica je 
omejena samo ĉe to doloĉa poseben zakon82, kjer so doloĉeni pogoji, ki 
zagotavljajo pravne interese osebe, na katere se podatki nanašajo, ali omejitve 
pravic, ki izvirajo iz pogodbe med upravljavcem in osebo, na katero se podatki 
nanašajo. 
 
(5) Oseba, na katero se podatki nanašajo, ima pravico do nestrinjanja z obvestilom iz 
ĉlena 23, petega odstavka, ter do pisne zavrnitve prenosa svojih osebnih 
podatkov: 
 
a) osebam, ki imajo svoj sedeţ ali stalni naslov v tujini, z izjemo oseb, ki so 
imenovane v pododstavku b); pa še to samo v primeru, da ciljna drţava lahko 
zagotovi primerno raven varovanja ali 
b) organizacijski komponenti upravljavca ali njegovega nadrejenega organa, ĉe 
ciljna drţava ne more zagotoviti ustreznega nivoja varovanja in se prenos 
lahko opravi samo s soglasjem osebe, na katero se podatki nanašajo.  
 
(6) Ĉe oseba, na katero se podatki nanašajo odkrije, da so njegovi/njeni osebni 
podatki predmet nepooblašĉene obdelave, potem oseba, na katero se podatki 
nanašajo, lahko o tem obvesti Urad. 
 
(7) Ĉe oseba, na katero se nanašajo podatki ni pravno sposobna83, potem lahko 
njegov/njen pravni zastopnik uveljavlja njegove/njene pravice84. 
 
(8) Če je oseba, na katero se podatki nanašajo umrla, potem lahko njegovi/njeni 
pravni nasledniki85 uveljavljajo njegove/njene pravice.  
                                            
82
 Npr. poglavji 121 in 122 Zakona št. 100/1988 o socialni varnosti, v popravljeni obliki. 
83
 Poglavje 8 Civilnega zakonika. 
84




Zagotavljanje informacij osebam, na katere se nanašajo 
 
(1) Upravljavec brezplaĉno zadosti zahtevam oseb, na katere se podatki nanašajo, 
kot so navedene ĉlenu v 20, prvem odstavku, pododstavkih a), d), f). 
 
(2) Upravljavec brezplaĉno priskrbi podatke osebam, na katere se podatki nanašajo, 
kot so doloĉeni v ĉlenu 20, prvem odstavku, pododstavkih b) in c), z izjemo 
plaĉila, ki ne sme presegati višine materialnih stroškov, povezanih z izdelavo 
kopij, nabave tehniĉnih nosilcev in pošiljanja informacij posameznikom, ĉe drug 
zakon ne pogojuje drugaĉe86. 
 
(3) Upravljavec zadosti potrebam po podatkih od oseb, na katere se podatki 
nanašajo, kot je navedeno v ĉlenu 20, in jih pisno obvesti najkasneje v 30 dneh 




Obvestilo o omejitvah pravic oseb, na katere se podatki nanašajo 
 
Upravljavec nemudoma obvesti osebe, na katere se podatki nanašajo, in Urad o 
omejitvi pravic osebe, na katero se podatki nanašajo, iz ĉlena 20, prvega odstavka, 




V slovaškem Zakonu o varstvu osebnih podatkov ni, za razliko od slovenskega ZVOP-
1, posebnega ĉlena o varstvu osebnih podatkov umrlih posameznikov. 
 
Ko je govor o dopustnosti obdelave osebnih podatkov umrlih posameznikov (mrliĉev), 
se slovaški Zakon o varstvu osebnih podatkov in slovenski ZVOP-1 v osnovi ne 
razlikujeta. Pri obeh je obdelava dopustna, ĉe tako doloĉa nek drug zakon. Vendar pa 
je med njima vseeno bistvena razlika glede moţnosti prepovedi takšne obdelave. Po 
slovaškem Zakonu o varstvu osebnih podatkov lahko pravni nasledniki pokojnika 
obdelavo prepovedo na naĉin, da eden poda ugovor v pisni obliki, po slovenskem 
ZVOP-1 pa te moţnosti nimajo. 
 
Bistvena razlika med slovaškim Zakonom o varstvu osebnih podatkov in slovenskih 
ZVOP-1 je tudi v posredovanju osebnih podatkov umrlih posameznikov (mrliĉev). Po 
slovaškem Zakonu o varstvu osebnih podatkov pravice umrle osebe, torej umrlega 
posameznika, uveljavljajo njegovi pravni nasledniki. Zaradi tega imajo ţe v osnovi 
pravico do pridobitve osebnih podatkov o umrli osebi in to brezpogojno, brez 
kakršnihkoli dodatnih omejitev. Slovenski ZVOP-1 je glede tega veliko stroţji in bolj 
                                                                                                                                
85
 Poglavje 116 Civilnega zakonika. 
86
 Npr. Zakon Nacionalnega sveta SR št. 162/1995, v popravljeni obliki. 
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omejevalen. Po slovenskem ZVOP-1 lahko upravljavec osebnih podatkov podatke o 
umrlem posamezniku (mrliĉu) posreduje osebi, ki je po zakonu, ki ureja dedovanje, 
njegov zakoniti dediĉ prvega in drugega dednega reda, ĉe za uporabo osebnih 
podatkov izkaţe pravni interes, umrli posameznik pa ni pisno prepovedal posredovanja 
teh osebnih podatkov. Dodatna pogoja, ki ju postavlja ZVOP-1, sta torej pravni interes 
dediĉa in predhodna prepoved posredovanja teh podatkov s strani umrlega 
posameznika. 
 
8.2 INFORMACIJSKI PANEL (INFOMAT) V ŠPANIJI 
 
Španija je zanimiva kot stara ĉlanica EU. Idejo o informacijskem panelu (infomatu) so v 
podjetju Ţale d. o. o. dobili prav v Barceloni jeseni leta 2003 na pokopališĉu Poble Nou. 
Tamkajšnji informacijski panel (infomat), v primerjavi s kasnejšim informacijskim 
panelom podjetja Ţale d. o. o., omogoĉa samo dostop do interneta ter vsebuje iskalnik 
pokojnikov z imena in priimka pokojnika v povezavi z zemljevidom in izpisom najkrajše 
poti do groba. Resda ne vsebuje drugih osebnih podatkov pokojnikov, vendar so 
Španci (Katalonci) pri tem v prednosti, ker imajo dva priimka, kar iskanje moĉno olajša. 
 




Vir: podjetje Ţale d. o. o.
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Slika 4: Informacijski panel (infomat) v Barceloni – prikaz zemljevida pokopališča 




Vir: podjetje Ţale d. o. o. 
 
8.3 SPLETNI ISKALNIK POKOJNIKOV NA HRVAŠKEM 
 
Hrvaška je zanimiva kot kandidatka za ĉlanico EU in zaradi tega, ker so v podjetju Ţale 
d. o. o. idejo o iskalniku pokojnikov v informacijskem panelu (infomatu) in na spletni 
strani prikazali prav v Zagrebu, v okviru letne skupšĉine mednarodnega Zdruţenja 
kulturno pomembnih evropsko pokopališĉ zdruţenja ASCE, spomladi leta 2005, ko so 
predstavili Vizije podjetja Ţale d. o. o.. 
 
Medtem, ko v podjetju Ţale d. o. o. zaradi slovenske zakonodaje njihove ideje o 
iskalniku pokojnikov na spletni strani še vedno niso uresniĉili, in jo do spremembe 
zakonodaje zagotovo tudi ne bodo, na Hrvaškem te ovire v zakonodaji ni, zato so v 
podjetju Gradska groblja Zagreb lahko prisluhnili potrebam in priĉakovanjem 
uporabnikov in idejo podjetja Ţale d. o. o. uresniĉili. 
 
Njihov iskalnik pokojnikov prikaţe tako starost pokojnika, kakor tudi datum njegove 








Slika 5: Spletna stran podjetja Gradska groblja Zagreb – iskalnik pokojnikov 
  
 
Ime: Draţen    Prezime: 
Petrović




Starosna dob:  od:  
 do:
   
 godina. 
   
 
  
Godina smrti:  od:  
  do




Groblje: SVA GROBLJA  
 
Unesite najmanje jedan uvijet pretraţivanja! 
 
 
PronaĊeno je ukupno 1 zapisa! Prikaz rezultata 1-1 na stranici 1/1.  
  











8.4 DRUGAČNO GLEDANJE 
 
Da pa je mogoĉe na to problematiko gledati tudi drugaĉe, dokazuje mnenje, ki ga je 
Matej Avbelj, direktor Pravnega inštituta izrazil v ĉasniku Delo, ko je navedel, da se 
informacijska pooblašĉenka pri svojem delu pogosto zanaša na ĉisti pravni formalizem. 
Objava podatkov o pogrebih pokojnikov pa z vidika naĉela sorazmernosti in ob 
upoštevanju tekmujoĉih interesov in morebitne povzroĉitve škode ni vprašanje, ki bi 
zahtevalo razkazovanje pravnih mišic, ampak ga je treba rešiti zdravorazumsko. Tudi s 
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9 DOSEŢENI REZULTATI IN CILJI RAZISKAVE  
 
1. Informacijska zasebnost in s tem varstvo osebnih podatkov (ţivih) posameznikov je 
temeljna ĉlovekova pravica, ki je v Sloveniji ustrezno varovana na podlagi 
mednarodnih predpisov, ustave in zakona.  
 
2. Primerjalnopravno so ureditve varstva osebnih podatkov umrlih oseb v EU urejene 
razliĉno, saj se Dir-VOP ne opredeljuje do vprašanja, ali se po njenih doloĉbah 
varujejo osebni podatki samo ţivih posameznikov (ljudi) ali tudi umrlih 
posameznikov (mrliĉev), temveĉ to vprašanje prepušĉa drţavam ĉlanicam EU, da 
ga samostojno uredijo. Zaradi tega je ureditev tega podroĉja v Sloveniji, predvsem 
23. ĉlen ZVOP-1, s formalnega vidika skladna z evropskim pravnim redom. 
 
3. Zakoni o varstvu osebnih podatkov v osemnajstih evropskih drţavah, tako ĉlanicah 
EU, kandidatki za vstop v EU in nekaterih drugih evropskih drţavah, vseh pa 
ĉlanicah SE, in sicer Avstriji, Bolgariji, Cipru, Ĉeški, Danski, Franciji, Hrvaški, Latviji, 
Lihtenštajnu, Litvi, Madţarski, Nemĉiji, Nizozemski, Srbiji, Španiji, Švedski, Švici in 
Zdruţenem kraljestvu ne omenjajo varstva osebnih podatkov umrlih posameznikov 
(mrliĉev). Izjemi sta le dve drţavi, Italija in Slovaška, pa še ti dve imata drugaĉna in 
manj stroga doloĉila kot slovenski ZVOP-1. 
 
4. Italijanski Zakon o varstvu osebnih podatkov obravnava registre o smrtih, ki se 
vodijo v javnem sektorju in se hranijo v drţavnih arhivih. Dostop do osebnih 
podatkov umrlih posameznikov (mrliĉev) torej v Italiji poteka le v drţavnih arhivih. V 
italijanskem Zakonu o varstvu osebnih podatkov ni, za razliko od slovenskega 
ZVOP-1, posebnega ĉlena o varstvu osebnih podatkov umrlih posameznikov 
(mrliĉev). Zaradi vsega navedenega se italijanska ureditev varstva osebnih 
podatkov umrlih posameznikov (mrliĉev) razlikuje od slovenske ureditve v dveh 
pomembnih vidikih. V Italiji kot upravljavec osebnih podatkov umrlih posameznikov 
(mrliĉev) nastopa le javni sektor, v Sloveniji pa nastopata tako javni kot tudi zasebni 
sektor.  V Italiji je upravljavec osebnih podatkov umrlih posameznikov (mrliĉev) in s 
tem mesto hranjenja ter dostopa do njih le drţavni arhiv. V Sloveniji pa je 
upravljavec osebnih podatkov umrlih posameznikov (mrliĉev) in s tem mesto 
hranjenja ter dostopa do njih vsaka pravna ali fiziĉna oseba, ki opravlja takšno 
dejavnost, da tovrstni osebni podatki pri njej nastanejo in se hranijo. Poleg tega pa 
je, po preteku doloĉenega obdobja, ki pa ne sme biti daljše od tridesetih let po 
nastanku gradiva, mesto hranjenja in dostopa do njih tudi arhiv. Vendar ne drţavni, 
paĉ pa arhiv samoupravne lokalne skupnosti. 
 
5. V slovaškem Zakonu o varstvu osebnih podatkov ni, za razliko od slovenskega 
ZVOP-1, posebnega ĉlena o varstvu osebnih podatkov umrlih posameznikov 
(mrliĉev). Ko je govora o dopustnosti obdelave osebnih podatkov umrlih 
posameznikov (mrliĉev), se slovaški Zakon o varstvu osebnih podatkov in slovenski 
ZVOP-1 v osnovi ne razlikujeta. Pri obeh je obdelava dopustna, ĉe tako doloĉa nek 
drug zakon. Vendar pa je med njima vseeno bistvena razlika glede moţnosti 
 144 
prepovedi takšne obdelave. Po slovaškem Zakonu o varstvu osebnih podatkov 
lahko pravni nasledniki pokojnika obdelavo prepovedo na naĉin, da eden poda 
ugovor v pisni obliki, po slovenskem ZVOP-1 pa te moţnosti nimajo. Bistvena 
razlika med slovaškim Zakonom o varstvu osebnih podatkov in slovenskih ZVOP-1 
je tudi v posredovanju osebnih podatkov umrlih posameznikov (mrliĉev). Po 
slovaškem Zakonu o varstvu osebnih podatkov pravice umrle osebe, torej umrlega 
posameznika (mrliĉa), uveljavljajo njegovi pravni nasledniki. Zaradi tega imajo ţe v 
osnovi pravico do pridobitve osebnih podatkov o umrli osebi in to brezpogojno, brez 
kakršnihkoli dodatnih omejitev. Slovenski ZVOP-1 je glede tega veliko stroţji in bolj 
omejevalen. Po slovenskem ZVOP-1 lahko upravljavec osebnih podatkov podatke 
o umrlem posamezniku (mrliĉu) posreduje osebi, ki je po zakonu, ki ureja 
dedovanje, njegov zakoniti dediĉ prvega in drugega dednega reda, ĉe za uporabo 
osebnih podatkov izkaţe pravni interes, umrli posameznik pa ni pisno prepovedal 
posredovanja teh osebnih podatkov. Dodatna pogoja, ki ju postavlja ZVOP-1, sta 
torej pravni interes dediĉa in predhodna prepoved posredovanja teh podatkov s 
strani umrlega posameznika (mrliĉa). 
 
6. Med vsemi dvajsetimi obravnavanimi drţavami je prav slovenski ZVOP-1 najstroţji 
in najbolj omejevalen v pogledu varovanja osebnih podatkov umrlih posameznikov 
(mrliĉev) ter pri tem izrazito odstopa od naĉina varovanja osebnih podatkov v 
drugih obravnavanih evropskih drţavah. 
 
7. Ĉeprav se osebnostne pravice ter ĉlovekove pravice in temeljne svobošĉine 
dejansko lahko nanašajo le na ţivega posameznika (ĉloveka) in ne na umrlega 
posameznika (mrliĉa), v Sloveniji varstvo osebnih podatkov umrlih posameznikov 
(mrliĉev) oziroma 23. ĉlen ZVOP-1 temelji in obenem predstavlja konkretizacijo 35. 
ĉlena ustave oziroma »Varstva pravic zasebnosti in osebnostnih pravic« in 38. 
ĉlena ustave »Varstva osebnih podatkov«. Zaradi tega se mi postavlja dvom, ali je 
ureditev 23. ĉlena ZVOP-1 skladna s 35. ĉlenom Ustave RS. 
 
8. Dvom pa se mi postavlja tudi pri vprašanju skladnosti 23. ĉlena ZVOP-1 s pravom 
SE, saj je zaradi 8. ĉlena Ustave RS pri vprašanju informacijske zasebnosti 
potrebno upoštevati tudi EKĈP, ki pa se nanaša le na ĉlovekove pravice in 
temeljne svobošĉine, torej na ţive posameznike (ljudi) in ne na mrtve posameznike 
(mrliĉe). Ta dvom je ostal tudi po pregledu sodne prakse ESĈP. 
 
9. Takšna ureditev oziroma doloĉbe 23. ĉlena ZVOP-1 povzroĉajo teţave tako 
upravljavcem osebnih podatkov umrlih posameznikov (mrliĉev) pri njihovem 
vsakdanjem delu, kot tudi obĉanom in širši javnosti, ki se ţelijo s temi podatki 
seznaniti, pa se zaradi neustreznih doloĉb 23. ĉlena ZVOP-1 ne morejo. Zato je 
posredovanje teh podatkov zelo oteţeno, v praksi skoraj onemogoĉeno. Teţave se 
v praksi podjetja Ţale d. o. o. kaţejo predvsem pri povpraševanju o identiteti 
umrlega, informacijskem panelu (infomatu), spletnem iskalniku grobov, objavi 
starosti pokojnikov v urniku pogrebov in osmrtnicah, sestavljanju rodoslovnih 
dreves, doslednem spoštovanju doloĉil ZVOP-1 ter v povezavi z ZVDAGA in 
Zakonom o odvetnikih. 
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10. Pri tem še posebej izstopa ZVDAGA, ki v povezavi z ZVOP-1 povzroĉa teţave 
oziroma nelogiĉne posledice, ki so treh vrst. Osebni podatki umrlih posameznikov 
so pri izvajalcu gospodarske javne sluţbe ves ĉas hranjenja oziroma vodenja 
zbirke varovani po 23. ĉlenu ZVOP-1 in so hkrati od trenutka, ko so izroĉeni arhivu, 
javno dostopni po doloĉbah prvega odstavka 63. ĉlena ZVDAGA, oziroma po 
doloĉbah drugega odstavka 65. ĉlena ZVDAGA, ĉe gre za obĉutljive osebne 
podatke. Ker prvi odstavek 40. ĉlena ZVDAGA doloĉa, da morajo javnopravne 
osebe izroĉiti javno arhivsko gradivo arhivu najkasneje 30 let po nastanku gradiva, 
tudi tisto, ki vsebujejo osebne podatke, nikjer pa ZVDAGA ne doloĉa najkrajšega 
oziroma najhitrejšega roka izroĉitve, je ta lahko ţe dan oziroma nekaj dni po 
nastanku gradiva. Zaradi tega je prva teţava v tem, da takšna ureditev v praksi 
povzroĉa neenakopravnost uporabnikov teh osebnih podatkov, predvsem tistih, ki 
niso pokojnikovi dediĉi prvega in drugega dednega reda, in zato lahko do osebnih 
podatkov dostopajo le v arhivu po ZVDAGA, saj so glede prostega dostopa do teh 
podatkov v arhivu povsem odvisni od odloĉitve posameznega izvajalca 
gospodarske javne sluţbe, ki se povsem prosto odloĉa, kdaj bo arhivsko gradivo 
predal arhivu. Ali bo to storil po ţe enem dnevu od nastanka gradiva ali pa šele po 
30 letih. Drugaĉe reĉeno, na obmoĉju RS so istovrstni osebni podatki umrlih 
posameznikov ĉasovno povsem neenako varovani oziroma dostopni. Druga teţava 
je povezana s prvo teţavo in z drugim odstavkom 65. ĉlena ZVDAGA, ki doloĉa, da 
javno arhivsko gradivo, ki vsebuje obĉutljive osebne podatke, postane dostopno za 
uporabo 75 let po svojem nastanku ali deset let po smrti osebe, na katero se 
nanaša, ĉe je datum smrti znan, ĉe ni z drugimi predpisi drugaĉe doloĉeno. Zaradi 
tega obĉutljivi osebni podatki, ki so po ZVOP-1 podvrţeni še posebej strogemu 
reţimu, lahko postanejo javni deset let po smrti osebe, na katero nanašajo, ostali 
(neobĉutljivi) osebni podatki, ki naj bi imeli veliko manj strogo stopnjo varovanja kot 
obĉutljivi osebni podatki, pa v konĉni fazi šele po 30 letih od smrti osebe, na katero 
se nanašajo, ko poteĉe skrajni rok, po katerem morajo javnopravne osebe izroĉiti  
javno arhivsko gradivo arhivu. Obĉutljivi osebni podatki umrle osebe lahko torej 
postanejo javni trikrat hitreje kot obiĉajni (neobĉutljivi) osebni podatki. Tretja teţava 
pa je ta, da z dnem izroĉitve gradiva arhivu in s tem javnosti gradiva, postanejo 
javni tudi osebni podatki tistih umrlih posameznikov, za katere je bilo z njihove 
strani, ali pa s strani oseb, ki so po zakonu, ki ureja dedovanje, njihovi zakoniti 
dediĉi prvega ali drugega dednega reda, pisno prepovedano posredovanje teh 
podatkov. Ker je to, kot je bilo ţe veĉkrat napisano, lahko ţe dan po nastanku 
gradiva, je vprašljivo ali so posamezniki, tako ţivi kot umrli, ki so prepovedali 
posredovanje teh podatkov, res ţeleli prepovedati posredovanje podatkov za tako 
kratek ĉas oziroma ali je takšna prepoved potem sploh smiselna. Iz razgovorov z 
obĉani v podjetju Ţale d. o. o. vedo, da je bil njihov namen trajna prepoved 
posredovanja podatkov. Seveda se ob tem postavlja še dodatno vprašanje, kakšen 
je tisti ĉasovni okvir, v katerem bi takšna prepoved postala smiselna.  
 
11. Pomanjkljiv je tudi veljavni ZPPDUP, ki ne vsebuje doloĉb glede pravic in 
obveznosti izvajalcev gospodarske javne sluţbe oziroma upravljavcev zbirk 
osebnih podatkov umrlih posameznikov in dostopnosti do teh podatkov. 23. ĉlen 
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ZPPDUP namreĉ doloĉa le, da mora upravljavec voditi evidenco o umrlih, ne 
doloĉa pa, kateri osebni podatki se smejo zbirati in obdelovati, za kakšen namen jih 
je dovoljeno zbirati in uporabiti ter varstvo tajnosti zbranih osebnih podatkov 
oziroma po kolikšnem ĉasu postanejo dostopni javnosti. Ta ĉlen bi moral doloĉati 
tako vodenje evidence osebnih podatkov umrlih posameznikov (mrliĉev) (ime in 
priimek umrlega, datum rojstva, datum smrti in datum pokopa), kot tudi vodenje te 
evidence o umrlih najmanj dokler obstaja pokopališĉe, ĉe ne celo kar trajno, in ne 
le vodenje evidence umrlih do izroĉitve te evidence arhivu. 
 
12. Upravljavci osebnih podatkov umrlih posameznikov (mrliĉev) in obĉani, ki se ţelijo s 
temi podatki seznaniti, se zavzemajo za spremembo sedanje ureditve 23. ĉlena 
ZVOP-1 na naĉin, da bodo osebni podatki umrlih posameznikov manj strogo 








10 PREVERITEV HIPOTEZ  
 
10.1 PRVA HIPOTEZA 
 
Prva hipoteza se glasi: 
 
»Informacijska zasebnost in s tem varstvo osebnih podatkov (ţivih) 
posameznikov je temeljna človekova pravica, varovana na podlagi mednarodnih 
predpisov, ustave in zakona.  
 
Na podlagi prouĉene literature, mednarodne in slovenske zakonodaje ter sodb ESĈP 
in US RS postavljeno hipotezo potrjujem. 
 
Ţurej pravi, da je od vseh ĉlovekovih pravic v mednarodnem katalogu pravic zasebnost 
verjetno najteţje definirati. To pa ne pomeni, da je zasebnost bodisi manj pomembna 
ali pa morda celo nepomembna. Nekateri celo trdijo, da »so v nekem oziru vse 
ĉlovekove pravice zgolj eden izmed vidikov pravice do zasebnosti« (Ţurej, 2001, str. 
295–300). Ĉebulj navaja, da ima zasebnost oziroma pravica do zasebnosti razliĉno 
vsebino v razliĉnih politiĉnih ureditvah, na njeno opredelitev pa vpliva tudi ĉasovni 
horizont (Ĉebulj, 1992, str. 7). Tudi Kovaĉiĉ meni, da univerzalne definicije zasebnosti 
in pravice do zasebnosti ni. Vzrok za to je, da je zasebnost relativna, kontekstualna in 
subjektivna. Vsakdo ima drugaĉna priĉakovanja glede zasebnosti in ta se spreminjajo 
tudi glede na druţbeni kontekst (Kovaĉiĉ, 2006, str. 12). Cvetko pravi, da ker gre za 
pravico, ki pripada vsakemu ĉloveku in tudi uĉinkuje proti vsakemu, je treba tako 
pravico ustrezno zavarovati. Zato je pravica do zasebnosti opredeljena v Ustavi RS in 
zavarovana s kazenskopravnim in civilnopravnim varstvom (Cvetko, 1999, str. 25). 
Lampe navaja, da je pravica do zasebnosti, oziroma angloameriška inaĉica »Right to 
privacy« elementarna ĉlovekova pravica - tako mednarodna kot ustavna pravica 
javnopravnega znaĉaja ter osebnostna pravica civilnopravnega znaĉaja, kot ena izmed 
nepogrešljivih elementov ĉlovekove eksistence, ki varuje ĉloveka pred drţavno 
oblastjo, javnostjo in drugimi posamezniki, je pravica biti sam z minimumom posegov v 
odloĉitveno, duševno, prostorsko in informacijsko zasebnost. Pravica do zasebnosti 
ima absolutni znaĉaj, kar pomeni, da deluje proti vsem – erga omnes, tako proti 
drţavnim organom (vertikalno razmerje), kot tudi nasproti tretjim osebam (horizontalno 
razmerje). Vendar njen absolutni znaĉaj pomeni le to, da deluje zoper vsakogar, a ne 
brez omejitev (po Lampetu, 2004, str. 42). Orehar Ivanc navaja, da pridemo do 
zakljuĉka, da je pravica do zasebnosti ena izmed osebnostnih pravic v smislu 
zasebnega prava varovana neposredno z Ustavo RS, medtem ko je v javnopravnem 
pojmovanju samostojna pravica tako ustavnega kot evropskega (mednarodnega) prava 
na podlagi 8. ĉlena EKĈP (Orehar Ivanc, 2002, str. 369 in 370). Po Ĉebulju nekateri 
avtorji navajajo tri sestavine zasebnosti. Prvo oznaĉujejo kot zasebnost v prostoru, ki 
se nanaša na ţeljo posameznika, da ima moţnost biti sam, torej loĉen od fiziĉne 
prisotnosti drugih ljudi. Zasebnost osebnosti se nanaša npr. na svobodo misli, 
opredelitve in izraţanja. Kadar govorimo o zasebnosti, mislimo najveĉkrat prav na ti 
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dve sestavini, medtem ko je tretja velikokrat zanemarjena. Slednja se oznaĉuje kot 
informacijska zasebnost (information privacy oziroma data privacy). Njeno bistvo je v 
ţelji posameznika, da obdrţi informacije o sebi, ker noĉe, da bi bili z njimi seznanjeni 
drugi. Ko govorimo o varstvu osebnih podatkov, je najpomembnejša prav ta sestavina 
zasebnosti (Ĉebulj, 1992, str. 7).  
 
Kot navaja Ĉebulj, se informacijska zasebnost, vsaj v naši zakonodaji, oznaĉuje tudi s 
pojmom varstva osebnih podatkov. Za zagotovitev uĉinkovitejšega varstva osebnih 
podatkov, katerih namen je varstvo posameznikove zasebnosti, pa je potrebno 
zagotoviti tudi ustrezne tehniĉne pogoje in mehanizme, ki prepreĉujejo nepooblašĉen 
dostop do osebnih podatkov. Ĉe zdruţimo »tehniĉne« razloge varstva osebnih 
podatkov z razlogi, ki izvirajo iz posameznikove pravice do zasebnosti in potrebnimi 
organizacijskimi in tehniĉnimi ukrepi, pridemo do ugotovitve, da je varstvo osebnih 
podatkov del širše zašĉite, ki se v teoriji oznaĉuje kot zašĉita podatkov (data 
protection). Zašĉita podatkov tako obsega varstvo osebnih podatkov oziroma z drugimi 
besedami varstvo posameznikove informacijske zasebnosti in zavarovanje podatkov 
(data security) (Ĉebulj, 1992, str. 8 in 9). 
 
Mednarodno varstvo ĉlovekovih pravic in s tem tudi zasebnosti zagotavlja veĉ 
dokumentov kot so SDĈP, ki naj bi predstavljala zaĉetni korak k procesu sprejemanja 
pravno zavezujoĉih instrumentov varstva temeljnih pravic in svobošĉin posameznikov 
ter k vzpostavitvi kontrolnega mehanizma za uveljavljanje teh pravic, MPDPP, ĉigar 
temeljni poudarek je ĉlovekovo dostojanstvo, in MPESKP, ĉigar temeljni poudarek je 
socialni napredek.  
 
Mednarodno varstvo informacijske zasebnosti zagotavlja veĉ temeljnih dokumentov kot 
so Smernice za zašĉito zasebnosti in ĉezmejni pretok osebnih podatkov, ki jih je 
sprejela OECD, Smernice OZN glede raĉunalniško vodenih baz osebnih podatkov, 
Kon-VOP, ki je eden najpomembnejših dokumentov s podroĉja varovanja informacijske 
zasebnosti, Dir-VOP, ki je temeljna direktiva, ki v EU vzpostavlja sistem varstva 
osebnih podatkov.  
 
Pomembni dokumenti so še Uredba 45/2001 o varstvu posameznikov pri obdelavi 
osebnih podatkov v institucijah in organih Skupnosti in o prostem pretoku takšnih 
podatkov, Direktiva 2002/58/ES o obdelavi osebnih podatkov in varstvu zasebnosti na 
podroĉju elektronskih komunikacij (Direktiva o zasebnosti in elektronskih 
komunikacijah) in Direktiva 2002/58/ES o obdelavi osebnih podatkov in varstvu 
zasebnosti na podroĉju elektronskih komunikacij (Direktiva o zasebnosti in elektronskih 
komunikacijah), ki je bila kasneje spremenjena z Direktivo 2006/24/ES o hrambi 
podatkov, pridobljenih ali obdelanih v zvezi z zagotavljanjem javno dostopnih 
elektronskih komunikacijskih storitev ali javnih komunikacijskih omreţjih. 
 
Najpomembnejši dokument pa je EKĈP, ki daje posamezniku pravico do individualne 
pritoţbe. To pomeni, da lahko zaradi zatrjevane kršitve v EKĈP zagotovljenih pravic 
vloţi pritoţbo na ESĈP. Za obravnavano podroĉje je najpomembnejši 8. ĉlen EKĈP, ki 
ima naslov »Pravica do spoštovanja zasebnega in druţinskega ţivljenja, doma in 
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dopisovanja« in katerega problematiko lahko razvrstimo v tri globalne sklope (Kuhelj, 
2004, str. 47): 
- spoštovanje zasebnega ţivljenja, 
- spoštovanje druţinskega ţivljenja in 
- spoštovanje doma in dopisovanja,  
ki prav tako zajema tri sklope: 
- spoštovanje doma, 
- spoštovanje dopisovanja (pisemska tajnost), 
- policijske preiskave, prisluškovanja in evidence osebnih podatkov. 
 
Z vprašanjem ĉlovekovih pravic in svobošĉin je preţeta celotna Ustava RS. Za 
varovanje zasebnosti so pomembni predvsem 8., 15., 34., 35., 36., 37., 38., 153. in 
160. ĉlen Ustave RS. Še posebej sta pomembna 8. ĉlen Ustave RS, zaradi katerega je 
potrebno upoštevati tudi druga splošnoveljavna naĉela mednarodnega prava in 
mednarodne pogodbe, ki obvezujejo RS, da se v drţavi ratificirane in objavljene 
pogodbe uporabljajo neposredno, in 35. ĉlen Ustave RS, ki zagotavlja varstvo pravic 
zasebnosti in osebnostnih pravic. 
 
Dikciji obeh temeljev garancije pravice do zasebnosti, tako 8. ĉlena EKĈP, kot tudi 35. 
ĉlena Ustave RS, sta si razliĉni, zato se postavlja vprašanje hierarhije pojmovanja 
pravice do zasebnosti. Zaradi »supremacy clause« (8. ĉlen Ustave RS) je potrebno 
pravico do zasebnosti in njeno materialnopravno pojmovanje obravnavati v luĉi 
pojmovanja pravice do zasebnosti s strani ESĈP, s tem pa tudi »precendenĉno prakso 
ESĈP« ter z njo ustvarjen minimalni standard ĉlovekovih pravic (po  Lampetu, 2004, 
str. 362). 
 
Varstvo osebnih podatkov je še posebej zagotovljeno v 38. ĉlenu Ustave RS in v 
ZVOP-1. Pomembni pa so tudi drugi zakoni kot sta npr. Kazenski zakonik in 
Obligacijski zakonik. 
 
10.2 DRUGA HIPOTEZA 
 
Druga hipoteza se glasi:  
 
»Pravo EU se ne opredeljuje do vprašanja, ali se po njenih določbah varujejo 
osebni podatki samo ţivih ali tudi umrlih oseb, temveč to vprašanje prepušča 
drţavam članicam EU, da ga samostojno uredijo. Varstvo osebnih podatkov 
umrlih posameznikov se v RS varuje enako strogo kot varstvo osebnih podatkov 
(ţivih) posameznikov, torej kot človekova pravica, čeprav se človekove pravice 
nanašajo le na ţive osebe.« 
 
Na podlagi prouĉene literature, mednarodne in slovenske zakonodaje, še posebej 
podrobno 8. ĉlena EKĈP, sodb ESĈP ter zakonov o varstvu osebnih podatkov v 
dvajsetih evropskih drţavah postavljeno hipotezo potrjujem. 
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Primerjalnopravno so ureditve varstva osebnih podatkov umrlih oseb v EU urejene 
razliĉno, saj se Dir-VOP ne opredeljuje do vprašanja, ali se po njenih doloĉbah varujejo 
osebni podatki samo ţivih ali tudi umrlih oseb, temveĉ to vprašanje prepušĉa drţavam 
ĉlanicam EU, da ga samostojno uredijo. Iz Brühannovega komentarja direktive, ĉlen 2, 
str. 5, toĉka (b) zato izhaja, »da so fiziĉne osebe po tej direktivi najprej ţive osebe. V 
kolikšni meri direktiva velja tudi za osebne podatke umrlih oseb, ni precizirano«. Zaradi 
tega je ureditev tega podroĉja v Sloveniji, predvsem 23. ĉlen ZVOP-1, s formalnega 
vidika skladna z evropskim pravnim redom. 
 
Po preuĉitvi zakonov o varstvu osebnih podatkov v dvajsetih evropskih drţavah, tako 
ĉlanicah EU, kandidatki za vstop v EU in nekaterih drugih evropskih drţavah, vseh pa 
ĉlanicah SE, in sicer Avstriji, Bolgariji, Cipru, Ĉeški, Danski, Franciji, Hrvaški, Italiji, 
Latviji, Lihtenštajnu, Litvi, Madţarski, Nemĉiji, Nizozemski, Slovaški, Srbiji, Španiji, 
Švedski, Švici in Zdruţenem kraljestvu, sem prišel do ugotovitve, da zakoni kar 
osemnajstih drţav, ki predstavljajo veliko veĉino obravnavanih drţav, ne omenjajo 
varstva osebnih podatkov umrlih posameznikov. Izjemi sta le dve drţavi, Italija in 
Slovaška. V vseh ostalih obravnavanih drţavah osebne podatke umrlih posameznikov 
obravnavajo kot osebnostno pravico, ki s smrtjo ugasne. Po Toplaku osebnostne 
pravice ni mogoĉe dedovati, ĉeprav v doloĉenih primerih zakonec ali najbliţji sorodniki 
lahko uveljavljajo doloĉeno osebnostno pravico umrlega, vendar samo tisto, ki je 
materialne narave. Take primere zakon posebej doloĉa in nimajo zveze z dedovanjem. 
Naĉeloma pa prenos osebnostnih pravic ni mogoĉ niti med ţivimi niti za primer smrti. 
Osebnostne pravice lahko uĉinkujejo tudi po smrti kot »residium« - ostanek umrlemu 
pripadajoĉe pravice (dedovanje zahtevka iz negmotne škode - prisojenega, pieteta do 
trupla ipd.) (Toplak, 2002, str. 233).  
 
Ugotovil sem, da ima med vsemi preuĉevanimi drţavami le slovenski ZVOP-1 poseben 
23. ĉlen, ki je v celoti namenjen le varstvu osebnih podatkov umrlih posameznikov. Kot 
ţe reĉeno, umrle osebe v svojih zakonih o varstvu osebnih podatkov omenjata le še 
Italija in Slovaška. 
 
Italijanski Zakon o varstvu osebnih podatkov obravnava registre o smrtih, ki se vodijo v 
javnem sektorju in se hranijo v drţavnih arhivih. Dostop do osebnih podatkov umrlih 
posameznikov torej v Italiji poteka le v drţavnih arhivih. V italijanskem Zakonu o 
varstvu osebnih podatkov ni, za razliko od slovenskega ZVOP-1, posebnega ĉlena o 
varstvu osebnih podatkov umrlih posameznikov. Zaradi vsega navedenega se 
italijanska ureditev varstva osebnih podatkov umrlih posameznikov razlikuje od 
slovenske ureditve v dveh pomembnih vidikih. V Italiji kot upravljavec osebnih podatkov 
umrlih posameznikov nastopa le javni sektor, v Sloveniji pa nastopata tako javni kot 
tudi zasebni sektor.  V Italiji je upravljavec osebnih podatkov umrlih posameznikov, in s 
tem mesto hranjenja ter dostopa do njih, le drţavni arhiv. V Sloveniji pa je upravljavec 
osebnih podatkov umrlih posameznikov in s tem mesto hranjenja ter dostopa do njih 
vsaka pravna ali fiziĉna oseba, ki opravlja takšno dejavnost, da tovrstni osebni podatki 
pri njej nastanejo in se hranijo. Poleg tega pa je, po preteku doloĉenega obdobja, ki pa 
ne sme biti daljše od tridesetih let po nastanku gradiva, mesto hranjenja in dostopa do 
njih, tudi arhiv. Vendar ne drţavni, paĉ pa arhiv samoupravne lokalne skupnosti. 
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V slovaškem Zakonu o varstvu osebnih podatkov ni, za razliko od slovenskega ZVOP-
1, posebnega ĉlena o varstvu osebnih podatkov umrlih posameznikov. Ko je govora o 
dopustnosti obdelave osebnih podatkov umrlih posameznikov, se slovaški Zakon o 
varstvu osebnih podatkov in slovenski ZVOP-1 v osnovi ne razlikujeta. Pri obeh je 
obdelava dopustna, ĉe tako doloĉa nek drug zakon. Vendar pa je med njima vseeno 
bistvena razlika glede moţnosti prepovedi takšne obdelave. Po slovaškem Zakonu o 
varstvu osebnih podatkov lahko pravni nasledniki pokojnika obdelavo prepovedo, na 
naĉin, da eden poda ugovor v pisni obliki, po slovenskem ZVOP-1 pa te moţnosti 
nimajo. Bistvena razlika med slovaškim Zakonom o varstvu osebnih podatkov in 
slovenskih ZVOP-1 je tudi v posredovanju osebnih podatkov umrlih posameznikov. Po 
slovaškem Zakonu o varstvu osebnih podatkov pravice umrle osebe, torej umrlega 
posameznika, uveljavljajo njegovi pravni nasledniki. Zaradi tega imajo ţe v osnovi 
pravico do pridobitve osebnih podatkov o umrli osebi in to brezpogojno, brez 
kakršnihkoli dodatnih omejitev. Slovenski ZVOP-1 je glede tega veliko stroţji in bolj 
omejevalen. Po slovenskem ZVOP-1 lahko upravljavec osebnih podatkov podatke o 
umrlem posamezniku posreduje osebi, ki je po zakonu, ki ureja dedovanje, njegov 
zakoniti dediĉ prvega in drugega dednega reda, ĉe za uporabo osebnih podatkov 
izkaţe pravni interes, umrli posameznik pa ni pisno prepovedal posredovanja teh 
osebnih podatkov. Dodatna pogoja, ki ju postavlja ZVOP-1, sta torej pravni interes 
dediĉa in predhodna prepoved posredovanja teh podatkov s strani umrlega 
posameznika. 
 
Iz navedenega lahko povzamem, da je med vsemi dvajsetimi obravnavanimi drţavami 
prav slovenski ZVOP-1 najstroţji in najbolj omejevalen v pogledu varovanja osebnih 
podatkov umrlih posameznikov ter pri tem izrazito odstopa od naĉina varovanja 
osebnih podatkov v drugih obravnavanih evropskih drţavah. 
 
Nesporno je tudi, da je (ustavno)pravni poloţaj »nasciturusa« in umrle osebe varovan z 
jamstvom ĉlovekovega dostojanstva iz 34. ĉlena Ustave RS. Bistvo pravice do pietete 
pokojnika je varstvo pokojnikove osebnosti tudi po njegovi smrti, spoštovanje 
njegovega dostojanstva tudi po smrti in spoštovanje njegove ţelje, da bodo njegove 
odloĉitve, sprejete za ĉasa ţivljenja, spoštovane tudi po njegovi smrti. Po Cerarju 
pravni ĉlovek preneha obstajati praviloma ob trenutku smrti naravnega ĉloveka, lahko 
pa v doloĉenem obsegu nekatere njegove komponente prenehajo delno ali v celoti ţe 
pred smrtjo (npr. izguba drţavljanstva ali zasuţnjenje posameznika) ali pa ostanejo 
aktualne še po smrti (npr. moralne avtorske pravice) (po Cerarju, 1993, str. 13–28). Po 
Šturmu je posebnost pri varstvu ĉlovekovega dostojanstva ta, da se nanaša tako na 
dostojanstvo ţivih, vkljuĉno z nerojenimi, kakor tudi na dostojanstvo ţe pokojnih oseb 
(Šturm, 2002, str. 364).  
 
Postavlja pa se vprašanje ali je (ustavno)pravni poloţaj »nasciturusa« in umrle osebe 
varovan tudi z varstvom pravic zasebnosti in osebnostnih pravic iz 35. ĉlena Ustave 
RS. Ta ĉlen predstavlja izhodišĉe za urejanje varstva osebnih podatkov, ĉeprav je 
pravica do varstva osebnih podatkov še posebej zagotovljena v 38. ĉlenu Ustave RS.  
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Ker se pravica do zasebnosti v pravu pojavlja v dveh oblikah: kot osebnostna pravica 
(zasebnega znaĉaja) in ĉlovekova pravica (javnopravnega znaĉaja) sem poskušal 
odgovoriti na eno samo osnovno vprašanje in sicer, ali se osebnostne pravice ter 
ĉlovekove pravice in temeljne svobošĉine nanašajo le na ţive posameznike (ljudi) ali 
pa tudi na mrtve posameznike (mrliĉe). 
 
S prouĉevanjem osebnostnih pravic sem ugotovil, da so osebnostne pravice in 
svobošĉine tiste pravice in svobošĉine, ki gredo ĉloveku kot takemu, glede na njegovo 
osebo, njegove telesne in duševne moĉi in druga osebna razmerja (Finţgar, 1985, str. 
11), ki varujejo enkratnost in celovitost ĉloveka kot posameznika (Kocjanĉiĉ, 2003 a, 
str. 112), ki varujejo ĉlovekovo telesno in duševno celovitost, njegovo osebnost, 
dostojanstvo in zasebnost (Kauĉiĉ, 2003, str. 110), ki se veţejo na njegovo osebo 
(fiziĉno in psihiĉno) ter njegova osebna razmerja, ki varujejo ĉloveka in njegovo 
osebnost (Cvetko, 1999, str. 39), ki varujejo ĉlovekovo osebnost, ki gredo le 
upraviĉencu, le on jih lahko uveljavlja, ne morejo se mu vzeti, so strogo osebne 
pravice, so z upraviĉencem tako ozko povezane, da se ne morejo odtujiti, odstopiti ali 
prenesti na drugega, niti s pravnim poslom med ţivimi niti za primer smrti, z odplaĉnim 
ali neodplaĉnim poslom, niti prisilno, npr. z izvršbo ali z razlastitvijo, niso v pravnem 
prometu, da je neprenosljivost njihov bistveni znak, da se jim ni moĉ odreĉi, da gredo 
ĉloveku neodvisno od njegove volje, da tudi ne zastarajo (Finţgar, 1985, str. 39-43). 
 
Osebnostne pravice posameznika praviloma prenehajo z njegovo smrtjo (Sklep 
Vrhovnega sodišĉa RS, št. II Ips 428/96 z dne 26. 3. 1998). Osebnostne pravice ni 
mogoĉe dedovati, ĉeprav v doloĉenih primerih zakonec ali najbliţji sorodniki lahko 
uveljavljajo doloĉeno osebnostno pravico umrlega, vendar samo tisto, ki je materialne 
narave. Take primere zakon posebej doloĉa in nimajo zveze z dedovanjem. Naĉeloma 
pa prenos osebnostnih pravic ni mogoĉ niti med ţivimi niti za primer smrti. Osebnostne 
pravice lahko uĉinkujejo tudi po smrti kot »residium« – ostanek umrlemu pripadajoĉe 
pravice (dedovanje zahtevka iz negmotne škode – prisojenega, pieteta do trupla, ipd.). 
Umrli ima še za ţivljenja interes varstva po smrti in zato je šteti, da gre za uĉinkovanje 
osebnostnih pravic tudi po njegovi smrti. Osebnostni pravici se ni mogoĉe odreĉi, 
obstaja pa moţnost, da imetnik pravice privoli v kršitev pravice v doloĉenem obsegu. 
Tak primer je poseg v telesno integriteto; s privolitvijo v poseg odpade protipravnost 
posega, s tem pa tudi pravica zahtevati varstvo osebnostne pravice. Osebnostne 
pravice je z zakonom mogoĉe omejiti, vendar mora biti podan upraviĉen interes ali pa 
uradna dolţnost (Toplak, 2002, str. 233).  
 
Ĉeprav osebnostne pravice torej lahko uĉinkujejo tudi po smrti kot »residium« – 
ostanek umrlemu pripadajoĉe pravice, se ta pravica varuje kot ĉlovekovo dostojanstvo 
iz 34. ĉlena Ustave RS. Iz vsega navedenega je torej razvidno, da se osebnostne 
pravice kot take nanašajo na ţivega posameznika (ĉloveka) in ne na umrlega 
posameznika (mrliĉa). 
 
Abstraktna doloĉitev nosilca ĉlovekovih pravic in dolţnosti je na videz enostavna, kajti 
ţe sama sintagma nedvoumno navaja kot takšnega nosilca ĉloveka. Ĉloveškost je 
obĉa predpostavka obstoja in opredelitve ĉlovekovih pravic in dolţnosti, saj brez 
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ĉloveka oziroma »pred« ĉlovekom ni, niti dejansko niti logiĉno gledano, obstoja takšnih 
pravic in dolţnosti. Tudi teorije, ki npr. predpostavljajo (objektivno) pravo pravicam in 
dolţnostim, ki torej menijo, da pravni red konstituira pravice oziroma dolţnosti in ne 
obratno, upoštevajo ĉloveka kot dejavnika, ki nujno sopogojuje opredelitev in varstvo 
ĉlovekovih pravic in dolţnosti (Cerar, 1993, str. 13). 
 
S prouĉevanjem ĉlovekovih pravic in temeljnih svobošĉin, s poudarkom na ugotovitvah 
kaj pravzaprav so, na koga se dejansko nanašajo, kako so nastajale in se razvijale 
skozi zgodovino, kako se varujejo v Ustavi RS, kakšno vlogo ima pri tem US RS, 
temeljnih mednarodnih dokumentov o ĉlovekovih pravicah, še posebej 8. ĉlena EKĈP, 
sodb ESĈP in obravnavane literature sem ugotovil, da se vse ĉlovekove pravice, tako 
kot ţe izhaja iz etimološkega pomena besede, nanašajo le na ţivega posameznika 
(ĉloveka) in ne na umrlega posameznika (mrliĉa). Saj, kot navaja Kocjanĉiĉ, so 
ĉlovekove pravice tiste pravice, ki jih ima ĉlovek kot ĉlovek. So pravice ĉloveka kot 
osebe, ki je to, kar je, sam po sebi v razmerju do drugih ljudi (subjekt), in kot osebnosti, 
ki je opredeljena po svoji celovitosti (volji, zavesti, aktivnosti itn) (Kocjanĉiĉ, 2003 a, str. 
98). Po Mikliĉ – Türkovi je ĉlovekove pravice mogoĉe v splošnem definirati kot tiste 
pravice, ki pripadajo ĉloveku po naravi in brez katerih ĉlovek ne more ţiveti kot 
ĉloveško bitje (Mikliĉ – Türk, 1991, str. 5). Tudi Šturm omenja nepisano, po naravi 
stvari doloĉeno pravilo, da se ĉlovekove pravice nanašajo le na ţive osebe (po Šturmu, 
2002, str. 364).  
 
Iz navedenega je razvidno, da se tudi ĉlovekove pravice nanašajo na ţivega 
posameznika (ĉloveka) in ne na umrlega posameznika (mrliĉa).  
 
Ker pa zaradi doloĉb 23. ĉlena ZVOP-1 varstvo informacijske zasebnosti po smrti ne 
preneha, je vprašanje, ali je takšna ureditev v ZVOP-1 sploh pravilna, saj 23. ĉlen 
ZVOP-1 temelji in obenem predstavlja konkretizacijo 35. ĉlena Ustave RS oziroma 
»Varstva pravic zasebnosti in osebnostnih pravic« in 38. ĉlena Ustave RS oziroma 
»Varstva osebnih podatkov«. Postavlja se mi torej dvom, ali je 23. ĉlen ZVOP-1 
skladen s 35. ĉlenom Ustave RS. Ta dvom prepušĉam strokovnjakom s tega podroĉja 
in eventuelni ustavnosodni presoji. 
 
Dvom pa se mi postavlja tudi pri vprašanju skladnosti 23. ĉlena ZVOP-1 s pravom SE, 
saj je zaradi 8. ĉlena Ustave RS pri vprašanju informacijske zasebnosti potrebno 
upoštevati tudi EKĈP, ki pa se nanaša le na ĉlovekove pravice in temeljne svobošĉine, 
torej na ţive posameznike (ljudi) in ne na mrtve posameznike (mrliĉe). Ta dvom je ostal 
tudi po pregledu sodne prakse ESĈP. 
 
10.3 TRETJA HIPOTEZA 
 
Tretja hipoteza se glasi: 
 
»Določbe 23. člena ZVOP-1 povzročajo teţave tako upravljavcem osebnih 
podatkov umrlih posameznikov pri njihovem vsakdanjem delu, kot tudi občanom 
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in širši javnosti, ki se ţelijo s temi podatki seznaniti, pa se zaradi neustreznih 
določb 23. člena ZVOP-1 ne morejo. Zato je posredovanje teh podatkov zelo 
oteţeno, v praksi skoraj onemogočeno.« 
 
Na podlagi prouĉene prakse podjetja Ţale d. o. o., ki je najveĉji upravljavec osebnih 
podatkov umrlih posameznikov v Sloveniji, postavljeno hipotezo potrjujem. 
 
Doloĉbe 23. ĉlena ZVOP-1 povzroĉajo predvsem teţave pri povpraševanju o identiteti 
umrlega, informacijskem panelu (infomatu), spletnem iskalniku grobov, objavi starosti 
pokojnikov v urniku pogrebov in osmrtnicah, sestavljanju rodoslovnih dreves, 
doslednem spoštovanju doloĉil ZVOP-1 ter v povezavi z ZVDAGA in Zakonom o 
odvetnikih. 
 
Podjetje Ţale d. o. o. na obmoĉju MOL upravlja kar z osemnajstimi pokopališĉi, na 
katerih je v veĉ kot 55.000 grobovih pokopano veĉ kot 150.000 pokojnikov. Samo na 
pokopališĉu Ţale je veĉ kot 40.000 grobov. Zaradi tega imajo obiskovalci pokopališĉ 
velike teţave z iskanjem grobov in pokojnikov. 
 
Glede povpraševanja o identiteti umrlega sem ugotovil, da so primeri, ko neka oseba 
uradno zahteva od podjetja Ţale d. o. o., kot upravljavca zbirke osebnih podatkov 
umrlih posameznikov, posredovanje osebnih podatkov umrlih posameznikov, redki. To 
pa ne pomeni, da problemov v zvezi z osebnimi podatki umrlih posameznikov ni. Prav 
nasprotno, do teh problemov prihaja v velikem številu primerov, v podjetju Ţale d. o. o. 
po nekaj na dan, predvsem takrat, ko ţelijo ljudje zgolj preveriti, ali je bila oseba, ki je 
ţe bila pokopana, ali pa so izvedeli, da šele v kratkem bo, resniĉno tista oseba, katero 
so poznali. To preverjanje je seveda mogoĉe le s pogovorom o osebnih podatkih, 
najveĉkrat o datumu ali vsaj letu rojstva in naslovu stalnega bivališĉa, vĉasih tudi o 
poklicu, med povpraševalcem in referentom podjetja Ţale d. o. o.. V praksi to pomeni, 
da ţelijo ljudje preveriti, ali je umrla oseba tista, ki se je rodila v toĉno doloĉenem letu in 
je stanovala na toĉno doloĉenem naslovu. Tu nastopajo velike teţave, huda kri in 
pregovarjanja med delavci podjetja Ţale d. o. o. in strankami, saj le-te ne poznajo 
doloĉil prvega in drugega odstavka 23. ĉlena ZVOP-1 in ne razumejo, ali pa noĉejo 
razumeti, da jim upravljavec osebnih podatkov teh podatkov ne sme posredovati 
oziroma se o teh podatkih z njimi ne sme niti pogovarjati, saj tisti, ki o teh podatkih 
sprašujejo, ne glede na to, da osebne podatke umrlega posameznika v velikem številu 
primerov poznajo, za kaj takega niso pooblašĉeni z zakonom in glede na umrlega 
posameznika niso njegovi dediĉi prvega in drugega dednega reda.  
 
Glede informacijskega panela (infomata) sem ugotovil, da tudi tu nastopa podobna 
teţava kot pri podpoglavju o povpraševanju o identiteti umrlega. Pri iskanju grobov in 
pokojnikov je pomembno, da obiskovalci pokopališĉ ne išĉejo le svojih sorodnikov, paĉ 
pa tudi širše, torej prijatelje, znance, sošolce, bivše sosede, uĉence, profesorje itd.. 
Grobove išĉejo, ker se ţelijo pokloniti njihovemu spominu in na grobu priţgati sveĉko 
ali nanj prinesti cvetje. Odkar obstaja podjetje Ţale, to pa je veĉ kot 90 let, jim 
usluţbenci podjetja pri tem iskanju pomagajo. Vendar pa je njihov delovni ĉas omejen, 
zato so izven tega delovnega ĉasa obiskovalci pokopališĉ prepušĉeni sami sebi. Zaradi 
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tega so jim v podjetju Ţale d. o. o. ţeleli olajšati to iskanje in sicer na naĉin, da bi jim s 
pomoĉjo informacijskih panelov (infomatov) in spletne strani omogoĉili dostop do 
podatkov o pokojnikih. Izjema bi bili le anonimni pokopi in tisti pokojniki, za katere je 
bila podana pisna prepoved posredovanja osebnih podatkov, za katere podatkov ne bi 
dajali. Raziskava javnega mnenja, ki jo je izvedlo podjetje Ninamedia d. o. o., je 
pokazala, da to njihovo zamisel podpira kar 80 % anketirancev. Ker pa je veliko 
pokojnikov, ki imajo enako ime in priimek, bi moral izpis vsebovati tudi dva osebna 
podatka in sicer datum rojstva in datum smrti, drugaĉe bi bil neuporaben. Kot primer 
naj navedem, da je samo na desetih od osemnajstih pokopališĉih na obmoĉju MOL 
pokopanih 93 pokojnic z imenom Marija Novak ali pa 75 pokojnic z imenom Marija 
Zupanĉiĉ itd.. Vendar pa zaradi doloĉil 23. ĉlena ZVOP-1 posredovanje tistih podatkov, 
ki še niso bili predhodno objavljeni, ĉeprav se nahajajo na spomenikih na pokopališĉih, 
torej na javnih prostorih, ki so vsakomur prosto dostopni, saj si lahko kdorkoli, ki to ţeli, 
ogleda celotno pokopališĉe in tako pridobi podatke o tem, kje se nahaja doloĉen grob, 
prav tako pa se lahko seznani s prav vsemi podatki, ki so navedeni na posameznih 
grobovih, preko informacijskega panela praktiĉno ni mogoĉe, saj je v informacijskih 
panelih (infomatih) dopustna zgolj objava tistih podatkov, ki so dejansko navedeni na 
vsakem konkretnem grobu in so tako dostopni javnosti. Objava oziroma posredovanje 
drugih osebnih podatkov pokojnikov, torej tistih, ki na grobu niso navedeni (podjetje, ki 
upravlja z grobovi, pa sicer z njimi razpolaga), pa je dopustno le ob upoštevanju in pod 
pogoji, navedenimi v 23. ĉlenu ZVOP-1. To poslediĉno pomeni, da bi urednik 
informacijskega panela (infomata) moral spremljati stanje grobov (kateri podatki so 
navedeni na vsakem posameznem grobu) in vsebino informacijskega panela 
(infomata) aţurno prilagajati vsem morebitnim spremembam, kar pa predstavlja 
prevelik obseg del in predrago storitev. 
 
Glede Iskalnika grobov sem ugotovil, da sicer olajša iskanje, vendar teţav ne 
odpravlja. Iskalnik grobov, v katerega uporabnik vnese ime in priimek pokojnika, ĉe ţeli 
pa tudi leto rojstva ali smrti, namreĉ daje kot rezultat iskanja lokacijo grobnega prostora 
in moţnost prikaza ter izpisa poti do grobnega prostora, vendar pa ima v primerjavi z 
iskalnikom pokojnikov omejeno funkcionalnost, saj je rezultat iskanja lahko zelo veliko 
število zadetkov, v nekaterih primerih za praktiĉno uporabo celo preveliko. 
 
Glede objav starosti pokojnikov v urniku pogrebov in osmrtnicah sem ugotovil, da gre 
tudi tu za podoben problem kot pri podpoglavju o povpraševanju o identiteti umrlih 
posameznikov, ĉeprav se problem izkazuje v drugaĉni obliki. V podjetju Ţale d. o. o. so 
v preteklosti prejeli ţe veĉ pobud, tudi pisno društva upokojencev, da bi na njihovi 
spletni strani, kjer objavljajo urnik pogrebov, poleg imena in priimka pokojnika napisali 
vsaj starost pokojnika, tako kot je to objavljeno v ĉasopisih Delo in Dnevnik. Društva 
upokojencev namreĉ svoje ĉlane na zadnji poti spremljajo s praporom društva in samo 
po imenih in priimkih ne morejo ugotoviti, ali je bil umrli njihov ĉlan ali ne, ker je kar 
nekaj ljudi z enakim imenom in priimkom. Vendar pa zaradi doloĉil ZVOP-1 javna 
objava starosti pokojnika s strani upravljavca osebnih podatkov, bodisi s številko, bodisi 
posredno – z navedbo letnice rojstva, ni dopustna. To velja tako za objavo teh 
podatkov na spletnih straneh, kot tudi za posredovanje ĉasopisom. Vsakršno javno 
objavljanje podatkov o starosti pokojnika s strani upravljavca osebnih podatkov 
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pokojnika je, v kolikor ti podatki niso bili ţe kako drugaĉe izpostavljeni javnosti, 
nezakonito. Upravljavci osebnih podatkov in ĉasopisi ne bi smeli objaviti niti imena in 
priimka pokojnega, ĉe gre za doloĉeno ali doloĉljivo osebo, brez osebne privolitve 
svojcev. Naroĉnik pogreba ne more podati privolitve za obdelavo osebnih podatkov 
pokojnika. Lahko pa seveda naroĉnik pogreba (tudi ĉe ne gre za dediĉa pokojnika) sam 
objavi osmrtnico, v kateri bo navedena tudi starost pokojnika, ker naroĉnik pogreba ni 
upravljavec zbirke osebnih podatkov pokojnikov. Zaradi tega so v podjetju Ţale d. o. o. 
postopek obvešĉanja javnosti o pogrebih prilagodili tako, da javnost o pogrebu 
formalno obvestijo naroĉniki pogreba in ne njihovo podjetje kot upravljavec zbirke 
osebnih podatkov. V praksi to pomeni, da naroĉnikom pogrebov dajejo v podpis 
pooblastila, s katerimi jih naroĉniki pooblašĉajo, da podjetje Ţale d. o. o. za njih na svoji 
spletni strani in dnevnih ĉasopisih v naroĉnikovem imenu in za naroĉnikov raĉun objavi 
osebne podatke pokojnika (ime in priimek, datum rojstva, datum smrti). Na pooblastilu 
je še navedeno, da to pooblastilo velja tudi za objavo osmrtnice, ki vsebuje osebne 
podatke pokojnika, v naroĉnikovem imenu in za naroĉnikov raĉun, v ĉasopisu. Seveda 
pa vse to pomeni še dodatno obremenjevanje naroĉnikov pogrebov z nekim 
birokratskim postopkom, ki je, glede na teţko ĉustveno stanje, v katerem se takrat 
naroĉniki pogrebov nahajajo, najmanj nepotreben, ĉe ne celo obremenilen. 
 
Glede sestavljanja rodoslovnih dreves sem ugotovil, da so pogosti tudi primeri, ko neka 
oseba raziskuje svojo preteklost in pri tem ali ureja druţinsko dokumentacijo ali pa ţeli 
narediti druţinsko rodoslovno drevo. Zaradi tega ţeli preveriti nekatere osebne podatke 
umrlih posameznikov, praviloma svojih prednikov. Tudi tem ljudem v podjetju Ţale d. o. 
o. zaradi doloĉil ZVOP-1 ne morejo pomagati, saj tudi za posameznike ali rodoslovna 
društva, ki ţelijo dostopati do osebnih podatkov umrlih posameznikov, v celoti veljajo 
doloĉila 23. ĉlena ZVOP-1. To pa pomeni, da imajo zelo omejen, v veĉini primerov 
praktiĉno onemogoĉen dostop. Vendar pa je njihova teţava še najveĉja s ĉisto 
ĉloveškega vidika, saj se ljudje na podjetje Ţale d. o. o. obraĉajo, poleg zaradi 
obiĉajnih, ţe pred tem opisanih razlogov, za iskanje pokojnikov, tudi zato, ker išĉejo 
svoje korenine ali pa vzpostavljajo pretrgane ali celo neobstojeĉe sorodstvene 
povezave. 
 
Glede doslednega spoštovanja ZVOP-1, ki se od upravljavcev osebnih podatkov 
vsekakor priĉakuje, sem ugotovil, da tudi tu prihaja do doloĉenih teţav. Teţave lahko 
imajo tako upravljavci osebnih podatkov sami, saj vsi nimajo zaposlenih pravnikov, ki bi 
ugotavljali upraviĉenost prosilcev z vidika pravnega interesa in še posebej dedovanja. 
Zlasti manjši upravljavci, ki zaposlujejo le nekaj ljudi. Zaradi tega bodo morali v 
doloĉenih primerih, predvsem pri vprašanju dediĉev drugega dednega reda, najemati 
zunanjo pravno pomoĉ, saj je ZD za ljudi, ki niso pravniki, precej zapleten, še zlasti 
pred izdajo sklepa o dedovanju. Teţave pa bodo zanesljivo imeli tudi dediĉi sami, ko 
bodo hoteli uveljavljati katero izmed pravic iz 23. ĉlena ZVOP-1, saj je postopek, še 
posebej v primeru dediĉev drugega dednega reda, lahko precej neţivljenjski in 
nesmiseln. O tem, do kakšne mere in na kakšen naĉin se bo ugotavljala gotovost 
dejstev, ki jih zatrjuje prosilec (sorodstveno razmerje, istovetnost prosilca, obstoj 
pravnega interesa), odloĉa upravljavec osebnih podatkov oziroma izvajalec. Povsem v 
skladu z doloĉbami ZVOP-1 je praksa, po kateri izvajalec od prosilca zahteva izkaz 
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identitete (na podlagi ĉesar izvajalec ugotovi, da je oseba, ki je podala zahtevo, res 
oseba, ki izpolnjuje pogoje po 23. ĉlenu ZVOP-1), predloţitev izpiska iz rojstne matiĉne 
knjige ali sklepa o dedovanju (na podlagi ĉesar izvajalec ugotovi, da oseba, ki je podala 
zahtevo, izpolnjuje pogoje po 23. ĉlenu ZVOP-1 – sorodstveno razmerje) ter doloĉno 
obrazloţitev pravnega interesa, po moţnosti s predloţitvijo ustrezne listine (npr. 
potrdilo o vloţeni toţbi). Torej je tudi presoja obstoja pravnega interesa v rokah 
izvajalca, pri ĉemer se pojem pravni interes lahko razlaga široko. V takšnih primerih, ko 
je potrebno izpolniti vse te zahteve, v npr. znanem primeru iz prakse podjetja Ţale d. o. 
o., v katerem je mati iskala podatke o svojem umrlem sinu, se doloĉila ZVOP-1 ţe 
navezujejo na etiko in moralo, saj svojcem pri iskanju podatkov odpirajo ţe delno 
zaceljene rane zaradi izgube pokojnika, jim povzroĉajo dodatna pota in izgubo ĉasa pri 
iskanju dokumentov ter povzroĉajo slabo voljo in negodovanje nad zakonodajalcem in 
tudi nad niĉ krivim upravljavcem osebnih podatkov. 
 
Glede ZVDAGA sem ugotovil, da tudi ta, v povezavi z ZVOP-1, povzroĉa teţave 
oziroma nelogiĉne posledice, ki so treh vrst. Osebni podatki umrlih posameznikov so 
namreĉ pri izvajalcu gospodarske javne sluţbe ves ĉas hranjenja oziroma vodenja 
zbirke varovani po 23. ĉlenu ZVOP-1 in so hkrati od trenutka, ko so izroĉeni arhivu, 
javno dostopni po doloĉbah prvega odstavka 63. ĉlena ZVDAGA, oziroma po doloĉbah 
drugega odstavka 65. ĉlena ZVDAGA, ĉe gre za obĉutljive osebne podatke. Nadalje 
prvi odstavek 40. ĉlena ZVDAGA doloĉa, da morajo javnopravne osebe izroĉiti javno 
arhivsko gradivo arhivu najkasneje 30 let po nastanku gradiva, tudi tisto, ki vsebujejo 
osebne podatke. Nikjer pa ZVDAGA ne doloĉa najkrajšega oziroma najhitrejšega roka 
izroĉitve. Ta pa je lahko ţe dan oziroma nekaj dni po nastanku gradiva. Zaradi tega je 
prva teţava v tem, da takšna ureditev v praksi povzroĉa neenakopravnost uporabnikov 
teh osebnih podatkov, predvsem tistih, ki niso pokojnikovi dediĉi prvega in drugega 
dednega reda, in zato lahko do osebnih podatkov dostopajo le v arhivu po ZVDAGA, 
saj so glede prostega dostopa do teh podatkov v arhivu povsem odvisni od odloĉitve 
posameznega izvajalca gospodarske javne sluţbe, ki se povsem prosto odloĉa, kdaj 
bo arhivsko gradivo predal arhivu. Ali bo to storil po ţe enem dnevu od nastanka 
gradiva ali pa šele po 30 letih. Drugaĉe reĉeno, na obmoĉju RS so istovrstni osebni 
podatki umrlih posameznikov ĉasovno povsem neenako varovani oziroma dostopni. 
Druga teţava je povezana s prvo teţavo in z drugim odstavkom 65. ĉlena ZVDAGA, ki 
doloĉa, da javno arhivsko gradivo, ki vsebuje obĉutljive osebne podatke, postane 
dostopno za uporabo 75 let po svojem nastanku ali deset let po smrti osebe, na katero 
se nanaša, ĉe je datum smrti znan, ĉe ni z drugimi predpisi drugaĉe doloĉeno. Zaradi 
tega obĉutljivi osebni podatki, ki so po ZVOP-1 podvrţeni še posebej strogemu reţimu, 
lahko postanejo javni deset let po smrti osebe, na katero nanašajo, ostali (neobĉutljivi) 
osebni podatki, ki naj bi imeli veliko manj strogo stopnjo varovanja kot obĉutljivi osebni 
podatki, pa v konĉni fazi šele po 30 letih od smrti osebe, na katero se nanašajo, ko 
poteĉe skrajni rok, po katerem morajo javnopravne osebe izroĉiti  javno arhivsko 
gradivo arhivu. Obĉutljivi osebni podatki umrle osebe lahko torej postanejo javni trikrat 
hitreje kot obiĉajni (neobĉutljivi) osebni podatki. Tretja teţava pa je ta, da z dnem 
izroĉitve gradiva arhivu in s tem javnosti gradiva, postanejo javni tudi osebni podatki 
tistih umrlih posameznikov, za katere je bilo z njihove strani, ali pa s strani oseb, ki so 
po zakonu, ki ureja dedovanje, njihovi zakoniti dediĉi prvega ali drugega dednega reda, 
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pisno prepovedano posredovanje teh podatkov. Ker je to, kot je bilo ţe veĉkrat 
napisano, lahko ţe dan po nastanku gradiva, je vprašljivo, ali so posamezniki, tako ţivi 
kot umrli, ki so prepovedali posredovanje teh podatkov, res ţeleli prepovedati 
posredovanje podatkov za tako kratek ĉas oziroma ali je takšna prepoved potem sploh 
smiselna. Iz razgovorov z obĉani v podjetju Ţale d. o. o. vedo, da je bil njihov namen 
trajna prepoved posredovanja podatkov. Seveda se ob tem postavlja še dodatno 
vprašanje, kakšen je tisti ĉasovni okvir, v katerem bi takšna prepoved postala smiselna.  
  
Glede Zakona o odvetnikih sem ugotovil, da tudi ta povzroĉa zaplete v zvezi z 
obravnavano problematiko, predvsem manjšim upravljavcem, kot sem ţe ugotavljal pri 
podpoglavju o teţavah pri doslednem spoštovanju ZVOP-1. Znan je primer iz prakse 
podjetja Ţale d. o. o., ko se je hĉi za pridobitev osebnih podatkov o svoji umrli materi 
obrnila kar na odvetniško druţbo, ki je nato podatke zahtevala na podlagi 10. ĉlena 
Zakona o odvetništvu v zvezi s 40. ĉlenom Zakona o izvršbi in zavarovanju. Navedli so, 
da je njihova stranka do zaprošenih podatkov upraviĉena na podlagi 35. ĉlena Ustave 
RS, 17. ĉlena MPDPP in tudi 8. ĉlena EKĈP v zvezi z njeno pravico do pietete. 
Podjetje Ţale d. o. o. jim je v odgovoru napisalo, da v zahtevi niso priloţili ustreznega 
pooblastila za zastopanje njihove stranke v konkretni posamiĉni zadevi (splošno 
pooblastilo ne zadostuje) in niso izkazali, da so konkretni zahtevani podatki dejansko 
potrebni in primerni za opravljanje odvetniškega poklica v posamiĉni zadevi – torej za 
opravljanje konkretnih dejanj v tej posamiĉni zadevi, ki teĉe pred sodišĉem ali drugim 
organom. Ne glede na to pa jim je še sporoĉilo, da jim tudi ob izpolnitvi zgoraj 
navedenih pogojev zahtevanih podatkov ne morejo posredovati na osnovi 10. ĉlena 
Zakona o odvetništvu, saj podjetje Ţale d. o. o. ni drţavni organ, ne organ 
samoupravne lokalne skupnosti in v tej zadevi tudi ne nosilec javnega pooblastila, paĉ 
pa druţba z omejeno odgovornostjo oziroma javno podjetje, ki izvaja lokalno 
gospodarsko javno sluţbo urejanje in ĉišĉenje pokopališĉ oz. pokopališko in pogrebno 
dejavnost ter urejanje pokopališĉ. 
 
10.4 ČETRTA HIPOTEZA 
 
Ĉetrta hipoteza se glasi: 
 
»Upravljavci osebnih podatkov umrlih posameznikov in občani, ki se ţelijo s temi 
podatki seznaniti, se zavzemajo za spremembo sedanje ureditve 23. člena ZVOP-
1 na način, da bodo osebni podatki umrlih posameznikov manj strogo varovani, 
ker je širša javnost zainteresirana za dostop do teh podatkov.« 
 
Na podlagi izvedene ankete med upravljavci osebnih podatkov umrlih posameznikov v 
Sloveniji in ankete med obĉani postavljeno hipotezo potrjujem. 
 




 poznavanje informacijske zasebnosti je odliĉno - vsi anketiranci vedo, da je 
informacijska zasebnost in s tem varstvo osebnih podatkov posameznikov temeljna 
ĉlovekova pravica; 
 
 poznavanje evropske ureditve varstva osebnih podatkov umrlih posameznikov 
(mrliĉev) je slabo - le manj kot ĉetrtina anketirancev pozna ureditve tega varstva v 
drugih evropskih drţavah; 
 
 poznavanje slovenske ureditve tega podroĉja je dokaj dobro - dve tretjini 
anketirancev poznata obravnavana doloĉila ZVOP-1 na naĉelni ravni in konkretne 
posledice 23. ĉlena ZVOP-1; 
 
 glede slovenske ureditve tega podroĉja in doloĉil 23. ĉlena ZVOP-1 so si 
anketiranci dokaj enotni, saj se s sedanjo ureditvijo ne strinja kar 82 % 
anketirancev; 
 
 glede prve moţnosti rešitve nastalega stanja so si anketiranci povsem enotni - kar 
95 % anketirancev se strinja, da bi bilo potrebno doloĉila 23. ĉlena ZVOP-1 omiliti 
in s tem olajšati dostop do osebnih podatkov umrlih posameznikov (mrliĉev); 
 
 tudi glede druge moţnosti rešitve nastalega stanja so si anketiranci dokaj enotni - 
dve tretjini anketirancev se strinjata, da bi bilo potrebno doloĉila 23. ĉlena ZVOP-1 
ĉrtati in s tem dovoliti prost dostop do osebnih podatkov umrlih posameznikov. 
 
Rezultati ankete med upravljavci osebnih podatkov so, glede na posledice, ki jih 
povzroĉa 23. ĉlen ZVOP-1, logiĉni in v okviru priĉakovanj. Po eni strani kaţejo, da 
anketiranci dokaj dobro poznajo obravnavano podroĉje, po drugi strani pa istoĉasno 
kaţejo, da imajo o obstojeĉi zakonodaji oziroma 23. ĉlenu ZVOP-1 enotno mnenje. 
Zato je tudi njihovo sporoĉilo povsem nedvoumno: 23. ĉlen ZVOP-1 je potrebno ali 
omiliti in s tem olajšati dostop do osebnih podatkov umrlih posameznikov (mrliĉev) ali 




Rezultate ankete med obĉani lahko strnimo v naslednje kljuĉne ugotovitve: 
 
 poznavanje informacijske zasebnosti je povpreĉno - le slaba polovica anketirancev 
ve, da je informacijska zasebnost in s tem varstvo osebnih podatkov posameznikov 
temeljna ĉlovekova pravica; 
 
 poznavanje evropske ureditve varstva osebnih podatkov umrlih posameznikov 
(mrliĉev) je na minimalni ravni - skoraj noben anketiranec ne pozna ureditve tega 
varstva v drugih evropskih drţavah; 
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 tudi poznavanje slovenske ureditve tega podroĉja je slabo - samo tretjina 
anketirancev pozna obravnavana doloĉila ZVOP-1 na naĉelni ravni in le petina 
konkretne posledice 23. ĉlena ZVOP-1; 
 
 glede slovenske ureditve tega podroĉja in doloĉil 23. ĉlena ZVOP-1 so si 
anketiranci povsem enotni, saj se s sedanjo ureditvijo ne strinja kar 97 % 
anketirancev; 
 
 tudi glede prve moţnosti rešitve nastalega stanja so si anketiranci povsem enotni - 
kar 97 % anketirancev se strinja, da bi bilo potrebno doloĉila 23. ĉlena ZVOP-1 
omiliti in s tem olajšati dostop do osebnih podatkov umrlih posameznikov (mrliĉev); 
 
 tudi glede druge moţnosti rešitve nastalega stanja so si anketiranci skoraj povsem 
enotni - 90 % anketirancev se strinja, da bi bilo potrebno doloĉila 23. ĉlena ZVOP-1 
ĉrtati in s tem dovoliti prost dostop do osebnih podatkov umrlih posameznikov. 
 
Rezultati ankete med obĉani so, glede na posledice, ki jih povzroĉa 23. ĉlen ZVOP-1, 
logiĉni in v okviru priĉakovanj. Ĉeprav po eni strani kaţejo, da anketiranci slabo 
poznajo obravnavano podroĉje, po drugi strani istoĉasno kaţejo, da imajo o obstojeĉi 
zakonodaji oziroma 23. ĉlenu ZVOP-1 enotno mnenje. Zato je tudi njihovo sporoĉilo 
povsem nedvoumno: 23. ĉlen ZVOP-1 je potrebno ali omiliti in s tem olajšati dostop do 
osebnih podatkov umrlih posameznikov (mrliĉev) ali pa ĉrtati in s tem dovoliti prost 





11  PRISPEVEK REZULTATOV RAZISKAVE K ZNANOSTI 
OZIROMA STROKI 
 
S sprejetjem ZVOP/1999 se je v zvezi s smrtjo pojavilo še dodatno vprašanje 
informacijske zasebnosti oziroma varstva osebnih podatkov, natanĉneje osebnih 
podatkov umrlih posameznikov (mrliĉev).  
 
Gre za specifiĉno podroĉje, ki je širši javnosti manj znano, ĉeprav je o tem leta 2006 
potekala krajša polemika v ĉasnikih Delo in Dnevnik. Poleg tega to podroĉje do sedaj 
še ni bilo znanstveno obravnavano, ĉeprav je smrt neizogibno dejstvo, s katerim se ţal 
sreĉamo veĉkrat v ţivljenju.  
 
Zaradi tega je pomembno ţe samo obravnavanje te problematike, ki je zaradi 
slovenskega odnosa do umrlih posameznikov še toliko bolj obĉutljiva, in spoznanje, da 
na tem podroĉju sploh obstaja doloĉena problematika, ki bi jo bilo potrebno znanstveno 
obravnavati.  
 
Pomembna je tudi seznanitev širše javnosti s to problematiko.  
 
Še pomembnejši prispevek so ugotovitve iz poglavij 2, 3, 4 in 5.  
 
Prva ugotovitev je, da so primerjalnopravno ureditve varstva osebnih podatkov umrlih 
oseb v EU urejene razliĉno, saj se Dir-VOP ne opredeljuje do vprašanja, ali se po 
njenih doloĉbah varujejo osebni podatki samo ţivih posameznikov (ljudi) ali tudi umrlih 
posameznikov (mrliĉev), temveĉ to vprašanje prepušĉa drţavam ĉlanicam EU, da ga 
samostojno uredijo. Zaradi tega je ureditev tega podroĉja v Sloveniji, predvsem 23. 
ĉlen ZVOP-1, s formalnega vidika skladna z evropskim pravnim redom.  
 
Druga ugotovitev je, da je med vsemi dvajsetimi obravnavanimi drţavami prav 
slovenski ZVOP-1 najstroţji in najbolj omejevalen v pogledu varovanja osebnih 
podatkov umrlih posameznikov (mrliĉev) ter pri tem izrazito odstopa od naĉina 
varovanja osebnih podatkov v drugih obravnavanih evropskih drţavah.  
 
Tretja ugotovitev je, da, ĉeprav se osebnostne pravice ter ĉlovekove pravice in 
temeljne svobošĉine dejansko lahko nanašajo le na ţivega posameznika (ĉloveka) in 
ne na umrlega posameznika (mrliĉa), v Sloveniji varstvo osebnih podatkov umrlih 
posameznikov (mrliĉev) oziroma 23. ĉlen ZVOP-1 temelji in obenem predstavlja 
konkretizacijo 35. ĉlena ustave oziroma »Varstva pravic zasebnosti in osebnostnih 
pravic« in 38. ĉlena ustave »Varstva osebnih podatkov«. Zaradi tega se mi postavlja 
dvom, ali je ureditev 23. ĉlena ZVOP-1 skladna s 35. ĉlenom Ustave RS. 
 
Ĉetrta ugotovitev je, da je zaradi 8. ĉlena Ustave RS pri vprašanju informacijske 
zasebnosti potrebno upoštevati tudi EKĈP, ki pa se nanaša le na ĉlovekove pravice in 
temeljne svobošĉine, torej na ţive posameznike (ljudi) in ne na mrtve posameznike 
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(mrliĉe). Zaradi tega se mi postavlja dvom tudi pri vprašanju skladnosti 23. ĉlena 
ZVOP-1 s pravom SE. Ta dvom je ostal tudi po pregledu sodne prakse ESĈP. 
 
Najpomembnejši prispevek pa so ugotovitve iz poglavjih 6, 7 in 8. 
 
Peta ugotovitev je, da takšna ureditev oziroma doloĉbe 23. ĉlena ZVOP-1 povzroĉajo 
teţave tako upravljavcem osebnih podatkov umrlih posameznikov (mrliĉev) pri 
njihovem vsakdanjem delu, kot tudi obĉanom in širši javnosti, ki se ţelijo s temi podatki 
seznaniti, pa se zaradi neustreznih doloĉb 23. ĉlena ZVOP-1 ne morejo. Zato je 
posredovanje teh podatkov zelo oteţeno, v praksi skoraj onemogoĉeno. Teţave se v 
praksi podjetja Ţale d. o. o. kaţejo predvsem pri povpraševanju o identiteti umrlega, 
informacijskem panelu (infomatu), spletnem iskalniku grobov, objavi starosti pokojnikov 
v urniku pogrebov in osmrtnicah, sestavljanju rodoslovnih dreves, doslednem 
spoštovanju doloĉil ZVOP-1 ter v povezavi z ZVDAGA in Zakonom o odvetnikih. 
 
Šesta ugotovitev je, da pri tem še posebej izstopa ZVDAGA, ki v povezavi z ZVOP-1 
povzroĉa teţave oziroma nelogiĉne posledice, ki so treh vrst. Prva teţava je v tem, da 
sedanja ureditev v praksi povzroĉa neenakopravnost uporabnikov osebnih podatkov, 
predvsem tistih, ki niso pokojnikovi dediĉi prvega in drugega dednega reda, in zato 
lahko do osebnih podatkov dostopajo le v arhivu po ZVDAGA, saj so glede prostega 
dostopa do teh podatkov v arhivu povsem odvisni od odloĉitve posameznega izvajalca 
gospodarske javne sluţbe, ki se povsem prosto odloĉa, kdaj bo arhivsko gradivo predal 
arhivu. Ali bo to storil po ţe enem dnevu od nastanka gradiva ali pa šele po 30 letih. 
Drugaĉe reĉeno, na obmoĉju RS so istovrstni osebni podatki umrlih posameznikov 
ĉasovno povsem neenako varovani oziroma dostopni. Druga teţava je povezana s 
prvo teţavo in z drugim odstavkom 65. ĉlena ZVDAGA in povzroĉa, da obĉutljivi osebni 
podatki umrle osebe lahko postanejo javni trikrat hitreje kot obiĉajni (neobĉutljivi) 
osebni podatki. Tretja teţava pa je ta, da z dnem izroĉitve gradiva arhivu in s tem 
javnosti gradiva, postanejo javni tudi osebni podatki tistih umrlih posameznikov, za 
katere je bilo z njihove strani, ali pa s strani oseb, ki so po zakonu, ki ureja dedovanje, 
njihovi zakoniti dediĉi prvega ali drugega dednega reda, pisno prepovedano 
posredovanje teh podatkov.  
 
Sedma ugotovitev je, da je pomanjkljiv tudi veljavni ZPPDUP, ki ne vsebuje doloĉb 
glede pravic in obveznosti izvajalcev gospodarske javne sluţbe oziroma upravljavcev 
zbirk osebnih podatkov umrlih posameznikov in dostopnosti do teh podatkov. 23. ĉlen 
ZPPDUP namreĉ doloĉa le, da mora upravljavec voditi evidenco o umrlih, ne doloĉa 
pa, kateri osebni podatki se smejo zbirati in obdelovati, za kakšen namen jih je 
dovoljeno zbirati in uporabiti ter varstva tajnosti zbranih osebnih podatkov oziroma po 
kolikšnem ĉasu postanejo dostopni javnosti. Ta ĉlen bi moral doloĉati tako vodenje 
evidence osebnih podatkov umrlih posameznikov (mrliĉev) (ime in priimek umrlega, 
datum rojstva, datum smrti in datum pokopa), kot tudi vodenje te evidence o umrlih 
najmanj dokler obstaja pokopališĉe, ĉe ne celo kar trajno, in ne le vodenje evidence 
umrlih do izroĉitve te evidence arhivu. 
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Osma ugotovitev je, da imajo upravljavci osebnih podatkov umrlih posameznikov 
(mrliĉev) o obstojeĉi zakonodaji oziroma 23. ĉlenu ZVOP-1 enotno mnenje: 23. ĉlen 
ZVOP-1 je potrebno ali omiliti in s tem olajšati dostop do osebnih podatkov umrlih 
posameznikov (mrliĉev) ali pa ĉrtati in s tem dovoliti prost dostop do osebnih podatkov 
umrlih posameznikov (mrliĉev). 
 
Deveta ugotovitev je, da imajo tudi obĉani o obstojeĉi zakonodaji oziroma 23. ĉlenu 
ZVOP-1 enotno mnenje: 23. ĉlen ZVOP-1 je potrebno ali omiliti in s tem olajšati dostop 
do osebnih podatkov umrlih posameznikov (mrliĉev) ali pa ĉrtati in s tem dovoliti prost 









12 UPORABNOST REZULTATOV RAZISKAVE  
 
Rezultati magistrskega dela oziroma raziskave in zbrane ugotovitve so uporabne 
predvsem za: 
 




 Informacijskega pooblašĉenca, 
 študente, 
 širšo javnost, 
 parlament kot zakonodajalca 
 
in se lahko uporabljajo v vsakdanjem delu in ţivljenju zgoraj navedenih uporabnikov. 
 
Predvsem pa lahko sluţijo kot razmislek o upraviĉenosti in pravilnosti sedanje ureditve 
tega podroĉja in poslediĉno nujni spremembi veljavne zakonodaje, predvsem 23. ĉlena 




Ĉlovekove pravice (temeljne) so bistveni sestavni del sleherne ustavne ureditve, ki 
uveljavlja sodobni koncept (zahodnega tipa) demokracije. V tem pogledu so ĉlovekove 
pravice za obstoj demokratiĉne ureditve dejansko nepogrešljive. Po sprejetju SDĈP 
(leta 1948) in drugih pomembnih mednarodnih dokumentov, ki se zavzemajo za 
varstvo ĉlovekovih pravic, predvsem EKĈP, so te pravice postopoma postale ţe kar 
nekakšna uradna ideologija modernega ĉasa. Posebej pomembno mesto so dobile tudi 
v novi Ustavi RS (leta 1991), predvsem v 34., 35., 36., 37. 38. in 39. ĉlenu. V pravnem 
pomenu so ĉlovekove pravice s pravnimi pravili urejena upraviĉenja posameznika v 
razmerju do drţavne oblasti. Bistvena lastnost pravic je poleg upraviĉenja tudi pravno 
varstvo. Medtem ko klasiĉno mednarodno pravo temelji na naĉelu suverenosti in 
enakopravnosti drţav, mednarodno pravo ĉlovekovih pravic teţi k mednarodnopravni 
zavezanosti posamezne drţave, da s svojim notranjim pravom zagotovi posamezniku 
ustrezno pravno varstvo njegovih ĉlovekovih pravic. 
 
Pojem zasebne sfere ĉloveka je v pravni teoriji precej sporen, na tem podroĉju se 
vzpostavlja znano razmerje med etiko in pravom. Enotne opredelitve zasebnosti ni, to 
pa pomeni razliĉno pravno umestitev in oteţeno pravno varstvo. Vzrok za to je, da je 
zasebnost relativna, kontekstualna in subjektivna. Vsakdo ima drugaĉna priĉakovanja 
glede zasebnosti in ta se spreminjajo tudi glede na druţbeni kontekst. Zasebnost 
oziroma pravica do zasebnosti ima razliĉno vsebino v razliĉnih politiĉnih ureditvah, na 
njeno opredelitev pa vpliva tudi ĉasovni horizont. V svetu, kjer se meja med zasebno in 
javno sfero vse bolj zamegljuje, in kjer nova tehnologija omogoĉa razliĉne vrste 
posegov v zasebnost posameznikov, postaja varstvo pravice do zasebnosti ena najbolj 
kritiĉnih toĉk borbe med drţavo, delodajalcem, potrošniško druţbo in posameznikom. 
Od vseh temeljnih ĉlovekovih pravic v mednarodnem katalogu pravic je zasebnost 
verjetno najteţje definirati, je najbolj izmuzljiva, ĉeprav predstavlja enega izmed 
najvišje zavarovanih postulatov svoje bivanjske realnosti.  
 
Pravica do zasebnosti je pravno gledano relativno nova pravica, ki je v klasiĉnih 
pravniških tekstih osemnajstega stoletja ne zasledimo. V tistem ĉasu je bilo zasebno 
ţivljenje namreĉ manj mobilno, tako fiziĉno kot intelektualno, drţavni nadzor in 
opazovanje, snemanje in druge oblike tehniĉnega nadzora pa so postale aktualne šele 
s tehnološkim napredkom. Tekom razvoja je zasebnost postala ena izmed temeljnih 
ĉlovekovih pravic. EKĈP jo v oţjem pomenu doloĉa v 8. ĉlenu, ki ima naslov Pravica 
do spoštovanja zasebnega in druţinskega ţivljenja, doma in dopisovanja. Širši pomen 
pa ima, ĉe vkljuĉimo še 9. in 10. ĉlen EKĈP, ki zagotavljata svobodo misli, vesti in 
veroizpovedi in pravico do svobodnega izraţanja in informiranja. Pravica do 
spoštovanja doma in dopisovanja zajema tri sklope: spoštovanje doma, spoštovanje 
dopisovanja (pisemska tajnost) in policijske preiskave, prisluškovanja in evidence 
osebnih podatkov. 
 
Ker gre za pravico, ki pripada vsakemu ĉloveku in tudi uĉinkuje proti vsakemu, je treba 
tako pravico ustrezno zavarovati. Zato je pravica do zasebnosti opredeljena v Ustavi 
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RS in zavarovana s kazenskopravnim (KZ) in civilnopravnim varstvom (OZ). Pravico do 
zasebnosti je potrebno obravnavati v t. i. dualistiĉnem konceptu kot osebnostno 
pravico, ki je varovana z instrumenti civilnega prava, ter kot ĉlovekovo pravico 
(javnopravnega znaĉaja), ki je varovana z ustavo in mednarodnopravnimi dokumenti.  
 
Z vprašanjem ĉlovekovih pravic in svobošĉin je dejansko preţeta celotna Ustava RS. 
Za varovanje zasebnosti so pomembni predvsem 8., 15., 34., 35., 36., 37., 38., 153. in 
160. ĉlen Ustave RS. Še posebej sta pomembna 8. ĉlen Ustave RS, zaradi katerega je 
potrebno upoštevati tudi druga splošnoveljavna naĉela mednarodnega prava in 
mednarodne pogodbe, ki obvezujejo RS, da se v drţavi ratificirane in objavljene 
pogodbe uporabljajo neposredno, in 35. ĉlen Ustave RS, ki zagotavlja varstvo pravic 
zasebnosti in osebnostnih pravic. 
 
Dikciji obeh temeljev garancije pravice do zasebnosti, tako 8. ĉlena EKĈP, kot tudi 35. 
ĉlena Ustave RS, sta si razliĉni, zato se postavlja vprašanje hierarhije pojmovanja 
pravice do zasebnosti. Zaradi »supremacy clause« (8. ĉlen Ustave RS) je potrebno 
pravico do zasebnosti in njeno materialnopravno pojmovanje obravnavati v luĉi 
pojmovanja pravice do zasebnosti s strani ESĈP, s tem pa tudi »precendenĉno prakso 
ESĈP« ter z njo ustvarjen minimalni standard ĉlovekovih pravic. 
 
Informacijska zasebnost je ena izmed najpomembnejših sestavin zasebnosti in se, vsaj 
v naši zakonodaji, oznaĉuje tudi s pojmom varstva osebnih podatkov. Vstop v 
informacijsko druţbo moĉno vpliva na dosedanji naĉin ĉlovekovega ţivljenja in dela. 
Informacija je postala temelj nadaljnjega razvoja druţbenega sistema in celotno 
delovanje ĉloveka je danes osredotoĉeno okoli zbiranja, predelave in posredovanja 
informacij. Velike zasluge za omenjene spremembe ima uvedba nove informacijske 
tehnologije na vsa podroĉja druţbenega ţivljenja. Z vidika hitrosti njenega razvoja se 
zdi, da na svetu ni danes niĉ veĉ nemogoĉega. Vendar ima uporaba te tehnologije, 
kljub njenim nespornim zaslugam za sedanje relativno blagostanje ĉloveške druţbe, 
tako kot rimski bog Janus, dva obraza: na eni strani je temelj nadaljnjega druţbenega 
razvoja, na drugi strani pa ogroţa ĉloveka v samem njegovem bistvu. Ogromna 
koliĉina podatkov in informacij o posamezniku in njegovo enostavno obvladovanje z 
informacijsko tehnologijo daje njihovim imetnikom velikansko moĉ, kakršne do sedaj v 
zgodovini ĉloveštva ni imel še nihĉe. Na drugi strani posameznik še nikoli ni bil tako 
ogroţen v svoji informacijski zasebnosti, kot je danes. Vprašanje zasebnosti v t. i. 
informacijski druţbi (lahko bi rekli celo njeno umiranje na obroke) in s tem povezana 
vprašanja e-poslovanja, nadzora delodajalcev nad zaposlenimi, pooblastil drţavnih 
varnostnih in obvešĉevalnih organov pri zatiranju terorizma, organiziranega kriminala in 
kriminala, povezanega z raĉunalniki, predstavljajo (oziroma bodo v prihodnosti 
nedvomno predstavljala) enega kljuĉnih pravnih, socioloških, filozofskih in etiĉnih 
vprašanj sodobne druţbe.  
 
Zato se danes pravica do zasebnosti opredeljuje kot pravica posameznika, da zahteva, 
da se podatki in informacije o njegovih zasebnih razmerjih ne sporoĉajo komurkoli. Gre 
torej za kontrolo pretoka in posredovanja podatkov, ki se nanašajo nanj oziroma 
opisujejo njegove lastnosti. Vendar pravica do zasebnosti predstavlja v razmerju do 
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varstva osebnih podatkov širšo kategorijo, saj uporaba ali obdelovanje osebnih 
podatkov nujno pomeni poseg v ĉlovekovo zasebnost. Obratna trditev pa ni mogoĉa, 
kajti poseg v zasebnost vedno ne pomeni kršitve varstva osebnih podatkov.  
 
Informacijska zasebnost in s tem varstvo osebnih podatkov (ţivih) posameznikov je 
temeljna ĉlovekova pravica, ki je v Sloveniji ustrezno varovana na podlagi mednarodnih 
predpisov, ustave in zakona. V Ustavi RS je zajeta v 38. ĉlenu, katerega podnaslov je 
»Varstvo osebnih podatkov«. Varstvo osebnih podatkov je podroĉje prava, ki se 
zadnjih dvajset let izjemno hitro spreminja. Varstvo osebnih podatkov, ki je - vsaj pri 
nas - donedavna veljalo za razmeroma eksotiĉno pravno podroĉje, posega v vse pore 
javnega in zasebnega ţivljenja in postaja obseţna avtonomna pravna disciplina. Je 
predmet zahtevne evropske regulacije in materija enako zahtevnega ZVOP-1. 
ZVOP/1999 še bi bil povsem usklajen z evropskim pravnim redom, ZVOP-1 pa je 
moderen zakon, ĉeprav precej teţko razumljiv in z vidika zašĉite osebnih podatkov zelo 
rigorozen zakon, vendar je v slovenski pravni red prinesel pomembne novosti glede 
zavedanja o teţi in pomenu varstva osebnih podatkov. 
 
Vprašanje zasebnosti in nadzora ter varstva ĉlovekovih pravic je povezano. Zaradi 
soodvisnosti je nujno interdisciplinarno in hkratno obravnavanje obeh vprašanj. Gre 
namreĉ za problematiko, ki ima druţboslovne, pravne, filozofske in tehnološke 
razseţnosti in se globoko dotika pravic posameznika.  
 
Zanimivo je, da imajo osebni podatki kar trojni status. Ĉe so ţe bili kdaj javno 
objavljeni, torej izpostavljeni javnosti, niso varovani po ZVOP-1, ĉe jih javnosti 
posreduje naroĉnik pogreba sam, tudi ĉe ni svojec umrlega posameznika (mrliĉa) 
oziroma njegov dediĉ prvega in drugega dednega reda, prav tako niso varovani po 
ZVOP-1, ĉe pa jih posreduje upravljavec osebnih podatkov, pa so varovani po ZVOP-1. 
 
Ker se pravica do zasebnosti v pravu pojavlja v dveh oblikah: kot osebnostna pravica 
(zasebnega znaĉaja) in ĉlovekova pravica (javnopravnega znaĉaja), je bilo potrebno 
zaradi razumevanja obravnavane pravice do zasebnosti, informacijske zasebnosti in 
varstva osebnih podatkov, tako ţivih posameznikov (ljudi), kot tudi umrlih 
posameznikov (mrliĉev), razjasniti osnovne pojme in odgovoriti na osnovno vprašanje, 
ki je zgolj eno samo, in sicer, ali se osebnostne pravice ter ĉlovekove pravice in 
temeljne svobošĉine nanašajo le na ţive posameznike (ljudi) ali pa tudi na mrtve 
posameznike (mrliĉe). 
 
Skozi podrobno in obširno razĉlenitev osebnostnih pravic ter ĉlovekovih pravic in 
temeljne svobošĉine, predvsem kaj so, na koga se dejansko nanašajo, kako so 
nastajale in se razvijale skozi zgodovino, kako se varujejo v Ustavi RS in kakšno vlogo 
ima pri tem US RS, sem ugotovil, da osebnostne pravice posameznika praviloma 
prenehajo z njegovo smrtjo. Lahko sicer uĉinkujejo tudi po smrti kot »residium« – 
ostanek umrlemu pripadajoĉe pravice, vendar se ta pravica varuje kot ĉlovekovo 
dostojanstvo iz 34. ĉlena Ustave RS in ne kot varstvo pravic zasebnosti in osebnostnih 
pravic iz 35. ĉlena Ustave RS. Tudi ĉlovekove pravice se, tako kot ţe izhaja iz 
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etimološkega pomena besede, nanašajo le na ţive posameznike (ljudi) in ne na mrtve 
posameznike (mrliĉe). 
 
Tudi pri prouĉitvi mednarodnega varstva ĉlovekovih pravic in temeljnih svobošĉin, še 
posebej pa podrobne preuĉitve in razĉlenitve 8. ĉlena EKĈP skozi sodno prakso 
ESĈP, sem prišel do enake ugotovitve, torej da se ĉlovekove pravice in temeljne 
svobošĉine nanašajo le na ţive posameznike (ljudi) in ne na mrtve posameznike 
(mrliĉe). 
 
Z vidika varstva osebnih podatkov umrlih posameznikov je bil ZVOP/1999 precej 
nedoreĉen zakon, medtem ko je ZVOP-1 veliko bolj precizen in nedvoumen. Zaradi 
tega se na prvi pogled zdi, da je to podroĉje zgledno in pravilno urejeno ter zato ne 
terja nikakršnih sprememb. 
 
Sedanja ureditev varstva osebnih podatkov umrlih posameznikov (mrliĉev) je s 
formalnega vidika sicer res skladna z evropskim pravnim redom, vendar zgolj zato, ker 
se Dir-VOP ne opredeljuje do vprašanja, ali se po njenih doloĉbah varujejo osebni 
podatki samo ţivih posameznikov (ljudi) ali tudi umrlih posameznikov (mrliĉev), temveĉ 
to vprašanje prepušĉa drţavam ĉlanicam EU, da ga samostojno uredijo. Vendar Zakoni 
o varstvu osebnih podatkov v osemnajstih evropskih drţavah, ĉlanicah EU, kandidatki 
za vstop v EU in nekaterih drugih evropskih drţavah, vseh pa ĉlanicah SE, in sicer 
Avstriji, Bolgariji, Cipru, Ĉeški, Danski, Franciji, Hrvaški, Latviji, Lihtenštajnu, Litvi, 
Madţarski, Nemĉiji, Nizozemski, Srbiji, Španiji, Švedski, Švici in Zdruţenem kraljestvu 
ne omenjajo varstva osebnih podatkov umrlih posameznikov (mrliĉev). Izjemi sta le dve 
drţavi, Italija in Slovaška, pa še ti dve imata drugaĉna in manj stroga doloĉila kot 
slovenski ZVOP-1. Med vsemi dvajsetimi obravnavanimi drţavami je prav slovenski 
ZVOP-1 najstroţji in najbolj omejevalen v pogledu varovanja osebnih podatkov umrlih 
posameznikov (mrliĉev) ter pri tem izrazito odstopa od naĉina varovanja osebnih 
podatkov v drugih obravnavanih evropskih drţavah. 
 
Ĉeprav se, tako kot je bilo predhodno ugotovljeno, osebnostne pravice ter ĉlovekove 
pravice in temeljne svobošĉine dejansko lahko nanašajo le na ţivega posameznika 
(ĉloveka), in ne na umrlega posameznika (mrliĉa), v Sloveniji varstvo osebnih podatkov 
umrlih posameznikov (mrliĉev) oziroma 23. ĉlen ZVOP-1 temelji in obenem predstavlja 
konkretizacijo 35. ĉlena Ustave RS oziroma »Varstva pravic zasebnosti in osebnostnih 
pravic« in 38. ĉlena Ustave RS oziroma »Varstva osebnih podatkov«. 
 
Zaradi doloĉb 23. ĉlena ZVOP-1 torej varstvo informacijske zasebnosti po smrti ne 
preneha. Vendar se mi postavlja dvom, ali je takšna ureditev v ZVOP-1 pravilna in 
skladna z Ustavo RS, saj se s 35. ĉlenom Ustave RS varuje zasebnost na podlagi 
osebnostnih pravic ter ĉlovekovih pravic in temeljnih svobošĉin, ki pa se, kot se je 
pokazalo v magistrskem delu, nanašajo le na ţive posameznike (ljudi) in ne na mrtve 
posameznike (mrliĉe). 
 
Postavlja pa se mi tudi dvom pri vprašanju skladnosti 23. ĉlena ZVOP-1 s pravom SE, 
saj je zaradi 8. ĉlena Ustave RS pri vprašanju informacijske zasebnosti potrebno 
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upoštevati tudi EKĈP, ki pa se nanaša le na ĉlovekove pravice in temeljne svobošĉine, 
torej na ţive posameznike (ljudi) in ne na mrtve posameznike (mrliĉe). Ta dvom je ostal 
tudi po pregledu sodne prakse ESĈP. 
 
Takšna ureditev oziroma doloĉbe 23. ĉlena ZVOP-1 povzroĉajo teţave tako 
upravljavcem osebnih podatkov umrlih posameznikov (mrliĉev) pri njihovem 
vsakdanjem delu, kot tudi obĉanom in širši javnosti, ki se ţelijo s temi podatki seznaniti, 
pa se zaradi neustreznih doloĉb 23. ĉlena ZVOP-1 ne morejo. Zato je posredovanje teh 
podatkov zelo oteţeno, v praksi skoraj onemogoĉeno. Teţave so nazorno in podrobno 
opisane skozi prakso podjetja Ţale d. o. o., ki je najveĉji upravljavec osebnih podatkov 
umrlih posameznikov v Sloveniji in podjetje s skoraj stoletno tradicijo in izkušnjami. 
Teţave se kaţejo predvsem pri povpraševanju o identiteti umrlega, informacijskem 
panelu (infomatu), spletnem iskalniku grobov, objavi starosti pokojnikov v urniku 
pogrebov in osmrtnicah, sestavljanju rodoslovnih dreves, doslednem spoštovanju 
doloĉil ZVOP-1 ter v povezavi z ZVDAGA in Zakonom o odvetnikih. Pri nekaterih 
opisanih teţavah se doloĉila ZVOP-1 ţe navezujejo na etiko in moralo, saj svojcem pri 
iskanju podatkov odpirajo ţe delno zaceljene rane zaradi izgube pokojnika, jim 
povzroĉajo dodatna pota in izgubo ĉasa pri iskanju dokumentov ter povzroĉajo slabo 
voljo in negodovanje nad zakonodajalcem in tudi nad niĉ krivim upravljavcem osebnih 
podatkov. 
 
Pri tem še posebej izstopa ZVDAGA, ki v povezavi z ZVOP-1 povzroĉa teţave oziroma 
nelogiĉne posledice, ki so treh vrst. Prva teţava je v tem, da takšna ureditev v praksi 
povzroĉa neenakopravnost uporabnikov teh osebnih podatkov, predvsem tistih, ki niso 
pokojnikovi dediĉi prvega in drugega dednega reda, in zato lahko do osebnih podatkov 
dostopajo le v arhivu po ZVDAGA, saj so glede prostega dostopa do teh podatkov v 
arhivu povsem odvisni od odloĉitve posameznega izvajalca gospodarske javne sluţbe, 
ki se povsem prosto odloĉa, kdaj bo arhivsko gradivo predal arhivu. Ali bo to storil po 
ţe enem dnevu od nastanka gradiva ali pa šele po 30 letih. Drugaĉe reĉeno, na 
obmoĉju RS so istovrstni osebni podatki umrlih posameznikov ĉasovno povsem 
neenako varovani oziroma dostopni. Druga teţava je v tem, da obĉutljivi osebni podatki 
umrle osebe lahko postanejo javni trikrat hitreje kot obiĉajni (neobĉutljivi) osebni 
podatki. Tretja teţava pa je ta, da z dnem izroĉitve gradiva arhivu in s tem javnosti 
gradiva, postanejo javni tudi osebni podatki tistih umrlih posameznikov, za katere je 
bilo z njihove strani, ali pa s strani oseb, ki so po zakonu, ki ureja dedovanje, njihovi 
zakoniti dediĉi prvega ali drugega dednega reda, pisno prepovedano posredovanje teh 
podatkov.  
 
Kaj si o tej slovenski ureditvi mislijo upravljavci osebnih podatkov umrlih posameznikov 
(mrliĉev) in obĉani, pa sta jasno pokazali obe izvedeni anketi, iz katerih izhaja, da se 
oboji enotno zavzemajo za spremembo sedanje ureditve. 95 % anketiranih 
upravljavcev in 97 % anketiranih obĉanov meni, da je 23. ĉlen ZVOP-1 potrebno omiliti 
in s tem olajšati dostop do osebnih podatkov umrlih posameznikov (mrliĉev). 67 % 
anketiranih upravljavcev in 90 % anketiranih obĉanov meni, da je 23. ĉlen ZVOP-1 
potrebno ĉrtati in s tem dovoliti prost dostop do osebnih podatkov umrlih posameznikov 
(mrliĉev). 
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Priĉakujem, da bodo rezultati raziskovanja v pomoĉ upravljavcem osebnih podatkov 
umrlih posameznikov pri njihovem vsakdanjem delu, ki so formalno sicer seznanjeni z 
doloĉbami 23. ĉlena ZVOP-1, vendar vsi ne poznajo in ne razumejo strogosti njegovih 
doloĉb, saj je vsa teţavnost problema razvidna šele po podrobnejši prouĉitvi 
komentarjev k zakonu, prakse sodišĉ, strokovne literature in splošnega poznavanja 
prava. Pri tem je potrebno še upoštevati, da je v Sloveniji veliko manjših upravljavcev 
osebnih podatkov umrlih posameznikov, ki ne zaposlujejo strokovnjakov s podroĉja 
prava in uprave, paĉ pa obiĉajne ljudi, ki si iz nevednosti stvari razlagajo po domaĉe in 
nato temu ustrezno tudi ravnajo.  
 
Priĉakujem tudi, da bodo rezultati raziskovanja v pomoĉ pri oblikovanju ustreznih 
doloĉb v novem ZPPDUP, oziroma Zakonu o pogrebni dejavnosti in upravljanju s 
pokopališĉi, kot se bo predvidoma imenoval, ki je sedaj v nastajanju in bo predvidoma 
sprejet v letošnjem letu. 
 
Predvsem pa priĉakujem, da bodo rezultati raziskovanja sluţili kot osnova za 
spoznanja, ki bi lahko pripeljala do razmisleka o nujnosti spremembe zakonodaje na 
tem podroĉju, torej spremembo 23. ĉlena ZVOP-1, ZVDAGA in ZPPDUP. 
 
Naj zakljuĉim z mislijo informacijske pooblašĉenke Nataše Pirc Musar, ki pravi, da ĉe je 
zakon še tako »butast« ali slab, ga moramo spoštovati, kajti spoštovanje zakonov je 
temelj pravne drţave. Tisti, ki imamo moţnost, pa naj ĉim veĉkrat  in ĉim bolj naglas ţe 
v samem postopku sprejemanja zakona opozarjamo na pomanjkljivosti88.  
 
Pri tem se pridruţujem mnenju gospoda Mateja Avblja, da obravnavano vprašanje ni 
vprašanje, ki bi zahtevalo razkazovanje pravnih mišic, ampak ga je treba rešiti 
zdravorazumsko. 
 
Upam, da to magistrsko delo dovolj nazorno prikazuje spornost sedanje ureditve in 
opozarja na dovolj pomanjkljivosti 23. ĉlena ZVOP-1, ZVDAGA in ZPPDUP, ter s tem 
povezanih teţav, da se bo problem ĉimprej rešil zdravorazumsko. 
                                            
88






1. BAVCON, Ljubo. Ĉlovekove pravice in temeljne svobošĉine v novi Ustavi Republike 
Slovenije. SAJOVIC, Bogomir. O osebnostnih pravicah. TRPIN, Gorazd. Varuh 
ĉlovekovih pravic in temeljnih svobošĉin. V: KAUĈIĈ, Igor (ur.). Nova ustavna 
ureditev Slovenije. Pravna fakulteta v Ljubljani in Društvo za ustavno pravo 
Slovenije, Ljubljana, 1992. 
2. BERĈIĈ, Boštjan, ĈEBULJ, Janez. Pravni vidiki E-uprave. V: VINTAR, Mirko, 
GRAD, Janez (ur.). E-uprava: Izbrane razvojne perspektive. Fakulteta za upravo, 
Ljubljana, 2004. 
3. BIZJAK, Ivan. Ĉlovekove pravice v Sloveniji danes. V: STRES, Anton (ur.). 
Ĉlovekove pravice v Sloveniji danes, Druţina, Ljubljana, 1999. 
4. BREZOVŠEK, Marjan. Teoretiĉni pojem uprave. V: VLAJ, Stane (ur.). Uvod v javno 
upravo. Fakulteta za upravo, 2004. 
5. CERAR, Miro. Narava in pomen ĉlovekovih pravic. ŠABIĈ, Zlatko, ROTER, Petra. 
OZN in ohranjevanje mednarodnega miru in varnosti: razvoj varstva ĉlovekovih 
pravic. V: CERAR, Miro, JAMNIKAR, Jon, SMRKOLJ, Maja, TÜRK, Danilo, 
ACCETTO, Matej (ur.). Dokumenti ĉlovekovih pravic z uvodnimi pojasnili. Društvo 
Amnesty International Slovenije in Mirovni inštitut, Ljubljana, 2002. 
6. CERAR, Miro. Temelji ustavne ureditve, ĉlovekove pravice in temeljne svobošĉine, 
gospodarska in socialna razmerja. Ministrstvo za notranje zadeve, Ljubljana, 1998. 
7. CERAR, Miro. Veĉrazseţnost ĉlovekovih pravic in dolţnosti. Znanstveno in 
publicistiĉno središĉe, Ljubljana, 1993. 
8. CVETKO, Aleksej. Varovanje zasebnosti v delovnih razmerjih. Gospodarski vestnik, 
Ljubljana, 1999. 
9. ĈEBULJ, Janez, ŢUREJ, Jurij, VESEL, Tomaţ. Varstvo osebnih podatkov in 
informacije javnega znaĉaja. Nebra, Ljubljana, 2005. 
10. ĈEBULJ, Janez. Uvodna pojasnila k zakonu o varstvu osebnih podatkov. Gradivo 
Fakultete za upravo, Ljubljana, 2006. 
11. ĈEBULJ, Janez. Varstvo informacijske zasebnosti v Evropi in v Sloveniji. Inštitut za 
javno upravo pri Pravni fakulteti v Ljubljani, Ljubljana, 1992. 
12. ĈEBULJ, Janez. Varstvo osebnih podatkov z zakonom in pojasnili. Inštitut za javno 
upravo pri Pravni fakulteti v Ljubljani, Ljubljana, 1990. 
13. FINŢGAR, Alojzij. Osebnostne pravice. Slovenska akademija znanosti in umetnosti, 
Ljubljana, 1985. 
14. KAUĈIĈ, Igor, GRAD, Franc. Ustavna ureditev Slovenije. GV Zaloţba, Ljubljana, 
2003. 
15. KLEMENĈIĈ, Goran. Varstvo elektronske zasebnosti. V: MAKAROVIĈ, Boštjan, 
KLEMENĈIĈ, Goran, KLOBUĈAR, Tomaţ, BOGATAJ, Maja, PAHOR, David (ur.). 
Internet in pravo : izbrane teme s komentarjem Zakona o elektronskem poslovanju 
in elektronskem podpisu. Zaloţba Pasadena, Ljubljana, 2001. 
16. KOCJAN – BARLE, Marta, BAJT, Drago (ur.). Veliki Slovenski leksikon. Mladinska 
knjiga Zaloţba, Ljubljana, 2003. 
 172 
17. KOCJANĈIĈ, Rudi. Ĉlovekove pravice in temeljne svobošĉine. Ustava kot 
veĉpomenski akt. KAUĈIĈ, Igor. Ustavno sodišĉe. V: KOCJANĈIĈ, Rudi, RIBIĈIĈ, 
Ciril, GRAD, Franc, KAUĈIĈ, Igor (ur.). Ustavno pravo Republike Slovenije, Visoka 
upravna šola, Ljubljana, 2003 a. 
18. KOVAĈIĈ, Matej. Nadzor in zasebnost v informacijski druţbi. Fakulteta za 
druţbene vede, Ljubljana, 2006. 
19. KUHELJ, Alenka. Varstvo pravice do zasebnosti, veroizpovedi in svobode izraţanja 
v pravu Sveta Evrope. Fakulteta za upravo, Ljubljana, 2004. 
20. KUKEC, Bojan. Odvetnik in drţavljan pred Evropskim sodišĉem za ĉlovekove 
pravice. Marketing Beno Fekonja, Visoko, 2008. 
21. KUNER, Christopher. European Data Privacy Law and Online Business. Oxford 
University Press, 2003. 
22. LAMPE, Rok. Sistem pravice do zasebnosti. Bonex zaloţba, Ljubljana, 2004. 
23. LAMPE, Rok. Varstvo ĉlovekovih pravic v univerzalnem mednarodnem pravu. 
TURK, Boštjan J. Ustavno pravni vidiki ĉlovekovih pravic. TERŠEK, Andraţ. 
Pravnokulturni pomen in institucionalni poloţaj Varuha ĉlovekovih pravic. LAMPE, 
Rok. Varstvo osebnih podatkov. V: TURK, Boštjan J, LAMPE, Rok, BOŠNJAK, 
Marko, TERŠEK, Andraţ (ur.). Ĉlovekove pravice v pravnih in sodnih postopkih. 
Legalia, Ljubljana, 2004 a. 
24. MAVĈIĈ, Arne Marjan. Primerjalno ustavno pravo – pravo ĉlovekovih pravic. 
Zaloţba Pasadena, Ljubljana, 2002. 
25. MIKLIĈ – TÜRK, Barbara (pr.). ABC – Pouk o ĉlovekovih pravicah: Praktiĉni 
napotki in gradivo za uĉitelje osnovnih in srednjih šol. Društvo za Zdruţene narode 
za Republiko Slovenijo, Ljubljana, 1991. 
26. PAVĈNIK, Marijan. Namesto uvoda. SIMIĆ, Vladimir: Temeljne pravice kot 
pravnocivilizacijska dedišĉina. CERAR, Miro. O naravi ĉlovekovih pravic in 
dolţnosti. PAVĈNIK, Marijan. Razumevanje temeljnih (ĉlovekovih) pravic. 
POLAJNAR – PAVĈNIK, Ada. Temeljne pravice kot osebnostne pravice. KONĈINA 
– PETERNEL, Mateja. Pravica do spoštovanja zasebnega in druţinskega ţivljenja. 
JAMBREK, Peter. Slovensko ustavno sodišĉe pod okriljem evropskih standardov in 
mehanizmov za varovanje ĉlovekovih pravic. BOHTE, Borut. Mednarodno varstvo 
temeljnih pravic. V: PAVĈNIK, Marijan, POLAJNAR – PAVĈNIK, Ada, WEDAM – 
LUKIĆ, Dragica (ur). Temeljne pravice. Cankarjeva zaloţba, Ljubljana, 1997. 
27. PAVĈNIK, Marijan. Pravni pomen temeljnih pravic. ŠELIH, Alenka. Zasebnost kot 
ĉlovekova pravica v pogojih informacijske druţbe. V: ŠELIH, Alenka (ur.). Posvet 
ob 50-letnici Splošne deklaracije OZN o ĉlovekovih pravicah. Slovenska akademija 
znanosti in umetnosti, Ljubljana, 1999. 
28. PERENIĈ, Anton. Uvod v pravo. Fakulteta za policijsko-varnostne vede, Ljubljana, 
2004. 
29. PERENIĈ, Anton. Zgodovinski razvoj ĉlovekovih pravic. JAMBREK, Peter. 
Mednarodna ureditev ĉlovekovih pravic. FINŢGAR, Alojzij. Civilnopravno varstvo 
ĉlovekovih pravic. SRUK, Vlado. Prolegomena k ĉlovekovim pravicam in 
svobošĉinam. V: JAMBREK , Peter, PERENIĈ, Anton, URŠIĈ, Marko (ur.). Varstvo 
ĉlovekovih pravic. Mladinska knjiga, Ljubljana, 1988. 
 173 
30. PIRC MUSAR, Nataša, BIEN KARLOVŠEK, Sonja, BOGATAJ, Joţe, PRELESNIK, 
Mojca, ŢAUCER, Alenka, MIŠIĈ, Klemen, TOMŠIĈ, Andrej. Zakon o varstvu 
osebnih podatkov s komentarjem. GV Zaloţba, Ljubljana , 2006. 
31. PIRC MUSAR, Nataša, PRELESNIK Mojca, BIEN, Sonja. Predpisi s podroĉja prava 
varstva osebnih podatkov in dostopa do informacij javnega znaĉaja. GV Zaloţba, 
Ljubljana, 2006 a. 
32. PIRC MUSAR, Nataša, BIEN, Sonja, PRELESNIK, Mojca, PETRIĈ, Aleš. Vse o 
dostopu do informacij javnega znaĉaja. Zaloţba Forum Media, Maribor, 2006 b. 
33. PIRC MUSAR, Nataša, PRELESNIK, Mojca, BIEN, Sonja. Varstvo osebnih 
podatkov: vstop v zasebnost prepovedan! Informacijski pooblašĉenec, Ljubljana, 
2006 c. 
34. PIRC MUSAR, Nataša. Zakaj zavarovati? V: MIŠIĈ, Klemen, TOMŠIĈ, Andrej. 
Zavarujmo osebne podatke: priroĉnik za upravljavce osebnih podatkov. 
Informacijski pooblašĉenec, Ljubljana, 2007. 
35. POLAJNAR - PAVĈNIK, Ada. The Freedom of Expression and Civil law Protection 
of Privacy, Legal problems of the functioning of media in a democratic society / [a 
forum organized by] University of Ljubljana, Faculty of Law [and] Council of Europe, 
Ljubljana, 1995. 
36. PREPELUH, Urška. Pravica dostopa do informacij javnega znaĉaja. Doktorska 
disertacija. Pravna fakulteta, Ljubljana, 2004. 
37. RIBIĈIĈ, Ciril. Evropsko pravo ĉlovekovih pravic. Izbrana poglavja. Pravna fakulteta 
Univerze v Ljubljani, Ljubljana, 2007. 
38. ŠINKOVEC, Janez, TRATAR, Boštjan. Obligacijski zakonik s komentarjem in sodno 
prakso. Zaloţba Oziris, Lesce, 2001. 
39. ŠINKOVEC, Janez. Pravice in svobošĉine. Zbirka uĉbeniki, ĈZ Uradni list, 
Ljubljana, 1997. 
40. ŠTURM, Lovro, ARHAR, France, BLAHA, Milan, BUĈAR, France, ĈEBULJ, Janez, 
DEISINGER, Mitja, DULAR, Janez, FRIEDL, Joţe, GRASELLI, Andrej, JADEK 
PENSA, Dunja, JAKLIĈ, Klemen, JAMBREK, Peter, JEROVŠEK, Anton, 
KLEMENĈIĈ, Goran, KONĈINA PETERNEL, Mateja, KRESAL, Barbara, MAVĈIĈ, 
Arne, MOZETIĈ, Miroslav, NOVAK, Marko, OREHAR IVANC, Metoda, PERNUŠ – 
GROŠELJ, Barbara, PIRNAT, Rajko, PLAUŠTAJNER, Konrad, RIBARIĈ, Miha, 
RIJAVEC, Vesna, SLADIĈ, Jorg, SOVDAT, Jadranka, STEINMAN, Miha, ŠORLI, 
Marko, TESTEN, Franc, TOPLAK, Ludvik, TRAMPUŢ, Miha, TRPIN, Gorazd, 
VIRANT, Grega, VLAJ, Stane, ZAKRAJŠEK, Franĉiška, ZALAR, Boštjan, 
ZUPANĈIĈ, Boštjan M.. Ustava Republike Slovenije s komentarjem. Fakulteta za 
podiplomske drţavne in evropske študije, Ljubljana, 2002. 
41. TERŠEK, Andraţ. Dnevi civilnega prava. IPP pri Pravni fakulteti, Ljubljana, 2006. 
42. TOPLAK, Ludvik. Civilno pravo. Pravna fakulteta, Maribor, 2002. 
43. MAVĈIĈ, Arne, PAVĈNIK, Marijan. Temeljne pravice in razlagalna vrednost 
ustave. V: ROVŠEK, Jernej (ur.). Slovenija in evropska konvencija o ĉlovekovih 
pravicah. Svet za varstvo ĉlovekovih pravic in temeljnih svobošĉin Republike 
Slovenije, Ljubljana, 1993. 
44. ZALAR, Boštjan. Privatizacija in ĉlovekove pravice. Fakulteta za druţbene vede, 
Ljubljana, 1999. 
 174 
45. ZULJAN, Boštjan, PLIĈANIĈ, Senko, NOVAK, Brabara, KOROŠEC, Damjan. 
Varstvo osebnih podatkov in informacije javnega znaĉaja. V: NOVAK, Barbara, 
KOROŠEC, Damjan (ur.). Osebni pravni svetovalec. Cankarjeva Zaloţba, 
Ljubljana, 2006. 
46. ZUPANĈIĈ, Boštjan M, KLEMENĈIĈ, Goran, PAVLIN, Peter, JEKLIĈ, Aleš Mihael, 
TOŠKAN, Petja, REJC, Boštjan, SEVER, Saša, AUERSPERGER MATIĆ, Andrej, 
PERŠAK, Nina, JELENIĈ NOVAK, Mitja, ZIDAR, Andraţ, ERBEŢNIK, Anţe, 
MAKAROVIĈ, BOŠTJAN, MAHNIĈ, Petra, PEZDIRC, Matevţ. Ustavno kazensko 
procesno pravo. Zaloţba Pasadena, Ljubljana, 2000. 
 
 
Ĉlanki in sestavki 
 
1. CERAR, Miro. Varstvo osebnih podatkov in dostopa do informacij javnega znaĉaja. 
Pravna praksa, let. 2006, št. 14, str. 34 in 35. 
2. DUJIĆ, Slobodan. Direktiva Evropske unije o varstvu posameznikov glede na 
obdelovanje osebnih podatkov. Javna uprava, let. 32, 1996, št. 1, str. 51, 54 – 55 in 
56. 
3. KLEMENĈIĈ, Goran. Zakon o varstvu osebnih podatkov s komentarjem. Pravna 
praksa, let. 2007, št. 3, str. 32. 
4. PAVLIN, Peter, STARMAN, Marko. Novi zakon o varstvu osebnih podatkov. Pravna 
praksa, let. 2004, št. 37, str. 20. 
5. Predlog Zakona o varstvu osebnih podatkov, Poroĉevalec št. 47, 7. april 2004. 
6. PRELESNIK, Mojca. Pojem osebnega podatka, kot ga razume delovna skupina 29, 
ali kaj vse je osebni podatek. Pravna praksa, let. 2008, št. 45, str. 6. 
7. ŠELIH, Ivan. Pravica do zasebnosti v Evropski konvenciji o ĉlovekovih pravicah. 
Pravnik 48, št. 9 -10, Ljubljana 1993, str. 479. 
8. ŢUREJ, Jurij. Pravica do zasebnosti. Zbornik znanstvenih razprav – LXI letnik, 






1. Direktiva 2002/58/ES o obdelavi osebnih podatkov in varstvu zasebnosti na 
podroĉju elektronskih komunikacij (Direktiva o zasebnosti in elektronskih 
komunikacijah), Offical Journal L201, 31/7/2002 P. 0037 – 0047. 
2. Direktiva 95/46/EC o varstvu posameznikov pri obdelovanju osebnih podatkov in 
svobodnem pretoku teh podatkov (Directive 95/46/EC of the European Parliament 
and of the Council of 24 October 1995 on the protection of individuals with regard 
to the processing of personal data and on the free movement of such data). Official 
Journal L 281, 23/11/1995 p. 0031-0050. 
3. Evropska konvencija o varstvu ĉlovekovih pravic in temeljnih svobošĉin. Uradni list 
RS, št. 33/94, Mednarodne pogodbe, 7– 41. 
4. Kazenski zakonik. Uradni list RS, št. 63/94, 70/94, 23/99, 40/04 in 95/04. 
5. Konvencija o varstvu ĉlovekovih pravic in temeljnih svobošĉin. Uradni list RS, št. 
33/94, Mednarodne pogodbe, št. 7/94. 
6. Konvencija Sveta Evrope št. 108 o varstvu posameznikov glede na avtomatsko 
obdelavo osebnih podatkov (Convention for the Protection of Individuals with 
Automatic Processing of Personal Data). Uradni list RS št. 11/94, Mednarodne 
pogodbe, št. 3/94.  
7. Mednarodni pakt (OZN) o drţavljanskih in politiĉnih pravicah. Uradni list RS – 
mednarodne pogodbe št. 9-55/92 z dne 17. 6. 1992, Uradni list RS št. 35/92. 
8. Zakon o obligacijskih razmerjih.  Uradni list SFRJ, št. 29/78, 39/85 in 57/89. 
9. Obligacijski zakonik. Uradni list RS, št. 83/01 in 32/04. 
10. Uredba 45/2001 o varstvu posameznikov pri obdelavi osebnih podatkov v 
institucijah in organih EU in o prostem pretoku takšnih podatkov, Official Journal L 
008, 12/01/2001 P. 0001 – 0022. 
11. Ustava Republike Slovenije. Uradni list RS, št. 33/91, 42/97, 66/00, 24/03 in 69/04. 
12. Zakon o banĉništvu. Uradni list RS, št. 7/99, 59/01 in 55/03. 
13. Zakon o davĉnem postopku. Uradni list RS, št. 18/96, 87/97, 82/98, 97/01, 54/04, 
139/04, 109/05, 21/06 in 117/06. 
14. Zakon o davĉni sluţbi. Uradni list RS, št. 14/92, 18/96, 36/96, 87/97, 48/98, 26/99, 
85/00, 79/01, 57/04, 139/04, 114/06 in1/07. 
15. Zakon o dedovanju. Uradni list SRS, št. 15/76, 23/78, RS, št. 13/94, 40/94, 82/94, 
117/00, 67/01, 83/01 in 73/04. 
16. Zakon o drţavnem toţilstvu. Uradni list RS, št. 50/06. 
17. Zakon o drţavni statistiki. Uradni list RS, št. 45/95 in 9/01. 
18. Zakon o elektronskem poslovanju in elektronskem podpisu. Uradni list RS, št. 
98/2004. 
19. Zakon o elektronskih komunikacijah. Uradni list RS, št. 43/04, 129/06 in 13/07. 
20. Zakon o gospodarskih druţbah. Uradni list RS, št. 30/93, 29/94, 82/94, 20/98, 6/99, 
45/01, 57/04, 139/04, 15/05, 42/06 in 10/08. 
21. Zakon o Informacijskem pooblašĉencu. Uradni list RS, št. 113/05. 
 176 
22. Zakon o kazenskem postopku. Uradni list RS, št. 63/94, 70/94, 25/96, 39/96, 5/98, 
49/98, 72/98, 66/00, 111/01, 32/92, 116/03, 68/04 in 8/06. 
23. Zakon o notranjih zadevah. Uradni list SRS, št. 28/80, 38/80, 27/89 in Uradni list 
RS, št. 8/90, 19/91, 4/92 in 58/93. 
24. Zakon o obrambi. Uradni list RS, št. 82/94, 44/97, 87/97, 47/02, 67/02 in 138/04. 
25. Zakon o odvetništvu. Uradni list RS, št. 18/93, 24/01 in 54/08. 
26. Zakon o ohranjanju narave. Uradni list RS, št. 56/99, 119/02, 22/03, 41/04 in 96/04. 
27. Zakon o parlamentarnem nadzoru obvešĉevalnih in varnostnih sluţb. Uradni list 
RS, št. 26-958/03 in 67/07. 
28. Zakon o pokopališki in pogrebni dejavnosti ter o urejanju pokopališĉ. Uradni list 
SRS, št. 34/84, RS, št. 26/90 in 64/04. 
29. Zakon o policiji. Uradni list RS, št. 49/98, 66/98, 93/01, 52/02, 110/03, 53/05 in 
3/06. 
30. Zakon o ratifikaciji fakultativnega protokola k mednarodnemu paktu o drţavljanskih 
in politiĉnih pravicah. Uradni list RS, Mednarodne pogodbe št. 9/93. 
31. Zakon o ratifikaciji Konvencije o varstvu ĉlovekovih pravic in temeljnih svobošĉin. 
Uradni list RS, št. 33/94. 
32. Zakon o ratifikaciji konvencije o varstvu posameznikov glede na avtomatsko 
obdelavo osebnih podatkov. Uradni list RS - Mednarodne pogodbe št. 3 – 18/1994, 
Uradni list RS št. 11/1994. 
33. Zakon o slovenski obvešĉevalno varnostni agenciji. Uradni list RS, št. 23/99, 56/02, 
26/03, 126/03 in 20/04. 
34. Zakon o tajnih podatkih. Uradni list RS, št. 87/01, 101/03, 135/03, 28/06 in 50/06. 
35. Zakon o telekomunikacijah. Uradni list RS, št. 35/97 in 30/01. 
36. Zakon o upravnem sporu. 50/97, 70/00, in11/03. 
37. Zakon o ustavnem sodišĉu. Uradni list RS, št. 15/94 in 64/01. 
38. Zakon o varstvu dokumentarnega in arhivskega gradiva ter arhivih (ZVDAGA). 
Uradni list RS, št. 30/2006. 
39. Zakon o varstvu osebnih podatkov (ZVOP/1990). Uradni list RS, št. 8/90, 38/90 in 
19/91. 
40. Zakon o varstvu osebnih podatkov (ZVOP/1999). Uradni list RS, št. 59/99, 57/01 in 
59/02. 
41. Zakon o varstvu osebnih podatkov (ZVOP-1). Uradni list RS, št. 86/04, 67/07 in 
94/07. 
42. Zakon o varstvu potrošnikov. Uradni list RS, št. 20/98, 110/02, 14/03, 51/04, 98/04, 
53/07 in 126/07. 
43. Zakon o varuhu ĉlovekovih pravic. Uradni list RS, št. 71/93, 15/94 in 56/02. 
 
Odloĉbe Ustavnega sodišĉa RS 
 
1. Odloĉba Ustavnega sodišĉa RS, št. U-I-115/92, 24. 12. 1992, Uradni list RS, št. 
3/93. 
2. Odloĉba Ustavnega sodišĉa RS, št. U-I-174/94, 23. 9. 1998, Uradni list RS, št. 
73/98. 
3. Odloĉba Ustavnega sodišĉa, št. U-I-238/99, 9. 11. 2000, Uradni list RS, št. 113/00. 
 177 
4. Odloĉba Ustavnega sodišĉa RS, št. Up-50/99, 14. 12. 2000, Uradni list RS, št. 
1/01. 
5. Odloĉba Ustavnega sodišĉa RS, št. U-I-298/04, 27. 10. 2005, Uradni list RS, št.. 
100/2005. 
6. Odloĉba Ustavnega sodišĉa, št. U-I-229/03, 9. 2. 2006, Uradni list RS, št. 21/06 in 
OdlUS XV, 13. 
7. Odloĉba Ustavnega sodišĉa RS, št. U-I-229/03, 9. 2. 2006, Uradni list RS, št. 
21/2006. 
8. Odloĉba Ustavnega sodišĉa RS, št. U-I-25/95, 27. 11. 2997, Uradni list RS. 
 
Sodbe in sklepi Vrhovnega sodišĉa RS 
 
1. Sklep vrhovnega sodišĉa RS št. II Ips 428/96 z dne 26. 3. 1998, dok. št. VS03759. 
URL=«http://www.sodisce.si/default.asp?kall=judikat_vs&showin=all&JudikatID=20
671«. 12. 5. 2008. 
2. Sodba Vrhovnega sodišĉa RS št. I Up 517/2000 z dne 12. 7. 2001, dok. št. 
VS13935. URL=« 
http://www.sodisce.si/default.asp?kall=judikat_vs&showin=all&JudikatID=27823«. 
12. 5. 2008. 
 
Sodbe in sklepi Višjega sodišĉa RS 
 
1. Sklep Višjega sodišĉa v Ljubljani, opr. št. III Cp 1320/2006 z dne 22. 3. 2006. 
URL=«http://www.sodnapraksa.si/default.asp?k=doc_content&baza=IESP&oid=43
58«. 12. 5. 2008. 
 
Sodbe Evropskega sodišĉa za ĉlovekove pravice 
 
1. Guerra and others v. Italy, sodba z dne 19. 2. 1998, poroĉilo 1998-I. URL=« 
http://cmiskp.echr.coe.int/tkp197/view.asp?item=1&portal=hbkm&action=html&highl
ight=guerra&sessionid=7617844&skin=hudoc-en«. 12. 5. 2008. 
2. Leander v. Sweden, sodba z dne 26. 3. 1987, serija A, št. 116. URL=« 
http://cmiskp.echr.coe.int/tkp197/view.asp?item=1&portal=hbkm&action=html&highl
ight=leander%20%7C%20v.%20%7C%20sweden&sessionid=7617844&skin=hudo
c-en«. 12. 5. 2008. 
3. MS v. Sweden, sodba z dne 27. 8. 1997, poroĉila 1997 – IV. URL=« 
http://cmiskp.echr.coe.int/tkp197/view.asp?item=42&portal=hbkm&action=html&hig
hlight=ms%20%7C%20v.%20%7C%20sweden&sessionid=7617844&skin=hudoc-
en«. 12. 5. 2008. 
4. Odievre v. France, sodba sodišĉa z dne 13. 2. 2003, poroĉila 2003 – III. URL=« 
http://cmiskp.echr.coe.int/tkp197/view.asp?item=1&portal=hbkm&action=html&highl
ight=odievre&sessionid=7630276&skin=hudoc-en«. 12. 5. 2008. 




12. 5. 2008. 
 
Viri iz razliĉnih publikacij 
 
1. Ĉlanek v Delu z dne 6. 10. 2006 
2. Ĉlanek v Dnevniku z dne 11. 10. 2006 
3. Ĉlanek v Financah z dne 30. 12. 2008 
 
Viri iz interneta 
 
1. Informacijski pooblašĉenec. Letno poroĉilo informacijskega pooblašĉenca za leto 
2006, URL=«http://www.ip-
rs.si/fileadmin/user_upload/Pdf/porocila/letna_porocila_2006.pdf«. Maj 2007. 
2. Informacijski pooblašĉenec. Letno poroĉilo o delu Inšpektorata za varstvo osebnih 
podatkov za leto 2005. URL=«http://www.ip-
rs.si/fileadmin/user_upload/Pdf/porocila/LP_05_web.pdf«. Maj 2006. 
3. Informacijski pooblašĉenec. Mnenje Informacijskega pooblašĉenca, šifra 092-




4. Zagrebaĉki holding d.o.o. – podruţnica Gradska groblja. Traţilica pokojnika 
(iskalnik pokojnikov). URL=«http://www.gradskagroblja.hr/Trazilica/default.aspx«. 
30. 6. 2006  
5. Poroĉilo o delu Ustavnega sodišĉa za leto 2000. URL=«http://www.us-
rs.si/media/poro2000.pdf«. 18. 12. 2000. 
6. Poroĉilo o delu Ustavnega sodišĉa za leto 2006. URL=«http://www.us-
rs.si/media/letno.porocilo.2006.pdf«. Februar 2007.  
7. Splošna deklaracija ĉlovekovih pravic. Generalna skupšĉina ZN, 1948, resolucija 
št. 217 A (III), URL=«http://www.varuh-rs.si/index.php?id=102«. 10. 12.1948. 
8. Varuh ĉlovekovih pravic. Letno poroĉilo Varuha ĉlovekovih pravic za leto 2001. 
URL=«http://www.varuh-rs.si/index.php?id=133#c106.« 1. 5. 2008 
9. Varuh ĉlovekovih pravic. Letno poroĉilo Varuha ĉlovekovih pravic za leto 2002. 
URL=«http://www.varuh-rs.si/index.php?id=216#c518.« 1. 5. 2008 
10. Varuh ĉlovekovih pravic. Letno poroĉilo Varuha ĉlovekovih pravic za leto 2003. 
URL=«http://www.varuh-rs.si/index.php?id=131#c108.« 1. 5. 2008 
11. Varuh ĉlovekovih pravic. Letno poroĉilo Varuha ĉlovekovih pravic za leto 2006. 
URL=« http://www.varuh-
rs.si/fileadmin/user_upload/pdf/lp/Varuh_LP_2006_SLO.pdf«. Julij 2007. 
12. Informacijski pooblašĉenec. Mnenje informacijskega pooblašĉenca, šifra 0712-
20/2008/2, z dne 28.01.2008. URL= http://www.ip-rs.si/varstvo-osebnih-
podatkov/iskalnik-po-odlocbah-in-mnenjih/odlocbe-in-mnenja-varstvo-osebnih-
podatkov/?tx_jzvopdecisions_pi1%5BshowUid%5D=1362&cHash=cf6a13c2df.«. 
30. 8. 2008. 
 179 
13. Informacijski pooblašĉenec. Mnenje informacijskega pooblašĉenca, šifra 0712-
1061/2007/2, z dne 11.12.2007. URL=«http://www.ip-rs.si/varstvo-osebnih-
podatkov/iskalnik-po-odlocbah-in-mnenjih/odlocbe-in-mnenja-varstvo-osebnih-
podatkov/?tx_jzvopdecisions_pi1%5BshowUid%5D=1296&cHash=63eab25c24«. 
30. 8. 2008.  
14. Slovaška. Act N. 428 of 3 July 2002 on personal data protection. 
URL=«http://www.coe.int/t/e/legal_affairs/legal_co-
operation/data_protection/documents/national_laws/Slovak%20Republic_DPLAW.p
df«. 31. 8. 2008.  
15. Italija. Personal data protection code of the Republic of Italy. Legislative Decree no. 
196 of 30 June 2003. URL=«http://www.coe.int/t/e/legal_affairs/legal_co-
operation/data_protection/documents/national_laws/Italy%20DataProtectionCode-
2003.pdf«. 31. 8. 2008. 
16. Švedska. Personal Data Act (1998:204). 
URL=«http://www.coe.int/t/e/legal_affairs/legal_co-
operation/data_protection/documents/national_laws/SWEDEN_PDAct.pdf«. 31. 8. 
2008. 
17. Velika Britanija. Data Protection Act 1998. 
URL=«http://www.opsi.gov.uk/acts/acts1998/ukpga_19980029_en_1«. 31. 8. 2008. 
18. Španija. Organic Law 15/1999 of 13 December on the Protection of Personal Data. 
URL=«http://www.coe.int/t/e/legal_affairs/legal_co-
operation/data_protection/documents/national_laws/SPAIN_Organiclaw_15_99.pdf
«. 31. 8. 2008. 
19. Srbija. Law on Protection of Personal Data. 
URL=«http://www.coe.int/t/e/legal_affairs/legal_co-
operation/data_protection/documents/national_laws/FRY_dp-law.pdf«. 31. 8. 2008. 
20. Portugalska. Act on the Protection of Personal Data (Act 67/98 of 26 October). 
URL=«http://www.coe.int/t/e/legal_affairs/legal_co-
operation/data_protection/documents/national_laws/PORTUGAL_DP_LAW.pdf«. 
31. 8. 2008. 
21. Nizozemska. Personal Data Protection Act. 
URL=«http://www.coe.int/t/e/legal_affairs/legal_co-
operation/data_protection/documents/national_laws/NL_DP_LAW.pdf«. 31. 8. 
2008. 
22. Francija. Act No 78-17 of 6 January 1978 on Data Processing, Data Files and 
Individual Liberties. URL=«http://www.cnil.fr/fileadmin/documents/uk/78-17VA.pdf«. 
31. 8. 2008. 
23. Francija. Decree No 2005-1309 of 20 October 2005 enacted for the application of 
Act No 78-17 of 6 January 1978 on Data Processing, Data Files and Individual 
Liberties. URL=« http://www.cnil.fr/fileadmin/documents/uk/Decree_No_2005-
1309.pdf«. 31. 8. 2008. 
24. Ĉeška. Personal Data Protection Act (Act 101). URL=« 
http://www.coe.int/t/e/legal_affairs/legal_co-
operation/data_protection/documents/national_laws/CZECHREP_DPLAW_2000.pd
f«. 31. 8. 2008. 
 180 
25.  Ciper. The Processing of Personal Data (Protection of Individuals). Law 138 (I) 
2001. URL=« http://www.coe.int/t/e/legal_affairs/legal_co-
operation/data_protection/documents/national_laws/CYPRUS_DP_LAW_138(I)-
2001_en.pdf«. 31. 8. 2008. 
26. Bolgarija. Personal Data Protection Act. URL=« 
http://www.coe.int/t/e/legal_affairs/legal_co-
operation/data_protection/documents/national_laws/BULGARIA-
personal_Dataprotection_Act.pdf«. 31. 8. 2008.  
27. Avstrija. Federal Act Concerning the Protection of Personal Data 
(Datenschutzgesetz 2000 – DSG 2000). URL=« 
http://www.coe.int/t/e/legal_affairs/legal_co-
operation/data_protection/documents/national_laws/Austria%20Federal%20Act%2
0DP.pdf«. 31. 8. 2008. 
28. Litva. Law of Legal Protection of Personal Data (31. January 2003, No. IX-1296). 
URL=« http://www.coe.int/t/e/legal_affairs/legal_co-
operation/data_protection/documents/national_laws/LITHUANIA_pers.data.prot.law
.pdf«. 31. 8. 2008. 
29.  Lihtenštajn. Data Protection Act (of 14 March 2002). URL=« 
http://www.coe.int/t/e/legal_affairs/legal_co-
operation/data_protection/documents/national_laws/LIECHTENSTEIN_DP_ACT.pd
f«. 31. 8. 2008. 
30. Lihtenštajn. Ordinance of 9. July 2002 on the Data Protection Act (Data Protection 
Ordinance). URL=« http://www.coe.int/t/e/legal_affairs/legal_co-
operation/data_protection/documents/national_laws/LIECHTENSTEIN_Data%20Pr
otection%20Ordinance.pdf«. 31. 8. 2008. 
31. Latvija. Personal Data Protection Law. URL=« 
http://www.coe.int/t/e/legal_affairs/legal_co-
operation/data_protection/documents/national_laws/LATVIA_DP_LAW.pdf«. 31. 8. 
2008. 
32. Madţarska. Act LXIII of 1992 on the Protection of Personal Data and Public Access 
to Data of Public Interest. URL=« 
http://abiweb.obh.hu/dpc/index.php?menu=gyoker/relevant/national/1992_LXIII«. 
31. 8. 2008. 
33. Nemĉija. Federal Data Protection Act as of 15 November 2006. 
URL=«http://www.coe.int/t/e/legal_affairs/legal_co-
operation/data_protection/documents/national_laws/Bundesdatenschutzgesetz-
FederalDataProtectionAct.pdf«. 31. 8. 2008. 
34. Švica.   Federal Act on Data Protection of 19 June 1992. 





1. Dopis podjetja Ţale d.o.o. št. 683/2 z dne 28. 6. 2006 
2. Dopis Informacijskega pooblašĉenca št. 0712-35/2006/2 z dne 12. 7. 2006 
3. Dopis podjetja Ţale d.o.o. št. 998/1 z dne 24. 7. 2006 
 181 
4. Dopis podjetja Ţale d.o.o. št. 998/2 z dne 7. 9. 2006 
5. Dopis Informacijskega pooblašĉenca št. 0712-180/2006/2 z dne 26. 9. 2006 
6. Elektronska pošta Informacijskega pooblašĉenca z dne 9. 10. 2006 
7. Dopis podjetja Ţale d.o.o. št. 998/2 z dne 10. 10. 2006 
8. Dopis podjetja Ţale d.o.o. št. 1479/2 z dne 14. 11. 2006 
9. Dopis Informacijskega pooblašĉenca št. 0712-261/2006/2 z dne 29. 11. 2006 
10. Dopis odvetnice iz Logatca z dne 31. 5. 2007 
11. Dopis podjetja Ţale d.o.o. št. 736/2 z dne 7. 6. 2007 
12. Dopis odvetniške druţbe iz Grosupljega z dne 18. 6. 2007 
13. Dopis podjetja Ţale d.o.o. št. 580/3 z dne 27. 6. 2007 
14. Dopis odvetnice iz Logatca z dne 22. 11. 2007 
15. Dopis podjetja Ţale d.o.o. št. 1262/1 z dne 27. 11. 2007 
16. Dopis Informacijskega pooblašĉenca št. 0712-292/2008/2 z dne 14. 4. 2008 
17. Dopis odvetnice iz Logatca z dne 7. 5. 2008 
18. Dopis podjetja Ţale d.o.o. št. 608/2 z dne 19. 5. 2008 
19. Dopis odvetnikov iz Mengša z dne 3. 6. 2008 
20. Dopis podjetja Ţale d.o.o. št. 720/2 z dne 10. 6. 2008 
21. Dopis odvetnikov iz Mengša z dne 12. 6. 2008 
22. Dopis odvetnice iz Logatca z dne 13. 6. 2008 
23. Dopis podjetja Ţale d.o.o. št. 762/1 z dne 17. 6. 2008 
24. Dopis podjetja Ţale d.o.o. št. 763/1 z dne 17. 6. 2008 
25. Dopis odvetnikov iz Mengša z dne 23. 6. 2008  
26. Dopis Ministrstva za delo, druţino in socialne zadeve št. 17400-23/2005-17 z dne 
23. 6. 2008 
27. Dopis podjetja Ţale d.o.o. št. 802/1 z dne 30. 6. 2008 
28. Dopis podjetja Ţale d.o.o. št. 783/2 z dne 30. 6. 2008 
29. Dopis podjetja Ţale d.o.o. št. 803/1 z dne 30. 6. 2008 
30. Dopis odvetnika iz Ljubljane z dne 3. 7. 2008 
31. Dopis Informacijskega pooblašĉenca št. 0712-627/2008/2 z dne 9. 7. 2008 
32. Dopis podjetja Ţale d.o.o. št. 762/2 z dne 31. 7. 2008 
33. Dopis podjetja Ţale d.o.o. št. 803/3 z dne 19. 8. 2008 
34. Elektronska pošta Informacijskega pooblašĉenca z dne 24. 10. 2008 
35. Dopis Informacijskega pooblašĉenca št. 0712-661/2008/2 z dne 21. 11. 2008 




Slika 1: informacijski panel (infomat) v Ljubljani – prikaz iskalnika pokojnikov 
Slika 2: informacijski panel (infomat) v Ljubljani – prikaz zemljevida pokopališĉa z 
najkrajšo potjo do groba. 
Slika 3: informacijski panel (infomat) v Barceloni – prikaz iskalnika pokojnikov 
Slika 4: informacijski panel (infomat) v Barceloni – prikaz zemljevida pokopališĉa z 
najkrajšo potjo do groba 




SEZNAM UPORABLJENIH KRATIC IN OKRAJŠAV 
 
Dir-VOP Direktiva o varstvu posameznikov pri obdelavi osebnih podatkov in o 
prostem pretoku teh podatkov 
EKĈP Evropska konvencija o varstvu ĉlovekovih pravic in temeljnih svobošĉin 
ESĈP Evropsko sodišĉe za ĉlovekove pravice 
EU Evropska unija 
Komisija Evropska komisija za ĉlovekove pravice 
Kon-VOP Konvencija o varstvu posameznikov glede na avtomatsko obdelavo 
osebnih podatkov 
KZ Kazenski zakonik 
MPDPP Mednarodni pakt o drţavljanskih in politiĉnih pravicah 
MPESKP Mednarodni pakt o ekonomskih, socialnih in kulturnih pravicah 
OECD Organizacija za ekonomsko sodelovanje in razvoj 
OZ Obligacijski zakonik 
OZN Organizacija zdruţenih narodov 
RS Republika Slovenija 
SDĈP Splošna deklaracija ĉlovekovih pravic 
SE Svet Evrope 
SES Sodišĉe evropskih skupnosti 
Smernice Smernice za zašĉito zasebnosti in ĉezmejni pretok osebnih podatkov 
US RS Ustavno sodišĉe Republike Slovenije 
VKĈP Visoki komisar za ĉlovekove pravice  
VS RS Vrhovno sodišĉe Republike Slovenije 
ZD Zakon o dedovanju 
ZDA Zdruţene drţave Amerike 
ZOR 
ZPPDUP 
Zakon o obligacijskih razmerjih 
Zakon o pokopališki in pogrebni dejavnosti ter o urejanju pokopališĉ 
ZUP Zakon o splošnem upravnem postopku 
ZVDAGA Zakon o varstvu dokumentarnega in arhivskega gradiva ter arhivih 
ZVOP/1990 Zakon o varstvu osebnih podatkov (prvi, neveljavni) 
ZVOP/1999 Zakon o varstvu osebnih podatkov (drugi, neveljavni) 




Priloga 1: Anketa »Varstvo osebnih podatkov umrlih posameznikov«, izvedena med 









zakljuĉujem s podiplomskim magistrskim študijem na Fakulteti za upravo v Ljubljani in 
pišem magistrsko nalogo z naslovom »Varstvo osebnih podatkov umrlih 
posameznikov«. V njej sem postavil štiri hipoteze, na katere bom poskušal odgovoriti 
med drugim tudi s kratko anketo med upravljavci osebnih podatkov umrlih 
posameznikov, torej med upravljavci pokopališĉ. 
 
Anketni vprašalnik je anonimne narave, podatki o anketirancu ne bodo navedeni v 
magistrskem delu. Anketiranec, ki odgovarja na ta vprašanja, izrazi lastno prepriĉanje z 
izbiro ustrezne trditve (z obkroţenjem odgovora da ali ne). Rezultate te ankete pom 





1. Ali veste, da je informacijska zasebnost in s tem varstvo osebnih podatkov 
posameznikov temeljna ĉlovekova pravica, varovana na podlagi mednarodnih 




2. Ali veste, da se pravo EU ne opredeljuje do vprašanja, ali varovati samo osebne 
podatke ţivih ali tudi umrlih oseb, temveĉ to vprašanje prepušĉa drţavam ĉlanicam 




3. Ali veste, da so se skoraj vse evropske drţave, razen treh, med katerimi je tudi 
Slovenija, odloĉile, da v Zakonu o varstvu osebnih podatkov posebej ne varujejo 





4. Ali ste seznanjeni z doloĉili Zakona o varstvu osebnih podatkov ZVOP-1, ki varuje 
osebne podatke umrlih posameznikov oziroma umrlih oseb skoraj enako strogo kot 
osebne podatke ţivih posameznikov, torej kot ĉlovekovo pravico, ĉeprav se 




5. Ali ste seznanjeni z doloĉili 23. ĉlena ZVOP-1, ki upravljavcem osebnih podatkov 
umrlih posameznikov, torej upravljavcem pokopališĉ, doloĉa vrsto strogih omejitev 
glede posredovanja osebnih podatkov umrlih posameznikov oziroma umrlih oseb, 




6. Ali se strinjate z doloĉili ZVOP-1, ki upravljavcu pokopališĉa ne dovolijo, da bi 
obĉanu, kot pomoĉ pri iskanju nekega groba, v katerem je pokopan npr. obĉanov 
prijatelj Janez Novak, odgovoril na njegova vprašanja, kot so npr., ali je bil pokojni, 





7. Ali se strinjate z doloĉili ZVOP-1, ki pogrebnemu podjetju ne dovolijo, da bi o 
bodoĉih pogrebih obvešĉal javnost preko objave urnika pogrebov na internetu in v 
ĉasopisu ter ĉasopisom posredoval  osmrtnico, katero je naroĉnik pogreba naroĉil 
in plaĉal ter pri vsem tem navedel, da je npr. umrl Janez Novak, ki je bil star 80 let 




8. Ali se strinjate z doloĉili 23. ĉlena ZVOP-1, ki doloĉajo, da mora npr. mati, ki ţeli 
priti do osebnih podatkov svojega umrlega sina, ali pa npr. hĉi, ki ţeli priti do 
osebnih podatkov o svoji umrli materi, ob pogoju, da nista bili naroĉnici pogreba, 
upravljavcu pokopališĉa prinesti potrdilo o sorodstvenem razmerju, da sta res 
sinova oz. materina zakonita dediĉa in obenem še dokazilo, ki izkazuje njun pravni 




9. Ali se strinjate s sedanjo ureditvijo tega podroĉja, ko ZVOP-1 v skoraj enaki meri 
varuje osebne podatke ţivih oseb in umrlih oseb ter s tem povzroĉa posledice, ki 





10. Ali se strinjate, da bi bilo zaradi vsega navedenega potrebno 23. ĉlen ZVOP-1 




11. Ali se strinjate, da bi bilo zaradi vsega navedenega potrebno 23. ĉlen ZVOP-1 








Priloga 2: Anketa »Varstvo osebnih podatkov umrlih posameznikov«, izvedena med 









zakljuĉujem s podiplomskim magistrskim študijem na Fakulteti za upravo v Ljubljani in 
pišem magistrsko nalogo z naslovom »Varstvo osebnih podatkov umrlih 
posameznikov«. V njej sem postavil štiri hipoteze, na katere bom poskušal odgovoriti 
med drugim tudi s kratko anketo med širšo javnostjo, torej med vami kot posamezniki. 
 
Anketni vprašalnik je anonimne narave, podatki o anketirancu ne bodo navedeni v 
magistrskem delu. Anketiranec, ki odgovarja na ta vprašanja, izrazi lastno prepriĉanje z 
izbiro ustrezne trditve (z obkroţenjem odgovora da ali ne). Rezultate te ankete pom 





1. Ali veste, da je informacijska zasebnost in s tem varstvo osebnih podatkov 
posameznikov temeljna ĉlovekova pravica, varovana na podlagi mednarodnih 




2. Ali veste, da se pravo EU ne opredeljuje do vprašanja, ali varovati samo osebne 
podatke ţivih ali tudi umrlih oseb, temveĉ to vprašanje prepušĉa drţavam 




3. Ali veste, da so se skoraj vse evropske drţave, razen treh, med katerimi je tudi 
Slovenija, odloĉile, da v Zakonu o varstvu osebnih podatkov posebej ne varujejo 




4. Ali ste seznanjeni z doloĉili Zakona o varstvu osebnih podatkov ZVOP-1, ki varuje 
osebne podatke umrlih posameznikov oziroma umrlih oseb skoraj enako strogo 
kot osebne podatke ţivih posameznikov, torej kot ĉlovekovo pravico, ĉeprav se 





5. Ali ste seznanjeni z doloĉili 23. ĉlena ZVOP-1, ki upravljavcem osebnih podatkov 
umrlih posameznikov, torej upravljavcem pokopališĉ, doloĉa vrsto strogih omejitev 
glede posredovanja osebnih podatkov umrlih posameznikov oziroma umrlih oseb, 




6. Ali se strinjate z doloĉili ZVOP-1, ki upravljavcu pokopališĉa ne dovolijo, da bi 
vam, kot pomoĉ pri vašem iskanju nekega groba, v katerem je pokopan npr. vaš 
prijatelj Janez Novak, odgovoril na vaša vprašanja, kot so npr., ali je bil pokojni, 





7. Ali se strinjate z doloĉili ZVOP-1, ki pogrebnemu podjetju ne dovolijo, da bi o 
bodoĉih pogrebih obvešĉal javnost preko objave urnika pogrebov na internetu in v 
ĉasopisu ter ĉasopisom posredoval osmrtnico, katero je naroĉnik pogreba naroĉil 
in plaĉal ter pri vsem tem navedel, da je npr. umrl Janez Novak, ki je bil star 80 let 




8. Ali se strinjate z doloĉili 23. ĉlena ZVOP-1, ki doloĉajo, da mora npr. mati, ki ţeli 
priti do osebnih podatkov svojega umrlega sina, ali pa npr. hĉi, ki ţeli priti do 
osebnih podatkov o svoji umrli materi, ob pogoju, da nista bili naroĉnici pogreba, 
upravljavcu pokopališĉa prinesti potrdilo o sorodstvenem razmerju, da sta res 
sinova oz. materina zakonita dediĉa in obenem še dokazilo, ki izkazuje njun pravni 




9. Ali se strinjate s sedanjo ureditvijo tega podroĉja, ko ZVOP-1 v skoraj enaki meri 
varuje osebne podatke ţivih oseb in umrlih oseb ter s tem povzroĉa posledice, ki 




10. Ali se strinjate, da bi bilo zaradi vsega navedenega potrebno 23. ĉlen ZVOP-1 





11. Ali se strinjate, da bi bilo zaradi vsega navedenega potrebno 23. ĉlen ZVOP-1 








IZJAVA O AVTORSTVU IN NAVEDBA LEKTORJA 
 
 
S podpisom zagotavljam, da: 
 
 je predloţeno magistrsko delo z naslovom »Varstvo osebnih podatkov umrlih 
posameznikov« izkljuĉno rezultat mojega lastnega raziskovalnega dela; 
 
 je delo popravljeno v skladu s pripombami mentorja in ĉlanov komisije; 
 
 sem poskrbel, da so dela in mnenja drugih avtorjev, ki jih uporabljam v 
predloţenem delu, navedena oz. citirana v skladu s fakultetnimi navodili; 
 
 se zavedam, da je plagiatorstvo – predstavljanje tujih del, bodisi v obliki citata 
bodisi v obliki dobesednega parafraziranja bodisi v grafiĉni obliki, s katerimi so tuje 
misli oz. ideje predstavljene kot moje lastne – kaznivo po zakonu (Zakon o 
avtorskih in sorodnih pravicah, Uradni list RS št. 139/2006); 
 
 je elektronska oblika identiĉna s tiskano obliko predloţenega dela ter soglašam z 
objavo dela na fakultetnih straneh; 
je delo je lektorirala Helena Kavaš, prof. slovenšĉine. 
