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IZJAVA O AVTORSTVU DIPLOMSKEGA DELA 
Podpisana Nina Judež, študentka Visokošolskega strokovnega študijskega programa 
Uprava prve stopnje, z vpisno številko 04038614, sem avtorica diplomskega dela z 
naslovom: Uvedba elektronske hrambe dokumentarnega gradiva v organizaciji javne 
uprave. 
S svojim podpisom zagotavljam, da: 
‒ je priloženo delo izključno rezultat mojega lastnega raziskovalnega dela; 
‒ sem poskrbela, da so dela in mnenja drugih avtorjev oz. avtoric, ki jih uporabljam 
v predloženem delu, navedena oz. citirana v skladu s fakultetnimi navodili; 
‒ sem poskrbela, da so vsa dela in mnenja drugih avtorjev oz. avtoric navedena v 
seznamu virov, ki je sestavni element predloženega dela in je zapisan v skladu s 
fakultetnimi navodili; 
‒ sem pridobila vsa dovoljenja za uporabo avtorskih del, ki so v celoti prenesena v 
predloženo delo in sem to tudi jasno zapisala v predloženem delu; 
‒ se zavedam, da je plagiatorstvo – predstavljanje tujih del, bodisi v obliki citata, 
bodisi v obliki skoraj dobesednega parafraziranja. bodisi v grafični obliki, s katerimi 
so tuje misli oz. ideje predstavljene kot moje lastne – kaznivo po zakonu (Zakon o 
avtorski in sorodnih pravicah, Uradni list RS, št. 21/95), kršitev pa se sankcionira 
tudi z ukrepi po pravilih Univerze v Ljubljani in Fakultete za upravo; 
‒ se zavedam posledic, ki jih dokazano plagiatorstvo lahko predstavlja za predloženo 
delo in za moj status na Fakulteti za upravo; 
‒ je elektronska oblika identična s tiskano obliko diplomskega dela ter soglašam z 
objavo dela v zbirki »Dela FU«. 
 
Diplomsko delo je lektorirala: Marija Žunič, dipl. ekon. 
 
 




Zavedanje o prednostih in že kar nujnosti prehoda na elektronsko obvladovanje 
dokumentov in hrambo je v organizacijah prisotno že dalj časa.  Že zaradi pogoste 
prostorske stiske in težav obvladovanja količin shranjenega papirnatega gradiva je čas, da 
klasične načine hrambe dokumentarnega gradiva zamenja elektronska hramba. 
Področje e-hrambe se je v Sloveniji uredilo s sprejetjem Zakona o varstvu 
dokumentarnega in arhivskega gradiva in arhivih in Uredbe o varstvu dokumentarnega in 
arhivskega gradiva ter arhivih, ki urejata pravno veljavnost elektronsko hranjenega 
gradiva, ki postavljata pravno ogrodje za zagotovitev infrastrukture, s pomočjo katere je 
mogoče zagotoviti pravno veljavno elektronsko hrambo vseh vrst gradiva. 
V diplomski nalogi smo se usmerili na analizo priprave na elektronsko hrambo, skladno z 
zakonom in sicer za izbran organ javnega sektorja. Rezultat tega bo postopkovni proces in 
vsebinski prikaz korakov izbranega organa pri vzpostavitvi e-hrambe. Cilj je izdelati 
postopkovni proces in vsebinski prikaz korakov izbranega organa javnega sektorja, ki želi 
vzpostaviti e-hrambo. Hkrati bomo primerjali urejenost tega področja s tujimi državami in 
izdelali primerjalno shemo ter oceno kompleksnosti slovenske ureditve v primerjavi z 
ureditvami v tujini. Na primeru izbrane organizacije javnega sektorja, Fakultete za upravo, 
bomo podali predlog korakov za uvedbo e-hrambe. 
Ugotavljamo, da sama priprava notranjih pravil ni težka, če organizacija ve kaj hoče in se 
drži korakov, opredeljenih v pravnih aktih in priporočenih standardih s tega področja. 
Pogosto najlažji postopek e-hrambe, pravno možen tudi v Sloveniji, pa je, da se prepusti 
celotni postopek e-hrambe akreditiranim zunanjim izvajalcem.  
Ključne besede: dokumentarno gradivo, e-hramba, notranja pravila  
vi 
SUMMARY 
IMPLEMENTATION OF LONG TERM-DIGITAL PRESERVATION IN A 
PUBLIC SECTOR ORGANIZATION 
Awareness of the advantages and quite a necessity of the transition to electronic storage 
and document management in the company has been present for a long time. Already 
due to lack of space in storage, it is time that the classical methods of preservation of 
documents exchanged electronic storage. 
The scope of the e-storage, is regulated in Slovenia by  adopting the Law  on  protection 
of documents and archives and the archives of the Regulation on the protection of 
documents and archives and archives, which govern the legal validity of electronically 
stored material and place the legal framework for the provision of infrastructure, through 
which it is possible to provide a legally valid  electronic storage of all types of material. 
In this thesis, I will focus on the analysis of the preparations for the electronic storage, in 
accordance with the law for the public authority. The result of this process will be 
procedural and substantive steps show authority which wants to establish an e-storage.  
The aim is to create a process of procedural and substantive steps show the selected 
public authority, which wants to establish an e-storage. At the same time, we will 
compare the regulation of this field with foreign countries and draw up a comparative 
assessment of the scheme and the complexity of the Slovenian regime in comparison with 
the arrangements abroad. On the case of the Faculty of Administration, we made a 
proposal of steps for the introduction of e-storage. 
We find out that preparing internal rules is not so difficult if the organization knows what 
she wants and ran the steps specified in legal acts an recommended standards in this 
field. Often the easiest legally possible in Slovenia, is to leave the whole process of e-
storage accredited outsourced.  
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Bistvo dobrega poslovanja organizacije se kaže v dobri organizaciji in kvalitetnem delu z 
dokumentarnim gradivom. Prehod na elektronsko obliko v poslovnih ali upravnih procesih 
ni več novost ali trend, ki se ga poslužujejo le bolj informacijsko napredne organizacije. 
Poslovanje z elektronskimi dokumenti je postala nujnost.  
Obvladovanje papirne dokumentacije je načeloma danes v organizacijah več ali manj 
urejeno. Gradivo v arhivih je v grobem popisano in nekoliko vzdrževano, elektronski 
dokumenti pa se kopičijo na prezasedenih strežnikih organizacij. Količina elektronske in 
papirne dokumentacije raste v nedogled; s tem rastejo tudi stroški, iskanje postaja vedno 
bolj dolgotrajno in med tem kaosom se lahko izgubi tudi kakšen dokument. 
Že zaradi prostorske stiske hrambe ali pa poenostavljenja upravnih procesov je čas, da 
klasične načine hrambe dokumentarnega gradiva zamenja elektronska hramba. 
Naloga katerekoli hrambe je ohranjanje verodostojne vsebine dokumentov, ki je 
dostopna, razumljiva in kadarkoli na voljo ciljnim uporabnikom. Poleg tega pa nam 
elektronska hramba prihrani čas za iskanje določenih informacij ali podatkov, ki se 
nahajajo v dokumentih. 
Med pomembnejše razloge za uvedbo elektronske hrambe sodijo poleg znižanja stroškov, 
boljše organiziranosti, večje varnosti, dostopnosti, funkcionalnosti in večje pravne 
vrednosti dokumenta v e-obliki, tudi vse ostrejše zahteve po dolgoročni hrambi 
dokumentacije z različno vsebino. 
Dodatna vzpodbuda k zavedanju o koristnosti je bila tudi dopolnitev in ureditev tega 
področja z zakonodajnega vidika. Leta 2006 smo v Sloveniji pridobili pravne možnosti za 
prehod na docela elektronsko poslovanje. Sicer začetki tega prehoda segajo že v leto 
2000, natančneje s sprejetjem ZEPEP-a in z njegovo novelo v letu 2004. Področje e-
hrambe se je bistveno uredilo s sprejetjem Zakona o varstvu dokumentarnega in 
arhivskega gradiva (v nadaljevanju ZVDAGA) in Uredbe o varstvu dokumentarnega in 
arhivskega gradiva ter arhivih, ki urejata pravno veljavnost elektronsko hranjenega 
gradiva in postavljata pravno ogrodje za zagotovitev infrastrukture, s pomočjo katere je 
mogoče podpirati elektronsko hrambo vseh vrst gradiva. 
Namen diplomske naloge je raziskati zahtevnost priprave e-hrambe zaradi slovenske 
zakonodaje ter analizirati le-to skladno z ZVDAGA v organu javne uprave. 
Diplomsko delo smo razdelili na pet sklopov. V prvem in drugem delu bomo predstavili 
samo upravljanje z dokumentarnim gradivom v javni upravi ter lastnosti klasične in 
elektronske hrambe. V tretjem delu bomo prva dva dela okrepili s slovensko zakonodajo, 
v četrtem delu pa analizirali postopek uvedbe e-hrambe in ga v petem delu prikazali na 
konkretnem primeru. 
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2 UPRAVLJANJE Z DOKUMENTARNIM GRADIVOM V 
SLOVENSKI JAVNI UPRAVI 
»Upravljanje dokumentarnega gradiva (tudi pisarniško poslovanje, records management, 
upravno poslovanje) zajema organizacijo in izvajanje postopkov sprejemanja klasične in 
elektronske pošte ter drugih oblik sporočil, odpiranja pošte, preverjanje veljavnosti 
elektronskih podpisov, odtisa prejemne štampiljke, klasificiranja in razvrščanja gradiva po 
funkcijah ali vsebini, določanja številke (šifre, oznake, signature, osnovne identifikacije) 
dokumentov, zadev ali spisov, signiranja in dodeljevanja gradiva v reševanje, 
evidentiranja spisov, zadev in dokumentov v elektronske ter druge evidence, reševanja in 
ustvarjanja dokumentov, vodenja rokovnika, odprave pošte in hranjenja dokumentarnega 
gradiva  v poslovanju in pri delu pravnih ter fizičnih oseb.« (Žumer, 2008, str. 26). 
Ker se javni sektor že dolgo časa zaveda pomembnosti  urejenega in preglednega 
poslovanja, je Vlada RS že v preteklosti to področje urejala z uredbami V obdobju hitre 
informatizacije leta 1994 je v Uredbi o pisarniškem poslovanju in dolžnostih upravnih 
organov do dokumentarnega gradiva prvič zahtevala vodenje evidenc v elektronski obliki. 
Nadgradnja je bila narejena leta 2001, ko je bila zaradi Zakona o elektronskem poslovanju 
in elektronskem podpisu spremenjena Uredba o poslovanju organov javne uprave z 
dokumentarnim gradivom in s tem izenačila papirno in elektronsko poslovanje. 
Upravljanje dokumentarnega gradiva v slovenskem javnem sektorju je podkrepljeno s 
sodobnimi predpisi (ki jih bomo v nadaljevanju tudi našteli), usklajenimi z mednarodnimi 
ISO-standardi, priporočili Evropske komisije ter tudi z zahtevami sodobne informacijske 
znanosti (Žumer, 2008, str. 129). 
Najpomembnejši predpisi, ki urejajo trenutno ravnanje z dokumentarnim in arhivskim 
gradivom so: 
 Uredba o upravnem poslovanju (Ur. l. RS, št. 20/02, 106/05, 30/06, 86/06, 63/07, 
115/07, 122/07, 31/08, 35/09, 58/10), 
 Zakon o spremembah in dopolnitvah Zakona o varstvu dokumentarnega in 
arhivskega gradiva ter arhivih (Ur. l. RS, št. 51/14), 
 Pravilnik o izvrševanju uredbe o upravnem poslovanju (Ur. l. RS, št. 75/05, 47/08), 
 Zakon o varstvu dokumentarnega in arhivskega gradiva ter arhivih (Ur. l. RS, št. 
30/06), 
 Uredba o varstvu dokumentarnega in arhivskega gradiva (Ur. l. RS, št. 86/06), 
 Pravilnik o določanju rokov hranjenja dokumentarnega gradiva v javni upravi (Ur. 
l. RS, št. 52/09), 
 Pravilnik o strokovni usposobljenosti uslužbencev javnopravnih oseb ter delavcev 
ponudnikov storitev, ki delajo z dokumentarnim gradivom (Ur. l. RS, št. 132/06, 
38/08), 
 Zakon o tajnih podatkih (Ur. l. RS, št. 50/06-UPB, 60/11), 
 Zakon o varstvu osebnih podatkov (Ur. l. RS, št. 6/04), 
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 Zakon o splošnem upravnem postopku (Ur. l. RS, št. 22/05, 24/06), 
 Zakon o dostopu do informacij javnega značaja (Ur. l. RS, št. 24/03, 61/05, 
109/05, 113/05, 28/06), 
 Zakon o davčnem postopku /ZdavP-1-UPB1/ (Ur. l. RS, št. 25-872/05), 
 Zakon o davku na dodano vrednost /ZDDV-UPB3/ (Ur. l. RS, št. 25-874/05), 
 Zakon o poštnih storitvah (Ur. l. RS, št. 102/2004) 
 Uredba o varovanju tajnih podatkov (Ur. l. RS, št. 74/2005), 
 Pravilnik o opravljanju strokovnega izpita iz upravnega poslovanja (Ur. l. RS, št. 
20/2006), 
 Navodilo za določanje rokov hranjenja dokumentarnega gradiva organov javne 
uprave (Ur. l. RS, št. 81/2005) 
 Zakon o elektronskem poslovanju in elektronskem podpisu /ZEPEP/ (Ur. l. RS, št. 
57/00, 30/01, 25/04, 73/04, 98/04),.. (Žumer, 2008, str. 129). 
2.1 OPREDELITVE POJMOV DOKUMENTARNEGA GRADIVA 
Pojmi, ki se uporabljajo pri nastajanju in upravljanju dokumentarnega gradiva so 
definirani v Uredbi o upravnem poslovanju (Ur. list RS, št. 20/05). 
Dokument je temeljna oblika dokumentarnega gradiva in se lahko pojavlja v različnih 
oblikah. Lahko je originalen ali reproduciran, napisan, narisan, natisnjen, razmnožen, 
fotografiran, fotokopiran ali v elektronski obliki (npr. elektronska pošta, spletna vloga), ali 
kako drugače zapisan zapis. Slika 1 prikazuje poimenovanje dokumentov glede na njihovo 
smer: 
 vhodni dokument je izviren ali reproduciran zapis, ki ga je organ prejel in je 
pomemben za njegovo poslovanje, 
 izhodni dokument je izviren ali reproduciran zapis, ki je nastal pri delu organa in ga 
je organ posredoval drugemu naslovniku, 
 lastni dokument je izviren ali reproduciran zapis, ki je nastal pri delu organa in je 
pomemben za njegovo poslovanje ter ga organ ni odposlal drugemu naslovniku. 
Slika 1: Vrsta dokumenta glede na smer 
 
Vir: Zupan (2008)  
Zadeva je skupina vseh dokumentov in prilog, ki se nanašajo na isto vsebinsko vprašanje 
ali nalogo. Temelj urejenega upravljanja dokumentarnega gradiva je pravilno pojmovanje 
zadeve. V zadevi so zbrani vsi dokumenti, ki se nanašajo na isto vsebinsko vprašanje ali 
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nalogo. Zaradi lažje preglednosti dokumente uredimo po kronologiji prispetja oziroma 
nastanka v organu. Tako imamo takojšni pregled nad reševanjem celotne zadeve oziroma 
naloge (Stare, 2010, str. 71). 
Zbirka nerešenih zadev je zbirka, v kateri so vse nerešene zadeve. Je v bistvu navidezna 
računalniška evidenca, kajti nerešene zadeve so fizično pri osebah, ki jih rešujejo oziroma 
pri osebah, ki jih potrebujejo (Žumer, 2008, str. 34). 
Številka zadeve je evidenčna oznaka zadeve, sestavljena iz klasifikacijskega znaka 
(številčni znak, vzet iz načrta klasifikacijskih znakov, s katerim se razvršča zadeve po 
vsebini), iz zaporedne številke zadeve znotraj klasifikacijskega znaka, ter vseh štirih številk 
letnice leta, v katerem je zadeva nastala. 
Številka dokumenta pa podeduje številke zadeve, dodana je le zaporedna številka 
vhodnega, izhodnega ali lastnega dokumenta, kot na primer: 
123-01/2008-1 – prvi dokument v zadevi 
Prejemna štampiljka je neke vrste obrazec predpisane oblike in vsebine. Ta se odtisne na 
vsak prejet fizični dokument, in sicer na zgornji desni del prve strani dokumenta. 
Štampiljka navaja: naziv organa, ki dokument prejme, datum prejema dokumenta, signirni 
znak (označba notranje organizacijske enote ali javnega uslužbenca, ki dokument prejme 
v reševanje), število prilog, številko zadeve ter vrednotnice (Stare, 2010, str. 93). 
»Klasifikacijski znak je številčni znak, vzet iz načrta klasifikacijskih znakov, s katerim se 
razvrščajo zadeve po vsebini« (Uredba o upravnem poslovanju, 2. člen). 
Osnova za razvrščanje je vnaprej pripravljena shema, ki obsega značilnosti posamezne 
vsebine. Tako shemo imenujemo klasifikacijski načrt ali načrt klasifikacijskih znakov, ki ga 
določi predstojnik. Obvezen okvir načrta klasifikacijskih znakov predpiše Vlada RS in je 
priloga Uredbe o upravnem poslovanju. Na podlagi načrta klasifikacijskih znakov se vse 
vsebine dokumentarnega gradiva razdelijo v največ deset razredov oz. v deset glavnih 
skupin (Lorbar in Stare, 1998, str. 59). 
»Signirni (dodeljevalni) znak je številčna oznaka notranje organizacijske enote organa ali 
delovnega mesta javnega uslužbenca, ki zadevo rešuje« (Stare, 2010, str. 97).  
Že zaradi signirne oznake ter številke zadeve lahko ugotovimo, pri katerem javnem 
uslužbencu se zadeva nahaja in v katero vsebino spada. Signirni znak je sestavljen iz črk, 
številk ali kombinacije obeh, nahajajo pa se v posebnem načrtu signirnih znakov. 
Postopek signiranja in pooblastila v zvezi s signiranjem odredi predstojnik oziroma vodja 
notranje organizacijske enote (Stare, 2010, str. 97).  
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Dokumentarno gradivo so vse zadeve, dosjeji, dokumenti ter evidence o njih, druge 
evidence, ki jih vodi organ in druga gradiva, ki jih organ prejme ali nastanejo pri 
njegovem delu. Evidenca dokumentarnega gradiva je temeljna evidenca o opravljanju del 
in nalog organa in se vodi o vseh zadevah, dosjejih in dokumentih. Evidenca nam služi kot 
dokaz o opravljenem delu (Žumer, 2008, str. 22 in 33). 
V tekoči zbirki dokumentarnega gradiva se hranijo gradiva najmanj dve leti po dokončni 
rešitvi zadeve. Organizirana je pri uslužbencu ali pa na ravni organizacijske enote, v kateri 
se je zadeva reševala (Žumer, 2008, str. 34). 
Stalna zbirka je zbirka dokončno rešenih zadev, ki jih je potrebno hraniti več kot dve leti. 
Prenose iz tekoče v stalno zbirko opravi glavna pisarna. Gradivo se v stalni zbirki hrani do 
izteka rokov hrambe ali do izročitve arhivskega gradiva pristojnemu arhivu (Žumer, 2008, 
str. 34). 
Dokumentarno gradivo v digitalni obliki (digitalizirano gradivo) je gradivo, ki je zapisano v 
digitalni obliki in shranjeno na elektronskem berljivem nosilcu zapisa (Žumer, 2008, str. 
27). 
Elektronska hramba gradiva (e-hramba) je hramba gradiva v digitalni obliki. Lahko je 
izvirno ali zajeto dokumentarno gradivo v digitalni obliki. Za kratkoročno hrambo je 
značilna hramba gradiva do pet let, medtem ko je za dolgoročno hrambo gradiva v 
digitalni obliki značilna hramba, daljša od petih let (Žumer, 2008, str. 38). 




 prevzemanja e-arhivskega gradiva v pristojne arhive in njegovo strokovno 
obdelavo,  
 izvedbo dolgoročne hrambe v skladu z veljavno zakonodajo, 
 omogoča učinkovito upravljanje in uporabo tega gradiva. 
E-arhiv je okolje, ki ga za izvajanje e-arhiviranja zagotavljajo Arhiv RS in drugi pristojni 
arhivi. 
Da določimo vrsto dokumentarnega gradiva, moramo poznati rok hrambe tega gradiva. 
Torej, ločimo tri vrste dokumentarnega gradiva: arhivsko gradivo, trajno gradivo ter 
dokumentarno gradivo z določenim rokom hrambe. Dokumentarna gradiva z določenim 
rokom hrambe so gradiva z roki hrambe, določenimi v področni zakonodaji in nimajo 
trajnega pomena za organ ali kulturno dediščino.  
»Trajno gradivo (oznaka T) je lastno gradivo, ki je bilo prejeto ali je nastalo pri delu 
organa in je določeno z veljavnimi predpisi ali aktom ministra ali predstojnika organa kot 
gradivo, ki je trajno pomembno za organ in ga je zato potrebno hraniti trajno (za vedno) 
pri organu, kadar nima narave arhivskega gradiva in ga ni treba izročiti pristojnemu 
arhivu. Arhivsko gradivo (oznaka A) je dokumentarno gradivo, ki je bilo prejeto ali je 
nastalo pri delu organov in ima trajen pomen za znanost in kulturo ali trajen pomen za 
pravno varnost pravnih in fizičnih oseb, v skladu s strokovnimi navodili pristojnih arhivov« 
(Uredba o upravnem poslovanju, 2. člen). 
Organi morajo izročiti arhivsko gradivo najkasneje v 30 letih od nastanka tega 
dokumentarnega gradiva pristojnemu arhivu v originalu, urejeno, popisano ter tehnično 
opremljeno. 
2.2 POSTOPKI UPRAVLJANJA DOKUMENTARNEGA GRADIVA 
Postopki upravljanja dokumentarnega gradiva zajemajo vse postopke od trenutka, ko 
dokument prispe v organizacijo ali ko kot lastni dokument v organizaciji nastane, skozi 
njegovo obdelavo ter nenazadnje do hrambe dokumentarnega gradiva in odpreme. 
Postopki so odvisni od oblike (medij, format), ali gre za staro zadevo ali novo in vrsto 
dokumentarnega gradiva. Ne glede na to, da so postopki različni, so vsi zakonsko določeni  
(Stare, 2010, str. 87). 
Sprejem in odpiranje pošte v fizični obliki 
Pošto sprejme v glavni pisarni ali tajništvu glavni uslužbenec, ki ima pooblastilo za 
sprejem in odpiranje prejete pošte. Pošto naslovljeno bodisi splošno na organ ali bodisi na 
točno določenega javnega uslužbenca tega organa, glavna pisarna sprejme, pregleda in 
evidentira v skupno evidenco dokumentarnega gradiva (Žumer, 2008, str. 149). 
Ravnanje z elektronskimi sporočili 
Najpogostejši način sprejetja elektronskih sporočil je preko elektronske pošte in po faksu, 
lahko pa tudi preko spletnih obrazcev ali centralnega informacijskega sistema za sprejem 
7 
vlog, vročanje in obveščanje. Sporočila v elektronski obliki, naslovljena direktno na javne 
uslužbence, ti posredujejo glavni pisarni ali pa jih sami evidentirajo, če so pooblaščeni. Ne 
smejo pa sami odpirati novih zadev brez pooblastila predstojnika. Pošto, sprejeto v 
elektronski obliki, se lahko natisne na papir in se s takim dokumentom ravna v skladu z 
določili za fizični dokument. Elektronsko pošto se sprejema ves poslovni čas organa ter 
tudi zunaj poslovnega časa (Žumer, 2008, str. 149 in str. 153). 
Sprejem elektronske pošte potrdi ali centralni informacijski sistem, ali samodejno 
informacijski sitem organa ali pa javni uslužbenec, ki sprejema pošto (Žumer, 2008, str. 
153). 
Skladne tehnološke zahteve pri pošti, ki jo organ sprejme v elektronski obliki, so naslednje 
(Žumer, 2008, str. 153 in 154): 
 programi Microsoft Office (MS Word, MS Excel, MS PowerPoint), 
 tekstni formati: ASCII, 8bit, RTF, XML, vsebina, določena s posamezno aplikacijo, 
 grafični formati: Adobe Acrobat, JPEG, GIF, TIFF, 
 stisnjene datoteke, združljive s programom Winzip. 
Dokumentiranje prejema – odtis prejemne štampiljke 
Kot je zapisano v 118. členu Uredbe o upravnem poslovanju: »uslužbenec glavne pisarne 
odtisne prejemno štampiljko na vsak fizični dokument, ki ga glavna pisarna prejme od 
poštnega podjetja, dostavne ali kurirske službe, ali ga prinesejo stranke in druge osebe. 
Praviloma je to mesto na prvi strani fizičnega dokumenta, v zgornjem desnem kotu, tako 
da ne prekrije besedila dokumenta« (Uredba o upravnem poslovanju, 118. člen). 
Na prejemni štampiljki so obvezna polja (Žumer, 2008, str. 162):  
 ime organa, ki je dokument prejel, 
 datum prejema dokumenta, 
 označbo notranje organizacijske enote ali javnega uslužbenca, ki dokument ali 
zadevo prejme v reševanje (signirni znak), 
 številko zadeve, 
 število prilog, 
 vrednotnice.  
Razvrščanje (klasificiranje) zadev in dokumentov po vsebini 
Ob prejemu dokumenta javni uslužbenec najprej presodi  vsebino dokumenta ter s 
pomočjo klasifikacijskega načrta dodeli dokumentu klasifikacijski znak. Nato uslužbenec 
preveri v informacijskem sistemu, ali že obstaja zadeva z istim subjektom, torej se 
dokumentu samo prepiše številka zadeve ter doda še zaporedno številko prejetega 
dokumenta (npr.: prvi dokument bo imel številko 131-17/2010-1, drugi dokument bo imel 
številko 131-17/2010-2 in tako naprej), ki ga informacijski sistem izda samodejno. Ko pa 
gre za novo zadevo, uslužbencu informacijski sistem dodeli zaporedno številko zadeve ter 
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k temu doda še letnico nastanka zadeve. Številka zadeve se zapiše na prejemno 
štampiljko (Stare, 2010, str. 94). 
Slika 3: Oblikovanje številke zadeve 
 
Vir: Stare, (2010, str. 94) 
Dodeljevanje (signiranje) zadev in dokumentov v reševanje 
V postopku dodeljevanja oziroma signiranja zadev in dokumentov pooblaščeni javni 
uslužbenec dokument (zadevo) dodeli v reševanje pristojni notranji organizacijski enoti 
oziroma točno določenemu javnemu uslužbencu. Delo v vsakem organu mora biti 
organizirano tako, da se vsaka zadeva in dokument nemudoma dodeli v reševanje – 
prenese do notranje organizacijske enote oziroma do uslužbenca, ki zadevo rešuje 
oziroma jo bo reševal. Signiranje dokumentov in zadev poteka pri prejetju pošte v glavni 
pisarni na podlagi izdelanega načrta signirnih znakov, kateri je izdelan na podlagi akta o 
notranji organizaciji in sistemizaciji delovnih mest. V tem primeru gre za popolno 
signiranje. Če pa uslužbenec ki signira, ne more presoditi, kdo na oddelku bo posamezno 
zadevo reševal, zadevo dodeli vodji notranje organizacijske enote (vodji oddelka). Ta 
dosignira zadevo – prenese zadevo uslužbencu, ki je od tedaj odgovoren za reševanje 
zadeve. Če se zadeve prerazporedijo v reševanje na drugi oddelek oziroma drugemu 
uslužbencu, gre za presigniranje (Žumer, 2008, str. 164). 
Evidentiranje in dostava dokumentarnega gradiva 
Evidenca dokumentarnega gradiva zajema zapise o tem, kdo in kdaj je izvajal posamezna 
opravila v zvezi s posameznim dokumentom. Dosledno evidentiranje je edini način, ki 
pripomore k preglednosti gradiva. V primeru pomanjkljivega evidentiranja so posledica 
nepopolne evidence oz. evidence, ki ne nudijo popolnega pregleda nad potekom dela.  
Evidenca je podlaga vsem drugim evidencam, ki se nanašajo na delo organizacije in je 
ena sama. Praviloma je ta evidenca elektronska; vodi se z informacijskim sistemom, v 
javni upravi pa mora ustrezati določilom Uredbe. 
»Ko dokument/e prejme glavna pisarna, se morajo le-ti vpisati v evidenco in poslati v 
reševanje še isti dan, najpozneje pa naslednji dan, takoj po začetku delovnega časa. V 
primeru dokumentov, vezanih na rok, se te takoj po prejemu vnese v evidenco in pošlje v 
reševanje. Za te dokumente mora biti rok v evidenci posebej zabeležen. Dokumente v 
okviru zadeve se evidentira istega dne in pod istim datumom, ko prispejo ali ko nastanejo 
v organu. V primeru velikega števila prejetih in v organu nastalih dokumentov, ki jih ni 
9 
mogoče evidentirati še isti dan, jih je potrebno evidentirati najpozneje naslednji delovni 
dan z datumom prejšnjega dne« (Uredba o upravnem poslovanju, 149. člen). 
Reševanje zadev 
Uslužbenec, pooblaščen za reševanje posamezne zadeve, prejme dokumentarno gradivo, 
ki je signirano nanj. To od njega zahteva, da zadevo vsebinsko reši. Reševanje zadeve 
lahko označimo tudi kot vsebinska obdelava dokumentarnega gradiva, ki se konča z 
rešitvijo določenega vsebinskega vprašanja, težave, naloge ali postopka.  
Odprema dokumentarnega gradiva 
Odprema je po 167. členu Uredbe o upravnem poslovanju praviloma v glavni pisarni.  
Pošto za odpremo pripravi tisti uslužbenec, ki je zadevo reševal, ki jo dostavi glavni pisarni 
že pripravljeno za odpremo.  
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3 HRAMBA DOKUMENTARNEGA IN ARHIVSKEGA GRADIVA 
3.1 KLASIČNA HRAMBA – KONCEPTI 
Uredba o upravnem poslovanju od 181. člena do 188. člena določa hrambo zbirk 
dokumentarnega gradiva: 
 »Zbirko nerešenih zadev, v kateri se hranijo zadeve do njihovih rešitev. Običajno 
se hranijo v oddelkih, kjer se zadeve rešujejo. Lahko pa se hranijo tudi v glavni 
pisarni, vendar ločeno od stalne in tekoče zbirke dokumentarnega gradiva. 
 Tekoča zbirka dokumentarnega gradiva oziroma tako imenovani priročni arhiv je 
prostor, v katerem se praviloma hranijo rešene zadeve ter dokumenti za tekoče 
leto in še dve leti po dokončni rešitvi. Organizacije jo običajno hranijo v glavni 
pisarni, pisarniških ali poslovnih prostorih. Imajo lahko več tekočih zbirk. 
Uslužbenec, ki zadevo rešuje, mora, preden jo vloži v tekočo zbirko 
dokumentarnega gradiva, iz nje izločiti nepotrebno gradivo kot so kopije, dvojniki, 
pomožni obrazci itd.  
 Stalna zbirka dokumentarnega gradiva oziroma arhiv je zbirka dokončno rešenih 
zadev in zaključenih evidenc ter gradiva, ki ga mora organizacija hraniti skladno s 
predpisi ali potrebami poslovanja več kot dve leti. Stalna zbirka organizacije je po 
predpisih ter standardih opremljen in vzdrževan prostor, v katerem se hrani 
dokumentarno gradivo, skupaj z evidencami. Dokumentarno gradiva se v stalni 
zbirki hrani do poteka rokov hranjenja, ko se gradivo lahko izloči in uniči, ali do 
odpiranja in izročitve gradiva pristojnemu arhivu« (Uredba o upravnem 
poslovanju, 181-188. člen). 
Osnovna načina ureditve zbirke 
Številčna ali kronološka ureditev enot na podlagi razvrstitve enot po zaporednih številkah 
ali datumih iz pisarniške evidence v obdobju enega leta ali v okviru enega letnika gradiva.  
Pri številčni ali kronološki ureditvi arhivske enote, vpisane v delovodnike in druge 
evidence, razvrščamo po zaporednih številkah ali datumih vpisov v te evidence in jih 
arhiviramo v okviru letnika, povezane v primerno debele svežnje (fascikle), arhivske škatle 
itd.. 
Gradivo razvrstimo po letih, v njih pa po klasifikacijskih znakih. Pri tem je treba upoštevati 
posebne predpise, ki urejajo materialno varstvo arhivskega in drugega dokumentarnega 
gradiva. Vsaka tehnična enota (fascikel, škatla, polica,..) mora biti označena z nazivom 
organa, klasifikacijskim znakom, zaporednimi številkami zadev oziroma z začetnimi črkami 
imen ali nazivov subjektov, če so zadeve v sklopu klasifikacijskega znaka urejene po 
abecedi in letom nastanka ter oznako hrambe (leto oziroma črki A ali T). Priporočene 
prvine označevanja tehničnih enot pa so še: ime ožje organizacijske enote (služba, 
uprava, sektor, oddelek itd.), oznake vsebine gradiva z navedbo klasifikacijskega znaka ali 
(in) kratkim opisom vsebine gradiva ali navedbo vrste gradiva, ki ga vključuje tehnična 
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enota, rok hranjenja (leto uničenja), oznaka vrste tajnosti, stopnje zaupnosti in rok 
trajanja zaupnosti (Žumer, 2008, str. 220). 
Slika 4: Primeri označevanja tehničnih enot gradiva 
 
Vir: Žumer, (2008, str. 221) 
Organi lahko za potrebe poslovanja dokumentarno gradivo tudi posnamejo na mikrofilm 
(v nadaljevanju mikrofilmanje), vendar se pred tem postopkom posvetujejo z državnim 
arhivom predvsem glede opredelitve potrebe za mikrofilmanje dokumentarnega gradiva 
ter izbiri opreme za mikrofilmanje. Za postopek mikrofilmanja dokumentarnega gradiva se 
navadno uporablja postopek, določen za skeniranje dokumentarnega gradiva. 
Mikrofilmanje se v evidenci zadev in dokumentov označi. Za ravnanje z mikrofilmi se 
uporabljajo postopki, določeni za ravnanje z dokumentarnim gradivom v fizični oziroma 
elektronski obliki. Dokumentarno gradivo, ki vsebuje tajne podatke, se zaradi ohranjanja 




Izločanje in odbiranje dokumentarnega gradiva 
»Kadar govorimo o izločanju, govorimo o uničevanju gradiva, ki mu je rok hrambe 
potekel. Izločamo torej samo gradivo z določenim rokom hrambe v letih. Odbiranje 
pomeni premeščanje dokumentarnega gradiva in se pogosto uporablja za prenos iz tekoče 
v stalno zbirko dokumentarnega gradiva in za predajo arhivskega gradiva pristojnemu 
arhivu (navadno po pretečenih 30 letih od nastanka zadeve). Poleg arhivskega gradiva 
lahko odbiramo tudi trajno gradiva« (Uredba o upravnem poslovanju, 196. člen). 
»Postopek izločanja in odbiranja gradiva poteka najmanj vsakih pet let, če je količina 
gradiva obsežnejša, tudi pogosteje. Opravlja ga posebna, najmanj tričlanska komisija, ki 
jo določi predstojnik organa, s sodelovanjem javnih uslužbencev, ki delajo na vsebinskih 
področjih organizacije, s katerih se gradivo izloča oziroma odbira. V tem času imajo še 
zadnjo možnost, da se po potrebi gradivu lahko še podaljša rok hrambe. O izpeljavi 
postopka organ pisno obvesti pristojni arhiv. Skozi ves postopek komisija vodi zapisnik, ki 
ga posreduje pristojnemu arhivu« (Uredba o upravnem poslovanju, 197. člen). 
V naši slovenski zakonodaji imamo preko 52 zakonov in predpisov, ki določajo roke 
hranjena dokumentarnega in arhivskega gradiva. V veljavi je Pravilnik o določanju rokov 
hranjenja dokumentarnega gradiva v javni upravi, kjer so v Zbirnem klasifikacijskem 
načrtu za razvrščanje gradiva javne uprave določeni roki hranjenja dokumentarnega 
gradiva (2, 5, 10 let, trajno oziroma najmanj 100 let od rojstva osebe oziroma najmanj 50 
let od nastanka) (Štrumbl, 2012, str. 422). 
3.2 PREDNOSTI IN SLABOSTI KLASIČNE HRAMBE V JAVNI UPRAVI 
Klasično dokumentarno gradivo je, kot meni Tomaž Lavrič (2009), zelo preprosto za 
obravnavo iz več razlogov: 
 uporabljamo ga že več kot 2.000 let in nam je blizu, 
 lahko vzamemo v roke neko konkretno vsebino, ki si jo predstavljamo vizualno, 
čutno in miselno, 
 relativno enostavna hramba (hranjenje v arhivski ali drugi primerni škatli) in 
odložitev na polici, 
 za pregledovanje ne potrebujemo informacijskih sistemov ter s tem tudi 
elektronske nosilce, kateri iz leto v leto postajajo starejši in jih je potrebno stalno 
prepisovati na novejše elektronske nosilce zapisov. 
Papir zahteva posebno skrbnost. Njegov največji sovražnika sta voda in ogenj. Dodatna 
obremenitev pri hrambi dokumentarnega papirnega gradiva je tudi prostor, ki zahteva 
ustrezno površino, varovanje in zavarovanje pred toplotnimi in kemičnimi vplivi, živimi bitji 
(pršice, glodavci), ter nenazadnje tudi razgradnja oz. razkroj papirja samega (Lavrič, 
2009, str. 439). 
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3.3 ELEKTRONSKA HRAMBA 
Elektronska hramba gradiva je hramba izvirnega ali zajetega dokumentarnega gradiva v 
digitalni obliki, ki izpolnjuje pogoje po arhivskem zakonu in zagotavlja uporabnost vsebine 
hranjenja gradiva. Za zajem in hrambo dokumentarnega gradiva v digitalni obliki se je 
potrebno ravnati po notranjih pravilih, ki jih kot interni pravni akt sprejme vsaka 
organizacija. V javni upravi, kjer imajo višjo stopnjo urejenosti poslovanja, morajo imeti 
notranja pravila potrjena in registrirana pri Arhivu RS (Žumer, 2008, str.38). 
Zakonska podlaga za dolgoročno elektronsko hrambo v Republiki Sloveniji: 
 »Zakon o elektronskem poslovanju in elektronskem podpisu (ZEPEP), že iz leta 
2000, ki je postavil podlago za dolgoročno elektronsko hrambo z uzakonitvijo 
pravne veljavnosti elektronskih podpisov. Sprejet je bil, ker so imele banke, pošte 
in druga podjetja težave s papirnato dokumentacijo. 
 Zakon o varstvu dokumentarnega in arhivskega gradiva (ZVDAGA) je izenačil 
verodostojnost digitalno in analogno reproduciranih kopij z izvirniki na papirju. 
Ureja dostope do arhivov ter razvoj sistemov za dolgoročno elektronsko hrambo in 
delovanje ponudnikov. 
 Uredba o varstvu dokumentarnega in arhivskega gradiva ter gradiva (UVDAGA) je 
specializirana za delovanje in notranja pravila organizacij, ki hranijo dokumentarna 
gradiva, registracijo in akreditacijo storitev ter opreme za digitalno opremo. 
 Enotne tehnološke zahteve (ETZ) podrobneje urejajo pogoje za izpolnjevanje 
ZVDAGA in njegovih podzakonskih aktov. Zaradi številnih sprememb na področju 
upravljanja z dokumentarnim gradivom je bila izdana nova verzija zahtev - ETZ 
2.1. 
 Zakon o varstvu osebnih podatkov (ZVOP-1) in Zakon o davku na dodano vrednost 
(ZDDV-1), posredno posegata v izvajanje elektronske hrambe« (Štrumbl, 2012, 
str. 421-422). 
Da se gradivo lahko hrani v elektronski obliki, je potrebno gradivo digitalno arhivirati. 
»ZVDAGA loči dve vrsti gradiva: 
 gradivo, ki je nastalo v digitalni obliki in ga je potrebno pretvarjati v formate, 
primerne za dolgoročno elektronsko hrambo ter 
 gradivo, ki je nastalo v analogni obliki (papir) in je bilo kasneje skenirano ali 
drugače pretvorjeno v računalniško obliko. Obstajajo trije načini zajemanja 
dokumentov: 
 paketno zajemanje dokumentov (masovno zajemanje dokumentov, ki niso 
vsebinsko povezani), 
 dosjejsko zajemanje dokumentov (dosjeji obsegajo dokumentacijo različnih 
obdobij), 
 zajem posamičnih dokumentov (vsak dokument se obravnava kot zadeva)« 
(Štrumbl, 2012, str. 425). 
14 
Hramba dokumentov v elektronski digitalni obliki, ugotavlja Milovanovič (2010), zahteva 
poglobljen nadzor in ustreznost tehnološkim zahtevam zakonodajalca in preprečuje 
spremembe vsebin dokumentov nepooblaščenim osebam. Zakonodajalec z vrsto 
dokumentov v obliki ETZ (Enotne tehnološke zahteve) ter kontrolnih seznamov tudi 
preveri organizacije, kako so pripravljene na e-hrambo (ali so dovolj usposobljeni) in kaj 
vse je še potrebno storiti.  
»Zaradi navedenega zajem oziroma skeniranje dokumentov ter tudi elektronsko hrambo 
lahko izvaja organ sam ali pa ga izvaja zunanje akreditirano podjetje, ki od uporabnika 
tudi prevzame dokumentacijo, jo obdela in dostavi v digitalni obliki« (Štrumbl, 2012, str. 
425). 
Elektronski zapisi nastajajo po stopnjah, ki prispevajo pomembno pomoč pri organizaciji, 
kontroli in so na dosegu, dokler jih potrebujemo (Dollar in Ashley, 2013, str. 287). 
Odločitev, ugotavlja Milovanovič (2010) ali sami uvajati sistem e-hrambe ali pa ga 
prepustiti zunanjim izvajalcem, je zelo odvisna od tehnološke razvitosti organizacije in 
usposobljenosti kadrov, saj je celoten sistem povezan z večjimi investicijami v ustrezno 
okolje, dodaten kader, novo programsko in strojno opremo, itd.. 
Zaposleni morajo biti za skeniranje dokumentarnega gradiva usposobljeni. Že sama 
priprava originalnega gradiva zahteva visoko kvalificirano osebje (Bursian in dr., 2012, str. 
20). 
Strategije podjetij za e-hrambo, trajno in zanesljivo digitalno pretvorbo, morajo upoštevati 
mnoge pogoje: kompleksnost elektronskih dokumentov, decentralizacijo računalniškega 
omrežja, zastaranje in staranje medijev za shranjevanje, velike količine elektronskih 
zapisov in odvisnost od programske in strojne opreme (Dollar in Ashley, 2013, str. 286). 
Sam dostop do hranjenega gradiva je enostaven in sicer, navaja Milovanovič (2010): 
 preko privzetega grafičnega vmesnika aplikativne rešitve sistema e-hrambe (npr. 
dostop do spletne aplikacije preko varne povezave), 
 preko poslovnih informacijskih sistemov, ki so povezani v sistem e-hrambe. 
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4 PRAVNA UREDITEV PODROČJA E-HRAMBE V SLOVENIJI 
4.1 ZAKON O ELEKTRONSKEM POSLOVANJU IN ELEKTRONSKEM 
PODPISU (ZEPEP) 
Sprejem ZEPEP-ja, ki je v veljavi od 22. avgusta 2000, je bistvenega pomena za razvoj 
elektronskega poslovanja v Sloveniji. Ureja namreč elektronsko poslovanje v civilno in 
gospodarsko-pravnih razmerjih ter elektronsko poslovanje v sodnih in upravnih postopkih.  
»Zakon zajema poslovanje v elektronski obliki z uporabo informacijske in komunikacijske 
tehnologije in uporabo elektronskega podpisa v pravnem prometu, kar vključuje tudi 
elektronsko poslovanje v sodnih, upravnih in drugih podobnih postopkih, če posebni 
zakoni ne določajo drugače« (ZEPEP, 1. člen). 
Z uvedbo Zakona o elektronskem poslovanju in elektronskem podpisu, smo v Sloveniji 
želeli doseči, da se dokumenti in podatki v skladu po tem zakonu lahko verodostojno 
hranijo in arhivirajo tudi v elektronski obliki v kolikor: 
 »so podatki, vsebovani v elektronskem dokumentu ali zapisu, dosegljivi in primerni 
za kasnejšo uporabo, 
 so podatki shranjeni v obliki, v kateri so bili oblikovani, poslani ali prejeti, ali v 
kakšni drugi obliki, ki verodostojno predstavlja oblikovane, poslane ali prejete 
podatke, 
 je iz shranjenega elektronskega sporočila mogoče ugotoviti, od kod izvira, komu je 
bilo poslano ter čas in kraj njegovega pošiljanja ali prejema in 
 uporabljena tehnologija in postopki v zadostni meri onemogočajo spremembo ali 
izbris podatkov, ki ju ne bi bilo mogoče enostavno ugotoviti, oziroma obstaja 
zanesljivo jamstvo glede nespremenljivosti sporočila« (ZEPEP, 12. člen). 
V 13. členu ZEPEP izenačuje elektronsko obliko s pisno in določa izjeme, kdaj elektronska 
oblika ni izenačena s pisno. Gre za pomembne pravne posle, pri katerih želi zakonodajalec 
zavarovati stranko in tudi pravni promet (npr. stranke razpolagajo s svojim premoženjem 
v primeru določenega dogodka, npr. poroke, smrti) ter tudi zaradi tehničnih plati; ZEPEP 
namreč ne dovoljuje elektronske oblike vseh tistih poslov, za katere je za veljavnost 
potreben notarski zapis (Pavliha in dr., 2002, str. 65). 
4.2 ZAKON O VARSTVU DOKUMENTARNEGA IN ARHIVSKEGA GRADIVA 
TER ARHIVIH (ZVDAGA), UREDBA O VARSTVU DOKUMENTARNEGA 
IN ARHIVSKEGA GRADIVA (UVDAGA), ENOTNE TEHNOLOŠKE 
ZAHTEVE (ETZ) 
Zakon o varstvu dokumentarnega in arhivskega gradiva ter arhivih (ZVDAGA) 
»Zakon o varstvu dokumentarnega in arhivskega gradiva ter arhivih (ZVDAGA) je leta 
2006 nadomestil Zakon o arhivskem gradivu in arhivih (ZAGA) iz leta 1997, ki je določal 
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predvsem varstvo arhivskega gradiva v fizični obliki, dostop do arhivskega gradiva in 
organizacijo javne arhivske službe v Republiki Sloveniji. Sicer je bil Zakon dobra pravna 
podlaga za varstvo arhivskega gradiva kot kulturnega spomenika, ni pa urejal varstva 
elektronskega dokumentarnega in arhivskega gradiva, ki je zaradi razvoja informacijske 
družbe postalo izjemno pomembno« (Žumer, 2008, str. 70). 
Zaradi razširjenosti ustvarjanja dokumentarnega gradiva v digitalni obliki zakonodajalec z 
ZVDAGA in podrejenimi predpisi pravno ureja delo z gradivom oziroma njegovo 
upravljanje, da bi se zagotovilo njegovo verodostojnost in dolgoročno ohranjanje za 
potrebe sedanjosti ter tudi nenazadnje prihodnosti kulturnega spomenika (velja za 
arhivsko gradivo) (ETZ 2.1, 2013).  
Zakon je leta 2006 analogne in digitalne reprodukcije ter kopije izvirnih zapisov izenačil z 
izvirniki na papirju in drugih izvirnih nosilcih. Njihov pogoj je, da so zajem, pretvorba, 
hranjenje, dostop ter tudi uporaba opravljeni varno in zanesljivo ter skladno s predpisi in 
standardi. Hrambo klasičnega in elektronskega gradiva po ZVDAGA je potrebno izvajati 
skladno z načeli, ki zagotavljajo verodostojnost in varnost (ZVDAGA, 2006). 
ZVDAGA ureja: 
 način, organizacijo, infrastrukturo in izvedbo zajema ter hrambe dokumentarnega 
gradiva v fizični in elektronski obliki, veljavnost oziroma dokazno vrednost takega 
gradiva,  
 varstvo arhivskega gradiva, 
 pogoje za njegovo uporabo,  
 naloge arhivov in javne arhivske službe ter s tem povezane storitve in  
 nadzor nad izvajanjem (ZVDAGA, 1. člen). 
Zakon predpisuje pet temeljnih načel, ki jim je treba slediti, da bi se dokumentaciji v 
elektronski obliki lahko priznalo veljavnost in dokazno vrednost tudi pred sodiščem. Med 
pomembnejšimi za poslovno uporabo so: načela uporabnosti vsebine dokumentacije po 
pretvorbi, načelo trajnosti, celovitosti in dostopnosti. Izvajati jih je potrebno skozi celotno 
življenjsko obdobje dokumentov. Potrebno je slediti tudi načelu varovanja kulturnega 
spomenika, ki se nanaša na dokumentacijo arhivske vrednosti. 
ZVDAGA je pisana v duhu načel, iz katerih so izpeljana določila oziroma zahteve, ki jih 
mora uporabnik upoštevati, v kolikor želi doseči skladnost postopkov z zakonodajo.  
Temeljna načela zakona so (ZVDAGA, 3.–7. člen): 
 »Načelo ohranjanja dokumentarnega gradiva oziroma uporabnosti njegove vsebine 
opozarja, da dejstvo, da je gradivo dostopno še ne pomeni, da bo uporabno. 
Poskrbeti je potrebno, da bo gradivo berljivo in ga bo mogoče tiskati ali pa 
njegovo vsebino reproducirati ves čas trajanja hrambe. Težava zagotavljanja 
dostopnosti gradiva kakor tudi zagotavljanje njegove uporabnosti v glavnem 
povezujemo s tehnološkim zastaranjem strojne programske opreme, z nosilci in 
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obliko zapisa (formatom) ter neobstojnim ali neustreznim sistemom za izvajanje e-
hrambe. Zaradi tega je potreben poudarek na ohranjanju uporabnosti (berljivosti) 
vsebine dokumentarnega gradiva. 
 Načelo trajnosti. Hramba dokumentarnega gradiva mora zagotavljati trajnost 
gradiva oziroma trajnost reprodukcije njegove vsebine.  
 Načelo celovitosti. Hramba dokumentarnega gradiva mora zagotavljati 
nespremenljivost in integralnost dokumentarnega gradiva oziroma reprodukcije 
njegove vsebine, urejenost dokumentarnega gradiva oziroma njegove vsebine ter 
dokazljivost izvora dokumentarnega gradiva. Izguba celovitosti dokumentarnega 
gradiva in celo izgubo samega dokumentarnega gradiva lahko na primer povzroči 
že nepričakovana okvara na strežniku ali nenadna prekinitev električnega 
napajanja. 
 Načelo dostopnosti pomeni, da mora biti dokumentarno gradivo in reprodukcija 
njegove vsebine ves čas trajanja hrambe zavarovana pred izgubo ali okrnitvijo 
celovitosti ter dostopna le pooblaščenim uporabnikom oziroma uporabnicam. 
 Načelo varstva kulturnega spomenika. Velja za ravnanje z gradivom arhivskega 
značaja. Arhivsko gradivo je kulturni spomenik in mora biti kot takšno varovano. 
Kot pravi Žumer (2008, str. 72), iz tega načela izhajajo tudi pristojnosti, naloge in 
organizacija javne arhivske službe, Arhiva RS kot nacionalnega arhiva in 
regionalnih državnih arhivov, arhivov samoupravnih lokalnih skupnosti, drugih 
javnih arhivov, pa tudi varstvo zasebnega arhivskega gradiva« (ZVDAGA, 3.-7. 
člen). 
Zakon v svojem 2. členu navaja pomene pojmov - dokumentarno gradivo je potemtakem 
izvirno in reproducirano pisano, risano, tiskano, fotografirano, filmano, fonografirano, 
magnetno, optično ali drugače zapisano gradivo, ki je bilo prejeto ali je nastalo pri delu 
pravnih in fizičnih oseb. Po zakonu je arhivsko gradivo kulturni spomenik in ima poseben 
pomen za kulturo in znanost oziroma ima v skladu s strokovnimi navodili arhivov trajen 
pomen za pravno varnost fizičnih in pravnih oseb.  
ZVDAGA določa postopke in pogoje varstva elektronskega dokumentarnega gradiva tako, 
da je ob zajemu, pretvorbi, hrambi in reproduciranju zagotovljena uporabnost, 
dostopnost, nespremenljivost, celovitost vsebine in oblike, avtentičnost, verodostojnost, 
prenosljivost, varnost in zanesljivost dokumentarnega gradiva (Žumer, 2008, str. 76). 
»ZVDAGA določa te postopke arhiviranja elektronskega gradiva: 
 zajemanje različnih klasičnih, analognih in digitalnih vrst zapisov in pretvorbo v 
standardizirano digitalno obliko, skupaj s skeniranjem (pretvorbo, digitalizacijo); 
 uničevanje izvirnikov po opravljeni pretvorbi v digitalno obliko; 
 sočasno hranjenje arhivskega gradiva v fizični obliki na papirju, če je gradivo 
nastalo v izvirni obliki na papirju; 
 zapisovanje digitalnih zapisov za dolgotrajno elektronsko hrambo; 
 migracije digitalnih zapisov na nove standardizirane nosilce elektronskih zapisov in 
v oblike (formate); 
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 dosledno izpolnjevanje pogojev za varno in verodostojno arhiviranje z ohranjanjem 
dokazne ter pravne vrednosti gradiva v digitalni obliki; 
 omogočanje dostopnosti, kopiranja in pošiljanja ter pogoje uporabe elektronskih 
podatkov in dokumentov; 
 sprejemanje, registriranje, izvajanje in spreminjanje notranjih pravil pravnih in 
fizičnih oseb za elektronsko arhiviranje v digitalni obliki; 
 standardizacijo informacijske tehnologije ali strojne in programske opreme ter 
storitev za elektronsko arhiviranje; 
 akreditacijo in nadzor nad javnimi in zasebnimi izvajalci ali ponudniki opreme in 
storitev elektronskega poslovanja ter arhiviranja; 
 vodenje registra notranjih pravil, registra ponudnikov opreme in storitev, registra 
akreditirane opreme in storitev; 
 varstvo (hranjenje in ohranjanje) elektronskega arhivskega gradiva kot 
zgodovinskega spomenika v državnih arhivih ter strokovni nadzor države nad 
elektronskim arhiviranjem.« (Žumer, 2008, str. 76-77). 
Zaradi hitrega spreminjanja računalniške strojne in programske opreme, storitev, medijev 
ali nosilcev zapisov, ni bilo smiselno določiti tehnoloških zahtev z zakonom, temveč s 
podzakonskimi akti. Ključna podzakonska akta ZVDAGA-e sta Uredba o varstvu 
dokumentarnega gradiva (UVDAG) in Enotne tehnološke zahteve (ETZ), ki natančneje 
razlagata in določata zahteve, o katerih piše zakon (ZVDAGA) (Žumer, 2008, str. 76). 
Uredba o varstvu dokumentarnega in arhivskega gradiva (UVDAGA) 
Uredba podrobneje pojasnjuje določila o: 
 »delovanju in notranjih pravilih oseb, ki hranijo dokumentarno oziroma arhivsko 
gradivo, 
 pogojih za hrambo gradiva v fizični in elektronski obliki, 
 splošnih pogojih za registracijo in akreditacijo opreme in storitev za digitalno 
hrambo, 
 odbiranju in izročanju arhivskega gradiva javnim arhivom, 
 strokovni obdelavi in vodenju evidenc arhivskega gradiva, 
 varstvu filmskega in zasebnega arhivskega gradiva in 
 uporabi arhivskega gradiva v arhivih ter o delu arhivske komisije« (Štrumbl, 2012, 
str. 422). 
Uredba vsebuje tudi naslednje uporabne vsebine (priloge): 
 Seznam dokumentarnega gradiva iz 55. člena te uredbe, za katero se šteje, da je 
praviloma vedno arhivsko gradivo  
 Standardi ISO in ANSI za film, video/avdio   
 Obrazec besedila overitve na izpisu, prepisu in kopiji  
 Obrazec zahteve za potrditev notranjih pravil   
 Obrazec zahteve za potrditev vzorčnih notranjih pravil   
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 Obrazec zahteve za registracijo opreme in storitev za digitalno hrambo 
 Obrazec zahteve za akreditacijo opreme in storitev za digitalno hrambo 
(Pokrajinski arhiv Maribor, 2015). 
Enotne tehnološke zahteve (ETZ) 
Trenutno veljavne ETZ so verzija 2.1; sprejete dne 10. 7. 2013. Sestavljene so iz 3 delov 
(Arhiv RS, 2015): 
 I. del: Uvodna poglavja in priloge – v tem delu so, poleg uvoda v e-hrambo in e-
arhiviranje ter tveganje v povezavi s tem, pojasnjene še pravne podlage za 
sprejetje ETZ in pravni učinki. 
 II. del: Enotne tehnološke zahteve za zajem in hrambo gradiva v digitalni obliki – v 
tem delu so navedene vse zahteve, ki jih je potrebno izpolniti pri izvajanju 
delovnih postopkov. Postopke, skladne s temi zahtevami, zapiše organizacija v 
Notranja pravila. 
 III. del: Dodatne enotne tehnološke zahteve za ponudnike, strojno in programsko 
opremo ter storitve – ta del je namenjen zgolj ponudnikom, ki skladno z zahtevami 
pripravijo dokumentacijo za izvedbo akreditacije. 
Vsak del posebej je sestavljen iz poglavij, ki se nanašajo na zaokrožene vsebinske sklope 
ali na različna organizacijska in tehnološka vprašanja e-hrambe gradiva. Vsako poglavje 
vsebuje poleg uvodne razlage tudi pojasnitev posamezne zahteve, podrobneje opredeljuje 
poslovne, organizacijske in tehnološke pogoje: 
 določila o notranji organizaciji ponudnika, ki izvaja zajem ali hrambo s poudarkom 
na organizacijskih delih, procesih in vlogah zaposlenih, vključenih v zajem ali 
hrambo gradiv,  
 predpisuje potrebno število ustrezno izobraženih in usposobljenih strokovnjakov pri 
ponudnikih, določila o infrastrukturi informacijskega sistema za hrambo – osnovne 
tehnične in postopkovne lastnosti ter ravni varnosti in zanesljivosti, 
 določa zahteve za zagotavljanje varnih prostorov, 
 predpisuje splošne pogoje, ki jih mora izpolnjevati strojna in programska oprema, 
ki jo ponudniki ponujajo na trgu za zagotavljanje hrambe gradiva ali 
spremljevalnih storitev, 
 kontrole, ki se nanašajo na varnost dokumentov (dostop, kontrolne sledi, rezervne 
kopije, sledenje gibanju dokumentov, avtentičnost, ipd.) (Hajtnik, 2014).  
ETZ predpisujejo:  
 »postopke zajema, pretvorbe, kontrole, ipd. (oblika zapisa, metapodatki), 
 zahtevano obliko in način izročitve arhivskega gradiva v elektronski obliki, 
 standarde oblike zapisa za dolgoročno hrambo, 
 in podrobneje določajo: 
 vrste tehnoloških sredstev za zagotavljanje avtentičnosti in celovitosti gradiva v 
digitalni obliki za dolgoročno hrambo, 
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 dodatne oziroma posebne pogoje za storitve v zvezi z velikimi registri in 
evidencami javnopravnih oseb« (ETZ 2.1, 2013). 
4.3 PRIMERJAVA UREDITVE S TUJIMI DRŽAVAMI 
Avstrija 
»V Avstriji arhiviranje in uporabo arhivskega gradiva na zvezni ravni ureja Zvezni zakon o 
varstvu, hrambi in uporabi arhivskega gradiva. 26. julija 2001 so v organu avstrijske 
zvezne vlade začeli s konkretnejšimi aktivnosti na področju elektronske hrambe. Ta 
posebni okvirni program zajema tehnološke zahteve uvajanja informacijsko-
komunikacijske tehnologije v postopek ravnanja z dokumentarnim gradivom v javni upravi 
z namenom pospešiti razvoj informacijsko-komunikacijske tehnologije in pomagati pri 
koordinaciji v okviru organov javne uprave. Enakost elektronske in klasične oblike 
dokumentarnega gradiva pa ureja Zvezni zakon o elektronskem podpisu, ki ga je Avstrija 
nazadnje spremenila oziroma dopolnila 21. avgusta 2007. Avstrijski državni arhiv je 
odgovoren za arhive vseh državnih služb oziroma organizacij, razen arhivov parlamenta, 
sodišč, univerz in nekaterih kulturnih institucij. Ta odgovornost nastane šele pri izročitvi le 
teh. Državni arhiv ne nadzira drugih arhivov, sodeluje le pri nasvetih, povezanih z 
arhiviranjem« (Predlog ZVDAGA-A, 2015). 
Nemčija 
»Zakon o varovanju in uporabi zveznega arhivskega gradiva ureja področje arhiviranja v 
Nemčiji. Ustanovljen je bil 6. januarja leta 1988, nazadnje pa je bil spremenjen 5. 
septembra leta 2005 na osnovi Zakona o dostopu do informacij. Zakon uporablja dva 
izraza za vrsto gradiva. Prvi je arhivsko gradivo, drugi pa gradivo. Za njega se štejejo 
dokumenti, pisna gradiva, zemljevidi, načrti, nosilci podatkov, slik, tona in drugih oblik 
zapisa, ki nastanejo pri zavezancih oziroma jih le-ti drugače pridobijo. Zakon v uvodu 
določa obveznost varstva arhivskega gradiva ter omogočanje njegove uporabe, posebej 
pa izpostavlja uporabo v znanstvenoraziskovalne namene. Našteti zavezanci za 
posredovanje gradiva pristojnemu zveznemu oziroma deželnemu arhivu so dolžni 
posredovati vse gradivo, razen tistih, ki so v nasprotju s predpisi s področja varovanja 
tajnih podatkov. Velja pa tudi posebna ureditev za zakonodajne organe, kateri se sami 
odločijo, katero gradivo bodo posredovali arhivu. Sam zakon opredeljuje tud pogoje in 
roke hrambe ter uporabo. Vendar za ta področja  zakon pooblašča zvezno ministrstvo za 
notranje zadeve, da jih podrobneje uredi s podzakonskimi predpisi. Za normativno 
urejanje elektronske hrambe zakon določa, da se kot gradivo štejejo tudi nepapirnate 
oblike zapisa na različnih nosilcih podatkov. Konkretna pravna pravila o elektronski hrambi 
uvaja nemški Zakon o pobiranju dajatev, ki obvezuje  elektronsko arhiviranje nekaterih 
poslovnih listin, pomembnih za davčno poslovanja podjetij. Omenjeni zakon opredeljuje 
dokumente, ki so ustvarjeni po elektronski poti s programsko opremo, da se hranijo in 
arhivirajo v elektronski obliki, saj morajo biti v taki obliki na voljo tudi za inšpekcijske 
preglede – če davčni zavezanec ne more predložiti zahtevanih dokumentov v elektronski 
obliki, krši zakon« (Predlog ZVDAGA-A, 2015) 
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Irska 
»Z združitvijo leta 1988 Službe za javne evidence, ustanovljene leta 1867, in Službe za 
dokumentarno gradivo, ustanovljene leta 1702, je bil ustanovljen Državni arhiv Irske. 
Ustanovljen je bil z Zakonom o državnem arhivu. Državni arhiv deluje v pristojnosti 
Ministrstva za umetnost, šport in turizem, medtem ko pa lahko Urad predsednika vlade 
omeji dostop do posameznih vrst gradiv. To področje ureja posredno še drugih 15 
predpisov, med njimi: Zakon o svobodi informacij javnega značaja, Zakon o lokalni upravi, 
Zakon o pristaniščih,.. Zakon o državnem arhivu se v prvi vrsti nanaša na gradiva 
ministrstev, sodišč in drugih državnih organov. Po trideset letih se gradiva ministrstev 
prenesejo v arhiv in so dostopna javnosti, razen izjem. Kakršnokoli uničenje kateregakoli 
gradiva ministrstva odobri zgolj direktor državnega arhiva. Državni arhiv Irske je 
odgovoren za arhive vseh državnih organizacij, z izjemo arhivov parlamenta in ministrstva 
za obrambo« (Predlog ZVDAGA-A, 2015). 
 
22 
5 POSTOPEK UVEDBE E-HRAMBE V ORGANU JAVNE 
UPRAVE 
»Postopke in zahteve za verodostojno, varno in zanesljivo e-hrambo dokumentarnega in 
arhivskega gradiva v digitalni obliki morajo pravne in fizične osebe opredeliti in izvajati v 
skladu s tako imenovanimi notranjimi pravili, ki morajo biti skladna z ZVDAGA, 
podzakonskimi predpisi, enotnimi tehnološkimi zahtevami ter drugimi pravili stroke.« 
(Žumer, 2008, str. 334) 
5.1 PRIPRAVA ORGANIZACIJE NA ZAJEM IN HRAMBO 
Organizacija se mora predhodno pripraviti na zajem in e-hrambo v skladu s predpisi 
(ZVDAGA, ZVDAGA-A, UVDAG, ETZ). Potrebna je vložitev zahtevka za potrditev Notranjih 
pravil v državni arhiv s poročilom o izvedeni predhodni pripravi na zajem in e-hrambo 
(ETZ 2.1, 2013, str. 1). 
»Poročilo o predhodni pripravi, katero se priloži k vlogi za potrditev Notranjih pravil, mora 
vsebovati vsaj: 
 analizo obstoječega stanja upravljanja gradiva (dejavnost organizacije, popis 
poslovnih in pravnih zahtev, popis vrst in virov gradiva, ki nastaja oziroma bo 
zajeto v e-hrambo), 
 zahteve za e-hrambo, 
 študijo izvedljivosti, 
 načrt e-hrambe« (ETZ 2.1, 2013, str. 1). 
Če pa se organizacija odloči za vzorčna Notranja pravila drugih oseb, ki so jih pripravile za 
širšo uporabo in so le te že potrjene s strani državnega arhiva, organizaciji le-teh ni 
potrebno potrjevati pri državnem arhivu (Žumer, 2008, str. 334). 
Organizacija mora na podlagi predhodne priprave sprejeti Notranja pravila, v katerih je 
razviden njihov namen in področja, ki jih urejajo notranja pravila. Pri vložitvi vloge za 
potrditev Notranjih pravil mora organizacija priložiti še: 
 krovni dokument notranjih pravil (Priloga 1), 
 seznam dokumentov, ki sestavljajo notranja pravila, vključno s skrbniki teh 
dokumentov, 
 dokumente, iz katerih so notranja pravila sestavljena (ETZ 2.1, 2013, str. 2). 
Organizacija mora imeti določena delovna mesta, kjer bo opravljen zajem in e-hramba. Za 
ta mesta veljajo splošni, posebni in varnostni pogoji. Določiti mora tudi za vsako delovno 
mesto, ki je povezano z zajemom in e-hrambo, do katerih informacijskih virov bo oseba, 
ki bo opravljala naloge na tem delovnem mestu, pri svojem delu pooblaščeno dostopala. 
Obvezno pa je usposabljanje in nadaljnjo izobraževanje zaposlenih, ki delajo z gradivom v 
digitalni obliki (ETZ 2.1, 2013, str. 5). 
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5.2 NOTRANJA PRAVILA IN VZORČNA NOTRANJA PRAVILA 
»Sprejem in izvajanje notranjih pravil sta pomembna predvsem za zagotavljanje pravne 
veljavnosti elektronsko hranjenih dokumentov« (Žumer, 2008, str. 334). 
Notranja pravila so interni pravni akt, s katerim organizacija ureja zajem in e-hrambo 
gradiva, ponudniki pa opravljanje storitev. Državni arhiv v posebnem postopku 
potrjevanja s predpisi ugotavlja ustreznost Notranjih pravil (Arhiv RS, 2015). 
Z Notranjimi pravili med drugimi določimo: 
 »poslovne funkcije, 
 delovne postopke, ki jih zaposleni v organizaciji izvajajo za zagotovitev ustreznega 
in učinkovitega zajema in e-hrambe gradiva ali spremljevalnih storitev, 
 delovna mesta, ki so vključena v opravljanje posameznih dejavnosti pri zajemu in 
e-hrambi oziroma spremljevalnih storitvah« (ETZ 2.1, 2013, str. 5). 
S strani državnega arhiva potrjena Notranja pravila zagotavljajo skladnost v Notranjih 
pravilih opisanih postopkov z ZVDAGA. Pravno varnost gradivu daje le dokazljivo izvajanje 
postopkov v skladu s potrjenimi Notranjimi pravili. 
Poleg Notranjih pravil za izvajanje postopkov zajema in e-hrambe v pripravi organizacije 
poznamo tudi vzorčna Notranja pravila, vnaprej pripravljena za organizacije, ki poslujejo 
na enak ali podoben način. Vzorčna Notranja pravila so potrjena v državnem arhivu. 
Organizacija jih lahko prevzame in izvaja postopke, kot so zapisani v teh pravilih. Vzročna 
Notranja pravila mora organizacija prevzeti v celoti in brez sprememb. 
Za zagotovitev višje ravni varnosti in zanesljivosti delovanja sistemov za zajem in e-
hrambo gradiva ter ustrezne ravni storitev uvaja ZVDAGA dodaten instrument – 
akreditacijo (oziroma ZVDAGA-A jo poimenuje certifikacija). Akreditacija (certifikacija) je 
postopek, s katerim državni arhiv prizna skladnost ponujene opreme, storitev zajema in e-
hrambe ter spremljevalnih storitev z veljavnimi predpisi (ZVDAGA, 86. člen). 
»Certifikacija strojne opreme zagotavlja, da jo je mogoče uporabljati na način, skladen z 
ZVDAGA, pri čemer je potrebno certificirati vsako serijo posebej. Podobno velja tudi za 
certifikacijo programske opreme, saj je ravno tako potrebno certificirati vsako verzijo in jo 
kot tako uporabljati na način, skladen z ZVDAGA. Ta zakon javnemu sektorju predpisuje 
obvezno uporabo certificirane opreme« (Arhiv RS, 2015). 
»Najvišjo stopnjo preverjanja skladnosti z ZVDAGA predstavlja akreditacija storitev, kar 
poenostavljeno opredelimo kot preverjanje izvajanja zajema oziroma hrambe gradiva v e-
obliki, skladno s potrjenimi Notranjimi pravili, z akreditirano strojno in programsko 
opremo« (Slovenski inštitut za revizijo, 2015).  
Preverjanje izvajajo, skladno s pooblastilom državnega arhiva, le preizkušeni revizorji 
informacijskih sistemov (angl. Certified information systems auditors). Seznam 
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preizkušenih revizorjev se nahaja na spletni strani Slovenskega inštituta za revizijo 
(Slovenski inštitut za revizijo, 2015). 
Notranja pravila zagotavljajo pravno veljavnost dokumentarnega gradiva v e-obliki. V 
skladu z 31. členom ZVDAGA se tistemu gradivu v digitalni obliki prizna enakost izvirnemu 
gradivu na podlagi samega zakona. Ker je bilo to gradivo zajeto in varno hranjeno v 
skladu s strani Arhiva RS potrjenimi notranjimi pravili osebe, ki je hrambo in zajem 
gradiva izvajala. Temu gradivu ni potrebno posebej dokazovati njegove dokazne vrednosti 
(npr. s predložitvijo izvirnega dokumenta v fizični obliki) (DOK_SIS, 2009, III-15). 
5.3 ZAJEM, PRETVORBA IN HRAMBA GRADIV V DIGITALNI OBLIKI 
Pogoj za samo hrambo gradiva v elektronski obliki, navaja Žumer (2008), je popoln zajem 
in zanesljiva pretvorba gradiva v elektronsko digitalno obliko. Pravilno izvajanje postopkov 
pri zajemu in pretvorbi so poglavitni za zagotavljanje varne in zanesljive dolgoročne 
hrambe dokumentarnega gradiva. Organizacija mora v okviru notranjih pravil predpisati 
postopek in odgovornosti za zajem ter pretvorbo dokumentarnega gradiva za posamezno 
obliko gradiva (fizično, elektronsko), ki zajema predvsem: 
 zahteve za ureditev in strukturo (klasifikacijo) gradiva pred zajemom ali pretvorbo 
na podlagi klasifikacijskega načrta z roki hranjenja, 
 evidenco gradiva pred zajemom ali  po njem in po pretvorbi z metapodatki, 
 nadzor za zagotavljanje popolnosti zajema in pretvorbe (vso gradivo v potrebnem 
kontekstu s potrebnimi metapodatki), 
 nadzor za preverjanje kakovosti (uporabnosti) zajetega gradiva in 
 evidenco napak v postopku. 
»V digitalno obliko se zajema in pretvarja dokumentarno gradivo, ki je izvirno nastalo v 
digitalni obliki (s časom so postale oblike zastarele in so zato manj dostopne in uporabne), 
ki je izvirno nastalo v fizični obliki na papirju ali v elektronski analogni obliki, iz digitalne 
oblike v obliko za dolgoročno hrambo, in že pretvorjeno v digitalno obliko za dolgoročno 
hrambo in ga zaradi hitrega razvoja informacijske tehnologije, zastarevanja oblik zapisov 
in nosilcev zapisov gradiva pretvarja iz ene oblike v drugo obliko zapisa ter prepisuje s 
starih na nove nosilce« (Žumer, 2008). 
Celoten postopek (vsak zajem in pretvorba gradiva) mora biti v informacijski sistem 
izpeljan tako, kot navaja Žumer (2008), da omogoča: 
 evidentiranje in upravljanje vseh enot dokumentarnega gradiva ne glede na obliko 
zapisa, način nastanka in druge tehnološke značilnosti, 
 primerno klasifikacijo zajetega dokumentarnega gradiva, 
 pravilen zajem vsebine in metapodatkov gradiva, ki zajema ključne vsebinske 
podatke, zajema ali ustvari potrebne metapodatke, skupaj s podati, ki zagotavljajo 
avtentičnost gradiva, podatki o obliki in prikazu ter strukturi in ravnanju enote 
dokumentarnega gradiva, 
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 samodejni in ročni nadzor pravilnosti zajema ter pretvorbe reprodukcije vsebine in 
metapodatkov, 
 varnost in nespremenljivost zajetega in pretvorjenega dokumentarnega gradiva po 
pravilnem zajemu, 
 možnost zajema ter poznejšega popravka napak pri zajemu in pretvorb ter 
upravičenega dopolnjevanja metapodatkov, ki ga opravijo le pooblaščene osebe, z 
zagotavljanjem jasne revizijske sledi takih popravkov ali dopolnitev. 
Celoten postopek, od priprave notranjih pravil do hrambe oziroma izločanja, odbiranja 
gradiv v digitalni obliki, se lahko loti organizacija sama, ali pa vse to zanjo stori 
akreditirano podjetje. Ker gre za javnopravno organizacijo, morata biti zajem in sama e-
hramba opravljena in delovati mora v akreditirani oziroma certificirani strojni in 
programski opremi. Celoten Register akreditirane strojne opreme in storitev je na voljo na 
spletni strani Arhiva RS. 
Priprava na zajem 
Vsak dokument mora biti ob nastanku evidentiran, klasificiran (razvrščen), signiran 
(dodeljen v reševanje) in določen mora biti rok hrambe dokumenta. 
Zajem in pretvorba gradiva 
Zahteve za metapodatke: »Metapodatki so podatki o gradivu. Sistemi za upravljanje in 
hrambo dokumentarnega gradiva v digitalni obliki morajo podpirati širok spekter različnih 
metapodatkov. Vse to je odvisno od tipa gradiva (ali so besedilni in mešani dokumenti 
filmi, spletne strani, elektronska pošta, zbirke in uradne evidence). Organizacija jih mora 
opredeliti v Notranjih pravilih. Prenesejo se lahko iz obstoječih evidenc o gradivu, iz črtnih 
kod na gradivu, z uporabo OCR-programov ali pa se vnesejo v ISUD ročno ali pa pripnejo 
samodejno« (ETZ 2.1, 2013, str. 39). 
Oblika zapisa pri zajemu: oblike zapisov so odvisne od vrste gradiva, od njegove vsebine 
in načina uporabe. Določene oblike morajo biti opredeljene tudi v Notranjih pravilih (ETZ 
2.1, 2013, str. 40). 
Tabela 1: Oblika zapisov za e-hrambo gradiva 
Tip gradiva  
Besedilni in mešani dokumenti ‒ PDF/A 
‒ W3C XML 
‒ ODF 
Spletne vsebine ‒ HTML 
‒ WARC 
Grafični dokumenti (fotografije, 







‒ SVG 2D v 1.1 w3c 
‒ DWG 3D 
Stiskanje (kompresija) – barvni 
in črno-beli dokumenti 
‒ LZW 




‒ ANSI/SMPTE 268M (DPX) 
‒ Motion JPEG2000 
‒ FLAC 
Viedo/avdio (stiskanje z 
izgubami – magnetogrami) 
‒ MPEG-2 Audio Layer III 
‒ MPEG-2 Audio AAC 
‒ MPEG-4 Audio AAC 
‒ MPEG-4 AVC 
Vir: ETZ 2.1 (2013, str. 40) 
V tabeli 1 so razvidni vsi tipi gradiv za pretvorbo. V skupini besedilni in mešani dokumenti 
so vse tiste zbirke t. i. »zbirke pisarniških programov«, s katerimi urejamo besedila, 
razpredelnice in predstavitve. Sem spadajo tudi finančna, računovodska in knjigovodska 
dokumentacija, projektna in tehnična dokumentacija, šolska dokumentacija, medicinska 
dokumentacija. Za njih so naslednje zahteve: enolična identifikacijska oznaka, naslov ali 
kratka oznaka vsebine, datum (prejetja, nastanka), avtor oz. pošiljatelj, naslovnik oz. 
prejemnik. Zahteve za skupno video/avdio gradivo so: enolična identifikacijska oznaka, 
kraj nastanka, naslov, vsebina, čas nastanka, ustvarjalec, izvorni format, izvorna dolžina 
in vrsta nosilca (ETZ 2.1, 2013, str. 40). 
»Pri spletnih straneh mora organizacija narediti seznam spletnih dokumentov za zajem ter 
zagotoviti, da so vsi spletni dokumenti, ki so predvideni za e-hrambo, zajeti v ISUD. Na 
podlagi načrta za razvrščanje mora organizacija določiti in izdelati tudi seznam e-poštnih 
predalov oziroma dokumentov, ki se jih zajame in shranjuje. Zagotoviti je potrebno, da so 
vsi dokumenti elektronske pošte, za katere se predvideva e-hramba, vključeni v ISUD« 
(ETZ 2.1, 2013, str. 41). 
Pretvorba je ustrezna, če zagotavlja nadaljnjo uporabnost gradiva. V primeru arhivskega 
gradiva in gradiva z rokom hrambe nad 5 let, se obvezno izvaja pretvorba v obliko za 
dolgoročno hrambo. Pogoji za ustrezno pretvorbo: 
1. pravilna pretvorba iz prvotne oblike zapisa (npr. iz produkcijske) 
2. skrb za obstoječe metapodatke in metapodatke za pretvorbo 
3. oblika zapisa, ki je ustrezna za dolgoročno hrambo, še posebno glede dostopnosti 
in uporabnosti (ETZ 2.1, 2013). 
Hramba gradiv v digitalni obliki  
Zahteva po vzdrževanju celovitosti in avtentičnosti velja za vse gradivo, ne glede na to ali 
je bilo pretvorjeno v digitalno obliko ali je že izvorno nastalo v digitalni obliki. Z ustreznimi 
organizacijskimi ukrepi na ravni upravljanja, uporabe in dostopa do informacijskih virov, 
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zaustavimo ali pa vsaj omejimo poseganje in spreminjanje njegove vsebine. Tehnološka 
sredstva za zagotavljanje celovitosti gradiva, ki temeljijo na nadzorovanem dodajanju 
varnostnih vsebin (postopek, ki ga mora zagotoviti organizacija pri samem zajemu 
gradiva), gradivo spremljajo v celotnem obdobju e-hrambe. Kadarkoli med hrambo 
gradiva morajo varnostne vsebine z vnaprej določenimi tehničnimi postopki prikazovati 
celovitost in avtentičnost gradiva. Dodatne zahteve za javnopravne osebe in ponudnike 
storitev e-hrambe so: neprekinjeno delovanje infrastrukture informacijskega sistema za 
hrambo (temelji na oceni tveganja), načrt za obnovo podatkov, hramba varnostnih kopij 
(ETZ 2.1, 2013, str. 45). 
»Sama hramba je povezana tudi z informacijsko varnostjo. Namen izvajanja ukrepov in 
postopkov informacijske varnosti je varovanje gradiva pred njegovo izgubo, 
nepooblaščenimi spremembami in razkritjem, omejevanje dostopa na pooblaščene 
uporabnike, zagotavljanje varnosti in razpoložljivosti informacijskih sistemov za zajem in 
e-hrambo in zagotavljanje pravne veljavnosti elektronsko hranjenega gradiva« (ETZ 2.1, 
2013, str. 50). 
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6 PRIPRAVA E-HRAMBE SKLADNO Z ZVDAGA ZA ORGAN 
JAVNE UPRAVE: PRIMER FAKULTETE ZA UPRAVO 
6.1 PREDSTAVITEV ORGANIZACIJE  
»Fakulteta za upravo Univerze v Ljubljani, katere ustanovitelj je Republika Slovenija, je 
izobraževalni in znanstveno-raziskovalni visokošolski zavod s pooblastili v pravnem 
prometu, ki jih izvršuje v skladu z Zakonom o visokem šolstvu in Statutom Univerze v 
Ljubljani« (Fakulteta za upravo, 2013). 
»Fakulteta za upravo je v statusnem smislu ena najmlajših članic Univerze v Ljubljani, 
vendar z dolgoletno tradicijo. Njeno delovanje sega v leto 1956, ko je bila ustanovljena 
takratna Višja upravna šola, ki se je leta 1995 preoblikovala v Visoko upravno šolo. Od 
leta 1997 je s pripravo novih, sodobnih in evropsko primerljivih študijskih programov 
rastla tudi ideja o statusnem preoblikovanju Visoke upravne šole v fakulteto. Državni zbor 
Republike Slovenije je s spremembami Odloka o preoblikovanju Univerze v Ljubljani leta 
2003 zaključil proces preoblikovanja šole, tako da je s 5. aprilom 2003 Visoka upravna 
šola uradno postala Fakulteta za upravo« (Fakulteta za upravo, 2013). 
Slika 5: Organigram Fakultete za upravo 
Vir: Fakulteta za upravo (2013) 
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6.2 POSTOPKOVNI PROCES IN VSEBINSKI PRIKAZ KORAKOV 
Trenutno stanje 
Na Fakulteti za upravo (v nadaljevanju Fakulteta) se izvaja ogromno procesov: od 
najosnovnejšega ter nepogrešljivega postopka prejemanja, ustvarjanja in odpreme 
dokumentov za različne poslovne procese, poučevanja in raziskovanja, do oddaje 
poslovnih prostorov v namene zunanjih predavanj. Za vsakega študenta pa je najbolj 
pomemben proces opravljanja izpita in s strani profesorjev – ocenjevanje. Da študentje 
dobimo na svoj e-indeks svoje ocene, je potreben naslednji postopek: ko profesor 
pregleda pisne izpite in jih oceni, izpolni zapisnik. Le-ta je del evidence o izpitih in drugih 
študijskih obveznostih, s katerim se evidentira prijava k izpitu, potek izpita in dosežena 
ocena.  
Nekateri profesorji na Fakulteti zapisnik natisnejo, ga izpolnijo in ga zaradi verodostojnosti 
in avtentičnosti lastnoročno podpišejo in oddajo v referat. Referentka v referatu pretipka 
ocene v sistem (EVS), kar nam omogoča, da svoje ocene vidimo v svojih e-indeksih. 
Nekateri drugi profesorji pa sami vnesejo ocene v sistem (EVS) in ga podpisanega le 
oddajo v referatu. 
Zapisnik o opravljenem izpitu se za študenta začne obdelovati z dnem prijave na izpit, 
prenehajo pa se obdelovati z opravljenim izpitom (ZViŠ, 81. člen).  
Evidence iz 81. in 81.a člena (sem spada tudi zapisnik) se hranijo trajno v skladu s 
predpisi, ki urejajo varstvo dokumentarnega in arhivskega gradiva (ZViŠ, 83. člen). Te 
evidence ima Univerza v Ljubljani določene v klasifikacijskem načrtu pod zaporednimi 
številkami 701, 702 in 703. 





Predlog novega stanja 
V celem kupu oddanih papirjev s strani študentov (izpiti) nastane še zelo pomemben 
zapisnik, ki ga mora vsak profesor podpisati. Vendar zakaj bi porabljali in kopičili papir, če 
je možno to spremeniti. Da ne bi bilo potrebno zapisnik o izpitu lastnoročno podpisovati, 
bi imel vsak profesor kvalificirano digitalno potrdilo in tako možnost ustvariti varni 
elektronski podpis na zapisniku izpita in ga elektronsko poslati v referat. Referentka v 
referatu ocene vpiše v študentove e-indekse (ta korak »preskočijo« profesorji, ki sami 
vpišejo ocene v e-indekse), in ga z enim klikom pošlje v e-hrambo v oblak ponudniku za 
akreditirano e-hrambo. S tem se tudi omogoča, da do njih pooblaščeni uporabniki 
dostopajo kadarkoli. 
Fakulteta je začela že uvajati novi dokumentni sistem GovernmentConnect, ki je s strani 
Arhiva RS certificiran dokumentni sistem in ga ima večina članic Univerze v Ljubljani.  
Ker pa bo Fakulteta s 1.10.2016 prenehala uporabljati informacijski sistem EVS in ga bo 
nadomestila s sistemom STUDIS, bo imel vsak profesor že svoje digitalno potrdilo za 
vstop v sistem. Le dodati jim bo potrebno še varni elektronski podpis za podpis 
zapisnikov. 




Pred vzpostavitvijo e-hrambe pa je potrebno stare zapisnike (zapisniki, ki so v fizičnem 
arhivu Fakultete in se jih hrani od ustanovitve šole) pretvoriti v elektronsko obliko.  
Organizacije lahko sisteme za dolgoročno e-hrambo razvijejo same ali pa izberejo katero 
izmed rešitev, ki so na voljo na trgu. Javnopravne organizacije imajo omejitve pri izbiri, 
kajti izbirajo lahko le med akreditiranimi (certificiranimi) ponudniki. 
Ko se vodstvo odloči za ta korak, mora pretehtati vse možne rešitve ter nenazadnje tudi o 
samem strošku postavitve e-hrambe. Nakup takega sistema lahko predstavlja za 
organizacijo veliko finančno breme, saj je potrebno upoštevati  še stroške upravljanja in 
zagotavljanja nemotenega delovanja. Cilj e-hrambe je skladnost z zakonodajo, učinkovita 
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uporaba pri iskanju, distribuciji in reprodukciji dokumentov v digitalni obliki. Za doseganje 
primarnih ciljev organa mora biti zagotovljena pravna veljavnost in dokazna vrednost 
dokumentarnega gradiva. Zato se mora Fakulteta pri vzpostavitvi e-hrambe: 
 pripraviti na zajem starih zapisnikov in hrambo, 
 sprejeti notranja pravila v obliki internega akta, 
 potrditi notranja pravila pri arhivu RS, 
 sprejeti izvajanje notranjih pravil, 
 uporabljati pri Arhivu RS certificirano opremo in storitve. 
6.2.1 PRIPRAVA NA ZAJEM IN HRAMBO 
Sama e-hramba je odvisna od prvotne priprave na zajem in hrambo. Fakulteta se mora 
dobro pripraviti in analizirati: 
1. obstoječe stanje skozi zakonske določbe in ETZ verzija 2.1 (izdelati študijo 
upravičenosti, izdelati oceno tveganja, določiti zahteve za e-hrambo in načrt 
uvedbe e-hrambe). Pri odločitvi je potrebno upoštevati zakonske zahteve pri 
uporabi certificirane strojne in programske opreme ter storitve. V primeru procesa 
izvajanja izpitov so vsi izvirniki zapisnikov, ki so do sedaj nastali, lahko skenirani in 
pretvorjeni v elektronsko obliko. Zaradi avtentičnosti in pravne veljavnosti zajema 
in pretvorbe v elektronsko obliko, se bodo zapisniki v papirni obliki lahko uničili.  
 
2. pri vzpostavitvi e-hrambe se lahko Fakulteta odloči med: 
 uvedbo lastnega sistema za e-hrambo, 
 najemom storitve e-hrambe in e-arhiva pri zunanjih certificiranih ponudnikih, 
 kombinacijo obeh sistemov. 
Ker je že sam zajem in digitalizacija vseh izvirnikov velik zalogaj, tako finančni (nakup 
opreme - potrebni so certificirani skenerji in programi) kot kadrovski (ni usposobljenih 
kadrov), predlagamo da se Fakulteta poslužuje »zunanjega izvajanja (angl. outsourcing)«. 
6.2.2 PRIPRAVA NOTRANJIH PRAVIL 
Notranja pravila za upravljanje in hrambo dokumentarnega in arhivskega gradiva na 
Fakulteti bodo predstavljala interni akt, ki opredeljuje vse postopke v zvezi z 
dokumentarnim in arhivskim gradivom v elektronski ter klasični obliki, od nastanka do 
hrambe oziroma predaje Arhivu RS. 
Akt natančno določa: 
 odgovorne osebe za dokumentarno gradivo in projekt, 
 analizo obstoječega stanja: pregled Fakultete in proces ocenjevanja, popis gradiva, 
popis in varnostna razvrstitev informacijskih virov, pregled in ocena stanja na 
področju varovanja informacij, 
 oceno tveganj in ukrepov za njihovo zmanjševanje: načrt za obravnavo tveganj, ki 
določa ustrezne ukrepe, 
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 študija izvedljivosti e-hrambe: presoja skladnosti obstoječih informacijskih 
sistemov za hrambo in drugih informacijskih sistemov z ugotovljenimi potrebami in 
zahtevami za hrambo, 
 načrt e-hrambe in vzpostavitev informacijskega sistema za e-hrambo. 
Če se bo Fakulteta odločila za zunanji sistem, je potrebno v Notranjih pravilih definirati, 
kaj točno bo Fakulteta delala sama in kaj bo izvajal zunanji izvajalec. Za tisti del, ki ga bo 
izvajal zunanji izvajalec, pripravi notranja pravila izvajalec sam, seveda na podlagi določb 
notranjih pravil Fakultete. Notranja pravila se predložijo Arhivu RS za potrditev. Dokler jih 
Arhiv RS ne potrdi, elektronsko hranjeni zapisniki v digitalni obliki po teh pravilih ne bodo 
imeli pravne veljave in dokazne vrednosti. 
Predlog ocene tveganja za Fakulteto v primeru, da zunanji izvajalci poskrbijo za 
celoten proces e-hrambe: 
Ocena tveganja se naredi s pomočjo naslednjih parametrov: 
Tabela 2: Verjetnost realizacije dogodka 
VERJETNOST REALIZACIJE DOGODKA 
Ocena  
1 majhna enkrat v treh letih 
2 srednja več kot 1 krat v treh letih 
3 velika enkrat ali večkrat letno 
Vir: lasten 
 
Tabela 3: Posledice realizacije dogodka 
POSLEDICE REALIZACIJE DOGODKA 
Ocena  
1 majhne škoda do 1.000 € 
2 srednje škoda nad 1.000 do 10.000 € 
3 velike škoda nad 10.000 € 
Vir: lasten 
 
Tabela 4: Matrika stopnje tveganja 
MATRIKA STOPNJE TVEGANJA 
 POSLEDICA DOGODKA 
VERJETNOST DOGODKA majhne (1) srednje (2) velike (3) 
velika (3) 4 5 6 
srednja (2) 3 4 5 
majhna (1) 2 3 4 
Vir: lasten 
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Usposobljenost kadrov je ključnega pomena pri ohranjanju dobre e-hrambe. 
Zaposleni v referatu lahko pri pošiljanju v e-hrambo naredijo napako, napake se 
lahko pojavijo tudi pri nadgradnji sistema. Za zaposlene v referatu, ki bodo 
sprejemali in pošiljali dokumentarno gradivo (zapisnike) v e-hrambo ter za 
profesorje, ki bodo s svojim elektronskim podpisom podpisali zapisnike, bo 






















Odpoved delovnega razmerja ali bolniška odsotnost kadrov ni veliko tveganje, 
ker v referatu vedno delajo vsaj tri referentke in tekoče pošiljanje podatkov v e-



















Izpad električne energije je kar pogost pojav pri neurjih in hudih nevihtah; izpadi 




























V primeru vdora v sistem, nepooblaščene osebe skušajo dostopati v e-hrambo 
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preko drugega računalnika. Če pridejo zapisniki v neprave roke, lahko pride do 
razkritja osebnih podatkov ali pa poskušajo spremeniti zapisnike. Zaradi 





























V primeru nedelovanja e-hrambe (bodisi zaradi izpada električne energije, napak 
na omrežju,..) referatu in celotni Fakulteti oteži opravljanje primarne dejavnosti. 
Na želje študentov referat ne more predložiti zapisnike, ravno tako referat nima 
















2 1 Izvajalec že 




V primeru izbora zunanjega izvajalca, ki nima certificiranih storitev in opreme, 
celotni proces e-hrambe ni skladen z zakonodajo in gradivo ni verodostojno. 
Temu se lahko izognemo že na začetku tako, da izvajalca preverimo v evidenci 























V primeru prenehanja delovanja izvajalca, bodisi da ni resen ali pa je finančno 
nestabilen, je to potrebno opredeliti že v notranjih pravilih in v pogodbi z 



















Zaradi omejevanja dostopa med prenosom od fizičnega arhiva na Fakulteti do 
osebe, ki bo zapisnike skenirala, se to naj ne bi zgodilo; nevarnost je le, če ne 
bo osebje dovolj pazljivo omejevalo dostop. Enaka nevarnost je tudi pri 
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zunanjem izvajalcu, če pridejo do teh zapisnikov nepooblaščene osebe. 
Vir: lasten 
 
Sistem varovanja informacij (varnostna politika) – preverjanje obstoječega 
stanja z dopolnitvami 
 
Glede sistema varovanja informacij, oziroma tako imenovane varnostne politike, se lahko 
Fakulteta nanaša na Priporočila informacijske varnostne politike, in sicer od 92. do 166. 
člena (Priporočila informacijske varnostne politike javne uprave, 2010). V teh členih je 
razčlenjeno vse o politiki nabave opreme in storitev pri zunanjih izvajalcih ter o razvoju in 
vzdrževanju informacijskih sistemov in obvladovanju sprememb.  
Ureditev pogodbenih odnosov z zunanjim izvajalcem 
Pogodba naj vsebuje: 
 uvodno določbo,  
 predmet in vrednost pogodbe,  
 določitev trajanje pogodbe,  
 rok za vzpostavitev sistema zajema in e-hrambe, 
 avtentičnost in celovitost opravljanja storitve zajema in hrambe (naloge in 
dolžnosti ponudnika in naročnika, določitev vrste gradiva ter dostopnost in 
uporaba gradiva, sam zajem in pretvorba gradiva v elektronsko obliko skladno z 
ZVDAGA, UVDAGA, ETZ in notranjimi pravili, opredelitev metapodatkov ob zajemu 
gradiva, način zajema gradiva in povezljivost z informacijskimi sistemi, 
evidentiranje gradiva, ki je namenjeno zajemu in e-hrambi, razvrščanje 
dokumentarnega gradiva glede na klasifikacijski načrt, roki hrambe, izločanje in 
uničenje dokumentarnega gradiva, upravljanje z uporabniki – dostopnost, vpogled 
v vloženo dokumentarno gradivo, vključitev v storitev in izključitev iz storitve 
zajema in e-hrambe, prenos dokumentov na druge sisteme v primeru prenehanja 
poslovanja ali pogodbe, prepoved prenosa hranjenih dokumentov izven RS, revizija 
pri izvajalcu, spremembe storitve zajema in e-hrambe, vzorčna notranja pravila za 
organe javne uprave),  
 pogodbeno kazen v primeru zamude,  
 kaj se šteje pod višjo silo,  
 plačilne pogoje,  
 mesto prijave in odprave napake,  
 druge obveznosti in pravice pogodbenih strank,  
 zavarovanje dobre izvedbe pogodbenih obveznosti,  
 obvezovanje varovanja podatkov,  
 omejitve poslovanja in protikorupcijsko klavzulo,  
 skrbnika pogodbe,  
 kaj se šteje za prenehanje pogodbe pred pretekom pogodbe,  
 poročanje o izvajanju posamičnih pogodb,  
 končne določbe. 
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Popis in evidentiranje posameznih postopkov obdelave gradiva (evidence, 
revizijske sledi, kontrola) – za vsako posamezno vrsto dokumentacije: zajemno mesto, 
evidentiranje, priprava, digitalizacija, obdelava, kontrole, e-hramba, uničenje.  
Popis informacijskih virov mora vsebovati vse vire, ki so vključeni v zajem in e-
hrambo. To so informacijska sredstva (baze podatkov, dokumentacija, navodila), strojna 
oprema (računalniki, strežniki, skenerji,..), programska oprema (aplikacijska in sistemska 
programska oprema, podporni programi,..) in storitev (zajem in e-hramba, dostop do 
svetovnega spleta,..). Pri vsakemu viru je potrebno dopisati njegovo lokacijo, skrbnika in 
vrednost (nizka, srednja, visoka). 
Primer za Fakulteto: V primeru, da se Fakulteta poslužuje zunanjega sistema, v svoj popis 
informacijskih virov navede le informacijskih sistem STUDIS in dokumentni sistem 
GovernmentConnect. Skrbnik je vodja službe za informatiko s tesnim sodelovanjem vodje 
referata. Njegova vrednost je visoka. 
Seznam pooblaščenih oseb mora voditi organ oziroma akreditiran zunanji izvajalec z 
natančno navedbo posameznikove vloge in njegovega delovnega mesta ter informacijskih 
virov, do katerih lahko dostopa. 
Primer za Fakulteto: v svojem seznamu navede: 
 vse profesorje, ki ocenjujejo izpitne naloge in bodo izpolnjevali elektronske 
zapisnike ter njihova delovna mesta,  
 vse zaposlene v referatu, ki bodo sprejemali elektronske zapisnike in jih pošiljali v 
e-hrambo ter njihova delovna mesta.  
Informacijski vir pa bo za vse enak: STUDIS. 
6.2.3 POTEK SVETOVANJA Z ZUNANJIM IZVAJALCEM ZA PRIPRAVO 
NOTRANJIH PRAVIL 
1. FAZA: Posnetek sedanjega stanja (GAP analiza – analiza procesov) skladno z zahtevami 
ETZ verzija 2.1. II. del s predlogi za nadaljnje aktivnosti in planiran terminski plan 
izvedbe, 
2. FAZA: Izvedba svetovanja glede na plan aktivnosti po izvedeni GAP analizi. 
V prvi fazi se na podlagi pregleda vseh zahtev iz dokumenta ETZ (po GAP metodologiji) 
oceni obstoječe stanje pokritosti posamezne zahteve z identifikacijo in vpogledom v 
posamezne obstoječe interne akte ter se poda predloge za izpolnitev zahteve z 
dopolnitvijo obstoječih ali pripravo novih internih aktov. Rezultat prve faze je samoocena 
skozi ETZ in priprava terminskega plana izvedbe nadaljnjih aktivnosti. 
Dokumentacija Notranjih pravil posega na različna področja organizacije, zato je potrebno 
sodelovanje več služb: določitev zahtev glede dokumentacije in zahtev glede notranje 
organiziranosti in kadrovskih zahtev. 
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Določba o upravljanju dokumentarnega gradiva mora vsebovati: 
 zajem in hrambo, 
 določitev izvajalcev in postopkov, 
 vzpostavitev kontrol pravilnosti, kakovosti in uporabnosti, 
 kratkoročno in dolgoročno hrambo, 
 postopek uničenja gradiva, 
 sodelovanje z zunanjim ponudnikom, 
 določitev oz. pregled stanja zahtev glede informacijske varnosti in informacijske 
infrastrukture, 
 določbe o sodelovanju z zunanjim ponudnikom storitev, 
 analiza stanja pokritosti zakonodajnih zahtev v skladu z veljavnimi Enotnimi 
tehnološkimi zahtevami, verzija 2.1, 
 določitev potrebnih dodatnih aktivnosti za pokritost vseh zahtev, 
 pripravo akcijskega plana in terminskega načrta izvedbe nalog iz samoocenitve, 
 pripravo osnutka krovnega dokumenta Notranjih pravil. 
6.2.4 UPORABA OPREME IN STORITEV NA FAKULTETI 
Na Fakulteti uporabljajo informacijski sistem EVS. S 1.10.2016 pa bodo začeli uporabljati 
sistem STUDIS. Dostopen bo samo pooblaščenim uporabnikom z digitalnim potrdilom, 
zato so podatki varovani v skladu z zahtevami Zakona o varstvu osebnih podatkov. 
Fakulteta pa je začela uvajati tudi nov dokumentni sistem, in sicer GovernmentConnect, ki 
je namenjen posebej državnim ustanovam. Popolnoma se integrira v program pisarniške 
zbirke MSOffice. Že iz programa Word bo mogoče shraniti dokument v 
GovernmentConnect, ga poslati v podpis ali v pregled. 
Za pretvorbo fizičnih zapisnikov bo zunanji izvajalec na svojem sedežu s strokovno 
usposobljenim osebjem uporabil svojo akreditirano opremo – skenerje. Elektronski zapis 
teh zapisnikov mora biti zakonsko ustrezen za dolgoročno e-hrambo (zapisnik je trajno 
gradivo). 
6.2.5 INTEGRACIJA INFORMACIJSKEGA SISTEMA STUDIS Z AKREDITIRANO 
E-HRAMBO IN NAČRT VZPOSTAVITVE SISTEMA E-HRAMBE 
Najprej, kot že rečeno, zunanji ponudnik skenira in pretvori fizične zapisnike, ki so 
trenutno v obstoječem arhivu, v elektronsko obliko skladno z zakonodajo za dolgoročno e-
hrambo. 
Nato razišče in najde najboljšo možno povezavo med obstoječim informacijskim sistem in 
e-hrambo. Rešitev mora biti akreditirana pri Arhivu RS. Sledi dodajanje komponente za 
varne elektronske podpise (npr. proXsign) na računalnike, katere uporabljajo profesorji, s 
katerimi bodo elektronsko podpisali zapisnike, preden jih bodo elektronsko poslali v 
referat. S klikom, ga bo referentka poslala v dolgoročno e-hrambo; zapisnik bo dobil 
metapodatke, vizualizacijo in varovalne mehanizme (elektronski podpis od referentke in 
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časovni žig, ki dokumentu zagotavljajo zaupnost, avtentičnost, celovitost in 
verodostojnost) za dolgoročno e-hrambo. 
6.2.6 STROŠKOVNI VIDIK UVEDBE E-HRAMBE 
Analiza stroškov je narejena na podlagi objavljenih vpisov na Fakulteto za študijsko leto 
2015/2016 na spletni strani Univerze v Ljubljani (Univerza v Ljubljani, 2016). 
Jeseni leta 2015 je bilo vpisanih na I. stopnjo bolonjskega študija 954 študentov, na II. 
stopnjo pa 323 študentov. Torej to je na I. stopnji 28.620 zapisnikov, če predpostavljamo, 
da na leto opravijo študenti 10 predmetov s tremi izpitnimi poizkusi. Na II. stopnji pa je 
izpolnjenih 6.783 zapisnikov, če opravijo na leto 7 predmetov s tremi poizkusi. Na leto se 
tako porabi 35.403 listov papirja samo za zapisnike (211 €). Tržna cena za tiskanje 1000 
dokumentov je 100 €, torej strošek tiskanja zapisnikov na leto je približno 3.540 €. Poleg 
nismo še prišteli mape vsakega študenta, v katerih so zapisniki (približno 400 €, če 
predpostavljamo, da študent dobi svojo pri vpisu). Torej, groba ocena stroškov, ki bi jih 
lahko prihranili, je na leto približno 4.000 €. 
Ocena stroškov za vzpostavitev sistema e-hrambe 
Za analizo obstoječega stanja so nam zunanji izvajalci sporočili, da bi znašal strošek le-
tega 7.700 €. Vsak svetovalni dan stane 650 €. Po njihovem mnenju bi jih bilo 10, torej 
6.500 €. Cena na vložen dokument v e-hrambo je 0,01125 € za ves čas e-hrambe tega 
dokumenta. Torej, v našem primeru, imamo 35.403 zapisnikov vsako leto, je približno 400 
€ na leto strošek same e-hrambe. Število že obstoječih zapisnikov, ki segajo od leta 1956 
(ustanovitev) do 2015 je ogromno. Če predpostavljamo, da se je vsako leto vpisalo 1200 
študentov v prvo in drugo stopnjo, se je v 58 letih delovanja Fakultete vpisalo 69.600 
študentov. Uporabimo zgornjo enačbo za izračun števila zapisnikov: dobrih 35.000 
zapisnikov vsako leto pomnožimo z 58 leti delovanja Fakultete in je skupno natisnjenih 
2.030.000 zapisnikov v fizičnem arhivu. Žal nismo dobili podatka o višini stroška za 
skeniranje obstoječih zapisnikov. 
Sama vzpostavitev e-hrambe bi Fakulteti predstavljalo strošek v višini 14.600 € brez 
pretvorbe starih zapisnikov. To vsoto bi imela Fakulteta povrnjenih v 3,5 letih. 
Vzpostavitev e-hrambe dokumentov bi bil kratkoročno velik finančni zalogaj, dolgoročno 




Vse več podatkov nastaja, se obdeluje in shranjuje v elektronski obliki, ne glede na to ali 
to počnemo doma kot zasebniki ali v podjetjih in javni upravi kot uslužbenci. Ker hočemo 
te podatke ohraniti, se postavljajo različna vprašanja glede njihove obstojnosti, varnosti, 
dostopnosti in zakonskih zahtev. Ker je obvezen prehod na e-hrambo le še vprašanje 
časa, predlagamo, da se organi javne uprave usmerijo k pripravljanju notranjih pravil. Za 
začetek si je potrebno urediti informacijske sisteme za elektronsko upravljanje in hrambo 
dokumentov, klasifikacijski načrt z roki hrambe in signirni načrt. Evidence je potrebno 
voditi elektronsko. Sistem dopušča jasen pregled nad dokumenti pooblaščenim osebam in 
preglednost nad dokumenti bo večja.  
Namen te diplomske naloge je bila predstavitev, kako kompleksna in najbolj obširna je 
naša zakonodaja v primeru, ko se organ javne uprave odloči za e-hrambo. Najtežji del 
predstavljata prav priprava na zajem in hrambo ter uvedba e-hrambe dokumentacije. Šele 
potem sledi obdobje uporabe, v kateri se pokažejo vse njene prednosti pa tudi nekaj 
slabosti, ki pomembno vplivajo na razbremenitev zaposlenih v organizaciji. 
Smiselno je, da se organi javne uprave poslužujejo najema zunanjega izvajalca, ki je 
registriran oziroma certificiran pri Arhivu RS in ima akreditirano programsko opremo in 
storitve. Tako bi optimizirali stroške glede: 
 nabave programske in strojne akreditirane opreme, 
 usposabljanja kadrov, 
 priprave analize stanja in priprave notranjih pravil, 
 priprave primernih prostorov za zajem in pretvorbo e-gradiva, 
 zagotavljanje avtentičnosti in celovitosti ter varnosti hranjenih dokumentov. 
Pri analizi konkretnega primera, to je Fakultete za upravo, ugotavljamo, da bi se 
investicija v e-hrambo povrnila v približno treh letih in pol, pri čemer smo se omejili zgolj 
na proces izpitnih rokov. Vsekakor pa bi bil to primeren prvi korak, saj je dokumentov v 
tem procesu letno precej; skladno s klasifikacijskim načrtom se morajo dokumenti hraniti 
vsaj 10 let. 
S prehodom na elektronsko hrambo dokumentarnega gradiva bi se izognili tudi prostorski 
stiski, s katero se Fakulteta že srečuje. 
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