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Capítulo 4.
COOPERAÇÃO POLICIAL E JUDICIAL 
NO SISTEMA PRÜM: O CASO DE PORTUGAL 
E DO REINO UNIDO
Sara Matos
Introdução
O presente capítulo recorre ao estudo de dois contextos nacionais – Portugal 
e Reino Unido – relativamente às suas práticas e perceções a respeito da coope-
ração policial e judicial no âmbito do sistema Prüm. Os dois países foram sele-
cionados devido às suas diferenças quanto à inovação ao nível das tecnologias 
de DNA e utilização no sistema de justiça criminal; ao tipo de sistema de justiça 
(inquisitorial e adversarial, respetivamente); dimensão, antiguidade e legislação 
da base de dados forense nacional de perfis de DNA; e postura política quanto à 
implementação do sistema Prüm ao nível nacional.
Atendendo ao aumento da criação de sistemas tecnológicos de identifica-
ção humana, o sistema Prüm surgiu como uma das soluções encontradas pelos 
países da União Europeia1 para lidar com as crescentes ameaças à segurança 
pública. As ameaças mais prementes, atendendo ao que se encontra plasmado 
na Decisão 2008/615/JAI (Conselho da União Europeia, 2008a), dizem respeito 
ao terrorismo e à criminalidade transfronteiriça. Posto isto, o sistema Prüm2, 
teve o seu início num tratado multilateral celebrado, em 2005, por um número 
restrito de países pertences à União Europeia. Posteriormente, em 2008, foi 
transposto para a lei da União, passando a adotar um caráter obrigatório. Esta 
decisão obrigou a que todos os Estados-Membros possuíssem bases de dados 
forenses de perfis de DNA operacionais de modo a permitir o aumento da parti-
(1) Em 2008, ano da transposição do sistema Prüm para a lei da União, o Reino Unido 
ainda era um Estado-Membro da União Europeia.
(2) O sistema Prüm encontra-se transposto na lei da União Europeia através das Decisões: 
2008/615/JAI e 2008/616/JAI, do Conselho da União Europeia, de 23 de junho de 2008.
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lha de informações de caráter policial e judicial no Espaço Schengen. A iniciativa 
da criação de um aparato tecnológico com estas caraterísticas teve como objetivo 
a aproximação da União Europeia ao que tinha sido estabelecido no Programa 
de Haia, isto é, ao fluxo livre de informações relacionadas com a aplicação da lei 
entre Estados-Membros – ou «princípio da disponibilidade» (McCartney, 2014). 
O sistema Prüm teve como objetivo garantir o acesso mútuo dos países às 
bases de dados forenses nacionais de perfis genéticos, tal como de impressões 
digitais e de registos de veículos através de um sistema de correspondências3 (hit/
no hit). O presente capítulo foca-se concretamente nas bases de dados forenses 
nacionais de perfis genéticos. Este sistema de correspondências funciona através 
de uma estrutura de dois passos. O primeiro passo ocorre quando, durante os 
procedimentos da investigação criminal, não são encontradas correspondências 
entre um perfil de DNA recolhido numa cena de crime e a base de dados forense 
nacional. Nesta fase, através do sistema Prüm, o perfil de DNA sem correspon-
dência pode ser pesquisado nas bases de dados forenses dos restantes Estados- 
-Membros que, posteriormente, informam se se verificou ou não uma corres-
pondência (Machado & Granja, 2019a). O segundo passo ocorre depois de fin-
dado este processo de confirmação da correspondência entre os perfis de DNA. 
Neste ponto, se solicitado, segue-se a partilha de informações sociodemográficas 
sobre o indivíduo suspeito através dos canais de assistência mútua dos países 
envolvidos. Esta partilha deve decorrer de acordo com as especificidades da lei 
de Proteção de Dados em vigor em cada um dos países envolvidos nesta troca de 
informações, bem como os critérios mínimos estabelecidos pela Comissão Euro-
peia para a proteção de dados (Machado & Silva, 2010; McCartney, 2014; Prain-
sack, 2010). Saliente-se que este processo permite avaliar a legislação nacional 
e perceber se a troca se encontra de acordo com os parâmetros de legalidade, 
como também verificar se as medidas de proteção de dados vigoram em relação 
à troca de dados pessoais (McCartney et al., 2011, p. 316; Toom, 2018; Toom 
et al., 2019). 
Considerando o caráter transnacional que envolve a partilha de dados no 
âmbito da investigação criminal, torna-se essencial que, em particular nos perfis 
de DNA, existam regras estandardizadas que garantam a harmonização cientí-
fica entre Estados-Membros (Prainsack & Toom, 2010, 2013; Santos & Machado, 
2017). Contudo, existem vários aspetos que são reveladores de diferenças estru-
turais locais entre Estados-Membros que condicionam a implementação do 
(3) Uma correspondência ocorre quando se verifica que o perfil de DNA pesquisado na 
base de dados forense é idêntico a um perfil que consta nessa mesma base de dados. Os vocá-
bulos hit e match são também utilizados para expressar a correspondência entre perfis de DNA 
forense.
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sistema Prüm e, consequentemente, a partilha de informações entre países. 
Estas diferenças podem ser encontradas ao nível da disponibilidade de recursos 
humanos e económicos necessários à criação e manutenção das bases de dados 
forenses de perfis de DNA, o investimento realizado neste tipo de infraestrutura 
encontra-se dependente da conjuntura política e económica dos países, sendo 
que, uma crise económica pode, por exemplo, obrigar à redução do financia-
mento para este tipo de atividades. Os diversos enquadramentos legais das bases 
de dados forenses de perfis de DNA também se apresentam como um fator dife-
renciador entre países. Relativamente os critérios para a inclusão, eliminação e 
retenção dos perfis forenses de DNA nas bases de dados, os países têm sido clas-
sificados em dois grupos genéricos. No grupo dos países expansivos, observam-
-se critérios abrangentes para a inclusão de perfis forenses nas bases de dados 
acompanhados, geralmente, por longos períodos de retenção e normas estritas 
quanto à eliminação dos mesmos (Santos et al., 2013). O Reino Unido pode ser 
elencado como um dos países representativos desta categoria, possuindo uma 
das bases de dados com maior percentagem de população incluída (Downey et 
al., 2012). Por sua vez, no grupo dos países restritivos, verifica-se a existência 
de critérios mais apertados para a inclusão de perfis de DNA nas bases de dados 
forenses, bem como períodos mais reduzidos para a retenção e eliminação dos 
mesmos (Santos et al., 2013). Portugal é um dos países inseridos nesta categoria, 
sendo detentor de uma das bases de dados de menor dimensão no seio da União 
Europeia (Amelung & Machado, 2019; Reed & Syndercombe-Court, 2016). 
Um outro fator organizacional representativo das diferenças entre Estados- 
-Membros e do modo como a implementação e partilha de informação no 
âmbito do sistema Prüm é condicionada, tem que ver com o tipo custódia das 
bases de dados forenses de perfis genéticos (Amelung & Machado, 2019). Posto 
isto, as bases de dados forenses encontram-se, na sua maioria (incluindo o 
Reino Unido), sob a alçada do Ministério do Interior ou Ministério da Admi-
nistração Interna (Machado & Granja, 2019b; Matos, 2019). Em número mais 
diminuto, certos países, como em Portugal, o Ministério da Justiça é o detentor 
da custódia. Em termos de cooperação, esta situação pode potenciar desencon-
tros no momento da partilha de dados, pois as autoridades policiais e judiciais 
em causa possuem modos de operar diferenciados. Por um lado, os primeiros 
têm como princípio a primazia da inteligência com base no acesso alargado a 
todas as informações disponíveis com o intuito de tornar a investigação criminal 
mais célere, num processo conhecido por «cientifização da polícia» (Innes et al., 
2005). Por outro lado, as autoridades judiciais tendem a possuir processos de 
cooperação mais lentos que, tendencialmente, conduzem a menos informação 
partilhada (Machado & Granja, 2019b; Matos, 2019).
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O presente capítulo pretende explorar as (des)coincidências nas dinâmicas 
de implementação do sistema Prüm através do estudo aprofundado de duas 
realidades nacionais: Portugal e Reino Unido. Para o efeito, foram analisadas 
um total de 43 entrevistas: 27 entrevistas realizadas em Portugal e 16 no Reino 
Unido. As entrevistas foram realizadas entre 2015 e 2019, sendo de salientar 
que neste período, o Reino Unido se encontrava num contexto de instabilidade 
política fruto da votação do referendo Brexit, em 2016. Assim, no caso particular 
britânico, as narrativas dos participantes foram influenciadas pelo período em 
que se realizaram as entrevistas, ou seja, pré e pós votação para a saída da UE.
Os profissionais entrevistados possuem perfis diversificados, nomeadamente, 
englobando as seguintes categorias: geneticistas forenses, membros de entidades 
de supervisão e regulação; membros de órgãos de investigação criminal; profes-
sores(as) universitários(as)/investigadores(as); membros de organizações não 
governamentais na área dos Direitos Humanos; membros de empresas priva-
das que prestam serviços forenses. De modo a enriquecer a análise e contribuir 
para uma melhor compreensão do papel dos contextos locais na implementação 
de sistemas transnacionais de controlo da criminalidade por via de partilha de 
perfis de DNA para identificação criminal, os países foram escolhidos tendo por 
base os distintos posicionamentos políticos perante o «projeto Europeu», refle-
tindo trajetórias históricas e sociais diferenciadas. Em particular, quanto aos 
enquadramentos legais e criação das bases de dados forenses nacionais e aos 
posicionamentos políticos em relação aos argumentos enfatizados para a (não) 
adesão ao sistema Prüm. Posto isto, num primeiro momento, será realizado o 
enquadramento sócio-histórico dos dois países onde se explicitam os discur-
sos políticos subjacentes aos processos de criação e gestão das bases de dados 
forenses e se clarificam os posicionamentos políticos relativamente à cooperação 
transnacional operada pelo sistema Prüm. Esta contextualização permitirá, num 
segundo momento, através do conceito de «imaginários sociotécnicos» (Jasa-
noff & Kim, 2009), comparar aquele que é o discurso político com as narrativas 
dominantes dos entrevistados a respeito da cooperação transnacional para fins 
de investigação criminal na União Europeia. 
Os imaginários sociotécnicos vertem do campo de estudos da ciência e tec-
nologia e definem-se enquanto «formas de vida social e ordem social coletiva-
mente imaginadas refletidas na conceção e concretização de projetos científicos 
e/ou tecnológicos específicos de cada nação» (Jasanoff & Kim, 2009, p. 120). 
Afigurando-se relevantes para o estudo comparado de diferentes realidades 
nacionais, neste caso Portugal e Reino Unido, relativamente a um mesmo fenó-
meno, o sistema Prüm, por permitir a identificação dos imaginários sociotéc-
nicos a respeito do desenvolvimento da tecnologia e da ciência (Pfotenhauer & 
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Jasanoff, 2017, p. 783). Neste sentido, as alterações sofridas por determinada 
tecnologia/ciência na sua transposição para outra realidade nacional demons-
tram os modos de co-produção de um modelo em consonância com as espe-
cificidades nacionais (idem). O conceito de imaginários sociotécnicos possui 
também uma dimensão flexível que reconhece o caráter democrático que acom-
panha a formação de políticas. Por este motivo, a criação de políticas é permeá-
vel a mais do que um imaginário sociotécnico a respeito da produção de conhe-
cimento científico e da aplicação de uma determinada tecnologia (Jasanoff & 
Kim, 2009; Kim, 2018, p. 177-178). 
Enquadramento sócio-histórico do caso de Portugal
Historicamente, Portugal possui uma longa tradição na recolha generalizada 
de dados pessoais dos seus cidadãos para fins de identificação civil e criminal 
(Frois & Machado, 2016; Machado & Frois, 2014). Os métodos de recolha, arma-
zenamento e utilização desses mesmos dados têm sofrido adaptações, ao longo 
do tempo, atendendo às especificidades da época em que têm decorrido, tendo 
alguns autores observado uma postura de relativa passividade, por parte dos 
cidadãos, em relação à cedência dos seus dados pessoais (Machado & Frois, 
2014). Esta tendência é materializada nas várias medidas tomadas com vista 
à expansão das respetivas bases de dados. Enumeram-se algumas, a título de 
exemplo: a classificação da população criminal masculina através de métodos 
antropométricos, nos inícios do século XX; a criação de uma base de dados para a 
recolha de impressões digitais para fins de identificação civil e criminal, importa 
referir que, atualmente, todos os cidadãos portugueses têm as suas impressões 
digitais recolhidas para a criação do seu cartão de cidadão (ou passaporte), bem 
como a criação e implementação de uma base de dados forense de perfis de DNA 
com vista à identificação civil e criminal (Machado & Frois, 2014, p. 65), sendo 
este o enfoque do presente capítulo. 
A forte repressão política e policial vivida durante o período ditatorial (século 
XX) sob o comando de António de Oliveira Salazar colocou o país numa posição 
desvantajosa em relação aos avanços realizados ao nível da modernização das 
ferramentas de vigilância. Esta modernização teve lugar em países considerados 
mais desenvolvidos, como a Alemanha e o Reino Unido (Frois & Machado, 2016, 
p. 392). O atraso do país nesta evolução deveu-se ao facto de, ideologicamente, 
o ditador português ser resistente à modernização, encarando-a como um risco 
para um dos seus lemas mais reconhecidos: Deus-Pátria-Família. O fim da dita-
dura, com a revolução democrática de 1974, e a entrada para a União Europeia, 
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em 1986, vieram permitir a construção de um imaginário comum para o ideal de 
modernidade que é encarado, por vários autores, como uma caraterística nacio-
nal (idem, p. 396). Este aspeto torna-se relevante no contexto do presente capí-
tulo, pois é um dos fatores explicativos para a postura política adotada à data da 
criação da base de dados forense nacional, bem como em relação à implementa-
ção do sistema Prüm.
A discussão em torno da pertinência de uma base de dados forense de perfis 
de DNA para auxiliar na identificação civil e forense data de 2005 (Machado & 
Silva, 2010, p. 218). Inicialmente, foi avançado um modelo de base de dados cen-
tralizada que pretendia abranger toda a população, tal como ocorre na base de 
dados de impressões digitais para o pedido de cartão de cidadão ou passaporte 
(Machado, 2011, p. 157). No entanto, os receios associados à memória de um 
passado recente em regime autoritário baseado no poder policial e em intensi-
vas atividades de vigilância inviabilizaram este modelo (Machado & Frois, 2014, 
p. 73). Pelo que, excluída a primeira proposta, a direção tomada passou pela 
criação de uma base de dados limitada à «população criminal» (Machado, 2011). 
Tornando-se uma das bases de dados forenses com a legislação mais restritiva 
da União Europeia (Santos et al., 2013). 
A criação da base de dados forense foi aprovada em 2008 pela Lei n.º 5/2008 
de 12 de fevereiro e encontra-se sob custódia judicial. A sua criação resultou, em 
grande medida, da transposição do Tratado de Prüm para a lei da União Euro-
peia, por este motivo, todos os Estados-Membros foram obrigados a criar uma 
base de dados forense com vista à cooperação transnacional para fins de inves-
tigação criminal. A lei portuguesa estipula que a fiscalização da base de dados é 
assegurada pelo Conselho de Fiscalização da Base de Dados de Perfis de ADN. 
Este Conselho responde apenas perante a Assembleia da República e é composto 
por três cidadãos de reconhecida idoneidade e no pleno gozo dos seus direitos 
civis e políticos. A entidade responsável pela base de dados tem ainda a obri-
gação de consultar a Comissão Nacional de Proteção de Dados para quaisquer 
esclarecimentos quanto ao tratamento de dados pessoais.
Portugal, como já referido, tem-se consolidado como um dos países com a 
legislação mais restritiva da União Europeia em relação à inserção, retenção e 
eliminação de informação relativa aos perfis de DNA (Santos et al., 2013). Os 
critérios para a inserção destes perfis na base de dados materializam o seu cará-
ter tendencialmente restritivo, na medida em que, são inseridos os perfis de 
indivíduos que sejam condenados a pena efetiva de prisão igual ou superior a 
três anos, por crime doloso (n.º 2 do artigo 8.º da Lei n.º 90/2017). Do mesmo 
modo, a lei portuguesa não permite a retenção indefinida dos perfis de DNA e da 
informação pessoal que constam na base de dados, os perfis e a informação são 
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eliminados consoante os anos de prisão efetiva a cumprir (n.º 3 do artigo 26.º 
da Lei n.º 90/2017). No entanto, a pressão ao nível externo, de sistemas como o 
de Prüm, tem conduzido a alterações na lei que procuram a maximização da sua 
eficácia e o aumento do número de perfis de DNA na mesma. Motivo pelo qual, 
em 2017, a Lei nº 5/2008 sofreu alterações nas suas disposições iniciais atra-
vés da Lei n.º 90/2017 de 22 de agosto. De modo breve, pretendeu-se diluir os 
obstáculos causados à inserção de perfis de DNA na base de dados forense. Veri-
ficando-se um esforço no sentido de aumentar o número de perfis resultantes 
de amostras-problema dos locais de crime através da autorização de uma nova 
entidade – o Laboratório da Polícia Judiciária – para a inserção dos mesmos 
(alínea a do n.º 3 do artigo 17.º e n.º 4 do artigo 18.º da Lei n.º 90/2017). Rela-
tivamente à inserção de perfis de DNA resultantes de amostras-referência verifi-
cou-se também a simplificação do processo de autorização para inserção na base 
de dados pela diminuição do número de despachos necessários para a mesma. 
Inicialmente, eram necessários dois despachos. No novo contexto legal, apenas 
é requerido um despacho que ordena, simultaneamente, a «recolha de amostra 
em arguido condenado por crime doloso com pena concreta de prisão igual ou 
superior a 3 anos» e a «consequente inserção do respetivo perfil de DNA na base 
de dados» (n.º 2 do artigo 8.º da Lei 90/2017). 
O discurso político que acompanhou a criação da Lei n.º 5/2008 permeou- 
-se da conceção generalizada de que a ciência desempenha um papel importante 
na justiça (Jasanoff, 2006; Lynch et al., 2008). Por outras palavras, aplicar os 
conhecimentos científicos na esfera da justiça pode, segundo o discurso político, 
tornar a investigação criminal e os tribunais mais eficientes atendendo à objeti-
vidade atribuída à ciência. Neste sentido, um estudo realizado ao nível nacional 
sobre perspetivas públicas em relação à base de dados forense demonstrou que 
a maioria dos participantes encara esta ferramenta tecnológica como útil para 
«combater» eficientemente o crime e tornar a justiça mais eficaz (Machado & 
Silva, 2015, 2016). Deste modo, a exaltação destas caraterísticas e a dissipação 
discursiva dos riscos da criação de uma base de dados forense têm sido respon-
sáveis por «efeitos sociais, culturais e éticos que convergem para dispositivos 
retóricos destinados a apoiar mecanismos de construção de confiança pública» 
(Machado, 2011, p. 155). 
O imaginário positivista que revestiu os discursos em torno da criação de uma 
base de dados forense e o seu contributo para o bem-comum é a primeira plata-
forma para a análise das questões sociais, éticas e legais que advêm da utiliza-
ção das tecnologias forenses de DNA em contexto nacional. Posto isto, a elevada 
aceitação desta iniciativa política, por parte da sociedade portuguesa, teve que 
ver com a perspicácia no realce daqueles que eram os medos da sociedade. Em 
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particular, o medo do crime, regularmente fomentado pelos meios de comuni-
cação que, por sua vez, se mescla com o sentimento de insegurança generalizada 
e o decréscimo da confiança nos sistemas de justiça criminal (Machado & Silva, 
2010; Mohr & Contini, 2007). Contudo, os portugueses mostraram-se preocupa-
dos com a falta de segurança a respeito do controlo e acesso dos dados pessoais 
e a possibilidade de os dados genéticos serem utilizados para fins diferentes dos 
que motivaram a sua recolha (Machado & Silva, 2015). De modo complementar, 
a criação da base de dados tem sido questionada à luz da noção de proporciona-
lidade devido à sua pertinência face aos custos de manutenção e à reduzida taxa 
de criminalidade grave no país (Machado & Silva, 2010). 
A par com discursos favoráveis à inclusão da ciência na justiça, também a 
necessidade de acompanhar os parceiros europeus foi enfatizada para a apro-
vação da Lei n.º 5/2008. O discurso político tornou explícito, pelas palavras do 
Ministro da Justiça à data, que Portugal deveria seguir o exemplo dos países 
mais desenvolvidos em relação à utilização dos perfis de DNA para auxílio na 
investigação criminal, bem como da adesão a sistemas de cooperação trans-
nacional que visassem a promoção de políticas de segurança e de «combate» 
ao crime (Machado & Silva, 2010). Demonstrando não só a vontade de alcan-
çar os países mais desenvolvidos, como também a ambição de se tornar igual-
mente competitivo através da modernização tecnológica comumente associada 
ao aumento da eficácia da investigação criminal (Frois & Machado, 2016). Por 
sua vez, estes sistemas biométricos de cooperação são integrados e implementa-
dos no espaço europeu por meio de mecanismos de estandardização que visam 
a homogeneização do fluxo de dados e das suas modalidades de partilha entre 
os países (Amelung & Machado, 2019, p. 395). No entanto, ao nível europeu, a 
diversidade de regimes de proteção de dados e de enquadramentos legais das 
bases de dados forenses nacionais vem colocar a descoberto várias tensões a res-
peito da implementação do sistema Prüm, sendo que Portugal pode ser elencado 
como um exemplo desta premissa (idem). Por um lado, o país posiciona-se poli-
ticamente no sentido da cooperação em Prüm com os restantes Estados-Mem-
bros. Por outro lado, possui um regime de proteção de dados bastante protetor 
das informações dos seus cidadãos associado a uma das legislações de bases de 
dados forenses nacionais mais restritivas da União Europeia.
Enquadramento sócio-histórico do caso do Reino Unido
O Reino Unido tem ocupado um papel pioneiro no que remete para o desen-
volvimento e modernização das tecnologias de policiamento, enquadrando-se 
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no grupo dos países enunciados como mais desenvolvidos (Frois & Machado, 
2016, p. 392). Deste modo, tem-se assistido a um longo percurso do país quanto 
à recolha de material genético para armazenamento na base de dados forense de 
perfis de DNA para fins de identificação criminal. Este armazenamento é reali-
zado em todas as Nações constituintes do Reino Unido, no entanto, as bases de 
dados são independentes e, consequentemente, os enquadramentos legais são 
diferentes (Amankwaa, 2018; Johnson & Williams, 2004). A primeira base de 
dados foi criada em 1995 pela Inglaterra e o País de Gales – National DNA Data-
base NDNAD (Amankwaa, 2018) e encontra-se sob custódia policial (Home 
Office, 2017). A NDNAD é a base de dados forense mais antiga do mundo e com 
um maior número de população inserida (Downey et al., 2012). Deste modo, a 
sua dimensão e utilização na investigação criminal têm-na colocado no centro 
de várias controvérsias éticas devido às consequências sociais que derivam das 
práticas de inserção e retenção de perfis de DNA (Human Genetics Commission, 
2009; Nuffield Council on Bioethics, 2007).
A supervisão da base de dados é realizada por quatro entidades constituídas 
por pessoas de diversas áreas de formação. O National DNA Database Strategy 
Board é responsável pela manutenção e supervisão das atividades da NDNAD 
e da base de dados nacional de impressões digitais. O National DNA Database 
Ethics Group4 está encarregado de fornecer aconselhamento ético independente 
em questões relacionadas com a base de dados. O Biometrics Commissioner tem 
como função supervisionar a retenção e a utilização de amostras de DNA, perfis 
de DNA e impressões digitais por parte das forças policiais. O Forensic Science 
Regulator tem como objetivo assegurar que a prestação de serviços de ciência 
forense se encontra de acordo com o regime de estandardização que visa a quali-
dade científica do trabalho oferecido.
A NDNAD foi criada sob a ótica de que o recurso à genética na investigação 
criminal seria um passo para o aumento da eficácia na deteção e detenção do 
crime. Ao modo como a polícia e o Governo entenderam o potencial da gené-
tica em meio policial é denominado de «imaginário forense» (Williams, 2010). 
Deste modo, a base de dados forense foi apreendida enquanto «objeto promis-
sor» cujo valor potencial se situou no plano futuro ao invés do presente (Brown 
et al., 2006; Tutton & Levitt, 2010). Os argumentos que motivaram a criação da 
base de dados forense focaram-se na identificação das capacidades futuras desta 
ferramenta mitigando possíveis análises de custo-benefício no presente. Um 
aspeto revelador do imaginário futuro é o aumento do número de perfis de DNA 
na NDNAD ocorrer em paralelo com a diminuição das taxas de criminalidade, 
(4) Esta entidade foi substituída pelo Biometrics and Forensics Ethics Group. 
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ainda que o medo do crime e a resposta policial/judicial ao mesmo se revelasse 
mais intensa (McCartney et al., 2010; Skinner, 2013).  
Os discursos políticos em torno da NDNAD podem dividir-se em dois inter-
valos de tempo (Downey et al., 2012). O primeiro, situado nos anos anteriores 
a 2006 onde esta foi encarada enquanto ferramenta fundamental para o «com-
bate» ao crime. O segundo, nos anos que procederam 2006 onde a base de dados 
começou a ser entendida como um potencial perigo para as liberdades civis dos 
cidadãos britânicos (idem). A clivagem nos imaginários a respeito da base de 
dados forense está intimamente relacionada com o contínuo aumento da inser-
ção de perfis de DNA de pessoas inocentes, situação que gerou tensão na relação 
de confiança entre o Estado e os seus cidadãos (idem). Nesta discussão inclui-se 
também a problemática do racismo institucionalizado das forças policiais res-
ponsável pela sobrerrepresentação de homens negros considerados inocentes 
(em tribunal) na base de dados (Skinner, 2013). 
A manutenção da NDNAD tem sido realizada a par de desafios de ordem ope-
racional, ética e legal. Ao nível operacional é necessário compreender se o alto 
investimento de recursos nesta ferramenta resultou no aumento das taxas de 
deteção do crime (McCartney, 2006). Ao nível ético, a expansão generalizada 
das bases de dados forenses tem colocado tensões sobre a proporcionalidade dos 
critérios de inserção, acesso e destruição dos perfis de DNA, a privacidade gené-
tica e a propriedade dos dados que constam na mesma (idem). Ao nível legal, a 
NDNAD viu o seu enquadramento legal alterado no decorrer de uma decisão do 
Tribunal Europeu dos Direitos Humanos, em 2008, onde se decidiu que a reten-
ção permanente de perfis de DNA de pessoas presas, mas não condenadas, não 
era proporcional5 (European Court of Human Rights, 2008). 
 Relativamente à cooperação transnacional operada pelo sistema Prüm, 
o Reino Unido usufrui de um contexto particular por ter liberdade de opção 
quanto à sua entrada neste sistema. Esta situação deveu-se ao facto de o Tra-
tado de Lisboa (Comissão de Assuntos Europeus da Assembleia da República, 
2009) incluir um artigo6 que concedeu ao país um período de cinco anos para 
decidir se continuava a fazer parte da cooperação policial e judicial, bem como 
das medidas de reconhecimento mútuo pré-tratado. Deste modo, a sua conti-
nuidade implicava que o país estivesse sujeito ao Tribunal de Justiça da União 
Europeia (TJUE) e a penalizações da Comissão em caso de infração às normas 
europeias. Posto isto, em contexto nacional tanto o TJUE como o Tribunal dos 
Direitos Humanos foram criticados com base no poder que exercem sobre as leis 
(5) Novo regime de retenção de perfis de DNA: Protection of Freedoms Act 2012 (PoFA).
(6) Artigo 10.º do protocolo 36.
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nacionais em matéria de direitos humanos e lei criminal. Para além do partido 
trabalhista, também Theresa May, Home Secretary7 (2010-2016), contribuiu 
para esta crítica com a seguinte intervenção na House of Commons:
«Mencionei o Tribunal de Justiça Europeu. E também quero fazer referên-
cia ao Tribunal Europeu dos Direitos Humanos, que contradiz as leis aprova-
das pelo nosso Parlamento, anula os julgamentos feitos pelos nossos tribunais 
e interpreta os artigos da convenção original sobre os direitos humanos de 
uma forma expansionista. Isto é totalmente inaceitável. Eu acredito, portanto, 
que também temos de considerar muito cuidadosamente a relação deste país 
com Estrasburgo, bem como a nossa relação com Bruxelas» (United Kingdom 
Parliament, July 15, 2013). 
Neste discurso político foi demonstrada a posição contra ambos os tribunais 
por considerar que os mesmos podem colocar em causa a soberania do Reino 
Unido. Porém, vários académicos realçam que as medidas associadas ao Tratado 
de Lisboa (Comissão de Assuntos Europeus da Assembleia da República, 2009) 
não versam sobre a cedência do controlo nacional às instituições europeias. Pois, 
através do reconhecimento mútuo é possível permitir que os sistemas judiciais 
nacionais não sejam necessariamente iguais, mas em simultâneo, garantir que 
consigam cooperar entre si (McCartney, 2013). Assim, a não adesão ao Tratado 
foi encarada como uma forma de reaver da União Europeia os poderes estatais 
retirados ao país. Estes poderes, que a ala conservadora pretendia recuperar, 
remetiam para a lei criminal, o policiamento e a condenação em tribunal (idem).
Situação igualmente complexa foi a de optar por fazer parte das Decisões 
Prüm. O Governo do Reino Unido, em 2013, entendeu que, sendo o país com a 
maior base de dados forense, iria ficar à mercê de um número desproporcional 
de pedidos de informação (segundo passo) por parte dos restantes países. No 
entando, ficou por explicar se esta apreensão verteu de dificuldades técnicas ou 
de outro obstáculo. Neste sentido, McCartney (2013) alerta para incongruências 
no decorrer das conversações a respeito das Decisões Prüm. Primeiro, em 2007, 
o Governo considerou que os recursos financeiros necessários à implementação 
do sistema Prüm eram adequados atendendo aos seus benefícios. Contudo, em 
2013, o novo Governo referiu não estar preparado para avançar com a imple-
mentação devido aos elevados valores monetários envolvidos. Segundo, não 
foram realizados esclarecimentos sobre o modo como foram calculadas as esti-
mativas dos gastos de implementação do sistema Prüm, sendo que o valor se 
(7) A Home Secretary é responsável pelos Assuntos Internos de Inglaterra e do País de 
Gales e pela Imigração e Nacionalidade no Reino Unido.
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revelou substancialmente mais alto do que o que foi estimado por outros Esta-
dos-Membros. Terceiro, apesar de o parlamento e especialistas em ética real-
çarem a importância da privacidade dos cidadãos na partilha transnacional de 
informação pessoal, foram as questões económicas que assumiram um papel 
determinante na decisão de não fazer parte do sistema Prüm. 
Em fevereiro de 2017, após um teste piloto, o Conselho da União Europeia 
publicou um relatório que dava conta da avaliação do Reino Unido em relação 
à partilha transnacional de dados (Council of the European Union, 2017). No 
documento constavam as respostas fornecidas aos questionários acerca da pro-
teção de dados, partilha de dados de DNA e a avaliação dos Países Baixos (país 
nomeado para auxiliar e testar a implementação do sistema Prüm). Portanto, 
nesse mesmo ano, o país encontrava-se preparado para começar a ficar opera-
cional com os restantes Estados da União Europeia. A 6 de junho de 2019, o 
Conselho da União Europeia efetivou a participação do Reino Unido no sistema 
Prüm quanto à partilha transnacional de dados genéticos. Oficialmente, o início 
desta partilha iniciou-se no dia 14 de junho de 2019, sendo que este deveria 
prestar esclarecimentos até junho de 2020 a respeito da exclusão dos perfis de 
DNA de suspeitos. A decisão de (não) partilhar dados de suspeitos tem sido um 
dos pontos de tensão ao longo da implementação de Prüm. No entanto, com a 
saída do Reino Unido da União Europeia, no dia 31 de janeiro de 2020, fruto do 
referendo Brexit (2016), a cooperação transnacional por via do sistema Prüm 
volta a estar em causa. 
O Brexit veio condicionar de modo muito impactante os debates e posiciona-
mentos políticos quanto à implementação, riscos e benefícios do sistema Prüm 
para o «combate» ao crime no seio da Europa. Esses debates vieram tornar 
visíveis os discursos racistas e desfavoráveis à imigração, onde o «outro», o 
não britânico, é sucessivamente criminalizado e ocupa um lugar de descon-
fiança. Citando Nadine El-Enany (2018), «o voto para deixar a União Euro-
peia – com questões de imigração no seu epicentro – foi sintomático de um 
legado enraizado de racismo na Grã-Bretanha com origem no passado imperial 
do país» (p. 31). As campanhas políticas levadas a cabo pela direita conserva-
dora nesse período visaram a construção do «outro» (imigrante) como uma 
ameaça para a classe trabalhadora, como também um atentado à segurança da 
sociedade britânica (Virdee & McGeever, 2018). Em particular, a construção 
social e política do imigrante como um risco para a segurança pública assen-
tou em três eventos. Primeiro, na correlação feita por Nigel Farage8 entre os 
(8) Nigel Farage é um político britânico, presidente do Partido de Independência do Reino 
Unido, de orientação conservadora e eurocética entre 2010 e 2015. Atualmente, integra e lidera 
o Partido Brexit, de orientação eurocética pró-Brexit, formado em 2019. 
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atentados terroristas em França e na Bélgica e o fluxo crescente de refugiados 
rumo à UE para fugirem à guerra nos seus países. Conexão esta que reforçou 
que a abertura das fronteiras da UE colocou os Estados-Membros numa situa-
ção de maior insegurança. Segundo, a construção do corpo crimigrante (Aas, 
2011) foi potenciada sob o argumento de que a saída do Reino Unido da União 
Europeia evitaria o acolhimento de refugiados, pois não teria de continuar a 
obedecer às normas europeias nesse sentido. E, em terceiro, uma série de vio-
lações sexuais ocorridas na Alemanha, alegadamente cometidas por refugiados 
recém-chegados, contribuiram para a construção de um pânico moral que favo-
receu a ideia de uma União Europeia mais insegura, motivo pelo qual o Reino 
Unido deveria votar pela saída no referendo Brexit (Virdee & McGeever, 2018, 
p. 1806-1807).
Metodologia
O presente capítulo tem como objetivo identificar os «imaginários socio-
técnicos» de Portugal e do Reino Unido sobre o sistema Prüm. Em particular, 
pretende-se explorar as tensões entre a necessidade de se utilizarem sistemas 
tecnológicos para combater a criminalidade transnacional e os desafios que essa 
mesma utilização pode apresentar ao nível local/nacional, atendendo ao per-
curso histórico, social e político de cada país. Adota-se uma metodologia qua-
litativa por permitir captar a multidimensionalidade do objeto de estudo e pri-
vilegiar as perspetivas socialmente construídas pelos diferentes atores sociais a 
seu respeito. Esta opção teórico-metodológica segue alguns dos pressupostos da 
grounded theory (Strauss & Corbin, 1990) que viabilizam a construção de teo-
rias «fundamentadas» nos próprios dados (Charmaz, 2009). Assim, este capí-
tulo valoriza a representatividade sociológica de cada país, sendo que os indiví-
duos entrevistados e as respetivas narrativas se afiguram como generalizáveis a 
enunciações teóricas e não a populações ou universos (Brandão, 2010; Nunes, 
1992; Yin, 1994). 
Analisar o contexto português e britânico à luz do conceito de «imaginários 
sociotécnicos» (Jasanoff & Kim, 2009) permite aprofundar o conhecimento 
acerca das alterações sofridas por determinada tecnologia ou ciência, neste caso 
o sistema Prüm, na sua transposição para as diferentes realidades nacionais. 
Demonstrando-se os modos de co-produção de um modelo de cooperação trans-
nacional em consonância com as especificidades históricas, sociais e políticas ao 
nível local/nacional (Pfotenhauer & Jasanoff, 2017). Esta co-produção ocorre no 
espaço entre o cumprimento dos procedimentos obrigatórios para a cooperação 
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transnacional e as decisões dos governos nacionais, por exemplo, em relação à 
tipologia dos perfis partilhados no sistema Prüm. 
No contexto do presente capítulo, pretende-se aprofundar em que medida 
os imaginários sociotécnicos políticos se espelham ou divergem dos imaginá-
rios sociotécnicos presentes nas narrativas dos entrevistados. Estes profissionais 
possuem perfis diversificados abrangendo as seguintes categorias: geneticistas 
forenses, membros de entidades de supervisão e regulação; membros de órgãos 
de investigação criminal; professores universitários/investigadores; membros 
de organizações não governamentais na área dos Direitos Humanos; membros 
de empresas privadas que prestam serviços forenses. Por este motivo, é dada 
primazia à comparação global entre narrativas dos entrevistados e o discurso 
político à data da implementação do sistema Prüm. No entanto, é de realçar que 
existem diferenças internas entre as culturas epistémicas dos diferentes grupos 
profissionais (stakeholders). 
Da análise das narrativas dos entrevistados vertem, à luz das opções meto-
dológicas adotadas, duas categorias analíticas. As expectativas relativas à imple-
mentação do sistema Prüm são analisadas com base nas categorias de «imagi-
nário sociotécnico de utilidade» e «imaginário sociotécnico de reciprocidade». A 
primeira remete para os imaginários cujas perceções e decisões, relativamente à 
implementação do sistema Prüm, sejam fortemente condicionadas pela configu-
ração do interesse nacional como principal fator de ponderação para a adesão ao 
mesmo. A segunda abarca as narrativas que enfatizam os valores de reciproci-
dade e de segurança da União Europeia como preponderantes para a adesão ao 
sistema Prüm. No entanto, podem encontrar-se dinâmicas conflituantes entre 
o que é desejável para ajudar a manter as sociedades seguras e os dilemas que 
surgem de um projeto de dimensão transnacional que interage com diferentes 
contextos nacionais. 
Imaginários sociotécnicos da cooperação transnacional  
em Portugal
Os imaginários sociotécnicos dos entrevistados são apreendidos pela análise 
das suas perspetivas acerca das motivações que levaram Portugal a demonstrar 
um posicionamento político favorável à implementação do sistema Prüm, quais 
as vantagens associadas a este aparato tecnológico, bem como os desafios que 
se podem enfrentar local e globalmente neste contexto de cooperação policial e 
judiciária.
Cooperação policial e judicial no sistema Prüm: o caso de Portugal e do Reino Unido
107
A maioria dos entrevistados refere que a criação de sistemas de partilha de 
informação para fins de investigação criminal foi um passo fundamental para 
permitir acompanhar a nova realidade no espaço europeu (Amankwaa, 2019). 
Este novo contexto deveu-se à adoção do Tratado Schengen que teve como prin-
cipal ambição a promoção da livre circulação de pessoas entre Estados-Mem-
bros. Contudo, a abertura das fronteiras internas da União Europeia veio, por 
sua vez, aumentar os desafios destes países em relação à segurança nacional, 
sendo esta ideia reforçada por discursos políticos contra o terrorismo e o crime 
organizado (de Hert, 2005). A simplificação da circulação dos cidadãos europeus 
entre Estados-Membros trouxe vantagens no plano económico, mas também 
permitiu que o crime se transformasse num fenómeno transnacional através 
da circulação de indivíduos que cometem crimes. O reconhecimento de que os 
países partilham preocupações e que estas devem, por sua vez, ser resolvidas 
através de soluções comuns revela, na maioria dos entrevistados um «imagi-
nário sociotécnico de reciprocidade». O extrato apresentado demonstra preci-
samente o entendimento dos «problemas comuns» da União Europeia, numa 
perspetiva europeísta que reproduz vários dos argumentos basilares à criação 
do sistema Prüm.
«Prüm não é mais do que exatamente a partilha de informação entre os 
vários países. Ora se nós sabemos que nos movemos cada vez com mais facili-
dade, um indivíduo está aqui e pode ir praticar um crime noutro país. Portanto 
é importantíssimo que haja essa troca de informação. Estamos numa Europa 
comum com problemas comuns.» [N06 geneticista forense]
De modo complementar, é também referido pelos entrevistados que a troca 
de informações entre países para fins de investigação criminal, através do sis-
tema Prüm, veio aumentar a capacidade de produção de inteligência forense 
(Bigo, 2006). Por outras palavras, a centralização estimulada pelo sistema Prüm 
possibilitou a realização de associações que até então poderiam passar desper-
cebidas aos operacionais no terreno, principalmente, devido à fragmentação 
das informações num modelo não centralizado, tal como se pode observar no 
extrato:
«[À]s vezes saber-se que existiu a dúvida é importante para outro tipo de 
coisas, onde a centralização permite (…) criar aquilo que nós chamamos de 
inteligência forense (…) no contexto das situações concretas. E Prüm obrigou- 
-nos a uma reorganização.» [N19 profissional de investigação criminal]
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Neste sentido, a postura entusiástica do país face à implementação do sis-
tema Prüm revelou-se consonante com o princípio de reciprocidade entre Esta-
dos-Membros (Hufnagel & McCartney, 2017). A vontade política em contribuir 
ativamente para a segurança da União Europeia e de inovar, a par com os países 
mais desenvolvidos, em matéria de investigação criminal (Machado & Silva, 
2010) também foi observada, de modo implícito, nas narrativas dos entrevista-
dos. Como se pode observar no extrato, é realçado o caráter vanguardista nacio-
nal na ratificação de acordos com outras comunidades.
«É no âmbito do princípio da reciprocidade, e é algo cultural, digamos 
assim. Portugal normalmente está na vanguarda dos países que normalmente 
tem tendência a ratificar os acordos com outras comunidades.» [N28 profis-
sional de investigação criminal]
A implementação do sistema Prüm apoiou-se, portanto, numa lógica de har-
monização e estandardização técnico-científica que pretendeu mitigar e ultra-
passar as diferenças legais, culturais e políticas dos Estados-Membros (Lam-
pland & Star, 2009; Prainsack & Toom, 2010). Sendo que a partilha e o fluxo de 
dados pessoais neste contexto só foram possíveis com a criação de standards 
que pretenderam tornar compatíveis sistemas, neste caso, bases de dados 
forenses, a priori incompatíveis (Bigo, 2008; McCartney, 2014). Enquanto tec-
nologia de vigilância, o sistema Prüm, usufruiu do aumento da amplitude da 
regulação transnacional quanto à gestão de tecnologias em vários setores de 
atividade, como na investigação criminal e no controlo do crime (Timmermans 
& Epstein, 2010). Sendo que a governação transnacional do sistema Prüm veio 
reiterar a noção de que as fronteiras físicas de um país não se circunscrevem 
necessariamente às suas fronteiras regulatórias (Djelic & Sahlin-Andersson, 
2006).
No que remete para os desafios do sistema Prüm, ainda que a estandardi-
zação técnica pareça ter alcançado um nível satisfatório para os entrevistados, 
estes enfatizam alguns pontos de tensão na sua implementação (Prainsack & 
Toom, 2013). As narrativas são reveladoras das tensões locais sentidas pelo 
país na procura pela harmonização das regulações nacionais (Hoeyer et al., 
2016). Dito isto, o sistema Prüm enquanto agente de estandardização da vigi-
lância genética na União Europeia tem encontrado vários desafios. Pois, esta 
cooperação transnacional encontra-se embebida num contexto de diversidade 
política e legal, de diferentes tradições em relação às tecnologias biométricas 
forenses, bem como diferentes expectativas e perceções em relação ao impacto 
societal operado pela vigilância. Entendendo-se que tem sido mais fácil aten-
Cooperação policial e judicial no sistema Prüm: o caso de Portugal e do Reino Unido
109
der aos critérios técnicos e científicos deste sistema do que alcançar consenso 
quanto às salvaguardas éticas, por exemplo, sobre privacidade e proteção de 
dados na partilha transnacional. No extrato apresentado o entrevistado reforça 
que é necessário encontrar um ponto de equilíbrio, já encontrado ao nível téc-
nico, que permita o levantamento de certas restrições legais que estão a limitar 
a partilha de dados:
«Os principais desafios são (…) termos alguma harmonização de legislação 
que permita que aquilo que a parte técnica já resolveu possa também concre-
tizar-se a nível de pressupostos legais para a troca de informação. Ou seja, que 
se consiga com segurança, que algumas restrições legais possam ser levanta-
das.» [N02 geneticista forense]
O sistema Prüm encontrou na estrutura de dois passos a resposta para as 
preocupações associadas à proteção das informações pessoais que constam nas 
bases de dados forenses (Prainsack & Toom, 2010). No entanto, no contexto 
português, o segundo passo da cooperação, quando ocorre a partilha efetiva dos 
dados, foi um dos pontos de tensão comumente referidos nas narrativas dos 
entrevistados. De modo geral, os entrevistados mostraram-se satisfeitos com 
o primeiro passo do sistema Prüm no país. Pois, a estandardização técnica dos 
laboratórios e das infraestruturas exigida para a sua implementação parece 
cumprir os requisitos impostos pelas Decisões Prüm (Prainsack & Toom, 2010, 
2013). No entanto, estes profissionais consideraram que o segundo passo se tem 
demonstrado mais complexo no momento da partilha dos dados demográficos 
dos indivíduos com países terceiros. A complexidade do segundo passo encon-
tra-se relacionada, num primeiro ponto, com o caráter restritivo da base de 
dados forense portuguesa (Machado & Silva, 2010, p. 218; Santos et al., 2013). 
Num segundo ponto, com a alçada da base de dados forense, pois, a sua custódia 
pertence ao Ministério da Justiça. Neste caso, a complexidade deve-se ao facto 
de as autoridades judiciais possuírem processos de partilha de informações ten-
dencialmente mais morosos do que os dos órgãos policiais (Machado & Granja, 
2019b). Estas tensões são consonantes com o que Frois e Machado (2016) des-
crevem a respeito da complexidade entre o imaginário do ideal de inovação por-
tuguês aliado à vontade de acompanhar os parceiros tecnologicamente «mais 
desenvolvidos» e a tentativa de manter várias restrições de acesso aos dados dos 
seus cidadãos. Posto isto, os entrevistados referem que os pontos supramen-
cionados se têm apresentado como obstáculos à partilha de dados pessoais de 
cidadãos nacionais com outros Estados-Membros no âmbito da investigação 
criminal, como se pode observar no excerto:
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«Em termos de ligação do nosso país a vários outros, tem corrido bem do 
ponto de vista técnico. (…) No que se refere ao tal second step (…), aí já tem 
havido alguma dificuldade. Portanto quando nós precisamos, tem havido algu-
mas informações que têm vindo para cá. O inverso, isso já não tem acontecido 
tanto porque a nossa legislação é restritiva. (…) Tem havido hits, mas depois 
os dados pessoais não os temos enviado por falta desta solicitação de um juiz.» 
[N02 geneticista forense] 
No plano global, a ocorrência de falsos positivos9 e a proteção dos direitos 
e liberdades civis foram os pontos de tensão elencados na utilização de um sis-
tema de partilha transnacional de dados pessoais no âmbito da investigação 
criminal (McCartney, 2014; Santos & Machado, 2017; Toom, 2018). No extrato 
abaixo apresentado, esta preocupação encontra-se plasmada no reconhecimento 
da importância de organismos transnacionais que colmatem a necessidade de 
se cumprirem determinados passos no decorrer da recolha da prova. Sendo esta 
uma medida que pode permitir a redução de situações em que certos indivíduos 
possam ver os seus direitos fundamentais diminuídos com base em provas não 
legítimas. Neste sentido, a ocorrência de um falso positivo pode ter origem na 
contaminação de amostras aquando da recolha das provas em cena de crime, 
onde a formalização dos procedimentos da cadeia de custódia da prova pode-
ria ser uma das soluções a adotar (McCartney, 2004, 2006; Murphy, 2018). O 
objetivo seria, mais uma vez, o da mitigação das diferenças entre países nesta 
matéria (Lampland & Star, 2009). 
«Tem de haver entidades internacionais que promovam a certificação 
sobre determinado tipo de passos, e esses passos têm de ser cumpridos religio-
samente, como por exemplo, a cadeia de custódia na prova, é importantíssimo, 
para a salvaguarda dos tais princípios de defesa do arguido.» [N28 profissional 
de investigação criminal]  
Ainda nesta linha, a legitimação do sistema Prüm segue os mesmos contornos 
dos restantes aparelhos tecnológicos de vigilância, pois recorre ao discurso sobre 
a necessidade de combater o terrorismo como forma de justificar o (re)equilíbrio 
da liberdade e da privacidade com a segurança coletiva (Bigo, 2008; de Hert, 
2005). Denote-se que o sentimento de insegurança em relação ao terrorismo 
tem sido disseminado à luz de processos culturais que dão voz às «inseguranças 
modernas» devido ao caráter imprevisível desta tipologia de crime (Monahan, 
(9) Um falso positivo ocorre quando uma correspondência é validada, mas uma análise 
mais detalhada (em laboratório ou por via da investigação) permite concluir que o resultado 
está errado (McCartney, 2014).
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2010). Apesar da conjuntura de insegurança, é necessário que os países façam 
um esforço no sentido da proteção dos direitos e liberdades civis em causa com 
a partilha transnacional de informações pessoais para fins de investigação crimi-
nal. Como se pode observar no seguinte excerto representativo desta narrativa: 
«É a proteção dos direitos, não é? Temos de acautelar sempre que não há 
excessos. E isto é muito importante, mas relativamente a fenómenos como o 
terrorismo que é um fenómeno europeu, é uma preocupação europeia, esta 
cooperação é fundamental.» [N18 membro de órgão de supervisão]
A análise das narrativas dos entrevistados revelou vários pontos de parale-
lismo com o discurso político no período da criação das bases de dados forenses 
e da implementação do sistema Prüm. Deste modo, os entrevistados elencaram 
a relevância do sistema Prüm tendo em consideração o aumento da mobilidade 
de cidadãos e os princípios da reciprocidade entre países da União Europeia. 
Quanto ao contexto português os entrevistados seguem o mesmo imaginário de 
inovação revelado pelo discurso político ao referirem, especificamente, que este 
tipo de iniciativa permite ao país inovar ao nível da investigação criminal e das 
tecnologias forenses de DNA. De modo geral, as perspetivas dos entrevistados e 
o posicionamento político face à criação da base de dados forense e à implemen-
tação do sistema Prüm podem ser enquadrados num «imaginário sociotécnico 
de reciprocidade». No entanto, realce-se que a vontade de fazer parte de um 
sistema de cooperação transnacional não corresponde a uma implementação 
total do mesmo, pois as várias tensões sentidas ao nível nacional são represen-
tativas da não linearidade deste tipo de processos de implementação. No caso 
português, esta situação é ilustrada, por exemplo, nas dificuldades sentidas na 
realização do segundo passo do sistema Prüm, devido ao tipo de custódia da 
base de dados forense.   
Imaginários sociotécnicos da cooperação transnacional  
no Reino Unido
A análise das narrativas dos entrevistados no contexto britânico seguiu as 
mesmas linhas analíticas adotadas para o contexto português. Portanto, com 
o aprofundamento das suas perspetivas sobre o sistema Prüm pretendeu-se 
compreender se os imaginários sociotécnicos dos entrevistados corroboravam 
os imaginários sociotécnicos políticos em relação à cooperação transnacional. 
Posto isto, a interpretação empírica foca-se nos significados que os entrevistados 
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atribuem ao sistema Prüm pela identificação das vantagens e desafios da imple-
mentação deste sistema para o país.
A entrada do Reino Unido no sistema Prüm tem sido caraterizada por avan-
ços e recuos políticos ao longo da sua implementação. Cronologicamente, em 
2007, o posicionamento político encontrava-se em linha com aqueles que eram 
os objetivos da União Europeia em relação ao sistema Prüm. Em 2013, verifi-
cou-se um recuo do novo Governo em relação à implementação do sistema, por 
motivos de ordem económica. Em 2014, a União Europeia recebeu oficialmente 
a decisão da não adesão do país neste sistema. Esta decisão veio contrariar o 
imaginário de cooperação transnacional que visa aumentar a segurança ao nível 
internacional, como também no panorama nacional. A decisão foi criticada por 
vários académicos, e mesmo antes de ser oficializada, em 2013, McCartney refe-
ria que esta decisão vinha isolar o Reino Unido em matéria de cooperação poli-
cial e de segurança na União Europeia (p. 559). Entre os anos de 2017 e 2018 
foram retomadas as negociações e o país encontrava-se a realizar a avaliação 
nacional da implementação do sistema Prüm. Em 2019, foi oficializada a sua 
participação quanto à partilha transnacional de dados genéticos (Conselho da 
União Europeia, 2019). Porém, em 2020, com a saída do país do espaço da 
União Europeia, consequência do referendo Brexit, a sua operacionalidade no 
sistema Prüm volta a ser condicionada. Isto porque estamos perante um sis-
tema que tem os seus limites de atuação balizados na cooperação entre países da 
União Europeia.
Face a um panoramo político muito particular, o Brexit, as narrativas dos 
entrevistados revelam um posicionamento muito favorável à adesão do país ao 
sistema Prüm, tecendo-se críticas à morosidade de todo o processo de decisão. 
Importa salvaguardar que os desafios enunciados no discurso político que servi-
ram como argumentação base para a não adesão inicial são também encontra-
dos nas narrativas dos entrevistados. No entanto, no último grupo, as tensões 
são apontadas enquanto pontos de reflexão e aperfeiçoamento do sistema ao 
invés de motivos para a clivagem com a cooperação transnacional operada pelo 
mesmo. Posto isto, as perspetivas analisadas atribuem ao sistema Prüm a capa-
cidade de empoderar (Prainsack & Toom, 2010) os países quanto à celeridade 
na resolução de crimes que ocorrem em diferentes jurisdições, por permitir a 
procura de correspondências nas bases de dados forenses de todos os Estados- 
-Membros. No primeiro extrato apresentado, demonstra-se a recetividade ao 
sistema Prüm através da descrição de uma investigação criminal que poderia ter 
sido mais rápida e, possivelmente, evitado novas vítimas, se os países envolvidos 
possuíssem sistemas de cooperação deste tipo. Numa ótica europeísta, é ainda 
referido que a direção a seguir é a da cooperação transnacional entre Estados- 
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-Membros. Sendo este um dos pontos de discrepância entre o imaginário de coo-
peração revelado pelos entrevistados e pelo posicionamento político durante o 
processo de decisão. Os primeiros revelam em várias ocasiões narrativas que 
se enquadram no «imaginário sociotécnico de reciprocidade» por oposição ao 
posicionamento político que se engloba no «imaginário sociotécnico de utili-
dade» reforçado pelos vários debates que acompanharam o Brexit.
«Estou feliz! Porque nós tivemos o caso de um camionista que matou mui-
tas prostitutas e outras mulheres entre a fronteira do País A, do País B e do 
País C. E eles só não o apanharam porque não partilharam informações. (…) 
Só o apanharam porque uma mulher escapou. (…) Se eles tivessem o DNA 
mais cedo poderiam ter percebido que era um camionista porque todos os 
homicídios aconteceram ao longo de uma autoestrada. (…) Temos que ir nesta 
direção [da partilha de dados transnacionais].» [D08 geneticista forense] 
Na mesma linha, no seguinte excerto, é evidenciada a noção de que o sistema 
Prüm permite a produção de inteligência para auxílio na investigação criminal 
(Bigo, 2006). Tal como referem os entrevistados, este sistema possibilita a des-
coberta dos padrões de crime de determinadas pessoas ou organizações crimi-
nosas a operar no espaço da União Europeia:
«O sistema Prüm é importante porque tem a capacidade de relacionar um 
criminoso no país A com um criminoso no país B. (…) É isto que nos dá a capa-
cidade de estar à frente e mostra que ele [criminoso] está a cometer crimes em 
A, B, C e D, mas, na verdade, analisamos qual é a inteligência por trás deste 
indivíduo. (…)» [D04 profissional de investigação criminal]
 
Quanto aos desafios locais sentidos na implementação do sistema Prüm, 
importa reforçar que o modo como estes são apropriados pelos entrevistados 
e pelo posicionamento político são diferentes. Apresentando-se como mais um 
ponto de discrepância. Ou seja, os desafios apontados são coincidentes, mas a 
forma como são mobilizados para a discussão em torno do sistema Prüm diver-
gem entre si. Os primeiros encaram-nos como aspetos a melhorar, já o posi-
cionamento político serviu-se destes para justificar a não cooperação em Prüm. 
Posto isto, ao nível nacional, os desafios trazidos pelo sistema Prüm estão rela-
cionados com o tamanho da base de dados forense (Downey et al., 2012); o custo 
da sua implementação (McCartney, 2013) e o possível aumento de falsos positi-
vos fruto da escala de comparação (Santos & Machado, 2017). Do mesmo modo, 
os entrevistados entenderam que ao possuir a maior base de dados forense, o 
país ficaria numa posição periclitante em relação ao aumento do volume de tra-
Crime e Tecnologia: Desafios Culturais e Políticos para a Europa
114
balho consequência do potencial elevado número de pedidos de informação dos 
Estados-Membros (McCartney, 2013). Estes pontos de tensão na implementa-
ção do sistema Prüm encontram-se espelhados no seguinte extrato:
«A base de dados de DNA é muito maior do que a dos outros [países], a 
implementação de Prüm pode ter impactos financeiros e de tempo conside-
ráveis para a polícia deste país. Porque o número de correspondências que 
podem vir a ser obtidas e investigadas neste país, por parte de forças [poli-
ciais] estrangeiras, pode ser demasiado elevado.» [D03 membro de órgão de 
supervisão]
Apesar do reconhecimento dos desafios do sistema Prüm, a maioria dos 
entrevistados afasta-se do discurso político que, implicitamente, perpetuou a 
noção de que os países iriam «usufruir» mais da base de dados forense britânica 
do que o inverso, numa perspetiva que coloca o «interesse nacional» acima dos 
ideais da cooperação europeia. Portanto, as narrativas dos entrevistados enqua-
dram-se no «imaginário sociotécnico de reciprocidade» por, na sua generali-
dade, serem críticas da postura política de exaltação da identidade nacional em 
detrimento da retórica de cooperação que caraterizou o debate acerca do sis-
tema Prüm e influenciou a não adesão ao mesmo, em 2014. Nos extratos que se 
seguem, são realçados vários aspetos que contrariam o discurso político vigente 
aquando da não adesão do sistema Prüm. Em particular, são representativos 
da crítica ao discurso político que instrumentalizou o sistema Prüm enquanto 
aparato tecnológico a ser utilizado para maximizar a deteção do crime no país, 
em detrimento de um discurso de maior enfoque na cooperação entre Estados- 
-Membros. Esta não reciprocidade de valores do Reino Unido para com a União 
Europeia, referida nos extratos, é reveladora de um imaginário político que hie-
rarquiza os «seres humanos» de acordo com o seu local de pertença, onde quem 
«pertence» ao Reino Unido goza de um maior valor de vida e de segurança do 
que os cidadãos de outros países (de Noronha, 2019, p. 6). 
«Eu sei que houve preocupações porque a nossa base de dados é muito 
maior que a dos outros países, iria ter muitos falsos positivos e o tempo que 
levaria a resolvê-los seria mau para toda a gente. Mas sou bastante a favor da 
partilha de informações. (…) Mas, não gosto de olhar para isto na base de «o 
que é que vamos tirar daqui?’» [D09 geneticista forense]
«O debate foi enquadrado pelo governo da seguinte forma: «Isto vai man-
ter o Reino Unido seguro», sem referir se poderíamos ajudar a manter [os 
outros países] seguros (…). O conceito moral de igualdade em relação a todos 
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os seres humanos não entra facilmente na política moderna (…). E esta foi a 
forma como o debate foi retratado e trazido para Prüm: «Isto é o Estado poli-
cial europeu». (…) Muito habilmente o governo moveu-se desta posição prévia 
para uma cautelosa aceitação de Prüm. (…) Não parece ter havido qualquer 
abordagem às liberdades civis.» [D02 membro de órgão de supervisão] 
Complementarmente, o Brexit serviu de plataforma para a reflexão sobre os 
valores da União Europeia. Grosso modo, os entrevistados consideram que o 
posicionamento político tem sido o de aproveitar da União Europeia as ferra-
mentas que lhe são mais convenientes após a análise de custo-benefício ao nível 
nacional, sendo este um traço distintivo do «imaginário sociotécnico de utili-
dade». Acrescentando-se ainda a crítica generalizada à morosidade com que a 
decisão de adesão ao sistema Prüm foi tomada. Isto porque, politicamente, o 
discurso tem sido revestido por uma tensão entre os interesses nacionais e os 
objetivos comuns da União Europeia (House of Lords, 2013). De modo implícito, 
identifica-se no extrato a crítica à saída do país da União Europeia, em paralelo 
com a vontade de querer continuar a usufruir dos seus sistemas e diretrizes de 
vigilância e detenção do crime.
«Acho que o Reino Unido está a optar muito rápido pela entrada [em 
Prüm] por causa do medo do Brexit. E acho que é absolutamente horrível que 
o Reino Unido demore tanto para tomar uma decisão e a veja como algo que 
deve ser precedido por uma análise de custo-benefício. Porque se fazemos 
parte da UE, fazer este tipo de coisas sem fazer uma análise própria de custo-
-benefício é o que deve ser feito. (…) Então, estou feliz por estarmos a decidir 
entrar. (...) Às vezes, acho que os stakeholders no Reino Unido, incluindo o 
Primeiro Ministro e outras pessoas, não entendem o que é a União Europeia. 
E não entendem a relevância política de algo como Prüm.» [D06 membro de 
órgão de supervisão]
A crítica dos entrevistados à deturpação dos objetivos do sistema Prüm em 
relação a uma análise autocentrada nos riscos e benefícios da cooperação trans-
nacional situa-se numa visão holística da cooperação e dos valores de recipro-
cidade e solidariedade entre os Estados-Membros, motivo pelo qual estes se 
enquadram no «imaginário sociotécnico de reciprocidade». No extrato apresen-
tado, são encetados três pontos explicativos da priorização política do «interesse 
nacional» nesta temática. Primeiro, a noção de que Prüm só seria útil se ajudasse 
os cidadãos britânicos a estarem mais seguros, ideal materializado na suspei-
ção e criminalização do outro (Aas, 2011; El-Enany, 2018; Virdee & McGeever, 
2018), onde «o outro não fala inglês» (D02). Segundo, o medo de se moverem 
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ações judiciais contra cidadãos britânicos por crimes que no plano nacional não 
usufruam da mesma moldura penal. Terceiro, a falta de confiança em relação 
aos sistemas policiais e judiciais dos restantes países da União Europeia (Hufna-
gel & McCartney, 2015). Tal como se pode observar no excerto:
«Os desafios às liberdades civis trazidos por Prüm não me parecem ser 
Prüm em si mesmo, mas (…) baseados no medo e suspeição do outro, onde 
o outro não fala inglês (…), e o medo de que alguém possa ser preso (…) por 
algo que não constitui uma ofensa criminal em Inglaterra (…). Ainda há, claro, 
o ponto de vista ativista: a suspeição de que todo o sistema de justiça crimi-
nal que não esteja sob a alçada da Rainha é profundamente dúbio, por isso, 
nenhum Englishmen deveria enfrentá-lo. (…) Em termos de diálogo há pouca 
discussão acerca do contexto europeu, mas uma identidade nacional particu-
lar emergiu neste debate. (…) Mas, realmente, só se focou em resolver crimes 
cometidos aqui, no Reino Unido.» [D02 membro de órgão de supervisão] 
Apesar das narrativas dos entrevistados se apresentarem, na sua maioria, 
desfavoráveis ao discurso político que enfatiza o «interesse nacional», uma 
parte diminuta reproduziu uma visão mais unilateral da cooperação transnacio-
nal. No extrato, são explicitamente referidos os benefícios que o país pode reti-
rar do sistema Prüm. Em particular, a adesão à cooperação policial e judiciária 
nestes moldes permite, potencialmente, a identificação de pessoas estrangeiras 
que cometeram crimes em território nacional e que ainda não são conhecidas 
das autoridades britânicas. A narrativa presente no extrato seguinte denota uma 
tentativa de instrumentalização do sistema Prüm com o objetivo de diminuir o 
número de crimes praticados por estrangeiros no país, em detrimento de uma 
lógica de cooperação transnacional que funciona nos dois sentidos: 
«[E]ncontramos alguns crimes, crimes graves como violação, assaltos. Isto 
[o sistema Prüm] não afeta necessariamente o nível de crimes que são come-
tidos, mas, certamente, se 30% das pessoas presas em Londres forem estran-
geiras, então devemos obter um benefício no sentido de detetar crimes através 
da pesquisa nas bases de dados.» [D01 profissional de investigação criminal]
As perspetivas dos entrevistados revelam-se críticas do discurso político que 
permeou o processo de tomada de decisão sobre a adesão ao sistema Prüm. Os 
profissionais identificaram os vários desafios da sua implementação, coinci-
dindo, na sua maioria, com os argumentos políticos dissuasores do sistema. No 
entanto, o modo como estes pontos de tensão são compreendidos difere entre 
os dois grupos. Na medida em que, mesmo reconhecendo os riscos do sistema 
Cooperação policial e judicial no sistema Prüm: o caso de Portugal e do Reino Unido
117
Prüm, os entrevistados mostram-se desfavoráveis a uma utilização unilateral do 
sistema, dando primazia a uma retórica europeísta assente na segurança cole-
tiva da União Europeia. Posto isto, os entrevistados revelaram um «imaginário 
sociotécnico de reciprocidade», por oposição ao posicionamento político que se 
caraterizou pelo «imaginário sociotécnico de utilidade». Importa realçar que 
a descoincidência dos imaginários sociotécnicos quanto à cooperação transna-
cional é fortemente influenciada pelos vários debates e campanhas realizadas 
no país aquando da votação do referendo Brexit. Sendo esta uma conjuntura 
política e social muito particular que permitiu perceber quais os argumentos que 
estão por trás da criminalização dos corpos imigrantes e de que forma esta se 
correlaciona com um posicionamento político que encara a cooperação transna-
cional sob a ótica do «interesse nacional» em diminuir a taxa de crimes cometi-
dos por estrangeiro no país. 
Conclusão
No sistema Prüm, os imaginários sociotécnicos são consolidados, num pri-
meiro momento, por instituições supranacionais, como a União Europeia, atra-
vés de decisões e narrativas políticas que realçam os benefícios públicos da sua 
adoção (Levenda et al., 2018). Num segundo momento, pelos Estados-Membros 
que partilham os mesmos imaginários quanto à gestão do risco. Os imaginários 
sociotécnicos, no caso do sistema Prüm, evoluíram a partir de um conjunto de 
decisões institucionais responsáveis por moldar o modo como a cooperação poli-
cial e judicial é encarada no seio na União Europeia. Neste sentido, os objetivos 
da agenda securitária da União Europeia formam uma «cultura política sociotéc-
nica única» (Kim, 2018, p. 177). Portanto, as narrativas acerca do sucesso desta 
tecnologia e as políticas aprovadas a seu respeito são fundamentais para a sua 
continuidade. Estes dois fatores permitem influenciar o modo de conceção da 
tecnologia, o gasto de dinheiro público para o seu desenvolvimento, bem como 
justificar a (não) inclusão dos cidadãos em relação aos benefícios de determi-
nado progresso tecnológico (Jasanoff & Kim, 2009). A análise do sistema Prüm, 
em Portugal e no Reino Unido, à luz dos seus desafios éticos, científicos e polí-
ticos permitiu compreender de que modo as noções de «Estado» e «interesse 
nacional» são «reinventadas (ou reproduzidas) na projeção, produção, imple-
mentação e compreensão dos imaginários sociotécnicos» (idem, p. 124). 
Os diferentes imaginários sociotécnicos destes países a respeito do sistema 
Prüm são condicionados pelo imaginário securitário coletivo da União Europeia. 
No entanto, o modo como se procedeu à criação das infraestruturas das bases 
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de dados forenses também é um fator explicativo do modo como o «interesse 
nacional» foi mobilizado pelo Reino Unido e de como no caso português decor-
reu do cumprimento de uma norma europeia obrigatória. Portanto, as bases de 
dados forenses destes dois países passaram por processos de evolução diferen-
ciados. Portugal possui uma base de dados forense de reduzida dimensão, ao 
passo que o Reino Unido é o país europeu com a maior base de dados para auxí-
lio à investigação criminal. Esta discrepância numérica encontra justificação no 
tempo de funcionamento das bases de dados e nos critérios de inserção/reten-
ção/eliminação de perfis forenses de DNA. Em Portugal, verifica-se uma maior 
restrição relativamente aos critérios enunciados, sendo que a decisão de manter 
estes limites rígidos teve que ver com a tentativa de manter a tradição humanista 
do sistema penal nacional, ainda que a tendência seja a da expansão desses cri-
térios. No Reino Unido, o panorama é diferente, pelo que os critérios de recolha/ 
retenção/eliminação de perfis da base de dados são mais latos e, atualmente, 
possui um sistema semi-restritivo. 
O discurso político português reproduziu o sistema Prüm enquanto um sis-
tema tecnológico para o auxílio na resolução de crimes nacionais e transnacio-
nais. No fundo, este seria mais uma tecnologia para melhorar a segurança do 
espaço europeu do qual faz parte. Neste caso, ainda que em diferentes escalas, 
tanto o posicionamento político como as narrativas dos entrevistados revelaram 
um «imaginário sociotécnico de reciprocidade» relativamente à argumentação 
utilizada para justificar a legitimidade do sistema Prüm. Exemplo da vontade 
política em contribuir para o sucesso deste projeto tecnocientífico é a altera-
ção à Lei n.º 5/2008 que teve como objetivo permitir o aumento do número de 
perfis de DNA, não só para melhorar a eficácia da base de dados forense ao nível 
nacional, como também para ser mais eficiente no plano transnacional. Apesar 
da priorização dos valores comuns da União Europeia e da vontade em fazer 
parte da solução para os mesmos, é importante referir que a implementação 
do sistema Prüm foi acompanhada de várias adaptações à realidade nacional, 
resultando numa das leis de bases de dados forenses mais restritivas da União 
Europeia. 
O projeto piloto levado a cabo no Reino Unido para auxiliar a decisão de 
adesão ao sistema Prüm é, por sua vez, representativo do modo como o posi-
cionamento político mobilizou o «interesse nacional» quanto à implementação 
deste sistema. Sendo que, os decisores políticos britânicos foram enquadrados 
no âmbito do «imaginário sociotécnico de utilidade». Pois, apesar de fazerem 
parte da comunidade Europeia, encararam que a adesão ao sistema deveria 
ser realizada à luz de uma análise dos custos e benefícios para o país. Sob este 
pano de fundo, foram elencados vários argumentos desfavoráveis ao sistema 
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Prüm. Genericamente, observaram-se os seguintes pontos: cedência da sobe-
rania nacional à União Europeia, elevado dispêndio de recursos económicos 
na implementação, existência de falsos positivos e potencial existência de um 
número desproporcional de pedidos de informação por parte dos outros países. 
Contudo, nas narrativas dos entrevistados foram reforçados os valores de reci-
procidade e de segurança coletiva nos países constituintes da União Europeia, 
em complementaridade com uma crítica generalizada aos posicionamentos 
políticos que priorizaram o «interesse nacional» durante o processo de deci-
são. Deste modo, os entrevistados enquadram-se no «imaginário sociotécnico 
de reciprocidade». 
Dar sentido a políticas nacionais que apoiam o desenvolvimento de proje-
tos tecnocientíficos, como o sistema Prüm, obriga os países a mobilizar tanto 
os seus recursos materiais e organizacionais, como os seus recursos do imagi-
nário que permitem a relação entre este tipo de políticas e o bem-comum dos 
cidadãos (manter a sociedade em segurança) (Jasanoff et al., 2007). Dito isto, a 
projeção das infraestruturas do sistema Prüm é o resultado de um conjunto de 
escolhas científicas, éticas e políticas. Científicas porque é necessário que fun-
cionem corretamente para o que foram construídas, por exemplo, a compara-
ção de perfis de DNA é uma técnica consolidada. Éticas porque equacionam os 
potenciais riscos ou erros da tecnologia: falsos positivos, privacidade, abuso de 
poder. E políticas porque foram pensadas para um contexto europeu assente na 
cooperação e na reciprocidade de valores. Deste modo, a análise comparativa do 
sistema Prüm em Portugal e no Reino Unido mostra que os diferentes modos de 
implementação deste sistema não podem ser equacionados apenas como meras 
variações da sua utilização. A partir do conceito de imaginários sociotécnicos 
foi possível identificar as tensões entre a universalidade do sistema Prüm e os 
imaginários locais que conduziram a modelos de implementação diferenciados 
entre estes países. Realçando-se, por fim, que os imaginários a respeito da coo-
peração através do sistema Prüm são fortemente permeáveis e condicionados 
pelos contextos históricos, sociais e políticos destes países. 
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