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Abstrak 
Text message adalah pesan singkat yang biasa disebut dengan sort message service 
(SMS) yang merupakan salah satu sarana untuk menyampaikan pesan tertulis secara 
elektronik. Dalam pembuatan aplikasi ini menggunakan beberapa pengolahan perangkat lunak 
seperti Android Development Tools, Software Development Kit, Java Development Kit, dan 
Eclipse sebagai perancangan desain interface. Aplikasi ini membuat pesan yang bersifat 
rahasia dapat dikirimkan dengan aman tampa diketahui oleh orang yang tidak berhak. 
Diharapkan setelah mengunakan aplikasi ini tingkat keamanan pesan dapat semakin 
meningkat. 
 
Kata kunci —Text Message, SMS, Android, Kemanan, Algoritma, RC6 
 
 
Abstract 
 Text message is a short message commonly referred to sort message service (SMS), 
which is one of the means for conveying written messages electronically. In making this 
application uses multiple processing software such as Android Development Tools, Software 
Development Kit, Java Development Kit, and Eclipse as designing the interface. This 
application makes confidential message can be delivered safely without known by unauthorized 
persons. Expected after using this application message-level security can be increased. 
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1. PENDAHULUAN 
 
Sekarang ini perkembangan ponsel android sangat berkembang pesat, banyak 
fitur – fitur aplikasi yang disediakan oleh android sebagai sistem operasi ponsel seperti 
pemutar video, push mail, aplikasi chatting, mengakses layanan internet dan 
sebagainya, tetapi fitur – fitur yang terdapat pada ponsel biasa pun masih terdapat pada 
pada ponsel dengan sistem operasi android seperti Short Message Service (SMS), Call, 
dan Multimedia Message Service (MMS). Dari sekian banyak fitur – fitur yang 
disediakan Android, salah satunya yang sampai saat ini masih banyak digunakan yaitu 
SMS. 
Aplikasi SMS ini masih banyak digunakan oleh setiap orang untuk berbagi 
pesan singkat kepada rekan kerja dan keluarga untuk saling bertukar informasi. Pesan 
yang dikirim mengunakan aplikasi SMS masih berupa teks terbuka belum terproteksi 
dengan kata lain pesan teks tersebut pesan yang dikirimkan tidak  langsung diterima oleh 
  ISSN: 1978-1520 
IJCCS Vol. x, No. x,  July201x :  first_page–end_page 
2 
penerima tetapi pesan tersebut harus melewati Short Message Service Center (SMSC). SMSC 
berfungsi untuk mencatat komunikasi yang terjadi antara pengirim dan penerima SMS.[4] 
Dengan kata lain semua komunikasi yang dilakukan mengunakan SMS semuanya 
tersimpan pada SMSC, hal ini menyebabkan seorang operator dapat memperoleh informasi atau 
membaca SMS didalam SMSC. Hal ini dapat dilihat dari beberapa kasus yang terjadi 
belakangan ini dimana pihak berwenang seperti kepolisian, kejaksaan, atau KPK  dapat 
meminta transkrip SMS ke operator untuk dijadikan bahan penyelidikan di persidangan. 
Hal ini menunjukan bahwa pesan SMS yang dikirimkan tersebut belum terproteksi 
sehingga pesan – pesan yang dikirimkan dapat dibaca oleh pihak lain. Untuk mengamankan 
pesan SMS yang dikirim diperlukan proteksi tambahan untuk mengamankan pesan – pesan 
penting yang akan kirim melalu SMS. 
 
2. METODE PENELITIAN 
 
“Menurut Whitten, (2007, hal 183) metodologi merupakan cara atau alat yang 
digunakan untuk membantu dalam melakukan penelitan”. Prototyping merupakan metodologi 
pengembangan perangkat lunak yang menitik-beratkan pada pendekatan aspek rancangan, 
fungsi dan antarmuka pengguna. Prototyiping bertujuan untuk menentukan tujuan umum, 
kebutuhan yang diketahui dan gambaran bagian-bagian yang akan dibutuhkan. Pengembang 
mengumpulkan detail dari kebutuhan dan memberikan suatu gambaran dengan cetak biru 
(prototype). Sebuah prototype adalah sebuah sistem dalam fungsi yang sangat minimal karena 
bertujuan untuk menentukan tujuan umum, kebutuhan yang diketahui dan gambaran bagian-
bagian yang akan dibutuhkan[14]. 
Model prototypinng dan digunakan untuk menyambungkan ketidak pahaman pelanggan 
mengenai hal teknis dan memperjelas spesifikasi kebutuhan yang diinginkan pelanggan kepada 
pengembang perangkat lunak. [9] 
Prototyping memiliki tahapan – tahapan atau fase yang dapat dilakukan. Berikut 
penjelasan untuk setiap fase pada prototyping. 
 
1. Perencanaan Prototyping 
Pada tahap ini, platform ditentukan dan dilakukan identifikasi kebutuhan sistem yang 
akan dibuat meliputi tujuan, manfaat, dan ruang lingkup data yang dikumpulkan dengan 
membaca buku dan jurnal yang berkaitan dengan aplikasi yang akan dibangun. Penulis 
membuat aplikasi berbasis Android. Android adalah sebuah sistem operasi mobile yang 
berbasiskan pada versi modifikasi dari linux. Pertama kali sistem operasi ini dikembangkan 
oleh perusahaan Android.Inc. Nama perusahaan inilah yang pada akhirnya digunakan 
sebagai nama proyek sistem operasi mobile tersebut, yaitu sistem operasi Android.[6]. 
Bahasa Pemograman yang digunakan pada pembuatan aplikasi ini adalah Bahasa 
Pemograman Java. 
 
2. Mendesain Prototyping 
Mendesain prototype dengan membuat perancangan sementara yang berfokus pada 
penyajian aplikasi dan skenario yang akan dibuat untuk menentukan apakah prototype dapat 
diterima oleh pemesan atau pemakai. Pada tahap ini penulis mendesain aplikasi 
pembelajaran dengan menggunakan Eclipse, SDK dan ADT serta JDK. Eclipse yaitu sebuah 
IDE ( intergrated Development Environment ) untuk mengembangkan perangkat lunak dan 
dapat dijalankan di semua platform ( platform independent).[13],  JDK adalah sebuah 
produk yang dikembangkan oleh Oracle yang ditujukan untuk para devoloper Java. Sejak 
Java diperkenalkan, JDK merupakan Java Software Devolopment Kit (SDK) yang paling 
sering digunakan.[13], Android SDK adalah tools API (Application Program mingInterface) 
yang berisi debugger, library, emulator, dokumentasi, contoh kode program dan tutorial. 
[13], ADT adalah plug-in yang berguna sebagai pengenal Android di dalam IDE Eclipse. 
Dengan ADT plug-ins kita bisa membuat project aplikasi Android baru, mengakses tools 
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emulator dan perangkat Android, melakukan kompilasi dan men – debug aplikasi, 
mengekpor aplikasi ke Android Packages (APK), membuat sertifikasi digital terhhadapkode 
program APK[13] 
  
3. Mengevaluasi Prototyping 
Pada tahap ini evaluasi dilakukan oleh pelangan apakah prototyping yang sudah dibangun 
sudah sesuai dengan keinginan pelanggan. Jika sudah sesuai maka langkah membangun 
sistem akan diambil. Jika tidak, maka prototyping direvisi dengan mengulang langkah 
perencanaan dan pendesainan kembali. Langkah ini digunakan untuk memperbaiki 
kekurangan atau kesalahan terhadap pengembang produk. 
 
4. Membangun Sistem 
Pada tahap ini prototyping yang sudah dipakai dibangun untuk menjadi sebuah 
sistem atau aplikasi yang diterjemahkan ke dalam bahasa pemograman yang sesuai 
berdasarkan hipotesa ke dalam produk prototyping. Pada tahap ini penulis membang sistem 
dengan mengunakan algoritma RC6 sebagai algoritma untuk mengenkripsi dan dekripsi 
pesan. RC6 Block cipher adalah pengembangan dari sistem RC5 block cipher, dirancang 
khusus untuk memenuhi kebutuhan akan sebuah Advanced Encryption Standard (AES). 
Sama seperti RC5, RC6 membuat penggunaan sifat dasar pada data tergantung pada rotasi. 
Aplikasi tambahan pada RC6 yaitu tersedianya 4 register kerja sebagai penganti 2 register 
kerja, dan inklusi dari perkalian integer sebagai operasi dasar tambahan. Penggunaan 
multiplikasi yang besar meningkatkan difusi setiap putaran. 
Algoritma RC6 dilengkapi dengan beberapa parameter, sehingga dituliskan sebagai 
RC6-w/r/b. Parameter w merupakan ukuran kata dalam satuan bit, parameter r merupakan 
bilangan bukan negatif yang menunjukan banyaknya iterasi selama proses enkripsi dan 
parameter b menunjukan ukuran kunci enkripsi dalam byte. Setelah algoritma ini masuk 
dalam kandidat AES, maka ditetapkan bahwa nilai w = 32, r=20 dan b bervariasi antara 16, 
24 dan 32 byte. 
RC6-w/r/b memecah blok 128 bit menajdi 4 buah blok 32-bit, dan mengikuti aturan 
enam operasi dasar sebagai berikut : 
1. a + b operasi penjumlahan bilangan integer 
2. a – b operasi pengurangan bilangan integer 
3. a  b operasi exclusive-OR w – bit words 
4. a x b operasi perkalian bilangan bulat modulo 2 
5. a<<<b dirotasikan ke kiri sebanyak variabel kedua (b) 
6. a>>>b dirotasikan ke kanan sebanyak variabel kedua (b) 
Pada proses enkripsi dan dekripsi, Karena RC6 memecah blok 128 bit menjadi 4 
buah blok 32 bit, maka algoritma ini bekerja dengan 4 buah register 32-bit A, B, C, D. Byte 
yang pertama dari plaintext atau ciphertext ditempatkan pada byte A, sedangkan byte yang 
terakhirnya ditempatkan pada byte D. Dalam prosesnya akan didapatkan (A, B, C, D) = (B, 
C, D, A) yang diartikan bahwa nilai yang terletak pada sisi kanan berasal dari register disisi 
kiri. Rumusan pengujian untuk enkripsi mengunakan RC6 dapat dilihat dibawah ini:  
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Algorima RC 6 mengunakan 44 sub kunci yang dibangkitkan dari kunci dan 
dinamakan dengan S[0] hingga S[43]. Masing – masing sub kunci panjangnya 32 bit. 
Proses enkripsi pada algoritma RC6 dimulai dan diakhiri dengan proses whitening yang 
bertujuan untuk menyamarkan iterasi yang pertama dan yang terakhir dari proses enkrisi 
dan dekripsi. Pada proses whitening awal , nilai B akan dijumlahkan dengan S[0], dan 
nilai D dijumlahkan dengan S[i]. Pada masing – masing itersi pada RC6 menggunakan 
2 buah sub kunci. Sub kunci pada iterasi yang pertama menggunakan S[2] dan S[3], 
sedangkan iterasi – iterasi berikutnya mengunakan sub – sub kunci lanjutannya. Setelah 
iterasi ke – 20 selesai, dilakukan proses whitening akhir dimana nilai A dijumlahkan 
dengan S[43], dan nilai C dijumlahkan denngan S[43]. 
Setiap iterasi pada algoritma RC6 mengukuti atarun sebagai berikut, nilai B 
dimasukan ke dalam fungsi f, yang didefinisikan f(x) = x (2x+1), kemudian diputar 
kekiri sejauh lg-w atau 5 bit. Hasil yang didapat pada proses ini dimisalkan sebagai u. 
Nilai u kemudian di XOR dengan C dan hasilnya menjadi nilai C. 
Nilai t juga digunakan sebagai acuan bagi C untuk memutar nilainya ke kiri. 
Begitu pula dengan nilai u, juda digunakan sebagai acuan bagi nilai A untuk melakuan 
proses pemutaran ke kiri. 
Kemudian sub kunci S[2i] pada iterasi dijumlahkan dengan A, dan sub kunci 
S[2i+1] dijumlahkan dengan C. Keempat bagaian dari blok kemudian akan 
dipertukarkan dengan mengikuti aturan, bahwa nilai A ditematkan pada D, nilai B 
ditempatkan pada A, nilai C ditempatkan pada B dan nilai (asli) D ditempatkan pada C. 
Demikian iterasi tersebut akan terus berlangsung hingga 20 kali. 
 
 
 
 
 
 
 
 
 
 
 
 
Masukan : Plaintextdisimpan dalamempatw-bit input registerA; B; C; D 
RJumlahputaran 
w-bit S[; :::; 02r+3] putaran kunci 
Keluaran : Chipertext disimpan di A, B, C, D 
Prosedur :B = B + S[0] 
 D = D + S[1] 
 For i = l to r do\ 
  { 
   t  = ( B x (2B +1)) <<< lg w  
   u = ( D x (2D +1)) <<< lg w 
   A= ((A  t) <<< u) + S[2i] 
   C= (( C  u) <<< t) + S[2i +1] 
   (A,B,C,D) = (B,C,D,A) 
  } 
 A = A + S [2r + 2] 
 C = C + S [2r + 3] 
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Dekripsi dengan RC6 –w/r/b 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Proses dekripsi chipertext pada algoritma RC6 merupakan pembalikan dari 
proses enkripsi. Pada proses whitening, bila proses enkripsi mengunakan operasi 
penjumlahan, maka pada proses dekripsi mengunakan operasi pengurangan. Sub kunci 
yang digunakan pada proses whitening setelah iterasi diterapkan sebelum iterasi 
pertama, begitu pula sebaliknya sub kunci yang diterapkan pada proses whitening 
sebelum iterasi pertama digunakn pada whitening setelah iterasi terakhir, akibatnya, 
untuk melakukan dekripsi, hal yang harus dilakukan semata – mata hanyalah 
menerapkan algoritma yang sama dengan enkripsi, dengan tiap iterasi mengunakan sub 
kunci yang sama dengan yang digunakan pada saat enkripsi, hanya saja urutan sub 
kunci yang digunakan terbalik. 
 
2.1 Penjadwalan Kunci 
  Pengguna memasukan sebuah kunci yang besarnya b byte, dimana 0≤b≤225. 
Byte kunci ini kemudian ditempatkan dalam array c w-bit word L[0]...L[c-1]. Byte 
pertama kunci akan ditempatkan sebagian pada L[0], byte kedua pada L[1], dan 
seterusnya. (Catatan bila b=0 maka c=1 dan L[0]=0). Masing – masing nilai kata w-
bit akan dibangkitkan pada penambahan kunci round 2r+4 dan akan ditempatkan 
pada array S[0,...,2r+3]. 
  Konstanta P32 = B7E15163 dan Q32 = 9E3779B9 (dalam satuan 
heksadesimal) adalah “konstanta ajaib” yang digunakan dalam penjadwalan kunci 
pada RC6. Nilai P32 diperoleh dari perluasan bilangan biner e-2, dimana e adalah 
sebuah  fungsi algoritma. Sedangkan nilai Q32 diperoleh dari perluasan bilangan 
biner ø-1, dimana ø dapatdikatakan sebagai “golden ratio” (rasio emas). [1]  
 
2.2 Struktur Chiper 
  Mekanisme yang digunakan pada algoritma RC6 ini adalah pembagian blok 
dari 128 bit menjadi empat buah blok yang masing – masing besarnya 32 bit. Fungsi 
f(x) = x(2x+1) yang diikuti dengan pergeseran 5 bit ke kiri digunakan untuk 
memberikan tingkatan keamanan data yang tinggi. Pada RC6 tidak ditemui adanya 
Feistel Network seperti pada DES, namun fungsi f(x) = x(2x+1) dan pergeseran 5 bit 
ke kiri sudah dapat menghasilkan tingkat pengacakan data yang tidak kalah dengan 
algoritma yang mengunakan feistel network. [1]. 
 
 
Masukan : Chipher tex tdisimpan dalam empat w-bit input registerA; B; C; D 
R Jumlah putaran 
w-bit S[; :::; 02r+3] putaran kunci 
Keluaran : Plaintext disimpan di A, B, C, D 
Prosedur :C = C + S[2r + 3] 
  A = A + S[2r + 2] 
  For i = r downto 1 do 
  { 
   (A,B,C,D) = (D,A,B,C) 
   u = ( D x (2D +1)) <<< lg w 
   t  = ( B x (2B +1)) <<< lg w  
   C= (( C - S[2i +1])>>> t)  u 
   A= ((A - S[2i]) >>> u)  t    
  } 
 D = D - S [1] 
 B = B - S [0] 
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2.3 Banyak Iterasi 
  Penentuan banyaknya iterasi didasarkan atas azas keseimbangan. Dimana jika 
round sedikit akan menyebabkan chiper menjadi mudah untuk dipecahkan. 
Seangkan jika jumlah iteras  semakin banyak, akan menyebabkann kecepatan proses 
enkripsi/dekripsi akan semakin berkurang. 
  Sebenarnya jumlah round sebanyak 20 kali cukup beralasan. Akan tetapi 
berdasarkan analisis keamanan yang sangat mendalam, diketahui serangan terbaik 
terhadap RC6 dapat mencapai round 8. Untuk alasan ini, pencipta RC6 memberikan 
“security margin” yang cukup besar yaitu sebanyak 12 round untuk memberikan 
perlindungan keamanan yang tinggi. [1] 
 
2.4 Penjadwalan Kunci 
   kunci pada RC6 menggunakan sebuah sBox  untuk melakukan iterasi awal 
terhadap S[0]...S[43]. Nilai konstanta P32 = B7E15163 (heksadesimal) didefinisikan 
sebagai inisialisasi awal terhadap S[0] dan inisialisasi awal S[1] hingga S[43] 
didapat dengan menambahkan Q32= 9E3779B9 (heksadesimal) terhadap inisialisasi 
awal subkunci – subkunci sebelumnya. 
  Pada proses utama penjadwalan kunci, digunakan beberapa operasi seperti 
pergeseran bit dan operasi penjumlahan yang menyebabkan proses penjadwalan 
kunci pada RC6 mempunyaii kekuatan yang sama dengan RC6 cipher itu sendiri. [1] 
 
2.5 Perubahan Besar Kunci 
  Arsip ciphertext mempunyai ukuran yang lebih besar dari arsip plaintext hal ini 
terjadi karena adanya proses pedding. 
  Pada mode EBC (Electronic Book Code) maupun pada CBC (Chiper Blok 
Chaining), perubahan maksimum besarnya arsip chiphertext adalah sebesar satu blok 
penyandian data (16 byte). Hal ini terjadi semata – mata karena adanya proses 
padding (16 byte). Walaupun pada mode CBC (Chiper Blok Chaining) terdapat 
proses inisial vektor, namun yang terjadi tidak akan merubah besar ukuran chipertext 
menjadi lebih besar dibanding mode EBC (Electronic Book Code). [1] 
 
5. Menguji Sistem 
Setelah sistem sudah menjadi suatu perangkat lunak yang siap pakai, harus 
dites dahulu sebelum digunakan menggunakan pengujian blackbox, pengujian 
pada beberapa perangkat bergerak dengan platform Android dan pengujian 
tingkat kepuasan dengan kuesioner dalam melakukan pengujian untuk 
memastikan bahwa sistem dapat berlangsung dengan baik dan benar, sesuai 
kebutuhan user. 
 
6. Implementasi Sistem  
Pada tahap ini, perangkat lunak yang telah diuji dan diterima user. Sistem siap 
untuk digunakan dan diimplementasikan. Akhir dari keenam tahap ini adalah produk 
perangkat lunak yang sudah lengkap. Semua tahapan prototyping ini dijalankan 
secara berurutan dan berulang – ulang. 
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3. HASIL DAN PEMBAHASAN 
 
3.1 Tampilan Aplikasi 
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 Pengujian menggunakan tiga jenis handphone android dengan spesifikasi sebagai 
berikut:  
NO Merk Tipe Sistem Operasi RAM Ekternal 
Memori 
1 Samsung Grand Prime Android 4.4.2 Kitkat 1 Gb Micro SD 
8GB class 4 
2 Evercross A7N Android 4.4 Kitkat 1 Gb Micro SD 
8GB class 4 
3 Lenovo A859 Android 4.2 Jelly 
Bean 
1 Gb Micro SD 
8GB class 4 
 
Pengujian program atau tampilan program dilakukan untuk melihat aplikasi dapat berjalan 
pada device yang memiliki merk dan tipe operasi sitem yang berbeda – beda. Pengujian 
akan dilakukan dengan mengamati aplikasi yang berjalan pada device.  
 Dari percobaan mengunakan tiga tipe handphone tersebut maka diperoleh sejumlah 
hasil yang dapat dilihat pada tabel-tabel berikut ini : 
 
Uji Coba pada Samsung Grand Prime 
No. Uji Coba Hasil yang Diharapkan 
Waktu 
menampilkan 
pada layar ± 
(detik) 
Hasil Uji 
1. Menu Utama Menampilkan Menu Utama 0,98 Berhasil 
2. Tombol tulis 
Beralih ke tampilan tulis 
pesan 
0,63 Berhasil 
3. Akses kontak 
Menampilkan kontak pada 
kontak telepon 
0,55 Berhasil 
4 
Proses enkripsi 
dengan teks 
pendek (20 
karakter) 
Mengekripsi teks yang 
pendek 
0,04 Berhasil 
5 
Proses enkripsi 
dengan teks 
panjang ( > 160 
Karakter) 
Mengekripsi teks yang 
panjang 
0.06 Berhasil 
6 Pengiriman Mengirimkan pesan yang Bergantung Berhasil 
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telah di enkripsi pada provider 
7 Penerimaan 
Penerima pesan yang telah 
dikirimkan pengguna lain 
Bergantung 
pada provider 
Berhasil 
8 Akses Inbox 
Menampilkan list pesan 
masuk pada telepon 
0.49 Berhasil 
9 
Pemilihan list 
pesan 
Beralih ke halaman baca 
pesan dengan pesan 
enkripsi tampil pada kolom 
pesan 
0.42 Berhasil 
10 
Proses dekripsi 
dengan kunci 
benar 
Menampilkan pesan yang 
benar dengan kunci yang 
benar 
0,33 Berhasil 
11 
Proses dekripsi 
dengan kunci 
salah 
Pesan tidak tampil atau 
masih dalam bentuk sandi 
dikarenakan kunci pesan 
salah 
0.41 Berhasil 
12 Tombol balas 
Beralih kehalaman untuk 
membalas pesan 
0,38 Berhasil 
13 Akses Outbox 
Menampilkan list pesan 
keluar pada telepon 
0.34 Berhasil 
14 
Pemilihan list 
keluar 
Beralih ke halaman untuk 
meneruskan pesan 
0.46 Berhasil 
15 Teruskan Pesan 
Mengirimkan pesan yang 
sama kepada penguna lain 
Bergantung 
pada provider 
Berhasil 
16 Tombol Help 
Menampilkan kotak 
informasi mengenai cara 
pengunaan aplikasi 
0.44 Berhasil 
17. Tombol About 
Menampilkan kotak 
informasi mengenai aplikasi 
dan pembuat aplikasi 
0.42 Berhasil 
 
Uji Coba pada Evercross A7N  
 
No. Uji Coba Hasil yang Diharapkan 
Waktu 
menampilkan 
pada layar ± 
(detik) 
Hasil Uji 
1. Menu Utama Menampilkan Menu Utama 1,08 Berhasil 
2. Tombol tulis 
Beralih ke tampilan tulis 
pesan 
0,68 Berhasil 
3. Akses kontak 
Menampilkan kontak pada 
kontak telepon 
0,65 Berhasil 
4 
Proses enkripsi 
dengan teks 
pendek 
Mengekripsi teks yang 
pendek 0,08 Berhasil 
5 
Proses enkripsi 
dengan teks 
panjang 
Mengekripsi teks yang 
panjang 0.14 Berhasil 
6 Pengiriman 
Mengirimkan pesan yang 
telah di enkripsi 
Bergantung 
pada provider 
Berhasil 
7 Penerimaan 
Penerima pesan yang telah 
dikirimkan pengguna lain 
Bergantung 
pada provider 
Berhasil 
  ISSN: 1978-1520 
IJCCS Vol. x, No. x,  July201x :  first_page–end_page 
10 
8 Akses Inbox 
Menampilkan list pesan 
masuk pada telepon 
0.53 Berhasil 
9 
Pemilihan list 
pesan 
Beralih ke halaman baca 
pesan dengan pesan 
enkripsi tampil pada kolom 
pesan 
0.49 Berhasil 
10 
Proses dekripsi 
dengan kunci 
benar 
Menampilkan pesan yang 
benar dengan kunci yang 
benar 
0,38 Berhasil 
11 
Proses dekripsi 
dengan kunci 
salah 
Pesan tidak tampil atau 
masih dalam bentuk sandi 
dikarenakan kunci pesan 
salah 
0.45 Berhasil 
12 Tombol balas 
Beralih kehalaman untuk 
membalas pesan 
0,45 Berhasil 
13 Akses Outbox 
Menampilkan list pesan 
keluar pada telepon 
0.38 Berhasil 
14 
Pemilihan list 
keluar 
Beralih ke halaman untuk 
meneruskan pesan 
0.49 Berhasil 
15 Teruskan Pesan 
Mengirimkan pesan yang 
sama kepada penguna lain 
Bergantung 
pada provider 
Berhasil 
16 Tombol Help 
Menampilkan kotak 
informasi mengenai cara 
pengunaan aplikasi 
0.48 Berhasil 
17. Tombol About 
Menampilkan kotak 
informasi mengenai aplikasi 
dan pembuat aplikasi 
0.45 Berhasil 
 
Tabel 4.4 Uji Coba pada Lenovo A859  
No. Uji Coba Hasil yang Diharapkan 
Waktu 
menampilkan 
pada layar ± 
(detik) 
Hasil Uji 
1. Menu Utama Menampilkan Menu Utama 1.82 Berhasil 
2. Tombol tulis 
Beralih ke tampilan tulis 
pesan 
1.4 Berhasil 
3. Akses kontak 
Menampilkan kontak pada 
kontak telepon 
0.64 Berhasil 
4 
Proses 
enkripsi 
dengan teks 
pendek (20 
karakter) 
Mengekripsi teks yang 
pendek 
0.54 Berhasil 
5 
Proses 
enkripsi 
dengan teks 
panjang ( > 
160 Karakter) 
Mengekripsi teks yang 
panjang 
0.85 Berhasil 
6 Pengiriman 
Mengirimkan pesan yang 
telah di enkripsi 
Bergantung 
pada provider 
Berhasil 
7 Penerimaan 
Penerima pesan yang telah 
dikirimkan pengguna lain 
Bergantung 
pada provider 
Berhasil 
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8 Akses Inbox 
Menampilkan list pesan 
masuk pada telepon 
13.6 Berhasil 
9 
Pemilihan list 
pesan 
Beralih ke halaman baca 
pesan dengan pesan enkripsi 
tampil pada kolom pesan 
0.57 Berhasil 
10 
Proses 
dekripsi 
dengan kunci 
benar 
Menampilkan pesan yang 
benar dengan kunci yang 
benar 
0.93 Berhasil 
11 
Proses 
dekripsi 
dengan kunci 
salah 
Pesan tidak tampil atau masih 
dalam bentuk sandi 
dikarenakan kunci pesan 
salah 
0.86 Berhasil 
12 Tombol balas 
Beralih kehalaman untuk 
membalas pesan 
0.97 Berhasil 
13 Akses Outbox 
Menampilkan list pesan 
keluar pada telepon 
1.62 Berhasil 
14 
Pemilihan list 
keluar 
Beralih ke halaman untuk 
meneruskan pesan 
0.85 Berhasil 
15 
Teruskan 
Pesan 
Mengirimkan pesan yang 
sama kepada penguna lain 
Bergantung 
pada provider 
Berhasil 
16 Tombol Help 
Menampilkan kotak 
informasi mengenai cara 
pengunaan aplikasi 
0.46 Berhasil 
17. 
Tombol 
About 
Menampilkan kotak 
informasi mengenai aplikasi 
dan pembuat aplikasi 
0.67 Berhasil 
 
 Penulis memberikan kuesioner kepada pengguna aplikasi untuk memberikan penilaian 
terhadap aplikasi secure text message yang telah penulis buat. Penulis membagikan kuesioner 
sebanyak 20 buah pada responden yang berprofesi sebagai pelajar, mahasiswa dan karyawan, 
kuesioner dibagikan terutama kepada responden yang menyukai aplikasi secure text message. 
Dari 28 responden tersebut dibagi menjadi 2 kelompok besar dimana 10 responden terdiri dari 
pelajar dan mahasiswa dan 10 terdiri dari karyawan. Berikut hasil pembahasan kuesioner yang 
telah diberikan : 
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Grafik Respon Pelajar dan Mahasiswa
 
 
Grafik Respon Karyawan dan Umum 
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Apakah Pesan yang telah dienkripsi dapat 
dibaca dengan kunci yang salah ?
Apakah Aplikasi ini dapat menjaga 
kerahasiaan pesan anda ?
Apakah Aplikasi ini dapat menjadi salah 
satu media pendukung untuk mengirimkan 
pesan pesan rahasia ? 
Apakah Proses enkripsi dalam sms ini dapat 
berguna dalam kehidupan sehari –hari ?
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Apakah Proses enkripsi dalam sms 
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Apakah aplikasi ini bekerja sesuai 
fungsinya untuk mengirimkan 
pesan yang bersifat rahasia ?
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4. KESIMPULAN 
 
Pada bab ini dipaparkan kesimpulan berdasarkan hasil proses pengembangan dan 
pengimplementasian rancang bangun aplikasi secure text message pada perangkat 
android, yaitu : 
1. Setelah dilakukan implementasi serta pengujian dengan menggunakan 
kuesioner terhadap aplikasi yang dibuat, maka didapat bahwa aplikasi dapat 
menjadi salah satu alternatif media untuk mengamankan pesan yang akan 
dikirimkan agar tidak dapat dibaca oleh orang yang tidak berhak pada 
smartphone android. 
2. Pengujian memberikan hasil bahwa dari 20 responden, 100 % setuju bahwa 
pesan yang telah dienkripsi tidak dapat dibaca dengan kunci yang salah. 
3. Algoritma RC6 dapat berfungsi dengan baik untuk melakukan enkripsi dan 
dekripsi pesan pada handphone android. 
4. Pada proses enkripsi dengan panjang karakter lebih dari 160 karakter proses 
enkripsi dapatt dilakukan tetapi pada saat pegiriman pesan, pesan yang 
.dikirim terbagi menjadi beberapa pesan dengan jumlah 160 karakter. 
5. Kekuranga dari Algoritma RC6 yang diterapkan pada android untuk 
enkripsi pesan ialah membuat pesan yang akan dikirimkan menjadi lebih 
panjang dari pesan aslinya. 
 
5. SARAN 
 
Saran yang dapat direkomendasikan oleh penulis untuk pengembangan lebih lanjut 
aplikasi ini adalah: 
1. Aplikasi saat ini hanya menampilkan pesan inbox maupun outbox untuk 
pengembangan selanjutnya aplikasi tidak hanya dapat menampilkan tetapi 
juga dapat menyimpan pesan (inbox atau outbox). 
2. Aplikasi belum dapat mengirimkan langsung kunci bersamaan dengan pesan 
teksnya, diharapkan pada pengembangan selanjutnya aplikasi dapat 
mengirimkan kunci bersamaan dengan pesan teksnya. 
3. Aplikasi saat ini hanya mampu mengirimkan sms dengan sim default saja 
belum bisa digunakan untuk mengirimkan sms dengan mengunakan sim dua 
(pada handphone dengan dua sim card) 
4. Aplikasi saat ini hanya mampu untuk mengirim dan menerima pesan dengan 
panjang 160 karakter, diharapkan pada pengembangan selanjutnya aplikasi 
dapat mengirim dan menerima lebih dari 160 karakter.  
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