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RESUME : Les objets connectés IOT sont des nouvelles technologies utilisées pour connecter les objets à internet et 
aux utilisateurs. L’IOT influence notre quotidien dans plusieurs domaines comme la logistique, la santé, l’énergie, les 
véhicules intelligents, la maison intelligente ou la ville intelligente… Par la suite, suite aux spécificités des 
caractéristiques des différents domaines d’usages, une multitude d’applications IOT ont été développées et déployés en 
utilisant des différents IOT frameworks. Un IOT framework est un ensemble de règles, protocoles et standards qui 
simplifient l’implémentation des applications IOT. Le bon fonctionnement et le succès de ces applications dépend des 
caractéristiques du framework, et aussi des mécanismes de sécurité utilisés.  
Dans cet article, nous allons discuter des frameworks utilisés en présentant l’architecture proposée de chaque 
framework, les hardwares et les softwares compatibles et les mécanismes de sécurité utilisés, ensuite une étude 
comparative de ces frameworks sera présentée. Enfin, nous allons proposer une architecture d’un IOT framework 
sécurisé. 
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