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Cilj ovog diplomskog rada bila je analiza rješenja za udaljenu administraciju računala, te 
usporedba analiziranih rješenja. Analiza je izvršena na MikroTikovom RouterOS usmjerivaču. 
Prije analize napravljen je pregled protokola i programskih rješenja koja se koriste za 
administriranje navedenog usmjerivača. Opisane su i pojedine funkcionalnosti protokola koje su 
implementirane u usmjerivaču, a koje omogućavaju udaljeno administriranje. U analizi detaljno 
su opisani koraci prilikom izvršavanja analize, te su prikazani rezultati i zaključci analize. 
Analizirana su rješenja za udaljeno administriranje usmjerivača, te su analizirana rješenja kojima 
usmjerivač može administrirati druga računala u mreži. Analiza je provedena na lokalnoj testnoj 
mreži. Nakon analize, napravljena je usporedba implementiranih rješenja, i iznesen je zaključak 
diplomskog rada. 
Ključne riječi: udaljeno administriranje, implementacija, usporedba, FTP, Telnet, SSH, 
MikroTik, RouterOS 
ABSTRACT 
The aim of this thesis was to analyze solutions for remote administration, and comparison 
of the analyzed solutions. Analysis was conduct on MikroTik’s RouterOS router. Before the 
analysis, an overview of protocols and software solutions for router administration are given. 
Also are described the specific functionality of protocols that are implemented it the router, 
which enables remote administration. In the analysis, steps of the conduction of the analysis are 
described in details, and the results and conclusions of the analysis are shown. Analyzed have 
been solutions for remote administration of router, and have been analyzed solutions which 
router can use for administration of other computers in the network. The analysis was conducted 
on the local test network. After analysis, the implemented solutions are compared, and the 
conclusion of thesis is presented. 
Keywords: remote administration, implementation, comparison, FTP, Telnet, SSH, 
MikroTik, RouterOS 
