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1 Innledning og problemstilling 
1.1 Innledning 
Personvern har tradisjonelt vært et samlebegrep som innebærer ulike rettigheter, blant annet 
retten til et privatliv, retten til en personlig sfære uten innblanding fra andre og retten til kon-
troll over egne personopplysninger. Retten til personvern er blant annet forankret i Grunnlo-
ven § 102 og Den europeiske menneskerettighetskonvensjon (EMK) artikkel 8 nr. 1, som 
begge gir uttrykk for at enhver har rett til respekt for sitt privatliv og familieliv, sitt hjem og 
sin korrespondanse. 
 
Begrepet ”personvern” har vært gjenstand for omfattende diskusjon, og særlig om begrepet 
personvern er ensbetydende med personopplysningsvern. Personvernkommisjonen uttaler i 
NOU:2009:1 at det er på tide å innføre et formelt skille mellom begrepene for å bringe per-
sonverndebatten fremover og på høyde med den internasjonale utviklingen.
1
 Kommisjonen 
oppretter et begrepsskille og definerer personvern som ivaretakelse av personlig integritet, 
ivaretakelse av enkeltindividers mulighet for privatliv, selvbestemmelse (autonomi) og selvut-
foldelse, mens personopplysningsvern defineres som regler og standarder for behandling av 
personopplysninger som har ivaretakelse av personvern som hovedformål. I denne avhand-
lingen vil jeg likevel bruke begrepet personvern, siden det er dette begrepet som er etablert i 
Norge og også brukes i forarbeidene til både personopplysningsloven og politiregisterloven. 
 
Som utgangspunkt skal enkeltpersoner ha mulighet til å bestemme hva andre skal få vite om 
hans eller hennes personlige forhold. Det er imidlertid verken mulig eller ønskelig å opprett-
holde et slikt prinsipp fullt ut. Begrunnelsen for dette er at det finnes andre grunnleggende 
rettigheter som kan komme i konflikt med personopplysningsvernet. For eksempel er det en 
nødvendig del av ytringsfriheten og pressefriheten at man kan omtale personer mot deres vil-
je. Et annet eksempel på kolliderende rettigheter er grunnleggende rettsikkerhetsgarantier som 
kontradiksjonsprinsippet, dokumentinnsyn og fri bevisførsel.  
 
Det kan også være statens eller samfunnets legitime interesser som kan tilsi at det må gjøres 
inngrep i den enkeltes personvern. Hva disse interesser går ut på er nedfelt i EMK artikkel 8 
                                                 
1
 NOU:2009:1 Individ og integritet s. 32 
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nr. 2, der det blant annet nevnes nasjonal sikkerhet, offentlig trygghet og bekjempelse av kri-
minalitet. Dersom man vil ivareta både hensynet til personvernet og andre rettigheter og inter-
esser må det foretas en avveining av de ulike hensynene. 
 
I politiregisterloven finner vi resultatet av lovgiverens avveining mellom hensynet til krimina-
litetsbekjempelse og hensynet til personvern. At begge hensyn skal varetas fremgår av lovens 
§ 1, der både effektiv løsning av politiets og påtalemyndighetens oppgaver og beskyttelse av 
personvernet er angitt som formål med loven. Kriminalitetsbekjempelse er grunnleggende i en 
rettstat, både for enkeltmennesket og samfunnet som helhet. Delvis på grunn av den teknolo-
giske utviklingen har behandling av opplysninger blitt et stadig viktigere redskap for politiet i 
dette arbeidet og politiet er avhengig av å kunne innsamle, registrere og behandle opplysning-
er i stort omfang. Samtidig må det i en demokratisk rettsstat settes grenser for politiets adgang 
til å kunne behandle personopplysninger, idet resultatet ellers kan bli at man skritt for skritt 
etablerer et kontroll- og overvåkingssamfunn.  
 
1.2 Problemstilling 
Avhandlingens tema er å sammenligne personopplysningsloven og politiregisterloven med 
særlig fokus på i hvilken grad hensynet til personvernet måtte vike for hensynet til kriminali-
tetsbekjempelsen i politiregisterloven. Problemstillingen blir derfor å finne likheter og for-
skjeller mellom lovene, og vurdere om disse kan begrunnes i lys av de hensynene de er ment å 
ivareta. I denne sammenheng vil det også være et tema hvilken av lovene som regulerer an-
gjeldende spørsmål på en bedre måte i et personvernmessig perspektiv, herunder også hvor-
dan forutsigbarheten er ivaretatt. 
 
Begrunnelsen for at det er gitt en egen lov om behandling av opplysninger i politiet er først og 
fremst behovet for å gi et regelverk som tar hensyn til de særlige forholdene som gjør seg 
gjeldende for politiet. Det er derfor naturlig å ha særlig fokus på spørsmålet om man har gått 
for langt i la hensynet til personvernet vike til fordel for kriminalitetsbekjempelsen.  
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1.3 Avgrensninger 
Avhandlingens tema er svært bredt og det er derfor nødvendig med omfattende avgrensinger. 
Det må avgrenses både i forhold til hvilke temaer som behandles og i forhold til hva som 
fremstilles og vurderes innenfor de temaene som vil bli behandlet. 
 
Jeg har valgt å fremstille de deler av lovene som jeg mener er sentrale i personvernlovgiv-
ningen, herunder grunnleggende krav til behandling av opplysninger, den registrertes rett til 
innsyn og informasjon, reglene om retting, sletting og sperring og tilsynsmyndighetens kom-
petanse. I tillegg vil jeg fremstille reglene om behandling av personopplysninger i straffesaker 
særskilt. Begrunnelsen for dette er at politiregisterloven for nesten samtlige av de emnene jeg 
har valgt ut inneholder særlige regler for behandling av opplysninger i straffesaker, slik at det 
er mest hensiktsmessig å behandle disse under ett. Siden det må antas at behandling av opp-
lysninger i straffesaker utgjør den største andelen av den samlede behandlingen i politiet, for-
tjener dette område uansett en egen omtale. 
 
Jeg har i utgangspunktet avgrenset mot de deler av lovene jeg mener har liten eller ingen verdi 
med hensyn til sammenligningen. I kapittel 2 har jeg likevel valgt å gi en kort fremstilling av 
de deler av lovene som ikke er omtalt særskilt, men som jeg mener er viktige for forståelsen 
og helheten av avhandlingen. 
 
Når det gjelder avgrensningen innenfor de temaene jeg behandler, vil fremstillingen av de 
aktuelle bestemmelsene begrenses til det som er nødvendig og relevant for sammenligningen. 
Som følge av dette er fremstillingen ikke ment å gi et fullstendig bilde av de aktuelle bestem-
melsene. Siden avhandlingen er en sammenligningsoppgave og av hensyns til avhandlingens 
omfang er det heller ikke rom for å gå nærmere inn på eventuelle interessante problemstil-
linger som bare gjør seg gjeldende for en av de to lovene.  
 
1.4 Rettskildebildet 
Når det gjelder politiregisterloven finnes det ingen rettspraksis og heller ikke litteratur. Det er 
derfor forarbeidene til loven som er den mest sentrale rettskilden. Når det gjelder personopp-
lysningsloven finnes det heller ikke mye rettspraksis eller litteratur. I utgangspunktet er Per-
sonvernnemdas avgjørelse en viktig kilde for forståelsen av bestemmelsene i personopplys-
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ningloven, men siden avhandlingen fokuserer på likheter og forskjeller mellom lovene er den-
ne praksis av mindre interesse. Videre vil internasjonale konvensjoner og rettsakter være rele-
vante rettskilder, herunder EMK, EU-direktivet om beskyttelse av fysiske personer i forbin-
delse med behandling av personopplysninger og om fri utveksling av slike opplysninger (Eu-
ropaparlamentets og rådets direktiv 95/46 EF), heretter kalt personverndirektivet, og Rådets 
rammebeslutning 2008/977/JIS av 27. november 2008 om vern av personopplysninger i for-
bindelse med politisamarbeid og rettslig samarbeid i straffesaker, heretter kalt rammebeslut-
ningen. I tillegg vil Den europeiske menneskerettighetsdomstolen (EMD) rettspraksis og 
utenlandsk rett bli trukket inn som rettskilder i deler av analysen.  
 
1.5 Veien videre 
I kapittel 2 gis det i punkt 2.1 og 2.2 en kort beskrivelse av bakgrunnen for lovene og aktuelle 
utviklingstrekk som kan få betydning for den fremtidige utformingen av både personopplys-
ningloven og politiregisterloven. I punkt 2.3 gis det en fremstilling av hovedinnholdet i begge 
lovene. I dette punkt vil sammenligningen være mindre fremtredende i og med at punkt 2.3 er 
ment å gi en oversikt over hovedinnholdet i begge lovene samt å forklare begreper som senere 
vil bli brukt i avhandlingen. Avhandlingens hoveddel er kapitlene 3 til 7, der jeg sammenlig-
ner de emner som jeg mener er sentrale i personvernlovgivningen og som er av størst interesse 
for sammenligningen. 
 
Disposisjonen i kapitlene er at jeg først fremstiller de aktuelle reglene i personopplysningslo-
ven og deretter i politiregisterloven. Som nevnt i punkt 1.3 vil denne fremstillingen begrenses 
til det som er av interesse for sammenligningen. For å unngå dobbeltbehandling har jeg valgt 
å foreta sammenligningen og vurderingen under ett. I sammenligningsdelen vil jeg påvise 
likheter og forskjeller mellom lovene med særlig fokus på forskjellene, for deretter å analyse-
re hva som er begrunnelsen for forskjellen. Her vil jeg som hovedregel ta utgangspunkt i de 
internasjonale rammene for regelen og hvilken begrunnelse som er gitt i forarbeidene. Mine 
vurderinger vil først og fremst knytte seg til spørsmålet om forskjellene er berettiget og/eller 
godt begrunnet. Som det senere vil fremgå er forskjellene mellom lovene av ulik karakter, helt 
fra heller lovtekniske forskjeller til grunnleggende materiellrettslige forskjeller. Som følge av 
dette vil også vurderingene være av tilsvarende forskjellig karakter. Vurderingene vil således 
både gå ut på rettspolitiske betraktninger eller de lege ferenda betraktninger og mer konkrete 
vurderinger av hvordan den aktuelle lovgivningen er utformet. Ettersom det ikke finnes andre 
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rettskilder om sammenligningen mellom de to lovene er vurderingene i utgangspunktet ut-
trykk for hvordan jeg vurderer de ulike problemstillingene i lys av de rettskildene som er be-
skrevet ovenfor.  
 
I kapittel 7 blir opplegget noe annerledes, jf. det som er sagt om dette i punkt 7.1. Politiregis-
terloven gjelder både for politiet og påtalemyndigheten, men i fortsettelsen vil jeg for enkelt-
hetens skyld omtale politiet som synonym for begge etatene. 
 
2 Historikk, aktuelle utviklingstrekk og 
hovedinnholdet i lovene  
2.1  Historikk 
2.1.1 Innledning 
I dette punkt vil jeg kort gjøre rede for den nasjonale og internasjonale bakgrunnen for per-
sonopplysningsloven og politiregisterloven. Med nasjonal bakgrunn menes først og fremst 
historikken i lovgivningsprosessen og utviklingen som førte til denne. Tidligere rett vil bare 
bli omtalt i den grad det er nødvendig for å belyse behovet for ny lovgivning. Med internasjo-
nal bakgrunn menes her de to EU-rettsaktene som gjennomføres i henholdsvis personopplys-
ningsloven og politiregisterloven, nemlig personverndirektivet og rammebeslutningen. Det 
ville føre for langt å komme nærmere inn på bakgrunnen for og innholdet i disse rettsaktene 
eller på andre internasjonale rettsakter som hadde betydning for lovgivningen. Jeg vil imidler-
tid komme tilbake til innholdet i EU-rettsaktene i forbindelse med omtalen av de emnene som 
jeg har valgt å sammenligne. 
 
2.1.2 Personopplysningslovens bakgrunn nasjonalt og internasjonalt 
Personopplysningsloven
2
 trådte i kraft 1. januar 2001 og avløste personregisterloven
3
 som 
tidligere regulerte registrering av personopplysninger.  
 
                                                 
2
 Lov om behandling av personopplysninger (personopplysningsloven) 14. april 2000 nr.31 
3
 Personregisterloven 9 juni 1978 nr. 48 
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Regjeringen oppnevnte den 6. oktober 1995 et utvalg (Skaugeutvalget) for å utrede behovet 
for endringer personvernlovgivningen. I proposisjonen
4
 ble det som bakgrunn for oppnevnel-
sen blant annet anført at den teknologiske utviklingen går svært raskt, og at denne utviklingen 
skaper nye utfordringer for personvernet. I følge mandatet var utvalgets hovedoppgave ”å 
forberede en generell oppdatering av personregisterlovgivningen i lys av den teknologiske, 
økonomiske og administrative utviklingen på området”. I tillegg ble det i mandatet presisert at 
forslagene som legges fram må ligge innenfor Norges internasjonale forpliktelser. Denne de-
len av mandatet og tidspunktet for oppnevnelsen av utvalget var neppe tilfeldig. Regjeringen 
må på dette tidspunkt ha vært klar over at EUs personverndirektiv var rett rundt hjørnet, idet 
Rådet den 24. oktober 1995 – det vil si bare 18 dager etter oppnevnelsen av Skaugeutvalget - 
vedtok personverndirektivet.
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Siktemålet med personverndirektivet var å etablere felles reguleringsprinsipper og et ensartet 
vern for behandling av personopplysninger i EU-landene. Formålet med personverndirektivet 
er etter artikkel 1 å sikre fysiske personers grunnleggende rettigheter og friheter, spesielt ret-
ten til privatlivets fred, i forbindelse med behandling av personopplysninger. Direktivet har 
samtidig som formål å sikre fri utveksling av personopplysninger mellom medlemslandene.  
 
Skaugeutvalget avga sin innstilling i NOU:1997:19 Et bedre personvern den 27. mai 1997. 
Personverndirektivet ble innlemmet i EØS-avtalen i 1999 og var dermed folkerettslig binden-
de for Norge. Forslaget til personopplysningsloven ble fremmet i Ot. prp. nr. 92 (1998-1999), 
og vedtatt av Stortinget den 14. april 2000, se Innst.O. nr. 51 (1999-2000). Forskrift nr. 1265 
(personopplysningsforskriften) ble fastsatt ved kgl. res. 15. desember 2000 og trådte i kraft 
samtidig med personopplysningsloven.  
 
2.1.3 Politiregisterlovens bakgrunn nasjonalt og internasjonalt 
Politiregisterloven
6
 trådte i kraft 1. juli 2014. Loven regulerer behandling av opplysninger i 
politiet og påtalemyndigheten.  
                                                 
4
 Ot.prp. 92 (1998-99) Om lov om behandling av personopplysninger (personopplysningsloven) pkt. 2.2  
5
 Direktiv 95/46/EF om beskyttelse av fysiske personer i forbindelse med behandling av personopplysninger og 
om fri utveksling av slike opplysninger 
6
 Lov om behandling av opplysninger i politiet og påtalemyndigheten (politiregisterloven) 28.mai 2010 nr.16 
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Veien til lovens iverksetting var både lang og kronglete. Det tok 15 år fra Justisdepartementet 
i proposisjonen til personopplysningloven i 1999 annonserte at man ville igangsette et utred-
ningsarbeid med sikte på en generell revisjon av strafferegistreringsloven frem til politiregis-
terloven trådte i kraft i 2014. 
7
 
 
Før politiregisterloven trådte i kraft ble politiets registre regulert i lov om strafferegistrering 
av 11. juni 1971 med tilhørende forskrifter av 20. desember 1974 nr. 4. Loven hadde få mate-
rielle bestemmelser om behandling av personopplysninger. Loven inneholdt ingen regulering 
av den registrertes rettigheter, som for eksempel innsyn, retting og sletting. Den inneholdt 
heller ikke bestemmelser om grunnleggende spørsmål som formålsbestemthet, nødvendighet 
og krav til opplysningens kvalitet. I Ot. prp. 92 s. 30 heter det således også: ”Når det gjelder 
de øvrige politiregistrene, er det i dag et uoversiktlig regelverk der strafferegistreringsloven 
inneholder få materielle regler og der unntak fra personregisterloven til dels beror på midlerti-
dige dispensasjoner fra Datatilsynet. Departementet ser på denne bakgrunn et klart behov for 
å gjennomgå strafferegistreringsloven med sikte på en generell revisjon; dels for å vurdere 
hjemmelsgrunnlaget for de ulike politiregistrene og dels for å lovfeste grunnleggende behand-
lingsregler for behandling av personopplysninger i registrene i tråd med den nye personopp-
lysningsloven. Departementet vil derfor igangsette et slikt utredningsarbeid”. Det er interes-
sant å merke seg at departementet utelukkende omtaler politiets registre, og at man ikke nevn-
te behandling av personopplysninger i straffesaker.  
 
Uttalelsene i proposisjonen til personopplysningsloven ble fulgt opp 28. august 2000 ved at 
Justisdepartementet oppnevnte et utvalg (politiregisterutvalget), som hadde som mandat å 
gjennomgå strafferegistreringsloven og å utarbeide forslag til ny lov om politiregistre samt å 
gjennomgå eksisterende regler om vandelskontroll. Politiregisterutvalget avga sin utredning 
28. august 2003 i NOU:2003:21 Kriminalitetsbekjempelse og personvern. Politiregisterutval-
get gjorde et grundig arbeid og gikk delvis lenger enn hva ordlyden i mandatet skulle tilsi, 
herunder foreslo utvalget også regler for PSTs behandling av opplysninger og å samle taus-
hetspliktsbestemmelsene i politiregisterloven. Utredningen ble sendt på høring 7. november 
2003 med frist for uttalelser 1. april 2004. En vesentlig grunn til at arbeidet med politiregister-
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loven ble forsinket var at EU kommisjonen i desember 2005 fremmet forslag til ny rammebe-
slutning om vern av personopplysninger i forbindelse med politisamarbeid og rettslig samar-
beid i straffesaker, heretter kalt rammebeslutningen.
8
 
 
Norge er tilknyttet Schengen-samarbeidet gjennom Schengen-avtalen av 18. mai 1999 om 
Norge og Islands tilknytning til gjennomføringen, anvendelsen og videreutvikling av Scheng-
en-regelverket og ble derfor bundet av rammebeslutningen. Innholdet i kommisjonens forslag 
til rammebeslutningen gjorde det fort klart at den ville kunne få innvirkning på den nye politi-
registerloven, og arbeidet med proposisjonen til politiregisterloven ble derfor lagt i bero. For-
handlingene pågikk i nesten tre år før rammebeslutningen ble vedtatt på Rådsmøte 27. no-
vember 2008.  Tilslutning til rammebeslutningen krevde Stortingets samtykke etter Grunnlo-
ven § 26 (2). Stortinget samtykket til godtagelse av rammebeslutningen, se St.prp. nr. 95 
(2008-2009) og dermed ble Norge folkerettslig forpliktet etter rammebeslutningen. 
 
Rammebeslutningens formål og virkeområde er regulert i artikkel 1. Etter artikkel 1 nr. 1 er 
formålet blant annet å sikre et høyt beskyttelsesnivå av fysiske personers grunnleggende ret-
tigheter og friheter, og særlig deres rett til privatlivets fred, ved behandling av personopplys-
ninger innenfor rammen av politisamarbeid og rettslig samarbeid i straffesaker nedfelt i avde-
ling VI i traktaten om Den europeiske union. Rammebeslutningens anvendelsesområde er 
opplysninger som overføres eller stilles til rådighet mellom medlemslandene, jf. art. 1 nr. 2. I 
utgangspunktet kommer rammebeslutningen derfor ikke til anvendelse på nasjonal behandling 
av opplysninger. Rammebeslutningen oppstiller minstekrav som statene må innføre, men sta-
tene er frie til å gi strengere personvernregler i sin nasjonale lovgivning, jf. art. 2 nr. 5. Med-
lemsstatene oppfordres i fortalen likevel til å gi rammebeslutningen anvendelse på intern na-
sjonal rett ved at det i punkt 8 uttales: ”For å fremme utveksling av opplysninger i EU, vil 
medlemsstatene sikre at den standarden for datavern som anvendes ved behandling av opp-
lysninger nasjonalt, tilsvarer standarden fastsatt i denne rammebeslutningen.” Begrunnelsen 
for dette er at opplysninger som utveksles eller som kan utveksles mellom medlemsstater er 
blitt behandlet i tråd med grunnleggende personvernprinsipper. 
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Politiregisterloven gjennomfører rammebeslutningens regler, og Norge har derved etterkom-
met oppfordringen i fortalen om å ha de samme reglene for nasjonal behandling som for be-
handling av opplysninger som utveksles.  
 
Proposisjonen til politiregisterloven ble første gang fremmet ved kgl. res. 21.8.2009 i Ot.prp. 
nr. 108 (2008-2009). Lovforslaget ble imidlertid ikke behandlet i den aktuelle sesjonen. Etter 
Stortingets forretningsordning § 33 tredje ledd måtte Regjeringen derfor fremme lovforslaget 
på nytt i den påfølgende valgperioden. Dette skjedde ved kgl. res. av 9. oktober 2009 i Prop. 
12 L (2009-2010). Prop. 12 L (2009-2010) inneholder imidlertid bare lovteksten, slik at det er 
Ot.prp.nr. 108 (2008-2009) som inneholder forarbeidene til loven. Loven ble vedtatt av et 
enstemmig Storting 11. mars 2010, jf. Innst. 139 L (2009-2010) og sanksjonert ved kongelig 
resolusjon 28. mai 2010. Politiregisterforskriften
9
 ble vedtatt ved kgl. res. av 20. september 
2013.  
  
2.2  Aktuelle utviklingstrekk 
Kommisjonen fremla i januar 2012 forslag til to nye rettsakter om personvern. Det er foreslått 
en forordning
10
 om behandling av personopplysninger, som skal erstatte personverndirektiv 
95/46/EF. Videre er det foreslått et direktiv om personvern
11
  som skal erstatte rammebeslut-
ning 2008/977/JIS om personvern innen politisamarbeid og annet rettslig samarbeid i straffe-
saker.  
 
Formålet med forordningen er å styrke borgernes personvern, samt å skape økonomisk vekst 
ved å legge til rette for internetthandel over landegrensene. Forordningen regulerer behand-
ling av personopplysninger i både offentlig og privat sektor. Ved at forslaget fremlegges i 
form av en forordning vil det føre til en større harmonisering av personvernreglene i med-
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lemsstatene, samtidig som medlemsstatene vil ha begrensede muligheter til å fastsette særlige 
regler i den nasjonale lovgivningen.  
 
Forslaget til forordningen inneholder en rekke endringer i forhold til personverndirektivet. De 
viktigste endringene er  
- Bedre rettigheter til informasjon om forhold knyttet til behandling av personopplys-
ninger om seg selv, som for eksempel klagerett og lagringstid. 
- Retten til å få slettet opplysninger om en selv på nærmere bestemte vilkår (”rett til å 
bli glemt”). 
- Innføring av en såkalt ”one stop shop”-ordning, noe som innebærer at virksomheter 
med flere filialer i Europa kun skal måtte forholde seg til en tilsynsmyndighet i EØS-
området. 
- Nasjonale tilsynsmyndigheter gis nye muligheter til å sanksjonere brudd på regelver-
ket, herunder kan det ilegges bøter på inntil en million Euro eller inntil 2% av selska-
pers omsetning på verdensbasis. 
- Delegert lovgivningsmyndighet for Kommisjonen på flere områder.  
 
Forslaget til direktivet har store likhetstrekk med forslaget til forordningen, men det er lagt 
opp til flere unntak for å imøtekomme de spesielle behovene som gjør seg gjeldende for poli-
tiet og påtalemyndigheten. Den største forskjellen i forhold til gjeldende rammebeslutning er 
at direktivet også skal gjelde for nasjonal behandling av opplysninger, og at utformingen av 
bestemmelsene om informasjonsplikt og innsyn ikke lenger er overlatt til medlemslandene å 
regulere. Videre er det lagt opp til begrensninger hva gjelder utlevering av opplysninger til 
tredjeland. 
 
Begge rettsaktene er fortsatt gjenstand for forhandlinger i Brüssel. Disse forhandlingene er 
ikke offentlige og det er derfor heller ikke mulig å finne ut i hvilken grad medlemslandene er 
stemt for å godta de ulike forslagene. Dersom forslagene til forordningen blir vedtatt, vil dette 
medføre betydelige endringer i personopplysningsloven. Dersom forslaget til direktivet blir 
vedtatt, vil dette særlig få betydning for politiregisterlovens regler om informasjonsplikt, inn-
syn og utlevering av opplysninger til tredjeland.  
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2.3 Hovedinnhold i personopplysningsloven og 
politiregisterloven 
2.3.1 Innledning 
Avhandlingens tema er en sammenligning av personopplysningsloven og politiregisterloven 
og en analyse av likheter og forskjeller. Siden det verken er mulig eller hensiktsmessig å 
sammenligne samtlige bestemmelser i lovene, har jeg konsentrert meg om de emnene som i et 
personvernmessig perspektiv er av størst interesse for sammenligningen. Jeg mener likevel at 
det er nødvendig å gi en kort fremstilling av de emnene i lovene som ikke er gjenstand for en 
nærmere vurdering senere i avhandlingen. Begrunnelsen for dette er delvis å sette de emnene 
jeg har valgt å skrive om i en sammenheng, og delvis å gi leseren en oversikt over og forståel-
se av den aktuelle lovgivningen og begreper som brukes. Det avgrenses mot bestemmelsene 
om erstatningsreglene. 
 
2.3.2 Lovenes formål 
2.3.2.1 Personopplysningsloven 
Personopplysningsloven formål er etter § 1 å beskytte den enkelte mot at personvernet blir 
krenket gjennom behandling av personopplysninger, og bidra til at personopplysninger blir 
behandlet i samsvar med grunnleggende personvernhensyn.  
 
2.3.2.2 Politiregisterloven 
Politiregisterlovens formål er etter § 1 å bidra til effektiv løsning av politiets oppgaver, samt 
beskyttelse av personvernet og forutberegnelighet for den enkelte ved behandlingen av opp-
lysninger.  
 
2.3.2.3 Sammenligning 
Begge bestemmelsene gir uttrykk for at formålet er å ivareta personvernet ved behandling av 
opplysninger. Formålsbestemmelser vil alltid være en tolkingsfaktor av lovens øvrige be-
stemmelser. Her ser man allerede en vesentlig forskjell ved at politiregisterloven § 1 også gir 
uttrykk for et annet formål, nemlig at loven skal bidra til en effektiv kriminalitetsbekjempelse. 
En effektiv kriminalitetsbekjempelse vil fort kunne gå på bekostning av personvernet. Dette er 
også uttalt i merknadene til § 1 i proposisjonen der det heter at hensynet til kriminalitetsbe-
12 
 
kjempelse og personvernet ofte ikke kan forenes, og at utgangspunktet i disse tilfellene er at 
personvernet må vike.
12
 Det skal likevel alltid foretas en forholdsmessighetsvurdering. Lovgi-
veren har her foretatt en interesseavveining som både preger lovens utforming og som vil pre-
ge tolkingen av de ulike bestemmelsene, særlig når de legger opp til skjønnsmessige vurde-
ringer.  
 
2.3.3 Definisjoner og begreper 
2.3.3.1 Personopplysningsloven 
I personopplysningsloven § 2 er det gitt definisjoner av sentrale begreper. 
 
Etter nr. 1 defineres ”personopplysninger” som opplysninger og vurderinger som kan knyttes 
til en enkeltperson. Med ”enkeltperson” menes en person som direkte eller indirekte kan iden-
tifiseres ved hjelp av navn, identifikasjonsnummer eller andre kjennetegn som er spesielt for 
personen. Derfor vil begrepet personopplysning også omfatte gjenstander som kan knyttes til 
en person, som for eksempel registreringsnummeret til en bil. Likeledes vil opplysninger om 
en avdød person være en personopplysning dersom opplysningen også kan knyttes til en le-
vende person.
13
 I vurderingen av om personen lar seg identifisere, skal det tas i betraktning 
alle hjelpemidler som det er rimelig å tro at noen kan komme til å anvende for identifiserings-
formål.
14
  
 
Etter nr. 2 defineres ”behandling av personopplysninger” som enhver bruk av personopplys-
ninger, som for eksempel innsamling, registrering, sammenstilling, lagring og utlevering eller 
en kombinasjon av slike bruksmåter. Begrepet omfatter med andre ord enhver form for hånd-
tering av personopplysninger.  
 
Etter nr. 3 er ”personregister” et register, fortegnelse mv. der personopplysninger er lagret 
systematisk slik at opplysninger om den enkelte kan finnes igjen. 
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Etter nr. 4 er den ”behandlingsansvarlige” den som bestemmer formålet med behandlingen av 
personopplysninger og hvilke hjelpemidler som brukes. Funksjonen av den behandlingsan-
svarlige er svært viktig, nettopp fordi vedkommende er ansvarlig for behandlingen. Det betyr 
for det første at det er den behandlingsansvarlige som må påse at lovens regler om behandling 
av personopplysninger blir fulgt. For det andre er det den behandlingsansvarlige som har til 
oppgave å håndtere saker der den registrerte gjør sine rettigheter gjeldende, som for eksempel 
begjæringer om innsyn, retting eller sletting. Personopplysningsloven sier ikke noe om hvor 
behandlingsansvaret skal plasseres. Det å inneha behandlingsansvaret er en formell posisjon 
og kan enten tillegges en fysisk eller juridisk person. Det er likevel bare subjekter som har 
sivilprosessuell partsevne som kan være behandlingsansvarlig.
15
 Det er i teorien delte me-
ninger om hvor behandlingsansvaret bør eller kan plasseres, noe som gjør seg særlig gjelden-
de i offentlig sektor der den behandlingsansvarliges rolle kan være vanskelig å forene med det 
hierarkiske systemet, se særlig i Gyldendals kommentarutgave note 9. I samme note uttales 
det at den som er øverst i hierarkiet og som har den endelige instruksjonskompetansen bør 
være behandlingsansvarlige, og heller delegere det daglige ansvaret nedover til det nivå som 
er nødvendig for riktig og forsvarlig etterlevelse av loven. 
 
I nr. 5 er begrepet ”databehandler” definert som den som behandler personopplysninger på 
vegne av den behandlingsansvarlige. En databehandler er en person eller virksomhet utenfor 
den behandlingsansvarliges virksomhet som behandler opplysningene på vegne av den be-
handlingsansvarlige. En databehandler må altså være en som ikke er underlagt den behand-
lingsansvarliges instruksjonsmyndighet. Med andre ord betyr begrepet ”databehandler” ikke 
bokstavelig talt en som behandler data, men betegner en spesiell avtalepart den behandlings-
ansvarlige kan bruke.
 16
 
 
Etter nr. 6 betyr ”registrert” den som personopplysningene kan knyttes til.  
 
Etter nr. 7 defineres ”samtykke” som en frivilling, uttrykkelig og informert erklæring fra den 
registrerte om at han eller hun godtar behandling av opplysninger om seg selv. Samtykket må 
i utgangspunktet gis av den registrerte selv, men kan også gis etter fullmakt. Det er ingen 
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formkrav for samtykket og samtykket kan gis muntlig, skriftlig eller over elektronisk kom-
munikasjon. Imidlertid må det i samtykket komme klart frem at det samtykkes, hvilke be-
handlinger det samtykkes til og hvilken behandlingsansvarlig samtykket er rettet mot. At sam-
tykket skal være frivillig betyr at den som samtykker ikke skal være utsatt for noen form for 
makt eller press fra den behandlingsansvarlige. Kravet om at samtykket skal være informert, 
stiller krav til den behandlingsansvarlige om å gi den registrerte nok informasjon om behand-
lingen.
17
 
 
I nr. 8 er ”sensitive personopplysninger” definert som opplysninger om etnisk bakgrunn, poli-
tisk eller religiøs oppfatning, at en person har vært mistenkt, siktet tiltalt eller dømt for en 
straffbar handling, helseforhold, seksuelle forhold og medlemskap i fagforeninger, jf. bokstav 
a til e. Begrunnelsen for at man definerer begrepet ”sensitiv” er at det i loven er gitt særskilte 
regler for denne type opplysninger, for eksempel strengere vilkår for når opplysningene kan 
behandles, jf. § 9, og at det i utgangspunktet kreves konsesjon for å behandle slike opplys-
ninger, jf. § 33. 
 
2.3.3.2 Politiregisterloven  
I politiregisterloven er legaldefinisjoner tatt inn i § 2. Definisjonene i § 2 nr. 1 til 7 av begre-
pene personopplysning, behandling, register, behandlingsansvarlig, databehandler, registrert 
og samtykke er stort sett sammenfallende med de tilsvarende definisjonene i personopplys-
ningsloven, jf. fremstillingen ovenfor. Her vil jeg beskrive de begreper som er definert i poli-
tiregisterloven og som ikke er definert i personopplysningsloven.  
 
Begrepet ”ikke-verifisert” opplysning er i nr. 8 definert som opplysning som ikke er avklart. 
En ikke-verifisert opplysning kan være korrekt, men det er uvisst på det aktuelle tidspunkt.
18
  
 
Begrepet ”merking” er definert i nr. 9 og betyr markering av lagrede opplysninger uten at 
hensikten er å begrense den fremtidige behandlingen av opplysninger. Formålet med mer-
kingen vil variere, men et eksempel er å markere ikke-verifiserte opplysninger slik at en som 
behandler opplysningene senere er klar over at opplysningen er ikke-verifisert. Et annet ek-
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sempel er at opplysninger som behandles etter § 5 nr. 2 markeres med kildens pålitelighet og 
opplysningens holdbarhet, jf. § 6 tredje ledd.
19
 
 
I nr. 10 er ”sperring” definert som markering av lagrede opplysninger i den hensikt å begrense 
den fremtidige behandlingen av disse opplysningene. Begrensningen vil gjelde hvilke formål 
opplysningen kan brukes til i fremtiden, jf. for eksempel § 52 hvoretter opplysninger som er 
sperret bare kan brukes til de formål som gjorde at opplysningen ikke ble slettet. Dette vil jeg 
komme nærmere tilbake til i punkt 5.3. 
 
I nr. 11 er begrepet ”straffesak” definert som sak som behandles etter straffeprosessloven. 
Denne definisjonen er viktig fordi politiregisterloven flere steder har forskjellige regler for 
behandling av opplysninger i og utenfor den enkelte straffesak. Dette kommer jeg tilbake til i 
kapittel 7 om behandling av opplysninger i straffesaker. Det kan her likevel nevnes at skjæ-
ringspunktet for når en sak er en straffesak som hovedregel er tidspunktet det er åpnet etter-
forskning, jf. politiregisterforskriften § 24-1 annet ledd.   
 
I nr. 12 er begrepet ”vandelskontroll” definert som bruk av opplysninger for å vurdere om en 
fysisk eller juridisk person er egnet til en bestemt stilling, virksomhet, aktivitet eller annen 
funksjon. Jeg viser her til det som er sagt nedenfor i punkt 2.3.10.3.2 om vandelskontroll. 
 
Definisjonen av begrepet ”politimessige formål” i nr. 13 er av vesentlig betydning for forstå-
elsen av loven, siden politiregisterloven nettopp regulerer behandling av opplysninger til poli-
timessige formål og derved også definerer lovens virkeområde. ”Politimessige formål” define-
res som politiets kriminalitetsbekjempende virksomhet, herunder etterforskning, forebyggen-
de arbeid og ordenstjeneste, jf. bokstav a, og politiets service- og bistandsfunksjon, samt fø-
ring av vaktjournaler, jf. bokstav b.  
 
Det begrepet som ikke er nevnt, men som ofte brukes i proposisjonen er ”kriminaletterret-
ning”, og denne virksomheten faller også inn under bokstav a. Det finnes ingen legaldefini-
sjon av begrepet, men i forskriftens kapittel 47 (kriminaletterretningsregisteret) er formålet 
med registeret i § 47-1 angitt med ”å forebygge kriminalitet, avdekke og stanse kriminell 
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virksomhet, samt å ivareta den enkeltes sikkerhet”. En viktig del av det å ”avdekke” krimina-
litet er å finne frem til og observere kriminelle miljøer knyttet til for eksempel narkotikaom-
setning, menneskehandel og barnepornografi mv. 
 
Politiets ordenstjeneste har etter politiloven § 2 nr. 1 som hovedformål å opprettholde den 
alminnelige ro og orden. Denne virksomheten er delvis også kriminalitetsbekjempende ved at 
man for eksempel avverger slagsmål eller hindrer ulovlige demonstrasjoner.
20
  
 
I bokstav b defineres også politiets service- og bistandsfunksjon som politimessig formål. At 
politiet har en plikt til å bistå og/eller samarbeide med andre offentlige organer fremgår av 
politiloven § 2 nr. 5 og 6. Bistandsplikten er ofte begrunnet i at politiet har myndighet til å 
bruke makt, og denne plikten er derfor særlig aktuell i tilfeller der gjennomføring av vedtak 
krever eller kan kreve maktbruk. At føring av vaktjournalen er oppgitt som et eget politimes-
sig formål er begrunnet med at vaktjournalen på mange måter skiller seg fra politiets øvrige 
registre. I proposisjonen
21
 er det i merknadene til § 10 om vaktjournal gitt en beskrivelse av 
dette registret. Det spesielle ved dette registeret er for det første at det brukes både til politiets 
administrative, operative, forvaltningsmessige og kriminalitetsbekjempende virksomhet. Der-
nest registreres alle opplysninger fortløpende, herunder meldinger fra publikum, uten noen 
form for kontroll. 
 
Avslutningsvis kan det bemerkes at definisjonen av politimessige formål i politiregisterloven 
ikke er ment som legaldefinisjon av begrepet i andre sammenheng. Dette er uttrykkelig fasts-
lått i proposisjonen i punkt 7.2.10.2 s.64 og i merknadene til § 2 nr. 13 på side 293. 
 
2.3.3.3 Sammenligning og vurdering 
Begrepene som defineres i både personopplysningsloven og politiregisterloven er stort sett 
sammenfallende. Dette er en konsekvens av at begge lovene gjennomfører de tilsvarende de-
finisjonene i personverndirektivet og rammebeslutningen, og det er også ellers ingen grunn til 
at begreper som for eksempel ”behandling” eller ”samtykke” skulle ha forskjellig innhold i de 
to lovene. Derimot har politiregisterloven definert flere begreper enn personopplysningsloven. 
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Dette har delvis sammenheng med at man i politiregisterloven har behov for å klargjøre be-
greper som særlig anvendes i lovgivningen for politiets behandling av opplysninger, som for 
eksempel ”vandelskontroll” og ”straffesak”. Derimot er det vanskeligere å se hvorfor bare 
politiregisterloven inneholder definisjoner av begreper som også brukes i personopplysnings-
loven, som ”merking” og ”sperring”. Når det gjelder ”merking” vil man kunne hevde at be-
grepet er selvforklarende og at det derfor ikke må defineres. Dette gjelder imidlertid ikke for 
begrepet ”sperring”. Begrunnelsen for forskjellen er antagelig at ingen av disse begrepene er 
definert i personverndirektivet, mens definisjonene i politiregisterloven er en gjennomføring 
av de tilsvarende bestemmelsene i artikkel 2 bokstav c og j i rammebeslutningen. Dette er 
likevel ingen god begrunnelse for hvorfor begrepet ”sperring” ikke er definert i personopplys-
ningsloven. Dette spørsmål vil jeg komme tilbake til i punkt 5.3 om sperring av opplysninger.  
 
Det eneste begrepet som er definert i personopplysningsloven og som ikke er definert i politi-
registerloven er ”sensitive opplysninger”. Begrunnelsen for dette er at man i politiregisterlo-
ven ikke ønsket å etablere et skille mellom sensitive og andre personopplysninger, jf. nærmere 
om dette i punkt 3.3.3.1. 
 
Når det gjelder ”behandlingsansvarlig” er det en forskjell mellom lovene ved at det i politire-
gisterloven § 2 nr. 4 heter ”den som etter lov eller forskrift” fastsetter formålet mv. Forskjel-
len er begrunnet i at man i politiregisterloven, i motsetning til personopplysningsloven, har 
fastsatt hvem som er behandlingsansvarlig. Etter politiregisterforskriften § 2-1 er behand-
lingsansvaret plassert hos lederne for de ulike etater innenfor politiet og påtalemyndigheten. 
Det betyr for eksempel at politimesteren i Oslo er behandlingsansvarlig for behandlingen av 
opplysninger i Oslo politidistrikt. I tillegg er det fastsatt hvem som er behandlingsansvarlig 
for de registrene som er regulert i forskriftens del 11. Her er det Kripos som har behandlings-
ansvaret for nesten samtlige av de sentrale registre som er regulert. Selv om ordlyden i § 2 nr. 
4 på samme måte som personopplysningsloven åpner for at det er den behandlingsansvarlige 
som ”fastsetter formålet” med behandlingen, er det reelle innholdet av denne fullmakten mye 
mer begrenset enn i personopplysningsloven. Siden politiregisterloven bare gjelder for be-
handling av politimessige formål, kan heller ikke den behandlingsansvarlige gå ut over denne 
rammen. I tillegg er det i politiregisterforskriften helt generelt gitt svært detaljerte regler for 
behandlingen av opplysninger, hvilket innebærer at den behandlingsansvarliges hovedoppga-
ve i praksis innebærer å påse at loven og forskrift blir fulgt.  
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Etter dette er den største forskjellen mellom lovene på dette punkt at behandlingsansvaret er 
konkret plassert i politiregisterloven, mens personopplysningsloven ikke sier noe om dette. 
Det kan delvis forklares med at politiregisterloven bare regulerer en sektor og derfor er det 
også enklere å plassere ansvaret. Spørsmålet er likevel noe mer sammensatt. Som redegjort 
for ovenfor hersker det forvirring om hvor behandlingsansvaret skal plasseres i offentlig sek-
tor. I politiregisterloven har man ikke fulgt opp teorien om at det er den instans innenfor hie-
rarkiet med den øverste instruksjonsmyndigheten som skal ha behandlingsansvaret. Hadde 
man fulgt denne teorien ville behandlingsansvaret ha ligget hos riksadvokaten for påtalemyn-
digheten og hos Justisdepartementet for politiet. Derimot har man valgt å plassere ansvaret 
hos lederne for de ulike etatene og hos lederen for Kripos for de sentrale registrene. Dette er 
et vanskelig tema som ikke kan undergis en nærmere vurdering innenfor rammen av denne 
avhandlingen. Det man likevel kan si er at man i personopplysningsloven kunne ha foretatt et 
prinsipielt veivalg når det gjelder plassering av behandlingsansvaret i offentlig sektor. Er det 
slik at ansvaret skal ligge hos det organet som er øverst i hierarkiet eller er det slik at ansvaret 
ligger hos den øverste lederen for angjeldende offentlige institusjon? At et slikt sentralt 
spørsmål fremstår som uavklart er både unødvendig og uheldig.  
 
2.3.4 Lovenes virkeområde 
2.3.4.1 Personopplysningsloven 
Personopplysingsloven gjelder etter § 3 behandling av personopplysninger som helt eller del-
vis skjer med elektroniske hjelpemidler og annen behandling av personopplysninger når disse 
inngår eller skal inngå i et personregister. Loven gjelder både for offentlig og privat sektor, 
men den gjelder ikke for behandling av personopplysninger som den enkelte foretar for rent 
personlige eller andre private formål. I personopplysningsforskriften § 1-3 er det gjort unntak 
for behandling av personopplysninger som behandles eller avgjøres i medhold av rettspleielo-
vene. Dette innebærer at behandling av personopplysninger som skjer etter straffeprosesslo-
ven heller ikke var underlagt personopplysningsloven før politiregisterloven ble iverksatt. 
Loven gjelder ikke for juridiske personer eller avdøde personer, jf. § 2 nr.1. 
 
Etter § 5 gjelder personopplysningsloven ikke dersom noe annet følger av en særskilt lov som 
regulerer behandlingsmåten. Politiregisterloven er en slik særskilt lov, og personopplysnings-
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loven gjelder derfor ikke for behandling av opplysninger som faller inn under politiregisterlo-
vens virkeområde. 
 
2.3.4.2 Politiregisterloven 
I politiregisterloven er lovens virkeområde regulert i § 3. Loven gjelder for all behandling av 
opplysninger i politiet og påtalemyndigheten, med unntak av behandling av opplysninger som 
er del av politiets forvaltningsvirksomhet eller sivile gjøremål. Dette innebærer at politiets 
behandling av personopplysninger på disse områdene reguleres av personopplysningsloven, 
med mindre personopplysningsloven og tilhørende forskrift selv gjør unntak. Videre gjelder 
loven ikke for behandling av opplysninger som reguleres av SIS-loven.
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Politiregisterloven gjelder også for politiets sikkerhetstjeneste (PST), men her er det gitt flere 
særregler i lovens kapittel 11. At loven etter § 3 andre ledd også gjelder for PSTs forvalt-
ningsvirksomhet – i motsetning til det øvrige politiets forvaltningsvirksomhet - er begrunnet i 
at det i personverndirektivets artikkel 3 nr. 2 gjøres unntak for blant annet behandling av opp-
lysninger som gjelder statens sikkerhet. Derved står medlemslandene fritt til å regulere be-
handling av opplysninger i ”de hemmelige tjenestene”. Personverndirektivet gjør imidlertid 
ikke unntak for politiets forvaltningsvirksomhet, og derfor må denne virksomheten reguleres 
av personopplysningsloven. 
 
Politiregisterloven gjelder på samme måte som personopplysningsloven for elektronisk be-
handling av opplysninger og manuell behandling i den grad opplysningene inngår eller skal 
inngå i et register, jf. § 3 tredje ledd. 
 
2.3.4.3 Sammenligning 
Forskjellen mellom lovene består i at personopplysningsloven har et langt større anvendelses-
område enn politiregisterloven. En annen markant forskjell er at politiregisterloven gjelder for 
behandling av ”opplysninger”, mens personopplysningsloven bare regulerer behandling av 
”personopplysninger”. Det betyr at politiregisterloven også gjelder for juridiske personer, 
døde personer og gjenstander som ikke kan knyttes til en person. Begrunnelsen for dette var 
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først og fremst at man anså det hensiktsmessig å ha et samlet regelverk for behandling av 
samtlige opplysninger.
23
 På den andre side vil også opplysninger om gjenstander og døde per-
soner kunne falle inn under personopplysningslovens virkeområde, jf. omtalen av definisjo-
nen av begrepet personopplysning i punkt 2.3.3.1. 
 
2.3.5 Informasjonssikkerhet og internkontroll 
2.3.5.1 Personopplysningsloven 
I personopplysningsloven §§ 13 – 14 er det gitt bestemmelser om informasjonssikkerhet og 
internkontroll. Etter § 13 første ledd skal den behandlingsansvarlige sørge for gjennom plan-
lagte og systematiske tiltak tilfredsstillende informasjonssikkerhet med hensyn til konfiden-
sialitet, integritet og tilgjengelighet ved behandling av personopplysninger. I proposisjonen 
uttales det at begrepet konfidensialitet innebærer at informasjonen ikke skal være tilgjengelig 
for uvedkommende, mens begrepet integritet betyr at informasjonen ikke skal kunne endres 
utilsiktet eller av uvedkommende.
24
 Med tilgjengelighet menes at personopplysningene er 
tilgjengelige for rettmessige brukere når de har behov for det for å kunne utføre sine oppga-
ver. I personopplysningsforskriftens kapittel 2 er det gitt utfyllende regler om informasjons-
sikkerhet. 
 
Etter § 14 første ledd om internkontroll skal den behandlingsansvarlige etablere og vedlike-
holde planlagte og systematiske tiltak som er nødvendige for å oppfylle kravene i eller i med-
hold av personopplysningsloven, herunder sikre personopplysningenes kvalitet. I personopp-
lysningsforskriften er det gitt utfyllende regler om internkontroll i kapittel 3. Her fremgår det 
blant annet i § 3-1 andre ledd at internkontroll innebærer at den behandlingsansvarlige skal 
sørge for å ha kjennskap til de gjeldene regler om behandling av personopplysninger. 
 
2.3.5.2 Politiregisterloven 
I politiregisterloven er informasjonssikkerhet og interkontroll regulert i henholdsvis §§ 15 og 
16. Disse bestemmelsene er stort sett sammenfallende med personopplysningsloven bestem-
melser. Det er i tillegg gitt en egen bestemmelse i § 17 som sporbarhet. 
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2.3.5.3 Sammenligning 
Reglene om informasjonssikkerhet og internkontroll er stort sett sammenfallende i de to love-
ne. At politiregisterloven har en egen bestemmelse om sporbarhet som hjemler adgangen til å 
behandle opplysninger om hvem som har hatt tilgang til opplysningene er ikke en realitetsfor-
skjell idet et krav om sporing også vil kunne innfortolkes i bestemmelsen om informasjons-
sikkerhet.  
 
2.3.6 Utlevering av opplysninger og taushetsplikt 
Begrunnelsen for at disse temaene behandles sammen er fordi politiregisterloven knytter utle-
vering av opplysninger til reglene om taushetsplikt.  
 
2.3.6.1 Personopplysningsloven 
I personopplysningsloven er det bare gitt særskilte regler om utlevering av opplysninger til 
utlandet og for utlevering av billedopptak. Etter § 29 første ledd er hovedregelen at person-
opplysninger bare kan overføres til stater som sikrer en forsvarlig behandling av opplysninger. 
Bestemmelsen gjennomfører personverndirektivet artikkel 25. I § 30 er det listet opp i hvilke 
tilfeller det kan gjøres unntak fra § 29, det vil si i hvilke tilfeller det kan overføres personopp-
lysninger til stater som ikke sikrer en forsvarlig behandling av opplysningene.  
 
Etter § 39 kan bildeopptak fra fjernsynsovervåkning utleveres dersom det foreligger samtykke 
eller hjemmel i lov. I tillegg kan slike opplysninger utleveres til politiet ved etterforskning av 
straffbare handlinger eller ulykker, hvis ikke lovbestemt taushetsplikt er til hinder.  
 
Utover dette er det ikke gitt særskilte bestemmelser om utlevering av opplysninger. Dette må 
antas å være begrunnet i at ”utlevering” faller inn under behandlingsbegrepet i § 2 nr. 2 og det 
er derfor ikke behov for å gi særskilte regler for denne form for behandling av opplysninger. 
Som følge av dette styres adgangen til å utlevere opplysninger av § 8 om vilkår for behand-
ling av personopplysninger og § 11 om grunnkrav til behandling av personopplysninger - på 
lik linje med andre former for behandling. Innholdet i §§ 8 og 11 er nærmere omtalt i kapittel 
3 om krav til behandling av opplysninger. Dersom det foreligger samtykke eller hjemmel i lov 
vil opplysninger alltid kunne utleveres, jf. § 11 første ledd bokstav c, jf. § 8 første ledd. Ut-
over dette vil det først og fremst være § 11 første ledd bokstav c som er avgjørende for om 
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opplysninger kan utleveres. Denne bestemmelsen gir uttrykk for at personopplysninger som 
behandles ikke senere skal brukes til formål som er uforenlig med det opprinnelige formål 
med innsamlingen. Hva som menes med uforenlige formål er nærmere omtalt i punkt 3.2.2. 
Helt uavhengig av hva begrepet ”uforenlig” innebærer kan man likevel slå fast at utlevering er 
tillatt så lenge formålet opplysningene skal utleveres til er forenlig med formålet opplysning-
ene opprinnelig ble innhentet for. Motsatt er utlevering ikke tillat dersom formålet er uforen-
lig med det opprinnelige formålet.  
 
Personopplysningsloven inneholder heller ikke noen generelle regler om taushetsplikt slik at 
heller ikke taushetsplikt legger hindringer i veien for utlevering. I denne sammenheng må det 
likevel presiseres at taushetspliktsregler i andre lover, som for eksempel forvaltningsloven, vil 
kunne hindre utlevering selv om utlevering er tillatt etter personopplysningsloven.  
 
2.3.6.2 Politiregisterloven 
I politiregisterloven er det en nær sammenheng mellom reglene om utlevering og taushetsplikt 
idet adgangen til å utlevere opplysninger knyttes direkte til bestemmelsene om taushetsplikt. 
Dette fremgår av § 19 der det heter at politiet og påtalemyndigheten kan utlevere opplysning-
er dersom det er adgang til dette etter reglene om taushetsplikt i kapittel 6. Det er med andre 
ord bestemmelsene om unntakene fra taushetsplikten i kapittel 6 som er avgjørende for om 
opplysninger kan utleveres eller ikke.  
 
For å forstå systemet i politiregisterloven er det nødvendig å gi en kort beskrivelse av histo-
rikken. Etter tidligere rett var politiets taushetsplikt regulert i politiloven, straffeprosessloven 
og strafferegisterloven. Det avgjørende for hvilke taushetspliktsbestemmelser som kom til 
anvendelse var i hvilken sammenheng opplysningene ble behandlet. Opplysninger som ble 
innhentet i en straffesak kunne således bare utleveres dersom straffeprosessloven §§ 61 flg. 
åpnet for det. For opplysninger i registre som ble regulert av strafferegistreringsloven var det 
§ 8 i denne loven som var avgjørende. For opplysninger som ble behandlet i forbindelse med 
for eksempel forebygging eller ordenstjenesten var det politiloven § 24 som regulerte taus-
hetsplikten. 
 
Som nevnt tidligere gikk politiregisterlovutvalget noe lenger enn mandatet tilsa ved at det ble 
foreslått å samle taushetspliktsbestemmelsene fra de nevnte tre lovene i politiregisterloven, 
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med unntak av enkelte særlige taushetspliktsregler som for eksempel i tilknytning til kommu-
nikasjonskontroll. Som følge av dette gjelder nå de samme taushetspliktsbestemmelsene uav-
hengig av om opplysningene behandles i registre, i straffesaksdokumenter eller i en forebyg-
gende sak. Det ble ikke foretatt vesentlige materiellrettslige endringer, men strukturen er en 
annen. Unntakene i taushetspliktsbestemmelsene knyttes nå til formålet med utleveringen, jf. 
§§ 26 til 34 som åpner for utlevering til ulike formål, uavhengig av hvor de kommer fra.  Det 
ville her føre for langt å omtale de enkelte bestemmelsene og det er heller ikke av interesse for 
avhandlingens tema. Det kan likevel sies at det går et sentralt skille mellom formålene i kapit-
tel 6. Skillet går ut på forskjellen mellom utlevering av opplysninger i politiets egen interesse 
(§§ 26 – 28 taushetsplikt i straffesaker, ved forebyggende virksomhet og ved politiets øvrige 
oppgaver) og utlevering til andre formål som nevnt i §§ 29 til 34 (utlevering til politiets for-
valtningsvirksomhet mv, til offentlige og private mottagere i deres interesse, til statistisk be-
arbeiding mv, til forskning og til allmennheten). 
 
Utlevering av opplysninger til utlandet er regulert i § 22. Etter første ledd kan det utleveres 
opplysninger til utenlandske myndigheter til formål som nevnt i §§ 26 og 27, det vil si for 
bruk i en straffesak eller for å avverge eller forebygge lovbrudd, eller når det er nødvendig for 
å verifisere opplysningene. I andre ledd åpnes det for at opplysninger kan utleveres eller på 
annen måte gjøres tilgjengelig for utenlandske myndigheter eller organisasjoner dersom det 
følger av rettsakter eller avtaler som er bindende for Norge.  
 
2.3.6.3 Sammenligning og vurdering 
2.3.6.3.1 Utlevering  
Felles for lovene er at de uttrykkelig regulerer utlevering av opplysninger til utlandet, men 
både innholdet i og bakgrunnen for reglene i henholdsvis personopplysningsloven § 29 og 
politiregisterloven § 22 er forskjellig. Personopplysningsloven § 29 begrenser adgangen til å 
utlevere opplysninger til utlandet ved at slik utlevering gjøres avhengig av at mottakerlandet 
har tilfredsstillende personvernlovgivning. Som nevnt ovenfor er denne bestemmelsen en 
gjennomføring av personverndirektivet artikkel 25. Rammebeslutningen inneholder ikke en 
tilsvarende bestemmelse og det er nok også forklaringen for hvorfor politiregisterloven ikke 
har tilsvarende restriksjoner. Begrunnelsen for forskjellen mellom personverndirektivet og 
rammebeslutningen på dette punkt må antas å være at politiet i forbindelse med kriminalitets-
bekjempelse, herunder også særlig i saker som gjelder terror, må utveksle opplysninger med 
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land som ikke har tilfredsstillende personvernlovgivning. I politiregisterloven finnes det såle-
des ingen andre begrensninger enn at man i § 22 første ledd positivt angir til hvilke formål 
opplysninger kan utleveres til utlandet. Opplysninger til andre formål enn de som er nevnt der 
kan således ikke utleveres, med mindre det følger av konvensjoner eller avtaler som er bin-
dende for Norge, jf. § 22 andre ledd. Imidlertid har man i politiregisterforskriften § 9-9 om 
utlevering av opplysninger til utenlandske myndigheter i siste ledd gitt uttrykk for at man i 
forbindelse med nødvendighets- og forholdsmessighetsvurderingen skal legge vekt på om 
mottakerlandet har tilfredsstillende personvernlovgivning. Derved finner vi likevel også i po-
litiregisterlovgivningen elementer av den tankegangen som ligger til grunn for personopplys-
ningsloven § 29.  
 
Når det gjelder nasjonal utlevering av opplysninger har lovene til felles at det er formålet som 
er avgjørende for om opplysningene kan utleveres eller ikke, men vurderingstemaet er for-
skjellig. Etter personopplysningsloven vil utlevering i utgangspunktet kunne skje når formålet 
ikke er uforenlig med det formålet opplysningen ble innhentet for, jf. § 11 første ledd nr. c. 
Her må den behandlingsansvarlige med andre ord vurdere om det nye formålet er uforenlig 
med det opprinnelige. Politiet slipper denne vurderingen ved at det i politiregisterloven §§ 25 
– 34 er positivt angitt til hvilke formål opplysninger kan utleveres til. Det er likevel viktig å 
nevne at disse formålsbegrensningene bare gjelder for opplysninger som er gjenstand for 
taushetsplikt, jf. politiregisterloven § 23. Dersom opplysningen ikke er taushetsbelagt vil det 
bare være nødvendighetskravet som vil kunne hindre utlevering.  
 
Avslutningsvis kan det også nevnes at samtykke i alle tilfeller, herunder ved utlevering av 
opplysninger til utlandet, vil være grunnlag for utlevering etter både personopplysningsloven 
og politiregisterloven, jf. personopplysningsloven § 11 første ledd bokstav c og politiregister-
forskriften § 6-1.  
 
2.3.6.3.2 Taushetsplikt 
At personopplysningsloven ikke inneholder taushetspliktsbestemmelser utover for tilsatte i 
tilsynsmyndighetene er begrunnet i lovens virkeområde, idet det ikke vil la seg gjøre å gi fel-
les taushetspliktsbestemmelser for alle som behandler opplysninger etter personopplysnings-
loven. Selv om kapittel 5 og 6 i politiregisterloven om utlevering og taushetsplikt tilsynela-
tende er meget forskjellig i forhold til personopplysningsloven, er den reelle forskjellen like-
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vel ikke så stor som man kan få inntrykk av. De fleste offentlige organer har taushetsplikt 
etter forvaltningsloven § 13 flg. eller i medhold av særlover. Videre har mange private taus-
hetsplikt, som for eksempel banker og forsikringsselskaper. Når disse skal utlevere taushets-
belagte opplysninger må de på samme måte som politiet vurdere om det finnes unntak fra 
taushetsplikten i det aktuelle tilfellet. Dersom det finnes unntak, må det i tillegg vurderes om 
formålet er uforenlig og om utlevering er nødvendig for et forenlig formål.  
 
2.3.7 Klage 
2.3.7.1 Personopplysningsloven 
I personopplysningsloven finnes det ingen regler om klageadgang til overordnet organ. Der 
har den registrerte kun mulighet til å bringe eventuelle klager inn for Datatilsynet, jf. nærmere 
om dette i punkt 6.4 om Datatilsynet og den registrertes rettigheter.  
 
2.3.7.2 Politiregisterloven 
Etter § 55 er avgjørelser som treffes i medhold av politiregisterloven gjenstand for klage til 
overordnet organ. Klageberettiget er den registrerte. I forskriften kapittel 18 er det gitt detal-
jerte regler om hva som er gjenstand for klage, hvem det kan klages til og saksbehandlingen. 
 
2.3.7.3 Sammenligning  
At det ikke finnes noen klageregler for private behandlingsansvarlige må være begrunnet i at 
det ikke finnes mulighet til å påklage avgjørelser truffet av private på lik linje med klageregler 
etter forvaltningsloven. Når derimot offentlige organer treffer beslutning om for eksempel 
ikke å gi innsyn eller ikke å ta en begjæring om sletting til følge, er dette etter mitt syn et en-
keltvedtak etter forvaltningsloven § 2 og forvaltningslovens regler om klager vil da komme til 
anvendelse. 
 
2.3.8 Melde- og konsesjonsplikt 
2.3.8.1 Personopplysningsloven 
Meldeplikt innebærer at den som ønsker å sette i gang en viss form for behandling av person-
opplysninger må orientere tilsynsorganet før behandlingen iverksettes. I § 31 er det gitt nær-
mere regler om meldeplikt, herunder for hvilken behandling og når den behandlingsansvarlige 
skal gi melding til Datatilsynet, mens § 32 lister opp hvilke opplysninger meldingen skal in-
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neholde. Meldepliktens formål er å gi Datatilsynet oversikt og informasjon om hvilke behand-
linger som gjennomføres, blant annet for senere kontroll. Meldeplikten skal også føre til bedre 
kontakt mellom behandlingsansvarlige og Datatilsynet, samt skape en høyere bevissthet hos 
den behandlingsansvarlige.
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I §§ 33 til 35 er det gitt regler om konsesjon. Etter § 33 kreves det som hovedregel konsesjon 
fra Datatilsynet for å behandle sensitive personopplysninger. Det er på dette punkt man ser 
den viktigste forskjellen mellom behandling av sensitive personopplysninger og andre opp-
lysninger. For behandling av andre opplysninger er det tilstrekkelig at den behandlingsansvar-
lige i forkant av behandlingen sender melding, mens det kreves konsesjon for å kunne be-
handle sensitive personopplysninger.  
 
2.3.8.2 Politiregisterloven  
I politiregisterloven § 57 er det gitt nærmere regler om meldeplikt. For politiet innebærer 
meldeplikten at de enkelte registre meldes. PST har ikke meldeplikt og behandling av opplys-
ninger i tilknytning til straffesaker er også unntatt fra meldeplikten, jf. § 57 første ledd siste 
punktum tredje ledd. Iverksetting av 57 er utsatt, jf. nærmere om dette i omtalen av kapittel 13 
nedenfor. 
 
Politiregisterloven har ingen regler om konsesjonsplikt.  
 
2.3.8.3 Sammenligning 
Politiregisterloven og personopplysningsloven bestemmelser om meldeplikt er i hovedsak 
sammenfallende. Derimot har politiregisterloven ingen regler om konsesjonsplikt. Dette er 
begrunnet med at behandling av opplysninger i politiet er detaljert regulert i loven og forskrif-
ten og derfor er den kontrollen konsesjonsplikten representerer ikke nødvendig.  
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2.3.9 Forskrifter 
2.3.9.1 Personopplysningsloven 
Forskrifter til personopplysningsloven finner man i personopplysningsforskriften. I forskriften 
er det gitt utfyllende regler om blant annet personopplysningsloven virkeområde, kredittopp-
lysningsvirksomhet, informasjonssikkert og internkontroll, overføring av personopplysninger 
til utlandet og nærmere regler om melde- og konsesjonsplikten samt unntak fra denne. 
 
Det er imidlertid ikke gitt forskrifter til de bestemmelsene som regulerer de sentrale kravene 
til behandling av opplysninger som formålsbestemthet og nødvendighet eller den enkeltes 
rettigheter som innsyn, retting, sperring og sletting.  
 
2.3.9.2 Politiregisterloven 
Forskrifter til politiregisterloven finner man i politiregisterforskriften. 
 
I proposisjonen uttaler departementet at utformingen av politiregisterloven er basert på at lo-
ven skal gi anvisning på overordnede prinsipper og at den i størst mulig grad skal være tekno-
loginøytral.
26
  Videre anføres at det i forhold til borgerne er viktig at reglene er klare, forutbe-
regnelige og tilgjengelige. Dette hensynet blir ivaretatt ved at det i loven settes klare rammer 
for den behandlingen som kan finne sted, mens det i forskriften gis mer detaljerte eller konk-
retiserende regler. 
 
I loven skilles det mellom obligatoriske og fakultative forskrifter, det vil si forskrifter som må 
gis og forskrifter som kan gis. De obligatoriske forskriftshjemlene er plassert i de enkelte be-
stemmelsene, mens de fakultative forskriftshjemlene er samlet i § 69 nr. 1 - 24, uten at opplis-
tingen der er ment å være uttømmende, jf. § 69 om at det ”herunder” kan gis forskrifter. 
 
Forskriftene til politiregisterloven er svært omfattende og består av ca. 500 paragrafer. Be-
grunnelsen for dette er først og fremst del 11 og 12 i forskriften. I del 11 er det gitt en forskrift 
for hvert av politiets sentrale registre, der alle sider ved behandlingen er regulert. I del 12 har 
man samlet rettsakter fra EU som omhandler utveksling av opplysninger mellom medlems-
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landene. Ellers er forskriften utformet slik at den reflekterer lovens kapitler, slik at man i de-
lene 1 til 10 finner forskrifter til samtlige av lovens kapitler. Forskriftene inneholder få mate-
riellrettslige regler, men den gir en nærmere forklaring av de aktuelle paragrafers innhold og 
en detaljert regulering av saksbehandlingen. Det samlede regelverket fremstår derfor som 
svært omfattende og komplisert, men på den annen side får man i forskriften svar på de fleste 
spørsmål som loven etterlater. 
  
2.3.9.3 Sammenligning og vurdering 
Forskriften til politiregisterloven er atskillig mer omfattende og detaljert enn forskriften til 
personopplysningsloven. Dette kan delvis forklares med det svært forskjellige virkeområde i 
de to lovene. På den annen side kan man ikke forklare hvorfor man ikke også i personopplys-
ningsforskriften har gitt nærmere regler om kravene til behandling av personopplysninger 
eller den registrertes rettigheter. Personopplysningsloven skal anvendes av et stort antall be-
handlingsansvarlige i både offentlig og privat sektor. Mange av disse har ikke juridisk kompe-
tanse. Dette sammenholdt med at personopplysningsloven ikke er lett tilgjengelig og innehol-
der flere begreper som ikke er selvforklarende kan føre til at etterlevelsen av loven ikke er i 
samsvar med intensjonen. For de registrerte skaper de samme forholdene svekket forutsigbar-
het samtidig som det er vanskelig å finne frem hvordan man kan ivareta sine rettigheter etter 
loven. Eksempler på disse svakhetene har vi allerede sett i dette kapittelet, som for eksempel 
hvor behandlingsansvaret skal plasseres og om den registrerte kan påklage vedtak om avslag 
på innsyn mv. Det vil også senere i avhandlingen bli tydelig at flere av bestemmelsene i per-
sonopplysningsloven med fordel kunne ha vært nærmere regulert i forskriften. 
 
2.3.10 Særegne reguleringer i henholdsvis personopplysningsloven og 
politiregisterloven 
2.3.10.1 Innledning 
I dette punkt vil jeg for helhetens skyld kort gjøre rede for de bestemmelsene i henholdsvis 
personopplysningsloven og politiregisterloven som er særegne for de respektive lovene og 
som dermed ikke vil være gjenstand for sammenligning eller vurdering.  
 
29 
 
2.3.10.2 Personopplysningsloven 
I §§ 36 til 40 er det gitt regler om kameraovervåking, herunder om når slik overvåking kan 
finne sted, i hvilke tilfeller slike bilder kan utleveres og hvordan det skal varsles om at over-
våking finner sted.  
 
2.3.10.3 Politiregisterloven  
2.3.10.3.1 Politiets registre og systemer  
Selv om lovens virkeområde er knyttet til all behandling av opplysninger, og ikke bare til 
opplysninger i registre, er det et faktum at store deler av politiets behandling av opplysninger 
foregår i registre. På blant annet denne bakgrunn er det gitt et eget kapittel i loven der man i 
§§ 9 – 13 hjemler henholdsvis reaksjonsregister, vaktjournal, kriminaletterretningsregister, 
DNA-register og fingeravtrykk- og fotoregister. De to siste registrene var tidligere regulert i 
straffeprosessloven og påtaleinstruksen, og overføringen av hjemlene til politiregisterloven 
innebærer ingen realitetsendringer i forhold til tidligere rett. Overføringen av disse hjemlene 
er imidlertid et ledd i ønsket om å etablere et klarere skille mellom behandling av opplysning-
er, som er regulert i politiregisterloven, og prosessuelle forhold, som vil være regulert i straf-
feprosessloven.
27
  
 
En svært viktig regel er nedfelt i § 14. Etter denne skal det gis forskrifter før behandling i po-
litiets registre kan finne sted. I forskriften skal det blant annet gis bestemmelser om formålet 
med behandlingen, hvilke opplysningskategorier som kan registreres, innsyn, retting og slet-
ting mv. Det er disse forskriftene man finner i forskriftens del 11, der hvert register har et eget 
kapittel, jf. kapittel 44 til 58. På denne måten sikrer man en detaljert regulering av de ulike 
registrene, og det er videre denne bestemmelsen som sikrer god forutsigbarhet. Iverksetting av 
§ 14 er utsatt, jf. nærmere om dette i omtalen av kapittel 13.   
  
2.3.10.3.2 Vandelskontroll og attester 
Kapittel 7 er særegent for politiregisterloven. I §§ 36 til 47 er det gitt overordnete og generelle 
regler for vandelskontroll. Begrepet ”vandelskontroll” brukes som en felles betegnelse for de 
ulike kontroller av hvorvidt en person er egnet for en stilling, funksjon, tillatelse, oppgave 
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eller lignende eller om han har hatt befatning med straffbare handlinger som gjør ham uegnet. 
Vandelskontroll kan skje i form av politiattest, vandelsvurdering og straffattest, jf. § 36. Jeg 
går ikke nærmere inn på innholdet i kapittelet, idet det ikke har relevans for avhandlingens 
tema.    
 
2.3.10.3.3  Politiets sikkerhetstjeneste (PST) 
Som nevnt tidligere omfatter loven PST behandling av opplysninger, herunder PSTs forvalt-
ningsvirksomhet. Det er likevel gitt en rekke særregler for PST. Dette innebærer at bestem-
melsene i lovens øvrige kapitler også gjelder for PST, med mindre noe annet er særskilt be-
stemt i kapittel 11. 
 
I korthet er det gjort følgende modifikasjoner og unntak: 
 
- I § 64 er det gitt en egen bestemmelse om nødvendighetskravet for behandling av opp-
lysninger for PST, som er knyttet til PSTs oppgaver. 
- § 65 tilsvarer § 8 (tidsbegrenset unntak fra kravene om nødvendighet mv), men er 
knyttet til nødvendighetskravet i § 64. 
- Etter § 68 er Stortingets kontrollutvalg for etterretnings-, overvåkings – og sikkerhets-
tjenesten (EOS-utvalget) tilsynsorgan for PSTs behandling av opplysninger 
- Etter § 66 gjelder de alminnelige bestemmelser om innsynsrett og informasjonsplikt i 
§§ 48 og 49 ikke for PST. Likeledes gjelder ikke offentlighetslovens regler for innsyn 
i opplysninger som behandles av PST i henhold til politiregisterloven. 
- I § 67 er det gitt en egen bestemmelse om personkontroll, som er en oppgave det øvri-
ge politi ikke har. 
 
Som nevnt tidligere faller PSTs behandling av opplysninger både utenfor personverndirekti-
vets og rammebeslutningens virkeområde, slik at statene selv kan bestemme hvordan behand-
ling av opplysninger innrettes. I Norge har man valgt å gi politiregisterloven anvendelse for 
PST med de modifikasjoner og unntak som nevnt ovenfor. Den mest markante forskjellen 
mellom PSTs og politiets behandling av opplysninger er at den registrerte ikke har noe rettslig 
grunnlag for innsyn i PSTs behandling, jf. 66, slik at man bare kan henvende seg til EOS-
utvalget for å få kontrollert om opplysningene behandles i samsvar med loven, jf. § 68 andre 
ledd.   
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2.3.10.3.4 Kapittel 13: Sluttbestemmelser 
Etter § 70 første ledd kan Kongen bestemme at de ulike bestemmelser i loven kan tre i kraft til 
forskjellig tid, og etter andre ledd kan det gis overgangsregler. 
 
Utsatt iverksetting ble fastsatt for § 57 om meldeplikt og § 14 om plikt til å gi forskrift for 
registre.
28
 Begrunnelsen for å utsette meldeplikten var at det måtte utarbeides meldeskjemae-
ne. Grunnen til at § 14 ble utsatt var at man ikke hadde fanget opp alle registrene og at disse 
derved ikke er regulert i forskriftens del 11.  
 
Overgangsreglene er gitt i forskriften kapittel 86. Jeg vil her ikke gå nærmere inn på disse, 
men mange av overgangsregler er begrunnet med at ulike funksjoner, som for eksempel spo-
ring og automatisk slettesøk, ikke kan gjennomføres i samtlige av politiets registre. Disse vil 
først kunne gjennomføres når de gamle registrene blir erstattet med systemer som har den 
nødvendige teknologien. 
 
3 Krav til behandling av opplysninger 
3.1 Innledning  
Personvernlovgivning er basert på et sett med grunnleggende krav til behandlingen av per-
sonopplysninger. Kravene er også nedfelt i ulike internasjonale rettsakter, herunder person-
verndirektivet og rammebeslutningen. Kravene om formålsbestemthet, nødvendighet og opp-
lysningens kvalitet kan sies å være de mest sentrale. Både personopplysningsloven og politi-
registerloven gjennomfører disse kravene. 
 
Politiregisterloven hjemler et tidsbegrenset unntak fra formålsbestemthet, nødvendighet og 
relevans i § 8. Fordi bestemmelsen gjør unntak fra samtlige krav til behandlingen som omta-
les i dette kapittelet finner jeg det hensiktsmessig å omtale § 8 i et eget punkt, jf. punkt 5. 
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3.2 Formålsbestemthet 
3.2.1 Innledning 
Formålskravet innebærer at personopplysninger kun kan behandles til uttrykkelige angitte 
formål. Formålskravet angir også grensen for opplysningers sekundærbruk, det vil si når opp-
lysningene kan brukes til et annet formål enn det de er innhentet til. Formålskravet må sees i 
sammenheng med nødvendighetskravet, jf. punkt 3.3 nedenfor, ved at behandlingen må være 
nødvendig for å oppnå det aktuelle formålet.  
 
3.2.2 Personopplysningsloven  
Paragraf 11 regulerer grunnkrav til behandling av opplysninger og gjennomfører personvern-
direktivets artikkel 6. Formålskravet kommer til uttrykk i § 11 første ledd bokstav b og c. 
 
Etter bokstav b skal den behandlingsansvarlige sørge for at personopplysninger som behand-
les bare brukes til uttrykkelige angitte formål som er saklig begrunnet i den behandlingsan-
svarliges virksomhet. Dette innebærer for det første at den behandlingsansvarlige før behand-
lingen starter må fastsette et formål som skaper åpenhet og klarhet om hva personopplysning-
ene skal brukes til og at formålet må være tilstrekkelig konkret og avgrenset. Det kreves et 
visst presisjonsnivå, slik at generelle beskrivelser som for eksempel ”kommersielt bruk” ikke 
vil oppfylle kravet.
29
 For det andre innebærer bestemmelsen at formålet må ha en naturlig og 
nær sammenheng med den behandlingsansvarliges virksomhet. For eksempel kan et fastlege-
kontor ikke lagre opplysninger om kunders kredittforhold, da dette ikke er en naturlig del av 
en leges virksomhet. Hovedpoenget er at formålet med behandlingen skal være så klart som 
mulig, slik at den registrerte settes i stand til å kunne vurdere til hvilket formål opplysninger 
om vedkommende behandles.  
 
Etter § 11 bokstav c kan opplysningene ikke brukes til senere formål som er uforenlige med 
det opprinnelige formålet med innsamlingen. Bestemmelsen setter en skranke for sekundær-
bruken av opplysningene. Begrepet ”uforenlig” er et vanskelig vurderingstema. I proposisjo-
nen er det uttalt at vurderingen av om et formål er uforenlig med det opprinnelige formålet må 
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vurderes konkret i hvert tilfelle.
30
 Sentrale momenter i vurderingen vil være om bruk av opp-
lysningene vil innebære ulemper for den registrerte, om bruken skiller seg sterkt fra den som 
lå til grunn for innsamlingen eller om bruken stiller strengere krav til datakvalitet enn det opp-
rinnelige innsamlingsformålet. At opplysningene allerede er samlet inn er ikke et selvstendig 
argument for sekundærbruk av opplysningene. Som eksempel på formål som ofte vil være 
uforenlige med det opprinnelige formålet nevnes bruk av opplysninger til kontrollformål, sær-
lig når kontrollen ikke er en naturlig del av den virksomheten den behandlingsansvarlige dri-
ver, eller når ubehaget for den registrerte ikke står i et rimelig forhold til fordelen kontrolløren 
oppnår. Bestemmelsen ble drøftet i Rt. 2013 s.143. Saken omhandlet en søppeltømmer som 
ble sagt opp fordi arbeidsgiver brukte opplysninger fra GPS-loggen for å sammenligne den 
med time-listen til arbeidstager. Høyesterett konkluderte med at en slik sammenstilling av 
opplysninger var uforenlig med det formålet (administrasjon og drift av selskapets oppgaver) 
opplysningene opprinnelig ble innhentet til.  
 
Sekundærbruk av opplysninger vil alltid kunne skje dersom den registrerte samtykker, jf. § 11 
bokstav c. Hvis samtykket senere trekkes tilbake må behandlingen om den aktuelle personen i 
utgangspunktet avsluttes.
31
 Selv om det ikke er uttrykkelig sagt i bestemmelsen må også se-
kundærbruk fastsatt i lov kunne skje uavhengig av om formålet er uforenelig med det opprin-
nelige, jf. også § 8 første ledd.  
 
Videre følger det av § 11 andre ledd at gjenbruk av personopplysninger for historiske, statis-
tiske eller vitenskapelige formål ikke anses som uforenlige med de opprinnelige formålene 
med innsamlingen av opplysningene, dersom samfunnets interesse i at behandlingen finner 
sted, klart overstiger ulempene det kan medføre for den enkelte. Her legges det med andre ord 
opp til en interesseavveining. 
 
3.2.3 Politiregisterloven 
Politiregisterloven har en egen bestemmelse om formålsbestemthet i § 4. Bestemmelsen gjen-
nomfører artikkel 3 nr. 1 i rammebeslutningen. Etter § 4 første ledd første komma er hovedre-
gelen at opplysninger kan behandles til det formål det er innhentet for eller til andre politi-
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messige formål. Dette innebærer at opplysninger som for eksempel er innhentet i forbindelse 
med etterforskning også kan brukes til forebygging eller politiets servicefunksjon.  
 
Etter § 4 kan det bare gjøres unntak fra denne hovedregelen dersom det er bestemt i lov eller i 
forskrift gitt i medhold av lov. Unntakene kan både gå ut på å begrense behandlingen til poli-
timessige formål eller å tillate behandling av opplysninger til andre formål enn politimessige. 
Et eksempel på lovbestemt begrensning er straffeprosessloven § 216i, der det er listet opp til 
hvilke andre formål opplysninger som er innhentet ved kommunikasjonskontroll kan brukes 
til. Det innebærer at opplysninger som er innhentet ved bruk av kommunikasjonskontroll kun 
kan brukes til de tilfellene som er nevnt i § 216i og ikke til andre politimessige formål. 
 
Eksempler på adgang til å behandle opplysninger til andre formål enn politimessige (sekun-
dærbruk) finner man stort sett i politiregisterloven selv, som for eksempel adgangen til utleve-
ring opplysninger i mottakerens interesse, jf. §§ 30 og 31.  
 
Selv om det ikke er uttalt i loven, vil også samtykke være grunnlag for å behandle opplys-
ninger til andre formål enn det de er innhentet for. Dette fremgår av politiregisterforskriften § 
6-1, der det heter at samtykke er et selvstendig grunnlag for politiets behandling av opplys-
ninger. Hvis samtykket senere trekkes tilbake kan opplysningene behandles videre dersom det 
er nødvendig for å oppnå det politimessige formålet de ble brukt til, jf. § 6-1 andre ledd. 
 
3.2.4 Sammenligning og vurdering 
Begge lovene nedfeller kravet om formålsbestemthet og angir dette som et grunnleggende 
krav for å kunne behandle opplysninger. Begge lovene setter også skranker for sekundærbru-
ken av opplysningene, men dette er gjennomført på ulike måter. Etter personopplysningsloven 
§ 11 første ledd bokstav c kan opplysninger gjenbrukes til et annet formål så lenge det nye 
formålet er forenelig med det opprinnelige. Etter politiregisterloven § 4 kan opplysninger 
gjenbrukes til andre politimessige formål og der benytter man seg ikke av vilkåret ”uforenli-
ge” i vurderingen av om opplysninger kan gjenbrukes. Reglen er dermed klarere og skaper 
bedre forutsigbarhet enn regelen i personopplysningsloven. Det må imidlertid også sies at det 
er enklere å skape denne klarheten i en lov som bare regulerer en sektor. Selv om det ikke 
hadde vært mulig å ha en tilsvarende regulering i personopplysningsloven, kunne lovgiver gitt 
anvisning på noen vurderingskriterier av begrepet ”uforenelig”, som nå bare er nevnt i forar-
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beidene. Ettersom prinsippet om formålsbestemthet er av sentral betydning innenfor person-
vernlovgivningen og siden personopplysningsloven anvendes av behandlingsansvarlige uten 
juridisk kompetanse, finner jeg det uheldig at sekundærbruken ikke er bedre regulert i person-
opplysningsloven.  
 
Derimot er personopplysningsloven klarere når det gjelder betydningen av samtykke ved at 
det uttrykkelig fremgår av § 11 første ledd bokstav c at sekundærbruk til uforenlige formål 
kan finne sted dersom den registrerte samtykker. I politiregisterloven er det ikke uttalt at sam-
tykke er et eget rettslig grunnlag, men det er fastsatt i politiregisterforskriften § 6-1. I politire-
gisterloven § 4 heter det som nevnt at dersom det er ”fastsatt i lov eller i medhold av lov” kan 
opplysninger behandles til andre formål enn de politimessige. I politiregisterloven § 69 nr. 3 
er det bestemt at det kan gis forskrifter om ”samtykke, jf. § 2 nr. 7”. Det virker som om depar-
tementet mener at denne hjemmelen tilfredsstiller kravet i § 4 om ”fastsatt i lov eller i med-
hold av lov”, noe som etter min mening kan diskuteres. Ut fra utgangspunktet om at den en-
kelte skal ha råderett over egne opplysninger, er det i og for seg ikke noe i veien for at sam-
tykke kan være et selvstendig rettslig grunnlag for behandling av opplysninger. Jeg mener 
likevel at lovgiver burde tatt stilling til dette spørsmålet på samme måte som i personopplys-
ningsloven, for eksempel ved at forskriften § 6-1 kunne blitt nedfelt direkte i loven. Her må 
man også huske på at forskriften § 6-1 ikke bare gjelder for behandling til andre formål. At 
politiet kan fravike politiregisterlovens bestemmelser om formålsbestemthet, nødvendighet og 
krav til kvalitet på grunnlag av samtykke kan ha flere betenkelige sider. Selv om den regist-
rerte etter forskriften § 6-2 skal informeres om betydningen av samtykke, er det ikke gitt at 
den registrerte vil overskue konsekvensene av et slikt samtykke. Dette gjelder særlig når det i 
forskriften § 6-1 første ledd siste punktum er lagt opp til at opplysningen kan behandles etter 
at samtykket er trukket tilbake dersom de er nødvendige for å oppnå det politimessige formål 
de ble brukt til. Jeg mener på denne bakgrunn at spørsmålet hadde fortjent en grundigere be-
handling i proposisjonen og det hadde vært ønskelig med en klarere lovhjemmel.  
 
3.3 Nødvendighetskravet 
3.3.1 Innledning 
Nødvendighetskravet må sees i sammenheng med formålskravet og innebærer at personopp-
lysninger bare kan behandles dersom de er nødvendig for formålet med behandlingen.  
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Nødvendighetskravet retter seg både mot lovgiver, den behandlingsansvarlige og brukere av 
systemet.
32
 
 
I tillegg til nødvendighetskravet vil jeg i dette punkt også omtale enkelte spørsmål knyttet til 
behandling av såkalte sensitive personopplysninger. Begrunnelsen for hvorfor jeg behandler 
dette her er at behandling av slike opplysninger i politiregisterloven direkte knyttes til nød-
vendighetskravet.  
 
3.3.2 Personopplysningsloven 
Det finnes ikke noen særskilt bestemmelse om nødvendighetskravet i personopplysningslo-
ven, men begrepet brukes i en rekke bestemmelser. Her vil jeg fokusere på nødvendighetskra-
vet i § 8, som omhandler de generelle vilkårene for behandling av personopplysninger.  
 
Etter § 8 finnes det tre grunnlag for lovlig behandling av personopplysninger. Disse er sam-
tykke, når det er fastsatt i lov eller dersom det er nødvendig for de formålene som er fastsatt i 
bestemmelsens bokstav a til f. Opplistingen er uttømmende og dersom behandlingen ikke har 
grunnlag som nevnt der vil behandlingen av opplysninger ikke være lovlig.  
 
Etter § 8 kan personopplysninger behandles for eksempel dersom det er nødvendig for å opp-
fylle en avtale med den registrerte, jf. bokstav a, for at den behandlingsansvarlige skal kunne 
oppfylle en rettslig forpliktelse, jf. bokstav b, eller for å utøve offentlig myndighet. Slik be-
stemmelsen er formulert kan nesten ethvert behandlingsformål legitimeres
33
, og flere av de 
angitte formålene er svært skjønnspregede, som for eksempel å utføre en oppgave av allmenn 
interesse, jf. bokstav d. Loven gir ikke anvisning på hvilke kriterier som kan være aktuelle 
ved vurderingen av nødvendighetskravet eller hva begrepet ”nødvendig” innebærer. I proposi-
sjonen til personopplysningsloven er det heller ikke gitt noen nærmere prinsipiell omtale av 
kriteriet, men det fremgår av proposisjonen til politiregisterloven at det i vurderingen av om 
en behandling er nødvendig er innebygd en forholdsmessighetsvurdering, hvor formålet, inng-
repets art og behandlingens formål vil være sentrale momenter.
34
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I proposisjonen til personopplysningsloven er det derimot uttalt at vilkårene i bokstav a-f kre-
ver en konkret vurdering i hvert tilfelle og at dette overlater et visst skjønn til den enkelte be-
handlingsansvarlige. Videre sies det at denne skjønnsutøvelsen kan overprøves av Datatilsy-
net og at Datatilsynets praksis på sikt vil utfylle de skjønnsmessige bestemmelsene og lette 
anvendelsen av dem.
35
  
 
I noen tilfeller er nødvendighetskravet likevel noe mer konkretisert ved at lovgiver har gitt 
anvisning på en interesseavveiing og hvilke momenter som det skal tas hensyn til i vurde-
ringen av om behandlingen er nødvendig. Eksempler på dette er § 8 bokstav f (avveining mel-
lom den behandlingsansvarliges og den registrertes interesse), § 12 første ledd (bruk av per-
sonnummer) og § 28 andre ledd (fortsatt bruk av opplysningene til historiske og vitenskapeli-
ge formål mv). 
 
3.3.2.1 Særlig om sensitive personopplysninger 
I § 9 reguleres vilkårene for behandling av sensitive personopplysninger. Bestemmelsen etab-
lerer ikke et strengere nødvendighetskrav, men knytter vurderingen av nødvendigheten til mer 
konkret angitte formål. For behandling av sensitive opplysninger kreves konsesjon jf. § 33 
første ledd, som medfører bedre kontroll av disse behandlingene. 
 
3.3.3 Politiregisterloven 
I politiregisterloven finnes det en egen bestemmelse om nødvendighetskravet i § 5. På samme 
måte som i personopplysningsloven kommer nødvendighetskravet imidlertid også i politire-
gisterloven til uttrykk i en rekke andre bestemmelser. I § 5 første ledd slås det fast at behand-
ling av opplysninger bare kan finne sted når det er nødvendig ut fra formål som nevnt i § 4, 
det vil si politimessige formål, samtidig som det oppstilles visse begrensninger. Etter § 5 nr. 1 
behandles opplysninger i den enkelte straffesak etter reglene i straffeprosessloven. Dette 
kommer jeg tilbake til i kapittel 7 om straffesaker. I § 5 nr. 2 finner vi de reelle begrensninge-
ne, idet det der er gitt en uttømmende opplisting av hvilke personer som kan registreres i for-
bindelse med kriminalitetsbekjempelse utenfor straffesaker, jf. opplistingen i § 5 første ledd 
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nr. 2 bokstav a til d. Hvem som kan registreres etter denne bestemmelsen er nærmere beskre-
vet i forskriften til kriminaletterretningsregisteret § 47- 4 nr. 2, hvoretter det blant annet kan 
registreres familiemedlemmer, venner, arbeidskollegaer eller samarbeidspartnere i det krimi-
nelle miljøet.  
 
I § 5 nr. 3 er det gitt regler som bare er knyttet til behandling av opplysninger til politimessige 
formål som nevnt i § 2 nr. 13 b, det vil si til politiets service- og bistandsfunksjon og føring av 
vaktjournaler. Hvorfor denne bestemmelsen omtales som en ”begrensning” er noe uklart, i og 
med at man der tvert imot åpner for at det ”kan behandles opplysninger utover formålet med 
virksomheten for å ivareta den enkeltes sikkerhet, herunder opplysninger om personer som 
representerer en særlig sikkerhetsrisiko”. At det er en utvidelse fremgår også uttrykkelig av 
merknadene til § 5 nr. 3 i proposisjonen.
36
   
 
I tillegg til § 5 er nødvendighetskravet nærmere omtalt i forskriften kapittel 4. I § 4-1 er det 
presisert at nødvendighetskravet gjelder for alle deler av behandlingen, herunder hvilke opp-
lysninger som kan registreres, hvilke personer som skal få tilgang til opplysningene og hvem 
opplysningene kan utleveres til. I § 4-2 gis det anvisning på hvordan nødvendighetskravet 
skal vurderes. Etter å slå fast at nødvendigheten skal vurderes konkret i det enkelte tilfelle, er 
det også gitt anvisning på at det skal foretas en forholdsmessighetsvurdering, der man blant 
annet skal legge vekt på formålet med behandlingen, hvilke opplysninger som skal behandles, 
om behandlingen gjelder alvorlig eller mindre alvorlig kriminalitet og antallet personer som 
får tilgang til opplysningene.  
 
3.3.3.1 Særlig om sensitive personopplysninger 
I politiregisterloven skilles det i utgangspunktet ikke mellom sensitive og andre personopp-
lysninger. Politiregisterlovutvalget mente under henvisning til personopplysningsloven § 2 nr. 
8, som blant annet definerer det å være mistenkt, siktet, tiltalt eller dømt for en straffbar hand-
ling som sensitiv, at nærmest alle opplysninger politiet behandler etter denne definisjonen 
ville være sensitive. Utvalget foreslo i stedet i sitt utkast til § 8 at opplysninger om en person 
ikke kan behandles kun på bakgrunn av hva som er kjent om personens etniske bakgrunn, 
politisk eller religiøs overbevisning, helse, seksualitet mv. Departementet fulgte ikke opp ut-
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valgets forslag på dette punkt. I stedet for valgte man å gjennomføre artikkel 6 i rammebe-
slutningen om at slike opplysninger bare kan behandles dersom dette er ”strengt” nødvendig 
ut fra formålet med behandlingen. Regelen er nedfelt i politiregisterloven § 7, som heter ”Be-
handling av særlige kategorier av personopplysninger”, som er den samme overskriften som i 
artikkel 6. I forskriften § 4-3 er begrepet ”strengt nødvendig” definert slik at behandling av 
opplysninger bare kan finne sted dersom dette er eneste muligheten til å oppnå formålet med 
behandlingen. Dersom det ikke er tilfelle, kan behandling av slike opplysninger bare skje når 
det foreligger samtykke.  
 
Avslutningsvis kan det nevnes at også politiregisterloven og forskriften inneholder begrepet 
”sensitive personopplysninger”, som for eksempel i § 21 andre ledd hvoretter opplysninger 
”som etter sin art er sensitive” bør underlegges særskilt tilgangsbegrensning. I følge merkna-
dene til bestemmelsen menes imidlertid her noe helt annet med begrepet enn hva som følger 
av definisjonen i personopplysningsloven § 8 nr. 4 eller av politiregisterloven § 7. Det heter i 
merknadene ”sensitiviteten kan både knytte seg til hva opplysningene går ut på, for eksempel 
opplysninger i sedelighetssaker, eller sensitiviteten kan være knyttet til hvem opplysningene 
gjelder”, for eksempel saker mot kolleger eller offentlig kjente personer hvor det ville være 
svært belastende at opplysningene lekket ut. Videre heter det at sensitiviteten også kan ”være 
begrunnet i at den som har oppgitt opplysningen vil komme i en meget sårbar stilling hvis det 
ble kjent at opplysningene var gitt, typisk kilder og informanter.”37  
 
3.3.4 Sammenligning og vurdering 
Begge lovene gjennomfører nødvendighetskravet, men på ulike måter. I personopplysnings-
loven er det gjort ved å integrere kravet i vilkårene for å kunne behandle personopplysninger, 
mens i politiregisterloven har kravet fått en egen bestemmelse. At politiregisterloven har en 
egen bestemmelse er begrunnet i de særlige forhold som gjør seg gjeldene for politiet, og in-
nebærer ikke nødvendigvis en styrking av kravet. Det er heller ingen holdepunkter for å anta 
at det materiellrettslige innholdet i nødvendighetskravet er forskjellig i de to lovene. 
 
Man kan likevel stille spørsmålstegn ved om nødvendighetskravet i personopplysningsloven 
er gjennomført på en slik måte at man sikrer oppfyllelse av kravet. Begrepet ”nødvendig” har 
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ikke et entydig innhold og åpner for betydelig skjønn, og ikke bare for et ”visst” skjønn som 
departementet uttaler i proposisjonen.
38
 Skjønnsutøvelsen starter allerede med hvor man leg-
ger terskelen for når nødvendighetskravet anses oppfylt. Legger man terskelen lavt vil man 
kunne behandle flere opplysninger enn når terskelen legges høyere. I personopplysningsloven 
§ 8 er nødvendighetskravet i tillegg kombinert med meget vide formål og det vil være enkelt 
for den behandlingsansvarlige å omgå hensikten med nødvendighetskravet, nemlig at det ikke 
skal behandles opplysninger med mindre det faktisk er nødvendig for å oppnå formålet. Når 
det ikke gis kriterier for hvordan skjønnsutøvelsen skal utøves eller kriterier for hvor lav eller 
høy terskelen skal være, medfører dette flere ulemper. For det første skaper dette uforutsig-
barhet for den registrerte, og for det andre overlater man ansvaret for hvor strengt nødvendig-
hetskravet skal tolkes til den enkelte behandlingsansvarlige. 
 
Jeg synes at departement har vist en for defensiv holdning ved reguleringen av nødvendig-
hetskravet i personopplysningsloven. Når det vises til at Datatilsynet vil kunne overprøve den 
behandlingsansvarliges skjønn og dermed på sikt vil kunne utfylle de skjønnsmessige be-
stemmelsene i § 8 og derved lette anvendelsen av dem, kan man spørre om hvorfor man ikke 
har valgt å gi forskrifter om de samme forholdene. Hensikten med forskrifter er nettopp å ut-
fylle bestemmelser i lover, slik at man oppnår en ensartet praksis og bedre forutsigbarhet. 
Hensett til den sentrale betydningen nødvendighetskravet har i personvernlovgivningen er det 
ikke tilfredsstillende at man overlater dette til et tilsynsorgans som ”på sikt” eventuelt vil ska-
pe praksis. En slik fremgangsmåte er også vanskelig å forene med kravet om forutsigbarhet i 
EMK, idet Datatilsynets praksis på langt nær er så tilgjengelig som forskrifter.  
 
Mot denne kritikken vil man kunne anføre at det er vanskelig å gi generelle forskrifter om et 
så vidt stort anvendelsesområde som § 8 legger opp til, og at Datatilsynets praksis kan være 
bedre egnet til å skape retningslinjer for enkelte bransjer eller offentlige organer. Selv om man 
legger et slikt standpunkt til grunn, er det likevel vanskelig å forsvare at man ikke i det minste 
ha fått klart frem i loven eller i forskriften at nødvendighetskravet retter seg mot alle sider ved 
behandlingen og at forholdsmessigheten er en del av nødvendighetsvurderingen. Begge dele-
ne kan man ikke ta for gitt, og de følger heller ikke av en naturlig tolking av nødvendighets-
kravet. I politiregisterforskriften §§ 4-1 og 4-2 har man valgt å nedfelle begge delene, og her 
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kan forskjellen ikke forklares med at det er enklere å gi utfyllende forskrifter fordi politiregis-
terloven kun regulerer en sektor.  
 
Etter dette er min konklusjon at både innholdet i og rekkevidden av nødvendighetskravet 
kommer tydeligere frem i politiregisterlovgivningen, noe som kan bidra til at både personver-
net og forutsigbarheten blir bedre ivaretatt enn i personopplysningsloven.  
 
3.3.4.1 Særlig om sensitive personopplysninger 
På dette punkt synes det å være en betydelig forskjell mellom lovene ved at man i personopp-
lysningsloven har gitt særskilte behandlingsregler for denne type opplysninger, mens man i 
politiregisterloven ikke ønsket å opprette et skille mellom sensitive og andre personopplys-
ninger. Når man ser nærmere på reguleringen er forskjellen likevel ikke så stor som man 
umiddelbart kan få inntrykk av. Selv om man i proposisjonen til politiregisterloven har uttalt 
at man ikke ønsket å opprette et skille, har man likevel i lovens § 7 gitt særskilte regler. De 
opplysningskategoriene som er nevnt i § 7 er sammenfallende med definisjonen av sensitive 
personopplysninger i personopplysningsloven § 2 nr. 8 med unntak av bokstav b om at en 
person kan bli knyttet til en straffbar handling. På denne måten har man likevel etablert et 
skille, selv om disse opplysninger i politiregisterloven ikke kalles ”sensitive”, men ”særlige 
kategorier” opplysninger. En annen tilsynelatende stor forskjell er at behandlingen av ”sensi-
tive” opplysninger i politiregisterloven er direkte knyttet til nødvendighetskravet ved at man 
har etablert et strengere nødvendighetskrav for slike opplysninger enn hva som gjelder for 
andre opplysninger. I personopplysningsloven § 9 ligger begrensningen for å kunne behandle 
slike opplysninger i angivelsen av hvilke formål som tillater slik behandling. Formålene i per-
sonopplysningsloven § 9 er delvis atskillig klarere og snevrere enn i lovens § 8. Felles for 
lovene er derved at det stilles strengere krav til behandlingen. At man i politiregisterloven 
ikke har lagt opp til begrensninger av formålet er ikke så rart i og med at politiregisterloven 
kun gjelder for behandling av politimessige formål. Selv om man i personopplysningsloven § 
9 ikke uttrykkelig fastsetter et strengere nødvendighetskrav, må kombinasjonen av klart defi-
nerte formål og konsesjonsplikt antas å føre til at det i praksis stilles like strenge krav som i 
politiregisterloven § 7.  
 
Avslutningsvis finner jeg også grunn til å nevne at det er mindre heldig at man i politiregister-
lovgivningen bruker begrepet ”sensitive” personopplysninger om andre forhold enn det som 
42 
 
følger av lovens § 7 eller av personopplysningsloven § 2 nr. 8, jf. omtalen av § 21 andre ledd 
ovenfor. Dette kan føre til unødvendig begrepsforvirring. 
 
3.4 Krav til opplysningens kvalitet 
3.4.1 Innledning 
Krav til opplysningens kvalitet er en forutsetning for en betryggende behandling av opplys-
ninger og innebærer at opplysninger som behandles skal være relevante, tilstrekkelige, korrek-
te og oppdaterte.  
 
3.4.2 Personopplysningsloven 
I personopplysningsloven benytter man seg ikke av begrepet opplysningens kvalitet. De kra-
vene til opplysningens kvalitet som vil bli omtalt her reguleres i § 11 (grunnkrav til behand-
ling av opplysninger) bokstav d og e, som gjennomfører personverndirektivet artikkel 6 nr. 1 
bokstav c og d. I § 11 fremgår det at opplysningene som behandles skal være tilstrekkelige og 
relevante for formålet med behandlingen, korrekte og oppdatert. 
 
3.4.2.1 Krav om tilstrekkelighet og relevans 
At opplysningene skal være ”tilstrekkelig”, jf. § 11 bokstav d, betyr at opplysningene må 
være fullstendige i forhold til hva formålet med behandlingen krever. Dette innebærer at opp-
lysningene ikke skal være mer omfattende enn nødvendig, jf. personverndirektivet artikkel 6 
nr. 1 bokstav c, men også at opplysningene skal være tilstrekkelige slik at de gir et representa-
tivt bilde av virkeligheten. Med andre ord skal opplysningene som behandles ikke være for få, 
og ikke for mange i forhold til formålet med behandlingen.
39
 Kravet om at opplysningene skal 
være ”relevante” innebærer i følge proposisjonen at det trekkes en ytre grense for hvilke opp-
lysninger som kan behandles.
40
 Utover dette gis det ingen nærmere forklaring av innholdet i 
relevanskravet.  
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3.4.2.2 Krav om korrekthet og oppdaterthet  
At opplysningene skal være korrekte, jf. § 11 bokstav e, betyr at opplysningene skal være 
korrekte i forhold til det de er ment å representere.
41
 I proposisjonen gis det ingen nærmere 
kriterier for når en opplysnings anses å være korrekt. Det uttales heller ikke hva som menes 
med at opplysningene skal være oppdatert. 
 
3.4.2.3 Forbud mot lagring lenger enn nødvendig 
I bestemmelsen heter det også at opplysningene ikke skal lagres lenger enn nødvendig og det 
vises til §§ 27 og 28 om retting av mangelfulle personopplysninger og sletting av unødvendi-
ge opplysninger. Kravet om at opplysningen ikke skal lagres lenger enn nødvendig kan ikke 
egentlig sies å være et kvalitetskrav. I proposisjonen er det uttalt at bestemmelsen er ment 
som en presisering av at retting og sletting av personopplysninger ikke bare er rettigheter for 
den registrerte, men også en plikt for den behandlingsansvarlige.
42
  
 
3.4.3 Politiregisterloven 
I politiregisterloven er kravene til opplysningens kvalitet regulert i § 6. Bestemmelsen gjen-
nomfører artikkel 3 nr. 1 siste punktum i rammebeslutningen, hvoretter behandling av opplys-
ninger skal være lovlig og adekvat, relevant og stå i rimelig forhold til de formålene opplys-
ningene er innsamlet for.  
 
3.4.3.1 Krav om tilstrekkelighet og relevans 
Etter § 6 første ledd nr. 1 skal opplysningene være tilstrekkelige og relevante for formålet 
med behandlingen. Etter politiregisterforskriften § 5-1 første ledd innebærer kravet til til-
strekkelighet at opplysningene må være fullstendige, det vil si utfyllende og detaljerte, og at 
man så vidt mulig unngår at opplysningene gir et misvisende eller uriktig bilde av en person 
eller situasjon. Kravet til relevans er nærmere beskrevet i forskriften § 5-1 andre ledd, hvoret-
ter opplysninger er relevante når de har tilknytning til formålet og er nødvendige for behand-
lingen. Videre heter det at dersom formålet med behandlingen også kan oppnås ved å behand-
le færre eller mindre sensitive opplysninger, skal denne fremgangsmåten benyttes.  
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3.4.3.2 Krav om korrekthet og oppdaterthet 
Etter § 6 første ledd nr. 2 skal opplysningene være korrekte og oppdaterte. I følge forskriften 
§ 5-2 første ledd er kravet om korrekthet oppfylt når opplysningene fremstår som riktige på 
grunnlag av de opplysninger som foreligger. Her gjør man det tydelig at kravet til korrekthet 
ikke er det samme som et krav om sannhet. I lovens § 6 siste ledd første punktum sies det i 
tillegg at kravet til korrekthet i forbindelse med etterforskning eller lignende er oppfylt når 
opplysningen er gjengitt slik kilden ga dem. Her siktes det til såkalte referatsituasjoner der 
man skriver ned opplysninger slik de er gjengitt, som for eksempel vitneforklaringer.
43
 I disse 
tilfellene er kravet til korrekthet oppfylt selv om det er åpenbart at opplysningen er uriktig. 
Vilkåret om at opplysningene er oppdaterte betyr etter forskriften § 5-2 andre ledd at opplys-
ningene også er fullstendige etter tidspunktet for registrering. I lovens § 6 siste ledd siste 
punktum er det presisert at kravet om oppdaterthet for etterforskningen betyr at opplysningene 
så vidt mulig skal oppdateres når de brukes som bevis. Dette vil jeg komme tilbake til i kapit-
tel 7 om straffesaker.  
 
3.4.3.3 Forbud mot lagring lenger enn nødvendig 
Etter § 6 første ledd nr. 3 skal opplysninger ikke lagres lenger enn nødvendig ut fra formålet 
med behandlingen. Denne bestemmelsen er antagelig tatt inn etter mønster fra personopplys-
ningsloven § 11 første ledd bokstav e, som omhandler grunnkrav til behandlingen. Det er 
imidlertid noe vanskelig å se at denne bestemmelsen hører hjemme i § 6 som omhandler krav 
til opplysningens ”kvalitet”, og den ikke har noen selvstendig betydning ved siden av § 50 
hvoretter opplysninger skal slettes når de ikke lenger er nødvendige.  
 
3.4.3.4 Ikke-verifiserte opplysninger 
Etter § 6 andre ledd kan ikke-verifiserte opplysninger behandles dersom det er nødvendig ut 
fra formålet med behandlingen. Begrepet ikke-verifiserte opplysninger er definert i § 2 nr. 8, 
jf. det som er sagt om dette i punkt 2.3.3. Adgangen til å kunne behandle ikke-verifiserte opp-
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lysninger er et betydelig unntak fra kravet til korrekthet, og departementet anså det derfor 
nødvendig å hjemle dette særskilt.
44
  
 
3.4.4 Sammenligning og vurdering 
Begge lovene gjennomfører de samme krav til opplysningers kvalitet, nemlig at de skal være 
tilstrekkelige, relevante, korrekte og oppdaterte. Det er imidlertid noen forskjeller. 
 
3.4.4.1 Om relevans  
Jeg finner grunn til å knytte noen kommentarer til forskjellen mellom kravet relevans og nød-
vendighet. Problemstillingen gjelder for begge lovene, og er således ikke en forskjell mellom 
dem. 
 
Det er noe vanskelig å se hva som er den reelle forskjellen mellom kravene til nødvendighet 
og relevans. I proposisjonen til politiregisterloven uttaler departementet ”Den selvstendige 
betydningen av relevanskravet er, ved siden av kravene til formålsbestemthet og nødvendig-
het, først og fremst å forhindre at det behandles flere opplysninger enn det er behov for.”45 
Denne forklaringen gir etter min mening i seg selv ikke noen god forklaring på forskjellen i 
og med at det heller ikke vil være nødvendig å behandle flere opplysninger enn det er behov 
for. Etter hva jeg kan se er relevanskravet et begrensende eller korrigerende tilleggsvilkår i 
forhold til nødvendighetskravet. Man kan for eksempel tenke seg en situasjon der opplysning 
A og opplysning B isolert sett er nødvendig for formålet, men at det likevel ikke er nødvendig 
å registrere begge for å oppnå formålet. Her vil relevanskravet føre til at en av opplysningene 
må slettes, noe som ikke nødvendigvis ville følge av kravet om nødvendighet.  
 
3.4.4.2 Om kravet til korrekthet knytter seg til formålet 
I politiregisterloven er kravet til tilstrekkelighet og relevans knyttet til formålet med behand-
lingen, mens kravene til opplysningenes korrekthet og at opplysningene skal være oppdatert 
gjelder uavhengig av hva som er formålet med behandlingen.
46
 I personopplysningsloven der-
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imot kan formålet med behandlingen også påvirke kravet til korrekthet og oppdaterthet. Det 
vil si at formålet med behandlingen kan tenkes å påvirke hvor strengt kravet til korrekthet skal 
tolkes, avhengig av hvor viktig kravet til korrekthet må antas å være for formålet. For eksem-
pel vil kravet til korrekthet kunne variere for en opplysning om sivilstatus, avhengig av om 
formålet er forsikringsutbetaling eller del av en spørreundersøkelse.
47
 Begrunnelsen for at 
kravet til korrekthet i politiregisterloven gjelder uavhengig av formålet kan være at behand-
ling til politimessige formål er av en slik alvorlig karakter at kravet til korrekthet derfor må 
gjennomføres strengt gjennom lovgivning. 
 
3.4.4.3 Kravet om korrekthet 
Når det gjelder kravet om korrekthet er det også en forskjell ved at man i politiregisterloven § 
6 gir uttrykk for at kravet til korrekthet er oppfylt når opplysningen er riktig gjengitt, i mot-
setning til personopplysningsloven som ikke inneholder denne presiseringen. Det kan imidler-
tid ikke antas at dette er en realitetsforskjell i forhold til personopplysningsloven § 11. Disse 
såkalte referatsitasjoner det her siktes til vil også være aktuelle for behandling av opplysning-
er etter personopplysningsloven. Eksempler på dette er når tilsynsorganer eller forsikringssel-
skaper mottar forklaringer av personer og nedtegner dem. Selv om verken personverndirekti-
vet eller personopplysningsloven tar høyde for slike situasjoner, må en tolking av § 11 første 
ledd bokstav e tilsi at også disse opplysningene er korrekte når de er riktig gjengitt. I motsatt 
fall ville det være ulovlig å nedtegne slike forklaringer, noe som ikke ville gi mye mening. 
 
3.4.4.4 Ikke-verifiserte opplysninger 
Siden personopplysningsloven ikke gjør unntak fra kravet om korrekthet er det heller ikke gitt 
noen særskilte regler for ikke-verifiserte opplysninger. Som nevnt ovenfor er begrunnelsen for 
hvorfor man i politiregisterloven har hjemlet adgang til å kunne behandle ikke-verifiserte opp-
lysninger at slik behandling i seg selv er et inngrep i personvernet og at det derfor bør lovfes-
tes. Det som etter mitt skjønn er spørsmålet her, er hvorfor man ikke har gjort det samme i 
personopplysningsloven. Det kan ikke være noen tvil om at også andre offentlige organer 
eller private bedrifter behandler ikke-verifiserte opplysninger. Den begrunnelsen som er gitt 
for hvorfor politiet må kunne behandle slike opplysninger, gjør seg også gjeldende for andre 
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offentlige organer eller private selskaper. Skattevesenet, tollvesenet og andre kontroll- og til-
synsorganer må antas for eksempel å få tips fra publikum om påståtte brudd på regelverket 
som faller inn under vedkommende organets ansvarsområde. I slike tilfeller vil organet regist-
rere disse opplysninger og deretter undersøke saken nærmere, noe som også er organets opp-
gave. Vi vet også at mange straffesaker som gjelder trygdesvindel, skatteunndragelse og 
smugling i forkant blir godt forberedt av det ansvarlige organet, og i denne fasen har organets 
undersøkelsesvirksomhet med tilhørende behandling av opplysninger sterke likhetstrekk med 
politiets fremgangsmåte. Hvordan skal man så bedømme registrering av ikke-verifiserte opp-
lysninger som reguleres etter personopplysningsloven? Kan man si at også slike tips er refe-
ratsituasjoner og da er opplysningen korrekt fordi den er riktig gjengitt, eller kan man si at 
kravet til korrekthet er oppfylt dersom det foreligger en viss sannsynlighet for at opplysningen 
er korrekt eller er behandlingen rett og slett ulovlig? Det er lite tilfredsstillende at slike 
spørsmål ikke er bedre regulert i personopplysningsloven. Hensett til det åpenbare behovet for 
å kunne behandle ikke-verifiserte opplysninger i enkelte tilfeller må det antagelig kunne leg-
ges til grunn at slik behandling ikke er direkte i strid med personopplysningsloven § 11 første 
ledd bokstav e.  
 
Ved første øyekast kan det synes som om politiregisterloven gir svakere personvern ved at 
man tillater behandling av ikke-verifiserte opplysninger, og at personvernet her måtte vike av 
hensyn til kriminalitetsbekjempelsen. Når man imidlertid ser nærmere på spørsmålet, kan re-
sultatet nærmest være det motsatte. Når man i politiregisterloven uttrykkelig tillater behand-
ling av slike opplysninger, har man samtidig sørget for flere sikkerhetsventiler, som for ek-
sempel at opplysningene skal merkes, jf. forskriften § 47-6 siste ledd, at det er lagt opp til 
begrensninger ved utlevering og at mottaker av slike opplysninger skal gjøres oppmerksom på 
at opplysningene er ikke-verifiserte, jf. § 20. Disse sikkerhetsventilene bidrar til å redusere de 
personvernmessige ulempene behandling av ikke-verifiserte opplysninger fører med seg. I 
personopplysningsloven tillater man ikke uttrykkelig behandling av ikke-verifiserte opplys-
ninger og som følge av dette finnes det heller ingen sikkerhetsventiler for behandlingen av 
disse. Under forutsetning av at det behandles ikke-verifiserte opplysninger etter personopp-
lysningsloven og at slik behandling ikke er ulovlig, fører det til den konklusjon at personver-
net i disse tilfellene blir dårligere ivaretatt i personopplysningsloven enn etter politiregisterlo-
ven.  
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3.5 Tidsbegrenset unntak fra kravene om formålsbestemthet, 
nødvendighet og relevans i politiregisterloven 
Paragraf 8 er den siste bestemmelsen i politiregisterlovens kapittel 2 om krav til behandlingen 
av opplysninger og hjemler behandling av opplysninger selv om man ikke vet om kravene til 
formålsbestemthet, nødvendighet og relevans i §§ 4 til 6 er oppfylt. Her gjøres det med andre 
ord unntak fra de mest grunnleggende kravene for behandling av opplysninger etter person-
vernlovgivningen. Regelen er begrunnet i hensynet til kriminalitetsbekjempelsen. Det anføres 
i proposisjonen at det hører til politiets hverdag at de enten mottar eller selv innhenter opplys-
ninger, uten å ha noen klar formening om de kan brukes til et politimessig formål, eller hvor-
vidt de er nødvendige eller relevante for formålet.
48
 På denne bakgrunn fant man det nødven-
dig å tillate at politiet kan behandle slike opplysninger for å kunne vurdere om opplysningene 
tilfredsstiller kravene til formålsbestemthet, nødvendighet og relevans. Etter § 8 første ledd 
kan politiet behandle slike opplysninger i inntil 4 måneder. Innen denne fristen må politiet 
med andre ord kontrollere om opplysningen er nødvendig og relevant for et politimessig for-
mål. Dersom den ikke er det må den slettes, jf. § 8 andre ledd første punktum. Dersom det 
viser seg at opplysningen oppfyller kravene kan den behandles videre, men da på et annet 
rettslig grunnlag i politiregisterloven. Det følger videre av andre ledd andre og tredje punktum 
at slike opplysninger som ledd i denne kontrollen også kan gjøres kjent for andre tjeneste-
menn eller utleveres til andre. Ved utlevering til andre er det et krav om at det må være strengt 
nødvendig, det vil si at utlevering er den eneste måten å kunne utføre kontrollen på. I forskrif-
ten § 5-4 er det gitt utfyllende bestemmelser til § 8, hvor det blant annet heter at slike opplys-
ninger skal holdes atskilt og at fristen på 4 måneder begynner å løpe fra tidspunktet for re-
gistrering.  
 
Tidsfristen på 4 måneder gjelder imidlertid bare for opplysninger som behandles utenfor straf-
fesaker. Det fremgår av § 8 siste ledd at tidsbegrensningen ikke gjelder behandling av opplys-
ninger i den enkelte straffesak, og det er hverken i loven eller i forskriften gitt anvisning på 
hvilke frister som gjelder der. Dette kommer jeg tilbake til i kapittel 7 om straffesaker. Videre 
vil jeg for enkelthetens skyld i resten av avhandlingen omtale disse opplysningene som ”§ 8-
opplysninger”. 
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Det fremgår for øvrig også av proposisjonen at flere høringsinstanser har forvekslet § 8-
opplysninger med ikke-verifiserte opplysninger som omtalt i § 6 andre ledd, og departementet 
fant derfor grunn til presisere at det er en betydelig forskjell mellom disse to kategorier av 
opplysninger og hva forskjellen går ut på.
49
 Den mest markante forskjellen er at man ved ik-
ke-verifiserte opplysninger bare gjør unntak fra kravet om korrekthet, mens man ved § 8-
opplysninger gjør unntak for de grunnleggende kravene for behandling av opplysninger.  
 
3.5.1 Sammenligning og vurdering 
Personopplysningsloven har ingen bestemmelse som tilsvarer politiregisterlovens § 8 og dette 
er den mest åpenbare forskjellen mellom lovene. Det er politiets spesielle oppgaver som nød-
vendiggjør et slikt omfattende unntak fra de grunnleggende kravene til behandling av opplys-
ninger og i personopplysningsloven er det derfor heller ikke behov for en tilsvarende unntaks-
bestemmelse. Det er antageligvis på dette punkt politiets virksomhet skiller seg mest fra alle 
andre offentlige og private organer. 
 
Jeg vil prøve å forklare dette ved hjelp av et eksempel. Dersom man tenker seg at en person 
ringer til politiet og forteller at han har observert en person på et bestemt sted til et bestemt 
klokkeslett, er dette en opplysning som vanskelig kan tenkes å være relevant eller nødvendig 
for et formål innenfor offentlig eller privat sektor. Heller ikke for politiet er denne opplys-
ningen umiddelbart av interesse, idet det ikke er forbudt at noen befinner seg på dette sted. 
Den kan imidlertid fort bli av interesse dersom det viser seg at det på samme tidspunkt og i 
umiddelbar nærhet ble begått et ran. For å være i stand til å koble slike opplysninger sammen, 
må politiet gis en vid adgang til å kunne registrere opplysninger som isolert sett ikke oppfyller 
de kravene som gjelder for behandling av opplysninger. Det er antagelig også dette som er 
årsaken til at forslaget til § 8 ikke møtte mye motstand under høringen.
50
   
 
Slik § 8 er utformet vil den i følge departementets egen uttalelse ”i realiteten innebære at det 
nærmest ikke finnes noen begrensninger med henblikk på hvilke opplysninger som kan be-
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handles”.51 Det krever ikke noen nærmere forklaring at det i et personvernmessig perspektiv 
er svært betenkelig at man tillater at politiet så å si kan behandle hvilke som helst opplysning-
er om hvem som helst, og etter mitt skjønn er det § 8 som er det klareste eksempel på at per-
sonvernet i politiregisterloven måtte vike for kriminalitetsbekjempelsen. På den annen side 
må man erkjenne at politiet har behov for videre fullmakter enn andre, og spørsmålet er derfor 
om man kunne ha møtt dette behovet med en mindre vidtgående regulering. Rammebeslut-
ningen har ikke en tilsvarende bestemmelse, men her er det av interesse at rammebeslutningen 
heller ikke har en særskilt bestemmelse om nødvendighetskravet. Det fremgår av proposisjo-
nen at kommisjonens opprinnelig forslag til artikkel 5 gikk ut på at medlemslandene skal lov-
feste at behandling av opplysninger i kriminalitetsbekjempende øyemed bare kan finne sted 
dersom det er nødvendig for å oppnå formålet.
52
 I følge departementet var bakgrunnen for at 
nødvendighetsprinsippet i de ulike utkastene til rammebeslutningen i større og større grad ble 
tonet ned nettopp de forholdene som begrunner § 8. Sett i det perspektivet kunne man inntatt 
det standpunkt at man ikke trenger en særskilt hjemmel som § 8, siden nødvendighetskravet 
da også ville være oppfylt selv om politiet ikke vet om opplysningen er nødvendig for et poli-
timessig formål.  
 
Etter en nærmere vurdering har jeg kommet til at en slik fremgangsmåte hadde utsatt person-
vernet i enda større grad enn hva § 8 gjør. Begrunnelsen for dette er at en slik tilnærming ikke 
bare hadde uthulet nødvendighetskravet, men nærmest utslettet det, noe som også hadde smit-
tet over for behandling av opplysninger som ikke faller inn under § 8. Ved at man uttrykkelig 
åpner for å behandle § 8-opplysninger kunne man også sette strenge rammer rundt denne be-
handlingen, som for eksempel tidsbegrensningen og at disse opplysningene skal holdes at-
skilt. Samtidig sikrer man at nødvendighetskravet for behandling av andre opplysninger er en 
realitet. Alt i alt mener jeg derfor den valgte løsningen ivaretar personvernet på en bedre måte 
enn om man ikke hadde hatt § 8.  
 
3.6 Avsluttende bemerkninger 
Alt i alt er det min vurdering at gjennomføringen av kravene om formålsbestemthet, nødven-
dighet og opplysningens kvalitet i politiregisterloven skaper større klarhet og bedre forutsig-
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barhet for den registrerte enn hva som er tilfelle i personopplysningsloven. I politiregisterlo-
ven har kravene fått egne bestemmelser og dette bidrar til å tydeliggjøre kravene og viktighe-
ten av dem. I tillegg er det i politiregisterforskriften og i forarbeidene klargjort hva som me-
nes med de ulike begreper. Gjennomføringen av kravene i personopplysningsloven er etter 
min mening mindre pedagogisk og det er ikke umiddelbart lett å se hvilke krav som stilles til 
behandlingen. Det nærmere innholdet i kravene kunne med fordel ha blitt nærmere forklart 
enten i proposisjonen eller i personopplysningsforskriften.  
 
4 Informasjonsplikt og innsyn 
4.1 Innledning 
Både informasjonsplikt og innsynsrett har som formål å gi den registrerte informasjon om 
behandlingen av personopplysninger. Informasjon om behandlingen er en forutsetning for å 
kunne ivareta sine rettigheter etter loven. Dersom man ikke har kunnskap eller kjennskap til at 
det behandles opplysninger om seg selv er det umulig å kunne kontrollere at behandlingen er i 
samsvar med loven.  
 
Informasjonsplikt er en plikt som påhviler den behandlingsansvarlige om av eget tiltak å in-
formere den registrerte at det behandles opplysninger, mens innsynsrett er en rett den regist-
rerte har til å få innsyn i hvilke opplysninger som behandles om vedkommende.  
 
4.2 Informasjonsplikt 
4.2.1 Innledning 
Begrepet informasjonsplikt kan ha to betydninger. Den ene er en generell informasjonsplikt 
om behandlingen i seg selv som innebærer at den behandlingsansvarlige skal opplyse offent-
ligheten om sentrale forhold ved behandlingen, som for eksempel hvem som er behandlings-
ansvarlig, behandlingens formål og den registrertes rettigheter. Den andre betydningen av 
begrepet er en individuell informasjonsplikt som innebærer at informasjon om behandlingen 
skal gis individuelt til den registrerte.
53
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Regulering av informasjonsplikten er mer omfattende i personopplysningsloven enn i politi-
registerloven. Fremstillingen vil fokusere på de deler av regelverket som er av interesse for 
sammenligningen, og derfor avgrenses det i sin helhet mot informasjonsplikt ved bruk av per-
sonprofiler og rett til informasjon om automatiserte opplysninger, jf. personopplysningsloven 
§§ 21 og 22.  
 
4.2.2 Personopplysningsloven 
I personopplysningsloven reguleres informasjonsplikt i henholdsvis §§ 19 og 20 hvor det skil-
les mellom informasjonsplikt i de tilfellene der opplysningene er innhentet fra den registrerte 
selv eller der opplysningene er innhentet fra andre enn den registrerte. Både sondringen mel-
lom disse to typetilfellene og innholdet i bestemmelsene er i samsvar med personverndirekti-
vet artikkel 10 og 11.  
 
I § 19 reguleres de tilfeller der opplysningene er innhentet fra personen selv. Informasjons-
pliktens innhold i disse tilfellene er listet opp i bestemmelsens første ledd bokstav a til e, 
hvoretter det blant annet skal informeres om hvem som er den behandlingsansvarlige, behand-
lingens formål og hvilke rettigheter den registrerte har. Informasjonen kan gis i generell form 
og det stilles ingen formkrav.
54
 Informasjon kan for eksempel gis på den behandlingsansvarli-
ges nettsider eller tas inn i avtale med den registrerte. Videre skal informasjonen gis før regi-
streringen starter, jf. § 19 første ledd. Begrunnelsen for dette er blant annet at den registrerte 
skal ha mulighet til å velge om han ønsker å la seg registrere.
55
 Etter § 19 andre ledd kan det 
gjøres unntak fra informasjonsplikten dersom det er ”på den rene” at den registrerte allerede 
kjenner til informasjonen i første ledd.  
 
Informasjonsplikt når det innhentes opplysninger fra andre enn den registrerte selv er regulert 
i § 20. I disse tilfellene vil den registrerte ikke vite at det behandles opplysninger om ved-
kommende. Etter § 20 skal den behandlingsansvarlige varsle den registrerte og informere om 
hvilke opplysninger som samles inn og forhold ved behandlingen som nevnt i § 19 første 
ledd. Bestemmelsen skiller seg fra § 19 ved at varslingen i utgangspunktet skal være indivi-
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duell og at varslingen i utgangspunktet skal skje etter at opplysningene er innsamlet. Hensik-
ten med bestemmelsen er å gi den registrerte kontroll over hvem som behandler opplysninger 
om vedkommende og å gi kunnskap om hvem man kan henvende seg til for å gjøre sine ret-
tigheter gjeldene.
56
 Informasjonsplikten utløses så snart opplysningene er hentet inn, men der-
som formålet med innhentingen var å gi opplysningene videre til andre kan varslingen utsettes 
til utleveringen skjer.
57
  
 
Etter § 20 andre ledd bokstav a til c har den registrerte ikke krav på varsel etter første ledd 
dersom innsamlingen eller formidlingen av opplysninger er uttrykkelig fastsatt i lov, varsling 
er umulig eller uforholdsmessig vanskelig eller det er på det rene at den registrerte allerede 
kjenner til informasjonen varselet skal inneholde. 
 
I tillegg er i det § 23 gitt unntaksregler som for øvrig gjelder både for innsyn og informa-
sjonsplikt etter §§ 18, 19 og 20. Her gjøres det blant annet unntak fra informasjonsplikten av 
hensyn til rikets sikkerhet, jf. bokstav a, og av hensyn til kriminalitetsbekjempelse, jf. § b. 
 
4.2.3 Politiregisterloven 
I politiregisterloven er informasjonsplikt regulert i § 48. I rammebeslutningen er informa-
sjonsplikt nedfelt i artikkel 16 hvoretter medlemslandene skal påse at den registrerte blir un-
derrettet om myndighetenes innsamling og behandling av personopplysninger i samsvar med 
nasjonal rett. Av forarbeidene til politiregisterloven fremgår det at bestemmelsen om informa-
sjonsplikt var en av de mest omstridte under forhandlingene i Brüssel og medlemslandene 
klarte ikke å bli enige om informasjonspliktens innhold.
58
 Som det fremgår av artikkel 16 
oppnådde man til slutt bare enighet om at de enkelte landene selv bestemmer hvordan infor-
masjonsplikten skal utformes og det innebærer at rammebeslutningen ikke legger noen fø-
ringer på dette punkt. 
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Etter politiregisterloven § 48 første ledd har den behandlingsansvarlige plikt til å informere 
den registrerte om at det er utlevert personopplysninger til offentlige og private organer i de-
res interesse, jf. §§ 30 og 31. I praksis innebærer dette at utlevering til offentlige eller private 
organer i deres interesse er den eneste form for behandling som er underlagt informasjonsplikt 
etter politiregisterloven, mens all annen form for behandling herunder utlevering til andre 
formål enn til offentlige og private organer i deres interesse faller utenfor. Imidlertid fremgår 
det av § 27 tredje ledd siste punktum at den behandlingsansvarlige ved utlevering av opplys-
ninger ved avvergende og forebyggende virksomhet bør varsle den registrerte før utlevering 
skjer dersom dette er mulig og hensiktsmessig. Denne bestemmelsen er imidlertid ikke noen 
pliktregel. Ordlyden i § 48 kan indikere at informasjonsplikten først inntrer etter at opplys-
ningen er utlevert, men det fremgår av forskriften § 12-3 andre ledd at informasjon bør gis før 
opplysningen utleveres.  
  
I § 48 andre ledd gjøres det unntak fra den allerede snevre informasjonsplikten. Der fremgår 
det at informasjonsplikten likevel ikke gjelder der den behandlingsansvarlige i lov eller med-
hold av lov har utleveringsplikt, jf. nr. 1, der det er nødvendig å gjøre unntak av hensyn til 
kriminalitetsbekjempelse, vern av andre personer enn den registrerte eller mottagerens lovpå-
lagte kontrolloppgaver, jf. nr. 2, der utlevering ikke er av vesentlig betydning for den regist-
rerte, jf. nr. 3, eller der det i lov eller i medhold av lov er bestemt at informasjonsplikten ikke 
gjelder. 
 
Unntaket i nr. 1 innebærer at informasjonsplikten som oppstår når det utleveres opplysninger i 
mottakerens interesse bare gjelder når politiet har en rett til å utlevere opplysninger. Unntaket 
i nr. 3 er strengt tatt ikke et unntak, men et tilleggsvilkår. Hva som menes med ”vesentlig be-
tydning” forklares i forskriften § 12-2 siste ledd hvor det fremgår at informasjonsplikten bare 
gjelder dersom det er grunn til å anta at utlevering av opplysninger vil kunne påføre den re-
gistrerte skade eller ulempe av økonomisk eller annen art, eller dersom utleveringen vil være 
krenkede. Alt i alt fremstår altså § 48 heller som en unntaksbestemmelse fra hovedregelen om 
at politiet ikke har informasjonsplikt. 
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4.2.4 Sammenligning og vurdering 
Som det fremgår er det betydelige forskjeller mellom lovene når det gjelder informasjonsplik-
ten. I politiregisterloven finnes det ingen generell informasjonsplikt og det skilles ikke mel-
lom de tilfeller der opplysningene er innhentet fra den registrerte eller fra andre. I tillegg er 
den individuelle informasjonsplikten i politiregisterloven begrenset til utlevering av opplys-
ninger i mottakerens interesse. 
 
Departementets drøftelse av informasjonsplikten er etter mitt skjønn noe usammenhengende. 
Dette er blant annet fordi departementet ikke skiller mellom generell og individuell informa-
sjonsplikt, noe som gjør analysen av departementets begrunnelse noe vanskelig.  
 
I de generelle merknadene anføres det blant annet som argument at politiet ikke hadde noen 
informasjonsplikt før politiregisterloven, og at personopplysningsloven § 20 andre ledd bok-
stav a gjør unntak fra informasjonsplikten når innsamlingen av opplysninger er fastsatt i lov.
59
  
I de spesielle merknadene uttaler departementet at den begrensede informasjonsplikten etter 
politiregisterloven begrunnes med at det normalt vil være ødeleggende for kriminalitetsbe-
kjempelsen om den registrerte ble informert om behandlingen og at kravet om detaljerte for-
skrifter og meldeplikt for politiet vil gi allmenheten god oversikt over de behandlinger som 
skjer og mulighet til å vurdere om de selv er registrert.
60
 
 
Jeg vil i det følgende vurdere om disse anførslene kan begrunne de nevnte forskjellene. 
 
Når det gjelder den generelle informasjonsplikten er det noe merkelig at departementet bruker 
unntaket i personopplysningsloven § 20 andre ledd bokstav a som argument mot den generel-
le informasjonsplikten, idet denne bestemmelsen regulerer de tilfeller der opplysningene er 
innhentet fra andre enn den registrerte selv og der informasjonen i utgangspunktet skal være 
individuell. Hensynet til kriminalitetsbekjempelsen er heller ikke noe gyldig argument i og 
med at disse opplysningene er offentlig tilgjengelig. Det samme gjelder henvisningen til tidli-
gere rettstilstand. Når man innfører personvernlovgivning på politisektoren ligger det i sakens 
natur at man ikke viderefører tidligere rett, og dette må også gjelde for informasjonsplikten.  
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Det som da står igjen er begrunnelsen om at detaljerte forskrifter og meldeplikten vil gi all-
menheten god oversikt over behandlingene som finner sted, og muligheten til å vurdere om 
man er registrert. Dersom man forutsetter at alt som er lovregulert også er kjent for allmenn-
heten er det i utgangspunktet mulig for allmenheteten å kunne finne frem til de opplysninger 
som er gjenstand for den generelle informasjonsplikten, som for eksempel hvem som er be-
handlingsansvarlig og hvilke opplysninger som registreres. På den andre side er lovgivningen 
på dette feltet ganske komplisert og derfor ikke så lett å forstå for den enkelte borger. Jeg me-
ner at departementets begrunnelse på dette punkt i liten grad tar hensyn til brukervennlighet 
og jeg kan ikke se at det hadde vært veldig problematisk eller ressurskrevende å fastsette i 
politiregisterloven at politiet skal informere om de sentrale deler av behandlingen på sine in-
ternettsider, for eksempel informasjon om de ulike registrene, hvem som er behandlingsan-
svarlig og formålet med behandlingen. Dette hadde gjort informasjonen mye mer tilgjengelig 
for folk flest. 
 
Som nevnt ovenfor er den andre forskjellen at politiregisterloven i motsetning til personopp-
lysningsloven ikke skiller mellom hvor opplysningene kommer fra. Departementet begrunner 
ikke hvorfor det ikke skilles mellom de tilfeller hvor opplysningene kommer fra den registrer-
te selv eller andre og hvorfor politiet ikke har opplysningsplikt i de tilfeller der opplysninger 
kommer fra andre enn den registrerte selv. I de tilfeller opplysningene kommer fra andre enn 
den registrerte vil informasjonsplikten i praksis være den eneste muligheten til å kunne vite at 
politiet behandler opplysninger om vedkommende. Det vil da heller ikke hjelpe den registrerte 
at det finnes detaljerte forskrifter om hvilke opplysninger politiet kan behandle i sin brede 
alminnelighet. Etter mitt syn er det derfor uheldig at politiregisterloven ikke i det minste gir 
anvisning på informasjonsplikt i disse tilfellene. I de tilfellene informasjonsplikten kunne vir-
ke ødeleggende for kriminalitetsbekjempelsen ville dette uansett bli fanget opp av unntaksbe-
stemmelsen i § 48 andre ledd nr. 2, og hensynet til kriminalitetsbekjempelsen er derfor heller 
ikke noe argument mot å innføre en individuell informasjonsplikt. At politiet ikke har infor-
masjonsplikt i de tilfellene hvor opplysningene kommer fra andre enn den registrerte selv vil i 
tillegg føre til en begrensning i den registrertes innsynsrett, jf. punkt 4.3 om innsyn nedenfor. 
Som det vil fremgå der må den registrerte angi hvilket register han ønsker innsyn i, og det vil 
han ikke kunne siden han ikke ble informert om registreringen.  
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Den siste forskjellen mellom lovene er at den individuelle informasjonsplikten i politiregister-
loven er begrenset til de tilfellene der utlevering skjer i mottakerens interesse. Det fremgår av 
proposisjonen at departementet på dette punkt sluttet seg til politiregisterlovutvalgets anbefa-
ling.
61
 Utvalgets begrunnelse for dette var at de tilfeller hvor opplysninger innhentet av poli-
tiet, for eksempel ved hjelp av tvangsmidler, skal kunne brukes av andre organer i deres inter-
esse er så spesielle at det er en nødvendig rettsikkerhets- og personverngaranti at den regist-
rerte varslers i disse tilfeller.
62
 Her må man imidlertid være oppmerksom på at også denne 
informasjonsplikten bare gjelder dersom ingen av unntakene i § 48 andre ledd kommer til 
anvendelse 
 
Selv om man godtar at informasjonsplikt bare utløses i de tilfellene der opplysningene utleve-
res, kan man spørre om hvorfor informasjonsplikten kun gjelder ved utlevering til andre i de-
res interesse og hvorfor den ikke også gjelder ved utlevering til andre formål. Departementet 
syntes å videreføre politiregisterutvalgets forslag uten videre drøftelser eller vurderinger av 
om andre former for utlevering også burde vært omfattet av informasjonsplikten. Ettersom 
utvalget begrunner informasjonsplikten med grunnleggende rettsikkerhets- og personvernga-
rantier, hadde det vært nærliggende å drøfte om disse hensyn også gjør seg gjeldene i andre 
utleveringstilfeller som for eksempel ved utlevering til politiet som forvaltningsorgan etter § 
29.  
 
Samlet sett mener jeg at departementet i alt for liten grad vurderer og problematiserer infor-
masjonsplikt, og heller ikke foretar en reel vurdering av de ulike problemstillinger. Etter min 
mening burde departementet ha tatt utgangspunkt i de ulike hensyn som begrunner person-
opplysningsloven §§ 19 og 20 og deretter funnet frem til argumenter som viser at disse ikke 
gjør seg gjeldene på samme måte i politiregisterloven. For eksempel er den generelle informa-
sjonsplikten i personopplysningsloven blant annet begrunnet med at den registrerte skal kunne 
velge om han ønsker å la seg registrere. En slik situasjon er lite praktisk for politiet idet re-
gistrering i politiets registre ikke er avhengig av samtykke, og det hadde vært en reell begrun-
nelse.  
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Videre har jeg merket meg at departementet, i motsetning til politiregisterlovutvalget, ikke 
anfører ressurshensyn som et argument mot å innføre en mer omfattende informasjonsplikt.
63
 
Ressurshensyn kunne etter mitt syn i enkelte tilfeller ha vært et gyldig argument for å begren-
se informasjonsplikten i politiet. Man kan for eksempel tenke seg de situasjoner der politiet 
beslaglegger mobiltelefoner. Her vil politiet ifølge definisjonen i § 2 nr. 2 behandle opplys-
ninger om alle kontaktene som er lagret i telefonen. Å informere alle disse om at det behand-
les opplysninger om dem vil være praktisk umulig og uforholdsmessig ressurskrevende. I sli-
ke tilfeller kunne informasjonsplikt vært unngått ved å innføre en tilsvarende unntaksbestem-
melse som i personopplysningsloven § 20 andre ledd bokstav b om at varsling er umulig eller 
uforholdsmessig vanskelig. 
  
Alt i alt mener jeg etter dette at man i politiregisterloven kunne ha valgt en løsning som lå 
nærmere personopplysningsloven. Selv om rammebeslutningen ikke legger føringer på hvor-
dan informasjonsplikten skal gjennomføres, kunne departementet ha ivaretatt personvernet på 
en bedre måte. Det som etter mitt skjønn er mest kritikkverdig er at man ikke tar hensyn til 
den nære sammenhengen mellom informasjonsplikt i de tilfellene når det innhentes opplys-
ninger fra andre enn den registrerte og innsynsretten. Dette vil bli omtalt nærmere i neste 
punkt.  
 
4.3 Innsyn 
4.3.1 Innledning 
Innsynsretten er en av de mest sentrale rettighetene innenfor personvernlovgivningen, og en 
grunnleggende forutsetning for å kunne gjøre andre rettigheter gjeldende, som for eksempel 
retting og sletting.  
 
Begrepet innsynsrett betyr innenfor personvernlovgivningen retten til å gjøre seg kjent med 
opplysninger om seg selv. Dette er en betydelig forskjell i forhold til partsinnsyn eller innsyn 
etter offentlighetsloven. Partsinnsyn er en konsekvens av at en person har en tilknytning til en 
sak og gis derfor rett til å gjøre seg kjent med sakens dokumenter, jf. for eksempel forvalt-
ningsloven § 18 eller straffeprosessloven § 242. Innsyn etter offentlighetsloven er begrunnet 
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med at offentligheten kan gjøre seg kjent med og føre kontroll med offentlig virksomhet. Ved 
både partsinnsyn og innsyn etter offentlighetsloven vil man kunne få adgang til opplysninger 
om andre personer, noe innsynretten i personvernlovgivningen ikke åpner for.  
 
4.3.2 Personopplysningsloven 
I personopplysningsloven er innsyn regulert i § 18 som gjennomfører personverndirektivet 
artikkel 21 nr. 3 og artikkel 12 bokstav a første og andre strekpunkt. 
 
I § 18 skilles det som ved informasjonsplikt mellom generelt og individuelt innsyn, jf. hen-
holdsvis første og andre ledd. Den generelle retten til innsyn fremgår av § 18 første ledd hvor 
det heter at ”enhver” som ber om det skal få vite hva slags behandling av personopplysninger 
en behandlingsansvarlig foretar samt ytterligere informasjon om behandlingen. Hjemmelen 
for den individuelle innsynretten finner vi i § 18 andre ledd, hvoretter den behandlingsansvar-
lige skal opplyse om hvilke opplysninger om den registrerte som behandles og hvilke sikker-
hetstiltak som foreligger for behandlingen. Jeg går ikke nærmere inn på de øvrige bestemmel-
sene i § 18 siden de ikke er av interesse for sammenligningen.  
 
Unntak fra retten til informasjon, herunder både retten til innsyn og informasjonsplikten er  
hjemlet i § 23 og gjennomfører personverndirektivets artikkel 13. Begrunnelsen for at unn-
taksbestemmelsen gjelder for både innsynsrett og informasjonsplikt er at departementet så det 
som hensiktsmessig at unntakene fra retten til informasjon var harmonisert. Bestemmelsen 
supplerer de ulike unntakene som fremgår direkte av § 18. I hvilke tilfeller det kan gjøres unn-
tak fra retten til innsyn er listet opp i § 23 bokstav a til f. Jeg vil komme tilbake til dette i for-
bindelse med sammenligningen av unntaksbestemmelsene i politiregisterloven.  
 
4.3.3 Politiregisterloven 
I politiregisterloven er innsynsretten regulert i § 49. I rammebeslutningen er innsynsretten 
nedfelt i artikkel 17, men denne gir bare rett til å få informasjon om hvilke opplysninger som 
utveksles mellom statene. Som følge av dette legger rammebeslutningen på lik linje som ved 
informasjonsplikt ingen føringer på innholdet i innsynsreglene for den nasjonale behandlingen 
av opplysninger.  
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I § 49 skilles det mellom innsyn i og utenfor den enkelte straffesak. Hovedregelen om innsyn 
finner vi i § 49 andre ledd der det heter at den registrerte utenfor den enkelte straffesak har 
rett til å få opplyst hvilke opplysninger som er registrert om seg selv. Denne innsynsretten 
omfatter alle opplysninger, uavhengig av om de er lagret i eller utenfor registre, jf. også for-
skriften § 13-2. Som eksempel på sistnevnte er det i proposisjonen nevnt opplysninger i saker 
om voldsalarm, der politiet etter tidligere rett har avslått begjæringer om innsyn fra trusselut-
øveren. 
64
 
 
Etter § 49 første ledd har den registrerte i den enkelte straffesak rett til dokumentinnsyn i 
samsvar med straffeprosesslovens regler. Denne bestemmelsen vil bli nærmere omtalt i punkt 
7.3.5 om innsyn i straffesaker. Det kan likevel allerede her sies at bestemmelsen innebærer at 
politiregisterloven i utgangspunktet ikke utvider retten til innsyn i straffesaker.  
 
Etter § 49 tredje ledd foretar man likevel en viss utvidelse, idet det der heter at den registrerte 
har, både i og utenfor den enkelte straffesak, rett til å få opplyst hvorvidt opplysninger om 
vedkommende er utlevert, hvem de er utlevert til og hvilke opplysninger som er utlevert. 
Bakgrunnen for denne utvidelsen var at man måtte tilfredsstille kravene i rammebeslutningen 
art. 17 nr. 1 bokstav a.
65
 Bestemmelsen gir ikke rett til innsyn i de opplysninger som ble utle-
vert, men bare rett til å få opplyst hvilke opplysninger som er utlevert, i hvilken sammenheng 
opplysningene ble utlevert eller hvilken sak de utleverte opplysningene gjelder.
66
 Denne for-
ståelsen kommer også til uttrykk i politiregisterforskriften § 13-3.  
 
I hvilke tilfeller det er gjort unntak fra retten til innsyn fremgår av § 49 siste ledd nr. 1 til 5, 
hvoretter innsyn kan nektes dersom det er nødvendig av hensyn til kriminalitetsbekjempelsen, 
jf. nr. 1, nasjonal og offentlig sikkerhet, jf. nr. 2, gjennomføring av strafferettslige reaksjoner, 
jf. nr. 3, vern av andre personer enn den registrerte, jf. nr. 4, eller mottagerorganets lovpålagte 
kontrolloppgaver, jf. nr. 5. Disse unntakene er i det alt vesentlige i samsvar med de tilsvaren-
de unntaksbestemmelsene i artikkel 17 nr. 2 i rammebeslutningen.  
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4.3.4 Sammenligning og vurdering 
På samme måte som ved informasjonsplikten har politiregisterloven ikke en egen bestemmel-
se om generell innsynsrett, slik den kommer til uttrykk i personopplysningsloven § 18 første 
ledd. Politiregisterutvalget begrunnet dette med at politiregisterloven og forskriften gir til-
strekkelig informasjon om hvordan behandlingen er innrettet, og departementet kommenterer 
ikke spørsmålet i det hele tatt i punkt 13.2.5 i proposisjonen.
67
 For å unngå dobbel behandling 
viser jeg til det som er sagt om denne problemstillingen i punkt 4.2.4 ovenfor.  
 
Når det gjelder den individuelle innsynsretten gir begge lovene den registrerte som en hoved-
regel rett til innsyn i opplysninger om seg selv. Den største forskjellen er at man i politiregis-
terloven begrenser retten til innsyn i straffesaker til de personer som etter straffeprosessloven 
har rett til dokumentinnsyn. Dette er en betydelig begrensning i adgangen til å få innsyn for de 
personer som ikke har en slik rett, men som nevnt tidligere vil jeg vurdere denne begrens-
ningen i punkt 7.3.5. Det kan her likevel på mer prinsipielt grunnlag sies at denne avgrens-
ningen ikke er i samsvar med alminnelig personvernlovgivning, idet eksistensen av regler om 
parts- og dokumentinnsyn alene ikke kan være et gyldig argument for å innsnevre innsynsret-
ten etter personvernlovgivningen.  
 
Når man ser bort fra denne forskjellen er innholdet i den individuelle innsynsretten i person-
opplysningsloven § 18 andre ledd bokstav a og politiregisterloven § 49 andre ledd tilsynela-
tende sammenfallende, men det er likevel noen forskjeller her. Etter § 18 andre ledd ”skal den 
behandlingsansvarlige opplyse om hvilke opplysninger om den registrertes som behandles” 
når det begjæres innsyn. Dette forutsetter at enhver også har rett til å spørre og få svar på om 
de er registrert eller ikke.
68
 Denne forståelsen kan ikke legges til grunn i politiregisterloven § 
49, selv om ordlyden i og for seg indikerer det samme. Det fremgår både av lovens § 54 første 
ledd andre punktum og forskriften § 17-2 tredje ledd at innsynsbegjæringen må angi hvilket 
register eller hvilken sak det søkes innsyn i. Innsynsretten etter politiregisterloven forutsetter 
med andre ord at den registrerte vet at han er registrert. Når man ser dette i sammenheng med 
at politiet ikke har noen informasjonsplikt når de registrerer opplysninger, er konsekvensen at 
innsynsretten er illusorisk for de personer som ikke vet at de er registrert. I proposisjonen til 
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politiregisterloven er spørsmålet ikke nærmere problematisert. Politiregisterlovutvalget be-
grunnet forslaget først og fremst med at det ville være svært ressurskrevende for politiet om 
en person skal kunne sette frem en begjæring om innsyn som gjelder for ”alle politiets syste-
mer”.69 Departementet kommenterer spørsmålet i kgl. res. om politiregisterforskriften der 
departementet i tilknytning til forslaget til forskriften § 17-2 uttaler: ”Bakgrunnen for be-
stemmelsen er å unngå et system der en enkel henvendelse til politiet med anmodning om 
innsyn i ”hva som måtte finnes” om vedkommende, utløser betydelig arbeid. En slik ordning 
ville man ikke kunne praktisere.” Videre uttales det der at man har lagt til grunn at dersom 
noen ber om innsyn, ”må vedkommende ha en eller annen formening om i hvilken sammen-
heng han ble registrert”.70 Disse uttalelsene er vanskelig å forene med departementets uttalel-
ser i proposisjonen, der man begrunner hvorfor det bør gis innsyn i politiets vaktjournaler på 
følgende måte: 
 
”Som eksempel kan nevnes at noen ringer til politiet og gir opplysninger om en navngitt nabo 
som ville kunne oppfattes som svært krenkende, og uten å ville anmelde et straffbart forhold. I 
utgangspunktet er det svært betenkelig at slike opplysninger skal kunne behandles, men hen-
sett til formålet med vaktjournaler vil det være vanskelig å unngå at selv åpenbart uriktige 
opplysninger eller opplysninger som er gitt i sjikanehensikt skal kunne behandles. Departe-
mentet er således enig med utvalget i at innsyn er med på å legitimere at det kan registreres 
opplysninger uten at vilkårene i forslaget til § 5 nr. 2 er oppfylt, idet den registrerte da ikke 
bare vil få kjennskap til at slike opplysninger behandles, men gjennom innsynsretten også vil 
kunne ta til motmæle.” 71 
 
Det departementet her synes å glemme er at denne naboen ikke blir informert om at slike opp-
lysninger er registrert og han vet heller ikke hvor de er registrert, og derfor vil han heller ikke 
få innsyn i disse opplysningene. Det er etter mitt skjønn uholdbart at man bruker den re-
gistrertes rett til innsyn som et argument for å legitimere at man kan registrere ”hva som 
helst” om navngitte personer i vaktjournalen, samtidig som regelverket for øvrig nærmest gjør 
det umulig at denne personen vil få kunnskap om registreringen. Bortsett fra dette er hovedar-
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gumentet for ordningen at den ville bli for ressurskrevende, men dette kan ikke være et gyldig 
argument i denne sammenheng. Jeg har under omtalen av informasjonsplikten kommet til at 
det kan være legitimt å begrense politiets informasjonsplikt av hensyn til ressursbruk. Denne 
begrensningen kunne man imidlertid til en viss grad ha kompensert for ved å legge opp til en 
innsynsregel som tilsvarer personopplysningsloven § 18 andre ledd bokstav a, slik at det er 
adgang til å be om innsyn i hva som måtte være registrert. I stedet for gjør man det motsatte 
ved å legge opp til en forutsetning om kunnskap til registreringen for å få innsyn. Det kan i 
denne sammenheng nevnes at politiet er vant til å søke i mange ulike registre for å undersøke 
om en person er registrert. Som eksempel kan det nevnes at politiet foretar såkalte skikket-
hetsvurderinger for personer som søker om førerkort eller våpenkort. I denne forbindelse kan 
man også legge vekt på opplysninger som ellers ikke fremgår av politiattester, som for ek-
sempel anmeldelser, innbringelser i arrest mv.
72
 Når politiet har ressurser til å søke i mange 
registre for nærmest hele den voksne befolkningen, er det vanskelig å forstå at man ikke skal 
ha ressurser til å behandle innsynsbegjæringer som ikke oppgir et konkret register.  
 
Min konklusjon er derfor at personvernet i innsynssaker er dårligere ivaretatt i politiregister-
loven enn i personopplysningsloven uten at dette kan begrunnes i et legitimt hensyn.  
 
Når det gjelder unntakene fra innsynsretten er unntaksbestemmelsene i begge lovene en gjen-
nomføring av de tilsvarende unntaksbestemmelsene i personverndirektivet og rammebeslut-
ningen, noe som også er forklaringen på forskjellene. Felles for begge er at det gjøres unntak 
når rikets sikkerhet og kriminalitetsbekjempelse tilsier det, jf. personopplysningsloven § 23 
første ledd bokstav a og b og politiregisterloven § 49 siste ledd nr. 1 og 2, selv om bestem-
melsene er noe annerledes formulert. De øvrige unntaksbestemmelsene er forskjellige, noe 
som kan forklares med lovenes ulike virkeområder. Utover dette vil jeg ikke gå nærmere inn 
på forskjellene i unntakene, idet disse er av mindre interesse for avhandlingens tema.  
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4.4   Saksbehandlingsregler 
4.4.1 Personopplysningsloven 
Etter § 24 kan informasjon kreves skriftlig hos den behandlingsansvarlige eller hos dennes 
databehandler. Før det gis innsyn i opplysninger om en registrert, kan den behandlingsansvar-
lige kreve at den registrerte leverer en skriftlig og undertegnet begjæring. Etter § 16 skal den 
behandlingsansvarlige svare på blant annet henvendelser om innsyn uten ugrunnet opphold og 
senest innen 30 dager fra den dagen henvendelsen kom inn. I de tilfellene der det nektes inn-
syn skal den behandlingsansvarlige etter § 23 tredje ledd begrunne dette skriftlig med presis 
henvisning til unntakshjemmelen. Det betyr at det må vises til hvilken bokstav i § 23 som 
danner grunnlaget for avslaget. 
 
4.4.2 Politiregisterloven  
I politiregisterloven er det i § 54 gitt felles saksaksbehandlingsregler for både innsyn, retting, 
sperring og sletting. Jeg vil her bare omtale saksbehandlingsreglene knyttet til innsyn. Etter 
første ledd skal begjæring om innsyn fremsettes for politiet eller påtalemyndigheten, og be-
gjæringen må angi hvilke behandlinger det gjelder. Videre er det den behandlingsansvarlige 
som avgjør begjæringen og som skal påse at det kun er vedkommendes opplysninger som det 
skal gis innsyn i. I forskriften § 17-2 andre ledd er det oppstilt strenge krav til hvordan den 
som begjærer innsyn må legitimere seg ved at det vises til de tilsvarende bestemmelser som 
gjelder for den som ber om å få utstedt politiattest. Etter § 17-2 tredje ledd må det oppgis 
hvilket register eller hvilken sak det søkes innsyn i.  
 
Etter § 54 andre ledd skal begjæringen besvares snarest mulig og senest innen 30 dager. Der-
som begjæringen tas til følge skal opplysningene gis skriftlig, med mindre Kongen bestemmer 
noe annet. 
 
Etter § 54 siste ledd skal det ved avslag på begjæring om innsyn gis en begrunnelse som ikke 
tilkjennegir at det foreligger en registrering. Bestemmelsene suppleres av forskriften § 17-3 
siste ledd. Der heter det at dersom begjæring om innsyn ikke tas til følge fordi søkeren ikke er 
registrert eller fordi unntaksbestemmelsene i § 49 fjerde ledd kommer til anvendelse, skal det 
alltid gis en alternativ begrunnelse, slik at begrunnelsen ikke tilkjennegir at det foreligger en 
registrering som det ikke kan gis innsyn i. I merknadene til § 17-3 fjerde ledd sies det at en 
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alternativ begrunnelse kan utformes slik: det foreligger ingen registrering/ unntaksbestemmel-
sene i politiregisterloven § 49 siste ledd kommer til anvendelse.
 73
  På denne måten vil den 
som begjærer innsyn ikke få vite om avslaget er begrunnet i at han ikke er registrert eller om 
unntakene i § 49 kommer til anvendelse. Begrunnelsen for denne fremgangsmåten er at kunn-
skap om at det foreligger en registrering i seg selv kan forpurre formålet med registreringen.
74
 
Slike tilfeller vil først og fremst være aktuelle for registreringer i kriminaletterretningsregiste-
ret. Dersom politiet for eksempel samler inn opplysninger om en person som selger narkotika, 
vil denne personen forstå at han er i politiets søkelys dersom et avslag på innsyn i dette regis-
teret ville begrunnes med hensynet til kriminalitetsbekjempelsen i § 49 siste ledd siste ledd nr. 
1. Pålegget om å begrunne innsynsbegjæringer på denne måten gjelder også for klageinstan-
sen, jf. forskriften § 18-7 tredje ledd, og tilsynsmyndigheten, jf. lovens § 54 andre ledd. 
 
4.4.3 Sammenligning og vurdering  
Saksbehandlingsreglene er i hovedsak sammenfallende når det gjelder hvordan begjæringen 
fremmes, hvem som skal behandle den og hvilke svarfrister som gjelder. I politiregisterfor-
skriften er det gitt mer detaljerte regler og kravene til legitimasjon er strengere. Den vesentli-
ge forskjellen finner vi imidlertid i reglene om hvordan et avslag skal begrunnes. Etter per-
sonopplysningsloven skal det vises til den bestemmelsen som danner grunnlaget for avslaget, 
mens man etter politiregisterloven skal gi en begrunnelse som ikke tilkjennegir om det fore-
ligger en registrering. Selv om fremgangsmåten i politiregisterloven i et personvernmessig 
perspektiv er lite tilfredsstillende, kan hensynet til kriminalitetsbekjempelsen forsvare en slik 
regel, jf. også det som er sagt i punkt 4.4.2 ovenfor og den begrunnelsen som er gitt. Det 
fremgår videre av artikkel 17 nr. 3 i rammebeslutningen at en begrunnelse for avslaget kan 
unnlates dersom unntaksbestemmelsene i artikkel 17 nr. 2 tilsier det, noe som underbygger at 
en slik praksis er forsvarlig når politiet gir avslag på innsyn. 
 
Avslutningsvis vil jeg likevel nevne at det på dette punkt foreligger en viss motstrid mellom 
personopplysningsloven og politiregisterloven. Hensynet til kriminalitetsbekjempelsen er 
også et unntak etter personopplysningsloven § 23 første ledd bokstav b, men der skal det kon-
kret angis hva som er grunnen for avslaget. Dersom politiet utleverer en opplysning til et mot-
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takerorgan, som det ikke skal gis innsyn i, vil man kunne komme i den situasjon at den regist-
rerte ved å begjære innsyn hos mottakerorganet likevel få vite at det finnes opplysninger om 
ham som kan knyttes til kriminell virksomhet. Denne motstriden er ikke omtalt i proposisjo-
nen til politiregisterloven, noe som kan tyde på at man ikke var oppmerksom på denne 
konstellasjonen.  
 
5 Retting, sperring og sletting 
5.1 Innledning  
Retting, sperring og sletting er i utgangspunktet forskjellige forhold. Det disse tre tiltakene 
har til felles er at de utløses når enten behandlingen av opplysningene er mangelfull, eller 
opplysningene som behandles er uriktige. Bestemmelsene om retting, sperring og sletting kor-
responderer med de kravene som stilles til behandling av opplysninger og opplysningens kva-
litet.  
 
Den grunnleggende forskjellen mellom de tre tiltakene er at sperring og sletting - i motsetning 
til retting - utelukkende styres av nødvendighetskravet ved at opplysninger skal sperres eller 
slettes når de ikke lenger er nødvendige for formålet med behandlingen.  
 
I personopplysningsloven og politiregisterloven er retting, sperring og sletting helt eller delvis 
regulert i de samme bestemmelsene. Jeg har likevel valgt å fremstille tiltakene hver for seg 
fordi tiltakene er av forskjellig karakter og fordi jeg mener det gir et bedre utgangspunkt for 
sammenligningen.  
 
Siden retting, sperring og sletting også er undergitt en felles regulering i personverndirektivet 
og i rammebeslutningen, nevner jeg de aktuelle bestemmelsene her for å unngå å henvise til 
de samme artiklene i punktene nedenfor. 
  
Den registrertes rett til å få rettet, sperret eller slettet opplysninger er regulert i personverndi-
rektivet artikkel 12 bokstav b, hvor det heter at den registrerte skal sikres rett til hos den be-
handlingsansvarlige ”å få rettet, slettet eller sperret opplysninger som er blitt behandlet i strid 
med bestemmelsene i dette direktiv, særlig når opplysningene er ufullstendige eller unøyakti-
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ge”. I rammebeslutningen er den registrertes rett til å få korrigert (rettet), sperret og slettet 
opplysninger nedfelt i artikkel 18. 
 
Den behandlingsansvarliges plikt til å rette og slette er regulert i personverndirektivets artik-
kel 6, mens sperring ikke oppstilles som en plikt for den behandlingsansvarlige etter direkti-
vet. I rammebeslutninger er den behandlingsansvarliges plikt til å rette, sperre og slette nedfelt 
i artikkel 4.   
 
5.2 Retting 
1.2.1 Innledning 
Retting blir på lik linje med innsyn, sletting mv ansett for å være en av de grunnleggende ret-
tigheter for den registrerte. I situasjoner der den enes rettighet korresponderer med en annens 
plikt, vil det gjerne kunne oppstå interessekonflikter. Ved retting stiller dette seg noe annerle-
des. At det behandles korrekte eller riktige opplysninger vil som klar hovedregel være både i 
den registrertes og den behandlingsansvarliges interesse. For eksempel vil et forvaltningsor-
gan risikere at et vedtak senere blir opphevet når det er basert på uriktige opplysninger, eller 
en aktor kan tape en sak når det viser seg at de fremlagte beviser beror på uriktige opplys-
ninger. Behandling av uriktige opplysninger vil derfor regelmessig kunne medføre unødig 
ressursbruk og merarbeid for den behandlingsansvarlige.
75
  
 
Innledningsvis finner jeg også grunn til å nevne at det kan oppstå en rekke vanskelige 
problemstillinger med hensyn til spørsmålet hvordan opplysninger skal rettes, herunder særlig 
at man retter opplysninger ved å slette dem og deretter tilføyer eller erstatter de opprinnelige 
opplysningene med nye. En slik fremgangsmåte kan være i strid med arkivlovgivningen. Dis-
se problemstillingene vil jeg avgrense mot. Jeg vil likevel komme tilbake til forholdet til ar-
kivlovgivningen i punkt 5.4.2. Jeg avgrenser også mot den behandlingsansvarliges varslings-
plikt i forhold til mottakere av uriktige opplysninger.  
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5.2.1 Personopplysningsloven  
I personopplysingsloven er retting av mangelfulle opplysninger regulert i § 27 som både opp-
stiller en rett for den registrerte å begjære retting, og en plikt for den behandlingsansvarlige til 
å rette etter eget tiltak. 
 
Hvilke opplysninger som skal rettes fremgår av § 27 første ledd, hvoretter opplysninger som 
er ”uriktige, ufullstendige eller som det ikke er adgang til å behandle” skal rettes. At ”urikti-
ge” opplysninger skal rettes korresponderer med § 11 første ledd nr. 1 bokstav e, der det stil-
les krav om at personopplysninger som behandles skal være korrekte. Kravet om at ”ufull-
stendige” opplysninger skal rettes korresponderer både med § 11 første ledd nr. 1 bokstav d 
om at opplysningene skal være tilstrekkelige og bokstav e om at opplysninger skal være opp-
daterte. En opplysning kan altså være ufullstendig fordi den gir et misvisende bilde eller fordi 
opplysningen ikke er oppdatert. Når det gjelder opplysninger ”som det ikke er adgang til å 
behandle” fremstår det som noe uklart hva som menes, og spørsmålet er ikke kommentert i 
proposisjonen, verken i den alminnelige delen eller i de spesielle merknadene.
76
 I kommenta-
rutgaven
77
 tolkes ”opplysninger som det ikke er adgang til å behandle” blant annet som opp-
lysninger den behandlingsansvarlige ikke hadde adgang til å samle inn, eller som opprinnelig 
var lovlig å innhente, men vilkårene for adgangen til behandling senere har falt bort, jf. §§ 8 
og 9.  
 
Hvordan retting skal skje sier bestemmelsen heller lite om. I § 27 andre ledd heter det at ret-
ting av uriktige eller ufullstendige personopplysninger ”som kan ha betydning som dokumen-
tasjon, skal skje ved at opplysningene tydelig markeres og suppleres med korrekte opplys-
ninger”. Dette er et resultat av en interesseavveiing mellom personvernhensyn og dokumenta-
sjon- og forskningshensyn. Eksempler på når opplysninger kan ha betydning som dokumenta-
sjon er dersom opplysningene er blitt brukt som grunnlag for vedtak som er truffet av offent-
lige organer, eller ved erstatningskrav etter for eksempel § 49. Etter tredje ledd kan Datatilsy-
net i disse situasjonene likevel bestemme at opplysningene skal slettes eller sperres dersom 
tungtveiende personvernhensyn tilsier det. Som eksempler trekker proposisjonen frem at det 
kan ha blitt behandlet opplysninger om at den registrerte sympatiserer med terroristgrupper 
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eller er bruker av barnepornografi. Departementet uttaler at i slike tilfeller vil opplysningene 
gi et så uheldig og stigmatiserende bilde av den registrerte at markering og supplering åpen-
bart ikke gir en tilfredsstillende løsning for den registrerte. Videre uttales det at sperring bør 
foretrekkes dersom det gir en tilfredsstillende løsning. 
 
Utover dette gir § 27 ikke anvisning på hvordan retting av opplysninger skal skje utenom de 
situasjonene hvor opplysningene kan brukes som dokumentasjon. I andre situasjoner er det 
altså opp til den behandlingsansvarlige å vurdere hvordan retting skal utføres. 
 
Etter fjerde ledd bør sletting suppleres med registrering av korrekte og fullstendige opplys-
ninger. Dersom det ikke er mulig, og dokumentet som inneholdt de slettede opplysningene av 
den grunn gir et åpenbart misvisende bilde, skal hele dokumentet slettes. Det er litt vanskelig 
å se hvordan slettede opplysninger kan ”suppleres”, idet dette begrepet normalt brukes for å gi 
uttrykk for at man tilføyer opplysninger. Når opplysninger er slettet, i den forstand at de er 
fjernet, vil tilføyelse av andre opplysninger være en erstatning for de opprinnelige opplys-
ningene snarere enn en supplering. 
 
5.2.2 Politiregisterloven 
I politiregisterloven er retting regulert i § 51 hvoretter den behandlingsansvarlige av eget til-
tak eller etter begjæring fra den registrerte skal rette opplysninger som er mangelfulle. Be-
stemmelsen gjelder ikke for opplysninger i straffesakdokumenter, jf. politiregisterforskriften § 
25-2 andre ledd, jf. nærmere om dette i punkt 7.3.6. I proposisjonen
78
 er det uttalt at ”lovfor-
slaget kun tar sikte på å gi anvisning på de overordnede prinsippene, mens de nærmere regler 
om retting, sperring og sletting av mangelfulle opplysninger vil bli regulert i forskriften.” 
 
Hvilke opplysninger som skal rettes fremgår av § 51 første ledd, hvoretter ”mangelfulle” opp-
lysninger skal rettes. I politiregisterloven skilles det mellom mangelfulle opplysninger som 
kan repareres i første ledd og opplysninger som er beheftet med feil som ikke kan rettes i 
andre ledd. Hva som menes med ”mangelfull” opplysning og som derved kan bli rettet er 
nærmere beskrevet i forskriften § 14-2 andre ledd, hvor det blant annet er nevnt uriktige eller 
ufullstendige opplysninger, jf. nr. 1 og 2. Vurderingen av hvilke opplysninger som er uriktige 
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eller mangelfulle må ses i lys av § 6 første ledd nr. 1 og 2, som stiller krav til opplysningens 
kvalitet og hvor det bl.a. heter at opplysningene skal være tilstrekkelige, korrekte og oppdater-
te. Eksempler på mangelfulle opplysninger som kan repareres er feilstaving av navn, ukorrek-
te opplysninger, eller opplysninger som isolert sett er korrekte, men som gir et ufullstendig 
eller uriktig bilde av den aktuelle situasjonen.
79
  
 
Hvordan mangelfulle opplysninger skal rettes er nærmere beskrevet i § 51 og forskriften § 14-
4. Etter § 51 skal den behandlingsansvarlige rette opplysninger som er mangelfulle, ”og om 
mulig eller nødvendig supplere eller oppdatere dem.” Etter forskriften § 14-4 andre ledd skal 
retting i form av supplering eller oppdatering skje ved at de opprinnelige opplysningene mar-
keres og suppleres med korrekte eller oppdaterte opplysninger. Etter § 14-4 første ledd kan 
opplysninger bare rettes ved å erstatte den opprinnelige opplysningen, dersom den opprinneli-
ge opplysningen ikke kan ha betydning som dokumentasjon og dersom vilkårene for sletting 
etter forskriften § 16-4 er oppfylt. Begrunnelsen for dette er at erstatning av en opplysning i 
realiteten innebærer en sletting av den opprinnelige opplysningen.  
 
Med opplysninger som ikke kan rettes, jf. § 51 andre ledd, siktes det først og fremst til opp-
lysninger som er behandlet uten at vilkårene for behandling er oppfylt, slik at behandlingen er 
lovstridig. Det gjelder både de tilfeller hvor behandlingen ikke er hjemlet i politiregisterloven 
eller hvor behandlingen strider mot annen lovgivning, som for eksempel at politiet har fått 
opplysninger i strid med andre lovers taushetspliktsregler eller opplysninger er innhentet 
gjennom ulovlige ervervede bevis.
80
 I disse tilfeller vil behandlingen ha vært uhjemlet og lov-
stridig helt fra starten av, og ikke være mulig å rette opp i ettertid. Dersom behandlingen av 
opplysningene opprinnelig var lovlig, men det på et senere tidspunkt viser seg at vilkårene for 
behandling ikke lenger er oppfylt, skal opplysningene slettes eller sperres i samsvar med poli-
tiregisterloven § 50, jf. forskriften § 14-2 fjerde ledd.  
 
Opplysninger som er beheftet med feil som ikke kan repareres skal etter § 51 andre ledd sper-
res eller slettes. Dersom det er grunn til å tro at sletting vil kunne påvirke den registrertes legi-
time interesser, skal opplysningen sperres. 
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5.2.3 Sammenligning og vurdering 
5.2.3.1 Terskelen for retting 
Felles for begge lovene er at de gir anvisning på at uriktige og ufullstendige opplysninger skal 
rettes. Ordlyden i henholdsvis personopplysningsloven § 27 første ledd og politiregisterloven 
§ 51 første ledd kan tyde på at det er en forskjell med henblikk på hvor absolutt plikten til å 
rette er, i den forstand at terskelen for å rette er høyere i politiregisterloven enn i personopp-
lysningsloven. I personopplysningsloven § 27 første ledd heter det at uriktige og ufullstendige 
opplysninger skal rettes, mens det i politiregisterloven § 51 heter at uriktige og ufullstendige 
opplysninger skal rettes og ”om mulig eller nødvendig supplere eller oppdatere” dem. Hva 
som ligger i dette kommer klarer frem i politiregisterforskriften § 14-2 andre ledd nr. 2, hvor-
etter retting av ufullstendige opplysninger må være begrunnet i at de er misvisende. Ufull-
stendige opplysninger skal etter dette kun rettes dersom de er misvisende, og det kan tyde på 
at det er en høyere terskel for å rette etter politiregisterloven. Jeg oppfatter imidlertid bestem-
melsen i politiregisterforskriften som en presisering av når opplysninger skal rettes, og ikke 
som en høyere terskel. Det vil alltid kunne være delte meninger om en opplysning er ufull-
stendig, ettersom slike vurderinger er av subjektiv karakter. Hensikten med retting i slike til-
feller må i begge lovene være at opplysningene ikke skal være misvisende. Etter dette kan jeg 
ikke se at er en realitetsforskjell mellom lovene, verken for retting av uriktige eller ufullsten-
dige opplysninger. 
 
5.2.3.2 Skillet mellom hva feilen består av og hvordan slike mangler skal rettes 
Felles for begge lovene er videre at det skilles mellom de tilfellene der opplysningen er behef-
tet med en mangel, og de tilfellene der behandlingen av opplysningene ikke er hjemlet. Skillet 
mellom disse typetilfellene kommer klarere frem i politiregisterloven hvor behandling av opp-
lysninger som ikke er hjemlet er regulert særskilt i § 51 andre ledd. 
 
Tar man igjen utgangspunkt i ordlyden i § 27 og § 51 kan det synes som om det foreligger en 
viss motstrid ved at slike opplysninger i § 51 andre ledd omtales som ”opplysninger som ikke 
kan rettes”, mens § 27 første ledd nettopp pålegger retting av opplysninger det ikke er adgang 
til å behandle. Som det fremgår av punkt 5.2.1 ovenfor må § 27 her tolkes slik at opplysninger 
som ikke er hjemlet rettes ved at de slettes. Dette er også logisk siden fravær av et hjemmels-
grunnlag for behandlingen av opplysningene ikke kan repareres. Det er også dette som kom-
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mer til uttrykk i politiregisterloven § 51 andre ledd. Med ”opplysninger som ikke kan rettes” 
menes opplysninger som ikke kan repareres, jf. således også forskriften § 14-4 siste ledd. Sli-
ke opplysninger skal også etter § 51 andre ledd slettes eller sperres. Som følge av dette er det 
heller ikke på dette punkt noen realitetsforskjell mellom de to lovene, bortsett fra at politire-
gisterloven åpner for at slike opplysninger også kan sperres.  
 
5.2.3.3 Hvordan feilaktige opplysninger skal rettes og viderebehandles 
Den største forskjellen mellom lovene er at verken personopplysningsloven eller tilhørende 
forskrifter - i motsetning til politiregisterloven og forskrifter - gir nærmere anvisning på hvor-
dan feilaktige opplysninger skal rettes. Det fremgår av proposisjonen til personopplysningslo-
ven at departementet legger til grunn at det i utgangspunktet er den behandlingsansvarlige 
som selv avgjør hvordan retting skal skje.
81
 
 
Den eneste anvisningen personopplysningsloven gir om hvordan opplysninger skal rettes fin-
ner man i § 27 andre ledd der det heter at retting av uriktige eller ufullstendige opplysninger 
”som kan ha betydning som dokumentasjon” skal skje ved at opplysningene tydelig markeres 
og suppleres med korrekte opplysninger. Den samme fremgangsmåten er beskrevet i politire-
gisterforskriften § 14-4 andre ledd, men der gjelder det for alle opplysninger som er uriktige 
og ufullstendige og ikke bare for opplysninger som kan tjene som dokumentasjon.  
 
Begrunnelsen for at uriktige opplysninger som nevnt i personopplysningsloven § 27 andre 
ledd ikke blir slettet er med andre ord at det kan være behov for å dokumentere at det ble be-
handlet uriktige opplysninger, for eksempel i forbindelse med en erstatningssak.
82
 
 
Etter min mening er det uheldig at man i slike tilfeller nøyer seg med å markere og supplere 
de uriktige opplysninger. Når man bare markerer opplysningene vil de fortsatt være lagret på 
samme sted som før markeringen og dermed også være tilgjengelige for den personkretsen 
som normalt har tilgang til disse opplysningene, slik at alle kan se hva den opprinnelige urik-
tige opplysningen går ut på. Slike opplysninger bør derfor sperres, slik det er gitt anvisning på 
i politiregisterforskriften § 15-3 første ledd nr. 2. 
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Som det vil fremgå av omtalen av sperring i neste punkt, vil sperrede opplysninger lagres at-
skilt og bare være tilgjengelig for noen få personer. Dersom man i § 27 andre ledd hadde be-
stemt at slike opplysninger skal sperres, hadde også unntaksbestemmelsen i § 27 tredje ledd 
strengt tatt vært unødvendig. Der gjøres det unntak fra andre ledd ved at Datatilsynet når 
tungtveiende personvernhensyn tilsier det kan bestemme at opplysninger som nevnt i andre 
ledd likevel kan slettes eller sperres. 
  
Slik § 27 er utformet vil den også kunne være et brudd på personverndirektivet. Det fremgår 
av artikkel 12 bokstav b i personverndirektivet at medlemslandene skal sikre at den registrerte 
etter omstendighetene skal ha rett til å kreve at opplysninger som ikke er behandlet i samsvar 
med direktivet rettes, slettes eller sperres, herunder særlig når de er ufullstendige eller urikti-
ge. Etter § 27 har den registrerte ikke rett til å kreve at uriktige opplysninger skal sperres, si-
den adgangen til å bestemme sperring bare er forbeholdt Datatilsynet og da også bare i de 
tilfellene der tungtveiende personvern hensyn gjør seg gjeldene. Som det vil fremgå av neste 
punkt i avhandlingen kan dette være begrunnet i at departementet hadde en uriktig oppfatning 
av sperreinstituttet. 
 
5.2.3.4 Konklusjon 
Etter dette er min konklusjon at reguleringen av retting av mangelfulle opplysninger er bedre 
gjennomført i politiregisterlovgivningen. Der skilles det godt mellom de ulike feilene som en 
opplysning kan være beheftet med. Det gis klare regler for hvordan mangelfulle opplysninger 
skal rettes og ikke minst sikrer man bedre personvern ved at mangelfulle opplysninger som 
kan ha betydning for dokumentasjon skal sperres. Reguleringen i personopplysningsloven 
fremstår etter det som er sagt ovenfor alt i alt som mindre godt gjennomtenkt. Særlig kritikk-
verdig er at den registrertes rettigheter etter personverndirektivet artikkel 12 bokstav b ikke er 
gjennomført og at uriktige opplysninger som bare er nødvendig for dokumentasjon ikke be-
skyttes bedre. Videre finner jeg det uheldig at man overlater det til de ulike behandlingsan-
svarlige å bestemme hvordan retting av uriktige opplysninger skal gjennomføres. Etter § 27 
siste ledd kan det gis forskrift med utfyllende bestemmelser om hvordan retting skal gjennom-
føres. At man har gitt en slik forskriftshjemmel tyder på at departementet mente det var behov 
for en generell regulering av disse spørsmålene, og det er derfor beklagelig at man ikke har 
benyttet seg av denne muligheten.  
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5.3 Sperring 
5.3.1 Personopplysningsloven 
Begrepet ”sperring” blir brukt i personopplysningsloven i § 27 tredje ledd og § 28 tredje ledd 
der man oppgir sperring som et alternativ til sletting, og begge bestemmelsene regulerer heller 
snevre unntakssituasjoner. Som nevnt i punkt 2.3.3 finnes det i personopplysningsloven ingen 
legaldefinisjon av begrepet ”sperring”. Imidlertid er det i proposisjonen punkt 5.5.5 s. 49 
knyttet noen kommentarer til begrepet. Her forklares ”sperring” som at ”opplysningene gjøres 
midlertidig utilgjengelige”. Uttalelsen gjøres i forbindelse med departementets vurdering av 
retting, og det uttales også at sperring er et virkemiddel som kan tas i bruk når opplysningene 
skal rettes. Utover dette er begrepet etter hva jeg kan se ikke kommentert i proposisjonen. Det 
er heller ikke gitt noen regler om hvordan opplysninger skal sperres. 
 
5.3.2 Politiregisterloven  
I politiregisterloven og forskriften er sperring undergitt en omfattende regulering. Jeg vil her 
likevel bare gi en summarisk fremstilling av reglene om sperring i og med at en mer detaljert 
fremstilling ikke er nødvendig for sammenligningen og vurderingen. 
  
I politiregisterloven er sperring definert i § 2 nr. 10 som "markering av lagrede opplysninger i 
den hensikt å begrense den fremtidige behandlingen av opplysninger", som er en gjennomfø-
ring av den tilsvarende definisjonen i artikkel 2 bokstav c i rammebeslutningen.  
 
Den generelle regelen om bruk av opplysninger som er sperret finner man i § 52, der det heter 
at opplysninger som er sperret med hjemmel i § 50 (opplysninger som ikke lenger er nødven-
dige) eller § 51 (mangelfulle opplysninger) eller på annet grunnlag, kan bare brukes til de 
formål som gjorde at opplysningen ikke ble slettet. Det er også denne grunnsetningen som 
fører til at man kan omtale sperring som et substitutt for sletting. Når man sperrer en opplys-
ning vil den på lik linje med slettede opplysninger ikke lenger kunne brukes til det formål den 
ble innhentet for. Grunnen til at man likevel oppbevarer opplysningen er at den kan brukes til 
et annet formål, som for eksempel dokumentasjon i en senere erstatningssak.  
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I forskriften kapittel 15 er det i §§ 15-1 til 15-4 gitt utfyllende bestemmelser om sperring, 
herunder hvilke opplysninger som skal sperres, til hvilke formål opplysninger kan sperres, at 
sperrede opplysninger skal holdes atskilt, at tilgang til sperrede opplysninger skal begrenses 
til så få personer som mulig og når sperrede opplysninger skal slettes.   
 
5.3.3 Sammenligning og vurdering 
Når det gjelder sperring er forskjellene mellom lovene nærmest total. Som det fremgår av 
punkt 5.3.1 er departementets definisjon av begrepet sperring i proposisjonen til personopp-
lysningsloven neppe riktig. Poenget med sperring er ikke at opplysningen gjøres midlertidig 
utilgjengelig, men at den fremtidige bruk begrenses og det er noe ganske annet. Hvor depar-
tementets feilaktige definisjon kommer fra er uklar. Personverndirektivet definerer ikke be-
grepet. Det kan derfor tenkes at departementet gjettet seg frem til denne definisjonen når man 
oversatte begrepet fra den danske versjonen av direktivet, som er et vedlegg i Ot.prp. nr. 92 
(1998-1999), og der man bruker ”blokkere”. Denne uriktige forståelsen eller muligens usik-
kerhet om hva begrepet innebærer kan være en årsak til at sperring i personopplysningsloven 
ikke ble brukt på samme måte som i politiregisterloven. Det kan ikke være noen tvil om at 
behovet for sperring i de situasjoner som er beskrevet i politiregisterloven §§ 50 og 51 også 
gjør seg gjeldende i situasjoner som reguleres av personopplysningsloven. Som nevnt tidlige-
re har man heller ikke gjennomført artikkel 12 bokstav b i personverndirektivet om at den 
registrerte kan kreve sperring. Etter personopplysningsloven § 28 tredje ledd har den registrer-
te kun rett til å kreve at opplysningene slettes eller sperres etter nærmere bestemte vilkår der-
som opplysningene er sterkt belastende for vedkommende. Dette er en kraftig begrensning i 
forhold til den rettigheten direktivet oppstiller, og jeg kan ikke se at denne begrensningen er 
begrunnet eller kommentert i proposisjonen. 
 
Som det fremgår av punkt 5.3.2 er det i politiregisterlovgivningen gitt klare regler om alle 
sider ved sperrede opplysninger, og denne klarheten styrker både den registrertes rettslige 
posisjon og personvern.  
 
I personopplysningsloven er omtrent alt ”galt” når det kommer til sperring. Det begynner med 
at man legger en uriktig forståelse av begrepet til grunn. Deretter benytter man seg ikke av 
sperreinstituttet i de tilfellene det burde benyttes, jf. drøftelsen ovenfor og i punkt 5.2.3. Ende-
lig gis det heller ingen regler om hvordan opplysninger skal sperres, hvem som skal ha tilgang 
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til disse, hvordan de skal markeres og når de skal slettes. At sperrede opplysninger for alle 
praktiske formål skal behandles som om de var slettet er en viktig personverngaranti som 
overhodet ikke blir synlig i personopplysningsloven. 
 
Etter dette er konklusjonen at reguleringen av sperring er atskillig bedre gjennomført i poli-
tiregisterlovgivningen. Der sørges det for at opplysninger som er mangelfulle eller som ikke 
lenger er nødvendige for formålet sperres når de fortsatt kan ha betydning for dokumentasjon. 
Videre er det i forskriften gitt detaljerte regler om hvordan sperrede opplysninger skal oppbe-
vares mv. Dette sikrer at de ikke kan brukes til noe annet enn dokumentasjon. 
 
5.4 Sletting 
5.4.1 Innledning 
Med sletting menes i utgangspunktet en irreversibel fjerning av opplysningen
83
, som jeg i det 
følgende vil omtale som tilintetgjøring av opplysninger. Sletting kan dermed sies å være en av 
de fremste personverngarantiene i og med at behandlingen av opplysningene da opphører.  
 
Som nevnt tidligere kan sletting også være en form for retting av mangelfulle opplysninger. I 
det følgende vil jeg imidlertid bare omtale sletting av opplysninger som ikke lenger er nød-
vendige for formålet med behandlingen. Sletting av opplysninger i den enkelte straffesak vil 
bli omtalt i punkt 7.3.6. Jeg avgrenser også mot videre oppbevaring av opplysningene til his-
toriske, statistiske eller vitenskapelige formål, jf. personopplysningsloven § 28 andre ledd og 
politiregisterloven § 50 andre ledd.  
 
5.4.2 Kort om forholdet til arkivlovgivningen 
Begrepet sletting kan ikke likestilles med tilintetgjøring i de tilfellene der opplysningene faller 
inn under arkivlovgivningen. Arkivloven
84
 § 6 pålegger alle offentlige organer å ha arkiv. 
Med arkiv forstås dokumenter som er blitt til som ledd i virksomhet, jf. arkivloven § 2 bok-
stav b, jf. § bokstav a. Formålet med arkivloven er å sikre arkiver som har betydelig kulturell 
eller forskningsmessig verdi, eller som inneholder rettslig eller viktig forvaltningsmessig do-
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kumentasjon, slik at disse kan bli tatt vare på og gjort tilgjengelig for ettertiden. Hovedprin-
sippet i arkivloven er dermed at opplysninger skal bevares selv om de ikke lenger er nødven-
dige ut fra sitt opprinnelige formål. Likevel har ikke alt arkivmateriale bevaringsverdi og slike 
opplysninger kan tilintetgjøres (kasseres). Slik kassasjon kan imidlertid bare skje når arkivlo-
ven hjemler den eller etter samtykke fra Riksarkivaren. Endelig kan opplysninger tilintetgjø-
res dersom de kan arkivbegrenses. Det innebærer at de ikke er arkivverdige, jf. arkivloven § 1, 
og derved ikke faller inn under arkivlovgivningen.
85
 
 
Som det fremgår av dette er det prinsipielle utgangspunktet i arkivloven det motsatte enn hva 
som følger av personvernlovgivningen. Hvordan denne konfliktsituasjonen er løst i henholds-
vis personopplysningsloven og politiregisterloven vil jeg komme tilbake til. Som det videre 
fremgår gjelder arkivloven bare for offentlig virksomhet. Det innebærer at begrepet sletting 
for behandling av opplysninger i privat sektor alltid innebærer tilintetgjøring, med mindre noe 
annet er bestemt ved lov. For offentlig sektor derimot innebærer begrepet sletting bare tilin-
tetgjøring dersom dette enten er særskilt bestemt eller dersom opplysningen kan kasseres etter 
arkivlovgivningen. 
 
5.4.3 Personopplysningsloven 
I personopplysningsloven er sletting regulert i § 28 om forbud mot å lagre unødvendige per-
sonopplysninger som gjennomfører artikkel 6 nr. 1 bokstav e. Etter bestemmelsens første ledd 
første punktum skal den behandlingsansvarlige ikke lagre personopplysninger lenger enn det 
som er nødvendig for å gjennomføre formålet med behandlingen. Etter første ledd andre 
punktum skal opplysningene deretter slettes når de ikke skal oppbevares i henhold til arkivlo-
ven eller annen lovgivning.  
 
I personopplysningsloven § 28 fjerde ledd åpnes det for unntak fra arkivloven ved at Datatil-
synet – etter at Riksarkivaren er hørt -, kan bestemme at opplysninger som nevnt i tredje ledd 
kan slettes og at slikt vedtak kan gå foran reglene i arkivloven. Etter tredje ledd kan den re-
gistrere kreve at opplysninger som er ”sterkt belastende” skal slettes. 
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5.4.4 Politiregisterloven 
Etter politiregisterloven § 50 første ledd skal opplysninger ikke lagres lenger enn det som er 
nødvendig for formålet med behandlingen. Opplysningene skal slettes, med mindre noe annet 
følger av arkivlovgivningen eller annen lovgivning. Bestemmelsen gjennomfører artikkel 4 
nr. 2 i rammebeslutningen, som har samme innhold.  
 
I forskriften er det i kapittel 16 gitt generelle regler om sletting. I § 16-2 er det forklart hva 
som menes med begrepet sletting. Etter første ledd innebærer sletting at opplysningene skal 
fjernes fra registre eller andre systemer. Her kommer det til uttrykk at opplysninger som skal 
slettes uansett ikke lenger skal være tilgjengelig for politiet, uavhengig av om de tilintetgjøres 
eller arkiveres. I andre ledd er det i nr. 1 til 3 beskrevet hvordan opplysningene skal behandles 
etter at de er fjernet fra registrene. Etter nr. 1 og 2 skal opplysningene tilintetgjøres dersom de 
enten kan arkivbegrenses, jf. forklaringen i punkt 5.4.2 om arkivlovgivningen, eller kasseres 
etter vedtak av Riksarkivaren. Etter nr. 3 innebærer sletting at opplysningene oppbevares og 
avleveres til Arkivverket. Etter tredje ledd skal § 8-opplysinger alltid tilintetgjøres etter at 
grunnlaget for behandlingen har falt bort eller etter at tidsfristen i § 8 er utløpt.  
 
I forskriften § 16-3 er det gitt utfyllende bestemmelser om sletting av opplysninger som ikke 
lenger er nødvendige for formålet. Etter første ledd skal opplysningene slettes når formålet 
med behandlingen er oppnådd eller de ikke lenger kan anses nødvendig for å oppnå formålet 
eller det av andre grunner ikke lenger er hensiktsmessig å oppbevare opplysningene. Etter 
andre ledd skal sletting foretas i tilknytning til at opplysningene behandles eller senest innen-
for de særskilte slettefrister som er fastsatt for politiets registre i forskriften del 11. 
 
Hvilke konkrete sletteregler som gjelder for behandling av opplysninger i disse registrene 
finner man i kapittel 44 til 58, der det er gitt en egen bestemmelse om sletting for hvert regis-
ter. Der finner man ikke bare slettefristene, men også hvordan opplysningene skal slettes, jf. § 
16-2 andre ledd. På denne måten blir det med andre ord synliggjort om opplysningene skal 
tilintetgjøres eller arkiveres. Det må imidlertid nevnes at ikke samtlige av kapitlene oppgir 
konkrete slettefrister, men at noen bare viser til nødvendighetskravet, som for eksempel § 48-
12 (Straffesaksregisteret).  
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5.4.5 Sammenligning og vurdering 
Begge lovene gir anvisning på at opplysninger skal slettes når de ikke lenger er nødvendige 
for formålet med behandlingen, og begge lovene gir uttrykk for at tilintetgjøring av opplys-
ninger ikke kan finne sted dersom opplysningene faller inn under arkivloven.  
 
Når det gjelder forholdet til arkivloven finner vi en forskjell ved at personopplysningsloven § 
28 fjerde ledd åpner for unntak fra arkivloven ved at Datatilsynet kan pålegge tilintetgjøring 
av opplysninger som er sterkt belastende selv om opplysningene faller inn under arkivloven. 
Politiregisterloven åpner ikke for en slik mulighet. Som redegjort for i punkt 5.4.4 har man i 
politiregisterlovgivningen valgt en annen fremgangsmåte for tilintetgjøring av opplysninger 
som faller inn under arkivloven. Som det fremgår av politiregisterforskriften § 16-2 andre 
ledd nr. 2 kan opplysninger tilintetgjøres i form av at Riksarkivaren beslutter kassasjon. Slik 
systemet er lagt opp vil slike kassasjonsvedtak da gjelde for alle opplysninger i et bestemt 
register, som for eksempel kriminaletterretningsregisteret, jf. forskriften § 47-14. Dette er en 
konsekvens av at departementet i proposisjonen uttalte at for eksempel opplysninger i krimi-
naletterretningsregistre er særlig sensitive og at det hadde vært en alvorlig krenkelse av per-
sonvernet dersom disse opplysningene ville bli lagret i et offentlig arkiv.
86
 Som det fremgår 
av dette åpner begge lovene for at opplysninger som faller inn under arkivloven og som er 
sterkt belastende kan tilintetgjøres, men fremgangsmåten er forskjellig.  
 
Selv om det med hensyn til sletting ikke finnes noen vesentlige forskjeller mellom lovene, er 
det likevel grunn til å se nærmere på hvordan sletteregelen i politiregisterloven § 50 er gjen-
nomført i politiregisterforskriften del 11 med henblikk på om hensynet til personvernet måtte 
vike for hensynet til kriminalitetsbekjempelsen.  
 
Som nevnt i punkt 3.3 om nødvendighetskravet skal det i utgangspunktet foretas en individu-
ell og konkret vurdering av om det i hvert enkelt tilfelle er nødvendig å beholde opplysningen. 
En slik fremgangsmåte vil likevel være vanskelig å praktisere når det gjelder sletting i regist-
re, noe som også uttales i proposisjonen til politiregisterloven. Videre uttales det der at det i 
forskriften vil bli gitt anvisning på tidsbestemte slettefrister eller at opplysningene skal vurde-
res i nærmere bestemte tidsintervaller med henblikk på om det fortsatt er nødvendig å oppbe-
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vare dem. Departementet sier ikke noe konkret om lengden av disse tidsbestemte slettefriste-
ne. Derimot sies det at opplysningene vil være av svært ulik karakter og at behandlingen iva-
retar ulike hensyn, og at begge disse forholdene nødvendigvis må få betydning for vurde-
ringen av hvor lenge det er nødvendig å oppbevare opplysningene. Som følge av dette ”ligger 
det i sakens natur” at det må gjelde vidt forskjellige sletteregler i reaksjonsregisteret eller 
DNA-registeret enn i kriminaletterretningsregisteret.
87
  
 
En slik fremgangsmåte må i utgangspunktet være akseptabel siden det vil være umulig å vur-
dere om alle registreringene i de ulike registre til enhver tid fortsatt vil være nødvendige. Når 
slike frister fastsettes i lov eller forskrift må det imidlertid også foretas en nødvendighetsvur-
dering, jf. også departementets uttalelse i proposisjonen om at nødvendighetsprinsippet retter 
seg både mot lovgiver og de behandlingsansvarlige mv.
88
 Det denne vurderingen må gå ut på 
er hvor lenge opplysningene i de aktuelle registrene på mer generelt grunnlag må antas å være 
nødvendige for formålet med registeret. På samme måte som ved den individuelle vurde-
ringen av nødvendighetskravet, må det også ved fastsettelsen av skjematiske slettefrister fore-
tas en forholdsmessighetsvurdering.  
 
Det er på denne bakgrunn merkelig at departementet i forbindelse med fastsettingen av politi-
registerforskriften ikke sier noe som helst om hvilke vurderinger som ligger til grunn for fast-
settelsen av slettereglene for de meste sentrale registrene i forskriften del 11.
89
 Reguleringen 
av politiets registre er omtalt i punkt 5.11 i resolusjonen og der heter det at det bare gis en kort 
fremstilling av innholdet i kapitlene med særlig fokus på de bestemmelsene som representerer 
noe nytt.  
 
De registrene som her er av størst interesse er reaksjonsregisteret, jf. kapittel 44, DNA-
registeret, jf. kapittel 45 og Foto- og fingeravtrykkregisteret, jf. kapittel 46, som har usedvan-
lig lange slettefrister. Det fremgår av henholdsvis § 44-13 første ledd, § 45-17 første ledd 
andre punktum og § 46-15 første ledd andre punktum at opplysningen skal slettes senest 5 år 
etter at vedkommende er død. Når man opererer med slike slettefrister hadde det vært naturlig 
                                                 
87
 Samtlige av disse uttalelsene fremgår av Ot.prp. 108 pkt. på s. 225 
88
 Ot.prp. 108 punkt 9.3.1 på s. 77 
89
 Kgl. res 20.09.2013 
81 
 
at man gir en begrunnelse for det, herunder hvorfor slike frister anses som nødvendig og for-
holdsmessig. Departementet nøyer seg i stedet for å vise til at bestemmelsene er en viderefø-
ring av tidligere rett, der disse registrene var regulert i henholdsvis strafferegistreringsloven 
med tilhørende forskrift og i påtaleinstruksen kapittel 11a og kapittel 11.  
 
Vi får likevel indirekte en vurdering av nødvendighetskravet i forbindelse med unntaket fra 
den lange slettefristen i §§ 45-17 og 46-15, der det åpnes for at opplysningen kan slettes tidli-
gere dersom fortsatt registrering åpenbart ikke lenger vil være hensiktsmessig. Kravet er me-
get strengt, og i følge departementet siktes det her til tilfeller der hendelser etter registre-
ringen, som for eksempel helsemessige forhold, gjør vedkommende ute av stand til å utføre 
straffbare handlinger.
90
 Vilkåret om tidligere sletting synes med andre ord bare å være oppfylt 
dersom den registrerte rent fysisk ikke er i stand til å begå straffbare handlinger. Det er også 
interessant å merke seg at dette snevre unntaket ikke styres av nødvendighetskriteriet, men av 
hensiktsmessighetsbetraktninger. For reaksjonsregisteret er det ikke gjort tilsvarende unntak, 
jf. § 44-13, der det utelukkende er åpnet for tidligere sletting av saker som gjelder konflikt-
rådbehandling. 
 
Spørsmålet er derfor om formålet med registrene kan forsvare at alle som blir registrert i disse 
registrene skal forbli registrert til 5 år etter at de er døde.  
 
For reaksjonsregisteret er formålet etter forskriften § 44-1 å ivareta politiets og påtalemyndig-
hetens behov for informasjon om strafferettslige reaksjoner mv i forbindelse med forebyg-
ging, straffeforfølgning og som grunnlag for vandelskontroll og akkreditering. For DNA-
registeret er formålet etter § 45-1 å bidra til å oppklare kriminalitet ved å legge til rette for 
sammenligning av DNA-profiler, og for foto- og fingeravtrykkregisteret er formålet etter § 
46-1 å bidra til sammenligning, gjenkjennelse og identifikasjon av personer for politimessige 
formål. Det er forståelig at det er behov for at politiet har kunnskap om tidligere ilagte reak-
sjoner samt å lagre biometriske opplysninger til de formålene som er anført i de nevnte be-
stemmelsene. Spørsmålet er imidlertid hvor lenge slike opplysninger kan være nødvendige for 
disse formålene. I denne forbindelse kan det være interessant å se på hvordan andre land har 
avveid politiets behov mot den registrertes interesse i å bli slettet i politiets registre. 
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I Sverige fremgår det av Lag (1998:620) om belastningsregister §§ 16 til 18 når opplysninger 
om ulike ilagte reaksjoner skal slettes. Jeg kan her ikke komme inn på alle detaljer, men ho-
vedregelen er at dommer der vedkommende ble ilagt fengselsstraff skal slettes 10 år etter 
”frigivningen”, jf. § 17 nr. 1. For dommer som går ut på betinget fengselsstraff løper 10-
årsfristen fra dommen er avsagt, jf. § 17 nr. 4 a). I tillegg er enkelte av fristene bare 5 år der-
som lovbryteren var under 18 år på gjerningstidspunktet, jf. for eksempel § 17 nr. 4 b). Videre 
fremgår det av § 18 at registreringene likevel ikke skal slettes dersom vedkommende registre-
res med en ny reaksjon. I så fall skal ingen av reaksjonene slettes så lenge en av reaksjonene 
skal være registrert. Dette gjelder likevel ikke dersom den nye reaksjonen er en bot. Utover 
dette fremgår det av polisdatalag (2010:361) § 7 i del 4 at opplysninger i DNA-registeret skal 
slettes senest når vedkommende slettes i belastningsregisteret, og etter § 14 i del 4 skal fing-
eravtrykk slettes senest tre måneder etter at vedkommende ble slettet i belastningsregisteret. 
 
I Tyskland fremgår det av § 46 første ledd nr. 4 i Bundeszentralregistergesetz
91
 at hovedrege-
len for sletting er 15 år etter at dommen er avsagt. Etter bestemmelsens første ledd nr. 1 og 2 
gjelder det frister på henholdsvis 5 og 10 år for mindre alvorlige saker og unge lovbrytere. 
Etter § 47 er det på samme måte som i Sverige uttalt at sletting ikke finner sted så lenge slette-
fristen for nye reaksjoner ikke er utløpt. Slettefrister i DNA-registeret i Tyskland vil bli omtalt 
i neste punkt.  
 
Lovgivningen i disse landene viser at man har foretatt en reell nødvendighetsvurdering, som 
har resultert i at man ikke lenger anser det nødvendig å registrere ilagte reaksjoner etter et 
visst tidsrom. I denne vurderingen har man tilsynelatende lagt avgjørende vekt på at ved-
kommende ikke blir domfelt for ny kriminalitet, jf. bestemmelsen om at registreringer ikke 
blir slettet inntil slettefristen for den siste registreringen er utløpt. Det betyr at registreringen 
blir slettet etter fristens utløp dersom vedkommende ikke blir domfelt pånytt i denne perioden, 
idet dette indikerer at vedkommende har avsluttet sin kriminelle virksomhet. Slettereglene 
ivaretar også den registreres personvern, idet vedkommende etter utløpet av slettefristen slip-
per å være registrert i politiets registre og han får dermed også lov til å ”bli ferdig med saken”.  
 
                                                 
91
 Gesetz über das Zentralregister und das Erziehungsregister av 18.03.1971 
83 
 
I Norge synes man å se annerledes på dette uten at jeg har funnet noe sted en begrunnelse for 
dette. Den eneste begrunnelsen som er tenkelig for slike sletteregler er at formålet med regi-
streringen, det vil si muligheten for å gjøre det enklere å bekjempe eventuell fremtidig krimi-
nalitet, veier så tungt at den registrerte fratas muligheten til å bli slettet. En så stor vektlegging 
av hensynet til kriminalitetsbekjempelsen kunne man eventuelt forsvare dersom forutset-
ningen for registreringen hadde vært domfellelse for alvorlige volds- og sedelighetsforbrytel-
ser. I Norge er regelen imidlertid nærmest den motsatte ved at registrering i både DNA- og 
fingeravtrykkregisteret kan skje når noen blant annet er ilagt straff som etter loven kan medfø-
re frihetsstraff, jf. henholdsvis politiregisterloven § 15 første ledd nr. 1 og straffeprosessloven 
§ 160, og i reaksjonsregisteret registreres det ikke bare ilagt straff, men også andre straffe-
rettslige reaksjoner eller andre tiltak som følge av lovbrudd, jf. opplistingen i forskriften § 44-
4.  
 
På denne bakgrunn er det etter mitt skjønn uforståelig hvordan man kan mene at slettereglene 
i disse tre registrene oppfyller kravene til nødvendighet og forholdsmessighet, og jeg mener 
derfor også at de representerer et brudd på både politiregisterloven § 50 og artikkel 4 nr. 1 i 
rammebeslutningen. Disse slettereglene er også det klareste eksempel på at personvernet måt-
te vike for hensynet til kriminalitetsbekjempelsen, selv om dette ikke en gang kan anses for 
nødvendig.  
 
5.4.5.1 Særlig om forholdet til EMK 
Det er også grunn til å spørre om den norske lovgivningen rundt DNA- og fingeravtrykkregis-
teret er i samsvar med artikkel 8 i EMK. Jeg vil av plasshensyn her konsentrere meg om reg-
lene i DNA-registeret, men resonnementet vil også gjelde for foto- og fingeravtrykkregisteret. 
Begge registrene inneholder biometrisk informasjon, har de samme slettereglene og formålet 
med begge registrene er å legge til rette for oppklaring av fremtidig kriminalitet. For reak-
sjonsregisteret stiller det seg noe annerledes, idet formålet med dette registeret i tillegg er å 
danne grunnlag for vandelskontroll mv. 
 
I EMK artikkel 8 første ledd heter det at ”Enhver har rett til respekt for sitt privatliv og fami-
lieliv, sitt hjem og sin korrespondanse.” EMD har i flere dommer fastslått at behandling av 
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personopplysninger direkte eller indirekte er å anse som et inngrep etter § 8 første ledd og 
som derfor må oppfylle vilkårene i artikkel 8 andre ledd for å være lovlig.
92
 I S. and Marper v. 
The United Kingdom av 4. desember 2008 ble det fastslått konkret at innsamling og lagring 
av celleprøver, fingeravtrykk og DNA-profiler i seg selv representerer et inngrep etter artikkel 
8 første ledd.  
 
I vår sammenheng er Peruzzo og Martens v. Germany av 4. juni 2013 av særlig interesse. 
Spørsmålet i saken var om innhenting av celleprøver med formål om å opprette DNA-profiler 
med senere lagring av disse DNA-profilene for straffedømte personer var å anse som et inng-
rep etter artikkel 8 første ledd og om vilkårene i artikkel 8 andre ledd eventuelt var oppfylt. 
Domstolen konkluderte etter dissens med at innsamlingen og lagringen av DNA-profiler var 
et inngrep etter artikkel 8 første ledd, men at behandlingen kunne anses som nødvendig i et 
demokratisk samfunn. I dommen uttales det:  
 
”The Court has already pointed to the substantial contribution which DNA records have made 
to law enforcement and the fight against crime in recent years”. (…) ”It has on the other hand 
emphasised the fundamental importance the protection of personal data has for a person’s 
enjoyment of his or her right to respect for private and family life, as guaranteed by Article 8 
of the Convention. The Court has specified in this connection that domestic law must afford 
appropriate safeguards to prevent any such use of personal data as may be inconsistent with 
the guarantees of this Article. The need for such safeguards is all the greater where the protec-
tion of personal data undergoing automatic processing is concerned, not least when such data 
are used for police purposes. The domestic law should notably ensure that such data are rele-
vant and not excessive in relation to the purposes for which they are stored; and preserved in a 
form which permits identification of the data subjects for no longer than is required for the 
purpose for which those data are stored. ”93 
 
I den konkrete vurderingen om Tyskland hadde sørget for tilstrekkelige ”safeguards” gjen-
nomgikk domstolen ulike sider av reguleringen knyttet til DNA-registrering. Retten la særlig 
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vekt på at det etter tysk rett stilles blant annet som vilkår for lagring av DNA-profiler at den 
straffbare handlingen er av viss alvorlighetsgrad, og det i tillegg må være grunn til å tro at 
vedkommende vil begå lignende kriminalitet i fremtiden.
94
 Det ble også lagt vekt på at det i 
Tyskland er domstolen som tar stilling til om vilkårene for lagring i DNA-registeret er opp-
fylt. Det innebærer at domstolen må vurdere omstendighetene i den enkelte sak og om det er 
grunn til å tro at vedkommende vil begå lignende kriminalitet i fremtiden. I tillegg la EMD 
vekt på slettereglene, som går ut på at politiet har plikt til å vurdere nødvendigheten av lag-
ringen minst hvert 10 år. Dersom opplysningene ikke lenger er nødvendige skal de slettes. 
EMD uttalte at ettersom vilkåret for registrering er at den registrerte har blitt dømt for forhold 
av en viss alvorlighetsgrad er 10 år ikke en urimelig lengde. Videre kan de registrerte begjære 
sletting, og dersom begjæringen ikke tas til følge kan saken bringes inn for en domstol. EMD 
la også vekt på at DNA-profilene bare kunne brukes til angitte formål av politimessig og kri-
minalitetsbekjempende art. Domstolen uttalte at reguleringen ”provides for appropriate sa-
feguards against blanket and indiskriminate taking and retention of DNA samples and profiles 
as well as for adequate guarantees for an effective protection of retained personal data from 
misuse and abuse.”95 På bakgrunn av disse reglene fastslo domstolen at balansen mellom hen-
synet til det offentlige og den private var rettferdig, og at den registrertes rettigheter ble til-
strekkelig ivaretatt.
96
  
 
Etter dette kan det spørres om Norge oppfyller sine forpliktelser etter EMK artikkel 8. EMD 
la særlig vekt på hvilke vilkår som stilles for innhenting og lagring av DNA-profiler, at be-
slutningen om registrering foretas av domstolene og at en slik vurdering må være individuell, 
samt at slettereglene sørget for at opplysningene ikke lagres lenger enn nødvendig. Det er ikke 
dermed sagt at disse momentene er å anse som minstekrav for at nasjonal rett skal være i sam-
svar med EMK artikkel 8. Det avgjørende i denne sammenheng må være, som retten uttaler 
selv i premiss 42 ovenfor, at nasjonal rett sørger for ”appropriate safeguards” som sørger for 
at opplysningene som behandles er tilstrekkelige og ikke overflødige, og ikke lagres lenger 
enn nødvendig for formålet.  
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Det følger av politiregisterloven § 12 at politiet skal føre et DNA-register som består av tre 
deler, et identitetsregister, et etterforskningsregister og et sporregister. Etter § 12 andre ledd 
nr. 1 er hovedregelen for å kunne registreres i identitetsregisteret at personen er ilagt straff 
som nevnt i straffeloven § 15 for en handling som etter loven kan medføre frihetsstraff. Dette 
innebærer at man i Norge opererer med en lav terskel for når det kan registreres opplysninger 
i identitetsregisteret, ettersom det er ganske mange bestemmelser i straffeloven som kan med-
føre fengselsstraff, for eksempel ærekrenkelser eller skadeverk etter henholdsvis straffeloven 
§§ 246 og 291.  
 
Beslutning om hvem som skal registreres treffes i Norge av påtalemyndigheten. I rundskriv 
fra Riksadvokaten av 4.11.2014 fremgår de nye retningslinjene for registrering i identitetsre-
gisteret. Der fremgår det at tidligere var utgangspunktet for registrering at personer som 
idømmes ubetinget fengsel i mer enn 60 dager skal registreres og at denne terskelen ble satt 
betydelig høyere enn det loven gir hjemmel for, blant annet på grunn av kapasitetshensyn. Det 
uttales videre at de nye retningslinjene som fastsettes i rundskrivet er basert på en avveining 
av ulike hensyn hvor kriminalitetsbekjempelse, personvernhensyn og kapasitet står sentral. 
Etter de nye retningslinjene skal personer som er ilagt forvaring, ubetinget fengsel eller sam-
funnsstraff registreres. Registreringen skal skje uavhengig av hvilket lovbrudd dommen gjel-
der. Registrering kan likevel unnlates dersom det foreligger ”helt særlige omstendigheter” i 
den enkelte sak som gjør at registreringen klart ikke er formålstjenlig. Det er nærliggende å 
tro at man her tenker på de samme tilfellene som også følger av unntaket i politiregisterfor-
skriften § 45-17, hvoretter registrering er unødvendig dersom vedkommende fysisk ikke er i 
stand til å begå kriminalitet. 
 
Etter dette kan man konstatere at det er store forskjeller mellom tysk rett og norsk rett når det 
gjelder registrering i DNA-registeret, og dette gjelder både med hensyn til registreringen og 
med hensyn til å slette registreringen. For det første er terskelen for adgangen til å bli regi-
strert i DNA-registeret mye lavere i Norge enn i Tyskland. For det andre foretas beslutning 
om registrering i Tyskland av en dommer etter en konkret vurdering av sakens art og om det 
er grunn til å tro at vedkommende vil begå ny kriminalitet, mens beslutningen i Norge treffes 
av påtalemyndigheten uten en konkret vurdering. At terskelen i Norge er lavere er etter mitt 
syn i seg selv ikke kritikkverdig, idet DNA-registre kan bidra til å oppklare for eksempel inn-
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bryddstyveri mv. Selv om slik kriminalitet ikke nødvendigvis er alvorlig, representerer den 
likevel et samfunnsproblem og det er derfor ønskelig at slik kriminalitet bekjempes. Derimot 
er det etter min mening mindre heldig at registreringen i Norge mer eller mindre skjer auto-
matisk. Når terskelen for registrering er så lav som den er kunne man i større grad ha lagt opp 
til en individuell vurdering, herunder hva slags type kriminalitet det gjelder og om det er 
sannsynlig at DNA-registrering vil bidra til å få vedkommende domfelt i fremtidige saker. Det 
finnes en rekke former for kriminalitet der DNA-registrering ikke vil bidra til oppklaring, som 
for eksempel utroskap, bedrageri og æreskrenkelser. I slike tilfeller vil registrering i DNA-
registeret være mindre formålstjenlig enn for personer som blir domfelt for straffbare forhold 
der biologiske spor kan føre til oppklaring av saken. På denne måten kunne man også ha tatt 
større hensyn til personvernet, som er et hensyn riksadvokaten nevner i sitt rundskriv, men 
som overhodet ikke er synlig i resultatet. 
 
I tillegg til at det er store forskjeller med hensyn til registrering er det også store forskjeller 
når det gjelder sletting fra DNA-registeret. Som gjort rede for tidligere vurderes nødvendighe-
ten av fortsatt registrering i Tyskland hvert tiende år, mens man i Norge har lagt opp til en 
slettefrist 5 år etter at den registrerte er død, som med andre ord ikke vil bli en realitet for den 
registrerte så lenge han lever. En eventuell klage på avslag på begjæring om sletting vil avgjø-
res av overordnet påtalemyndighet, jf. § 45-20, mens en slik klage i Tyskland behandles av 
domstolene. At en domstol ville avgjøre slike klager i Norge ville etter mitt syn ikke gi bedre 
rettssikkerhet for den registrerte, siden sletteregelen i § 45-17 ikke åpner for tidligere sletting 
med mindre vilkåret om at registrering åpenbart ikke lenger er hensiktsmessig er oppfylt.  
 
Som denne sammenligningen viser er garantiene for behandlingen av opplysninger mye sva-
kere i Norge enn etter tysk rett. Av de momentene EMD la vekt på har norsk rett ikke tilsva-
rende beskyttelse for den registrerte ved at vi har en svært lav terskel for registrering i DNA-
registeret, nærmest ingen individuell vurdering, ingen reelle sletteregler og ingen domstolkon-
troll. Jeg mener at norsk rett ikke gir tilstrekkelige garantier for at opplysninger ikke lagres 
lenger enn nødvendig i DNA-registeret og at inngrepet som registreringen i DNA-registeret 
representerer fremstår som uforholdsmessig i forhold til lovgivningens formål. Etter dette 
finner jeg det svært tvilsomt om den samlede lovgivningen om registrering i DNA-registeret 
er i samsvar med EMK artikkel 8.  
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6 Tilsyn 
6.1 Innledning 
Materielle regler for behandling av personopplysninger vil ikke alene gi gode garantier for at 
personopplysninger behandles i samsvar med loven. I tillegg kreves det et tilsynsorgan som 
kontrollerer at personvernlovgivningen blir overholdt.  
 
Kravet om et tilsynsorgan følger av både artikkel 28 i personverndirektivet og artikkel 25 i 
rammebeslutningen. Begge artiklene gir blant annet uttrykk for at tilsynsorganet skal være 
uavhengig, at organet skal ha myndighet til å foreta undersøkelser og at det skal ha virkemid-
ler til å kunne gripe inn i behandling av opplysninger.  
 
Jeg vil i den videre fremstillingen konsentrere meg om hvem som er tilsynsorgan, hvilke vir-
kemidler tilsynsorganet har og hvordan den registrertes rettigheter blir ivaretatt gjennom til-
synsorganet. Jeg vil ikke komme nærmere inn på andre oppgaver som er tillagt tilsynsorganet, 
som for eksempel veiledningsplikt eller plikt til å føre fortegnelse over innsendte meldinger 
mv, idet dette ikke er av interesse for sammenligningen. Av samme grunn vil jeg heller ikke 
gå nærmere inn på adgang til å klage over tilsynsorganets vedtak til overordnet organ.  
 
6.2 Hvem er tilsynsorgan 
6.2.1 Personopplysningsloven 
I personopplysningsloven er forhold knyttet til tilsyn regulert i kapittel 8 om tilsyn og sank-
sjoner. Kapittelet kommer ikke til anvendelse for behandling av personopplysninger uteluk-
kende for kunstneriske, litterære eller journalistiske formål, jf. § 7. 
 
Tilsynsmyndigheten er i Norge lagt til Datatilsynet. Datatilsynets oppgaver er regulert i § 42 
og er i hovedsak delt i to hovedområder. For det første har de en informasjons- og veiled-
ningsvirksomhet og for det andre har de en kontroll- og tilsynsvirksomhet. Det fremgår av § 
42 at Datatilsynet er et faglig uavhengig forvaltningsorgan som administrativt er underlagt 
Kommunal- og Moderniseringsdepartementet, og at Kongen og departementet ikke kan gi 
instruks eller omgjøre Datatilsynets utøving av myndighet i enkelttilfeller etter loven. Som 
følge av dette kan departementet heller ikke være klageinstans for Datatilsynet. Bestemmelsen 
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gjennomfører personverndirektivet artikkel 28 nr. 1. I proposisjonen til personopplysningslo-
ven tolkes kravet til uavhengighet slik at uavhengigheten bare er en faglig uavhengighet, og 
ikke en administrativ uavhengighet.
97
 Siden departementet ikke kan være klageinstans ble 
Personvernnemnda opprettet som klageinstans og har som oppgave å avgjøre klager over 
Datatilsynets avgjørelser, jf. § 43 og er også faglig uavhengig.  
 
6.2.2 Politiregisterloven 
I politiregisterloven er forhold knyttet til tilsyn regulert i kapittel 10 om meldeplikt og tilsyn. I 
tillegg er det i politiregisterforskriften kapittel 10 gitt utfyllende bestemmelser om tilsyn- og 
kontrollvirksomhet. 
 
Datatilsynet er utpekt som det sentrale tilsynsorgan for politiets behandling av opplysninger, 
jf. § 58 første punktum. Etter § 60 siste ledd er Personvernnemnda klageinstans for Datatilsy-
nets vedtak. I politiregisterloven er det imidlertid også gjort flere unntak fra Datatilsynets til-
synsmyndighet. Det første unntaket følger av § 58 annet punktum der det slås fast at behand-
ling av opplysninger i PST er underlagt EOS-utvalget
98
 som utøver tilsyn i medhold av politi-
registerloven § 68 og EOS-loven.
99
  
 
Etter forskriften § 69 nr. 23 er det videre åpnet for at man kan fordele tilsynsmyndigheten 
mellom flere organer som har tilsynsmyndighet fastsatt i lov eller forskrift i medhold av lov. 
Denne hjemmelen ble benyttet for å gjøre to ytterligere unntak fra Datatilsynets tilsynsmyn-
dighet. Dette gjelder for det første kontrollutvalget for kommunikasjonskontroll (KK-
utvalget) som etter straffeprosessloven
100
 § 216h, jf. forskrift 31.03.1995 nr. 281 (kommuni-
kasjonskontrollforskriften) skal føre kontroll med politiets og påtalemyndighetenes behand-
ling av saker etter straffeprosessloven kapittel 16a, som for eksempel rom- og telefonavlyt-
ting. Kommunikasjonskontrollforskriften ble endret ved kongelig resolusjon av 27.09.2013 
for å tilpasse den til politiregisterloven, herunder måtte man endre § 18 for å oppfylle kravet i 
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rammebeslutningen artikkel 28 om at tilsynsorganet skal være uavhengig. Før endringen sto 
det i § 18 at KK-utvalget bare kunne instrueres av regjeringen, mens det nå heter at KK-
utvalget er et uavhengig kontrollorgan. 
  
For det andre har man gjort unntak for Kontrollutvalget for tiltak mot hvitvasking (Kontroll-
utvalget), som etter hvitvaskingsloven
101
 § 31 skal føre tilsyn med ØKOKRIMs behandling av 
opplysninger mottatt i medhold av hvitvaskingsloven. Kontrollutvalgets virksomhet er regu-
lert i forskrift om kontrollutvalg mot hvitvasking.
102
 Ved kongelig resolusjon av 27.09.2013 
ble også denne forskriften endret for å tilpasse den politiregisterloven. I tillegg ble tilsyns-
kompetansen endret ved at den deles mellom Datatilsynet og Kontrollutvalget jf. hvitvas-
kingsforskriften § 2 og politiregisterforskriften § 52-14. Delingen av ansvaret går ut på at 
Datatilsynet fører tilsynet med reglene om politiregisterlovens §§ 15, 16 og 17 om informa-
sjonssikkerhet, internkontroll og sporing, mens Kontrollutvalget fører tilsyn med at de øvrige 
reglene i politiregisterloven og reglene i hvitvaskingsloven blir overholdt.   
 
6.2.3 Sammenligning og vurdering 
Begge lovene sikrer at tilsynsmyndigheten utøves av uavhengige organer, og i begge lovene 
er det Datatilsynet som er det sentrale tilsynsorganet. Forskjellen er at politiregisterloven ope-
rerer med flere tilsynsorganer. Denne forskjellen er imidlertid ikke begrunnet i vedtakelsen av 
politiregisterloven, men i det forhold at man ønsket å videreføre tilsynsordninger som var 
etablert før loven kom.
103
 Det er i utgangspunktet ikke noe i veien for at man har flere tilsyns-
organer, jf. også artikkel 25 nr. 1 i rammebeslutningen, der det heter at hver medlemsstat skal 
sørge for at "en eller flere offentlige myndigheter" fører tilsyn med behandling av opplysning-
er. Ulempen ved en slik ordning er at flere tilsynsorganer kan ha en ulik vurdering og derved 
kan det etablere seg forskjellig praksis med hensyn til om behandling av opplysninger er i 
samsvar med politiregisterloven eller ikke. Når det gjelder EOS-utvalget og KK-utvalget er 
det også et poeng at disse kontrollorganene ikke bare skal kontrollere behandling av opplys-
ningene, men ikke minst også metodebruken, jf. for eksempel § 14 i KK-forskriften. Deres 
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oppgave er derfor ikke helt sammenfallende med Datatilsynets kontrollvirksomhet, og derfor 
kan det også være berettiget at man har disse kontrollorganene ved siden av Datatilsynet.  
 
6.3 Datatilsynets tilsyns- og påleggskompetanse og 
sanksjonsmuligheter 
6.3.1 Personopplysningsloven  
6.3.1.1 Datatilsynets tilsynskompetanse 
I personopplysningsloven kommer Datatilsynets tilsynsoppgaver til uttrykk i § 42 tredje ledd 
nr. 3 der det heter at Datatilsynet skal kontrollere at lover og forskrifter som gjelder for be-
handling av personopplysninger blir fulgt, og at feil eller mangler blir rettet. Bestemmelsen 
tilsvarer personverndirektivet artikkel 28 nr. 1. 
 
Etter § 44 kan Datatilsynet kreve de opplysninger som er nødvendige for å utføre sine oppga-
ver som kontroll- og tilsynsorgan. I tillegg kan de også utføre stedlige kontroller som innebæ-
rer adgang til lokaler hvor behandling foregår og hjelpemidler som brukes for behandlingen, 
for eksempel datamaskiner eller lignende teknisk utstyr. Bestemmelsen gjennomfører person-
verndirektivet artikkel 28 nr. 3 første strekpunkt. I § 44 siste ledd, jf. forskriften § 1-2 første 
ledd er det gjort unntak for behandling av opplysninger som er nødvendig av hensyn til rikets 
sikkerhet. Dette innebærer at Datatilsynet ikke har tilgang til opplysninger som behandles til 
dette formålet. Slik behandling er også unntatt reglene om meldeplikt og konsesjon, jf. §§ 31-
33. 
 
6.3.1.2 Datatilsynets påleggskompetanse 
Datatilsynet kan etter § 46 fjerde ledd gi pålegg om at behandling i strid med bestemmelser i 
personopplysningsloven skal opphøre eller stille vilkår som må være oppfylt for at behand-
lingen skal være i samsvar med loven. Påleggskompetansen gjelder alle sider ved behandling-
en. Dette innebærer at Datatilsynet for eksempel kan gripe inn hvis den behandlingsansvarlige 
bruker personopplysninger til et uforenlig formål, jf. § 11 første ledd bokstav c, eller pålegge 
den behandlingsansvarlige å gi den registrerte innsyn etter § 18.
104
 Påleggskompetansen er en 
                                                 
104
 Ot.prp. nr. 92, merknadene til § 46 på s. 134 
92 
 
sentral del av Datatilsynets funksjon som kontrollorgan. Siden personopplysningsloven i stor 
grad legger opp til etterfølgende kontroll, i motsetning til forhåndskontroll, er det viktig at 
Datatilsynet har kompetanse til å gripe inn og stanse behandling som strider mot loven. Be-
stemmelsen i § 46 fjerde ledd gjennomfører personverndirektivet artikkel 28 nr. 3 andre 
strekpunkt der tilsynsorganets alternative virkemidler er opplistet. 
 
6.3.1.3 Sanksjoner 
Når det er gitt pålegg etter blant annet § 46 kan Datatilsynet følge opp pålegget ved å fastsette 
tvangsmulkt som løper for hver dag som går etter utløpet av fristen som er satt for oppfyllelse 
av pålegget, jf. § 47.  
 
I tillegg kan Datatilsynet etter § 46 første ledd under nærmere bestemte vilkår pålegge den 
som har overtrådt personopplysningsloven eller tilhørende forskrift å betale et overtredelses-
gebyr på inntil 10 ganger grunnbeløpet. Hvilke momenter som skal legges vekt på i denne 
vurderingen er listet opp i bestemmelsens andre ledd. I denne sammenheng kan det også nev-
nes at brudd på nærmere bestemte bestemmelser i personopplysningsloven eller unnlatelse av 
å etterkomme Datatilsynets pålegg kan straffes etter § 48. Bestemmelsene i §§ 46 til 48 gjen-
nomfører artikkel 24 (sanksjoner) i personverndirektivet, hvoretter medlemsstatene skal sikre 
at bestemmelsene i direktivet gjennomføres fullt ut og herunder skal fastsette sanksjoner som 
skal komme til anvendelse ved overtredelse av de bestemmelser som er fastsatt i direktivet.  
 
6.3.2 Politiregisterloven 
6.3.2.1 Datatilsynets tilsynskompetanse 
Datatilsynets tilsynskompetanse er beskrevet i politiregisterloven § 58 første punktum hvor 
det heter at Datatilsynet skal føre tilsyn med at loven og forskrifter blir fulgt, og at feil eller 
mangler blir rettet. Datatilsynets tilsynskompetanse omfatter derved også behandling av opp-
lysninger i straffesaker, noe som er nytt i forhold til tidligere rett. Tilsynsmyndigheten gjelder 
også i forhold til taushetspliktsbestemmelsene og vandelskontroll.
105
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Etter § 61 kan Datatilsynet kreve tilgang til opplysninger som er nødvendige for å gjennomfø-
re sine oppgaver og har samme innhold som personopplysningsloven § 44. I forarbeidene 
heter det at Datatilsynets tilgang er en ”absolutt forutsetning for en effektiv tilsynsordning” og 
at tilsynet ikke vil blir reelt dersom det begrenses til det materialet som fremskaffes av den 
som blir kontrollert.
106
 Bestemmelsen gjennomfører rammebeslutningen artikkel 25 nr. 2.  
 
6.3.2.2 Datatilsynets påleggskompetanse 
Datatilsynets virkemidler er regulert i politiregisterloven § 60. Bestemmelsen skiller mellom 
påleggskompetanse i første ledd og anmerkningskompetanse i andre ledd. Med påleggskom-
petanse menes at Datatilsynet kan pålegge den behandlingsansvarlige at behandling som stri-
der mot lov eller forskrift skal opphøre eller endres slik at den kommer i samsvar med loven. 
Anmerkningskompetanse innebærer at Datatilsynet kan gi anmerkning til den behandlingsan-
svarlige om at en behandling etter Datatilsynets forståelse ikke er i samsvar med regelverket. 
Med andre ord er pålegg bindende, med mindre det endres av Personvernnemnda etter klage. 
Anmerkninger er ikke bindende og det er opp til den behandlingsansvarlige om han vil etter-
komme Datatilsynets anmerkning eller ikke.
107
 Anmerkninger etter § 60 andre ledd bør inne-
holde hvilke bestemmelser i politiregisterloven eller forskriften behandlingen strider mot og 
hvordan behandlingen bør innrettes for å komme i samsvar med loven og forskriften. An-
merkning skal sendes til den behandlingsansvarlige med kopi til behandlingsansvarliges nær-
meste overordnede organ og skal besvares innen 3 uker, jf. forskriften § 42-3 tredje og siste 
ledd.  
 
Siden § 60 er noe vanskelig tilgjengelig med hensyn til i hvilke tilfeller Datatilsynet har på-
leggskompetanse og når de bare har anmerkningskompetanse, er det i forskriften § 42-3 gitt 
en uttømmende opplisting for de tilfellene der Datatilsynet har anmerkningskompetanse. Etter 
dette har Datatilsynet bare anmerkningskompetanse – og derved ikke påleggskompetanse – 
for behandling av opplysninger i straffesaker, når den registrerte nektes innsyn etter § 49 tred-
je ledd eller når det gjelder overholdelse av reglene om utlevering, taushetsplikt og vandels-
kontroll. Når det gjelder behandling av opplysninger i straffesaker har Datatilsynet likevel 
påleggskompetanse hva gjelder brudd på bestemmelsene om informasjonssikkerhet og intern-
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kontroll i §§ 15 og 16. Dette fremgår uttrykkelig av § 60 første ledd første punktum. Hva som 
er begrunnelsen for å begrense Datatilsynets påleggskompetanse vil jeg komme nærmere inn 
på i vurderingsdelen. 
 
6.3.2.3 Sanksjoner 
Politiregisterloven har ingen regler om sanksjoner som overtredelsesgebyr, tvangsmulkt eller 
straff. 
 
6.3.3 Sammenligning og vurdering 
6.3.3.1 Datatilsynets tilsynskompetanse  
I begge lovene er Datatilsynet i utgangspunktet gitt full tilsynsmyndighet for behandling av 
opplysninger som faller inn under Datatilsynets ansvarsområde, og i begge lovene er det åpnet 
for at Datatilsynet kan kreve tilgang til de steder der opplysninger behandles. I politiregister-
loven er det ikke gitt noen restriksjoner når det gjelder hvilke opplysninger Datatilsynet skal 
få tilgang til og føre tilsyn med, mens det i personopplysningsforskriften § 1-2 er gjort unntak 
for behandling som er nødvendig av hensynet til rikets sikkerhet. Dette er likevel ikke en rea-
litetsforskjell ettersom det stort sett er PST som behandler slike opplysninger og for slik be-
handling er det EOS-utvalget som har tilsynskompetanse.  
 
Det nevnte unntaket etter personopplysningsforskriften er i samsvar med personverndirektivet 
artikkel 3 nr. 2 første strekpunkt, hvoretter man kan unnta all behandling som er knyttet til 
statens sikkerhet.  
 
6.3.3.2 Datatilsynets påleggskompetanse 
Begge lovene gir Datatilsynet påleggskompetanse, men det er forskjeller med hensyn til om-
fanget av denne kompetansen, jf. fremstillingen av politiregisterloven § 60 ovenfor. Unntaket 
fra Datatilsynets påleggskompetanse for behandling av opplysninger i straffesaker represente-
rer isolert sett den største forskjellen mellom de to lovene, siden man her unntar store deler av 
politiets samlede behandling. Dette spørsmålet vil imidlertid bli nærmere drøftet i punkt 7.3.8 
om straffesaker.  
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Når man ser bort fra straffesaker er forskjellen mellom de to lovene mindre. Etter personopp-
lysningsloven har Datatilsynet påleggskompetanse for alle sider ved behandlingen, og etter 
politiregisterloven § 60 første ledd første og andre punktum er det også hovedregelen i politi-
registerloven. Etter begge lovene vil Datatilsynet kunne gi pålegg om forhold knyttet til in-
formasjonssikkerhet, internkontroll, retting, sperring, sletting, hvor mange som kan gis tilgang 
til opplysningene mv. Forskjellen er således bare de unntakene som fremgår av politiregister-
loven § 60 første ledd siste punktum, jf. også forskriften § 42-3, hvoretter Datatilsynet kun 
kan gi anmerkning om forhold knyttet til innsyn, vandelskontroll, taushetsplikt og utlevering. 
 
Spørsmålet er om det finnes reelle grunner som tilsier slike unntak. 
 
Departementets begrunnelse for de nevnte unntak er at disse spørsmålene er av utpreget politi-
faglig art, og man fant det derfor ikke naturlig at Datatilsynet kunne gi bindende pålegg i slike 
saker.
108
 Denne begrunnelsen er ikke helt overbevisende siden vurderingen av om opplys-
ninger skal rettes eller slettes også beror på politifaglige vurderinger. Departementets begrun-
nelse for at retting og sletting ikke er unntatt er at Datatilsynet i disse tilfellene bare ber om å 
få dokumentert at politiet faktisk har foretatt en vurdering, og hva denne vurderingen går ut 
på. Departementet legger deretter til grunn at Datatilsynet ikke vil overprøve den konkrete 
politifaglige vurderingen dersom slik dokumentasjon blir fremlagt.
109
  
 
Etter mitt syn er departementets argumentasjon på dette punkt selvmotsigende. Dersom man 
legger til grunn at Datatilsynet ikke overprøver den konkrete faglige vurderingen, må dette 
gjelde i alle relasjoner, og da finnes det heller ikke noen grunn til å gjøre unntak fra Datatilsy-
nets påleggskompetanse. Dersom man derimot mener at det må gjøres unntak i de tilfellene 
der behandling av opplysningene er av utpreget politifaglig art, måtte man også ha unntatt 
retting, sperring og sletting fra påleggskompetansen.  
 
I denne sammenheng kan det også kort nevnes at man i proposisjonen til personopplysnings-
loven ikke har lagt en slik snever forståelse til grunn med hensyn til hva Datatilsynet kan 
overprøve. Der uttaler departementet om Datatilsynets påleggskompetanse ”Siden flere av 
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behandlingsreglene i lovforslaget inneholder skjønnsmessige begreper, vil Datatilsynet i prak-
sis kunne gi pålegg og sette vilkår som presiserer lovtekstens nærmere innhold innenfor ram-
men av ordlyden i de ulike bestemmelsene.”110 Slik jeg tolker denne uttalelsen vil Datatilsynet 
også ha kompetanse til å overprøve den skjønnsmessige vurderingen. Legger man denne for-
ståelsen til grunn er departementets oppfatning i proposisjonen til politiregisterloven med 
hensyn til hva Datatilsynet kan overprøve for snever. Videre kan man spørre hvorfor Datatil-
synet kan overprøve faglige vurderinger av andre forvaltningsorganer, mens dette ikke gjelder 
for politiet. Når det i personopplysningsloven er lagt til grunn at Datatilsynet kan overprøve 
faglige vurderinger, er det i utgangspunktet heller ikke noe som tilsier at man skal legge en 
annen forståelse til grunn i politiregisterloven. 
 
Etter dette kan man spørre om unntakene i politiregisterloven § 60 likevel kan forsvares.  
 
At Datatilsynet ikke har påleggskompetanse i saker om vandelskontroll er etter min mening 
nokså uproblematisk. Både loven og forskriftene inneholder detaljerte regler om hvilke opp-
lysninger som skal anmerkes på de ulike attestene, og det er ikke åpnet for at politiet kan an-
merke andre eller flere opplysninger enn hva som fremgår av reglene. Dersom det oppstår feil 
i forbindelse med vandelskontroll er det derfor mer nærliggende at disse påklages til overord-
net organ etter politiregisterloven § 55 enn at Datatilsynet skal ta stilling til slike spørsmål. 
Det er på denne bakgrunn heller ikke treffende når departementet også begrunner dette unnta-
ket med politifaglige vurderinger, og som det fremgår kunne unntaket ha blitt begrunnet på en 
bedre måte. 
 
Når det gjelder unntaket for overholdelse av reglene om taushetsplikt og utlevering er spørs-
målet noe mer sammensatt. Her en forskjellen mellom lovene at en uriktig utlevering etter 
politiregisterloven som regel også vil være et brudd på taushetspliktsreglene, noe som kan 
straffes etter straffeloven § 121. Etter politiregisterforskriften § 18-2 nr. 1 kan saker som gjel-
der brudd på taushetsplikt bringes inn for overordnet organ. I følge § 18-8 første ledd tredje 
punktum skal klager på brudd på taushetsplikt sendes til Spesialenheten for politisaker for 
vurdering av om det foreligger et straffbart forhold før saken tas under behandling av klage-
organet. Disse sakene undergis med andre ord en meget grundig behandling, og på denne 
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bakgrunn kan jeg ikke se at det er behov for at også Datatilsynet skal ha påleggskompetanse i 
disse sakene. Tvert i mot vil man kunne hevde at det er uheldig at det totalt sett er tre aktører 
som skal vurdere samme saksforholdet og som hver for seg har myndighet til å iverksette til-
tak. Her må det derfor være tilstrekkelig at Datatilsynet kan gi anmerkning. 
 
Når det til slutt gjelder innsyn er det umiddelbart vanskeligere å se hva som kan begrunne 
forskjellen mellom Datatilsynets påleggskompetanse i de to lovene. Departementet begrunner 
unntaket, i tillegg til argumentet om politifaglige vurderinger, med at skadepotensialet er stort 
dersom det begås en feil.
111
 Innsyn kan føre til farlige situasjoner, for eksempel at den regist-
rerte gjennom innsyn skjønner hvem som er politiets informant. Man kan ikke benekte at det-
te er poeng. Imidlertid syntes jeg det er merkelig at departementet ikke viser til at Datatilsy-
nets påleggskompetanse på bakgrunn av lovens øvrige system er utelukket. Som omtalt i 
punkt 4.4.2 om saksbehandlingsregler gjelder politiregisterloven § 54 siste ledd tilsvarende 
for Datatilsynet, jf. § 59 siste ledd. Det innebærer at Datatilsynet i forbindelse med kontroll 
etter begjæring fra den registrerte ikke en gang kan røpe om vedkommende er registrert eller 
ikke. Som følge av dette kan Datatilsynet heller ikke gi pålegg om innsyn fordi dette ville 
tilkjennegi at vedkommende er registrert. Unntak fra påleggskompetasen er således en natur-
lig konsekvens av det systemet man har lagt opp til når det gjelder behandling av innsynsbe-
gjæringer og dette kunne ha vært departementets begrunnelse.  
 
Etter dette er min konklusjon at unntakene fra Datatilsynets påleggskompetanse kan forsvares, 
selv om jeg ikke er enig i den begrunnelsen som departementet gir. Her må det også tas i be-
traktning at Datatilsynet i disse tilfellene har anmerkningskompetanse slik at de på denne må-
ten kan påpeke mangler ved behandlingen. 
 
6.3.3.3 Sanksjoner 
På dette område er forskjellen betydelig ved at personopplysningsloven gir Datatilsynet mu-
lighet til å ilegge både overtredelsesgebyr og tvangsmulkt, mens politiregisterloven ikke inne-
holder andre virkemidler enn påleggs- og anmerkningskompetanse. Siden brudd av enkelte 
bestemmelser i personopplysningsloven er straffbare, jf. lovens § 48, vil både Datatilsynet og 
andre også kunne anmelde brudd på loven til politiet. Politiregisterloven inneholder ikke noen 
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bestemmelse om straff, og derved er heller ikke dette en mulighet til å reagere på ved eventu-
elle brudd. 
 
Etter hva jeg kan se er spørsmålet vedrørende overtredelsesgebyr og tvangsmulkt ikke omtalt i 
proposisjonen til politiregisterloven. Derimot slutter departementet seg til politiregisterlovut-
valgets forslag om ikke å kriminalisere brudd på politiregisterloven under henvisning til at 
brudd på loven vil kunne straffes etter en rekke bestemmelser i straffeloven, som for eksempel 
brudd på taushetsplikt, uberettiget tilgang til datasystem eller de mer generelle bestemmelsene 
om tjenestefeil.
112
  
 
Jeg vil i det følgende ikke gå nærmere inn på i hvilken grad det kan forsvares at brudd på poli-
tiregisterloven kriminaliseres eller ikke, idet dette er av mindre interesse i forhold til Datatil-
synets virkemidler. Derimot er det av større interesse å vurdere hvorfor man ikke har gitt reg-
ler om gebyrer mv. Det fremgår av artikkel 24 i rammebeslutningen at medlemsstatene skal 
treffe de nødvendige tiltak for å sikre at bestemmelsene i rammebeslutningen blir fulgt og de 
skal fastsette sanksjoner som får anvendelse ved overtredelse. Videre sies det at sanksjonene 
skal være effektive, stå i rimelig forhold til overtredelsen og ha avskrekkende virkning. På 
dette punkt er rammebeslutningen faktisk noe strengere enn den tilsvarende bestemmelsen i 
artikkel 24 i personverndirektivet ved at det uttrykkelig sies at sanksjonene skal være effekti-
ve og avskrekkende. Til tross for dette har man i politiregisterloven ikke lagt opp til noen 
sanksjoner. Problemet her er at departementet synes å tolke artikkel 24 i rammebeslutningen 
slik at den bare omtaler strafferettslige reaksjoner og anfører deretter som nevnt ovenfor at 
dette fanges opp av straffeloven. 
113
 På denne måten unndrar departementet seg drøftelsen av 
spørsmålet om man bør utstyre Datatilsynet med effektive virkemidler. Det kan ikke være 
noen tvil om at gebyrer mv er et sterkt incitament for den behandlingsansvarlige til å overhol-
de loven og til å etterkomme pålegg. Når politiet for eksempel ikke etterkommer Datatilsynets 
pålegg om retting og sletting skjer det strengt tatt ingenting. Slike brudd vil heller ikke fanges 
opp av straffeloven. Etter personopplysningsloven § 47 kan Datatilsynet i disse tilfellene ileg-
ge tvangsmulkt, mens de etter politiregisterloven ikke har noen tilsvarende virkemidler. I 
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denne sammenheng kan det for øvrig nevnes at også helseregisterloven
114
 § 33 hjemler 
tvangsmulkt når Datatilsynets pålegg etter lovens § 32 ikke blir fulgt, og at nærmere bestemte 
brudd på helseregisterloven er straffbare, jf. § 34. 
 
Etter mitt skjønn er fravær av sanksjoner en betydelig svikt i politiregisterloven, og det kan 
hevdes at Norge ikke oppfyller artikkel 24 i rammebeslutningen. Det er en kjent sak at det 
ofte ikke er tilstrekkelig å gi regler når man ikke samtidig sørger for å etablere ordninger som 
kan tvinge frem at disse reglene overholdes, og det er også dette som må antas å være begrun-
nelsen for artikkel 24 og bestemmelsene om tvangsmulkt i personopplysningsloven og helse-
registerloven. Jeg kan ikke se at det finnes noen grunn til at politiet på dette punkt kommer i 
en særstilling. 
 
6.4 Datatilsynet og den registrertes rettigheter 
6.4.1 Personopplysningsloven 
I personopplysningsloven finnes det ingen særskilt regel om at den registrerte har krav på å be 
Datatilsynet om kontroll av om den behandlingsansvarliges behandling av opplysninger er i 
samsvar med loven.  
 
Personopplysningsloven gjennomfører derved ikke artikkel 28 nr. 4 i personverndirektivet, 
hvoretter enhver har rett til å be tilsynsmyndigheten om bistand og kontroll i forbindelse med 
behandling av opplysninger om vedkommende. Det fremgår videre av bestemmelsen at den 
registrerte skal underrettes om hvordan en anmodning er fulgt opp og om kontrollen ble gjen-
nomført.  
 
Etter hva jeg kan se er spørsmålet ikke omtalt i proposisjonen til personopplysningsloven. 
Bakgrunnen for dette kan være at Skaugeutvalget i sin utredning konkluderte med at det ikke 
er nødvendig å lovfeste denne retten.
115
 Etter å ha gjort rede for innholdet i artikkel 28 nr. 4 
uttaler utvalget at bestemmelsen må anses å være gjennomført gjennom Datatilsynets praksis. 
Videre sies det at artikkel 24 må forstås slik at Datatilsynet har plikt til å følge opp denne type 
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saker, men at det er overlatt til tilsynsmyndigheten hvor grundig kontrollen skal være. Deret-
ter uttaler utvalget at slik plikt til å følge opp henvendelser fra borgerne følger av alminnelige 
forvaltningsrettslige prinsipper, og utvalget ser derfor ikke behov for å lovfeste denne plikten. 
 
6.4.2 Politiregisterloven 
Etter § 59 skal Datatilsynet ”etter begjæring fra den registrerte, eller den som antar å være 
registrert, kontrollere at opplysningene om vedkommende er behandlet i samsvar med loven 
og at reglene om innsyn er fulgt”. Bestemmelsen gjennomfører rammebeslutningen artikkel 
25 nr. 3 om at enhver skal kunne fremsette en begjæring til tilsynsmyndigheten om beskyttel-
se av sine rettigheter i forbindelse med behandling av personopplysninger. I § 59 oppstilles 
det derved både en rett for den registrerte til å kreve kontroll og en plikt for Datatilsynet til å 
behandle begjæringen. Videre fremgår det av § 55 at den registrertes rettigheter etter § 59 
ikke berøres av bestemmelsene i § 55 om adgang til å klage til overordnet myndighet. Dette 
innebærer for eksempel at en person som har fått avslag på innsyn kan påklage vedtaket etter 
§ 55, bringe saken inn for Datatilsynet etter § 59 eller gjøre begge deler samtidig.
116
 
 
I forskriften § 42-4 er det gitt utfyllende bestemmelser om Datatilsynets saksbehandling, her-
under at slike henvendelser som hovedregel skal besvares snarest mulig og senest innen 30 
dager.  
 
6.4.3 Sammenligning og vurdering 
Forskjellen er først og fremst at den registrertes adgang til å be Datatilsynet om kontroll er 
lovfestet i politiregisterloven, mens personopplysningsloven ikke regulerer forholdet. Som det 
også fremgår av punkt 6.4.1 må det legges til grunn at det er fast praksis at Datatilsynet be-
handler begjæringer om kontroll som gjelder personopplysningsloven. Verken dette eller al-
minnelige forvaltningsrettslige prinsipper er etter mitt syn en god begrunnelse for ikke å lov-
feste en slik sentral rettighet, og det er en merkelig fremgangsmåte at man la være å gjennom-
føre en så viktig bestemmelse i personverndirektivet under henvisning til alminnelige prinsip-
per. For behandling av opplysninger innenfor privat sektor er Datatilsynet den eneste instan-
sen den registrerte kan henvende seg til dersom han er misfornøyd med den behandlingen som 
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foregår. Innenfor offentlig sektor vil man i mange tilfeller også har mulighet til å klage til 
overordnet organ, men disse instansene vil normalt ikke ivareta de personvernmessige interes-
sene like godt som Datatilsynet. Etter det som er sagt bør det etter min mening være en selv-
følge at den registreres rett til å be Datatilsynet om kontroll kommer uttrykkelig frem i per-
sonopplysningsloven. Videre bør det der komme frem at Datatilsynet plikter å behandle slike 
henvendelser og innenfor hvilke tidsfrister begjæringene skal behandles, slik det er gjort i 
politiregisterlovgivningen. På dette punkt ivaretar politiregisterloven og forskriften den re-
gistrertes rettigheter på en bedre måte og sikrer også bedre forutsigbarhet. 
 
7 Behandling av opplysninger i straffesaker 
7.1 Innledning  
I politiregisterloven og tilhørende forskrift er det gitt en rekke særregler for behandling av 
opplysninger i straffesaker. Som nevnt tidligere har jeg valgt å omtale disse under ett siden 
man da får et bedre helhetsinntrykk av hvordan denne behandlingen er regulert. Når det gjel-
der sammenligningen vil perspektivet i dette punkt være noe annerledes enn i de øvrige punk-
tene. Sammenligningen og vurderingen vil her først og fremst knytte seg til spørsmålet om det 
er begrunnet at man for behandling av opplysninger i straffesaker har fraveket de reglene som 
etter politiregisterloven gjelder for behandling av opplysninger utenfor den enkelte straffesak. 
De sentrale spørsmålene vil da fortsatt være i hvilken grad man har gjennomført kravene som 
oppstilles i personvernlovgivningen og hvordan man har ivaretatt rettighetene til den registrer-
te. Disse spørsmålene er også ellers kjernen i avhandlingens tema.  
 
7.2 Kort om historikken 
Mandatet til politiregisterlovutvalget gikk ut på at utvalget skulle gjennomgå strafferegistre-
ringsloven og utarbeide forslag til ny lov om politiregistre. Behandling av opplysninger i 
straffesaker var ikke nevnt i mandatet. Som nevnt tidligere gikk utvalget til en viss grad ut-
over sitt mandat, blant annet ved at man samlet taushetspliktsbestemmelsene i politiregister-
loven. Videre tok utvalget i sin utredning ikke utgangspunkt i registerbegrepet, men i behand-
lingsbegrepet. På denne bakgrunn hadde utvalgets forslag til ny politiregisterlov flere likhets-
trekk med personopplysningsloven enn med strafferegistreringsloven. Som følge av dette 
måtte utvalget også i ulike sammenheng ta stilling til hvordan man skulle regulere behand-
lingen av opplysninger i straffesaker. Utvalgets gjennomgående konklusjon var at man ikke 
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skulle innføre endringer i denne behandlingen, idet det fortsatt først og fremst skulle være 
straffeprosessloven som regulerer behandlingen av opplysninger i straffesaker, slik at straffe-
prosessloven er å anse som lex specialis i forhold til politiregisterloven.
117
 Den viktigste av-
grensningen finner man i utvalgets utkast til § 3 første ledd om lovens virkeområde, der man 
listet opp hvilke bestemmelser som skulle gjelde for behandling av opplysninger i straffesa-
ker.  
 
Etter at rammebeslutningen ble vedtatt var det imidlertid vanskelig å opprettholde utvalgets 
forslag på dette punkt, siden rammebeslutningen også gjelder for behandling av opplysninger 
i straffesaker. Om dette uttaler departementet i proposisjonen følgende: 
 
”Den mest sentrale forskjellen mellom utvalgets lovforslag og departementets lovforslag er at 
loven nå også fullt ut skal gjelde for behandling av opplysninger i straffesaker. Begrunnelsen 
for dette er dels at rammebeslutningen om personvern i tredje søyle omfatter behandling av 
opplysninger i straffesaker og dels en erkjennelse av at man ikke kan unnta store deler av be-
handlingen av opplysninger i politiet og påtalemyndigheten fra generell personvernlovgiv-
ning.”118 
 
På samme sted uttaler departementet imidlertid også at man er enig i utvalgets grunnleggende 
forutsetning om at man ikke innfører vesentlige endringer i forhold til behandling i straffesa-
ker. For å sikre dette har man valgt tre ulike fremgangsmåter. Delvis viser man til straffepro-
sesslovens regler i den aktuelle bestemmelsen, delvis gir man særskilte regler for behandling 
av opplysninger i straffesaker i den aktuelle bestemmelsen og endelig har man i § 69 nr. nr. 2 
hjemlet adgang til å gi særregler for behandling av opplysninger i straffesaker. Disse finner 
man først og fremst i del 7 i forskriften.  
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7.3 Særregler for behandling av opplysninger i straffesaker 
7.3.1 Innledning 
Som nevnt tidligere menes med straffesak etter § 2 nr. 11 sak som behandles etter straffepro-
sessloven. Etter forskriften § 24-1 andre ledd første punktum gjelder reglene for behandling 
av opplysninger i straffesaker fra det tidspunkt det er åpnet etterforskning. Dette gjelder etter 
andre punktum også for behandling av opplysninger som ledd i vurderingen av om det skal 
åpnes etterforskning, jf. straffeprosessloven § 224 første ledd.  
 
I del 7 i forskriften skilles det videre mellom behandling av opplysninger som er inntatt i 
straffesakens dokumenter, jf. kapittel 25, og behandling av opplysninger utenfor straffesakens 
dokumenter, jf. kapittel 26. I forskriften kapittel 27 er det gitt regler om utskrift og utlån av 
dokumentene i en avsluttet straffesak. Disse reglene er en videreføring av bestemmelsene som 
tidligere var inntatt påtaleinstruksen kapittel 3 og 4. Disse bestemmelsene vil jeg ikke komme 
nærmere inn på. 
 
Hvilke særregler som er gitt for behandling av opplysninger i straffesaker er listet opp i for-
skriften § 24-2. I tillegg til dem som er nevnt der har man i forskriften § 26-2 gjort unntak fra 
kravet i § 14 om forskriftsregulering av registre og i § 60 har man gjort unntak fra Datatilsy-
nets påleggskompetanse. 
 
Jeg vil i det følgende gjør rede for disse særreglene og unntakene. Sammenligningen og vur-
deringen vil knyttes direkte til omtalen av de aktuelle bestemmelsene for å gjøre fremstilling-
en mer oversiktlig. 
 
7.3.2 Nødvendighetskravet i § 5 
7.3.2.1 Særreguleringen 
Hva som ligger i nødvendighetskravet er tidligere omtalt i punkt 3.3. Etter § 5 første ledd nr. 2 
er nødvendighetskravet for behandling av opplysninger i straffesaker regulert ved at opplys-
ningene kan behandles i samsvar med straffeprosessloven. Det er således straffeprosessloven 
som angir hva som er terskelen for når behandling av opplysninger er nødvendig og hvilke 
opplysninger det er nødvendig å behandle mv. Som eksempel kan her nevnes straffeprosess-
loven § 224 hvoretter etterforsking kan foretas når det er rimelig grunn til å undersøke om det 
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foreligger straffbart forhold. Den samme terskelen må da også gjelde for behandling av opp-
lysninger. Videre heter det i § 226 at formålet med etterforskingen er å skaffe til veie de nød-
vendige opplysninger for å ivareta de forholdene som er listet opp i bestemmelsen. Et annet 
eksempel for den senere påtalemessige behandlingen er straffeprosessloven § 252 om hvilke 
opplysninger en tiltalebeslutning skal inneholde.  
 
I proposisjonen uttaler departementet at man i motsetning til utvalgets forslag, der man viste 
til straffeprosessloven § 224, ikke ønsker å vise til konkrete bestemmelser i straffeprosesslo-
ven fordi nødvendighetskravet ved behandling av opplysninger i straffesaker også kan knytte 
seg til behandling av opplysninger etter at etterforskningen er avsluttet.
119
 Videre uttales det at 
lovforslaget til § 5 ikke vil innebære noen endring i forhold til dagens situasjon.  
 
7.3.2.2 Sammenligning og vurdering 
Den største forskjellen til behandling av opplysninger utenfor straffesaker er at nødvendig-
hetskravet ikke knyttes til et formål, men styres av reguleringen i en annen lov. Denne frem-
gangsmåten kan være akseptabel dersom den andre loven i tilstrekkelig grad gir anvisning på 
når behandlingen er nødvendig. Dette er imidlertid ikke tilfelle. Som nevnt i punkt 3.3 gjelder 
nødvendighetskravet for alle sider ved en behandling, og straffeprosessloven sier for eksem-
pel ingenting om hvem som skal gis tilgang til opplysningene. Som departementet selv påpe-
ker er straffeprosesslovens regler ikke utformet med henblikk på hvordan opplysninger skal 
behandles eller hvilke krav som stilles til denne behandlingen, og etter mitt syn er det derfor 
inkonsekvent når det i § 5 i sin brede alminnelighet vises til straffeprosessloven hva gjelder 
nødvendighetskravet.
120
  
 
Man kan ikke på den ene siden hevde at politiregisterloven skal gjelde for behandling av opp-
lysninger i straffesaker og samtidig overlater nødvendigheten av behandlingen til en lov som 
ikke er utformet med sikte på når og hvordan opplysninger skal behandles.  
 
Etter mitt skjønn hadde det vært bedre å vise til straffeprosessloven i den grad den regulerer 
nødvendighetskravet, men at nødvendigheten utover dette reguleres av politiregisterlovens 
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vanlige regler. Jeg mener også at det er grunnlag for å hevde at § 5 første ledd nr. 1 må tolkes 
slik. Det fremgår klart av § 3 at politiregisterloven får anvendelse for all behandling av opp-
lysninger i politiet og påtalemyndigheten og derved innførte man også alminnelig personvern-
lovgivning for behandling av opplysninger i straffesaker, herunder nødvendighetskravet. Der-
som man ønsker at straffeprosessloven alene skal være bestemmende må man sørge for at den 
faktisk regulerer de ulike sider ved nødvendighetskravet for all behandling som foregår i en 
straffesak. I motsatt fall må politiregisterloven gjelde der straffeprosessloven er taus, noe som 
antagelig også er den beste løsningen.  
 
7.3.3 Kravet til opplysningens kvalitet  
7.3.3.1 Særreguleringen 
Som allerede gjort rede for i punkt 3.4.3.2 er det i § 6 siste ledd første punktum gjort unntak 
fra kravet om at opplysningene skal være korrekte i såkalte referatsituasjoner. Dette unntaket 
gjelder ikke bare for behandling av opplysninger i straffesaker, men er der særlig praktisk i 
forbindelse med vitneavhør. Etter forskriften § 24-2 første ledd nr. 3 er det imidlertid for straf-
fesaker i tillegg gjort unntak fra det strenge nødvendighetskravet etter § 7 i slike referatsitua-
sjoner.  
 
Videre er det i § 6 siste ledd andre punktum gitt en særregel for straffesaker, siden det der 
heter at kravet om at opplysningene skal være oppdaterte i § 6 første ledd nr. 2 for etterforsk-
ningen betyr at opplysningene så vidt mulig skal oppdateres når de brukes som bevis. I merk-
nadene til denne bestemmelsen er den begrunnet med at politiet i forbindelse med etterfors-
king mottar store mengder informasjon, og at det hverken ville være mulig eller hensiktsmes-
sig å kreve at samtlige av disse opplysningene måtte oppdateres til enhver tid.
121
 Kravet gjel-
der derfor bare for opplysningene som skal brukes som bevis.  
 
7.3.3.2 Sammenligning og vurdering 
Som det fremgår av departementets begrunnelse for unntaket er det først og fremst i straffesa-
ker at politiet kan få store mengder opplysninger i form av tips mv fra publikum. Videre er det 
bare i straffesaker at opplysninger brukes som bevis og som kan bidra til at vedkommende 
                                                 
121
 Ot.prp. 108 s. 297 venstre spalte 
106 
 
blir domfelt. Av den grunn er det også særlig viktige at disse opplysningene er korrekte og 
oppdaterte. Her er det med andre ord forskjellen i de faktiske forholdene mellom etterforsking 
og annet politimessig arbeid, og den tilhørende ressursbruken, som begrunner unntaket. 
 
Den reelle forskjellen er imidlertid heller ikke så stor som det kan se ut som. Når opplysninger 
ikke er oppdaterte er de i utgangspunktet mangelfulle, og som vi tidligere har sett skal disse 
etter § 51 ”om mulig eller nødvendig” suppleres eller oppdateres. Man vil derved kunne si at 
§ 6 siste ledd andre punktum er en presisering av § 51 første ledd ved at man angi i hvilke 
situasjoner oppdatering er nødvendig. En reell forskjell har man imidlertid fortsatt i forhold til 
forskriften § 14-2 første ledd nr. 2 hvoretter ufullstendige opplysninger skal rettes når de er 
misvisende. Denne bestemmelsen vil på grunn av unntaket i § 6 ikke komme til anvendelse i 
straffesaker.  
 
Jeg kan være enig i at politiet under etterforskning av en sak ikke skal bruke store ressurser til 
å oppdatere opplysninger som man uansett ikke vil bruke. Her kan hensynet til kriminalitets-
bekjempelsen være en reell begrunnelse, fordi det å finne gjerningsmannen og å få ham dømt 
er viktigere enn å oppdatere opplysninger. Likevel kan slike opplysninger være belastende for 
den personen det gjelder. I et personvernmessig perspektiv er det derfor av større interesse 
hva som skjer med disse opplysningene når saken er avsluttet. Selv om man i de nevnte situa-
sjonene må kunne godta at personvernet må vike for kriminalitetsbekjempelsen, er ikke det 
ensbetydende med at krenkelsen av personvernet kan være varig. Dette vil jeg komme tilbake 
til i punkt 7.3.6.  
 
7.3.4 Særregler for § 8-opplysninger 
7.3.4.1 Særregulering 
Det nærmere innholdet i § 8 er det gjort rede for i punkt 3.5. Etter § 8 siste ledd gjelder tids-
begrensingen på 4 måneder i første ledd ikke for behandling av opplysninger i straffesaker, og 
det er heller ikke andre steder i loven eller forskriften gitt noen tidsfrister for slik behandling.  
 
Som redegjort for i punkt 3.5 er det gitt strenge regler med hensyn til oppbevaring og utleve-
ring av § 8–opplysninger, og disse gjelder også når slike opplysninger behandles i straffesa-
ker. Etter forskriften § 26-2 andre ledd siste punktum skal § 8–opplysninger markeres eller 
holdes atskilt fra andre opplysninger. På denne måten sikrer man at den som får tilgang til 
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opplysningene forstår at det er usikkert om opplysningene tilfredsstiller kravene til formålsbe-
stemthet, nødvendighet og relevans. I tillegg er det i forskriften § 7-6 andre punktum bestemt 
at § 8–opplysninger ikke kan utleveres til andre formål enn å kontrollere om vilkårene om 
formålsbestemt mv er oppfylt, herunder heller ikke i forbindelse med dokumentinnsyn etter 
straffeprosesslovens regler. Det betyr at slike opplysninger ikke kan tas inn i sakens doku-
menter og at de som har krav på slikt dokumentinnsyn ikke får vite om disse opplysningene. 
Jeg vil til slutt presisere at alle disse reglene ikke gjelder dersom en § 8-opplysning skjer i 
form av referat, for eksempel når et vitne fremsetter en slik opplysning. Dette fremgår også 
uttrykkelig av forskriften § 26-2 siste ledd. 
 
7.3.4.2 Sammenligning og vurdering 
Den største forskjellen mellom adgangen til å kunne behandle § 8–opplysninger i og utenfor 
straffesaker er tidsaspektet. Mens det for slike opplysninger utenfor straffesaker etter § 8 førs-
te ledd gjelder en øvre grense på 4 måneder, har man for behandling i straffesaker bestemt at 
denne fristen ikke gjelder. I punkt 3.5.1 har jeg kommet til at § 8 er det klareste eksempel på 
at personvernet måtte vike for hensynet til kriminalitetsbekjempelsen, men at regelen likevel 
må kunne godtas. Behovet for å kunne behandle slike opplysninger må antas å være størst i 
straffesaker, og det må på bakgrunn av det som er sagt ovenfor også være akseptabelt at man 
ikke opererer med konkrete tidsfrister slik det er gjort for disse opplysningene utenfor straffe-
saker.  
 
Spørsmålet er imidlertid likevel hvor lenge slike opplysninger kan oppbevares i straffesaker. I 
proposisjonen uttaler departementet at hensikten med unntaksbestemmelsen i § 8 siste ledd 
først og fremst er å gi en uttrykkelig hjemmel for at slik behandling kan finne sted i straffesa-
ker, og at man derved også synliggjør at man ikke gjør noen endringer i den praksis som er 
etablert.
122
 I denne sammenheng uttales det også at § 8–opplysninger kan behandles så lenge 
det er nødvendig for etterforskingen.  
 
Uttalelsene er ikke entydige med hensyn til hvor lenge opplysningene kan oppbevares. Det 
sies riktig nok at de kan oppbevares så lenge de er nødvendige for etterforskingen, men sam-
tidig sies det også at man ikke vil endre etablert praksis. Hva som gjøres med slike opplys-
                                                 
122
 Ot.prp. 108 pkt. 9.6.4.1 på s. 87 høyre spalte og punkt 9.6.4.4 på s. 90 
108 
 
ninger i praksis sies det ingenting om. Dersom hensikten var at slike opplysninger skal slettes 
når de ikke lenger er nødvendige for etterforskingen kunne dette også ha kommet frem i § 8 
siste ledd eller i det minste i forskriften. Slike regler er imidlertid ikke gitt. På denne måten 
overlater man det til politiet å vurdere hvor lenge oppbevaring er nødvendig, og da vil § 5 
første ledd nr. 2 gjelde. Straffeprosessloven sier imidlertid ikke noe konkret om slike situasjo-
ner. Her vil man igjen kunne ta utgangspunkt i straffeprosessloven § 226, jf. det som er sagt 
ovenfor i punkt 7.3.2.1 om nødvendighetskravet, men der ser vi at formålet med innsamling 
for eksempel også gjelder å fullbyrde straff og andre reaksjoner, jf. § 226 første ledd bokstav 
d, og da vil etterforskingsstadiet for lengst være avsluttet. 
 
Et annet spørsmål er hvordan oppbevaring av opplysninger i straffesaker stiller seg i forhold 
til gjenåpning, som er regulert i straffeprosessloven kapittel 27. Tar man § 5 første ledd nr. 2 
på ordet vil nødvendighetsvurderingen også kunne relatere seg til slike gjenåpningssaker. I så 
fall vil lagringstiden av § 8–opplysninger tilnærmet være ubegrenset, idet opplysningene da 
kan oppbevares til man er sikker på at det ikke kan bli noen gjenåpning. Man kan heller ikke 
se bort fra at slike opplysninger faktisk kan være av interesse i en sak om gjenåpning. Disse 
tilfellene er aktuelle i saker der det fremkommer nye opplysninger som kan tilsi at vedkom-
mende ble uskyldig dømt. I så fall kan det også tenkes at § 8–opplysninger kan bli relevante, 
selv om man under den opprinnelige etterforskingen ikke anså dem som relevante. Dette illus-
trerer at det heller ikke nødvendigvis hadde vært en god regel dersom slike opplysninger ville 
bli tilintetgjort etter at den opprinnelige etterforskingen var avsluttet.  
 
Alt dette viser at oppbevaring av § 8–opplysninger reiser en rekke spørsmål som ikke er be-
svart i politiregisterlovgivningen. Hensett til at man ellers har gitt detaljerte regler om blant 
annet § 8–opplysninger, er det merkelig at man ikke har regulert hvor lenge og hvordan slike 
opplysninger kan oppbevares i straffesak. Etter det som er sagt ovenfor hadde det etter min 
mening vært den beste løsningen at § 8–opplysninger i straffesaker sperres etter at etterfors-
kingen er avsluttet eller eventuelt etter at saken er rettskraftig avgjort. Som også ellers ved 
sperring kunne man ha angitt til hvilke formål de sperrede opplysningene kan brukes, som for 
eksempel ved en eventuell gjenåpning. På denne måten kunne man ha ivaretatt både hensynet 
til personvernet og behovet for å kunne beholde opplysningene til bruk i en annen sammen-
heng.  
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Utover dette er det i et personvernmessig perspektiv positivt at er man har prioritert person-
vernet til dem § 8–opplysninger gjelder fremfor retten til den som gjennom dokumentinnsyn 
har rett til å gjøre seg kjent med hvilke opplysninger som finnes i saken, jf. forskriften § 7-6 
andre punktum. 
 
Min konklusjon er etter dette at personvernet er godt ivaretatt når det gjelder hvordan § 8-
opplysninger lagres og når de kan utleveres. Det er imidlertid etter min mening en svikt i re-
gelverket at man ikke har gitt konkrete regler om hvordan slike opplysninger skal behandles 
når etterforskingen er avsluttet.  
 
7.3.5 Innsyn 
7.3.5.1 Særreguleringen 
Etter § 49 første ledd har den registrerte i den enkelte straffesak rett til dokumentinnsyn i 
samsvar med straffeprosesslovens regler. Slike regler er gitt i straffeprosessloven for de ulike 
trinn i straffesaken, som for eksempel §§ 242 og 267. Innsynsretten gjelder først og fremst 
mistenkte, hans forsvarer og fornærmede. Begrunnelsen for hvorfor man i straffesaker likestil-
ler innsyn med partsinnsyn finner man i proposisjonen der departementet uttaler: ”For så vidt 
gjelder reglene om innsynsrett i straffesaker generelt, bør det etter departementets oppfatning 
ikke gjøres noen endringer i politiregisterloven. Reglene om dokumentinnsyn i straffesaker er 
kompliserte og sammensatte og basert på en nøye avveining av de motstridende hensyn. Det 
er ingen fornuftig løsning å rokke ved disse reglene, og det foreslås derfor at innsynsretten i 
straffesaker fremdeles reguleres av straffeprosessloven.”123 
 
I forskriften § 25-1 er det presisert at begrepet straffesakens dokumenter er sammenfallende 
med forståelsen av begrepet sakens dokumenter i straffeprosessloven § 242. I merknadene til 
§ 25-1 vises det til at spørsmålet om hva som er en del av sakens dokumenter har vært gjen-
stand for omfattende rettspraksis og at utformingen av politiregisterloven og tilhørende for-
skrift er innrettet slik at bestemmelser som er relatert til straffesakens dokumenter til enhver 
tid følger den forståelsen som ligger til grunn i straffeprosessloven.
124
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Som følge av dette medfører politiregisterloven i utgangspunktet ingen endringer i forhold til 
hva som var gjeldende rett når det gjelder innsyn i den enkelte straffesak, med unntak av § 49 
tredje ledd om retten til å få opplyst hvile opplysninger som er utlevert, jf. omtalen av dette i 
punkt 4.3.3.  
 
7.3.5.2 Sammenligning og vurdering 
Forskjellen mellom innsynsretten i og utenfor straffesaker er dermed at de personer som ikke 
har rett til dokumentinnsyn heller ikke har rett til å få innsyn i opplysninger om seg selv. Det-
te gjelder for eksempel personer som omtales i et vitneavhør eller personer som politiet får 
tips om av publikum i forbindelse med etterforsking av en sak. Jeg kan ikke se at departe-
ments begrunnelse som er gjengitt i forrige punkt er overbevisende. Den avveiningen av de 
motstridende hensyn som departementet viser til relaterer seg til spørsmålet om hvilke opp-
lysninger som omfattes av dokumentinnsynet, og hvilke opplysninger i dokumentene som er 
unntatt fra partsinnsyn, jf. for eksempel unntakene i straffeprosessloven § 242 a. Videre kan 
avveiningen relaterer seg til spørsmålet hvem som skal har partsinnsyn. Jeg kan derfor ikke se 
at det ville ”rokke” ved reglene om dokumentinnsyn dersom man ville åpne for at også andre 
kan få rett til innsyn i opplysninger om seg selv. Her kan man også trekke paralleller fra reg-
lene om partsinnsyn i forvaltningsloven og innsynsretten etter personopplysningsloven. Reg-
lene om partsinnsyn etter forvaltningsretten og unntak fra denne retten beror også på en av-
veining av motstridene hensyn, uten at dette har ført til at man i personopplysningsloven har 
begrenset retten til innsyn for personer som ikke er part. Det er vanskelig å se hva som i så 
måte er den prinsipielle forskjellen mellom disse tilfellene. 
 
Like vanskelig å forstå er forskjellen mellom innsyn i § 8–opplysninger i og utenfor straffesa-
ker. Det er ikke gitt særskilte regler om innsyn i disse opplysningene. Spørsmålet om innsyn i 
disse opplysninger utenfor straffesak er omtalt i proposisjonen, der departementet uttaler at 
man ikke finner å kunne videreføre utvalgets forslag om at det skal nektes innsyn i opplys-
ninger som behandles etter § 8.
125
 Det innebærer at den registrerte utenfor straffesak som ho-
vedregel har innsyn i § 8-opplysninger, mens i straffesak ikke vil få innsyn som følge av reg-
lene om dokumentinnsyn. Som vi har sett tidligere skal § 8-opplysninger markeres eller hol-
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des atskilt fra øvrige opplysninger, og dette gjelder både i og utenfor straffesaker. Det finnes 
derfor etter mitt syn ingen saklig grunn til at man har vidt forskjellige regler for innsyn i slike 
opplysninger.  
 
Min konklusjon er etter dette at begrensningen i innsynsretten i opplysninger i straffesaker 
etter § 49 første ledd ikke er godt begrunnet. Når det gjelder innsynsretten utenfor straffesaker 
har man utvidet innsynretten betydelig i forhold til tidligere rett, og derfor hadde det også 
vært rom å vurdere en tilsvarende utvidelse i straffesaker uten at dette hadde endret reglene 
om dokumentinnsyn.  
 
7.3.6 Retting, sperring og sletting 
7.3.6.1 Særreguleringen 
Etter forskriften § 25-1 første ledd gjelder reglene i politiregisterloven §§ 50 og 51 om retting, 
sperring og sletting av unødvendige eller mangelfulle opplysninger ikke for opplysninger i 
straffesaksdokumenter. Dette innebærer samtidig at §§ 50 og 51 gjelder for opplysninger i 
straffesaker som ikke er inntatt i sakens dokumenter.  
 
7.3.6.2 Sammenligning og vurdering 
Som vi kan se ligger forskjellen her ikke mellom opplysninger i og utenfor straffesaker, men 
bare mellom opplysninger inntatt i straffesakens dokumenter og alle andre opplysninger. Som 
begrunnelse for dette vises det i proposisjonen til at straffesaksdokumenter skal avleveres til 
Arkivverket og at man ikke ønsker å endre gjeldende rett på dette punkt, noe som blant annet 
innebærer at det ikke blir foretatt noen sletting i straffesaksdokumentene.
126
 Dette er for så 
vidt også i samsvar med artikkel 4 nr. 2 i rammebeslutningen, hvoretter bestemmelsene om 
sletting ikke berører arkivering av opplysninger i en særskilt samling av data i henhold til na-
sjonal lovgivning. Retting i slike dokumenter må eventuelt skje ved at det skrives nye rappor-
ter eller at det foretas nye vitneavhør for på denne måten å rette opp det som var feil i det tid-
ligere dokumentet.  
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For opplysninger i straffesaker som ikke er inntatt i sakens dokumenter gjelder derimot §§ 50 
og 51 fullt ut. Som jeg allerede har vært inne på er problemet her at det kan være uklart når 
opplysninger skal slettes fordi de ikke lenger er nødvendige for behandlingen. Dette er et re-
sultat av at nødvendighetskravet for behandling av opplysninger i straffesaker styres av § 5 
første ledd nr. 1, hvoretter opplysninger kan behandles i samsvar med straffeprosessloven, 
samtidig som straffeprosessloven ikke sier noe konkret om hvor lenge opplysningene er nød-
vendige.  
 
Hvor viktig det kan være at reglene om sletting er klare kommer frem i en nylig avsagt dom 
fra Høyesterett.
127
 Spørsmålet var der om påtalemyndigheten kunne fremlegge opplysninger 
innhentet gjennom kommunikasjonskontroll i en annen sak. Høyesteretts flertall kom til at 
overskuddsmaterialet skulle vært slettet på et tidligere tidspunkt, da det er et bærende prinsipp 
bak reglene at materialet bare skal lagres så lenge det foregår en aktiv og målrettet etterfors-
king. Politiets fortsatte lagring av materiale var derfor i strid med EMK artikkel 8. Denne 
dommen gjaldt riktig nok opplysninger innhentet ved kommunikasjonskontroll, der straffe-
prosessloven i § 216g gir anvisning på sletteregler, men uttalelsene fra Høyesterett vil også 
gjelde for andre opplysninger. Dette gjelder særlig når man nå gjennom politiregisterloven har 
innført personvernlovgivning for behandling av opplysninger i straffesaker. Uten klarere slet-
teregler vil man risikere at det stadig oppstår spørsmål om når for eksempel overskuddsinfor-
masjon burde ha blitt slettet, siden dette vil være avgjørende for om materialet kan brukes 
som bevis i en annen straffesak. 
 
Min konklusjon er etter dette at særreguleringen for straffesakens dokumenter i forskriften § 
25-1 er begrunnet, men at det er en klar svakhet at sletting av opplysninger i straffesaker for 
øvrig ikke er bedre regulert. 
 
7.3.7 Unntak fra krav om forskriftsregulering av registre § 14 i § 26-2 
7.3.7.1 Særreguleringen 
Som nevnt i punkt 2.3.10.3.1 er politiregisterloven § 14 av sentral betydning, siden det der gis 
anvisning på at det skal gis forskrifter til politiets registre om de forhold som er listet opp i 
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paragrafen. I forskriften § 26-2 første ledd andre punktum gjøres det unntak fra denne regelen. 
Bestemmelsen regulerer den interne saksbehandlingen i straffesaker. Det fremgår av bestem-
melsen at slik intern saksbehandling kan skje i registre og at det blant annet kan behandles 
opplysninger som er hentet fra straffesaksdokumentene, opplysninger om aktiviteter under 
etterforskningen, vurderinger og arbeidshypoteser. Slike registre er i tillegg unntatt fra melde-
plikten, jf. § 57 tredje ledd. I merknadene til bestemmelsen er det uttalt at intern saksbehand-
ling i registre praktiseres i dag.
128
 Det innebærer at bestemmelsen skulle sikre at denne praksi-
sen kan videreføres. 
 
7.3.7.2 Sammenligning og vurdering 
Det er en betydelig forskjell når man for den interne saksbehandlingen i straffesaker gjør unn-
tak fra § 14, som ellers gjelder for alle registre. Som nevnt tidligere sikrer § 14 at det gis reg-
ler for alle sider ved behandlingen, noe som bidrar til at det skapes klare rammer for behand-
ling av opplysninger i registre og god forutsigbarhet. 
 
Bestemmelsen i § 26-2 er noe bortgjemt og kan ved første øyekast fortone seg som relativt 
ubetenkelig. Det er i utgangspunktet ikke betenkelig at politiet behandler opplysninger i sin 
interne saksbehandling, og når dette gjøres elektronisk vil slik behandling lett falle inn under 
registerbegrepet i politiregisterloven § 2 nr. 3. Når man imidlertid ser nærmere på § 26-2 er 
den alt annet enn ubetenkelig. Slik bestemmelsen er utformet, jf. ”som ledd i den interne 
saksbehandlingen i tilknytning til straffesaker” åpner den for at politiet kan føre ett register 
for alle straffesaker. For denne behandlingen gjelder videre alle de særregler som er gitt for 
behandling av opplysninger i straffesaker, jf. også henvisningen til forskriften § 24-2. I tillegg 
kan registeret inneholde opplysninger som er hentet fra straffesaksdokumentene, noe som 
blant annet innebærer at politiet kan registrere opplysninger om personer som er omtalt i vit-
neavhør mv. Endelig fremgår det av § 26-2 andre ledd at § 8- opplysninger bare skal oppbeva-
res i slike interne saksbehandlingsregistre. Samlet sett hjemler man derved i § 26-2 at det kan 
føres et register som kan inneholde et stort antall personopplysninger, herunder sensitive opp-
lysninger som nevnt i politiregisterloven § 7, ikke-verifiserte opplysninger og § 8–
opplysninger uten noen form for regulering. De uklarhetene som jeg tidligere har beskrevet 
når det gjelder nødvendighetskravet og slettefrister gjør seg også gjeldende for dette registe-
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ret. Videre er det ingen som har rett til innsyn i denne behandlingen og Datatilsynet får heller 
ikke kjennskap til behandlingen siden den er unntatt fra meldeplikten.  
 
Jeg kan ikke se at verken hensynet til kriminalitetsbekjempelsen eller behovet for å kunne 
behandle opplysninger som ledd i den interne saksbehandlingen kan tilsi at man gi politiet 
slike vide fullmakter til å behandle opplysninger. Dette er etter mitt syn ikke bare i dårlig 
samsvar med den strenge reguleringen man har etablert for andre registre, men også i dårlig 
samsvar med flere av de grunnleggende kravene som gjelder innenfor personvernlovgivning-
en.   
 
7.3.8 Datatilsynets påleggskompetanse 
7.3.8.1 Særreguleringen 
Etter politiregisterloven § 60 første ledd første punktum har Datatilsynet i straffesaker bare 
påleggskompetanse dersom behandlingen av opplysninger er i strid med reglene om informa-
sjonssikkerhet og internkontroll, jf. §§ 14 og 15. Utover dette har Datatilsynet etter § 60 andre 
ledd første punktum bare rett til å gi anmerkning.  
 
7.3.8.2 Sammenligning og vurdering 
Som nevnt i punkt 6.3.2 har Datatilsynet som hovedregel påleggskompetanse for behandling 
av opplysninger utenfor straffesaker, og unntaket fra behandling i straffesaker representerer 
derfor et betydelig unntak. Departementet begrunner unntaket med at det er straffeprosesslo-
ven som i den enkelte straffesak regulerer prosessen fra etterforskningsstadiet til straffesaken 
endelig avsluttes, og at det må være klart at det vanskelig er rom for at Datatilsynet kan gi 
pålegg om retting og sletting. Det vises videre til straffeprosessloven § 56 andre ledd andre 
punktum, hvoretter bare Kongen i statsråd kan utferdige alminnelige regler og gi bindende 
pålegg om utføringen av riksadvokatens verv. Dersom man ville åpne for at et tilsynsorgan 
kunne gripe direkte inn i behandling av opplysninger i den enkelte straffesak, ville det etter 
departementets oppfatning være vanskelig å forene med det prinsippet som kommer til ut-
trykk i nevnte bestemmelse.
129
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Det er ikke vanskelig å være enig i departementets begrunnelse når det gjelder behandling av 
opplysninger i straffesaksdokumenter. Som omtalt tidligere stenger forskriften § 25-1 første 
ledd for at man retter og sletter opplysninger i slike dokumenter, og det hadde ikke vært noen 
sammenheng i systemet dersom man vil åpne for at Datatilsynet kunne gi pålegg om retting 
og sletting. Når jeg gjelder straffeprosessloven § 56 er jeg derimot ikke enig at det prinsippet 
som kommer til uttrykk i denne bestemmelsen er vanskelig å forene med at Datatilsynet gis 
påleggskompetanse i straffesaker. Det § 56 regulerer er at riksadvokaten bare kan instrueres 
av Kongen i statsråd som gjelder saker om påtale, og dette er noe helt annet enn behandling 
av opplysninger etter personvernlovgivningen. Som vi har sett i punkt 7.3.7.2 har man i for-
skriften § 26-2 åpnet for at politiet kan føre omfattende registre som ledd i den interne saks-
behandlingen uten noen form for regulering. Jeg kan ikke se at det hadde vært problematisk at 
Datatilsynet i alle fall hadde hatt en viss påleggskompetanse for behandling av opplysninger i 
slike registre. Som eksempel kan nevnes pålegg om tilgangsbegrensninger eller at man ikke 
kan registre personer som bare ble nevnt i et vitneavhør uten at de ellers har tilknytning til 
straffesaken. På denne måten kunne man til en viss grad ha kompensert for de vide fullmakter 
politiet har fått i forskriften 26-2 første ledd.  
 
7.4 Avsluttende bemerkninger 
Før vedtakelsen av rammebeslutningen synes det å ha vært en fremmed tanke at personvern-
lovgivning skal gjelde for behandling av opplysninger i straffesaker. Slik behandling ble ikke 
nevnt i mandatet til politiregisterlovutvalget og utvalget foreslo i sin utredning at store deler 
av lovutkastet ikke skulle gjelde for slik behandling. Begrunnelsen for dette var at det er straf-
feprosessloven som regulerer straffesaker.  
 
Det er derfor i utgangspunktet positivt at man har kommet til en erkjennelse av at straffepro-
sessloven ikke er innrettet på personvernlovgivning og at det ikke er holdbart at store deler av 
politiets behandling av opplysninger ikke skal være underlagt noen form for personvernlov-
givning. 
 
Redegjørelsen ovenfor gir imidlertid grunn til å spørre hva som er realiteten i departementets 
uttalelse på dette punkt. Som vi har sett er særreglene for behandling av opplysninger i straf-
fesaker nesten gjennomgående begrunnet med at man ikke ønsket å innføre endringer i for-
hold til hva som var praksis før politiregisterloven. Dette harmonerer dårlig med den oven 
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nevnte erkjennelsen. Som det fremgår av drøftelsene har reguleringen av den registrertes ret-
tigheter og behandlingen av opplysninger i straffesaker flere svakheter. Som jeg har påpekt 
etterlater reguleringen en rekke ubesvarte spørsmål og det er heller ikke gitt en god begrun-
nelse for hvorfor man for eksempel innskrenker den registrertes rett til innsyn og hvorfor man 
tillater at politiet kan føre omfattende registre som ledd i den interne saksbehandlingen uten 
nærmere regulering.  
 
De eneste reelle endringene når det gjelder behandling av opplysninger i straffesaker er en 
direkte konsekvens av ufravikelige regler i rammebeslutningen, og disse er at den registrerte 
har rett til innsyn i opplysninger som er utlevert, jf. § 49 tredje ledd og at Datatilsynet fører 
tilsyn med behandlingen. Det siste er etter mitt skjønn den mest markante endringen i forhold 
til tidligere rett og kan bidra til å styrke personvernet. Selv om Datatilsynet ikke har påleggs-
kompetanse i straffesaker, kan tilsynet gi anmerkning eller omtale kritikkverdige forhold i sin 
Årsmelding. Når Stortinget, departementet og allmennheten på denne måten blir kjent med 
eventuelle kritikkverdige forhold, vil dette kunne føre til lovendringer som bøter på de mang-
lene Datatilsynet peker på.  
 
At reguleringen av behandling av opplysninger i straffesaker alt i alt fremstår som noe ufull-
stendig og ikke alltid like godt gjennomtenkt må imidlertid ikke være begrunnet i at man ikke 
ønsket å innføre mer personvernlovgivning på dette område enn hva som var strengt nødven-
dig. Det kan også være en forklaring at man ikke hadde tid nok til å utrede de aktuelle spørs-
målene. Som nevnt har politiregisterlovutvalget ikke utredet spørsmålene. Rammebeslut-
ningen ble vedtatt i november 2008 og medførte store endringer i forhold til utvalgets forslag. 
Proposisjonen til politiregisterloven ble fremmet i august 2009 og man kan derfor ikke se bort 
fra at man valgte løsninger som i minst mulig grad endret gjeldende rett for derved å unngå 
endringer som man ikke hadde utredet konsekvensene av. 
 
Det er også nærliggende å tro at siste ord ikke er sagt når det gjelder regulering av behandling 
av opplysninger i straffesaker. For det første kan man ikke se bort fra at det nye direktivet vil 
nødvendiggjøre endringer dersom det blir vedtatt, jf. omtalen i punkt 1.5. For det andre ble 
det i 2014 nedsatt et utvalg som skal revidere straffeprosessloven. I mandatet til utvalget har 
man gjentatt uttalelsen i proposisjonen om at man ønsker et klarerer skille mellom behandling 
av opplysninger som vil bli regulert av politiregisterloven, og prosessuelle forhold som fort-
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satt vil bli regulert av straffeprosessloven. Det kan derfor tenkes at dette utvalget vil foreslå 
endringer i politiregisterloven for å gjøre dette skillet klarere.  
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