
































































Conclusions. Electronic voting helps  to  solve  the problem of  low voters’  turnout, unites 










































например,  может  ли  принятие  онлайн‐голосования 
увеличить  процент  участия  в  них  избирателей  или 
укрепить доверие избирателей к выборам [6, с. 65; 7, 
с. 46]. Развитие электронной демократии также акту‐
ализирует  проблематику  информационной  безопас‐
ности  [8,  с. 40].  Также вопрос онлайн‐голосования в 
крупных  городах  напрямую  затрагивает  проблему 
обеспечения их кибербезопасности.  




применяют  онлайн‐голосование  на  большем  коли‐
честве  проводимых  выборов,  чем  где‐либо  еще  в 
мире [9, с. 27]. 
2.  Эксперимент  по  внедрению  электронного 
голосования в г. Москве 
На  подобную  тенденцию  откликнулось  и  рос‐
сийское  правотворчество.  В  Государственную Думу 
26  февраля  2019  г.  был  внесен  законопроект 
№ 654402‐7 «О проведении эксперимента по орга‐
низации  и  осуществлению  дистанционного  элек‐
тронного  голосования  на  выборах  депутатов  Мос‐














избирательный  процесс  современных  технологий. 
Разработаны процедуры проведения голосования и 
механизмы  объективного  учета  мнения  москвичей 
на  выборах  депутатов  Мосгордумы  седьмого  со‐
зыва.  Избиратель,  на  избирательном  участке  кото‐
рого пройдет эксперимент, будет вправе самостоя‐
тельно  выбрать  формат  своего  участия  в  выборах: 
дистанционное электронное голосование или тради‐
ционное голосование.  
Для подачи  заявления об участии  в  электрон‐
ном голосовании избиратель должен иметь полный 
доступ к подсистеме «Личный кабинет» Портала го‐ 











воляющего  провести  уникальный  эксперимент  по 
дистанционному  электронному  голосованию.  Пла‐
нируется значительное усиление наблюдения за хо‐
дом  электронного  голосования.  Помимо  Корпуса 
наблюдателей  Общественной  палаты  г.  Москвы  и 
наблюдателей  от  кандидатов  и  политических  пар‐ 









тий,  Мосгоризбиркому  будет  предоставлена  воз‐
можность привлечь к наблюдению представителей 
общественных  организаций.  Следует  отметить,  что 








биратели,  которые  по  каким‐либо  причинам  не 
находятся  в Москве  либо постоянно  проживают  за 
границей, а также те, кто не сможет самостоятельно 
посетить  избирательный  участок  в  день  голосова‐
ния.  В  частности,  это  касается  людей  с  ограничен‐
ными  возможностями  [12,  с.  81].  Для  дистанцион‐





самое  главное:  результаты  эксперимента  помогут 
определить ключевые направления дальнейшей ра‐
боты  по  совершенствованию  избирательного  зако‐
нодательства  и  внедрению  в  избирательный  про‐
цесс современных технологий. 
3.  Риски  и  возможности  онлайн‐голосования 
для безопасности городов 
Благодаря  очевидным  достоинствам,  а  также 
развитию цифрового общества, можно спрогнозиро‐
вать,  что  электронное  голосование  скоро  будет 
внедряться повсеместно  [14,  с. 40]. Поэтому важно 
изучить мировой опыт, а также попробовать преду‐





















ниципалитетам  иметь  большие  окна  для  голосова‐


























ное  голосование  является  единственным  методом 
голосования. 
В качестве возможных рисков можно выделить 























Соответственно  в  тех  городах,  особенно  не‐
больших,  где  электронное  голосование  становится 
единственным  способом,  происходит  фактическое 













Дин  Смит,  президент  Intelivote  Systems  Inc.  – 





далеко  не  всегда  это  хакеры.  Например,  некоторые 
обычные люди пытаются голосовать дважды6. 
Также  возможны  перебои  с  обслуживанием, 
справиться  с  которыми  может  быть  еще  сложнее, 
чем с кибератаками и кибермошенничеством. Их ис‐
точники  трудно  предсказать  и  предотвратить  – 
например,  плохая  погода  или  внезапный  всплеск 
электоральной активности  (в заключительный день 
голосования  в  2010  г.  онлайн‐избиратели  способ‐
ствовали  существенному  замедлению  системы 
Стратфорда, поскольку большинство из них приняло 
решение голосовать в последние оставшиеся часы). 
Именно  из‐за  соображений  безопасности  го‐
родской совет Гвельфа отказался от онлайн‐голосо‐
вания  на  муниципальных  выборах  в  2018  г.7  Со‐
гласно мнению городского совета, итоги онлайн‐го‐
лосования в 2014 г. показали, что обеспечение без‐












таких  городах  Онтарио,  как  Пикеринг,  Кембридж, 
Ошава,  Оттава‐Карлтон8.  Ими  также  была  постав‐























Кроме  того,  существует  риск  отслеживания. 
Электронное голосование может позволить субъек‐
там  угроз  идентифицировать  участников  через  их 
устройства или IP‐адреса, что ставит под угрозу ано‐
нимность  людей.  Крайне  важно  решить  эту  про‐
блему  на  любой  платформе  для  онлайн‐голосова‐
ния,  поскольку  вероятное  раскрытие  личности  мо‐
жет поставить под угрозу даже жизнь человека. 
4.  Выводы  по  возможностям  онлайн‐голосо‐
вания и предотвращению рисков для безопасности 
городов 



















мень  демократии,  поэтому  «лоскутное»  правовое 
регулирование здесь, на наш взгляд, невозможно.  
Поэтому  Центральной  избирательной  комис‐
сией (далее – ЦИК) РФ был сделан, в отличие от Ка‐
нады,  верный шаг  по  проведению  эксперимента  в 
г. Москве путем принятия рамочного федерального 
закона,  устанавливающего  основные  принципы,  а 










кации  может  привести  к  мошенничеству  и  краже 





или  голосования.  Оба  сценария  могут  привести  к 
краже голосов. Независимо от подхода, используе‐
мого для аутентификации и идентификации пользо‐





скачать  специальную  антивирусную  программу  с 
сайта  ЦИК  РФ,  позволяющую  очистить  компьютер 












продажи  голосов.  Торговые  признаки  потенциаль‐
ной продажи голосов полностью исчезают, если че‐
ловеку легко изменить свой выбор. 
Также  необходимо  эффективное  обучение 
представителей  городских  властей,  организующих 
голосование, в том числе онлайн. Большинство рис‐
ков,  с  которыми  столкнулись  города  Канады,  воз‐
никли либо из‐за неправильного представления слу‐
жащих  об  онлайн‐голосовании,  либо  из‐за  отсут‐
ствия  информации.  Чтобы  такого  не  произошло, 
нужны выверенные программы подготовки и повы‐
шения  квалификации  государственных  и  муници‐
пальных  служащих,  в  том  числе  программы  по 
начальному техническому обучению.  
Механизм  реагирования  в  случае  непредви‐
денной ситуации, например обвала системы или ки‐




зователей  системы  онлайн‐голосования,  поскольку 
безопасность  компьютера  либо  смартфона,  отсут‐





логий,  где  личность  человека  скрывается  за  строч‐
ками  компьютерной  программы.  Пользователям, 










свои  повседневные  задачи  в  Интернете.  Электрон‐
ное  голосование  является  следующим  логическим 




нии  в  автономном  режиме,  всё  же  получают  воз‐
можность  высказать  свое мнение.  Электронное  го‐
лосование  объединяет  сообщества,  университеты, 
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