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1.1. What is Computer Assisted Network Engineering (CANE)? Discuss two benefits of 
Computer Assisted Network Engineering                [5] 
 
 
1.2 Circuit Switched Networks establish temporary circuit between Personal Computers. 
Discuss the benefits and limitations of Circuit Switched Networks                                     [5] 
 
 
1.3. Packet Routing Methods describe which intermediate devices the data is routed 
through. Discuss the two packet routing methods in use today             [5] 
 
 
1.4 Discuss the differences that exist between Permanent Virtual Circuits (PVCs) and 








2.1. What is MPLS? Discuss two ways used by MPLS to simplify routing                        [5] 
 
 
2.2. Discuss the concept of a Virtual Private Network (VPN) stating the benefits and 
limitations                                         [5] 
 
 
2.3. Discuss the concept of Frame Relay Technology stating benefits and limitations      [5] 
 
–  
2.4. Describe the similarities and differences between X.25 and Asynchronous Transfer 








3.1. What is a Service Level Agreement (SLA)? Discuss the four (4) strategies used for 
service costing                                                                                                                    [5] 
 
 










3.4. Simple Network Management Protocol (SNMP) is the de facto standard for delivering 
Enterprise Management Data. Discuss five (5) major objectives of the Simple Network 





4.1. Discuss five (5) categories of potential protective measures for Network Security     [5] 
 
 
4.2. Discuss any five (5) security design strategies                                                           [5] 
 
 
4.3. Discuss the five (5) layers of risk relating to Networks                                                [5] 
 
 






5.1. Differentiate between packet filtering and application gateway firewalls                     [5] 
 
 
5.2. What is a firewall? Discuss three uses of a firewall                                                    [5] 
• ). 
 
5.3. What is authentication? Discuss two centralized authentication methods                  [5] 
 
 
5.4. What is a router? Discuss the major limitations of a router                                        [5] 
. 
 
 
 
 
