Abstract
. Using Ambainis' adversary method, we exactly characterize
as the square root of
. 
We then use this result to prove the new relation

Background
Most of what is known about the power of quantum computing can be cast in the query or decision-tree model [1, 2, 3, 5, 6, 9, 10, 11, 18, 22, 23] . Here one counts only the number of queries to the input, not the number of computational steps. The appeal of this model lies in its extreme simplicity-in contrast to (say) the Turing machine model, one feels the query model ought to be 'completely understandable. ' , or zero-error randomized query complexity.
Analogously,
is the minimum number of queries needed by a quantum algorithm that outputs , or exact quantum query complexity. See [10] for detailed definitions and a survey of these measures.
It is immediate that
, and that
can be superpolynomially smaller than 
because of Grover's search algorithm [11] . Furthermore, for total f , Beals et al. [6] showed that
, while de Wolf [23] showed that , which we now define.
Definition 1 A certificate for an input
X is a set
, if
is the minimum size of a certificate for 
For total f , these measures are all polynomially related: Nisan [12] showed that
, while Beals et al. [6] showed that
. Combining these results with
Our Results
We investigate
, the bounded-error randomized and quantum generalizations of the certificate complexity C ( f ) (see Table 1 ). Our motivation is that, just as 
What the certificate complexity
measures is the number of queries used to verify a certificate, not the number of bits used to communicate it. Thus, if we want to generalize
, we should assume the latter is unbounded. A consequence is that without loss of generality, a certificate is just a claimed value 
, the acceptance probability can be arbitrary.) Then
is the minimum expected number of queries used by a randomized verifier for X , and
We define
analogously, with quantum instead of randomized algorithms. The following justifies the definition (the
part was originally shown by Raz et al. [15] ). 1 Throughout this paper, we use Y to denote the 'actual' input being queried, and X to denote the 'claimed' input (whose randomized certificate complexity, block sensitivity, and so on we want to study). 
repetitions suffice to boost any constant error probability to any other constant error probability.
For
, suppose the verifier's final state given input .
. We also have
, since a randomized verifier for X must query each sensitive block on X with 1 / 2 probability. This suggests viewing
as an 'alloy' of block sensitivity and certificate complexity, an interpretation for which Section 6 gives some justification.
Our results are as follows.
In Section 4 we show that
for all f (partial or total), precisely characterizing quantum certificate complexity in terms of randomized certificate complexity. To do this, we first give a nonadaptive characterization of
, and then apply the adversary method of Ambainis [3] to lowerbound
in terms of this characterization. Then, in Section 5, we extend results on polynomials due to de Wolf [23] and to Nisan and Smolensky (as described by Buhrman and de Wolf [10] ), to show that
is the minimum degree of a polynomial 
To our knowledge, this is the first quantum lower bound to use both the adversary method and the polynomial method at different points in the argument.
Finally, in Section 6, we exhibit asymptotic gaps between
and other query complexity measures, including a total f for which
, and a symmetric partial f for which
.
We conclude in Section 7 with some open problems.
Related Work
Raz et al. [15] studied a query complexity measure they called
, for Merlin-Arthur. In our notation,
, where
is the number of queries needed given arbitrarily many rounds of interaction with a prover. They also used error-correcting codes to construct a total f for which
. This has similarities to our construction, in Section 6.3, of a symmetric partial f for which
Aside from that and from Proposition 4, Raz et al.'s results do not overlap with ours.
Watrous [20] has investigated a different notion of 'quantum certificate complexity'-whether certificates that are quantum states can be superpolynomially smaller than any classical certificate. Also, de Wolf [22] has investigated 'nondeterministic quantum query complexity' in the alternate sense of algorithms that accept with zero probability when 
Characterization of Quantum Certificate Complexity
We wish to show that 
. For the upper bound, we can assume that a randomized verifier rejects immediately on finding a disagreement with .
To obtain a lower bound on
, we use the following simple reformulation of the adversary method of Ambainis [3] . We now prove the main result of the section. 
Quantum Lower Bound for Total Functions
Our goal is to show that
Say that a real multilinear polynomial 
due to Buhrman and de Wolf [10] . In Theorem 10, we will give an analog of this result for randomized query and certificate complexities. However, we first need a probabilistic lemma. The best previous relation of this kind was
Lemma 9 Suppose we repeatedly apply the following pro-
due to de Wolf [23] . It is worth remarking that we also obtain , it suffices to show that
Asymptotic Gaps
. The randomized verifier , both of which are the largest such gaps of which we know. . This implies that proving either result would require techniques unlike those that are currently known. Our inspiration comes from computational complexity, where researchers first formalized known methods of proof, including relativizable proofs [4] and natural proofs [16] , and then argued that these methods were not powerful enough to resolve the field's outstanding problems. Let 
Local Separations
, since every one-to-one input differs from every two-to-one input on at least n / , which is tight [7] . From the example of the collision problem, it is tempting to conjecture that (say)
-that is, 'if every 0 -input is far from every 1 -input, then the quantum query complexity is much less than linear.' Here we disprove this conjecture, even for the special case of symmetric functions such as 
. .
for every permutation σ .) Our proof uses the following lemma, due to Nisan and Wigderson [14] . using the polynomial method of Beals et al. [6] , rather than the adversary method of Ambainis [3] ?
Open Problems
Also, is 
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