We propose a long-distance continuous-variable measurement-device-independent quantum key distribution (CV-MDI-QKD) protocol with discrete modulation. This kind of discrete-modulated schemes have good compatibility with efficient error correction code, which lead to higher reconciliation efficiency even at low signalto-noise ratio (SNR). Security analysis shows that the proposed protocol is secure against arbitrary collective attacks in the asymptotic limit with proper use of decoy states. And with the using of discrete modulation, the proposed CV-MDI-QKD protocol has simpler implementation and outperform previous protocols in terms of achievable maximal transmission distance, which precisely solve the bottleneck of the original Gaussianmodulated CV-MDI-QKD protocol.
I. INTRODUCTION
Quantum key distribution (QKD) [1] allows two distant authenticated users to establish secure key through untrusted quantum and classical channels. QKD has two main categories: one is discrete-variable (DV)QKD protocols [2] [3] [4] , and the alternative is continuous-variable (CV) QKD protocols [5] [6] [7] [8] . Compared with DVQKD protocols (such as BB84 protocol), CVQKD protocols have unique potentials of being effectively compatible with existing optical communication systems and using lower cost light sources and detectors. In addition, CVQKD allow users to approximate the ultimate limit of repeater-less communication, which is known as the PLOB bound [9] .
In recent decades, research on CVQKD has evolved rapidly. The Gaussian-modulated CVQKD protocol employing coherent state [6] has been theoretically proved to be secure under arbitrary collective attack [10] and coherent attacks [11] , even taking finite-size regime into account [12, 13] . What's more, its composable security has been fully proven [14] . Furthermore, this protocol has been experimentally proved to be feasible both in laboratory [7, 15] and field tests [16] . A recent demonstration of all-fiber Gaussian-modulated CVQKD protocol has extended the secure transmission distance of CVQKD over 100 km in the laboratory [17] , which showing its potential of being an appealing solution for metropolitan quantum networks.
Theoretically, the security analysis of CVQKD relies on some ideal assumptions, which is hard to satisfy in the experimental implementation [18] [19] [20] . The imperfect devices lead to the practical security loopholes, which will be utilized by eavesdroppers to take quantum attack strategies, such as * Corresponding author: huang.peng@sjtu.edu.cn local oscillator (LO) fluctuation attack [21] , calibration attack [22] , LO wavelength attack [23] and detector saturation attack [24] . Most of these attack strategies mainly focus on the loopholes of the practical imperfect detectors. The attackers employ these loopholes to reduce the estimated additional noise by manipulating the measurement results of the detector, causing Alice to overestimate the security key rate, which in turn hides the extra noise introduced by the attack process.
In order to eliminate all the security hazard of the detector end effectively, continuous-variable measurement-deviceindependent (CV-MDI) QKD has been proposed by several groups independently [25] [26] [27] [28] . In CV-MDI-QKD protocol, two legitimate parties, Alice and Bob, are both senders. An untrusted third party, Charlie, is introduced to receive quantum states sent by Alice and Bob, performing Bell-State Measurement (BSM) and communicating the measurement result to generate the secure keys. Since the measurement part of the protocol is performed by an untrusted third party, the security of the protocol no longer counts on the perfect detector. Therefore, CV-MDI-QKD can remove all known or unknown side-channel attacks on detectors, which means higher practical security. In recent years, several significant results have been achieved in the theoretical research field of CV-MDI-QKD [29] [30] [31] [32] [33] [34] [35] [36] .
Unfortunately, in practical implementation, the maximal transmission distance of CV-MDI-QKD is unsatisfactory [28] . One of the key problems is that the reconciliation efficiency β is quite low for Gaussian-modulated protocols in the case of long distance transmission with low signal-to-noise ratio. The best error correction codes presently available, such as LDPC codes [37] or turbo codes, work well with discrete (e.g. binary) value under low SNR condition, but have poor performance with continuous (e.g. Gaussian-modulated) value under the same condition.
In order to solve this problem, many efforts are being dedicated. The mainstream approach is to programming an error correction code with higher efficiency under low SNR conditions. This approach is consistent with the way to solve this problem in one-way protocol, such as the code proposed in [38] , which can be combined with a multidimensional reconciliation scheme [39] and work well in the regime of low SNR. However, this type of error correction codes is designed and implemented with high complexity, and the cost of hardware required is high. What's more, the probability that such codes will succeed in achieving high reconciliation efficiency is quite low [38] . Interestingly, it has been found that the discrete modulation, such as four-state modulation, allows for a much better reconciliation efficiency at low SNR, which lead to longer transmission distance in CVQKD protocol [40, 41] . In discrete-modulated protocols [40] [41] [42] , the senders prepare a certain number of nonorthogonal coherent states (for fourstate scheme, the number is four), and exploit the sign of measured quadratures of each state to encode the bits of secret key rate, while the Gaussian-modulated protocols exploit the quadratures itself to encode information. The sign of measured quadratures is already discrete values, which works well with high efficient error correction codes even at low SNR. The discrete-modulated protocols are particularly suited in long-distance transmission, whereas they are hard to obtain high key rate at short distance. Surprisingly, a recent work [43] shows the 256 modes discrete-modulated protocol is able to obtain almost the same high key rate with the Gaussian-modulated protocol. Furthermore, discrete modulation is more convenient for experimental implementation and specific operation than Gaussian modulation. Inspired by the aforementioned advantages, we propose a CV-MDI-QKD protocol by employing discrete modulation, which could apparent extent the maximal transmission distance of CV-MDI-QKD protocol without taking additional security vulnerability.
The paper is structured as follows. In Sec. II, we first introduce the original CV-MDI-QKD protocol, then introduce the model of the CV-MDI-QKD protocol with discrete modulation and the use of decoy states. In Sec. III, we derive the secret key of the CV-MDI-QKD protocol with discrete modulation. In Sec. IV,we give the numerical simulation and performance analysis. Conclusion and discussion are drawn in Sec. V.
II. CV-MDI-QKD PROTOCOL WITH DISCRETE MODULATION
In this section, we first review the CV-MDI-QKD protocol, especially the entanglement-based (EB) version. Then, we present the CV-MDI-QKD protocol with discrete modulation. In addition, we introduce the use of decoy states for CV-MDI-QKD protocol with discrete modulation, which guarantee the security of this protocol.
A. CV-MDI-QKD Protocol
Generally, for CV-MDI-QKD protocol, the prepare-andmeasure (PM) version is applied to implementation in practice as it is easy to apply, while the equivalent EB version is used for security analysis. The construction of CV-MDI-QKD protocol is illustrated in Fig. 1 . The main steps of EB version can be depicted as follows:
Step 1: Alice and Bob prepare two-mode squeezed states |Ψ 4 A1A2 and |Ψ 4 B1B2 , independently. Mode A 1 and B 1 are retained by Alice and Bob respectively, and mode A 2 and B 2 are sent to an untrusted third part Charlie through the quantum channel with length L AC and L BC , respectively.
Step 2: After receive modes A and B , Charlie interferes the two modes at a beam splitter (BS) and get two output modes C and D. After the x quadrature of mode C and p quadrature of mode D are measured by homodyne detections, Charlie announced the measurement results {X C , P D } publicly.
Step 3: Bob uses the received measurement results to modifies mode B 1 through displacement operation D(β) and obtains
where ρ B1 is the density matrix of mod
, and g is the gain of the displacement. Through heterdyne detection, Bob measures mode B 1 to get {X B , P B }, and Alice measures mode A 1 to get {X A , P A }.
Step 4: Alice and Bob implement parameter estimation, information reconciliation and privacy amplification, finally obtaining a string of secret key.
Through the BSM and Bob's displacement operation, modes modes A 1 and B 1 are entangled [44] , and {X B , P B } and {X A , P A } are correlated.
In the PM scheme, Alice and Bob prepare coherent states independently and send them to Charlie for BSM. After Charlie announce the measurement results, Bob modifies his data according to the measurement results, while Alice keeps her data unchanged. There is no displacement operation for Bob in the PM scheme. Alice and Bob extract a string of secret key by using parameter estimation, information reconciliation and privacy amplification.
B. Discrete modulation in CV-MDI-QKD
In CV-MDI-QKD protocol with discrete modulation, Alice and Bob perform discrete modulation operations simultaneously. For the sake of specificity and simplicity, we mainly focus on four-state scheme [40, 42] . In this scheme, the modulated coherent states consist of four types: αe iπ/4 , αe 3iπ/4 , αe −3iπ/4 , and αe −iπ/4 , where α is a positive number related to the modulation variance of coherent states. The four types are shown in Fig. 1 . The modulation variance of coherent state is V M = 2α
2 . First, we consider the discrete modulation operation in Alice. In PM version, the mixture state ρ A 4 , which is send by Alice to Charlie through the quantum channel, is given by
In EB version, the two-mode squeezed state prepares by Alice is |Ψ 4 A1A2 , and the variances of the quadrature components of the two modes A 1 and A 2 are all V A . The two-mode squeezed state prepares by Bob is |Ψ 4 B1B2 , and the variances of the quadrature components of the two modes B 1 and B 2 are all V B , and V A = V B = 1 + V M . The modes of |Ψ 4 A1A2 and |Ψ 4 B1B2 is illustrated in Fig. 1 .the two-mode entangled state prepares by Alice is
where the non-Gaussian states |ψ k A1 is given by
with m ∈ {0, 1, 2, 3} and
for k ∈ {0, 1, 2, 3}, and
As the PM version is equivalent to the EB vision for this protocol, the mixture state ρ 4 can be calculated as
The covariance matrix γ A1A2 of the bipartite state |Ψ 4 A1A2 can be expressed by
where I 2 is 2 × 2 identity matrix, σ z = diag(1, −1), and
Similarly, we set the modulation variance in Bob is still V M = 2β 2 = 2α 2 , and the two output modes of the bipartite state |Ψ 4 B1B2 are B 1 and B 2 . As Alice and Bob perform the same discrete modulation, the covariance matrix γ B1B2 of |Ψ 4 B1B2 is the same as γ A1A2 . Displacement operation does not affect the covariance matrix.
To summarize, in PM version of our protocol, Alice randomly prepares four nonorthogonal coherent states and send one of them to Charlie, Bob randomly prepares another four nonorthogonal coherent states and send one of them to Charlie. After Charlie performs the BSM on the received two states and announced the measurement results, Alice keeps her sign of quadratures and Bob modifies his sign based on these results. In EB version of our protocol, when Alice performs projection measurement on mode A 1 , she only discriminates which coherent state is sent to Charlie, which shows the sign of quadratures of the state. And Bob performs projection measurement on mode B 1 to get the sign of quadratures, which is associated with the sign obtained by Alice. Both the PM version and EB version use the signs of measured quadratures of states to extract a string of secret key. 
C. Decoy states
In EB version of the our protocol, Alice (Bob) performs the projection measurement, which just makes Alice (or Bob) to discriminate which state is sent to Charlie, but not aware of the quadratures of her (his) quantum mode. Therefore, the two legitimate users cannot use these experimental data to construct the covariance matrix of the mixed state ρ AB without the linear channel assumption (LCA) [42] . In other words, LCA is a necessary condition for the security of the protocol.
In order to solve this problem, we introduce decoy states to modify our protocol, which refer to the idea of A. Leverrier et al. [41] . The use of decoy state can be expressed as
where σ key is the states used for the key distillation, σ decoy is the decoy states, and p is a weight between 0 and 1. σ G is the states satisfying Gaussian distribution and meeting
where σ est is the states used for parameter estimation, σ All are all the states sent through quantum channel. σ est and σ All are all follow Gaussian distribution. p est denote the fraction of σ est . In practice, Alice randomly prepares σ A key , σ A decoy and σ A est with probability p(1 − p est ), (1 − p)(1 − p est ) and p est respectively. The three types of states can be given as
where the probability distribution p key (α) is chosen as p(1 − p est ), p edcoy (α) is chosen as(1 − p)(1 − p est ) and p est (α) is chosen as p est . Obviously, the mixed state sent by Alice to Charlie is Gaussian, denoted as σ In addition, the use of decoy states can also eliminate the vulnerability exploited by state-discrimination attack [45] , since the discrimination receiver is noneffective for Gaussian states and Eve cannot distinguish whether the state is σ key , σ decoy or σ est . Otherwise, this method still has certain defects. In practice, these operations will increase the complexity of the system, and the decoy states is hard to be precisely prepared.
III. CALCULATION OF THE SECRET KEY RATE
In this section, we mainly focus on the secret key rate under collective attacks, since they are optimal in the asymptotic limit. The EB scheme of CV-MDI-QKD protocol can be converted into a common one-way CVQKD protocol, where we assume that the two-mode squeezed state |Ψ 4 B1B2 and the displacement operation D(β) are untrusted. The equivalent one-way protocol is shown in Fig. 2 . We denote the secure key rate of the CV-MDI-QKD protocol with discrete modulation and the equivalent one-way protocol are K DM and K one , respectively. It is obvious that K DM ≥ K one . Hence, the lower bound of K DM can be estimated by using similar covariance matrix of the equivalent one-way protocol. In PM version of our protocol, the quantum states sent by Alice and Bob are all non-Gaussian states. According to the optimality of Gaussian attack [46] , we can use the method of calculating secret key rate under collective Gaussian attacks to get the low bound of the secret key rate of our protocol under collective attacks. In order to facilitate the analysis, we use the method of calculating K one under collective Gaussian attacks to obtain K DM .
In addition, we assume the quantum channels from Alice to Charlie and Bob to Charlie are two independent Markovian memoryless Gaussian quantum channels [47] . This assumption is based on that the two quantum channels are come from different directions in practical CV-MDI-QKD system, which means that the ambient noise of the two channels should have weak connection. Under this assumption, the optimal collective Gaussian attack is taking entangling cloner attacks on each quantum channel independently [10, 26] . The following calculation and simulation are all based on this attack strategy.
The excess noise and the transmittance of the quantum channel between Alice (Bob) and Charlie are ε A (ε B ) and η A (η B ). We set both quantum channel losses are l = 0.2 dB/km, then the transmittance can be given as η A = 10 . ε refers to the equivalent excess noise of the equivalent one-way protocol, which can be calculated as
where
to minimize ε, then we obtain We suppose the homodyne detectors in Charlie are ideal apparatuses, then the total channel-added noise expressed in shot noise units is
is a normalized parameter which is associated with the quantum channel transmittance of the equivalent one-way protocol [26] .
After the BSM and displacement operation, the covariance matrix of ρ DM A1B 1 is given as
where X,Y and Z are given in Eq. (9), I 2 is 2 × 2 identity matrix, σ z = diag(1, −1). The secure key rate of the CV-MDI-QKD protocol with discrete modulation under reverse reconciliation can be calculated as 
The Holevo quantity χ DM BE can be obtained as follows [49] 
where 
A1
, and
where the Von Neumann entropy
The symplectic eigenvalues λ 1,2 can be calculated by
with the notations
The covariance matrix γ
is given by
Then the symplectic eigenvalues κ 3 is obtained as
IV. PERFORMANCE ANALYSIS
In this section, we show the performance of CV-MDI-QKD protocol with discrete modulation compared with the original CV-MDI-QKD protocol. It has been proven that the configuration with the optimal performance for CV-MDI-QKD protocol is the extreme asymmetric case [28] , where Charlie infinitely close to Bob. In our analysis, we are mainly concerned about this case. In this case, L BC = 0, the transmission distance is equal to L AC .
The modulation variance V M is a parameter that will profoundly affect the performance of the prorosed protocol. In order to extract the optimal secret key rate, we plot the secret key rates as a function of the modulation variance V M with different transmission distance in extreme asymmetric case, which is shown Fig. 3 . It is obvious that the optional areas of V M are gradually compressed when transmission distance increases, and the secret key rate decreases evidently with the increase of transmission distance. The practicable V M values of our protocol are quite low than the original CV-MDI-QKD protocol, which means that the quantum signals in our protocol have fewer photons. Under different transmission distance, the security key rate always have the peak value when V M is about 0.4. In other words, the optimal value of V M is about 0.4. In the following analysis, we set V M of our protocol is 0.4, which leads to the optimal performance. The plot of Fig. 4 shows the secret key rates as a function of the transmission distance in the extreme asymmetric case, for both discrete-modulated CV-MDI-QKD protocol and original Gaussian-modulated one, with different excess noise. The CV-MDI-QKD protocol with discrete modulation is denoted by the thin solid lines, the original CV-MDI-QKD protocol with Gaussian modulation is denoted by the dashed lines, and the PLOB bound [9] , which gives the ultimate limit of repeater-less quantum communication, is denoted by the uppermost heavy solid line. The modulation variance V M of both protocols are all the values used in practical operations, which present the optimal performance of each protocol under practical conditions. [26] .
It seems clear that the maximum transmission distance of discrete-modulated CV-MDI-QKD protocol is always longer than that of the original Gaussian-modulated one under both excess noises. Compared with the original CV-MDI-QKD protocol, the discrete modulation combined with CV-MDI-QKD protocol can obviously extend the maximum transmission distance, which can effectively expand the scope of application of such protocols. Moreover, when the transmission distance is longer than 21.7 km with the excess noise ε A = ε B = 0.002 (or 21.1 km with the excess noise ε A = ε B = 0.003), the performance of discrete-modulated CV-MDI-QKD protocol is much closer to the PLOB bound than that of the original Gaussian-modulated CV-MDI-QKD protocol, and the performance gap between the two protocols will become larger and larger with the increase of transmission distance. As the discrete-modulated protocol works well with efficient error correction code in reconciliation process, even in extremely low SNR conditions [40] , the maximal transmission distance of the discrete-modulated CV-MDI-QKD protocol can be much longer than that of original Gaussianmodulated CV-MDI-QKD protocol in practice.
There is a phenomenon that deserves our attention: within a shorter transmission distance, the performance of the CV-MDI-QKD protocols with discrete modulation is worse than that of original CV-MDI-QKD protocol. This case is caused by the lower modulation variance of the quantum signal in discrete-modulated CV-MDI-QKD protocol (almost below 1 units of shot noise ), which leads to the secret key rate of discrete-modulated protocol is much lower than the original one in the condition of low-channel-loss. In addition, as shown in the figure 4 , when the excess noise increases, the secret key rate of discrete-modulated CV-MDI-QKD protocol decreases faster than that of the original CV-MDI-QKD protocol. This means that our protocol is more sensitive to the excess noise. The reason for this phenomenon is that the quantum signal intensity and the SNR in discrete-modulated CV-MDI-QKD protocol is much lower than these of original CV-MDI-QKD protocol. However, these defects can be corrected effectively with the participation of noiseless linear amplifier. Otherwise, Z. Li et al. have proved that discretemodulated coherent state protocol with 256 modes can reach the high secret key rate almost the same as Gaussian modulation case [43] . Fig. 5 depicts a performance comparison of the CV-MDI-QKD protocol with discrete modulation and the original CV-MDI-QKD protocol with Gaussian modulation for different reconciliation efficiency β in the extreme asymmetric case, where L BC = 0. V M of both protocols are all the ones provide optimal performance in practice, which is the same as the V M in Fig. 4 .
For the CV-MDI-QKD protocol with discrete modulation, the usable range of β narrows with the increase of transmission distance. When the transmission distance are 20km, the secret key rate of the CV-MDI-QKD protocols with discrete modulation are lower than that of the original CV-MDI-QKD protocol when the reconciliation efficiency β values in 0.892 to 1. This is also caused by the lower quantum signal modulation variance in discrete modulation. Nevertheless, with β decrease, the secret key rate of the original protocol decrease faster than that of the protocol with discrete modulation. When β is lower than 0.892, the secret key rate of the protocols with discrete modulation get higher than that of the original one. Moreover, the original CV-MDI-QKD protocol will have no secret key when β is lower than 0.889, but the lower bound of β to obtaining secret key for the CV-MDI-QKD protocols with discrete modulation is 0.761. All this means the CV-MDI-QKD protocol with discrete modulation are more tolerant of the reconciliation efficiency. What's more, the protocol with discrete modulation have better combination with efficient error correction code. This will further widen the performance gap between our protocol and the original CV-MDI-QKD protocol over long-distance transmission.
V. CONCLUSION AND DISCUSSIONS
In this paper, we have introduced a CV-MDI-QKD protocol with discrete modulation, which can obviously improve the maximal transmission distance. We focus on the analysis of four-state scheme as the representative of discrete modulation scheme. The security of this protocol under arbitrary collective attacks is established with the appropriate use of decoy states. The discrete-modulated CV-MDI-QKD protocol have commendable cooperation with efficient reconciliation error correction codes, even in extremely low SNR conditions, which leads to longer secure transmission distance. This property exactly right remedies the defect in the transmission distance of CV-MDI-QKD protocol. The secret key rate simulation results under the asymptotic case shows that the proposed protocol has obvious advantages over the original Gaussian-modulated CV-MDI-QKD protocol in maximal transmission distance, even with the same reconciliation efficiency. What's more, compared with the original Gaussianmodulated CV-MDI-QKD protocol, the experimental implementation of our protocol is more simple and convenient in practice.
In the above analysis, Charlie's homodyne detectors are assumed to be perfect, where the electronic noise υ el of homodyne detector is 0 and the quantum efficiency η hom of homodyne detector is 1. However, the practical homodyne detectors in Charlie are not the always ideal apparatuses. We express the detection-added noise in shot noise units as χ hom = [υ el + (1 − η hom )] /η hom . The total noise referred to the channel input with imperfect detectors can be calculated as χ t = χ t + 2χ hom /η A . Obviously, the imperfection of the detectors will great increase the total noise. Since the quantum signal intensity of our protocol is much lower than these of the original Gaussian-modulated one, our protocol is more sensitive to the total noise and, especially, the imperfection of the detectors. But fortunately, through the rational use of noiseless linear amplifier and state-discrimination detection, we will significantly improve the robustness of our protocol to the imperfections of detectors. Moreover, it would be meaningful to improve the initial secret key rate of the proposed protocol and carry out the experimental implementation in further research.
