Measuring User Coping Strategies of Adaptation to Information Technologies by Elie-dit-cosaque, Christophe & Elie-dit-cosaque, Christophe
Association for Information Systems
AIS Electronic Library (AISeL)
AMCIS 2007 Proceedings Americas Conference on Information Systems(AMCIS)
December 2007
Measuring User Coping Strategies of Adaptation to
Information Technologies
Christophe Elie-dit-cosaque
University of Paris Dauphine
Christophe Elie-dit-cosaque
University of Paris Dauphine
Follow this and additional works at: http://aisel.aisnet.org/amcis2007
This material is brought to you by the Americas Conference on Information Systems (AMCIS) at AIS Electronic Library (AISeL). It has been accepted
for inclusion in AMCIS 2007 Proceedings by an authorized administrator of AIS Electronic Library (AISeL). For more information, please contact
elibrary@aisnet.org.
Recommended Citation
Elie-dit-cosaque, Christophe and Elie-dit-cosaque, Christophe, "Measuring User Coping Strategies of Adaptation to Information
Technologies" (2007). AMCIS 2007 Proceedings. 125.
http://aisel.aisnet.org/amcis2007/125
ELIE-DIT-COSAQUE Measuring User Coping Strategies of Adaptation to IS 
 1
MEASURING USER COPING STRATEGIES OF 
ADAPTATION TO INFORMATION TECHNOLOGIES 
Christophe Elie-dit-cosaque 
 
CREPA - Dauphine Recherche en Management 
UMR CNRS n°7088 
University of Paris-Dauphine  
 
CIS Department 
J. Mack Robinson College of Business 
Georgia State University 
celieditcosaque@gmail.com 
Abstract 
Our aim in this article is to increase our understanding of how users cope with disruptive 
information technology (IT) that is in the process of being implemented. For that purpose, we 
rely on the coping model of user adaptation (CMUA) (Beaudry and Pinsonneault 2005), a 
model that explains user strategies that result from appraisals of the IT event. These strategies 
are a response to threats and opportunities embedded in the IT event.  Secondarily, they are 
impacted by the level of control users have over the situation. The first purpose of this study, 
therefore, is to develop and test measures for a deeper understanding of user adaptation to IT 
following the CMUA. The second purpose of this study is to understand the role of espoused 
cultural values (Srite and Karahanna 2006) in the strategies users adopt in order to cope with 
disruptive IT events. The approach adopted is a 2x2 laboratory experiment based on a 
scenario. 
Keywords: CMUA, adaptation, coping, work environment, disruptive technologies, threats, 
opportunities, control.  
Introduction 
Implementing information systems that are compatible with previous systems or with processes with which users 
are already familiar has a long and distinguished history. These kind of non-disruptive technologies still offer 
challenges to managers, but the technology itself is not inherently alien. 
When the technology is “disruptive”, evidence suggests that IS designers and managers do not respond nearly as 
well. Disruptive IT innovations involve pervasive and radical changes in the organization and in organizational 
processes (Lyytinen and Rose 2003, p.32). A disruptive innovation is “a novel idea or behavior that, when 
introduced in organizational settings, causes dramatic changes in the structure of work processes” (Sherif et al. 
2006, p. 341).  Technologies such as Enterprise Resource Planning (ERP) systems, can be considered to be 
disruptive technologies since the organization is overhauled during the process of implementation (Davenport et 
al. 1989; Hammer 1990). Therefore, depending on the degree of the disruption caused by an IT, individuals are 
likely to adapt in different ways. It is important for managers to learn how employees adapt to IT in order to 
better respond to their needs. For this reason, understanding how users adapt to disruptive IT is the main 
objective of this study. 
Whereas Beaudry and Pinsonneault (2005) have developed the interesting and insightful CMUA model of user 
adaptation, they were only able to test it with a small sample of managers.  Will these results hold if we examine 
managers in larger numbers and in different settings?  How good is this model? Secondarily, the Beaudry and 
Pinsonneault (2005) model may be successfully tested in its own right, but will it be prove to be invariant with 
respect to user cultural values?  There is significant literature that indicates that culture influences users’ 
interactions with new IS implementations (Srite and Karahanna 2006; Straub 1994; Straub et al. 1997), but this 
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work does not raise the question of how culture might affect user adaptation strategies. Our research questions 
are, therefore: (1) how do users adapt to disruptive IT? (2)  What influence do user cultural values have on their 
adaptive strategies? 
We first motivate the need for understanding user strategies of adaptation. We next present a model of user 
strategies of adaptation based on CMUA, but which incorporates the posited influence of cultural values. Next, 
we describe methods employed and the planned empirical investigation. The final section discusses the likely 
contributions and limitations of the work, concluding with a future research agenda. The present work: (1) aims 
to develop and validate an instrument for empirically measuring and validating user strategies of adaptation to 
IT, (2) shows how user strategies of adaptation to IT can inform user interactions with our enhanced model of 
the CMUA (Beaudry and Pinsonneault 2005), and, finally, (3) demonstrates the need to take user strategies of 
adaptation into consideration in future research related to IT adoption and use. 
Motivations 
The Need to Understand User Adaptive Strategies to Disruptive IT 
Since IT is said to change the existing equilibrium in the organization (Lassila and Brancheau 1999), adjustments 
need to be made between IT and other components of organizations. When an IT is considered to be disruptive, 
it requires more extensive adaptation in order to reach a new equilibrium state.  
In extant IS literature, researchers have analyzed user acceptance and use of IT and user adaptation to IT 
separately, as shown in Figure 1. We argue that there is a need to open the “black box” between usage behaviors 
and their most often mentioned determinants. For example, models based on the Technology Acceptance Model 
(TAM) (e.g. Davis et al. 1989; Venkatesh et al. 2003) link individual usage of a technology to their beliefs and 
attitudes and position perceived usefulness and perceived ease of use as key determinants of the acceptance and 
use of a technology. For some researchers, these models, albeit widely used in IS research, do not fully address a 
number of questions that have potential to seriously undermine their validity (Lamb and Kling 2003). In this 
respect, we note two major limitations in user acceptance models that we aim to address in this study: First, most 
models of user acceptance of IT underlie user adaptation without conceptualizing it. Because these models do 
not take context into account (Lamb and Kling 2003), they ignore user adaptation to technology implementation. 
It is therefore important to explore the hidden dimensions of these models, which we believe to be users’ own 
strategies of adaptation to IT. The CMUA analyzes how perceptions of technology disruptiveness on work 
environments result in different strategies of adaptation. What are the theories that assume the mediating effects 
of user adaptation?  We explore these next.  
System Quality
Information Quality
Quality of Service
Usefulness
Ease of Use
Intention to Use
Use
User Satisfaction
Adapted. from DeLone and 
McLean (2003)
Adapted from Davis (1989)
Performance Expectancy
Effort Expectancy
Social influence
Adapted from Venkatesh, Morris 
et al. (2003)
UTAUT
Technology acceptance model
IS Success model
User adaptation
Task-Technology Fit
Intention to Use
Use
Intention to Use
Use
Utilization
Task-Technology Fit (TTF)
Adapted from Goodhue and 
Thompson (1995)
The large body of research following or refining those conceptualizations yielded insights into the contingencies 
influencing IT use. However, please note that user adaptation does not appear explicitly. We believe that that the 
Figure 1. The Black Box of User Acceptance Models
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impacts of these factors on use behaviors are mediated by user strategies of adaptation to IT, and that, depending 
on their appraisal of the IT, intended use is more likely to depend on the strategies that users engage. Also, 
models of user acceptance are likely not to be appropriate for more disruptive IT despite their potential 
appropriateness for non disruptive IT that have no fundamental impact on the users’ work environment. Indeed, 
disruptive IT involve radical transformations in an organization (Lyytinen and Rose 2003; Sherif et al. 2006). 
Investigating user strategies of adaptation through the theory of coping can, hopefully, provide important 
insights in our understanding of users’ behavior toward disruptive IT.   
Theoretical Development and Conceptual Model 
In accordance with the theory of Coping (Lazarus and Folkman 1984), Beaudry and Pinsonneault (2005) assert 
that IT users employ two processes to cope with a disruptive IT implementation. The first process is an appraisal 
whereby individuals evaluate the importance of the IT event given their own situation and interests. The second 
process is a process of coping. Users make efforts in order to manage the situation (Lazarus and Folkman 1984). 
Appraisal 
Lazarus and Folkman (1984) define cognitive appraisal as “the process of categorizing an encounter, and its 
various facets, with respect to its significance for well-being” (p. 31). In CMUA, the primary appraisal results in 
either threat or opportunity perceptions (Beaudry and Pinsonneault 2005). Secondary appraisal refers to the 
evaluation of what the individual can do in order to prevent negative outcomes (Folkman et al. 1986) or to 
increase benefits from using the system (Beaudry and Pinsonneault 2005). Various coping options are evaluated 
in secondary appraisal (Lazarus and Folkman 1984; Tomaka et al. 1993). In CMUA, secondary appraisal is 
defined as an evaluation of the control an individual has over the situation. Beaudry and Pinsonneault (2005) 
articulate three dimensions of control: (1) control over work, (2) control over self, and (3) control over 
technology.  
The Process of Coping and Coping Strategies 
Lazarus and Folkman (1984) defined coping as “constantly changing cognitive and behavioral efforts to manage 
specific external and/or internal demands that are appraised as taxing or exceeding the resources of the person” 
(p. 141). Coping strategies have been defined as: “behaviors adopted by individuals to re-establish new routines 
after they have experienced a stressful event” (Leana et al. 1998, p.86).   
The CMUA adopts a process-oriented approach of coping, rather than a trait-oriented one. A process-oriented 
approach considers coping to be a response to the particular psychological and environmental demands involved 
by a stressful situation, while a trait oriented approach considers the environment as meaningless while coping is 
essentially the propriety of the person (Folkman et al. 1986 p. 992). Applying the theory of coping to the IS field, 
Beaudry and Pinsonneault (2005)  identify four main strategies that individuals adopt in order to cope with 
changes created by IT. Those strategies are summarized in Table 1.  
First 
Appraisal  
Secondary Appraisal: 
Control over IT, work, 
self 
Adaptation Strategy Adaptation effort Users' objective 
Opportunity High Benefits Maximizing 
Problem focused 
(maximal),  
To take full advantage of the opportunities of the IT
To maximize personal benefits 
Opportunity Low Benefits Satisficing 
Emotion and 
problem focused 
(minimal) 
To satisfy oneself of the opportunity of the system 
Threat High Disturbance handling 
Problem focused 
and emotion 
focused 
To restore emotional stability 
To minimize the negative consequences of the 
system 
Threat Low Self-preservation Emotion focused To restore emotional stability To reduce the tensions arising from the IT event 
Table 1. The Four Adaptation Strategies (Adapted from Beaudry and Pinsonneault (2005) 
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The research model of this study is shown in Figure 2 below:  
 
Espoused Cultural Values 
According to Lazarus and Folkman (1984), values are characteristics that help explain variations in individual 
behavior under comparable conditions (p. 23).  For them, a cognitive appraisal style “reflects the unique and 
changing relationship taking place between a person with certain distinctive characteristics (e.g. values, 
commitments, styles of perceiving and thinking) and an environment whose characteristics must be predicted 
and interpreted” (p.24). Consequently, given the potential impacts of values, we posit that cultural values in 
particular will also have an impact on user appraisal and coping.   
A large body of research on culture and IS indicates that culture is a multifaceted notion (Straub et al. 2002) and 
can help to explain how individuals interact with IT (Gallivan and Srite 2005; Leidner and Kayworth 2006). In 
this study, as shown in Table 2, we investigate the influence of two cultural values, espoused uncertainty 
avoidance and espoused individualism-collectivism proposed by Srite and Karahanna (2006), based on Straub et 
al. (2002) and Dorfman and Howell (1988). This approach of culture is centered on individuals rather than on 
countries (McCoy et al. 2005). This responds to several concerns of country comparisons based on Hofstede 
(1980). We believe these two dimensions are the most consistent with the goals of the present study.   
Aspect of culture Type Definition Authors 
Espoused uncertainty avoidance 
(UA) Value 
“Uncertainty avoidance is the level of risk accepted by the individual. This 
dimension examines the extent to which one feels threatened by ambiguous 
situations” 
Srite and 
Karahanna. 
(2006, p. 682) 
Espoused individualism-
collectivism (IC) Value 
“Degree to which the individuals emphasizes his/her own needs as opposed 
to the group needs and prefer to act as an individual rather than as a member 
of a group” 
Srite and 
Karahanna 
(2006, p.682) 
Table 2. Summary of Espoused Cultural Values 
Hypotheses development 
Users Strategies of Adaptation 
Beaudry and Pinsonneault (2005) identify four main user strategies of adaptation. Those four strategies are 
summarized in Table 1 (shown above). Our intention is to develop and validate measures consistent with strategy 
characteristics highlighted by Beaudry and Pinsonneault (2005). Our first hypothesis therefore states the distinct 
natures of these strategies.  
H1: The four user strategies of adaptation in CMUA are distinct from one another.  
The following hypotheses expand on other aspects of CMUA.   
Figure 2. Research Model (Adapted from Beaudry and Pinsonneaukl 2005) 
Opportunity
Threat
Benefits 
Maximizing
Disturbance 
Handling
Coping Strategies
IT event
Benefits 
Satisficing
Self
Preservation
Cultural Values
High con
trol
High co
ntrol
Low control
Low control
Primary appraisal Secondary appraisal
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Opportunity Context 
Upon a secondary appraisal of a situation involving IT, users may feel they can control the consequences of the 
system, and when this occurs, they are more likely to have positive intentions toward it (Crozier and Friedberg 
1977; Jackson and Dutton 1988; Vaast and Walsham 2005; Venkatesh et al. 2003). The fact is that if they 
believe they can perform their tasks better with help of the system, and perceive they have substantial control 
over the situation, they are likely to use the IT and to maximize the benefits they can obtain from it (Beaudry and 
Pinsonneault 2005). 
H2a: When the IT event is appraised as an opportunity and users feel they have high 
control over the situation, they will adopt a benefit maximizing strategy. 
Conversely, if users believe they have low control over the situation, but the situation still provides 
opportunities, Beaudry and Pinsonneault (2005) argue that they are likely to make limited efforts to adapt to the 
technology. In such conditions users are therefore likely to be willing to benefit from the situation without 
making many efforts toward that goal, since they have so little control over the situation. They may, for example, 
feel they have insufficient competencies (Thomas and Velthouse 1990) to adapt to the changes occurring or to 
master the features of the technology (Venkatesh et al. 2003). As a consequence, instead of maximizing their 
strategy, which can be difficult when they have little control (Beaudry and Pinsonneault 2005), they are more 
likely to try to choose a strategy that ensures equilibrium rather than trying to achieve the best solution.  
H2b: When the IT event is appraised as an opportunity and users feel they have low 
control over the situation, they will adopt a benefit-satisficing strategy. 
Threat Context 
When users feel they have reasonable control over the situation, their strategies of adaptation are problem and 
emotion-focused (Beaudry and Pinsonneault 2005). Indeed, even if they perceive the situation is threatening, 
they are still likely to be very confident that they have the control necessary to manage the situation. Therefore, 
they are likely to improve their capacity to work with the system or modify features of the system. Beaudry and 
Pinsonneault (2005, p.502) identified such behaviors as looking for training, changing the features of the 
technology, or adapting work procedures as behaviors reflecting a disturbance handling strategy.  
H3a: When the IT event is appraised as a threat but users feel they have high control 
over the situation, they will adopt a disturbance handling strategy.   
When appraising low control over the situation, users are more prudent in their adaptation to the technology. A 
more restrictive system can diminish the discretion users can have over the system and subsequently their control 
over the system (Silver 1988). Also, when the situation holds threats and individuals do not feel they are 
sufficiently competent or skilled in use of the technology, they are likely to engage in a minimal adaptation effort 
(Beaudry and Pinsonneault 2005). As a consequence, coping efforts will be emotion-focused, since the 
individuals will be likely to minimize the negative consequences the system has on them, or else they will just 
avoid using it (Beaudry and Pinsonneault 2005).  
H3b: When the IT event is appraised as a threat and users feel they have low control 
over the situation, they will adopt a self-preservation strategy. 
Espoused uncertainty avoidance 
Uncertainty avoidance individuals feel threatened by ambiguous situations and instead place a heavy value on 
order and structure  (Hofstede 2001). Individuals who fear uncertainty will, in response, tend to act in order to 
reduce uncertainty (Crozier and Friedberg 1977) for example trying to master new work procedures. In other 
words, they will be more likely to try to acquire new competencies and advantages. This means that they will 
strive to increase their control over the situation. Hence, persons who espouse uncertainty avoidant values (Srite 
and Karahanna 2006) will tend to choose strategies of adaptation characterizing high levels of control over the 
situation corresponding, in this study, to lower levels of uncertainty.  
H4a: In the case in which the technology offers many opportunities, uncertainty avoidant 
individuals will tend to adopt a benefit maximizing strategy of adaptation. 
H4b: In the case in which the technology holds many threats, uncertainty avoidant 
individuals will tend to adopt a disturbance handling strategy of adaptation.  
Espoused individualism-collectivism 
Persons with individualistic values tend to pursue their own interests, while persons with collectivist values put 
forward the interest of the group (Hofstede 2001).Therefore, we can expect that people with collectivist values 
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will be more willing to adapt to the system so as not to hurt the group. In the case in which the technology offers 
many opportunities, individuals with collectivist values will strive to reach the intended goals of the system, 
whatever the level of control they have over the situation.  Therefore they should be inclined to adopt a benefit 
maximizing strategy of adaptation. However, in the case in which the system holds many threats for workers, 
collectivist individuals will avoid using the system in order not to hurt the group. They will, therefore, tend to 
adopt self preservation strategies 
H5a: In the case in which the technology offers many opportunities, more collectivist 
individuals will be more likely to adopt a benefit maximizing strategy 
H5b: In the case in which the technology holds many threats, more collectivist 
individuals will be more likely to adopt a self-preservation strategy.  
In order to examine these hypotheses, we chose a quantitative approach, described next. 
Research Design and Methods 
In order to test our research model (Figure 1), we are conducting a 2x2 true experimental design (Cook and 
Campbell 1979). Since the design will assign treatments randomly to subjects, it is a true experiment conducted 
in a laboratory setting.  
The IT artifact chosen for the experimental scenario is an enterprise resource planning (ERP) IS, SysControl,
which involves radical changes in the way management controllers perform their work. The system is, therefore, 
disruptive since the expected change can be considered to be both radical and pervasive (Lyytinen and Rose 
2003). For the purpose of this study, we adopt a repeated treatments experimental design with subjects having to 
assess a series of two real world scenarios (Straub and Karahanna 1998). Four hypothetical scenarios are posed 
to subjects and data are being collected via questionnaires. This approach appears to be particularly apt, given 
that the level of analysis of this study is the strategies adopted by users who are confronted with the imminent 
implementation of a disruptive IT. Consistent with Straub and Karahanna (1998), we will manipulate 
independent variables by changes in the wording of the scenarios.  
Measures and Pretest 
We developed items in order to measure coping strategies. Manipulation checks (Boudreau et al. 2001) have 
been included in questionnaires in order to ensure that the subjects will perceive the manipulation. All items 
were measured on a 7 points scale (Likert scales for coping strategies). A sample of questionnaire items is 
provided in Table 3 below (each coping strategy construct has four items in total in the original instrument):  
Constructs Code Items 
Scale: 1-Strongly Disagree…7-Strongly Agree 
BM1 My efforts will be focused on maximizing the benefits I can reasonably expect from SysControl. Benefits Maximizing 
(BM)  
BM2 My aim will be to exploit as much as I can the advantages and capabilities provided by SysControl. 
BS1 I will perform minimal adaptation efforts when using SysControl.  
Benefits Satisficing 
(BS)  
BS2 I have minimal expectations about being satisfied with SysControl. 
DH1 While concerned about using SysControl, I do think it could help me to increase my performance. Disturbance Handling 
(DH)  
DH2 Although SysControl is somewhat confusing, it will probably allow me to be a better controller.  
SP1 Given that I have a lot of important things to care about, I would not be likely to pay too much attention to SysControl  Self Preservation 
(SP) 
SP2 SysControl will not help me to be a better controller than I am already. 
Table 3. Sample of Survey Instrument Items 
Content validity is warranted via a literature review that helped build our constructs, and will be further assessed 
by expert judges familiar with our domain of investigation (Boudreau et al. 2001). Since item complexity and 
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ambiguity can involve common methods bias, we have been cautious in creating questions as simple and neutral 
as possible (Podsakoff et al. 2003).  
Sampling 
Graduate students subjects are being involved in this study. According to Remus (1986), graduate students are 
good surrogates of managers for decision making tasks. The levels of threat/opportunity as well as the level of 
perceived control will be manipulated in each scenario. Sample sizes were determined by considering power 
(Baroudi and Orlikowski 1989). We adopted a level of significance of K=0.05, M=0.20, power = 1- M =0.80 in 
order to avoid false interpretations. While based on this criterion we need 160 subjects (cell size set at 20) we 
target 200 subjects. To diversify our sample in order to study espoused cultural values (Srite and Karahanna 
2006), we will perform the experiment in France and in the US with the aim of diversifying subjects cultural 
background. In their study, Srite and Karahanna performed their analyses with people from around thirty 
different nationalities in a single US university. The instrument has been translated in French and translated back 
into English. No major differences were found between the original instrument and the translated one. 
Procedure 
Subjects will be given a consent form, the scenario and the questionnaire. They will first have to answer pretest 
questions regarding cultural values. Second they will have to read the scenario preceded by a description of the 
general context of the situation. The subjects will then be assigned two out of four scenarios assessing different 
psychological and environmental situations. The experiment will take place at the beginning or the end of 
business and information systems classes. 
Scenario and Experimental Manipulation 
The participants will be asked to role-play being a financial controller in Best Insurance, Inc. The scenario put 
subjects in a situation of appraisal of SysControl, an ERP that will have important impacts on financial 
controllers’ work and performance. 
In the scenario focusing on opportunities, SysControl is said to offer many opportunities to individuals. Increased 
overall performance at work is expected from SysControl, consistent with the literature on ERPs (Davenport et 
al. 1989; Hammer 1990). Focus is made on the capabilities of the new system, which is presented as reducing 
time and effort and increasing work performance. On the other hand, in the scenario focusing on threats, the ERP 
can potentially be used in order to replace controllers. SysControl is defined as a bad system, threatening and 
poorly-implemented, that can increase error at work. Also, control is manipulated. Consistently with Beaudry 
and Pinsonneault (2005), aspects of control include control over work (Beaudry and Pinsonneault 2005; Shaw 
and Barrett-Power 1997; Thomas and Velthouse 1990), self, and technology (Beaudry and Pinsonneault 2005; 
Venkatesh et al. 2003). In the scenario, the subjects are asked to consider having either high control on their 
work, self, and the technology simultaneously, or else low control. 
Data Analysis (Plan) 
We plan to use SPSS for testing the measurement properties of the instrument (exploratory factor analysis) and 
for testing the hypotheses, employing Analysis of Variance (ANOVA). 
Measurement Validation 
The first step of our analyses will consist in testing the measurement properties of the instrument. We will first 
test the reliability of the constructs. Since adaptation strategies constructs in our model are reflective, Cronbach 
alpha is appropriate for testing reliability (Gefen et al. 2000). Next, typical analysis for reflective constructs 
consists in testing convergent and discriminant validity (Boudreau et al. 2001). In order to do so, we will perform 
an exploratory factor analysis using SPSS 12.  
Hypothesis Testing 
After assessing the measurement properties of our instrument, we will test hypotheses regarding user choices of 
strategies of adaptation. In order to test the hypotheses, we plan to compare means in one-way ANOVAs, which 
appears to be the best suited technique for our study. The level of control over the situation, which is originally 
assessed with a 7-point Likert scale will be recoded as a binary variable.  
In order to test the preference for a strategy of adaptation over the other, we elaborated a scale representing a 
continuum in the choice of one strategy instead of the other (the scales are not fully detailed here for space 
consideration). Since subjects had the possibility to assess their perceptions for two strategies for each scenario, 
we needed a scale that would permit predicting which one of the two strategies subjects would be more likely to 
choose.  
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We created a single scale for each pair of strategies, in order to predict individuals’ coping strategy choice. The 
scales are OpChoice for analyzing the choice between BM and BS, and ThreatChoice for the choice between DH 
and SP. The scales have been built as follows: 
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How we built our scale implies that we obtain a continuum ranging theoretically from -27 i.e. ( 1
1
28


) to +27 
i.e. ( 1
1
28
 ). In the scenario with many opportunities (OpChoice scale), negative values represent a preference 
for BS over BM while positive values represent a preference for BM over BS. The OpChoice scale we created 
and how we expect people cope with disruptive information technologies can be modeled as shown in Figure 4 
below:  
 
Following the same line of reasoning, the scale ThreatChoice, like the OpChoice scale can be modelled as 
presented in Figure 5 for the choice between DH and SP: negative values represent the choice of SP over DH 
and positive values represent the choice of DH over SP. 
 
Also, as can be seen on Figure 4 and Figure 5, we expect that strategies taken two by two overlap together 
among individuals. Indeed, we believe that individual differences such as for example cultural values in 
particular (Hofstede 2001; Srite and Karahanna 2006) can make an individual choose a strategy while initially 
being intended to choose the other one.  
In order to test our hypotheses, we will perform Analyses of Variance (ANOVA). According to this technique, 
the null hypothesis is that of equality of means across groups. The independent variable will be the level of 
control over the situation, in a first time, and then espoused cultural values, while the dependent variable will be 
the scales OpChoice or ThreatChoice.
Limitations 
This study has several limitations that have to be mentioned.  A first limitation is that we tested only four 
strategies of adaptation, consistent with the CMUA. Since there may well exist other coping strategies, it is 
important to identify those which are more salient in organizational settings. A second limitation is the use of 
student subjects for making the experiment resulting in a sampling bias. While using students can decrease 
external validity, we will consider including subjects that are currently working and having to adapt to 
High control
Low control
SPO<0
DHO>0
0
-27  27 
Figure 5: ThreatChoice scale of preference between SP and DH
SP= Self Preservation; DH= Disturbance Handling 
High control
Low control
BSO<0
BMO>0 
0
-27  27 
Figure 4: OpChoice scale of preference between BS and BM
BS= Benefits Satisficing; BM= Benefits Maximizing 
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information technology disruptions. Potential additional respondents are actual ERP users who will be compared 
with student subjects. Hopefully, we will find minor to no differences linked to respondents’ current status 
among samples. A third limitation of this study is that we test the effect of only two cultural values, uncertainty 
avoidance and individualism-collectivism. 
Conclusion 
This study will be a contribution for IS research at several levels, as detailed in Table 5. It develops and validates 
measures for the CMUA developed by Beaudry and Pinsonneault (2005). It then tests the influence of cultural 
values of uncertainty avoidance and individualism-collectivism, following Srite and Karahanna (2006).  
Element of Research Contributions of Present Study 
Coping Model of User 
Adaptation 
Develops measures and validates the model. CMUA has been tested 
qualitatively on a small sample of managers and further investigation is 
needed. 
Better Understanding User 
Acceptance of IT (Use, 
Intention to Use) 
Opens the black box of the models of user of acceptance of IT. Permits us to 
envisage agency and emotions in the process of adaptation to IT. 
Espoused Cultural Values 
Considers the impact of uncertainty avoidance and individualism-
collectivism values on user strategies of adaptation to disruptive IT. The 
approach by the notion of cultural value is intended to overcome some of the 
limitations found in studies typically comparing people from several 
countries. 
User Responses to Disruptive 
IT 
Addresses the issue of user adaptation to disruptive IT. Very often, the 
technology is assumed to align well with the processes and individuals’ 
needs in the organization. 
Table 4. Research Contributions 
In future research, because of the sampling bias discussed above, researchers should extend this study into a real 
world setting with actual ERP users, or, more generally with people faced with technology disruptions.  
References 
Baroudi, J.J. and Orlikowski, W.J. "The Problem of Statistical Power in MIS Research," MIS Quarterly), March 
1989, pp 87-106. 
Beaudry, A. and Pinsonneault, A. "Understanding User Responses to Information Technology: A Coping Model 
of User Adaptation," Mis Quarterly (29:3) 2005, pp 493-524. 
Boudreau, M.-C., Gefen, D. and Straub, D. "Validation in IS Research: A State-of-the-Art Assessment," MIS 
Quarterly (25:1) 2001, pp 1-26. 
Cook, T.D. and Campbell, D.T. Quasi Experimentation: Design and Analytical Issues for Field Settings Rand 
McNally, Chicago, 1979. 
Crozier, M. and Friedberg, E. Actors and Systems: The Politics of Collective Action (Translation of "L'Acteur et 
le Système") The University of Chicago Press, Chicago, 1977. 
Davenport, T.H., Hammer, M. and Metsisto, T.J. "How Executives Can Shape Their Company's Information 
Systems," Harvard Business Review (130-134) 1989. 
Davis, F.D., Bagozzi, R.P. and Warshaw, P.R. "User Acceptance of Computer Technology: A Comparison of 
Two Theoretical Models," Management Science (35:8 (August)) 1989, pp 982-1003. 
Dorfman, P.W. and Howell, J.P. "Dimensions of National Culture and Effective Leadership Patterns: Hofstede 
Revisited," Advances in International Comparative Management (3) 1988, pp 127-150. 
Folkman, S., Lazarus, R.S., Dunkel-Schetter, C., DeLongis, A. and Gruen, R.J. "Dynamics of a Stressful 
Encounter: Cognitive Appraisal, Coping, and Encounter Outcomes," Journal of Personality and Social 
Psychology (50:5) 1986, pp 992-1003. 
Gallivan, M. and Srite, M. "Information Technology and Culture: Identifying Fragmentary and Holistic 
Perspectives of Culture," Information and Organization (15) 2005, pp 295-338. 
Gefen, D., Straub, D. and Boudreau, M. "Structural Equation Modeling Techniques and Regression: Guidelines 
for Research Practice," Communications of AIS (7:7  August,) 2000, pp 1-78. 
Hammer, M. "Reengineering: Don't automate, Obliterate," Harvard Business Review (68:4) 1990. 
Hofstede, G. Culture's Consequences: International Differences in Work Related Values Sage Publications, 
London, 1980. 
Hofstede, G. Culture's Consequences: Comparing values, Behaviors, Institutions, and Organizations Across 
Nations Sage Publications, Thousand Oaks, London, New Delhi, 2001. 
ELIE-DIT-COSAQUE Measuring User Coping Strategies of Adaptation to IS 
 10
Jackson, S.E. and Dutton, J.E. "Discerning Threats and Opportunities," Administrative Science Quarterly (33:3) 
1988, p 370. 
Lamb, R. and Kling, R. "Reconceptualizing Users as Social Actors in Information Systems Research," MIS 
Quarterly (27:2) 2003. 
Lassila, K.S. and Brancheau, J.C. "Adoption and Utilization of Commercial Software Packages: Exploring 
Utilization Equilibria, Transitions, Triggers, and Tracks," Journal of Management Information Systems 
(16:2) 1999, pp 63-90. 
Lazarus, R.S. and Folkman, S. Stress, Appraisal, and Coping Springer Publishing Company, New York, 1984. 
Leana, C.R., Feldman, D.C. and Tan, G.Y. "Research Predictors of Coping Behavior after a Layoff," Journal of 
Organizational Behavior (19:1) 1998, pp 85-97. 
Leidner, D.E. and Kayworth, T. "Review: A Review of Culture in Information Systems Research: Toward a 
Theory of Information Culture Conflict," MIS Quarterly (30:2) 2006, pp 357-399. 
Lyytinen, K. and Rose, G.M. "The Disruptive Nature of Information Technology Innovations: the Case of 
Internet Computing in Systems Development Organizations," MIS Quarterly (27:4) 2003, pp 557-595. 
McCoy, S., Galletta, D. and King, W. "Integrating National Culture into IS Research: The Need for Current 
Individual Level Measures," Communications of AIS (15:12) 2005. 
Podsakoff, P.M., MacKenzie, S.B., Lee, J.-Y. and Podsakoff, N.P. "Common Method Biases in Behavioral 
Research: A Critical Review of the Literature and Recommended Remedies," Journal of Applied 
Psychology (88:5) 2003, pp 879-903. 
Remus, W. "Graduate Students as Surrogates for Managers in Experiments on Business Decision Making," 
Journal of Business Research (14:1 (February)) 1986, pp 19-25. 
Shaw, J.B. and Barrett-Power, E. "A Conceptual Framework for Assessing Organization, Work Group, and 
Individual Effectiveness During and After Downsizing," Human Relations (50:2) 1997, pp 109-128. 
Sherif, K., Zmud, R.W. and Browne, G.J. "Managing peer-to-peer conflicts in disruptive information technology 
innovations: the case of software reuse," Mis Quarterly (30:2) 2006, pp 339-356. 
Silver, M.S. "User Perceptions of Decision Support System Restrictiveness: An Experiment," Journal of 
Management Information Systems (5:1) 1988. 
Srite, M. and Karahanna, E. "The Role of Espoused National Cultural Values in Technology Acceptance," MIS 
Quarterly (30:3) 2006, pp 679-704. 
Straub, D., Loch, K., Evaristo, R., Karahanna, E. and Srite, M. "Toward a Theory Based Measurement of 
Culture," Journal of Global Information Management (10:1) 2002, pp 13-23. 
Straub, D.W. "The Effect of Culture on IT Diffusion: E-Mail and Fax in Japan and the U.S.," Information 
Systems Research (5:1) 1994, pp 23-47. 
Straub, D.W. and Karahanna, E. "Knowledge Worker Communications and Recipient Availability: Toward a 
Task Closure Explanation of Media Choice," Organization Science (9:2) 1998, pp 160-175. 
Straub, D.W., Keil, M. and Brennan, W. "Testing the Technology Acceptance Model Across Cultures: A Three 
Country Study," Information & Management (33) 1997, pp 1-11. 
Thomas, K.W. and Velthouse, B.A. "Cognitive Elements of Empowerment," Academy of Management Review 
(15:4) 1990, pp 666-681. 
Tomaka, J., Blascovich, J., Kelsey, R.M. and Leitten, C.L. "Subjective, Physiological, and Behavioral Effects of 
Threat and Challenge Appraisal," Journal of Personality and Social Psychology (65:2) 1993, pp 248-
260. 
Vaast, E. and Walsham, G. "Representations and Actions: the Transformation of Work Practices with IT Use," 
Information and Organization (15) 2005, pp 65-89. 
Venkatesh, V., Morris, M.G., Davis, G.B. and Davis, F.D. "User Acceptance of Information Technology: 
Toward a Unified View," MIS Quarterly (27:No. 3) 2003, pp 425-478. 
 
