Fingerprint reconstruction is one of the most well-known and publicized biometrics. Because of their uniqueness and consistency over time, fingerprints have been used for identification over a century, more recently becoming automated due to advancements in computed capabilities. Fingerprint reconstruction is popular because of the inherent ease of acquisition, the numerous sources (e.g. ten fingers) available for collection, and their established use and collections by law enforcement and immigration. Fingerprints have always been the most practical and positive means of identification. Offenders, being well aware of this, have been coming up with ways to escape identification by that means. Erasing left over fingerprints, using gloves, fingerprint forgery; are certain examples of methods tried by them, over the years. Failing to prevent themselves, they moved to an extent of mutilating their finger skin pattern, to remain unidentified. This article is based upon obliteration of finger ridge patterns and discusses some known cases in relation to the same, in chronological order; highlighting the reasons why offenders go to an extent of performing such act. The paper gives an overview of different methods and performance measurement of the fingerprint reconstruction.
Introduction
In Latent Fingerprint matching [1] , propose a system for matching latent fingerprints found at crime scenes to rolled fingerprints enrolled in law enforcement databases which overcomes the difficulties in poor quality of ridge impressions, small finger area, and large nonlinear distortion. In addition to minutiae, extended features are also used including singularity, ridge quality map, ridge flow map, ridge wavelength map, and skeleton. In order to evaluate the relative importance of each extended feature, these features were incrementally used in the order of their cost in marking by latent experts. The matching accuracy should be improved An innovative method [2] , propose an analytical approach for reconstructing the global topology representation from a partial fingerprint. Analytical approach solves the problem of retrieving candidate lists for matching partial fingerprints by exploiting global topological features.
In [3] this paper, The spectral minutiae representation is a novel method to represent a minutiae set as a fixed-length feature vector, which enables the combination of fingerprint recognition systems and template protection schemes. This method is compatible with large minutiae databases and cost for integrating this new scheme is relatively low
In [4] , Quadratic differentials naturally define analytic orientation fields on planar surfaces. This method proposed model orientation fields of fingerprints by specifying quadratic differentials which is used for reliable person identification. Models for all fingerprint classes such as arches, loops and whorls are laid out.
A novel minutiae-based approach [5] , has been proposed to match fingerprint images using similar structures. Distortion poses serious threats through altered geometry, increases false minutiae, and hence makes it very difficult to find a perfect match. This algorithm divides fingerprint images into two concentric circular regions -inner and outer -based on the degree of distortion.
In [6] , it was demonstrated that three levels of information about the parent fingerprint can be elicited from a given minutiae template: the orientation field, the fingerprint class, and the friction ridge structure.
A novel approach [7] , is proposed to reconstruct fingerprint images from standard templates and examines to what extent the reconstructed images are similar to the original ones. The efficacy of the reconstruction technique has been assessed by estimating the success chances of a masquerade attack against nine different fingerprint recognition algorithms. 
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Measuring Biometric Accuracy one of the most important factors in the success of a biometric system is its accuracy. This is a measure of how well the system is able to correctly match the biometric information from the same person and avoid falsely matching biometric information from different people. The measurement of biometric accuracy is usually expressed as a percentage or proportion, with the data coming from simulations, laboratory experiments, or field trials. There are four main measures of biometric accuracy:
True Acceptance Rate (TAR) / True Match Rate (TMR):
This measure represents the degree that the biometric system is able to correctly match the biometric information from the same person. Developers of biometric systems attempt to maximize this measure. 
Conclusions
In order to evaluate the performance of fingerprint reconstruction, we need to measure and determine the parameters FAR and TAR. The table (2) describes the performance measurement of fingerprint reconstruction. To make the reconstructed fingerprints appear visually more realistic, brightness, ridge thickness, pores and noise should me modelled; the false acceptance rate of the reconstructed fingerprints should be reduced.In this paper we have described the merits and demerits of different fingerprints reconstruction methods with performance measurement. 
