For creating services, it is often useful to know why a SIP request was issued. This document defines an optional informational header field, Reason, that provides this information.
Introduction
The same SIP [1] request can be issued for a variety of reasons. For example, a SIP CANCEL request can be issued if the call has completed on another branch or was abandoned before answer. While the protocol and system behavior is the same in both cases, namely, alerting will cease, the user interface may well differ. In the second case, the call may be logged as a missed call, while this would not be appropriate if the call was picked up elsewhere.
Third party call controllers sometimes generate a SIP request upon reception of a SIP response from another dialog. Gateways generate SIP requests after receiving messages from a different protocol than SIP. In both cases the client may be interested in knowing what triggered the SIP request.
SIP responses already have a means of informing the user of why a request failed. The simple mechanism in this draft accomplishes something roughly similar for requests.
Initially, the request header field defined here appears to be most useful for BYE and CANCEL methods, but it is defined that it can appear in any method.
Clients are free to ignore this header. It has no impact on protocol processing.
Terminology
In this document, the key words "must", "must not", "required", "shall", "shall not", "should", "should not", "recommended", "may", and "optional" are to be interpreted as described in RFC 2119 [2] and indicate requirement levels for compliant SIP implementations. The text phrase may be modified, e.g., translated into different languages or enhanced with additional call-specific information, for example, Reason: 2;text="Anrufer gibt nach 30 Sekunden auf"
The following values for the triggered parameter have been defined: Proxies generating a CANCEL request upon reception of a CANCEL from the previous hop that contains a Reason header field should copy it into the new CANCEL request.
IANA Considerations
IANA registers new reason codes. All new reason codes must be defined in an RFC.
IANA registers new values for the triggered parameter.
Security Considerations
While spoofing or removing the Reason header field has no impact on protocol operation, the user interface may change and end systems may provide services based on this header field. Thus, it is recommended that this field is protected by a suitable integrity mechanism.
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