Technological Digitalization
Digitalization is not only starting since introduction and visibility of this term in society. It can be understood as an improvement of products and processes making use of digital infrastructures -for instance information and telecommunication (ITK) -and/ or software components. In industry, in particular in serial production, digitalization is essential in all business processes to implement decisions fast, flexible and efficient with consistent quality in a competitive environment.
Industry 4.0
A schematic for the main industrial and technological aspects of digitalization was published in the VDMA guideline [1] . The classification of products and processes of a business following this schematic shows the degree of digitalization and thus not yet utilized potential for digitalization.
This analysis depicts that for the application layer "data processing" there is potential for development level 4 and 5, where development level 4 stands for "analysis of the data for process planning and controlling" and level 5 for "automatic process planning and steering". The application layers and development levels are in the full responsibility of the dental laboratory and work with anonymized data. Thus, there are no new requirements for established process chains. An existing quality management should be taken into account.
Specific characteristics in medical engineering
In medical engineering batch sizes are usually small compared to other industrial sectors. For patient-specific products the batch size is 1. However, with respect to hazards, other industries like automotive and electrical engineering face similar safety-related requirements. What makes medical engineering special is the fact that the health benefit for the patient is interweaved with the economic success of the manufacturer. Thus, a medical product can only be put on the market when a health benefit is proven [2] . This required proof of evidence makes it compulsory for the manufacturer to work with the physician in order to assess the health benefit of the medical product. For series products the assessment is performed once before market introduction. For custom-made products, i.e. products which are customdesigned for the patient, the responsibility for their use is with the physician. The patient specific design data is provided to the manufacturer by the physician who also approves the design of the medical product. Even though the physician is responsible for the use of the medical product on the patient the manufacturer remains responsible for the properties of the medical product. The manufacturer needs to inform the physician about the properties of the product and fulfill regulatory requirements. This joint responsibility for custom-made products means that the process steps acquisition of individual design data, design, construction, and production need to be taken for each medical product and that patient, physician and manufacturer are involved in these process steps. Thus, responsibility for this products and processes is switching during the digitally connected steps. Specific responsibility belongs to specification, development, production, clinical use and downstream sectors.
Data privacy, security, integrity and traceability
Data privacy protects citizens from data misuse and ensures protection of privacy during data acquisition by public or non-public entities [3] , [4] . Data security compromises of confidentiality, integrity, and controllability [5] . Data security is ensured by user management (authorization), protection against false changes, assurance of availability, verifiability of authorized use and changes. The manufacturer needs to guarantee traceability for his product, both for processes related to the product (purchasing, processing, transport, supply, and disposal) and with respect to used materials [6] .
Digital process chains with switching responsibility
As long as process chains are only performed at the manufacturer/ laboratory the manufacturer is responsible. When switching responsibility information and data need to be handed over in a form allowing the physician to take over responsibility. In addition, it needs to be ensured that transferred information and data including changes can be traced back to the original information and data. This responsibility remains with the manufacturer.
Dental technology
Figure 1: Digital processes illustrated with a dental laboratory.
With the transmission of the tooth scan the dental prosthesis is ordered by the physician. The order contains the tooth geometry and specifications of the materials, special features of the layout, the name of the treating physician and the patient name. In total, this information specifies the custommade product. At the goods receipt of the dental laboratory the completeness and feasibility of the dental prosthesis is checked. With the dispatch of the dental prosthesis the dentist receives documentation and/ or planning information or models to allow for a receiving inspection. The dentist can check and release the dental prosthesis before dental care or verify the dental prosthesis by fitting it on the patient like in conventional care.
Results
The abstract term digitalization creates expectations with respect to technology, product, and process. Data privacy, integrity, and traceability are already considered by manufactures and physicians and fill this abstract framework with some meaning. For patient-specific layouts (custommade products) digital process chains seem complex at the first glance. If the responsibilities and process boundaries are defined, data protection and security can be ensured at the transition points by e.g. access restriction, anonymization, encryption, and assurance of traceability. In addition, this allows for reducing complexity and implementing the processes conformable to law.
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