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Bluetooth	  low	  energy	  is	  an	  upcoming	  wireless	  technology	  used	  by	  prominent	  researchers	  to	  
build	  a	  reliable	  indoor	  localization	  technology.	  This	  paper	  focuses	  the	  reliability	  of	  using	  such	  
Bluetooth	  devices	  in	  retail	  environments.	  We	  carry	  out	  a	  series	  of	  experiments	  in	  an	  academic	  
setting	  to	  evaluate	  the	  probability	  of	  receiving	  a	  packet	  and	  translate	  it	  into	  a	  noise	  model.	  
These	  experiments	  are	  carried	  out	  for	  a	  range	  of	  broadcasting	  power	  and	  advertising	  intervals	  
to	  build	  a	  robust	  noise	  model.	  Our	  noise	  model	  indicates	  that	  the	  probability	  of	  hearing	  a	  
packet	  falls	  sub-­‐linearly	  with	  distance.	  Furthermore,	  we	  develop	  a	  formula	  to	  determine	  the	  
probability	  of	  receiving	  a	  packet	  as	  a	  function	  of	  distance,	  beacon	  power	  and	  beacon	  frequency. 
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Indoor localization is one of the most researched topics today, given its extensive 
use in the field of healthcare, retail and the entertainment industry. However it is much 
more challenging and difficult than outdoor tracking because the techniques available 
today are unable to find the right balance among features such as ease-of-deployment, low 
infrastructure cost, high location and tracking accuracy with limited latency and good 
scalability. 
The rapid growth of Bluetooth low-energy has made it universally available on 
every smartphone today. This technology is now being leveraged to build localization 
based systems to disrupt the retail industry; Amazon Go is the perfect example. Beacons or 
iBeacons—small objects transmitting location information to smartphones and powered by 
Bluetooth with low energy—make the promise of a mobile wallet, mobile couponing, and 
location-based services possible [1]. Although the retail industry is the first to envision the 
usefulness of these beacons, the technology can easily be expanded into multiple 
industries, especially healthcare. 
Some of the advantages of using Bluetooth low energy are that it provides an 
intelligent wireless connection to authenticate and manage interactions; it is an extremely 
power-efficient connection that doesn't drain the user's phone battery and there is nearly 
ubiquitous support from phone manufacturers and mobile operating systems [2]. Despite 
these advantages, leveraging this technology to create a localization system is not trivial. 
Just like wifi-routers, the Bluetooth signals are not absolutely stable. Our research analyzes 
the use of beacons in a real-world environment and explores these challenges. We then 
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translate our data into a noise model to determine the probability of receiving a packet 
from a beacon. 
In chapter 2, we discuss the motivation behind doing real world experiments. We 
then discuss the integral components that were used during our experimentation. After 
that, we describe the way we did our experiments and how actual data was collected. We 
then present our results and finally end with the probabilistic model to determine errors in 


















As we discussed, wireless technology, especially Bluetooth is disrupting the retail 
industry. Consumers want to engage digitally in-store. Some statistics to understand the reason 
behind that fact are: 86% of consumers have smartphones in-store, 61% visit interactive stores 
more often, and 58% prefer devices vs. speaking to employees [2]. Furthermore, the consumers 
are digitally influenced. In stores, 73% are influenced to buy from in-store mobile content, 60% 
buy more because of in-store mobile content and 33% seek promotions in-store [2]. This 
motivated us to build a store localization system. 
Indoor localization is currently one of the most researched topics across the globe. The 
better stability of signal strengths emitted by Bluetooth low energy devices proves to be a more 
promising solution than WiFi fingerprinting. According to a paper published by Zhao, Bluetooth 
low energy is proved to be more accurate than WiFi by around 27 percent [3]. We started using 
NS3 to build simulations for our model but the simulations were too ideal. Real-world 
scenarios, as expected, are much noisier. There was little effect of interference with increasing 
beacon density. The simulations were created with a binary model of beacon range where 
almost all packets were received within the beacon radius and all packets were dropped 
beyond the beacon radius. Furthermore, the RSSI calculating model was very ideal too. It is 
dependent on the distance and signal strength loss because of the wall between two alleys. The 
model did not incorporate the extra noise due to the surrounding medium or the effect of the 
surrounding material. Even any random noise is not incorporated. This motivated us to collect 
some real-world data and figure out the noise model so that it could be incorporated to create 
more accurate simulations. 
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3. SYSTEM ARCHITECTURE 
The system is comprised of the following components. 
3.1 Beacons 
We use the beacons manufactured by a company called “Bluvision”. They are Bluetooth 
low-energy devices that are often referred to as iBeeks. Bluvision writes and optimizes their 
own firmware, and also designs and manufactures their own hardware which gives them a 
competitive edge in the market [4]. Their batteries are known to last from three to nine years 
and have a location accuracy known to be better than the other beacons available in the 
market [4]. They support multiple beacon protocols (sBeacon, iBeacon and eddystone) at the 
same time but we mainly use the iBeacon protocol to track the signal strength. 
The beacons are approximately 60 mm * 20 mm in size and weigh about 28 grams [5]. 
They are known to support a wireless frequency of 2.4 Ghz. The beacons are capable of 
broadcasting at a maximum power of +5 dBm and a minimum power of -40 dBm. According to 
the specs provided by Bluvision, -40 dBm is equivalent to approximately 3 m line of sight range 
while +5 dBm is equivalent to approximately 150 m line of sight range [5]. The beacons also 
advertise packets at a rate as fast as 100 milliseconds per packet.  
3.2 BluFi 
BluFi is a plug-in plug-out device that acts as an intermediary between the beacons and 
the bluzone cloud. Bluvision created the BluFi gateways to pioneer Bluetooth to WiFi 
connectivity without the use of smartphones or apps [4]. The BluFi is 50 mm * 38 mm * 38 mm 
in size and runs on Bluetooth Low Energy 4.1 protocol [6]. It has an omni-directional -3 dBm 
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Bluetooth antenna and a 0 dBm omni-directional WiFi antenna [6]. It supports a WiFi frequency 
of 2.4 Ghz with coexistence built-in with Bluetooth. 
The main motivation behind the development of BluFi was to simplify large-scale 
implementations. The Bluzone app allows configuration of a single beacon at a time. With the 
use of BluFi, we could configure thousands of beacons by sending a single command from the 
Bluzone cloud. It makes pushing new configurations to the beacons much more simplified in 
large-scale environments and thus proves to a useful tool in experimentation.  
3.3 Bluzone App and Portal 
Bluvision provides two endpoints to monitor and configure beacons, either through 
their iOS app or through their ​http://bluzone.io​ website.  
3.3.1 Bluzone Portal 
Bluvision developed a cloud access to set up and configure new projects. For each 
project, a set of API keys is also generated which can be used for accessing raw Blufi scan data 
(BLE data) programmatically [7]. We could also create different templates to configure BluFis 
and beacons for each project. For the BluFis one would create WiFi templates and declare the 
SSID, network types and passwords, if required, so that the BluFis could be provisioned to the 
correct network. For the beacons one would create configuration templates to specify the 
broadcasting power and the advertising interval for the iBeacon protocol. The Bluzone portal 
was mostly used to create such templates and to push new configuration updates to multiple 
beacons at the same time. The portal can also be used to monitor registered beacon 
characteristics such as their MAC IDs, broadcasting power, advertising intervals and battery life. 
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3.3.2 Bluzone App 
Bluvision developed an iOS app to secure BluFi and beacon registering and provisioning 
that has not been published on the Android platform yet [7]. The app is secured by login id and 
password, the same ones used to access the portal. The bluzone app was mostly used to scan 
unregistered beacons and provision them with the appropriate template. They could also be 
used to look at different beacon configurations and update them one at a time. The app was 
also used to provision unknown BluFis and register them on the portal. The bluzone app was 
crucial for our experiments in the beginning when we had to provision new unknown beacons.  
3.4 Texas Instrument Packet Sniffer 
Since iBeeks broadcast on three different channels and we wanted to consider packets 
only a single channel, we could not used an app to scan the packets. Therefore, we use a 
CC2540 dongle developed by Texas Instruments that can capture Bluetooth low energy packets 
on one advertising channel. The TI Packet Sniffer can be used to look at everything that goes on 
between two BLE devices over the air, and is as such a good tool for debugging or just learning 
about Bluetooth Low Energy applications [8]. The TI Packet Sniffer is limited to capturing BLE 
data and control PDUs that follow the Bluetooth 4.0 and 4.1 specification which is apt for our 
requirements since the iBeeks run on Bluetooth 4.1.  
The Smart RF Packet Sniffer software is used to show the data being collected in real 
time by the TI sniffer. In the radio configuration pane of the software, one could specify which 
advertisement channel one wants to listen to: 37, 38, or 39 and also which initiator IEEE 
address' connection one would want to follow in the case that there are multiple BLE devices 
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active [8]. Each trace can be saved in the form of .psd files and the raw data can later be 























We have been using NS3 to create a lot of simulations about the behavior of beacons in 
a retail-like environment. We assumed an errorless model while doing so. Therefore we 
conduct a series of experiments to collect real-world information about the behavior of 
Bluetooth beacons in a retail environment. We then use the results to incorporate a noise 
model into our simulations.  
4.1 Configuration of Beacons 
We wanted to conduct our experiments for a range of different broadcasting powers 
and advertising intervals. After considering the adverse effects of a high broadcasting power on 
the battery life of beacons and the physical layout of our experiment, we decided to do our 
experiments for -12 dBm and -20 dBm. We also decided to vary the advertising interval to 100 
milliseconds, 500 milliseconds and 1000 milliseconds. We believe that a combination of these 
values would give us a sense of the effect of these parameters on the signal strength of beacons 
in our testing environment.  
We successfully implemented the following steps to configure the beacons: 
1. First we need to provision the BluFi. We follow the following steps to provision the BluFi: 
i. We first open the Bluzone app on our smartphone and click on Provision. 
ii. We then select the BluFi we want to configure. 
iii. We then assign the WiFi template to the BluFi. 
iv. We then click on Provision and wait until the device is provisioned. Once it is  
      provisioned successfully, we see it under registered BluFis on the bluzone portal. 
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2. Then we need to provision the beacons. We follow the same steps for provisioning a BluFi. 
We just select the beacon we want to configure instead of the BluFi. After the device is 
provisioned and registered on the portal, we label each beacon with a number and maintain a 
word document to map the labeled number to its mac address. This helps in easing up the 
physical setup process and the mapping document is later used during analysis of data. 
3. Once we have the BluFi and the beacons provisioned, we need to assign the broadcasting 
power and the advertising interval to the beacons. We successfully implement the provisioning 
process by following these steps: 
i. We open the bluzone portal and go to the beacons tab. 
ii. We select the beacons we want to update the configuration for. 
iii. We select the Update Configuration tab, fill in the respective values for  
     broadcasting power and advertising interval and click on Send Update. 
The new information is sent to the BluFi which then configures the beacons with the new 
characteristics. 
The first two steps are carried out only at the start of our experimentation while the last 
step is done every time we want to do an experiment with a different beacon characteristic. 
4.2 Physical Layout Setup  
We conducted our experiments at the Undergraduate Library (UGL) at the University of 
Illinois at Urbana-Champaign. We decided against doing it in  a real grocery store environment 
to avoid inconvenience to the shoppers. The CD/DVD space on the second underground level of 
the UGL served as a good alternative as its physical layout is similar to that of a grocery store 
environment with the exception of steel walls between aisles.  
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We selected three aisles along two bookshelves to carry out our experiments. We 
placed 16 beacons on each side of the bookshelf, thus a total of 64 beacons across the entire 
environment. Each beacon was placed approximately 1 meter away from each other and thus 
the first beacon was approximately 16.5 meters away from the last beacon on the same aisle. 
The aisle width was measured to be 1.22 meters and the thickness of the bookshelf was 
measured to be approximately 0.64 meters. The beacons numbered 1-16 were placed on the 
left side of the first bookshelf, 17-32 were placed on the right side of the first bookshelf, 33-48 
were placed on the left side of the second bookshelf and 49-64 was placed on the right side of 
the second bookshelf. 
4.3 Data Collection 
For each round of experiments, we chose three spots per aisle or a total of nine 
different spots to collect the data. The nine decided spots were in front of beacons 6, 10, 16, 
17, 20, 28, 53, 58 and 62. These locations gave us access to data for different physical 
combinations. For example, beacon 17 was located at the start of an aisle, beacons 6 and 10 
were located along the middle of aisle while beacon 16 was located at the end of the aisle. 
Using the TI packet sniffer, we stood at each of these pre-decided locations for approximately 
30 seconds. After completing all the locations, the beacons were configured to a new 
characteristic and the experiment was repeated in a similar way.  
The walking vs. standing experiments were done on the third floor of the Grainger 
Engineering Library. We just used one beacon for the purpose of this experiment. For the 
walking data, we walked from 4 meters left of the beacon to 4 meters right of the beacon and 
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for the standing data, we stood in front of the beacon for approximately 30 seconds. The 























5.1 Variation of RSSI with Changing Broadcasting Power 
 
Figure 1. RSSI vs. Distance for varying power levels 
 
Figure 1 visualizes the variation of the beacon’s signal strength against distance for 
different broadcasting power levels. The x-axis denotes distance, in meters, of the packet 
sniffer or the individual from the beacon while the y-axis denotes the received signal strength 
of the beacons measured in dBm. The blue dots represent the configuration -20 dBm 
broadcasting power and 100 millisecond advertising interval while the orange dots represent 
the configuration -12 dBm broadcasting power and 100 millisecond advertising interval. 
Figure 1 represents the same aisle case where the RSSI values are aggregated for all beacons 
located in the same aisle. Therefore, the RSSI values for beacons 1-16 are aggregated for 
locations 6, 10 and 16, while the RSSI values for beacons 17-48 are aggregated for locations 17, 
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20 and 28. Similarly, the RSSI values for beacons 49-64 are aggregated for locations 53, 58 and 
62. This is an ideal case scenario with no walls or can be referred to as variation of RSSI vs. 
distance in free space. 
There are two important results from this graph. Firstly, as expected, we see a fall in 
RSSI values with increase in distance. Looking at the scatter plot, we can imagine the fall to give 
a good exponential fit. Secondly, if we look at the variation of RSSI with changing broadcasting 
power, we see that the orange dots are predominantly located above the blue dots in Figure 1. 
We can approximate a 10 dBm drop in signal strength from broadcasting power of -12 dBm to 
-20 dBm.  This is in sync with our assumption that the signal strengths weaken with decreasing 
broadcasting power.  
5.2 Variation of Probability of Missing a Packet with Changing Advertising  
Interval 
 
Figure 2. Probability of missing a packet vs. distance for varying intervals 
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Figure 2 visualizes the probability of missing a packet from the beacon against distance 
for varying advertising intervals. The x-axis denotes distance, in meters, of the packet sniffer or 
the individual from the beacon while the y-axis denotes the probability of missing a packet from 
the beacon. The blue dots represent the configuration -12 dBm broadcasting power and 100 
millisecond advertising interval while the orange dots represent the configuration -12 dBm 
broadcasting power and 500 millisecond advertising interval and the green dots represent the 
configuration -12 dBm broadcasting power and 1000 millisecond advertising interval. 
Figure 2 also represents the same aisle case where the probability values are aggregated for all 
beacons located in the same aisle. Therefore the probability values for beacons 1-16 are 
aggregated for locations 6, 10 and 16, while the probability values for beacons 17-48 are 
aggregated for locations 17, 20 and 28. Similarly, the probability values for beacons 49-64 are 
aggregated for locations 53, 58 and 62. This is an ideal case scenario with no walls or can be 
referred to as variation of probability with distance in free space.  
We calculate the probability of missing a packet by using the following formula: 
Number of  packets actually sent by the beacon
Number of  packets received by the T I  packet snif fer  
We calculate the number of packets actually sent by the beacon using the following formula: 
dvertising interval of  beacon1000
Last timestamp logged by the snif fer − F irst timestamp logged by the snif fer × A  
There are three important observations in Figure 2. Firstly, we see that the graph meets 
our expectation by following an increasing trend and telling us that the probability of missing a 
packet increases with distance. Secondly, we can see that all thedata can be 
compartmentalized into two regions. The first region would be from 0 meters to 5 meters on 
the x-axis and the second region would be from 5 meters to the end of the x-axis. Region 1 
14 
looks much more consolidated and gives us a better understanding of probability. Region 2, on 
the other hand, is much more scattered and denotes a lot of noise. Thirdly, the effect of varying 
advertising intervals can be seen in region 1. Although there are some overlaps, we can see that 
there is some consistency in the placement of the dots. The blue dots are on the top, followed 
by the orange ones and finally the green ones. This tells us that the probability of missing a 
packet decreases with increasing advertising interval. This is reasonable because with lower 
advertising interval, higher number of packets are broadcasted every second and thus it is more 
probable that the sniffer misses a packet. 
5.3 RSSI Variation during Walking vs RSSI Variation during Standing 
 
Figure 3. Walking vs standing RSSI plot 
Figure 3 visualizes the difference in signal strength of beacons when you are standing 
directly in front of it versus when you walk from left to right of the beacon. The x-axis denotes 
timestamp, in milliseconds, while the y-axis denotes the received signal strength of the beacon. 
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The blue dots denote the data for the walking experiment while the orange dots denote the 
data for the standing experiment. The above graph is plotted for the beacon configuration -12 
dBm broadcasting power and 0.1 second advertising interval. 
There are two important observations from this graph. Firstly, we see that the signal 
strength received while standing idle is pretty constant around -52.5 dBm and the signal 
strength received while walking first increases and then decreases. This is reasonable as we first 
walk toward the beacon and then away from it. Secondly, we see that the y-axis maxima is 
attained by the blue dots around the 12000 millisecond mark. This is almost during the middle 
of the entire trace. This can be related to the time when the person was closest to the beacon 
and if  we assume that the person walks at a constant speed, the results seem to be in sync 
with the ground truth. 
5.4 Variation of RSSI across Aisles 
 
Figure 4 RSSI variation across different aisles for -12 dBm 
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 Figure 5 RSSI variation across different aisles for -20 dBm 
Figures 4 and 5 visualize the variation of the beacon’s signal strength against distance 
for different broadcasting power levels across different aisles. The x-axis denotes distance, in 
meters, of the packet sniffer or the individual from the beacon while the y-axis denotes the 
received signal strength of the beacons measured in dBm. Figure 4 represents the configuration 
-20 dBm broadcasting power and 500 millisecond advertising interval while Figure 5 represents 
the configuration -12 dBm broadcasting power and 500 millisecond advertising interval. In each 
figure, the blue dots represent the data aggregated over the same aisle, the orange dots 
represent the data aggregated over the first neighbouring aisle and the green dots  represent 
the data aggregated over the second neighboring aisle. 
There are a couple of interesting observations from the above figures. Firstly, it can be 
noticed that the RSSI signals in the-12 dBm plot is significantly weaker than the RSSI signals in 
the -20 dBm plot. Secondly, we notice that we do not see a significant drop in RSSI values across 
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the aisles. This is attributed to the fact that the library bookshelves did not have a steel wall 
dividing the two aisles, which would be the case in a grocery store environment. However, if we 
a take a look at the data from just before the 5 metre mark, we see a small drop in RSSI values 
between the same aisle case and across two aisles case. This gives us confidence that we will 
see a significant drop in RSSI values if we have a concrete divider between the aisles. 
5.5 Location Fingerprints 
 
Figure 6. Fingerprint of location 6 
Figure 6 visualizes the RSSI measurement of all the beacons at a particular location. The 
x-axis denotes distance, in meters, of the packet sniffer or the individual from the beacon while 
the y-axis denotes the received signal strength of the beacons measured in dBm. Figure 6 is for 
location 6 and beacon configuration -12 dBm broadcasting power and 1000 millisecond 
advertising interval.  
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Each of the arrow denotes the average RSSI while the length denotes the standard 
deviation. The RSSI measurements is sorted by distance and each point is labeled with the 
beacon number it relates to. On the upper hand of the figure, we display top five location 
matches. The motivation behind doing this is to create fingerprints for each location which 
could be then used to create a probabilistic model to determine a user’s location while the 
customer walks through the store. 
This particular graph has some interesting observations. Firstly, we take a look at the 
match results and see that beacons 6, 5, 22, 4, and 39 make the top five list. It is obvious that 
beacon 6 is located at the top since this data was collected right in front of beacon 6. Beacons 5 
rightly comes after that since it is the next-closest beacon to our testing location. It is, however, 
interesting to note that beacon 22 makes the list before beacon 4 since 22 is the parallel 
beacon across the left side of the first aisle while beacon 4 is just 2 meters away on the same 
aisle. We created fingerprints for various locations and noticed consistently that the top 5-6 
matches are enough to create a probabilistic model to determine the location of the person in 
the store. In most of the cases we find the top candidate to always be the correct location of 
the user. 
5.6 Noise Model 
We translate the data collected into a robust noise model to determine the probability 
of receiving a packet as a function of distance. A quick look at the data tells us that the 
probability falls exponentially with distance. We use that to fit our data into the following 
model. 
The probabilistic model for dropping a packet  is defined as follows:p  
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 exp (− d  d )p =  β1
2 − β 2 + α  
Figure 7, below, shows us the variation of the different constants 
 
Figure 7 Constants of our noise model 
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 Figure 8 Noise Model 
We see that the beta1 converges to 0, beta2 is averaged out at 0.22, alpha is averaged 
at -0.17. Thus we can say the probability of receiving a packet varies linearly with distance. 
However we see that the fit is not entirely convincing and hence we try this alternate 
probabilistic model for dropping a packet  is defined as follows:p  
 exp (− d  d )  p =  β1
γ − β 2 + α
Figure 9, below, shows us the variation of the different constants 
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 Figure 9 Variation of constants 
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 Figure 10 Alternate probabilistic model 
We can see from Figure 9 that beta2 converges to 0 and gamma is averaged at -0.75. 
This indicates that the probability of receiving a packet, ( ), varies(d) xp (− d )p ~ e β −0.75  
sublinearly with distance. We can notice that the fit is very good even though the estimates 
don’t seem to converge. 
We now develop a formula to determine the probability of receiving a packet as a 
function of distance, beacon power, and beacon frequency. Figure 11, below, shows our 
observations. In the Figure, d refers to distance, f refers to beacon frequency and r refers to 
beacon power. 
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 Figure 11. Final Noise Model 
5.7 Experimental Errors 
The first source of error would be because of the packet sniffer. The packet sniffer 
would automatically pause collecting packets sometimes and we had to manually pause and 
restart it. In our data analysis, we treated each part as if it was a different trace. The second 
source of error would be because of the physical measurements made. We measured the 
distance between the beacon using an inch-tape and later converted those inches to meters. 




Our research was interesting on multiple fronts. Firstly, we do not rely on simulations 
but actually carry out the experiments in a real-world scenario to get real data. We often base 
our research on ideal cases and everything seems to fall apart when we implement our 
technology in the real world. We do make assumptions during our research and thus it tries to 
bridge that gap between the ideal simulations and actual real world scenarios.  
We find that received signal strength of beacons decreases with distance and also with 
broadcasting power. We also clearly observe that the probability of losing a packet rises with a 
decrease in broadcasting power. We also see that our environment did not serve a fit to 
measure cross alley variations. We also created location fingerprints to see if we can create a 
probabilistic model to determine the user’s location. Finally, we translated our data into a noise 
model where we noticed that the probability of receiving a packet falls sub-linearly with 
distance. 
Future research needs to be directed towards wider range of broadcasting power and 
advertising intervals. Experiments should also be done in real retail grocery store environments 
instead of a library. This will help us to understand cross alley RSSI variations in a much better 
way. Some work needs to be put into creating an algorithm to determine the user’s location 
with certain confidence levels depending on the location fingerprints available. 
In conclusion, Bluetooth low energy presents a promising solution to indoor localization 
resulting in localization based apps such as localized coupons, localized advertisements, etc. It is 
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