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Abstract { Using a trace of addres s ref erences , we com-
pared the eci ency of several di erent hashi ng f unc-
t i ons , such as cycl i c redundancy checki ng (CRC) pol y-
nomi al s , Fl etcher checksum, f ol di ng of addres s octet s
us i ng the excl us i ve- or operat i on, and bi t extract i on f rom
the addres s . Gui del i nes are provi ded f or determi ni ng
the s i ze of hash mask requi red to achi eve a speci ed
l evel of per f ormance.
1 INTRODUCTI ON
The trend toward networks becomi ng l arger and f aster ,
addres ses becomi ng l arger , has i mpel l ed a need to ex-
pl ore al ternat i ves f or f as t addres s recogni t i on. Thi s
probl emi s actual l y a speci al case of the general probl em
of searchi ng through a l arge data base and ndi ng the
i nf ormat i on associ ated wi th a gi ven key. For exampl e,
Datal i nk adapter s on l ocal area networks (LAN) need to
recogni ze the mul t i cas t dest i nat i on addres ses of f rames
on the LAN. Br i dges , used to i nterconnect two or more
LANs, have to recogni ze the dest i nat i on addres ses of
every f rame and deci de qui ckl y whether to recei ve the
f rame f or f orwardi ng. Router s i n wi de area networks
have to l ook through a l arge f orwardi ng database to
deci de the output l i nk f or a gi ven dest i nat i on addres s .
Name servers have the ul t i mate respons i bi l i ty f or asso-
ci at i ng names to character i s t i cs . In these appl i cat i ons , a
hashi ng al gor i thmcan be used to search through a very
l arge i nf ormat i on base i n constant t i me. We al so i n-
ves t i gated cachi ng as a poss i bl e sol ut i on but f ound that
cachi ng coul d be harmf ul i n some cases i n the sense that
the per f ormance woul d be better wi thout cachi ng [4].
To compare var i ous hashi ng st rategi es , we used a trace
of dest i nat i on addres ses observed on an Ethernet LAN
i n use. The trace cons i s ted of 2. 046 mi l l i on f rames ob-
served over a per i od of 1. 09 hours . A total of 495 di s -
t i nct s tat i on addres ses were observed, of whi ch 296 were
seen i n the dest i nat i on el d.
2 Hashing: Concepts
Webster 's di ct i onary denes the word `hash' as a verb
\to chop (as meat and pot at oes) int o small pi eces".
St range as i t may sound, thi s i s correct . Bas i cal l y,
hashi ng al l ows us to chop up a bi g tabl e i nto several
smal l subtabl es so that we can qui ckl y nd the i nf or -
mat i on once we have determi ned the subtabl e to search
f or . Thi s determi nat i on i s made us i ng a mathemat i cal
f unct i on, whi ch maps the gi ven key to hash cel l i, as
shown i n Fi gure 1. The cel l i coul d then poi nt us to the
subtabl e of s i ze ni. Gi ven a trace of R f rames wi th N
di s t i nct addres ses and a hash tabl e of M cel l s , the goal
i s to mi ni mi ze the average number of l ookups requi red
per f rame.
I f we per f orma regul ar bi nary search through al l Nad-
dres ses , we need to per f orm1 + l og
2
(N) or l og
2
(2N)
l ookups per f rame. Gi ven an addres s that hashes to
ith cel l , we have to search through a subtabl e of ni e -
t r i es , whi ch requi res onl y l og
2
(2ni) l ookups . The total
number of l ookups saved i s :
Number of l ookups saved =
X
i
ri [ l og2(2N)   l og2(2ni) ]
Where, r i i s the number of f rames that hash to the ith
cel l ,
P
ri =R. The net savi ng per f rame i s :
Lookups saved per f rame =
X
i
 
ri
R
l og
2
(
ni
N
)
=
X
i
 qi l og2(pi) (1)
Here, qi =r i=Rdenotes the f ract i on of f rames that hash
to ith cel l , and pi =n i=Ni s the f ract i on of addres ses
that hash to ith cel l . The goal of a hashi ng f unct i on i s
to maxi mi ze the quant i ty
P
 qi l og2(pi) . Not i ce that pi
and q i are not rel ated. I n the speci al case of al l addres ses
bei ng equal l y l i kel y to be ref erenced, qi i s equal to pi and
the expres s i on
P
 pi l og2(pi) woul d be cal l ed the en-
tropy of the hashi ng f unct i on. I t i s because of thi s s i m-
i l ar i ty that we wi l l cal l the quant i ty
P
 qi l og2(pi) the
entropy or information content of the hashi ng f unc-
t i on. I t i s measured i n uni t s of ` bi t s . '
3 Ha s h i ng Us i ng Addre s s Bi t s
The s i mpl es t hashi ng method i s to use a cer tai n number
of bi t s , say m, f romthe addres s . For exampl e, we coul d
hash us i ng bi t s i, i+1, . . . , i+m  1 of the addres s to
2m subtabl es . The number of l ookups saved, as we saw
i n the l as t sect i on, i s equal to the i nf ormat i on entropy
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of the bi t s . For our trace, thi s i s pl ot ted i n Fi gure 2.
Ei ght curves correspondi ng to mconsecut i ve bi t s wi th
m=1, 2, . . . , 8 are pl ot ted. FromFi gure 2, we observe
that :
1. Al l 8- bi t sequences between bi t s 0 and 24 have l es s
than two bi t s of i nf ormat i on.
2. The bi t s 32 through 39, i n general , have a hi gh
i nf ormat i on content .
The rst observat i on i s not surpr i zi ng cons i der i ng that
the rs t three octet s of the IEEE802 addres ses used on
IEEE 802 LANs are ass i gned by the IEEE and, thus ,
most s tat i ons have the same rst three octet s . The rst
two bi t s correspondi ng to the gl obal /l ocal as s i gnment
and mul t i cast/uni cast addres ses may be di erent i n di f -
f erent addres ses . Gi ven these two bi t s , other bi t s can be
eas i l y predi cted. I n mul t i vendor envi ronments the rs t
3 octet s may have a l i t t l e more i nf ormat i on. However ,
i n general , these bi t s are not good f or hashi ng purposes .
The second observat i on says that the f th octet of the
addres s has the hi ghest i nf ormat i on i n our envi ronment .
Thi s observat i on, i f appl i cabl e, l eads to the f ol l owi ng
types of concl us i ons :
1. Use t he ft h oct et as t he hashi ng f unct i on. The
bi t s i n thi s octet woul d provi de a maxi mumsav-
i ngs i n the number of l ookups .
2. When compari ng t wo addresses, compare t he f t h
oct et rst . I f the addres ses are not equal , the very
rst compar i son wi l l f ai l more of ten than when
us i ng other octet s .
3. Use t he f t h oct et as t he branchi ng f unct i on at
t he root of a t ree dat abase. I f the addres ses are
s tored i n a tree or t r i e s t ructure [ 5] and the addres s
bi t s are used to deci de the branch to be taken,
us i ng bi t s f romthi s octet woul d provi de maxi mum
di scr i mi nat i on.
4. Use t he f t h oct et as t he l oad bal anci ng f unct i on
f or di erent pat hs. Gi ven several al ternat i ve paths
to a set of dest i nat i ons , one way to bal ance the
l oad on di erent paths i s to deci de the path based
on a f ewbi t s of the addres s . Thi s el i mi nates out -
of - order arr i val s s i nce al l f rames goi ng to a par -
t i cul ar dest i nat i on f ol l ow a s i ngl e path and l oad
bal anci ng i s achi eved by di erent dest i nat i ons us -
i ng di erent paths .
I t shoul d be obvi ous that the f th octet may not be the
most i nf ormat i ve octet f or al l envi ronments . Nonethe-
l es s , the above recommendat i ons are usef ul provi di ng
that one uses the appropr i ate, most i nf ormat i ve octet
i nstead.
4 Ha s h i ng Us i ng CRC
Another hashi ng f unct i on, al ready used i n a f ew
adapter s , i s to use bi t s f romthe cycl i c redundancy check
(CRC) of the addres s . Us i ng the 32- bi t CRCpol yno-
mi al used on IEEE 802 LANs [ 2] , we computed the i n-
f ormat i on content of m- bi t sequences cons i s t i ng of bi t s
i through i+m 1 of the CRCf or m=1, 2, . . . , 8, and
i =0, 1, . . . , 31. Here, i =0 represents the most s i gni f -
i cant bi t of the CRC. The resul t s are shown i n Fi gure
3.
I t i s i nteres t i ng to compare Fi gures 2 and 3. Not i ce the
f ol l owi ng:
1. Al most al l 32 bi t s have a hi gh i nf ormat i on content
very cl ose to one bi t . Thus , i t does not matter
whi ch bi t of the CRCwe use.
2. Al l curves are (al most) hor i zontal s t rai ght l i nes .
Thus , the i nf ormat i on content of al l bi t combi na-
t i ons i s i dent i cal . I t does not matter whi chmbi t s
are chosen f or m=1, 2, . . .
3. The i nf ormat i on content of mbi t s i s approxi -
matel y m. Thi s means that CRCprovi des an al -
most opt i mal hashi ng f unct i on.
We repeated the anal ys i s wi th several other 8- bi t and
16- bi t CRCpol ynomi al s . I n general , we f ound that i f
a pol ynomi al provi des a good CRC, i t can serve as an
excel l ent hash f unct i on.
5 Ha s h i ng Us i ng Fle t c h e r Che c ks u
Thi s checksumi s used i n the ISO/OSI transport s i nce
i t i s so easy to compute i n sof tware. Gi ven an n- octet
message b[ 1] . . . b[ n] , a two- octet checksumC[ 0] and C[ 1]
i s computed as f ol l ows :
C[0] = 0; C[1] =0;
For i = 1 step 1 until n do
C[0] = C[0] + b[i];
C[1] = C[1] + C[0];
EndFor;
The i nf ormat i on i nmconsecut i ve bi t s of addres s check-
sums i s shown i n Fi gure 4. Thi s al so i s a good hashi ng
f unct i on.
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6 Ha s h i ng Us i ng Ano t he r Che c k s um
Another popul ar checksum al gor i thm used to guard
agai nst memory errors i n network addres s databases i s
[ 2] :
C = Mod
 
28(4b[ 1] +2b[ 3] +b[ 5] )+
(4b[ 2] +2b[ 4] +b[ 6] ) ; 216  1

Here, b[ i] i s the ith octet of the addres s and C i s the
16- bi t checksum. Si nce we are not aware of i t s name, we
wi l l cal l i t the ` mod- checksum. ' The i nf ormat i on con-
tent of the bi t s of thi s checksumare shown i n Fi gure 5.
Not i ce that the mod- checksumi s not as good a hash-
i ng f unct i on as the Fl etcher checksumeven though i t i s
more compl ex to compute.
7 Ha s h i ng Us i ng XOR Fo l d i ng
The nal al ternat i ve that we i nvest i gated i s that of the
st rai ght f orward excl us i ve- or operat i on on the s i x octet s
of the addres s to produce 8 bi t s .
C=b[ 1]  b[ 2]  b[ 3]  b[ 4]  b[ 5]  b[ 6]
The i nf ormat i on content of the bi t s i n the ` XOR- f ol d'
so obtai ned i s shown i n Fi gure 6. To our surpr i se, thi s
f unct i on, whi ch i s so s i mpl e to i mpl ement , i s an excel l ent
hashi ng f unct i on.
8 Ma s k Si ze fo r a n Addr e s s Fi l t e r
I n thi s sect i on, we br i ey addres s the probl emof ndi ng
the s i ze of the hash mask requi red to get a des i red l evel
of per f ormance. We assume that the l ter cons i s t s of a
s i mpl e M 1 bi t mask, that i s , each hash tabl e cel l i s
onl y one bi t wi de. Ahash f unct i on i s used to map the
addres s to an i ndex val ue i i n the range 0 throughM 1,
and i f the ith bi t i n the mask i s set , the f rame i s accepted
f or f urther proces s i ng; otherwi se, the f rame i s rejected.
Thi s i s howhashi ng i s used i n several commerci al medi a
acces s control l er (MAC) chi ps . Such a hash l ter i s a
per f ect rej ect i on l ter i n the sense that i f the mask bi t i s
zero, we can be cer tai n that the addres s i s not wanted,
and there i s no need to search the addres s tabl e.
The per f ormance of the l ter i s measured by the proba-
bi l i ty of an unwanted addres s bei ng rej ected by the l -
ter . We cal l thi s probabi l i ty the unwanted-rejection
rate. I f we assume that al l addres ses are equal l y l i kel y
to be seen and that al l mask cel l s are equal l y l i kel y to
be ref er red, then us i ng the procedure descr i bed i n [ 3] ,
we can compute the unwanted- rej ect i on rate as shown
i n Fi gure 7. I n the gure, the number of addres ses k
that a stat i on may want to recei ve i s pl ot ted al ong the
hor i zontal axi s , and the probabi l i ty of rej ect i ng an un-
wanted f rame i s pl ot ted al ong the vert i cal axi s . Ei ght
curves correspondi ng to mask s i ze M= 2, 4, 8, . . . ,
128, 512 bi t s are shown. Fromgure 7, we observe the
f ol l owi ng:
1. There i s some l ter i ng even wi th smal l masks . For
exampl e, i f one wants to recei ve 10 addres ses , an 8-
bi t mask i s expected to rej ect 26% of the unwanted
f rames wi thout f urther searchi ng. Al though thi s
rate i s l ow, the poi nt i s that i t i s non- zero even
though the mask s i ze i s l es s than the number of
addres ses .
2. I n general , i t i s bet ter to have as l arge a mask as
poss i bl e. For exampl e, i f one wants to recei ve 10
addres ses wi th a 512- bi t mask, 98%of the un-
wanted f rames wi l l be rej ected wi thout f urther
searchi ng.
3. I f the mask s i ze i s l arge compared to the number
of addres ses to recei ve, that i s , i f M k, the
curves are l i near and the unwanted- rej ect i on rate
i s approxi matel y 1  k=M.
The l as t observat i on i s hel pf ul i n deci di ng the mask s i ze.
Thus , i f one wants to rej ect 80%of the unwanted f rames ,
the mask s i ze shoul d be 5 t i mes the number of addres ses
des i red.
9 SUMMARY
We showed that the number of l ookups saved us i ng
hashi ng i s equal to the i nf ormat i on content of the bi t s
of the hashed val ue and compared several hashi ng f unc-
t i ons . Fi r s t , s i mpl e bi t extract i on f romthe addres s i t sel f
provi des a hashi ng f unct i on that i s easy to i mpl ement
i n hardware as wel l as sof tware. Second, bi t s extracted
f romthe CRCof the addres s can be used as a hashi ng
f unct i on that i s easy to i mpl ement i n hardware. Thi rd,
bi t s extracted f romthe Fl etcher checksumcan be used
as a hashi ng f unct i on that i s easy to i mpl ement i n sof t -
ware. Fi nal l y, excl us i ve- or f ol di ng of the addres s octet s
provi des another hashi ng al ternat i ve that i s easy to i m-
pl ement both i n sof tware as wel l as hardware.
We concl uded that CRCpol ynomi al s are excel l ent hash-
i ng f unct i ons . Fl etcher ' s checksumand f ol di ng are al so
good hashi ng f unct i ons . The mod- checksum, whi ch i s
more compl ex to compute than Fl etcher ' s checksum, i s
not as good as the l at ter . Al though bi t extract i on i s not
as good as other al ternat i ves , i t i s the s i mpl es t . The
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choi ce between bi t extract i on and other al ternat i ves i s
bas i cal l y that of comput i ng vs s torage. I f we can use
exces s memory, bi t extract i on wi th a f ewmore bi t s may
provi de the same i nf ormat i onas the checksumor f ol di ng
wi th a f ewl es s bi t s .
We poi nted out that f or a stat i on want i ng to recei ve k
addres ses , the probabi l i ty of rej ect i ng unwanted f rames
us i ng a s i mpl e M 1 bi t mask i s 1  k=M. Thi s al l ows
us to deci de the mask s i ze requi red f or a des i red l evel of
per f ormance.
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Fi gure 1: Hashi ng concepts .
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Fi gure 2: I nf ormat i on i n addres s bi t s .
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Fi gure 3: I nf ormat i on i n CRCbi ts .
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Fi gure 4: I nf ormat i on i n Fl etcher checksumbi ts .
 First Bit of the Sequence 
 
In
fo
rm
at
io
n 
in
 B
its
 
0 4 8 12 160
2
4
6
8  
1 
2 
3 
4 
5 
6 
7 8 
Fi gure 5: I nf ormat i on i n mod- checksumbi ts .
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Fi gure 6: I nf ormat i on i n XOR- f ol d bi t s .
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Fi gure 7: Probabi l i ty of rej ect i ng unwanted f rames as
a f unct i on of number of addres s wanted and the mask
s i ze M.
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