Insipid but basically neutral
CWSP Certified Wireless Security Professional Official Study Guide attempts to initiate the reader into the world of wireless-network security. The book's goal, obviously, is to prepare you for a certification exam; it has little benefit beyond this. The writing style is insipid, the chapters are mostly too short for the topics they cover, and the text rarely moves beyond a high-level overview of the subject matter even when details are warranted.
However, this text has two niceties. First, it's vendor neutral. It covers specific vendor solutions when they're unique, pertinent, or overwhelmingly prevalent; otherwise, it sticks to generalities. Second, it attempts to be technology neutral, giving no preference to a single technology or family of technologies. Initially, this works well. The text covers many technologies, including 802.11a/b/g, 900 MHz FHSS, and Bluetooth. However, as the book progresses, most of the tools, attacks, and solutions it discusses are 802.11-centric.
A wide range of topics, but
Chapters 1 and 2 cover local area networks and wireless LAN auditing tools, target profiling, war chalking, and social engineering. Chapter 3 moves on to discuss means of unauthorized access on wireless LANs. Chapter 4 covers radio frequency (RF) jamming, data flooding, and wireless client hijacking. The review questions at the end of chapter 4 are unrelated to the chapter's content the largest error in the book. Chapter 5 covers US federal regulations regarding information security and is likely dated; the Patriot Act modified many of these regulations. Chapters 6 and 7 focus on corporate policy writing and move into security best practices. Chapter 8 talks about network segmentation. Chapter 9 covers physical security and discusses RF jamming, data flooding, and social engineering again. Chapter 10 reviews the basic encryption schemes used in wireless security. Chapters 11 and 12 introduce many authentication and encryption implementations for 802.11 security. These chapters were among the most informative, 50 pages possibly worth reading. Chapter 13 goes over various implementations of virtual private networking (VPN), and 14 discusses gateway devices. Chapter 15 is a hodgepodge including intrusion detection systems, authenticated Domain Name Systems, and thin clients. Finally, chapter 16 covers Kerberos, Radius, the Lightweight Directory Access Protocol, and biometrics as authentication mechanisms.
The breadth of topics the guide covers is admirable, if not daunting. Unfortunately, the authors limited each topic's scope to a paragraph or two, or a page at most. This would be acceptable for a study guide if it provided references to more detailed reading, but it doesn't.
Conclusion
In the end, I found none of the chapters especially thorough or enlightening. Most of the text is a mundane review, even for beginners with moderate exposure to computer networking and security.
CWSP Certified Wireless Security Professional Official Study Guide isn't an introductory text, nor
is it an authoritative reference to wireless security. Although it attempts to be thorough, ultimately the book covers too many broad topics in too small a space without enough references to supplemental reading. Despite its shortcomings, the book would be an adequate starting point for those preparing for the associated certification. Likewise, seasoned network administrators and security professionals wanting a high-level refresher of the field could use the text as review material.
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