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ARTICLES
DATABASE RIGHTS AND TECHNICAL DATA
RIGHTS: THE EXPANSION OF INTELLECTUAL
PROPERTY FOR THE PROTECTION OF
DATABASES
Lionel M. Lavenue*
INTRODUCTION
Databases represent the most valuable form of technical
data.' Indeed, all businesses utilize some form of database,
whether an inventory, price schedule, or customer list.' Da-
tabases play a critical role in all facets of computer technol-
ogy as every type of computer hardware utilizes computer
software which, in turn, utilizes some form of database.' Da-
Associate, Finnegan, Henderson, Farabow, Garrett, & Dunner, L.L.P.,
Washington, D.C.; Fulbright Scholar (1996-97), Max Planck Institute of Foreign
and International Patent, Copyright, and Competition Law, Munich, Germany;
Law Clerk (1994-96), Chief Judge Glenn L. Archer, Jr., United States Court of
Appeals of the Federal Circuit; Law Clerk (1992-94), Judge Robert J. Yock,
United States Court of Federal Claims (formerly United States Claims Court).
B.A., 1988, Vanderbilt University; J.D., 1992, Washington College of Law, The
American University; LL.M. (Patent and Intellectual Property Law and Gov-
ernment Procurement Law), 1994, The National Law Center, George Washing-
ton University; M.S. (Information Systems), 1996, School of Information Tech-
nology & Engineering, George Mason University.
This Article represents an adaptation of the author's research report com-
pleted under the terms of a project sponsored by a Deutche Telecom Fulbright
Enterprise Program Award under a Fulbright Scholarship in Germany.
1. "Data is the raw material of the information age, and ownership of fi-
nancial data increasingly means the difference between survival and extinc-
tion." Whose Data is It Anyway, INSTITUTIONAL INVESTOR, Nov. 1, 1995, at 47.
There are four general types of databases: (1) financial databases, (2) news da-
tabases, (3) business information databases, and (4) science and technological
databases. Online Information Marking is Booming, M2 PRESSWIRE, at 1
(visited Mar. 2, 1995) <http://www.presswire.net>.
2. See Priscilla A. Walter, Databases: Protecting an Asset; Avoiding a Li-
ability, 8 COMPUTER LAw. 10, 10 (1991) ("Virtually all businesses, and most in-
dividuals, own or use one or more forms of database regularly.").
3. Toshihiro Araki, Information Technology and Legal Issues, in IN-
FORMATION TECHNOLOGY AND GLOBAL INTERDEPENDENCE 193-94 (Greenwood
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tabases also play a central role in computer programming,
particularly in fourth generation programming languages
like Object Oriented Programming.' Indeed, all information
technology ("IT") and information systems ("IS") incorporate
some form of database. Both IT and IS development have re-
cently been designated as the largest growing areas of tech-
nological development in both the United States and Europe.5
In government procurement in the United States, the
mere creation of rights in databases, under the data rights
regulations, clearly underscores their importance.' In this
context, a database includes any collection of recorded infor-
mation capable of reproduction by a computer In the 1995
Press, 1989).
4. James Y. Song, Searching for a Link Between Software Patent and Ob-
ject-Oriented Programming, 76 J. PAT. & TRADEMARK OFF. Soc'y 687, 692
(1994). Object-Oriented Programming ("OOP") constitutes the most heralded of
the new software programming languages, known as fourth generation lan-
guages. Id. at 687. OOP entails the development of computer software by di-
viding the programming problem into steps and then solving the steps in parts,
called objects. Id. "[I]n this context, the object is treated somewhat similarly
as a record in a traditional database." Id. at 692. Thus, a programmer could
hypothetically build a program simply by finding the necessary objects in an
object database. Id. As such, Song predicts that the "future success of the
software patent field and OOP will heavily depend on having comprehensive
and intelligent databases that can be efficiently and accurately accessed,
searched, and updated." Id.
5. Peter Seipel, The Charles Green Lectureship Series: The Technology of
Insight: Computers and Informed Citizens, 69 CHI.-KENT. L. REV. 417, 420
(1993). Indeed, information technology has been described as "future-oriented."
Id. at 429 (citing Herbert Fiedler, Forschngsaufgaben der juristischen Infor-
matik, in 6 EDv UND RECHT: MOGLICHKEITEN UND PROBLEMEN 236 (Arthur
Kaufman ed., 1973)).
6. "Data rights" expansively define the "rights" that the government may
claim to the computer software and other data (that is, the "technical data")
that results from the performance of a government contract. Notably, some
scholars reference these data rights simply as "technical data rights;" however,
the term "technical data rights" may represent a misnomer because the perti-
nent regulations actually describe two types of rights, one component of the
regulations pertain to "computer software" and the other component pertains to
"technical data." Compare Federal Acquisition Regulation 27.401 (defining
"data" as including both computer software and technical data) with Federal
Acquisition Regulation 27.401 (defining "technical data" as excluding computer
software). Due to this distinction, the better practice is to refer to the rights
that may arise in technical data and computer software solely as "data rights,"
thus clearly distinguishing between "data rights for technical data" and "data
rights for computer software." Thus, any reference in this Article to "technical
data rights" thus only regards the data rights for technical data.
7. 48 C.F.R. § 1.1001 (1996). The data rights regulations comprise two en-
tirely different sets of regulations: (1) regulations for military contracts subject
to the Department of Defense Federal Acquisition Supplement ("DFARS"), and
(2) regulations subject to the Federal Acquisition Regulation ("FAR"). The
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amendments to the data rights regulations, there was a com-
plete restructuring of the provisions dealing with databases
which changed the analysis from a generalized treatment, as
computer software, to a special treatment, as technical data.8
Thus, despite the somewhat tortured history of the data
rights regulations in government procurement law, these
regulations have provided contractors with at least minimal
protection for databases for almost fifty years.
Yet, the data regulations provide contractors with rights
in data antithetical to the types of protection provided by the
traditional forms of intellectual property. While patents and
copyrights are available for computer software, the only pro-
tection for the indicia of IS and IT consists of technical data
rights as well as trade secret law.9 However, trade secrets
are difficult to maintain in a commercial setting because, if
the secret is ever disclosed, trade secret protection is lost.'°
In addition, a trade secret is almost impossible to maintain
for computer technology, as use of the technology generally
obviates the trade secret." Furthermore, because the data
rights regulations for computer software and technical data
only apply to government procurement contracts, these rules
only provide these legal assurances for the contractual trans-
actions with the government.
DFARS contains the regulations that pertain to computer software and techni-
cal data for the Department of Defense ("DOD"), whereas the FAR contains the
regulations that pertain to computer software and technical data for all civilian
agencies and the National Aeronautics and Space Administration ("NASA").
See DFARS subpart 227; FAR subpart 27.4. Due to the complexities of many
military contracts, as well as the statutory mandate of 10 U.S.C. § 2320 (1994),
DOD must maintain a separate set of regulations for government procurement,
including data rights. Both the DFARS and the FAR may be found in part 48 of
the Code of Federal Regulations ("C.F.R."). For purposes of citation hereafter,
however, all citations shall refer only to the DFARS or FAR, respectively, be-
cause one need only look to the same section in 48 C.F.R. to find any FAR cita-
tion. Notably, practitioners refer to the FAR, thus the Federal Acquisition
Regulation, in the singular because the regulation refers to itself in that man-
ner. See FAR 1.1001, 48 C.F.R. § 1.1001 (1996).
8. Compare Defense Federal Acquisition Supplement 252.227-7013(a)
(1988) (including databases within the definition of computer software) with
Defense Federal Acquisition Supplement 2.227-7014(a) (1995) (excluding data-
bases from the definition of computer software).
9. CLARENCE H. DANHOF, GOVERNMENT CONTRACTING AND TECHNO-
LOGICAL CHANGE 108-10 (Brookings Institution, 1968).
10. David Bender, Business and Research Data on Software Development,
in THE LAW OF SOFTWARE: 1968 PROCEEDINGS, at A27 (Computers-in-Law In-
stitute, National Law Center, George Washington University 1968).
11. Id.
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In the 1991 case, Feist Publications, Co. v. Rural Tele-
phone Service, Co.,2 the United States Supreme Court ruled
that traditional intellectual property law does not extend le-
gal protection to the content of databases.'3 Nevertheless, be-
cause the data rights regulations (specifically, the technical
data rights regulations) provide extraordinary legal protec-
tion only under the terms of government procurement con-
tracts, Feist did not affect the government's ability to restrict
the use of technical data or the government's obligation in
certain circumstances to protect such data, including data-
bases." Yet, the technical data rights regulations represent
an exception to the rule. For ever since the Feist decision,
there has been no means to provide legal protection for the
content of databases in the United States apart from the
realm of government procurement law. 5
In contrast to the American scheme for the protection of
databases, the European Community recently resolved a
similar disharmonious situation for databases in Europe by
the creation of a new sui generis form of legal protection of
databases, called "database rights."' 6 These rights provide
specific terms of protections for databases, provided that the
data compilation satisfies the definitional requirements for
the sui generis right." Prompted by the European example,
12. 499 U.S. 340 (1991).
13. Michael Schwartz, Copyright in Compilations of Facts: Feist Publica-
tions, Co. v. Rural Telephone Service Co., 5 EuR. INTELL. PROP. REP. 178, 178-
81 (1991).
14. Id. In Feist, the Supreme Court only ruled that copyright does not ex-
tend to nonoriginal works of authorship consisting of data compilations. Id.
Limited to copyright, the Court's ruling had no effect on the role of contractual
provisions dealing with such data. Id.
15. For a discussion of Feist and databases, see generally, Anant S. Naray-
anan, Note, Standards of Protection for Databases in the European Community
and the United States: Feist and the Myth of Creative Originality, 27 GEO.
WASH. J. INT'L L. &. ECON. 457, 464-67 (1994).
16. Richard Raysman & Peter Brown, European Database Protection, N.Y.
L.J., Feb. 13, 1996, at 3. In contrast to the United States, where the govern-
ment may obtain rights in databases but where no rights exist for databases in
commercial business transactions, the law for databases in the European
Community involved conflicting laws of the member-states. Prior to the crea-
tion of database rights, one could obtain protection in some member-states of
the European Community while no protection was available in other member-
states. The creation of the sui generis database right resolved this disharmony
within the legal systems of the European Community. See generally Naray-
anan, supra note 15, at 464-67.
17. See generally Ministers Approve Legislation Extending Database Protec-
tion, 10 WORLD INTELL. PROP. REP. 97 (1996).
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the United States has also recently considered the adoption
of a similar database rights scheme."8 As recently as May
1996, the United States Congress considered statutory
amendments for the creation of database rights.9 In addi-
tion, the United States has also submitted a recommendation
to the World Intellectual Property Organization ("WIPO") for
the creation of database rights on an international scale.2"
This Article considers the particular state of the law that ex-
ists in the United States with regard to technical data,
namely, that the government may create rights to protect its
interests in important and vital technical data but that no
structure presently exists to extend these types of rights to
commercial business transactions.
Part I of this Article reviews the traditional forms of in-
tellectual property used to provide legal protection for infor-
mation systems and information technology. 1 With some
emphasis on government procurement law, the analysis re-
views patents, copyrights, trademarks, trade secrets, and
mask works and describes the special requirements and limi-
tations that the government places on each type of intellec-
tual property." Part I also presents the problem associated
with protecting the indicia of information systems and tech-
nology with the traditional forms of intellectual property and
further describes the impetus for the creation of the data
rights regulations."
Part II (referred to as the "symptom" section) describes
this legal dichotomy in the United States.24 Part III (referred
to as the "diagnosis" section) then describes a solution to re-
solve this dichotomy, namely the creation of rights for the
most important type of technical data in commercial business
18. IAA Praises Introduction of Database Protection Measure, 13 IN-
FORMATION TODAY, July 17, 1996, at 12.
19. Id. The proposals to create database rights in the United States closely
resemble the European Community's database rights scheme. See generally,
Jack E. Brown, Proposed International Protection of Electronic Databases, 27
CUMB. L. REV. 17 (1996/1997).
20. WIPO Plans to Draft Protocol to Berne Convention, 8 No. 4. J. PRO-
PRIETARY RTS. 28, 28 (1996). The United States proposal for the creation of da-
tabase rights before the WIPO mirrors the bill for the creation of a new data-
base law. Jonathan Gaw, Locked Up?: Databases Are Focus in Debate over
Intellectual Property, STAR TRIBUNE, Dec. 1, 1996, at D1.
21. See infra Part I.
22. See infra Part I.
23. See infra Part I.
24. See infra Part II.
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transactions--databases.25 It then sets forth the state of the
law for databases in the United States and makes a compari-
son to the present state of the law for databases in the Euro-
pean Community.26 Accordingly, Part II also contains a de-
scription of the new European "database right" in the
European Community.27  Part IV (referred to as the
"prognosis" section) then describes the current status of the
various proposals to introduce the database right in the
United States, as well as on an international scale. 8
This Article concludes with a commentary on the intro-
duction of database rights in the United States and addresses
some of the criticisms of this new form of intellectual prop-
erty protection. 9 In addition, this Article also contains a rec-
ommendation section.30  Because the creation of database
rights in the United States would involve a heretofore un-
known type of intellectual property under government pro-
curement law, the Article recommends that the creation of
database rights would require the amendment of section
1498 of title 28 3 to ensure reasonable and entire compensa-
tion to the owners and makers of the new form of intellectual
property-the database right.32
I. COMPUTER SOFTWARE AND INFORMATION TECHNOLOGY
[T]echnological developments, such as the development of
the Internet and remote computer information databases,
are leading to important advances in accessibility and af-
fordability of information and entertainment services. We
see opportunities to break through barriers previously
facing those living in rural settings and those with physi-
cal disabilities. Democratic values can be served by mak-
ing more information and services available. The public
interest requires the consideration and balancing of such
interest.33
25. See infra Part III.
26. See infra Part III.
27. See infra Part II.
28. See infra Part IV.
29. See infra Conclusion.
30. See infra Recommendation.
31. 28 U.S.C. § 1498 (1994).
32. See infra Recommendation.
33. 11/15/95 Congressional Testimony, 1995 WL 11869616 (Nov. 15, 1995)
(statement of Senator Leahy (D-VT) on S.12841H.R.2441) (voicing support of
expanded copyright protection for digital transmissions).
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Effective August 8, 1996, the Information Technology
Management Reform Act ("ITMRA") fundamentally changed
the way that the government procures information systems
and technology. 4 The ITMRA repealed the Brooks Act,35
which had required that all government agencies acquire IT
through the General Services Administration ("GSA"). 6 Due
to the demand for IT, GSA was unable to process the inordi-
nate and intricate demands of all the federal agencies, 7 so
the ITMRA repealed the Brooks Act and made each agency
responsible for its own IT procurement. 8 Although the
34. The ITMRA comprised Division E of the National Defense Authorization
Act for Fiscal Year 1996, Pub. L. No. 104-106 (effective Aug. 8, 1997).
35. Brooks Act, 40 U.S.C. §§ 541-44 (1994) (repealed Aug. 7, 1996).
36. GSA Outlines Initiatives to Help Agencies Implement ITMRA, 66 FED.
CONT. REP. 163, 163 (Aug. 19, 1996). The ITMRA eliminated the central role of
GSA over all IT procurements and delegated the budget oversight for IT pro-
curements to the Office of Management and Budget ("OMB"). OMB, GSA Gear-
ing up for ITMRA Implementation, 65 FED. CONT. REP. 597, 597 (June 10,
1996). The Act also ended the GSA Board of Contract Appeals' agency-wide ju-
risdiction over bid protests regarding electronic data. OMB Letter on ITMRA
Implementation Sends IT Community into Tailspin, 66 FED. CONT. REP. 61, 61
(July 22, 1996). Thus, without the General Services Board of Contract Appeals
("GSBCA") as a protest forum, the only venues available for bid protest are the
General Accounting Office ("GAO"), the United States Court of Federal Claims,
and district courts. GAO Questions Agencies' Selection of CIOs to Implement
ITMRA, 66 FED. CONT. REP. 61, 61 (July 22, 1996); see also ABA Section Urges
GAO to Create IT Group, 65 FED. CONT. REP. 342, 342 (April 1, 1996)
(recommending that the GAO empanel a group of IT experts to adjudicate bid
protests essentially constituting a mini-GSBCA).
37. Cohen Plans IT Procurement Reform Legislation, 37 THE GOV'T
CONTRACTOR 83 (1995). The primary failure of IT under the Brooks Act was
that, by the time the government received the information systems and tech-
nology, the technology was obsolete. Id.; see also Ralph C. Nash, Jr., Selecting
the Acquisition Strategy: Help from the New Information Technology Statute?,
10 NASH & CIBINIC REP. 30, (1996) (describing the drawbacks of the earlier
IT acquisition statute as including: "(1) the submission of thousands of pages of
information supporting the proposals, (2) many months of evaluation, and (3) a
wait of almost two years from the issuance of the Request for Proposals until
the award of the contract.").
38. Congress Continues to Grapple with IT Procurement Management Un-
der Proposal to Split OMB, 38 THE GOV'T CONTRACTOR 222 (1996). The
ITMRA further specifies that each agency designate a chief information officer
to be accountable for IT resource management, who can best analyze risks, de-
termine benefits, and minimize costs for IT procurement. Interim FAR Rule
Gives Guidance on Managing Risk in IT Acquisition, Transfers FIRMR Provi-
sions, 66 FED. CONT. REP. 140, 141 (1996). In addition, in Executive Order
13,011, the President established three groups to assist OMB with IT procure-
ment supervision: a CIO Council, composed of the Chief Information Officers
and Deputy Chief Information Officers of all 28 departments and agencies; a
Government IT Services Board, composed of government experts impaneled to
identify technological innovation and intergovernmental cooperation; and the
SANTA CLARA LAW REVIEW
ITMRA made no formal changes in the forms of intellectual
property available in government procurement, this broad-
ening of each agency's authority to control IT procurement
demonstrates the increasing importance of information sys-
tems and technology to the government. Moreover, with the
diversification of responsibility for IT procurement under the
Act, the role of intellectual property protection will only be-
come of greater importance.
A. Traditional Forms of Intellectual Property Protection:
Computer Software and Information Systems and
Technology
When Steve Jobs and Steve Wozniak developed the Ap-
ple II computer, these two computer wizards began a journey
into the realm of intellectual property.39 In the legal context,
intellectual property describes any product of the intellect."
Thus, when these two inventors decided how to arrange the
electronic components that came to represent the Apple II,
they invented a machine, for which the patent laws provide a
monopoly for the preclusion of the manufacture, use, and sale
of the invention.4' When these two authors later developed a
disk operating system for the Apple II, they authored a work
of nonfiction, for which the copyright laws provide certain ex-
clusive rights, such as the exclusive right to reproduce, dis-
tribute, and display their works, as well as the right to pre-
IT Resources Board, composed of government experts to assist in the procure-
ment of major information systems. OMB Gears Up to Implement ITMRA-
President Issues Executive Order to Aid Implementation, 38 THE GOV'T
CONTRACTOR 9 (1996).
39. See Randall M. Whitmeyer, Comment, A Plea for Due Processes: Defin-
ing the Proper Scope of Patent Protection for Computer Software, 85 Nw. U. L.
REV. 1103, 1129 n.187 (1991) (describing the story of Apple Computer Incorpo-
rated and its two founders, Steve Jobs and Steve Wozniak).
40. Hegel first utilized the term "intellectual property" to encompass the
broad expanse of intangibles which a person conjures with the mind in contrast
to the tangible forms of property created by the hands. GEORG HEGEL,
ELEMENTS OF THE PHILOSOPHY OF RIGHT § 43 (H.B. Nisbet trans., 1991). See
also Mary B. Percifull, Note, Digital Sampling: Creative or Just Plain
"CHEEZ-OID?," 42 CASE W. RES. L. REV. 1263, 1293 (1992) (explaining that
intellectual property includes property created more with the mind than with
the hands).
41. 35 U.S.C. § 271 (1994). A patent provides no affirmative rights, but it
does create exclusionary rights to restrict the actions of others. Id. These ex-
clusionary rights, excluding others from making, using, or selling the patented
invention, extend for a term of seventeen years from the date of issuance or a
term of twenty years from the date of application. Id. § 271(a).
[Vol. 38
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pare derivative works based on their copyrighted works."
When these two designers decided upon the "Apple" name
and the fanciful rainbow-colored Apple symbol as the desig-
nation for their new venture, they created a trademark, for
which the trademark laws guarantee the owner means to
identify one owner's goods from another.43 Finally, when
these two businessmen concluded to market their goods, they
made certain commercial judgments regarding pricing and
sales, which trade secret law ensures will remain known only
to authorized persons." Such is the nature of the traditional
forms of intellectual property.
1. Copyright Law
The United States Constitution requires that Congress
provide legal protection to "Authors" for "their respective
Writings."45 Since the first Congress, the United States has
recognized specific copyright laws.46 Under the first Copy-
right Act of 1909, Congress did not recognized the copyrigh-
tability of computer software because a computer program
42. 17 U.S.C. § 106 (1994). In contrast to patent rights, a copyright pro-
vides an affirmative, exclusive right to the subject matter of the copyright. Id.
These exclusive rights endure for the life of the author and fifty years after the
author's death, or fifty years after the death of the last author for joint works,
or seventy-five years from first publication or 100 years from creation for works
made for hire, anonymous, or pseudonymous works. Id. § 302(a-c); see also
Copyright Term Extension Bill is Approved by Senate Committee, 52 PAT.,
TRADEMARK & COPYRIGHT J. 137 (1996) (discussing proposed legislation to ex-
tend the copyright term from the life of the author plus fifty years to life of the
author plus seventy years).
43. 15 U.S.C. §§ 1051-1127 (1994). Rights in trademarks may extend in-
definitely, as long as the owner of the rights complies with the legal registration
requirements. Gary Schuman, Trademark Protection of Container and Package
Configurations-A Primer, 59 CHI.-KENT. L. REV. 779, 790 (1983) (describing
how a trademark may only be lost by nonuse, misuse, or overuse).
44. 1 ROGER M. MILGRIM, MILGRIM ON TRADE SECRETS § 2.01[1] (1997).
Established by state law, trade secrecy provides protection for confidential
business or similar information for a possible indefinite term, as long as the in-
formation is maintained in secret. Id.
45. U.S. CONST. art. I, § 8, cl. 8.
46. The First Congress initially sought to construe a listing of all copyrigh-
table works. A. LATMAN, COPYRIGHT FOR THE EIGHTIES 5-7 (3d ed. 1989). As
this list grew and the sources of copyrightable works expanded, however, a sin-
gle listing became impracticable. Id. Accordingly, in 1909, the Congress en-
acted the first Copyright Act with categories of copyrightable works. Act of
Mar. 4, 1909, ch. 320, § 4, 35 Stat. 1075, 1076 (previously codified at 17
U.S.C. § 4; recodified 1947; repealed 1976).
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was not considered the writing of an author.47 In the Copy-
right Act of 1976, however, Congress provided for the protec-
tion of computer software by defining a computer program as
a "literary work."48 Later, in 1980, Congress explicitly recog-
nized the copyrightability of computer software.49  Accord-
ingly, to obtain a copyright for a computer program, an
author need do nothing, as a copyright automatically arises
by the mere creation of any work of authorship. °
When a copyright owner initiates suit for copyright in-
fringement in the proper forum, the burden remains on the
federal courts to interpret the scope and application of the
47. The Copyright Act of 1909 defined certain categories of copyrightable
works, including the category for writings of an author, or a "literary work."
Act of Oct. 19, 1976, Pub. L. 94-553, 90 Stat. 2542 (codified at 17 U.S.C. §§ 101-
18).
48. 17 U.S.C. § 101 (1980); see also H.R. REP. No. 1476, 94th Cong., 2d Sess.
52 (1976), reprinted in 1976 U.S.C.C.A.N. 5659, 5667 (describing how a literary
work "includes computer data bases, and computer programs to the extent that
they incorporate authorship in the programmer's expression of original ideas as
distinguished from the ideas themselves").
49. In 1980, Congress adopted the recommendations of the National Com-
mission on New Technological Uses of Copyrighted Works ("CONTU") to spe-
cifically recognize the copyrightability of computer software. Pamela Sam-
uelson, CONTU Revisited: The Case Against Copyright Protection for Computer
Programs in Machine-Readable Form, 1984 DUKE L.J. 663, 696 (1984). Con-
gress also adopted the CONTU definition for computer programs, "a set of
statements or instructions to be used directly or indirectly in a computer in or-
der to bring about a certain result." 17 U.S.C. § 101 (1994).
50. 17 U.S.C. § 102(a). On March 1, 1989, the United States became a
member of Berne Convention. 2 MELVILLE B. NIMMER & DAVID NIMMER,
NIMMER ON COPYRIGHT § 7.02[B], at 7-15 (1996). As such, an author need not
even mark the work with a copyright notice to obtain copyright protection; as a
member of that convention, there are no longer any formalities to the acquisi-
tion of a copyright. Id. § 7.02[B], at 7-16. Nevertheless, an incentive still exists
for registration of a copy in that registration defeats the defense of innocent in-
fringement. Id. § 7.02[CII3], at 7-18. An author may register the copyright by
submitting an application and a copy of the program to the Registrar of Copy-
rights at the Library of Congress. Id. § 7.18[A], at 7-192. The Copyright Office
has accepted computer programs for copyright since 1964. COPYRIGHT OFFICE
CIRCULAR 31D (Jan. 1965). In addition to the computer program, which is con-
sidered a literary work because it may be produced on paper, copyrightability
also exists for "screen displays," which are considered audio-visual works. 1
MELVILLE B. NIMMER & DAVID NIMMER, NIMMER ON COPYRIGHT § 2.09[A], at 2-
150. Just as music and sound have become important to computer software,
these elements would also be separately copyrightable as "musical works."
Id. § 209[E], at 2-162. For a recommendation on replacing this piecemeal regis-
tration scheme for a single registration procedure for computer software, see
Steven M. Levy, Note, Single Copyright Registration for Computer Programs:
Outdated Perceptions Byte the Dust, 54 BROOK. L. REV. 965 (1988).
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copyright law.5 The United States district courts resolve
questions of copyright law, 2 and United States circuit courts
of appeals review these findings on appeal." As there are
thirteen numbered circuit courts of appeals, the possibility
thus exists of thirteen different interpretations. 4 To resolve
such disputes, the United States Supreme Court may hear
appeals from any of these circuit courts of appeals."
The federal courts have consistently recognized the copy-
rightability of the code of a computer program, whether ob-
ject code or source code, when interpreting the copyright law
for computer software. 6 In addition, the nature of the com-
puter program is generally of no consequence for determining
copyrightability: an application program is just as copyrigh-
51. To show copyright infringement, in the general situation, the copyright
owner must prove copying by showing access to the copyrighted work and that
the accused infringer's work is "substantially similar" to the copyrighted work.
Sid & Marty Krofft Television Prods., Inc. v. McDonald's Corp., 562 F.2d 1157,
1162 (9th Cir. 1977). The determination of substantial similarity depends, in
turn, on an expert's opinion of infringement (the objective test) and upon a lay
opinion of infringement (the subjective test). Id. In computer software cases,
however, courts have not yet resolved how to determine substantial similarity.
Compare Computer Assocs. Int'l v. Altai, Inc., 982 F.2d 693, 701 (2d Cir. 1992)
(applying the abstraction-filtration-comparison test) with Whelan Assoc. v.
Jaslow Bental Lab., 797 F.2d 1222, 1239 (3d. Cir. 1986) (omitting the subject
test from the substantial similarity analysis).
52. CHRISTOPHER G. WREN & JILL ROBINSON WREN, THE LEGAL RESEARCH
MANUAL: A GAME PLAN FOR LEGAL RESEARCH AND ANALYSIS 7 (2d ed. 1986).
Each state has at least one federal judicial district, determined by population
and geographic size. Id.
53. Id. There are thirteen federal courts of appeals, described as circuits.
Id.
54. Id. In addition to the First through the Eleventh Circuit Courts of Ap-
peals, which are located throughout the United States, there are also two spe-
cial circuits, the U.S. Court of Appeals for the Federal Circuit and the U.S.
Court of Appeals for the District of Columbia Circuit, which are located in
Washington, D.C. Id.
55. Id. Before 1982, the Supreme Court had the discretion whether to re-
view cases, except for cases dealing with conflicts among the Courts of Appeals.
However, since the Court Improvement Act, the Supreme Court has full discre-
tion to accept or reject all cases submitted for certiorari review. See 28
U.S.C. § 171 et. seq. (1994).
56. The "literal elements" of computer software are copyrightable. Apple
Computer v. Franklin Computer, 714 F.2d 1240 (3d Cir. 1983), cert. denied, 464
U.S. 1033 (1984); CMS Software Design Sys. v. Information Designs, 785 F.2d
1246 (5th Cir. 1986). The form of software when actually created by a pro-
grammer in a computer language, or source code, is copyrightable, and the form
of the software when the language is compiled into binary, or object code, is
copyrightable as well. Williams Elecs. v. Arctic Int'l, 685 F.2d 870 (3d Cir.
1982).
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table as an operating system. 7 However, whether copyright
extends to any of the other "nonliteral elements" of computer
software remains an open question in many of the circuit
courts of appeals.58 The present point of most disagreement
among the circuits involves the protection of the user inter-
face of computer software.59
In matters regarding government procurement by the
United States, however, all copyright cases must be brought
in the United States Court of Federal Claims, with appeals to
the United States Court of Appeals for the Federal Circuit. °
Thus, while the various circuits may have inconsistent appli-
cations of the copyright law for commercial business transac-
tions, only one application of this law exists for matters con-
cerning government procurement."
57. Computer Assocs. Int'l v. Altai, Inc., 982 F.2d 693, 698-99 (2d Cir. 1992).
An operating system (such as Windows 95) is an intermediary program between
the user and the computer hardware, whereas an application program is a pro-
gram with which the user directly interfaces (such as a word processor).
ABRAHAM SILBERSCHATZ & PETER B. GALVIN, OPERATING SYSTEM CONCEPTS 1
(4th ed. 1994).
58. If other than the program object or source code, the various components
of computer software are commonly referred to as the "nonliteral elements" of
computer software. See Nichols v. Universal Pictures Corp., 45 F.2d 119 (2d
Cir. 1930) (Hand, J.) (distinguishing between the literal and nonliteral elements
of a literary work). See, e.g., Mitek Holdings, Inc. v. Arce Eng'g Co., 89 F.3d
1548 (11th Cir. 1996); Engineering Dynamics, Inc. v. Structural Software, Inc.,
26 F.3d 1335 (5th Cir. 1994).
59. The user interface includes all of the components integral to a computer
program, such as the input method, the command structure, and the manner by
which the program interacts with the user. B. SHNEIDERMAN, DESIGNING THE
USER INTERFACE 504-07 (1987). These components of computer software in-
clude the organization, structure, and sequence of a computer program. See
Whelan Assocs. v. Jaslow Dental Lab., Inc., 797 F.2d 1222, 1239 (3d Cir. 1986)
(finding the copyrightability of a computer program's structure). These compo-
nents also include screen displays and even icons. See Stern Elecs., Inc. v.
Kaufman, 669 F.2d 852, 856 (2d Cir. 1982) (finding the copyrightability of a
screen display independent of the underlying program). The copyrightability of
the user interface of computer software entails an issue of much dispute among
the legal community. See Bradford P. Lyerla, Copyrightability of Software User
Interfaces: The Natural Law Versus the Social Utilitarian Approach, 10
COMPUTER LAW. 21, 21 (1993) (discussing the views of those approving and dis-
approving of copyright protection for user interface).
60. See 28 U.S.C. § 1498(b) (1994) (describing the exclusive jurisdiction of
the Court of Federal Claims over copyright infringement suits against the
United States); 28 U.S.C. § 1295(a)(3) (1994) (describing the appellate jurisdic-
tion of the Federal Circuit over judgments of the Court of Federal Claims).
61. See generally Roberta R. Kwall, Government Use of Copyrighted Prop-
erty: The Sovereign's Prerogative, 67 TEX. L. REV. 685, 690 (1989).
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2. Patent Law
The United States Constitution also requires that Con-
gress provide legal protection to "Inventors" for "their respec-
tive ... Discoveries."62 As defined by Congress,63 however,
patent law only recognizes the patentability of machines
(something with moving parts, such as an automobile or
computer), articles of manufacture (something without mov-
ing parts, such as a screwdriver or corkscrew), methods
(ways of doing something, such as a chemical process for
making penicillin), compositions of matter (physical manifes-
tations, such as a chemical combination, like penicillin), or an
improvement on a patent.64 Traditionally, patent law never
classified a computer program in one of these four primary
categories of patentable subject matter.65 For many years,
courts deemed computer software akin to a mathematical al-
gorithm: a "law of nature" expressly rejected as patentable
subject matter.66
62. U.S. CONST. art. I, § 8, cl. 8. For an excellent common sense discussion
of "why we have patents," see WILLIAM R. BALLARD, THERE IS No MYSTERY
ABOUT PATENTS 21-25 (1946).
63. The first Patent Act of 1790 simply involved the submission of a patent
application for review and consent of two of three government officials, includ-
ing the Secretary of State, the Secretary of War, and the Attorney General.
WILLIAM C. ROBINSON, THE LAW OF PATENTS 76-79 (1890). As this system be-
came burdensome, Congress enacted the Patent Act of 1793, ch. 11, 1 Stat. 318-
21 (1793) (repealed 1836), which instituted a registration process similar to the
present copyright scheme today. With the later passage of the Patent Act of
1836, ch. 357, 5 Stat. 117-19 (1836) (repealed 1870) and the Patent Act of 1870,
ch. 2301, 16 Stat. 198-201 (1870) (repealed 1952), however, the current system
of formal requirements and examination developed as now established in the
Patent Act of 1952, ch. 950, § 1, 66 Stat. 792 (1952) (codified as amended at 35
U.S.C. §§ 1-376 (1994)).
64. 35 U.S.C. § 101 (1994); see generally Raphael V. Lupo & Donna M.
Tanguay, What Corporate and General Practitioners Should Know About Intel-
lectual Property Litigation, A.L.I.-A.B.A. COMMITTEE ON CONTINUING PRO-
FESSIONAL EDUCATION, 1, 8 (1991) (distinguishing the various forms of patent-
able subject matter).
65. WILLIAM C. ROBINSON, 1 ROBINSON ON PATENTS 33 (1890).
66. Jeffrey A. Simenauer, Note, Patentability of Computer-Related Inven-
tions: A Criticism of the PTO's View on Algorithms, 54 GEO. WASH. L. REV.
871, 885-86 (1986). The courts have deemed a number of types of subject mat-
ter as nonpatentable, including ideas, laws of nature, printed matter, and
mathematical expressions of abstract principles. See MacKay Radio & Tel. Co.
v. Radio Corp., 306 U.S. 86, 94 (1939) (same for mathematical expressions);
Rubber Tip Pencil Co. v. Howard, 87 U.S. (20 Wall.) 498, 507 (1874) (ideas not
patentable subject matter); O'Reilly v. Morse, 56 U.S. (15 How.) 62, 112-13
(1853) (same for laws of nature); In re Russell, 48 F.2d 668, 669 (C.C.P.A. 1931)
(same for printed matter).
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In the 1981 case of in Diamond v. Diehr,67 the Supreme
Court, for the first time, found computer software patentable.
Although earlier decisions considered computer software as
mathematical algorithms," Diamond v. Diehr represented
the turning point for the patentability of computer software.69
The invention in Diamond regarded a process for curing syn-
thetic rubber, which included the use of a mathematical algo-
rithm and a programmed digital computer to improve the
method for molding rubber products." Because the invention
used a mathematical algorithm in a computer as part of the
invention, and thus not as the invention itself, the Court
deemed the invention patentable despite the presence of a
computer program." Accordingly, since 1981, the submission
of patent applications for computer software to the United
States Patent and Trademark Office has increased dramati-
cally."
In contrast to copyright law, where the regional circuit
courts of appeals may issue contradictory rulings, a single
circuit court of appeals rules on all appellate matters of pat-
ent law, the Court of Appeals for the Federal Circuit." The
67. 450 U.S. 175 (1981).
68. In Gottschalk v. Benson, 409 U.S. 63, 65 (1972), the Supreme Court first
considered whether a computer program qualified for patent protection. The
program at issue converted binary-coded decimal numerals into pure binary
numerals. Id. Finding no patentable subject matter in the program, the Su-
preme Court deemed the computer program a mathematical algorithm, estab-
lishing the definition of a mathematical algorithm as "[a] procedure for solving
a given type of mathematical problem." Id. Then, in Parker v. Flook, 437 U.S.
584, 585 (1977), the Court considered a method for updating alarm limits on
process variables during the catalytic conversion of hydrocarbons. Although
the Court found the method distinguishable from a strict mathematical algo-
rithm, the Court nevertheless deemed the method as ineligible patentable sub-
ject matter. Id.
69. Patrick E. Beck, Patent Policy + Protection of Inventor's Rights = The
Patentability of Mathematical Algorithms, 17 DAYTON L. REV. 181, 192 (1991).
70. Diamond, 450 U.S. at 188.
71. Id. at 187-88. See generally David A. Blumenthal, Supreme Court Sets
Guidelines for Patentability of Computer Related Inventions-Diamond v.
Diehr, 63 J. PAT. OFF. Soc'Y 117, 122 (1981).
72. D. Lee Antton & Theodore A. Feitshans, Is the United States Automat-
ing a Patent Registration System for Software?: A Critical Review of Informa-
tion Management in the U.S.P.T.O., 72 J. PAT. & TRADEMARK OFF. SoC'Y 894,
899-900 (1990).
73. WILSON COWEN ET AL., THE UNITED STATES COURT OF CLAIMS, A
HISTORY, PART II, ORIGIN-DEVELOPMENT--JURISDICTION, 1855-1978
(Committee on the Bicentennial of Independence and the Constitution of the
Judicial Conference of the United States) (1976). Prior to 1982, the federal ap-
pellate structure for patent appeals mirrored the structure for copyright ap-
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rulings of this court of appeals initially seemed just as diver-
gent as those of the Supreme Court,74 but in the 1994 en banc
decision of In re Alappat,75 the Federal Circuit resolved many
of the issues regarding the patentability of computer software
as a mathematical algorithm."6
In Alappat, the court held that if the invention as a
whole indicate structure, then it is patentable, even though it
peals. Id. However, in the Federal Courts Improvements Act of 1982, 28
U.S.C. § 171 et. seq. (1994), Congress abolished that system and created the
Court of Appeals for the Federal Circuit. Fed. Ct. Improvement Act, 96 Stat.
25. That court adopted the precedent of its two predecessors, the United States
Court of Claims and the United States Court of Customs and Patent Appeals
(CCPA). Id.
74. Based on three cases from the CCPA, the Federal Circuit initially ap-
plied the Freeman-Walter-Abele test. See In re Abele, 684 F.2d 902 (C.C.P.A.
1982); In re Walter, 618 F.2d 758 (C.C.P.A. 1980); In re Freeman, 573 F.2d 1237
(C.C.P.A. 1978). This two-part test considered first, whether a claim in the
patent directly or indirectly recites an algorithm, and second, if a claim recites
an algorithm, then whether the claim in its entirety (thus, considering struc-
tural relationships between physical elements) wholly preempts that algorithm.
Freeman, 573 F.2d at 1245-47; Walter, 618 F.2d at 767; Abele, 684 F.2d at 906-
07. The court purportedly retreated from this test, however, in Arrhythmia Re-
search Tech., Inc. v. Corazonix Corp., 958 F.2d 1053 (Fed. Cir. 1992). The pat-
ent in that case claimed merely a process to measure and analyze signals from
the heart in order to detect the condition tachycardia. Arrhythmia, 958 F.2d at
1054. Although the court deemed the claim akin to a pure algorithm, and al-
though there was no explicit structure to the claim, the court nevertheless
found the claim patentable, deeming the connection to the heart beat as a suffi-
cient tangible physical event for patentability. Id. at 1058-60. In later cases,
however, the court seemed to return to the Freeman-Walter-Abele test. One
seeming application of the test occurred in In re Lowry, 32 F.3d 1579, 1580
(Fed. Cir. 1994). The patent claimed nothing more than a data structure in
memory. Id. at 1580. Although the court suggested that the data structure
was an algorithm, the court apparently determined that its presence in memory
constituted sufficient structure for patentability: this conclusion can only be
guessed because the issue was not patentability but obviousness. See generally
In re Lowry, 32 F.3d 1579 (Fed. Cir. 1994). In a later case, the Freeman-Walter-
Abele test came under greater scrutiny in In re Wammerdam, 33 F.3d 1354,
1359 (Fed. Cir. 1994). Again, the issue was not patentability, but indefinite-
ness, yet the court again allowed a patent claim to a software process (bubble
hierarchies for collision avoidance on a robot system) contained in a memory.
Wammerdam, 33 F.3d at 1361. Yet, because the memory apparently gave some
"structure" to the claims, the Freeman-Walter-Abele test seemed to survive.
For a case history of the Freeman-Walter-Abele test, see generally Stephen C.
Durant, Patents in Cyberspace: Impact of Recent Federal Circuit Decisions, 12
COMPUTER LAW. 1 (1995).
75. 33 F.3d 1526 (Fed. Cir. 1994) (en banc).
76. In Alappat, the Federal Circuit considered the issue of the patentability
of computer software en banc; that is, all the judges of the court considered and
ruled on this important question, a procedural requirement for establishing
new law inconsistent from previous rulings of the past. South Corp. v. United
States, 690 F.2d 1368, 1370 n.2 (Fed. Cir. 1982).
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may claim nothing more than software.77 But Alappat did not
expressly address the patentability of computer software
alone; that is, without any reference to a computer, memory,
or other form of "structure."78 The resolution of this issue
was to be one of the most important rulings of the Federal
Circuit, 9 but in 1995, this issue was made moot by the pro-
posal and eventual issuance of new guidelines for the exami-
nation of computer-implemented inventions by the Patent
and Trademark Office. ° For purposes of examination, these
77. Leon R. Turkevich, In re Alappat: The End of 'Mathematical Algorithm'
Confusion?, 11 COMPUTER LAW. 1, 6 (1994) (citing Alappat, 33 F.3d 1526 (Fed.
Cir. 1994)(en banc)). In Alappat, the patent claim involved a computer process
(a rasterizer used to create smooth waveform display on a digital oscilloscope)
utilized by a computer. Id. at 3-4. Thus, the claim had no structure other than
a mere reference to use on a computer. Id. In a clear abandonment of the
Freeman-Walter-Abele test, which required an express indication of structure,
the court found the claim patentable based on the mere mention of structure (in
this case, a general purpose computer) in the specification, which the court con-
sidered under 35 U.S.C. § 112 6, due to the means-plus-function nature of the
claims. Id. at 5-6.
78. See Marc E. Brown, Patent Pending?: Is Computer Software Patent-
able?, SOFTWARE MAGAZINE, Jan. 1996, at 6 ("It is only wishful thinking to re-
gard [Alappat] as paving the way for the patentability of computer software.");
see Peter J. Ayers, Interpreting In re Alappat with an Eye Towards Prosecution,
76 J. PAT. & TRADEMARK OFF. Soc'Y 741, 742 n.5 (1994) ("The court also left
lingering questions about the patentability of pure software inventions," that is,
"inventions in which the preferred embodiment is software executable by a gen-
eral purpose programmable computer and which cannot practically be imple-
mented in hardware."). Indeed, in a case following Alappat, one panel of the
Federal Circuit demonstrated its hesitance to fully reject the Freeman-Walter-
Abele test in In re Trovato, 42 F.3d 1376, 1383 (Fed. Cir. 1994) and, thus, to
fully adopt the Alappat reasoning. In that case, the court issued a ruling re-
jecting the computer software claims as nonpatentable subject matter, distin-
guishing the case from Alappat because the claims were not means-plus-
function and thus did not incorporate the structure of the specification. Id. For
a stinging criticism of the Trovato decision, see James R. Goodman et al., To-
ward a Fact-Based Standard for Determining Whether Programmed Computers
and Patentable Subject Matter: The Scientific Wisdom of Alappat and Igno-
rance of Trovato, 77 J. PAT. & TRADEMARK OFF. SocY 353, 355-67 (1995).
79. See Richard H. Stern, Solving the Algorithm Conundrum: After 1994 in
the Federal Circuit Patent Law Needs a Radical Algorithmectomy, 22 AM.
INTELL. PROP. Q.J. 167, 208 (1994) (describing the frustration experienced by
the patent bar over the divergent and seemingly inconsistent opinions of the
Federal Circuit regarding the patentability of computer software).
80. The question of the patentability of pure software was proffered to the
Federal Circuit in In re Beauregard, 53 F.3d 1583 (Fed. Cir. 1995). But due to
the introduction of the proposed new guidelines for the patentability of com-
puter software, the Patent and Trademark Office withdrew the appeal, ex-
plaining that it would no longer reject patent claims based on the "printer mat-
ter" exception in the context of 35 U.S.C. § 101. See David L. Stewart,
Patenting of Software, Proposed Guidelines and the Magic Dividing Line that
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guidelines require a presumption that pure computer soft-
ware should be presumed patentable if within one of the
categories of statutory subject matter.8'
As with claims against the government for copyright in-
fringement in the context of government procurement, claims
against the government for patent infringement also occur
only in the Court of Federal Claims, with appeal to the Court
of Appeals for the Federal Circuit.82
3. Trademark Law
Unlike copyrights and patents, the Constitution does not
explicitly require Congress to provide protection for trade-
marks.83 Nevertheless, as instituted by Congress under the
Trademark Act of 1946 ("the Lanham Act"),84 trademark law
provides important protection not only for words, phrases,
and symbols, but also for drawings, logos, and distinctive fea-
Disappeared, 77 J. PAT. & TRADEMARK OFF. SoC'y 681, 681-82 (1995); see also
Robert C. Laurenson, Computer Software "Articles of Manufacture" Patents, 77
J. PAT. & TRADEMARK OFF. SOC'Y 811, 816-18 (1995) (describing the state of the
law regarding the patentability of computer software until the proposal of the
software guidelines). For an excellent discussion of the new software guide-
lines, see Ronald S. Laurie & Joseph K. Siino, A Bridge over Troubled Waters?:
Software Patentability and the PTO's Proposed Guidelines (Part 1), 12
COMPUTER LAw. 6 (1995); Ronald S. Laurie & Joseph K. Siino, A Bridge over
Troubled Waters?: Software Patentability and the PTO's Proposed Guidelines
(Part II), 12 COMPUTER LAW. 18 (1995). The PTO issued the final guidelines in
January 1996. See Stephen A. Becker, Preparing Applications Under the New
Guidelines, 13 COMPUTER LAW. 10, 11 (1996) (describing the effect of the new
computer software guidelines on the patentability of computer software); cf.
Lance L. Vietzke, Patent Protection for Computerized Business Methods, 6
COMPUTER LAW. 6 (1995) (discussing another possible problem left after the
resolution of the mathematical algorithm exception in the patentability of com-
puter software, the "business methods exception"); Laurenson, supra, at 822-23
(noting the possibility of the same problem for a rejection based on the "printed
matter exception" in the context of 35 U.S.C. § 103).
81. Laurenson, supra note 80, at 823.
82. 28 U.S.C. § 1498(a) (1994); see generally Lionel M. Lavenue, Patent In-
fringement against the United States and Government Contractors under 28
U.S.C. § 1498 in the United States Court of Federal Claims, 2 INTELL. PROP.
L.J. 389 (1995) (describing the history and present application of the statutes
and regulations authorizing patent infringement suits against the government).
83. See Trade-Mark Cases, 100 U.S. 82, 85-86 (1879) (describing how Article
I, Section 8, Clause 8 of the Constitution makes no provision for trademarks).
Trademark law exists pursuant to the authority of Congress to make laws un-
der the Commerce Clause of the Constitution. Truck Equipment Serv. Co. v.
Fruehauf Corp., 536 F.2d 1210, 1214-15 (8th Cir.), cert. denied, 429 U.S. 861
(1976).
84. Lanham Act, 15 U.S.C. § 1127 (1994).
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tures of a product's packaging. 85 As with patents, one secures
a trademark by submission of an application to the Patent
and Trademark Office.86 Trademarks are socially and eco-
nomically important tools allowing consumers to identify the
source of a product's origin, and depending upon their experi-
ence with a manufacturer, to seek out or avoid buying the
goods again."
Another concept in trademark law, trade dress, extends
certain protections to the total image of a project, including
the size, shape, color or color combinations, texture, and
graphics.88 Yet, while a trademark may pertain to the name
of computer software as well as to the packaging of the soft-
ware, the law remains in flux whether "trade dress" extends
protection to the nonliteral, or even literal, elements of a
computer program.89 Nevertheless, following the Supreme
Court's decision in Two Pesos, Inc. v. Taco Cabana, Inc., °
85. Id. Congress enacted the Lanham Act in 1946 to regulate trademarks.
Trademark (Lanham) Act of 1946, ch. 540, 60 Stat. 427 (codified as amended at
15 U.S.C. §§ 1051-1127 (1994)). Congress enacted the Trademark Law Revision
Act of 1988, Pub. L. No. 100-667, 102 Stat. 3935 (codified at 15 U.S.C. §§ 1051-
1127 (1994)) to bring the Lanham Act into conformance with current business
practices. S. Rep. No. 515, 100th Cong., 2d Sess. 1, 4 (1988), reprinted in 1988
U.S.C.C.A.N. (102 Stat. 3935) 5577, 5580. The legislative history accompanying
the 1988 amendments to the Lanham Act explain that the revisions prohibit
the infringement of unregistered marks, blatant imitations of trade dress and
nonfunctional configurations of goods, and false advertising. Id. at 40, re-
printed in 1988 U.S.C.C.A.N. (102 Stat. 3935) 5603.
86. 15 U.S.C. § 1051(b) (1994). To obtain a trademark, the applicant must
submit an application claiming that no other person or entity is authorized to
use the mark. Id. The application must certify that the mark: (1) meets the
definition of a trademark under the Act, (2) is in actual use in interstate com-
merce, (3) is "affixed" to the goods, and (4) is not barred from registration by
the Act. Id. § 1052.
87. 1 J. THOMAS MCCARTHY, MCCARTHY ON TRADEMARKS AND UNFAIR
COMPETITION § 2.06, at 2-30 (3d ed. 1992).
88. See generally Willajeanne F. McLean, The Birth, Death, and Renais-
sance of the Doctrine of Secondary Meaning in the Making, 42 AM. U. L. REV.
737 (1993) (describing trade dress protection under the Lanham Act).
89. See generally Lauren F. Kellner, Comment, Trade Dress Protection for
Computer User Interface "Look and Feel," 61 U. CHI. L. REV. 1011, 1016 (1994).
90. 505 U.S. 763 (1992). In Two Pesos, the Supreme Court explained that
certain types of dress may be so distinctive that trade dress protection incurs.
Id. at 768. The subject of dress in the case involved the adornments of a Mexi-
can restaurant. Id. at 764. One restaurant utilized an atmosphere with a rug-
ged outdoor look, colored lights, and Mexican motifs, and when another restau-
rant attempted to utilize a similar trade dress, the former alleged trade dress
infringement. Id. at 764-65. The infringement allegation was sustained, and
the Supreme Court affirmed the finding. Id. at 770. Ruling that, if the "total
image" of a product produces unexpected visual image of the particular product,
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some scholars have suggested that trade dress constitutes a
perfect method for protecting the user interface of computer
software."
In contrast to copyright infringement and patent in-
fringement suits against the United States, there is presently
no statutory authority to sue the United States for trade-
mark infringement.92 Nevertheless, if trade dress becomes a
common form of intellectual property protection for computer
software, the need may arise to allow suit against the gov-
ernment for trademark infringement.93 If any trademark ac-
tion exists against the Government, the action would only
arise in the Court of Federal Claims, with appellate jurisdic-
tion to the Court of Appeals for the Federal Circuit.94
4. Trade Secret Law
As with trademarks, trade secrecy laws are not required
that trade dress may be distinctive and not generic. Id.
91. As in Two Pesos, a similar use of the trade dress analysis in trademark
law could protect the "total image" that a computer software product's user in-
terface conveys. See, e.g., George Likourezos, Trademark Law in the Computer
Age: Applying Trademark Principles to the "Look and Feel" of Software, 77 J.
PAT. & TRADEMARK OFF. Soc'Y 451, 471-74 (1995); Steven Schortgen, Note,
"Dressing" Up Software Interface Protection: The Application of Two Pesos to
"Look and Feel," 80 CORNELL L. REV. 158, 160-61 (1994). Some trademark
practitioners cannot understand the absence of trademark applications for
computer program screens, given the broader subject-matter areas encom-
passed by trade dress. Norm D. St. Landau, Address to the District of Colum-
bia Bar Association, on Trade Dress: The Future of Screen Display and User
Interface Protection 3 (Feb. 16, 1995). Noting that, because trade dress has
been extended to packaging (bottle labels), publication covers (appearance of
magazine cover), product containers, product configurations (shape of a tablet),
and business styles (restaurant decor), trade dress protection for user inter-
faces would seem the next logical step. Id. at 3-5
92. There currently exists no st atutory authority for the owner of a trade-
mark to sue the government for trademark infringement. Yet, there has been
very little reason for the government ever to require the use of a trademark.
Some of the only exceptions include the protection of marks such as "Smokey
the Bear" or "Woodsy the Owl," which are statutory trademarks. See 16
U.S.C. § 580p-4 (1994).
93. For an action against the United States, however, federal courts require
an explicit waiver of sovereign immunity. Irwin v. Department of Veterans Af-
fairs, 498 U.S. 89, 95-96 (1990).
94. Lockridge v. United States, 218 Ct. Cl. 687, 689 (Cl. Ct. 1978). In
Lockridge, the Court of Claims recognized that, if a trademark action is con-
tained within another action over which the court has jurisdiction, the court
may take jurisdiction over the trademark action. Id. If any trademark action
were to arise in the Court of Federal Claims, it would seem that, in the absence
of explicit authority, such as for patent and copyright infringement, only a
Lockridge action would exist.
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by the Constitution." Indeed, trade secrecy laws are imple-
mented by state, not federal, law.96 These laws protect ideas,
concepts, and information used in business not generally
known to the public that provides a business advantage to
the owner of the information.97 For entitlement to a trade se-
cret, the owner need not keep the information an actual se-
cret but only provide reasonable steps to ensure its confiden-
tiality." If successfully maintained, a trade secret entitles
95. The law of trade secrets traces to Prince Albert v. Strange, 64 Eng. Rep.
293 (V.C. 1848), affd 41 Eng. Rep. 1171 (Ch. 1849), 79 Rev. Rep. 307 (1849).
See generally AMEDEE E. TURNER, THE LAW OF TRADE SECRETS (1962).
96. 12 ROGER M. MILGRIM, MILGRIM ON TRADE SECRETS § 5.02 (1993). De-
spite the nature of trade secrets as akin to property, the various trade secrecy
laws of the states find their origins in the law of tort. Gregory M. Wasson,
Misappropriation of Trade Secrets Under the Restatement of Torts, 14 AM. JUR.
PROOF OF FACTS 3D 619, 629-30 (1991). For many years, scholars attempted to
discern whether proprietary information maintained by a company in secret
constituted property, in the sense of intellectual property, and in the 1970's, the
Supreme Court explained that the simple information that a company indeed
possesses constitutes "property." Ruckelshaus v. Monsanto Co., 467 U.S. 986,
1003-04 (1984). Thus, although not addressed by the Court, if the data incum-
bent in these technologies constitute property, then they comprise matters
subject to intellectual property law. Pamela Samuelson, Information as Prop-
erty: Do Ruckelshaus and Carpenter Signal A Changing Direction in Intellec-
tual Property Law?, 38 CATH. U.L. REV. 365 (1989). For an analysis of the need
for a federal trade secrecy law, see generally Christopher R. J. Pace, The Case
for a Federal Trade Secrets Act, 8 HARV. J.L. & TECH. 427, 442-56 (1995).
97. The most common definition of a trade secret appears in the Restate-
ment of Torts:
[A trade secret] differs from other secret information in a business
(see § 759) in that it is not simply information as to single or ephem-
eral events in the conduct of the business as, for example, the amount
or other terms of a secret bid for a contract or the salary of certain em-
ployees, or the security investments made or contemplated, or the date
fixed for the announcement of a new policy or for bringing out a new
model or the like. A trade secret is a process or device for continuous
use in the operation of a business.
RESTATEMENT (SECOND) OF TORTS § 757 (1939). Note that the Restatement
(Second) of Torts does not contain reference to trade secrets, as that topic is
covered in the Restatement (Third) of Unfair Competition. RESTATEMENT
(SECOND) OF TORTS, introductory note to Division Nine (1979); RESTATEMENT
(THIRD) OF UNFAIR COMPETITION §§ 39-45 (1995). Nevertheless, the above
quoted definition is the most cited reference for trade secrecy law. MELVIN F.
JAGER, TRADE SECRETS LAw § 3.01[1], at 3-4 (1994). The second most refer-
enced source of trade secrecy law is the Uniform Trade Secrets Act ("UTSA").
Uniform Trade Secrets Act commentary, 14 U.L.A. 433 (1990).
98. RESTATEMENT (SECOND) OF TORTS § 757 cmt. b (1939). Because a trade
secret was not traditionally considered property, it could not be possessed. Id.
at 757(a). Instead, trade secrecy laws only provide a means of prohibiting the
acquisition of such information by improper means, such as industrial espio-
nage or through unauthorized use by a licensee. Uniform Trade Secrets Act
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the owner to possession and use of the proprietary informa-
tion and to protection against appropriation of the trade se-
cret by nefarious or unfair means.9 9
Although most states consider the misappropriation of
trade secrets a civil matter, more and more states are begin-
ning also to recognize criminal sanctions for the improper
appropriation of trade secrets.'00 These sanctions are par-
ticularly relevant to computer companies because trade se-
crecy provides a particularly advantageous means of protec-
tion for computer software because software may be licensed
and distributed without disclosure of the actual code. 10' In
the realm of federal procurement, however, the application of
state civil trade secrecy laws against the federal government
posits an improbable event, since the application of criminal
trade secrecy laws against the federal government represents
an impossibility. 2 Thus, if the government releases such in-
formation, federal law, and not state law, must be found to
authorize suit against the government (i.e., for the wavier of
sovereign immunity).0 3
If the government discloses trade secrets, the most likely
commentary, 14 U.L.A. 433 (1990). A trade secret ends as soon as the valuable
information becomes public knowledge or at least general knowledge in the
trade or business. Kewanee Oil Co. v. Bicron Corp., 416 U.S. 470, 475 (1974).
See generally ARTHUR H. SEIDEL, WHAT THE GENERAL PRACTITIONER SHOULD
KNOW ABOUT TRADE SECRETS AND EMPLOYMENT AGREEMENTS § 1.01(e) (2d ed.
1984) (describing the practicalities of trade secrets in commercial business
transactions).
99. David R. Macdonald, Know-How Licensing and the Antitrust Laws, 62
MICH. L.R. 351, 355 (1964). Notably, in trade secret law, nothing prohibits the
determination of the information by independent means, such as reverse engi-
neering or independent discovery. David D. Friedman et al., Some Economics
of Trade Secret Law, 5 J. ECON. PERSPECTIVES 61, 62 (1991).
100. Derek P. Martin, Comment, An Employer's Guide to Protecting Trade
Secrets from Employee Misappropriation, 1993 BYU L. REV. 949, 963 (1993).
Injunctive relief also comprise an available remedy. Id.
101. See Dan L. Burk, Misappropriation of Trade Secrets in Biotechnology
Licensing, 4 ALB. L.J. SCI. & TECH. 121, 128 (1994) (describing the utility of
trade secrecy for the sale of chemical products for which the process remains a
secret); see also Marc T. Kretschmer, Copyright Protection for Software Archi-
tecture: Just Say No!, 1988 COLUM. BUS. L. REV. 823 (advocating the protection
of software architecture by trade secret law).
102. C. JACOBS, ELEVENTH AMENDMENT AND SOVEREIGN IMMUNITY 7, 151-53
(1972).
103. The common law doctrine of sovereign immunity in the United States
developed from the English tenant of sovereign immunity, premised on the
maxim that "the King can do no wrong." Id. at 7. In its present form, the doc-
trine prevents suits against the federal government and its agencies unless the
government has consented to the action. Id. at 151-53.
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source of jurisdiction over a claim against the government for
this misappropriation is under the Fifth Amendment.o 4 Al-
though such an action would not arise under specific statu-
tory authority as in copyright or patent suits against the gov-
ernment, the forum is the same, in the Court of Federal
Claims, with appeals to the Court of Appeals for the Federal
Circuit.' Thus, while trade secret law generally involves is-
sues of law from various states, any Fifth Amendment claim
against the federal government for the disclosure of trade se-
crets would rely upon a single body of federal law, although
the Court of Federal Claims would most likely rely upon the
trade secret law of the state where the express or implied
contract arose between the contracting entity and the gov-
ernment."'
5. Mask Works
A nontraditional form of intellectual property protection
includes the sui generis federal statutory protection afforded
to "mask works" fixed in semiconductor chips under the
104. "[N]or shall private property be taken for public use without just com-
pensation .... U.S. CONST. amend. V. Under Ruckelshaus v. Monsanto Co.,
467 U.S. 986, 1001-04 (1984), trade secrets constitute property for purposes of
the Fifth Amendment, and the Fifth Amendment provides a remedy for the
taking of property by the government. James R. McKown, Taking Property:
Constitutional Ramifications of Litigation Involving Trade Secrets, 13 REV.
LITIG. 253, 263 (1994); David G. Oberdick, Comment, The Taking of Trade Se-
crets: What Constitutes Just Compensation?, 48 U. PITT. L. REV. 247, 247-48
(1986); see also Note, Trade Secrets in Discovery: From First Amendment Dis-
closure to Fifth Amendment Protection, 104 HARV. L. REV. 1330, 1331 (1991)
(arguing that, if discovery compels the disclosure of trade secrets, the Fifth
Amendment should allow the recovery of full and entire compensation for such
a taking of private property).
105. 28 U.S.C. § 1491 (1994). Note that the Trade Secrets Act, 5
U.S.C. § 1905 (1994), which is a federal criminal statute providing sanctions for
violation, is different from the Uniform Trade Secrets Acts ("UTSA"), which is a
proposed draft for uniform state application of trade secrecy law. See Chrysler
Corp. v. Brown, 441 U.S. 281, 317 (1979) (explaining that a district court has
jurisdiction over violations of the Trade Secret Act). See also Jonathan Band
and William Leschensky, New US Law Hits at Foreign Theft of Trade Secrets,
IP WORLDWIDE, Jan/Feb. 1997, at 17 (describing the new federal statute, the
Economic Espionage Act of 1996 ("EEA"), 18 U.S.C. § 1831-1839 (West Supp.
1996), which provides criminal punishment for the theft of trade secrets). For
text of the UTSA, see generally PAUL GOLDSTEN ET AL., UNFAIR COMPETITION,
TRADEMARK, COPYRIGHT & PATENT 33-37 (1996).
106. John C. Janka, Comment, Federal Disclosure States and the Fifth
Amendment: The New Status of Trade Secrets, 54 U. CHI. L. REV. 334, 338 n.21
(1987).
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Semiconductor Chip Protection Act of 1984 ("SCPA"). °7 A
mask work is "a series of 'masks' whereby, using photo-
graphic depositing and etching techniques, layers of metallic,
insulating, and semiconductor material are deposited in the
desired pattern on a wafer of silicon. This set of masks is
called a 'mask work,' and is part of the semiconductor chip
product., 118  The SCPA guarantees specific protection for
these works and provides definite avenues of redress in case
of infringement. 9 If the Government infringes a mask work,
or requires its infringement through federal procurement, the
remedy is not under the terms of the SCPA but, like all
claims against the government, the sole remedy is suit in the
United States Court of Federal Claims, with appeal to the
Court of Appeals for the Federal Circuit."'
B. A Nontraditional Form of Intellectual Property Protection
The rapid creation of new innovations in IS and IT has
led to problems in ensuring complete legal protection for
these new technologies."' In the realm of computer software,
as depicted in Figure 1, the traditional forms of intellectual
property provide three types of protection, either a patent,
copyright, and/or trade secret to the technology."2 Thus, if a
107. Semiconductor Chip Protection Act of 1984 ("SCPA"), 17 U.S.C. §§ 901-
914 (1994); see generally Brooktree Corp. v. Advanced Micro Devices, Inc., 977
F.2d 1555, 1561-62 (Fed. Cir. 1992) (describing the federal protection extended
to the mask works of semiconductor chips).
108. 17 U.S.C. § 902(a)(1) (1994).
109. To obtain a mask work, the owner must register the work with the
Copyright Office within two years of the date of commercial use, 17
U.S.C. § 908(a), which gives rise to a mask work right for a term of ten years.
Id. § 904. A mask work right entails three exclusive rights: the right to repro-
duce the work, the distribution right, and the right to prohibit contributory in-
fringement. Id. § 905. Remedies for mask works infringement include actual
damages or statutory damages as well as attorney fees and costs. Id. § 911 (a),
(e), (f). For an overview of the Act, see generally Robert W. Kastenmeier & Mi-
chael J. Remington, The Semiconductor Chip Protection Act of 1984 and Its Les-
sons: A Swamp or Firm Ground?, 70 MINN. L. REV. 417, 437-38 (1985).
110. 28 U.S.C. § 1498(e) (1994).
111. William E. Schuyler, Jr., Protecting Property in Computer Software, in
THE LAW OF SOFTWARE: 1969 PROCEEDINGS H-1, H-2 (Computers-in-Law Insti-
tute, National Law Center, George Washington University 1969).
112. A company may also seek a trademark, but except for trade dress pro-
tection, the trademark does not generally pertain to the content or substance of
the computer software. DICK H. BRANDON & SIDNEY SEGELSTEIN, DATA
PROCESSING CONTRACTS: STRUCTURE, CONTENTS, & NEGOTIATION 56-57
(1976).
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company develops a computer software product, the company
may seek a patent, if the software qualifies as a patentable
invention; a copyright, if the company wishes to protect that
single expression of the software; and/or a trade secret, if the
company maintains the software as proprietary
information."3 Generally, one or more of these options are
available for computer software, but in each case, the form of
intellectual property protection only applies to a specific
feature-if a patent, the invention (not the idea) or if a
copyright, the expression (again not the idea)."' In addition,
for many components of the computer software, most
predominately the user interface, there is only limited
intellectual property protection.'1'5
113. Daniel C. Munson, The Patent-Trade Secret Decision: An Industrial
Perspective, 56 J. PAT. & TRADEMARK OFF. SoC'Y 689, 692 (1996). The types of
intellectual property may overlap, as a patent to an invention would not pro-
hibit a copyright to the expression of a computer program, or the copyright of a
software product would not prohibit a trade secret to a source code algorithm
only represented in the computer software as object code.
114. Id.
115. The uncertainty surrounding the scope of copyright protection for com-
puter software, and thus the copyrightability of the user interface, has led to
much scholarship on whether copyright law is an appropriate source of intellec-
tual property law. Compare Lionel M. Lavenue, Lotus Corp. v. Borland Int'l:
Copyrightability of the User Interface in Computer Software in the United
States and in the International Realm, 7 AM. U. J. INT'L L. & POLy 289 (1992)
Figure 1 - Universe of Computer Software
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The legal protection for IS and IT presents an even more
difficult prospect in terms of traditional intellectual protec-
tion due to the nature of this technology." 6 Almost all IS and
IT rely on some sort of data compilation, or database."7 For
example, the users of the Internet frequently wish to locate
the e-mail addresses of friends, family, or business associates
but do not have access to the specialized Internet address. In
response to this need, several entrepreneurs created Internet
sites with the capability to assist users in locating e-mail ad-
dresses, including BigBook, Four, and WhoWhere." 8 In the
development of each of these sites, the makers of these data-
bases expended time, effort, and money to collect and assem-
ble the largest possible compilation of e-mail addresses.
Nevertheless, despite the novelty and work behind these ef-
forts, these Internet sites represent one type of information
system for which the traditional intellectual property laws
prove inept because there would be no intellectual property
protection for the content of the database."9 In this example,
a patent would not be an option in the absence of an inven-
(presenting an optimistic perspective of copyright for user interface), with John
M. Walker et. al, Copyright Protection: Has Look & Feel Crashed?, 11
CARDOZO ARTS & ENT. L.J. 721, 726 (1993) (presenting a more pessimistic view
of copyright for user interface). On the one hand, some copyright scholars, in-
cluding Professor Jane Ginsburg, contend that copyright provides the more apt
means of protection for computer software. See, e.g., Jane C. Ginsburg, Four
Reasons and a Paradox: The Manifest Superiority of Copyright over Sui generis
Protection of Computer Software, 94 COLUM. L. REV. 2559 (1994); Frederick R.
Warren-Boulton et al., Point: Copyright Protection of Software Can Make
Sense, 12 COMPUTER LAW. 10 (1995). On the other hand, other copyright schol-
ars, including Professor Pamela Samuelson, have called for an entirely new le-
gal regime for the protection of computer software. Pamela Samuelson, Coun-
terpoint: An Entirely New Legal Regime Is Needed, 12 COMPUTER LAW. 11
(1995); see generally Pamela Samuelson Toward a Third Intellectual Property
Paradigm: A Manifesto Concerning the Legal Protection of Computer Pro-
grams, 94 COLuM. L. REV. 2308 (1994).
116. Hilary E. Pearson, Computer Databases: Copyright and Other Protec-
tion, THE LAW AND BUS. OF COMPUTER SOFTWARE § 22.00, at 22-1 (D.C. Toedt
III ed. 1990).
117. Id.
118. See, e.g., BigBook, (visited Nov. 14, 1997) <http://www.bigbook.com>;
Four1l, (visited Nov. 14, 1997) <http://www.four.com>; WhoWhere, (visited Nov.
14, 1997) <http://www.whowhere.com>.
119. In practice, these Internet sites protect their work product in their da-
tabases by restricting access to their data compilations based on specific search
criteria. Nevertheless, hypothetically, with numerous searches, one could ex-
cise the entire content of the database, and because no intellectual property
rights allow protection for the database content, such an action would not be
preventable.
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tion, a copyright may exist for the computer software that
controls the sites but not for the content of the compilation of
e-mail addresses, and because the data is made available to
the public over the Internet, there would be no capability to
claim a trade secret in the information.
120
Due to the difficulties involved in protecting databases,
most companies relegate the protection of IS and IT to the
trade secrecy laws.'21 As defined above, a trade secret may
include almost anything of importance, from an industrial ac-
tivity to corporate database information,'22 and is protected
simply by maintaining the confidentiality of the thing of im-
portance.'23 For example, one of the oldest trade secrets in
existence is the formula for Coca-Cola. 24 Known only to two
persons at the company, the Coca-Cola Corporation has suc-
cessfully maintained this trade secret for more than 100
years. ' Yet, in contrast to a specific formula, the issues that
arise dealing with IS and IT frequently deal with data, and to
profit from data, one must generally allow public access and
use of the information. ' However, the public use of trade se-
crets threatens its secrecy status and thus this form of legal
120. Information systems and information technology frequently comprise
data that may be classified neither as an invention or as a creative writing.
Jane C. Ginsburg, Creation and Commercial Value: Copyright Protection of
Works of Information, 90 COLUM. L. REV. 1865, 1866 (1990). The data merely
represents data arrangements, compilations, or organizations, for which the
courts have generally not extended intellectual property protection. Id.
121. Richard R. Nelson, Intellectual Property Protection for Cumulative Sys-
tems Technology, 94 COLUM. L. REV. 2674, 2675 (1994).
122. MILGRIM, supra note 44, § 1.01, at 1-4 n.2. A trade secret in industrial
activities may include the typical secret processes, machines, know-how, and
industrial ideas and the atypical nonindustrial ideas, such as advertising
schemes, plots for novels, or themes for computer programs. Id. at 12. A trade
secret may also include simple information, such as customer lists. Id. at 13.
123. Id. at 175. Notably, one cannot simply classify a thing of importance as
a secret and thereby render the item a trade secret. Id. To obtain and main-
tain a trade secret, there must be clear efforts made to protect the confidenti-
ality of the thing of importance. Id. at 179. If the proper precautions are not
taken, then a disclosure is said to have occurred, the confidentiality is lost, and
no trade secret ensues. MILGRIM, supra note 44, § 1.01, at 179.
124. Coca-Cola Bottling Co. v. Coca-Cola Co., 107 F.R.D 288, 289 (D. Del.
1985).
125. Id. The measures taken to protect the formula for Coca-Cola include
keeping the identity of these persons secret and prohibiting them from flying
together in the same airplane. Id. See generally MARK PENDERGRAST, FOR
GOD, COUNTRY, AND COCA-COLA: THE UNAUTHORIZED HISTORY OF THE GREAT
AMERICAN SOFT DRINK AND THE COMPANY THAT MAKES IT (1993).
126. Nelson, supra note 121, at 2675-76.
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Figure 2 -Universe of Data
protection.127 In order to account for the public access and
use of proprietary information, but still to maintain the trade
secret, trade secrecy status is generally secured by
contractual relationships.128  For example, if company A
maintains a trade secret in data, and sells computer software
containing the data to company B, in order to secure the
trade secret, company A would have to require company B to
agree by contract to preserve the secrecy of the data."9 Of
course, in some cases, such as the Internet example above, a
company simply cannot maintain the secrecy of information
through contractual conditions. Thus, at least in the
commercial realm, there are only limited means to protect
rights in mere data by trade secret, and for information
systems and technology particularly, these means are
frequently unavailable due to the necessity of public access
and use.
In government procurement law, in contrast, the gov-
ernment has established particularized rules governing com-
puter software specifically as well as other technical data
generally, two areas encompassing all forms of information
127. Id. at 2675.
128. 1142 ROBERT P. BIGLOW, COMPUTER CONTRACTS: NEGOTIATING AND
DRAFTING GUIDE § 14.03[1], at 14-19 (1990).
129. Id. § 14.03[lIb], at 14-26.
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systems and information technology.' ° These rules-the data
rights regulations-define the boundaries of the govern-
ment's right to access and utilize the computer software and
technical data of those who contract with the government
("contractors").' In addition, these rules also describe the
capability and requirements for these contractors to maintain
rights in such data against the government. 132 In contrast to
the traditional forms of intellectual property, the data rights
regulations create an entirely separate and unique form of
protection for the intellectual property, albeit a form only
available under the terms of government contracts.' 33 Yet, if
applicable, the data rights regulations define the govern-
ment's and the contractor's rights to all data depending nei-
ther on patent, copyright, nor trade secret status.
II. SYMPTOM: No RECOGNIGNITION OF TECHNICAL DATA
RIGHTS FOR THE INDICIA OF INFORMATION SYSTEMS AND
TECHNOLOGY FOR COMMERCIAL BUSINESS TRANSACTIONS
In executive circles, it is now fashionable to argue that a
company's real assets are its databases, for ultimately the
information a company holds about its products and its
customers are worth more than any mere production fa-
cilities.
34
Databases are not merely important to the government
and its contractors."' The general public has recently faced
the importance of databases due in large part to the role of
technology allowing the ready accumulation and dissemina-
tion of personal information.'36 For example, in late 1996, the
130. See generally 2 RALPH C. NASH, JR. & LEONARD RAWICZ, INTELLECTUAL
PROPERTY IN GOVERNMENT CONTRACTS: TECHNICAL DATA AND THE FREEDOM
OF INFORMATION ACT 1 (2d ed. 1995).
131. Id.
132. Id.
133. See Ralph C. Nash, Copyright of Computer Programs: How Much Pro-
tection is Possible?, 6 NASH & CIBINIC REP. 1 65, at 168-69 (1992) (comparing
the form of intellectual property protection available to a contractor as against
the government).
134. John Browning, Cyberview: Playing Facts and Loose, SCI. AM., at 30
(June 1996).
135. Almost all known scientific and technical information is made available
through 2800 on-line databases. Martha E. Williams, Electronic Databases,
SCI., Apr. 26, 1985, at 445.
136. Charles W. Joiner, Personal Privacy and Information Technology, in
REPORT ON THE NATIONAL SYMPOSIUM ON PERSONAL PRIVACY AND INFOR-
MATION TECHNOLOGY 2, 2 (1981); see generally AUTHUR R. MILLER, THE
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online database company LEXIS/NEXIS offered a computer
locating service to locate parties in lawsuits, called P-
TRAK.3 7 The service inspired much debate because it al-
lowed access to very personal information, not only names,
addresses, and phone numbers but also social security num-
bers and maiden names.'38 Similar to the issues involving
credit reports, these types of data compilations brought the
importance of databases to the pubic eye.1
3 9
The business community has long realized the critical
role of databases, while the general public has not. 4° The re-
cent proliferation of high technology has emphasized the
need for the legal protection of databases and other technical
data in common commercial business transactions."' For ex-
ample, commercial business transactions, similar to transac-
tions with the government, require legal protection for the
technical data incumbent with the products or services pro-
vided by the business. 42 Typically, this protection has oc-
curred through contractual negotiations and agreement, gen-
erally in the form of license agreements.143 However, the
progress of technology has made contractual restrictions in-
capable of protecting many of the modern products and serv-
ices that rely on computer software, especially IS and IT,""
ASSAULT ON PRIVACY-COMPUTERS, DATA BANKS, AND DOSSIERS (1971)
(discussing the civil liberty concerns of data bases); Alan F. Westin et al., Civil
Liberties and Computerized Data Systems, in COMPUTERS, COMMUNICATIONS,
AND THE PUBLIC INTEREST 150 (1971) (Mark Greenberger ed., 1971).
137. Look For, CONSUMERS DIGEST, Jan./Feb. 1997, at 12.
138. Id. Indeed, the uproar over the scope of information available over P-
TRAK led several Senators to call for new laws to ensure privacy against these
forms of data compilations. Senators Seek FTC Probe of Computer Data Bases,
REUTERS, Oct. 9, 1996, available in the Pointcast Network.
139. Ironically, much of the same information available on P-Trak is cur-
rently available to anyone with a computer and modem via the Internet. Due to
concerns regarding this type of data, the United Kingdom has long provided
strict limitations on the use and dissemination of personal data in databases,
under the Data Protection Act of 1984. Data Protection Act, 1984, Ch. 35
(Eng.). RICHARD SIZER & PHILIP NEWMAN, THE DATA PROTECTION ACT: A
PRACTICAL GUIDE 35-37 (1984). Even the European Community has recently
considered greater protection for private information due to the availability of
access created by electronic databases. EC Proposal Addresses Protection of
Personal Data, 4 No. 3 J. PROPRIETARY RTS. 28, 28 (1992).
140. David Burnham, Data Protection, in THE INFO. TECH. REVOLUTION 546,
546-60 (Tom Forester ed., 1985).
141. Id.
142. Id.
143. See RICHARD MORGAN & GRAHAM STEDMAN, COMPUTER CONTRACTS 3-4
(4th ed. 1991); COLIN TAPPER, COMPUTER LAW 48-52 (3d ed. 1983).
144. See infra Part III.
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and copyright law has been unable to fill the void. 45
Thus, the most evident area of technology with inade-
quate legal protection is databases. Examples of the legal in-
eptitude of traditional intellectual property in dealing with
databases can be found both in recent domestic and interna-
tional case law. One example in the United States deals with
rights in technical data for a database to a telephone direc-
tory. In ProCD, Inc. v. Zeidenberg,4 6 ProCD had invested
millions of dollars to compile a nationwide directory of 95
million business and residential telephone listings and mar-
keted a product on CD-ROM allowing searches on this data-
base. 7 Matthew Zeidenberg purchased several of the CD-
ROMs and provided access to them via the Internet.
48
ProCD sued Zeidenberg for copyright infringement, but citing
Feist Publications, Co. v. Rural Telephone Service Co., the
district court found no infringement because Zeidenberg had
only copied the content of the data compilation, for which
copyright law provides no redress.'19  Although the Seventh
Circuit Court of Appeals later reversed this ruling on other
grounds, the Seventh Circuit affirmed the district court's
ruling that no copyright protection extends to the content of
databases.6 °
The problems with the legal protection for technical data,
however, are not isolated to the United States but also ex-
tend to other countries, particularly countries in the Euro-
pean Community. The United Kingdom and Ireland present
145. Ginsburg, supra note 120, at 1918-22.
146. 908 F. Supp. 640 (W.D. Wis. 1996).
147. Id. The product, Select Phone, was sold at retail with a common shrink-
wrap license agreement. Id. at 650.
148. Id. at 645. Zeidenberg copied the contents of the Select Phone CD-ROM
onto his hard drive, created his own search program, and provided the informa-
tion free of charge over the Internet. Id. at 646. The web site with this infor-
mation received approximately 20,000 hits a day. Id.
149. ProCD, Inc., 908 F. Supp. at 646. The court also considered whether
copying the entire Select Phone CD to a hard drive constituted copyright in-
fringement but ruled to the negative pursuant to the right to make copies of
computer software under 17 U.S.C. § 117. Id.
150. 86 F.3d 1447, 1449 (7th Cir. 1996). The bulwark of the court's decision
dealt with shrinkwrap licenses, with the court surprisingly finding the licenses
enforceable. Id. However, in the second paragraph of the opinion, the court
recognized: "[wie may assume that this database cannot be copyrighted, al-
though it is more complex, contains more information (nine-digit zip codes and
census industrial codes), is organized differently, and therefore is more original
than the single alphabetical directory at issue in Feist Publications, Co. v. Ru-
ral Telephone Service Co." Id. (citation omitted).
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such an example where national copyright law extends to da-
tabases. 5' The copyright laws of these countries extend to
any work requiring the exposition of time, money, or effort,
regardless of the originality of the work.'52 The recent Magill
case presents an illustration."3 The three largest television
broadcasters in the United Kingdom and Ireland maintained
a copyright to the listings of programs appearing on each re-
spective television network and publish separate television
listings.' When an Irish publishing entity appropriated this
information for a combined television directory, the European
Court of Justice ("ECJ") ruled that the Irish publisher was
allowed to use the copyrighted information.'55 In reaching its
hold, the ECJ cited the concept of peut donner lieu a un com-
portement abusif, which essentially means that where a mar-
ket exists unfulfilled, a dominate actor (i.e. the television
broadcasters) may not abuse its legal monopolies by refusing
a market need, even if fulfilled by another (i.e. the Irish pub-
lisher).5 ' Thus, in contrast to American law, British and
Irish law as applied by the ECJ provides legal protection
through copyright to technical data.
Yet, the laws of the various member-states of the Euro-
pean Community are by no means uniform.'57 For instance, a
series of decisions in Germany, also dealing with the rights
that a company maintains over its telephone directories, pre-
sents one of the most striking examples of the means utilized
by competitors to gain access to rights in technical data in
the commercial realm.' In the first case, the names, ad-
151. DAVID I. BAINBRIDGE, INTELLECTUAL PROPERTY 185 (1992).
152. Id.
153. Tanya D. Reagan, The Ascendancy of European Community Law, The
Implications of the Court of Justice Decision in Magill on the Balance Between
National and EC Intellectual Property Law, 25 GA. J. INT'L & COMP. L. 681,
682-83 (1996) (citing Joined Cases C-241/91P and C-242/91P, Radio Telefis
Eireann v. Commission & Independent Television Publications, Ltd. v. Com-
mission (Magill TV Guide Ltd. Intervening), [1995] 4 C.M.L.R. 718 (1995),
available in LEXIS, Intlaw Library, Eccase File).
154. Access to Information, Bus. LAW BRIEF, Apr. 18, 1995, at 4.
155. Id. The three television broadcasters included concerns from both Ire-
land and the United Kingdom. See Magill, [1995] 4 C.M.L.R. 718. As a result,
because a conflict among member-states of the European Community, the ECJ
resolves this dispute. DOMINIK LASOK & P.A. STONE, CONFLICT OF LAWS IN
THE EUROPEAN COMMUNITY 7 (1987).
156. Id.
157. Reagan, supra note 153, at 682-83.
158. For discussion of these German cases, see Gerhard Schricker, Urheber-
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dresses, and telephone numbers from a telephone book were
copied electronically from a CD-ROM for a competing prod-
uct, and one German court of appeals (Hamburg) held that
this constituted a violation of unfair competition law.'59 In
the second case, the same sort of data was copied by scan-
ning, but the German court also found a violation of unfair
competition. 60 Finally, in a third case, the same data was
copied manually, but the German court in this situation
found no violation. 6' Thus, in contrast to Irish law, which
provides copyright protection for technical data, German law
does not extend copyright law to nonoriginal works, 6 ' but
nevertheless extends unfair competition law for similar pro-
tection of technical data.'63
The contrast in legal protection for data compilations
under American, Irish, and German law clearly presents the
current problem facing commercial transactions involving
data compilations. While some countries have already long
recognized special protections for the technical data that
arise in high technology areas, most countries do not. Those
countries that do not recognize these special protections face
a competitive disadvantage with those countries that do.6 4
This is a symptom of a crisis facing the current intellectual
property scheme in dealing with databases, a symptom that
has already garnered several possible solutions (or diagno-
ses).
und Wettbewerbsrechtlicher Schutz von Telefonbuchern und Telefonbuchdaten,
48 ARCHIV 5 (1996).
159. Id. at 5-6. Another German court of appeals (Frankfurt), however, had
earlier found such copying allowable, but then yet another German court of ap-
peals (Karstadt) found the same action a violation of unfair competition. Id.
160. Id. at 8-9.
161. Jens-L. Gaster, Address at the Deutsche-Amerikanische Juristen-
Vereinigung, Cologne, Germany (Jan. 16, 1997). In this later case, the entire
contents of the database were copied by hand in China. Id.; see also Karstadt,
scheiplt D-Info 3.0 Raus, CHIP, Dec. 1996, at 4 (describing the ruling of the
German Supreme Court ordering that the CD's that violated unfair competition
laws may no longer be sold).
162. See infra notes 151-156 and accompanying text.
163. Rainer Moufang, Datenbankvertrge, in URHEBERVERTRAGSRECHT 571,
576-80 (Friedrich-Karl Beier et al. eds., 1995).
164. Benjamin M. Compaine, Contradictions and Concerns, in ISSUES IN
NEW INFO. TECH. 296 (1988).
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III. DIAGNOSIS: CREATION OF RIGHTS FOR THE TECHNICAL
DATA IN INFORMATION SYSTEMS AND TECHNOLOGY FOR
COMMERCIAL BUSINESS TRANSACTIONS
[Under the Copyright Act of 19761, [t]he term 'literary
works'.. . includes catalogs, directories, and similar fac-
tual, reference, or instructional works and compilations of
data. It also includes computer data bases .... "'
Internationally, essentially every developed country ex-
tends some form of intellectual property protection to com-
puter software.' While many nations extend both patent
and copyright laws to computer software, the protection of
databases falls solely within the realm of copyright law.'
7
With the exception of countries such as the United Kingdom
and Ireland, the copyright laws of most of the developed
countries have not traditionally extended so far as to provide
protection for the content of databases or similar forms of
data compilations.'68 If any protection exists at all, the copy-
right only applies to the originality embodied in the work by
the author and not to the compilation of information. For ex-
ample, the Microsoft Corporation may copyright the ar-
rangement, selection and coordination of data in its software
encyclopedia, EncartaO, but Microsoft may not copyright the
fact that George Bush was the 44th President of the United
States.'69 In almost every country that denies copyright pro-
tection for the content of databases, the distinction between
the copyrightability of computer software and databases re-
sults from the general rule that copyright laws do not protect
ideas or facts.1' ° Based on this distinction, of the two largest
producers of databases in the world-the United States and
the European Community-neither presently extends copy-
165. H.R. REP. No. 94-1476, at 54 (1976), reprinted in 1976 U.S.C.C.A.N.
5659, 5667.
166. III UNESCO, COPYRIGHT LAWS AND TREATIES OF THE WORLD H-1, at 1-
22 (1994).
167. Id. Because a patent only extends to machines, manufacture, processes,
or compositions of matter at least in the United States, the factual content of
databases do not fall within the subject matter of patent law. DONALD S.
CHISUM, PATENTS § 101 (1990). Therefore, copyright protection is the only
source of intellectual property protection for databases.
168. Jon Baumgarten, Copyright in High Technology Products and Sensitive
Business Information 1-4 (Sept. 1982), reprinted in INTELL. PROP. RIGHTS IN
HIGH TECH. PRODUCTS AND SENSITIVE Bus. INFO. 63 (1982).
169. Id.
170. Id.
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right to the content of databases.171
A. Database Rights: The American Approach
Empowered by the Constitution to "promote the Progress
of Science and useful Arts,"7  the ultimate object and policy
behind copyright law in the United States is the stimulation
of artistic creativity for the general public good.173 A copy-
right thus seeks to encourage authors to generate new ideas
and similarly to share those ideas with the public."4 The
immediate result of the copyright laws provides the author
the means by which he or she may reap a monetary or exis-
tential reward for the expression embodied in the work.'75
While copyright protection allows the author to control the
work, the threat exists that the public may be deprived of a
work if the control extends beyond the particular expression
to the ideas within the work.7 6 Accordingly, the judicial in-
terpretations of the copyright law have traditionally counter-
171. Narayanan, supra note 15, at 464-67.
172. U.S. CONST. art. I, § 8, cl. 8. Originally, due to the wording of the Con-
stitution, scholars believed that the sole purpose of the copyright law was the
promotion of "[s]cience... in the sense of general knowledge rather than the
modern sense of physical or biological science." 1 MELVILLE B. NIMMER &
DAVID NIMMER, NIMMER ON COPYRIGHT § 1.03 n.1 (1990) (quoting Williams &
Wilkins Co. v. United States, 172 U.S.P.Q. 670, 683 (Comm'r Ct. Cl. 1972)).
However, the Supreme Court has recently suggested a broader interpretation:
"The primary objective of copyright is . . . 'to Promote the Progress of Science
and useful Arts."' Feist Publications, Co. v. Rural Tel. Serv. Co., 499 U.S. 340,
349 (1991).
173. 3 MELVILLE NIMMER, NIMMER ON COPYRIGHT § 13.03[A] (1989); see Off-
shore Logistics Inc. v. Tallentire, 477 U.S. 207, 221 (1986) (describing the object
and policy of copyright law); see also Harper & Row Pubs., Inc. v. Nation En-
ters., 471 U.S. 539, 546 (1985) (specifying that copyright seeks not to reward
authors but to serve the public welfare by encouraging new and innovative
ideas); Twentieth Century Music Corp. v. Aiken, 422 U.S. 151, 156 (1975)
(explaining that "[tihe sole interest of the United States and the primary object
in conferring the monopoly [of copyright] lie in the general benefits derived by
the public from the labors of authors").
174. Sony Corp. v. Universal City Studios, Inc., 464 U.S. 417, 429, reh'g de-
nied, 465 U.S. 1112 (1984).
175. Id.
176. The best illustration of an idea is the scenes a faire, or those "incidents,
characters, or settings which are as a practical matter indispensable ... in the
treatment of a given topic." Atari, Inc. v. North Am. Philips Consumer Elecs.
Corp., 672 F.2d 607, 616 (7th Cir.), cert. denied, 459 U.S. 880 (1982). Because
"it is virtually impossible to write about a particular historical era or fictional
theme without employing certain 'stock' or standard literary devices .... scenes
a faire are not copyrightable as a matter of law." Hoehling v. Universal City
Studios, Inc., 618 F.2d 972, 979 (2d Cir.), cert. denied, 449 U.S. 841 (1980).
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balanced these competing interests, the benefit for the public
welfare and the reward to the author, by reference to the dis-
tinction between a noncopyrightable idea and copyrightable
expression."'
In Baker v. Selden,78 the United States Supreme Court
first clearly established the idea/expression distinction. In
the 1879 case, Selden had received a copyright on the book,
Selden's Condensed Ledger, or Bookkeeping Simplified, which
explained a new system of accounting. 179 When Baker sought
to utilize the accounting system, Selden sued for copyright in-
fringement, arguing that the copyright extended to the ac-
counting methodology. 8 ° The Supreme Court found no such
infringement, and ruled that the accounting system com-
prised a noncopyrightable idea.' Ever since this ruling,
Baker v. Selden has long stood for the proposition that copy-
right protects only the expression of the work, not the idea.'
The idea/expression distinction also represents the core
issue in ascertaining the copyrightability of databases and
similar data compilations. 8' "[IIn no case does copyright pro-
177. NIMMER, supra note 173, § 13.03[A]; see also R. Denicola, Copyright in
Collections of Facts: A Theory for the Protection of Nonfiction Literary Works,
81 COLUM. L. REV. 516 (1981).
178. 101 U.S. 99 (1879).
179. Id. at 100. The book also contained special blank forms that were nec-
essary for practicing the accounting system. Id.
180. Id. at 101.
181. Id. at 107. The legislative history to the 1976 Act explains: "[tihe two
fundamental criteria of copyright protection [are] originality and fixation in
tangible form .... The phrase 'original works of authorship,' which is purpose-
fully left undefined, is intended to incorporate without change the standard of
originality established by the courts under the present copyright statute." H.R.
REP. No. 9-1476, at 51 (1976).
182. Unknown in the Copyright Law of 1879, the Copyright Act of 1976 spe-
cifically recites the idea/expression distinction. See 17 U.S.C. § 102(b) (1994)
(prohibiting the copyrightability of "any idea, procedure, process, system,
method of operation, concept, principle, or discovery").
183. Jack B. Hicks, Note, Copyright and Computer Databases: Is Tradi-
tional Compilation Law Adequate?, 65 TEX. L. REV. 993 (1987). A related con-
cept to the idea/expression dichotomy is the concept of merger, which prohibits
the copyright of any expression where there are only a limited number of ways
to express the idea. See Kregos v. Associated Press, 937 F.2d 700, 705 (2d Cir.
1991) (pointing out that "even expression is not protected in those instances
where there is only one or so few ways of expressing an idea that protection of
the expression would effectively accord protection of the idea itself"). Thus, the
doctrine prohibits the copyright of works in which the work and the idea are
inseparable. See Baker v. Selden, 101 U.S. 99, 101-02 (1879) (holding that the
new system of accounting "merged" with the blank forms and thus rendered the
form noncopyrightable). Without the merger doctrine, copyright would prohibit
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tection for an original work of authorship extend to any idea,
procedure, process, system, method of operation, concept,
principle, or discovery, regardless of the form in which it is
described, explained, illustrated, or embodied in such
work."184 Accordingly, although the copyright law specifically
provides for the copyrightability of databases, no copyright is
generally allowed under the idea/expression distinction be-
cause most databases comprise only factual data.'85 The only
manner of copyright protection for databases is as a compila-
tion of data.'86 Yet, because the copyright statute specifically
limits the scope of coverage for data compilations to an
author's original expressions, as limited to "material contrib-
uted by the author" and "does not imply any exclusive right
in the preexisting material,"'87 even as a data compilation,
the copyright protection available to the selection, coordina-
tion, and arrangement would still not entitle the author to
protect the content of the database due to the lack of origi-
nality.""
The beginning point for any discussion of the originality
requirement for the copyrightability of databases must begin
with the 1991 Supreme Court case of Feist Publications, Co.
v. Rural Telephone Service Co.89 In this case, a state regula-
tion required that the local telephone provider, the Rural
Telephone Service Company ("Rural Telephone"), published
an annual white page directory of all subscribers.' Feist
all possibility of future use of any specific idea. As such, the doctrine of merger
constitutes yet another limitation upon the copyrightability of databases and
other data compilations.
184. 17 U.S.C. § 102(b) (1994).
185. Hicks, supra note 183, at 998.
186. 17 U.S.C. § 101 (1994). Section 101 of the Copyright Act describes the
copyrightability of a compilation, defined as "a work formed by the collection
and assembling of preexisting materials or of data that are selected, coordi-
nated, or arranged in such a way that the resulting work as a whole constitutes
an original work of authorship." Id.
187. 17 U.S.C. § 103(b) (1994). Indeed, the legislative history specifies: "the
criteria of copyrightable subject matter stated in section 102 apply with full
force to works.., containing preexisting material." H.R. REP. NO. 94-1476, at
57 (1976).
188. Consider also the copyright requirement for a "collective work." 17
U.S.C. § 101 (1994). The statute here defines the collection as including
"separate and independent works." Thus, again, this would not entitle the
author to protect the content of the database unless the content were indeed
comprised of independent works.
189. 499 U.S. 340 (1991).
190. Id. at 342. Rural Telephone was a public utility that provided telephone
service to certain areas of Kansas. Id. Kansas state law required that Rural
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Publication ("Feist") requested permission from the telephone
provider to use the name, towns, and telephone numbers for
a competing directory encompassing a larger geographic
area.'9' When Rural Telephone refused, Feist used the in-
formation anyway, and Rural Telephone sued Feist for copy-
right infringement.'92 Feist argued that Rural Telephone's
directory, that is, the database, comprising the names, towns,
and telephone numbers was not original subject matter but
mere facts, and the Supreme Court agreed.9 ' The Court ex-
plained that while facts are not copyrightable,' compilations
of facts may be copyrightable provided they have sufficient
originality, describing the requisite level of originality as
"extremely low."19' Yet, finding that the listing of names,
Telephone issue a telephone directory containing a listing of the names, towns,
and telephone numbers of its customers. Id.
191. Id. at 343. Feist attempted to purchase a license for the information,
but Rural Telephone refused. Id. All of the other ten telephone companies
agreed to license the information for use in Feist's area telephone director.
Feist, 499 U.S. at 343.
192. Id. at 343-44. Feist copied the 1309 listing from Rural Telephone's di-
rectory, including four fictitious listings that Rural Telephone had included in
the directory to detect copying. Id.
193. Id. at 363. The district court determined that Rural Telephone's direc-
tory was copyrightable, and the Court of Appeals for the Tenth Circuit af-
firmed. Id. at 344. The Supreme Court reversed that ruling, for "[tihat there
can be no valid copyright in facts is universally understood. The most funda-
mental axiom of copyright law is that '[n]o author may copyright his ideas or
facts he narrates."' Id. at 344-45.
194. Id. at 345. "The sine qua non of copyright is originality. To qualify for
copyright protection, a work must be original to the author. Original, as the
term is used in copyright, means only that the work was independently created
by the author (as opposed to copied from other works)." Id. Thus, "facts con-
tained in existing works may be freely copied because copyright protects only
the elements that owe their origin to the compiler-the selection, coordination,
and arrangement of facts." Id.
195. Feist Publications, Co., 499 U.S. at 345 (1991). The Court distinguished
between mere facts and compilations of facts (or databases) as follows:
[O]ne who discovers a fact is not its "maker" or "originator." "The discoverer
merely finds and records." Census-takers, for example, do not "create" the
population figures that emerge from their efforts; in a sense, they copy these
figures from the world around them. Census data therefore do not trigger
copyright because these data are not "original" in the constitutional sense. The
same is true of all facts, scientific, historical, biographical, and news of the day.
"[Tihey may not be copyrighted and are part of the public domain available to
every person."
Factual compilations, on the other hand, may possess the requisite
originality. The compilation author typically chooses which facts to in-
clude in what order to place them, and how to arrange the collected
data so that they may be used effectively by readers. These choices as
to selection and arrangement, so long as they are made independently
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towns, and telephone numbers was insufficient to meet even
a "minimal degree of creativity," the Court determined that
the subject matter of the suit was not copyrightable and thus
that no copyright infringement had occurred.196
In Feist, the Supreme Court also specifically rejected the
"sweat-of-the-brow" argument.'97 The "sweat of the brow"
concept or "industrious collection" concept, originated in a
1922 ruling of the Second Circuit Court of Appeals:
The right to copyright a book upon which one has ex-
pended labor in its preparation does not depend upon
whether the materials which he has collected consist or
not of matters which are publici juris, or whether such
materials show literary skill or originality, either in
thought or in language, or anything more than industrious
collection. The man who goes through the streets of a
town and puts down the names of each of the inhabitants,
with their occupations and their street number, acquires
material of which he is the author.'
This argument postulated that, if an author expends suf-
ficient time, money, or effort to produce a work, the simple
exertion should qualify for a copyright, independent of the
originality of the work.9 9 However, in Feist, the Supreme
by the compiler and entail a minimal degree of creativity, are suffi-
ciently original that Congress may protect such compilations through
the copyright laws. Thus, even a directory that contains absolutely no
protectable written expression, only facts, meets the constitutional
minimum for copyright protection if it features an original selection or
arrangement.
Id. at 347-48 (citations omitted). In short, the originality requirement for the
copyrightability of a database requires some degree of selection, coordination,
and arrangement of the facts.
196. Id. The Court determined that an alphabetical listing of names, towns,
and phone numbers merely constituted a "garden-variety" listing, a selection,
coordination, and arrangement showing no originality. Id.
197. Id. 352-53. The Seventh, Eighth, and Tenth Circuit Courts of Appeals
applied the "sweat-of-the-brow" concept. See, e.g., Rockford Map Publishers,
Inc. v. Directory Serv. Co., 768 F.2d 145 (7th Cir. 1985), cert. denied, 474 U.S.
1061 (1986); United Tel. Co. v. Johnson Publ'g Co., 855 F.2d 604 (8th Cir. 1988).
The Second, Fifth, Ninth, and Eleventh Circuits had rejected the concept. See,
e.g., Financial Info. Inc. v. Moody's Investor's Service, Inc., 751 F.2d 501 (2d
Cir. 1984); Miller v. Universal City Studios, Inc., 650 F.2d 1365 (5th Cir. 1981);
Cooling Sys. & Flexibles, Inc. v. Stuart Radiator, Inc., 777 F.2d 485 (9th Cir.
1985); Southern Bell Tel. & Tel. Co. v. Associated Tel. Publ'g., 756 F.2d 801
(11th Cir. 1985).
198. Jeweler's Circular Publ'g Co. v. Keystone Publ'g Co., 281 F. 83, 88 (2d
Cir.), cert. denied, 259 U.S. 581 (1922).
199. See generally Kristin Loeber, Feist Publications, Inc. y. Rural Tel. Serv.
Co., Inc.: Mopping the Sweat off of the Brow, 44 BAYLOR L. REV. 409 (1992).
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Court specifically rejected this concept:
To qualify for copyright protection, a work must be origi-
nal to the author. Original, as the term is used in copy-
right, means only that the work was independently cre-
ated by the author (as opposed to copied from other
works), and that it possess at least some minimal degree of
creativity. To be sure, the requisite level of creativity is
200
extremely low; even a slight amount will suffice.
Since Feist rejected this "sweat-of-the-brow" argument,
the courts have uniformly rejected any attempts to extend
copyright protection to the mere factual content of databases,
absent a copyrightable (that is, original) arrangement, selec-
tion, or coordination.20 '
The only exception to Feist that allows legal protection
for the content of databases exists in government procure-
ment, whereby the technical data right exception describes a
special case. 2  Technical data rights do not exactly authorize
special protections for a contractor to protect a database but
only describe when the government may and may not require
access to such information. For example, in contracts subject
to the Federal Acquisition Register ("FAR"), the technical
data rights regulations specifically provide that the contrac-
tor withhold a database from the government unless required
to be delivered under the contract.0 3 Indeed, the FAR spe-
cifically recognizes the importance of databases. °4 Perhaps,
200. Feist Publications, Co. v. Rural Tel. Serv. Co., 499 U.S. 340, 345 (1922)
(citation omitted).
201. Compare Bellsouth Adver. & Publ'g Corp. v. Donnelley Info. Publ'g., 999
F.2 1436, 1443 (11th Cir. 1993) (finding the yellow pages uncopyrightable) with
CCC Info. Servs. Inc. v. MacLean Hunter Mkt. Report Inc., 44 F.3d 61 (2d Cir.
1994) (finding a database of used vehicles as copyrightable due to the original-
ity incumbent in the subjective price valuations), and Kregos v. Associated
Press, 937 F.2d 700 (2d Cir. 1991) (finding copyrightable the selection of base-
ball pitching statistics).
202. One other exception may include state misappropriation and unfair
competition laws. However, most scholars believe that any attempt states
make to enact special protections for databases would fail under the preemp-
tion doctrine. See 17 U.S.C. § 301 (1994) (declaring the preemption of "all legal
or equitable rights that are equivalent to any of the exclusive rights within the
general scope of copyright"); see generally Henry Bech, Copyright Protection for
Compilations After Feist, 8 COMPUTER LAw. 1, 7 n.3 (1991); David E. Shipley &
Jeffrey S. Hay, Protecting Research: Copyright, Common-Law Alternatives, and
Federal Preemption, 63 N.C.L. REV. 125, 139-41 (1984).
203. 48 C.F.R. § 52.227-14 (1987).
204. Id. The FAR specifically designates the status of databases: "[1limited
rights data that are formatted as a computer data base for delivery to the Gov-
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such a similar recognition of the importance of databases has
lead the European Community to adopt a sui generis form of
intellectual property protection for databases.
B. Database Rights: The European Approach
The European Community ("EC") has not traditionally
recognized intellectual property protection for the content of
databases. °5 Further, few of the member-states recognized
special legal protection for databases in copyright law under
a "sweat-of-the-brow" theory."6 Even for those member-
states that have granted various forms of legal protection for
databases, including the United Kingdom and Germany, the
schemes for protecting databases rely upon either copyright
or unfair competition, and not upon an independent database
right.2 °7
The first European effort to provide legal protection to
databases was initiated by the Council of Europe ("COE"), a
body independent of the EC. °8 In 1991, the COE issued the
"Convention on Data Protection," which called on member-
nations to introduce data protection legislation.0 9 As these
member-nations began to introduce statutory schemes for da-
ernment are to be treated as limited rights data and not restricted computer
software." 48 C.F.R. § 52.227-14(g).
205. The European Community began as an organization seeking economic
and political integration under three treaties, the Treaty Establishing the
European Community, the Treaty Establishing the European Atomic Energy
Community, and the Treaty Establishing the European Coal and Steel Com-
munity. Regional Economic Organizations, Treaty Establishing the European
Community, 2 Basic Documents Int'l Econ. Law. (CCH) 3 (1990). However, on
April 8, 1965, the member-states executed a merger treaty that established the
European Community. Treaty Establishing a Single Council and a Single
Commission of the European Community, April 8, 1965, 4 I.L.M. 776 (1965).
The goal of the European Community is the creation of a common internal
market, economic cohesion, monetary system, social policy, and research and
development cooperation. Single European Act, 1987 O.J. (L 169) 30, 1.
206. Hilary Pearson, Data Protection in Europe: Recent Developments, 12
COMPUTER LAW. 12, 21 (1995).
207. Germany, Austria, France, and Spain extend protection to databases via
unfair competition law. Gaster, supra note 161. The United Kingdom, Ireland,
and the Netherlands provide protection for databases under the Copyright, De-
signs and Patent Act of 1988. Gaster, supra note 161.
208. Pearson, supra note 206, at 21. The Council of Europe was formed after
World War II to promote unity, democracy, and human rights in Europe. Id.
209. Id. Some countries, such as the United Kingdom, already had legisla-
tion dealing with databases. See Pearson, supra note 206, at 21 (citing 1984
Data Protection Act in the United Kingdom). Yet, no country had a legal struc-
ture for protecting the content of databases. Id.
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tabase protection, however, the EC determined that this dis-
harmonious methodology for protecting databases was incon-
sistent with the goal of national economic integration.' ° Ac-
cordingly, from 1988 to 1991, the European Community
proffered several proposals for the creation of a European da-
tabase protection scheme.
Under the authority of the European Commission,"' the
first effort to protect databases per se within the European
Community began in the summer of 1988 with the publica-
tion of the "Green Paper on Copyright and the Challenge of
Technology."212 After various hearings and studies, another
draft of these recommendations was circulated, called the
"Follow-Up to the Green Paper.""' Although not a direct re-
sult, the recommendations of these papers led to a draft of a
council directive, "The Council Directive on the Legal Protec-
tion of Databases."1 4 After the European Parliament made
numerous amendments to the draft in early 1992,215 and fol-
lowing subsequent modifications by the European Commis-
sion, both the Presidents of the Council of Ministers and the
European Parliament approved the draft on July 24, 1995.1'
210. Christopher Millard, Comments on the Proposed ED Database Directive,
6 WORLD INTELL. PROP. REP. 76, 76 (1992).
211. Located in Brussels, Belgium, the European Commission comprises the
17 commissioners who represent the seventeen member-states of the EC.
EUROPEAN COMMUNITIES, THE INSTITUTIONS OF THE EUROPEAN COMMUNITIES
7 (1989). The respective member-states appoint a commissioner to the Euro-
pean Commission to act independently and to represent the best interests of
the European Community. Id. The responsibilities of the commissioners in-
clude submitting proposals to the Council of Ministers. Id. at 7-8.
212. Copyright and the Challenge of Technology-Copyright Issues Requir-
ing Immediate Action: Green Paper from the Commission of the European
Communities, COM(88)172 final at 205-16. The Green Paper proposed a new
data rights scheme based on the "Scandinavian catalog rules," laws which pro-
vided special intellectual property protection to catalogs in the Nordic coun-
tries. Proposed Directive Would Harmonize Community Protection for Data
Bases, 6 WORLD INTELL. PROP. REP. 63, 63 (1992).
213. COM(91)584 final. Three directives resulted from the Follow-Up to the
Green Paper: (1) the Council Directive on the Legal Protection of Computer
Programs; (2) the Council Directive on Rental Right and Lending Right and on
certain Rights relating to Copyright in the Field of Intellectual Property; and
(3) the Council Directive on the Legal Protection of Mask Works.
214. 1992 O.J. (C 156) 24, 26.
215. 1993 O.J. (C 308) 32, 34.
216. The Council of Ministers consists of the various ministers of the EC
member-states. Europe, Our Future: The Institutions of the European Com-
munities, Eur. File No. 16/89, at 5-6 (1990). The Council makes the policy deci-
sions for the Community, and the ministers who participate depend upon the
issue upon consideration. Id. Of the Council of Ministers, the European Coun-
1997]
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Later, the "European Database Directive" in its present form
was enacted on March 11, 1996.17
The European Database Directive as enacted delineated
two intellectual property concepts. 18 First, an author may be
entitled to a copyright for the organization, structure, and ar-
rangement of a database.2 9 Second, in cases where there
would be no entitlement to a copyright, the maker of a data-
base could also be entitled to a new sui generis right, or a
"database right."2" This right would permit a creator/author
to protect his or her noncopyrightable intellectual/creation.
The Directive makes a clear distinction between: (1) the con-
tents of a database, which may be protected by the sui gene-
ris database right, and (2) the organization of the database,
which may be protected by copyright.' Under this scheme, a
copyright may not extend to the content of the database, and
the database right may not extend to the database's organi-
zation.222
The European Database Directive for the copyrightabil-
ity of databases applies similar, yet broader, standards as
those applied for copyrightability in the United States.223
Under the Directive, a copyright is allowed for any database
that is "the author's own intellectual creation." Specifically,
the organization, selection, and arrangement of the database,
cil is the most important, consisting of the heads of state for each member-state
of the EC and the president of the EC. Id.
217. Council Directive 96/9 art. 5, 1996 O.J. (L 77/20) 3, 7 [hereinafter
"Directive"].
218. Jens-L. Gaster, The New EU'Directive Concerning the Legal Protection
of Data Bases (unpublished manuscript, on file with author), at 14 (1997). Un-
der copyright law, the creator of a work is considered an "author." Id. How-
ever, the Directive refers to the creator of the database as the "maker." Id.
Note that the question of who constitutes the maker of the work led to much
disagreement in the creation of special copyright provisions for databases and,
accordingly, the European Community rejected a proposal to enact an Ameri-
can-like work for hire concept, instead leaving the issue for resolution by each
member-state. Id. at 9-10. In addition, the Directive assumes that employees
will not undertake to create databases, so there was no perceived need for a
policy on such concepts as work for hire. Id.
219. Id.
220. Id.
221. EC Database Directive Finalized, BUS. LAW BRIEF, Mar. 19, 1996, at 7.
222. Id.
223. Susan H. Nycum, International Issues of Data Protection and Data Pro-
viding in the Online Environment, 444 PLIIPAT 367, 373 (1996). The Directive
protects copyright in the EC under the terms of Article 2(5) of the Berne Con-
vention. Id.
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but a copyright is not allowed for its factual components.""
The term of copyright protection remains the same as any
copyright.22 This revision for databases significantly broad-
ens the scope of European copyright law by narrowing the re-
quirement of originality, as an author need only create a
work, not an original work.226 Nevertheless, once a copyright
arises under these provisions, the owner gains the exclusive
right to authorize or prohibit the reproduction, translation,
adaptation, arrangement, distribution, communication, dis-
play, or performance or any "use" of the work in a similar
manner. '27 Notably, the fair use limitations continue to ap-
ply.2 28 Moreover, the European Database Directive also en-
sures, through the operation of a sort of compulsory license,
that once a right is given to access the database, all rights
that need be utilized to use the database are incorporated for
lawful users as a matter of course. '29
224. European union Databases Directive, arts. 2.3, 2.4 (Mar. 11, 1996)
(visited Nov. 15, 1997) <http://www2.echo.lu/legal/en/ipr/database/text.html>
[hereinafter Directive].
225. Id. A new copyright may also be available for any substantial change to
the original selection or arrangement, thus with a new term of protection. Id.
226. Gaster, supra note 218, at 8-9. Notably, in contrast to American copy-
right law, the standard for the copyrightability of computer software may be
somewhat broader under the European scheme in that, other than the re-
quirement of creation by an author, "[n]o other criteria shall be applied to de-
termine [ I eligibility for protection." Id. Thus, although applying a similar
scheme for the copyrightability of databases, the European scheme does not
apply the American originality requirement. While the Directive extends the
scope of copyright for European law generally, for the Ireland and the United
Kingdom, the directive actually represents a diminution in the scope of those
member-states' copyright laws, as these member-states have long recognized
copyright protection for the content of databases. Pressure for Database Direc-
tive, BusINEss LAW BRIEF, May 24, 1995, at 8; see also Schricker, Farewell to
the "Level of Creativity" (Schopfungshohe) in German Copyright Law?, 1995 IIC
41-48 (44) (explaining how the European database scheme abrogates the tradi-
tional German requirement for some level of creativity in a work). Thus, the
Directive achieves one of its goals, the harmonization of copyright law for data-
bases in all the member-states of the EC.
227. Directive, supra note 224, art. 6.
228. Id. art. 8.1.
229. Id. arts. 7, 11.5, 11.6. The compulsory right of a lawful user to utilize
any necessary rights to "use" a database are called "mandatory user rights."
Gaster, supra note 218, at 13. A similar concept relates to the effect of the ex-
haustion doctrine on the copyright provisions, thus the first sale doctrine. Id.
at 10-11. Yet, pursuant to the rulings of the European Court of Justice, the ex-
haustion principle would only occur upon the sale or other transfer of a mate-
rial copy of a database and not the mere electronic transmission of the data-
base, such as over an online service. Id. at 11.
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The European Database Directive for the sui generis da-
tabase right serves as a legislative statement providing pro-
tection for the elements of databases not protected by copy-
right based on the "sweat-of-the-brow" concept. 30  The
standard for the creation of this right focuses on whether the
maker can demonstrate the creation of a database by an ex-
penditure of time, money, or effort.231 Pursuant to a database
right, the maker receives two exclusive rights for a term of
fifteen years from the first January of the year following the
date of completion of the work: (1) the reutilization right,
and (2) the extraction right.3 The reutilization right is simi-
lar to a distribution right and simply entails commercial use
of the database. The extraction right is similar to a repro-
duction right and allows the creation of a copy of the data-
base. 3' As with copyright protection, the database right also
contains fair use limitations.235 Similar to the provisions re-
230. Gaster, supra note 218, at 15-16. The expressed purpose of the sui
generis database right was to provide legal protection for the substantial in-
vestment of time, money, and effort required for the creation of databases. Id.
231. Directive, supra note 224, art. 7.1. The original draft of the Directive
only applied to databases arranged, stored, and accessed by electronic means,
and, thus, if any of these elements were absent from a database, arrangement,
storage, or access by electronic means, then the directive would not have ap-
plied. See Simon Chalton, The Amendment Database Directive Proposal: A
Commentary and Synopsis, 3 EUR. INTELL. PROP. REV. 94, 96 (1994) (under the
earlier draft, "a computer output microform collection of data arranged and
stored electronically, but accessed manually, would appear to not be so pro-
tected."). However, the final Directive includes both electronic and nonelec-
tronic databases. Directive, supra note 224. Note that the Directive specifi-
cally excludes a compilation of musical performances on a CD as within the
scope of the new database right. Id. at Recital 19.
232. Directive, supra note 224, arts. 7.2, 7.10. If the database is made public
before the claim for a database right, the term runs only from the date of publi-
cation. Id. art. 10.2. In either case, the maker of the database maintains the
burden of proof of the date of completion. Id. Note that, if a maker can demon-
strate a substantial new investment in the database, the term of protection
may be advanced from the date of the new investment, thus the maker may ob-
tain a new term of protection for the new database right. See Simon Chalton,
The Amended Database Directive Proposal: A Commentary and Synopsis, 3
EUR. INTELL. PROP. REV. 94, 97 (1994) (discussing the implications of a re-
newed database right upon each showing of a "substantial new investment").
233. Directive, supra note 224, art. 7.2(b). A use by reutilization includes
any commercial use, including commercial rental, but excluding lending by the
public. Id.
234. Id. art. 7.2(a).
235. Id. art. 8. Under the fair use provisions, a lawful user of the database
may extract and reuse "insubstantial quantities" of the data for legitimate pur-
poses. Id. art. 8.2. In addition, each member-state may also allow fair use of
both electronic and nonelectronic databases for teaching and scientific pur-
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garding the copyrightability of databases, the database right
also recognizes that if one receives a right of extraction, that
right shall ensure access to the whole of the database.236
The EC member-states have until January 1, 1998 to
implement the scheme for the protection of databases out-
lined in the European Database Directive."' The directive
also relegates the matter of enforcement of these rights to the
member-states, and the member-states also have until the
January 1, 1996 deadline to resolve these issues.238 Notably,
the European Database Directive does not expressly provide
corresponding protections to databases created in the United
States, but the directive does contain a reciprocity provi-
sion.23 Thus, if the United States enacted a legal structure
for a sui generis database right, then this provision would
guarantee reciprocity of protection for database rights within
the European Community.24 ° The following part considers
poses, with attribution of source, and fair use of nonelectronic database for pri-
vate use. Id. art. 9.
236. Directive, supra note 224, art. 6. Notably, the limitations to the sui
generis database right began as a series of compulsory licenses, but the excep-
tions became so numerous, that this scheme was abandoned in favor of modi-
fying the scope of protection under the database right. See Industry is Confi-
dent about EU Database Directive: Direct Marketers Express Confidence over
Database Rule, PRECISION MARKETING, June 26, 1995, at 1 (discussing the con-
cerns expressed over the proposals to include to include compulsory licenses
within the database right).
237. Directive, supra note 224, art. 16.1. A directive allows the member-
states the choice of whether to implement the directive into national legislation.
D. WYATT & A. DASHWOOD, THE SUBSTANTIVE LAW OF THE EEC 40 (1980).
Thus, if a member-state does not implement a national system for the protec-
tion of databases by January 1, 1998, then only the EC database scheme will
apply in that nation. Id. Otherwise, if a member-state does implement such
protection in national law, then databases would be subject to two sets of laws,
both EC law and the nation's individual law. Id. However, even if a member-
state fails to implement a directive into national legislation, the European
Court of Justice has held that each citizen of the European Community has the
right to invoke any directive directly. KLAUS-DIETER BORCHARDT, THE ABC OF
COMMUNITY LAw 27-28 (3d ed. 1991).
238. Directive, supra note 224, art. 12.
239. Gaster, supra note 218, at 22-23. The reciprocity provision is similar to
the common international copyright law concept of national treatment, that is,
a work originating in one country will receive the same protection in all other
countries in the same manner that those countries provide protection to the
works originating within their own borders.
240. Id. Note that, although databases created in the United States are not
presently covered by the European Database Directive, it is nevertheless possi-
ble for American companies to participate in such coverage provided the re-
sponsibility for the manufacture of the database occurs within a member-state
of the European Community. Directive, supra note 224, art. 11. See Protection
SANTA CLARA LAW REVIEW
the present status of such efforts in the United States.
IV. PROGNOSIS: DATABASE RIGHTS IN THE UNITED STATES
While reaffirming that most, although not all, commer-
cially significant databases satisfy the 'originality' re-
quirement for protection under copyright, the [Supreme]
Court [in Feist] emphasized that this protection is
"necessarily thin."41
The United States stands at the forefront in the devel-
opment of computer technologies, representing the world
leader in the database market.2 42  Nevertheless, the United
States currently recognizes no intellectual property protec-
tion for the content of databases, such as a database right.243
Due to the efforts of the European Community to provide sui
generis legal protection for databases through a database
right, however, the United States has indicated willingness
to adopt a similar strategy for database protection in order to
maintain legal consistency with the European intellectual
property laws.244 At present, two proposals for the creation of
database rights in the United States are currently under con-
sideration, a domestic proposal to create a new federal stat-
ute for the protection of databases and the creation of a data-
base right and a similar international proposal currently
before the WIPO.1
45
Against Extraction, Bus. LAw BRIEF, Sept. 11, 1995, at 5 ("Residence in, or be-
ing a national of or having a central office or main place of business in an EC
country will confer eligibility on database makers and their successors in ti-
tle.").
241. CONG. REC. E890 (daily ed. May 23, 1996) (statement by Rep. Moor-
head).
242. STANDARD & POOR'S, INDUSTRIAL SURVEYS 12/31/92, at C75-77. In
1993, the information technology industry in the United States comprised
25,000 firms, consisting of over one million employees. DEPT. OF COMMERCE,
U.S. INDUSTRIAL OUTLOOK 1994, at 25-1. In comparison, in 1991, the informa-
tion technology industry in the EC consisted of only 32,000 employees. Infor-
mation and Communications Technologies in Europe, Commission of the Euro-
pean Communities, Directorate-General XIII on Telecommunications,
Information Industries and Innovation 66-8 (1991). For the database market
alone, the United States contains 2,221 companies producing 5,210 databases a
year. DEPT. OF COMMERCE, U.S. INDUSTRIAL OUTLOOK 1994, at 25-1, 25-2.
243. Ronald J. Palenski, Falling through the Net, LEGAL TIMES, April 8,
1996, at 29.
244. John Gibeaut, Zapping Cyber Piracy, ABA JOURNAL, Feb. 1997, at 62-63.
245. On October 17, 1996, the United States Patent and Trademark Office
("USPTO") announced a request for comments on the three proposed WIPO
treaties, due by Nov. 22, 1996. Comments Sought, Briefing Scheduled on WIPO
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A. Domestic Proposals
During the 104th congressional term, several bills ad-
dressed the need for legal protection for databases and simi-
lar forms of information systems and information technol-
ogy.246  Under the recommendations of the National
Information Infrastructure Task Force, two bills have pro-
posed substantial amendments to the Copyright Act.247 How-
ever, more recently, on May 23, 1996, Representative Carols
Moorhead introduced a bill that deals directly with the crea-
tion of database rights in the United States, "The Database
Investment and Intellectual Property Antipiracy Act of 1996"
("the Database Act").2 48 Representative Moorhead explained
the rationale of the bill as follows:
While copyright, on the Federal level, and the State con-
tract law underlying licensing agreements, remain essen-
tial tools for protecting the enormous investment in data-
bases from the threat of unfair competition, there are gaps
in the protection that can best be filled by a new Federal
Draft Treaties to Update Berne, 52 PAT., TRADEMARK & COPYRIGHT J. 695, 695-
96 (Oct. 24, 1996). This author submitted the following two sections of this Ar-
ticle, both the conclusion and recommendation, during this comment period.
The USPTO also announced a briefing in Arlington, VA on the treaty proposals,
which was held on Nov. 12, 1996. Id.
246. Heidi Tolliver, Laws Muddle On-Line Copyright, PRINTING NEWS, May,
27, 1996, at 1.
247. The National Information Infrastructure Task Force ("NIITF") de-
scribes a group of experts, empowered by the Clinton Administration, to con-
sider policies for emergent technologies. See About the President's Information
Infrustructure Task Force (visited Nov. 15, 1997) <http://www.iitf.nist.gov>; see
also The National Information Infrastructure: Agenda for Action, Executive
Summary (visited Nov. 15, 1997) <http://sunsite.unc.edu/nii/NII-
ExecutiveSummary.html>. The Working Group on Intellectual Property ex-
amined the role of copyright in the protection of intellectual property of works
available online. See IITF Committee Report, Feb. 10, 1994 (visited Nov. 15,
1997) <http://www.iitf.nist.gov/documents/activity/210-llth report.html>; see
also IITF Committee Report, July 11, 1994 (visited Nov. 15, 1997)
<http://www.iitf.nist.gov/documents/activity/711-iitf report.html>. As described
in a White Paper, the recommendations of the Working Group proposed various
amendments to the Copyright Act, which are reflected in various bills submit-
ted to Congress, one bill in the first session of the 104th Congress in the House,
the National Information Infrastructure ("NII") Copyright Protection Act of
1995 (House Bill 2441), and another bill in the second session in the Senate, the
NII Copyright Protection Act (Senate 1284). Today's News, COMMUNICATION'S
DAILY, May 28, 1996. In addition, the Clinton Administration has also prof-
fered the recommendations from the White Paper to the WIPO for amendment
of the Bern Convention, in the so-called new instrument. Id.
248. Database Investment and Intellectual Property Antipiracy Act (H.R.
3531), reprinted in 52 PAT., TRADEMARK & COPYRIGHT J. 156 (May 30, 1996).
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statute. The Database Investment and Intellectual Prop-
erty Antipiracy Act would prohibit the misappropriation of
valuable commercial databases by unscrupulous competi-
tors who grab data collected by others, repackage it, and
market a product that threatens competitive injury to the
original database. This new Federal protection is modeled
in part on the Lanham Act, which already makes similar
kinds of unfair competition a civil wrong under Federal
law. It also draws on some of the positive elements of the
European directive, and is intended to be fully consistent
with the draft international treaty language being put
forward by our negotiators in Geneva. Importantly, this
bill maintains existing protection for databases afforded
by copyright and contract rights. It is intended to supple-
ment these legal rights, not replace them.249
The Database Act would require the creation of a new
federal statute for the protection of databases in Title 15 of
the United States Code.25° Modeled after the Lanham Act,
but entirely separate from any of the other forms of intellec-
tual property, the Act would protect any database used or in-
tended for use in commerce.25' Specifically, the Act prohibits
for twenty-five years the "extract[ion], use, or reuse [of] all or
a substantial part" of the contents of a database "in a manner
that conflicts with the database owner's normal exploitation
of the database or adversely affects the actual or potential
market for the database." In addition, any change of
249. CONG. REC. E890 (May 23, 1996) (statement of Rep. Moorhead).
250. CONG. REC. E890 (May 23, 1996). The bill would provide protection for
any database that "is the result of a qualitatively or quantitatively substantial
investment of human, financial or other resources in the collection, assembly,
verification, organization, or presentation of database contents, and (i) the da-
tabase is used or reused in commerce; or (ii) the database owner intends to use
or reuse the database in commerce." Id.
251. Database Investment and Intellectual Property Antipiracy Act of 1996,
H.R. 3531, 104th Cong. § 3(a). The Act defines a database as "a collection, as-
sembly or compilation, in any form or medium now or later known or developed,
of works, data or other materials, arranged by a systematic or methodical way."
Id. § 2. And, "[a] database otherwise subject to the Act shall remain subject,
regardless of whether it is made available to the public or in commercial use;
the form or medium in which it is embodied; or whether the database or any
contents of the database are intellectual creations." Id. § 3(b).
252. Id. §§ 4(a)(1), 6(a). "A database becomes subject to this Act when the
necessary investment has been made to qualify its maker as such .... The da-
tabase shall remain subject to this Act for a period of twenty-five years from the
first of January following the date when it was first made available to the pub-
lic or the date when it was first placed in commercial use, whichever is earlier."
Id. § 6(a). Notably, the Act would also prohibit the importation, manufacture,
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"commercial significance" to the database results in entitle-
ment to a new database right with a new twenty-five year
term of protection."5 3 Notably, the bill does not prohibit the
extraction, use or reuse of an "insubstantial" part of a data-
base, 54 and the bill does not prohibit the independent crea-
tion of one database even if that database mirrors the infor-
mation in another.255 Moreover, the remedies available under
the Act are similar to the remedies for infringement of copy-
right and trademark, containing both civil and criminal pen-
alties."6 However, the Database Act would require that any
enforcement of available remedies occur within three years of
discovery of the violation.57
or distribution of devices "the primary purpose or effect of which is to avoid,
bypass, remove, deactivate, or otherwise circumvent" database protection sys-
tems. Id. § 10. In addition, the Act would provide remedies for a violation of
database integrity provision, including the provision of false database informa-
tion and the removal or alteration of database management information. Data-
base Investment and Intellectual Property Antipiracy Act of 1996, H.R. 3531,
104th Cong. § 12.
253. Id. § 6(b). The Act defines "change of commercial significance" as "a
change that a reasonable user of a database would regard as affecting the qual-
ity, quantity, or value of contents of that database as a whole." Id. § 2. Exam-
ples of such a change may include "the accumulation of successive additions,
deletions, reverifications, alternations, modifications in organization or presen-
tation, or other modifications." Id. § 6(b).
254. Id. § 5(a) ("[A] lawful user of a database made available to the public or
placed in commercial use is not prohibited from extracting, using or reusing in-
substantial parts of its contents, qualitatively or quantitatively, for any pur-
poses whatsoever.").
255. Id. § 5(b). "Nothing in this Act shall in any way restrict any person
from independently collecting, assembling or compiling works, data, or materi-
als from sources other than a database subject to this Act." Id.
256. Database Investment and Intellectual Property Antipiracy Act of 1996,
H.R. 3531, 104th Cong. §§ 7, 12. The civil penalties depend upon the violation,
whether a violation of the prohibited acts, id. § 4, or a violation of the circum-
vention and integrity provisions, id. §§ 10, 11. For the prohibited acts, the Act
would include monetary fines including damages, impoundment, injunctive re-
lief, and attorneys fees, and criminal penalties include fmes from $250,000 to
$500,000 or imprisonment of five to ten years, or both. Id. §§ 7, 8. The damage
award includes ill-gotten profits, damages, and costs of the litigation and may
include treble damages. Id. § 7(d). For the circumvention and integrity provi-
sions, the Act would include the same civil remedies as for the prohibited acts,
and criminal penalties of not more than $500,000 or imprisonment for not more
than five years, or both. Id. §§ 12, 13. The damages range from actual dam-
ages to statutory damages, and there are provisions for treble damages for re-
peated violations and abatement of damages for innocent violations. Database
Investment and Intellectual Property Antipiracy Act of 1996, H.R. 3531, 104th
Cong. § 12(c). The forum for suit under either provision is in an appropriate
United States District Court. Id. §§ 7, 12.
257. Database Investment and Intellectual Property Antipiracy Act, H.R.
3521, 104th Cong. § 14, reprinted in 52 PAT. TRADEMARK & COPYRIGHT J (BNA)
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Notably, the Database Act contrasts with the European
Database Directive in that the Act only establishes a sui
generis system for the protection of databases, the Act does
not affect the scope of United States copyright law. 58 Thus,
while the Database Act would authorize a "sweat-of-the-
brow" test to determine qualification for coverage for a data-
base right, the Act would not serve as a legislative reversal of
the Feist ruling.9 Importantly, despite this distinction with
the European Database Directive, the provisions contained in
the proposed Database Act are entirely consistent with a
similar proposal on databases currently before the WIPO.
B. International Proposals
The WIPO is an organ of the United Nations, to which
the United States belongs, concerned with the promotion of
intellectual property and cooperation in the administration of
international intellectual property laws."' Since 1989, the
156 (MAY 30, 1996). "No action shall be maintained under this Act unless it is
commenced within three years after the database owner knew or should have
known of the claim." Id.
258. The European Database Directive redefines copyright law in the EC in
order to harmonize the copyright laws of the member-states. Common Position
on Directing, BUS. LAW BRIEF, June 15, 1995, at 6. As the United States al-
ready maintains a clear position on the copyrightability of databases with the
adoption of the sui generis database right, there is no need to address databases
under American copyright law. Cf. Kennedy Maize, Information Trade Group
Wants Database Protection, NEWSBYTE, Aug. 25, 1995 (describing the position
of the Information Industry Association as viewing copyright as the primary
means of protection for databases).
259. James H. Wyman, Freeing the Law: Case Reporter Copyright and the
Universal Citation System, 24 FLA. ST. U.L. REV. 217, 257 (1996). Note that
some commentators argue that Congress does not have the authority to amend
the copyright laws to protect the content of databases. Jane C. Ginsburg, No
"Sweat"?: Copyright and Other Protection of Works of Information After Feist v.
Rural Telephone, 92 COLUM. L. REV. 338, 370 (1992).
260. 2 J. W. BAXTER ET AL., WORLD PATENT LAW AND PRACTICE § 10.20, at
10-75 (1996). The WIPO originally began as a convention, instituted on July 14,
1967 in Stockholm, but by a unanimous decision of the United Nations on De-
cember 17, 1974, the WIPO became a United Nations Specialized Agency, re-
placing and continuing the work of the United International Bureau for the
Protection of Intellectual Property ("BIRPI"). Id. The WIPO is headquartered
in Geneva. 2 id. For a copy of the WIPO convention, see 2 id. app. § 3.15, at 3-
182.
In contrast to WIPO, which is now a component of the United Nations,
there are several means of intellectual property protection for copyright, in-
cluding bilateral treaties, conventions, neighboring right conventions, and trade
agreements. 1 MELVILLE B. NIMMER & PAUL E. GELLER, INTERNATIONAL
COPYRIGHT LAW AND PRACTICE § 3[3], at 66 (release no. 8, Oct. 1996). For ex-
ample, before the end of the cold war, the United States and the Soviet Union
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WIPO has been studying proposals to supplement the forms
of copyright protection described in the Berne Convention on
Artistic and Literary Works,261 to which the United States
also belongs.262 In 1992, the WIPO created two "Committees
of Experts," a Committee of Experts on a Possible New In-
strument for the Protection of the Rights of Performers and
Producers of Phonograms; and a Committee of Experts on a
Possible Protocol.263 The WIPO empaneled the Committee of
Experts on a Possible New Instrument to protect the rights of
performers and producers of phonograms."6 ' The WIPO em-
paneled the Committee of Experts on a Possible Protocol to
consider the possible international remedies for the protec-
tion of computer programs and databases.265 In 1996, these
Committees of Experts submitted three proposed treaties for
consideration: (1) a "Draft WIPO Treaty on Certain Ques-
tions Concerning the Protection of Literary and Artistic
Works," (2) a "Draft WIPO Treaty on the Protection of the
Rights of Performers of Phonograms," and (3) a "Draft WIPO
entered into a number of bilateral copyright agreements with their military al-
lies. Id. § 3[3], at 66 n.125. Presently, however, copyright conventions are
more commonly recognized for international copyright law, such as the Berne
Convention and the Universal Copyright Convention. Id. § 3[3], at 67-68. A
neighboring right convention describes a special type of convention pertaining
to performance rights, sound recordings, and broadcasts, such as the Rome
Convention and the European Satellite Broadcast Conventions. Id. § 3[3], at
74-76. Finally, trade agreements have recently become a common method of
applying international copyright law; indeed, all forms of intellectual property
law, where the trade agreement contains provisions that relate to intellectual
property. Id. § 3[3], at 76. The most recognized trade agreement is the Agree-
ment on Trade-Related Aspects of Intellectual Property Rights ("TRIPs"), es-
tablished upon the creation of the World Trade Organization ("WTO"), which
replaced the General Agreement on Tariffs and Trade ("GATT"); another such
agreement is the North American Free Trade Agreement ("NAFTA"). Id. § 3[3],
at 77-80.
261. Introduced in 1886, the Berne Convention has provided an international
standard for copyright law. See III UNESCO, COPYRIGHT LAWS AND TREATIES
OF THE WORLD H-1, at 1-22 (Supp. 1992) (providing a copy of the text of the
convention). The Berne Convention was created in 1886 in Paris, and revised
in 1908 in Berlin, in 1914 in Berne, in 1928 in Rome, in 1948 in Brussels, in
1968 in Stockholm, and most recently, in 1971 in Paris. III id.
262. Susan H. Nycum, International Issues of Data Protection and Data Pro-
viding in the Online Environment, 44 PLI/PAT 367, 371-72 (1996). The United
States joined the Berne Convention in October of 1988. Id.
263. WIPO Proposals Would Extend Berne to Digital Technologies, 52 PAT.
TRADEMARK & COPYRIGHT J. 494, 510 (Sept. 19, 1996).
264. Id.
265. Id.
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Treaty on Intellectual Property in Respect of Databases."266
In formulating the Draft Treaty on Databases, the Com-
mittee of Experts on a Possible Protocol considered several
alternatives for the protection of databases.267 The European
Community presented one such proposal based on the Euro-
pean Database Directive in February 1996,26 and the United
States also presented a proposal similar to House Bill 3531 in
May 1996.269 The American database proposal expressly ap-
proves the "sweat-of-the-brow" test for application of the da-
tabase right and contains essentially the same provisions as
the database bill presented to the Congress.27 ° However,
there are important differences between the U.S. database
proposal and the European database proposal, yet to be re-
solved by the WIPO.271 The greatest difference between the
two proposals deals with the term of protection. Whereas the
American proposal calls for a twenty-five year term of protec-
tion, the European proposal calls for a fifteen-year term.272
There are other differences involving areas where the Euro-
pean proposal is silent. Whereas the American proposal pro-
vides that information generated by the federal government
is not subject to database rights, grants national treatment,
and allows parties to expand or restrict the scope of database
rights by contract, the European proposal does not address
these issues.273 Despite these differences, in September 1996,
the Committee of Experts on a Possible Protocol completed
consideration of the two proposals for database protection
and developed a draft treaty.274
266. WIPO Releases Treaty Proposals on Transmission Right, Databases, 10
WORLD INTELL. PROP. REP. 366 (1996).
267. Id. at 367.
268. WIPO Doc. No. BCP/CEN/5.
269. WIPO Doc. No. BCP/CENII/Z-INR/CEATIZ.
270. Bill, Treaty Proposal Would Create New Protection of Databases, 52
PAT. TRADEMARK & COPYRIGHT J. (BNA) 141 (May 30, 1996).
271. Id. at 141-42. Although the European Database Directive does not seek
to allow the protection of facts, as opposed to databases, the American database
proposal specifically indicated that facts are not protectable under a database
right. Id.
272. Id. at 144.
273. Id. at 141-42.
274. Id. At an earlier meeting, from May 20 to 24, 1996, the Preparatory
Committee of the Proposed Diplomatic Conference decided to hold a Diplomatic
Conference from Dec. 2 to 20, 1996. Any remaining issues left unresolved were
to be finalized at the Diplomatic Conference. WIPO Press Release No. 103, Ge-
neva, Switz. (Aug. 30, 1996).
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The "Draft WIPO Treaty on Intellectual Property in Re-
spect to Databases" incorporates components of both the
American and European database proposals.275 The draft
treaty establishes essentially the same database protection
structure as that proposed by the Database Act in the United
States, establishing a sui generis form of protection for data-
bases, independent of copyright law.2 76 The treaty only pro-
tects the database and not any computer software that may
perform operations on the database. 7 ' Similar to the Euro-
pean Database Directive, the treaty also provides the owner a
database right with two exclusive rights: (1) the extraction
right, and (2) the utilization right.278 The Draft WIPO Treaty
requires no formalities for the creation of a database right."79
Note that the treaty contains a retroactivity provision, pro-
viding application for any database that meets the require-
ments for protection on the effective date of the treaty.28 °
As for the differences in the proposal of the United
States and the proposal of the European Community, the
treaty resolves all but one of the differences, leaving this
most important difference for resolution at the Diplomatic
Conference. For example, the treaty expressly adopts the
American proposal specifically requiring national treat-
ment.2"' With respect to the expansion or restriction of the
275. Basic Proposal for the Substantive Provision of the Treaty on Intellec-
tual Property in Respect of Databases to be Considered by the Diplomatic Con-
ference, at 5 World Intellectual Property Organization Doc. CRNR/DC/6 (Aug.
30, 1996) [hereinafter Draft WIPO Treaty on Databases].
276. Id. art. 1.
277. Id. art. 2(i). The treaty defines a database as a "collection of independ-
ent works, data, or other materials arranged in a systematic or methodological
way and capable of being individually accessed by electronic or other means."
Id.
278. Id. art. 3(2). The treaty defines the extraction right as "the permanent
or temporary transfer of all or a substantial part [that is, "any portion of the
database, including an accumulation of small portions, that is, of qualitative or
quantitative significance to the value of the database"] of the contents of a da-
tabase to another medium by any means or in any form," and the treaty defines
the utilization right as "the making available to the public of all or a substantial
part of the contents of a database by any means, including by the distribution of
copies, by renting, or by on-line or other forms of transmission, including the
making available the same to the public at a place and at a time individually
chosen by each member of the public." Id. art. 2 (ii, vi).
279. Draft WIPO Treaty on Databases, supra note 275, art. 9.
280. Id. art. 11(1).
281. Id. art. 7. "The maker of a database shall enjoy in respect of the protec-
tion provided for in this Treaty, in Contracting Parties other than the Con-
tracting Party of which he is a national, the rights which their respective laws
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scope of database rights by contract, the treaty allows for the
exhaustion of the database right of utilization by contract,
but the exhaustion only applies to the "national/regional ter-
ritor[y]."282 As for whether information generated by the fed-
eral government is subject to database rights, the treaty
leaves the resolution of this issue to each WIPO member.8 3
Finally, and most importantly, the treaty does not resolve the
differences between the term of protection between the
American proposal (25 years) and the European proposal (15
years),284 instead leaving the issue for resolution by the Dip-
lomatic Conference.285
On December 2 through 20, 1996, the WIPO convened
the "Diplomatic Conference on Certain Copyright and Neigh-
boring Rights Questions" to consider these three new multi-
lateral Treaties.286 Due to the emphasis given to the other
two treaty proposals, however, the Diplomatic Conference
never actually considered the treaty on databases.287 Addi-
do now or may hereafter grant to their nationals as well as the rights specifi-
cally granted by this Treaty." Id.
282. Id. art. 5(1) ("Contracting Parties may, in their national legislation,
provide exception to or limitations of the rights provided in this Treaty in cer-
tain special cases that do not conflict with the normal exploitation of the data-
base and do not unreasonably prejudice the legitimate interests of the
rightholder.").
283. Id. art. 5(2) ("It shall be a matter for the national legislation of Con-
tracting Parties to determine the protection that shall be granted to databases
made by government entities or their agents or employees.").
284. Draft WIPO Treaty on Databases, supra note 275, art. 8(1-2).
285. The WIPO Draft Treaty also left the question of enforcement to the
Diplomatic Conference. Id. art. 13. One alternative contains substantive pro-
visions for enforcement, including both civil and criminal penalties, injunctions,
and recoupment for fees and costs. Id. annex., arts. 4, 5, 21. The other alterna-
tive incorporates the enforcement provisions of Articles 41 to 61 of the TRIPS
Agreement. Id. art. 13.
286. WIPO Press Release No. 103, Geneva, Switz. (Aug. 30, 1996). The Dip-
lomatic Conference consists of the 157 member states of WIPO and the Euro-
pean Community and, as observers, representatives from other member-states
not members of WIPO and more than 100 intergovernmental and nongovern-
mental organizations. In addition to adopting these treaties, the Diplomatic
Conference will also address the creation of a conformity protocol to the Berne
Convention and the drafting of a "new instrument" to conform the WIPO poli-
cies with the TRIPs Agreement. Berne Protocol and New Instrument, Bus. LAW
BRIEF, Feb. 26, 1996, at 11.
287. Doug Henschen, Controversial Database Treaty Delayed, DM News,
Dec. 23, 1996, at 2; WIPO Delegates Scramble to Reach Agreement by Week's
End, 53 PAT. TRADEMARK & COPYRIGHT J. (BNA) 116, 116-17 (1996). Notably,
despite some criticism of the treaty in the United States, see, e.g., Proposed
WIPO Database Treaty Draws Fire at USPTO Briefing, 10 WORLD INTELL.
PROP. REP. 402, 404 (1996) (describing the array of criticisms leveled against
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tionally, many of the member-nations expressed a desire to
allow more time for debate on an international database
treaty.288
CONCLUSION
The advent of new technologies continues to challenge
the resiliency of the intellectual property system in the
United States.289 In the late 1970's and early 1980's, the
semiconductor chip presented a particular problem as none of
the traditional forms of intellectual property protection ex-
tended to the design characteristics of the chip.29° In re-
sponse, Congress passed the Semiconductor Chip Protection
Act of 1984,291 which provided special sui generis protection
for semiconductor chips.292 Since 1990, one of the new tech-
nology issues to challenge the intellectual property system
deals with databases. As this article demonstrates, there is
presently no intellectual property protection for the content
of databases in the United States.293 Accordingly, as with the
the WIPO treaty proposals at the USPTO briefing); Working Group Reaches
Some Consensus on U.S. Goals for WIPO Negotiations, 53 PAT. TRADEMARK &
COPYRIGHT J. (BNA) 70-71 (Nov. 28, 1996) (explaining the opposition to the da-
tabase treaty proposal due to the threat of access to public domain informa-
tion), the treaty has only been postponed by the WIPO, not rejected. Id. at 70.
288. Paul Lewis, No Accord Soon on Treaty for Data Base Copyrights, N.Y.
TIMES, Dec. 14, 1996, at 36.
289. The problem of new technologies is not new; indeed, before Johann
Gutenberg, the German printer, invented the printing press in 1440 there was
also no protection for literary works because there had been no ready method to
reproduce these works. THE ABC OF COPYRIGHT 12 (United Nations Educa-
tional, Scientific and Cultural Organization eds. 1981). However, with the ad-
vent of this new technology, the law was required to respond, as soon after the
invention of the printing press, the United Kingdom passed the first law on
copyright, Queen Anne's Statute of 1710. Id. at 14. As technology progresses,
so must the law.
290. John G. Rauch, The Realities of Our Times: The Semiconductor Chip
Protection Act of 1984 and the Evolution of the Semiconductor Industry, 75 J.
PAT. TRADEMARK OFFICE SOCY93, 93-94 (1993).
291. 17 U.S.C. §§ 901-914 (1994).
292. 1 BERNARD D. REAMS, SEMICONDUCTOR CHIP AND THE LAW: A
LEGISLATIVE HISTORY OF THE SEMICONDUCTOR CHIP PROTECTION ACT OF 1984,
intro. (1986). The initial proposal to protect semiconductor chips involved an
amendment of the Copyright Act to include a mask work as a "pictorial,
graphic, or sculptural work." Id. This proposal was rejected in favor of a sui
generis form of protection. Id.
293. Some commentators in the United States have suggested the implemen-
tation of a sui generis system of intellectual property protection for all com-
puter software. Pamela Samuelson, Benson Revisited: The Case against Patent
Protection for Algorithms and Other Computer Program-Related Inventions, 39
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SCPA, Congress has now proposed a remedy for this unique
problem facing the intellectual property system under the
proposed Database Act (House Bill 353 1),94 and the Clinton
Administration is also pursuing a similar solution on an in-
ternational scale under the "Draft WIPO Treaty on Intellec-
tual Property in Respect of Databases."95
These proposals for the creation of database rights in the
United States have initiated some debate on the expanding
role of intellectual property laws. 296  For instance, James
Boyle, an authority on Internet law, recently wrote:
"Governments are complying, granting monopolies over in-
formation and information products that make the monopo-
lies of the 19th-century robber barons look like penny-ante
operations." '97 A recent editorial even warned that database
rights would result in "the end of the public domain."299
These views of intellectual property are not uncommon
among lay persons, as they frequently fail to recognize the
limited protections that these laws afford to their creators.
For example, a lay person may casually criticize the patent-
ability of the human genome, the copyrightability of Windows
95, the trademarkability of the word "Olympic," or the pro-
tectability by database rights of a data compilation.299 With-
EMORY L.J. 1025 (1990). Proponents of this new form of intellectual property
protection advocate such a system based on the position that none of the cur-
rent forms of intellectual property provide the unique qualities required for the
protection of computer software. But see John M. Griem, Jr., Note, Against a
Sui generis System of Intellectual Property for Computer Software, 22 HOFSTRA
L. REV. 145, 172 (1993).
294. H.R. 3531, 104th Cong. (1996).
295. See supra Part IV.A.
296. Peter Seipel, The Technology of Insight: Computers and Informed Citi-
zens, 69 CHI-KENT L. REV. 417, 445-46 (1993).
297. JAMES BOYLE, LAW AND THE INTERNET AGE 3 (1996).
298. Editorial, Locking Up the Facts, SACRAMENTO BEE, Nov. 17, 1996, at F4.
The editorial warns that the database right would impose a legal property right
in batting averages, financial markets, judicial decisions, and weather reports.
The editorial also criticized the proposals for the implementation of database
rights due to the lack of public debate on the issue, especially in view of the op-
position of the National Academy of Sciences, the National Academy of Engi-
neering, the Institute of Medicine, and "every major library association." See
also Technology News from Edupage, available in 1996 WL 664360, Nov. 19,
1996 (describing the opposition of the National Research Council to database
rights due to the threat of open access to data for scientists and educators).
299. BOYLE, supra note 288, at 3-5. As Boyle explains, there are many oppo-
nents of the specific results of intellectual property laws, such as religious
groups opposing the patentability of genetic materials or living organisms or
gay organizations opposing the trademarkability of the word "Olympic" pro-
scribing the use of the word in "Gay Olympics." Id. Yet, the intellectual prop-
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out adequate intellectual property protection, these discov-
eries and creations would not have likely occurred. Using
these examples, the value of intellectual property becomes
clear. Thus, although the intellectual property laws have ex-
panded in scope over the years, the goal of these laws is
merely to ensure that inventors, authors, and other creators
have a reason to invent, write, sculpt, design, or otherwise
create.
Nevertheless, some legal scholars continue to voice dis-
approval of database rights based on the possible threat to
social policy."' A critic of database rights warns of the threat
to access for scientific and research information.301 Debra
Rosler, even warns that the directive could allow "a limited
group of database creators to control the dissemination of in-
formation." 2 Rosler argues that database rights would re-
sult in a "limitation on the free flow of ideas," would be anti-
thetical to the framework of intellectual property law, and
could even aid in the creation of a two-tier society of haves
and have-nots, resulting in only a part of the population with
access to high technology.03 If the previous predictions are
not draconian enough, others contend that the directive could
result in the creation of an oligopolistic software market and
perhaps even a monolithic society.0 4
erty laws are apolitical, they have but one purpose, "[tlo ... promote the Prog-
ress of Science and useful Arts, by securing for limited Times to Authors and
Inventors the exclusive Right to their respective Writings and Discoveries."
U.S. CONST. art. I, § 8, cl. 8.
300. J. H. Reichman, Electronic Information Tools, The Outer Edge of World
Intellectual Property Law, 17 U. DAYTON L. REV. 797, 804 (1992).
301. Technology News from Edupage, available in 1996 WL 662113, Nov. 18,
1996 (citing the President of the National Academy of Engineering).
302. Debra B. Rosler, The European Union's Proposed Directive for the Legal
Protection of Databases: A New Threat to the Free Flow of Information, 10
HIGH TECH. L.J. 105, 148 (1995).
303. Id. at 143-46. Quoting Robert Reich's The Work of Nations, this author
seems to believe that increased protection for databases will "encourage waste-
ful, repetitious data collection by low-skilled labor [that] do not provide lasting
benefits to society." Id. at 142. She then states, without explanation, that,
while copyrights and patents are advantageous to this dichotomy, intellectual
property protection for databases is not. Not surprisingly, the author then
finds solace in the policy proposals of the General Agreement on Tariffs and
Trade ("GATT"), specifically the Trade-Related Aspects of Intellectual Property
Rights ("TRIPs"), which rejects protection for databases. Id. at 143.
304. See, e.g., James Boyle, Cyberspace Land Grab Expanding Property
Rights on Internet Could Stifle Innovation, PHOENIX GAZETTE, Apr. 2, 1996, at
B5 (referencing the "information land grab" that may lead to "an oligopolistic
software market and diminish inventiveness").
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Neither the European Database Directive nor the pro-
posals for the adoption of database rights in the United
States would result in the dire results hypothesized by these
naysayers and postulators of doom."' Essentially, the basis
of their complaints relies on the old adage that there is no
new creation or invention, only improvement, and if the in-
tellectual property laws so restrict the body of work from
which inventors, authors, and other creators may operate,
these laws will stifle invention and creation.36 These views
are based on the false theory that intellectual property laws
extend broad, sweeping protection to the owners of patents,
copyrights, and indeed, database rights. To the contrary,
patents only protect specific inventions (not ideas), copyrights
only protect specific works (not types of literature or art), and
database rights would only protect specific data compilations
(not mere information). These laws do not prohibit another
from making the same invention in a different way, from cre-
ating a similar work of literature or art in a different manner
or style, or from making the same compilation of data inde-
pendent of the former work. Instead, these traditional intel-
lectual property laws, as well as the proposed database right,
only protect the value of the specific work of the creator.
Once one understands this fundamental distinction, intellec-
tual property generally or database rights specifically can be
seen as advantageous and not as a threat to Sir Isaac New-
ton's realization, "If I have seen further it is by standing on
ye shoulders of Giants.""0 7
RECOMMENDATION
The practitioners of government procurement law have
long realized the importance of databases, even before data
305. See John F. Hayden, Copyright Protection of Computer Databases After
Feist, 5 HARV. J.L. & TECH. 215, 240 (1991) ("While it might seem that provid-
ing copyright protection to data would eliminate public access to vital informa-
tion, a closer examination reveals that, in practical application, this notion has
little basis.").
306. Boyle, supra note 297, at B5. Warning of the dangers of intellectual
property, Boyle explains: "Entrepreneurs have to be assured that time spent
developing new software won't be wasted, that a profit lies at the end of the
tunnel. But they also require an adequate amount of raw material. There has
to be an adequate flow of information for the market to function." Id.
307. Sir Isaac Newton, Letter to Robert Hooke (Feb. 5, 1675/1676), reprinted
in R. MERTON, ON THE SHOULDER OF GIANTS: A SHANDEAN POSTSCRIPT 31
(1965).
[Vol. 38
DATABASE RIGHTS
compilations were stored in electronic form. During World
War II, the allocation of rights in data presented minimal
problems, as the government and particularly the military
procured most large-scale goods and services by sole source
contracts."8 When the government later implemented com-
petition requirements, the government began to demand ac-
cess to the technical data incumbent in the performance of
government contracts." 9  The first technical data rights
regulations required that contractors provide all information
that the government would consider relevant to the contract,
including databases, which generally included all the data. 10
Since that time, the data rights regulations reflect a more
equitable allocation of data rights. Nevertheless, the numer-
ous amendments and revisions to the data rights regulations
over the last fifty years have clearly demonstrated the impor-
tance of data rights and specifically databases both to con-
tractors and to the government. As a result, almost all par-
ties involved in the government procurement process
understand and favor the domestic and international propos-
als to extend sui generis intellectual property law protection
to databases.31'
At present, the chances are good that the United States
will eventually recognize rights for databases on a national
scale, rights similar to those long required for all technical
data in government procurement law. Ironically, the adop-
tion of such database rights will not require specific changes
to the data rights regulations. The data rights regulations
already function independent of any rights that one may have
in patents, copyrights, or mask works, and the addition of da-
tabase rights will not affect either the statutory or regulatory
formula. However, because a database right represents a
new form of intellectual property, the creation of such rights
will require the government to contemplate the role of data-
base rights in future procurements. The government may
308. D. VAN OPSTAL, INTEGRATING COMMERCIAL AND MILITARY TECH-
NOLOGIES FOR NATIONAL STRENGTH 53 (1991).
. 309. Robert M Hinricks, Proprietary Data and Trade Secrets under Depart-
ment of Defense Contracts, 36 MI. L. REV. 61 (1967).
310. Lazure & Church, The Shadow and Substance of Intellectual Property
in Defense Department Research and Development Contracts, 14 FED. B.J. 296
(1954).
311. Amy Harmon, Meeting takes Copyright Law to Digital Age, L.A. TIMES,
Dec. 2, 1996, at Al.
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thus acquire database rights; therefore, the makers or own-
ers of these rights will require means to obtain a remedy for
their acquisition or utilization by the government.
Accordingly, one of the most important statutory
amendments that the creation of this new form of intellectual
property will require is the inclusion of database rights
within 28 U.S.C. § 1498, which authorizes suit in the Court of
Federal Claims for remuneration to the owners of intellectual
property taken by the government in the performance of a
government contract.1 28 U.S.C. § 1498 currently provides
for the recovery of reasonable and entire compensation to the
owners of intellectual property for the taking of patents,
copyrights, plant patents, and mask works.313 Ironically, this
statute began simply as a provision pertaining to patents, but
as the scope of intellectual property expanded, the statute
expanded to incorporate the new concepts of intellectual
property. A similar extension of the statute will be necessary
with the advent of database rights.
The proposed Database Act (House Bill 3531) as well as
the draft treaty before the WIPO already contain provisions
relating to the use of databases by the government. Section
three of the proposed Database Act excludes any database
created by a governmental entity from coverage under the
bill, and sections seven and twelve specifically exclude the
remedies of injunction or impoundment against the govern-
ment."4 These references, especially the provisions in sec-
tions seven and twelve are meaningful, yet the proposed Da-
tabase Act makes no other mention of the availability of
remedies for the unauthorized use of databases in regard to
the government.
Absent specific statutory authority, the owner of data-
base rights would not be able to seek a remedy against the
United States for a violation of the database rights under the
proposed Act. An amendment would then be required to
authorize suit against the government in the Court of Fed-
312. See generally, Lionel M. Lavenue, Patent Infringement against the
United States and Government Contractors under 28 U.S.C. § 1498 in the
United States Court of Federal Claims, 2. J. INTELL. PROP. L. 389 (1995).
313. 28 U.S.C. § 1498(a)-(e)(1994).
314. Database Act §§ 3, 7, 14; see also id. § 12(b)(4) (allowing "recovery of
costs by or against any party other than the United States or an officer
thereof') (emphasis added).
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eral Claims. 15  The following recommendation presents such
an amendment:
(f) Hereafter, whenever the database right in any work
protected under the database laws of the United States
shall be violated by the United States, by a corporation
owned or controlled by the United States, or by a contrac-
tor, subcontractor, or any person, firm, or corporation
acting for the Government and with the authorization or
consent of the Government, the exclusive remedy of the
owner of such database right shall be by action against the
United States in the Court of Federal Claims for the re-
covery of his reasonable and entire compensation as dam-
ages for such violation, including the minimum statutory
damages as set forth in section [to be announced] of title
17, United States Code: Provided, That a Government
employee shall have a right of action against the Govern-
ment under this subsection except where he was in a posi-
tion to order, influence, or induce use of the database by
the Government; Provided, however, That this subsection
shall not confer a right of action on any database right
owner or any assignee of such owner with respect to any
database prepared by a person while in the employment or
service of the United States, where the database was pre-
pared as a part of the official functions of the employee, or
in the preparation of which Government time, material, or
facilities were used: And provided further, That before
such action against the United States has been instituted
the appropriate corporation owned or controlled by the
United States or head of the appropriate department or
agency of the Government, as the case may be, is author-
ized to enter into an agreement with the database owner
in full settlement and compromise for the damages accru-
ing to him by reason of such violation and to settle the
315. To obtain jurisdiction to sue in the Court of Federal Claims, the Tucker
Act requires:
The United States Court of Federal Claims shall have jurisdiction to
render judgment upon any claim against the United States founded ei-
ther upon the Constitution, or any Act of Congress, or any regulation
of an executive department, or upon any express or implied contract
with the United States, or for liquidated or unliquidated damages in
cases not sounding in tort.
28 U.S.C. § 1491 (1994). 28 U.S.C. § 1498 (1994) represents the "Act of Con-
gress" by which owners of intellectual property may seek redress for the taking
of a patent, copyright, or mask work. One must proffer such a statutory basis
for suit against the government in the Court of Federal Claims in order to dem-
onstrate a waiver of sovereign immunity.
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claim administratively out of available appropriations.
Except as otherwise provided by law, no recovery shall be
had for any violation of a database right covered by this
subsection committed more than three years prior to the
filing of the complaint or counterclaim for violation in the
action, except that the period between the date of receipt
of a written claim for compensation by the Department or
agency of the Government or corporation owned or con-
trolled by the United States, as the case may be, having
authority to settle such claims and the date of mailing by
the Government of a notice to the claimant that his claim
has been denied shall not be counted as part of the three
years, unless suit is brought before the last-mentioned
date.
The first paragraph of the recommended statutory
amendment entails a waiver of sovereign immunity, allowing
owners of database rights to sue the United States for
violations of the Act. 16 The second paragraph entails the
same limitation on actions as contained in the proposed
Database Act, requiring suit (against the United States)
within three years of discovery of the basis for the cause of
action. Notably, the above recommendation for the
amendment of 28 U.S.C. § 1498 by the addition of§ 1498(f)
utilizes the similar limitations and restrictions as
incorporated in the copyright provision at § 1498(b).
Since 1910, 28 U.S.C. § 1498 and its statutory predeces-
sors have authorized patent infringement suits against the
United Sates. Since the amendment to allow copyright in-
fringement in 1960, the amendment to allow plant patent in-
fringement in 1970, and the amendment to allow mask work
infringement in 1985, the statute has expanded to meet the
progress of new forms of intellectual property as well as new
technologies. The database right presents no unique circum-
stance, and provided the United States adopts intellectual
property protection for databases, which this author en-
dorses, the United States should likewise make provision for
316. Note the use of the word, "violation," instead of the word,
"infringement." The database bill uses this word and this proposed statutory
amendment does as well for consistency.
317. See Database Act § 14, supra note 248 (describing the "Limitations on
Actions" that "[nlo action shall be maintained under this Act unless it is com-
menced within three years after the database owner knew or should have
known of the claim").
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the amendment of 28 U.S.C. § 1498 in order to provide pro-
tection for these rights to the makers and owners of data-
bases against unauthorized use by or for the United States
government.

