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Introduction
Operational risk is the risk of (operational) losses resulting from the failure of people, processes, systems, and from external factors. Thus, operational risk is classified (by source or cause) under four headings: people risk, process risk, technology risk, and external risk. People risk arises from employee error, employee misdeeds, employee unavailability, and inadequate employee development and recruitment. Process risk arises from the inefficiency or ineffectiveness of various business processes within the firm. These include value-driving processes-such as sales and marketing, product development and customer support-and value-supporting processes such as human resources and legal matters. Technology (or system) risk arises from the system failures caused by breakdown, data quality and integrity issues, inadequate capacity, and poor project management. Finally, external risk is the risk of loss caused by the actions of external parties (for example, competitor behaviour, external fraud and regulatory changes) as well as macroeconomic and socioeconomic events.
Although the definition and sources of operational risk as described above sound straightforward, it is not easy to pinpoint the causes of operational losses empirically-indeed very few studies have attempted that. Some attempts have been made to model operational risk in terms of macroeconomic variables. Chernobai et al. (2007) analyse 1159 loss events endured by 160 U.S. banks over the period in terms of both firm-specific features and macroeconomic variables. They conclude that "while there is some evidence that operational losses are more frequent and more severe during economic downturns, overall the macroeconomic environment tends to be less important than firm-specific characteristics such as size, leverage, volatility, profitability and the number of employees". In particular they identified the importance of size, leverage, volatility, book-to-market, profitability, and the number of employees to be important determinants of operational losses. Another finding is that operational losses are more frequent and more severe during economic downturns.
Moosa (2011) also found some evidence for the cyclical behaviour of operational risk, using the unemployment rate as the cyclical macroeconomic variable.
Size has been the most widely used firm-specific explanatory variable, perhaps because Basel II suggests that size is important. Under the basic indicators approach of Pillar 1 of Basel II, banks are required to calculate regulatory capital against operational risk as 15 per cent of gross income, which is a measure of size. However, it is often suggested that neither the empirical evidence, nor theory and not even intuition supports the importance of size as a determinant of operational losses (see, for example, Herring 2002; Peizer, 2003; de Fontnouvelle et al., 2005; Jobst, 2007) .
Very few studies deal with firm-specific factors formally, perhaps because of the data problems typically encountered in studies of operational risk. For example, Bar et al. (2008) consider the effect of management style in hedge funds. Specifically, they focus on the decision to employ a team instead of a solo manager to manage a specific fund, providing evidence that this might help to reduce the probability of misconduct of fund managers and, consequently, to reduce operational risk. They conclude that teams behave more in line with investors' interests than solo managers along several dimensions: their investment styles are more reliable, they engage less in tournament behaviour, and their performance is more stable over time. The costs of this form of operational risk management seem small. Brown et al. (2007) argued that mandatory disclosure is a regulatory tool intended to allow market participants to assess operational risk. They examine the value of disclosure through the controversial SEC requirement that major hedge funds register as investment advisors and file disclosures. Their findings suggest that regulators should account for the endogenous production of information and the marginal benefit of disclosure to different investment clienteles.
The objective of this paper is not to consider the sources or causes of operational losses but rather to examine the following proposition. Since the firm-specific determinants of operational losses are likely to vary across countries, the profile of operational losses must exhibit cross-country differences. More specifically we make an attempt to find out if the association between event type and business lines and corporate entity type differs across countries or country groups.
Hypotheses and Methodology
Four hypotheses are tested using data covering 11 countries and country groups. The hypotheses can be stated as follows:
Hypothesis 1: The frequency of a loss event of a certain type is independent of the business line.
Hypothesis 2:
The severity of a loss event of a certain type is independent of the business line.
Hypothesis 3:
The frequency of a loss event of a certain type is independent of the corporate entity type.
Hypothesis 4:
The severity of a loss event of a certain type is independent of the corporate entity type. Under the null that there is no association between rows and columns, the estimated value of the observation in each cell is given by 
Rejection of the null hypothesis implies that the frequency or severity of events of a certain type tend to be greater in certain business lines or corporate entity type than in others.
A Description of the Data Set
Data on the operational losses endured by firms across all sectors worldwide were obtained from the Fitch (First) qualitative database, which contains long write-ups and useful information about loss events obtained from multiple sources. This database provides a comprehensive analysis of the circumstances under which loss events occur, but no supplementary data on the underlying firms are provided. The focus of the qualitative databases of operational losses is not on capturing every event that takes place but rather to examine events that are of greater relevance and interest to subscribers.
The data sample comprises 4388 loss events going back to 1975. Eleven countries and country groups are considered: Africa, Canada, China, East Asia, Europe, Middle East, Oceania, Latin America, U.K. and U.S. The decision to consider a country on its own or as part of a country group depends on the number of operational loss events reported for each country. As a rule of thumb, a country was considered on its own if it had a record of at least 75 events.
Operational losses are examined by classifying them under event types, business lines and corporate entity types-the categories are displayed in Table 1 . Event types and business lines are those used by the Basel Committee on Banking Supervision (see, for example, BCBS, 2004). Therefore "other" means event types and business lines that do not belong to any one of the categories used by the BCBS. The reason for the emergence of "other" kinds of event type and business line is that the BCBS categories are designed for banks only, since the Basel II and Basel III accords cover banks only. The loss events examined in this study cover ten corporate entity types as classified by the Fitch Risk database. Figure 1 shows the distribution of the frequency and severity of operational losses by event type, business line and corporate entity type of the total loss losses, irrespective of the geographical location. We can see that the most dominant loss event in terms of both frequency and severity is CPBP, which represents the losses arising from failure to meet obligations to clients or from the design of a product.
1 By business line, more than half the loss events are recorded under "other" in terms of frequency and severity.
Again this is because the explicitly defined categories are applicable to banks only whereas the loss events considered here cover ten different corporate entity types. In terms of the explicitly defined business lines, trading and sales recorded the largest number of events but commercial banking endured the most severe losses. As for corporate entity types, 33 per cent of the loss events were endured by commercial banks, but in terms of severity non-financial firms endured more than half the total loss amount. 2 One explanation for this observation is that commercial banks endure a large number of small losses resulting, for example, from credit card fraud. Table 2 presents the results of the chi-square test of independence between event types, one the one hand, and business lines and corporate entity type on the other. In all cases the test statistic is significant, implying that the hypotheses 1-4 are rejected, which means that events of certain kinds tend to occur more frequently and with greater severity in certain business lines and corporate entity types. This, however, does not mean that the pattern is similar across countries and country groups.
Consider, for example, the differences between the incidence of external fraud and internal fraud in China and the U.S. In China, Internal fraud is most frequent and most severe in commercial banking as a business line and commercial banks as a corporate entity type. In the U.S., internal fraud is most frequent and most severe in other business lines and in non-financial firms, but in China it is most frequent and most severe in commercial banking as a business line commercial banks as a corporate entity type. As for external fraud, it is most frequent in other business lines in China and in commercial banking in the U.S., whereas in terms of corporate entity type it is most frequent in commercial banks in both China the U.S. In terms of severity it is highset in non-financial firms in China and in commercial banking in the U.S.
In fact, the distribution of loss events varies considerably as shown in Table 3 and Table 4 . In Table 3 , we can see that internal fraud is the most frequent and severe loss event in five countries or country groups. In all other country groups the most frequent loss event is CPBP. In terms of severity, however, CPBP is the most severe event only in Japan and the U.S. In terms of the least frequent and least severe events, these are predominantly EDPM, BDSF and EPWS. Internal fraud is the most frequent loss event in Africa, China, Japan, the Middle East and Latin America. Table 4 reports the incidence of loss events across countries and country groups. Internal fraud is most frequent and most severe in China and less frequent/less severe in the U.K. External fraud, on the other hand, is most frequent in Latin America and least frequent in the U.S., but in terms of severity it is highest in Japan and lowest in East Asia.
How can we explain these cross-country differences? While it is rather difficult to explain precisely the differences arising in a certain situation a general explanation can be suggested. standards. Since these factors are bound to be different across countries, the distribution and incidence of operational losses are bound to differ as well.
Conclusion
Our examination of 4388 loss events covering eleven countries or country groups reveal marked differences in the distribution and incidence of operational losses across countries in terms of both frequency and severity. There are differences with respect to the type of loss event prevailing in each country or country group. There are also differences with respect to the dominance of events of certain type in a particular business line and corporate entity type. These differences are attributed to crosscountry differences in the factors determining the frequency and severity of people risk, process risk, system risk and external risk. 
