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ABSTRACT:  One of the newest initiatives in the evolution of the World Wide Web (WWW) is the specification of 
standards and technologies to create the Semantic Web.  Whereas most of today’s WWW is targeted primarily at human 
readers, the Semantic Web will support human readers while providing enriched data descriptions to enable  software 
agents to perform automated reasoning, creating a Web of knowledge.  In the Modeling and Simulation (M&S) domain, 
these emerging technologies offer opportunities to dramatically improve composability of functional capabilities and 
interoperability of systems, including interoperability between M&S and operational C4I systems. 
 
In parallel with ongoing WWW developments, the M&S community in recent years has initiated efforts to determine 
how the enormous investment in Internet and Web technologies can be exploited for military M&S purposes.  The 
Extensible Modeling and Simulation Framework (XMSF) project is providing the technical basis for transformational 
interoperability via Extensible Markup Language (XML) data and messaging interchange, profiles, and recommended 
practices for Web-based M&S.  Broad technical interoperability is enabled by open standards, XML-based markup 
languages, Internet technologies, and cross-platform Web services supporting diverse distributed modeling and 
simulation applications.  A Simulation Interoperability Standards Organization (SISO) XMSF Profiles Study Group is 
actively defining formal technical specifications for application of interoperable Web-based technologies enabling 
composable and reusable M&S elements, and facilitating enterprise integration.  Profiles are expected to consist of 
applicable Web technologies and protocol standards, applicable data and metadata standards, standard and reusable 
ontologies, and recommendations and guidelines for implementation. 
 
This paper provides an introduction to primary aspects of the Semantic Web and discusses application of emerging 
Semantic Web concepts, tools, and standards to current and future M&S initiatives, including efforts of the SISO XMSF 
Profiles Study Group. 
1. Introduction 
 
Military modeling and simulation (M&S), together with 
Command, Control, Communications, Computers and 
Intelligence (C4I) systems, continue to represent 
extremely challenging areas of computer application 
today.  Few applications hold such importance in terms of 
material and human costs than the strategic, operational, 
and tactical systems used for military acquisition, 
training, analysis, planning, rehearsal, execution, and 
after-action assessment.   
 
Two overarching challenges to military M&S include:  
 
• Interoperability: The capability of a system (e.g., 
simulation) to automatically, without human 
intervention, provide services to and accept services 
from other systems, and to use the services so 
exchanged to enable the systems to work together to 
achieve a desired outcome (adapted from [1]).   
 
• Composability: The capability to select and assemble 
reusable simulation components in various 
combinations into software systems to meet user 
requirements [2]. 
 
An example of a specific challenge spanning both of these 
overarching challenges is Rapid Scenario Generation.  
Sub-objective 1.6 (Automating M&S Systems Support) of 
the Defense Modeling and Simulation Office (DMSO) 
Modeling and Simulation Master Plan states the 
requirement as [2]: “Improve the automated workflow 
and support of M&S Systems (e.g., rapid database 
development).” Rapid Scenario Generation is the ability 
to find and prepare information and materials describing a 
battlespace to support training, analysis, or mission 
planning within compressed time frames (particularly for 
mission planning) and based on operational documents 
(e.g., training requirements, problem statements, or 
OpOrders, respectively).  There are numerous issues 
relating to how the necessary information (terrain, maps, 
forces, assets, behaviors, characteristics, weather, etc.) is 
identified, posted, discovered, accessed, and composed to 
form the full battlespace representation for a particular 
use, including as input data to a simulation or C4I system.  
The Rapid Distributed Database Development (RD3) is a 
new program addressing this specific challenge [3]. 
 
Existing and emerging Web-based technologies are 
showing the ability to achieve world-wide scalability, 
changing the computational environment “from single 
isolated devices to entry points into a worldwide network 
of information exchange and business transactions” [4].  
This is currently happening at a fairly mechanistic level – 
the next great technical leap, as always, will be the ability 
for software to automate routine processes.  The enabler 
for the next technological leap on the Web is the Semantic 
Web:  
 
“To date, the Web has developed most rapidly as a 
medium of documents for people rather than for data 
and information that can be processed automatically. 
The Semantic Web aims to make up for this.” [5] 
 
The purpose of this paper is to introduce the reader to 
emerging technologies that represent long-term solutions 
to major challenges facing military M&S today.  This 
paper provides an introduction to primary aspects of the 
Semantic Web and discusses application of Semantic 
Web concepts, tools, and standards to current and future 
M&S initiatives, including efforts of the Simulation 
Interoperability Standards Organization (SISO) 
Extensible Modeling and Simulation Framework (XMSF) 




2.1 Hyper Text Markup Language (HTML) 
 
The World Wide Web (WWW) has become a massive 
data repository consisting primarily of files accessed via 
one-way links from documents written in Hyper Text 
Markup Language (HTML).  The links employ a 
standardized addressing scheme, Universal Resource 
Locators (URL).  Embedded code (e.g., Javascript) and 
numerous scripting languages (e.g., Perl) enable these 
pages to perform a variety of tasks, including electronic 
business transactions, presenting 2D and 3D data 
representations, searching vast repositories of documents 
for textual similarities, and numerous other functions.  
Despite the variety of significant and beneficial 
capabilities provided in this manner, there are serious 
limitations inherent in the early manifestation of the Web.  
Perhaps most fundamentally, by using specialized markup 
“tags” in the documents, HTML largely describes how 
information should appear when presented to the user.  
The HTML tagset does not provide the means to clearly 
describe the information content, making it difficult for 
software such as search engines and reasoning engines to 
determine context from the content of the vast collection 
of documents on the Web.  The first major step toward 
resolving this issue has been the Extensible Markup 
Language (XML).   
 
2.2 Extensible Markup Language (XML) 
 
The Extensible Markup Language (XML) is a subset of 
the Standard Generalized Markup Language (SGML), as 
is HTML, which serves as a standard for creating 
languages [6].  Whereas HTML has a fixed set of defined 
tags, XML provides rules for creating an arbitrary set of 
tags by which an agent (human or software) can describe 
content in a document.  XML is a clearly defined way to 
structure, describe, and interchange data [7].  The 
structure and content of an XML document can be 
specified by a Document Type Definition (DTD) or by an 
XML schema.  XML documents can be validated against 
their respective specifications, as represented by DTDs or 
schemas.  The XML Schema language provides more 
detailed specification of the grammar of an XML 
language through range descriptions, patterns, and use of 
XML namespaces. 
 
XML Namespaces provide a mechanism for deconflicting 
element identifiers (tag names) in XML documents, 
allowing multiple XML languages (specified by schemas, 
for example) to be merged into the same document 
without confusion.  This means that XML languages can 
be defined for specialized purposes but combined when 
needed with other languages for more complete 
information.  An example would be an XML language for 
military equipment being combined with an XML 
language describing a military unit to produce XML 
documents containing the equipment possessed by certain 
units.  Both vocabularies may have an element called 
“Name” (i.e., name of the unit, name of the equipment 
item), but in the combined document, the usage is 
distinguished by the respective namespace. 
 
Since XML enables one to describe data, XML 
documents themselves become data that can be described.  
Thus, layers of metadata can be written to describe 
content, describe the description of the content, describe 
relationships across content, and so forth to any level of 
complexity needed.  As we will see shortly, this idea is a 
fundamental building block for the Semantic Web. 
 
2.3 Semantic Web 
 
One of the newest initiatives in the evolution of the World 
Wide Web (WWW) is the specification of standards and 
technologies to create the Semantic Web.  Most of today’s 
WWW is targeted primarily at human readers; the 
Semantic Web supports both human readers and software 
agents that can perform automated reasoning, creating a 
Web of knowledge.  The Semantic Web is “an extension 
of the current Web in which information is given well-
defined meaning, better enabling computers and people to 
work in cooperation” [5]. 
 
Key technologies comprising the Semantic Web are 
summarized by the WWW Consortium (W3C) in a 
Semantic Web Stack shown in Figure 2.1.  Brief 




Semantic Web Stack 
 
Figure 2.1.  The Semantic Web Stack adds knowledge 
description and reasoning specifications onto the basic 
Web data description layers. From [8]; see also [9]. 
 
-Universal Resource Identifier (URI).  Any resource on 
the WWW is identified by a URI.  The URI comes in two 
forms, the familiar Universal Resource Locator (URL), 
commonly used for web page and web link addresses, and 
the less common Universal Resource Name (URN), used 
to provide a unique logical naming of any resource on the 
WWW without regard to its physical location.  
 
-Unicode. Unicode provides a unique number for every 
character, no matter what the platform, no matter what the 
program, no matter what the language [10].  Unicode is 
required by modern standards such as XML, Java, and 
ECMAScript (JavaScript), and is the official way to 
implement the universal character set standard, ISO/IEC 
10646 [11]. The emergence of the Unicode Standard, and 
the availability of tools supporting it, are among the most 
significant recent global software technology trends. 
 
-XML. XML provides the ability to create new 
vocabularies to structure, describe, and interchange data, 
as discussed above.  XML allows users to add arbitrary 
structure to their documents but says nothing about what 
the structures mean [5]. 
 
-Namespaces.  XML Namespaces provide a means for 
distinguishing an element identifier in one context 
(namespace) from the same element identifier in another 
context (different namespace), as discussed above.   
 
-XML Query. The hierarchical structure of an XML 
document and the identifiable element tags and attribute 
names facilitate document search.  XML Query (XQuery) 
project of the W3C seeks to develop a standard for 
querying XML documents, as well as the next-generation 
standards for XML selection (XPath2), XML 
serialization, Full-Text Search, a possible functional XML 
Data Model, and a standard set of functions and operators 
for manipulating web data [12]. 
 
-XML Schema.  As introduced earlier, XML Schema is a 
XML-based markup language describing the structure and 
constraining the contents of XML documents [13]. 
 
-Resource Description Framework (RDF) Model and 
Syntax (RDF Schema).  RDF is an XML-based language 
for representing information about resources in the 
WWW [14].  Resources are anything on the Web that is 
identified by a URI.  The RDF syntax expresses a subject-
predicate-object triplet (equivalently, also referred to as 
an object-attribute-value triple), so that relationships 
between resources can be declared (i.e., we can create 
class hierarchies for the classification and description of 
objects).  RDF provides a means to express assertions that 
form a foundation for logical reasoning. Whereas RDF is 
a set of rules for creating semantics; RDF Schema is a 
way of creating vocabularies [15].  
 
-Ontology. Ontology is a “formal, explicit specification 
of a shared conceptualization” [16].  Ontologies provide a 
“shared and common understanding of a domain that can 
be communicated between people and heterogeneous and 
widely spread application systems” [4].  An ontology 
provides a vocabulary of terms and relations with which 
to model a domain.  
 
Another perspective on the Semantic Web challenge can 
be seen in the Ontology Spectrum shown in Figure 2.2.  
Technologies promoted in the Semantic Web push the 
community to higher levels of semantic representation so 
that software can achieve conceptual interoperability. 
 
-Rules/Query.  Given the ability to make assertions, rules 
can be formulated.  Rules are considered to be a major 
issue in the further development of the Semantic Web.  
They can be used in ontology languages, either in 
conjunction with or as an alternative to description logics, 
and they act as a means to draw inferences, to express 
constraints, to specify policies, to transform data, and 
other operations.  Moreover, a rules layer provides a 
standard way to query and filter RDF [9].  For example, 
RDF and RDF Schema can be considered at three levels 
of abstraction [17]: 
• Syntactic: as XML documents, can be queried as 
discussed previously, but this approach is not 
practical since relationships in the RDF data model 
are not apparent from the XML tree structure; 
• Structure: as a set of triples (object-attribute-value), a 
number of query languages have been proposed and 
implemented, but certain RDF Schema statements 
have been give special semantics that cannot be 
asserted the same way; 
• Semantic: one or more graphs with partially defined 
semantics, enabling queries that give access to the 
RDF Schema-specific contents of an RDF triple and 
the structure of the subclass hierarchy. 
 
Figure 2.2.  The Ontology Spectrum identifies 
various approaches to describing data providing a 
scale from weak semantics to strong semantics. (from 
[9]) 
 
-Logic.  The logic layer establishes a formal framework 
for assertions and inferences.   
 
-Proof.  The logical framework provides the basis for 
software to prove theorems about the domain represented 
by the ontology [9]. 
 
-Trusted Semantic Web (SW).  The goal is to establish a 
“web of trust” where human and software agents can 
interact and exchange services and data in a trusted 
environment (hard enough for humans to establish; very 
challenging for software).  The ability to establish trust is 
built upon the lower layers of the stack and the cross-
cutting security enablers, Signature and Encryption. 
 
-Signature.  Digital signatures are “encrypted blocks of 
data that computers and agents can use to verify that the 
attached information has been provided by a specific 
trusted source” [5]. 
 
-Encryption. Sensitive data can be encrypted so that only 
the intended recipient is able to read the data.  Confidence 
that sensitive data is protected and assurance that 
interactions are taking place only with intended agents are 
key enablers to trust. 
 
 
Some of the abbreviations in Figure 2.2 not previously 
introduced are defined below:  
• ER: Entity-Relation model 
• XTM: XML Topic Maps [18] [19]  
• DAML+OIL: Defense Advanced Research Projects 
Agency (DARPA) Agent Markup Language + 
Ontology Inference Layer (OIL) [20] 
• OWL: Web Ontology Language [21] 
 
2.4 Semantic Web Services 
 
In the Modeling and Simulation (M&S) domain, 
emerging semantic web technologies offer opportunities 
to dramatically improve composability of functional 
capabilities and interoperability of systems, including 
interoperability between M&S and operational C4I 
systems. 
 
Service-oriented architectures are rapidly becoming the 
primary approach to automated business interactions and 
business process integration in the commercial, 
government and military arenas.  A service-oriented 
architecture (SOA) is essentially a collection of services.  
Connections among services are Web services, well-
defined, self-contained functions that do not depend on 
the context or state of other services.     Web services and 
service-oriented architectures “are going to fundamentally 
change the way we build our internal systems – the 
information systems that support our organizations – and 
how our internal systems interact with external systems” 
[22]. 
 
However, while Web services define formal interface 
contracts describing the message syntax, they do not 
address the semantics issue; that is, the meaning of the 
exchanged data is not formally described [23].  For agent-
to-agent applications to automate solutions to 
interoperability problems, they will need to have an 
understanding of the data being exchanged; not just what 
it is, but what can be done with it.  This realization has 
spawned research in a blending of Web services with the 
Semantic Web, denoted as Semantic Web Services. 
 
3. Semantic Web Technology Support to 
M&S 
 
3.1 Model Based Data Management 
 
In [24], the author proposes use of a reference data model 
and describes Model Based Data Management (MBDM) 
activities that need to be performed to map data across 
software services (refer to that paper for details): 
• Extension of property values 
• Enhancement/refinement of property values 
• Different grouping of property values 
• Extension of propertied concepts 
• Enhancement/refinement of propertied concepts 
• Different grouping of propertied concepts 
• Extension of associated concepts 
• Enhancement/refinement of associated concepts 
 
These activities provide a roadmap for development of 
automated support (to fully automatic) to the cognitive 
effort needed to perform the activity.  The key issue here 
is semantic mapping across diverse systems.  Clearly, the 
simplest notion is for all systems to use the same 
knowledge structures and algorithms to achieve complete 
conceptual interoperability.  However, just as the idea of a 
single human language has never been achievable, a 
single C4I/M&S language is not practical as concepts and 
approaches rapidly evolve to address changing operations 
and the ever-changing threat.  More reasonable is creation 
of an extensible capability for diverse C4I/M&S 
languages to be semantically interchanged through 
relationships to top-level concepts for the domains of 
interest (upper ontologies).  The approach to semantic 
interoperability needs to enable even the top-level 
concepts to adapt and evolve over time.   
 
The C4I-M&S Reference Object Model (CROM) effort 
over the past few years has been working toward an 
alignment of C4I and M&S data models, leading to 
description of portions of a C4I object model using 
C2IEDM [25].  While an important early step, work is 
needed to push the semantic modeling further up the 
ontology spectrum than the CROM efforts to date by 
moving from Unified Modeling Language (UML) 
representations to ontological representations using 
emerging standards such as OWL.   
 
As a simple example of the nature of the problem, 
consider the representation of minefields in the OneSAF 
Objective System (OOS) [26] and in the Command and 
Control Information Exchange Data Model (C2IEDM, 
cited in [24] as the standard reference data model 
mentioned above).  This example deals with a conceptual 
level of mapping – how the data models align (or don’t 
align).  Another level of mapping is at the instance level – 
how specific data aligns (or doesn’t); i.e., determining 
that a particular item in one data base corresponds to a 
particular item in another data base.  Both are critical 
issues to be addressed through Semantic Web approaches.   
 
In OOS a minefield has an AREA MINE_DENSITY 
attribute.  Clearly, density of mines in a minefield is 
computable from other information that might be 
available about the minefield; i.e., the geometric area of 
coverage and the number of mines emplaced over that 
area.  Within OOS this feature description provides 
information which entities can act upon (avoid 
minefields) or mapping tools can use to display minefield 
locations and extents.  Additional information regarding 
the mines within a minefield is carried by instances of the 
individual mines (location, type burial depth, status, etc.) 
as they are created within the simulation.  However, this 
information is not available in the current release (Block 
B). 
 
In C2IEDM, a minefield is a type of military obstacle 
with an arbitrarily complex geometric representation.  
Types of minefields are identified in C2IEDM as an 
OBJECT-TYPE (class) with a particular instance 
identified as an OBJECT of a particular OBJECT-TYPE.  
In the OBJECT-TYPE data structure, minefields are 
identified with an object-type-category-code of FA 
(facility type), a facility-type-category-code of MILOBS 
(military obstacle), and a military-obstacle-type-category-
code (e.g., MINEMX for a minefield made by laying 
mines of both anti-personnel and anti-tank type laid with 
or without pattern; MINEFD for an otherwise unspecified 
obstacle made by laying mines of an unspecified type laid 
with or without pattern; MINEAT, for an obstacle made 
by laying mines of anti-tank type laid with or without 
pattern; MINAP for an obstacle made by laying mines of 
anti-personnel type laid with or without pattern. 
 
Note that it is conceptually limiting to include 
identification of the content of the minefield in the label 
for the type of minefield.  A minefield “type” should be 
inferable from the types of mines used in the minefield.  
The current approach creates the potential for a mismatch 
between the type label and the actual types of mines used 
in the minefield.  The ability to perform such inferences 
requires more complete logical descriptions of the 
information; i.e., creation of an ontology of military 
obstacles (if that is the appropriate level of abstraction for 
description of the knowledge domain of interest).  This 
type of analysis of the data enables exploration of higher-
order metadata and classification schemes to define a 
more basic ontology for describing and interpreting data 
model contents.  Areas of investigation can include upper 
level ontology research, such as the Suggested Upper 
Merged Ontology (SUMO) work by the IEEE Standard 
Upper Ontology Working Group [27].   
 
A specific instance of a minefield (OBJECT-ITEM) is 
identified as an object-item-category-code of FA 
(facility), a facility-category-code of MILOBS (military 
obstacle), and a military-obstacle-category-code of 
MINEFIELD.  The FACILITY entry has attributes 
providing height, width, and length dimensions to express 
the extent of the minefield.  The MILITARY-
OBSTACLE entry simply has a code for MINEFIELD or 
not otherwise specified.   
 
Attributes of a MINEFIELD in C2IEDM include a 
minefield-mine-spacing-dimension defined as the one-
dimensional linear measurement that represents the 
distance between the mines emplaced in a specific 
MINEFIELD.  In this case, the characteristics of the 
minefield enable calculation of the density (AREA 
MINE_DENSITY in OOS) in a fairly simplistic way:   
 
Let:  
d = minefield density 
s = minefield-mine-spacing-dimension 
Then:  
d = 1 / s2 
 
For example, for a minefield with a spacing dimension of 
10 meters, the density is 1 per 100 square meters (or 
0.01/m2).  This is actually independent from the 
dimensions of the minefield (provided in the FACILITY 
attributes).  So, mapping of data from C2IEDM 
representation to OOS representation is fairly 
straightforward in this example, for a human. 
 
Even though this was a simple computation to infer from 
the data structure, a key question is how to add sufficient 
description of the data (i.e., at an ontological level) to 
enable software to know that this computation is needed 
and what data elements are necessary to compute the 
density of the mines in the minefield.  If C2IEDM 
provides a separate description of the number of mines 
and the area of the minefield (i.e., derived from the 
engineering action to emplace the minefield and 
dimensions of the FACILITY element), then there can be 
an opportunity for inconsistent inferences within the same 
data base (a semantic mismatch at the instance level).  
Moreover, note that the C2IEDM OBJECT-ITEM that 
represents the minefield also has LOCATION data that 
can separately describe an area of coverage, which can 
again create a semantic mismatch in the data.  Self-
consistency within a data structure is another aspect of the 
problem for analysis in the proposed effort that will lead 
to stronger semantic representation above the C2IEDM in 
order to create means for validation and even 
avoidance/prevention of such entries.   
 
C2IEDM data structures have been represented as an 
XML Schema developed by the Institute for Defense 
Analysis (IDA).  The Schema provides a fairly flat 
element hierarchy built from the relational data base 
structure.  In this representation, data tables are 
represented as child elements of the GH6_Complete 
(Generic Hub version 6) root element.  Rows of the tables 
are represented as one or more children of the table 
elements.  Columns of the tables are represented as 
attributes of elements in the XML document.  
Representation of the OOS EDM in XML form allows 
direct transformation from one XML document (i.e., OOS 
data) to another XML document (i.e., C2IEDM data) for 
populating the respective data bases.  The transformation 
is performed using Extensible Stylesheet Language for 
Transformations (XSLT), with possible addition of 
software for complex mathematical or logical conversions 
of the data as necessary.  It is feasible for such 
transformations to be automatically generated if there is 
sufficient semantic description of the data to permit 
logical inferences as in the minefield density example 
above.  Development of this level of description is a 
promising area of research. 
 
Humans are able in most cases to perform data mappings 
across representations, although sometimes with great 
difficulty.  The new challenge is to provide enough meta-
information about the data to enable software to be able to 
automatically perform the mappings.  Evolution of the 
Semantic Web is addressing such needs. 
 
3.2 DMSO M&S Objectives 
 
The DoD Modeling and Simulation Master Plan (MSMP) 
[1] presents key challenges that need to be address to 
achieve long-term solutions, including: 
• E5.7.2.2. M&S models, simulations, data, 
information, and resources are hard to find, access, 
and use. 
• E5.7.2.3. Barriers to the effective use of M&S 
resource repositories such as lack of unambiguous 
content description standards, marking standards, 
incentives to provide and maintain information, and 
government ownership. 
• E5.10.1. Consistent, unambiguous interchange 
capabilities to support dynamic interactions and 
interdependencies of humans, systems, and the 
disparate elements of the natural environment. 
 
The MSMP also identifies a number of DoD M&S 
objectives relevant to Semantic Web research: 
• E3.1.1.5. Sub-objective 1.6: Automating M&S 
Systems Support.  Improve the automated workflow 
and support of M&S systems (i.e., rapid database 
development). 
• E3.1.2.3.1. Establishing standard taxonomies, 
ontologies, and common object classes (e.g., 
individual equipment, vehicles, aircraft, missiles) for 
systems FoS (Families of Systems), and SoS 
(Systems of Systems) representation by FY2005. 
• E.3.1.2.4.6. Establishing, by FY 2008, a system to 
publish information about, search for, share, and 
apply distributed simulation environments. 
• E3.1.4.2.3. Establishing, by FY 2008, a readily 
accessible information resource that includes, but is 
not limited to, applications, algorithms, protocols, 
standards, and data sets. 
• E3.1.5.2.4. Develop the tools and underlying 
infrastructure to rapidly and accurately identify, 
access, acquire, collect, analyze, synthesize, generate, 
and disseminate unclassified and classified scientific, 
technical, and operational support information 
required to support modeling and simulation on a 
worldwide basis by FY 2010. 
• E3.1.5.3.1. Publish, find, and access distributed 
simulation capabilities. 
 
These challenges and objectives fall within the realm of 
Semantic Web research as they involve the description 
and discovery of Web-based (open or military, classified 
or unclassified) resources. 
 
3.3 Rapid Distributed Database Development 
(RD3) 
 
The Rapid Distributed Database Development (RD3) 
program has been initiated to address many of the MSMP 
objectives identified above.  RD3 envisions an integrated 
system for identifying, collecting, manipulating, storing, 
and retrieving data in a usable form to support Joint 
requirements for planning, training, mission rehearsal, 
and experimentation. 
 
It is recognized that DoD is rapidly undergoing an 
information transformation, promoting the use of Web 
technologies such as XML for describing information and 
Web Services for creating environments for business 
process and application access-on-demand.  Much work 
has been done and continues to be done in describing 
scenario content in XML representations, such as the 
scenario description language used by the OneSAF 
Objective System (OOS), employment of the C2IEDM as 
a common representation for data exchange across C4I 
systems and simulation systems, and Battle Management 
Language (BML) for unambiguous expression of plans 
and orders for understanding by humans and software 
[28].  Furthermore, work is emerging (see [29], [30]) that 
takes the representations to higher ontology levels (the 
ontology spectrum shown earlier in Figure 2.2), moving 
beyond XML and XML schema representations to 
descriptive layers that will enable software to perform 
reasoning on the data, setting the stage for automation of 
processes that have been heavily human-centric in the 
past.   
 
Research has been proposed focusing precisely on 
determining descriptive techniques that will enable 
software to reason from structured scenario descriptions 
to discover and assemble web-based resources appropriate 
for the planning, training, mission rehearsal, or 
experimentation objective at hand.  This requires research 
at both ends of the process – description of the resources 
themselves for publication in the web environment and 
identification of the resources in the scenario descriptions 
in such a way that the appropriate resources can be found 
and assembled automatically by software. 
An overview of the RD3 database production process is 
shown in Figure 3.1.  There is a need for strong semantics 
representation across the levels of the diagram.  Event 
Planners need to be able to describe the situation and 
scenario in a form (e.g., XBML taken to a higher level of 
the ontology spectrum) that can be used by software to 
assist/automate operations performed by the Database 
Analysts at the next level.  Strong semantics are needed to 
support the process of creating the integrated source data 
through correction, alignment, merging, correlation, 
analysis, etc.  At the Automated System layer (although 
automated systems will ultimately pervade all three layers 
for maximum benefit from the technologies), the 
authoritative source data will likely reside on the World 
Wide Web and future military classified/unclassified 
equivalents (i.e., employing identical standards and 
technologies) widely distributed resources.  Resource 
publishing and discovery will be enabled by research in 
progress in the Semantic Web domain.   
 
For automation of the assembly process, there has to be 
explicit or inferable relationships across the resources and 
the event specification (situation and scenario definition).  
For example, the scenario definition may indicate a locale 
for the operation and the forces involved.  The assembly 
software must have sufficient ontological information to 
be able to infer the resolution of terrain or weather data 
needed and possibly the level of representation of the 
forces that meets the need of the event (i.e., force 
aggregation at some hierarchy level based on the event 
audience/participants).  Unless the tools are provided up 
front to the Event Planners to identify the precise 
resources in the event specification, software must be able 
to make inferences as to the needed resources to meet the 
requirements of the event.  Whereas the event 
specification may describe classes of information needed, 
the software needs to make decisions regarding the actual 
instances of software that will be collected, assembled, 




Figure 3.1. RD3 database production process – application of strong semantics applies across various levels of 
the diagram for the Situation and Scenario Definition, for assisting/automating preparation of inputs and 
“medications” to databases, and for describing the Authoritative Source Data, preparing the correlated 
event/mission database, creating the simulation database through various data manipulation operations to make 
the data available in appropriate form and content for the simulation-assisted event. (from [3]) 
 
In all cases, well-defined semantics across the several 
layers of the problem description are needed to provide 
unambiguous content description that can be operated on 
by software.  One can envision various ontologies being 
involved in the scenario description process; e.g., one (or 
more) describing the natural environment, one (or more) 
describing military and non-military forces to be 
represented in the scenario, one (or more) describing 
weapon characteristics, one (or more) describing time and 
setting of the scenario, and so on.  A challenge to be faced 
is making ontologies interoperable through ontology 
mappings – matching corresponding concepts in whole or 
in part [31].   
 
It may be possible to consider such limited scope domain 
ontologies as parts of a larger whole that is expressed at a  
higher layer of abstraction, possibly derived from a 
foundational ontology (a conceptualization that contains 
specifications of domain independent concepts and 
relations based on formal principles derived from 
linguistics, philosophy, and mathematics – see [32]).  
Thinking long-term, tying the abstraction of a scenario 
into common structures such as the Descriptive Ontology 
for Linguistic and Cognitive Engineering (DOLCE) [33] 
or the Suggested Upper Merged Ontology (SUMO) 
permits the scenario concepts to cross over into a broader 
domains of application.  One application may be military 
scenarios playing a role in a larger-scale political “game” 
in which the planned military operation will influence 
diplomatic planning and actions. 
 
Work has been proposed to: 
• Investigate current and proposed approaches to 
formalizing the situation and scenario definition 
(event specification).   Propose and design higher 
ontology descriptions as needed to enable software to 
reason about the data requested. 
• Investigate current and proposed approaches to 
formalizing the description of resources.   Consider 
Semantic Web research leading toward the “Web of 
trust” in addition to informational aspects of the 
resource description (e.g., determining if a posted 
resource truly represents what its description 
implies).  As needed, propose and design descriptions 
of the resources that promote discovery and 
application. 
• Propose and design ontology layers and inter-layer 
mappings that may be needed to enable software to 
automatically identify resources from the event 
specification.  
• Track developments in the Semantic Web community 
for application to the research. 
 
4. Addressing Semantic Web Technologies 
in XMSF Profiles 
 
4.1 Extensible Modeling and Simulation 
Framework (XMSF) 
 
In parallel with ongoing WWW developments, the M&S 
community in recent years has initiated efforts to 
determine how the enormous investment in Internet and 
Web technologies can be exploited for military M&S 
purposes.  The Extensible Modeling and Simulation 
Framework (XMSF) project is providing the technical 
basis for transformational interoperability via XML data 
and messaging interchange, profiles, and recommended 
practices for Web-based M&S.  Broad technical 
interoperability is enabled by open standards, XML-based 
markup languages, Internet technologies, and cross-
platform Web services supporting diverse distributed 
modeling and simulation applications.  Moreover, the 
concepts employ mainstream practices of enterprise-wide 
software development.  The XMSF concept promotes 
interoperability through the use of open standards, 
specifically those associated with the World Wide Web, 
and established practices.   
 
In a Technical Challenges workshop in 2002, the XMSF 
project acknowledged that development of ontologies as a 
basis of meaning is fundamentally difficult area that has 
seen much research progress in recent few years as part of 
the W3C’s Semantic Web [34].  The first requirement in 
the area of ontologies is to allow definition and approval 
of complementary taxonomies that can be applied across 
multiple XMSF application domains.  This will allow for 
the consistent classification of data and services via 
precise vocabularies.  A subsequent requirement is to 
establish consensual common meaning.  It does not 
suffice for there to be agreed meaning within a group, but 
to be truly useful, there needs to be a mechanism for 
defining the equivalence of terms between groups 
(ontology mapping).  This will allow for both 
extensibility and for interoperability.  The Defense 
Advanced Research Project Agency (DARPA) Agent 
Markup Language (DAML) project has established an 
ontology repository for common service representations 
[35].  
 
For XMSF, RDF and OWL are of particular interest.  In 
practice, the NATO-developed C2IEDM information-
exchange data model being exploited for tactical 
operations.  It will be particularly interesting to consider 
the implications of ontologies like C2IEDM that help to 
establish commonalities between services and coalition 
partners. Development of effective ontologies for military 
operations orders (which contain tactical versions of who, 
what, when, where and how) is a strategically important 
application area deserving dedicated further work. 
 
4.2 SISO Activities 
 
To create practical understanding of the application of 
XMSF precepts to real products, SISO established an 
XMSF Profiles Study Group in September 2003.  The 
Study Group is working to determine the required scope 
for XMSF Profiles and to define their structure and 
application.  The Study Group Terms of Reference 
document [36] states that the specification of XMSF will 
be in the form of a collection of profiles detailing how to 
interoperate with XMSF compliant systems.   
 
The SISO XMSF Profiles Study Group is actively 
defining formal technical specifications for application of 
interoperable Web-based technologies enabling 
composable and reusable M&S elements, and facilitating 
enterprise integration.   
 
4.3 XMSF Profiles 
 
XMSF profiles will enable inter- and intra-domain 
interoperability.  The Study Group has established that at 
a macro level a profile will consist of: 
• Applicable Web technologies and protocol standards 
• Applicable data and metadata standards, including a 
tailoring of the set of selected standards (e.g., 
tailoring of authentication standards) 
• Recommendations and guidelines for implementation 
o Composability guidelines 
o Technology application guidance 
o Hardware configuration recommendations, 
requirements, and constraints; e.g., network 
bandwidth, minimum processing capability 
o Software configuration recommendations, 
requirements, and constraints; e.g., browser 
support for specific applications 
o Specialization of design methodologies 
 
XMSF Profiles will become formal technical 
specifications for application of interoperable Web-based 
technologies enabling composable and reusable modeling 
and simulation, and facilitating enterprise integration.  
Furthermore, the Study Group has established the 
following objectives for XMSF Profiles: 
• Provide unambiguous specification of the interfaces 
and functionality of components of the framework. 
• Ensure interoperability between existing and new 
Web-enabled technologies, both within M&S and in 
related domains. 
• Provide the necessary metadata to facilitate 
composability and reuse of components across 
multiple M&S application domains. 
• Facilitate development of new applications and 
services that are functionally interchangeable with 
existing applications and services. 
• Enable development of new applications and services 
that readily extend functionality for continuous 
evolution of capabilities. 
 
The Study Group is producing a Concept of Operations 
describing how each XMSF stakeholder develops, finds, 
and uses profiles.  Stakeholders include Profile 
Developers, Profile Community/Working Group (XMSF 
Profile Study Group for now), Profile Users (model 
developers and integrators), Profile Certifying Authority 
(not yet established), and End Users (possibly unaware of 
the use of profiles), Profile Manager, and possibly a 
Profile Verification and Validation (V&V) Agent.  This 
effort is helping the Study Group participants come to 
grips with the nature and purpose of XMSF Profiles.  To 
further inform the activity of the group, specific 
exemplars are needed – much can be learned by trying to 
describe the profile for a particular application, even 
before the Study Group has fully specified of what a 
profile consists. 
 
A recent paper attempted to identify many of the core 
Web technologies that are established and emerging, and 
attempted to create a basis for profiling the characteristics 
of particular applications [37].  The paper addressed part 
of the definition of XMSF profiles; namely, that a profile 
consists of: (1) applicable Web technologies and protocol 
standards and (2) applicable data and metadata standards.  
The paper explored a profiling approach that identifies (1) 
an Interoperability Profile, taken as the level of 
interoperability according to the Levels of Conceptual 
Interoperability Model (LCIM) [38]; (2) an 
Implementation Profile from identification of Web 
technologies from the Semantic Web Services Stack (see, 
for example, [39]); and (3) a Security Profile from 
identification of security implementation standards from 
the Web Services Security Stack (see, for example, [40]).  
These notions were applied to two analytical combat 
modeling projects to try to characterize their current 
implementation as well as work in progress to incorporate 
additional or expanded Web technologies. 
 
Association of profiles with actual applications helps to 
distinguish features of the applications that support 
greater levels of interoperability, providing both an 
appraisal of what an application can do now and an 
assessment of how it can be modified to achieve higher 
levels of interoperability in the future, as may be required.   
 
For profiles to successfully enable interoperability their 
initial content and structure must be agreed upon.  As the 
underlying technologies and standards evolve the profiles 
and their implementations will need to be upgraded in an 
iterative fashion to maintain interoperability.  Knowing 
what those technologies are and how they interrelate 
facilitates evolution of the applications as underlying 
technologies evolve. 
 
4.4 XMSF Profiling of Semantic Web Applications 
 
Semantic Web concepts and standards can be addressed in 
XMSF Profiles to assist the M&S community in 
integrating these powerful techniques into their existing 
and emerging systems.  
 
The profiling work previously referenced [37] can be 
taken to the next level of detail by not just identifying 
what Web-based technology is being employed, but by 
providing characterization of how the technology is being 
employed.  For application of Semantic Web concepts, 
characterization of the Implementation Profile can include 
further detail about the position of the application along 
the ontology spectrum, leading to further detail 
identifying registered schema, namespaces, or ontologies 
employed as well as modeling methodology and tools 
used.  This information alone reveals a wealth of insight 





Initial efforts can be taken in current development of 
emerging systems (e.g., JWARS, OneSAF Objective 
System, COMBATXXI) to create a better foundation for 
incorporation of Semantic Web concepts; namely, to 
advance the level of data modeling to representations in 
RDF at a basic level and OWL at a more sophisticated 
level.  The community cannot afford to proceed with 
delivery of these new systems and be faced again with 
future retro-fitting to provide needed interoperability 
capabilities.  Implementations that are already modeled to 
the level of relational models, XML schema, and Entity-
Relation Diagrams can readily be converted to RDF 
notation.  Work is needed to provide automated tools to 
facilitate this process to the fullest extent possible. 
 
Continued research and application of Semantic Web 
technologies are fundamental to further automation of 
processes to meet today’s primary challenges to military 
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