ABSTRACT Public key encryption with equality test (PKE-ET) enables anyone to perform equivalence test between two messages encrypted under distinct public keys. Attribute-hiding predicate encryption is a paradigm for public key encryption that supports both attribute-hiding and fine-grained access control. In this paper, we first initialize the concept of attribute-hiding predicate encryption with equality test (AH-PE-ET) by incorporating the notions of PKE-ET and PE, and then propose a concrete AH-PE-ET scheme. Inheriting the merits of predicate encryption, versatile access control can be achieved such that the ciphertexts and the secret key are, respectively, associated with the descriptive attributes x and the boolean functions f and decryption can only be done if f (x) returns true. In the AH-PE-ET scheme, one data receiver can calculate a trapdoor using his/her private key and delivers this trapdoor to an untrusted cloud server, who in turn compares the ciphertexts from this receiver with other receivers' ciphertexts. During the comparison, the information about the trapdoor as well as the attributes associated with the ciphertexts will not be disclosed to this cloud server. Furthermore, it is also proven to be selectively secure against the chosen plaintext attack in the standard model under the decisional bilinear Diffie-Hellman assumption. Finally, the theoretical performance analysis and experimental simulation indicate the feasibility and practicability of our suggested scheme.
I. INTRODUCTION
With the advent of big data era, massive amount of data are collected and analyzed in a variety of application scenarios including smart city [1] , [2] , intelligent transportation system (ITS) [3] , [4] and smart grid [5] . To provide useful information to the individual and the society, the storage and processing of mass data have become an imperative task. Fortunately, cloud computing is a novel computing paradigm which enables ubiquitous access to infinite storage and computing resources at the price of minimal management cost. By considering the promising potential of cloud computing, individuals and enterprises are more inclined to remotely store and process their data with the support of cloud computing recently [6] , [7] .
Despite of the tremendous benefits of cloud computing, it is prudent to rethink the traditional approaches to maintain data privacy, integrity and reliability because the cloud server is usually provided by the untrusted commercial organization or corporation [8] - [11] . Encryption-then-outsourcing is a common method to ensure the confidentiality of the data stored in the cloud server [12] . Particularly, public key encryption (PKE) [13] , [14] has been widely used to ensure the confidentiality of the outsourced data. To share sensitive data with specific users securely, a data holder is able to encrypt these data under the public key of the desired receiver and deliver the corresponding ciphertext to the cloud server. In this way, only the designated receiver can access the data by performing decryption with his/her own private key.
However, the data owner needs to perform the public-key encryption algorithm several times if the data needs to be shared with multiple users. To provide one-to-many encryption, the primitive of attribute-based encryption (ABE) [15] was proposed by Sahai and Waters as the extension of normal PKE. In the ABE mechanism, user's secret key and the ciphertext are respectively labeled with the descriptive attributes and the access policy. The user can decrypt the ciphertext provided the attributes associated with this user satisfy the access policy related to the ciphertext. With the support of ABE, the secure and flexible data sharing can be easily achieved in the cloud computing.
Search Functionality: Nevertheless, the lack of the search functionality may impede the further adoption of standard ABE in practical applications. When a user intends to access an encrypted data that he/she is interested in, a possible approach is to download all ciphertexts under his/her own attribute set. However, this approach is impractical and inefficient because massive data are stored in the cloud server. So it is necessary for the cloud server to provide flexible search functionality over the encrypted data. To solve this problem, Zheng et al. [16] formulated the primitive of attribute-based encryption with keyword search (ABE-KS). In an ABE-KS system, a user first combines his/her own secret key with a keyword to create the ''keyword trapdoor''. Then, the cloud server is delegated the capability of search functionality to retrieve the desired data encrypted under the same access policy. During the search process, cloud server could not obtain any information including the data and keyword. Although the ABE-KS scheme can be seen as a fine-grained method to solve the search problem, it is not good enough to provide more flexible search functionality for ciphertexts encrypted under different access policies. Inspired by the concept of PKE-ET, a novel primitive named ABE with equality test (ABE-ET) [17] , [18] was presented to support more flexible keyword search. In comparison to ABE-KS, ABE-ET can be used to judge whether the two ciphertexts encrypted under various access policies contain the same data.
Privacy Preserving: On the other hand, ABE-based access control mechanisms cannot preserve the privacy of user's attributes [19] , [20] . To be more specific, although the outsourced data are stored in the form of ciphertext, the attributes associated with the ciphertext are clearly exposed to the malicious adversary. These attributes usually contain sensitive privacy information about users. This seriously disgraces the privacy of users if attribute disclosure happens. To address this problem, the primitive of predicate encryption (PE) [21] - [24] was proposed to simultaneously support attribute hiding and fine-grained access control.
Gaps Between Search Functionality and Privacy Preserving: ABE-ET achieves the equality test for two ciphertexts under different access controls, but the two existing ABE-ET schemes [17] , [18] cannot support attribute hiding. This is because the sensitive attributes related to the ciphertexts are easily exposed to attackers or malicious users in ABE-ET. For another, as an extension of public key encryption, PE can achieve secure and flexible data sharing as well as attribute hiding. However, PE cannot support search functionality over the encrypted data.
Guaranteeing the privacy of attributes and supporting flexible data search over ABE-type ciphertexts simultaneously have not been treated yet in literature. Motivated by the problem, we propose a novel primitive named attribute-hiding predicate encryption with equality test (AH-PE-ET), and then present a concrete AH-PE-ET scheme in this paper. Fig. 1 presents an example of secure data sharing and searching mechanism based on the proposed AH-PE-ET scheme in the cloud-assisted Internet of Things (IoT). In the IoT system, all sensor's can first generate the encrypted sensing data C 0 as well as the encrypted keywords C i (1 ≤ i ≤ n) with respect to the attribute set of IoT manager. And then, the sensors deliver the encrypted data and keywords through gateway to the cloud server. To retrieve the desired data, the requesting user employs his/her secret key to create a keyword trapdoor and delivers it to the cloud server. In this way, with the trapdoor of the requesting user, the cloud server can be delegated to test whether any of encrypted keyword C i (1 ≤ i ≤ n) equals to a specific keyword ciphertext C srch encrypted under an attribute set of the requesting user. During the search process, the cloud server cannot learn any information about data, trapdoor or attribute. Furthermore, the prohibitive computational overheads of keyword search for the requesting user are offloaded to the cloud server without interacting with the IoT manager. 
A. RELATED WORK
Public key Encryption with keyword search (PKE-KS) first was proposed by Dan et al. in [28] . PKE-KS enables any user to achieve the equivalence test over the ciphertext encrypted with the same public key. Nevertheless, there is a restriction that user can not conduct search functionality for ciphertexts under various public keys. In order to address this problem, Yang et al. [27] initially presented public key encryption with equality test (PKE-ET). This primitive supports a flexible search functionality of two data encrypted with various public keys. Since then, many research results that focus on PKE-ET have been put forward in [16] , [26] , and [31] - [33] . Despite the excellent performance of PKE-ET, there still exists the problem of public key certificate management, which severely limits the efficiency in practice. By introducing the concept of identity-based encryption (IBE) [29] , [30] , Ma proposed the primitive of identity-based encryption with equality test (IBE-ET) [34] . Compared with PKE-ET, IBE-ET leverages the complicated public key certificate management. Inspired by Ma's achievement [34] , fruitful research works concentrating on IBE-ET have been introduced in recent years. To resist the inner keywords guessing attack in single server scenario, Libing et al. [35] presented a dual server IBE-ET construction. Lee et al. [36] proposed a semi-generic construction of IBE-ET to provide a sophisticated security requirement that achieves the IND-ID-CCA security level. Recently, an efficient IBE-ET construction was introduced by Wu et al. [37] and proved to be more efficient and practical than Ma's work [34] . Combined KP-ABE with equality test, Zhu et al. [18] put forward a novel KP-ABE-ET scheme. In this scheme, the authors presented a mechanism that determines whether the same plaintext data encrypted under distinct attribute sets is contained in two different ciphertexts. Meanwhile, CP-ABE scheme with equality test (CP-ABE-ET) was suggested by Wang et al. [17] to achieve the functionality that checks the equivalence between two data under different access policies. Further, the CP-ABE-ET scheme was proven to be more efficient than Zhu's scheme [18] . Even so, all the previously formulated schemes did not consider the importance of attribute-hiding.
As a new paradigm of public key encryption, predicate encryption (PE) was first proposed by Katz et al. [21] to provide attribute hiding and payload hiding property. Besides, PE supports a flexible access control. Unfortunately, PE cannot enable the authorized cloud server to perform a flexible equality test. To date, there has not been any proposed scheme that supports the functionality of equality test and sensitiveattribute privacy preservation at the same time. Therefore, in this paper, by incorporating AH-PE [22] with PKE-ET, an attribute-hiding predicate encryption with equality test (AH-PE-ET) scheme is proposed.
B. OUR CONTRIBUTIONS
In this paper, a concrete construction of attribute-hiding PE with equality test (AH-PE-ET) featured with rigorous security proof has been proposed. With our suggested AH-PE-ET scheme, it supports flexible search functionality on PE-type ciphertexts as well as privacy-preservation of trapdoor and attributes. The main contribution of this paper is summarized as three-fold as below.
1) We first incorporate the idea of PKE-ET into AH-PE-based setting to enjoy the best-of-the-twoworlds. Specifically, AH-PE-ET enables a semireliable entity (such as cloud server) to conduct an equivalence test on AH-PE-type ciphertexts under various access policies. Meanwhile, both the trapdoor and attribute cannot be learned by the cloud server. 2) We then propose a concrete AH-PE-ET scheme, which features with constant pairing computations and minimal costs for decryption and test. Compared to the schemes in [18] and [17] , our scheme supports attribute-hiding as well as more expressive access control. Besides, our introduced scheme is rigorously proven to be selectively secure against the chosen plaintext attack under decisional bilinear Diffie-Hellman (DBDH) assumption in the standard model. 3) We finally give the theoretical analysis and experimental simulation that indicates the feasibility and practicability of our suggested scheme.
C. ORGANIZATION
In section II, some preliminaries are presented such as bilinear map, the underlying assumption, the formal definition of attribute-hiding predicate encryption with equality test (AH-PE-ET) and security model. In section III, the concrete construction of AH-PE-ET scheme is shown. In section IV, we introduce the security proof of our proposed scheme under DBDH assumption in the standard model by slightly modifying the predicate encryption schemes [22] , [38] . In section V, the performance comparison of existing ABE-ETs and our AH-PE-ET scheme is described. A conclusion for this paper is summarized in section VI.
II. PRELIMINARIES
This section briefly presents a bilinear map, hardness assumption, formal definition, security model and system model which will be used throughout the whole paper. • G 1 and G 2 are two cyclic multiplicative groups.
• Bilinearity: For all u, v ∈ G 1 and all r, s ∈ Z * p , e(u r , v s ) = e(u, v) rs .
• Non-degeneracy: Given a generator g of the group G 1 , e(g, g) is not equal to the identity element of the group G 2 . 
B. HARDNESS ASSUMPTION

Definition 2 (DBDH): Given one five-tuple
Generally, the twin-DBDH problem is weaker than the DBDH problem, but it is practically as hard as DBDH problem. The twin-DBDH problem is different from decisional twin bilinear Diffie-Hellman inversion problem (DBDHI) proposed by Chen and Chen [40] and variations of the twin-DBDH problem proved by Zhu et. al [18] .
Theorem 1: The twin-DBDH problem is as hard as the DBDH problem.
Proof: The proof of this theorem consists of two directions. First, we prove that twin-DBDH ⇐ DBDH. We assume that there exists an algorithm A 1 that solves the DBDH problem in a probabilistic polynomial time. Given an oracle
That is to say, it checks that the input is a DBDH instance. Thus,
Next, we give the proof to present that DBDH ⇐ twin-DBDH. To prove BDH ⇐ twin-DBDH, we assume that there exists an algorithm A 1 that solves the twin-DBDH problem in a probabilistic polynomial time. We construct an algorithm A 2 as follows. On input (g, g u , g v , g w , D), it determines that whether D = e(g, g) uvw or D is a random value of G 2 .
A 2 randomly picks ϑ, computes g ϑ and constructs a seven- 
C. FORMAL DEFINITION OF OUR PE-ET SCHEME
Our proposed AH-PE-ET scheme is comprised of six algorithms: Setup, KeyGen, Trapdoor, Encrypt, Decrypt and Test. These algorithms are defined as follows:
• Setup(λ): Produce the master secret key MSK, the public parameter PP based on a security parameter λ.
• KeyGen(PP, MSK, − → x ): Create the decryption secret key DSK for users based on the public parameter PP, the master key MSK and a predicate vector − → x .
• Trapdoor(PP, DSK, − → x ): Generate the trapdoor TD for users based on the public parameter PP, the decryption key DSK and an attribute vector − → x .
• Encrypt(PP, M , − → y ): Produce the ciphertext CT based on the public parameter PP, a plaintext message M and the predefined attribute vector − → y .
• Decrypt(CT,DSK): Decipher the ciphertext CT using the decryption secret key DSK.
• • Init: A challenge attribute vector − → y is picked by the adversary A.
• Setup: The security parameter λ first is taken as input and then the Setup algorithm is executed by B to produce the master key MSK and the public parameter PP which is delivered to the adversary A.
• Phase 1&2: The adversary A chooses a predicate vector − → x and makes secret key queries & trapdoor queries to generate a decryption secret key DSK and a trapdoor TD. After receiving the vector − → x , such that − → x , − → y = 0, B creates corresponding secret key DSK and corresponding trapdoor TD for the adversary A.
• Challenge: After obtaining two messages M 0 and M 1 with equal length from the adversary A, the challenger B replies the adversary A with the challenge ciphertext CT by running Encrypt(PP, − → y , M β ).
• Guess: The adversary A outputs a guess β ∈ {0, 1} for β and wins the game if β = β .
III. CONCRETE CONSTRUCTION
Our formulated AH-PE-ET scheme comprises six different algorithms: Setup, KeyGen, Trapdoor, Encrypt, Decrypt and Test. The detailed descriptions of our construction are elaborated as follows. Setup(λ): Taking as input the security parameter λ, this algorithm generates the master public parameter PP and the master secret key MSK as follows:
2) Select two different hash functions H 1 and H 2 , where
. . , g n , u, v) and keep MSK = (α 1 , . . . , α n , γ , θ, σ ). KeyGen(PP, MSK, − → x ): Taking as input the public parameter PP, the master secret key MSK and a predicate vector − → x = (x 1 , . . . , x n ), this algorithm produces the decryption secret key DSK as follows: 1) Select s 1 , s 2 , r 1 ∈ Z * p , and compute
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2) Set DSK = (sk 1 , sk 2 , sk 3 , sk 1 , sk 2 , x 1 , . . . , x n ). Trapdoor(PP, DSK, − → x ): Taking as input the public parameter PP, the decryption secret key DSK, and the predicate vector − → x , this algorithm produces trapdoor TD as follows:
2) Output TD = (td 1 , td 2 , td 3 , x 1 , . . . , x n ). Encrypt(PP, M , − → y ): Taking as input the public parameter PP, a plaintext message M ∈ G 1 and an attribute vector − → y = (y 1 , . . . , y n ), this algorithm creates the ciphertext CT as follows:
1) Choose t, z, τ ∈ Z * p and compute
where i varies from 1 to n.
Decrypt(CT,SK): Taking as input the ciphertext CT, the decryption secret key DSK, this algorithm recovers the plaintext message M by executing the following steps: Otherwise, it outputs 0. Note that users who can recover the plaintext are allowed to deliver the trapdoor to the third party.
IV. SECURITY PROOF
Theorem 2: The proposed AH-PE-ET scheme is correct. Proof:
The above theorem is equivalent to the correctness of both the Decrypt function and the Test function. For the decryption, the ciphertexts and the secret key are respectively associated with the access vector − → y and the descriptive attribute vector − → x , users can perform decryption successfully if the descriptive attribute vector matches the access vector.
That is to say, the inner product − → x , − → y = 0. For the equivalence test, after receiving the submitted trapdoors of two different users, the cloud server that is on behalf of users can execute Test algorithm to conduct the equivalence test on various ciphertexts. We can see that:
(g
, the plaintext message M can be recovered. Since the correctness of Test is similar to Decrypt, so here we omit it.
Theorem 3: The proposed AH-PE-ET scheme is selectively CPA-secure in the standard model under the twin DBDH problem.
Proof: Assume that our AH-PE-ET scheme can be broken by the adversary A with non-negligible advantage , then another algorithm B can be constructed to solve the twin DBDH problem by interacting games with A with non-negligible advantage. Based on input a seven-tuple
, B calls A and simulates the game to determine whether T 1 = e(g, g) abc , T 2 = e(g, g) acd or T 1 , T 2 are two random elements of G 2 .
Init: In this phase, the challenge attribute vectors − → y = (y 1 , . . . , y n ) picked by the adversary A.
Setup: Algorithm B produces the public parameter PP and the master key MSK by randomly picking γ , ς, α 1 , . . . , α n ∈ Z * p , two hash functions
as follows:
Which implies that θ = ab, σ = ad, γ = γ ,
After that, B delivers PP = (g, g 0 , g 1 , . . . , g n , u, v H 1 , H 2 ) to the adversary A and keeps MSK = (α 1 , . . . , α n ) securely under his/her control. Phase 1&2: After receiving the query − → x = (x 1 , . . . , x n ) such that − → x , − → y = 0, B creates corresponding decryption secret key for A.00 Specifically, B randomly selects s 1 , s 2 , r 1 ∈ Z * p and defines the decryption secret key DSK = (sk 1 , sk 2 , sk 3 , sk 1 , sk 2 , x 1 , . . . , x n ) as follows:
ςV .
Here V = − → x , − → y . To clearly understand how to create the DSK, we denote s 1 = s 1 + b ςV , r 1 = r 1 . After that, we calculate
where g abς x i y i 1 ςV = g ab . In above similar derivation process, B also chooses s 2 ∈ Z * p and computes
where
As aforementioned computations, the decryption secret key DSK = (sk 1 , sk 2 , sk 3 , sk 1 , sk 2 , x 1 , . . . , x n ) can be represented as
Thus, the trapdoor TD = (td 1 , td 2 , td 3 , x 1 , . . . , x n ) can be also created as follows:
Challenge: After obtaining two messages M 0 and M 1 with equal length from A, the algorithm B replies A with the challenge ciphertext
The adversary A replies a guess β ∈ {0, 1} on β. If β = β , then B returns 1 to guess T 1 = e(g, g) abc , T 2 = e(g, g) acd . Otherwise, B returns 0 to guess that T 1 , T 2 are two random numbers of G 2 .
V. COMPARISON EVALUATION
This section presents the comparisons of the existing ABE-ETs and our proposed AH-PE-ET in terms of storage and communication cost, computation cost, functionality, security level and hardness assumption.
In Table 1 , the third, fourth, fifth, sixth rows present the comparisons of storage and communication overheads for public parameter, ciphertext, decryption secret key, trapdoor, respectively. The seventh, eighth, ninth rows show the comparisons of computation costs for encryption algorithm, decryption algorithm, test algorithm, respectively. The tenth, eleventh, twelfth and thirteenth rows describe whether the table-listed schemes support the functionalities of flexible access control, keyword search, equality test and attribute hiding, respectively. The fourteenth row represents whether the security proof can be rigorously proven in the standard model. The fifteenth row suggests which security level can be reached for the listed schemes. The final row describes the hardness assumption that the security proof needs to base upon.
Here, we assume the number of user attributes m equals to the dimension n of attribute vector. Consider an extreme case that the access policy contains n wildcards, we can get the number of wildcards equals to the number of user attributes. In this way, we can know n = m = n ≤ m . As presented in Table 1 , we can find the public parameter size in [18] and [17] is linear with the amount of attributes in the system, whereas our scheme linearly grows with the dimension of attribute vector. According to the above-mentioned premises, it is easy to observe that the public parameter size of our scheme is smaller than that of the schemes [17] , [18] . For the ciphertext size and trapdoor size, the scheme [18] and our scheme follow a linear relationship with the number of attributes and the dimension of attribute vector respectively, and the scheme [17] has constant size on both the ciphertext and trapdoor. For the decryption secret key size, the sizes in [17] , [18] and our scheme increase linearly with the number of attributes, the amount of wildcards and the dimension of attribute vector, respectively. We can easily observe that the other two schemes need 2n elements in G 1 and 6n elements in G 2 respectively, whereas our scheme only has 3 elements in G 1 . Obviously, our scheme has a smaller size of decryption secret key.
For the computational complexities of encryption, decryption and test algorithms, Zhu et al.'s scheme [18] needs (2m + 3) exponentiation computations in G 1 for encryption, 2m pairing computations and (2m + 2) exponentiation computations in G 1 for decryption, and 2m pairing computations and 2m exponentiation computations in G 1 for test. Wang et. al's scheme [17] needs (2m + 11) exponentiation computations in G 1 for encryption, 12 pairing computations, (8n + 1) exponentiation computations in G 1 and 4 exponentiation computations in G 2 for decryption, and 14 pairing computations, 8n exponentiation computations in G 1 and 4 exponentiation computations in G 1 for test. Our scheme needs (2n+4) exponentiation computations in G 1 and 2 exponentiation computations in G 2 for encryption, 3 pairing computations and n exponentiation computations in G 1 for decryption, 5 pairing computations and n exponentiation computations in G 1 for test. Obviously, compared to the schemes [17] , [18] , our scheme completely outperforms these two schemes on both decryption and test algorithms and has a similar computation overhead on encryption algorithm.
With regards to the functionality of all the schemes in the listed table, the other two schemes and our proposed scheme in Table 1 [17] cannot support the privacy-preserving of attributes while our formulated scheme could achieve this property. As depicted in Table 1 , the scheme [18] can be one-way secure against chosenciphertext attack (OW-CCA) under the BDH assumption in the random oracle model. The scheme [17] can achieve an indistinguishability under chosen plaintext attack security (IND-CPA) under the DL assumption without the random oracle model. Our scheme could also achieve the IND-CPA security under the DBDH assumption in the standard model.
In order to show the practical performance comparisons, we simulate the above-listed two ABE-ETs schemes and our AH-PE-ET scheme based on ABE toolkit and Pairing Based Cryptography (PBC) library [39] . Specifically, these experiments are simulated in C++ on windows 10 64 bits operation system with Inter(R) Core(TM) i7-7700 CPU @3.60 GHz and 8GB RAM. To attain the 80-bit security level, our simulations is tested based on a 20-byte elliptic curve group constructed on the curve y 2 = x 3 + x over a 64-byte finite field. We could obtain |Z * p | = 20 bytes, |G 1 | = |G 2 | = 128 bytes. In our simulation, the computation costs of each pairing, each exponentiation computation in G 1 and each exponentiation computation in G 2 are 11.712ms, 6.062ms, 1.899ms, respectively.
For ease of comparison, we set the number of attributes in the system to two times the number of attributes in access policy. In Fig. 2(a) and Fig. 2(c) , we make a comparison of the storage and communication costs in [17] , [18] and our scheme when n = m = n = 5, m = 10 and n = m = n = 10, m = 20. We can easily observe that the storage and communication costs in our scheme are much less than that in [18] and [17] in terms of the public parameter size, decryption secret size, trapdoor size. That is because the sizes in other schemes are linear with the amount of attributes and our scheme linearly grows with the dimension of attribute vector. As illustrated in table 1, it's easy to find that the number of group elements in our ciphertext part is much less than that in [18] and [17] . Moreover, as depicted in Fig. 2(b) and Fig.2(d) when n = m = n = 5, m = 10 and n = m = n = 10, m = 20, we can also find that our scheme is more lightweight than the other two schemes [17] , [18] . This is because our scheme uses less pairing operations and has similar exponentiation operations compared to the schemes [18] and [17] . Overall, our scheme is more efficient than the other two schemes on both storage and communication costs and computation overheads. Furthermore, compared to the other two schemes [17] , [18] , our scheme can achieve the privacy preservation of user attributes. Therefore, our scheme is more feasible and practical for the real scenarios.
VI. CONCLUSION
In this paper, a novel AH-PE-ET scheme named attributehiding predicate encryption with equality test is formulated to provide the privacy preservation of user attributes and flexible search capability on ciphertexts simultaneously. With our introduced scheme, data user, who features with a set of attributes, can delegate the capability of equivalence test to the cloud server for determining whether two expected ciphertexts contain the same plaintext message without leaking any attribute privacy and trapdoor privacy. To the best of our knowledge, this proposed scheme is the first such scheme which meanwhile deals with these issues on both privacy protection of user attributes and flexible data search. Additionally, the rigorous security proof is clearly state to prove that our scheme is IND-CPA secure in the standard model under decisional bilinear Diffie-Hellman assumption. Finally, we present theoretical comparisons and experimental simulations of the existing ABE-ETs and our AH-PE-ET scheme to indicate the feasibility and practicability of our proposed scheme. Future work contains building one novel scheme that achieves the IND-CCA2 security in standard model based on our present scheme. 
