INTRODUCTION
Wireless Sensor Networks is an emerging technology that has led to extensive studies concerning the new challenges that researchers and programmers have to overcome, such as energy efficiency, scarce computing and storage resources, unreliable communication, harsh environments. Therefore, most of the initiatives have focused on tackling these difficulties rather than providing rich functionality within complex world scenarios. Consequently, applications usually utilize sensor nodes for monitoring or tracking purposes within a static pattern: collect data, (optionally) perform some in-network processing and forward the results to a central system. Wireless Collaborating Objects (WCO) is a paradigm that extends the traditional model of wireless sensor networks by transferring intelligence and responsibility to sensor nodes. Nevertheless, a single sensor node is limited in terms of hardware performance and the energy available. Under these conditions, the overall performance of the network can only be improved through cooperation among sensors.
The vision of WCO is that nodes self-organize into dynamic groups and offer services based on the capabilities of each member. Groups are formed either as a result of a system configuration or simply "on-demand" as a result of a service request. The latter case is more dynamic, as groups are formed based on context information and are dissolved once the service is accomplished.
Another idea of WCO is the dynamic nature of service deployment in the network. New services can be constructed from existing ones, while other services can be deleted from the network. The service discovery protocol needs to be adapted to such a highly dynamic environment and to enable service composition through a flexible vocabulary.
In this paper, we propose the CODE service description language as a means of describing collaborating objects and the services they offer. It can be used to support methods and tools to achieve service management in WCO. In particular, Deployment is assisted through description of service requirements. Services can be mapped on specific nodes of the network, or on entities which fulfil certain characteristics. The service requirements specify the desired features of service providers. Following the scenario explained in Section 2, the temperature service is deployed only on carts fitted with a piconode that measures temperature.
Service description enables composition through the definition of service interface. Interfaces dictate how the service can be accessed and controlled. A new service can be created by using the exposed interfaces of services already present in the network. It will have a set of sub-services and its own interface.
To enable discovery, it is necessary to describe the service through its name, type and other attributes. The service request message contains a partial description which is sent out to the network by the requesting entity. Nodes have to match the oncoming description with the one stored in the local memory to decide whether the service can be provided.
Service policy specifies which are the entities in the system that can access the service; more precisely, the service consumers. They can be just enumerated, or they can be identified based on certain characteristics specified within the service description.
Finally, the usage of the service is done through the exposed service interface, defined in the service description. (2) entities. An entity is a device or a group of devices. An entity can play the role of service provider and service consumer.
A device is described in terms of the hardware, software, dynamics (fixed or mobile), location, groups that it is member of, connected entities (context information such as neighbours) and services it offers. A special type of device is the sensor, capable of measuring environmental conditions. Sensors are characterised by the type of measurements they perform and by the quality of service (range, resolution, accuracy). Groups are described by the number of members, the entity which is the initiator of group, the group members, the leader and the offered services.
Services are divided in two categories: monitoring and non-monitoring. Non-monitoring services are similar to an instantaneous function performed by the service provider, such as the average temperature measured by a group of nodes. They usually return a value as a result of a measurement or computation. Monitoring services perform timely supervision of a phenomenon, they are controlled through commands and issue events.
CODE defines the interface of a service, composed of inputs, outputs, commands and events. Moreover, it characterizes the service consumers, the sub-services, the requirements for competent service providers and the attributes of the service.
The following subsections focus on the challenges addressed by service The description of the group contains the field Initiator, which designates the cart requesting localization service. Devices which are members of the group are the Beacons, with the restriction that they are inRangeOf the cart. The group offers the service named Localization. In the initialization phase, the variable denoting the cart is replaced with the appropriate cart ID. B. On-demand services CODE allows a service to be configured for being offered ondemand. The service requirements identify the potential providers of the service. In case that the provider is a group dynamically formed as a result of a service discovery request, the requirements specify the group characteristics. Here is a partial description of the localization service that uses the group description as requirements for service provider: CODE descriptions are based on XML, which provides flexibility and richness but is quite expensive in terms of memory usage and the processing power needed for parsing. This is the reason why the original XML descriptions are stored at the gateway level, while on sensor nodes we have implemented a binary XML version. The binary CODE preserves XML flexibility and extensibility, while optimizing for low storage and fast processing, as required by the hardware limitations of sensor nodes. Firstly, we will present the platform on which the tests have been performed. Secondly, we will analyse the storage space needed for binary CODE descriptions. Thirdly, we will show the processing time needed for matching a service discovery message to the service description stored on the node. A. Platform The implementation has been achieved on a hardware platform developed by NEDAP for the Eyes project [7] . It consists of MSP430f149 micro-controller from Texas Instruments that operates at 4MHz. It has 60kB of program flash memory and 2kB of RAM. Other features include a radio transceiver and an RS232 interface. The operating system used is DCOS (Data Centric Operating System) [8] , which occupies 5kB out of 60kB of flash memory. B. Binary descriptions The XML schema which defines CODE is used as the basis for the binary encodings. We have used the Java API for XML Processing (JAXP) [9] for parsing the XML descriptions through the Document Object Model (DOM)
[10] interface. The XML DOM views XML documents as a tree structure of elements embedded within other elements. From this tree structure, we extract only the sub-tree containing the necessary information, leaving out the text descriptions and comments. The nodes in our tree can be 7 . CONCLUSIONS This paper introduced CODE, a description language for Wireless Collaborating Objects (WCOs). WCOs improve the traditional model of wireless sensor networks by enabling complex services to be offered either by single nodes or by groups of collaborating nodes. The purpose of CODE is to support service management for WCO, more specifically service deployment, service composition, service discovery, service policy and service usage. CODE is based on XML, widely used for structured information exchange and collaboration. The XML descriptions are stored at the gateway level, while the sensor nodes store and process the binary version. The binary CODE preserves XML flexibility and extensibility, while optimizing for low storage and fast processing, as required by the hardware limitations of sensor nodes. We have shown that a binary description of service is small enough to be stored on sensor nodes with just 2kB of RAM. Moreover, we have implemented an algorithm that matches a partial description against the complete one, thus providing the response to a service discovery message. The processing time is of the order of milliseconds, which is negligible in comparison with the communication overhead.
Future work will include extending the matching mechanism by allowing more complex validations, such as riage checking. This will clearly be useful for practical situations; for instance the case of requesting a localization service with accuracy over a certain degree. We will also add functionality to the manipulation of binary descriptions, such as updating variables or changing fields which depend on context. Additionally, we will explore architectural choices for building efficient service discovery mechanisms on top of CODE descriptions.
