This paper reviewed recent advances in facial image identiˆcation from the forensic aspects. Although literatures reviewed included mathematics and computer engineeringˆelds, anthropological techniques were mainly described. Facial image identiˆcation is generally attempted using three methods: morphological comparison of facial features, facial image anthropometry and face-to-face superimposition. The most commonly employed method in actual caseworks is morphological comparison based on surface anatomy, followed by anthropometrical analysis and then face-to-face superimposition. The current technique using a 2D/3D facial image superimposition was introduced and its advantage and disadvantage were described. The evaluation of reliability in facial image identiˆcation including expert opinions was discussed, along with some problems of facial images submitted as evidential samples.
Introduction
A face is the most distinctive and widely used key to a person's identity 1) . As shown iǹ`B ertillonage'' identiˆcation form, facial image is one of the anthropological characteristics as well asˆngerprints. Recently, facial image identiˆcation is becoming an important theme in forensic sciences because surveillance cameras are popularly used as silent witnesses in the crime scene such as a bank, convenience store, parking garage and so on 2 8) . In the National Research Institute of Police Science (NRIPS), 249 case reports concerning facial image identiˆcation had been written from 1988 to 2001. The criminal cases submitted to the NRIPS covers a wideˆelds and their categories were as follows: robbery and theft (36.5), violation of road tra‹c control law (18.1), illegal immigration (16.5), forgery and fraud (14.9), bodily injury and homicide (9.6), arson and destruction of structure (3.2), and others (1.2 ). Therefore, the reliability of the identiˆcation of facial images is becoming a serious concern in forensic sciences.
In general, recognition and/or identiˆcation tasks are divided into two main categories, that is, match and surveillance 9) . The former is to search a facial image of an unknown individual from a large database of images collected such as suspects' facial images andˆnally to identify an individual. While, the latter is to verify or check a facial image of a known individual belongs to a relatively small database of images collected in a restricted environments such as company, and its main purpose is to protect intruders. Recently, however, the surveillance system is usually applied to public area such as airport security 10) . The former is deeply concerned with forensic cases.
Over a long term, facial image identiˆcation has been carried out based on anatomy, especially physical anthropology and surface anatomy of faces 2 4,11 14) . On the other hand, the automatic face recognition has been studied from the aspect of computer engineering for about three decades 15) . These researches on face recognition are based on various methods such as graph matching 15 17) , statistical information methods 15, 18, 19) , and neural networks 1,9,15,20 22) . This article is focused on the facial image identiˆcation based on forensic anthropology because the automated decision using above methods may not be acceptable to a court of law at the present time.
Facial Images as Evidential Samples
Facial images of criminals submitted as evidential samples are generally taken with a video camera,ˆlm camera, infrared camera and so on. Both video andˆlm cameras are most frequently used in surveillance areas described above. Facial images taken withˆlm cameras are generally better in focus and resolution compared to those taken with video cameras. Vanezis and Brierley 5) reported that the facial image of a still photographic print yield much better results than that of a video frame. R äosing 23) recommended photographic cameras for surveillance equipment because video cameras have too low in resolution. However, video cameras are internationally becoming the main current. The di‹culties in identifying a criminal taken with video cameras are due largely to poor quality of the images and are increased by distortion in the edge area 3,5,23 25) . In addition to the problem of the quality of facial images, one of the most crucial problems in these images is the orientation of the criminal's head 2,3,5 7,14,23 25) . Of course forensic examiners often encounter disguised facial images because the criminal intentionally hides his or her face with a hat, sunglasses or hood 3,14,25 28) . In sometimes, facial expressions such as anger, fear or surprise of the criminal should be considered for facial image comparison. Furthermore, the aging factor is a serious problem because examiners are often called upon to compare facial images taken years apart 2,3,29 31) . The infrared camera is applied to capture a driver's face of illegal vehicles on the highway. These facial images are taken at the nearly frontal position, but some portion of driver's head is often hidden by a rear view mirror and steering wheel. The facial photograph attached on a passport or its application form is generally used as evidential samples in illegal immigration cases. If the disguise and aging factors are not observed in face, these facial images are easily identiˆed because of their high quality and nearly frontal view.
Methodology of Facial Image Identiˆcation
In general, facial image identiˆcation is approached in three methods: morphological comparison of facial features, facial image anthropometry and face-to-face superimposition 2, 3, 12) . The morphological comparison of facial images is carried out based on the morphological classiˆcation of facial components such as facial types, eyebrows, eyes, nose, lips and ears 2 4,11 14,32,33) . The facial image anthropometry is quantitative analysis based on indices calculated from measurements of facial dimensions 2, 3, 14, 32, 34, 35) . In order to directly assess the two facial images, the video superimposition technique has been applied to the facial image comparison 3, 5, 26, 27, 36) . However, this latter technique requires that the facial image of suspects be taken in exactly the same orientation as the facial image at the crime scene. Vorder Bruegge and Musheno 37) mentioned that failure to consider some factors such as the orientation of subject's head, the distance between the subject and camera, and the diŠerence in the resolution of the camera system, particularly when attempting video superimposition or biometric analysis, could lead to incorrect conclusions. To solve this problem, a face-toface video superimposition system using a 3D 
Morphological Comparison
Two types of characteristics are considered in a facial image comparison: class and individual identifying characteristics 37) . Class characteristics include such characteristics as the overall shape of the face, eyes, nose, mouth and ears. Individual identifying characteristics include such features as moles, scars, freckle patterns and the detailed conˆguration of the ears. Vanezis and Brierley 5) reported that the ear was a signiˆcant feature in 6 out of 11 positive identiˆcation cases in their casework. In routine cases, some facial features such as facial type, hairline, eyebrows, eyes, nose, lips, ears and special characteristics are generally used for comparing two facial images. Schwidetzky and Knussmann 13) summarized morphological characteristics of facial outline, hairline, eye region, nose, mouth region, chin, ear, and hair for a living person. The scheme of facial outline classiˆed by P äoch (1916) has been popularly cited in textbooks. Iscan 2) modiˆed the classiˆcation for morphological characteristics of human head and face from J. Lawrence Angel's unpublished anthropometry and morphology data collection form and from Hammer 11) . Vanezis et al. 4) examined 50 sets (frontal, left and right lateral, and left and right three-fourths proˆle views) of photographs showing facial features of Caucasian males for establishing a morphological classiˆcation of the face. They assessed 39 facial features selected and modiˆed from Iscan's classiˆcation 2) , and proposed a morphological classiˆcation comprising 25 feature categories ( Table 1) . According to them, these classiˆcations apply only to adult Caucasian males, and modiˆed classiˆcations for other ethnic groupings need to be developed. Miyasaka 32) reported a frequency distribution of morphological details of Japanese facial features using 239 sets (frontal and left lateral views) of male's photographs and 96 sets of female's ones ( Table 2 ). Borrman et al. 33) investigated observer variation in the interpretation of facial features of morphological classiˆcation as described by Vanezis et al. 4) with regards to photographs of adult Caucasian males. Their overall results indicated a high degree of variation among the observers regarding the perception of diŠerent facial features, and emphasized the importance of law enforcement personnel's awareness of possible di‹culties in accurately describing facial features and characteristics. Iscan and Loth 3) have mentioned that the evaluation of the face and its classiˆcation is not a simple matter and requires considerable experience of anatomy and understanding of human variation.
Anthropometrical Comparison
The facial image anthropometry is derived from the traditional anthropometry for the living person. It diŠers from the anthropometry of the living because the landmarks are not easily identiˆable or visible on the facial image 2) . However, if the facial image of a criminal is of good quality and its orientation is almost same with the facial image of a suspect, the anatomical landmarks can be deˆned. Iscan and Loth 3) selected 18 anatomical landmarks for measurements in both frontal and lateral views when the facial image is oriented in the Frankfort horizontal image, but they mentioned that examiners are not limited to preset landmarks and others can be deˆned and used if they are better adapted to the images in question and are clearly visible in both facial images. The anatomical landmarks used for anthropometrical comparison are shown in Fig. 1 and Fig. 2 ( Table 3) .
For measuring, the facial image is copied and enlarged to a suitable size, and then the landmarks are selected and marked with a verŷ ne pen and red ink. The facial dimensions are measured with a precise caliper with vernier scale. As shown in Fig. 3 Fig. 7 (Table 4 ), many measurements can be taken from the facial images. If the reference object is found in the photograph, it can be used as a scale. However, in most cases, the actual measurements of dimensions cannot be used for comparison between two facial images because the facial images are enlarged with no suitable reference. Therefore, in the anthropometrical comparison, indices or proportions calculated from measurements of facial dimensions are used as quantitative data. The physiognomic facial index (tr gn/zy zy×100), morphologic facial index (n  gn/zy zy×100) and nasal index (al al/n sn× 100) are popularly used.
Catterick 34) applied the image processing system to recognize facial photographs by two indices calculated from three facial measurements of the midline of the face. Table  3 . Table 4 .
According to him, 72 of the passport quality photographs pairs and 66 of the magazine photographs pairs were distinguishable in 351 pair-wise permutations of 27 facial photographs. He described that the measurement data would objectively support the morphologicalˆndings although the discriminating power based on facial measurements would be limited. Porter and Doran 35) experimentally examined three ID photographs taken with diŠerent conditions using morphological and anthropometrical methods. They used the interpupillary distance as a standard reference to enlarged to the same magniˆcation. Their measurement data on the face width, mouth width and nose width demonstrated a high degree of similarity. They mentioned that an important concept of this type of forensic examination is the amalgamation of two visually and metrically based disciplines, forensic anatomy and photography 35) . When using anthropometrical comparison, special attention should be paid to the facial Table 4 . 
Face-to-Face Superimposition
A. 2D/2D Facial Images Superimposition Face-to-face superimposition is the method whereby the facial image of a criminal is superimposed on the facial image of a suspect under the same orientation and size using transparent photographs or video images. The former is generally called as photographic superimposition and the latter is video superimposition. Iscan and Loth 3) summarized the technical process of face-to-face superimposition. A mixing devise allows two types of visual comparison, that is,``fade'' and`w ipe''. A``fade'' makes one facial image appear to disappear into another, with the second image eventually replacing theˆrst. À`w ipe'' makes one facial image pass horizontally or vertically across the other. Vanezis and Brierley 5) described that reliance should not be placed solely on fading between two images to assess a morphological match, because of the well established observation that human eye may be led from one image to another, blending the two together, and thus be left with the impression that there is a good match. In the superimposition technique, the wipe mode was more suitable for detailed examinations for matching between two facial images because the components of each image could be clearly observed at the leading edge of the wipe.
Maples and Austin 36) reported that the faceto-face video superimposition technique was useful in cases when the quality of the criminal photograph was adequate for meaningful comparisons and when laboratory personnel could photograph the suspect at the correct position relative to the camera. Vanezis and Brierley 5) applied the video superimposition technique to identify the facial image of suspects in 46 criminal cases. They stated that direct comparisons could be made in 36 cases including 20 major viewpoint discrepancy cases. The examiner should therefore consider any discrepancy in angulations when deciding whether the dissimilarity between facial components is real, or due to diŠerences in orientation. As described above, the comparison of facial images taken with a surveillance camera and mugshots of suspects often is a di‹cult task because surveillance cameras usually look down upon the scene whereas mugshots are frontal and lateral or oblique images. Majumdar and Sinha 26) developed a computer-controlled video camera superimposition technique using a program digitized projective symmetry, and demonstrated in the identiˆcation of a disguise face. They mentioned that facial images considered for identiˆcation were taken from nearly frontal view, with not more than 30degree camera inclinations. Furthermore, Sinha developed a new algorithm for facial image identiˆcation implemented through computerised symmetry sensing 27) and a symmetry perceiving adaptive neural network 20) . However, the usefulness of these approaches is restricted to comparison of nearly frontal images as well as other automatic facial image identiˆcation methods 1, 10, 21) . Of course these methods are powerful and useful tools for database search.
In actual criminal cases, the 2D/2D facial images superimposition method could be applied to only limited cases in which the criminal facial image is taken at the almost same orientation with the suspect facial images.
B. 2D/3D Facial Images Superimposition
Iscan 2) described the best possible alignment can be obtained when one of the objects (living person) is 3-dimensional and readily adjustable. To deal with various orientations of the questioned facial images, the authors 6) developed a face-to-face video superimposition system using a 3D physiognomic analysis. This system was a useful tool for facial image identiˆcation because the video superimposition of two facial images could be performed under the same facial orientation, and the shape of their facial components could be compared each other in the same condition. It is generally considered that 3D facial images can play a useful role in the identiˆcation of criminals 6,38 41) . Despite this advantage, several problems such as operation time, reproduction ofˆne image and anthropometrical analysis arose in our system 6) .
Especially, the operation time was a big problem for introducing this system to caseworks because it took about 10 seconds to obtain the 3D physiognomic data of suspects in motionless state. With these problems in mind, the authors 7) attempted to build a new computer-assisted facial image identiˆcation system using a 3D physiognomic rangeˆnder. This system consists of two main pieces of equipment, that is, a 3D physiognomic rangeˆnder for acquiring the 3D morphological data of face, and a computerassisted facial image superimposition unit for comparing the 3D facial image with 2D facial image. The physiognomic rangeˆnder (NEC Fiore, Japan) has two sinusoidal grating projection devices with the phase shift and two CCD cameras positioned at the left and right hand sides of the apparatus (Fig. 8 ). The angular width taken with two CCD cameras is 220-degree angle, giving a su‹ciently large measurement range to enable data for the ear shape to be included. This is advantageous for the comparison of two facial images because the ear is generally considered to be an important component for individualization. In this 3D rangeˆnder, the absolute range measurement could be obtained by the geometrical criteria between two cameras and one projector, giving the anthropometrical analysis. The computerassisted facial image superimposition unit comprises a host computer including a softwarè`3 D-Rugle3'' (Medic Engineering, Japan), a ‰at surface color display and a color image scanner for inputting 2D facial image of the criminal (Fig. 9) .
The texture image and total 16 grating images of face are taken with the two CCD cameras in about 2 seconds, and then the 3D morphology of face is calculated from these data, with accuracy of the order of 0.16 mm (Fig. 10) . To make the comparison between a 2D facial image taken at the scene of a crime and a 3D facial image of the suspect, the 3D facial image isˆrst reproduced on the display of the host computer from the above data and then the 2D facial image is taken with the color image scanner and stored within the computer. The scaling of the facial image is performed by converting the original 3D measurement data into the number of pixels on the display. After the determination of the orientation and size of both images, the shapes and positional relationships of facial components between the 2D and 3D facial images are examined by the fade-out or wipe image mode (Fig. 11 ). In this system, total 18 anatomical landmarks are plotted on the 2D and 3D facial images with the mouse for evaluating the measurement data. Thus, in addition to the morphological comparison, the distance between the selected two points and angle among the selected three points in both images are automatically measured 7) . Furthermore, the morphometrical matching such as anatomical landmarks 7, 42, 43) and facial outlines 44) can be carried out on the face-to-face superimposition images.
Evaluation of Reliability in Facial Image Identiˆcation
Facial image identiˆcation is carried out to determine whether or not a facial image at the scene of a crime is that of a suspect. Vanezis and Brierley 5) used followingˆve types of expert opinion: exclusion; no conclusion; possible identiˆcation; probable identiˆcation; and positive identiˆcation. They mentioned that positive identiˆcation was proŠered from thê ndings the ear morphology, proˆle outline and special features such as scars, moles and eyebrow anomaly. Iscan and Loth 3) described that a deˆnite declaration of positive identiˆcation is possible only if the following conditions are met: all points match exactly with no discrepancy; the images are clear and shape at all points of comparison; and there is a factor of individualization visible on both images. They also mentioned that the expert could conˆdently state that the suspect is not the person photographed committing the crime. In our laboratory, we used four types of opinion: certain identiˆcation; probable identiˆcation; possible identiˆcation; and exclusion. A category``no conclusion'' is not used in our laboratory because we do not received caseworks in which the resolution, orientation and size of criminal facial images are unsuitable for comparing with the suspect facial images in the preliminary examination. In actual caseworks, most expert opinions will remain indeterminate categories such as probable or possible identiˆcation. R äosing 23) mentioned that the result of an expert opinion is the identity probability and it depends on the number and rarity of the traits found. He also described that a verbal formulation should be given, possibly alsoˆgure together with range for theˆnal probability result. Iscan and Loth 3) stated that experts can use their discretion to indicate a stronger or weaker association, but there are no statistics on this type of probability.
The authors evaluated the reliability of morphometrical matching with our computerassisted facial identiˆcation system 42 45) . The 3D facial data (normal image) of 25 Japanese male were obtained using``Fiore'', and the 2D left oblique facial images of the subjects were taken with a digital still camera at a distance from about 2 meters. For evaluating the match of the 3D and 2D facial images of the same person, the 3D facial image of each subject was compared to the 2D facial image ten times, yielding 250 superimpositions. In the case of the diŠerent person, the 3D facial images of 25 subjects were each compared to the 2D facial images of other 24 subjects, yielding 600 superimpositions. As the matching criteria, the average point-to-point diŠerence of 16 reciprocal landmarks 42, 43) , the average perpendicular diŠerence of the facial outlines 44) and both average diŠerence 45) between the 3D and 2D images were used (Fig 12, 13) . The range of the average point-to-point diŠerence was 1.4 3.3 mm for the same person and 2.6 7.0 mm for diŠerent people, respectively. The average point-to-point diŠerence and percentage error at the FP/FN (False Positive/False Negative) crossover point were 3.1 mm and 4.2 42, 43) . The range of the average perpendicular diŠerence was 0.5 1.6 mm for the same person and 1.0 4.3 mm for diŠerent people, respectively. The average perpendicular diŠerence and percentage error at the FP/FN crossover point were 1.5 mm and 7.5 44) . When the sum value of the average perpendicular diŠerence and the average point-to-point diŠerence is used as a criterion, the reliability for the judgment of facial identiˆcation would be improved. The range of this sum was 2.3 4.7 mm for the same person and 4.0 10.5 mm for diŠerent people, respectively. The sum value and percentage error at the FP/FN crossover point were 4.6 mm and 1.7  45) . Although it is a fundamental requirement of forensic science that an identiˆcation method yields extremely high true positive and true negative decisions, it is also important that the method does not produce a high proportion of false positive identiˆcations. In our experimental study, the false positive case was not found under the sum value of 3.9 mm. Thus, in order to eliminate false positive identiˆcations, the threshold of the sum value for true positive must be reduced to 3.9 mm. The morphometrical matching method can reliably identify criminal faces and the results produced by this method could be easily understandable in a court of law. In the NRIPS, this facial image identiˆcation method has been applied to actual caseworks since 2000. However, these assessments were performed for only the normal facial image in which the facial outline and components were observed, and all their landmarks could be used for comparison. In actual caseworks, forensic examiners have to examine disguised facial images. In such cases, it becomes di‹cult to obtain a suitable result from the standpoint of these morphometrics because of the shortening of comparable outlines and a decrease in the number of comparable landmarks in facial components. The authors 28) experimentally examined the reliability of the morphometrical matching method for identifying disguised faces. The 2D right oblique facial images of three target persons disguised with sunglasses, cap and gauze mask were each compared with each of the 3D facial images of 100 subjects, yielding 900 face-to-face superimpositions. The range of the average diŠerence was 2.3 2.8 mm for the same person and 4.0 14.6 mm for diŠerent people, respectively. Although the number of anatomical landmarks examined in the disguised facial images was about half that for the normal facial images, the ranges for matching and nonmatching faces did not overlap. Thisˆnding suggested that the morphometrical matching method was reliable for identifying faces from images of people wearing disguises.
The usefulness and reliability of the morphometrical matching method for the some factors such as qualities of facial images 46) and ethnical characteristics 46, 47) have been preliminarily investigated. According to Atsuchi et al. 46) , the identiˆcation of blurred facial images using the morphometrical matching method was somewhat more di‹cult compared with that of matching normal, clearer facial images. However, the morphometrical matching method will support the ambiguous morphological ndings in the identiˆcation of criminals even in the case where their facial image is blurred. Considering the increasing number of crimes committed by persons of various ethnic groups in the borderless world, the accuracy and reliability of this identiˆcation system for other ethnic groups should be validated. Atsuchi et al. 46) described that the morphometrical matching method could be used for the identiˆcation of facial images of various ethnical groups without the need for a thorough knowledge of morphological characteristics in each ethnicity. Fraser 47) investigated the usefulness of the morphometrical matching method when applied to comparisons of facial features among other ethnic groups. According to her, during the superimposition process, it was more di‹cult for Caucasian examiners to correctly approximate the orientation and size of the Japanese faces. She mentioned that the diŠerence between the Caucasian and Japanese examiners' ability to correctly superimpose Japanese faces may be ascribed to the Japanese examiner being more accustomed to making judgments as to the orientation of Japanese faces through practice in everyday life. For eliminating the examiner bias corresponding to ethnicity, the modiˆed identiˆcation system needs to be developed in future. Further studies on the evaluation for facial image identiˆcation in various ethnical groups should be made under the international collaboration.
Unfortunately, the morphometrical matching methods using the anatomical landmarks cannot be applied to facial images having expression and age changes because the anatomical landmarks such as the ectocanthion, alare, cheilion and so on are moved from the inherent position of the face.
Conclusions
The morphological comparison of facial type and components is mainly used for identifying the facial image in actual caseworks. However, in almost cases except for passport photographs, the orientation of the criminal's facial image is diŠerent from that of suspect's one. In such case, it is di‹cult for examiners to decide whether the morphological discrepancy of facial components is depended on the orientation of facial images or not. Furthermore, the indices based on facial measurements cannot strictly be used as the indicator for comparing two facial images. Of course the face-to-face superimposition method cannot be applied in such situation. To deal with facial images taken from various angles, the practical use of the 3D facial image of a person compared is strongly required. The computer-assisted facial identiˆcation system introduced in this review is a useful tool for facial image identiˆcation because the superimposition of the 2D and 3D facial images could be performed under the same facial orientation. This system involving morphological comparison, anthropometrical analysis and morphometrical matching will provide accurate and reliable identiˆcation. The morphometrical matching method is eŠective for excluding the presumed person. False negatives are the less critical error since there is an opportunity to use other examinations to lead to a correct identiˆcation. If false negative cases were included according to the morphometrical matching method, the correct identiˆcation would be led by the morphological examination in this system. In future, if several combined mathematical judgments including the automated facial angle estimation would be introduced to the facial image identiˆcation, the retrieval and veriˆcation for the 3D facial image database of suspects could be performed.
