SCHEMING OF A MODULAR APPROACH FOR UNAMBIGUOUS UNIFORM RESOURCE IDENTIFIERS by Sri, Ch.Ramya & Narayana, S.
   Ch Ramya Sri* et al. 
  (IJITR) INTERNATIONAL JOURNAL OF INNOVATIVE TECHNOLOGY AND RESEARCH 
Volume No.4, Issue No.4, June – July 2016, 3130 – 3132. 
2320 –5547 @ 2013-2016 http://www.ijitr.com All rights Reserved.  Page | 3130 
Scheming of A Modular Approach for 
Unambiguous Uniform Resource Identifiers 
CH.RAMYA SRI 
PG Student 
Department of CSE 
Gudlavalleru Engineering College 
Gudlavalleru, Andhra Pradesh, India 
S.NARAYANA
 
Associate Professor 
Department of CSE 
Gudlavalleru Engineering College 
Gudlavalleru, Andhra Pradesh, India 
Abstract: Digital items supported within the project context transpires with use RDF formats(with html 
links) only with no other formats of information for example CSV,PNG are permitted because they are 
really hard to ensure in the present architecture. So just in case of supporting the above mentioned 
formats extra time is essential. Therefore we propose an online evidence acquisition framework which 
includes the next steps to aid different kind of items. Supportable, unchangeable, and stable digital 
artifacts are an essential component for making results of automated process reproducible, but present 
Web includes no generally accepted methods to make sure these properties. These shortcomings include a 
severe unconstructive impact on capacity to reproduce results of processes that depend on web resources, 
which heavily impacts areas where reproducibility is significant. In our work we suggest trusty uniform 
resource identifiers containing cryptographic hash values. It includes cryptographic hash values within 
Uniform Resource Identifiers and hold on to core principles of Web that is openness and decentralized 
architecture. We study how trusty uniform resource identifiers are used for verification of digital 
artifacts, in a way which is independent of serialization format in structured data files. Our scheme sticks 
to core principles of Web, specifically openness as well as decentralized architecture, and is completely 
well-suited with existing standards. 
Keywords: Uniform Resource Identifiers, Digital Artifacts, Structured Data, Decentralized, Reproducible, 
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I. INTRODUCTION 
In lots of areas, reproducibility is significant. The 
recent Web contains no wide-ranging mechanisms to 
make digital artifacts supportable and stable. For 
digital artifacts that are believed to be immutable, 
there is additionally no usually accepted method to 
put into effect this immutability. A cryptographic 
hash value is a short random-looking sequence of 
bytes which are computed in a completely predictable 
mode from digital artifact [1]. The similar input 
constantly leads to same hash value, while just a 
simply modified input returns a absolutely different 
value. There are several related approaches that are 
based on cryptographic hash values and we suggest 
an approach to make items on Web supportable, 
unchangeable, and stable. This method includes 
cryptographic hash values within Uniform resource 
identifiers (URIs) and hold on to core principles of 
Web that is openness and decentralized architecture. 
While there is an infinity of probable inputs that lead 
to a particular given hash value, it is not possible in 
fact to rebuild any of promising inputs from hash 
value. When some input and matching value was 
presented we can be sure that hash value was 
obtained from that input exactly. Based on this our 
proposed method boils down to the thought that 
references are made totally unambiguous and 
supportable when they include a hash value of 
referenced digital artifact [2]. Scientific results should 
be published not just as narrative articles but also in 
terms of minimal pieces of computer-interpretable 
results in a formal semantic notation (i.e. RDF)[3]. 
II. METHODOLOGY 
The most important benefits of artifacts by trusty 
uniform resource identifiers are that they are 
supportable, unchangeable, and stable. RDF supports 
only HTML data. But in proposed system it supports 
CSV, SVG, XML formats. To hold these types of 
data we need MIME – type algorithm. Browser 
doesn’t know the other formats, it only identifies 
HTML, XML data. So we have  to define about these 
formats to our system. Trusty uniform resource 
identifiers artifacts are supportable in the sense that a 
recovered artifact for specified uniform resource 
identifiers is checked to include content the uniform 
resource identifiers is believed to represent. It can be 
noticeable that when artifact got manipulated on the 
means, assuming that trusty uniform resource 
identifier for necessary artifact is recognized. It 
directly follows that trusty uniform resource 
identifiers artifacts are unchangeable, as any 
alteration in the content moreover changes its uniform 
resource identifiers, thus making it a latest artifact. 
Artifact its uniform resource identifiers can be 
changed and claim that it has forever been like this. 
Any artifact that is obtainable on the Web for long 
time will remain obtainable everlastingly. When an 
artifact is no longer obtainable in its original location, 
one can still recover it from search engines, or else 
dedicated replication services. The trusty uniform 
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resource identifiers guarantees that it is artifact you 
are in search of, still when location of cached artifact 
is not trusty or else it was cached from an unreliable 
source. In our work we propose trusty Uniform 
resource identifiers containing cryptographic hash 
values. We study how trusty uniform resource 
identifiers are used for verification of digital artifacts, 
in a way which is independent of serialization format 
in structured data files. We reveal how contents of 
these files turn into unchangeable, that include 
dependencies towards external digital artifacts and 
thus extending range of verifiability to complete 
reference tree [4]. Our method sticks to core 
principles of Web, specifically openness as well as 
decentralized architecture, and is completely well-
suited with existing standards. 
III. AN OVERVIEW OF PROPOSED SYSTEM 
We propose a modular approach, in which different 
modules manage different kinds of content on various 
conceptual levels of abstraction, from byte level to 
high level formalisms. Our approach holds to core 
principles of Web that is openness and decentralized 
design. The most attractive features of our approach 
are self-references handling of blank nodes, and 
mapping to ni-uniform resource identifiers. Our 
approach involves an assured shift of authority: Once 
trusty uniform resource identifiers is recognized, its 
artifact code describes the object it refers to, and 
issuing authority has no more power to modify its 
meaning [5]. For supporting self-references, that is 
resources that enclose their individual trusty uniform 
resource identifiers, generation procedure involves 
transforming artifact into a novel version that 
includes recently generated trusty uniform resource 
identifiers. For strong hashing algorithms, it is not 
possible that calculated sequence of bytes was 
previously part of actual content previous to 
transformation. Transformation can be reverted by 
replacing the entire occurrences of artifact code by a 
blank space, and later hash was calculated in the 
similar way as when a resource is transformed. The 
content is effectively verified if and only if resulting 
hash matches one from trusty uniform resource 
identifiers. Trusty uniform resource identifiers 
artifacts are unchangeable, as any alteration in the 
content changes its uniform resource identifiers, as a 
result making it a latest artifact. 
Algorithm: Discussing of encoded information 
between writer and verifier helps with creating 
remote evidence process creating based file type. The 
representation to become selected for that downloads 
from the next segment. The minimum buffer level to 
initiate hash check once the download should be 
began for rendering. Minimizes the page loads by 
reduction of launch delays while using above buffer 
heuristics pointed out as well as supports multiple file 
types as publishing’s besides RDF Html files. It's 
algorithmic implementation is really as follows: 
We specify the name including with extension of the 
filename. It is included in header in MIME type. 
(Conflict_name_ checked) It checks whether the 
filename is existing or not. If it exists with other 
format, then we can replace the required file name. 
Returns 0, if no such file exists. Returns 1, if the same 
file exists, then replaces the filename with different 
extension. All files may not be possible to read. 
Because we may set permissions for the files. So if 
any user is trying to read the file, but it is opened by 
other for modification, then an error generates. But 
when the content of artifact is going to be modified, 
then we specify the version number, so that we can 
know how many times the artifact is modified after it 
is published (have i). A document is opened without 
any modification done, then all the above steps can be 
ignored. The above steps are just like a validation 
step. Using sha-1 it generates 20-bytes hash code. 
Relative path links only the point to a file or a file 
path. When a user clicks to a relative link, the 
browser takes them to that location on current site. we 
can know the state of URI, that means whether that 
URI is accessing by anybody or not(state i). 
Remote Evidence Acquisition framework includes 
five steps. Entry point Discovery requires the 
information that is during publication. It includes the 
user id, users artifacts, date and time. In investigation, 
it gathers all the information required for publication. 
It includes the name, size of file, content of the file, 
content type. Membership enumeration defines which 
users can view the publication that means it specifies 
the permissions given to the users. In this project, 
anybody can view the artifacts or publications by 
using the URL and here it is set for all. In remote data 
recovery, we can get the data by using the URL. In 
Foreinsic verification, the hash value of the original 
artifacts and subsequent artifacts are checked. If there 
is any alternation in the artifacts then we can identify 
it. If the hash values are matched then it is same as 
original else we can say that ‘content modified’.  
Our procedure is not appropriate to the entire uniform 
resource identifiers, of course, but simply to those 
that are supposed to represent a particular and 
unchangeable digital artifact [6]. A blank node is on 
the whole an identifier that is used within a local 
scope and for which we do not care to identify a 
concrete uniform resource identifiers. Our approach is 
to eliminate blank nodes during transformation 
process by means of converting them to uniform 
resource identifiers. Blank nodes are seen as 
existentially quantified variables, which we can be 
turned into constants by Skolemization. Our 
technique is well-suited with existing standards [7]. 
Our approach is well-suited with ni - uniform 
resource identifiers and the entire trusty uniform 
resource identifiers are transformed into ni - uniform 
resource identifiers, with or devoid of explicitly 
specifying an authority.  
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Fig: structure of trusty uniform resource identifiers. 
IV. CONCLUSION 
 There are several traditional methods to include hash 
values within Uniform resource identifiers for 
verifiability purposes. The most essential benefits of 
artifacts by trusty uniform resource identifiers are that 
they are supportable, unchangeable, and stable. There 
are a number of related approaches that are based on 
cryptographic hash values and we suggest an 
approach to make items on Web supportable, 
unchangeable, and stable. It includes cryptographic 
hash values within uniform resource identifiers and 
hold on to core principles of Web that is openness and 
decentralized architecture. Our technique is not 
applicable to the entire uniform resource identifiers, 
of course, but simply to those that are supposed to 
represent a particular and unchangeable digital 
artifact. Our technique sticks to core principles of 
Web, specifically openness as well as decentralized 
architecture, and is completely well-suited with 
existing standards. 
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