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Announcements and Upcoming Events 
 
 
Lex Informatica 2010: 
Integrating Cyberlaw with Business and IT Security 
 
July 14-16, 2010 
Innovation HUB 
Gauteng, South Africa 
The conference is presented in association with: 
The African Centre for Cyberlaw and Cyber Crime Prevention 
L’Association Internationale de Lutte Contre la Cybercriminalité  
Journal of Digital Forensics, Security & Digital Law 
WWW.LEX-INFORMATICA.ORG 
 
The 4th International Conference on Cyberlaw 
Promoting International Cooperation and Discourse 
 
August 18-20, 2010 
Arlington, Virginia, USA 
 
The Fourth International Conference on Cyberlaw which is co-organized this 
year with Longwood University and the Association for Digital Forensics, 
Security and Law (ADFSL) and to be held in Arlington, Virginia in the USA from 
August 18, 2010 through August 20, 2010. 
  
This conference is an opportunity for academics and members of the judiciary 
to exchange ideas and discuss most recent topics focusing on Cyberlaw. 
Bringing together leading academics from all over the world, the conference 
will explore comparative approaches to intellectual property and discuss 
privacy, information technology and other Cyberlaw issues. We invite 
interested scholars to participate in this conference by presenting papers (peer 
reviewed or oral presentations) focusing on Security, Privacy and Computer 
Forensics. 
 
The International Conference on Cyberlaw is the official annual conference of 
the AILCC (Association International de Lutte contre la Cybercriminalité) in 
France. 
  
WWW.CYBERLAW-CONFERENCE.ORG
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