Abstract: Complicated financial information manipulation, involving heightened offender knowledge of transactional procedures, can be damaging to the reputations of corporations and the auditors, as well as cause serious turbulence in financial markets. Unfortunately, most incidents of financial information manipulation involve higher level managers who are truly knowledgeable and comprehend the limitations of standard auditing procedures. Thus, there is an urgent need for additional detection mechanisms to prevent financial information manipulation. To address this problem, the author proposes an ensemble-based mechanism (EM) consisting of feature selection and extraction ensemble and extreme learning machine (ELM). The model not only counters the redundancy-removing problem, but also gives direction to auditors who need to allocate limited audit resources to abnormal client relationships during the auditing procedure and protect the CPA firms' reputation. The experimental results demonstrate that the model is a promising alternative for detecting financial information manipulation, and one that can ensure both the confidence of investors and the stability of financial markets.
Introduction
Since the boom of information technology and the invention of modern devices, there have been an extreme increase in financial information manipulation (deceptive cases) associated with all aspects of the real business world [64] . These deceptive cases are generally composed of credit card fraud, e-commerce transaction fraud, insurance fraud, telecommunication fraud, money laundering, computer * Ching-Hui Shih, Department of Accounting and Information Systems, Asia University, 500, Lioufeng Rd., Wufeng, Taichung, Taiwan 41354, ROC, E-mail: chshih168@gmail.com † Sin-Jin Lin -Corresponding Author, Department of Accounting, Chinese Culture University, 55, Hwa-Kang Rd., Yang-Ming-Shan, Taipei, Taiwan 11114, ROC, Tel.: +886 7-2241588; E-mail: annman1204@gmail.com ‡ Ming-Fu Hsu, Department of Information Management, National Chi Nan University 1, University Rd., Puli, Nantou, Taiwan 545, ROC, E-mail: hsumf0222@gmail.com c ⃝CTU FTS 2014 479
