The most important outcome of an optimized network is a satisfied end user. As the improvements in network performance allow the usage of more and more time and bandwidth, as well as critical applications such as Voice over IP (VoIP) and streaming, it is important to ensure that the mobile situations do not degrade the quality of these services.
One of the most promising solutions to cope with the sharp rise in mobile data traffic is mobile data offloading, which refers to the use of supplementary network technologies and innovative techniques to offload data traffic from cellular networks and thereby alleviate their congestion [5] .
The Mobile data offload is one of the implementations that uses small cell technologies like Wi-Fi to provide data services to cellular users in a more efficient and economically viable manner. Other small cell technologies like femtocells may also be employed for the same purpose but Wi-Fi is attracting more attention from the cellular industry to cater to the rising demands for data by the users.
It is estimated that 2/3 of calls and over 90% of data traffic in a cellular network, occur in an indoor environment. Some research has shown that 45% of households and 45% of companies have a bad experience regarding indoor coverage [6] . Providing good indoor coverage for consumers has become a major challenge for operators, as it does not simply involve offering a good voice service, but also high data transfers and video.
II. STATEMENT OF THE PROBLEM
Owing to the problem of penetration losses, the indoor user requires high power from the serving Base Station (BS), which means other users have less power and as a result, the overall system throughput is reduced. It is also very expensive to have a large enough number of outdoor BSs to meet the needs of a high capacity network. The large number of BSs impose a larger burden on network planning and optimization as well. The modulation and coding schemes for high data rates used in the standards mentioned above, require good channel conditions, which means that in the case of indoor coverage, Quality of Service (QoS) cannot be guaranteed, due to variations in channel conditions [7] . Doubts about the viability and effectiveness of the use of WLANs to enable a cellular network to offload traffic, have been the subject of research and uncertainty has naturally arisen. On the other hand, femtocells that are structurally similar to cellular networks in terms of their frequency band and physical layer are currently being regarded as a panacea and this has led to a growing sense that the use of WLAN is declining;
it will probably not be used anymore and be replaced by femtocells. But the question is, is this true?
To address this issue, this paper examines the effect of deploying Femtocell and WLAN to offload traffic from the LTE system and in a further investigation, implements both as offload traffic. In other words, LTEbased simulations in a comprehensive system were used to study the impact of femtocells and WLAN deployment until the capacity crunch of the system performance. In addition, the investigation aims to analyze the conditions required for the use of WLAN today as an alternative way of offloading traffic from LTE networks, either alone or with femtocells.
The objective is not to exhaust the subject or provide definitive results, but show some important counter arguments that can either qualify or contribute to the discussion. This paper seeks to provide some insights into the evolving course of communication technology with the aim of exploring the use of femtocells and
WLANs and evaluating the correlation between the indicators of QoS and Quality of Experience (QoE). The study also examines the effectiveness of using LTE femtocells/WLANs and especially what effects, in terms of benefits and drawbacks, might result from this combination of technologies.
III. A GENERAL SURVEY OF RELATED WORK
Some recent papers have focused on the question of offloading cellular traffic in WLAN networks. In [8] the authors carry out a quantitative study of the performance of 3G mobile data offloading through WiFi networks. They recruited about 100 iPhone users from metropolitan areas and collected statistics on their
WiFi connectivity during a period of about two and half weeks. Their findings led them to conclude that offloading this traffic collected is an effective means of accommodating both the current and future growth in traffic. The main difference between this proposed work and [8] is the capacity crunch which is analysed to determine the performance of both WiFi, and Femtocells.
In [9] the authors proposed and evaluated an integrated architecture which involved exploiting the opportunistic networking paradigm to migrate data traffic from cellular networks to metropolitan WiFi access points (APs). In quantifying the benefits of deploying this kind of architecture, they took account of the case of bulk file transfer and video streaming over 3G networks and simulated delivery data by means of a real mobility data set of 500 taxis in an urban area. They attempted to quantitatively evaluate the benefits of citywide WiFi offloading using large-scale real traces. Again, the main difference between our proposal and theirs is the fact that we simulated until beyond the capacity crunch and analysed the femtocells as well.
In [10] In [11] the authors proposed a dynamic system to offload traffic between LTE and WLAN.
In [12] the authors discuss the issues and solutions related to enhancing performance when offloading traffic in LTE-A. However, unlike this work, they did not make simulations or carry out practical experiments.
The most recent paper about this subject is [13] . In [13] there is a review of mobile data offloading from LTE to Wifi access networks. The authors also describe various offload strategies and compare them in different scenarios. The main difference between this work and [13] is the simulation that is widely employed to prove whether or not it is still feasible to use the Wifi as an alternative to offload the traffic from LTE Networks efficiently.
IV. THEORETICAL BACKGROUND

A. LTE
In an attempt to find solutions which can make data transmission more efficient, and against a background where there is a significant rise in the volume of this traffic, the LTE standard was put forward as the next stage to be followed -leading to the 4G mobile system and preceded by the 2G and 3G networks. It is expected that its development will give rise to an improvement in performance as well as reducing the total bit cost, and that this will bring about a wider dissemination of mobile services. 3GPP is responsible for its standardization. [14] The first release of LTE was published in March 2009 and is referred to as LTE Rel-8. Compared with 3G
technologies, such as 3GPP HSPA,1 LTE Rel-8 offers higher peak data rates due to larger system bandwidth (up to 20 MHz was allowed) and higher-order multiple-input multiple-output (MIMO) spatial processing techniques.
In LTE networks there is a new architecture, which is completely different from what has been used in previous technologies, and an example of this is the base station, called eNodeB where the LTE carries out processing tasks that were previously undertaken by the RNC (Radio Network Controller). It should be noted that the eNodeB will also be responsible for handover decisions through communication between the elements by means of the X2 interface. However, it is possible that the lack of communication with X2 (optional interface), means that communication between the eNodeB will be accomplished through other channels via the Access Gateway. [2] .
B. Femtocell
The concept of femtocell forms a part of the attempt by the telecommunication industry to provide communication of a high performance, with high-quality services for home users. It is usually installed indoors and connected to the user's broadband service modem much like a WiFi access point. Femtocells provide a high-speed data connection to subscribers within a small range [16] .
Femtocells are small base stations with the same functionality as macrocells, but they only have the power to serve a restricted environment (10-30 meters), are low cost, can only cater for a small number of users and are installed by the users themselves. One factor that should be taken into consideration is that the decision about how to install these femtocells is up to the user. In other words, it involves a plug and play device, and requires little planning, since it only relies on the skills of built-in self-configuration to minimize the impact on the macrocells through self-provisioning parameters. Fig.1 illustrates the overall LTE network architecture in the presence of HeNBs. It should be pointed out that the Rel.9 LTE femtocells are not interconnected with the standard X2 interface, as in the case of eNB, while the deployment of a HeNB GW is not mandatory. Fig.1 . Overall E-UTRAN Architecture with deployed HeNB GW [15] .
Both the femtocells and Wifi access point have similarities but have difference as well, both uses internet as a backhaul network and thus the QoS mainly depends on the backhaul. However, the femtocell implements cellular technology while Wi-Fi are WLANs and mainly used for data services. The essential difference between a femtocell and a macrocell is in their respective backhauls. A femtocell backhaul is an interface for the Mobile Core Network (MCN) through the public Internet, as opposed to the backhaul of a macrocell, which has dedicated lines to the MCN. While it usually takes less than 100 ms for a handover between macrocells, it can take well over 200 ms to transmit a single message in the public Internet.
[17]
Currently, there is no standardized procedure that specifically handles handovers involving femtocells.
However, if the legacy handover procedure were to be applied to these handovers, the introduction of the public Internet between the HeNB and the MCN would introduce additional latency. [18] Moreover, owing to the small size of the femtocells, the frequency of handovers will also increase. As a result, a fast moving UE may find it hard to remain connected with fast moving femtocells in its path. [18] Hence, the concept of a small, low-cost, customer-deployable home base station offers the prospect of reducing churn by improving indoor coverage and saving costs by offloading the macro radio network.
However, as the initial femtocell service launches are completed and the results fed back into the market, it
is clear there are a number of technical standards, business case studies and regulatory challenges that still need to be addressed if femtocells are to really take off in the consumer market. [24] , [25] .
C. WLAN
Thus, while services offered through data cellular networks such as 3G and LTE have been a dominant technology, 802.11-based WLANs continue to exist as they can cater for a huge on-demand offloading on
Telco networks and offer a higher throughput than cellular-based data networks.
V. SETTING AND METHODS
In undertaking this work, it was necessary a methodology in a way that could ensure the two simulation scenarios selected for this study, would be carried out in exactly the same way, and that there was consistency in the way the results were obtained from the simulated scenarios. The extent of its success is confirmed by a flowchart in Fig.2 , which describes a sequence of steps on the basis of which the work was carried out. The scenarios of interest were modeled with the aid of Opnet Modeler 17.5 [26] (in which its model implementations are mostly based on LTE release 8). A screenshot of the opnet implementation of the two scenarios is shown in Figure 3 and 4. In the analysis conducted for this study, two identical scenarios were created, one for WLAN and the other using femtocells.
A. Simulation Assumptions
The simulation was conducted through a survey of the initial configurations carried out in the OPNET
Modeler. The simulation time was 1200 seconds, which is long enough for the environment to have a stable behavior and the test users to move around the network.
Several instances were run and simulations of scenarios with the same configuration were repeated. Time to elapse was the same and with same parameters but with different seeds. The configuration and parameterization of femtocell radios and WLAN are displayed in Table 4 and 5. With regard to mobility, it was assumed that all mobile users employ the random waypoint mobility model [27] . 
B. Simulation Parameters of Femtocell
In fig. 3 The main parameters of configurations of femtocells radios used are in table IV. 
C. Simulation Parameters of WLAN
The IEEE 802.11b has become the de facto standard for wireless networking technology among both small business and home users. The IEEE 802.11b specifications allow for the theoretical transmission of approximately 11 Mbps of raw data at indoor distances from several dozen to several hundred feet, and outdoor distances of several to tens of miles through an unlicensed use of the 2.4 GHz wireless band. The 802.11b choice was made considering the worst case used in practical experiment that are originated.
Although the standard has been upgraded by others versions, a scenario which is thought to be close to the real worst case may be considered. The 802.11b is the lowest cost amongst the standards and it is able to support the chosen applications. This network architecture is built around a Basic Service Set, which is actually a set of STAs that communicate with each other. When one access points is connected to wired network and a set of wireless stations it is referred to as a BSS. Basically, the Wlan scenario was composed with four wireless routers, each one with two WLAN interfaces; one of them serves as an access point for BSS 0, BSS 1, BSS 2, and BSS3
while the other interface makes up the WLAN-backbone. Every BSS was working as an independent wireless LAN.
The WLAN is connected via its AP to an office LAN connected through a central switch using 100BaseT (100Mbps) Ethernet wiring which emulates a real-life office environment. An IP gateway (i.e., an enterprise router) connects the LAN to an IP cloud used to represent the backbone Internet. The gateway connects to the office LAN using 100BaseT Ethernet wiring while the connection between the gateway and the IP cloud is effected with a Point-to-Point T3 serial link. Delay is an essential metric to characterize the QoS of any network, especially for real time multimedia applications. Delay is defined as the time taken by the system for the data to reach the destination after it leaves the source. Fig. 7 Figures 8 and 9 show the global traffic that was sent and received respectively.
The traffic from both networks has increased gradual growth. The eye and ear are sensitive to delays in interactive conversation, but are perhaps even more sensitive to delay variations. However, they are less sensitive to bit errors, especially the ear, since one bit represents very little information. Fig. 10 shows the packet delay variation that is a measure of the difference in the Endto-End delay between packets in a flow, but ignores any packets that have been lost. It can be seen that for the WLAN scenario the delay does not exceed 3ms, while in the femtocell scenario, the value is growing exponentially. In addition to the fact that WLAN does not face problems with interference when compared with femtocells, the WLAN networks have a much greater range. The femtocell presented the worst performance in most of the results. To the best of our knowledge, it is known that interference influences PMOS and packet loss and they have been classified as the metrics that most degraded voip applications [28] - [29] , which is demonstrated in the worst results of MOS and packet delay variation of the femtocell scenario.
For femtocells to become widely acceptable there are a number of challenges. Currently femtocells are being provided by operators, but due to the still low deployment numbers, the challenges are not yet apparent in practice. Femtocells would face many problems when the deployment is on a large scale and their density increases.
This paper has focused on extensive analysis until the capacity crunch of both technologies. From all that has been discussed, it is clear that Wlan networks can not be trashed, since worldwide there have been huge investment in infrastructure to open networks.
According to [30] , more than 70% of the population of the developing countries does not have access to
Internet due to lack of infrastructure; furthermore, in countries like China, India and Brazil, with continental dimensions, the construction of a new telecommunications network, becomes costly and impractical, reinforcing the need for alternative lower-cost, deployment time and widely available. All this results prove the feasibility of implementing system using existing WLAN infrastructure or better it is possible to combine both.
From a technical point of view, as Wifi penetration increases, cellular (LTE-A) and Wifi networks should be able to handoff users seamlessly among them. The provisions are in 3GPP like access network discovery and selection function. However, there is still many proposals of improvements to use ANDSF standard [31] , mainly because access selection may be done on different time scales, based on different parameters.
Future work includes expand this research with the study on perfomance-centric offload strategies for heterogeneous network based on non delayed traffic, AP-based strategy, 3GPP standardization usage according with [32] . We will propose an optimizer multiobjective for a hybrid access possibility with both technology working together take into considerations factors such as SNR and network traffic load, MOS or any parameters described in this work.
