10. C11 -International and regional cooperation: Nigeria collaborated extensively with the United Nations Economic Commission for Africa (UNECA) to develop her ICT4D
Strategies upon which its ICT implementations are based. She also collaborates with ECOWAS to foster regional integration.
Conclusion
There are a number of challenges faced in the process of WSIS implementation not least power challenges and change management. Alternative power such as solar is being utilized progressively.
Also, to overcome skill gaps with personnel, series of continuous capacity programmes are being implemented. The new Ministry has energized the process of meeting the WSIS target and it is advancing collaboration among various stakeholders to make this happen. Simply put, the establishment of a focal Ministry is the game changer and the most innovative policy of government It could also provide other benefits such as the following:
 Reduced Administrative Burden: This makes IT applications more easily accessible to a wider community of users, through connectivity which reduces manual workload.
 Reduced Cost -pricing can be structured around a price per-seat per-month, resource usage, or license fee-per-use. Agencies can have the flexibility to scale up or down as demands require, and will not be required to buy or maintain excess capacity.
 Increased Agility: Makes it quick and easy to provision IaaS and SaaS.
 Improved Security: Centralizes application management and applies better security practices.
 Cost Recovery: Using the reseller system to enable IT departments to act as service providers and cross-charge their 'customers'. 
Brief Analytical Overview Of Trends And Experiences In Implementations
The project of IP Connectivity Services was started 2007 to ensure that the Federal Government's goal of e-governance, e-health, e-education and so on are achieved. Galaxy Backbone has taken this project very seriously and has deployed several VSAT remote terminals for Schools, Primary health care centers, Security agencies and community centers.
Our experience has shown that with the availability of this service, stakeholders are continuously finding more and more ways to use the platforms to add value to the life of ordinary Nigerians.
There is increased coordination within and between MDAs which has improved efficiency and effectiveness of operations. However, we have identified the need for training of Federal Civil servants to increase their understanding of the benefits and potentials of ICT in relation to their work. A lot of users still do not understand how ICT or the operations it currently supports benefits them in the short or long term. As a result of this perception some are resistant to changes that have been brought about by ICT.
Some other issues we have experienced had to do with the facilities, utilities and infrastructure;
these are mostly issues that have increased cost of Support and Maintenance. Power supply across the nation has been the most significant issue; almost 40% of VSAT sites deployed have Solar
Power systems integrated to support public power source (or could be the only source of power)
To tackle these issues, Galaxy Backbone has introduced regular training across several levels of the Civil Service cadre to improve understanding and acceptability of ICT. To address the power issues, improved Government to Government (G2G) and Government to Employee (G2E) communications within a common and robust network providing data, voice and video solutions. There is however, lots of work that still needs to be done in order for Government to expand its e-network reach and provide access to its other segments, citizens and businesses. About two years ago it dawned on us that in the business we are in, the security of information entrusted into our hands is of paramount importance and that we need to do whatever it takes, to not only secure the information, but to subject ourselves to the highest certification that exists in the world on Information Security, the ISO IEC 27001:2005.
After taking this far-reaching decision the first thing we did was to engage a consulting firm to do a gap analysis for us. The idea of the gap analysis was to find out to what extent our processes and practices comply with the acclaimed and published global best-practices in information security management. The findings from this gap analysis opened our eyes to the great challenges required to achieve our dream in ISMS. Our existing policies, processes and practices conformed to only 7% of the ISO 27001 specified controls.
Thus over the following 18 months we worked very hard indeed to alter all our practices across the entire organization and make those practices compliant with the global best practices. The most difficult aspect of all these activities is changing people. We had to carry our various and extensive programs of capacity building in the form of training and re-training all cadres of the workforce from all departments.
Finally in September 2011 we were certified by the BSI, British Standards Institute after the final examination of our organization.
A key value proposition of Galaxy Backbone as the provider of shared ICT infrastructure and services for the Government is the need to ensure security in the deployment and utilization of ICTs in Government. This cannot be achieved with the fragmented and so-called "independent" approach advocated in some quarters. Thus, standards and policies have to be defined and adopted by all MDAs when implementing ICTs. Working with the Ministry there will also be a focus on capacity building so that IT Managers in the public sector can acquire competencies in the area of Information Security to enable their management of systems and networks under their care and also operate within a Government-wide environment.
Cyber-crime and cyber-terrorism have become very real global phenomena that no country can claim to be insulated from. The public sector must shake off its lethargy and begin to pay attention and take proactive protective measures.
As Government moves towards electronic service delivery in areas such as payments, identity management, etc. online security has to be recognized and strengthened as an underpinning foundation for the building of systems and the delivery of these services. The recent wide-ranging disclosures of previously classified information from highest levels of Governments by Weakileaks, imperative of implementing processes that will guide our service provision. In this regard the ISO/IEC 27001 certification specifies requirements for ISMS (information security management systems) management. And certification is a recognition of compliance with the stringent requirements of the ISMS standards and regulations for handling all organizational information, be it for the organization or for its clients, in such a manner as to ensure that it is secure, available when needed and reliable.
The certification process involved the auditing and verification of Galaxy's Information Security 4.1.4 Future actions or initiatives to be taken -ISO/IEC20000 certification In order to ensure the best practice capability of Galaxy, the company has recognised, and promoted, across the relevant market and amongst partner suppliers, to seek formal ISO/IEC20000 certification for one, or a number of key services offered.
ISO/IEC20000 is the worldwide standard for IT Service Management and describes an integrated set of management processes for the effective delivery of services to the business and its" customers.
Galaxy backbone has set as its target, the year 2012 in its implementation plan for the ISO/IEC20000 IT Service Management certification. It is pertinent to note that NIGCOMSAT LTD has a teleport in Lagos to uplink internet content and broadcast to Nigeria and other countries within the NigComSat-1R footprint. This will increase internet penetration in Nigeria by making internet readily available to the underserved and unserved parts of the country.
Furthermore NigComSat-1R will provide the platform for various key applications which include:
TELEMEDICINE
Telemedicine is the use of medical information exchanged from one site to another, via electronic communications, to improve a patient's health. Electronic communication refers to the use of interactive telecommunications equipment that includes, at a minimum, audio and video equipment permitting two-way, real time interactive communication between the patient and the physician or practitioner at the distant site.
The telemedicine project is an on-going one in NIGCOMSAT. A test-pilot was conducted, using
NigComSat-1, to provide telemedicine services for the University College Hospital Ibadan, University of Maiduguri Teaching Hospital and other Federal medical centres in Ibadan, Gombe, Owo, Benue and Benin. The Federal Medical centres were inter-connected via NigComSat-1 and were able to communicate effectively. In addition, consultants from the teaching hospitals were able to render consultancy services to remote locations using our infrastructure.
The forthcoming launch of NigComSat-1R will allow for the expansion of these services to include more teaching and specialists hospitals that will provide specialist services to more remote locations that otherwise would not have access to such services.
TELE-EDUCATION
Tele-education provides the means of connecting geographically dispersed teachers, students and collaborating groups on real-time using hardware implementations, voice recognition, computer vision, and other technologies to provide an experience similar to the real classroom. Tele-education is important for developing countries as it has the potential to expose students to the multifarious learning experiences and opportunities that challenge and maximize learning potential.
Using the National Open University as a pilot, effective communications were established with twelve learning centres in different parts of the country. These centres were able to communicate effectively with their respective headquarters. The facility has capability for video conferencing, life streaming and playback of lectures.
DIRECT-TO-HOME (DTH)
The NIGCOMSAT DTH project will provide a hundred channel capacity head-end for the compression, encoding and multiplexing of various programs for direct transmission to homes. The NIGCOMSAT DTH is designed to be a signal carrier distributor for licensed broadcasters. The system is designed to have a Conditional Access System that will provide subscription content management in addition to an SMS & Billing system which will support a remittance policy.
Direct-to-home television services, Multimedia and Video Streaming Services will be provided using NigComSat-1R as a platform to improve the quality and standard of broadcasting in Nigeria.
NIGCOMSAT LTD through its various services and projects will indeed impact positively on the lives of Nigerians and Africans in general as it helps to bridge the digital divide between Africa and the rest of the world and improve internet penetration in Africa.
6.1 National Information Technology Development Agency (NITDA)
In line with the fulfillment of the mandate of Nigerian National Information Technology Development (NITDA), various activities and initiatives have been carried out. These are also very relevant to the implementation of some WSIS action lines. These include action lines C1, C2, C3, C4, C6, and C7 amongst others. Specifically, the following have been implemented: implemented in 2011. The idea is to equip our tertiary institutions with basic IT tools and facilities that would enhance the global competitiveness of our graduates. (see map)
6.1.5 Scan ICT
The Nigerian SCAN-ICT is currently ongoing. It is aimed at measuring the impact of ICT on socio economic development of the country. It will assist in the provision of relevant data and information to guide Nigerian policy makers to harness ICTs as effective development tools for sustainable development. It will also support Nigeria's transition to an information society by building the capacity to collect and manage the kind of information and data that supports and engineers ICT's growth and investment.
Challenges
Major challenges include ICT infrastructures especially the issue of power thereby increasing the cost of access. These usually lead to high cost in developing ICT in Nigeria. Also, it is always difficult to guarantee the sustainability of some programmes/projects due to none charlant attitude of people in some locations. Some are usually stolen while others have serious phobia to understand and use technologies. The communities or local government areas may not be willing to continue to fund some of them shortly after they are handed over. For instance, the current high cost of bandwidth has made it very difficult to continue the services of MIU while some RITCs are also experiencing challenges in this regards.
