The introduction of Day of Surgery admissions and Pre Admission Clinics has resulted in the need for timely access to information to facilitate anaesthetic assessments and patient care. In this issue, Dr Ross Kerridge 1 outlines in detail the Hunter Anaesthesia Risk Database (HARD) that was introduced into the John Hunter Hospital, Newcastle, New South Wales, Australia in April 1996 and extended to other locations in the Hunter region later in 1996. He outlines a list of features that would be considered essential to an ideal Hazard Reporting System. This list is extensive and appropriate, considering as it does, issues such as access, consent, cost and ease of contribution.
They ensure patient consent for information to be included within the computer database. All information, prior to being entered on the database, is reviewed by one of a small designated group of consultant anaesthetists. Anaesthetic complications from all 20 hospitals in the area are reported to this database. Each patient is allocated a unique HARD identification number and access to the database from within the hospitals is via a password. For access from outside the public hospital computer system, the anaesthetist on duty is contacted directly. The article by Dr Johan van der Walt 2 outlines the system at the Women's and Children's Hospital in Adelaide whereby anaesthetic alert notification is flagged whenever a patient's name is entered into the main Hospital computer system. This permits ready notification of a previously recorded anaesthetic concern when a patient within the system is booked for surgery. A problem arises for patients who are to undergo surgery at a hospital that is outside the immediate region. The Hunter system, via its laminated cards and patient information packages, addresses this situation with telephone numbers which anaesthetists are able to call to access that information. Elsewhere it may be impossible to access any information on the patient's previous anaesthetic experiences prior to surgery, and this could lead to delays or difficulties in their treatment.
A government funded database would seem appropriate to meet the needs of anaesthetists in our constant quest towards greater patient safety. An Internet based system would provide access to anaesthetists who are to undertake care of these patients. The parameters as outlined by Kerridge of the features of the ideal database would be quite appropriate at no cost to the patient and with ease of reporting by the practitioner. Furthermore, this would readily provide a database of anaesthetic complications for the analysis, interpretation and development of strategies to meet these complications.
There is a need for confidentiality and security within such a system. At Beth Israel Deaconess Medical Centre, Boston 3 , a computer based patient record system has been installed. Privacy is approached thus, "medical staff can log onto the system with a securID, a small hand-held device with microprocessor displaying a code that changes every 60 seconds or so. To access the system, staffers must enter a user name, a personal identification number and the current password from securID." Every "look up" of a patient and the reason for it is recorded. This demonstrates that security issues can be addressed in such a system. These two articles represent what would appear to be a "brave new world" in anaesthetic reporting. They offer clear advantages over current practices and it could be predicted that this is merely the beginning of improved recording and reporting techniques.
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