Abstract-The ability of adapting to the environment in the most efficient way is a crucial issue in Cognitive Radio (CR) networks. For this purpose, an accurate estimation of the characteristics and activity of the Primary Users (PUs) is required. A system that takes into account heterogeneous PUs with several features is developed. A new scheme is integrated in the system to exploit these motleys and to improve the adaptability in CR networks. Through the proposed PU signal type recognition, the PU signal is detected and classified. The features of each PU type: the allowed interference levels, the bandwidth and the idle time, are extracted and exploited for CR adaptability effects. For this, a new CR throughput/interference adapter is proposed. The CR throughput is efficiently increased depending on the specific characteristics of PU types. Simulation results show that the proposed PU type recognition detects, distinguishes and classifies PU signals in Additive White Gaussian Noise (AWGN). It is shown that CR throughput varies with PU features for the improvement of CR adaptability.
I. INTRODUCTION
The recent deployment of wireless technologies requires an efficient radio spectrum utilization to resolve the scarcity of the spectrum resource. As one of enabling technologies, Cognitive Radio (CR) technology is proposed for opportunistic spectrum access. Specifically, a CR is capable of changing its transmitter parameters and interacting with the environment [1] . In particular, a CR can utilize the band on the condition that it has to vacate the spectrum as soon as the Primary User (PU) is detected [1] . However, CRs can utilize the same spectrum bands as long as CRs limit the interference with PUs to tolerable levels. To realize the spectrum awareness, the fundamental requirement is spectrum sensing.
Among all sensing techniques, cyclostationarity-based feature [7] sensing has recently gained attention due to better immunity to noise uncertainty and the ability to distinguish signal types. For example, OFDM signals exhibit periodicities embedded in equally spaced sinusoidal carriers, cyclic prefix and pilot patterns [2] . These periodicities are exploited to detect PU through the Cyclostationary Autocorrelation Function (CAF) [7] or the Spectral Correlation Function (SCF) [2] , the Fourier transform of CAF.
Feature detection provides necessary information for signal classification. In [2] , the cyclic features that arise from the periodic insertion of pilot tones are considered for the detection and the classification of OFDM signals. The authors propose a
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single spectral correlation function detector and a multi-class support vector machine classifier to recognize two signal types.
In general, the ability to classify signals enables the CR users a better awareness of the environment. Motivated by this issue, we develop a system that takes into account heterogeneous PUs, instead of the simple ON-OFF PU model. Moreover, we propose how to exploit these motleys to improve the adaptability in CR networks. To recognize heterogeneous PUs, we propose a novel Detector/Classifier. Besides PU detection/classification, we show how to exploit signals classification in CR networks. The latter is not addressed in existing classification methods, such as [2] .
In the following, the feature Detection/Classification process is termed PU signal type recognition.
The main contributions of this paper are: Thus, depending on the recognized PU type, CRs achieve an adaptive interference protection towards PUs by changing the CR transmission power. The CR throughput is adapted by considering several PU characteristics in different scenarios. The remainder of the paper is organized as follows: in Sec. II the System Architecture and the Modules of the proposed framework are presented. In particular, the PU Type Characterization Blocks are described in Sec. III, while the Module concerning Adaptability Effects on CR is shown in Sec. IV. In Sec. V the performance of the system is evaluated by the behavior of the CAF Detector/Classifier and CR adaptive throughput; finally the conclusions are presented in Sec. VI.
II. SYSTEM ARCHITECTURE AND MODULES In this section, we present the system modules and the network architecture. We assume that the primary systems utilize the Orthogonal Frequency Division Multiplexing (OFDM). Furthermore, we consider an infrastructure-based CR network with a centralized entity, such as a CR base station. The CRs send sensing information to the CR base station, which 978-1-4244-5638-3/10/$26.00 ©2010 IEEE broadcasts the features of different PUs to all CR users. We consider PU signals specified in distinct standards, which are characterized by different values of OFDM parameters, such as guard interval length, symbol duration, and subcarrier spacing. A channel noise is modeled by Additive White Gaussian Noise (AWGN) n(i) with zero mean and variance σ n 2 . Thus, at the receiver, the relationship between input and output of each OFDM symbol in the time domain is
with 
III. PRIMARY USERS TYPE CHARACTERIZATION A. Primary Users Activity Model
The performance of a CR network is related to PU Activity, therefore a precise model of PU Activity is useful to characterize the availability of the spectrum. The model proposed in [3] follows the spiky fluctuations of PU activities over time and models the PU traffic accurately overcoming the drawbacks of the usual Poisson modeling [3] . In [3] a new activity index, called Primary User Activity Index φ j (i), is derived:
)(
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in which the index j refers to the j th band, r(i) is the modeled PU activity vector at the i th time sample, r [3] is the vector r with three elements, d [3] is an index vector d with three elements, E(.) is the mean, σ is the standard deviation, p is the total number of PU activity time samples. The first term [r(i)− r(i − 1)] in (2) captures the fluctuations of PU activity while the second term accounts for the correlation effects. P busy and P idle of PU activity depend on the PU model used and are expressed as in [3] :
and
where r(i) is the modeled PU activity vector. Ω and Ψ are binary variables employed to express the temporal correlation and the correlation slope, respectively.
B. Cyclostationary Feature Detector/Classifier
The Cyclostationary Feature Detector/Classifier Module consists of a feature detector and a signal classifier:
1) Feature Detector: In general, spectrum sensing should be more accurate than simple spectral power analyzer that only recovers the presence of the signal. The feature detection shows robustness to the uncertainty of noise power, unlike the energy detector, especially at low SNR. It also distinguishes signals from different networks. This feature can be exploited in several applications.
The Cyclostationary Autocorrelation Function (CAF) R α x (τ s ) of a signal x is defined as:
where α is the cyclic frequency, A is equal to c/T with an integer c, τ s is the delay time τ normalized by the sampling period T s and N is the number of samples.
We utilize the CAF to detect PU signal. In particular, we focus on the features of OFDM signals because it is employed by several modern PU standards. The CAF of an OFDM signal exhibits peaks at α = c/T and τ = T u , where T u = T − T g is the data duration time, normalized by the sampling period T s . In an OFDM signal, these peaks are introduced by built-in periodicity due to equally spaced sinusoidal carriers, cyclic prefix and pilot patterns. In fact in a non-cyclostationary signal, such as AWGN, the CAF does not show any peak for α = 0. The AWGN has a peak only for α = 0 and τ = 0 and we use this feature to distinguish between the presence or absence of PU signals.
For α = 0 and τ = 0, the feature detector is reduced to an energy detector. Choosing α = 0 and τ = 0, the feature detector become simpler, similar to an energy detector, but it has the ability of distinguishing different signals.
Given the received signal y, we define the test statistic as follows:
in which R 0 y is the CAF of received signal y and Δt s (i) = 1/i × T s for 1 < i < N s . Some considerations about the value of N s are discussed in Sec. III-B2.
The decision threshold λ is defined as the mean value of the CAF of noise R 0 n :
After having calculated Z y , the detector makes the decision
In the following, the detection probability P d and the false alarm probability P f of the proposed detector are given:
and We use the test statistic in (6) to classify the signals. As explained previously in Sec. III-B1, the CAF of an OFDM signal exhibits a peak at α = c/T and τ = T u . The useful duration time T u is equal to 1/Δf , where Δf is the subcarrier spacing. This parameter depends on the PU type. Thus, we use the interval time in which the CAF R 0 y exhibits the maximum to distinguish different PU signals. Specifically, we know that
in which T 
From (11), we know that Δt *
Δf j is different for each PU type specified in a standard. The value of Δf j is the input of the PU Characteristics Module, which extracts the PU features.
C. PU Characteristics Module
In this module, we describe the characteristics of different PUs, useful to adapt more efficiently the CR transmitter parameters. As shown in Fig. 1 , the PU activity index φ j (i) and the subcarrier spacing Δf j are the input of this module. φ j (i) is useful for the definition of the PU idle time, while Δf j is used for the extraction of PU bandwidth and the allowed interference levels. In fact, the value of Δf j , calculated in Sec. III-B2, is compared with the known subcarriers spacing of PU standards. Thus, the type of the detected PU signal is extracted along with the allowed interference level and bandwidth for each standard. The PU features are analyzed in the following:
1) PU Allowed Interference Temperature level:
Besides CR transmissions when the PU is absent, we consider the simultaneous transmission when a PU is present, provided that tolerable interference level is satisfied.
Following the FCC model in [5] , we adopt the interference temperature model. As in [4] , we use the ideal temperature model with several temperatures limits. However, we do not consider the average CR transmission power as in [4] . We overcome the challenge of knowing the PU types by means of the Cyclostationary Feature Detector/Classifier module. After having recognized different PU signals, we define various interference limits T L (f j ), related to the robustness of the j th PU standard. Therefore, similar to [4] but varying the CR transmission power, the tolerable interference T I (f j , B j ) is expressed as:
where f j and B j are the j th central frequency and j th bandwidth of the j th PU standard, respectively. M j is a constant taking into account the attenuation between CR transmitter and PU receiver and k is the Boltzmanns constant equal to 1.38 × 10 −23 Joules per Kelvin degree. P sn is the power of the n th CR user that experiences the j th PU in the band B j . Besides the identification of PU signals, another challenge in the ideal model is connected to the measure of interference temperature floor T I , underneath the PU signal. We overcome this problem by calculating T I as follows
where P ric is obtained by the proposed Feature Detector. When the test statistic in (6) does not show any peak for Δt s (i) = 0 it means that the PU signal is absent, thus we use the R 0 y (Δt s (i)) value at Δt s (i) = 0 to measure the received power:
Thus, we measure in real time the underneath interference temperature whenever the PU signal is not detected.
2) PU Bandwidth: Each PU transmission band has a given bandwidth depending on the standard. In Sec. IV-B the impact of the bandwidth on the CR throughput is described.
3) PU Idle time:
The transmission time allowed to CR user is related to the idle time of PUs. For this, it is important an accurate model of the PU activity. In Sec. III-A, the PU Activity Index φ j (i) represents the traffic patterns on the j th band and time i. The mean value of the PU arrival rate is defined as the average value of the activity index E[φ j (i)]. Thus, the mean inter-arrival rate is equal to 1/E[φ j (i)], which is the value of the average idle time
IV. ADAPTABILITY EFFECTS ON COGNITIVE RADIO Through well characterized PU signals it is possible to exploit the PU features and better adapt the CR parameters. Thus, the CR interference and throughput is improved. Depending on the recognized PU type, the CR adaptive interference protection towards PUs is achieved by changing the CR transmission power. The CR throughput is adapted, depending on both the PU type and the scenario.
A. CR Adaptive Parameters
The CR parameters, related to the features of PU type and useful for CR adaptability improvement, are listed in the following:
1) CR Transmission Power: A CR user adapts more efficiently its transmission power, according to different allowed interference. In particular, if a CR does not detect any PU, the CR is allowed to transmit with its maximum power; if a PU is detected, CR changes its transmission power depending on the PU type. From (13) the CR transmission power is calculated:
When CR does not detect PU, P sn is set to P smax .
2) CR Bandwidth:
The CR throughput depends directly on the bandwidth in which it transmits at that moment. In particular, we consider a system where the bandwidth and the central frequency are assigned to a CR user after having detected the PU type. Thus, in our system, CR has to choose the transmission frequency only when a specific PU spectrum band is assigned because it better meets its throughput requirement.
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3) CR Transmission Time:
In a CR network, it is a reasonable assumption that the CR transmission time is shorter compared to average idle time [6] . Thus, we consider that the maximum achievable value of CR transmission time is:
where T max txn is the maximum transmission time of the n th CR user, which transmits on the spectrum band of the j th PU.
B. CR Throughput/Interference Adapter
We propose a throughput/interference adapter to exploit the PU signal type features and improve the CR adaptability. We consider that each PU type allows a different interference level. Thus, depending on the recognized PU type, CRs change their transmission power to achieve an adaptive interference protection towards PUs, as in (16).
The CR throughput is adapted by considering several PU characteristics and different scenario that CR user experiences. Let the period T totn = T txn +T sn denote CR transmission plus sensing time. We express the mean achievable throughput in the period T totn as follows:
It is composed of three contributions:
• The first term: it is referred to the situation in which PU is absent and the CR user correctly detects the idle state without false alarm.
• The second term: in this scenario the PU is present and the CR user detects the PU correctly; CR transmits and coexists with PU. Thus, CR parameters have different values than those in the first case.
• The third term: in this case the PU is present, but the CR detector fails and causes interference towards PU user. R CRn1 is given as (19) in which the term Ttx n Ttx n +Ts n is the CR efficiency expressed as the ratio between the CR transmission time and the transmission plus sensing time. The maximum value of T txn is given by (17). The term C n1 is the achievable capacity in the first case. (1 − P f )P idle is the probability of the occurrence of the first scenario given by the probability P idle that the PU is absent, multiplied by the probability (1 − P f ) that CR detects the idle state without false alarm. P idle is given in eq. (4).
The capacity C n1 is be expressed as
in which B j is the transmission band of the j th PU, assigned to the n th CR user.
Ps max N0
is the signal to noise ratio, where P smax is the transmission power of CR user and N 0 is the noise in the considered band.
The second term R CRn2 in (18) is defined as follows
C n2 is the achievable capacity in the second case. P d P busy is the probability that the second case happens: the probability P busy that a PU is transmitting, multiplied by the probability P d that CR correctly detects PU. P busy is given in eq. (3). C n2 is expressed as
where the CR transmission power P sn is calculated by (16). In this case, the noise is composed of channel noise power N 0 plus interference power of PU measured at CR. We have simultaneous PU and CR transmissions in the same band and P In takes into account for the interference suffered by CR. The third term in (18) is given as
where (1 − P d )P busy is the probability that the third situation happens: the probability P busy that the spectrum is occupied by a PU multiplied by the probability (1 − P d ) that CR does not detect it. CR transmits causing interference towards PU. The capacity C n3 is expressed as
We have C n1 > C n3 > C n2 . In (20) and (24), the CR transmission power is P smax , but in (24) there is P In , which is inversely proportional to C n3 . In fact, eq. (24) is similar to (20) when there are simultaneous PU and CR transmissions. In (24) the CR user does not detect PU and transmits with the maximum power causing the interference towards PU. C n2 is lower than C n3 because CR transmission power in (22) is limited by allowed interference levels, as explained in (16).
Some considerations are discussed about the sensing time T sn . On one hand, for a given T txn , a longer T sn gives a lower coefficient
Ttx n Ttx n +Ts n . On the other hand, for a given probability of detection, a longer sensing time corresponds to a lower probability of false alarm. This is the case in which a CR has major possibilities to use the channel. In fact, T sn is related to P d and P f of the feature detector, proposed in Sec. III-B1.
V. PERFORMANCE EVALUATION The performance of the proposed scheme is evaluated by the behavior of the CAF Detector/Classifier and CR adaptive throughput.
A. Simulation Environment
We implement the modules of the scheme in MATLAB. The considered system is composed of several PU types which use the OFDM transmission technique, and a CR centralized network. The CRs, after having detected PUs, send their information to a CR base station that broadcasts the presence of PU types and their characteristics to all CRs for throughput adaptation. We consider the following PU standards: 802.11, 802.16 and UHF TV signal. Moreover, we take into account different levels of interference temperature limit allowed by each PU standard. The PU activity index φ j (i) defined in Sec. III-A is randomly distributed between 0.1 and 0.4. As explained in [3] , the value within the range models the PU activity fluctuations better than the Poisson model.
B. CAF Detector/Classifier
We evaluate the CAF by considering the built-in periodicity introduced by the cyclic prefix in an OFDM signal. (E b /N o ) is set to 5 dB, where E b is the energy per bit and N o is the noise variance. As shown in Fig. 2(a) , the CAF of AWGN at α = 0, R 0 n (Δt s (i)), does not exhibit any peak besides the one at Δt s (i) = 0. Δt s is the sampling period normalized to the sampling time T s . Fig. 2(b)-2(e) show that the CAF of OFDM signal, R 0 y (Δt s (i)), has another peak at Δt s (i) = T u . We use this feature to distinguish between the presence and absence of 978-1-4244-5638-3/10/$26.00 ©2010 IEEE This full text paper was peer reviewed at the direction of IEEE Communications Society subject matter experts for publication in the IEEE Globecom 2010 proceedings. 
C. CR Adaptive Throughput
In the following, we show that the CR throughput adaptation depends on each feature of heterogeneous PU signals.
1) Allowed interference levels: Fig. 3(a) shows the behavior of the term C n2 expressed in (22) normalized to the transmission band, depending on the various interference temperature levels allowed by different PU standards. We set these interference limits to 3500 K, 11500 K, 35000 K, 115000 K. The received PU power level is set to the typical value of 100 pW . We set a bandwidth of 20 MHz and the noise temperature T n is the usual value of 290 K. Moreover, T I equal to 1000 K is the interference that a PU transmission causes to the CR user. In this way, the CR power interferences, allowed by a PU device receiving CR interference, are 0.9 pW , 3.1 pW , 9.9 pW and 31.5 pW respectively. In our work, we do not consider the path loss in the signal strength. Thus, we suppose that these values are the same of the CR transmission power levels. When CR does not detect any PU signal, it uses the maximum transmission power set to 50 mW . Thus, C n1 , normalized to the band in (20), results equal to 39 while the normalized C n3 in (24) gets 37.
2) Bandwidth: Fig. 3(b) shows the behavior of the C n1 , C n2 , C n3 expressed in Using (17), we set the maximum value of the CR transmission time in (19), (21) and (23) to calculate the CR throughput. Tab. I shows how the average value of the maximum CR throughput of (18) varies depending of the value of φ j (i). The sensing time is set 10 OFDM symbol time that, for FFT size of 1024 and guard interval equal to T u /4 with T s = 0.1 μs, corresponds to 1.28 ms. We consider a bandwidth of 20 MHz and a T L of 115000 K, so that C n1 , C n2 and C n3 are equal to 39, 6.4 and 39, as calculated in Sec. V-C1. P f and P d are set to reasonable values of 0.1 and 0.95 respectively, while P busy is set to [0.63 0.64 0.65 0.66] and P idle is set to [0.37 0.36 0.35 0.34], as in the simulation results in [3] .
VI. CONCLUSION A system with heterogeneous PUs and CRs is considered. We propose the PU type recognition to improve the environment awareness and the CR interference and throughput adaptability. Through the PU detector/classifier the PU type is distinguished. The PU type features, useful to adapt CR parameters, are extracted. An adaptive CR interference protection and improvement throughput method is proposed. The proposed PU type recognition detects and classifies PU signals, while CR throughput varies with PU features for the improvement of CR adaptability.
