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 Today, the wireless sensor network (WSN) plays an important role in our 
daily life. In addition, it is used in many applications such as military, 
medical, greenhouse, and transport. Due to the sending data between its 
nodes or to the base station requires a connection link, the sensor nodes can 
be exposed to the many attacks that exploit the weaknesses of the network. 
One of the most important types of these attacks is the denial of service 
(DoS). DoS attack exhausts the system's resources that lead the system to be 
out of service. In this paper, a cyber-security algorithm is proposed for 
physical level of WSN that adopts message queuing telemetry transport 
(MQTT) protocol for data transmission and networking. This algorithm 
predicts the DoS attacks at the first time of happening to be isolated from the 
WSN. It includes three stages of detecting the attack, predicting the effects of 
this attack and preventing the attacks by excluding the predicted nodes from 
the WSN. We applied a type of DoS attack that is a DoS injection attack 
(DoSIA) on the network protocol. The proposed algorithm is tested by 
adopting three case studies to cover the most common cases of attacks. The 
experiment results show the superior of the proposed algorithm in detecting 
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The technology of wireless sensor network (WSN) has emerged as a suitable option to cover many 
groundbreaking activities and support the different requirements of our daily life. WSN is a low-cost and less 
energy consumption wireless network that is designed from thousands of intelligent sensor networks. These 
sensors are sensing the many different parameters depending on the based environment requirements [1]. 
Besides, the network may be in multi-levels topology, so the sensor node needs to send its readings to the 
neighboring nodes that are in turn to send the received data to another node until it reaches the desired place [2]. 
At the other hand, WSN is widely used for many applications such as military [3], medical care [4], 
ground earthquake monitoring [5], smart cities [6], greenhouses [7], and air pollution monitoring [8]. These 
applications are sensitive to their data as well as most or perhaps all of them relate to people's lives. 
Therefore, securing this data and its confidentiality against any attacker who intercepts it, has become very 
important. Normally, the attacker tries to change this data or monopolizes some network nodes to failed data 
inject. That is in turn leads to slow down or stop the entire network. Therefore, the network must be secured 
from any attackers or unauthorized users [9]-[12] and the infected nodes should be isolated as soon as 
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detected [13]. In addition, there are many problems facing the WSN, as well as most of the systems in our 
real world, which is the failure [14]. The denial of service (DoS) attack is the most famous attack that is 
facing the WSN in cyber-security side. This attack aims to take full advantage of weaknesses in the network 
by sending a lot of unnecessary requests to consume the server's resources. Thus, server or communication 
networks become unable to deliver the required services [15]-[18].  
Due to the importance of keeping the WSN or any other applications free from any problem. So, the 
minimizing, preventing problems as well as finding optimal solutions for these problems, have been the most 
interested topic in many researches. We discuss some of the researchers’ focus on the methods that were applied 
to identifying, detect, mitigate, prevent and limit of cyber-attacks that penetrate systems. Kurniawan and  
Yazid [19], the authors proposed a way to detect and mitigate denial of service attacks on a wireless sensor 
network. This was done by meaning of an intruder detection system and a blocking application for the node that 
has been detected as an attacker. In another meaning, all the packets sent from the attacker were dropped to 
protect the system from all attacks. While the authors of [20] proposed an intruder detection system (IDS) 
platform based on convolutional neural network (CNN) which is called IDS-CNN to detect DoS attack.  
Hasan et al. [21], the authors proposed an offline system based on the message queuing telemetry 
transport (MQTT) that was secured against cyber-attacks to monitor and control air conditioners and coolers in 
the store. Besides, the exchange of data inside the store took place over an internal network that was not 
connected to the outside world or another network. They used a single interface to continuously monitor and 
manage the system to meet its requirements in real-time.  
Nurjahan et al. [22], the authors proposed a method to detect and prevent cyber-attacks as distributed 
denial of service (DDoS) and factitious disorder imposed on another (FDIA) on the cyber-physical system. This 
was done using specialized techniques to detect and identify the attack. Data were collected by LMS filter and 
they used a Chi-square detector to determine whether an attack occurred or not and fuzzy logic-based attack 
classifier (FLAC) to determine a particular attack name on the basis of such criteria.  
Syed et al. [23], the authors proposed a machine learning framework for detecting and evaluating the 
denial-of-service attacks on the MQTT protocol. They designed and tested the attack to capture normal, 
offensive traffic, and statistical flow features based on dimension. Besides, the control packet field size/length 
and MQTT characteristics were evaluated for attack detection.  
Nur and Tozal [24], the authors proposed a new probabilistic package scheme of tagging to calculate 
progress paths from an attacker to a victim location and assign the protection to the upstream internet service 
providers (ISPs). The obtained results were indicated that the victim location can create a progress path from the 
attacker after getting 23 packages on average.  
Firdous et al. [25], the authors proposed the threat model with a particular focus on MQTT-based IoT 
deployments. They performed tests to measure the effect of DoS attacks on the MQTT broker, which are 
represented for the two types of attack (SYN flooding and large payload attacks). Potrino et al. [26], the authors 
evaluated and designed a new IoT safety system. The working principle of the system were based on a group of 
sensors and actuators, which are exchanging messages via the MQTT protocol.  
Chiwariro and Rajendran [27], the authors proposed a lightweight (HMAC) or/and data encryption 
lightweight algorithm. This secret is to ensure the safety and protection of the communication messages via 
MQTT protocol. Andy et al. [28], the authors discussed several reasons for the existence of some IoT systems 
that do not provide adequate protection. Haripriya and Kulothungan [29], the authors proposed an intrusion 
detection scheme of the Secure-MQTT that called lightweight fuzzy logic, for detecting malicious behavior 
during the conversation of IoT devices. The approach suggested uses a fuzzy logic-based approach method to 
detect the node's malicious activity with the aid of an interpolation process of fuzzy law.  
While Sandhu et al. [30] proposed an intrusion detection system (IDS) to detect the flooding attack 
which causes connection failure that was based on a distributed and randomized node presented. Moreover, they 
are implemented a machine learning technique to improve the network's reliability under a flood attack.  
Franjić [31] suggested looking at the use of modern computer techniques, through books and information online 
resources. In addition, detecting malicious software and tools, which are leading to computer sabotage such as 
identity theft, important data destruction and creating a harmful computer network.  
In this paper, a cyber-security algorithm is presented for WSN that uses MQTT networking protocol 
for communication. It detects the DoS attack at the first stage and then includes the underlying node in 
prediction process to ensure if its DoS or not before excluding it from WSN. The DoS attacks detection is 
based on the transmission time (message period) depending on the behavior of DoS attacks. 
 
 
2. PROPOSED SYSTEM  
Figure 1 shows the block diagram of the proposed system prototype that is monitoring and sensing 
environment parameters of temperature and soil moisture. The WSN structure includes three sensor nodes 
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(NodeMCU ESP8266) as the microcontroller, two sensors (DS18B20, temperature sensors), two soil moisture 
sensors, two actuators (LED1, LED2), and a microcomputer (Raspberry pi3). Figure 2 shows the hardware 
components of the implemented prototype. To send the data between NodeMCU and Raspberry pi3, wireless 
fidelity (Wi-Fi) connection, and internet of things (IoT) MQTT protocol are applied that adopts TCP/IP and 
(publish/subscribe) protocol.  
The exchanging data are received and analyzed by the base station (represented in a Raspberry Pi). 
By inspecting the obtained data in real-time mode, the monitoring process is conducted here. In addition, we 
apply DoSIA for the above-mentioned environment parameters from one of our network nodes against the 










Figure 2. Used hardware components 
 
 
As mentioned above, we proposed an algorithm to detect, mitigate, and prevent the effect of DoS 
attack on WSN. This algorithm tests the data received from three nodes by examining the difference of the 
received time as well as the message size between two consecutive messages within specified thresholds. The 
first threshold is taken according to the minimum time differences between all the pre-received readings from 
included nodes, which is 10 seconds. Moreover, the second threshold considers the difference of message 
size between two selected types of reading messages. We meant by message size is the possible readings 
range of maximum and minimum values. These thresholds increase the possibility of being such node is a 
DoS attack. This/these node (s) is/are entered to prediction stage to decided later to be DoS or not. The 
decision is based on continuing the same crossing of the two thresholds. Figure 3 shows a flow chart of the 
proposed algorithm, which can be summarized in the following: 
− Receiving data from the nodes by the Raspberry Pi (base station).  
− We test the incoming data by examining the time difference and the size of the message compared to the 
threshold for the sequential messages respectively. It is important to note that the nodes send their 
readings every 10 seconds to be received by base station at the same time.  
− If a difference is found between sequential messages, then we put the node under DoS suspicion and 
increase the suspicion counter by one. The Raspberry pi 3 returns to receiving the next data from the node.  
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− If the suspicion counter of the node is greater than or equal to the total tolerance for the wrong reading, 
we block the suspicion node's IP address and consider it as a DoS attack. This node is disconnected from 





Figure 3. The flow chart of the proposed algorithm 
 
 
3. RESULTS AND ANALYSIS  
As mention previously, our proposed system is composed of three nodes connected to the network 
protocol (MQTT) that is receiving their reading data. Besides, it sends back these readings to the base station 
(Raspberry Pi3). Figure 4 shows the Raspberry Pi3 window which is remotely accessed by the virtual 
network computing (VNC) viewer platform, that is installed on the PC. Through this platform, python code is 
responsible for displaying the sensor readings for three nodes via the MQTT broker. 
The proposed algorithm tests the correctness of the received readings and prevent any incorrect 
readings which are leading to system failure. Besides, to examine the reliability of the proposed algorithm 
and its effects on the overall performance of the whole pre-mentioned proposed system, three test case 
studies are adopted. These studies are based on the effects of a DoS attack that is facing WSN through any 
node. The first study takes the case where no attack was detected. While, the second one deals with 
suspicious cases only. Moreover, the last study takes the case when an attack is founding and illustrated how 
to prevent it. 
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3.1.  Case study one 
This study includes testing the received data, received from any node through the above-mentioned 
algorithm. If there is no difference found, the WSN works normally and the nodes send readings every 10 
seconds that are received by base station as well. Thus, this case study is not considered as a DoS attack (DoS 
check=0) as shown Figure 5. As a result, the WSN works normally and involved nodes exchange data 















Figure 6. Case study one: normal serial monitoring output 
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3.2.  Case study two 
This study includes testing the received data from any node through the above-mentioned algorithm. 
If a difference is found between the received time and the message size for such node, this node is a DoS 
suspicion that is putted under monitoring. It is important to note that the normal thresholds of message time 
difference and size are 10 seconds and 31, respectively. After receiving two sequential messages from the 
DoS suspicion node (DoS check=2), it starts to send messages with normal thresholds. Therefore, this node is 
excluded from the DoS suspicion list and return back to accepted list and set (DoS check=0) as shown  










Figure 8. Case study two, normal serial monitoring output 
 
 
3.3.  Case study three 
This study addresses the effect of DoSIA Attack on the MQTT Broker installed on Raspberry Pi3 
(base station). This attack is injected into one of WSN nodes to test the vulnerabilities of MQTT Broker and 
how it protected. As mentioned above, the proposed algorithm detects this type of attack by monitoring the 
time difference and the size of the message compared to the threshold. If a difference is found. Thus, this 
node is DoS suspicion to be monitored for five received messages. If the crossing of thresholds is continued, 
then the algorithm decides this node to be DoS attacker and should be isolated from the considered WSN and 
set (DoS check=1). As a result, its IP address is blocked to avoid receiving other data from it as shown in 
Figure 9. Finally, this node cannot send data anymore as shown in Figure 10. 
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Figure 10. Case study three, node2 cannot send data 
 
 
4. CONCLUSION  
A cyber-security algorithm for WSN was proposed to deal with DoS attacks. It used two important 
thresholds to detect the DoS attacks, which are the time difference and size of received messages from 
included nodes. The proposed algorithm included detection stage, prediction stage and isolating stage. The 
detection was processed for the first detection of crossing the threshold, while the prediction is performed for 
monitoring the suspicion node for five messages, and the isolation is applied for ensured DoS nodes. The 
proposed algorithm showed great results in detecting and preventing the wrong injection of data. Thus, it is 
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