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The  Unforeseen  Evolu/on  of  Technology  
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Omaha  North  High  Magnet  School  2016  
University  of  Nebraska-­‐LincolnAbstract	  
Technology	   has	   evolved	   in	   the	   past	   two	  
decades	   to	   alter	   how	   countries	   and	   their	  
people	   live	   in	   the	   present	   day.	   Said	  
technology	  has	  also	  both	  solved	  and	  created	  
new	  problems	  for	  world	  powers	  (i.e.	  the	  U.S.	  
and	   China)	   to	   face.	   Issues	   of	   cyber	   security	  
and	   cyber	   surveillance	   are	   already	   poten?al	  
problems	   that	  need	   to	  be	   addressed,	  where	  
topics	   like	   cyber	  warfare	   need	   to	   be	   closely	  
monitored	   with	   ?me.	   All	   of	   these	   are	  
poten?ally	   underes?mated	   threats	   to	   civil	  
liber?es,	  and	  to	  countries	  in	  their	  en?rety.	  
Key	  Points	  
•  Aspects	   of	   the	   cyber	   world	   have	  
significant	  impacts	  in	  large	  countries.	  Two	  
important	   examples	   of	   this	   are	   the	   U.S.	  
and	  China.	  
•  Internet	   control	   policy	   varies	   by	   country,	  
with	   countries	   having	   compara?vely	  
“good”	  and	  “bad”	  policies.	  
•  Cyber	   warfare	   is	   a	   possible	   threat	   to	   the	  
world	   that	   is	   currently	   underes?mated,	   if	  
it	  is	  even	  recognized	  at	  all.	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Conclusion	  and	  Discussion	  
I	  agree	  with	  the	  findings	  in	  my	  project…	  
•  The	   United	   States	   is	   a	   model	   to	   other	  
countries	  in	  the	  cyber	  world.	  
•  Moving	   forward,	   countries	   and	   their	  
ci?zens	   will	   have	   to	   choose	   between	  
personal	   freedoms,	   and	   na?onal	  
security.	  
•  Cyber	   warfare	   can	   have	   devasta?ng	  
effects	   on	   the	   world.	   Such	   issues	   will	  
need	  to	  be	  addressed	  in	  the	  future.	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