This paper provides a summary of studies of user resistance to Information Technology (IT) and identifies workaround activity as an understudied and distinct, but related, phenomenon. Previous categorizations of resistance have largely failed to address the relationships between the motivations for divergences from procedure and the associated workaround activity. This paper develops a composite model of resistance/workaround derived from two case study sites. We find four key antecedent conditions derived from both positive and negative resistance rationales and identify associations and links to various resultant workaround behaviours and provide supporting Chains of Evidence from two case studies.
INTRODUCTION
The successful implementation of various types of Information Technology (IT) is seen as a prerequisite for enhancing the competitiveness and productivity of an organization. Yet successful implementation remains elusive with many theories and frameworks emerging intent on enlightening designers and developers regarding the sources of implementation problems and specifically user resistance to new implementations (Hirschheim and Newman, 1988 , Davison et al., 2004 , Markus, 1983 . The literature has been dominated by negative connotations associated with resistance, often concluding that it is undesirable and detrimental to an implementation's success (Schein, 1988 , Kossek et al., 1994 ; that it is a product of employees' opposition to control and domination (Cook and Brown, 1999) ; and that it inhibits strategic change (Ansof, 1988) . However, resistance is emerging as a more complex phenomenon than previously thought and need not always be viewed negatively Newman, 1988, Lapointe and Rivard, 2005) . Indeed resistance may be a manifestation of user unease with a flawed system (Mumford et al., 1978 , Marakas and Hornik, 1996 , Keen, 1981 , Hirschheim and Klein, 1994 or may even be regarded as functionally useful (Markus, 1983) . For example whilst deviation in a non-managerially prescribed manner is typically regarded as resistance or recalcitrance, on closer inspection, this type of behaviour may also be revealed as positive or supportive and undertaken in order to overcoming the shortcomings of new technology which, for example, is genuinely unable to sustain, monitor or track actual working practices at the same time as allowing employees to work co-operatively or flexibly (Bain and Taylor, 2000) . Where a mismatch occurs between the expectations of technology and actual working practice, employees may implement a 'workaround' by deviating from set procedures. This notion of workaround is defined by Kobayashi et al (2005) as: 'informal temporary practices for handling exceptions to workflow'. Under such circumstances the success of industrial operations necessitates that the normative mechanisms of surveillance and control of processes are 'deceived' by the operators in what is describable as a 'Trompe L'Oeil' in order to cover for the inadequacies of the computerized information system (Sobreperez et al., 2005) .
We posit that the implementation of workarounds may be for more complex reasons than the existing literature on user resistance proposes. If a key objective for management is 'to reduce the negative divergences and exploit the positive divergences which individuals make' (Sewell and Wilkinson, 1992 ) then we require a deeper understanding of the rationale behind positive and negative divergences. Using case study research we attempt to augment the literature on user resistance by proposing a model focusing on the manifestations of workaround behaviours as the result of interactions between several antecedents drawn from both the social and technical domains.
The paper makes the following contributions, firstly it examines current models of resistance and attempts to more clearly identify the concept of workaround as a related but different, separate and subsequent phenomenon. The model extends previous resistance models and provides an alternative theoretical basis for explaining and predicting acceptance of information systems in certain types of environments. Secondly the relationship between resistance models and workarounds is considered in the context of current resistance models, many of which hint at but do not explore occurrences of workarounds. In addition, two case studies are analysed, which enrich and enlighten current thinking in this area and exemplify the various types of workaround classification and how they differ from previous resistance models. The paper identifies workarounds as an additional dimension to studies of resistance and a further strand to the discussions on the limitations of information systems in particular contexts.
In the following sections of the paper we assess existing models of resistance/workaround and identify six basic categories: compliance, positive resistance, negative resistance, harmless workarounds, hindrance workarounds and essential workarounds. Using data from two case studies we verify the presence of the basic constructs and use analytical induction to uncover new constructs, relationships and boundaries that enriched our understanding of the relationship between resistance, be it positive or negative, and the resultant workaround behaviours. The paper concludes by proposing a two phased theoretical framework for analysing the act of resistance and the resultant workaround behaviour.
BACKGROUND AND INITIAL FRAMEWORK
The notion of the compliant user, interacting with a system for the intended purpose in the intended way controlled through cultural and technical mechanisms has been presented in some literature as an approach that has been largely successful (Fernie and Metcalf, 1998; Sewell and Wilkinson, 1992) . However, others argue that resistance is inevitable and a number of authors have proposed theoretical explanations of how and why resistance occurs (Folger and Skarlicki, 1999; Jermier et al. 1994; Lyytinen and Hirschheim, 1987) . In an information systems context, workforce resistance has largely been viewed as the negative behaviour of system users which may prevent system designers achieving their objectives, or affect the success of system implementation, and may be symptomatic of the culture and politics of the organisation as a whole (Markus, 1983) . For example, Martinko et al (1996) propose a model based on attribution theory that suggests that an individual user displays resistance or acceptance of a new IT system dependent upon attitudes and beliefs formed by their previous experiences of new systems' implementation. Lapointe and Rivard (2005) , Rosenthal (2004) , Webb and Palmer (1998) and Joshi (1991) have all developed multilevel models of user resistance showing that resistance can take place at the individual, group or organizational level. Lapointe and Rivard's model suggests that resistance can manifest itself as passive, active or aggressive resistance, whilst Rosenthal (2004) proposes that workers will manipulate systems to satisfy their self defined interests. Webb and Palmer (1998) posit that supervisors may collude in resistant behaviours whilst Joshi (1991) suggests that users will resist if they perceive inequity at individual, peer group or organisational level. Marakas and Hornik (1996) propose that a user may comply with a system that they know to be flawed without highlighting said flaws. They suggest that whilst the user may be regarded as compliant with the information system they are also exhibiting resistance to their employment; they are not acting in the best interests of the organisation by failing to highlight the system's shortcomings. Furthering this notion of façade, Prasad and Prasad (2000) propose that resistance takes place at a low level continuously throughout the organization.
Additionally, some have pointed out that there may be good organisational reasons for resisting poorly designed or implemented systems, and that this 'positive resistance' can be used by developers to improve future versions (Mumford, 1976; Hirschheim and Newman 1988) . The various resistant behaviours highlighted by these models show that resistance can exist in various forms, from lack of co-operation to deliberate sabotage and several authors have attempted to adopt classification schemes (c.f. Joshi, 1991 , Prasad and Prasad, 2000 , Marakas and Hornik, 1996 , Lapointe and Rivard, 2005 , Waddell and Sohal, 1998 . Kobayashi et al. (2005) and Petrides et al (2004) have proposed an alternative scenario in which users do engage with the system but fail to conform to the prescribed 'rules of engagement', they define this as the notion of workaround. Indeed other authors, whilst they do not use the term workaround explicitly, provide examples of workaround behaviours that emerge following system rejection or resistance. For example, as highlighted by Button et al. (2003) and in environments where individuals have insufficient data, unsuitable access or enforced proceduralisation they may compensate by creating idiosyncratic methods of data collection, data management or working practice, in effect overcoming hindrances or ensuring essential task completion.
Hence, revisiting the literature, whilst authors use classification schemes which focus on the initial rejection rationale (e.g. positive versus negative resistance) we propose that this nomenclature is reconsidered and that a revised taxonomy may be more appropriate which includes the notion of subsequent workaround activities. Drawing from the literature, an initial taxonomy is presented in table 1, each category is then reviewed in turn.
Category
Explanation/Definition Compliance The user interacts with the system in the prescribed manner (Fernie and Metcalf, 1998; Sewell and Wilkinson, 1992) Resistance Opposition, challenge or disruption to processes or initiatives (Jermier et al, 1994; Folger and Skarlicki, 1999) Negative Resistance
The rationale is to oppose or deceive (Marakas and Hornik 1996; Fernie and Metcalf, 1998; Webb and Palmer, 1998; Bain and Taylor, 2000; Callaghan and Thompson, 2001; Rosenthal, 2004; Lapointe and Rivard, 2005) 
Positive Resistance
The rationale is to support or improve (Joshi, 1991; Button et al, 2003) Workaround The action ensuing from resistance (Kobayashi et al 2005; Petrides et al, 2004) Hindrance Workaround
The workaround is undertaken to circumvent system procedures or process perceived to be too time consuming, onerous or difficult. (Prasad and Prasad, 2000; 
Harmless Workaround
The workaround does not significantly affect workflow or the accuracy of captured data (Button et al 2003; Lapointe and Rivard, 2005) Essential Workaround
The workaround is essential in order to complete the task at hand Kobayashi, 2005) Firstly, compliance assumes that the user interacts with the system in the prescribed manner, although it has been argued that total compliance is unlikely and that a low level of resistance is inevitable (Prasad and Prasad, 2000) . Secondly, resistance whereby the user opposes or challenges the system prescribed view, this can be subdivided into positive or negative perspectives. Negative resistance is typically manifest by behaviours (or workarounds) such as: physical sabotage; deliberate entering of incorrect data; deliberate omission of auditable steps in procedures and 'fiddling' of time targets and production level data (Fernie and Metcalf, 1998, Callaghan and Thompson, 2001 ). Positive resistance is typically manifest by behaviours (or workarounds) such as deviation from procedure or covert co-operative working and seeks to support or improve working practices.
Revisiting the literature, this notion of workaround activity can be subdivided into three strands. Hindrance workarounds occur when the use of the system is viewed as too time consuming, onerous, or difficult. There is no specific malcontent associated with the action, rather the worker perceives that the system is burdensome, they may not see the point or relevance of the data that they are entering and therefore partially enter data, enter approximate data or fail to fully comply with procedure. For example consider Lankshear and Mason's (2001) study on situations in the pressurised working environment of a maternity ward where users did not appreciate the ramifications to the dataset of circumventing various data capture processes and failed to comply with procedures which did not allow the recording of group decision making, or support their perception of the situation.
As further illustration, in Timmons's (2003) study of patient care plans in UK hospitals, a monthly audit found that according to computer records, one ward had only six patients.
Nursing staff had failed to enter and update patient information seeing accurate data entry as a hindrance and as low priority in comparison to their 'real' job of nursing patients.
Harmless workaround occurs when users do not use the system in the prescribed manner but their workarounds do not affect workflow or the accuracy of captured data. Examples of this can be found in Button et al's (2003) multifaceted study of workflow management systems, as illustrated by workers undertaking predictive processing, the job was still completed and the required management data was still captured within the new system, hence their predictive processing activity was harmless and was viewed by both operators and management to be harmless.
Essential workarounds are those regarded as critical or vital by the workforce, even though they do not follow prescribed procedures (Kobayashi et al., 2005 , Button et al., 2003 .
Consider the type of behaviour exhibited by 'professionals' who are requesting equipment or dynamically recording emergency incidents and procedures (Kobayashi et al. 2005; Wilson, 2002) . The workaround behaviours undertaken are seen by the professionals as essential to the safety of lives, property or situations and are not simply motivated by the protection or defence of professional judgement, status or position (Kobayashi et al, 2005; ).
In the following section we seek to explore the compliance/resistance/workaround relationships from the perspective of the participants in two highly operationally controlled case studies
THE CASE STUDIES AND RESEARCH METHOD
There is increasing recognition of the importance of studying technology in use to inform the development of new technology, indeed there is argument that relatively few analyses look at what is actually 'done' with technology, as (Orr, 1996) 
states: '….this is the main problem with all the literature. It is not well grounded in analysis of work practice, so its presumptions and prescriptions of what is to be done are not based on what is done and what needs to be done, on the reality of the job, the tasks to be accomplished'.
In the context of this research Orr's statement, whilst 10 years old, is particularly apt as we aim to examine the phenomenon of user workarounds -the actual reality of the task at hand rather than the prescribed working processes.
The research has adopted the interpretive paradigm as it considers not only the influence of the implemented technology but also the broader context, including the multiple relevant social groups and the wider environment. (Walsham, 1993, Klein and Myers, 1999) . As stated by Walsham (1993) , interpretive research methods are 'aimed at producing an understanding of the context of the information system, and the process whereby the information systems influences, and is influenced by the context' (Walsham, 1993, p. 4-5) .
In order to analyse the actuality of workarounds this research draws deductively from existing literature and then, using an inductive analytical approach, the initial conceptual framework is further explored and refined at two case study sites, providing a 'causal description' of the manifestations of workarounds and their impact. To achieve this we adopt an interactive model of data analysis the four components of which (data collection, data reduction, data display and conclusion drawing/verification) are conducted continually and iteratively rather than as a linear process (Miles and Huberman, 1994) . As Wolcott (1982) states, there is merit in allowing a conceptual framework to emerge during the course of study, indeed this facilitates an open minded approach to analysis, although it is 'impossible to embark upon research without some idea of what one is looking for and foolish not to make the quest explicit' (Wolcott, 1982; p.157) . Therefore, our initial set of analytical categories were derived deductively from the existing literature (table 1) and subsequent primary data collection, reduction, display and analysis was then conducted inductively from the two case studies allowing a richer framework to evolve and be tested for plausibility across datasets.
Case Studies
The first case study is within the service industry and in the paper is referred to as GarmentCo whilst the second is in the public sector -a UK regional Fire Service. In both cases the domain under study was a highly operationally controlled environment, clear preset routines, procedures and practices were in place with operational staff given limited discretion or autonomy over work activities or decision making. In the environments under study the rationale for such control was that workers would have limited opportunity to deviate from prescribed routines.
The research at each case study site started in July 2003 and is ongoing. Research so far has included participant observation based on watching and listening, individual and group semi-structured interviewing and document analysis. Interviews typically began with generic questions allowing users to express their opinions on the use of technology before moving to more specific questioning to ensure that data from each case covered similar areas thus allowing cross-case comparison, data collection ceased at the point of data saturation (Miles and Huberman, 1994) .
At GarmentCo 15 semi-structured interviews of between 20 minutes and 1 hour have taken place with 3 managers, 2 supervisors and 10 operators. These individuals were chosen as they were longer serving employees and had performed a variety of tasks within the company.
In addition participant observation was undertaken for approximately 20 hours during which time extensive free format field notes were taken and direct observation of resistance and subsequent workaround activity occurred.
At the Fire Service 14 taped individual semi-structured interviews of between 40 minutes and 1.5 hours have been conducted with 3 senior managers, 8 middle managers and 3 data analysis personnel (all ex. Fire Officers). The managers were chosen due to their long service records and the diverse range of roles that they occupied whilst the data analysis personnel interviewed represented staff who were responsible for collating and distributing the specific data under analysis. Additionally, 24 taped group semi-structured interviews of between 1.5 and 3 hours were conducted with groups of between 8 and 15 Fire Officers. During these group interviews demonstrations of IT workarounds were provided, allowing direct observation of workaround activity. Furthermore, as the Fire Service operates a single entry point system whereby all personnel (except administrators which account for c.15% of the Service's personnel) must enter the Fire Service as a Fire Officer and then work their way up through the organisational structure all of the 14 more senior personnel who were interviewed individually had at some time been Fire Officers. Therefore references to historical workaround practices were cross validated with current Fire Officers in the group interviews to identify if such workarounds still existed or had changed.
Case Study 1: Service Industry -GarmentCo
GarmentCo engages in the hire of men's formal clothing including jackets, trousers, waistcoats, shirts, ties and other accessories. These components are put together in the required sizes and styles to form an outfit according to the specifications of the customer.
They are then distributed to the retail branch through which they were ordered and, when subsequently returned, are checked, brushed, dry-cleaned or laundered as appropriate, and returned to stock. When an order has been created, an order ticket is printed on the shop floor containing a barcode and all the component garment details. The user uses a personal login and scans the order barcode to assign garments to orders. The ticket follows an automatic conveyancing system around the factory which serves to transport the outfit through areas which contain individual items of clothing such as jackets, trousers, shirts, waistcoats, shoes, hats, and accessories. The accompanying ticket shows which style and size to pick from each area. Each shop floor zone has at least one operative selecting garments, scanning the barcode and attaching them to the appropriate order. The outfit continues around the shopfloor until all items are picked and then it is despatched. The system aims to process 30 orders per hour. The collected data is used for target setting, trend analysis, stock renewals and resource planning purposes.
Case Study 2: Public Sector -Regional Fire Service
The regional Fire Service case study is concerned with the mobilisation of fire engines to incidents and the reporting of said incidents. As incidents are reported to the Fire Service a centralised control office records initial incident details including incident location, who has reported the incident, Fire Service personnel and fire engines that are dispatched immediately and subsequently, the route or routes taken by fire engines, dispatch and arrival times and a log of all communications with the deployed Fire Service teams. During and after the incident a detailed electronic report is completed on the incident, the report is semi-structured and any level of Officer can be assigned the responsibility of completing the report.
Structured attributes include cause of fire, location within the address, degree and speed of fire spread, number of casualties, other emergence services involved, specific equipment used and arrival and departure times. Free format responses include incident handling strategies and lessons learnt. These reports are collated and summarized by a centralised office that then presents the abstracted results to management who plan the allocation of future human and physical resources from this data. In addition the summarized data is reported to central government who allocate funding and make policy decisions based on the data.
ANALYSIS AND CODING
The initial categorisation scheme of Compliance, Positive Resistance, Negative Resistance, Harmless Workaround, Hindrance Workaround and Essential Workaround was applied deductively both at the time of data collection and by retrospective analysis on the completed transcripts and supporting field notes. Because qualitative data analysis is an open and iterative process applying the initial coding scheme to the case studies resulted in the emergence or induction of a richer coding set as the initial codes were 'extended', 'filled in', 'bridged' and 'surfaced' (Lincoln and Guba, 1985) . The case study data was analysed in two stages, within-case analysis and cross-case analysis (Eisenhardt, 1989) .
Within Case Analysis
Within-case analysis was performed to allow unique patterns to emerge and the researchers to gain a richer understanding of each case study. Individual workaround behaviours were analysed identifying the rationale for deviating from the prescribed process or procedure.
Individual instances were then conceptually clustered with different clustering permutations being trialled; the researchers undertook the clustering process independently and then collaboratively. Whilst the individual instances were firstly analysed under the initial categorisation scheme of harmless, hindrance or essential workaround the detailed analysis exposed sub-clusters, for example 'stockpiling', 'inaccurate data entry' and 'retrospective data entry', sub-clusters can be manifestations of more than one type of workaround behaviour (see table 2 for examples drawn from the case studies).
Case Study 1: GarmentCo
In the GartmentCo case study, workaround practices such as batch processing were Issues of targets were identified. Each operative had a target of how many garments should be picked in an hour or day, these were fairly easily achievable targets and made allowances for anomalies such as stoppages, examples arose where operatives were indolent and Whilst users, in theory, had no choice but to use the system, in practice they co-opted other users to input data on their behalf. Initial investigations revealed three main reasons for this: 
Case Study 2: Fire Service
In the Fire Service case study reporting on fire incidents was often undertaken
retrospectively: "I have to enter the data after the event from what the lads and I can remember, sometimes, if it is the next day, we can't remember details" [Middle Manager 1].
Such collective data generation can be viewed positively: "We work as a unit, as a team, it doesn't matter how it's recorded" [Fire Officer 27] , indeed more accurate, validated, data may be captured. However it also provides the opportunity for reporting of errors or mistakes to be circumvented: "We sometimes request equipment we 'may' need and then justify it later by describing the incident as though we needed the kit" [Fire Officer 3] . Inaccurate data entry was also witnessed regarding Fire Service speed of response which is timed and measured against government targets. Fire engines have mechanisms for relaying to the control office that they have arrived at an incident. If they are approaching their target arrival time and have yet to arrive it is common for the 'arrived' feedback to be sent to the control office before actual arrival hence the illusion of targets being met is created: "Once we get near the fire, we press the arrived button, to make sure we are within time" [Fire Officer 23] and "If we are later than target, we 'forget' to press the arrived button, then it has to be done over the phone later." [Fire Officer 16] . Several other instances also occurred where users entered incorrect or poorly specified data into the system, codes were entered because they allowed progression to subsequent parts of the system, or codes were not entered due to by fire station personnel as the 2-3 day period taken to get an IT technician to visit a station eliminates the need for report generation for that period of time.
Another issue raised was where Fire Officers ignore or misuse a system which does not allow them the perceived appropriate level of discretion and autonomy, this was reflected in nonuse or inaccurate use of the system: "Each incident requires individual dynamic risk assessment, and there are times when policy is not followed" [Fire Officer 36] 
Cross Case Analysis
Cross-case analysis was undertaken using analytical induction to identify both common themes and unique patterns or behaviours. Abstracting from the individual cases we focussed on the causes, pre-existing conditions or antecedents that generated the resultant behaviours of harmless, hindrance or essential workaround. Our specific interest was in finding the resistance rationale (be it positive or negative) and the antecedent conditions from which that resistance rationale emerged. The derivation of the resultant antecedent conditions is illustrated in table 2, the antecedent conditions being 'Enforced Proceduralisation', 'Discipline', 'Non-engagement with the System' and 'Organisational and Personnel Issues', (Sobreperez et al. 2005 ).
The antecedent condition 'Enforced Proceduralisation' assumes chronological or consecutive job sequencing and that each task is carried out by only one operator from start to finish. The workarounds occur when the application of the model is placed outside and before its enactment (Dourish et al., 1996) . For example, many systems do not recognise that operators provide cooperative support that may involve logging onto someone else's system, even though this may not be a part of their formal work description. Thus, it may be that abstracting from the case studies, 'Enforced Proceduralisation' provides the underpinning rationale for negative resistance through compliance of superiors in harmless workaround acts such as incorrect job sequencing and subtasking and essential workaround acts such as retrospective data entry. Our third identified antecedent condition is derived from the refusal of users to fully engage with the system or correctly identify themselves to it, we refer to this as 'Non-engagement with the System'. Many systems are unable to employ and utilise the flexibility common to human interactions and indeed on occasion they actively inhibit such skills and only work well when circumvented by users. This may be a feature of information systems in general which, it has been argued, suffer from the imposition of procedural plans and may not allow for, anticipate, or support situated actions such as altering, sharing, executing and correcting activities in a co-operative manner (Suchman, 1987) . In the case studies 'Non-engagement with the System' provided the rationale for negative resistance through deception, avoidance of time overhead and compliance of superiors and for both positive and negative resistance in the form of lack of understanding. Illustrative behaviours from the case studies include at GartmentCo the use of other operatives' user IDs due to indolence, and in the Fire Service, inaccurate data entry to bypass the time overhead involved in thorough and accurate reporting. In addition there was a lack of understanding about the usage of data generated 
DISCUSSION AND CONCLUSION
The division of resistance into categories such as positive/negative fails to address a number of important points. Specifically, the notion of workarounds as distinct but related phenomena has received scant consideration in the literature. Additionally, single antecedent conditions have been attributed to specific resultant behaviours. These issues will be reviewed in turn.
Many authors have studied resistance but have failed to consider the resultant activity, or workaround, as a separate, distinct and subsequent phenomena (Prasad and Prasad, 2000 , Rosenthal, 2004 , Lapointe and Rivard, 2005 ; at best authors view deviation neutrally or as an indication of a poorly designed system (Markus, 1983 , Mumford et al., 1978 , Hirschheim and Newman, 1988 . However, such deviation may also be regarded as a positive opportunity for change.
Drawing from the literature and using a deductive analytical approach (Miles and Huberman, 1994) , we propose an initial conceptual framework that differentiates between compliance and various types of user resistance and workaround, this is presented graphically in figure 1. Figure 1 is a conceptual representation rather than a literal diagram hence no attempt should be made to assume a notion of 'degree', 'percentage' or 'proportion' of overlap of the various categories. We simply wish to depict that the categories are not exclusive and can be viewed from different perspectives. The figure is centred on the initial assumption of compliance; that the user will acquiesce to the system's prescribed function and form regardless of its effectiveness or suitability. However, we propose that a range of motives may move the user from compliance towards either positive or negative resistance, the intersection between positive and negative resistance illustrates that from the differing perspectives of various stakeholders an occurrence of resistance may be viewed positively or negatively (for example in the Fire Service case study the generation of an incident report giving a collective, mutually agreeable view of an incident was viewed as a positive act by Fire Service personnel who had been engaged in the incident, however from the management perspective such collective reports were viewed negatively as individual contributions were not attributable and became difficult to follow up).
Positive
Potential behaviours resulting from positive or negative resistance are defined as workaround activity. Specifically, three strands of workaround activity are proposed -harmless workarounds, hindrance workarounds and essential workarounds. The figure depicts harmless, hindrance and essential workarounds being potential behaviours resulting from positive resistance whilst only harmless and hindrance workarounds may result from negative resistance as, logically, a workaround can not be both essential and negative. Harmless workarounds are those which do not significantly affect workflow or data accuracy and can be the resultant action derived from either negative or positive resistance dependent on whether the motivation is to oppose or challenge the system or to enhance current working practices.
Hindrance workarounds are subsequent actions where processes or procedures are avoided and can be the resultant action derived from either positive or negative resistance dependent on whether the hindrance was due to a poorly designed system, in which case the resistance activity can be regarded as positive, or whether the hindrance was burdensome for the operative, but a required action from the perspective of management or colleagues in which case the resistance activity can be regarded as negative. Finally, essential workarounds are necessary in order to complete the task at hand and can therefore be regarded as positive resistance actions, the presence of such essential workarounds may also highlight a dynamic organisational culture and willingness to innovate and improvise (Petrides et al, 2004) .
The intersections of the workaround domains illustrate the notion of differing lenses. For example, in the harmless/hindrance workaround relationship, whilst from a management perspective the workarounds may be harmless as the information system's data integrity is maintained, from the user's perspective the system may be burdensome and hinder smooth working practice, hence from a user perspective a hindrance workaround is instigated. Again, viewed through a different lens, the rationale in the hindrance/essential workaround relationship, management may regarded deviation from set procedure as the workforce circumventing cumbersome processes whilst the workforce may regard such workarounds as essential in order to support their professional judgement and autonomy. Hence, rather than resistance or workaround behaviours existing in a fixed or static context there are many occasions when they may be viewed more dynamically and with differing positive or negative emphasis according to the organizational status and position, and individual perceptions, beliefs and attitudes of the particular witness.
Notably many accounts of essential workarounds take place in health studies (Wilson and Walsh, 1996 , Wilson 2002 , Timmons, 2003 , Kobayashi et al., 2005 and similar issues were found in our Fire Service case study. Further research is required to examine common factors, but a brief overview would suggest that the emergency nature of activities, the critical and fast changing decisions that are made, and the dynamic interactions between agents appear difficult for an information system to support. If designers, developers and managers continue to view these workarounds as resistance, they are less likely to critically analyse their systems' designs or consider developing systems that are more adaptable, reconfigurable or accommodating both to allow them to be easily changed in light of positive, non-essential or harmless workarounds or more tightly controlled in the light of negative, hindering or evasive workarounds Indeed, information systems design is still suffering from lack of differentiation between representations of work and work in action, thus they are poorly designed for the dynamic reassessment of situations, altered plans or atypical independent or cooperative work (Suchman, 1987) .
Revisiting previous models of resistance, single antecedent conditions are attributed to specific resultant resistant behaviours. For example, Joshi (1991) regards resistance as an outcome of gain or loss in equity status whilst Martinko et al., (1996) 
Conclusion
In conclusion this study has re-examined the notion of resistance as reported in information systems literature and has utilised case study research to examine this further. As a result of the consolidation of both accepted literature and our own case study findings, we propose the new compliance/resistance/workaround model found in figure 1 .
This model identifies workarounds as a related but separate and distinct phenomenon from that of resistance. We argue that the concept of resistance may be better understood as a two phase process, the first phase being the internal individual/group cognitive or emotional process that results in the decision to resist, the second phase being the resultant workaround behaviour. We identify different types of resistance and workaround and, by portraying these as overlapping domains,
show that these may often be perceived differently by individuals, groups, developers, management or organisations. The model should be regarded as a dynamic model as behaviours may be situated in different areas depending on the particular context of individual studies.
Those studies that identify workarounds tend to regard such activity as temporary or exceptional, implying that workarounds exists only to solve a particular problem (Kobayashi et al, 2005; Wilson 2002 , Petrides, 2004 . This overlooks the fact that the problem may recur and that the dynamic artefacts used to solve it will be lost, together with the associated cognitive effort, for example, substitution of personnel or equipment in the face of lack of availability (Kobayashi et al., 2005 , Button et al., 2003 . If such exceptions are regular and similar actions need to be taken repeatedly, then ideally the supporting information system should dynamically evolve to incorporate them with the underlying rationale for workarounds being explored when considering future versions of systems. The limited studies on information systems workaround have focussed on the Health Service where, due to professional autonomy and the emergency nature of activities, workaround is perhaps unsurprising. Our studies have been at operator level in highly operationally controlled environments, where it might be expected that deviation from set procedure would be minimised, yet workaround has been shown to still exist. Specifically the workaround phenomena identified have been for more complex reasons than merely resistance, and we have studied this complexity by opening the 'black box' of resistance which has been seen historically as a reactive process accepting inputs in the form of changes to work-based systems and procedures and producing outputs in the form of attitudes and behaviours. By developing a composite model of user resistance/workaround we aim to further contribute to this understudied field and to suggest that it may be useful to all concerned with information systems development and implementation look deeper into the reasons why systems are not used as expected.
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Non-use of System
Systems not available or bypassed altogether
