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Abstract Unlicensed ISM band is used by various wireless
technologies. Therefore, issues related to ensuring the re-
quired efficiency and quality of operation of coexisting net-
works become essential. The paper addresses the problem
of mutual interferences between IEEE 802.11b transmitters
(commercially named Wi-Fi) and Bluetooth (BT) devices.
An optimization approach to modeling the topology of BT
scatternets is introduced, resulting in more efficient utiliza-
tion of ISM environment consisting of BT and Wi-Fi net-
works. To achieve it, the Integer Linear Programming ap-
proach has been proposed. Example results presented in the
paper illustrate significant benefits of using the proposed
modeling strategy.
Keywords Bluetooth, IEEE 802.11b · Interference ·
Coexistence, ILP optimization · Minimization of
interferences
1 Introduction
We have been witnessing a very fast development of vari-
ous wireless technologies and network devices making use
of the common unlicensed ISM band (the abbreviation for
Industrial, Scientific and Medical), e.g. Bluetooth (BT) [3],
IEEE 802.11b (Wi-Fi) [8] or IEEE 802.11g. As a result, it
T. Klajbor · J. Rak () · J. Wozniak
Faculty of Electronics, Telecommunications and Informatics,






becomes more and more difficult to provide transmission pa-
rameters that can guarantee the quality of services required
by coexisting networks. This is especially true of network
devices operating in a close vicinity around other devices be-
longing to different independent networks, very often based
on different technologies and functional solutions.
Several coexistence algorithms have been proposed to
provide for higher operational efficiency of diverse techno-
logical solutions working within the same area. These ap-
proaches can be divided into two groups [9]:
– collaborative mechanisms, requiring information ex-
change between Bluetooth devices and IEEE 802.11b
and,
– non-collaborative mechanisms, which can be adapted sep-
arately by 802.11b and/or Bluetooth devices without a di-
rect collaborative system (like e.g. AFH [4]—Adaptive
Frequency Hopping algorithm).
Collaborative algorithms are well investigated in [9]. Ex-
ample techniques that facilitate the coexistence of various
technologies, are based on prediction of propagation con-
ditions. For instance, in [4], the Interference aware BLUE-
tooth Segmentation mechanism (IBLUES) has been intro-
duced. It uses a dynamic BT frame selection scheme (de-
pending on the propagation conditions), and relies upon
the theoretical determination of the probability of success-
ful transmission of frames and the queuing tasks analysis.
Owing to such information, the algorithm takes decisions
concerning the choice of a frame format between those de-
fined in specification [3], according to which the data will
be transferred (e.g. DM1, DM3, DM5).
In [10], a new coexistence mechanism, related to the
management of a Bluetooth network topology has been pro-
posed. This mechanism, named Interference Aware BLUE-
tooth Scatternet (RE)configuration Algorithm (IBLUEREA),
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is based upon the idea of the switching functionality built in
BT devices. Generally, BT devices more frequently operat-
ing in the ISM band, should be moved further from IEEE
802.11b devices and other BT piconets as well as from each
other. It can be achieved via changing functionalities of pi-
conet/scatternet devices (from master to slave or vice versa).
The IBLUEREA algorithm leads to electing a BT device op-
erating as a master device (in a given piconet) when such a
device causes, and is exposed to, little interference, com-
pared to other BT piconet devices.
In this paper, we propose a more systematic approach
to the problem of coexistence of different BT and Wi-Fi
devices, operating in a certain area and utilizing ISM re-
sources. The paper extends the idea presented in [10], and
formulates a more general optimization problem of coex-
istence of BT and Wi-Fi networks. To strengthen the con-
cept of a coexistence mechanism, the Integer Linear Pro-
gramming approach has been introduced. The solutions lead
to optimal topology, in terms of location of BT devices in
a complex ISM environment. The issue is to minimize the
mutual interferences in order to maximize the transmission
efficiency and quality.
The paper is organized as follows. Section 2 illustrates
the idea of modeling the complex ISM environments. Sec-
tion 3 formulates the optimization problem. Section 4 de-
scribes the simulation environment, and Sect. 5 presents the
benefits of using the optimization strategy, leading to mini-
mization of interference. Some exemplary topology scenar-
ios are investigated via simulation experiments. Conclusions
and remarks complete the paper.
2 Modeling the ISM environment
While analysing the efficiency of utilization of a given ISM
environment, a lot of factors, like the number of coexisting
various technology devices, their parameters, propagation
conditions, etc., need to be taken into consideration. In order
to estimate with a required accuracy the efficiency of a given
ISM environment, the influence of all interfering devices on
prospective receivers located within their range need to be
accounted for.
Bluetooth specification [3] precisely determines the rules
of formation and maintenance of piconets as well as the rules
of joining and leaving the active network by a device. De-
vices within one piconet may take on the superior as well as
the inferior role. Superior status—master—is assigned to the
device that initiated the process of piconet creation. Switch-
ing (changing) of master and slave functionalities is possible
with regard to the BT network devices.
A master device manages the transmission within a pi-
conet. On the other hand, a slave device wishing to commu-
nicate with another station, sends data first to the master de-
vice that redirects it to an appropriate recipient. More com-
plex BT networks—called scatternets—can be also created
in which a number of piconets are connected.
Some useful mathematical tools have been invented that
can describe those network structures. In [5], the general
principles of scatternet description (in the form of matri-
ces) have been presented. The authors also proposed met-
rices making the aggregated (and standardized) link capac-
ity determination in scatternet possible. The metrices are
of little significance when tackling the interference issue,
which has only been mentioned in this article. Moreover,
those metrices do not enable the analyses of interference
coming from other systems. In [7], an original methodology
and key metrices necessary for determination of interaction
between Bluetooth scatternets and IEEE 802.11b network
devices have been presented.
The coexistence mechanism, proposed in [10], allows
for an efficient and effective reconfiguration of a Blue-
tooth network topology. This mechanism, named Interfer-
ence Aware BLUEtooth Scatternet (RE)configuration Algo-
rithm (IBLUEREA), is based upon the idea of performing
master functions by those BT devices more frequently using
the ISM band and closer to receivers/transmitters of other
wireless technology devices (e.g. 802.11b) and BT piconets.
IBLUEREA accepts switching (changing) of device func-
tionalities from master to slave, and vice versa and operating
as a master (in a given piconet) is only permitted to a device
that causes, and is exposed to, little interference, compared
to other BT piconet devices and networks using other tech-
nologies. In order to ensure minimum interactions between
BT and Wi-Fi devices, IBLUEREA uses a new approach for
modeling the complex ISM environments.
In each piconet, data transmission is managed by the
master node. The master node thus uses the ISM band the
most frequently (assuming that a given piconet contains
more than one slave node). Therefore, it is possible to im-
prove the transmission quality in a Wi-Fi network (as well
as in a BT network) by assigning the master functionality to
the BT node that is located far from the Wi-Fi receiver. This
is explained in Fig. 1.
Figure 1 shows two hypothetical scenarios. In the left part
of Fig. 1, a master BT node is located close to a Wi-Fi re-
ceiver. In a second scenario, shown in the right part of Fig. 1,
the functionality of a master node is assigned to a device lo-
cated farther from 802.11 receiver. Simulations were to ana-
lyze the number of frames received without errors in the re-
garded networks. It was observed that by reconfiguring the
BT piconet, the number of frames received without errors in
a Wi-Fi network was increased by 21%. The improvement
in a BT network was marginal (1%). However, when analyz-
ing other scenarios, a greater improvement of transmission
quality in a BT scatternet may be achieved.
In this paper, a formal optimization problem of coexisting
BT and Wi-Fi networks is formulated.
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Fig. 1 Example topologies of
BT networks with various
functionalities of BT nodes
3 Optimization problem
We assume the coexistence of M networks with static place-
ment of nodes (i.e. no mobility is considered). In each BT
network, we need to choose one node as a master node.
However, each choice has a certain impact on the perfor-
mance of other networks.
In this section, we propose the Integer Linear Program-
ming model to determine the optimal placement of master
nodes in coexisting networks with the objective to minimize
the mutual interference between networks i.e., maximize the
transmission efficiency and quality. For that purpose, the set
of following constants and variables is introduced:
constants
dam,a′m′
measure of a negative influence between networks
m and m′ in the case where node a is a master node
in network m and node a′ is a master node in net-
work m′
Vm number of nodes in network m




equals 1, if node a is a master mode in network m
and node a′ is a master node in network m′; 0 oth-
erwise
Our primary goal is to find the optimal placement of mas-
ter nodes in BT networks, such that it minimizes the total












· Jam,a′m′ ) (1)
subject to








m = 1,2, . . . ,M;m′ = 1,2, . . . ,M;m = m′ (2)
where Jam,a′m′ ∈ {0,1}.
We may optimize the network configuration assuming
various efficiency parameters, e.g. the average number of
frames received with errors at all the nodes in a network S.
In the remaining part of the paper, we will assume that the







where f (x) is the sum of probability values of receiving
frames with errors at a node x ∈ NS (estimated with regard





f k(x); x, k ∈ NS (4)
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Formula (3) expresses the average frame error rate calcu-
lated for all coexisting nS nodes belonging to the network S.
Next, we will try to minimize the value defined by (3).
We are interested in finding the representation of Yr ∈ 
for which the sum of average probabilities of receiving
frames with errors at all the nodes from a network Sr is min-
imized. Therefore, the optimal placement of master nodes




Taking into account the previously assumed definitions,
formula (5) may be rewritten as:





The coefficients f k(x) in formula (4), depend on the
frame error rate at nodes belonging to S and are defined as:
f k(x) = (1 − PS(k,x)) · vk,x (7)
where PS(k,x) conditional probability of successfully receiv-
ing a frame at node x assuming the occurrence of interfer-
ence from node k, vk,x reflects the intensity of interferences
between nodes x and k as well as the frequency of using the
ISM band by node x.




PS(PE |n) · PC(n,N) (8)
where PC(n,N) probability of a collision of a given technol-
ogy frame with n other technology frames out of N possible
collisions (frequency analysis), PS(PE |n) the probability of
a successful reception of a IEEE 802.11b frame (Bluetooth),
which was subject to a collision (time analysis).
In order to calculate the probability PS(PE | n), it is im-
portant to determine the bit error rate PE , in two cases:
with and without collisions. Formulas describing the bit er-
ror rates have been presented in [9].
It is easy to see that any node interfering with node k uses
the ISM band only at certain timeslots. Similarly, any node
x being interfered by other nodes also transmits data only
at certain timeslots. While calculating the values of vk,x , we
will thus determine the respective upper bounds for certain
collisions (assuming that all the networks are mutually inde-
pendent).
We will now investigate in detail all possible scenarios of
collisions, in which nodes k and x may be the master and
slave devices, respectively, in a BT as well as in a Wi-Fi net-
work. Assuming that node k is a master node (k ∈ MS) and
interferes with a given node x ∈ Sx (x ∈ MS), we may as-
sume that it transmits once every two frames. Therefore, the
element vk,x (for scenarios where a master node interferes











However, if we investigate the scenario in which a mas-
ter node k ∈ MS interferes with other slave node x ∈ Sx





x /∈ Sk, x /∈ MS ⇒ vk,x = ak,x2 ·
ax,k
2 · (nx − 1)
= 1
4 · (nx − 1) (10)
where nx denotes the number of nodes in Sx i.e., the BT
scatternet including node x.
We will now investigate the scenario in which the inter-
fering node k is a slave node (k ∈ Sk, k /∈ MS), i.e. it may
interfere with other nodes x ∈ Sx(k = x), according to its
frequency of transmitting the data in scatternet Sk . In this









4 · (nk − 1) (11)
In the case where node k interferes with another slave





x /∈ Sk, x /∈ MS ⇒ vk,x
= ak,x
2 · (nk − 1) ·
ax,k
2 · (nx − 1) =
1
4 · (nk − 1) · (nx − 1)
(12)
where nk and nx denote the numbers of nodes in networks
Sk and Sx , respectively.
In the case of nodes that are used to connect the Bluetooth
network bridges, we assume the formulas (11)–(12), taking
into consideration that any bridge device may interfere with
all the networks it connects, even though it is not exchanging
data with these particular networks.
We will denote by NWi-Fi the set of Wi-Fi nodes in net-
work S. Assuming that Wi-Fi nodes use the CSMA/CA
technique, the impact of any 802.11 device k ∈ NWi-Fi on
other technology devices x /∈ NWi-Fi(BT here) may be de-
scribed by the following formulas:
∀
k∈NWi-Fi
x /∈ NWi-Fi, x ∈ MS ⇒ vk,x = ak,x · ax,k2 · nk
= 1
2 · nk (13)
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Table 1 Possible settings of
parameter vk,x
nk , nx the numbers of nodes in
networks Sk and Sx ,
respectively, i.e. in scatternets
containing nodes k and x
nk number of nodes
IEEE802.11b of a Wi-Fi subnet,
such that includes the node k
Type of interfering Type of a node x vk,x
node k being interfered
master BT master BT 14
master BT slave BT 14·(nx−1)
master BT Wi-Fi 12·nx
slave BT master BT 14·(nk−1)
slave BT slave BT 14·(nk−1)·(nx−1)
slave BT Wi-Fi 12·(nk−1)·nx
Wi-Fi master BT 12·nk
Wi-Fi slave BT 12·(nx−1)·nk
Fig. 2 Functional scheme of implemented transmission environment (IEEE 802.11b). QPSK—Quadrature Phase-Shift Keying modulation,
CCK—Complementary Code Keying modulation used in IEEE 802.11b standard, S/P—serial/parallel converter, P/S—parallel/serial converter
∀
k∈NWi-Fi
x /∈ NWi-Fi, x /∈ MS ⇒ vk,x = ak,x · ax,k2 · (nx − 1) · nk
= 1
2 · (nx − 1) · nk
(14)
where nk is number of IEEE802.11b devices in a Wi-Fi sub-
network that contain the interfering node k.
In order to analyze the influence of BT devices on other
technology devices (here Wi-Fi), we modify the formulas
(13)–(14) by a pair-wise exchange of k and x indices. The
set of possible values of parameter vk,x is illustrated in Ta-
ble 1.
4 Simulations environment
To illustrate the benefits of the optimum location of BT scat-
ternet devices co-existing with Wi-Fi devices, a dedicated
network simulator was used. In this simulator, channel mod-
els with either additive white Gaussian noise (AWGN) or
with fading, have been implemented. In the second case, the
Rice model [12], with small-scale fading, and no obstacles
between transmitter and receiver was applied. The simulator
uses a simplified implementation of a non-zero mean value
compound Gaussian process with parameters measured in
the real office environment [1].
Due to the fact that the main sources of disturbances in
investigated networking environments were the transmitters
of other systems (BT and Wi-Fi, respectively), the Gaussian
noise was accepted at a relatively low (usually treated as
standard) level of −95 dBm, according to commonly ac-
cepted characteristics of “good” channels [13].
There are many models of indoor signal attenuation, both
statistical as well as taking into account the geometrical
shapes of rooms. For the simulation purposes, a statistical
model described in [11] has been selected. According to this
model, signal attenuation PL (dB) over a distance d (m), can
be expressed as follows:
PL(d) =
{
40.0 + 20 lg(d), d ≤ 8 (m)
58.5 + 33 lg(d/8), d > 8 (m) (15)
The network simulator used in modeling included the ba-
sic functionality of physical and MAC layers (IEEE 802.11
standard), as well as the physical (RADIO) layer of the
Bluetooth standard. The implementation was performed
subject to certain simplifications. The most important ele-
ments of the implemented environment are described later
in this section. In particular, the structure of the analyzed
transmission environment (802.11b) is presented in Fig. 2.
Data incoming from the MAC layer (at 11 Mbps) are
grouped in the S/P converter into 8-bit sequences. The pairs
of bits are then input to QPSK modulation. Sets of four
QPSK symbols are next concatenated appropriately in the
CCK modulator to obtain a codeword consisting of 8 sym-
bols of a signal transmitted into the radio channel at 11
Mbps. The receiver utilizes the same simplified algorithm
to obtain the 8-bit sequence as was used to generate the re-
ceived CCK codeword. Decoded sets of bits are then utilized
to form a frame passed to the upper layers at the receiving
node.
On the other hand, in the implementation of 802.11b re-
ceivers, a simplified algorithm proposed in [2], has been
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used for decoding the CCK signals (Complementary Code
Keying).
In the case of IEEE 802.11b environment, we assumed
that in a each simulation scenario:
– the network nodes did not change their location,
– the parameters of transmission channel were constant. In
particular, the bandwidth of a single radio channel was set
to 22 MHz.
Additionally, in simulation experiments it was assumed
that network devices generate and constantly exchange CBR
(Constant Bit Rate) type of traffic. CBR is a stream of
constant-length frames being generated by the source node,
using the constant interspaces (i.e. at constant transmission
rate). Parameters of the used CBR model included:
– maximum bit rate: 11 Mb/s (IEEE 802.11b standard),
– frame length: 1500 B.
The data and ACK frames transmitted with errors were
retransmitted using the ARQ Stop and Wait algorithm. The
maximum power of IEEE 802.11b transmitter was set to
100 mW.
When analyzing the interferences from a Bluetooth sys-
tem, it was necessary to determine the probability of time-
frequency collisions and the relative power levels for both
the signals at the input of the 802.11 receiver. For the sake
of simplicity, the GFSK modulation scheme was replaced by
BPSK, since the latter has lower computational complexity
(the same approach has been used in [6]).
Regarding the BT networks, the following assumptions
were made:
• data transmission was performed with the use of colli-
sionless TDD (Time Division Duplex) scheme. BT frames
were transmitted between master and slave devices ac-
cording to the assumed timeslot pattern (i.e. even and odd
timeslots for master→slave and slave→master transmis-
sion, accordingly),
• the transmission channels were selected using the FHSS
method (Frequency Hopping Spread Spectrum) in a ran-
dom manner. The selection of the carrier frequency was
based on the formula: f = 2.402 GHz + k MHz, where
k = 0,1,2, . . . ,78,
• the data of each transmitting node fit in a timeslot of a
length 625 µs (1/1600 s). Transmission breaks (i.e. pe-
riods with no data transmission) were used to stabilize
the frequency after selecting a next transmission channel.
Therefore, the real time of channel utilization was equal
to τBT = 366 µs,
• the bandwidth occupation of a single channel was set
to 1 MHz,
• data transmission was performed by means of asyn-
chronous connections without retransmission, using DH1
frames (each carrying 366 bits of data). A single DH1 link
used a single channel of a piconet (CBR source),
• in each piconet, data transmission was performed between
the master node and one of the slave nodes,
• Class 3 devices were in use (the with maximum power of
1 mW; 0 dBm).
Simulations were performed for the case of several ran-
domly generated network topologies. Simulation scenarios
were prepared to analyze the typical network configurations
met in real environments. In all cases, the reconfiguration
scenarios were to ensure the optimal location of BT master
nodes, minimizing the value of the objective function (1),
formulated in Sect. 3. The results of simulation experiments,
presented below, were obtained on the basis of 30 simulation
runs lasting 10 s each (warm-up periods were disregarded).
5 Example results
Taking into account the assumptions from Sect. 3, optimum
network topologies were sought, leading to minimization of
mutual interferences (at the same time minimizing the aver-
age FER value).
The analyzed network topologies are depicted in Fig. 3.
Figure 3a shows an example BT scatternet, which may be re-
ferred to as the initial solution Y1. The second one (Fig. 3b)
presents the result of making use of the Bluetooth network
structure reconfiguration algorithm (the network configura-
tion with optimum placement of master BT nodes according
to the assumed criterion (1)).
In the analysed case, 1500B-long 802.11b frames and
DH1 BT frames (generated by CBR sources) were trans-
mitted. The respective distances between network devices
are determined by the distance scale presented in the bottom
left corner of Fig. 3.
The influence of the AFH algorithm on the network per-
formance was also investigated. Example results are pre-
sented in Fig. 4. The respective lengths of 95% confidence
intervals are shown in Table 2. The modeling performed for
the fading channel (the Rice model) for the initial configu-
ration from Fig. 3a proved that the proposed algorithm en-
sures:
– 57% improvement of the average FER value—regarding
the Wi-Fi network transmission,
– 15% improvement of FER—regarding the AFH mode of
BT devices and Wi-Fi networks.
The same strategy, regarding the topology (re)configura-
tion, has also been employed to measure the performance
of coexisting piconets, as presented in Fig. 5 (example 2).
Additionally, the effects of utilizing the Adaptive Frequency
Hopping algorithm by BT devices in presence of different
channel models were investigated. In Fig. 5a, the original
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Fig. 3 Example illustration of IBLUEREA algorithm: network topology (a) before and (b) after reconfiguration
Fig. 4 Average Frame Error
Rates (FER) for Bluetooth (class
II devices) and 802.11b nodes
(example 1—Fig. 3; AWGN
channel with Rice fading)
Table 2 Lengths of the 95%
confidence intervals for the
average FER values
FH BT FH 802.11 AFH BT AFH 802.11
before 0.46% 0.70% 0.41% 0.31%
reconfiguration
after 0.54% 0.38% 0.38% 0.23%
reconfiguration
configuration of piconets with three Wi-Fi nodes is pre-
sented, whereas in Fig. 5b, the situation after reconfigura-
tion is shown. In both diagrams, distances between piconet
devices are indicated.
The results of experiments for the two considered chan-
nel models (AWGN and Rice fading) are presented in Fig. 6.
The respective lengths of 95% confidence intervals are
shown in Table 3.
The second example scenario actually describes and in-
vestigates the problem of mutual interferences between BT
scatternets. As shown in Fig. 6, the use of the reconfigura-
tion algorithm and the strategy to change the role of nodes
may also have a very positive impact on the efficiency of
ISM band utilization by devices employing the AFH algo-
rithm (a 71% improvement in BT frame loss was observed).
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Fig. 5 Example illustration of the proposed the coexistence algorithm minimizing the mutual interferences: (a) topology before reconfiguration,
(b) topology after executing the algorithm
Fig. 6 Average FER values for
Bluetooth (class II devices) and
802.11b network devices
(example 2—Fig. 5)
Table 3 Lengths of the 95%
confidence intervals for the
average FER values
AFH BT AFH BT + AFH AFH
reconf. 802.11 802.11 + reconf.
AWGN channel 0.18% 0.10% – –
AWGN channel 0.43% 0.16% 0.18% 0.29%
with fading
It may be of great importance especially in the case of sen-
sor networks formed by large sets of Bluetooth devices. For
modeling scenarios with AFH mechanism, the Wi-Fi tech-
nology does not benefit by using the algorithm. This is rea-
sonable, since BT devices do not utilize the Wi-Fi band due
to the AFH algorithm.
6 Role-switching mechanism vs. distance criterion
In the context of the proposed solution, one may query the
validity of creating such complex models to find the optimal
location of nodes in a network. Below, we present two ex-
treme cases that justify the need for utilizing more complex
techniques.
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Fig. 7 Comparison of the proposed coexistence algorithm minimizing the mutual interferences, and the criterion based on maximizing of distance
between BT devices
Fig. 8 Comparison of a criterion based on minimizing of distance between BT devices and the proposed the coexistence algorithm minimizing
the mutual interferences
Table 4 Average FER values for Bluetooth (class II devices) and




Wi-Fi FER avg. 1.4% 2.7%
BT FER avg. 42.9% 56.1%
Table 5 Average FER values for Bluetooth (class II devices) and




Wi-Fi FER avg. 0.0% 0.0%
BT FER avg. 48.4% 56.7%
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6.1 Role-switching mechanism vs. max distance criterion
In the first case we will compare the introduced criterion
with a model aimed at finding the maximum sum of dis-
tances between BT devices.
The role-switching mechanism resulted in creating the
topology shown in Fig. 7a, which implied that the summary
distance between devices was equal to 29.7 m. Other mech-
anism (aimed at finding the maximum distance between BT
devices—Fig. 7b) returned the topology with the summary
distance between devices equal to 51 m. In terms of the
frame error rate (FER), the average improvement of 47%
and 23.5% was achieved in Wi-Fi and BT networks, respec-
tively, when using the role-switching mechanism, compared
to the results for the min-distance criterion.
The last example proved that the objective to maximize
the distances between devices does not always improve the
transmission quality. Therefore, we will now check whether
minimizing the summary distance between master and slave
nodes in a BT network could improve the performance. For
that purpose, we will investigate the scenario from Fig. 8.
6.2 Role-switching mechanism (IBLUEREA) vs. min
distance criterion
In the example from Fig. 8, the objective to minimize the
summary distance between master and slave nodes resulted
in a topology, for which this sum of distances between nodes
is equal to 3 m. On the other hand, the role-switching mech-
anism resulted in a topology with the respective summary
distance equal to 3.8 m. Therefore, in the latter case, the im-
provement in terms of FER of 24% in a BT network was
observed.
The application of both objectives (maximization or min-
imization of distances) is not possible without additional
knowledge concerning the characteristics of investigated
network. The role-switching mechanism uses this informa-
tion to predict the propagation conditions as well as to esti-
mate the probability of transmitting frames without errors.
7 Conclusions
The paper presents the advantages of using the role-switch-
ing mechanism for creation and modification of BT scatter-
nets. Simulation results show that the advantage of the al-
gorithm is the possibility to reduce mutual interference be-
tween BT and 802.11b networks. The results also show that
the algorithm may be used together with other mechanisms
even during formation of BT scatternets and may contribute
to the improvement of coexistence mechanisms (such as the
AFH algorithm).
To conclude, the role-switching mechanisms may yield a
significant improvement in transmission quality for complex
scenarios of coexistence of various technologies using the
ISM band.
Open Access This article is distributed under the terms of the Cre-
ative Commons Attribution Noncommercial License which permits
any noncommercial use, distribution, and reproduction in any medium,
provided the original author(s) and source are credited.
References
1. Andersen, J. B., Rappaport, T. S., & Yoshida, S. (1995). Prop-
agation measurements and models for wireless communications
channels. IEEE Communications Magazine, 33(1), 42–49.
2. Batabyal, S., & Sarmah, S. J. (2002). A computationally efficient
algorithm for code decision in CCK based high data rate wireless
communications. In Proc. of IEEE international conference on
personal wireless communications (ICPWC-2002), 12 Dec. 2002,
Delhi (pp. 143–146).
3. Bluetooth SIG, Inc. (2004). Specification of the bluetooth system,
covered core package version: 2.0 + EDR, 4 November 2004.
http://www.bluetooth.org.
4. Cordeiro, C. D. M., & Agrawal, D. P. (2002). Employing dy-
namic segmentation for effective co-located coexistence between
Bluetooth and IEEE 802.11 WLANs. In IEEE global telecommu-
nications conference, 2002, GLOBECOM ’02, 17–21 Nov. 2002
(Vol. 1, pp. 195–200).
5. Cuomo, F., & Melodia, T. (2002). A general methodology and
key metrics for scatternet formation in Bluetooth. In IEEE global
telecommunications conference, 2002, GLOBECOM ’02, 17–21
Nov. 2002 (Vol. 1, pp. 941–945).
6. Galli, S., Famolari, D., & Kodama, T. (2004). Bluetooth: chan-
nel coding considerations. In IEEE 59th vehicular technology con-
ference, 2004, VTC 2004-Spring. 2004, 17–19 May 2004 (Vol. 5,
pp. 2605–2609).
7. Golmie, N., Rebala, O., & Chevrollier, N. (2003). Bluetooth adap-
tive frequency hopping and scheduling. In IEEE military com-
munications conference, 2003, MILCOM 2003, 13–16 Oct. 2003
(Vol. 2, pp. 1138–1142).
8. IEEE, IEEE Std 802.11b-1999 (R2003) (2003). Supplement to
IEEE Standard for Information technology—Telecommunications
and information exchange between systems—Local and metropol-
itan area networks—Specific requirements—Part 11: Wireless
LAN Medium Access Control (MAC) and Physical Layer (PHY)
specifications: Higher-Speed Physical Layer Extension in the
2.4 GHz Band, New York, June.
9. IEEE, IEEE Std 802.15.2-2003 (2003). IEEE Recommended Prac-
tice for Information technology—Telecommunications and infor-
mation exchange between systems—Local and metropolitan area
networks—Specific requirements. Part 15.2: Coexistence of Wire-
less Personal Area Networks with Other Wireless Devices Oper-
ating in Unlicensed Frequency Bands, August.
10. Klajbor, T., & Woz´niak, J. (2008). Interference aware bluetooth
scatternet (Re)configuration algorithm IBLUEREA. Telecom-
munication Systems, 38(1–2), 29–35. doi:10.1007/s11235-008-
9092-2.
11. Lansford, J., Stephens, A., & Nevo, R. (2001). Wi-Fi (802.11b)
and bluetooth: enabling coexistence. IEEE Network, 15(5), 20–
27.
12. Sklar, B. (1997). Rayleigh fading channels in mobile digital com-
munication systems part I: characterization. IEEE Communica-
tions Magazine, 35(7), 90–100.
13. Song, Ci., & Hamid, S. (2005). Improving goodput in IEEE
802.11 wireless LANs by using variable size and variable rate
(VSVR) schemes: research articles. Wireless Communications and
Mobile Computing, 5(3), 329–342.
A new role-switching mechanism optimizing the coexistence of bluetooth and Wi-Fi networks 287
Tomasz Klajbor received his Ph.D.
degree in telecommunications from
the Faculty of Electronics, Telecom-
munications and Informatics,
Gdan´sk University of Technology
(GUT), Poland, in 2008. He was a
manager of large advisory projects
(“Regional Innovation Strategy for
Pomerania Region—Implementa-
tion Office”, “Strategic Technology
Planning for Small and Medium En-
terprises”) during years 2005–2008.
His research interests are in perfor-
mance analysis in communication
networks. He is currently working
as an IT project manager in a large Polish bank.
Jacek Rak holds Ph.D. and M.Sc.
degrees in computer science (op-
tions: computer communications,
and computer networks, accord-
ingly) received with distinction in
2003 and 2009, respectively from
Gdan´sk University of Technology
(GUT), Poland. He is currently an
assistant professor at the Depart-
ment of Computer Communica-
tions of the Faculty of Electronics,
Telecommunications and Informat-
ics at GUT. His main research ar-
eas include: routing, design, dimen-
sioning and analysis of high-speed
wavelength routed backbone networks with focus on survivability.
He is a member of IEEE (and IEEE Communications Society), as well
as Polish Information Society (PTI). Dr Rak is the TPC Co-Chair
of NETWORKS 2010 Conference, and has served as a TPC mem-
ber/reviewer of important conferences on communications, e.g. IEEE
ICC, or DRCN. He is also the founder and the General Chair of the
International Workshop on Reliable Networks Design and Modeling
(RNDM).
Jozef Wozniak received his Ph.D.
and D.Sc. degrees in Telecommuni-
cations from Gdan´sk University of
Technology in 1976 and 1991, re-
spectively. He is currently a Full
Professor at the Faculty of Electron-
ics, Telecommunications and Com-
puter Science, Gdan´sk University
of Technology. He has worked on
a number of research projects, au-
thored of more than 200 journal
and conference papers. He has also
coauthored 4 books on data commu-
nications, computer networks and
communication protocols.
In the past he participated in research and teaching activities at Po-
litecnico di Milano, Vrije Universiteit Brussel and Aalborg University,
Denmark. In 2006 he was Visiting Erskine Fellow at the Canterbury
University in Christchurch, New Zealand.
He has served in technical committees of numerous national and inter-
national conferences, chairing or co-chairing several of them. He is a
member of IEEE and IFIP, being the vice chair of the WG 6.8 (Wireless
Communications Group) IFIP TC6 and the chair of an IEEE Computer
Society Chapter (at Gdan´sk University of Technology). His current re-
search interests include modeling and performance evaluation of com-
munication systems with the special interest in wireless and mobile
networks.
