Unclonable Functions in Oblivious Transfer and Bit Commitment Protocols", is by Ulrich Rührmair and Marten van Dijk. The paper describes a novel attack on two recently proposed PUF protocols, as well as a suitable protocol improvement to thwart it. The third paper, "Code-based Cryptography on Reconfigurable Hardware: Tweaking Niederreiter Encryption for High Performance", is by Stefan Heyse and Tim Güneysu. The authors present new efficient FPGA implementations for the Niederreiter code-based public-key cryptosystem. The fourth paper, "Unified and Optimized Linear Collision Attacks and Their Application in a Non-Profiled Setting", is by Benoît Gérard and François-Xavier Standaert. The authors re-writte the problem of exploiting linear side channel collisions in block ciphers as a low density parity check code decoding problem. By combining this re-writing with a Bayesian extension of the collision detection techniques, they succeed in improving the efficiency and error tolerance of previously introduced attacks. The final paper, "Attacking RSA-CRT Signatures with Faults on Montgomery Multiplication", is by Pierre-Alain Fouque, Nicolas Guillermin, Delphine Leresteux, Mehdi Tibouchi, and Jean-Christophe Zapalowicz. The authors propose several new fault attacks against RSA-CRT, including the first fault attacks effective against RSA-PSS.
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