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Abstract   Because of the development towards community care, care providers not only 
exchange information in a team, but increasingly also in networks. This is a challenge to 
confidentiality. The ethical question is how care providers can keep information about the care 
receiver confidential, whilst at the same time exchanging information about that care receiver 
in a team or network? Can shared confidentiality be extended from a team to a network? To 
clarify this question, the article refers to the advice of an expert ethics committee in mental 
health care. The advice regards exchange of information in a network as a further step in 
enhancing collaboration among care providers. Therefore, the good and evident practice of 
shared confidentiality in a team can be extended to a network if the same conditions are met. 
First, the care providers participate in a clearly defined and identifiable team or network. 
Secondly, they have a shared care responsibility. Thirdly, they have a duty of confidentiality. 
Fourth, they dialogue with the care receiver and obtain his or her consent. Finally, they apply 
the filter of relevance. Hence, conditional shared confidentiality is an ethical justification for 
the exchange of information in a team or network. 
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Introduction 
 
In recent years, mental health care has developed towards community care. Care receivers are 
seen as full citizens in society. Care should be provided in the community and the c ommunity 
should include the care receivers (Thornicroft and Tansella 2009). For these purposes, care 
providers cooperate in a more extensive way. Collaboration within a team is expanded to 
collaboration between different teams, resulting in the creation of  care networks, which often 
cross the boundaries between different care units and different care facilities. This leads to an 
increase of exchange of information. 
 
 
Ethical challenge 
 
Exchanging information in a team or network is an ethical challenge to confidentiality. We 
define ‘information’ in a broad way as all facts and details relating to a care receiver in his or 
her personal environment (Wehmeier 2010). We define the term ‘confidentiality’ as the non -
disclosure of information which the care providers acquire in the course of their professional 
relationship with the care receiver (Bok 1984). In a provisional manner we describe a team as a 
group of care providers who work together in one organisation, and a network as a group of 
care providing teams, units or facilities that work together. 
On the one hand, it is important that a cooperative relationship can be developed and 
maintained between the care receiver and the care providers. This cooperation  
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should not only be the mainstay of their current relationship, but also govern their past and 
future dealings. In order to protect and enhance this cooperation, the care providers have a 
responsibility to respect the private life of the care receiver and to maintain the confidentiality 
of information relating to him or her. From an ethical point of view, some fundamental values 
are underpinning this cooperative relationship (Liégeois and Van Audenhove 2005; Liégeois 
2014). More precisely, autonomy, privacy, trust and participation are the key va lues. This 
cooperative relationship is also underpinned by fundamental attitudes or virtues. The attitudes 
of mutual recognition, attentiveness and truthfulness are essential in the cooperative 
relationship. On the other hand, the care providers need to share information in order to 
collaborate in a team or network. Here care is the central value. Sometimes they also need to 
intrude into the private space of a care receiver to protect the life, health or integrity of the 
care receiver or some other third party. Then inviolability and justice are the main values. The 
ethical question is therefore this: how can care providers keep information about the care 
receiver confidential, whilst at the same time sharing information about that care receiver in a 
team or network? How can they justify their action in terms of an assessment of the underlying 
values? 
 
 
Ethics committee 
 
In order to clarify this ethical question, we refer to the advice on exchanging information in 
mental health care of the Ethics Committee for Mental Health Care at the Brothers of Charity in 
Flanders, the Dutch-speaking part of Belgium (Ethics Committee 2009; Liégeois, Haekens and 
Eneman 2011). Although this Ethics Committee has a local authority, it has expert knowledge in 
the particular field of mental health care and its advices might have a broader interest. The 
Ethics Committee is composed of 25 experienced care providers, representing the various 
professional groups within mental health care and the 13 facilities of the group. The members  
opt for a methodological approach that combines ethical discussion with the study of literature: 
the moral intuitions and practices of the participants are mutually confronted with insights 
provided by a number of scientific publications (Cordess 2001; Joseph et al. 2009; Wettstein 
1997). 
In the first instance, the moral intuitions and practices of the members are shared within 
the group and inventoried. In the second step, the intuitions and practices are clarified and 
critically evaluated by comparing and contrasting them with one another and with the insights 
found in the literature. Consequently, a draft advice is formulated. In a fourth step, the 
committee discusses the draft advice and introduces a number of emendations. In the fifth 
step, the new draft advice is presented to care providers working in the field as well as to a 
wide group of health care stake holders in the wider society, including policy makers, 
consultation committees, umbrella organisations, professional organisations, and associatio ns 
of care receivers and of family members. Their remarks and observations are integrated in the 
text. To conclude, the draft advice is discussed and emended until the committee members are 
able to reach consensus. The entire process takes place within a forum that is open and free, 
thus allowing each participant to speak his or her mind without any form of pressure based on 
authority or function. 
 
 
A plea for shared confidentiality 
 
Although mental health care has developed towards the more collaboration between care 
providers and the use of networks, the individual teams of care providers continue to play an 
important role. A team can be described as a group of professional care providers from a single 
care unit, who have a shared care responsibility for a care receiver or group of care receivers. A 
network, on the other hand, can be described as a group of individual care providers—as for 
instance general practitioners or independent therapists—or care providers from different 
teams, care units or care facilities, who have a shared care responsibility for a care receiver or 
group of care receivers. The most important distinction between a team and a network is that 
the care providers in a team belong to a single care unit, whereas the care providers in a 
network are drawn from different teams, care units or care facilities. As a result, the 
communication within a team and a network are organized differently (Ethics Committee 2009; 
Liégeois, Haekens and Eneman 2011). 
If the care providers have a shared responsibility for the care of a care receiver, this means 
that it is necessary for them to exchange information with each other, in order to be able to 
exercise their responsibility properly. Responsibility presupposes knowledge and therefore 
information. For this reason, the professional confidentiality in a team is interpreted as a 
shared confidentiality. This means that the care providers can share information about the care 
receiver within the team, without the need to continually seek the informed consent o f the care 
receiver. Outside the team, however, confidentiality is maintained. Because a team is clearly 
defined and identifiable in the care facility, it is perfectly clear to whom this shared 
confidentiality applies. This shared confidentiality in a team is a good and evident practice for 
many decades. 
The question is then whether or not it is acceptable to apply this same concept of shared 
responsibility. A 
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network is much more widespread than a team and brings together several individual car e 
providers and care providers from different teams, units and facilities. This makes it harder to 
establish precisely to whom the shared responsibility should apply, so that the exchange of 
information becomes less transparent. This can put the values of autonomy, privacy, trust and 
participation at risk. It is conceivable that confidentiality is shared by too many people so that 
these values and the duty of confidentiality are in danger.  
Nevertheless, we would argue in favour of the extension of shared responsibility to 
networks (Ethics Committee 2009; Liégeois, Haekens and Eneman 2011; Liégeois 2014). We 
regard the collaboration within a network of care providers as a further step in enhancing the 
general use of collaboration in the care process as a whole. Whereas in the past care providers 
used to provide care to the care receiver on an individual basis, this has gradually been 
complemented by the provision of care in teams and, more recently and more frequently in 
networks. We consider this development to be both ethically beneficial and necessary for the 
further advancement of community care. For this reason, we wish as a matter of principal to 
apply the same approach to collaboration in networks as to collaboration in teams. If the care 
providers in a care network have a shared responsibility for the provision of care to a care 
receiver, it is just as necessary for the members of that network as for the members of a team, 
to share information with each other, in order to exercise their responsibility properly. It 
therefore follows that the professional confidentiality within a network should also be 
interpreted as a shared confidentiality. Consequently, like in a team, the care providers in a 
network can share information about the care receiver within the network, without the need to 
continually seek the informed consent of the care receiver. Outside the network confidentiality 
is maintained. 
 
 
Conditions for shared responsibility 
 
In order to justify the concept of shared responsibility in ethical terms, it is important that the 
conditions are clear. These conditions can be drawn from the good and evident practice of 
shared confidentiality in a team. This practice is good and evident because it has been 
experienced and recognised as valuable and necessary for many years by a wide group of 
stakeholders in mental health care. In this practice, some implicit conditions are met. Our 
argument is that we make explicit the implicit conditions of shared confidentiality in a team, 
and apply them in an explicit way to shared confidentiality in a network. Some of these 
conditions relate to the composition of the team or the network, others relate to the manner in 
which the shared confidentiality is implemented. Compliance with these conditions is more 
difficult in a network than in a team, partly because the members of the network are drawn 
from different teams, units or facilities, and partly because communication in networks is 
organized differently from communication in teams. The coordinator of the team or network  
has the important responsibility of checking that these conditions are properly respected. This 
too, is more difficult in a network than a team. The Ethics Committee for Mental Health Care at 
the Brothers of Charity has drawn up the following conditions (Ethics Committee 2009; Liégeois, 
Haekens and Eneman 2011). 
The first condition is that the team or network should be clearly defined and identifiable as 
an entity. On the one hand, this means that the team or network should be clearly defined as a 
group of care providers. On the other hand, it should also be clearly recognizable as such to the 
care receiver and other persons involved. Only if it is clear to all concerned precisely who 
belongs and who does not belong to the team or network responsible for the care receiver, will 
it be possible to implement the concept of shared confidentiality in a transparent manner. For 
this reason, it is necessary to specify in writing in the care receiver’s individual care plan the 
names or the functions who will participate in the team or network. 
That the care providers should have a shared responsibility for providing care to the care 
receiver, is the second condition. This, too, should be specified in writing in the care receiver’s 
individual care plan. Care providers who do not have a responsibility to actually provide care to 
the individual care receiver can therefore not be included as members of the team or network 
around that care receiver. On the contrary, they should be regarded as third parties.  
The third condition is that the care providers should have a professional duty of 
confidentiality to the care receiver. This guarantees that the care providers will not reveal 
confidential information outside the confines of the team or network. If certain care providers 
are not bound by a legal obligation of confidentiality, it is important that they are made aware 
of their ethical and deontological obligation to preserve the confidentiality of information. 
Therefore, the duty of confidentiality can be written into the individual care plan of the care 
receiver. 
In addition to the conditions relating to the composition of the team or network of care 
providers, there are also conditions relating to the manner in which the shared confidentiality 
of the care providers is implemented. Consequently, the fourth condition is that the care 
providers need to conduct a dialogue and obtain the consent of the care receiver (Beauchamp 
and Childress 2012; Council of Europe 1997). Dialogue and consent increase the care receiver’s 
participation in the care process. As early as possible in the care process, the care providers 
should 
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inform the care receiver about the precise composition of the team or network and about the 
nature of shared confidentiality. The care providers then enter into dialogue with the care 
receiver and seek to justify the need for this shared confidentiality. They write the names of the 
persons or the functions who will participate in the team or network into the individual care 
plan of the care receiver. They likewise detail how the shared confidentiality will work. The care 
providers ask the care receiver for consent to use shared confidentiality within the well -defined 
team or network. This consent can be considered as a prior consent so that the care pro viders 
should not ask the informed consent at each occasion they wish to exchange information.  
The fifth and final condition is the application of the ‘relevance’ filter. The concept of 
shared confidentiality does not give the care providers free hand to exchange information 
within the team or network indiscriminately. Before exchanging information, the care providers 
should assess its relevance. Is the information meaningful for the receiver or does it help to 
achieve a particular objective? Relevance implies that the information enhances the 
possibilities of the care providers to assume their responsibility. In this context, we need to 
make a distinction between ‘pleasant to know’ and ‘relevant to know’. There are huge amounts 
of information which may be ‘pleasant’ to know, but it is not always ‘relevant’ to know this 
information in order to fulfil the assigned responsibilities. For this reason, information to be 
exchanged needs to be filtered against the condition of ‘relevance’ or should pass through the 
‘relevance filter’. All other information should be kept confidential. This requires both 
discretion and the ability to distinguish between what is relevant and can therefore be 
exchanged and not relevant and should be kept confidential.  
 
 
Without dialogue and consent? 
 
It is not evident to meet the five conditions in the practice of mental health care. However, 
these conditions are essential to guarantee confidentiality and transparency when sharing 
information in a team or network. If one of these conditions is not met, shared confidentiality is 
not justified. The most difficult condition is the fourth, relating to the dialogue with and the 
consent of the care receiver. If after a sufficient period of dialogue, the care receiver is not 
willing to give his or her prior consent, there is a serious problem. In these circumstances, there 
remain several options. Or the care providers search with the care receiver for an alternative 
form of care outside the team and network context. Or they seek the care receiver ’s informed 
consent on each occasion when they wish to exchange information of a particular kind or with 
certain persons, about which or about whom the care receiver has expressed reservations. If 
the care receiver is not able to give consent, it should be sought from the representative. Even 
then and as a general rule, the care providers should attempt to involve the care receiver as 
much as possible in the exchange of information within the team or network.  
In some cases however, it is simply not possible to conduct a dialogue and to obtain 
consent. There are occasionally exceptional circumstances in which it is necessary and justified 
for the care providers to exchange information without prior consultation or without the 
consent of the care receiver or the representative. In such circumstances, the values of care, 
inviolability and justice take precedence over the values of autonomy, privacy, trust and 
participation. For circumstances to be considered as ‘exceptional’, they should first satisfy three 
conditions (Beck 1990; Council of Europe 1997; Liégeois and Eneman 2008). 
The first condition is the actual impossibility of conducting a dialogue, reaching a consensus 
or obtaining consent. This is related to the values of autonomy and trust. A decision to se t these 
values to one side implies that the care providers have done everything possible to enter into 
dialogue, to reach a consensus or to obtain consent, but that this proved not to be possible. 
Further efforts at dialogue therefore have no purpose or meaning. 
The second condition is that there should be a threat of serious harm to the physical or 
psychological health or integrity of the care receiver or some other third party. This is related to 
the value of inviolability. The care providers should be convinced that this value can only be 
protected and the threat of harm alleviated by the exchange of information.  
The third condition is that the level of damage to the cooperative relationship should be 
proportionate to the level of harm which might otherwise have been caused if the information 
had not been exchanged. It should be stressed that the harm or the threat of harm needs to be 
both serious. The care providers have to be convinced that the breach of trust is the only way 
to prevent the perceived harm. The breach may be no greater than is strictly necessary to 
eliminate the threat of harm. This means that they may only exchange information which is 
necessary to the elimination of that threat. In this respect, the care providers should weigh the 
values of autonomy and trust against the value of inviolability, and should seek to find a 
reasonable balance. 
If these three conditions are all present, the care providers are justified in exchanging 
information without prior consultation and prior consent, in order to put right harm which has 
already been caused or to prevent or limit harm which might otherwise be caused. When this 
occurs, the care providers should explain and justify their actions to 
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the care receiver and the significant others as soon as possible after the exchange. 
 
 
Special issues about exchanging information 
 
After developing this fundamental vision, we can address some special issues. They concern the 
exchange of information in the case of the care receiver’s transfer, with other professional 
groups, with trainees and volunteers, and with informal carers (Ethics Committee 2009).  
In the case of transfer of the care receiver to another team inside or outside the care 
facility, an exchange of information will be necessary to ensure the continuity and quality of 
care. The care providers should inform the care receiver that they wish to exchange relevant 
information or that the other care providers have asked for the transfer of information, and 
they will seek to justify this action to the care receiver. In dialogue they will attempt to obtain 
the care receiver’s consent. If after a sufficient period of dialogue, the care receiver is still not 
willing to give consent, the care providers have to search with the care receiver for alterna tive 
ways to continue the care process without transfer. If the care receiver is not able to give 
consent, it is sought from the representative. 
Within a team or network there will always be internal delineations based on the skills of 
specific professional groups. In addition to a number of common care tasks, each group will also 
have its own specific tasks relating to its own particular area of professional expertise. This 
internal delineation can be important for the application of the relevance filter a nd the 
exchange of information with care providers of other professional groups. A particular piece of 
information may be important within the own discipline, but too specific for other disciplines. 
This being said, and given the interdisciplinary nature of collaboration within teams or 
networks, we would argue that the interdisciplinary sharing of relevant information should take 
precedence over the confidential retention of information within the individual care discipline. 
This means that care providers should have a very good reason for failing to share relevant 
information with care providers from other disciplines in the same team or network.  
It is possible that trainees or volunteers may be attached to a particular team or network of 
qualified professional care providers during a certain period of time. These persons can be 
allowed to exchange information which is made available through the implementation of 
shared confidentiality. However, the relevance filter should be applied strictly to trainees an d 
volunteers. The professional care providers have an educational responsibility to instruct the 
trainee or volunteer in the need to deal carefully with information in a team or network 
context. 
It can sometimes be important that informal carers are also included in the network. 
Informal carers are non-professional care providers as family members, friends or neighbours 
who effectively implement in a domestic setting care responsibilities in respect of the care 
receiver. They are not bound by a professional duty of confidentiality in the same manner as 
the professional care providers, but their relationship with the care receiver means that they 
can usually be relied upon to be discreet. The inclusion of informal carers in a network is only 
possible with the consent of the care receiver. If the care receiver is not able to give consent, 
this should be sought from the representative. It is also possible for the care receiver to assign 
the informal carer as his or her potential representative. In this manner, informal carers can be 
given a place in the clearly defined and clearly recognizable network of care providers. The care 
providers and the informal carers should attempt to involve the care receiver as much as 
possible in the exchange of information within the network. If the care receiver is unable to 
participate in this process, they provide him or her with as much feedback as possible about the 
information which has been exchanged. 
 
 
Conclusion 
 
Sharing information is an essential condition for effective collaboration in a team or a network 
of care providers. We made a plea for shared confidentiality, providing that a number of 
necessary conditions are met. Two conditions are not so difficult to meet because they belong 
to the circumstances, namely that care providers have a shared responsibility for providing care 
to a care receiver, and that they have a professional duty of confidentiality. Another condition 
is yet more difficult to manage and states that the team or network should be clearly defined 
and identifiable as an entity. The next condition is really difficult to realise because it assumes a 
good collaboration between care providers and care receiver. It prescribes that the care 
providers should conduct a dialogue and obtain the care receiver’s consent. The final condition 
is certainly the most significant in practice and advocates the relevance filter. Even if the care 
providers obtained consent, they only share information that is relevant for the other care 
providers and enhances their responsibility. 
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