Overview
In the last few years, blockchain (also known as distributed ledger), the underlying technology of the permissionless or public Bitcoin network, has become very popular for use in private or permissioned environments. Computer companies like IBM and Microsoft, and many key players in different vertical industry segments have recognized the utility of blockchains for securely managing assets (physical/digital) other than cryptocurrencies. IBM did some pioneering work by architecting and implementing a private blockchain system, and then open sourcing it. That system, which has since then been named Fabric, is being enhanced via the Hyperledger Consortium set up under the auspices of the Linux Foundation. Other efforts in the industry include Enterprise Ethereum, R3 Corda and BigchainDB.
While currently there is no standard in the blockchain space, all the ongoing efforts involve some combination of database, transaction, encryption, virtualization, consensus and other distributed systems technologies. Some of the application areas in which blockchain pilots are being carried out are: smart contracts, supply chain management, Know Your Customer (KYC), derivatives processing and provenance management. A couple of production deployments are also in place now.
In this tutorial, I survey some of the ongoing projects with respect to their architectures in general and their approaches to some specific technical areas. Specifically, I focus on how the functionality of traditional and modern data stores are being utilized or not utilized in the different blockchain projects.
Because of the attention the world is paying to blockchain technologies, it is important for the database community to become more aware of the underlying technologies and other developments in this area. Then, the community could try to influence the approaches taken and, in particular, how database technologies could be better utilized or enhanced for blockchains. Since most of the blockchain efforts are still in a nascent state, the time is right for database researchers and practitioners to get more deeply involved!
Target Audience and Assumed Background
The tutorial is targeted at anyone who is curious about all the attention that blockchain technology and applications of it are getting currently not just from technical/industry publications and people but also from society at large (e.g., New York Times readers).
I assume minimal knowledge of database and distributed systems on the part of the attendees. This tutorial is more introductory in nature with respect to the usual attendees of VLDB: researchers, students and practitioners. The goal is to educate the attendees about the hype and the reality of blockchain technology and its intended usage in non-cryptocurrency use cases.
Scope and Structure
The scope of the tutorial is general in nature without getting into the nitty gritty of, e.g., cryptographic algorithms or the distributed consensus protocols. I provide introductory material on the basic aspects of blockchains and discuss the different projects that are in existence. Due to my personal involvement in the Hyperledger Fabric project related work at IBM and because this effort is more mature than other projects (e.g., Enterprise Ethereum and R3 Corda), I describe in greater detail Fabric V1 architecture, components and algorithms. I also try to give the audience a sense of where lot more work needs to be done, what the open issues are, and where there is scope for innovations and optimizations. I also emphasize scaling, performance and failure handling problems. I do not get into cryptocurrencies, mining and proof of work related concepts. I only discuss permissioned/private blockchains and not permissionless ones.
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