Abstract
Directive 2006/43/EC on statutory audits of annual accounts and consolidated accounts.
In 2007, the ASB launched a clarity project in order to form standards that are easier to comprehend and apply, with remarkable efforts to converge its standards with ISAs. As a result, clarified SASs are different from the parallel ISAs only to a smaller extent where persuasive explanations exist (AICPA, 2014) . The applicable fraud-related standards were deeply investigated in order to reveal if any differences had implications on our research process. We conclude that minor dissimilarities we found between ISAs and SASs (hereinafter Standards) do not impose limitations on our findings.
As laid down in the Standards, the suspect of fraud shall be taken into consideration in the whole process of auditing (Fig. 1) .
Fig. 1 Consideration of fraud in the audit process
This study focuses on the second step: the planning of audit. Out of the planning tasks, the risk assessment in terms of fraud, and its implication on the audit procedures are investigated by applying and contrasting two different approaches. Our research examines how different approaches of risk assessment (traditional vs. decomposition methods) influence the perceived level of fraud risk under different risk scenarios.
In the planning stage of an audit engagement auditors are expected to assess the components of the audit risk (i.e. inherent risk, control risk, and detection risk) with the traditional audit risk model required by the prevailing standards and then evaluate fraud risk separately. The audit risk formula given:
AR = IR* CR* DR,
where: AR = Audit Risk IR = Inherent Risk CR = Control Risk DR = Detection Risk.
In the decomposition fraud risk assessment method, besides the traditional audit risk assessment model, the fraud risk is broken down into sub elements of the fraud triangle; the risk of incentives or pressure, the risk of rationalization or attitude, and finally the risk of opportunities to commit fraud (Wilks and Zimbelman, 2004; Favere-Marchesi, 2013) . Srivastava et al. (2009) proposed a further consideration in addition to the three previously mentioned components of the fraud triangle. The authors recommended to incorporate a forth risk factor, the risk that fraud specific procedures performed by auditors will fail to detect fraud, into the model. These four components together will draw the attention of auditors not only to fraud cues, the risks arising along the elements of the fraud triangle, but also to the risk that audit plan might contain ineffective fraud detecting procedures. The function of the aforementioned four factors represents the overall fraud risk: In addition to the examination of the impacts of the aforementioned two approaches on risk assessment, it is also explored how the fraud risk assessment affects the auditing procedures to be implemented by the auditor. From a research standpoint, it is essential to overview to what extent and how Standards support auditors' work as far as it is relevant to our research.
The Standards describe characteristics of fraud as misstatements in financial statements generated by an intentional action, involving either misappropriation of assets or fraudulent financial reporting (ISA 240 on 'The auditor's responsibilities relating to fraud in an audit of financial statements'). Fraud itself contains three elements; 1) incentive (or pressure) to achieve a target, 2) opportunity to commit a fraud, and 3) rationalization (or attitude) to do so, together widely-known as 'fraud triangle' in the academic literature (Cressey, 1973) . The perception and assessment of the three elements is a key dimension of the research as fraud risk related researches define fraud as the function of these three determining factors influencing the behavior of a potential fraudster. Incentive is the perceived motivation or pressure on individual to commit fraud. Such incentive can be the pressure to achieve analysts' forecasts in the case of a listed company, or the motivation to pursue accounting profit which comes from large profit related bonus compensations. The opportunity arises when certain conditions facilitating the perpetration of fraud are in place. The lack or weaknesses of proper internal control might allow the misappropriation of assets. Inappropriate board structure or weak oversight might also facilitate the manipulation of accounting records in order to report higher earnings. Through the attitude, a person can rationalize the act itself. Each of the aforementioned factors are necessary but not sufficient conditions for committing fraud, so fraud risk assessment should consider the interaction of these factors (Loebbecke et al., 1989) .
With regards to the responsibility of the auditor, reasonable assurance shall be obtained that the financial statements are free from material misstatements, whether caused by fraud or error. Consequently, professional skepticism should be maintained to suspect or to identify the occurrence of fraud, and the necessity of continuous consideration of fraud is beyond dispute.
Based on the auditor's risk assessment, appropriate responses to the assessed risks of material misstatement caused by fraud shall be determined. The procedures shall reflect the fact that the auditor perceives higher risk of fraud. The Standards provide broad guidance in terms of fraud risk factors based on the elements of the fraud triangle, possible procedures to address the fraud risk, and depict circumstances that tend to indicate the occurrence of fraud. The expertise of professional Standards, reinforced by extensive audit experience and appropriate training, all fundamentally contribute to the ability of performing audit engagements of high quality in general, and from the aspect of fraud particularly.
Literature review
Zimbelman (1997) tested 108 auditors with a computer based case study and found that those auditors who were asked to assess fraud risk separately (intentional and unintentional misstatements) spent more time with reading red-flag cues compared to those who used the holistic method 1 . The research supported the hypothesis that the time taken to collect the necessary information from the case was mainly determined by the pursued risk assessment methodology. It was also evidenced that auditors using the decomposition method of risk assessment were more sensitive to fraud risk and, as a response, increased number of hours were budgeted for the higher fraud risk case. The study also addressed how auditors respond if higher fraud risk is perceived. The author found that there were no qualitative differences in responses, for which three possible reasons can be brought. Either (1) auditors do not have the professional and technical knowledge how to adjust audit plan with fraud specific procedures, or (2) auditors generally think it is not effective to adjust the audit plan, or (3) they do not believe that this adjustments is necessary. Knapp and Knapp (2001) in their study examined the impact of professional experience on the ability of auditors to apply analytical procedures to detect fraud. The authors' research proved that more extensive experience will positively affect auditors' performance in detecting fraud. Audit managers were significantly more effective in assessing the risk of financial statement fraud with analytical procedures than were audit seniors. The authors also found that if auditors are provided with explicit fraud risk assessment instructions they assess the risk of fraud consistently and significantly higher for the fraud case than without these instructions. In the lack of explicit fraud risk assessment, however, auditors did not assess significantly different fraud risk for the fraud case than for the non-fraud case. The study concluded that the combination of higher professional experience and explicit fraud risk assessment instructions brought more effective fraud risk assessment.
The effectiveness of using checklists in the risk assessment process and fraud detection responses was tested by Asare and Wright (2004) . Standard risk checklists are frequently used in practice where risk factors are usually broken down into three categories recommended by AICPA (AU-C Sec. 240 on 'Consideration of Fraud in a Financial Statement Audit'). The experiment conducted supported their hypothesis that auditors in a no-checklist condition assess higher fraud risk than in a standard checklist condition. It was also revealed by the experiment that higher fraud risk assessment was not associated with more effective audit program plan, which means that audit program plans were not adjusted appropriately to reflect the measured fraud risk. Auditors without a standard audit program prepared a more effective set of fraud related tests and were more likely to consult with a fraud expert than those with a standard program. Authors also found that there is a positive association between fraud risk assessment and the auditors' intention to consult with fraud professionals.
A quite early research (Shelton, 2001) found that auditors may focus too much on the attitude component of the fraud triangle while tend to neglect the two others. As it was presented previously, the risk of fraud cannot be exclusively explained by the attitude of management, but it is a function of attitude, opportunity, and incentive. Several common sense explanations can be brought up to support this previous idea. On the one hand, the decomposition of fraud risk might reveal information which may be overlooked in the holistic case. On the other hand, the decomposition approach requires less cognitive effort than the holistic decision. Wilks and Zimbelman (2004) examined how the fraudtriangle decomposition affects overall fraud risk assessment. Instead of using long standardized fraud checklists, they recommended to split the risk assessment along the components of the fraud-triangle. They hypothesized that with focusing on seemingly unrelated list of fraud cues, auditors might lose sight of the overall fraud risk. Using the decomposition method in line with the fraud-triangle auditors not only free up resources of cognitive effort but auditors, before setting overall fraud risk level, are also enforced to focus better on the three components of the fraud risk. In their experiment they found that auditors' component assessments of opportunity and incentive risks are more sensitive to variations in those risks when they anticipate making these component assessments via a fraud triangle decomposition. Hammersley et al. (2011) reported about an experiment testing how audit seniors respond to heightened fraud risk when constructing their audit plan. In the case study provided to the auditors, the authors manipulated the risk level by describing material weakness conditions in controls. The research proved that auditors assess higher fraud risk when material weakness information is present, but fail to produce a better quality audit plan. In contrast, the constructed audit plan was less efficient and of lower quality. Based on the study auditors, after assessing higher fraud risk, involved less efficient procedures by typically increasing the sample size instead of changing the nature of the audit program and/or involving more fraud specific procedures. The authors did not investigate training related questions, however they emphasized the need to reconsider and improve the auditors' professional trainings to assist them in fraud detection. They also identified two limitations of their study. First, auditors usually work in a team, so researches focusing on individual risk assessment and audit planning might not be representative. Secondly, the study failed to address the question why audit seniors draw up a lower quality audit plan if they assess higher fraud risk. Future research direction, to investigate the explanatory factors of the less efficient audit plan, was recommended by the authors.
Carpenter (2007) conducted an experiment to investigate the efficiency of team brainstorming in assessing fraud risk. 40 audit teams with three members each, representing all of the BIG 4 firms, participated in the study. She concluded that brainstorming sessions resulted in an overall loss of the individuals' ideas generated before the brainstorming session. However, it was also evidenced that the overall quality of the fraud ideas was improved after the session. As for the fraud risk, the results suggested that when fraud cues are present the audit team's fraud risk assessment after the brainstorming sessions is significantly higher than the assessed risk level of individual auditor's. Seow (2009) tested the impact of technical knowledge and decision aid use on fraud risk assessment. It was found that decision aid use had a negative effect on high-knowledge participants while resulted in an improved performance in the case of low-knowledge students. The experiment was conducted in two groups where in one of the group's case text diagnostic and non-diagnostic fraud cues, taken from ISA 240, were disclosed. Other researches Favere-Marchesi, 2013) deal with the impact of fraud risk categorization on the risk assessment and audit planning decisions. revealed that the auditors' grouping of individual client risks is basically in line with the categories provided by the prevailing auditing standards. Based on their findings, and on the fact that there is less or little guideline in the standards addressing the grouping of individual client risks, the authors urged the need to give training guidelines how auditors should draw up the groups. They also identified that the way to improve audit planning efficiency and effectiveness lays in the more efficient grouping of individual risks. However, Favere-Marchesi (2013) proved with their experiment involving 60 audit managers that auditors decomposing fraud risk assess a significantly different fraud risk than those who simply categorize fraud cues. The author also found that auditors decomposing fraud risk felt a higher need to modify audit plan and to enhance the extent of audit testing.
Several studies (e.g. Srivastava et al., 2011; approach the fraud risk assessment from decision theory point of view. tested if assertion framing affects risk assessments and whether the effects hinge on risk assessment approach. In the experiment, assertion framing was manipulated by stating financial statement assertions in both positive and negative forms. The test indicated that when the belief-based assessments were transformed into probabilities, the difference was not significant. The authors could evidence significant assertion framing effects. As a final conclusion it can be stated that both the chosen risk measures and the way assertions are framed are proved to be important audit decisions and both have a large impact on the effectiveness and efficiency of an audit. The introduction of the Dempster-Shafter evidential reasoning theory (Srivastava et al., 2011 ) could be used with success in fraud risk assessment as the method can manage uncertainties related to audit risk, information security and information quality assessment. Authors also argue that instead of using a single audit risk model it is advised that auditors should assess separately the risk of errors, irregularities and management fraud.
A number of researchers (Loebbecke et al., 1989; Gold et al., 2010; Hoffman and Zimbelman, 2009; Asare and Wright, 2004; Hammersley et al., 2011; Hammersley, 2011) examined how frequently auditors meet with fraudulent financial statements, and all found that fraud is relatively rare. This raises the question how auditors gain most of their knowledge and ability to detect fraud and give the required responses. Hammersley (2011) stated that fraud related knowledge is gained mostly through training and not through experience, and this knowledge can be increased by higher problem solving ability and epistemic motivation. The aforementioned three factors (i.e. knowledge, problem solving ability and epistemic motivation) infiltrate into the process of audit planning, and explain how auditors modify their plans as a response to the assessed fraud risk.
Research questions
Taking into consideration the fundamental differences between two approaches (traditional vs. decomposition) elaborated previously, the decomposition fraud risk model is expected to result in a more precise risk assessment where auditors tend to be more sensitive, and their attention is notably directed to the successful identification and consideration of fraud cues. By using the decomposition approach, auditors might better identify the incentives/pressures management members might face to commit fraud. The decomposition model may also support auditors in revealing the weaknesses of internal control systems with higher success, and in more efficiently identifying the attitude through which perpetrators may rationalize their fraudulent acts. We set up a hypothesis in order to support these aforementioned ideas cited:
H1: With the assistance of the decomposition fraud risk assessment model, auditors' sensitivity to fraud cues between a high and low fraud risk condition is significantly greater than using the traditional audit risk model.
By assessing the fraud risk, auditors express their opinion, being partially objective or partially subjective, on the probability that financial statements are misstated due to fraud. Both fraud red flags, embedded in a scenario, and also individual sentiments are expressed in the level of the fraud risk assessed by a professional. We believe that all the consecutive actions made by the auditor, will be based on the outcome of this risk assessment, so most of our further hypotheses will examine how the responses given in the audit plan (audit procedures and time budget) correspond to the level of fraud risk assessed. However, in certain cases, mainly to conform to previous academic researches, we also examine the impact of the initial condition (applied risk assessment method, high or low risk scenario) on the audit planning decisions.
Nowadays a great variety of forensic services has been offered by consulting companies. The success in detecting fraud lies in a mixture of broad skills and knowledge (internal control, information technology, digital evidence recovery, auditing, psychology etc.), which are not always in the possession of auditors. Some researches (e.g. Asare and Wright, 2004) concluded that auditors are reluctant to consult with external fraud experts, while other studies evidenced that the propensity to consult with experts increases as the level of assessed fraud risk is getting higher. All of this gave us our next hypothesis:
H2: The higher the assessed fraud risk is, the higher the auditors' propensity is to consult with external forensic experts.
Based on ISA 330, auditors shall determine overall responses to address the risks of material misstatement. Under circumstances where risk of material misstatement due to fraud is identified, the auditors' responses shall address the identified risks, and may include amendments into the nature, the extent and timing of audit procedures to be performed. Fraud effective tests are procedures, other than regularly conducted audit procedures, which specifically address the detection of material misstatement due to fraud. Several international studies evidenced (Zimbelman, 1997; Asare and Wright, 2004 ) that auditors are not successful in adjusting their audit programs to respond properly to the assessed level of fraud risk. The reason auditors fail to prepare a more effective audit program can be twofold. Either auditors do not have the knowledge of fraud specific procedures, or they simply do not feel the necessity to plan these procedures into the program. One might expect, as recommended by Srivastava et al. (2009) , that by incorporating RSP into the fraud risk assessment model, the importance of proper fraud specific responses is more emphasized and highlighted, and the awareness of auditors is directed. However, we assume that by simply embedding RSP into the fraud risk assessment, auditors' attention will not significantly turn to fraud specific tests as they, either due to lack of proper training or experience, do not have the required knowledge.
H3: If auditors' assessed fraud risk is higher, they will not significantly modify the preliminary audit plan by including fraud effective tests compared to that condition when they assess lower fraud risk.
In a high risk condition where the assessed fraud risk is expected to be greater, auditors might assign more audit hours to perform the fraud effective tests and to extend procedures than previously budgeted. If auditors prepare a more effective audit plan including fraud related tests and procedures, then they will increase the budgeted hours of more experienced staff, so typically managers and partner hours will be enhanced.
Our hypotheses:
H4: When auditors assess a higher fraud risk level, the total budgeted hours for the engagement will be significantly higher compared to the case when auditors assess a lower fraud risk level.
H5: When auditors assess a higher fraud risk level, the percentage of hours they assign to more experienced audit staff will be significantly higher than in a lower assessed fraud risk condition.
Methodology
The hypotheses are tested with four versions of a realistic case study 2 (2 x 2 experiment) which vary in terms of the fraud risk assessment approach required (traditional vs. decomposition) and fraud risk setting (low risk vs. high risk). Participants received one type out of the four case versions. In the traditional method, auditors were expected to assess the components of the audit risk (i.e. inherent risk, control risk, and detection risk) with the traditional audit risk model required by the prevailing standards, and then to evaluate fraud risk separately. In the decomposition method besides the traditional audit risk assessment model participants were required to break down the fraud risk into sub elements of the fraud triangle; the risk of incentives or pressure, the risk of rationalization or attitude, and finally risk of opportunities to commit fraud. On the online questionnaire platform the RSP (Risk of special procedures) was automatically calculated with the assumption that the acceptable level of FR (Fraud Risk) is 0.05. A lower than 1.00 RSP indicated to auditors that they need to apply special forensic (fraud specific) procedures in order to keep FR at the desired 0.05 level.
Information provided to auditors differed to some extent whether low risk or high risk cases were delivered. In the low risk setting, management is compensated by a base salary and there do not exist extraordinary earnings targets to be achieved and also less details of the suspicious sales transaction are shared. In the high risk setting, management can get significant bonuses and share options if challenging targets are accomplished. In addition, a newly launched marketing campaign might have resulted in misstating revenues once distributors fail to increase sales despite the enhanced marketing efforts. Recognizing red flags (fraud cues) in the high risk setting was a key factor in the research as it directly relates to addressing the hypotheses.
As described in the introduction to the case study, participants were asked to finalize the audit programme for the revenue cycle of the designated client. Background information and key financial highlights (i.e. balance sheet, income statements, and key financial ratios) were provided, and a short industry analysis along with the firm's marketing strategy were also available. Based on previous years' audit experience, participants had information on the control environment and the revenue cycle.
In the first part of the case assignment, auditors were requested to complete the risk assessment by applying either the traditional or the decomposition approach.
As a second step, participants had to confirm/adjust the audit program for the revenue cycle. A preliminary substantive audit programme was offered, and participants had the opportunity to alter the programme in any way, even by deleting or adding new procedures or changing the extent of audit procedures, while keeping in mind the efficiency and the assessed level of risk.
In the third section, auditors were expected to update total budgeted hours (total 65 hours) by staff level (staff/senior/manager/partner hours) in order to reflect the proposed amendments in the audit procedures that address the perceived level of risk. On the other hand, participants were asked to express their opinion on the necessity of consulting a forensic expert to complete the audit plan on a 10 point Likert scale (1= needless to consult, 5= moderate need to consult, 10= high need to consult).
In the final part, auditors responded to some fundamental demographic questions. The main issues encompassed auditing experience (BIG 4 or non-BIG 4, years of experience), position taken, educational background, membership in professional bodies, and prior knowledge of fraud triangle.
Manipulation check
In the survey, it was tested by a distinct question if the risk manipulation was successful or not. Respondents were asked to "Assess the level of fraud risk for the revenue cycle" on a 7 point Likert scale, where 1 = low risk and 7 = high risk. As it can be seen in Table 3 (Appendix), from the aspect of the overall fraud risk question, the manipulation was successful (p = 0.0186) which means that the auditors encoded the two different risk settings as it was intended.
Participants
The participants voluntarily completed the case study online. They were instructed not to discuss their answers with colleagues, as individual judgement was of crucial importance. The Chamber of Hungarian Auditors assisted the research with informing its members about the online survey. Altogether 61 responses were collected electronically, out of which six were removed from the sample before further analysis due to either the incompleteness or inconsistency of answers, or even failure in the manipulation check.
Demographic information on the sample is detailed in Tables 1 and 2 . Table 1 demonstrates that 65 % of participants (20 seniors, 15 partners, 1 executive director of audit firm) indicated high profile positions in which risk assessment and audit planning are core activities of their job. The risk assessment and the audit planning, tested by this study, are also performed by those auditors who do not work for audit firms as employees but run their own audit business individually (13 %, 7 persons). Subsequently, 78 % of participants have profound experience in performing the tasks investigated through this research. As indication of successful randomization of the sample, statistical tests did not show significant differences in the demographic variables between the distinct survey conditions (low risk vs. high risk, decomposition vs. traditional). Note: Experience with revenue recognition: 1 = no prior experience,
= dealt with it very often
Participants had an average of 186 months of professional experience, with a standard deviation of 81 months. The indicated prior experience with the revenue cycle audit (mean 5.96 on a 7 point Likert scale) also supports the idea that participants had the necessary skills and experience for answering the case assignment.
The IT background ensured randomly that the sample is consistent in terms of the four versions; 29 participants by the traditional approach (15 low risk, 14 high risk), 26 auditors by the decomposition approach (13 for both low and high risk).
Results
Performing the ANOVA (Table 4 in Appendix) analysis to understand the impact of the case version (high vs.. low risk scenario) and the applied risk assessment method (traditional vs. decomposition) on the level of fraud risk, we found that there is a significant main effect for risk version (p=0.006217) and for the interaction between risk version and risk assessment approach (p=0.00321). Single significant main effect could not be identified for the chosen risk assessment method (p=0.069598), however, it is demonstrated in Fig. 2 (and Table  5 in Appendix) that with the application of the decomposition risk assessment method auditors could better differentiate between the high (mean: 0.488) and low (mean: 0.115) risk scenarios than applying the traditional one. We can conclude that the decomposition method of fraud risk assessment drew the attention of auditors to fraud cues more successfully than the traditional approach, thus enhanced the sensitivity to fraud risk. While in case of participants using the traditional approach, the lack of sensitivity to fraud risk can be identified. With all of previous H1 can be supported and justified. Regarding the propensity of auditors to consult with external forensic experts, first the relationship between the level of fraud risk they assessed and the strength they felt (10 point Likert scale) the need to consult was tested. Figure 3 shows that a medium strong relationship (r = 0.6059, r2 = 0.3671) can be identified between the fraud risk auditors assessed and the need they felt to consult with external forensic experts, supporting H2. This means that the higher the fraud risk assessed by the auditors is, the higher need they feel to consult with an expert. As it was previously evidenced, the level of fraud risk is determined primarily by the risk version and the interaction between the risk version and the applied risk assessment method. We can assume that these two factors also have a significant main effect on auditors' intention to consult with experts. The ANOVA analysis in Table 6 in Appendix (and Fig. 4) shows that separately neither the risk version (p = 0.056512) nor the applied method (traditional vs. decomposition) (p = 0.836907) has significant main effect on the auditor's propensity to consult with fraud experts, however their interaction is significant (p = 0.000750). This means that by applying the decomposition fraud risk assessment method, auditors can more effectively differentiate between the high and the low fraud risk setting, and as a consequence, they can better adjust their consideration whether to consult with external fraud expert. The highest need to consult with external forensic experts (mean 5.77, SD 2.28) was revealed in the high risk setting with the decomposition approach. In order to test the auditors' responses to a higher assessed fraud risk level from the standpoint of the audit procedures, the modified audit plan responses received from participants were split into two categories. Responses with an assessed fraud risk below 0.28 were grouped together into Category "low", while the responses above 0.28 fraud risk level were clustered to Category "high". As standard distribution for the assessed fraud risk cases could not be observed from the sample, the separation between low and high fraud risk responses was performed on the basis of Fig. 5 , which shows a well-identifiable gap in the responses at 0.28 assessed level of fraud risk. Examining the audit planning decisions (Table 8 in Appendix) one can find that auditors primarily chose either to perform the standard procedure or they increase sample size. Performing the Chi-Square test for the two most commonly indicated answers we can see that the fraud risk level has significant impact on neither of the most frequently given answers ("Perform standard procedure": Chi-Sq = 8.251, DF = 12, P-Value = 0.765; "Increase sample size": Chi-Sq = 9.951, DF = 12, P-Value = 0.62).
Fig. 5 Observed fraud risk level
For testing H4 and H5, first a Sign test for median was performed (Table 9 in Appendix) which indicates that auditors prepared a significantly different time budget compared to the preliminary time budget given. The Mann-Whitney U test (Table 10 in Appendix) performed indicates that the fraud risk category ("high" and "low") has a significant main effect both on the total hours budgeted (p = 0.015633) and on the manager hours budgeted (p = 0.003273). We can conclude that auditors not only give a significantly different total hours staffing compared to the preliminary budget but also they increase manager hours most typically, thus H4 and H5 are supported. However, consolidating the results of the time budget and the audit plan examinations it turns out that auditors, as a response to higher assessed fraud risk, routinely increase sample size or perform standard procedure for which they typically budget higher manager hours. Using more experienced staff for doing more from the same procedures is not effective, and could make an audit engagement excessively expensive.
Conclusion
Our study examined two crucial steps of the audit process; the fraud risk assessment and the audit program planning tasks. Fraud, its detection and prevention have not just been exciting current issues, but also their academic investigation has an extended background. The contribution of this research to the academic literature and to the auditing profession itself is twofold. First, our fundamental objective was to conduct a test in Hungary which delivers answers to a commonly tackled questions in the international literature. Secondly, by contrasting our results to previous researches, we intended to give a hand to the development of external audit profession at national level.
One of our major findings is that the application of the decomposition fraud risk assessment method enhanced the sensitivity of auditors to fraud cues, and as a consequence, they could better differentiate between a high and low fraud risk scenario, while by using the traditional approach they failed to make a significant distinction. The results suggest that the higher the assessed fraud risk is, the more likely auditors will feel the need to consult with external forensic experts is. Examining audit planning decisions the study revealed that decomposition fraud risk assessment improved the ability to identify high risk engagements, however, does not result in an audit plan of higher quality. Auditors generally either perform the standard procedure or increase sample sizes, but do not imply remarkable fraud effective tests. From the aspect of the time budget setting, higher assessed fraud risk usually results in higher total budgeted hours, and most typically auditors increase the budgeted hours for more experienced staff (managers). This might result in an ineffective audit program, where auditors use managers' capacity to cope with increased sample sizes. The failure in giving proper responses to higher fraud risk might arise from two sources. By incorporating the risk of special procedures into the fraud risk assessment model and evaluating the results, we can conclude that the shortage of knowledge is a more significant factor than the lack of the auditors' attention towards the necessity of these procedures. As the occurrence of fraud is quite rare in real life, the most effective way of improving the auditors' knowledge can be overcome by trainings and professional education.
The results could also have a primary impact on our professional practice, as the obvious advantages of the decomposition method might result in its widespread practical implementation. The fact that auditors proved to be unable to give proper responses to a higher assessed fraud risk, might urge the need to make the necessary modifications in the field of professional trainings as well. In order to support the latter idea, further research directions should investigate the relationship between different demographical aspects of participants, such us previous professional experience and training, and the quality of the audit plan responses give. Note: Dependent variable -fraud risk assessment 0.00 -1.00 (probability of fraud, where 0 = no chance of occurrence and 1.00 = 100 % chance of occurrence) 
