We also identify some valuable research directions in this area before concluding this article.
cooperative spectrum sharing, and cooperative jamming techniques for wireless-powered relay, cognitive radio, and secure communication networks. Besides, we will identify several promising yet challenging research trends in these areas.
II. RELAYING PROTOCOLS FOR WIRELESS-POWERED COOPERATIVE COMMUNICATIONS
A conventional three-node cooperative communication network (CCN) consists of one source S, one relay R and one destination D. S intends to transmit its information to D with the assistance of R, which processes the signal received from S and forwards it to D via various relaying protocols, such as amplifyand-forward (AF) and decode-and-forward (DF), etc. In this article, we refer to a CCN with one or more wireless-powered nodes as a wireless-powered CCN (WPCCN). Considering whether S only or R only or both of them are powered by the RF energy 1 , WPCCNs have several distinct network configurations. We subsequently describe each configuration and several representative works:
A. WPCCN with Wireless-powered Source Only
In this setup, only S has no embedded energy supply and is purely powered by the RF energy, while both R and D have stable and continuous power supply, e.g., they may operate with large-capacity batteries or connect to the power grid. As such, S needs to harvest the RF energy from D before transmitting its information to D. In this case, R can not only assist S to forward its information to D as in conventional
CCNs, but also can help D charge S during the energy transfer phase thanks to the new usage of RF signals for wireless energy transfer. Reference [4] investigated this type of WPCCNs and developed two cooperative protocols, namely energy cooperation (E-C) and dual cooperation (D-C), which differs in the relay's roles during each transmission block. The block diagrams of these two protocols are depicted in Fig.   1 , in which we can see that both E-C and D-C split each transmission block into two phases for energy transfer and information transmission, respectively. In the D-C protocol, the information transmission phase is further divided into two consecutive time slots to enable the information relaying. 
B. WPCCN with Wireless-powered Relay Only
As for this network configuration, S has constant power supply, while R is a wireless-powered node or it has embedded energy source but is not willing to use its own energy to help S. In this context, S should transmit its information to D over the direct link. At the same time, R can harvest and accumulate energy from the RF signals emitted by S, and assists its information transmission in an opportunistic manner. An incremental accumulate-then-forward (IATF) relaying protocol for this kind of WEHCNs was proposed in [5] . In the IATF protocol, S sends its information to D via the direct link and requests R to cooperate only when an outage occurs to the direct link and R has accumulated a certain amount of energy, such that the relay has more chances to accumulate the harvested energy to perform effective cooperation when needed.
By characterizing the charging and discharging processes of the relay battery as a finite-state Markov chain, an exact closed-form expression of the system outage probability was derived in [5] . Numerical results
showed that with the same transmit power at S, the IATF scheme can achieve a much lower outage probability than its non-cooperative counterpart (i.e., direct transmission only). This performance gain can be further enlarged by implementing more antennas at R.
C. WPCCN with Wireless-powered Source and Relay
When both S and R are wireless-powered nodes, they need to first harvest energy from D or another dedicated RF energy transmitter before transmitting/forwarding data. This type of WPCCN was studied in [6] , wherein a harvest-then-cooperate (HTC) protocol was proposed and analyzed. In the HTC protocol, S and R can first harvest energy from D in the downlink (DL) and then cooperatively transmit data in the uplink (UL), as shown in Fig. 2 . The performance evaluation of the HTC protocol was also extended to a more general scenario with multiple wireless-powered relays and popular single relay selection schemes. It was illustrated in [6] that the proposed HTC protocol is substantially superior to the existing noncooperative schemes (e.g., harvest-then-transmit protocol) in terms of average system throughput, which improves further with more relays deployed between S and R. Fig. 2 Block diagram of the harvest-then-cooperate (HTC) protocol [6] Reference [7] studied a similar WPCCN with wireless-powered S and D. But, instead of using D as the RF energy transmitter, a dedicated power beacon (PB) equipped with multiple antennas was deployed to supply RF energy to S and R. Thanks to the multiple antennas, the dedicated energy transmitter (i.e., PB)
can implement the optimal energy beamforming to adjust the amount of energy harvested at S and R in different situations of channel fading. By jointly optimizing the time allocation between energy transfer and information transmission, the system throughput can be further improved.
In Table I , we provide a detailed comparison of the aforementioned representative works on WPCCNs. 
III. COOPERATIVE SPECTRUM SHARING FOR WIRELESS-POWERED COGNITIVE RADIO NETWORKS
To meet the explosively-growing wireless data requirements, cognitive radio techniques have been intensively researched to improve the utilization efficiency of licensed spectrum, by allowing the SUs to access the spectrum belonging to the PUs in an opportunistic manner. Spectrum sharing in cognitive radio networks (CRNs) can be generally clarified as three types: interweave, underlay, and overlay. Thanks to the space diversity brought by cooperative relaying, the overlay spectrum sharing, well-known as cooperative spectrum sharing (CSS), can achieve higher spectral efficiency than the non-cooperative interweave and underlay strategies by introducing certain coordination between PUs and SUs. The CSS is a win-win strategy for both primary and secondary systems as they actively seek chances to cooperate with each other to maximize the usage of spectrum. More specifically, the SUs can act as cooperative relays to facilitate the primary data transmission with less resource consumption, as a return, they can access the licensed spectrum for their own data transmission in time, frequency, or space domain.
Incorporating WPC in the future CRNs introduced many new research opportunities. Particularly, the existing CSS strategies for conventional CRNs may no longer work properly in wireless-powered CRNs (WPCRNs) and thus should be re-designed, especially considering the randomness of EH amount, the efficiency of energy transfer, and the energy causality constraint, etc. In a WPCRN, both SUs and PUs could be wireless-powered. In the subsequent two subsections, we will discuss WPCRNs with wirelesspowered SUs and PUs, respectively. When a SU in a WPCRN has no fixed power supply (i.e., wireless-powered), it requires to first perform EH before serving as a relay for the primary system. During this EH period, the PU should rely on itself to transmit information to its receiver. Reference [8] proposed a novel time switching-based CSS strategy and maximized the SU's achievable throughput subject to the throughput constraint of the PU. In the proposed CSS protocol of [8] , each transmission block is divided into four time slots with specific purposes, as illustrated in Fig. 3 . The SU splits the harvested energy into two portions: one portion is used to cooperatively relay the PU's data to exchange for the opportunity of spectrum access for certain duration, and the other is consumed for its own data transmission. By introducing the cooperation between PU and SU, the wireless-powered SU can achieve much higher throughput than other benchmark schemes while guaranteeing a fixed throughput requirement of the PU.
A. WPCRN with Wireless-powered SU
Instead of the time switching-based spectrum sharing scheme proposed in [8] , the wireless-powered SU can also choose to operate in a block-wise EH manner. Reference [9] investigated such a scenario, where the SU implicitly overhears the primary link's transmission and harvest RF energy from the received signals over several consecutive transmission blocks, and opportunistically relay the PU data when it has accumulated a certain amount of energy. In each cooperative transmission block, the incremental DF relaying was implemented to efficiently use the harvested energy. Specifically, when the primary link suffers from an outage, the SU uses a fraction of its harvested energy to re-transmit the primary data along with the PU using the Alamouti coding technique, and transmits its own data using the remaining fraction of its accumulated energy. Otherwise, the SU only transmits its own information in the second phase of cooperative transmission blocks. With the optimal power allocation between primary data relaying and secondary data transmission at the SU, the CSS strategy proposed in [9] can substantially improve the system throughput for both primary and secondary data transmissions.
B. WPCRN with Wireless-powered PU
In an alternative configuration of WPCRN, the PU, instead of the SU, is solely powered by the RF energy. In this situation, the SU with abundant power supply is enabled to perform both energy and information cooperation with the PU. The resource complementarity exists between primary and secondary systems: the PU possesses the licensed spectrum, but lacks of energy, while the SU has adequate energy but has no spectrum. The SU can use its energy to help the PU's EH and information transmission to exchange for the spectrum. To be more specific, the SU can wirelessly transfer energy to the PU together with the PU's serving base station (BS) to enhance the EH efficiency at the PU in DL. Besides, it can help forward the PU's information to the BS to enhance the transmission robustness in the UL. As such, more fraction of licensed spectrum can be released for the secondary data transmission. Zhai et al. first studied a typical WPCRN with a pair of PUs and a pair of SUs, in which the PU is exclusively powered by RF energy [10] .
The CSS was facilitated via the bandwidth allocation, while the energy cooperation was realized via the time allocation. The information cooperation was performed in the subsequent transmission block only when the primary data's direct transmission between PU and BS is unsuccessful. The block diagram of this CSS protocol is shown in Fig. 4 for two distinct cases. The simulation results in [10] demonstrated that the proposed CSS protocol can dramatically boost the throughput of primary network.
(a) Bandwith and time allocations when the primary data is correcly decoded at BS in the previous block (b) Bandwith and time allocations when the primary data is erroneously decoded at BS in the previous block Fig. 4 Block diagram of the EH-based CSS protocol for WPCRNs with wireless-powered PU proposed in [10] .
A large-scale WPCRN with wireless-powered PUs has recently been investigated in [11] , in which each PU is associated with an EH zone and a cooperative region around itself to realize the high-efficient EH and more reliable data transmission. In an EH zone, the SU nearest to the PU is chosen to deliver the RF energy together with the primary BS to the PU. In each cooperative region, the SU with the strongest channel gain to the BS is activated to relay the PU's data. As a reward for the SU's energy and information cooperation, a fraction of disjoint bandwidth is dedicatedly allocated to the secondary data transmission.
The random locations of SUs, PUs, and their serving BSs are assumed to follow independent homogeneous
Poisson Point Processes and the system average throughput was analyzed using stochastic geometry theory.
IV. COOPERATIVE JAMMING FOR WIRELESS-POWERED SECURE COMMUNICATIONS
The quick proliferations of wireless technologies have drawn unprecedented concerns on the security of wireless networks. Besides the cryptography approaches widely used at higher layers, the physical layer techniques, which leverage the inherent properties of wireless propagation channels (e.g., fading and interference) to achieve securer wireless communications, have been gradually becoming popular. Artificial noise-based approach has been recognized as an effective way to strengthen physical layer security. In this approach, a transmitter equipped with multiple antennas transmits secret information to the intended receiver, and at the same time, emits artificial noise to confound the surrounding malicious eavesdroppers.
However, this approach cannot work appropriately when the information transmitter is equipped with single antenna due to size or cost limit. Motivated by this issue and inspired by the conventional cooperative relaying schemes, the cooperative jamming (CJ) technique was developed to reproduce the function of multiple transmit antennas. More specifically, when the single-antenna information transmitter transmits its secret information, single or multiple helper nodes (commonly termed friendly jammers) will simultaneously emit artificial noises to confuse the eavesdroppers.
The WPC technique has warranted the usage of wireless-powered jammer(s) to realize CJ in physical layer security. In this article, we term a secure communication protected by wireless-powered jammer(s) as a wireless-powered secure communication (WPSC). By incorporating wireless-powered jammer(s), the artificial noises can be generated by using the harvested energy, which can make the deployment of dedicated jammers more flexible. Furthermore, it can stimulate more participations of normal nodes in the CJ process as they can help each other but avoid depleting their own batteries. In this sense, the EE of the whole network would be in a great potential to be improved.
The idea of WPSCs was first proposed in [12] , in which a typical four-node secure communication scenario was considered: in the presence of a passive eavesdropper, a source transmits its secret information to the intended destination under the protection of a wireless-powered friendly jammer. A new CJ protocol was designed for the considered WPSC. Since the friendly jammer is an energy-constrained node, it needs to first harvest energy from the source before it can generate artificial noises to assist the source to achieve secure communications. As such, it would be risky for the source to transmit secret information when the available amount of harvest energy at the jammer is relatively low as it cannot perform effective CJ to protect the information from eavesdropping. Motivated by this, in the proposed CJ protocol of [12] , the source transmits secret information to its destination only when the link between them can support the required transmission rate and the jammer has accumulated a certain amount of energy to ensure an effective CJ; otherwise, the source will transfer RF energy to the jammer to further charge it for the usage in upcoming transmission blocks. The achievable throughput of the proposed CJ protocol was analyzed by characterizing its long-term behavior and deriving a closed-form expression of the secret information transmission probability. Furthermore, the rate parameters were optimized to attain the maximum throughput while ensuring a certain secrecy outage probability. Fig. 5 Illustration of the AnJ protocol and its associated DEH and OEH modes [13] Bi et al. has extended the concept of WPSC to another interesting scenario in [13] , where a wirelesspowered full-duplex (FD) jammer is employed to confuse passive eavesdropping. A novel CJ strategy, termed accumulate-and-jam (AnJ), was developed for the considered WPSC. In the proposed AnJ protocol, the system switches between two working modes (i.e., dedicated EH (DEH) mode and opportunistic EH (OEH) mode shown in Fig. 5 ) depending on the quality of the main link between source and destination and the amount of accumulated energy at the jammer. Compared with the half-duplex (HD) jammer adopted in [12] , the FD wireless-powered jammer has two main merits: On one hand, the jammer can always scavenge energy from the source's signals, even when it is transmitting jamming signals. On the other hand, besides its main objective of confounding the eavesdropper, the jamming signals can also be utilized as a potential energy source via the self-loop channel among the transmitting antennas and receiving antennas of the jammer. As such, the FD jammer are expected to store more accumulated energy and execute more effective CJ than its HD counterpart in a long run. This has actually been validated by the simulation results given in [13] . Some practical issues, such as finite battery capacity and imperfect channel state information, were incorporated into the system performance evaluation framework.
Reference [14] studied a secure AF relay communication scenario with multiple wireless-powered friendly jammers equipped with multiple antennas. To realize the information relaying, each transmission block is divided into two phases. In the first phase, the source sends information-bearing signals to the relay, which are treated as RF energy at the jammers and are deemed to be secure as no direct link between source and eavesdropper is assumed. In the second phase, the relay amplifies and forwards the source's information to the destination under the risk of being eavesdropped. To protect the information of the second hop, the wireless-powered jammers will consume the energy harvested during the first slot to perform CJ. The artificial noise covariance matrix for cooperative jamming and the AF beamforming matrix of the relay were jointly optimized to maximize the secrecy rate subject to the transmit power constraints of the AF relay and the wireless-powered jammers. Both perfect CSI and imperfect CSI scenarios were studied. It is worth pointing out that the framework developed in [14] failed to incorporate the inherent energy accumulation behavior of the jammer batteries as it presumes that the jammer batteries become empty at the beginning of each transmission block even though the harvested energy was not exhausted in the previous blocks.
V. FUTURE WORKS
In this section, we identify some interesting research directions that can be further explored in the areas of cooperative WPC networks.
 Characterization of Energy Accumulation Processes in WPC:
For simplicity, the majority of researches in WPC considered time-switching/power-splitting based EH mechanisms, in which the harvested energy of wireless-powered nodes during each scheduling slot was used instantly and exhaustively in the current slot. However, due to the severe propagation attenuation of RF signals, a wireless-powered node normally harvests a small amount of energy during each scheduling slot, which is not enough for instantaneous transmission or cooperation to a large extent. Thus, it is of great paramount to equip wireless-powered nodes with energy storage (e.g., a rechargeable battery) such that they can accumulate sufficient amount of harvested energy and then perform an effective transmission/cooperation in an appropriate time slot. More researches in this line should focus on characterizing the inherent energy accumulation feature and the resultant network protocol designs for WPC.
 Practical Energy Harvesting and Consumption Models:
The simple linear EH model was extensively adopted in the literature. As discovered by recent measurement results, the EH process is far from linear. In this case, the existing cooperative strategies designed based on the linear EH model should be re-visited or even re-designed to achieve a better practical performance. On the other hand, the open literature widely assumed that the energy consumption of wireless-powered nodes is dominated by signal transmission, and other energy expenditure, caused by signal processing, channel estimation, and circuitry operation, is ignored. Since the amount of harvested energy is normally small, the ignorance of other energy dissipation may lead to an unrealistic system performance. A more reasonable energy consumption model should be proposed and incorporated into the system design of WPC to ensure an achievable performance in practice. each cooperative node (e.g., relay, SU, and jammer) should be associated to the nodes that need help. In this cooperation assignment process, the energy status of wireless-powered nodes should be carefully taken into account to achieve a good network-level performance.
 Mechanism Design for Cooperative Strategies in WPC:
Almost all the existing works in this area presumed that the cooperative nodes are always willing to help. However, in practice, the cooperative nodes may be rational and selfish such that they participate in the cooperation only when they can acquire certain benefits. In this sense, game theory or contract theory should be adopted to design some appropriate incentive mechanisms to encourage the cooperation in WPC to achieve higher system energy efficiency (see [15] as a good example).
VI. CONCLUSIONS
In this article, we have overviewed the cutting-edge progresses on the design and analysis of cooperative strategies for wireless-powered communications (WPCs), which can promisingly boost the network performance including energy efficiency in a wide range of network setups. More specifically, we have summarized the recently developed relaying protocols for wireless-powered cooperative communications, cooperative spectrum sharing schemes for wireless-powered cognitive radio networks, and cooperative jamming strategies towards wireless-powered secure communications. At last, several future research directions for cooperative strategies in WPC were identified and discussed. In a nutshell, this article is expected to provide an accessible and general survey on how to design the cooperative strategies towards energy efficient WPCs.
