Abstract-In this paper, we present a parity detection algorithm for residue number system using three-modulus set {2p − 1, 2p + 1, 2p
I. INTRODUCTION
Residue number system (RNS) [1] , which can be applied to cryptography, image processing, digital filtering, parallel computation, and cloud computing [2] , [3] , [4] is based on Chinese remainder theorem. In RNS, a large integer can be represented by a set of small integers. It has the property of carry-free, and thus, allows parallel processing of addition, subtraction, and multiplication. However, other RNS operations, such as comparison of two integers, division, overflow detection, and sign detection, are still difficult to perform [5] , [6] , [7] .
It has been shown that the division operation depends on comparison, comparison depends on overflow detection, overflow detection depends on sign detection, and sign detection depends on parity detection. Therefore, with the parity detection algorithm, we can solve many difficult operations in RNS.
In 1992, Lu and Chiang [8] showed that comparison can be speedup by an efficient parity detection algorithm. However, the parity detection algorithm proposed in their paper requires table look-up and fractional operation to determine the parity of an RNS number. In 2006, Chen [9] presented a new parity detection algorithm which does not need any table look-up. The algorithm works for two-modulus set of the form {2 h − 1, 2 h + 1} for some positive integer h. In Chen's algorithm, if x 1 ≥ x 2 , the parity of the RNS number X = (x 1 , x 2 ) is (x 1 + x 2 mod 4)/2 . Otherwise, the parity of the RNS number X is [(x 1 + x 2 mod 4) − 1]/2 . In 2011, Chen and Hsueh [10] improved Chen's algorithm [9] . The new algorithm works for the two-modulus set {2p − 1, 2p + 1} where p is a positive integer. They showed that, if x 1 ≥ x 2 , the parity of the RNS number X = (x 1 , x 2 ) is (p mod 2)(y 0 ⊕ y 1 ). Otherwise, the parity of the RNS number X is (p mod 2)(y 0 ⊕ y 0 ⊕ y 1 ) where y 1 and y 0 is the binary representation of x 1 + x 2 .
In 2008, Shang et al. [11] presented a parity detection algorithm based on the three-modulus set {2
h −1, 2 h +1, 2 2h +1}. It requires two modular adders and a carry-look-ahead chain to determine the parity of an RNS number. In 2013, Hong et al. [12] presented a parity detection algorithm for the twomodulus set {2p − 3, 2p + 3}, where p ≡ 2 (mod 3). They showed that, if x 1 ≥ x 2 and p is odd, then the parity of X is (5x 1 + x 2 )/6 mod 2. If p is even, then the parity of X is x 1 +x 2 + (5x 1 + x 2 )/6 mod 2. If x 1 < x 2 and p is odd, then the parity of X is (5x 1 + x 2 − 1)/6 mod 2. If p is even, then the parity of X is
To the best of our knowledge, there is only one existing algorithm for solving the parity detection problem for threemodulus set of the form {2 h −1, 2 h +1, 2 2h +1}. In this paper we propose an algorithm to solve the parity detection problem of three-modulus set {2p−1, 2p+1, 2p
2 −1} for some integer p > 1. This is a generalization of Shang et al.'s algorithm.
For computing the parity of X = (
With the function G(d), we can determine the parity of X in an efficient way.
II. PRELIMINARY
In this section, we first introduce the notations used in this paper. We then introduce the basic theory of parity detection algorithm. Finally, we review the algorithm of Lu and Chiang [8] to establish the concept of parity detection algorithm.
A. Notations and Definitions
The followings are basic notations used in this paper.
, it means xy ≡ 1 (mod z). 4) If x = y , it means x is the greatest integer smaller than y. Our algorithm is based on the residue number system which can be defined as follows. 
. . m n . For a arbitrary integer X satisfies 0 ≤ X < M, it has an unique residue number system (RNS) representation on T . That is,
Suppose that two numbers, X and Y , are represented as
We use ⊗ to represent the operator of additions, subtractions, and multiplications. The arithmetic in RNS can be expressed as
From the definition of the mod operation, all modulus are positive. x i may be less than y i , which yields
. . .
has a solution which is unique modulo the integer M , where
B. Method of Lu and Chiang
This paper [8] is the first to provide a algorithm to check a number's parity with RNS. All the other existing algorithm are based on this paper.
Given modulus-set T = {m 1 , m 2 , . . . , m n } and X = (x 1 , x 2 , . . . , x n ). With the CRT,
And the modulus M operation can be regard as minus M r-times. So the equation above can be rewrote as below.
. . , n, m i is odd, this implies M and M i are odd numbers. Therefore the parity of X is decided by
and r. So it is important to find out the value of r.
We can rewrite Equation.
(1) as below:
M is smaller than 1. So the equation above can be rewrote as below:
By Equation.
(1), we establish the basic algorithm to detect the parity of X, that is the parity of X is equal to F (
(2), we needs a lot of computations to compute out the value of r. But in fact, we need only the parity of r to decide the parity of X. So we must find out a way which needs only a few computations to compute the parity of r.
III. REVIEW FOR METHOD OF CHEN AND HSUEH
After Lu and Chiang, Chen [9] is the first one to develop a parity detection algorithm with modulus-set which elements has close-form. Chen uses the two modulus-set T = {2 h − 1, 2 h + 1}. Five years later, Chen and Hsueh [10] improved Chen's algorithm to solve the two modulus-set T = {2p − 1, 2p + 1}. Chen and Hsueh's algorithm can be described as follows:
Given the two modulus-set T = {2p − 1, 2p + 1} and M = (2p−1)(2p+1) = 4p
2 −1 where p is a positive integer. For any arbitrary integer X satisfies 0 ≤ X < M, x 1 = X mod 2p−1, x 2 = X mod 2p + 1, X =(2p + 1)x 1 (2p + 1)
In the equation above, (2p + 1)
And since
,
(3) can be written as below:
, then Equation. (4) can be written as:
Then they discuss Equation. (5) with boundary of δ to get the conclusion below :
where y 1 y 0 is the binary representation of x 1 + x 2 mod 4.
IV. PARITY DETECTION TECHNIQUE FOR THREE MODULUS-SET
Shang et al.'s algorithm [11] is the only one existing algorithm using the modulus-set with three element. But this algorithm requires two modular adders and a carry-look-ahead chain.
In our algorithm, we choose T = {2p − 1, 2p + 1, 2p 2 − 1} to be our modulus-set. M = (2p − 1)(2p + 1)(2p 2 − 1). Then for any arbitrary integer X satisfies 0 ≤ X < M, the RNS representation of is X (x 1 , x 2 , x 3 ) . By Equation.
(1) and Equation.
(2), we have
Next, we will show the propositions of our algorithm.
Proposition 1. The inverse of (2p + 1)(2p
Proof.
With proposition 1, proposition 2 and proposition 3, we can rewrite Equation. (6) and Equation. (7) as below :
Equation. (9) is equivalent to the equation below :
In Equation. (8), because (2p + 1)(2p 2 − 1)(2p − 2) is an even number, the parity of x 1 does not affect the parity of X; (2p− 1)(2p 2 − 1), (2p − 1)(2p + 1), and M are odd numbers, so we can conclude that:
Let r = x 1 + r , that is
After simplification, we have
and
We prove G(d) = r , it is equivalent to prove that ⎧ ⎪ ⎨ ⎪ ⎩ First, we are going to prove that
Second, we prove that
Hence, if M ≤ e, then 2m 3 < d.
Implies that By the results above, we have prove that G(d) = r .
Let G(d) define as below :
Since r = x 1 + r = x 1 + G(d),
By Equation. (11),
In this paper, we propose a parity detection algorithm for residue number system with the three modulus-set {2p − 1, 2p + 1, 2p
2 − 1}. To the best of knowledge, it is the first algorithm that for three modulus-set and without any modular adders or a carry-look-ahead chain.
Note that, in our algorithm, the one of modulus is much larger then the others. It is more practical to select modulus with equal size, that is, the same number of bits.
