With a view toward creating a national Early Detection and Rapid Response Program (EDRR) program, the United States National Invasive Species Council Management Plan for 2016-2018 calls for a series of assessments of federal EDRR capacities, including the evaluation of ''relevant federal information systems to provide the data and other information necessary for risk analyses/horizon scanning, rapid specimen identification, and rapid response planning.'' This paper is a response to that directive. We provide an overview of information management needs for enacting EDRR and discuss challenges to meeting these needs. We then review the history of relevant US policy directives for advancing invasive species information systems and provide an overview of federal invasive species information system capacities, including current gaps and inconsistencies. We conclude with a summary of key principles and needs for establishing a national invasive species information framework. Our findings are consistent with earlier studies and, thus, emphasize the need to act on long-recognized needs. As a supplement to this paper, we have cataloged federal invasive species databases and information tools identified through this work.
Introduction
The early detection of and rapid response to invasive species (EDRR) is considered a guiding principle for minimizing the impact of invasive species in an expedited yet effective and cost-efficient manner (Reaser et al. 2019a) . With a view toward creating a national EDRR program, the United States National Invasive Species Council (NISC) Management Plan for 2016-2018 calls for a series of assessments of federal EDRR capacities, including the evaluation of ''relevant federal information systems to provide the data and other information necessary for risk analyses/ horizon scanning, rapid specimen identification, and rapid response planning'' (NISC 2016) . This paper is one of five assessment outputs responding to the Management Plan directive with regard to federal information management system capacities. Wallace et al. (2018) provide a broad overview of responses to a federal survey of information system capacities, which is discussed later in this paper. Martinez et al. (2019, this issue) include information technology capacities and needs as identified via a federal survey. Wallace et al. (2019, this issue) provide guidance for improving access to and analysis of invasive species information. As a complement to our paper, Simpson et al. (2019) have published the first catalog of databases and information tools key to the establishment of a national EDRR program.
EDRR is dependent on the ready availability of high-quality information at every stage in the process (Reaser et al. 2019a, this issue) . Following the EDRR framework proposed by Reaser et al. (2019a Figure 1 , this issue), practitioners need easy access to information that enables them to establish the legal and institutional frameworks that enable EDRR planning and enactment (Burgos-Rodríguez and Burgiel 2019a, b, this issue), develop effective and costefficient decision support tools (Meyers et al. 2019 , this issue; Morisette et al. 2019 , this issue), intercept non-native organisms, and accurately and quickly identify the organism(s) (Lyal and Miller et al. 2019, this issue) . They also need the capacity to report the authoritatively identified organisms to appropriate decision-makers, and then to the decision implementer(s) in a relatively short amount of time (see Reaser et al. 2019a , this issue, for discussion on ''rapidness''). Information is also necessary to support institutional and programmatic planning (Burgiel 2019, this issue), for the development and appropriate application of the various technologies (Martinez et al. 2019, this issue) , and for skills training applied during EDRR enactment (Burgiel 2019, this issue).
While the need for accurate, readily accessible information to support EDRR may be conceptually obvious, it has thus far proven challenging to establish invasive species information systems that effectively serve the needs of policy and management decisionmakers at national and regional scales over the long term (Ridgway et al. 1999; Ricciardi et al. 2000; Fornwall and Loope 2004; Graham et al. 2008) . The reasons for this are multiple:
Type of data collected and reported. Until recently, biodiversity data collection and reporting has largely focused on information relevant to native species. Non-native species were often excluded from biodiversity inventory, monitoring, and research initiatives and thus data on occurrence outside of the native range, biology in novel environments, and observable impacts were not included as information fields in biodiversity datasets (Simpson 1964) .
Data sharing concerns. There are numerous reasons why there is resistance to making species-locality data publicly available, and limits to data sharing may be one of the most substantial challenges to enacting a well-integrated information framework (Jarnevich et al. 2007 ). For example, in the context of threatened and endangered species, there are concerns that rare species would be collected for illegal trade or destroyed to avoid regulatory restrictions on land management (Ruhl 1998; Lueck and Michael 2003) . With regard to non-native species data, the private sector may have concerns about protecting the commerce information associated with invasive species interceptions at points of entry or along invasion pathways. Those trade data might also eventually be used to ''make the polluter pay'' for invasive species impacts (Jenkins 2002; Knowler and Barbier 2005) . Resource managers recognize the risk that alreadyintroduced non-native species may be collected and intentionally spread to new locations for harvest (e.g., sport/food) (Hernández et al. 2018) or beautification (especially ornamental plants) (Blaustein 2001; Keil and Hickman 2014; Linz et al. 2007) . Information system managers may also have limited data-sharing capacities due to the (a) various security restrictions that can provide political and technical barriers to data movement, and (b) lack of sufficient policy and personnel support, especially when sharing data is perceived to be beyond the core mission of a particular initiative.
Data quality and definition. Invasive species information systems and their outputs are only as good as the data contributed to them. The time and expense required to ensure that data are of high quality can be substantial and are notoriously difficult to secure institutionally. Being able to authoritatively define the applicability of data (fitness for use) is one aspect of ensuring data quality (Anderson et al. 2016; McGeoch et al. 2016) . Because definitions of non-native species and invasive species vary, particularly with regard to the applicable scale of the definitions (e.g., ecosystem vs. political jurisdiction) (Richardson et al. 2000; Colautti and MacIsacc 2004; Beck et al. 2008; Simpson and Eyler 2018) , data definition, valuation, and comparison can be difficult to achieve even within a single information system that serves as a repository of data from multiple sources.
For the purposes of this paper, unless otherwise distinguished to make a specific point, we use the term ''non-native species data'' to include the subset of data that could be defined as ''invasive species.'' However, in keeping with programmatic norms, we refer to ''invasive species information systems'' and a ''national invasive species information framework'' as inclusive of all non-native species data, not just data backed by analyses of harm.
Information system cost and sustainability. The startup and maintenance costs of any given system need to be considered in the context of returns on investment over the long-term and across the scale of influence. Although an information system costbenefit analysis is beyond the scope of this paper, we emphasize the need for institutional recognition and commitment to information systems as their value increases over time. Due to financial and institutional limitations, there is a long history of biodiversity information system collapse, including for information systems focused on invasive species. This collapse includes total information system shutdown [e.g., the Invasive Species Information Node of the National Biological Information Infrastructure (Huber 2012) ] and failure to update and/or quality control data over time even if the system still exists in name [''information system languish,'' e.g., the Global Invasive Species Information Network and the Invasive Plant Atlas of the MidSouth (Gore and Hossler 2006) ]. Many of the databases relevant to invasive species management identified by Ridgway et al. (1999) no longer exist or have been inadequately maintained over the last two decades.
Information system independence and access. Biodiversity information systems are developed for many purposes by government agencies, non-governmental organizations, academic institutions, the private sector, and individuals. In many cases, the systems were not developed with the explicit intent of making the data publicly accessible or sharable among information systems and for more synthetic and overarching monitoring and analysis (e.g., Cooperative Agricultural Pest Surveys at https://napis.ceris. purdue.edu/home, Accessed 26 September 2019; Centre for Agriculture and Bioscience International's [CABI's] Crop Protection Compendium at https:// www.cabi.org/cpc, Accessed 26 September 2019). Although the quantity and quality of non-native species data have been improving over time, the information systems containing the data have often remained difficult to access and integrate (Groom et al. 2015; Western Governors' Association 2018) .
Focus on environmental professionals. Traditionally, biodiversity information systems have housed data collected by environmental professionals. While this reflects the valid need to ensure that data are accurate and thus reliable for decision-making, it has also limited the scale of information input and information system support by a contributing public. Citizen scientists have demonstrated a strong will and capacity to contribute valuable biodiversity information (Amano et al. 2016; Chandler et al. 2016 Chandler et al. , 2017 .
Because of the wide range of information needed to enable a national EDRR program (Table 1 and further discussed below), efforts must be focused on building a comprehensive national invasive species information framework (sometimes termed ''cyberinfrastructure''; Graham et al. 2008) . A national EDRR program thus depends on the capacity of the federal government and other information collectors and providers to overcome these basic biodiversity information system challenges. Progress is being made in this regard. For example, information systems are being developed at national and regional scales that focus on non-native species data (e.g., Western Governors' Association 2018), and pre-existing biodiversity information systems are being adapted to enable the uptake, sharing, and analysis of non-native species data (e.g., Simpson et al. 2009; Schimel et al. 2011) . In a few cases, the provisioning of these non-native species data is undertaken with the stated intent of serving EDRR applications (e.g., Bargeron and Moorhead 2007; Lombard and Boettner 2014; Fuller and Neilson 2015) .
Analytical tools are now widely available to make it more time-and cost-efficient to provide quality control of data (Vandepitte et al. 2015) . Increasingly, data collected by citizen scientists is recognized as of equal value to data collected by environmental professionals and is thus being contributed into biodiversity information systems at various scales (Delaney et al. 2008) . The popularity of citizen science initiatives is now driving the development of biodiversity identification and data collection apps to be employed on mobile phones (Martinez et al. 2019, this issue) .
Open access and inter-operable information systems have become a cultural standard in the information management community writ large (Mauthner and Parry 2013) , including among those working in the environmental field (Reichman et al. 2011 ). The NISC Secretariat recently released guidelines for invasive species information standardization and sharing to facilitate this process (Wallace et al. 2019, this issue) .
Recommendations for developing an effective invasive species information framework have been made previously for national, regional, and global scales of application (Ricciardi et al. 2000 ; Federal Interagency Committee for the Management of Noxious and Exotic Weeds 2003; Fornwall and Loope 2004; Graham et al. 2008; Magarey et al. 2009; Helf 2011) . Building on this previous body of work and consistent with the framework in Reaser et al. (2019a, this issue), we provide in Table 1 our perspective on the components required of an invasive species information framework intended to serve a national EDRR program. The following constitute the core operational principles for an invasive species information framework supporting EDRR:
(a) Adoption of standards, formats, and protocols that enable the interoperability of relevant information systems (Wallace et al. 2018 (Wallace et al. , 2019 , this issue);
(b) Ability to handle increasingly large data sets (i.e., big data); (c) Inclusion of data (ideally, authoritatively verified) on non-native species occurrence within the US according to species, point locality, and date of observation; (d) Ability to distribute alerts of non-species occurrence (ideally, authoritatively verified) to those responsible for response needs assessment; (e) Ability to notify data users when data corrections are made; (f) Inclusion or link to data on the biological characteristics, documented impacts, and response measures for the non-native species globally; (g) Capacity for data to be readily transferred into high-performance analytical and decision support tools that, at a minimum, enable target analyses , this issue), risk screening (Meyers et al. 2019 , this issue), costbenefit analyses of potential response measures and response prioritization (feasibility screening), and response planning; and. (h) Cataloging of information products (ideally, standardized) resulting from data analyses mentioned in points c-f (i.e., an open-access information product clearinghouse), including public-friendly species identification guides and watch lists (Reaser et al. 2019b , this issue).
The benefits of building a national invasive species information framework extend well beyond the direct application to invasive species prevention, eradication, and control. For example, resource managers could use occurrence data for highly flammable Who is in charge?
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Ideally, would be reported in standardized database of response measures invasive grasses along with other relevant information to project fire risk (Pilliod et al. 2017) , and infrastructure managers could use data on the occurrence of burrowing invasive species (such as non-native termites) to identify structures that may be at high risk of failure, especially during extreme weather events (Invasive Species Advisory Committee 2016). The cost savings to the public and the private sector from just these two additional applications could be in the billions of dollars annually.
US Government policy
The US federal government has responsibilities for information management at every stage in the EDRR process ( Figure 1 in Reaser et al. 2019a , this issue; Table 1 ); agencies collect, manage, and share information, and they provide funding for non-federal information management activities that meet federal needs. Although specific visions have varied through time, the need for a strong federal invasive species information infrastructure (a key component of a national framework) has been recognized for at least two decades (Reaser et al. 2019a , this issue). For example, the Davis Declaration, which emerged out of a 2001 workshop held by the US Geological Survey (USGS) and the Global Invasive Species Programme in Davis, California, recognized the need for governments to have access to the information services and tools necessary for invasive species prevention, eradication, and control. It also acknowledged that invasive species information services were proliferating, but not being sufficiently coordinated. The authors of the Declaration noted a need to efficiently address overlapping and/or duplicative efforts and to minimize major gaps in coverage for some taxonomic groups and regions of the world. Among other things, the Davis workshop participants called for greater support for information system coordination, informatics tool development, and capacity building for information services (Fell 2001; Davis Declaration 2001) . Two decades later, it is difficult to quantify progress made by the US federal agencies in responding to the Davis Declaration and similar calls to action. Some of the shortcomings may be in keeping with the information management challenges outlined at the beginning of this paper: large focus on native species data (Simpson 1964) ; restrictions on data sharing (Ruhl 1998; Lueck and Michael 2003) ; and data fitness for use (Anderson et al. 2016; McGeoch et al. 2016) . Others are due to the routine changes in federal policy priorities associated with administration turnover, such as the discontinuance of the US Invasive Species Early Detection Rapid Assessment and Response National Framework with the shutdown of the National Biological Information Infrastructure (Huber 2012) . Fundamentally, the problem may reflect a general lack of recognition of the value of biological data and the returns on investment (economically, politically, and otherwise) that come from access to and analysis of reliable biodiversity information (Juutinen 2008; Laurila-Pant et al. 2015) . This is a long-standing problem worldwide (Heywood 1995 , Lindenmayer et al. 2012 . The most relevant highlevel directives for federal invasive species information system advancement in the US are outlined below.
In 1999, Executive Order 13112 charged NISC with establishing a coordinated, up-to-date informationsharing system that emphasized the use of the internet for documenting, evaluating, and monitoring impacts from invasive species on the economy, the environment, and human and animal health (Executive Office of the President 1999). Acknowledging that relevant databases already existed for various purposes and that their current structures did not make for ease of information sharing (Ridgway et al. 1999) , the first National Invasive Species Management Plan (NISC 2001) devoted a section to priority actions for advancing federal invasive species information management. Although the US Department of Agriculture (USDA) National Agriculture Library's National Invasive Species Information Center (https://www. invasivespeciesinfo.gov, Accessed 28 September 2019) was inspired by the Plan's intent and provides a gateway to relevant information resources, the envisioned information management outputs of the Plan remain largely unachieved. Specifically, the Plan's item 50, ''an invasive species assessment and monitoring network comprised of on-the-ground managers of federal invasive species programs and appropriate technical specialists,'' has not been implemented. Item 51, ''guidance for managing information concerning invasive species in aquatic and terrestrial environ-ments… developed in consultation with [relevant agency bodies as listed], and other stakeholders, [to include] emerging technologies for information collection [and] lower-cost information tools for wide distribution'' was not developed, and ''standard protocols for information collection and sharing, including taxonomy, identification, inventory and mapping, monitoring, and assessments of invasive species populations'' were developed by the non-governmental North American Weed Management Association in 2002, but only for mapping weeds (North American Invasive Species Management Association 2019). The Plan's item 53, a North American invasive species compendium, was not completed until 2012 and is global in scope (CABI 2019). To the authors' knowledge, the Plan's item 54, a comprehensive ''locator for occurrences of invasive species in the United States within each county'' has not been attempted.
The 2008-2012 National Invasive Species Management Plan (NISC 2008) included a section focused on enhancing data standards and quality to improve access and ability to search across databases and federal data sources. The majority of the action items were either a continuance of the actions identified in the previous plan (e.g., develop the Invasive Species Compendium), or tasks involving expansion of existing information systems (e.g., the PLANTS database [Natural Resources Conservation Service 2019] and NISbase, a database integrator now abandoned) and greater engagement in multi-national invasive species information initiatives (e.g., the Global Invasive Species Information Network, now largely abandoned for lack of funding). Much of this work, such as a plant pathogens database and an invasive species pathways database, also remains to be done.
The 2016-2018 NISC Management Plan (NISC 2016) included two action items intended to advance federal invasive species information management. The first was to establish guidance for data management standards, formats, and protocols. The output is included in this Special Issue (Wallace et al. 2019, this issue) . As a follow-on to recommendations made in an interagency document broadly addressing federal EDRR capacities (US Department of the Interior 2016), the second priority action called for an assessment of ''relevant federal information systems to provide the data and other information necessary for risk analyses/horizon scanning, rapid specimen identification, and rapid response planning'' in the context of a national EDRR program. Our paper is one of three assessment outputs (see also Wallace et al. 2018 and Wallace et al. 2019, this issue) .
Most recently, Executive Order 13751 (Executive Office of the President 2016) directed federal agencies to (a) develop, share, and utilize similar metrics and standards, methodologies, and databases and, where relevant, platforms for monitoring invasive species; and (b) facilitate the interoperability of information systems, open data, data analytics, predictive modeling, and data reporting necessary to inform timely, science-based decision-making. Collectively, the Council was directed to advance national incident response, data collection, and rapid reporting capacities that build on existing frameworks and programs and strengthen early detection of and rapid response to invasive species, including those that are vectors, reservoirs, or causative agents of disease.
In the remainder of this paper, we summarize the current capacities and needs for securing the federal information infrastructure, as a component of a national invasive species information framework, to support a national EDRR program. Although the directive and review are federally focused, we underscore the need for federal information systems to make data publicly available and to be able to interface with non-federal information systems domestically and internationally (particularly those of neighboring countries and trade partners). States have also recognized this need for data sharing, aggregation, and integration (Bois et al. 2011; Western Governors' Association 2018).
Review of federal capacities
In response to the aforementioned 2016-2018 NISC Management Plan directive, the NISC Secretariat invited the sixteen US federal bodies represented by Council leadership (https://www.doi.gov/ invasivespecies/about-nisc, accessed 28 September 2019) to respond to a survey (Reaser et al. 2019a , Appendix S1, this issue). Reaser et al. (2019a, this issue) provide an overview of the summary process and general outputs. The results of the information management component have been summarized by Wallace et al. (2018) . In general, their report echoes previous findings (e.g., Ridgway et al. 1999; Bruno et al. 2001; Davis Declaration 2001) , indicating that the US government lacks a coordinated invasive species information infrastructure at all levels (interdepartmental, department/agency, bureau, and even among sites within the same bureau); agencies have not yet cataloged information systems relevant to invasive species EDRR nor strategically assessed how their existing information systems could be improved to support EDRR; and biodiversity data collection among and within agencies is driven by multiple, dynamic factors (e.g., grant availability and project goals) that lead to inconsistent data collection (scope and frequency), highly variable data management (esp. data fields and frequency of updating), poor data and database standardization, and challenges with information system sustainability.
Federal agencies responding to the survey generally recognize a need for more consistent funding, sitespecific data on non-native presence (occurrence), absence (lack of detection), and documented impacts (especially economic impacts) by species in a locality. There is also a growing need for expanded information system functionality (e.g., ability to send or broadcast alerts of recent occurrences) and interoperability (i.e., sharing data into a limited number of data integrators allowing for more extensive data analyses). The survey also revealed a co-dependency between federal and non-federal information systems. Federal agencies rely heavily on generally more taxonomically or geographically focused non-federal information systems for data needed to advance key components of an EDRR system (e.g., occurrence, species identification, risk screening, response measure options), while many non-federal information systems rely on federal funding, endorsement, data input, and/or analytical support.
Three limitations should also be considered with regard to the findings of Wallace et al. (2018) : (1) not all agencies responded (some do not host relevant information systems), (2) the depth of response varied widely among agencies, and (3) agencies may have information systems that are relevant to EDRR but not identified as such by the agency because the information system was developed with different goals in mind.
While gaps in agency responses exist, the review by Wallace et al. (2018) does provide a coarse-scale picture of how non-native species data are collected and used by various federal agencies. The responses from these agencies also express common challenges to information system capacity and substantial needs for improving the capacity of relevant information systems. The responses further indicate that federal government approaches to information management are unique to each agency. For example, some agencies are more engaged in cross-agency information sharing and/or working with non-federal partnerships than others. These findings suggest that any effort to build a multi-agency information framework to serve EDRR nationwide will need to carefully consider the differences in agency culture and how to foster a unified mission.
To garner a more comprehensive understanding of the information resources that federal agencies are using to enact EDRR and the remaining needs for building a comprehensive federal information infrastructure, we expanded on Wallace et al. (2018) by augmenting their findings through a five-pronged approach: (1) reviewing the survey results for findings not previously reported but of particular importance in the context of this paper, (2) adding information from previous invasive species information system assessments (Ridgway et al. 1999; Bruno et al. 2001) , (3) including current programmatic information available online, (4) summarizing discussions with federal information system managers, and (5) including the expertise of the authors (all have experience establishing, managing, or routinely using federal invasive species information systems). The results of this effort have been published by Simpson et al. (2019) (Wallace et al. 2016 ). However, the databases to which these data are contributed may not be interoperable with the federal databases used to analyze regional or national patterns and trends. This means that data collected by federal agencies may not be readily available in the federal invasive species information EDRR infrastructure (e.g., iNaturalist and eBird are contributed to the Biodiversity Information Service Our Nation [BISON] information system but not rapidly enough to support EDRR). (f) Information systems that include non-native species data as a subset of all biodiversity data (e.g., BISON at USGS and the USDA Plant List of Attributes, Names, Taxonomy, and Symbols [PLANTS] in the federal system, and iNaturalist and eBird in the private sector) are not being fully leveraged by federal agencies for their non-native species occurrences. For example, some federal survey responses (described in Wallace et al. 2018) suggest that agencies may be unaware of these large information resources and/or their potential application to EDRR. (g) In general, non-native species data are not being sufficiently managed to enable a wide-range of analytical applications. For example, the data contained in many information systems are not processed and/or delivered in a manner that makes them readily useable for species distribution modeling, especially for projecting future patterns and trends (Elith et al. 2006) . Museums that collect data important to taxonomic relationships may only secondarily provide the exact location of the species (which can be used for distribution modeling). Issues regarding ''fitness for use'' are not uncommon because data are often collected for reasons narrower than the possible applications that emerge through time (Guillera-Arroita et al. 2015) . Cost efficiencies may improve when data are retroactively ''made fit'' in lieu of new data collection (Frank 1998) , but this depends on the type of data and purpose of application.
Our review enabled us to create the first catalog of databases and information tools (Simpson et al. 2019 ) that federal agencies are using to enact EDRR. In total, 44 databases and 51 information tools were identified (e.g., apps). It should be noted that the distinction between database and information tool may not have been readily apparent or warranted. Thus, the same information system may be included in both catalogs, and some information system managers may have different opinions with regard to placement in the catalog. Also, our compilation represents a snapshot in time. Nevertheless, static versions of these catalogs have been published, and it is our intention to make periodic updates to this catalog available via USGS's ScienceBase online system. The dynamic versions will serve as living resources for federal agencies and their partners, but the current version is frozen for archival purposes. These databases and tools are the foundation on which a comprehensive federal invasive species information infrastructure can be built and contribute to a national EDRR program.
By creating the catalog, identifying the database or tool attributes, and reviewing the outstanding information system needs identified by the federal agencies, we were able to summarize the status of federal information system capacities in accordance with each of the EDRR components identified in Table 1 . This status is summarized in Table 2 . Information gaps are apparent for each EDRR component, but particularly remarkable for supporting target analysis, sharing the outputs of target analyses, performing risk and feasibility screening, and implementing response measures. This lack of capacity greatly undermines the ability of government agencies to institutionalize and enact effective incident command structures (Burgiel 2019, this issue).
Summary of principles and needs identified
Developing the national invasive species information framework to support a national EDRR program is a formidable task. Based on our assessment of current capacity and lessons learned from previous efforts (Federal Interagency Committee for the Management of Noxious and Exotic Weeds 2003; US Department of the Interior 2016), success will largely depend on the ability of government agencies and their partners to agree to a common vision and leadership mandates, secure vital information systems over the long term, motivate data reporting and sharing, improve current information system capacities, and invest in-or otherwise promote-the development of associated analytical tools. Adherence to the following operational principles will facilitate information framework development.
No single information system can do it all. A coordinated framework of interoperable information systems, federal and non-federal, is required (Graham et al. 2008) .
Think and act openly. Open-access information systems are now a ''best practice'' for information management. The federal government has established open-access policies (https://www2.usgs.gov/quality_ integrity/open_access, Accessed 26 November 2018). However, there is still a need to mobilize non-public federal data into publicly accessible information systems. This is particularly true of species occurrence (intercept) data collected at points of entry (National Agricultural Pest Information System 2019).
Information systems not initially designed for EDRR can support EDRR. Well-established biodiversity databases can help advance an invasive species information framework by encouraging the collection and reporting of non-native species data. For example, the US Geological Survey's BISON database (https:// bison.usgs.gov) recently expanded its services to support identification and searchability for the more than 14 million non-native species data points that it already had (Simpson and Eyler 2018) .
Existing information systems represent substantial investments in time and money. In most cases, it will be more cost-effective to improve existing information systems rather than create new ones. If new information systems are developed, they should be designed according to established guidelines for inter-operability (e.g., Wallace et al. 2019, this issue) .
Many of the following identified actions build on previous assessments of federal invasive species information needs (e.g., Ridgway et al. 1999; Bruno et al. 2001 ) and summarize what we see as a proactive way forward.
Establish common vision and goals. An invasive species information framework needs to be guided by strategic vision and long-term goals that advance the mission of federal agencies and their partners to prevent, eradicate, and control invasive species in a well-coordinated, effective, and cost-efficient manner. The vision must be sufficiently compelling to motivate agencies to overcome long-standing challenges to biodiversity information management. The goals need to (a) be achievable within realistic resource capacities and timeframes and (b) allow progress and returns on investment to be measured (Lindenmayer et al. 2012) .
Designate leadership roles and responsibilities. A government-wide invasive species data management policy can be used to establish data custodial roles and management responsibilities from agency to programmatic levels, address relevant legal and policy issues (including privacy and security), and institutionalize invasive species information management guidelines (Wallace et al. 2019, this issue) . While the policy should be authoritative and specific enough for agencies to discern their obligations, it will need to be sufficiently flexible to account for unanticipated needs and emerging opportunities (Epanchin-Niell et al. 2018) .
Identify and sustain vital information systems. The invasive species information framework needs to clearly identify the federal information systems that are vital to the operation of a national EDDR program (Simpson et al. 2019) , assess their relationships (e.g., for duplicative or integrative functions), and include a plan for sustaining these systems over the long-term. Partnerships with industries, especially those trading in live commodities or their parts, could lead to costsharing for the collection of invasive species data that are of clear benefit to public and private sectors (Pattberg and Widerberg 2016) . Collaborative agreements must clarify respective partner roles, open access to data, and data ownership.
Resolve sensitive data issues. As mentioned previously, one of the greatest challenges for administering an invasive species information framework will be motivating and enabling the sharing of sensitive data. Ideally, information systems associated with trade data (e.g., the US Fish and Wildlife Service Law Enforcement Management Information System [LEMIS]) should be designed to allow for sharing species occurrence data (absent links to proprietary information) rather than being entirely restricted (Ridgway et al. 1999) . In addition to the adoption of an overarching data policy (discussed above) and information management guidelines (Wallace et al. 2019, this issue) , there is a need for data-sharing agreements (especially between data providers and data integrators; Fornwall and Loope 2004) that clearly state goals and procedures for data handling. Ultimately, the system may require a process for deresolving and providing limited access to particularly sensitive data (Jarnevich et al. 2007 ) while ensuring data are still useful and correct. For example, data obfuscation methods in the US Forest Inventory Gaps identified through the federal survey information (Wallace et al. 2018) , agency staff interviews, reviews of information available through federal websites and reports, peerreviewed literature, and the authors' collective expertise (Simpson et al. 2019) Target analysis (TA) There are defined federal processes and related information on pre-border risk screening and there are information systems related to sampling at ports of entry, though these are not public and are concentrated on agricultural systems. There is a lack of any federally coordinated system for sampling along other points of entry and recipient ecosystems, or for coordinating analyses and tools nationally or across taxonomic groups Detection (D) Federal systems are available for recording and mapping occurrences (e.g., USGS' Biodiversity Information Serving Our Nation and Nonindigenous Aquatic Species databases), and the private sector is cooperating (e.g., iMapInvasives & EDDMaps). However, a lack of data mobilization from non-federal, hidden systems (especially in state and local governments) presents a challenge. Rapid deployment of new data is also significantly resource limited Identification (ID) Several systems supporting detection ensure some level of checking to ensure proper identification. However, metadata on this confirmation is often lacking. There are existing systems for standardizing names (e.g., the Integrated Taxonomic Information System) and tools (e.g., artificial intelligence applied to photos and DNA barcoding) that can support identification, but there is a serious shortage of expert taxonomists for confirmation and vetting Reporting (RP) There is general information available (like who the county weed manager is). There are also systems that provide alerts related to species of concern and pre-defined geographies. However, there are no public information systems that provide information management pertaining to properly identified occurrence observations being reported to a responsible party in a timely manner. This is particularly concerning for occurrences on public lands where federal agencies are responsible for action Analysis program (Bechtold and Patterson 2005) can have significant consequences for re-use (Coulston and Reams 2004) . Launch a data mobilization campaign. The cultural challenge of data sharing at individual and institutional levels will need to be overcome (Simpson et al. 2006) , because partnerships with non-federal data providers will be vital to enacting a national invasive species information framework (Ridgway et al. 1999) . A national non-native species data mobilization campaign is needed to (1) create a shared identity for those contributing to the operation of the national invasive species information framework, (2) focus information acquisition and sharing for filling data gaps in taxonomic and locality coverage, (3) articulate clearly the institutional and individual benefits of data reporting and sharing, and (4) motivate additional resource allocations. The campaign could emphasize the ability of a national invasive species information framework to leverage limited resources (time, money, personnel) with minimal additional cost and effort (Crall et al. 2006 ) by, among other things, enabling the following:
(a) Mining of data for which there has already been financial investment (including databases, published literature, museum collections, gene banks); (b) Ongoing improvement of non-native species lists at various scales to assist detection targeting and encourage reporting (Crosier and Stohlgren 2004) ; (c) Combining occurrence data with various models to identify data needs and improve forecasting and projection models from spatial and temporal perspectives (Crosier and Stohlgren 2004) ; and. (d) Establishing and sharing EDRR information tools such as watch lists (Rejmánek and Pitcairn 2002; Reaser et al. 2019b , this issue), identification guides (Silvertown 2009 ), and reporting apps (Graham et al. 2011 ) that help prioritize and target resources.
Improve information system capacities. Wallace et al. (2018) indicate that the federal information systems key to building a national invasive species information framework (and thus a national EDRR program) need further support. Nearly all the responding agencies expressed a need for increased funding, additional data (type and volume), improved functionality to serve EDRR needs, and improved interoperability for data sharing. For example, in the agency survey described by Wallace et al. (2018) the National Park Service said that their National Invasive Species Information Management System (NISIMS) would need to be updated more frequently and include an alert system to be particularly useful for EDRR applications.
Foster analytical tools. A wide range of informatics tools are needed to support a national EDRR program. These include specialized data search tools for distinguishing what is invasive in what context and with what consequences (ideally, distinguishing invasive from simply non-native at the ecosystem level); mapping tools for illustrating species occurrence information, ideally in association with relevant ecological, geographic, and jurisdictional information (Wallace et al. 2016) ; apps for assisting in species identification (Graham et al. 2011; Lyal and Miller 2019, this issue; Martinez et al. (2019) , this issue); and decision support tools for (a) standardized risk analyses (Meyers et al. 2019 , this issue), (b) horizon scanning and other relevant spatio-temporal modeling (Sutherland and Woodruff 2009; Morisette et al. 2019, this issue) , and (c) evaluation of the effectiveness, costs, and risks of various response measures in particular contexts (Ridgway et al. 1999 ). To successfully foster these analytical tools, broad partnerships are needed, such as the new Invader Detectives initiative (Frey 2018) being piloted by the Capital Area Partnership for Regional Invasive Species Management (PRISM; https://www.inaturalist.org/guides/ 5799, Accessed 26 November 2018) and the Wild Spotter campaign that promotes invasive species reporting and response in natural areas in the United States (https://wildspotter.org, Accessed 27 November 2018).
Establish report clearinghouses. Respondents to the federal information survey repeatedly called for open-access, searchable clearinghouses for the reports arising from target analyses (Morisette et al. 2019, this issue) , risk evaluations (Meyers et al. 2019 , this issue), feasibility screening, and response measures. The Great Lakes Aquatic Nonindigenous Species Information System (https://www.glerl.noaa.gov/glansis/ riskAssessment.html, Accessed 26 November 2018) supported by the National Oceanic and Atmospheric Information System and US Environmental Protection Agency is an example of a regional risk evaluation clearinghouse.
Conclusion
The challenges to envisioning and sustaining a national invasive species information framework are numerous and substantial. Perfection is an unrealistic ideal [e.g., all taxonomic groups and localities will not be served equally (Graham et al. 2008) ] but making substantial advances in our capacity to enact EDRR is a realistic and necessary goal if we are to spare the nation the wide range of costly impacts of invasive species.
The federal component of a national invasive species information framework will become more feasible as (a) the inherent value of data is increasingly recognized by the public and private sectors, (b) there is an increase in the number of partnerships between the federal government and the private sector to support big data initiatives and associated analytical capacities, and (c) early and effective action for invasive species detection and removal, enabled by more reliable and integrated data, eventually reduces funding needs for invasive species control. There may also be opportunities to engage stakeholders impacted by invasive species who could benefit from investing in the information that would help protect their assets.
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