Introduction {#Sec1}
============

The concept of cyberchondria has an interesting 20-year history. There is some controversy as to where the term first appeared and to whom it can be attributed: the main contenders are a 1999 *Wall Street Journal* article and a 2001 article published in *The Independent*, but others also occasionally pop up \[[@CR1]\]. Regardless of who coined the term cyberchondria, it is certain that its creator was not a mental health clinician or researcher. Cyberchondria was introduced in the context of the early days of the Internet, at the time of an increasing interest in the "negative side" of this new and revolutionary information and communication medium. There was much fascination with the newspaper stories depicting cases of "Internet addiction" and other novel Internet-related afflictions, often with a sensationalist slant. Therefore, it is not surprising that these terms were promoted by journalists, which may also help explain why cyberchondria was not taken seriously by clinicians and researchers for about a decade.

Two landmark articles in 2009 by White and Horvitz \[[@CR2], [@CR3]\] served as a catalyst for further academic investigations in the area. These Microsoft researchers conducted a large-scale study of the factors that led to an escalation of health worries during online searches for health-related information and in the quest for self-diagnosis on the Internet. Over the subsequent years, academic researchers started paying more attention to cyberchondria, and both theoretical articles on the subject and empirical studies of cyberchondria started to appear. In 2014, the first instrument for the assessment of cyberchondria, the Cyberchondria Severity Scale (CSS) \[[@CR4]\], was published, which gave a significant impetus to research activity and scholarly work. This is reflected in many research, review and theoretical articles published on cyberchondria and related topics since then.

The aim of the present article is to review selected key issues about cyberchondria. These include the conceptualization and definition, theoretical perspectives, relationships with other constructs, impairment, cost, public health implications and prevention and management aspects. Assessment issues will also be addressed briefly, as will the topic of cyberchondria during the COVID-19 pandemic.

Conceptualization of Cyberchondria {#Sec2}
==================================

Defining cyberchondria has proved to be challenging. There are two main approaches to defining it. The first emphasizes the link with health anxiety and conceptualizes cyberchondria as an excessive and/or repetitive pattern of online health research (OHR) that is associated with an increase in health anxiety or distress \[[@CR5]\]. The second approach is broader and suggests that cyberchondria is syndrome-like and multidimensional in that it reflects both "anxiety and an element of compulsiveness" and includes several components: repetitive and time-consuming OHR, negative emotional states (e.g., anxiety) or distress associated with OHR, interruption of other activities as a result of OHR and consulting a physician in response to an increased distress or anxiety, usually to seek reassurance \[[@CR4]\]. With its construal of cyberchondria as a syndrome-like entity, the second approach also paves the way for potentially considering cyberchondria as a distinct construct. Indeed, the results of a study using a network analysis approach were consistent with a syndrome-like conceptualization and a relatively independent status for cyberchondria \[[@CR6]••\]. However, this may be partly due to some circularity, as this study relied on the instrument (CSS) developed on the basis of the multidimensional conceptualization of cyberchondria. Interestingly, the network analysis also showed that features of cyberchondria were interrelated, with no feature clearly emerging as more central to the construct of cyberchondria---a finding that calls for further investigation of the structure of the cyberchondria construct. No conceptualization of cyberchondria includes a disease or diseases that drive OHR. This is likely to be a consequence of the shifting focus of OHR between the different individuals and perhaps even within a single individual over time.

A consensus about the meaning and scope of cyberchondria is still missing. Some authors reject the term because of the "confusion" surrounding its various meanings \[[@CR7]••\]. A recent systematic review \[[@CR8]••\] reported that definitions of cyberchondria in various publications most commonly mentioned an "increase in anxiety" (89.8% of articles), followed by "compulsive or repetitive behaviour" (66.1%). One element that is common to all definitions is a behavioural pattern of OHR, regardless of how it is further characterized (e.g., as excessive, time-consuming, problematic, repetitive or compulsive). The second element that unifies various definitions is a recognition that OHR is associated with a negative emotional state, such as distress, anxiety or health anxiety.

Recently, an "extended" or "working definition" of cyberchondria has been proposed \[[@CR8]••\]. It includes several components: (1) pattern of excessive OHR; (2) characterization of OHR as "compulsive", "hard to resist" and serving the purpose of seeking reassurance; (3) short-lived relief with OHR because "anxiety or distress usually worsens...and persists afterwards"; (4) prioritization of OHR over other interests or activities and its continuation or escalation despite its negative consequences. While this definition is certainly comprehensive, it is unclear whether all the proposed components of cyberchondria need to be present. Also, it remains to be ascertained whether some of these components are more important than others, i.e., whether they *always* need to be present, whereas others may be optional. Furthermore, this definition implicitly gives cyberchondria a disorder-like or diagnosis-like status and emphasizes the similarities with behavioural addictions. Although the relationship between cyberchondria and problematic Internet use (PIU) as a potential behavioural addiction has been demonstrated \[[@CR6]••, [@CR9]--[@CR13]\], conceptualizing cyberchondria as a behavioural addiction seems premature because it reflects a more severe variant of the condition. Finally, cyberchondria may be better defined as a dimensional construct, on a continuum from a mild to severe behavioural and psychopathological pattern.

Further research on cyberchondria crucially depends on the adoption of a consensus-based definition and conceptualization. Given the present state of understanding and knowledge, the most useful definition may be the one that relies on the description of the relevant behaviours and phenomena, without suggesting potential psychopathological mechanisms and relationships. From this perspective, a succinct and effective definition of cyberchondria would include OHR as a behaviour that is associated with distress or anxiety; interference with functioning might be added to emphasize clinical and public health significance.

Theoretical Perspectives on Cyberchondria {#Sec3}
=========================================

The first theoretical account of cyberchondria was the reassurance-seeking model \[[@CR1]\], which posits that individuals with high levels of health anxiety engage in OHR to be reassured about their health concerns. As the outcome of reassurance seeking on the Internet is largely unpredictable because of the nature of the Internet, some people are reassured by what they find online, whereas others are not. Those who fail to experience reassurance or feel only partially reassured and are therefore more anxious continue with OHR in an effort to find reassurance. OHR also persists owing to the factors that reinforce it, including a need for definitive explanations, information overload, uncertainty inherent to an online search process and questionable trustworthiness of the sources of online information. In short, OHR in cyberchondria is regarded as a maladaptive coping with health anxiety that creates a vicious cycle and perpetuates itself. This pattern corresponds to what was later called "problematic OHR" \[[@CR7]••\].

According to the metacognitive model of cyberchondria \[[@CR11], [@CR14], [@CR15]\], OHR and its negative effects, including increased anxiety and distress, are related to certain metacognitive beliefs. These beliefs may be about the usefulness of the Internet for coping with health-related distress and anxiety (positive metacognitive beliefs) or about the loss of control over OHR and a sense that OHR is detrimental (negative metacognitive beliefs). If the negative metacognitive beliefs are more prominent, a perceived threat then comes from OHR itself so that OHR is experienced as distressing, compulsive and out of control---a pattern labelled as "compulsive OHR" \[[@CR7]••\]. While problematic OHR and cyberchondria based on reassurance seeking is more clearly and more strongly related to health anxiety, compulsive OHR and cyberchondria related to negative metacognitive beliefs may have a stronger link with PIU. Therefore, there may be potentially two types of "pathological OHR": problematic OHR and compulsive OHR \[[@CR7]••\].

The idea about the two types of pathological OHR and, by extension, two "subtypes" of cyberchondria, needs to be elaborated and tested. At present, it is not clear whether these two patterns are relatively separate and if so, what implications that may have for understanding, prevention and management of cyberchondria. In fact, it was suggested that cyberchondria might be a "unitary construct" and include both problematic OHR and compulsive OHR, although these components may be present in different proportions in different individuals and perhaps at different times in the same individuals \[[@CR16]\]. If so, a better understanding of cyberchondria at an individual level calls for a meticulous formulation that specifies the possible mechanisms and reinforcing factors.

One aspect of cyberchondria that needs further theoretical development is its compulsive nature. This is because of the relationships with PIU and obsessive-compulsive disorder (OCD) and the need to understand and target the person's motivation for continued OHR despite its negative consequences and previous experience of it being ineffectual with regard to reassurance. The negative metacognitive beliefs, especially those about the loss of control over OHR, may contribute to persistent OHR. Other potential reasons are more clearly related to compulsivity, with an expectation of further negative consequences if OHR were to stop. Such consequences may pertain to a fear of missing out on some information deemed to be relevant and important for one's health concerns. These considerations might help in better intertwining the various features and aspects of cyberchondria: OHR, health anxiety (or health-related distress), reassurance seeking and compulsivity.

The conceptual independence of cyberchondria is another important issue. As already noted, the network analysis study has suggested that cyberchondria might be relatively specific and distinct from all related constructs \[[@CR6]••\]. This finding needs to be replicated before cyberchondria can be conceptualized as an entity in its own right---a difficult task because there are no clear guidelines about the minimum requirements for any psychopathological entity to be considered separate and distinct from related conditions.

Relationships Between Cyberchondria and Other Constructs {#Sec4}
========================================================

The concept of cyberchondria was developed on the basis of its hypothesized relationships with health anxiety and hypochondriasis. Many studies \[[@CR11], [@CR12], [@CR14], [@CR17]--[@CR26]\] have confirmed moderate to strong correlations between cyberchondria and health anxiety (*r*s ranging from 0.48 to 0.68, depending on the instrument used for the assessment of health anxiety). Only one study \[[@CR13]\] found this correlation to be relatively weak (*r* = 0.23). A recent systematic review and meta-analysis \[[@CR27]••\] confirmed a positive and strong correlation between cyberchondria and health anxiety (*r* = 0.62, 95% CI = 0.52--0.71, *p* \< 0.0001). The direction of any causal relationship between these two constructs remains uncertain because most research has used a cross-sectional design. Although heightened levels of health anxiety precede cyberchondria and lead to it, which is the usual assumption, excessive OHR may induce health anxiety or increase its levels in vulnerable individuals. One longitudinal study has demonstrated the latter pathway \[[@CR28]\].

In addition to health anxiety, PIU and symptoms of OCD also have important relationships with cyberchondria, although these have not been studied so extensively. The correlations between cyberchondria and PIU have been robust and ranged between 0.43 and 0.59, depending on the instrument used for measuring PIU \[[@CR11]--[@CR13]\]. These correlations reflect features that are common to both cyberchondria and PIU: excessive participation in online activities , diminished control over them so that online engagement cannot decrease and persistence of online activities despite their negative consequences. Moreover, individuals with cyberchondria were found to be more likely to take part in other types of problematic online activities \[[@CR9]\].

The correlations between cyberchondria and OCD symptoms have similarly been robust and ranged from 0.38 to 0.56 \[[@CR14], [@CR17], [@CR21], [@CR22]\] for the total scores on the Dimensional Obsessive-Compulsive Scale. When the correlations were calculated for scores on the subscales of the Dimensional Obsessive-Compulsive Scale, they were lower (*r*s = 0.21--0.44) \[[@CR22], [@CR29]\], as were the correlations with scores on the subscales of the Maudsley Obsessive-Compulsive Inventory (*r*s = 0.27--0.40) \[[@CR30]\]. These findings may suggest that the specific symptom subtypes of OCD have different relationships with cyberchondria, but this has not been reported consistently. Compulsivity and reassurance-seeking behaviour that characterize both cyberchondria and OCD may account for the relationship between cyberchondria and OCD symptoms.

Intolerance of uncertainty is a construct related to cyberchondria on theoretical grounds \[[@CR1]\]. Moreover, both health anxiety and OCD, constructs associated with cyberchondria, have independent and strong relationships with intolerance of uncertainty. Not surprisingly, studies have repeatedly shown moderate to strong correlations between cyberchondria and intolerance of uncertainty. These correlations were stronger with inhibitory intolerance of uncertainty (*r*s = 0.31--0.52) than with prospective intolerance of uncertainty (*r*s = 0.24--0.44) \[[@CR11], [@CR14], [@CR18], [@CR19], [@CR30], [@CR31]\]. Inhibitory intolerance of uncertainty refers to a tendency to inhibit behaviour and feel paralyzed in response to uncertainty, whereas prospective intolerance of uncertainty denotes an anxious anticipation of the future and need for greater predictability of future events. Some studies suggested that intolerance of uncertainty might be a specific risk factor for cyberchondria \[[@CR18], [@CR19], [@CR30], [@CR31]\]. Other research reported a nonspecific association between intolerance of uncertainty and cyberchondria \[[@CR11], [@CR14]\], which is in line with the transdiagnostic nature of intolerance of uncertainty. Consequently, intolerance of uncertainty may relate to cyberchondria indirectly, for example, via their common link with health anxiety \[[@CR31]\]. Regardless of the exact nature of this relationship, it appears to be important and should be taken into account in an effort to better understand cyberchondria.

The relationships between cyberchondria and other constructs were also investigated by means of a network analysis approach \[[@CR6]••\]. Using this method, the authors demonstrated that although cyberchondria was strongly related to both PIU and health anxiety, it was closer to the former than to the latter.

In view of these findings, it can be concluded that cyberchondria may overlap with health anxiety/hypochondriasis, PIU and OCD, despite some research suggesting that this overlap is relatively small \[[@CR6]••\]. Other studies have found that cyberchondria and health anxiety may represent distinct constructs \[[@CR29], [@CR32]\], although they are closely related, overlap and similarly pertain to various feared illnesses. Therefore, it is simplistic to consider cyberchondria only a modern counterpart to hypochondriasis. Likewise, cyberchondria should not be portrayed only as a form of PIU or as an entity solely related to OCD. The ways in which these constructs interact may be more complex and future studies are expected to shed more light on their interactions.

Impairment, Cost and Public Health Implications of Cyberchondria {#Sec5}
================================================================

Cyberchondria refers to a time-consuming activity over which there is little or no perceived control. Individuals with cyberchondria are therefore prone to neglecting or de-prioritizing their duties and activities at home, work or learning environments. Relationships and social life may be adversely affected as well. Research confirms an association between cyberchondria and functional impairment, even when controlling for the effect of health anxiety \[[@CR32]\]. However, a better understanding of the impact of cyberchondria on various domains of functioning calls for more research.

Cyberchondria may also have effects on seeking and receiving healthcare, which has public health implications. Thus, cyberchondria may drive help- and treatment-seeking behaviour as a result of the anxiety induced by excessive OHR. This may lead people with cyberchondria to ask for more frequent consultations with their primary care physicians and other doctors or to request various medical investigations. Indeed, cyberchondria has been associated with an increased healthcare utilization, measured by the number of visits to various healthcare professionals \[[@CR20]\].

Some individuals may attempt to cope with cyberchondria-induced distress by avoiding contact with healthcare professionals. Such avoidance may lead to a failure to seek appropriate healthcare, with further negative consequences. Another problematic aspect of cyberchondria is a negative impact on the patient-physician relationship \[[@CR4], [@CR10]\], for example, via tendency of some individuals with cyberchondria to challenge physicians about diagnosis and treatment. Research findings in this domain have been conflicting, partly because of the failure to distinguish between normal and pathological OHR. Thus, some studies reported arguments and disputes between patients and physicians occurring in the context of OHR \[[@CR33], [@CR34]\], whereas others found the opposite pattern, i.e. an improved communication and interaction \[[@CR35]--[@CR37]\]. The frequency of adversarial interactions between individuals with cyberchondria and physicians and consequently poor treatment adherence remains unknown.

The cost of cyberchondria and the harm associated with it have not been calculated. Likewise, economic burden of cyberchondria and its public health significance remain to be ascertained more precisely. Given the observations and preliminary findings about functional impairment associated with cyberchondria and its effects on health-related behaviours, healthcare utilization and communication and relationships with healthcare professionals, there are reasons to believe that the personal and societal impacts of cyberchondria is significant.

Assessment of Cyberchondria {#Sec6}
===========================

Several instruments for the assessment of cyberchondria have been developed, but the CSS \[[@CR4]\] has been by far the most frequently used tool. The CSS is based on a multidimensional conceptualization of cyberchondria \[[@CR4]\], and in addition to the total score, it provides scores on 5 subscales, which represent each cyberchondria dimension: compulsion (interference with other activities), distress, excessiveness, reassurance and mistrust of medical professionals. The original version of the CSS consists of 33 items, but its shorter and modified versions (with 30, 15 and 12 items) have also been used. The CSS has been translated into several languages.

A recent review of the instruments developed for the assessment of cyberchondria \[38•\] commented that much of our current understanding of cyberchondria is derived from research in which the CSS was used and suggested that the dominant status of the CSS among the measures of cyberchondria resulted from its very good to excellent psychometric properties and its reliance on a solid theoretical framework. However, there is room for improvement of the CSS, and it deserves further research scrutiny, especially with regard to its factor structure, divergent validity, test-retest reliability, use in clinical populations and scoring system. Moreover, questions have been raised about the construct validity of the CSS, i.e. the unresolved issue of what this instrument measures, whether it can distinguish between normal and pathological OHR and whether it taps all the relevant components of cyberchondria \[[@CR7]••\]. With regard to the latter, it has been suggested that a comprehensive cyberchondria instrument might also need to include items that assess the perception of OHR, especially in terms of its controllability, intrusiveness and notion about the amount of the needed health information \[[@CR7]••\].

Finally, the use of the CSS implies a direct or indirect endorsement of the theoretical framework on which it is based \[[@CR38]•\], while there remains a lack of consensus about the definition of cyberchondria. Consequently, in addition to the need for refinement of the CSS, there is also a need for the multidimensional conceptualization of cyberchondria to be tested.

Cyberchondria During the COVID-19 Pandemic {#Sec7}
==========================================

The COVID-19 (coronavirus) pandemic has been an unprecedented event of the digital era, considering the disruption that it has caused in all areas of life worldwide. The pandemic has been a fertile soil for cyberchondria because of the fear induced by COVID-19 ("coronaphobia", "COVID-19 anxiety"); the uncertainty associated with the fact that COVID-19 is a novel disease for which the world was poorly prepared; the abundance of online, unverified and constantly updated information on this disease; questionable trustworthiness of much information found online; and the decreased ability to filter out unnecessary information and the consequent information overload. Therefore, the pandemic has offered a unique opportunity to study coping with the specific, naturally occurring health-related threat in countries around the world.

Thus far, several studies have investigated cyberchondria during the COVID-19 pandemic. One study has reported that trust in online information and perceived information overload both intensified manifestations of COVID-19-related cyberchondria and suggested "healthy scepticism" about health information and avoidance of information overload as ways of preventing or addressing cyberchondria \[[@CR39]\]. This study also found cyberchondria to be a "side effect" of the COVID-19 pandemic. Another study found that during the pandemic, cyberchondria was more prominent among people who used social media as the main source of information about COVID-19 \[[@CR40]\], possibly because much information about the pandemic obtained via social media was distorted and untrustworthy \[[@CR41]\]. Not surprisingly, cyberchondria was reported to be a risk factor for "coronavirus anxiety" in yet another study conducted during the COVID-19 pandemic, with this anxiety decreasing in the context of being (well) informed about the pandemic \[[@CR42]\]. Further studies on cyberchondria during the COVID-19 pandemic are expected to give us a deeper insight into cyberchondria in general.

Prevention and Management of Cyberchondria {#Sec8}
==========================================

Prevention of cyberchondria does not entail avoidance of OHR because the Internet is the main source of health information in the twenty-first century. As most people who engage in OHR do not develop cyberchondria, this online activity cannot on its own be considered a risk factor for cyberchondria. Therefore, any suggestion to "abstain" from OHR is both unrealistic and misleading.

Prevention efforts need to focus on the way online health information is accessed, interpreted and managed in an effort to improve online health information literacy. The first step is to ensure information is accessed from reliable, reputable and trustworthy sites. Internet users can avail themselves of guides that direct them to such sites and assist them in distinguishing between trustworthy and untrustworthy ones. These guides are usually produced by governments and health or academic organizations and use simple, non-technical language to help individuals with diverse educational backgrounds. It is also important to keep in mind that as valuable as health information may be, it is just that---information. The expectations that Internet users may have of information accessed online need to be adjusted accordingly. That means, for example, that even a large quantity and high quality of health information do not necessarily bring a person closer to a diagnosis. If one is after a diagnosis, reliance on "symptom checkers" is problematic \[[@CR43]\] and self-diagnosis should be discouraged.

Online health information should empower people so that they are capable of understanding what, if anything, needs to be done about their health at the time the specific enquiry is made. This requires an ability to critically appraise the information. People can also bring that information to an encounter with a healthcare professional, which allows them to be better prepared for the ensuing discussion. When the information causes distress or anxiety and especially in the presence of symptoms, this should probably not be dealt with by further OHR because such coping is likely to induce more distress or anxiety. In other words, seeking further explanation and reassurance via OHR may lead to an interaction between an individual and the Internet in which the individual is likely to feel alone, unsupported, confused and helpless and is therefore likely to "lose". Instead, distressing information needs to be managed via consultation with a healthcare professional, which is an opportunity for any misunderstanding to be clarified and for concerns to hopefully be alleviated or completely quashed.

In the context of prominent cyberchondria, the first task is to ascertain whether there is any associated or underlying psychopathology (e.g. hypochondriasis or OCD). If there is significant associated psychopathology, treating it may alleviate the features of cyberchondria. In other cases, both the co-occurring condition and cyberchondria may need to be targeted in order for cyberchondria to subside. An example of the second approach is a randomized controlled trial evaluating Internet-delivered cognitive-behaviour therapy (CBT) for health anxiety and modified to also target cyberchondria, which demonstrated an improvement in several aspects of cyberchondria, especially excessive OHR, high level of distress and interference with functioning \[[@CR44]••\]. Cyberchondria-specific components incorporated into treatment package included enhancement of online health information literacy, provision of information about helpful and unhelpful patterns of OHR, clarification of the role of (mis)interpretation of online health information in driving further OHR and education about strategies to engage in OHR in a way that would minimize uncertainty and confusion. Furthermore, a decrease in health anxiety was apparently mediated by improvement in cyberchondria.

The cyberchondria-specific modification of CBT used in this study or a similar program might be effective for cyberchondria occurring in different contexts. Such a program might include techniques derived from metacognitive therapy or those based on exposure and response prevention, which is used for OCD. However, no other treatment studies of cyberchondria have been conducted, and as yet, there are no evidence-based treatments for this behavioural and psychopathological constellation.

In the meantime, before the results of controlled treatment studies become available, treatment approaches to cyberchondria might be based on a good understanding of each individual with cyberchondria and the corresponding case formulation. This would allow specific aspects of cyberchondria and specific factors implicated in its maintenance to be targeted. From this perspective, it is important to understand the following:Trigger(s) for OHR, e.g. a symptom that has appeared recently and caused concern;Purpose of OHR, e.g. seeking reassurance about the symptom;Factors that reinforce repeated or persistent OHR, e.g. difficulty in tolerating uncertainty generated by OHR or a belief about being unable to stop OHR;Consequences of cyberchondria, e.g. a conflict with a partner or frequent visits to one's general medical practitioner.

The goal of any therapeutic endeavour in cyberchondria should be to make the person feel confident about their ability to perform OHR. Such confidence would come from the knowledge that the person is able to cope with online health information and its vagaries, i.e. its abundance, inconsistence, contradictory aspects and uncertainty-amplifying potential. The same confidence would make it very unlikely for OHR to be experienced as threatening or overwhelming and to be performed without a sense of control. Ultimately, OHR would feel empowering, not overwhelming.

Conclusion {#Sec9}
==========

Cyberchondria has evolved from being an object of journalistic curiosity to the appropriate focus of a professional interest and scientific enquiry, as reflected in an ever-increasing number of publications devoted to it. Despite this transition, some key questions about cyberchondria remain unanswered. Although its main features have been well described, there is no consensus about its definition and conceptualization. Likewise, theoretical understanding of cyberchondria is yet to be integrated. The status of cyberchondria as a distinct entity or as part of other psychopathology is also unresolved, with some researchers considering it as an epiphenomenon of a "parent" condition, such as hypochondriasis/health anxiety. Not surprisingly, the number of people seeking professional help for cyberchondria as their main complaint or problem seems to be very small. Regardless of these issues, the negative impact of cyberchondria and its public health significance are increasingly recognized but remain to be systematically researched. There are various ideas about prevention and management strategies, but these need to be refined and tested. The current situation can therefore be succinctly described as an acceptance that the problem (cyberchondria) exists and that something should be done about it, although its exact nature has not been completely elucidated.

More research is obviously needed to overcome these uncertainties and contradictions about cyberchondria. Future studies need to test the existing and novel theoretical frameworks and conceptualizations and management approaches based on them. Such studies should not only rely on convenience online samples but need to be conducted in clinical populations to establish more clearly the relevance of cyberchondria within the realm of psychopathology.
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