Abstract-In this paper, we consider an underlay multipleinput-multiple-output (MIMO) cognitive radio network (CRN) including a pair of primary nodes, a couple of secondary nodes, and an eavesdropper, where the secondary transmitter is powered by the renewable energy harvested from the primary transmitter in order to improve both energy efficiency and spectral efficiency. Based on whether the channel state information of wiretap links are available or not, the secrecy outage performance of the optimal antenna selection (OAS) scheme and suboptimal antenna selection (SAS) scheme for underlay MIMO CRN with energy harvesting are investigated and compared with traditional space-time transmission scheme. The closed-form expressions for exact and asymptotic secrecy outage probability are derived. Monte-Carlo simulations are conducted to testify the accuracy of the analytical results. The analysis illustrates that the OAS scheme outperforms SAS scheme. Furthermore, the asymptotic result shows that no matter which scheme is considered, the OAS and SAS schemes can achieve the same secrecy diversity order.
I. INTRODUCTION
A. Background E NERGY harvesting (EH) technology is integrated into wireless communication as a powerful solution to the problem of limited network lifetime, which collects energy from natural resources (solar, wind, vibration, etc.) and synthesized resources (microwave power transfer) and transforms into electricity to power wireless equipments [1] , [2] . In recent years, simultaneous wireless information and power transfer (SWIPT) has gained a great deal of attention from researchers, which transport both energy and information to destinations by utilizing the same emitted electromagnetic wave [3] , [4] . Two practical receiver designs for SWIPT, time splitting (TS) and power splitting (PS) schemes, were proposed for practical SWIPT receiver designs to realize receiving the information and energy simultaneously in [5] and [6] . A dynamic gradient-aware hierarchical packet forwarding mechanism is designed in [7] to extend the SWIPT networks life. The outage and capacity performance of a wireless sensor networks with TS/PS schemes over Nakagami-m fading channels was investigated in [8] .
Cognitive radio networks (CRNs) have been a research focus since they can effectively resolve the spectrum scarcity issue [9] . In CRNs, secondary users (SU) can make use of the wireless spectrum with primary users (PU) in underlay, overlay, and interweave modes [10] . The underlay mode is the most simple mode wherein PUs allow SUs to utilize the same wireless spectrum concurrently when the interference caused by SU is below a given threshold. Since SU is allowed to share the spectrum with PU, security issue in such networks becomes more complex [11] - [13] . The physical layer security technique can provide secure communication through time-variability of wireless channel without secret key [14] . It can greatly improve the security of wireless communication system both in theory and in practical engineering applications [15] . If the physical layer security technique is utilized in underlay cognitive systems with EH technique, it will ensure secure communications under the premise of saving energy and spectrum.
B. Related Works
Recently, many works have studied the performance for SWIPT. The outage probability for a cooperative system with an EH relay in [16] . The secrecy performance for a singleinput multiple-output (SIMO) with an information receivers and multiple EH eavesdroppers was studied and the secrecy outage probability (SOP) and average secrecy capacity (ASC) were derived in [17] . The SOP and ASC for a multiple-input single-output (MISO) system were derived when transmit antenna selection (TAS) scheme was utilized at base station and imperfect channel state information (CSI) is available in [18] . Zhang et al. [19] studied the secrecy rate of a multipleinput multiple-output (MIMO) wiretap channel for SWIPT, in which the eavesdropper pretended to be an EH receiver, and designed the optimal transmit covariance matrix at the source node. The joint information and energy beamforming design to maximize the secret capacity to the information receivers is investigated and effeicient algorithms are proposed in [20] . Ng et al. [21] designed a resource allocation algorithm minimizing the total transmit power for secure MISO systems with EH receivers as a non-convex optimization problem. The robust transceiver design problem in underlay MIMO SWIPT CRNs was investigated and the alternative optimization scheme was utilized to optimize the transmit covariance matrix at the SU transmitter and the preprocessing matrix at the SU receiver in [22] .
In CRNs, the secondary transmitter powered by the EH technology can improve both energy efficiency and spectral efficiency [23] . Thus the CRNs with EH technology has become a focus in recent years [24] - [30] . The idea of utilizing radio frequency (RF) signals from the primary transmitter to power the secondary devices was proposed firstly in [24] . Cognitive SWIPT relay system was investigated and a near optimal joint relay selection and a power allocation scheme was proposed in [25] . In order to maximize the secrecy performance and minimize the energy consumption, a relay selection scheme was proposed that considered both the best relay selection and dynamic power allocation in [26] . The secrecy performance of the primary system where the SUs are potential eavesdroppers was analyzed in [27] . Liu et al. [28] investigated the secrecy performance of the device-to-device transmission in cognitive cellular networks with an energy constrained transmitter and proposed three different wireless power transfer schemes. The secrecy outage performance of cognitive SWIPT was investigated where the EH receivers act as eavesdroppers in [29] . The secrecy performance of an underlay CRN is investigated in [30] when the interference level of the primary users is not available at SU.
TAS is a very flexible approach method to make full use of the advantages of MIMO system [31] - [34] . Zhu et al. [35] proposed optimal antenna selection (OAS) and suboptimal antenna selection (SAS) schemes depending on whether the channel state information (CSI) of the wiretap channels is available at the source or not. The secrecy performance of the OAS and SAS schemes in underlay CRNs MIMO system over Nakagami-m channels were investigated and compared with the space-time transmission (STT) scheme in [36] . A simple protocol was proposed to enhance security via TAS and the closed-form expression for SOP and successful transmission probability were derived in [37] . But the EH technology was not considered in these works.
C. Motivation and Contributions
To the best of the author's knowledge, no open literature addresses the secrecy performance for underlay cognitive MIMO systems with EH and TAS schemes. In this work, we consider that the cognitive transmitter is powered by the renewable energy harvested from the primary transmitter in order to improve both energy and spectral efficiencies. Compared with existing works, the main difficulties in our works are: 1) Both the proportional interference power constraint and the fixed interference power constraint must meet at the cognitive transmitter; 2) Furthermore, when the EH technology is utilized at transmitter, the maximal transmit power is not a constant any longer since the harvested energy is a function of EH efficiency, channel power gains between the primary user, and the cognitive transmitter. We analyzed the secrecy outage performance in such scenario and investigated the relationship between secrecy performance and all the systems parameters. The main contributions of our work are listed as follows:
• We study the secrecy outage performance of a MIMO underlay CRN consisting of a primary system and a cognitive system, and each network includes one source and one destination. There is an eavesdropper that attempts to decode the signal received from the secondary transmitter that has no power supply due to unfortunate reasons (for instance: exhausted battery) and relies on the energy harvests via RF signals received from the primary source to communicate with the primary destination.
• The exact and asymptotic closed-form expressions for the SOP with the OAS and SAS schemes are derived, and the accuracy of the analytical results is validated by MonteCarlo simulations. Furthermore, the secrecy array gain and the secrecy diversity order of different schemes are obtained.
• Although the security performance of EH systems was analyzed in some references, such as [17] , [19] , and [29] , the EH technology was utilized at receivers. Relative to these works, a more complex and practical CR scenario is considered in our work, wherein the transmitter of the secondary system is powered by the renewable energy harvested from the primary transmitter in order to improve both energy and spectral efficiencies, and multiple antennas are equipped with all the CR systems.
D. Structure
The rest of this paper is organized as follows. In Section II, the system model considered in our work is described. The exact and asymptotic secrecy performance are analyzed in Sections III and IV. Section V presents and discusses the numerical and Monte-Carlo simulation results. Finally, we conclude the paper in Section VI. 
II. SYSTEM MODEL
As shown in fig. 1 , we consider an underlay cognitive network where an energy constrained secondary source (S) communicates with an energy sufficient secondary destination (D) utilizing the same spectrum licensed to the primary network, and there is an eavesdropper (E) near D. The primary network consists of a primary transmitter (PT) and a primary receiver (PR). All primary nodes are equipped with a single antenna and S, D, and E are equipped with N S ≥ 1, N D ≥ 1, and N E ≥ 1 antennas, respectively. S is equipped with a rechargeable EH battery that harvests the RF energy broadcasted from PT, and E can overhear the transmitting signal via wiretap channels when S communicates with D. The thermal noise at each receiver is modeled as additive white Gaussian noise (AWGN) with variance σ 2 . It is assumed that all the channels experience independent and identically distributed (i.i.d.) Rayleigh fading with average channel power gains S , R , D , and E , respectively. Further, we assumed that maximal ratio combining (MRC) scheme is adopted at D and E.
Two time phases are required to complete the transmission from S to D that include α(0 ≤ α ≤ 1) portion for EH and 1 − α portion for information transmissions (IT) [38] . In EH phases, S harvests the energy from the RF signal received from PT by utilizing all antennas, and stores the harvested energy in an infinite capacity buffer. 1 The harvested energy at S can be written as
where 0 ≤ η ≤ 1 denotes the EH efficiency [42] , P t denotes transmit power at PT,
and h PS i is the channel fading coefficients between PT and the ith antenna at S.
The probability density function (PDF) and cumulative distribution function (CDF) of Y S is given as [43] 
respectively, where λ S = 1 S . Based on eq. (1), the maximal transmit power at S can be written as
In IT phases, only the optimal antenna at S is selected to send messages to D. According to the underlay spectrum sharing technique, the transmit power at S is strictly constrained by [36] , [44] 
where P I is the maximum tolerated interference power at PR,
is the channel fading coefficient from the bth antenna at S to PR, and b denotes the selected antenna. The PDF and CDF of Y R can be presented as
respectively, where
The channel capacity between the ith antenna at S and the destination or the eavesdropper is
respectively, where v ∈ {D, E},
fading coefficients between the ith antenna at S and the jth antenna at v. The PDF and CDF of Y S i v can be expressed as [43] 
A. The Optimal Antenna Selection Scheme
In the OAS scheme, in which the global CSI knowledge remains known, 2 the antenna at S that maximizes the achievable secrecy rate of the secondary system is selected and used to transmit signals to D [35] , [36] . Mathematically, the indices of the selected antenna with the OAS scheme is expressed as
2 In active eavesdropping scenarios, all the CSI are perfect and available at the transmitter; in passive eavesdropping scenarios, the source node has perfect CSI of the main channel and the distribution information of eavesdropping channel fading. These fundamental assumptions have well been adopted to study the physical layer security in various systems [45] - [48] .
where C i is the achievable secrecy rate via the ith antenna at S. Thus the instantaneous secrecy capacity of OAS scheme can be written as [36] , [45] 
where [x] + = max(x, 0).
B. The Suboptimal Antenna Selection Scheme
In the SAS scheme, in which the eavesdropper's CSI is unavailable (called passive eavesdropping scenario), the antenna at S that maximizes the achievable rate of S-D is selected as the best antenna [35] , [36] . Mathematically, the indices of the selected antenna with the SAS scheme is expressed as
The CDF of Y S b D is expressed as
where
where N refers to the set of natural numbers.
The instantaneous secrecy capacity of the SAS scheme can be written as [36] 
It should be noted that selecting the best transmit antenna for D means selecting a random transmit antenna for E, and the PDF of Y S b E is the same as Y S i E [36] , [49] .
C. The Space-Time Transmission Scheme
To evaluate secrecy performance with TAS scheme, the traditional space-time transmission (STT) is considered in this subsection as a benchmark. In the STT scheme, all the antennas are utilized to transmit the signal encoded by space-time coding with power (
P S N S
) since the perfect CSI of the channels are known. Thus the channel capacity between S and the destination or the eavesdropper is
to (9) and (10), the PDF and CDF of Y STT Sv can be expressed as
The PDF and CDF of
III. EXACT SECRECY OUTAGE PROBABILITY ANALYSIS
The SOP is defined the probability that the instantaneous secrecy capacity is less than a target secrecy rate and expressed as [36] , [44] , [45] 
where R s ≥ 0 is the target secrecy rate 3 and
where C D and C E signify the capacity of the main and eavesdropper's channels, respectively. The operational significance of this definition of SOP can be explained as follow, i.e., for a given constant R s , the source node is assuming that the maximum rate of the eavesdropper's channel is given by
In other words, perfect secrecy cannot be guaranteed by the wiretap codes utilized by the source node if C E < C E . In this following, the closed-form expression for the SOP with two different TAS schemes are derived and compared with the tradition STT scheme.
A. The Optimal Antenna Selection Scheme
The SOP of the OAS scheme can be expressed as
signifies the SOP when S is equipped with a single antenna while D and E
are equipped with N D ≥ 1 and N E ≥ 1 antennas, respectively [36] . Making use of eqs. (5) and (8), we obtain P out (R s ) by Eq. (25), as shown on the top of this page, where = e R S ,
, and ω = ( −1)σ 2 P I . Substituting eq. (4) into eq. (25), I 1 can be written as
where 
By substituting eqs. (3), (6) , and (30) into eq. (29), and utilizing [50, eq. (3.471.9)], we obtain
where υ 2 = k +t −l +1. Then, P out is obtained by substituting eqs. (28) and (31) into eq. (25) . Finally, we obtain the SOP of the OAS scheme by substituting eq. (25) into eq. (24).
B. The Suboptimal Antenna Selection Scheme
Similar to (25), we can express the SOP of the SAS scheme by (32) , as shown on the top of the next page.
Substituting eq. (4) into eq. (32), we obtain J 1 as
where G 1 (x) , we obtain (7), and (34) into eq. (33), and using [50, eq. (3.471.9)], we obtain
By substituting (9) and (14) into
By substituting eq. (4) into eq. (32), we obtain J 2 as
Substituting eqs. (14) and (9) into G 2 (x), we obtain
Substituting eqs. (3), (6), and (37) into eq. (36), we obtain (38) where
Then, the SOP of SAS scheme is obtained by substituting (35) and (38) into eq. (32).
C. The Space-Time Transmission Scheme
Similar to (25) and (32), we express the SOP of the STT scheme by (39) , as shown on the top of this page, where ς 0 = N S ς and ω 0 = N S ω.
Substituting (4) into (39), we obtain the K 1 as
where (17) and (18) into T 1 (x) and making use of [50, eq. (3.326. 2)], we obtain
Substituting (20), (21), and (41) into (40), we obtain
where 4 = 
Substituting eqs. (16) and (17) into T 2 (x), we obtain
Substituting eqs. (19), (22), and (44) into eq. (43), we obtain
Then, the SOP of STT scheme is obtained by substituting eqs. (42) and (45) into eq. (39).
IV. ASYMPTOTIC SECRECY OUTAGE PROBABILITY ANALYSIS
In this section, we investigate the system behavior in a special case that D is located quite closer to S with D → ∞.
This assumption can help us obtain the closed-form expressions for asymptotic SOP, and analyze the secrecy diversity order and the secrecy array gain with different antenna selection schemes.
As defined in [49] , the asymptotic SOP in the high SNR regime with D → ∞ is given as
where G a is the secrecy array gain, G d is the secrecy diversity order, and O(·) denotes higher order terms.
A. The Optimal Antenna Selection Scheme
Utilizing (24) and (25), P ∞ out of OAS scheme can be written as
where I ∞ 1 and I ∞ 2 is the asymptotic expression of I 1 and I 2 with D → ∞, respectively.
According to [36, Lemma 2] , the asymptotic CDF of Y S i D can be expressed as
Substituting (9) and (48) into (27) and utilizing [50, eq. (3.326.2)], we obtain (7), and (49) into (26), and utilizing [50, eqs. (3.326.2) and (3.471.9)], we have
, and (α, x) = Substituting (9) and (48) into (30) 
Substituting (3), (6), and (51) into (29), and utilizing [50, eq. (3.471.9)], one can achieve
out of OAS scheme is obtained by substituting I ∞ 1 and I ∞ 2 into (47). Making use of (46) 
B. The Suboptimal Antenna Selection Scheme
Based on (32), the asymptotic SOP of SAS scheme can be written as
where J ∞ 1 and J ∞ 2 is the asymptotic expression of J 1 and J 2 with D → ∞, respectively.
Based on (14) , the asymptotic CDF of Y S b D can be written as
Substituting (9) and (55) 
Substituting (2), (7), and (56) into eq. (33), and using [50, eq. (3.471.9)], we obtain
Substituting (9) and (55) into G 2 (x), and utilizing [50, eq. (3.326. 2)], we can achieve
Substituting (3), (6), and (58) into eq. (36), and using [50, eq. (3.471.9) ], it deduces
Then, P ∞ out of SAS scheme is obtained by substituting J ∞ 1 and J ∞ 2 into (54). Based on (46), the expression for G d and G a of SAS scheme are obtained as
respectively.
C. The Space-Time Transmission Scheme
Similarly, the asymptotic SOP of STT scheme can be written as
where K ∞ 1 and K ∞ 2 is the asymptotic expression of K 1 and K 2 with D → ∞, respectively.
The asymptotic CDF of Y STT SD can be expressed as
Substituting (17) and (63) into (41) and utilizing [50, eq. (3.326. 2)], we obtain
Substituting (20), (21), and (64) into (40), and utilizing [50, eqs. (3.326 .2) and (3.471.9)], we have
Substituting (16) and (63) into (44), it deduces
Substituting (19), (22) , and (66) into (43) , and utilizing [50, eq. (3.471.9) ], one can achieve
Then, P ∞ out of STT scheme is obtained by substituting K ∞ 1 and K ∞ 2 into (62). Finally, we obtain the G d and G a of STT scheme as
respectively. Obviously, the three different TAS schemes achieve the same secrecy diversity order, which is equal to the product of the number of antennas at S and the number of antennas at D. Furthermore, we can find that the secrecy diversity order is independent of the number of antennas at E and α.
V. NUMERICAL RESULTS
In this section, numerical and Monte-Carlo simulation results are presented to highlight the impact of different related parameters on the SOP of the considered cognitive MIMO system. The main parameters used in analysis and simulation are set as η = 0.8, σ 2 = 1, and R S = 1 nat/s/Hz. As shown in Figs. 2-5 , analysis results match very well with simulation curves that verify the proposed analytical results. Further, one can find that the OAS scheme strictly achieves the best SOP than the SAS and STT schemes.
As shown in Fig. 2 , one can find that SOP is enhanced while P I increasing since a higher P I implies a larger transmitting power at S. Meanwhile, we can also observe that there exists a floor in the higher P I region. It is because as P I → ∞, the transmit power at S approaches P max and the system falls into a non-cognitive model wherein the interference to the primary users is ignored. Furthermore, we can see that SOP is improved while increasing N S because increasing N S signifies more diversity gain at S, and the EH ability of S is improved and more antennas can be selected for transmitting information.
Figs. 3 and 4 demonstrate SOP versus P t with N S and S varying, respectively. It can be observed that the secrecy outage performance can be improved while increasing P t or S . This is because a higher S signifies a better primary channel quality and a higher P t signifies a higher transmit power at S. One can also observe that there exists a floor in the higher P t region, which means increasing power at S cannot improve the secrecy performance unlimitedly, as testified in [51] . Furthermore, one can find that the OAS scheme strictly achieves the best SOP than the SAS and STT schemes with N S or S increasing, also noting that the OAS scheme must pay more to obtain the CSI of the eavesdropping node. Fig. 5 plots the SOP versus with α and N D varying. It can be observed that the security outage performance of OAS and SAS schemes can be improved while increasing α or N D . This is because higher α means more energy at S is harvested and less time will be allocated for IT phase. Based on (4), the P max would become more large as improving α. However, higher α will cut down the reliability of the cognitive systems since most of time is in harvesting energy. We observe that there is a floor in the higher α region, which is similar to Figs. 3 and 4 . Therefore, we can find out a superior α to achieve the tradeoff between the EH and the information transmission at S. Therefore the best α will be an interesting topic in our future works. 
VI. CONCLUSION
In this paper, we investigated the secrecy outage performance of an underlay MIMO CRN with EH and TAS. The closed-form expressions for the SOP of OAS and SAS schemes over Rayleigh channels were derived and validated by simulations. Numerical results illustrated that when the number of antennas at S and/or D increases, the secrecy outage performance of the system can be improved. The results in our work will be beneficial for designing practical cognitive systems with EH and TAS, where security issue is considered. The outdated CSI and channel estimation errors will be considered in our future works. 
