I
EEE Computational Intelligence Society (CIS) has entered the world of the IEEE standardization by sponsoring the IEEE 1855 TM project, in which a well-defined language for the representation of fuzzy systems has been defined 1 . The IEEE 1855 TM is the first IEEE standard technology sponsored by IEEE CIS, established as a result of the activities accomplished by the IEEE 1855 TM standardization group, led by Giovanni Acampora (Chair), Bruno Di Stefano (Vice Chair) and Autilia Vitiello (Secretary). Building on the success of IEEE 1855 TM , other proposals for the sponsorship of IEEE standardization have been submitted to the IEEE CIS Standards Committee. Particularly in 2013, the IEEE CIS Technical Committee on Data Mining presented a proposal for starting a new standardization process related to the eXtensible Event Stream (XES) technology, a unified language for modelling event data in the field of process mining. The IEEE CIS Standards Committee, after having evaluated the proposal, has filed a motion to the IEEE CIS AdCom to request IEEE CIS to act as a sponsor for a new standardization process for XES. The motion was approved by the IEEE CIS AdCom in 2014 in Beijing, China. Successively, the proposal has been moved to the IEEE Standards Association, which has opened the project IEEE P1849 and requested Wil van der Aalst and Eric Verbeek to create a working group aimed at releasing the standard IEEE 1849 TM , the second IEEE standard technology sponsored by IEEE CIS.
Why do we need the XES Standard?
The goal of the eXtensible Event Stream (XES) Standard is to standardize a language to transport, store, and exchange (possibly large volumes of) event data (e.g., for process mining).
The spectacular growth of the digital universe, summarized by the overhyped term "Big Data," makes it possible to record, derive, and analyze events. Events may take place inside a machine (e.g., an X-ray machine, an ATM, or baggage handling system), inside an enterprise information system (e.g., an order placed by a customer or the submission of a tax declaration), inside a hospital (e.g., the analysis of a blood sample), inside a social network (e.g., exchanging e-mails or twitter messages), inside a transportation system (e.g., checking in, buying a ticket, or passing through a toll booth), etc. Events may be "life events," "machine events, " or "organization events. events have location or movement attributes. Note that the IoC, the IoP, the IoT, and the IoL are overlapping. For example, a place name on a webpage or the location from which a tweet was sent. Process mining aims to exploit event data in a meaningful way, for example, to provide insights, identify bottlenecks, anticipate problems, record policy violations, recommend countermeasures, and streamline processes. This explains our focus on event data.
Process mining is an emerging discipline providing comprehensive sets of tools to provide fact-based insights and to support process improvements. This new discipline builds on process modeldriven approaches and data mining. Process mining provides a generic collection of techniques to turn event data into valuable insights, improvement ideas, predictions, and recommendations. The starting point for any process mining effort is a collection of events commonly referred to as an event log (although events can also be stored in a database and may be only available as an event stream). A wide range of process mining techniques is available to extract value and actionable information from event data. Process discovery techniques take an event log or event stream as input and produce a process model without using any a-priori information. Conformance checking can be used to check if reality, reflected by the event data, conforms to a predefined process model and vice versa. Process mining can also be used to extend process models with performance-related information, e.g., bottlenecks, waste, and costs. It is event possible to predict problems and suggest actions.
Currently, there are over 25 commercial process mining tools. In fact, the adoption of process mining has been accelerating in recent years. Some minor changes were made as a result of this coordination, and the second external version went into ballot on February 16th, 2016. This ballot ended on March 18th, 2016, with a 95% response rate, one abstention, and a 100% approval rate. As a result of the comments received during the ballot, the XES WG agreed not to allow for local timestamps in the XES Standard but to require proper UTC timestamps instead. As this change was not considered to be an editorial change, a recirculation of the third external version was required, which was initiated on June 27th, 2016. In this recirculation, no votes were changed, and no more comments were received. As a result, this third ex ternal version of the XES Standard was submitted on July 19th, 2016 to the IEEE SA Revision Committee (RevCom). During its meeting on September 19th, 2016, RevCom recommended this version of the XES Standard to be approved. During its meeting on September 22nd, 2016, IEEE SA accepted this recommendation and approved the third external version of the XES Standard. After a short editorial process, the final version of the XES Standard was published by IEEE SA on November 11th, 2016.
The published XES Standard can be found in the IEEE Digital Library (through the URL http://ieeexplore.ieee .org/document/7740858/), and can be referred to use the DOI 10.1109/ IEEESTD.2016.7740858. Figure 1 shows the XML serialization for the XES Standard as a state machine flow diagram. The main part of the diagram is the part containing the log, the traces (a trace bundles all events related to some case), the events, and the attributes. As the diagram shows, all these elements may have any number of attributes, and an attribute can be of seven different types (six simple types and one list type).
A brief glimpse into the XES Standard
A classifier assigns to each event an identity, which makes it comparable to others (via their assigned identity). Examples of such identities include the descriptive name of the activity the event relates to, the descriptive name of the case the event relates to, the descriptive name of the cause of the event, and the descriptive name of the resource the event relates to.
An extension defines a (possibly empty) set of attributes for every type of element. The extension provides points of reference for interpreting these attributes, and, thus, for their containing elements. Extensions therefore are primarily a vehicle for attaching semantics to a set of defined attributes per element. Extensions have many possible uses. One important use is to introduce a set of commonly understood attributes which are vital for a specific perspective or dimension of event log analysis (and which may even not have been foreseen at the time of developing this Standard). As an example, the Concept extension stores a generally understood name for any element. For logs, the name attribute may store the name of the process having been executed. For traces, the name attribute usually stores the case ID. For events, the name attribute represents the name of the executed activity represented by the event. Other uses of ex tensions include the definition of generally-understood attributes for a specific application domain (for example, medical attributes for hospital processes), or for supporting special features or requirements of a specific application. An XES instance corresponds to a filebased event log or a formatted event stream that can be used to transfer event-driven data in a unified and extensible manner from a first site to a second site. Typically, the first site will be the site generating this event-driven data (for example, workflow systems, case handling systems, procurement systems, devices like wafer steppers and X-ray machines, and hospitals) while the second site will be the site analyzing this data (for example, by data scientists and/ or advanced software systems).
IEEE 1849 (XES) WG members
To transfer event-driven data in a unified manner, this standard includes a W3C XML Schema describing the structure of an XES instance. To transfer this data in an extensible manner, this standard also includes a W3C XML Schema describing the structure of an extension to such an XES instance. Basically, such an extension provides semantics to the structure as prescribed by the XES instance. Finally, this standard includes a basic collection of such extensions.
Purpose
The purpose of this standard is to provide a generally acknowledged XML format for the interchange of event data between information systems in many applications domains on the one hand and analysis tools for such data on the other hand. As such, this standard aims to fix the syntax and the semantics of the event data which, for example, is being transferred from the site generating this data to the site analyzing this data. As a result of this standard, if the event data is transferred using the syntax as described by this standard, its semantics will be well understood and clear at both sites.
Conclusions

IEEE 1849
TM represents another important milestone in the field of standardization activities sponsored by IEEE CIS. With IEEE 1855 TM computational intelligence researchers have been provided with a unified approach to model fuzzy systems in a simple, fast and interoperable way. At the same way, 
TM will represent a solid and unified technology aimed at strongly improving the performance of scientists and engineers working in the area of business intelligence, process mining and so on. In this scenario, the role of the IEEE CIS Standards Committee will be always to constantly monitor the development of new computational intelligence technologies, which are ready to become an IEEE standard and support the activity of researchers acting in the wonderful realm of computational intelligence in concretizing their ideas.
