































学校编码：10384                           分类号_______密级 ______ 





硕 士 学 位 论 文 
 
反向域名侵夺法律问题研究 
Research on Reverse Domain Name Hijacking 
郭纪英 
指导教师姓名： 蔡 庆 辉 副 教 授  
专 业 名 称： 法 律 硕 士  
论文提交日期： 2 0 1 2 年 4  月  
论文答辩时间： 2 0 1 2 年   月  
学位授予日期： 2 0 1 2 年    月  
 
答辩委员会主席：           
评    阅    人：           
 



































































































































（     ）1。经厦门大学保密委员会审查核定的保密学位论文，
于   年  月  日解密，解密后适用上述授权。 







                             声明人（签名）： 























































The domain name has become a business mark on the Internet. At the very start, 
some opportunists registered domain names that were usually well-known trademarks. 
They stored up the domain names and sold the domain name to the trademark owners 
for high price. This is the so-called cybersquatting, which lead to legal disputes 
between domain name registrants and trademark owners. Then, various countries and 
international organizations formulated laws and regulations or policies, which were 
designed to make the trademark "deserve" the corresponding domain name, to protect 
prior trademarks. 
Due to the intangible value of domain names, more and more trademark owners 
made malicious attempt to obtain the domain names registered lawfully, which is 
called Reverse Domain Name Hijacking. However, the existing domain names dispute 
resolution mechanism is inclined to protect the trademark owners. In order to 
safeguard social fairness and justice, balance the benefit between domain name 
owners and trademark owners, and constraint trademark right’s unlimited expansion 
in the network, this article consider it necessary to establish the legal regulation on 
reverse domain name hijacking. However, compared to cybersquatting, the rule of 
solving the conflict caused by reverse domain name hijacking is "inadequate". This 
paper analyzes the reasons why reverse domain name hijacking emerged and legal 
principles how to regulate it, focuses on the regulation of international and domestic 
situation, trying to put forward countermeasures and suggestions to perfect reverse 
domain name hijacking dispute settlement mechanism. This paper includes four 
chapters besides the preface and conclusion. 
Chapter I is the overview section. It first introduces the concept of reverse 
domain name hijacking behavior, and then analyzes the reason why the behavior 













as malicious cybersquatting behavior and abuse of trademark acts. 
 Chapter II analyzes the legal principle of prohibition. The analysis composes of 
four theories. They are: balance of interests, good faith, fair competition and 
legitimate rights and interests. 
Chapter III analyzes the international and the domestic status quo of legal 
protection on reverse domain name hijacking. This chapter introduces ICANN domain 
name dispute resolution mechanism and CNNIC domain name resolution mechanism 
and law applied to international domain names and Chinese domain names separately. 
Chapter IV puts forward improvement proposal of China's legal regulation of 
reverse domain name hijacking on legislative level, in terms of related imperfect 
regulation imperfect. 
 














Abbreviations  缩略语表 
 
CIETAC China International Economic and Trade Arbitration 
Commission 
中国国际经济贸易仲裁委员会 
CNNIC China Internet Network Information Center   
中国互联网络信息中心 
HKIAC Hong Kong International Arbitration Centre 
香港国际仲裁中心 
ICANN The Internet Corporation for Assigned Names and Numbers 
互联网名称与数字地址分配机构 
UDRP United Dispute Resolution Policy   
域名争议解决统一方案 
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反向域名侵夺（Reverse Domain Name Hijacking），又称“域名反向侵夺”、
“域名反向劫持”、“域名反向抢注”，其定义来源于互联网名称与数字地址分配
机构（The Internet Corporation for Assigned Names and Numbers，以下简称
ICANN）在 1999 年 10 月 24 日实行的《统一域名争议解决办法程序规则》（Rules 
for Uniform Domain Name Dispute Resolution Policy，以下简称 the Rules）中的规
定：“恶意地利用《统一域名争议解决规则》中的有关规定以企图剥夺注册域名
持有人持有域名的行为”。我国互联网络信息中心（China Internet Network 
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