mended screening to women 40 years or older. Our findings are largely consistent with a 2014 survey of PCPs from 4 clinical networks where similar proportions of physicians recommended screening with higher rates noted among gynecologists. 5 We also found sharp differences in recommendations based on which guidelines physicians trusted most, which may suggest that current practices reflect both varying adherence to guidelines as well as differences in which guidelines are trusted. The results provide an important benchmark as guidelines continue evolving and underscore the need to delineate barriers and facilitators to implementing guidelines in clinical practice. 
Hospital Risk of Data Breaches
As the adoption of electronic record and health information technology rapidly expands, hospitals and other health providers increasingly suffer from data breaches.
1 A data breach is an impermissible use or disclosure that compromises the security or privacy of the protected health information and is commonly caused by a malicious or criminal attack, system glitch, or human error. 2, 3 Policy makers, hospital administrators, and the public are highly interested in reducing the incidence of data breaches. In this retrospective data analysis, we use data from Letters were reported by health care providers and the remaining by business associates, health plans, or health care clearing houses. There were 257 breaches reported by 216 hospitals in the data, with median (interquartile range [IQR] ) 1847 (872-4859) affected individuals per breach; 33 hospitals that had been breached at least twice and many of which are large major teaching hospitals ( Table 1) . Table 2 lists hospitals with more than 20 000 total affected individuals. For the 141 acute care victim hospitals linked to their 2014 CMS cost reports, the median (IQR) number of beds was 262 (137-461) and 52 (37%) were major teaching hospitals. In contrast, among 2852 acute care hospitals not identified as having breaching incidents, the median (IQR) number of hospital beds was 134 (64-254), and 265 (9%) were major teaching hospitals. Hospital size and major teaching status were positively associated with the risk of data breaches (P < .001).
Discussion | A fundamental trade-off exists between data security and data access. Broad access to health information, essential for hospitals' quality improvement efforts and research and education needs, inevitably increases risks for data breaches and makes "zero breach" an extremely challenging objective. The evolving landscape of breach activity, detection, management, and response requires hospitals to continuously evaluate their risks and apply best data security practices. Despite the call for good data hygiene, 6 little evidence exists of the effectiveness of specific practices in hospitals. Identification of evidence-based effective data security practices should be made a research priority. This study has 3 important limitations. First, data breaches affecting fewer than 500 individuals were not examined. Second, since each victim hospital was matched to CMS cost report based on the name and state, the matching might be incomplete or inaccurate for some hospitals. Finally, our analysis is limited to the hospital industry. Future studies that examine the characteristics of other types of health care entities that experienced data breaches are warranted. 
