Abstract-In a prior study we found out that trust is an effective factor in the acceptance and adoption of cloud computing using the UTAUT. However, various relationships from the original UTAUT were not confirmed in the extended model for cloud computing. Therefore, we present here a study aimed at investigating the mediation effect of trust on users' attitude toward the adoption of cloud computing using UTAUT. It is also aimed to examine the role of five moderating factors which are gender, age, education, managerial level and job domain on subjects' behavioral intention to use cloud computing services. Data were collected from 219 subjects in order to test the modified model and were analyzed using Partial Least Square (PLS) algorithm. Experimental results demonstrated that Performance Expectancy and Facilitating Conditions are strongly mediated by trust for the behavioral intention to adopt cloud computing. Statistical results, on the other hand, indicated that the majority of the moderating factors did not have a significant impact on the acceptance of cloud computing. The paper finally concludes with the limitations of current study and directions for future work.
I. INTRODUCTION
Despite the fact that benefits of cloud computing are known almost to everybody in the field of computing, organizations still facing challenges and obstacles transforming their services and applications to the cloud. Trust is one of the major and most critical factors that would prevent organizations adopting cloud computing. According to [1] , Fujitsu Research Institute carried out a survey on cloud computing adoption and showed that 88% of consumers were worried about who have permission to access their data and 84% had concerns about the location of storing their data. In addition, [2] highlighted that trust management and security is one of the top 10 challenges and obstacles of adopting cloud computing. This is mainly because of concerns about privacy, compatibility and security. Also, with the growing number of Cloud Service Providers (CSP) in the market who offer almost the same services, selecting the most trustworthy one has become challenging task. In order to assure Cloud Clients (CC) with their services, CSP usually offer Service Level Agreement (SLA). However, researchers such as [3] highlighted that such approach would not be sufficient for gaining consumers' trust as unclear specifications and ambiguous statements would make it difficult to recognize the trustworthy CSP. Furthermore, doubts of CSP would not be obliged to Service Level Agreement (SLA) maybe one of the issues that make SLA is not a sufficient trust management system for cloud computing. Various cloud trust management systems were proposed in the literature that deal with cloud trust from different perspective (see Section II.A). However, to the best of our knowledge the question Would trust affect adopting cloud computing applications? Have not been fully addressed at present. On the other hand, numerous studies were carried out in order to evaluate the acceptance of cloud computing in organizations in various domains using different models (see Section II.B). However, the effect of trust on the acceptance of cloud computing was not addressed. In a prior study [4] we investigated the relationship between trust and acceptance of cloud computing by extending the Unified Theory of Acceptance and Use of Technology (UTAUT) and it was found that trust is an effective factor of cloud acceptance. However, some of the relationships amongst the constructs of the original UTAUT were not validated and whether trust would affect these relationships. Therefore, this study tries to fill this gap by extending the usefulness of the Unified (UTAUT) to understand the direct and indirect effects of trust on the attitude of users toward adopting cloud computing. The study also aims to examine the effect of five moderating factors (i.e. gender, age, education, managerial level and job domain) on the behavioral intention to adopt cloud computing.
The reminder of the paper is organized as follows section II.A shed the light on technology trust and how trust becomes one of the crucial factors for adopting cloud computing. Section II.B shows previous studies in the field of cloud acceptance and adoption and discusses
II. LITERATURE REVIEW
Recently, cloud computing has extensively been studied technically and from other point of views such as [5, 6] . As the aim of this paper is to investigate the determinants of trusting cloud computing, this section will be divided into the following two sub-sections.
A. Technology and Trust
According [7] , interpersonal trust can be defined as "willingness of a party to be vulnerable to the actions of another party based on the expectation that the other will perform a particular action important to trustor irrespective of the ability to monitor or control the other party". It is also believed that trust can be existed between people and non-human entities. For example, we trust airplanes that travel us safely from place to another. Furthermore, [8] pointed out that we sufficiently trust bridges and walk under them calmly. Though, various researchers such as [9] claimed that trust between people and technology is not existed. Furthermore, others stated that such relationship does not last long as if the technology fails to perform a particular task trust it would be transformed to frustration [10] . However, we believe that human today highly trust technology and several examples are available in our daily life. For instance, [11] highlighted that people usually trust word processing applications to save their documents as well as sharing images and personal information with others over the internet. Therefore, researchers are investigating the factors affecting the trust of technology and how trust would affect the usage of technology. Interpersonal personal was found to be affected by numerous factors more importantly benevolence, understandability, integrity and competence [7, 12] . However, [13] pointed out that trusting technology is affected by other factors that are related to the weakness and limitations of technology. For instance, validity, robustness, reliability, utility and false-alarm are considered as major factors of technology trust. Furthermore, [12] performed a study in order to investigate whether trust affect users' satisfaction and their intention toward using technology. The results indicated that trust is significantly affected by performance, usefulness, ease of use, satisfaction and disconfirmation. Moreover, technology trust can be classified into two different forms particularly humanlike trust and system-like trust [11] . However, it is not straight forward to decide which form to use and which factors to adopt.
In fact, it depends entirely on the technology being used and the domain it is implemented in. Therefore, various studies where carried out in the literature to investigate the effect of trust on the adoption of new technology in different domain such as e-commerce [14] [15] [16] [17] [18] [19] and e-government [20] [21] [22] [23] [24] [25] [26] . Furthermore, trust has become one of the most critical factors affecting the adoption and usage of cloud services. Therefore, numerous studies are existed in the literature studying how to provide trustworthy cloud services. In such studies researchers usually implement trust management systems based on several cloud attributes and present the results. For instance, [3] claimed that at present trust evaluation systems that evaluates trust based on the compliance of Cloud Service Providers (CSP) with SLA is not existed. Therefore, they proposed a Compliancebased Multi-Dimensional Trust Evaluation System (CMTES) where cloud clients can decide the trustworthy cloud service provider from different perspectives (i.e. cloud client, Cloud Broker and Peers). The proposed system is consisted of three major entities which are cloud client, cloud broker, cloud auditor where they evaluate cloud service provider independently based on the Quality of Service (QoS) in the SLA. The final trustworthiness of Cloud Service Provider is derived from the aggregated trustworthiness perceived from the three entities. The proposed system was experimented using artificial data and the results presented CMTES is effective in recognizing trustworthy Cloud Service Providers (CSP). [27] , on the other hand, proposed a trust management architecture that is consisted of three main components which are Cloud Service Registry and Discovery, Dynamic Trust component and Trust calculator. Cloud Service Registry and Discovery allows cloud providers to register themselves and record their trust values where trust calculator is responsible of computing the overall trust of a provider based on previous trust values and feedback. Dynamic Trust Component, on the other hand, is responsible of keeping track the trust values which changes over time. A mathematical model was adopted to compute trust based on feedback and trust values. However, it was not tested and no experimental results were presented.
[28] were also proposed a framework for trust management in cloud environments. It is consisted of three layers which are hard-trust, virtual -trust and entity trust. The first one can be considered as the main block of the trustworthiness of cloud services which are a set of actions in the cloud environment. Virtual trust, on the other hand, is the set of evidence about virtual servers' security which the cloud provider must presents to users. Entity-trust is the layer responsible about building users trust on cloud computing service based on the behavior records of other entities. They claimed that the combination of these layers would bridge the gap between trust factors. However, experimental results were not provided. [29] , also, proposed an adaptive trust model to dynamically evaluate cloud servers and recommend the high quality services. It is called CloudTrust which adopts multiple trust attributes for evaluation as well as it is consisted of two integrated types of modelling tools which are IOWA and rough set operators.
Data mining and knowledge discovery techniques are applied on trust attributes and time series in order to provide real-time recommendations. Furthermore, it was developed by three modules which are SLA module, trust management module and resource management module. Cloud-Trust was tested and experimental results demonstrated that it can effectively be used for trust management in cloud computing. [30] also developed a framework called Cloud-Trust. However, it was developed to evaluate trust of the services provided by cloud providers based solely on security. A wide range of security best practices and controls were incorporated in the proposed framework. The main idea behind it, is that an overall assessment of cloud services based on high level security metrics such as integrity and confidentiality and presenting the probability of penetration of cloud services provider. [31] developed an approach using evidential reasoning (ER) to help cloud client selecting the most trustworthy services. It is a multi-dimensional approach which mainly depends on historical users' feedback and ratings. Various issues can be addressed by the multi-dimensional approach such as establishing a real-time trust evidence for all services and dynamically identifying most trustworthy services. However, no experimental results were presented.
The literature of cloud computing is rich with studies proposing trust management models for cloud computing based on different perspectives such as [1, [32] [33] [34] . Various researchers tried to survey such models and compare amongst them such as [35] while other tried to demonstrate the obstacles and challenges of developing cloud trust management systems such as [2, 36] .
B. Adoption of Cloud Computing
Although the benefits of cloud computing have currently become tangible, individuals and firms still hesitant to adopt cloud computing solutions. Therefore, various studies tried to address the determinants and factors that would affect the adoption of such solutions. These studies usually focus on a domain such as education or industry or on a specific country. Several factors were found to be effecting the attitude of organizations and individual towards adopting cloud computing. [37] pointed out that such factors can be categorized into technological, organizational and environmental factors. Therefore, they conducted a study to understand the adoption of cloud computing especially SaaS readiness consisting of three components reflecting these categories. The results indicated that the three components were significantly affecting the adoption of cloud computing in firms. However, they would vary across overt and psychological outcomes. In fact, it was found that technological readiness is the most significant component for the psychological outcomes while it was the least significant in terms of overt outcomes. On the other hand, organizational readiness was found the most significant component for the overt outcomes where it was the least significant in terms of psychological outcomes. Furthermore, one of the interesting findings of [37] is that IT infrastructure is not an important factor influencing the organizational readiness for the adoption of SaaS solutions. In the same context, [38] proposed a model based on TOE, DOI and NIT in order to assess the factors influencing SaaS adoption in firms. They found out that SaaS adoption would mainly be affected by cost, relative advantage, top management support, complexity, technology competence and normative pressure. Furthermore, in an effort to re-conceptualize factors affecting cloud computing adoption, [39] highlighted that compatibility, complexity, relative advantage and security must be considered when studying adoption of cloud computing. Further, [40] pointed out that the literature still lacks studying the adoption of cloud computing from the organizational perspective. Therefore, they proposed an integrated framework based on DOI, TOE and ANT to investigate the determinates of cloud computing adoption. A preliminary study was performed using this framework and the results indicated that cost is one of the critical factors affecting organizational attitude towards the adoption of cloud computing as well as security was one of the main concerns when considering the adoption of cloud. furthermore, [41] found out that the complexity and compatibility of cloud computing implementation can be a barrier to adopt cloud computing in organizations. They also identified five factors which can significantly affect the attitude of adopting cloud computing that are competitive pressure, trading partner pressure, relative advantage, top management support and organization size. In line with this, [42] proposed an integrated framework based on TAM and TOE to explore factors influencing the adoption of cloud computing. They found out that trading partner and competitive pressure can directly affect the adoption of cloud. however, perceived ease of use and perceived usefulness of cloud computing mediate the effect of other factors such as complexity, organizational readiness, compatibility and top management support.
The adoption of cloud computing applications was also examined in several areas. For instance, [43] highlighted that little efforts were devoted to investigate the adoption of cloud computing solution in academic organizations such as universities. Therefore, they proposed a model based on TAM and DOI to understand the perception of cloud computing in terms of contextual, economic and technological influences in university located in developed countries. However, only a pilot study was carried out using the proposed model showing acceptable reliability and validity level. In the same context, [44] conducted a study to examine behavioral intention to use cloud computing in classrooms. The study adopted six models which are the theory of reasoned action or theory of planned behavior (TRA/TPB), the motivational model (MM), service quality (SQ), the technology acceptance model (TAM), Self-efficacy (SE), and innovation diffusion theory (IDT). They found out that the six models would be used successfully to provide insight about students' adoption of cloud computing in classrooms. Furthermore, most of the factors adopted in these models were found significantly affecting students' attitude toward the adoption of cloud computing. [46] , on the other hand, carried out a study to explore factors influencing firms to adopt cloud computing solutions in electronic supply chain systems. More specifically, the effect of task uncertainty, environmental uncertainty and information processing capability on adoption of cloud as well as how would information processing moderate these relationships. This study adopted the organizational information processing theory. The results suggested that environmental, task, inter-organizational uncertainties together with information processing capabilities significantly affect the intention to adopt cloud supply chain solutions. Because of the various factors and issues that were found out by many researchers, such as the above, that would affect the adoption and maximization of cloud computing, [47] proposed the concept of cloud federation. It is a cooperation amongst several cloud providers to deploy services. They highlighted that cloud federation would enhance deploying services by maximizing the utilization of IT resources. Furthermore, a study was carried out to identify factors influencing the proposed concept. The results indicated that large cloud providers are willing to adopt such an idea while small providers were found to be driven by the pressure of competitors. Six determinants of accepting cloud federation which are flexibility, service quality decline, interoperability, frim size, legal issues and competitive pressure were also identified. [48] also proposed a trust model for cloud computing environments selection. The proposed model evaluates the quality of services of cloud based on several measures such as effectiveness, performance and user ratings. In order to test the feasibility of the proposed model it was validated using different simulations and the results were promising.
As it can be noticed that most of these studies have not fully addressed the effect of trust on the adoption of cloud computing using the well-known model which is the Unified Theory of Acceptance and Use of Technology (UTAUT). In line with the literature, the results of a prior study [4] showed that trust is a crucial factor in the adoption of cloud computing. However, the direct and indirect effects of trust on the constructs of UTAUT was not considered as well as the effects of moderating factors on the adoption of cloud computing was not addressed.
III. HYPOTHESES DEVELOPMENT
The main aim of this research is to conduct an empirical study to investigate the effect of trust on the relationships amongst independent and dependent construct in the UTAUT. The context of this research is acceptance of cloud computing applications and solutions.
Specifically, the impact of trusting cloud computing on the relationships between performance expectancy and behavioral intention to use and, facilitating conditions and behavioral intention to use cloud computing application will be investigated. Furthermore, we believed that trust would mediate the relationships of social influence and effort expectancy with behavioral intention to use cloud computing. Fig.1 shows the proposed extended model. The study also aimed at studying the effect of moderating factors specifically age, gender, education, managerial level and job domain. In addition, we are interested to find out whether acceptance of cloud computing differs across these groups. Therefore, we formulated the following hypotheses: 
H1:
Trust will positively moderate the relationship between performance expectancy and behavioral intention to use cloud computing. H2: Trust will positively moderate the relationship between facilitating conditions and behavioral intention to use cloud computing. H3: Trust will positively mediate the relationship between social influence and behavioral intention to use cloud computing. H4: Trust will positively mediate the relationship between effort expectancy and behavioral intention to use cloud computing. H5: Age will moderate the relationship between performance expectancy and behavioral intention to use cloud computing. H6: Age will moderate the relationship between social influence and behavioral intention to use cloud computing. H7: Age will moderate the relationship between effort expectancy and behavioral intention to use cloud computing. H8: Age will moderate the relationship between facilitating conditions and behavioral intention to use cloud computing. H9: Age will moderate the relationship between trust and behavioral intention to use cloud computing. H10: Gender will moderate the relationship between performance expectancy and behavioral intention to use cloud computing. 
IV. SAMPLE AND DATA COLLECTION
The data collection instrument of this study was an online questionnaire consisting of 7 sections. It was developed in bio-lingual format were all statements were written in English and Arabic in order to ensure subjects' full comprehension of statements. The first section seeking subjects' personal information such as age, gender and In these sections, statements related to constructs were After leaving the questionnaire available online for three months, two hundred and nineteen complete responses were received, of which 29 were females (13.2%) and 190 were male (86.8%). Subjects' age ranged from 18 to 64, the majority was aged between 25-34 (36.5%) whereas only ten subjects (4.6%) aged between 18-24. Further, subjects were distributed into three job domains, which are hardware, software and administration as well as several managerial levels. Table  1 shows more a descriptive analysis of subjects' profile. presented to subjects and they were asked to rate their agreement on them based on a 5-point likert scales ranging from strongly agree to strongly disagree, where 1 denoted strongly disagree and 5 denoted strongly agree. All statements were adopted from previous studies and modified to suit our study context. The hyperlink of the questionnaire was sent by email to employees working in information technology centers and IT departments in the public and private sectors in the kingdom of Saudi Arabia. They were also requested to forward the survey to their colleagues and friends. education as well as asking about work information such as position and job domain. All questions were required and a multi-item where users asked to select the most appropriate items for them. This method was employed to reduce data entry errors that would affect data analysis. The remaining sections representing the constructs of the proposed UTAUT model where each section represented a construct. effects amongst constructs. SmartPLS 3 is one of the powerful tools in performing multi-group analysis and assessing mediation and moderation effects. At the beginning of data analysis, confirmatory factor analysis (CFA) was carried out to examine the reliability and validity of the instrument used. Cronbach's Alpha is one of the common tests used to examine the reliability of constructs. Therefore, it was performed on all constructs and as seen in Table 2 that the Alpha value of all constructs is greater than the recommended value by [50] . In addition, composite reliability (CR) was also computed for all constructs and the results indicated that all CR values for all constructs exceeded the recommended value by [50] . Thus, the reliability of the instrument used in this study is within good level.
The validity of the proposed model was also investigated by examining convergent and discriminant validity. Convergent validity can be examined through factor loadings where items should have the heights loadings in their related constructs and have lower ones in unrelated constructs [50] . As shown in Table 2 , factor loadings of all items are the heights in their corresponding constructs. Furthermore, Average Variance Extracted (AVE) was also computed to further ensure validity of the proposed model. As shown in Table  2 , the value of AVE for all construct exceeded the recommended value by [51] . Discriminant validity was also measured in order to ensure that constructs are different and do not highly correlate with each other. According to [51] , the discriminant validity level can be accepted if the square root of the AVE is greater than the coefficients of the inter-constructs correlation. Table 3 shows that correlation matrix of the constructs where diagonal shows the square root of AVE. it can be noted that the values in the diagonal are greater than the below values which represent a discriminant validity of the model.
After ensuring the validity and reliability of the proposed model, path analysis was performed using Partial Least Square (PLS) algorithm in order to investigate the relationships between constructs and to test the proposed hypotheses. Fig. 2 shows the structural model with obtained results. It shows path coefficients (β) and the explained variance (R2). Furthermore, in order to test the significance of the relationships amongst constructs and to better interpret the results shown in Fig.2 , the t-statistic value was calculated for each relationship by performing a bootstrapping with 5000 subsample. The results indicated that performance expectancy significantly affecting users' behavioral intention to use cloud computing (β=0.23, t=2.70, p<0.05). Social influence was also found significantly affecting users' behavioral intention to use cloud computing (β=0.14, t=2.32, p<0.05). Furthermore, the effect of facilitating conditions was found extremely significant on users' behavioral intention to use cloud computing (β=0.42, t=8.15, p<0.01). Clearly, these results come in line with the original UTAUT. On the other hand, the effect of effort expectancy on users' behavioral intention to use cloud computing was not found significant (β=0.095, t=1. 53, p=0.13) which contradicted with original UTAUT model. Moreover, the results indicated that trust would significantly affect users' intention to use cloud computing (β=0.27, t=3. 70, p<0.01). Fig.2 also shows that all five constructs which are performance expectancy, effort expectancy, social influence, facilitating conditions and trust are predictive of intention to use cloud computing with 70% explained variance (R2=0.71). The effect of trust on the relationship between performance expectancy and facilitating conditions with users' intention to use cloud computing was tested. The results indicated that trust has a significant moderation effect on the relationship between performance expectancy and users' behavioral intention to use (β=0.26, t=5. 40, p<0.01). Similarly, it significantly moderating the relationship between facilitating conditions and behavioral intention to use (β=-0.27, t=7. 35, p<0.01). Thus, hypotheses 1 and 2 were accepted. In addition, the mediation effect of trust on the relationship between social influence and effort expectancy with behavioral intention to use cloud computing was test. In order to identify whether trust mediate the relationship between social influence and users' intention to use, path coefficient was calculated after removing the mediator construct (trust). The results demonstrated a higher path coefficient between social influence and users' intention to use (β=0.173) than with the existence of trust. In order to test whether this difference is significant, Sobel test was carried out using the free online Sobel calculator tool and the result indicated that trust significantly mediate the effect of social influence on users' behavior intention to use cloud computing (t=1.73, p<0.05). Therefore, hypothesis 3 is accepted. Furthermore, the mediation here can be considered as partial because of that the relationship between social influence and behavioral intention to use was found statistically significant. On the other hand, the results demonstrated a lower path coefficient for the relationship between effort expectancy and behavioral intention to use without trust (β=0.078) than the one with existence of trust which is shown in Fig.2 the results of Sobel test indicated that trust significantly mediate the relationship between effort expectancy and behavioral intention to use (t=3.22, p<0.01). Furthermore, this mediation can be considered as full mediation as the direct relationship between effort expectancy and behavioral intention to use is not statistically significant. Thus, hypothesis 4 is accepted.
In order to investigate the influence of the moderating factors (age, gender, education, job domain and managerial level) on the constructs of the proposed model, path analysis was performed independently for each subjects' group. The results are summarized in Table 4 . As shown in Table 4 , all constructs were found significantly affecting male users' behavioral intention to use cloud computing. On the contrary, none of the constructs were found significantly affecting the attitude of female users toward the acceptance of cloud computing. In order to examine whether this difference is significant and would gender moderate the effect of constructs, multi-group analysis was performed with 100 subsample bootstrapping. The obtained results indicated that gender is not significantly moderating the effect of any of the constructs on users' behavioral intention to use. Thus, hypotheses 10, 11, 12, 13 and 14 are rejected. Furthermore, the results indicated that the effect of most constructs on the intention to use cloud computing is more apparent with educated users. Specifically, effort expectancy, facilitating conditions, performance expectancy and trust were found significantly affecting the attitude of users with postgraduate degree toward cloud computing applications (see Table 4 ). However, social influence construct had not significantly affected the attitude of the same group toward cloud computing. Users with university level degree, on the other hand, have not found any of the constructs affecting their attitude toward cloud computing except performance expectancy. Because of the limited number of users with high school education, we could not get results from statistical tests. Multi-group analysis was also carried out with the same bootstrapping properties performed for gender and the results indicated that the difference between users with university level education and those with postgraduates degrees is not statistically significant. Thus. Hypotheses 15, 16, 17, 18 and 19 are rejected. Subjects were grouped into two groups based on their age namely young and old in order to facilitate statistical tests where many age groups that were used in the survey and did not have sufficient number of responses to perform the test. As seen in Table 4 , all constructs were found significantly affecting the behavioral intention of young subjects to adopt cloud computing except effort expectancy were it was not found to be significantly affecting them. On contrast, only facilitating conditions and trust were found to be significantly affecting the behavioral intention of older subjects to use cloud computing. Similarly, Multi-group analysis was carried out to investigate the significance of this difference. The results indicated that the difference between the two groups is not significant, therefore hypotheses 5, 6, 7 and 8 are rejected. Moreover, the effect of constructs amongst subjects in different managerial level were also examined. Table 4 shows that effort expectancy, facilitating conditions and trust were significantly affecting behavioral intention of subjects in the top management level whereas performance expectancy and social influence did not found to be significantly affecting their attitude toward the adoption of cloud computing. Further, attitude of subjects in medium level of management towards cloud computing were found to be significantly affected by facilitating conditions and trust while the rest of constructs were not found to be significant. By taking a deeper look at the results, it can be noticed that the difference in between these two groups in terms of effort expectancy, social influence and trust is high. Multi-group analysis was applied in order to test the difference between the two groups in terms of all constructs. The results demonstrated that the difference in the effect of effort expectancy on the attitude of subjects in the two groups is statistical significant (β= 0.193, p<0.05). The results also indicated that the difference in the other constructs is not significant. Furthermore, the effect of all constructs except social influence were found to be significantly affecting subjects at the low-level management attitude towards cloud computing. It can be noticed from Table 4 that the difference in the effect of effort expectancy and performance expectancy between subjects in medium level and low level management is considerably high. However, the results of the Multi-group analysis indicated that only the effect of performance expectancy in the two groups was significantly different. In addition, Table 4 shows that the difference in the β value of all constructs for subjects at low and high level management is slightly small therefore; the results of Multi-group analysis indicated that the difference of the effect of all constructs in the two groups is not significant. Thus, hypotheses 25 to 29 cannot be accepted. Additionally, Table 4 shows that that effort expectancy did not have significant effect of subjects' behavioral intention to adopt cloud computing working in the Hardware, Software and administrational sides of information technology. In fact, the attitude of subjects working in the domain of administration was not found to be effected by any of the constructs including trust. The attitude of subjects working in Hardware was also not found to be effected by social influence. Actually, it can be noticed that t and β value of the three groups (i.e. Hardware, Software, Administration) are small and nearly the same therefore; Multi-group analysis results indicated there is no significant difference amongst the three groups in all constructs. Thus, hypotheses 20 to 24 cannot be accepted. Despite the fact that we found effort expectancy has not significantly affected users' intention to adopt cloud computing, this relationship most likely will be the opposite with the existence of trust. Surprisingly, the results obtained from this study demonstrated that the majority of the moderating factors did not have a significant effect on the acceptance of cloud computing. However, such finding would not be generalized as it is most likely because of the limitations of the study. Number of subjects in some groups was too small which make statistical test difficult and not possible for some cases. This is the major limitation of our study which would be considered in the future. For instance, the number of female subjects who participated in the study was 29 compared to 190 males. Further, most of the subjects were from management background where few of them had hardware background. Despite of these limitations we have yielded some interesting findings. For instance, the results indicated that behavioral intention of male subjects to adopt cloud computing were found to be significantly affected by all constructs (i.e. Effort Expectancy, Facilitating Conditions, Performance Expectancy, Social Influence and Trust) whereas none of them were found to be affecting female subjects' attitude toward the adoption of cloud computing. However, gender was not found to be moderating factor for the acceptance of cloud computing. Furthermore, subjects were grouped into two categories based on their age which are young and old subjects because of the limited sample size in various age groups. Although no real difference between the two groups on the attitude toward adoption of cloud computing, the attitude of young subjects was found significantly affected by the majority of constructs which are trust, facilitating conditions, performance expectancy and social influence. Moreover, when investigating the effect of education as a moderating factor it was apparent that the effects of most constructs toward intention to use cloud is more with educated subjects. However, the difference in the perceived behavioral intention to accept cloud computing was not found statistically significant between subjects with university level and postgraduate ones. Similarly, subjects working in different domains (i.e. Hardware, Software and Administration) were found to be almost the same in terms of the effect of most constructs on the behavioral intention to adopt cloud computing. On the other hand, the effect of performance expectancy on the behavioral intention to adopt cloud computing was found to be different amongst subject in different managerial levels while no real difference was found on the other constructs.
The findings of our study have provided various implications in the users' attitude towards adopting cloud computing. Practically, it demonstrates the direct effect of trust on the behavioral intention to adopt cloud computing. The study also gives insights to executives about the factors influencing the acceptance of cloud computing services in order to implement appropriate strategies and plans. Furthermore, the proposed model can be adopted by high level management in firms in order to evaluate the attitude of their personnel towards cloud computing. Theoretically, the study extends the usefulness of the UTAUT by providing a set of guidelines on the acceptance of cloud computing. The study also demonstrated that embedding trust into the UTAUT would show an adequate explanatory power to examine behavioral intention to use cloud computing. Furthermore, pervious research has demonstrated that trust is one of the crucial factors that would prevent firms to adopt cloud computing. Therefore, it was embedded into the UTAUT model where the results showed the validity of the proposed model for assessing the acceptance of cloud computing.
VII. CONCLUSION
We conducted an empirical study to investigate the direct and indirect effects of trust on the independent and dependent variables of the acceptance of cloud computing in organizations. The study also aimed to understand the role of five moderating factors (i.e. gender, age, education, managerial level and job domain) on the attitude of subjects toward cloud computing. Due to its usefulness in several domains and in cloud computing especially, the UTAUT was adopted and extended by adding trust as a main construct. The results indicated that trust is an important factor in the acceptance of cloud computing solutions. Specifically, it was found significantly strengthen the relationships between performance expectancy and facilitating conditions with behavioral intention to adopt cloud computing. On the contrary, the results demonstrated that the majority of the moderating factors did not have real impact on the acceptance of cloud computing. However, this is most likely due to various limitations of our study such as the distribution of the sample amongst different groups. Therefore, further studies that take into accounts these limitations would be carried out in the future.
