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ABSTRACT
Radio Frequency Identification (RFID) is a mobile technology that was explored in hospitals in the last de-
cade for improving process efficiencies. However, in the Australian context, this technology is still regarded 
as an innovation that health ICT practitioners and hospitals are reluctant to trial. This technology, although 
non-intrusive, is perceived as disruptive by hospitals. Information Systems professionals in the ICT sector 
and Health Informatics practitioners in Australia are exploring best practices for implementation. In this 
research paper, I report on findings from empirical research that was conducted in Australia, based in two large 
hospitals1, to better understand the factors involved in the successful implementation of RFID in Australian 
hospitals. Findings from this study are presented and endorsed by health ICT practitioners and informatics 
professionals as current implications for the field.
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1. INTRODUCTION
Information communication technologies 
(ICTs) have infused the world, in almost every 
industry sector and many daily lives, over the 
past two decades. Technological innovations 
are also being adopted by the complex health 
care sector, particularly in large hospitals for 
improving efficiency. The research reported in 
this paper is situated mainly in the ‘emergency’ 
areas of hospitals, and related interconnected 
areas, within two large hospitals of Australia, 
where a relatively new Radio Frequency Iden-
tification technology (RFID) was implemented 
for process efficiencies.
Australian government is now spending 
almost $42 billion more on health in 2013 than 
they did a decade ago (McGowan, Gregory & 
Atkinson 2013). In Australia, the Medicare 
system provides free access to Public Hospital 
services and assists with the costs of a range 
of medical services. While the Commonwealth 
government has the role of developing policies, 
research funding, national and international 
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health issues, State and Territory governments 
manage public health services, deliver pub-
lic acute care, psychiatric hospital services, 
community care and public health. Majority 
of doctors and allied health professionals are 
self-employed, Private Hospitals are owned 
by both profit and not-for-profit organisations 
(Whetton 2005; Whetton & Georgiou 2010). 
In 2013, The Ministry of Health and Ageing, 
a Commonwealth government department 
(Healthgov 2013), started to administer national 
health policy at the federal level. The Common-
wealth government provides about 70 per cent 
of health sector finance (Duckett 2007; Duckett 
& Wilcox 2011). The other 30 per cent is made 
up from funding agencies and not-for-profit 
organisations that service hospitals.
In recent years, Australian hospitals have 
introduced medical technologies such as radio-
logical scanners and biological therapeutics, 
which have increased the costs of health care 
to average citizens (Novak & Judah 2011; 
Productivity Commission 20061). Some studies 
in the latter half of the last decade in Australia 
(Productivity Commission 2006, Gabbitas & 
Jeffs 2007; Novak & Judah 2011) indicate 
considerable variation in hospital costs across 
Australia, with scope for significant improve-
ments in efficiency. Historically in Australia, 
the legal environment has restricted technology 
implementation within hospital environments, 
particularly innovative technologies (Crompton 
2002; Duckett & Wilcox 20112). The rationale 
ranges from provisions in the Privacy Act 
(1988) to hospitals’ in ability to bear the upfront 
costs of implementing innovative technologies. 
While working in a regulated environment of 
hospitals, technology needs economic viability 
for long term sustainability (Cavoukian 2008; 
Productivity Commission 2006).
Conversely, Public and Private Hospitals 
in Australia traditionally have used different 
criteria for assessing new technologies (Duckett 
2007). This unbalanced approach has encour-
aged the interplay between legacy3 systems 
and innovations (Duckett & Wilcox 2011). 
While Private Hospitals are burdened with the 
costs of deploying ever-changing technologies, 
Public Hospitals (often large hospitals) have to 
obtain funding and acceptance by government 
departments (Novak & Judah 2011). As a re-
sult, large hospitals are often reluctant to trial 
an innovation that may not integrate smoothly 
into their framework.
2. RESEARCH MOTIVATIONS
Technology adoption in hospitals is always 
challenging. From seminal academic literature 
that synthesises technology implementation top-
ics from the last few decades (see for example 
Coustasse, Tomblin & Slack 2013; Yao, Chu 
& Li 2012), problems impeding technology 
implementation in hospitals can be broadly 
classified into technical, economic, social, legal 
and other minor issues. Conversely, academ-
ics have long examined the limiting factors 
of technologies impeding implementation, 
and the rate of adoption in hospitals for dif-
ferent technologies. Notably, academics have 
used technology adoption models, such as the 
technology acceptance model (TAM), which 
evaluates user acceptance of computer-based 
information systems (Davis 1986); or diffusion 
of innovation (Rogers, 1995, 2003). Economic 
and legal issues in implementing technologies 
within hospitals have been debated in relevant 
forums (Duckett & Wilcox 2011; Taylor, Foster 
& Fleming 2008; Whetton 2005).
I have taken an alternative view that tech-
nology implementation in hospital contexts 
involves a different challenge. Hospitals are 
chaotic environments where regular scheduled 
processes undergo rapid changes in case of 
emergencies. There is a scheduled set of regu-
lar processes, such as operations or outpatient 
treatment during stipulated hours. The phar-
macy area may supply medication as required 
during scheduled procedures. However, one 
area that distinguishes this environment from 
others is the emergency department (ED), 
where processes are often frenzied. ED also 
disrupts other scheduled workflows and human 
resources (staff) in the hospital. For example, 
in case of an emergency it is not uncommon to 
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page all available nursing staff. All procedures 
that were scheduled, with the exception of criti-
cal surgeries, could be postponed at this time. 
Clinicians posted in the outpatient area may be 
summoned to assist with emergencies. In this 
chaotic ED environment, technology cannot be 
implemented using the standard procedures or 
techniques used in other environments, such as 
retail or manufacturing.
While literature is prolific on the technical, 
legal and economic impediments of technology 
implementation (see for example, Coustasse, 
Tomblin and Slack 2013; Yao, Chu and Li 2012), 
according to seminal authors of last decade, the 
rather chaotic social environment of hospitals 
(in which technology is implemented, making 
it unique) is often ignored (Fisher & Monahan 
2006). The frenzied nature of hospitals makes it 
imperative that medical staff — mainly nurses 
and orderlies who run the day-to-day opera-
tions—have to be relatively familiar with any 
technologies implemented. These technologies 
will affect their workflows (Fisher 2006; Nagy 
et al., 2006), so staff must ensure the seamless 
provision of quality care to patients.
In many industry sectors, such as retail or 
manufacturing, technology implementation is 
often top down, with decision-makers being 
management-level stakeholders. A routine 
adaptation is undertaken to redesign processes, 
and users are then trained to fit in with the new 
technologies. For example, Angeles (2010) stud-
ied the perceived ability of information technol-
ogy infrastructure integration and RFID supply 
chain process integration. The routine view for 
implementing technologies is rather difficult in 
hospitals, as health services cannot be interfered 
with, stalled or put on hold temporarily: this 
may cost a life! Given the perilous nature of 
hospitals, I view that any new technology has 
to be designed, customised, piloted and imple-
mented with the involvement of all ground level 
users or stakeholders. A recent recommendation 
by Day, Roffe, Richardson, Beysari, Brennan, 
Beveridge, Melocco, Ainge and Westbrooke 
(2011) supports this view. Day et al. (2011) 
attributes the success of an electronic medical 
management system, implemented in an Aus-
tralian teaching hospital, to the acceptance of 
major effects on work practices by all staff, 
and timely system responses to user feedback.
RFID is an accepted technology solution 
to improve process efficiency in supply chain 
management. It is well regarded in manufactur-
ing and retail industries (Azevedo & Ferreira 
2009). In health care, its introduction occurred 
through pharmaceutical industries and their 
supply chains (Degaspari 2011). RFID’s ability 
to track signals, store data and locate objects 
and people induced interest from hospitals, 
where the technology was relatively easy to 
integrate with existing systems (Yao, Chu & 
Li 2011). Towards the second half of the last 
decade (2005–2010) hospitals across the world 
had begun to realise the benefits of integrating 
RFID into their operations, enhancing process 
efficiency and providing better quality of care 
(Cavoukian 2008; Cangialosi, Monaly & Yang 
2007). This was particularly pertinent to track-
ing high-value and frequently used equipment 
to optimise use in emergency settings, such as 
surgeries (Hoskins, 2006; Nagy et al., 2006). 
RFID was expected to lead reduction in clinical 
errors, reduced costs and increased efficien-
cies (Chen et al., 2008; Fisher 2006; Nagy et 
al., 2006).
However, during the early years, despite 
the perceived benefits, RFID systems were not 
easily accepted by hospitals (Reiner & Sullivan 
2005). One major consideration was economic: 
the initial investment in RFID infrastructure, 
before Wi-Fi prevalence, was prohibitive for 
most hospitals. Costs of RFID tags,4 particularly 
those of hospital grade quality, were considered 
unaffordable at the beginning of the last decade, 
making use a difficult proposition for many 
hospitals (Reiner & Sullivan 2005). Other issues 
in the literature include: the dynamic nature of 
the technology, resulting in development of dis-
parate standards (RFID Journal 2005); globally 
interoperable standardization problem, environ-
ment, security and privacy, data management, 
tag failure rate, quality assurance, expertise for 
deployment (Ngai & Gunasekharan, 2009); 
implementation inefficiencies due to uncoor-
dinated efforts between vendors and hospitals 
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(O’Connor 2005); reluctant acceptance or re-
jection of the technology by staff in hospitals, 
fearing disempowerment caused by workflow 
changes (Fisher & Monahan 2008; Reiner & 
Sullivan 2005); and an overall unwillingness in 
the uptake of this technology that is regarded 
as an innovation in health care.
A literature review from 2000–2013 (Yao, 
Chu, & Li 2011; Coustasse, Tomblin & Slack 
2013) ratifies the acceptance of RFID as an 
innovation that had changed significantly 
towards the end of the last decade. The global 
recession accentuated the need for cost ef-
ficiencies in resource-constrained hospitals, 
without compromising on quality of care. In 
large hospitals where resources are often shared 
to limit costs, RFID offered an innovative 
proposition to improve efficiencies. Conversely, 
wireless (Wi-Fi) infrastructure is now being 
built into hospitals as this technology evolves. 
Supported by infrastructure, and the reduced 
costs of RFID tags (along with the location 
tracking capability of RFID technology that 
enables it to find high-value and frequently 
used equipment in emergencies), critical-care 
wards and operation theatre settings makes it 
attractive for large hospitals worldwide. Thus, 
the innovation has begun an extensive diffusion 
into the health sector.
However, in the Australian context, privacy 
and health industry regulations have mainly 
constrained the innovation diffusion (Crompton 
2002, Dunlevy 2013). Australian hospitals are 
still transitioning into e-health records and uni-
fied health systems. Nine months after it was 
launched in May 2013, the Australian govern-
ment e-health system held only 414 patient 
records and was only a fifth of the way towards 
its target of signing up 500,000 patient users by 
30 June 30 2013 (Dunlevy 2013).
RFID integration issues with legacy clinical 
systems and the costs involved in large-scale 
implementation initially prevented wide-scale 
acceptance of the technology. Subsequently, 
many large hospitals that considered RFID as 
an innovation in certain areas—such as emer-
gencies—put implementation on hold as they 
transitioned into e-health records. At the begin-
ning of this research study in 2007, there were 
only a small number of largely unsuccessful 
and abandoned cases or pilot studies reported 
in Australia involving large hospitals, through 
biased vendor or technical reports. Motivation 
for this research arose from RFID’s status as a 
still nascent innovation in Australian hospitals: 
while its relative ease of integration with other 
hospital systems makes it a unique proposition 
for improving processes within emergency 
settings, it has yet to be accepted as a potential 
solution in Australian hospitals.
Academic literature has focused on innova-
tion diffusion and technology-related factors, 
taking an ‘essentialist’ approach, which suggests 
that innovation diffusion occurs because the 
technology’s salient features make it acceptable 
(Tatnall 2011). While studying technology diffu-
sion in the nursing informatics field, where the 
use of technologies by nurses as they care for 
patients and undertake administrative tasks in 
hospitals was explored, Romano (1990) argued 
that the existence of technology per se does not 
ensure it will be adopted or incorporated into 
the environment. Essentialist approaches negate 
the fact that every person using a technology 
may perceive different features as acceptable 
(Tatnall 2011). I hold the view that in the hos-
pital context, each stakeholder may perceive a 
different feature of technology as acceptable. 
This poses a significant problem: unlike other 
industry sectors, in the hospital context all stake-
holders need to be unified in their perceptions. 
At the least, they need to be working towards at 
least one feature for using the technology that 
is acceptable to all, or becoming familiar with 
it sufficiently to explore its uses.
For example, RFID may be regarded as 
beneficial for tracking high-value equipment 
or for tracking patients and staff (Nagy et al., 
2006). Here, the essential feature is ‘tracking’—
the perceived benefit and its implications are 
different in the hospital context. While track-
ing assets may be well regarded and useful in 
emergencies, they could disempower part time 
staff, who may perceive it as a threat or creat-
ing additional work (Fisher & Monahan 2008). 
Tracking patients and staff may be beneficial 
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for hospitals in terms of efficiency; however, 
this may negatively affect morale and com-
munication within the hospital (Nagy et al., 
2006). It may also violate privacy and legal 
requirements (Crompton 2002; Privacy Act of 
Australia 1988, Privacy.Gov 2013). Therefore, 
taking the ‘essentialist’ approach, as with in-
novation diffusion or technology acceptance 
models, does not reveal possible and deeply 
covert human or social factors and perceptions. 
In other words, the quintessence of ‘innovation 
translation’ (i.e., how RFID as an innovation 
can translate into Australian hospitals, where 
‘implicit socio-technical factors’ play a sig-
nificant role), is rather deficient from current 
published academic literature.
This research aimed to theorise innovation 
in large Australian hospitals, where essential-
ist approaches, such as innovation diffusion 
studies, may have fallen short due to non-
incorporation of multiple stakeholder views 
of technology at the design stage, and differing 
general perceptions of benefits. In this complex 
environment of health and hospitals, I argued 
that all stakeholders needs to be involved 
actively for customisation, propagation and 
successful adoption of technology through a 
continual negotiation process.
Based on these research motivations and 
review of literature, RFID technology in Aus-
tralian hospitals is still nascent and seemingly 
viewed with skepticism.
Therefore, the research questions posed were:
• What socio-technical factors interact to 
affect the adoption of RFID in Australian 
hospitals, and how is this achieved?
 ◦ What are the key factors that affect 
adoption?
 ◦ How do these factors interact and 
negotiate to eventuate in adoption?
The main question aims to explore the 
interplay of social and technical factors in the 
adoption of RFID in Australian hospitals. By 
social factors, I refer to the key stakeholders or 
‘actors’ within the context. Conversely, techni-
cal factors in this context mean RFID technolo-
gies and their inherent abilities or limitations 
that may affect implementation. The second 
part of the question—‘how is the adoption 
achieved?’ — was extended into the following 
sub-questions. Specifically, after identifying the 
key stakeholders, I studied how these factors 
(mainly the stakeholders) interact and negotiate 
to eventuate in adopting the technology.
3. LITERATURE REVIEW AND 
CONCEPTUAL FRAMEWORK
At the end of the 1990s, the application of socio-
technical perspectives was arguably promoted 
as a means to appreciate and extenuate the poor 
uptake and performance of information systems 
within health sectors (Berg 1999). Atkinson 
et al. (2001: 1) argued for a socio-technical 
research and development agenda to under-
take participative, multi-stakeholder problem 
solving within health contexts. Coiera (2004, 
2007) supported this view, suggesting that if 
health care was to evolve at a pace that met the 
needs of any society it needed to embrace the 
science of socio-technical design. Evaluations 
of failed systems accentuated the importance 
of understanding the complex cultural and 
organisational aspects in health care, and the 
way social systems interacted with technical 
systems (Whetton & Georgeou 2010).
A socio-technical approach to designing 
health systems was promoted, as this accounted 
for complexities in health care (Atkinson et 
al., 2001). As Whetton and Gerogeou (2010) 
recounted in their pioneering study in Australia, 
this is when the term ‘socio-technical’ term made 
its appearance in health literature. Gradually, 
over the decade, this techno-centric preoccupa-
tion gave way to social and organisational issues 
(Whetton & Georgeou 2010). Instead, focus 
gradually shifted to work practices (Balka & 
Whitehouse 2007), teamwork issues and com-
munication (Clemensen et al., 2007; Creswick 
& Westbrook 2008), user attitudes, perceptions, 
reactions, and satisfaction (Gururajan et al., 
2008; Knight, Patrickson & Gurd 2008; Parle & 
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Lassere 2008), stakeholder consultation (Balbo 
et al., 2008) and usability (Kjeldskov, Skov & 
Stage 2010).
As a researcher reviewing the decade of 
progress, focusing on Australia, I noticed that 
the socio-technical perspective appeared in 
relevant publications such as the Electronic 
Journal of Health Informatics in Australia. 
However, these views were more representative 
of global perceptions, rather than specific to the 
Australian context. For example, Gururajan et 
al. (2008) researched the perceptions of health 
practitioners towards wireless devices from 
the perspective of a developing nation. Con-
versely, Parle and Lassere (2008) reflected on 
American perceptions. No doubt, these views 
were also relevant in Australia; however, the 
literature indicated to me that sentiments are yet 
to be embedded into the Australian health care 
context. There was also another question that 
emerged in my mind: are practitioners consider-
ing socio-technical factors when implementing 
technology in Australia?
In the meantime, emerging socio-technical 
foci also seem to have influenced research, as 
more qualitative studies began to emerge along-
side conventionally quantitative-focused global 
health sector research. Nonetheless, the domi-
nant focus of health-related research remains on 
the performance of any technology system. The 
social aspect is only considered in the context 
of adopting or diffusing technologies, and in 
minimising resistance (Balbo et al., 2008; Mor-
ris 2009). As Whetton (2005: 223) noted ‘there 
was an emphasis on health information systems 
and decision support systems…with far fewer 
skills drawn from sociological or management 
domains (the socio in the socio-technical)’. As 
Coiera (2007: 6) commented, the literature was 
still focusing on ‘phenomenological level’, 
seeking to explain what people do when using 
technologies. The interactions of social and hu-
man behaviour with technology may be much 
more complex, and needs investigation using 
different methods (Whetton & Georgeou 2010).
Conversely, the literature focuses on 
practical applications of socio-technical analy-
sis; many investigations focus on ‘cause and 
effect’ hypothesis testing (Westbrook et al., 
2004: 1,125). As a result, most health sector 
research focuses on technical system perfor-
mance, rather than socio-technical analysis, 
which addresses immediate health settings 
without addressing the broader environment. 
Lamb, Sawyer and Kling (2000: 1,614) argued 
for fresh conceptualisations of socio-tech per-
spectives. Decriers commented that networked 
organisations have fluid boundaries between 
systems and their environments, which results 
in interaction between information systems and 
the broader environment. This is also true of 
the health sector and hospitals. Boundaries of 
local systems (or hospitals) within the health 
context are beginning to blur (Mumford 2006; 
Scacchi 2004; Wood-Harper & Wood 2005; 
Cartelli 2007). At present, with the onset of 
electronic health records systems in Australia, 
all departments may eventually be connected 
with others in a hospital; and also with the 
external world, such as regulators and funding 
bodies. Thus, from the local hospital’s single 
department, any technology that is deployed 
will affect the interconnected society (Whetton 
& Georgiou 2010).
Conversely, socio-technical systems will 
be influenced by external factors. As Brown 
and Vergragt (2008: 127) discern:
It has become increasingly clear that human-
IT micro systems are themselves embedded 
within larger systemic contexts, and that both 
these contexts, as well as the interactions and 
change processes both between and amongst 
them, need to be clearly conceptualised and 
explored in greater detail.
The significance of a strong research 
base to underpin theory and practice has been 
acknowledged, to certain extent, for over a de-
cade (Coiera 2004). However, the enunciation 
between socio-technical concepts and health 
informatics is still uncommon (Whetton & 
Georgiou 2010). As interpretation of theories 
underlying socio-technical perspectives, or 
particular applications in the health domain is 
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restricted, human technology interaction has 
a weak theoretic base from which description 
or study is possible. The outcome of this is 
the continued focus, at the end of the decade 
(Whetton & Georgeiou 2010), on the techni-
cal aspects that limits researchers to apply 
socio-technical approaches to the increasingly 
complex environments of contemporary health 
care in Australia. My research investigation 
began from this premise. Specifically, more 
interpretive studies were required, where a 
socio-technical approach was prominent and 
also related to the application of ICTs in Aus-
tralian hospitals.
The health care environment evidently dif-
fered from business, and it demanded an iden-
tifiable discipline, namely ‘health informatics’ 
(Atkinson et al., 2001: 1). With the pervasive 
use of ICTs in the health sector, computers 
began to be leveraged for tracking patient bill-
ing, analysing medical statistics and medical 
information (Hannah, Ball & Edwards, 1999: 
28) around the turn of the century. Gradually, 
basic data processing capabilities gave way 
to managing clinical information. However, 
the sophisticated requirements of clinical care 
analysis and management meant that ICT ap-
plications were limited to certain areas and 
pioneers (Whetton 2005: 29). While medical 
informatics led the way in decision support and 
expert systems, the development of controlled 
vocabularies, taxonomies and classification 
systems demanded standards and methodol-
ogy so that health knowledge could be shared 
(Whetton 2005: 32).
By the end of 1990s, it was apparent that 
medical informatics needed to draw from other 
disciplines, particularly the social sciences 
of information systems and sociology. Thus, 
health informatics has emerged as an ‘evolv-
ing socio-technical and scientific discipline 
that deals with collation, storage, retrieval, 
communication and optimal use of health data, 
information and knowledge’ (HISA 2014). The 
term ‘health informatics’ represents a range of 
activities, interests and players today; medical 
and nursing informatics narrows the focus 
(Whetton 2005: 34). Moreover, as MacDougall 
and Brittain (1994) pointed out in early 1990s, 
medical and health informatics were often 
used interchangeably. The European Union 
(EU) more broadly includes the profession, 
while in the USA medial informatics only 
refers to physicians (McKenzie 2000: 1). The 
broad discipline today incorporates a number 
of sub-disciplines such as medical, nursing, 
public health, bioinformatics and consumer 
care informatics (Whetton 2005; Conrick 2006).
In Australia, the intersection of information 
sciences, computer sciences and health care 
is broadly classified as ‘health informatics’ 
(Conrick 2006; Duckett 2007; Taylor, Foster & 
Fleming 2008; Whetton 2005). Occasionally it 
has been named ‘health information manage-
ment’ and ‘healthcare informatics’. Depend-
ing on the purview—clinical or non-clinical 
(administrative)—it can also be classified as 
‘clinical informatics’, ‘nursing informatics’ and 
‘medical informatics’. Over the past decade 
(2001–2010), it is evident through the progress 
of varied organisations, such as HISA, ACHI, 
NEHTA, that Australia is progressing towards 
a fully electronic health record system nation-
ally (Prgoment, Georgiou & Westbrook 2009). 
However, this transition is progressing slowly, 
as hospitals across the nation need to establish 
fully integrated e-health record systems. For this 
purpose, a complete revision of manual record 
systems, interoperability of varied systems used 
in hospitals and uptake of mobile technologies 
are required (Prgoment et al., 2009).
Mobile technologies are the fastest growing 
category of the ICT revolution. In Australia, 
both public and private health care providers 
are increasing their investment in technology, 
particularly in mobile communication, to en-
able process efficiency in their workforces (Ho 
2012). However, it is still an ongoing question 
whether the deployment of mobile technologies 
will have the desired ‘snowball’ effect, gradually 
overcoming multiple health care challenges (Ho 
2012), such as demand for increased access to 
high-quality health care, an ageing population, 
shortage of clinicians, and increasing budgetary 
pressures in health care institutions.
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Debatably, two of the largest issues facing 
hospitals are enhancing worker productivity 
and reducing human error (Ho 2012). As most 
hospitals prohibit mobile phones, communica-
tion amongst health professionals occurs with 
fixed telephones; information is made available 
through desktop or fixed computers. Time spent 
on these devices could be more effectively spent 
with patients. Increased mobility—supported 
by mobile devices that provide secure access 
to real time data—for hospital staff means in-
creased productivity, better and faster patient 
care, and ultimately enhanced patient outcomes 
(Ho 2012).
Conversely, human error is often cited as 
the cause of serious medical errors in hospitals 
and other health care facilities in Australia 
(Prgoment et al., 2009). Royal Melbourne 
Hospital (RMH) uses handheld computers and 
an hTrak5 application in its operating theatres, 
cardiology and radiology departments (RMH 
2012). The solution allows medical equipment, 
be it a stent, pacemaker or prosthetic, to be 
tracked and traced during surgery, and provides 
for item-level billing to patients. Where nurses 
would previously manually record each item 
in a book, the mobile electronic system allows 
extensive amounts of information to be collected 
by scanning a barcode on the device or packag-
ing at the time of use. This information is then 
uploaded to a central data store, enhancing not 
only productivity and efficiency, but ultimately 
patient safety.
Ho (2012) discusses another example—
Queensland’s Redcliffe Hospital—an Aus-
tralian health entity implementing mobile 
solutions. The hospital recently implemented 
a kiosk-based patient automated arrival system 
that has already seen an increase in data accuracy 
and a reduction in human errors. The system 
allows patients to scan a barcoded patient ap-
pointment letter, received in the mail, at a kiosk 
to register their arrival at the hospital. The kiosk 
shows them where their specific clinic’s waiting 
room is, allowing administrative and clinical 
staff at the hospital fewer manual processes 
to complete, improving service quality and 
timeliness. These examples show how providing 
immediate access to patient data from anywhere 
in a facility can significantly increase worker 
productivity. In turn, this helps improve the 
quality of patient care, ultimately reducing costs.
It was only towards end of 2006 that 
mobile technologies were initially explored 
in Australian hospitals (Cangialosi, Monaly 
& Yang 2007; Chowdhury & Khosla 2007; 
Simpson 2007). In 2009, with Wi-Fi evolution, 
wireless devices and mobile technologies like 
RFID gained momentum in Australia (Yao, 
Chu & Li 2012).
RFID is a mobile technology that is 
increasingly pervasive in hospitals. Unlike 
other technologies, which may address a 
particular area (such as physicians or nurses 
with a PDA), or a technological system that is 
meant for physiotherapy or surgery, RFID is 
a tracking technology that has the potential to 
track objects and people in a hospital. By the 
sheer nature of its tracking ability, it has the 
potential to pervade hospitals, touching every 
department dealing with patient care. I was 
involved with the pioneering venture of RFID 
deployment (pilot) in Australia. As technolo-
gies had evolved over decades with sporadic 
funding from federal and state levels, hospitals 
had legacy systems that did not integrate or 
rather ‘talk to each other’ (Foster and Fleming, 
2008). It was in the decade 2001-2010 that 
technology refreshments had begun to occur 
in earnest, with the imminent national health 
records system (Muhammed, Teo & Wickrama-
singhe, 2012). Towards end of the last decade, 
with the joint efforts of organisations such as 
Health Informatics Society of Australia (HISA, 
2014), National E-health Transition Authority of 
Australia (NeHTA, 2014) and the Australasian 
College of Health Informatics (ACHI, 2014), 
hospitals in Australia began experimenting and 
implementing technologies that would improve 
their efficiency of care.
As Ho (2012) indicated, both public and 
private health care providers are increasing their 
investment in technology, particularly in mobile 
communication, to enable process efficiency in 
their workforces (Ho 2012). However, it is still 
an ongoing question whether the deployment 
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of mobile technologies will have the desired 
‘snowball’ effect, gradually overcoming mul-
tiple health care challenges such as demand for 
increased access to high-quality health care, an 
ageing population, shortage of clinicians, and 
increasing budgetary pressures in health care 
institutions (Ho, 2012).
In Australia, health care is heavily affected 
by privacy regulations (Privacy Act of Australia 
1988; Privacy.Gov 2013). While privacy and 
legal procedures do receive attention in many 
nations (for example, Fisher & Monahan point 
out that HIPAA significantly affects technology 
implementation, as well as health sector compli-
ance in the USA), in Australia, the Privacy Act 
is more formidable (Privacy Act of Australia 
1988). Often it is so doctrinaire that any data 
regarding an adult patient is not even provided to 
parents, unless they are named as carers, and if 
the patient is unable to handle themselves. This 
poses significant difficulties in emergencies, 
when an adult may be in perfectly good health, 
but not in a capacity to care about himself or 
herself at the time. Yet, the details of a condition 
may not even be immediately revealed to close 
relations (Duckett & Wilcox 2011).
In such restrictive conditions affecting 
the health sector, a piece of technology, such 
as RFID with its surveillance potential, was 
unacceptable in its original form to Australian 
hospitals. They had to be compliant with the 
existing privacy laws and standards. If not, 
perhaps similar to the USA (Fisher & Monahan 
2008), organisations such as the nurse’s union 
would have taken action and protested over 
the surveillance of people. Additional to this 
problem is the privacy of patients or individuals 
who may be moved using a wheelchair tagged 
by RFID.
The health care sector in Australia has 
received much attention from the government 
from the beginning of 2000s (Crompton 2002), 
when subsequent Productivity Commission 
(2005, 2006) reports recommended significant 
introductions of technologies in hospitals to 
improve processes. The National Health and 
Reforms Commission (2009) argued in favour 
of introducing technologies to improve effi-
ciencies in the health sector. Novak and Judah 
(2011) suggest that the agenda for boosting 
productivity in the health sector is in progress. 
However, it may be noted that in the process 
of implementing technology agendas, state 
governments have to implement the policies 
and reforms enacted by the federal parliament 
(Gabbitas & Jeffs 2007; Goss 2008). In this 
continuum, many experiments occur. Often 
there are significant failures of implemented 
systems (Ducket & Willcox 2011). For ex-
ample, the state of Victoria (Hopewell 2012) 
experimented with the HealthSmart6 system for 
refreshing technologies in hospitals; this was 
eventually cancelled. In the process, many new 
technologies were introduced, causing a lack 
of interoperability with existing systems and 
adding new ones (Dunlevy 2013).
RFID, as an innovation, was still being 
trialled towards the end of the 2000s, and was 
not yet fully accepted as a standard way of 
asset-tracking in hospitals (at the time when this 
research study was conducted, i.e. 2007–2012). 
As Australian hospitals were on the pathway 
to e-health records at a national level, many 
large hospitals paused their proposed systems 
implementation projects, including RFID 
(Duckett & Wilcox 2011). An early report of 
RFID-enabled functions in Australia by Bach-
eldor (2006), reported that the Rockhampton 
Base Hospital in Queensland, Australia, used 
RFID to improve nurse safety in mental health 
ward buildings. Chowdhury and Khosla (2007) 
provided an overview of the main components 
of an RFID-based patient management system. 
They argued that hospitals could track patients 
accurately and efficiently, improve the safety 
of clients by capturing basic data such as drug 
allergies, and prevent and reduce medical 
errors, as well as build a more collaborative 
environment with varied departments such as 
wards, medication and payments. Many pilot 
implementations, such as those at RMH and Bar-
won Health in Victoria (and others in Western 
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Australia and Queensland) were introduced for 
not only asset-tracking but also patient track-
ing (infants, geriatrics & mentally disabled). 
However, most of these pilots did not result in 
full-scale implementation, or implementation 
was restricted to certain critical-care areas 
(Chowdhry & Khosla 2007).
Royal Adelaide Hospital in South Aus-
tralia partnered with technology specialist 
Visionstream to deploy an integrated wireless 
network which will combine tagging and track-
ing functionality to manage patient intake and 
care, as well as track availability of health 
care equipment throughout the hospital (RFID 
2012). Bendigo Hospital in regional Victoria 
has successfully deployed RFID progressively 
in all departments across the hospital (Friedlos 
2010). Subsequently, they have planned an in-
built RFID-enabled infrastructure for the new 
hospital building to open doors in 2013. From 
the limited literature sources, RFID in Australia 
was still an emerging innovation for hospitals 
in 2007 (Fisher & Monahan 2008; Yao et al., 
2012). While there were vendor reports indicat-
ing pilot successes, academic studies were yet 
to emerge at the time. Conversely, the seminal 
work of academics as they reviewed RFID in 
the decade (Fisher & Monahan 2008; Roark & 
Miguel 2006; Hoskins 2006; Yao et al., 2012; 
Coustasse et al., 2013) pointed to mainly tech-
nical and economic issues relating to RFID, 
de-emphasising social and legal issues. Despite 
Australian hospitals piloting the technology 
towards the end of the decade, unsuccessful 
and abandoned examples persisted.
At the onset of this study in 2006–2007, I 
found literature de-emphasising social issues 
concerning the implementation of RFID and 
focusing instead on technical and economic 
issues of justification. Studies that focused 
clearly on social issues impeding the technology 
were non-existent. Teixeira, Brandão and Rocha 
(2010) purport that introduction of systems 
must be based in an eclectic combination of 
knowledge fields, adopting methodologies that 
strengthen the role of organizational culture 
and human resources.
Motivated by this gap in the literature, 
I embarked on an investigation of the socio-
technical factors impeding the progress of RFID.
According to Oxford dictionary (2014), to 
innovate is ‘to make changes in something estab-
lishes, especially by introducing new methods, 
ideas, or products’. Tatnall (2011) delineated 
that “innovation is the alteration of what is 
established; something newly introduced” or 
“introducing new things or method”. As against 
invention, which is creating new things or ideas, 
innovation involves putting ideas into a com-
mercial or organisational context (Maguire, 
Kazlaukas & Weir 1994). An innovation may 
be rejected because it is not context ready at 
that point in time. Users also perceive innova-
tions differently. In this context, RFID may 
be seen as a piece of technology useful for 
tracking equipment, thus reducing costs and 
improving efficiencies in hospitals (Nagy et 
al., 2006; Ustundag 2013). However, the users 
of the system, such as nurses, may perceive it 
as a surveillance system (Fisher & Monahan 
2008). When the user perception is negative 
or indicates reluctance, innovation adoption 
may be difficult.
RFID is almost a non-interventional 
technology in the health sector for tracking 
equipment, so it may be accepted for that 
purpose (Coustasse et al., 2013). However, the 
socio-technical factors, or actors in the milieu 
(stakeholders), hold the key to effective RFID 
deployment in the Australian context. Within 
hospitals, a business case might encourage man-
agement to consider the technology; however, 
it is rendered useless if abandoned by users. 
Conversely, if the technology becomes semi-
interventional (e.g. tracking patients & staff) 
or even becoming embedded into prostheses 
or lately, the use of biodegradable RFID tags 
in oncology (Yang & Halvorsen 2010), users or 
stakeholders become critical to RFID transla-
tion in hospitals.
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Svejvig (2013) explored using institutional 
theory as a conceptual lens for studying social is-
sues in enterprise information systems research. 
However, I explored the socio-technical factors 
and how the interplay between RFID technology 
and actors affects successful deployment. For 
this purpose, I used Callon (1986) approach to 
the study of power, the ‘sociology of transla-
tion’ which is elaborated through moments of 
translation as follows:
Moment 1: Problematisation is where key ac-
tors define the issues that RFID proposes 
to address in the hospital and their roles. 
The issue being addressed is ‘translated’ 
in terms of solutions offered by all actors, 
who then attempt to establish themselves 
as an ‘obligatory passage point’ (OPP) 
(Callon 1986), which must be negotiated as 
part of the solution. In other words, Callon 
(1986) refers to an OPP that has to occur 
for all the actors to satisfy the interests at-
tributed to them by the focal actor. In this 
situation, I had to identify the actors, the 
issues they define and their defined roles. 
The idea of this moment is to foster rela-
tionships, to allocate or reallocate power 
between actors. The questions I posed in 
this research were: What are the benefits 
by key actors while introducing RFID? 
What are the roles of actors? What is the 
obligatory passage point?
Moment 2: Interessement is whereby the actors 
defined in Moment one impose the identi-
ties and roles defined on other actors, thus 
building a network of relationships where 
all actors become involved. In this context, 
I studied how the champions or key actors 
negotiate with others in the network. Inter-
essement is the set of actions by which an 
entity attempts to impose and stabilise the 
identities of actors in the same network for 
problematisation (Callon 1986). It involves 
a process of convincing other actors to 
accept the solution proposed. The actors 
are engaged in the process of confirming 
the OPP. The questions I posed for this 
moment were: How did the champions 
of RFID negotiate with other actors to 
establish and extend their network? How 
did they get others interested?
Moment 3: Enrolment occurs after the success 
of Moment 2, when a process of coercion, 
seduction and consent leads to the establish-
ment of stable alliances. In this situation, 
I studied how the actors enrolled others 
into accepting the solution of RFID. More 
specifically, did they coerce, impose or 
influence others into enrolment? Enrolment 
involves consolidation of alliances through 
negotiations. It is the successful outcome 
of the first two moments. The questions 
were: did the key actors coerce, influence 
or impose on others to enroll them into the 
network of RFID acceptance?
Moment 4: Mobilisation occurs when the 
solution gains wider acceptance. In this 
situation, RFID gains wider acceptance as 
a solution for the proposed reason, within 
the hospital context. I investigate if this has 
occurred and how. Mobilisation of allies 
is a set of methods used to represent the 
group effectively or in other words ‘who 
speaks for whom’? (Callon 1986) While 
some actors are used as initiators, others 
become spokespersons. This moment leads 
to stabilisation of the network and I posed 
these questions: Has RFID gained wider 
acceptance? How was this achieved?
In addition to the theory of innovation 
translation moments, I also used Actor-Network 
Theory or ANT to inform my findings. ANT 
which was developed by Latour (1986), Law and 
Callon (1988) attempts to give voice technical 
artefacts, as it views human and non-human 
elements alike, with an essence that can be 
attributed to either (Tatnall, 2011). An ANT 
based visualisation enabled the clarity of data 
interpretation and findings for discussion7. A 
qualitative strategy was more suited to under-
stand the processes that were occurring, as well 
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as the outcomes (Strauss 1990; Creswell 2003). 
Therefore, I conducted the research using a 
multiple case study methodology(Yin 2009), 
based in two large hospitals within Australia, 
where RFID deployment had occurred, a pioneer 
(partially successful) and a successful hospital.
4. FINDINGS AND 
PRACTICE VALIDATIONS
There are a few socio-technical factors that 
emerged that impact RFID technology adop-
tion in Australian hospitals, from my research 
investigation. Current industry practitioners 
then validated these findings in 2013 and their 
voices are captured in this section.
4.1. Timing
The time that the research was completed 
in 2013, there were 2 ostensible technology 
refreshments in Australian hospitals that were 
laden with legacy systems. The first refreshment 
was at the time when WiFi revolution occurred 
and then, lately, in preparation of e-health re-
cords implementation. Towards end of 2013, 
a nation-wide wave for innovation technology 
usage was beginning to occur, as validated by 
expert opinion.
Voice 1:
Traditionally people aren’t using electronic 
systems to do their recording of data or any-
thing. Essentially, I call it the moment a bit of a 
wave going on in hospitals around the country. 
All these hospitals are starting …to look at 
hazards and EMRS and integration of digital 
technology into a hospital. So for Australia, the 
first few years we start to get a footprint there. 
Because you know that the US has been doing 
it for the last 5 to 7 years. So for us it’s pretty 
brand new. (An ICT Project Implementation 
Manager Digital Hospitals Project (Cancer 
Research), Victoria, Australia)
Voice 2:
We wanted to make efficiencies in the hospital… 
so we put a whole lot of technologies in there 
to make sure that we could meet those objec-
tives. And we felt that RFID, were very much 
an important part of meeting those objectives, 
especially in the asset tracking… (Technology 
Project Implementation Manager/CIO, A Large 
Public-Private Hospital, Queensland, Australia)
The first factor that emerged was timing of 
introduction of RFID into the hospital. In the 
research conducted, in Case-1, the hospital had 
introduced the technology, when it was in the 
embryonic stages. Specifically, the technology 
itself is very dynamic and was evolving rapidly 
in the period from 2005-2010. Standardisation 
had not occurred world-wide, and definitely 
not in the type of tags being used /accepted in 
hospitals. A dynamic technology in a chaotic 
environment, was a key factor that impeded its 
adoption into hospitals. In addition, Australian 
privacy regulators were skeptical of an unstable 
technology being introduced – when it was not 
integrating well with existing legacy systems.
Specifically, a rapidly evolving RFID 
technology was being introduced in a frenzied 
emergency department, restricted with country 
specific privacy regulations and not integrating 
well with existing legacy systems. Australia had 
not evolved into a nation-wide electronic records 
system at the time. Hospitals nation-wide had 
legacy systems that had not been refreshed for 
a decade. Emergency departments were already 
strained with lack of resources. Into this milieu, 
came RFID – and the technology was viewed 
with skepticism. In addition to technology 
specific factors, the privacy regulations in a 
legacy systems laden environment in hospitals 
were impeding its propagation.
As revealed in Case-2, RFID did translate 
well into the hospital because the timing was in-
deed appropriate by the time of implementation 
in this environment. It was already 2010 when 
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RFID had evolved as a technology. Hospital 
grade tags were already in the market and the 
technology standards had stabilised. Australia 
was rapidly transitioning into e-health records 
systems and many hospitals had refreshed 
their existing legacy systems with the help of 
national and State level government grants. Dur-
ing 2004-2009 period, e-health, HealthSmart, 
HealthConnect initiatives had occurred. The 
national e-health strategy was released in 2009. 
Nonetheless, privacy issue is still of concern to 
many practitioners and implementers as below.
Voice 3:
I found the single biggest challenge were the 
privacy issues, the ethical issues, the use of the 
data. And even, the laws in Australia don’t neces-
sarily protect a staff member in the workplace 
from having information they gain from being 
abused in the context of, a manager can track 
a staff going everywhere. There’s no laws that 
protect a person from that. So it’s very much 
on the organisation itself to come up with the 
appropriate usage policies of the actual tech-
nology to make sure their staff protected. I’m 
very strong on making sure that usage policies 
are very, very clear. (A Technology Projects 
Implementation Manager, A Large Private-
Public Hospital, Queensland, Australia)
The timing being a factor also involved 
infrastructure issues before WiFi had become 
common as well as handheld devices that could 
be used for tracking.
Voice 4:
Trying to put the sensors in the ceiling was a 
lot of, was very difficult because it was a very 
old building built in the 1920s, and drilling 
holes in the ceiling was very difficult as well. 
So there was a physical infrastructure issue 
that we had. (CEO, A large public Hospital in 
Western Australia)
From 2007 to 2012, it is evident that much 
has occurred in the Australian context relating 
to healthcare contexts, that has impacted hos-
pitals. As the nation is gearing up for e-health 
record systems, having technology refreshments 
in all hospitals nationwide, enabled by WiFi 
and handheld devices; RFID will emerge as 
versatile technology, sustaining itself as the 
expert comments.
Voice 5:
It’s a push from the clinicians to the technology, 
and there’s a big push in the space, especially 
around BYOD, or bring your own device, into 
hospitals. They want to have access to informa-
tion, to their systems, to their environment. So 
that is becoming very prevalent, especially with 
the introduction of iPhones and the iPads. It is 
changing the way we do business in hospitals…
RFID is a very good technology and it should 
be the norm, not the exception. At the moment 
it is still an exception. (Director – Life Sciences 
and HealthCare industry, A large Consulting 
Practice, Melbourne, Victoria)
4.2. Social
The next biggest influencing factor was the 
relationships between caregivers in hospitals. 
The findings reveal that the negotiation and 
network of relationships between the users 
are pivotal in promulgating the technology. 
The network of users in hospitals is complex. 
Nurses and patient care orderlies are the life of 
hospital operations. They need to be involved 
at the onset as any introduction of technologies 
disrupt their workflows. As the findings reveal, 
if the users were able to negotiate changes in 
the workflow successfully, that would enable 
efficient adoption of the technology into the 
context.
For example, in Case-1, both nurses and 
orderlies were threatened that their workflow 
was getting affected. The champions of the 
Copyright © 2014, IGI Global. Copying or distributing in print or electronic forms without written permission of IGI Global is prohibited.
International Journal of Enterprise Information Systems, 10(2), 40-61, April-June 2014   53
technology, namely ICT department imposed 
the technology on them altering their existing 
workflows. In Case-2, the negotiations between 
nurses and other medical staff were facilitated 
by the ICT department. The hospital champi-
ons also considered the privacy regulations of 
the Australian environment, and successfully 
worked around them such that the technology 
did not alter the workflows of medical staff. 
As a result, there was successful negotiation/
interaction between all the players and RFID 
technology. Clearly, socio-technical factors 
need careful consideration in the Australian 
context.
More significantly, the findings reveal that 
there is a complex, yet silent web of relation-
ships between the key players in hospitals, in 
relation to promoting RFID technology. In Case-
1, there was a silent, yet powerful connection 
between the department heads of emergency 
departments in a private and public wing of 
the hospital. Although the ICT department 
pushed the technology, it was only on the rec-
ommendation of the Private Wing department 
head that the Public Wing even considered a 
pilot implementation. It may be noted that both 
of the department heads were trained nurses.
Conversely, the constant communication 
flow between orderlies to orderlies, nurses to 
orderlies, and nurse to nurse across the private 
and public areas of Case-1 hospital impacted 
RFID adoption significantly. The nurses and 
orderlies in the public wing of the hospital 
were silently boycotting the technology for 
years, because their counterparts in the private 
wing had passed on the information that this 
technology was disruptive. It was only much 
later, when the department heads got together; 
facilitated by the Business Analyst from ICT 
department that RFID was being considered 
again for deployment. The key verdict is that the 
nurses speak a common language that translates 
well across the hospital.
Similarly, in the Victory group, nurse-nurse, 
nurse-clinician and nurse-ICT relationships, 
which are not clearly visible at the onset, is 
indeed the most powerful social factor for 
RFID implementation. Some expert opinions 
that validate the powerful nature of the social 
factors, their influence and relationships are 
revealed as follows.
Voice 6:
The clinician was the key stakeholder and the 
key champion. And if ever you put technology in 
the clinical world, it must be led by a clinician. 
It cannot be led by an IT person, no matter how 
brilliant they are or how much they know how 
to talk the language…. If you try and become 
a know it all, as a technologist it will fail. And 
that’s the problem we have, in this country 
most chief information officers are technology 
officers. They’re not information officers and 
they don’t understand the business. (Director- 
Life Sciences and Healthcare Industry, a large 
Consulting Practice in Victoria, Australia)
Voice 7:
I think in an ideal world, it would be good if it 
could come through IT and that IT would then 
go back out to the organisation and say look 
we’ve got these, now we’re looking at innovating 
these particular products for these particular 
services which I think will benefit the hospital 
in a very big way….But unfortunately what we 
find is that the vendors and the medical directors 
are going out doing their own things, almost 
like they’re an island and then they come at the 
eleventh hour and engage us (ICT) and say, 
oh we’d like to implement this. Can you help 
us?, …there’s also the reality of how you also 
obtain funding and how you get support for a 
particular initiative that may not necessarily be 
that effective if it starts with ICT as opposed 
to starting with the clinicians… (CIO, A large 
Public Hospital, Melbourne, Australia)
Voice 8:
…if I said to a doctor, “I’m watching what you 
are doing and I’m clocking your time,” then I 
think they would say, “Well, no, you’re not go-
ing to do it.” And they would be able to mount 
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a credible argument as to why that wouldn’t 
happen. If I was an orderly, and I once was 
an orderly, and I was very compliant and did 
everything, then I would be largely ignorant to 
the workings of the organisation and say ‘no 
problem’. If a nurse said jump, I would jump.” 
(Nurse-in-charge, A Large Public Hospital, 
Melbourne, Australia)
Voice 9:
You have, a technology person, an IT person 
coming in and telling me, “You’ve got to use 
this, and this is really going to make your life 
better,” they’re just very sceptical. They don’t, 
you know, whereas a nurse will come in, so that’s 
why I’ve got a nurse on all of our teams, will 
come in and say, “This is what it’s going to look 
like in your workflow.” So they can explain it 
in the normal day-in-the-life-of really. So it has 
to be clinically led… (Clarity Project Director, 
Large Public Hospital, Melbourne, Australia)
Voice 10:
The doctor doesn’t really talk to me, the nurses 
do. So I listen to what the nurses have to say. 
(Personal Care Assistant (Orderly), A not-for-
profit hospital, Melbourne Victoria)
Voice 11:
Where do you hearing aids go? Where are they 
missing from when you’re in theatre?... They’re 
a lot of money to replace. I mean they’re three, 
four, five thousand dollars to replace a hearing 
aid that goes missing. One of the sterilisation 
departments, they had this problem of instru-
ments, which cost them $20,000 or something. 
That’s why they’re saying, if you can just implant 
the RFID in to them, so that they can be tracked 
where they’re going. Because sometimes they 
go in to the patient as well. AND “the nurse is 
the lynch pin …. We talk to every department, 
we talk to every level and every whatever…. We 
get a balanced, candid view of whether it works 
or whether it doesn’t… and we will absolutely 
promote it (RFID) to as many people as we 
can”. (Nurses in-charge, A large Not-for-Profit 
Hospital, Melbourne, Victoria)
The above comments validate the view 
that a nurse-led approach would work for 
RFID implementation in Australia, as they are 
listened to by all. While the ICT department 
feels imposed upon by medical directors, if the 
nurse is the person raising the issue, they will 
accept take it on board and enable it. Doctors do 
not question nurses neither do the patient care 
orderlies. The Nurse happens to be the lynchpin 
in Australian hospitals. While most people say 
that technology needs to be clinician led, it 
needs to be translated into context by the key 
actors (or social factors), namely the nurses. A 
doctor may be listened to initially for reasons 
of obtaining a funding, but ICT department 
may not be really happy about the situation, 
as reflected in the comments. However, if the 
nurse is leading an issue and taking it up to the 
ICT department, it usually is taken on board and 
looked into. It is indeed the most interesting 
observation through the investigation of the 
cases as well as validated by industry experts.
4.3. Technical
Amongst the factors that emerged is the dynamic 
nature of the technology itself that helped it 
emerge as the SuperStar. RFID was already 
an accepted technology in many industry sec-
tors although it is relatively new to hospitals. 
During the period from 2005-2010, it projected 
versatility, by evolving in terms of usage within 
hospitals. From tracking assets to patients using 
location tracking ability, it evolved into ‘moni-
toring temperatures’ for fridges and spaces. In 
hospitals, refrigeration is indeed a key element 
that supports quality of services.
Keeping blood and life support medicines 
in certain temperatures is critical to emergencies. 
This was enabled through temperature monitor-
ing tags – an evolution of the technology towards 
2010. The technology presented a solution as 
an alarm device, that is non-interventional in 
high care facilities within hospitals. An alarm 
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device, if pressed made a buzzing noise, which 
could adversely affect patients. An RFID tag 
worn with a button to be pressed, reported the 
staff in need request as a ‘call for help’ silently. 
The staff member in need was tracked without 
upsetting the rest of the patients in the hospitals. 
The technology thus integrated itself into the 
environment, being supportive, yet evolving in 
its uses. The versatility of RFID technology, as 
visible in the case-2 - regular and temperature 
tags, helped its propagation.
Expert opinions to validate this factor is 
listed as follows.
Voice 12:
I think every department would have a use for 
it. In track histories. If you put an RFID on a 
patient history, health information services 
wouldn’t be ringing and saying you’ve got it and 
I’m saying I don’t. Tag thermometers. Because 
they go wandering in to a patient’s suitcase…
Whether the that technology has advanced to 
be user friendly,… is I think an important…. 
It would be interesting for fire and evacuation 
stuff, wouldn’t it? You know, that you’ve got, that 
would be handy. That you’ve got to know that 
your patients and your staff are out and who 
you’ve got on the floor at the time. You know, 
that would be very, in an emergency situation, 
to be able to track people, would be very handy. 
(Industry Expert: Nurse-in-Charge, A not-for-
profit hospital, Melbourne, Australia)
Voice 13:
Even though it’s a 96 bed hospital, one of the 
big things for us was, we still lose equipment, 
and they still need to find out where things are. 
So that was a big one, and everybody agreed, 
yes, we absolutely want to know where equip-
ment is. Because they keep taking it, they put it 
somewhere else, we can’t find it, it’s in a store-
room or a sound engineer’s lab being repaired, 
we need to know where it is. So they all bought 
into that. Then we went onto the patients, and 
we all agreed yes, it would be great to able to 
locate patients at various times. So a doctor 
turns up, a patient isn’t there, where is he? Or a 
patient’s gone to surgery, or down to the lab for 
a bit of blood test or whatever the case may be, 
and we also looked at automated alerts in the 
system as well, so when a patient goes through 
a zone, it triggered something in the system to 
automate something. So that was a great benefit 
as well, so all the clinicians were buying into 
that. (Industry Expert: Nurse-in-Charge, A 
not-for-profit hospital, Melbourne, Australia)
Voice 14:
When a doctor walks into a patient’s room, we 
want the doctor’s name to pop up on the screen 
and the patient sees and goes “Oh doctor such 
and such is now visiting you”. Because as a pa-
tient, you’re often sitting there, all these people 
come in and out all the time and you’re ill, you 
really have no idea who they are, even though 
they might’ve told you their name about 50 
times. And you don’t really know what process 
you’re going through, because you’re sick. So 
we’re trying to provide a nicer environment for 
the patients to understand what’s happening to 
them. So that was one benefit we thought, not 
so much for the doctors, but for the patients. 
(Industry Expert: Nurse-in-Charge, A not-for-
profit hospital, Melbourne, Australia)
Voice 15:
I noticed that AeroScout now are starting to use 
a combination, or a hybrid of the two, so they 
have Wi-Fi and ultrasonic for their exciters, or 
their zone sensors if you like. So it’s much more 
accurate in a specific spot… (Industry Expert: 
CIO, A private hospital, Queensland)
Voice 16:
I think it would be extremely useful for many 
of the uses that it can be used for. Whether it 
be tracking of equipment, tracking of patients, 
tracking of belongings. We’re constantly re-
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cording temperatures of fridges, equipment, 
etcetera like that. So I think that it would be. 
And I think every department would have a use 
for it. (Industry Expert: Nurses, A not-for-profit 
Hospital, Melbourne, Australia)
In summary, RFID has evolved as a technol-
ogy, it has become versatile in a way that it can 
be worn by people, embedded into equipment 
or tagged for tracking assets. These forms of 
tracking are now accepted by Australian hos-
pitals and are slowly being trialled. While the 
technology itself has now progressed to the level 
of bio-degradable RFID tags used in Oncology 
(Yang & Halvorsen, 2010), in the US, Australia 
has still a long way before the technology is 
permeated and accepted in healthcare com-
pletely. Nonetheless, the encounter of RFID 
technology with its users has instilled a level 
of confidence in its technical location tracking 
ability, enabling its successful translation into 
Australian hospitals.
4.4. Implications for Practice
The key contribution for Australian hospitals 
which are considering or have been unsuccess-
ful in RFID technology implementation thus 
far. RFID is still considered an innovation for 
Australian hospitals, and to an extent an intru-
sion to existing workflows, due to the existing 
privacy controlled environment. In such an 
environment, the users of the system – mainly 
nurses, orderlies need to accept and propagate 
the technology – so that it can successfully 
translate realizing its potential to improve effi-
ciency of workflows and effectively, improving 
quality of care.
As pointed out by To and Ngai (2007) 
managerial attitudes does play an important 
role in facilitating the championship of in-
novation adoption. The paper would help 
hospital administrators and decision makers to 
better understand the factors that make RFID 
implementation more difficult, in particular, 
convincing people to use it to the fullest ability. 
The successful case study (Case-2), revealed 
that the dynamic versatile nature of the tech-
nology where it can be integrated well with the 
support of users. The socio-technical factors, 
or interaction between the technology and the 
users became positive as the findings revealed 
in the successful hospital case-2.
Implementing innovative technologies is 
not a concept that is unfamiliar in any industry 
sector. As against other industry sectors such 
as retail or manufacturing supply chains, where 
RFID has been deployed over the last decade 
for tracking based on location, health sector is 
different. Initially, RFID as a technology was 
not accepted because of potential apprehen-
sions regarding its interference with medical 
equipment. This was addressed easily as the 
technology evolved. Over the past decade, 
there was much research and implementation 
of this technology in hospitals all over the 
world. However in Australia, it is still a nascent 
technology for the hospitals.
The unique proposition in Australian 
hospitals is the current transition into e-health 
records and moving away from the legacy 
systems. This transition preordained that many 
legacy systems needed to co-exist until all 
health related systems are linked and updated 
over time. In the milieu, RFID was thrown in as 
an innovation which was seen more as another 
piece of technology, although useful, but creat-
ing further upheaval within frenzied hospitals. 
In addition, Australian hospital sector and the 
environment is privacy regulated by law, and 
culturally, this has had a significant impact of 
introducing any new technology that is inter-
ventional. While the technology was meant to 
only locate equipment initially, the potential of 
location tracking with patients and staff made 
it susceptible to reluctant acceptance. It may be 
noted that the recent revision of Privacy Law 
in Australia will also have implications on this 
technology development.
The case study analysis conducted in this 
thesis, drawing from the gap in literature (chap-
ter 2), presented that the socio-technical aspects 
of translation have been rather ignored largely 
in terms of this technology. In the Australian 
context in particular, while there are RFID 
implementation models being constructed, 
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studies that elicited factors that contributed to 
successful translation are still to emerge.
For the field of Information Systems and in 
particular Health Informatics, this paper offers 
a significant contribution in that it studied in-
novation translation of technology, rather than 
‘diffusion of innovation’ based on the ‘essential 
element of technology’. It finds that in the health 
sector in particular, translation occurs through 
consistent negotiations between stakeholders 
(actors). Without the active participation of 
all the actors, from the onset, the translation 
process does not succeed. Largely, hospitals 
and the health sector organisations (including 
government health departments), need to con-
sider the recommendations before embarking 
on investments with any new technology.
In the first hospital, where I had entered 
in a consulting role investigating the transla-
tion of technology into the environment, the 
organization had not only invited suggestions 
for improvement, but also taken the sugges-
tions while re-implementing RFID in the larger 
context. In the case of the second hospital, the 
successful translation as reported in subsequent 
publication that arose from the thesis is a good 
vaulting point for other hospitals that are con-
sidering RFID implementation. It is clear in 
Case-2 that making nurses the ‘mouth piece’ 
for the technology, and enabling it from ICT 
department (indirectly), is the best way to real-
ize the benefits from this powerful technology.
Industry expert validation is also supportive 
of this view, and in particular that nurses are 
the lynchpin in Australian hospitals. The paper 
clearly illustrates the industry ‘voices’ from 
ICT department (including implementation 
managers, CIO, consultant) and from clinicians 
(nurses, orderlies). These different perspectives 
that form the foundation of the web of network 
relationships that need to be stabilised for suc-
cessfully translating the technology into Aus-
tralian hospitals becomes apparent to hospital 
decision makers. In turn, it helps them to better 
understand the process of successful translation 
and enable the process.
For Australian hospitals, practitioners and 
technology vendors, the insights from this paper 
is a jumping off point for incorporating better 
implementation processes within their own area.
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ENDNOTES
1  Large hospitals in Australia in this paper refer 
to the major public hospitals, with a private 
wing incorporated. These hospitals employ 
over 3000 staff; has over 600 beds; are teach-
ing hospitals with multiple research centers; 
emergency services; rehabilitation facilities; 
and offer a range of specialty services.
2  Historical reviews concur with this view from 
2002 until 2012.
3  In this context, Legacy Systems are old tech-
nologies that continue to exist in hospitals 
as they were introduced in different years, 
as technologies continued to evolve. As in-
novations are introduced, the old method has 
to co-exist or made obsolete. In Australian 
hospitals, more often, they had to co-exist.
4  RFID tags are usually attached or embedded 
into objects to track them. They contain elec-
tronically stored information for automated 
identifying and tracking of objects that they 
are attached to. Unlike bar code, RFID tag 
does not need line-of-sight.
5  hTrak Application is configured to capture a 
number of data elements at the point of a proce-
dure. The elements collected can be tailored to 
meet individual patient requirements allowing 
a flexible approach to implementation and/
or integration with other hospitals business 
applications. In this context, it refers to col-
lection of data during a procedure through a 
Microsoft Windows-based barcode scanner 
such as Symbol MC75 running the handheld 
component of the hTrak application. Any or 
all elements can be collected using the barcode 
scanner incorporated in the Symbol mobile 
handheld device. Scanning enhances the data 
accuracy accuracy, simplifies data collection 
with device identification (www.htrak.com).
6  HealthSmart was an initiative from the State 
of Victoria in 2004, to refresh all ICT eco 
systems in health. It was killed in 2012 being 
overbudget and out of scope as a project.
7  For a detailed description of this visualisa-
tion, refer to the article, Unnithan and Tatnall 
(2014), Actor-Network Theory (ANT) based 
visualisation of Socio-Technical Facets of 
RFID Technology Translation: An Australian 
Hospital Scenario, in the International Journal 
of Actor-Network Theory and Technology 
Innovation (IJANTTI), Volume 6(1).
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