Deep neural networks (DNNs) have achieved excellent performance on several tasks and have been widely applied in both academia and industry. However, DNNs are vulnerable to adversarial machine learning attacks, in which noise is added to the input to change the network output. We have devised an image-processing-based method to detect adversarial images based on our observation that adversarial noise is reduced after applying these operations while the normal images almost remain unaffected. In addition to detection, this method can be used to restore the adversarial images' original labels, which is crucial to restoring the normal functionalities of DNN-based systems. Testing using an adversarial machine learning database we created for generating several types of attack using images from the ImageNet Large Scale Visual Recognition Challenge database demonstrated the efficiency of our proposed method for both detection and correction.
INTRODUCTION
Although adversarial machine learning is not a new issue in the machine learning community, as it was first discussed in 2004 [1] , it has recently become a major concern due to the advances made in deep learning that have made deep neural networks (DNNs) vulnerable to adversarial attacks [2] . Besides traditional logical attacks, in which adversarial noise is added to image or audio files, attackers can now create physical adversarial examples [3, 4, 5, 6] . When autonomous systems have become mainstream in both the research community and industry, physical adversarial attacks may threaten their safety and reliability. Besides white-box attacks, in which attackers have full knowledge of the inner configuration of the target models, attackers will also be able to perform black-box attacks, which are more likely since attackers need only acquire only the models' outputs [7] .
Several countermeasures have been proposed for detecting adversarial examples such as statistical testing [8] , directly detecting pixels in input images [9] , detecting using features from intermediate layers of the targeted DNN [10] , applying statistical analysis to the outputs of the intermediate layers [11] , and using adaptive noise reduction [12] . Xu et al. used feature squeezing to reduce the search space available to an adversary which was useful for detection [13] . Besides detection, there have been several attempts to harness the DNN models in training by using distillation [14] , obfuscating gradients [15] , or applying the reverse cross-entropy loss function [16] . Input preprocessing is another direction to defense against adversarial example attacks [17, 18] , however, their performances are still limited. Several adversarial databases have been independently created for use in evaluating the proposed methods, but detailed guidelines for creating them have not been reported.
In this paper, first, we present the procedure we used for creating an adversarial database using images from the Ima-geNet Large Scale Visual Recognition Challenge (ILSVRC) 2012 validation set [19] . We used the FoolBox library [20] to create adversarial images for two types of attack: targeted attacks, which force the outputs to become target labels, and non-targeted attacks, which force the top-5 outputs to not include certain labels [7] (discussed in section 2). Second, we discuss the measured effects of some image processing operations on both normal and adversarial images given the hypothesis that adversarial noise is reduced, resulting in the classification labels of the adversarial images being changed while the normal images almost remain unaffected (section 3.1). This measurement was motivated by the work of Xu et al. [13] , Guo et al. [17] , and Liang et al. [12] . We also discuss the use of these operations to detect adversarial images on the basis of statistics (section 3.2) and to correct their labels as classified by the targeted object recognition DNNs (section 3.3). Fig. 1 . Overview of data generation procedure using a CNN. The same procedure was used with VGG-16, VGG-19, ResNet-18, and ResNet-50 networks in order to create a complete normal dataset (for normal images) and an adversarial dataset (for adversarial images).
CREATING ADVERSARIAL DATABASE

Overview
We used images from the ILSVRC 2012 validation set [19] (which has labeled ground truths) to generate the adversarial images used in our experiments. For the object recognition CNNs, we used pre-trained VGG-16 and -19 networks (as proposed by the Visual Geometry Group) [21] and pre-trained ResNet-18 and -50 networks (as proposed by Microsoft Research) [22] , implemented using the PyTorch framework [23] . We used the Pillow library 1 for image processing and the FoolBox library (version 1.8.0) [20] for adversarial image generation. Twelve commonly used methods (Table 1) were used to perform targeted and non-targeted adversarial attacks.
An overview of the procedure we used is shown in Fig. 1 . We used each CNN to classify 5 million images from the ILSVRC 2012 validation set. We then randomly selected 1000 images per CNN that were correctly classified (the ground-truth labels were among the predicted top-5 results). Only 1000 image per CNN were selected due to the time required to create adversarial images from them. The selected images were added to the normal dataset. We then performed the 12 adversarial attacks listed in Table 1 on the selected images and selected misclassified ones (those for which the predicted top-5 results did not contain the previously predicted labels). The Pillow library was used to save them as JPEG files with a quality factor of 100 to ensure that the attack was close to a real-world scenario since adversarial noise can be lost when saving adversarial images to a file. We then loaded the saved images and used the same CNN to classify them again to ensure that they were still misclassified. The misclassified adversarial images were then added to the adversarial dataset. This procedure was also used with VGG-16, VGG-19, ResNet-18, and ResNet-50 networks. 1 https://pillow.readthedocs.io/en/stable
Creating Adversarial Images and Database
For targeted attacks, we used the limited-memory Broyden-Fletcher-Goldfarb-Shanno (L-BFGS) method proposed by Szegedy et al. [2] , the basic iterative method (BIM), which uses L-infinity, the projected gradient descent (PGD) method described by Kurakin et al. [3] , and the L1-and L2-versions of BIM (L1-iter and L2-iter) implemented in FoolBox [20] . Since the ILSVRC 2012 validation set has 1000 labels, the target label index for each adversarial image was its 100step-right-shifted top-1 predicted label index (calculated using the target CNN). Modular operation was used to ensure the shifted label index was in the range [0, 1000). The attack criteria for the target class probability was 99%.
For non-targeted attacks, we used the basic gradient attack method implemented in FoolBox [20] , the fast gradient signed method (FGSM) proposed by Goodfellow et al. [24] , the Deep Fool method proposed by Moosavi-Dezfooli et al. [25] , the Newton method proposed by Jang et al. [26] , the ADef method proposed by Alaifari et al. [27] , the Saliency Map method proposed by Papernot et al. [28] , and the attack method proposed by Carlini and Wagner [29] . Since these methods are non-targeted attacks, the attack criterion was to change the predicted top-5 labels so that they were different from the original predicted top-1 labels.
As shown by the results in Table 1 , the VGG networks were generally more vulnerable to targeted attacks than the ResNet networks, resulting in a larger numbers of misclassified images. The modified BIM attack using the L2 distance (L2-iter) was the most effective attack overall. The nontargeted attacks were more difficult to carry out since they needed to change the top-5 labels so that they did not include the current top-1 labels. Among them, Deep Fool was the most successful while the ADef attack was the least successful overall, producing only one or four adversarial images for each network. The Saliency Map attack also had limited success, with around 100 adversarial images for each network. We mixed together the 1000 normal images from each classifier and the created adversarial images and divided them into training (train), development (dev), and evaluation (eval) sets at an approximate ratio of 7.0:1.5:1.5, as detailed in Table 2. The train set was used for training, the dev set was used to select the model, and the eval set was used to test the classifiers. We ensured that the normal images and their adversarial versions in the three sets did not overlap so that the classifier would not remember the training images. We did not focus on detecting adversarial images created by unseen adversarial attacks, so the images from each attack had equal probabilities of appearing in the three sets. The number of adversarial images was more than five times that of normal images. 
EFFECTS OF IMAGE PROCESSING OPERATIONS ON NORMAL AND ADVERSARIAL IMAGES AND THEIR APPLICATIONS
In section 3.1, we describe the effects of applying four image processing operations to images (normal and adversarial) on the top-5 classification results for VGG-16, VGG-19, ResNet-18, and ResNet-50 networks. Differences in behavior between normal and adversarial images were identified, and these differences could be useful for detecting (section 3.2) and correcting adversarial images (section 3.3).
Effects of Image Processing Operations on Normal and Adversarial Images
We extended the ideas of Xu et al. [13] , Guo et al. [17] , and Liang et al. [12] by measuring the change in the top-5 labels after applying four image processing operations with various parameters (listed below) to normal and adversarial images. The image operations were done using Pillow version 6.1.0. Some of the results for ResNet-18 are shown in Table 3 . Similar behaviors were also observed for VGG-16, VGG-19, and ResNet-50. The JPEG compression with quality 100 changed the top-5 labels for both the normal and adversarial images, however its effect on adversarial images was clearer. Reducing image quality by increasing the compression ratio greatly reduced the number of misclassified adversarial images and slightly increased that of misclassified normal images. A large increase in the compression ratio increased the misclassification rate for normal images. The results for scaling, Gaussian blur, and rotation were similar to those for compression. One result in particular should be noted: the number of misclassified normal images after applying 3 × 3 Gaussian blur kernel was higher than after applying the other operations, which is not good for our purposes.
Detecting Adversarial Images using Statistical Features
As mentioned above, the differences in behavior between normal and adversarial images for the top-5 labels when the four image processing operations are applied may be useful for detecting adversarial images. We thus propose using two features for detecting adversarial images: a counting feature and a differences feature. First, we define three variables.
• L = (a, b, c, d, e): top-5 label for image I (normal or adversarial) predicted using a CNN before applying image processing operation i (e.g., JPEG compression with a quality of 80 or 5°clockwise rotation).
: top-5 label for an image after applying image processing operation i.
• n: total number of image processing operations (38 in our experiments). 
The same equation is used for b, c, d, and e at the second, third, four, and fifth positions, respectively. Therefore, the features of each image are {C(a), C(b), C(c), C(d), C(e)}.
Differences feature
Let us call ∆(a, a i ) the binary differential function used to measure the difference between two labels, a and a i :
The differences feature derived from input image I can be expressed as the set {(∆(a, a i ), ∆(b, b i ), ∆(c, c i ), ∆(d, d i ), ∆(e, e i ))|i = 1..n}.
Detecting adversarial images using image-processingbased features
Using the two features introduced above, we evaluated the performance of detectors using one of the four classifiers: the C-support vector classification (SVC) version of the support vector machine (SVM) classifier [30] , the random forest classifier [31] with 100 estimators and a maximum depth of 2, the linear discriminant analysis (LDA) classifier [32] , and the multiple layer perception (MLP) classifier [33] . All of them were implemented in the scikit-learn library version 0.21.3 2 .
As shown in Table 4 , the differences feature produced slightly higher accuracies than the counting feature (which was smaller than the differences feature). Among the individual image processing operations, the scaling one achieved the highest accuracy for all detectors. Also as shown in the table, the combination of JPEG compression and scaling and the combination of all operations resulted in higher accuracy than using any of them separately. However, these combinations also increased the feature size and more classification operations were required of the CNNs (VGG-Nets or ResNets) to produce those features. For the counting feature, using the MLP-based detector on the features from JPEG compression and the scaling operation resulted in the highest accuracy (93.56%) while for the differences feature, using the SVM-based detector on all features from all image processing operations resulted in the highest accuracy (94.20%).
Correcting Adversarial Images
Given that the image processing operations substantially reduced the number of misclassified adversarial images, they could also be useful in restoring the original labels of the images in addition to classifying them. Those operations helped mitigate the adversarial noise while only slightly affecting the normal images. Since there are several kinds of adversarial attacks, we focused on correcting noise-based adversarial images. The correction task is usually performed after adversarial image detection. In this section, we introduce our proposed correction method and the experiment results.
Proposed correction method
Let us call S = {L i |i = 1..n} the set of top-5 labels acquired by applying n image processing operations to image I. We calculated the frequencies of every label in S and identified the five labels with the highest frequencies. These labels were the corrected top-5 ones.
Evaluation
Since there were false positive inputs, i.e., normal images misclassified as adversarial images, we tested our correction method on both normal and adversarial images. We used our entire database for testing. For the image processing operations, we used JPEG compression, scaling, and their combination. As shown in Table 5 , JPEG compression had better performance than scaling operation for the adversarial images, and their combination produced the best performance. Only 1.88% of the normal images was misclassified after "correction" while 89.91% of the adversarial images were corrected. If we performed this correction after detection of adversarial images, 98.12% of the false positive inputs (normal images misclassified as adversarial ones) would also be corrected. 
SUMMARY AND FUTURE WORK
The statistical-based detector using image processing operations demonstrated its ability to detect adversarial images with high accuracy. The corresponding correction method to restore the original labels of adversarial images can be used together with the proposed detectors to improve the performance of DNNs under adversarial attack. Future work will address more adversarial attacks with multiple noise strengths on larger and more diverse databases along with reducing the number of image processing operations in order to reduce computational expense.
