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Digital Photo images are used everywhere, in magazines, in newspapers, in courtrooms, and all over the Internet. 
We are exposed to them throughout the day and most of the time. Digital images are easy to edit and manipulate due 
to availability of editing software. In this paper, we used Color Coherence Vector (CCV) to determine the similarity 
in image. A color coherence vector (CCV) stores the number of coherent versus incoherent pixels with each color. 
By separating coherent pixels from incoherent pixels. The vector will designate the coherence of the colors in a 
region. Next method is by using keypoint-based features, such as SIFT features, for detecting copy-move image 
forgeries in rotated image has yielded promising results. SIFT (Scale Invariant Feature Transform) the keypoints 
extracted by SIFT are invariant to rotation and scaling because orientation are assigned to each keypoint detected. 
Authenticity of an image is needed. Thus, development of techniques to ensure image authenticity is an active 
research topic.  
 




Images or videos can be modified using open source 
software in a way that human eye cannot perceive 
modification. As a consequence, digital image 
forensics has emerged as a new research area to deal 
with authenticity of the images. Digital image 
forensics provides tools and methodologies that is 
used to verify the authenticity and integrity of an 
image. Considering the scenario, the forensic analysts 
have no access to the cameras and software tools,  
 
 
which are used for obtaining forgeries, while only 
some suspicious photographic samples are available. 
Camera sensor noise pattern [9], some copy-move or 
copy-paste detecting methods have been developed 
[10]-[13]. Hailing Huang [14] and others show that 
copy move image forgery can be detected using the 
SIFT (Scale Invariant Feature Transform) features. 
The authors also use SIFT feature descriptors 
matching technique by a predefined threshold to 
detect copy-move image manipulation. The SIFT 
algorithm is a powerful technique [16], which 
extracts features in rotation, and brightness. 
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However, SIFT descriptor not invariant to mirror 
reflection. Fort extracting SIFT descriptor from 
horizontally and vertically reflected versions of 
original image [14, 15].  
2. METHOD USED FOR FORGERY 
DETECTION 
There are many methods used for forgery detection in 
this paper we using copy-move forgery, CCV and 
SIFT. 
2.1 Copy- Move Forgery  
In a Copy-Move forgery, a part of the image itself is 
copied and pasted into another part of the same 
image. This is usually performed with the intention to 
make an object “disappear” from the image by 
covering it with a segment copied from another part 
of the image. Hence, the goal in detection of copy-
move forgeries is to detect image areas that are same 
or extremely similar [16].  
As depicted in Fig. 1 (a) is the original image in 
which we can see only boat and, (b)  is one type of 
Copy-move forgery image in which one part of the 
image itself is copied and pasted into another part of 
the same image in which we find two boats. 
 
                         
                  (a)                                         (b) 
Figure: 1  (a) the original image with one Boat and. 
(b) Forged image with two Boats. 
Since, the copied part come from the same image in 
copy-move forgery, the color palette, noise 
components, lighting, and most other properties will 
be compatible with the rest of the image; it becomes 
harder for human eye to detect. 
 
 
2.2 Color Coherence Vectors 
A color-based method to store the number of 
coherent pixels versus incoherent pixels for each 
color [1]. A pixel is assumed coherent if it is part of a 
large similar colored region and incoherent 
otherwise. Their method defines a color’s coherence 
as the degree to which pixels of that color are 
members of large similar-colored regions. In order to 
calculate CCV, the method first blurs the image. 
Eight adjacent pixels are used to calculate the new 
value of center pixel eliminating negligible variations 
among neighboring pixels. Then the algorithm labels 
each pixel as coherent or incoherent. A coherent pixel 
belongs to a region that accommodates many pixels 
with the same color while an incoherent pixel does 
not. The method determines the connected 
components to reveal the pixel groups. A connected 
component c is a maximal set of pixels such that for 
any two pixels ρ, ρˈ ε c. There is always a path 
between ρ and ρˈ for a connected component. The 
algorithm classifies pixels as either coherent or 
incoherent according to size of its connected 
components. If the size of the region exceeds a fixed 
value τ, pixel is labeled as a coherent. Otherwise it is 
incoherent. Assume that the number of coherent 
pixels belongs to a jth color denoted by αj and the 
number of incoherent pixels denoted by βj. The total 
number of pixels that have pixel value of j is αj+βj. 
The method calculates a coherence pair is (αj , βj)  
for each color in discretized space. The color 
coherence vector for the image with n discretized 
color is given in (1). 
                      ((α1 , β1), …, (αn , βn)                    (1) 
 2.3 SIFT (Scale Invariant Feature Transform) 
SIFT keypoints of objects are first extracted from a 
set of reference images and stored in a database. An 
object is recognized in a new image by individually 
comparing each feature from the new image to this 
database and finding candidate matching features 
based on Euclidean distance of their feature vectors. 
From the full set of matches, subsets of keypoints 
that agree on the object and its location, scale, and 
orientation in the new image are identified to filter 
out good matches.    
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The keypoints extracted by SIFT are invariant to 
rotation and scaling because orientation are assigned 
to each keypoint detected [15]. The basic step is to 
extract local interest points as keypoints and assign 
local descriptor to each keypoint. The descriptors so 
formed are unique fingerprint of keypoints and thus 
they are matched with each other using algorithm 
based on their Euclidean distance. Applying SIFT in 
the proposed method, which contains the different 
steps which are generally used to finding the key 
points, key point detection and feature descriptor, 
which apply on entire image. This approach has been 
named the Scale Invariant Feature Transform (SIFT), 
as it transforms image data into scale-invariant 
coordinates relative to local features. Here, we 
present a new region duplication detection method 
based on the image SIFT features, we first detect 
SIFT key points in an image and compute the SIFT 
features for such key points.  
3. PROPOSED METHOD 
The proposed algorithm for the forgery detection in 
image using CCV and also in rotated image using 
SIFT 
Step 1: Read input forgery image and convert the 
image form RGB to GRAY. 
Step 2: Divide the image into overlapping blocks and 
obtain consecutive block  
Step 3: Calculate the CCV for each block and store 
resulting vector 
Step 4: Lexicographically sort the vectors and find 
similarity in the sorted vector. 
Step 5: Extract the feature vectors from the block and 
compare each vector with neighboring vectors  
Step 6: Determine the suspicious block and the shift 
vector.  
Step7: Mark the forged block according to the 
number of shift vector 
Step 8: Read the forged image and rotate the image to 
a required angle 
Step 9: Ask the user to crop the suspicious region and 
Remove the region from original image 
Step 10: Find SIFT keypoints for each image and 
initialize distance ratio 
Step 11: For each descriptor in the first image, select 
its match to second image. 
Step 12: Calculate the match points and  show 
matching points 
In our proposed method, the color image is converted 
to 8-bit gray level in order to reduce time complexity 
of the algorithm. Then a 3x3 mean filter is applied to 
blur gray level image as the first step. Overlapping 
blocks of size 8x8 of the blurred image are then used 
to compute CCVs. The CCV algorithm requires 
blurring to eliminate negligible variations among the 
neighbor pixels. The image is scanned from left to 
right and top to bottom. The CCV algorithm is used 
to extract features from each block. Pixel values are 
discretized in order to map intensity into [0 − 63] 
range. 
CCV of the block is divided in to two sections. CCV 
of each block is of size 128, where first sixty-four 
elements represent the number of coherence pixels of 
the corresponding intensity value and last sixty-four 
elements represent the number of incoherent pixels of 
the corresponding intensity value in the block. Let the 
matrix of CCVs of all blocks be A. In order to move 
similar vectors closer, A is lexicographically sorted. 
Since the lexicographical sort would shuffle and 
cause loss of blocks’ relative position in the image, 
the coordinates of the upper left corner of each block 
is included in A. Let lexicographically sorted matrix 
denoted by S. Block coordinates are used to identify 
sorted vectors’ original position in the image after 
lexicographical sort image is divided into blocks 
,then lexicographically sort block matrix, extract the 
feature from the block, and then compare each of the 
neighboring vectors. After comparing the block 
determine the suspicious block and the shift vector, 
then lastly mark the forged block according to the 
number of shift vector. 
Each feature vector in S is compared with its 
neighbors to find similar vectors which would 
possibly indicate copy move forged regions. If the 
distance among the vectors is smaller than a 
predefined threshold value T, the algorithm will 
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control the distance between the blocks designated by 
these vectors. If Euclid distance among these blocks 
is smaller than a predefined threshold value D, the 
blocks will be labeled as suspicious for the forgery. 
Let the coordinates of the top left corner of the two 
blocks (designated by j and j+1) be xj , yj and xj+1, 
yj+1 respectively. The distance between these two 
blocks is determined by (2). 
√(xj- xj+1 ) + (yj-yj+1)       (2) 
If distance calculated in (2) is smaller than D, shift 
vector among the blocks is calculated for the 
following steps of the algorithm. Shift vector is a 
pair, which gives absolute difference between the x 
coordinates and y coordinates the corresponding 
blocks. Shift vector is determined for the jth and 
j+1th block as in (3). 
(sx, sy) = (|(xj –xj+1), |yj-yj+1|)    (3) 
The method processes other blocks of the S in similar 
way and the algorithm determines suspicious blocks 
of the image and shift vectors corresponding to them. 
The last step of the algorithm evaluates the number of 
shift vectors. A predefined threshold value Scnt is 
used to label the suspicious image blocks as forged. 
When number of the same shift vectors is higher than 
Scnt, the blocks that constitute these shift vectors are 
marked as forged. Otherwise, corresponding blocks 
are ignored.  
3.1 Forgery Detection in Rotated Image  
To find forgery in rotated image, we should rotate the 
image to any angle and crop the suspicious block in 
the forged image. Apply SIFT to full rotated image as 
well as Cropped part of image.  By applying SIFT we 
can extract key points, key point detection and 
feature descriptor of entire image. The keypoints 
extracted by SIFT are invariant to rotation and 
scaling because orientation are assigned to each 
keypoint detected. The unique keypoints are matched 
with each other based on their Euclidean distance. 
Fix the distance ratio (0.6) and keep only those 
matches in which the ratio of vector angles from the 
first to second nearest neighbor is less than distance 
ratio. For each descriptor in the first image, select its 
match to second image. Check if nearest neighbor has 
angle less than distance ratio and then calculate the 
number of match and show matching points. As the 
distance ratio in less than 0.3 there will be no match 
points, as distance ratio is increased the match points 
increase. But we have to use optimum distance ratio 
to calculate match points. 
4. EXPERIMENTAL RESULTS 
Our method has been implemented under Matlab 
environment. First experiment is realized to show the 
detection capability of the proposed method. Given in 
Fig.3 (a) the original image which is used. Fig. 3(b) 
shows the forged image in which the window is 
copied and pasted in the same image in Fig. 3(c) and 
3(d) the forged part of image is detected.  
                                     
(a)                                  (b) 
 
(c)                                (d) 
Figure: 2  (a) The original image   (b) Forged image 
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Forgery Detection in Rotated Image  
 
                 (a)                                           (b) 
 
                                              (c)  
Figure: 3  (a) The original image is rotated at 45 deg        
(b) suspicious block is  cropped  (c) detected matching 
point. 
5. CONCLUSIONS AND 
FUTUREWORK 
CCV designates coherent pixels in images and use 
spatial relationship in color information. CCV is used 
as a block feature in copy move forgery detection in 
this work Accuracy ratio of the method decreases as 
the distance between the vectors increase. We 
conclude that CCV can be used by the copy move 
forgery techniques as a feature extraction method 
from the blocks. Forgery is detected in rotated image 
using SIFT in which the keypoints extracted by SIFT 
are invariant to rotation to detect the forgery. And 
select the optimum distance ratio for calculating 
match points. 
In future work ,SURF ((speeded up robust features) 
can also be applied which is another keypoint based 
method, which detects 64 feature descriptors so that 
matching applied on SURF descriptor is faster and 
increases the computation speed as well. 
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