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1.   Introduction 
 
As it is already mentioned in other course materials, DSpace is a digital library system to 
capture, store, index, preserve, and redistribute the intellectual output of a university’s 
research faculty in digital formats. Developed jointly by MIT Libraries and Hewlett-
Packard (HP), DSpace is available to research institutions world-wide as an open source 
system that can be customized and extended. DSpace is designed for ease-of-use, with 
a web-based user interface that can be customized for institutions and individual 
departments.  This article gives some of the important general customization 
requirements for running DSpace in a network set up and minimum customization 
options required for localization. Details of the files which contain the configuration 
parameters are also discussed. 
There are a number of ways in which DSpace can be configured and/or customized: 
• Altering the configuration files in /dspace/config  
• Creating modified versions of the JSPs; these can be placed separately from 
and override the default installed JSPs, so that future updates of the code 
won't overwrite your changes  
• Implementing a custom 'authenticator' class, so that user authentication in 
the Web UI can be adapted and integrated with any existing mechanisms 
your organization might use  
• Editing the source code  
2.   The dspace.cfg Configuration Properties File 
The primary way of configuring DSpace is to edit the dspace.cfg. You'll definitely have 
to do this before you can operate DSpace properly. dspace.cfg contains basic information 
about a DSpace installation, including system path information, network host 
information, and other things like site name. 
 
The default dspace.cfg is a good source of information, and contains comments for all 
properties. It's a basic Java properties file, where lines are either comments, starting with 
a '#', blank lines, or property/value pairs of the form: 
property.name = property value 
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Property Example Values Notes 
dspace.dir /dspace
Root directory of DSpace 
installation. Omit the trailing '/'. 
Note that if you change this, there 
are several other parameters you 
will probably want to change to 
match, e.g. assetstore.dir. 
dspace.url
http://dspace.myu.ed
u 
http://dspacetest.myu
.edu:8080
Main URL at which DSpace Web 
UI webapp is deployed. Include 
any port number, but do not 
include a trailing '/' 
dspace.hostname dspace.myu.edu Fully qualified hostname; do not include port number 
dspace.name DSpace at My University
Short and sweet site name, used 
throughout Web UI, e-mails and 
elsewhere (such as OAI protocol) 
config.template.foo /opt/othertool/cfg/foo
When install-configs is run, the 
file /dspace/config/templates/foo 
file will be filled out with values 
from dspace.cfg and copied to the 
value of this property, in this 
example /opt/othertool/cfg/foo.  
webui.site.authentic
ator
edu.myu.MyAuthenti
cator
The Java class name of a class 
implementing the 
org.dspace.app.webui.SiteAuthenti
cator interface. 
handle.prefix 1721.1234 The Handle prefix for your site  
assetstore.dir /bigdisk/store
The location in the file system for 
asset (bitstream) store number 
zero. This should be a directory for 
the sole use of DSpace. 
assetstore.dir.n /anotherdisk/store1
The location in the file system of 
asset (bitstream) store number n. 
When adding additional stores, 
start with 1 (assetstore.dir.1 and 
count upwards. Always leave asset 
store zero (assetstore.dir).  
assetstore.incoming 1
The asset store number to use for 
storing new bitstreams. For 
example, if assetstore.dir.1 is 
/anotherdisk/store1, and 
assetstore.incoming is 1, new 
bitstreams will be stored under 
/anotherdisk/store1. A value of 0 
(zero) corresponds to 
assetstore.dir.  
3.   Custom Authentication Code 
Since many institutions and organizations have exisiting authentication systems, DSpace 
has been designed to allow these to be easily integrated. To do this, you can provide a 
custom class implementing the Java interface org.dspace.app.webui.SiteAuthenticator. 
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These methods are invoked when various authentication-related events occur in the Web 
user interface. 
 
The basic authentication procedure in the DSpace Web UI is this: 
1. A request is received from an end-user's browser that, if fulfilled, would lead 
to an action requiring authorization taking place.  
2. If the end-user is already authenticated:  
o If the end-user is allowed to perform the action, the action proceeds  
o If the end-user is NOT allowed to perform the action, an 
authorization error is displayed.  
3. If the end-user is NOT authenticated, i.e. is accessing DSpace anonymously:  
o The parameters etc. of the request are stored  
o The startAuthentication method is invoked on the currently 
configured SiteAuthenticator implementation  
o That startAuthentication might instantly authenticate the user 
somehow, or forward the request to some sort of log-in page--the 
parameters of the original request are safely stored and will be 
accessible after the log-in process has completed  
o If authentication is successful, the original request is resumed from 
step 2. above.  
Please see the SiteAuthenticator.java source file for information about each of the 
methods. The default implementation, org.dspace.app.webui.Simpl-eAuthenticator, is a 
simple implementation that implements these policies: 
• Use of inbuilt e-mail address/password-based log-in. This is achieved by 
forwarding a request that is attempting an action requiring authorization to 
the password log-in servlet, /password-login. The password log-in servlet 
(org.dspace.app.webui.serv- let.PasswordServlet contains code that will 
resume the original request if authentication is successful, as per step 3. 
described above. 
• Users can register themselves (i.e. add themselves as e-people without 
needing approval from the administrators), and can set their own passwords 
when they do this 
• Users are not members of any special (dynamic) e-person groups 
Included in the source is the implementation of SiteAuthenticator being used at MIT, 
edu.mit.dspace.MITAuthenticator. This can be used for customized authentication for 
any institution. This implements a slightly more complex authentication mechanism: 
• If an authentication user in an MIT user, they must log in using an X509 
Web certificate. The certificate-login servlet, similar to the password-login 
servlet, authenticates users via these certificates, and if successful, resumes 
the original request just as the password log-in servlet would. 
• MIT users are also automatically added to the special (dynamic) group called 
'MIT Users' (which must be present in the system!). This allows us to create 
authorization policies for MIT users without having to manually maintain 
membership of the MIT users group. 
The X509 certificate login servlet has an extra feature: If the webui.cert.autoregister 
configuration property is true, it will automatically register the user with the system. 
 
You could create a customized version of the password login servlet to perform a similar 
action. For example, if your organization uses Windows NT domain authentication, you 
could implement a version of PasswordServlet.java that validates against Windows NT 
authentication, and automatically adds an e-person record for new users. It is strongly 
recommended that you do not edit PasswordServlet but create a new servlet for this, so 
that future updates of the DSpace code do not overwrite your changes. You would also 
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have to implement a customized SiteAuthenticator in which the startAuthentication 
method would forward requests to your new servlet. 
 
 
 
4.   Running DSpace on SSL 
Edit dspace configuation file:  
config/dspace.cfg 
dspace.url = https://yourservername:8443 
(8443 is the port the Tomcat SSL uses by default. This can be changed in the Tomcat 
config if you want) 
4.1   SSL setup. Generate a key for SSL (as root) 
   $JAVA_HOME/bin/keytool -genkey -alias tomcat -keyalg RSA 
   and use the password: changeit 
   vi $CATALINA_HOME/conf/server.xml  
   Find the example ssl server connector config and remove the  comment     tags 
surrounding it (<!-- and -->) 
   Add comment tags around the "normal" (non-SSL) Tomcat connector. 
Start Tomcat: $CATALINA_HOME/bin/startup.sh 
If you now go to https://your.dspace.server:8443/ you should see the Dspace  
 
5.     Modification of Front end of Dspace 
 
In case of Tomcat, exactly what is happening when you copy 
<dspacesource>/build/*.war files to Tomcats webapps directory, it unpacks the content 
of .war files in to dspace and dspace-oai folders. But this is not happening with Sun’s 
application server. 
 
 If you have dspace on tomcat you can straight away modify jsp files available in 
$CATALINA_HOME/webapps/dspace/layout but the best way is to modify it before 
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running ant. Alternatively you can run "ant clean", and then generating the .war files 
again.  The build.xml file makes a copy of the default JSPs in the build/ directory, then 
copies your customized JSPs on top of them.   Make sure that you remove everything in 
the webapps directory of tomcat before you install the new war. 
  
6.   User Interface Changes 
 
The Web UI is implemented using Java Servlets which handle the business logic, and 
JavaServer Pages (JSPs) which produce the HTML pages sent to an end-user. Since the 
JSPs are much closer to HTML than Java code, altering the look and feel of DSpace is 
relatively easy. 
 
To make it even easier, DSpace allows you to 'override' the JSPs included in the source 
distribution with modified versions, that are stored in a separate place, so when it comes 
to updating your site with a new DSpace release, your modified versions will not be 
overwritten. 
 
The JSPs are stored in /dspace/jsp. Place your edited version of a JSP in the 
/dspace/jsp/local directory, with the same path as the original. If they exist, these will be 
used in preference to the distributed versions in /dspace/jsp. For example: 
 
DSpace default Locally-modified version 
/dspace/jsp/community-list.jsp /dspace/jsp/local/community-list.jsp
/dspace/jsp/mydspace/main.jsp /dspace/jsp/local/mydspace/main.jsp
Heavy use is made of a style sheet, in /dspace/jsp/styles.css.jsp. If you make edits, call 
the local version /dspace/jsp/local/styles.css.jsp, and it will be used automatically in 
preference to the default, as described above. Be sure to remove the localVersion code 
to avoid a loop!. 
 
Fonts and colors can be easily changed using the stylesheet. The stylesheet is a JSP so 
that the user's browser version can be detected and the stylesheet tweaked accordingly. 
 
7.   Customization of User Interface by editing Cascading Style    Sheets 
 
Cascading Style Sheets (CSS) is a simple mechanism for adding style (e.g. fonts, colors, 
spacing) to Web documents. Style sheets also offer much more flexibility in terms of the 
presentation effects that they provide. Properties such as color, background, margin, 
border, and many more can be applied to all elements∗. 
 
                                                 
∗ Mishra, Rajesh. Stylesheets in DSpace. Internal Project Report, DRTC, 2005.  
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7.1   Styles.css.jsp 
 
This is a style sheet file and acts as a partner to designs; taking care of all the layout, 
fonts, colours and overall look of DSpace site. If any one decides to change the look, he 
has to modify that one CSS file (styles.css.jsp) and all the pages reading from that file 
will display differently.  
 
7.2   Location of styles.css.jsp 
 
Original file is in /dspace-source/jsp and after installation it will be in 
/tomcat/webapps/dspace. From there one can make changes. If any one wants to change 
before installation he has to do in /dspace/source/jsp/styles.css.jsp, if after installation 
then he has to make changes in /tomcat/webapps/dspac/styles.css.jsp. After changes 
refresh browser and can see customized DSpace. 
 
7.3   What you can change through styles.css.jsp 
 
Through stele sheet you can change background color, font colours, fonts size, font-
styles, margins, border etc. 
 
7.4   How to change 
 
The styelesheet of DSpace is one central stylesheet so if any change will appear to whole 
DSpace site. For example: if the color of H3 (heading size 3) will change to green, it will 
appear in whole DSpace as green.  
H3 { margin-left: 10px; 
     margin-right: 10px; 
     font-size: 12pt; 
     font-weight: bold; 
     font-family: "verdana", "Arial", "Helvetica", sans-serif; 
     color: green } 
Like that we can change other also like background and all things. 
8.   Changes in DSpace layout 
  
Changing in DSpace layout we have to go in /tomcat/webapps/dspace/ layout/ in this 
five files header-deafult.jsp, footer-default.jsp, location-bar.jsp. navabar-admin.jsp and 
navbar-default.jsp. These five files are responsible for the first appearance of DSpace. 
The 'layout' of each page, that is, the top and bottom banners and the  navigation bar, are 
determined by the JSPs /dspace/jsp/layout/header-*.jsp and /dspace/jsp/layout/footer-
*.jsp. You can provide modified versions of these (in /dspace/jsp/local/layout, or define 
more styles and apply them to pages by using the "style" attribute of the dspace:layout 
tag. 
 
You may also wish to modify default e-mails generated by DSpace, i.e.when somebody 
becomes member or submit a paper to Dspace.  The relevant files are in 
'/dspace/config/emails' 
 
The list of item types on the submission pages is hard-coded into the JSP submit/edit-
metadata-1.jsp one can also modify the same. 
 
9.   Image Changes in DSpace 
For changing of images in DSpace we have to go in/tomcat/webapps/dspace /image/ 
directory and there we can put new images or replace images. 
 
Customisation about handles and Dublin Core templates will be discussed in other 
sessions. i.e. dspace administration, OAI-PMH & Persistent handle system etc. 
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NB:  I profoundly express my gratitude for the support and encouragement by our Honorable   Director 
Dr. TAV Murthy. Let me also express my gratitude to Mr Mishra Rajesh, DRTC for sharing his experience 
in Customisation of User Interface using CSS. 
 
 8
