We present a controlled quantum teleportation protocol. In the protocol, quantum information of an unknown state of a 2-level particle is faithfully transmitted from a sender (Alice) to a remote receiver (Bob) via an initially shared triplet of entangled particles under the control of the supervisor Charlie. The distributed entangled particles shared by Alice, Bob and Charlie function as a quantum information channel for faithful transmission. We also propose a controlled and secure direct communication scheme by means of this teleportation. After insuring the security of the quantum channel, Alice encodes the secret message directly on a sequence of particle states and transmits them to Bob supervised by Charlie using this controlled quantum teleportation. Bob can read out the encoded message directly by the measurement on his qubit. In this scheme, the controlled quantum teleportation transmits Alice's message without revealing any information to a potential eavesdropper. Because there is not a transmission of the qubit carrying the secret message between Alice and Bob in the public channel, it is completely secure for controlled and direct secret communication if perfect quantum channel is used. The feature of this scheme is that the communication between two sides depends on the agreement of the third side.
Introduction
It is well-known that cryptography plays an increasing important role in the whole world. The goal of secure communication is to make two distant parties to exchange information but not to allow the third party to steal or alter the content of information. Before transmitting their secret messages the two distant parties must distribute secret key first. Since it is difficult to distribute secret key through a classical channel, people have paid a lot of attention to quantum key distribution. In 1984, Bennett and Brassard presented the first quantum cryptography protocol [1] . Up to now, there have already been several quantum key distribution schemes such as in Refs. [2] [3] [4] [5] [6] [7] [8] [9] [10] [11] [12] [13] [14] [15] [16] .
Recently, a novel quantum direct communication protocol has been proposed [17] that allows secure direct communication, i.e. the two parties communicate important messages directly without first establishing a shared secret key to encrypt them and the message is deterministically sent through the quantum channel, but can only be decoded after a final transmission of classical information. Boström and Felbinger [18] put forward a direct communication scheme, the "ping-pong protocol", which is insecure if it is operated in a noisy quantum channel, as indicated by Wójcik [19] . More recently, Deng et al. [20] suggested a two-step quantum direct communication protocol using Einstein-Podolsky-Rosen pair block. However in all these secure direct communication schemes it is necessary to send the qubits with secret messages in the public channel. Therefore, Eve can attack the qubits in transmission. Yan and Zhang [21] presented a scheme for secure direct and confidential communication between Alice and Bob, using Einstein-Podolsky-Rosen pairs and teleportation [22] . We proposed a protocol for controlled and secure direct communication using GHZ state and teleportation [23] . Because there is not a transmission of the qubits carrying the secret messages between Alice and Bob in the public channel, they are completely secure for direct secret communication if perfect quantum channel is used.
Quantum teleportation is commonly considered as one of the most striking progress of quantum information theory. In the original quantum teleportation scheme of Bennett et al. [22] , quantum information of an unknown quantum state of a d-level particle is faithfully transmitted from a sender (Alice) to a spatially distant receiver (Bob) via an initially shared maximally entangled state with the help of classical communication. To date teleportation has been generalized to many cases [24] [25] [26] [27] [28] [29] [30] [31] [32] [33] [34] [35] [36] [37] . In this paper, we present a controlled quantum teleportation protocol, in which the third side (the supervisor Charlie) is included, so that the quantum channel is controlled by this additional side, and quantum information of an unknown quantum state of a 2-level particle cannot be transmitted unless all three sides agree to cooperate. We also propose another scheme for controlled secure direct communication with the aid of a three-particle entangled state and this controlled teleportation. After insuring the security of the quantum channel, Alice encodes the secret messages directly on a sequence of particle states and transmits them to Bob supervised by Charlie using this controlled quantum teleportation. Bob can read out the encoded messages directly by the measurement on his qubit. In this scheme, the controlled quantum teleportation transmits Alice's message without revealing any information to a potential eavesdropper. Because there is not a transmission of the qubit carrying the secret messages between Alice and Bob in the public channel, it is completely secure for controlled and direct secret communication if perfect quantum channel is used. The feature of this scheme is that the communication between two sides depends on the agreement of the third side.
The rest of the paper is organized as follows. In section 2 we present a protocol for controlled quantum teleportation. In the protocol, quantum information of an unknown state of a 2-level particle is faithfully transmitted from a sender (Alice) to a remote receiver (Bob) via an initially shared triplet in an entangled state under the control of the supervisor Charlie. The distributed entangled particles shared by Alice, Bob and Charlie function as a quantum information channel for faithful transmission. In section 3 we also propose a controlled and secure direct communication scheme by means of this teleportation. A summary is given in Section 4.
Controlled quantum teleportation
In Ref. [37] , Zhou et al. proposed a controlled quantum teleportation scheme, where the entanglement property of GHZ state is utilized. Here we present another controlled quantum teleportation protocol in which a triplet in an entangled state (different from GHZ state) initially shared by the sender Alice, the receiver Bob and the supervisor Charlie functions as a quantum channel with the help of a classical information channel.
We suppose that the sender Alice, the receiver Bob and the supervisor Charlie are spatially separated from each other. The original unknown quantum state of a 2-level particle Alice wishes to teleport to Bob is
where |a| 2 + |b| 2 = 1. The quantum channel initially shared by Alice, Bob and Charlie is a three-particle entangled state:
The joint state of the system is
If Charlie would like to help Alice for the quantum teleportation, he should just measure his portion of ABC, namely qubit C, on the basis {|0 C , |1 C }, and transfer the result of his measurement to Alice and Bob via a classical channel. Then the particles M , A and B will become one of the states:
which can be rewritten as
Here |Φ
(|01 ± |10 ) MA . Now Alice performs a Bell state measurement on her two particles M and A and sends the result to Bob through a classical communication channel. Depending on both Charlie and Alice's eight possible measurement outcomes |0 C |Φ
MA and |1 C |Ψ − MA , Bob applies the corresponding unitary operators I, X, Z, ZX, X, I, ZX and Z, respectively, on his particle in order to recover the initial state |ψ B = a|0 B + b|1 B . Here I = |0 0| + |1 1|, X = |0 1| + |1 0|, Z = |0 0| − |1 1|. So an initial state |ψ M is faithfully transmitted to Bob's particle via the quantum channel.
The feature of this scheme is that teleportation between two sides depends on the agreement of the third side. It is therefore another kind "Controlled Quantum Teleportation" different from that in [37] .
Controlled and secure direct communication
Next we present a controlled and secure direct communication scheme (different from that in [23] ) by the above controlled teleportation. The feature of this scheme is that the communication between two sides depends on the agreement of the third side.
Consider the scenario. Suppose that the administrative personnel of server, Charlie, wishes to control the correspondence between users. This means that if and only if attaining his permissibility, one can correspond with another. However, the users want their communication to be secret to Charlie and not altered during transmission. What they can do? Our following scheme will suit this task. In our scheme, there are three parties: the controller Charlie and the users Alice and Bob. How does this new scheme work?
1. Preparing quantum channel Suppose that Alice, Bob and Charlie share a set of triplets of qubits in an entangled state |ξ ABC which function as quantum channel. Obtaining these triplets in an entangled state could have come about in many different ways; for example, Charlie prepares a sequence of three-particle in an entangled state |ξ ABC and then sends particles A to Alice and particles B to Bob, and keeps the corresponding particles C. Alternatively, a fourth party could prepare an ensemble of particles in |ξ ABC , and ask Alice, Bob and Charlie to each take a particle (A, B, C, respectively) in each triplet. Or they could have met a long time ago and shared them, storing them until the present. Alice, Bob and Charlie then choose randomly a subset of qubits in an entangled state |ξ ABC , and do some appropriate tests of fidelity. Passing the test certifies that they continue to hold sufficiently pure, entangled quantum states. However, if tampering has occurred, Alice, Bob and Charlie discard these triplets, and a new sequence of qubits in |ξ ABC should be reproduced.
2. Secure direct communication using the above controlled teleportation After insuring the security of the quantum channel, they begin controlled and secure direct communication. First Alice makes his particle sequence in the states, composed of |+ and |− , according to the message sequence. For example if the message to be transmitted is 101001, then the sequence of particle states should be in the state |+ |− |+ |− |− |+ , i.e. |+ and |− correspond to 1 and 0 respectively. Here
The signal state carrying secret message that Alice wants to teleport is represented as
where b = 1 and b = −1 correspond to |+ and |− respectively. The quantum state of the whole system (the four qubits) reads
If Charlie allows the communications between the two users, he performs measurements on his qubit C and classically (and publicly) broadcasts the measurement outcome (on which basis of {|0 C , |1 C } he obtained by projection) to the users Alice and Bob. After that, Alice makes a Bell state measurement on her particles M and A and informs Bob of the result of measurement also publicly over a classical channel. Once Bob has learned the broadcast results of Charlie and Alice, Bob can 'fix up' his state, recovering the signal state |ϕ B = 1 √ 2 (|0 + b|1 ) B , by applying appropriate quantum gate. Then Bob measures the basis {|+ , |− } and reads out the messages that Alice wants to transmit to him.
It is undeniable that this process of controlled quantum teleportation has similar notable features of the original quantum teleportation [22] which was mentioned in [21, 23] . For instance, the process is entirely unaffected by any noise in the spatial environment between each other, and the controlled teleportation achieves perfect transmission of delicate information across a noisy environment and without even knowing the locations of each other. In the process Bob is left with a perfect instance of |ϕ and hence no participants can gain any further information about its identity. So in our scheme controlled quantum teleportation transmits Alice's message without revealing any information to a potential eavesdropper, if the quantum channel is perfect state in Eq.(2) (perfect quantum channel).
The security of this protocol only depends on the perfect quantum channel (pure state in Eq. (2)). Thus as long as the quantum channel is perfect, our scheme is absolutely reliable, deterministic and secure.
Summary
In summary, we present a controlled quantum teleportation protocol. In the protocol, quantum information of an unknown state of a 2-level particle is faithfully transmitted from a sender (Alice) to a remote receiver (Bob) via an initially shared triplet in an entangled state under the control of the supervisor Charlie. The distributed entangled particles shared by Alice, Bob and Charlie function as a quantum information channel for faithful transmission. We also propose a controlled and secure direct communication scheme by means of this controlled teleportation. After insuring the security of the quantum channel, Alice encodes the secret messages directly on a sequence of particle states and transmits them to Bob by teleportation supervised by Charlie. Evidently controlled teleportation transmits Alice's messages without revealing any information to a potential eavesdropper. Bob can read out the encoded messages directly by the measurement on his qubits. Because there is not a transmission of the qubit which carries the secret message between Alice and Bob, it is completely secure for controlled and direct secret communication if perfect quantum channel is used. The feature of this scheme is that the communication between two sides depends on the agreement of the third side.
Teleportation has been realized in the experiments [38, 39, 40] , therefore our protocols for controlled quantum teleportation and secure direct communication will be realized by experiment easily.
