ABSTRACT
INTRODUCTION
Over the last few years' economical and political conditions of business environment resulted in numerous rising challenges for software organizations. Expectation levels of modern business environment grow in rapid succession. One important factor that affects how quickly an organization can change its working practices and policies is the ease with which it can modify its legacy systems, to support the new way of working. A legacy system is a system which was developed sometime in the past and which is critical to the business in which the system operates. Typically, legacy systems were developed before the widespread use of modern software engineering methods and have been maintained to accommodate changing requirements. [1] Unfortunately, many organizations are encumbered with legacy systems that are extremely difficult to change.
A legacy system may evolve in a number of ways, continued maintenance, reengineering [2] and replacement are the general evolution strategies of which one or a combination may be an appropriate way of evolving a legacy system. [3] .The research indicates that reengineering of programs and data reduces the development cost and reengineering projects must also be completed within a much shorter time frame. However software reengineering risk from different domain and their impact on software quality causes reengineering efforts to fail The purpose of this paper is to highlight some of the most important root causes for software reengineering risk .Evolution of legacy systems through reengineering requires attention to root cause of software reengineering risk. Proposed root cause analysis model classifies root causes of software reengineering risk in to three distinctive but connected areas of interest i. e. system domain, managerial domain and technical domain. Successful reengineering requires attacking all root causes so that we are not only in position to modernize the system, but also we are in a better position to provide quality to legacy system in a repeatable and productive manner.
RELATED WORK
Reengineering is a disciplined approach for the evolution of legacy systems. Reengineering process involves applying reengineering principles to an existing system to meet new requirements. However, development of successful reengineering effort needs to consider reengineering problems from a number of different perspectives.
Paul Bride in [4] provides detail activities of reengineering process of software systems but he could not touch issues related to root causes of software reengineering risk. Several authors have focuses on technical aspects of reengineering [5] . However, system, managerial, and quality aspects of a legacy system play an important role in the successful implementation of reengineering efforts.
Harry M. Sneed in [6] estimates risk of reengineering project in terms of project completion rates and cost overruns [7] . However reengineering effort also required to considering other factors like performance improvement, resource utilization, quality goals, user satisfaction etc. Eric K. Clemons in [8] suggests that two principal reasons for failure of reengineering efforts are functionality risk and political risk. Though there is other serious risk such that technical risk, process risk, development environment risk, architecture risk, and risk related to stakeholders are also need to be considered.
Proposed work firstly summaries and categories risk of legacy system reengineering in to three different but connected areas of interest i.e. system domain, managerial domain and technical domain. The purpose of this work is to highlight some of the most important root causes of software reengineering risk.
RCAUSE (ROOT CAUSE ANALYSIS) MODEL
Root cause analysis (RCA) is a problem solving methods aimed at identifying the root causes of problems. The practice of RCA is predicated on the belief that problems are best solved by attempting to correct or eliminate root causes, as opposed to merely addressing the immediately obvious symptoms. By directing corrective measures at root causes, it is hoped that the likelihood of problem recurrence will be minimized.
Proposed root cause analysis model RCause identify root causes of software reengineering risk by considering system, managerial and technical domain of legacy system in accordance with requirements of target system. RCause model identifies and categories software reengineering risk in to three different areas of interest i.e. system domain, managerial domain and technical domain.
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RCause Model
RCause model is used to address different software reengineering risk, in order to get the "root cause" of those risks. It is used so we can correct or eliminate the cause, and prevent the reengineering risk from recurring. The RCause model firstly summaries the general risk associated with legacy system reengineering and then address the root causes of those risks. Rcause model identifies and analyze software reengineering risk by concentrating on three different areas of legacy system i.e. system domain, managerial domain and technical domain. Table 1 articulate the root cause of risk associated with system domain of legacy application Table 2 articulates the root cause of risk associated with managerial domain of legacy application. 
