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Foreword
1 he Committee of Sponsoring Organizations of the Treadway Commission, com­
monly referred to as COSO1, issued a document in 1992 entitled Internal Control— 
Integrated Framework. COSO believes the Framework is useful in assessing control sys­
tems and determining how to improve them. In recent years, there have been reports 
of large, unauthorized losses arising from the use of financial derivatives products. 
COSO, believing that the Framework can be used as a basis for reviewing the ade­
quacy and effectiveness of controls over derivatives, requested that Deloitte & Touche 
LLP author an information tool that would assist organizations in applying the 
Framework to the control of derivatives. A Project Advisory Council, consisting of 
knowledgeable representatives from COSO’s member organizations as well as regula­
tory, governmental, and other organizations, was established to provide comments to 
the author as the information tool was developed.
Deloitte & Touche developed Internal Control Issues in Derivatives Usage: An Information 
Tool for Considering the COSO Internal Control—Integrated Framework in Derivatives 
Applications using published and internal sources supplemented by input from the 
Project Advisory Council and other interested persons. Because this document is not an 
authoritative auditing pronouncement, it was not subjected to due process procedures. 
Accordingly, the document cannot be cited by end users of derivative products as an 
internal control standard on which to judge the adequacy or effectiveness of internal 
controls. Rather, its purpose is to serve as a reference document, illustrating how the 
Framework can be employed by end users to evaluate the effectiveness of internal 
controls surrounding use of derivative products.
While COSO is the publisher of Internal Control Issues in Derivatives Usage, persons par­
ticipating in the project believe that no single set of internal controls will be 
appropriate for all circumstances. Different approaches can be used to develop effec­
tive internal control processes. Applications will vary from entity to entity, depending 
on many factors, including the nature and extent of derivative use and user control 
environment and processes. COSO, the individual sponsoring organizations of COSO, 
the author and the Project Advisory Council, therefore, do not approve or disapprove of 
specific internal control procedures or requirements contained herein.
1 Members of the Committee of Sponsoring Organizations of the Treadway Commission are: 
American Accounting Association 
American Institute of Certified Public Accountants 
Financial Executives Institute 
Institute of Internal Auditors 
Institute of Management Accountants
V
Contents
Executive Summary 1
Supplement 1 Formulating Policies Governing Derivatives Used for
Risk Management 7
Supplement 2 Illustrative Control Procedures Reference Tool 33
Appendix A Technical Aspects of Derivatives 95
Appendix B Glossary of Selected Terms 113
vii
Executive Summary
P roblems surrounding the use of derivatives in recent years often revolved around dif­
ficulty in understanding their risks and their use for risk management purposes. These 
problems highlight the need for management to develop internal control systems for 
derivative activities.
The COSO report, Internal Control—Integrated Framework, issued by the Committee of 
Sponsoring Organizations of the Treadway Commission in 1992, is becoming a widely 
accepted basis for developing business control systems and assessing their effective­
ness. This information tool was developed to help end-users of derivative products 
establish, assess, and improve internal control systems using the COSO Framework. 
Many of the control considerations discussed are also applicable to financial instru­
ments other than derivatives.
This Executive Summary provides senior management and boards of directors with an 
overview of how the COSO Framework might be applied to risk management activities 
involving the use of derivatives. It can be used to help management design control 
processes, especially by providing direction for formulation of risk management poli­
cies. It also provides insights that enable those charged with oversight responsibilities 
to constructively examine existing policies and procedures. This information is aug­
mented by the following supplements.
Supplement 1 —  Formulating Policies Governing Derivatives Used for Risk Management
Describes the process of developing a policy governing derivatives use in the context of 
the overall risk management policy of an entity. It recognizes that risk management 
policies encompass all aspects of control. It also recognizes the importance of establish­
ing clear and carefully written policies to avoid confusion and miscommunication, and 
provides examples of various aspects of a risk management policy for derivatives. This 
supplement can be used as a reference to formalize such a policy.
Supplement 2 — Illustrative Control Procedures Reference Tool
Provides examples of controls over derivative activities associated with each of the five 
components of control specified in the COSO Framework. It can be used as a refer­
ence for establishing, assessing, and improving controls relating to derivative 
activities, and can be useful for selecting controls considered to be appropriate in 
particular circumstances.
Overview of Derivatives and Their Environment
Derivatives are financial contracts that derive their value from the performance of under­
lying assets (such as a stock, bond, or physical commodity), interest or currency exchange 
rates, or a variety of indices (such as a composite stock index like the Standard & Poor’s 
[S&P] 500).
1
Derivatives include a wide assortment of financial contracts, including swaps, futures, 
forwards, options, caps, floors, and collars, whose values are derived based on defined 
formulas that apply to notional amounts (hypothetical reference amounts). Derivatives 
can also include certain assets and liabilities whose value and cash flows are directly 
determined by an underlying instrument or index, such as collateralized mortgage 
obligations, interest-only and principal-only certificates, and structured notes. Other 
types of derivatives include contracts traded on organized exchanges standardized by 
regulation, as well as contracts that are traded in unregulated over-the-counter (OTC) 
markets, including individually tailored contracts negotiated between two parties for a 
specific purpose. A more detailed overview of various types of derivatives is included in 
Appendix A.
Risks associated with derivatives include market, credit, liquidity, as well as various 
other risks, described more fully in Appendix A. In addition to these technical risks, 
there is the fundamental risk that the use of these products may not be consistent with 
entity-wide objectives. Derivative use is sometimes misunderstood because, depend­
ing on the type of instrument and its terms, an instrument may be used to increase, 
modify, or decrease risk. As contract features increase in complexity, the value and 
effectiveness of a derivative in achieving objectives may become more difficult to 
ascertain before such positions are closed out or settled for cash. Derivative products 
and activities must be well understood in order for control systems to provide adequate 
assurance that derivatives use will support achievement of entity-wide strategies and 
objectives.
Utilizing the COSO Framework Control Principles in Derivatives Management
This document relates to derivatives each of the five components of control specified 
in the COSO Framework, focusing primarily on derivatives that are used for risk man­
agement purposes. An environment that provides for appropriate control over 
derivative activities generally has certain characteristics.
The Control Environm ent consists of the integrity, ethical values, and competence of 
the entity’s personnel, as well as management’s philosophy and operating style. An 
active and effective board of directors should provide oversight. It should recognize 
that the “tone at the top” and the attitude toward controlling risk affect the nature and 
extent of derivative activities. The board should review management’s planned deci­
sions regarding the appropriateness and effectiveness of derivative strategies and 
positions. For example, the board should probe for explanations of past results to deter­
mine that derivative activities are effective in accomplishing objectives for which they 
were used. The audit committee should work with internal and external auditors to 
oversee implementation of risk management policies, procedures, and limits. Senior 
management should recognize that its philosophy and operating style have a pervasive
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effect on an entity. For this reason, senior managers should understand their control 
responsibilities, authorize use of derivatives only after risks and expected benefits have 
been carefully analyzed, and clearly communicate objectives and expectations for 
derivative activities. Senior managers should make a conscious decision about the 
extent of authority over derivatives delegated to management. Management should 
have the competence needed to understand derivative activities. Employees involved 
in such activities should possess the necessary skills and experience. The training 
process should develop and improve specific skills relating to responsibilities and 
expectations about derivative activities.
Risk Assessment is the identification and analysis of risks relevant to achieving objec­
tives that form a basis for determining how risks should be managed. From a risk 
management perspective, entity-wide objectives relating to the use of derivatives 
should be consistent with risk management objectives. Mechanisms should exist for 
the identification and assessment of business risks relevant to the entity’s unique cir­
cumstances. Use of derivatives should be based on a careful assessment of such 
business risks. Management should clearly link benefits of and support for derivative 
use with entity-wide objectives. Management also should obtain an understanding of 
personnel, management operating systems, valuation methodologies and assumptions, 
and documentation as a foundation for identifying and assessing the capability to man­
age risk exposures associated with derivative activities. Management should provide 
specific measurement criteria for achieving derivative activities objectives, such as 
value at risk. Risk analysis processes for derivative activities should include identifying 
risk, estimating its significance, and assessing the likelihood of its occurrence.
Control Activities are the policies and procedures to help ensure that management 
directives are carried out. Policies governing derivative use should be clearly defined 
and communicated throughout the organization. The risk management policy should 
include procedures for identifying, measuring, assessing, and limiting business risks as 
the foundation for using derivatives for risk management purposes. Aspects of the risk 
management policy for derivatives should include controls relating to managerial over­
sight and responsibilities; the nature and extent of derivative activities, including 
limitations on their use; and reporting processes and operational controls. The policy 
should provide for monitoring exposures against limits, and for the timely and accurate 
transmission of positions to the risk measurement systems. It also should provide for 
evaluation of controls within management information systems, including the evalua­
tion of resources provided to maintain the integrity of the risk measurement system.
Inform ation and Com m unication focus on the nature and quality of information 
needed for effective control, the systems used to develop such information, and reports 
necessary to communicate it effectively. Communications should ensure that duties 
and control responsibilities relating to derivative activities are understood across the 
organization. Adequate systems for data capture, processing, settlement and manage-
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ment reporting should exist so that derivative transactions are conducted in an orderly 
and efficient manner. Mechanisms should be in place to obtain and communicate rele­
vant information covering derivative activities. Directors and senior management 
should obtain sufficient and timely information to monitor achievement of objectives 
and strategies for using derivative instruments.
Monitoring is the component that assesses the quality and effectiveness of the sys­
tem’s performance over time. Control systems relating to derivative activities should be 
monitored to ensure the integrity of system-generated reports. The organizational 
structure should include an independent monitoring function over derivatives, provid­
ing senior management with an understanding of the risks of derivative activities, 
validating results, and assessing compliance with established policies.
Applying the COSO Framework Control Principles to Derivatives
This tool recognizes that the nature and extent of derivatives use are frequently found 
in the overall risk management processes of an organization. Such processes, as they 
relate to the use of derivatives for risk management purposes, should generally involve 
the following:
• Understanding operations and entity-wide objectives.
• Identifying, measuring, assessing, and modifying business risk.
• Evaluating the use of derivatives to control market risk and linking use to entity- 
wide and activity-level objectives.
• Defining risk management activities and terms relating to derivatives to provide a 
clear understanding of their intended use.
• Assessing the appropriateness of specified activities and strategies relating to the 
use of derivatives.
• Establishing procedures for obtaining and communicating information and analyz­
ing and monitoring risk management activities and their results.
Management may consider evaluating the appropriateness of the risk management 
processes governing derivatives against each of the five components of control specified 
in the COSO Framework.
Policies that document the risk management processes and provide for the use of 
derivatives should be carefully constructed to recognize that risk management means 
different things to different people. Precise reasons for using derivatives are not always 
apparent, and risk relating to certain activities and uses may be interpreted differently. 
Since there are no standard definitions of what risk management activities entail, 
appropriate control means that entities must use very specific language to describe 
expectations for using derivatives for risk management purposes. Policies should iden­
tify objectives and expected results, clearly define terms and limits, and identify and
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classify activities and strategies that are permitted, prohibited, or require specific 
approval.
Roles and Responsibilities
Informed, involved senior-level governance is needed to ensure that risk management 
systems are in place and functioning as anticipated. The board of directors, its audit 
committee, and senior management have roles that represent critical checks and bal­
ances in the overall risk management system.
Board responsibilities—The board of directors is responsible for overseeing the business 
of the entity, including its policies for managing risk and using derivatives. Monitoring 
and other day-to-day operations of the entity, on the other hand, are the responsibility 
of senior management. The policy direction provided by the board is important in 
determining the nature and extent of the use of derivatives. The board of directors pro­
vides oversight, reviews and approves the broad objectives to be accomplished, and 
provides specific delegation of responsibility and authority. It typically authorizes and 
approves management’s strategies, operating plans, and policies for accomplishing 
objectives. This approval helps to ensure that activity-level objectives are consistent 
with broad entity-level objectives.
The board of directors and senior management should carefully consider the resources 
required to use derivatives effectively. They should ensure that policies require 
employment of competent professionals to carry out risk management activities and 
strategies in accordance with its risk management policy and that such policy defines 
when reliance on outside advisors is appropriate. Further, compensation policies should 
be structured in a way that avoids incentives for excessive risk taking. The board 
should make a conscious decision about the amount of discretion that managers have in 
using derivatives.
Audit committee responsibilities—The audit committee should understand the scope of 
internal and external audit testing of compliance with approved risk management poli­
cies, procedures, and limits and become comfortable that such controls appear to be 
functioning as intended. The audit committee also should be alert to the risk that such 
controls could be circumvented.
CEO responsibilities—The CEO has overall responsibility for formulating derivatives 
policy and generally should be assisted in developing the policy and monitoring com­
pliance by senior management who are not part of the day-to-day or derivatives 
management process. Senior management should formulate and implement approved 
policies, controls, and limits to ensure that the risks of derivative activities and the 
manner in which they are conducted are in accordance with the board’s authorization.
CFO responsibilities —The CFO also should be active in formulating the entity’s deriv­
atives policy and overseeing its implementation.
5
Controller responsibilities—The controller is responsible for establishing the appropriate 
accounting treatment for all derivative activities. The corporate controller’s depart­
ment, not the individual business unit, should develop and document the accounting 
policies for derivatives. The corporate controller’s department or other appropriate 
department independent of the business unit should also take an active role in apply­
ing the policies by assuming responsibility for documenting, assessing, and measuring 
compliance with appropriate accounting criteria.
Business unit responsibilities—The business unit is responsible for recommending, 
approving, and executing risk management strategies. Segregating transaction initiation 
by the business unit and transaction review by the corporate controller or other appro­
priate independent department help establish necessary control over adherence to the 
entity’s derivative policies and objectives.
What to Do
Actions that might be taken to better understand or apply the COSO Framework to 
derivatives will depend on the position and role of the parties involved. A board of 
directors, senior management, and others involved with derivatives may consider a 
number of actions, including:
• Initiating a self-assessment of entity-wide control systems, directing attention 
specifically to areas of derivative operations that are of primary importance.
• Fully integrating management of derivative activities into the enterprise’s overall 
risk management system by developing and implementing a comprehensive risk 
management policy.
• Ensuring that policy objectives specifying the use of derivatives are clearly articu­
lated and documented.
• Requiring that any use of derivatives be clearly linked with entity-wide and 
activity-level objectives.
Derivatives will continue to be an important business tool for managing an entity’s risk 
management activities. Their significance is expected to increase with the develop­
ment of new products and techniques that refine and improve the ability to achieve 
risk management and other objectives. Adequate understanding of the nature and risks 
of derivatives is essential to using these tools prudently. Improved awareness of how 
specific instruments behave under varying market conditions can only produce better 
informed management decision making. Effective control is critical to any well-man- 
aged derivative operation. Control systems serve as the infrastructure for accomplishing 
entity-wide objectives. Applying the COSO Framework can help ensure that the use of 
derivatives is carefully integrated into the overall organizational control system and that 
unforeseen and undesirable outcomes are minimized.
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Supplement 1
Formulating Policies Governing 
Derivatives Used for Risk Management
Introduction
Business activities expose entities to various types of risk. Some risks are difficult to 
control, such as adverse changes in laws that affect taxes and foreign operations. Other 
risks, such as changing market prices and rates, generally can be managed more easily. 
The need to finance operations exposes an entity to interest rate risk. International 
operations expose an entity to foreign currency exchange risk. The necessity of buying 
and selling products used in operations exposes an entity to price risk. Derivatives are 
used frequently to manage these types of risk. Derivatives also are used to manage 
other types of risk and for investment, trading, and speculation.
This supplement focuses on derivatives used for risk management purposes. The 
process of formulating policies governing derivatives is discussed, in part, in the con­
text of the risk management process. Some elements of a general risk management 
process also are discussed to provide a fuller sense of the process of establishing poli­
cies that govern the use of derivatives. The focus on risk management is not intended 
to inhibit their use for other purposes when such use is consistent with an entity’s busi­
ness objectives. The focus on risk management recognizes that derivatives are used 
frequently for that purpose and, more important, that risk management objectives are 
perceived differently.
A key objective of this supplement is to help management of businesses and other 
entities apply COSO’s Internal Control—Integrated Framework in formulating risk man­
agement policies relating to derivative activities. It also is intended to help senior 
management recognize the importance of ensuring that policies articulate risk manage­
ment objectives clearly and precisely to avoid confusion and misunderstanding about 
objectives involving the use of derivatives. Thus, the policy governing the use of deriv­
atives should identify objectives and expected results, clearly define significant terms 
used, and identify and classify activities and strategies that are permitted, prohibited, or 
require specific approval.
Risk Management
Risk management is the process of identifying, assessing, and controlling risks associ­
ated with all activities that could result in a loss to an entity. However, there is no 
conventional method for managing risk, and risk management objectives vary consider­
ably among entities. They may include not only reducing, limiting, and avoiding risk, 
but also accepting, selecting, altering, and even taking risk.
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When risk management activities involve the use of derivatives, they are sometimes 
thought of as risk reducing, not risk increasing, but that is not always the case. There is 
some confusion, because risk management activities involving derivatives may include 
risk selecting activities. Using derivatives to select risk is not intended to suggest that 
risk selection means risk taking. On the contrary, in the context of managing risk, it usu­
ally is considered to be a form of risk reduction, because it entails selecting a type of risk 
judged to be more tolerable instead of another type of risk considered less tolerable.
Defining the term “risk management” to include risk selection simply recognizes that 
there are different views about what constitutes risk reduction. Some managers have a 
narrow view of risk reduction and believe that risk is reduced only when an exposure is 
clearly and measurably eliminated. Others take a broader view and believe that consid­
erable judgment is needed to make the determination. For them, risk reduction can be 
achieved, even when the activity does not produce a clear or measurable elimination of 
risk. Activities that are viewed as risk reducing by some and risk selecting by others 
include using derivatives to diversify risk, to reduce volatility of price or market value 
fluctuations, and to change or modify the direction of market exposures to transactions 
or positions. The references to risk reduction in the context of risk management policy 
as used herein encompass the broad view of activities that reduce risk, which some con­
sider to be risk selection.
Typically, users of derivatives do not distinguish clearly among derivative activities that 
reduce risk, that select one type of risk in favor of another, or, in some instances, that 
increase risk. The particular strategies that are employed often are obscured by refer­
ring to them generically as “risk management activities,” regardless of the manner in 
which they affect risk. For example, portfolio management strategies that are intended 
to enhance yields or reduce costs through comparative advantage opportunities some­
times are referred to as risk management activities, regardless of their effect on risk. 
Derivative activities are sometimes referred to rather loosely as “hedging activities,” 
even though some of them do not reduce risk. Furthermore, all activities that increase 
risk are not necessarily considered to be speculative, particularly when they are associ­
ated with normal business operations and considered necessary to them.
Problems develop when terms that describe risk management activities involving 
derivatives are used loosely and are not uniformly defined and understood. Results may 
differ from expectations, because risk management objectives are not understood. 
Thus, derivative activities cannot be assessed clearly against objectives, and controls 
surrounding their use cannot be effective. These deficiencies cause confusion about 
the purpose for using derivatives among persons responsible for implementing risk 
management and derivative policies, those responsible for oversight, and persons who 
initiate, authorize, and execute derivative transactions.
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Formulating a Risk Management Policy
Establish ing  a risk m anagem ent policy is a 
process that addresses various aspects of busi­
ness. T h e  process should begin  w ith an 
understanding of the entity’s business objectives 
and activities should clearly specify relevant 
entity-wide objectives.
The management of risk requires that exposure 
to risk from normal ongoing business activities 
be identified. Risk exposures should be mea­
sured to d e te rm in e  th e ir  m agn itude  and 
potential for loss and assessed to determine toler­
able levels of exposure. T h e  policy should 
specify requ irem en ts  for perform ing these 
actions.
After exposures are assessed and quantified, a 
decision can be made about how best to manage 
them. T he policy should specify actions to be 
taken to manage exposures to risk within speci­
fied tolerance levels.
T he policy also should specify procedures for 
communicating and monitoring results to ensure 
further that risk m anagem ent objectives are 
being met.
Ultimately, the policy becomes part of the risk 
management process, which should be assessed 
on the basis of whether it addresses each of the components of control as specified by 
COSO. Key considerations for establishing a derivatives policy in the context of the 
overall risk management process are described more fully below.
Entity-Wide Objectives
The process of managing risk begins with an understanding of the business and its 
goals and risk exposures. This serves as a foundation for establishing entity-wide risk 
management objectives. Such objectives are usually specified in a mission statement, 
and should be communicated throughout the organization to be understood and used 
as a foundation for directing activity. Normally, broad objectives are established at the 
very highest levels in an organization: the board of directors and senior management. 
One objective that might be cited at the entity level may be to seek opportunities for
Key Aspects of the Risk Management Process
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generating and improving profits. This objective might be intended to mean that deriv­
atives can be traded to increase profits. Another objective might be to limit risk to the 
entity created by business activities, suggesting that derivatives should be used only to 
manage risk. Broad objectives should be clearly documented so that strategies, operat­
ing plans, and policies designed to achieve specific activity-level objectives can be 
linked back to the broad objectives. Key aspects of entity-wide business objectives that 
focus on risk should be incorporated and emphasized in the risk management policy.
Risk Identification and Measurement
A process should exist to assess and understand fully the nature and extent of risks that 
result from business activities before derivatives are used for risk management pur­
poses. Risk management policy should specify that the use of derivatives to manage 
risk should be based on such assessment and should be expected to manage the risk 
effectively.
Market risks from business activities differ from entity to entity. They generally result 
from a variety of activities, including investing and financing, global operations, and 
purchasing and selling raw materials and products. Market risks can be identified by 
analyzing the entity’s business activities to determine those that expose the entity to 
loss from changes in market prices and rates. Risks can be identified on a judgmental 
basis by simply focusing on key operating areas that contribute to risk because they are 
affected by changes in interest rates, foreign exchange rates, commodity prices, and raw 
material prices. Risks also can be identified on a structured basis using a variety of tech­
niques. An entity’s operating plan may serve as a starting point for identifying exposure 
to market risk. By varying certain market price and rate assumptions and applying them 
to the operating plan, an entity may be able to determine whether there might be an 
unacceptable impact on operating results. Any change in operating results that could 
occur as a result of changes in market prices and rates suggests an exposure to market 
risk. Identifying exposure to market risk is just a starting point. The next step is to 
measure its potential magnitude and likelihood of occurrence.
Some risk measurement techniques are based on a form of sensitivity analysis, includ­
ing simulation analysis and duration analysis. Sensitivity analysis is a popular risk 
measurement technique because it can be applied in a variety of ways, such as cash 
flows or market values of certain assets and liabilities. For example, it could be used to 
measure the effect of a one percentage point change in interest rates on the value of 
certain fixed-income securities. It also can be used to understand the impact of market 
changes on the entity as a whole, such as risks to capital and income.
Sensitivity analysis can be applied on a judgmental basis, using a specified market sce­
nario or a range of “what-if” scenarios. It also can be applied using likely market 
scenarios based on probability analysis and expectations of future events. Expectations 
of future changes can be based solely on judgment, on rough estimates of recent histor­
ical changes, or on refined estimates, using regression analysis and simulations.
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Sensitivity analysis also can be applied based on extreme scenarios, the occurrence of 
which may be considered unlikely.
Entities that have complex operations and a variety of market exposures would focus 
more broadly on the impact such exposures have on the entity. A “value-at-risk” 
approach may be desirable in these situations, because it measures the effect of price 
and rate changes on the overall value of the entity (equity) and on operating results (net 
income). The value-at-risk method seeks to translate all instruments into units of risk, 
or potential loss, based on certain parameters, such as the relevant holding period over 
which the value of the positions can change, a probability assessment of market move­
ments within some confidence interval, and volatility of the risk factors based on 
historical observation periods. A value-at-risk number is calculated for individual posi­
tions and portfolios. These numbers are then aggregated into a single figure that 
represents the maximum amount of risk (at the chosen level of confidence) for a speci­
fied period of time.
There is debate about the extent to which an assessment of risk should encompass 
extraordinary events; for example, movements outside of three standard deviations, 
including unlikely scenarios, worst-case scenarios, and disaster scenarios in which fun­
damental economic relationships embodied in the valuation models may not hold up. 
In a disaster scenario, for example, even liquid markets can become illiquid. Although 
the probability of worst-case or disaster scenarios occurring is unlikely, the possibility 
that they could occur is the reason they should be assessed.
Determining Acceptable Levels of Risk
After measuring market risk, a determination should be made about the extent to 
which it should be controlled to limit its potential impact on operations and other 
aspects of the entity. This decision ultimately considers management’s attitude toward 
risk and the entity’s capacity for absorbing losses. Establishing an appropriate risk limit 
also requires understanding the limitations of the risk measurement process. Risk mea­
surement can involve a significant amount of complex mathematics, which may give 
the appearance of objective precision and accuracy. However, because of the consider­
able subjectivity involved in identifying risk, measuring it, and establishing risk limits, 
the process must also stress the human element — the value of having experienced 
people making key decisions about risk management activities.
One factor to be considered is the cost of managing and controlling risk, which must be 
measured against the benefit within the framework of an entity’s tolerance for risk. 
Many types of risk that can be managed by using derivatives also can be managed by 
changing business activities or buying insurance. Entities should assess these alterna­
tives and choose the most cost-effective.
Management should attempt to minimize unnecessary risks. For example, it might be 
determined that inventories are exposed to price declines and that derivatives could be
13
used to reduce that exposure. Further analysis, however, may show that inventory lev­
els are excessive and that by reducing those levels, much of the exposure also will be 
reduced. Policy should specify that business activities that cannot clearly be shown to 
be necessary to support operations require specific approval by senior management, an 
approval based on consistency of the activities with entity-wide objectives.
Policy should specify maximum acceptable levels of risk in terms that are clear, can be 
quantified, and relate to some aspect of the entity to serve as a basis for measuring com­
pliance. For example, a policy could mandate that the effect of market changes be 
limited to 10 percent of equity and/or to 10 percent of projected annual pretax income. 
Such limits can be related to the entity as a whole or to specific components. The pol­
icy concerning derivatives also may be integrated with policies dealing with related 
business activities. For example, as related to management of a debt portfolio, policy 
may require maintaining a balance between fixed- and variable-rate debt at a specified 
ratio to limit the effect of changes in interest rates, and it may permit the use of deriva­
tives to maintain the relationship.
Another consideration is the extent to which new risks may result from the use of 
derivatives for risk management purposes. A decision to use derivatives introduces the 
need for reapplying risk measurement analysis to determine net exposures that include 
the effects of using the derivatives. The time period for assessing risk on a net basis 
after including derivative activities may be different from the time period used to mea­
sure business risks, because the use of derivatives creates the need to consider the time 
period to unwind the positions.
Policy Considerations for Derivatives
A decision to use derivatives to manage business risk should be based on specified 
activity-level objectives that also are linked to and consistent with the broad objectives 
of the entity.
A decision to use derivatives to manage risk introduces the additional need to manage 
and control the derivative activities. Activity-level objectives governing the use of 
derivatives should be clearly specified and documented in policy to avoid confusion 
about the purpose for using derivatives.
Key risk management terms should be defined. Derivative product characteristics, 
activities, and strategies should be classified as being appropriate or inappropriate to 
ensure that there is no misunderstanding about the use of derivatives or of how the pol­
icy should be interpreted.
The policy should contain control activities that specify the operating procedures gov­
erning the use of derivatives, including limitations on the use of derivatives. It also
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should contain procedures for devel­
oping information to communicate 
the results of derivative activities 
and procedures for monitoring activ­
ities, and reporting results.
Specifying Activity-Level Risk 
Management Objectives
When derivatives are to be used for 
trading or speculation , the risks 
relating to these activities generally 
are obvious and often highly visible 
within the enterprise. As a result, 
such risks usually can be controlled 
adequately through a number of pro­
cedures and exposure limitations, 
such as segregation of duties, autho­
rization and approval of transactions, 
m arket lim its, and cred it lim its.
When derivatives are used for risk 
management purposes, the risks are 
often less visible and, therefore, 
m ore d ifficu lt to u n d erstan d , 
because risk management activities 
generally are not well defined, and 
include a wide range of activities.
The purpose of using derivatives should be clearly articulated in the risk management 
or derivative policy. Confusion can result when activity-level objectives described in 
the policy relating to the use of derivatives are not well understood or clearly defined 
and can be interpreted differently. For example, a policy that permits the use of deriva­
tives solely to “manage foreign currency risk” may be in tended to mean that 
derivatives may be used only to reduce risk, but it may be interpreted more broadly to 
mean selecting risk, including taking on certain risk with the hope or expectation of 
reducing product cost or improving profits. Confusion about the objectives in using 
derivatives may result in risk taking when the intention was risk reduction, or excessive risk 
taking when the intention was to take on only a limited amount of risk. A clear state­
ment of objectives decreases confusion and misunderstanding of policies and provides 
a foundation for specifying control activities that govern their use.
Defining Terms
Because they are subject to interpretation, terms such as “hedging” and “speculation” 
can be confusing when they are used in connection with risk management activities. A
Key Aspects of Controlling Derivatives Use
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policy that prohibits speculation may not necessarily accomplish that objective if there 
is no agreement about what constitutes speculation.
Although there is general agreement that speculation means taking risk, a more precise 
definition of the term is subject to interpretation. Some believe that all business activi­
ties involve some degree of risk: that any commercial or financial transaction can be 
considered to be speculation, including derivative transactions, regardless of how they 
are used. Others believe speculation means taking risk based on conjecture and suppo­
sition about the market. To them, the use of derivatives is not speculative if they are 
used to manage or reduce risk. Still others believe that speculation means taking high 
or unusual risks, such as betting on the chance of quick or considerable profit using 
highly leveraged derivatives that have unlimited downside risk. To them, a mild form 
of risk taking is not speculative. These are all valid interpretations of what speculation 
means. To avoid confusion, the term “speculation” should be defined in the risk man­
agement policy.
“Hedging” is another term that is subject to interpretation, because it is difficult at 
times to determine the effect of hedging activities on risk. Most agree that hedging 
generally means protecting against loss exposure by offsetting or limiting it, thus reduc­
ing risk to the entity as a whole. It can also mean selecting risk by substituting one type 
of risk for another or reducing or altering risk on a basis of a specific transaction, even if 
the result of the activity is to increase risk in relation to some other activity of the 
entity. Hedging can also mean substituting one type of risk for another, only if the sub­
stituted risk is less likely to occur than the existing risk. Still others believe that taking 
on any new type of risk in connection with risk management activities is not hedging.
Although activities that convert one type of risk to another are considered hedging, the 
reason for converting the risk may not always be apparent and may be subject to 
debate. The purpose of the conversion may be to reduce a risk relating to the entity, to 
switch to a preferable type of risk in balancing out a portfolio, or to react to a particular 
view of what the market is expected to do in the future. Hedging based on a view of 
what the market will do in the future may be considered prudent by some and specula­
tive by others. Unless hedging is defined by the entity for its purposes, it will be 
difficult to assess the appropriateness of the activity objectively.
“Speculation” and “hedging” are just two of the many terms related to the use of deriva­
tives that are subject to interpretation. All key terminology used to describe risk 
management activities should be defined clearly and differentiated to avoid possible 
misunderstanding and confusion about the intent of the policy and the use of derivatives.
Classifying Derivative Product Characteristics
Derivatives have certain distinctive characteristics that should be considered in the for­
mulation of policies governing their use. These characteristics and related policy 
considerations are described below.
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Leverage—Some derivatives are leveraged, meaning that small changes in the underly­
ing price, rate or index can produce comparatively large derivative gains or losses. 
Leverage makes derivatives ideal for hedging and risk management activities, because 
large amounts of assets or liabilities can be managed by a relatively small investment in 
derivative positions. It becomes problematic, however, when leverage is so large that the 
sensitivity of the derivative to a change in market prices exceeds the sensitivity of the 
item being managed. Excessive leverage can be thought of as speculation.
Policy considerations—The derivative policy should specifically address leverage fea­
tures and provide guidance for appropriate measurements and limitations on leverage. 
Policy should specify that the use of any highly leveraged derivative should be justified 
by its consistency with the entity’s objectives.
Liquidity—Many derivatives are highly liquid. Some are liquid because they are 
actively traded on an exchange, others because of the number of market makers and 
the standardization of the instrument. This liquidity makes them ideal for risk manage­
ment, because transactions to enter and exit the marketplace can be accomplished 
easily and quickly at readily determinable prices. As a result derivative managers have 
the flexibility to respond rapidly to changing market and business conditions. However, 
high liquidity also allows derivative managers to change virtually instantaneously from 
risk management activities to unauthorized trading or speculation.
Some derivatives can be very illiquid, making it difficult to exit the market at fair val­
ues, particularly under stress conditions. Some are illiquid because they are not actively 
traded on an exchange. Some are illiquid because they are customized, over-the- 
counter, counterparty-to-counterparty transactions and contain unusual or complex 
features. Illiquid derivatives cannot be readily exchanged, sold, or offset in the market­
place. Without an active market, it may be difficult to ascertain fair value, particularly 
for complex derivatives, because values derived from mathematical models are only 
theoretical until the positions are closed out in cash transactions.
Policy considerations—Appropriate liquidity levels and limitations on trading that are not 
related to specified risk management objectives should be addressed. Policy also 
should require that the use of illiquid instruments be justified based on consistency 
with the entity’s objectives.
Customization—There may be instances in which an exchange-traded derivative is not 
available to accomplish a particular risk management objective. In such instances, over- 
the-counter derivatives can be customized to accomplish a specific objective. 
Customization may be ideal for risk management activities, because it may produce a 
more effective hedge than a standard contract or exchange-traded contract. However, 
customization also permits a speculator to embed leveraging and other complex fea­
tures in derivative contracts to take advantage of the speculator’s expectations of 
market movements. Customization also may facilitate unauthorized use, because the
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true nature of the customized derivative may not be obvious without a clear under­
standing of the underlying contract terms.
Policy considerations—Approval for use of over-the-counter contracts should be based 
on reading and analyzing each contract to understand how it operates under changing 
market conditions and how it can be valued. The use of customized derivative 
products should be justified on the basis of consistency with entity-wide and activity- 
level objectives.
Classifying Activities and Strategies
Activities and strategies for accomplishing risk management objectives involving the 
use of derivatives can be perceived and understood differently. To avoid confusion, 
policies should identify activities and strategies that might be considered controversial 
and provide a clear and formal interpretation of what they mean to the entity. Based on 
an assessment of their impact on the entity, activities should be classified as being 
“appropriate” (authorized), “inappropriate” (unauthorized and prohibited), or 
“unclear” (require ad hoc consideration and specific approval). Objectives, not discre­
tionary management operating decisions, should be the basis for assessing the 
appropriateness of the nature and extent of derivatives use.
The assessment and classification of activities and strategies can be facilitated by focus­
ing on the risks that have been designated to be controlled. Policy should specify that 
derivative activities be clearly linked with designated risks and be considered appropri­
ate only if they are effective in managing such exposures. Credit risk, for example, may 
be identified as an exposure, although, it is typically managed by underwriting policies 
and procedures, monitoring, and follow-up. If there is no derivative that can be used 
effectively to reduce credit exposure on a receivable, any use of derivatives for such 
purposes would be considered inappropriate. As another example, derivatives may be 
used to hedge forecasted transactions. However, if the transaction is possible but not 
probable and, for that reason, has not been formally identified, assessed, and desig­
nated as a risk, such use of derivatives generally would be considered to be speculative 
and inappropriate, unless specific approval is obtained.
Certain activities involving the use of derivatives may appear to be appropriate and 
consistent with risk management objectives, but may be motivated by a profit objective 
based on a view about the market, or by an accounting objective to take advantage of 
recognition and measurement rules. Other activities may be difficult to assess or inter­
preted differently. The appropriateness of such activities is subject to debate that can 
be resolved only by assessing the activity against the spirit of the overall objectives of 
the entity, focusing particular attention on the extent to which any risk results from the 
activity.
Some of the activities that might be specifically addressed in the policy are discussed 
below.
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Writing options—The writer of an option receives a premium or fee in return for taking 
a risk. Since written options have limited upside potential and unlimited downside 
potential, they generally are written based on views or expectations of future market 
movements. Written options can be matched with assets, liabilities, committed transac­
tions, and forecasted transactions, whereby any loss on the option is expected to be 
offset by a gain on the matched item. Any loss on the matched item, however, will be 
offset only to the extent of the premium received for writing the option. The result is 
considerable downside risk but limited upside potential.
Embedding written options—Written options can be embedded in other derivatives, 
e.g., an option to extend the life of an existing swap or to terminate it before its sched­
uled maturity. Since many different types of features can be included in derivative 
contracts, such features generally should be assessed on a component basis and treated 
as stand-alone options for purposes of determining their appropriateness.
Patterned hedging and churning—A pattern of moving in and out of derivative hedging 
positions based on changing views and expectations of market movements is some­
times referred to as “patterned hedging.” When the movements in and out of 
derivative positions occur frequently, the activity is referred to as “churning.” This 
activity may increase exposure to loss, because it often is linked to expectations of mar­
ket movements. Often, active buying and selling of derivatives under a patterned 
hedging program is an indication of a trading activity and exposes an entity to risk.
Selective hedging—The occasional use of derivatives to reduce an exposure based on 
expectations of market movements related to specific infrequent events is referred to 
as “selective hedging.” This activity differs from patterned hedging or churning, 
because it is done typically in connection with a specific event that is expected to affect 
the market and increase the likelihood of loss on a previously unhedged business expo­
sure; for example, buying oil futures to protect against a rise in oil prices in response to 
war breaking out in the Middle East. The use of derivatives to hedge an exposure 
might be considered speculative if it is unrelated to either a specific event or the overall 
risk management policy.
Layering—Sometimes over-the-counter derivatives are terminated or adjusted by the 
addition of another derivative. For example, an entity could effectively terminate an 
interest rate swap by entering into an offsetting swap with the opposite interest charac­
teristics. Sometimes a number of offsetting and adjusting derivative transactions are 
layered together. “Layering” may be accounting motivated, with cash flows of deriva­
tive contracts structured to obtain a specific income recognition treatment. An 
excessive amount of layering may obscure the purpose of the transactions and may be 
viewed as a patterned or churning activity.
Simultaneous or near simultaneous transactions—Entering into simultaneous or near 
simultaneous transactions that are similar and offsetting or nearly offsetting suggests
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that there is no economic reason for the activity. The purpose for these transactions, 
including an understanding of fees charged, should be clear so that they can be 
assessed against the risk management policy. Such transactions may have accounting 
implications if the timing of their cash flows in income differs.
Partial terminations of combinations—In some instances, two or more derivatives are 
used in a risk management strategy and, at a subsequent date, one element of a combina­
tion is terminated or offset. The reason for the cancellation is not always apparent. 
Complex transactions frequently have both economic implications and accounting impli­
cations, but they may be difficult to understand. If there are complexities or unusual 
features included in combination derivative transactions that cannot be evaluated and 
determined to be consistent with risk management objectives, the activity should be con­
sidered inappropriate, unless specific approval is obtained from the appropriate authority.
Policy considerations relating to activities and strategies—The potential for misuse or abuse 
can be limited by ensuring that policies require derivative activities to be assessed 
against entity-wide and activity-level objectives and that the reason for using a complex 
structure or strategy be fully understood. Policy should specify that any use of deriva­
tives inconsistent with objectives or that cannot be fully understood should be 
considered inappropriate, unless specific approval is obtained from the appropriate 
authority.
Addressing User Considerations
Several different perspectives on the use of derivatives are identified below. They 
serve as a basis for establishing better control over derivative activities and for specify­
ing use that is consistent with entity-wide objectives.
Attitude toward risk—Attitude toward risk is both an entity decision and a personal 
preference, affected by various factors arising from an individual’s background and cir­
cumstances. Such factors include knowledge and experience, expectations about future 
market conditions, and understanding of the business risks faced by an entity. People 
and organizations have widely differing tolerances for risk.
Perspectives about what constitutes risk—Different perspectives on the nature and 
extent of risks arising from normal ongoing business activities produce different views 
about how derivatives should be used in managing such risks. Changes in expectations 
about the economy or about specific markets may alter an individual’s perspective on 
the use of derivatives. Without a clear understanding of and consensus on business risk 
exposure, there can be no agreement on the use of derivatives for risk management 
purposes.
Policy considerations—Activities and decisions involving risk should be consistent with 
the entity’s stated philosophy and attitude toward risk. Managers and employees 
should not base transaction decisions on their personal risk preferences. The policy
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should specifically address the extent to which decisions relating to derivative activities 
should be affected by expectations of market movements. The policy should also iden­
tify and quantify risks and specific tolerance limits to reduce potential for different 
interpretations about the nature and extent of exposure to risk.
Experience and knowledge—Depending on an individual’s experience and knowledge, 
the perspective on what constitutes trading, speculation, risk management, risk adjust­
ment and risk reduction may differ. For example, some people believe written options 
only increase risk, i.e., they are inherently speculative in nature. Others believe written 
options can be used to effectively manage risk.
Management’s level of sophistication and knowledge about derivatives is an important 
ingredient in deciding the nature and extent of their use. Different levels of knowledge 
translate into differences in understanding risk. If the derivative manager is the only 
one in the organization who understands derivatives, then he or she has considerable 
operating freedom, because no one in the organization can challenge whether what is 
being done is consistent with the stated organizational objectives. Worse yet is a situa­
tion where the derivative manager thinks he or she understands derivatives, but does 
not in fact possess such knowledge.
Policy considerations—A minimum level of expertise should be required within the 
entity and outside the derivative operating group. At the board and executive manage­
ment levels, there should be a clear understanding of the purpose for using derivatives. 
If they are being used to reduce risk, then there also should be an understanding of the 
business risks inherent in the operations of the entity that are to be reduced and how 
the derivative instrument is expected to accomplish the reduction. More thorough 
knowledge of derivatives should be required by policy for individuals below the board 
level to ensure that policies and procedures are being interpreted and carried out 
appropriately.
Monitoring Activities and Other Policy Considerations
Monitoring activities—There is no easy way to assess derivative activities without 
analysis. Regardless of the extent to which detailed guidance is provided, the manner 
in which the guidance is interpreted and applied cannot be understood independently 
or intuitively. Such understanding requires detailed analysis of the activity in relation to 
transactions and positions they modify or hedge.
Policy considerations—Periodic analysis should be required to document that the use of 
derivatives is effective and consistent with activity-level and entity-wide objectives.
Other policy considerations—Although this discussion has focused primarily on the 
achievement of operating objectives, compliance and financial reporting objectives also 
are important and should be addressed in the policy. Illustrations of some of these con­
siderations are included in the examples that follow.
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Illustrative Policy Examples
The examples that follow assume that the policy of the entity (“the Company ”) is 
to use derivatives to reduce business risks, which in the broad sense means to 
manage risks.
These examples refer to the person or group charged with providing oversight of the 
derivative activities as “the Risk Management Responsibility.” The assignment of 
this responsibility differs among organizations. For some entities, it resides at the 
board or senior management levels. For others, it resides with a risk management 
committee or some other group. Depending on the particular circumstances, the 
board of directors, the CEO, and/or other senior management or management com­
mittee may be substituted for references to the Risk Management Responsibility.
Corporate Philosophy Toward Risk
The Company recognizes that certain risks are incidental to normal busi­
ness operations. However, the Company’s general philosophy is to avoid 
unnecessary risk and to limit, to the extent practicable, any risks associated 
with business activities. Taking any risk unrelated to the Company’s nor­
mal business activities is considered inappropriate. The attitude officers 
and employees have toward risk is expected to be consistent with 
Company philosophy.
Expectations of Corporate Management
Management is expected to manage business risks to acceptable levels 
established by the Risk Management Responsibility (or as specified 
herein). Management may not engage in activities that expose the 
Company to risk beyond acceptable levels.
Corporate management is expected to understand fully the extent to 
which their decisions and actions expose the Company to risk. Any activi­
ties that are not related to the Company’s normal business activities and 
have the effect or potential of increasing risk generally should be avoided. 
Activities that are not clear and may be interpreted by some as having the 
effect or potential of increasing risk must be specifically approved by the 
Risk Management Responsibility.
Definitions
Certain terms are defined below to avoid any confusion about their use for 
purposes of interpreting and applying this policy.
Risk management means limiting and reducing risk associated with all business 
activities of the Company that could result in the possibility of sustaining 
any economic loss. It includes activities that identify, measure, assess, limit 
and reduce risk. As related to the use of derivatives, risk management 
means reducing risks in the broad sense of the term, including activities 
that select one type of risk over another when it is considered more tolera­
ble, but it does not include activities that increase risk.
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Business risk means quantifiable or identifiable risk relating to normal busi­
ness operations and to activities that are a by-product of the normal 
business activities of the Company that relate to development and sales of 
products and services, including support activities. Such risk is necessary to 
production and delivery of products and services of the Company and can­
not be avoided w ithout the en tity ’s incurring substantial economic 
disadvantage, because avoidance would unduly limit business operations. 
For example, a market exposure to fluctuations in Japanese yen is a busi­
ness risk if it results from business activities in Japan. Forecasted 
transactions that expose the entity to market risk and are probable of 
occurring also are considered business risks.
Speculative risk means any risk that is engaged in for its own sake and is not a 
business risk, including transactions engaged in solely for the purpose of 
profiting from market movements. For example, an exposure to fluctua­
tions in Japanese yen is considered speculative risk if a position is taken in 
the currency when there are no operations in Japan and there is no other 
business risk relating to the yen. The risk is unrelated to production and 
delivery of products and services and could be avoided without a substan­
tial economic penalty to the Company. Speculative risk includes all forms 
of activities in which a market position is taken with the intent of profiting 
solely from movements in the market. Speculative risk also includes nor­
mal market making where the expectation is simply to profit from bid-askdiferncs
Under this definition, accepting business risk is not considered a specula­
tive risk, because the risk taken results from operations, which are defined 
herein as business risk.
Hedging means reducing risk. It includes activities that reduce risk or that 
convert one type of risk to another deemed more tolerable. To qualify as 
hedging, an activity should be expected to produce a measurable offset to 
risk relating to an asset, liability, committed transaction, or probable fore­
casted transaction. Offset can be accomplished for forecasted transactions if 
the activity acts to lock in a fixed price determined at the current market to 
reduce the risk that the current market price may change before the antici­
pated transaction occurs. Such offset should be measured against changes 
in market values or cash flows.
For derivative activities, offset generally will exist if a derivative position is 
relatively equal to and opposite of the item being hedged. The expectation 
of offset is typically founded in high inverse correlation between the deriv­
ative and the item being hedged. To qualify in part as a hedging activity, 
the derivative should be structured to provide a high expectation of a high 
degree of correlation in price or cash flow movement from market changes 
between it and the hedged item. Offset objectives should include the man­
agement of basis risk, which is the risk that the yield and price correlation 
between the hedged item and the hedging instrument could change, 
resulting in an overhedged position.
(continued)
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Illustrative Policy Examples (continued)
Risk Identification
There are many different types of market risk resulting from business 
activities that the board of directors and management are held responsible 
for iden tify ing , assessing, and m anaging. T h e  Risk M anagem ent 
Responsibility is charged with ensuring that procedures are in place to 
identify and assess all risk exposures to the Company and to manage those 
exposures within tolerable limits. Business exposures that have been iden­
tified include:
• Interest rate risk inherent in maintaining the debt portfolio.
• Foreign currency risk from operating activities outside the United 
States, primarily sales to foreign countries.
• Price risk from purchasing raw materials used in production.
Note: T he above example focuses on market risks. T he Company also 
should identify other risks that the Risk M anagement Responsibility 
should be monitoring, even though they normally cannot be managed with 
derivatives, such as credit risk.
Risk Measurement
Market risks that can be managed should be assessed at least monthly and 
in response to significant market movements and changes in activities that 
expose the Company to risk.
Market risk generally should be measured using a value-at-risk approach 
based on potential market movements that might occur within one year 
using a 97 percent confidence level and as otherwise specified by the Risk 
Management Responsibility.
Sensitivity analysis also may be used on an interim basis to expedite 
responses to effects of significant day-to-day market movements. Such 
analysis should assess the impact of outstanding derivative positions on the 
hedged items, showing results if interest rates and prices move up and 
down by 100, 200, and 300 basis points, or by such other factors as may be 
specified by the Risk Management Responsibility.
Note: Many entities will be able to assess market risk by measuring the sen­
sitivity of positions and transactions to the effects of potential market 
changes. This type of analysis generally can be performed efficiently and 
in a timely way using information that is generated internally in connection 
with normal business activities.
Risk Management Objectives
T he purpose of this policy is to ensure that business exposures to risk that 
have been identified and measured and are capable of being controlled are 
minimized, using the most effective and efficient methods to eliminate, 
reduce, or transfer such exposures. Operating decisions should consider 
associated risks and structure transactions to avoid risk whenever possible.
Operating exposure to the prices of foreign currencies and raw materials
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used in production should be lim ited to the lower of 10 percent of 
expected annual income or 10 percent of shareholders’ equity.
Management should attempt to issue debt at the lowest “all-in” cost. The 
debt portfolio should be maintained with fixed- and variable-rate debt tar­
geted at 60 percent and 40 percent, respectively, to diversify the impact of 
interest rate changes on the market value of the portfolio and on cash flows 
relating to interest payments. The targeted ratio of fixed- and variable-rate 
deb t may be changed from tim e to tim e by the Risk M anagem ent 
Responsibility. In establishing the ratio of fixed- and variable-rate debt, the 
Risk Management Responsibility should consider the extent to which the 
exposure to changes is exacerbated or diminished by interest-earning 
assets held by the Company. T he Risk Management Responsibility may 
also decide to give more weight to the effect on cash flow from potential 
changes in interest rates than on the changes in the market value of the
(continued)
General Objectives for Use of Derivatives
Use of derivatives should be consistent with the overall business and risk 
management objectives of the Company. Derivatives may be used to man­
age business risk within limits specified by this policy and manage 
exposures that have been identified through the risk identification and 
measurement process, provided that they qualify clearly as “hedging” 
activities as defined in this policy. Use of derivatives is not automatic, nor is 
it necessarily the only response to managing business risk. Use is permitted 
only after the risks that have been identified are determined to exceed 
defined tolerance levels established by this policy and are considered to be 
unavoidable, because they are necessary or support normal business activi­ties
Derivative risks should be evaluated against the exposures they are 
expected to modify. From this perspective, derivatives should not increase 
net exposures of the Company to market risk, because the market risk cre­
ated by the use of the derivatives should be offset by exposures they 
modify. Any incremental market exposure created from the use of deriva­
tives is inconsistent with the risk management objectives of this policy. 
The use of derivatives also exposes the Company to other types of risk, 
including credit, liquidity, settlement, legal, and systemic. T he  use of 
derivatives should be assessed against these additional risks, and such use 
is permitted only to the extent that the expected benefit is considered to 
outweigh these risks.
If it is not clear how the derivative activity affects risk or what type of risk 
is affected, such activity generally is not permitted by this policy, because it 
may have the effect of increasing risk to the Company. Such activity is per­
missible only if management documents that the business purpose for the 
activity is consistent with the company’s general business objectives and 
obtains specific approval from the Risk Management Responsibility.
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Illustrative Policy Exam ples (continued)
Specific Objectives for Use of Derivatives
Derivatives can be used to protect against exposure resulting from foreign 
currency activities, including foreign revenue sources, product cost, and 
specific assets and liabilities denominated in foreign currencies; to hedge 
firm commitments and forecasted transactions that expose the Company to 
risk, and to protect against exchange rate movements between different 
currencies that affect revenue and profit expressed in U.S. dollars.
Derivatives may be used to protect raw material prices of products pur­
chased for use in operations.
The debt portfolio may be adjusted as necessary from variable to fixed or 
fixed to variable using derivative instruments, provided that such adjust­
ments move the ratio of fixed- and variable-rate debt closer to the desired 
ratio as specified in this policy.
Prohibited Uses
General— Derivatives cannot be used for activities that increase risk to the 
Company, such as trading, speculation, or any other purpose in which the 
objective is to generate profits. Derivative activities are considered specu­
lative if they increase risk, if their use has no relation to objectives 
specified by the policy, or if their use is not intended and expected to 
reduce business risks that have been identified.
Unusual and complex transactions— Derivative instruments can become extremely 
complex when combinations of components and unusual features are 
embedded in a single instrument. Complex instruments are more difficult 
to evaluate from economic and accounting perspectives. The operation of 
any unusual features, such as a complex formula for determining settle­
ments, should be understood. The necessity for combining features should 
be evaluated to ensure that there is a business reason for the combination 
that is consistent with policy. If the fair value of complex derivatives is dif­
ficult to obtain or cannot be objectively verified, it is difficult to fully 
understand how effective they will be in accomplishing their objectives. 
Complex derivative transactions are prohibited by this policy if they are 
not essential to accomplishing the objectives specified in the risk manage­
ment policy or if they cannot be readily valued and determined to be 
effective in reducing risk.
Leverage— Derivative transactions are considered to be highly leveraged if 
they expose the Company to loss in excess of gains expected to be gener­
ated by positions and transactions they modify. T he use of highly 
leveraged derivatives is inappropriate under this policy, because they gen­
erally do not reduce risk. Although only the excess leverage exposes the 
Company to loss, there generally is no valid business reason that is consis­
tent with the risk management objectives of this policy for the existence of 
such excess leverage in the derivative transaction.
26
Valuation— Use of any derivative is specifically prohibited if a market quota­
tion cannot be obtained for it or it cannot be valued reliably internally by 
the financial staff, using available internal models that have been approved 
for use by the Risk Management Responsibility.
Generally Accepted Accounting Principles (GAAP)—The Company's hedging activities 
will adhere to generally accepted accounting principles. Use of derivatives 
that do not qualify for hedge accounting or deferral accounting under these 
principles is prohibited, unless approval is obtained from the Risk 
Management Responsibility.
Accounting-motivated transactions— Derivative transactions that are primarily moti­
vated by accounting implications and do not reduce economic risk exposure 
are considered inappropriate and are prohibited by this policy. Derivative 
transactions are considered accounting motivated if they result in the cur­
rent recognition of revenue or current reduction of cost as a result of 
incurring a liability to be recognized in the future or taking a risk to be 
determined and settled in the future. For example, sometimes the motiva­
tion for writing options is to recognize the premium in income over the 
option period as a means of reducing hedging cost or simply enhancing rev­
enues. When such written options are accounted for on an accrual 
accounting basis, they often have the effect of increasing income currently 
in the form of premium recognition at the risk of incurring a much higher 
cost if the option is exercised in the future when the market has moved 
unfavorably to the writer of the option.
Operating Limitations
Forecasted transactions— Forecasted transactions that are not expected to occur 
within one year are not generally considered approved transactions under 
this policy. Use of derivatives to hedge such forecasted transactions is 
unauthorized, unless specific written approval is obtained from the Risk 
Management Responsibility.
Margin limits— The Company may never use futures contracts or any other 
derivatives that could expose the Company to margin calls above 10 per­
cent of working capital (current assets less current liabilities).
Debt portfolio management— The aggregate absolute value of the market value 
sensitivity of all derivative positions linked with the debt portfolio to 
movements in interest rates (excluding currency swaps associated with 
intercompany debt transactions) is limited to 50 percent of either the mar­
ket value or cash flow sensitivity of the global debt portfolio. Use in excess 
of this limit requires the specific approval of the Risk Management 
Responsibility.
Derivative products and strategies— U se of the following products and strategies 
requires specific approval of the Risk Management Responsibility for each 
transaction:
(continued)
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Illustrative Policy Examples (continued)
• Written options.
• Combination options involving the use of written options.
• Written options embedded in swaps and other derivatives.
• Selective hedging and partial hedging of exposures that have been
• Frequent buying and selling or terminating of derivatives used in risk 
management activities not specifically related to changing positions of 
the matched items.
Types of Contracts Authorized for Use
The Company may use derivative instruments authorized by the Risk 
Management Responsibility, provided these can qualify as a hedge as 
defined in this policy and such use is not prohibited elsewhere by this pol­
icy. T he Risk Management Responsibility has specifically approved the 
following derivatives for use by the Company:
• Foreign currency derivatives—authorized for use by business units 
exposed to foreign currency risk to the extent identified by the risk 
identification and measurement process:
— Currency forwards and futures.
— Purchased currency options.
— Combination foreign currency options, in which the notional 
amount and maturity date exactly match the underlying transac­
tion being hedged and the cost of the purchased options is equal 
to or greater than the proceeds received on the options sold.
• Interest rate derivatives — authorized for use only by the treasurydepartmn:
— Interest rate swaps.
— Purchased interest rate caps.
• Commodity derivatives—authorized for use by the purchasing depart­ments:
— Crude oil futures.
— Purchased call options on crude oil futures.
Use of any derivative not specifically identified above is prohibited, unless 
written approval is obtained from the Risk Management Responsibility.
Derivative Operating Procedures
The Company’s debt portfolio and related interest rate risk are managed 
centrally by the corporate treasurer’s office. Business units are prohibited 
from using interest rate derivatives.
Before entering into any derivative transaction, management (treasury 
department) will obtain a clear understanding of the products by determin­
ing how the value of the derivative relates to the value of the underlying 
instrument or index and how it operates, and by ascertaining that the fair 
value of the derivative can be estimated using internal valuation models.
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The Company will have the capability to price and mark-to-market all out­
standing derivative positions. The fair value of the derivative portfolio will 
be determined at least to measure market risk, including the potential 
impact on operations of market movements, and credit risk, including 
exposure by counterparties and in total.
All interest rate and foreign currency swap contracts will conform to the 
standard International Swaps and Derivatives Association, Inc., documen­taion
(continued)
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Collateral pledged to secure the Com pany’s paym ent obligations, if 
required, will be held in segregated accounts with recognized clearing 
banks of national prom inence, approved by the Risk M anagem ent 
Responsibility.
Counterparty Risk
The Company will enter into derivative transactions only with counterpar­
ties that are currently rated AA or better or the equivalent rating by 
recognized  rating  agencies approved by the  Risk M anagem ent 
Responsibility.
T he Company generally will continue in a derivative transaction if the 
counterparty’s credit rating is downgraded to A. Appropriate steps will be 
taken to minimize risks if the counterparty’s credit rating is downgraded 
below A. Such steps may include obtaining collateral or some other accept­
able form of credit enhancement, or terminating the transactions. The Risk 
Management Responsibility will be notified of all credit downgrades. The 
Risk Management Responsibility must approve the actions proposed to be 
taken with respect to a transaction in which the counterparty’s credit rating 
is downgraded below A.
The Company will not enter into a new derivative transaction with a coun­
terparty if the new transaction will result in credit exposure exceeding 
limits specified by the Risk Management Responsibility. Such limits are 
currently set as follows:
• For counterparties rated AAA $25 million
• For counterparties rated AA $10 million
Authorized Brokers
The Company is authorized to enter into derivative transactions with pri­
mary dealers and other financial institutions as follows:
• Any primary government security dealer as approved from time to 
time by the Federal Reserve Bank of New York.
• Any commercial bank that is FDIC insured and maintains a commer­
cial paper rating in the top two credit categories from a rating service 
of national prominence.
• Any SEC-registered broker-dealer that meets the voluntary capital 
requirements of the Federal Reserve Bank of New York.
• Any federal agency or federally sponsored agency.
Oversight by Risk Management Responsibility
T h e  board of d irectors has es tab lish ed  the  Risk M anagem ent 
Responsibility to assist it in establishing risk management policies and to 
oversee the Company’s management of risk and use of derivatives. The 
Risk Management Responsibility is composed of the chief executive offi­
cer, chief financial officer, and/or senior executives from accounting, tax, 
and treasury functions.
Duties and responsibilities of the Risk M anagem ent Responsibility
Specifying authorized strategies, and permitted uses of and limitations 
on derivatives.
Ensuring that policies, strategies, procedures, and controls are fully 
documented in writing, clearly and unambiguously, and that they are 
consistently communicated to and understood by everyone responsi­
ble for their implementation and monitoring.
Establishing a general framework for monitoring results of derivative 
activities and compliance with procedures and controls, including 
independent review and control procedures by the Risk Management 
Responsibility or senior management.
Evaluating proposed uses of derivatives that are not specifically or 
clearly permitted by policy, and authorizing transactions considered 
appropriate and consistent with the overall business objectives of theCompany.
Evaluating and approving new transactions and strategies to ensure 
that activities are consistent with policy and with overall Companyobjectivs.
Ensuring that approval of new transactions is based on an understand­
ing of the underlying contracts and that the contracts have been read 
and approved by the treasury department and that accounting, credit, 
legal, operating, and tax considerations have been fully documented 
before execution of the transaction.
Specifying and approving criteria that will be used by management for 
assessing compliance with accounting provisions when there is little 
accounting guidance or when any such guidance lends itself to consid­
erable in terpretation (e.g., m easuring risk reduction for hedge 
accounting purposes).
Approving all counterparties and specifying limitations on counter­
party risks, such as a minimum credit rating and credit exposurelimtaons.
Specifying reports to be prepared on a periodic basis for monitoring 
derivative activities, including value-at-risk, sensitivity to potential 
change, and analysis of the effectiveness of derivatives in accomplish-
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Illustrative Policy Examples (continued)
ing objectives.
• Ensuring that all personnel responsible for the Company’s involve­
ment with derivatives (including treasury, finance, accounting, tax, 
legal, and internal audit) are suitably qualified by training and experi­
ence to fulfill their responsibilities.
• Periodically reporting derivative activities and results, including both 
gains and losses and any deficiencies, to the board.
• Establishing procedures for identifying and monitoring unusual situa­
tions that may indicate unexpected or unauthorized risk taking, such 
as excessive concern about market movements, the existence of 
hedge-related losses that exceed cash market gains, unusual results of 
scenario analysis applied to open positions, or failure of risk manage­
ment results to meet Company objectives.
Independent Review and Control Procedures
Internal audit is responsible for performing an independent review of the 
Company’s derivative activities to determine whether the Company’s poli­
cies are being implemented in accordance with management objectives 
and whether such activities are consistent with desired business objectives. 
This review includes periodic testing to ensure compliance with control 
procedures and risk exposure limits.
The internal auditor will ensure that this review is conducted with sufficient 
frequency by persons with appropriate experience, skill levels, and author­
ity to ensure reporting of potential problems identified , allowing 
management to develop and implement corrective actions in a timely manner.
The internal auditor will advise the audit committee of the board of direc­
tors on the Company’s degree of compliance with procedures and controls 
specified in this risk management policy.
Information Systems Support
The Risk Management Responsibility will ensure that adequate informa­
tion systems arc available to support the derivative activities, considering 
the nature, size, and complexity of the derivatives being used. Such sys­
tems should ensure that information about derivative transactions is 
captured, processed and reported promptly and that transactions are set­
tled in an orderly, efficient, and timely manner. These systems also should 
include methods to independently verify information about the current fair 
value of derivative positions and other related instruments or commodities. 
Such systems should produce timely management reports, designed to 
facilitate measurement of the results of the Company’s derivative activities 
and monitoring of compliance with risk limit policies.
Monitoring
In addition to normal, day-to-day monitoring activities of line managers 
involved with derivatives, the Risk Management Responsibility should 
monitor results of derivative activities and compliance with procedures and 
controls. The Risk Management Responsibility should review reports of
(continued)
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Illustrative Policy Examples (continued)
compliance testing by internal audit, monthly reports of positions and 
activities, and analysis of the effectiveness of derivatives in accomplishing 
objectives, including sensitivity to potential for market changes.
The Company will record, report, and account for risk management and 
hedging activities in accordance with Generally Accepted Accounting 
Principles. To monitor management’s compliance with this policy, the fol­
lowing monthly reports shall be subm itted to the Risk M anagement 
Responsibility:
• Open positions of derivatives by type, showing notional amounts, 
maturity dates, and items hedged or linked.
• Individual derivatives by type, transacted during the most recent 
period, detailing the specific hedged items, together with the relevant 
data demonstrating the effectiveness of the hedge.
• Gains and losses realized on any derivatives that were terminated, any 
transaction costs associated with the hedging activity, as well as offset­
ting amounts on hedged or linked items.
• Any deferred derivative gains and losses and offsetting unrealized 
hedging amounts or offsetting amounts on linked items.
• Current and historical net derivative expense or income and offsetting 
amounts sufficient to judge the effectiveness of the program overtime.
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• Details of broker and/or counterparty, maturity date, and payment 
and receiving rate information on each outstanding over-the-counterderivat.
• Details of any written option, showing all relevant information, includ­
ing the specific objective for use, the term, fee received, and strikeprice.
• A monthly fair valuation of the derivative portfolio and quarterly 
modeling of the impact of derivative transactions on the hedged or 
linked items.
• Any other information the Risk Management Responsibility deems 
relevant to hedging activities in order to fulfill its review and monitor­
ing responsibility under this policy.
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Supplement 2
Illustrative Control Procedures Reference Tool
Introduction
T h is  supplement is intended to be a working tool that provides guidance and assis­
tance in evaluating internal control systems for derivative activities in relation to the 
criteria for effective internal control set forth in earlier sections of this guide. 
Accordingly, users should familiarize themselves with those sections.
This supplement details illustrative internal control features, assembled from a variety 
of sources, designed to assist users in evaluating and possibly modifying their system of 
internal controls over derivative activities. Taken as a group, these control features gen­
erally exceed the needs of a typical end user of derivative products. In many cases, 
existence of one control may obviate the need for inclusion of another. Certain controls 
are mutually exclusive; others are effective only when used in conjunction with specific 
related controls. Accordingly, selection and application of relevant individual controls 
from this supplement by an entity depends on the scope of its derivative use, the objec­
tives of the organization, the types of derivatives used and existing internal controls.
This supplement is presented for purely illustrative purposes. It is intended to be com­
prehensive to permit users to select those controls most appropriate for their use. It is 
not part of the COSO Framework, and its presentation here is not intended to suggest 
that all matters addressed in it need to be considered in evaluating an internal control 
system applicable to derivative activities, or that all controls herein must be present in 
order to conclude that a system is effective. Similarly, there is no suggestion that this is 
the only tool that can be used to conduct and document an evaluation.  Because facts 
and circumstances vary among entities and industries, evaluation methodologies and 
documentation techniques also will vary. Accordingly, entities may use different evalu­
ation tools or techniques. For those entities that plan to use this tool, it is suggested 
that it be considered as a starting point, and be modified to reflect the particular facts, 
conditions and risks relevant to their own circumstances, including the nature, volume, 
and scope of the entity’s derivative activities.
A key consideration in evaluating controls applicable to derivative activities is the 
extent of latitude provided to the derivative manager by an entity. If the policy is broad 
and is intended to provide considerable flexibility, then it may be necessary to incorpo­
rate more control activities. Conversely, if the policy is narrowly defined and based on 
well-articulated objectives for use of derivatives and strategies for accomplishing those 
objectives, then it may not be necessary to include as many control procedures.
This tool can be used by entities of any size. However, it has been developed using the 
operations of a hypothetical large company with either high-volume derivative use
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and/or trading operations. When used by small or mid-size entities, the tailoring process 
should recognize that smaller entities tend to be less formal and less structured than 
large organizations, that fewer organization levels will likely result in the CEO and 
other key managers communicating more directly and continuously with lower level 
personnel, and that these factors will affect the way control is exercised.
Control procedures described in this supplement relate to the activities of an end user 
or derivative trading operation that complement and reinforce an entity’s principal 
business operations, rather than the operations of dealers in derivatives. It should be 
noted that the control considerations herein relating to off-balance-sheet derivatives 
generally are applicable to on-balance-sheet derivatives as well.
Many of the control procedures contained in this supplement were derived from the 
following sources:
• Banking Off the Balance Sheet, Bank Administration Institute and McKinsey & 
Company, Inc., 1994.
• Risk Management of Financial Derivatives, Comptroller of the Currency Banking 
Issuance Circular 277, October 27, 1993.
• Derivatives: Practices and Principles, Group of Thirty, Washington, DC, 1993.
• Financial Derivatives—Actions Needed to Protect the Financial System, United States 
General Accounting Office, May 1994.
• Six Common-Sense Questions About the Use and Risks of Derivatives, American Institute 
of Certified Public Accountants, 1994.
• Trading Activities Manual, Division of Banking Supervision and Regulation, Federal 
Reserve System, March 1994.
The control recommendations from each of these sources were compiled and synthesized 
to eliminate redundancies. While emphasizing operating controls, control recommenda­
tions relating to compliance and financial reporting are also addressed. These 
recommendations were then associated with each of the five components of control.
The Control Environment
The control environment sets the tone of an organization, influencing the control con­
sciousness of its people. It is the foundation for all other components of internal 
control, providing discipline and structure. Control environment factors include the 
integrity, ethical values and competence of the entity’s people; management’s philoso­
phy and operating style; the way management assigns authority and responsibility, and 
organizes and develops its people; and the attention and direction provided by the 
board of directors.
Issues relating to the control environment are as pertinent to derivative activities as
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they are to any other area of an entity’s operations. They are pertinent to low-volume, 
low-complexity users of derivatives, to high-volume, high-complexity users, and to 
traders. Control differences among these types of entities generally are matters of 
degree and relate directly to the nature and extent of usage. For all entities, derivative 
activities should be considered an integral part of an entity’s operations. They should 
not be viewed as outside the normal management and internal control structures. They 
may, however, warrant special attention, particularly if specific instruments or positions 
have the ability to quickly and significantly alter the entity’s risk profile.
Integrity and Ethical Values
Management must convey the message that integrity and ethical values cannot be 
com prom ised, and em ployees m ust receive and understand  that message. 
Management must continually demonstrate through words and actions a commitment 
to high ethical standards. This issue relates to whether management conducts business 
with employees, counterparties, creditors, investors, auditors and regulators on a high 
ethical plane or pays little attention to ethical issues. This process involves communi­
cating throughout the organization, and to its suppliers and customers, explicit moral 
guidance about what is right and wrong. It is important that employees within deriva­
tive operations understand in the same way as others the importance of integrity and 
ethical behavior.
There are many ways in which the “tone at the top” can be communicated throughout 
the organization. Codes of conduct and other policies regarding acceptable business 
practices, conflicts of interest, or expected standards of ethical and moral behavior can 
be developed and implemented. Appropriate, consistent remedial action should be 
taken in response to departures from approved policies and procedures or violations of 
the code of conduct. Such action should be communicated or otherwise become known 
throughout the entity. Less obvious, but no less important, is management’s attitude 
toward overriding established controls.
Similarly important is the need to limit pressure to meet unrealistic performance tar­
gets—particularly for short-term results—and the extent to which compensation, a 
primary motivation for either good or bad behavior, is based on achieving those perfor­
mance targets. The relevance of compensation to derivative activities is particularly 
important, due to their susceptibility to revenue manipulation and the volatility of 
derivative products (large profits/losses can accrue over short periods of time). 
Compensation that is based on short-term results may fail to adequately recognize 
long-term loss positions that offset short-term gains.
Existence and implementation of codes of conduct and other policies regarding 
acceptable business practices, conflicts of interest, or expected standards of ethi­
cal and moral behavior. For example, consider whether:
• Codes are comprehensive, addressing matters that are of significance to derivative
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activities, such as conflicts of interest, illegal or improper payments, insider trad­
ing, and transactions designed to obscure the true nature of their risks and rewards.
• Personnel involved in derivative activities understand and periodically acknowl­
edge the codes.
• Personnel involved in derivative activities understand what behavior is acceptable 
and unacceptable, particularly as it relates to those activities, and know what to do 
if they encounter improper behavior.
• If a written code of conduct does not exist, then the management culture empha­
sizes to personnel involved in derivative activities the importance of integrity and 
ethical behavior. This may be communicated orally in staff meetings, in one-on- 
one interface, or by example when dealing with day-to-day activities.
Establishment of the “tone at the top,” including explicit moral guidance about 
w hat is right and wrong, and extent of its communication throughout the orga­
nization. For example, consider whether:
• Commitment to integrity and ethics, as well as the attitude toward risk manage­
ment, is communicated effectively to those involved in derivative activities, both 
in words and deeds.
• Personnel involved in derivative activities feel peer pressure to do the right thing.
• Management appropriately deals with signs that problems exist, e.g., derivative 
positions that involve an inappropriate level of risk. In this regard, management’s 
reaction to such situations is equally swift and firm regardless of whether the entity 
realized gains or losses on the inappropriate positions.
M anagem ent conducts business w ith employees, counterparties, creditors, 
investors, auditors, and regulators on a high ethical plane and insists that others
do so. For example, consider whether:
• Everyday dealings in derivatives are based on honesty and fairness (e.g., traders 
are presenting a balanced analysis of risks and rewards; internal and external 
reports are complete, accurate and fair presentations of the nature, extent, risks, 
and results of the entity’s derivative activities).
A ppropria teness of rem edial action taken  in response to departu res from  
approved policies and procedures or violations of the code of conduct. Extent to 
which remedial action is communicated or otherwise becomes known through­
out the entity. For example, consider whether:
• Manager override is explicitly prohibited.
• Management responds to violations of behavioral standards related to derivative 
activities, such as unethical behavior or entering into transactions without proper 
authorization or in excess of approved risk limits. Such behavior is dealt with 
appropriately and without regard to whether it resulted in gains or losses.
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• Deviations from established policies (e.g., transactions in excess of established risk 
limits) are promptly investigated and responded to appropriately.
• Personnel involved in derivative activities are aware of disciplinary actions taken 
as a result of violations, including those that are unrelated to derivatives. 
Disciplinary actions are administered consistently and equitably, without 
favoritism or undue regard for the status or prior performance of the violator. 
Personnel involved in derivative activities believe they will likely be caught if they 
violate behavioral standards and will suffer the consequences.
Pressure to meet unrealistic performance targets—particularly for short-term  
results—and extent to which compensation is based on achieving those perfor­
mance targets. For example, consider whether:
• Conditions exist that can unnecessarily and unfairly test people’s adherence to 
ethical values (e.g., extreme incentives or temptations).
• Compensation and promotion are based solely on short-term performance targets 
or on performance targets that do not recognize the level of risk involved.
• Controls are in place to reduce temptations that might otherwise exist (e.g., to 
enter into inappropriate or unauthorized derivative transactions).
Commitment to Competence
Management must specify the level of competence needed for particular jobs within 
the derivative operation, and translate the desired levels of competence into requisite 
knowledge and skills. This can be accomplished with formal or informal job descrip­
tions or other means of defining tasks that comprise particular jobs. These decisions 
should be consistent with and based upon the overall approach to empowerment and 
delegation of responsibility.
Form al or informal job descriptions or other means of defining tasks that com­
prise particular jobs. For example, consider whether:
• Management has analyzed the tasks comprising each job related to the entity’s 
derivative activities, considering such factors as the size and complexity of the 
anticipated derivative positions, the quality of supporting information systems, the 
extent to which individuals must exercise judgment, and the extent of related 
supervision.
Analysis of the knowledge and skills needed to perform jobs adequately. For
example, consider whether:
• Management has adequately defined the knowledge and skills specifically needed 
to engage in derivative activities. This determination should broadly consider all 
the types of knowledge and skills related to derivatives (e.g., trading, risk manage­
ment, legal, auditing, accounting, and information technology) as well as the
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anticipated nature and extent of the activities (e.g., low-volume, low-complexity 
end user versus high-volume, high-complexity end user or trader).
• Evidence exists indicating employees appear to have adequate knowledge and 
skills relating to derivative activities.
Board of Directors or Audit Committee
An active and effective board, or committee thereof, provides an important oversight 
function. The board should take steps to ensure an appropriate “tone at the top” and 
be involved in evaluating its effectiveness.
Effective boards initiate action, oversee progress and follow up as needed. They are 
independent from management so that necessary questions, even if difficult and prob­
ing, are raised. Directors should constructively challenge management’s plans and 
probe for explanations of past results. They should also be sensitive to any regulatory 
mandates for particular oversight activities. Directors need to have sufficient knowl­
edge or access to outside experts to be able to deal with the complexities of derivative 
activities.
Board committees, such as an audit committee, are useful where warranted by the need 
for more in-depth or directed attention to particular matters. The assignment of respon­
sibilities to board committees should be logical and consistent. For example, the board 
committee that deals with the entity’s derivative activities also should deal with closely 
related areas (e.g., commodity inventories, purchase and sales activities, investments 
and asset/liability management processes).
In order to be effective, board members need to meet with sufficient frequency and 
timeliness both among themselves and with management, internal and external audi­
tors, regulators and others. Directors need sufficient and timely information to monitor 
management’s objectives and strategies, the entity’s financial position, operating results 
and terms of significant agreements. They need to be apprised of sensitive information 
(e.g., improper acts, significant unexpected losses, unauthorized transactions, or investi­
gations by regulatory agencies) on a timely basis.
In fulfilling their oversight responsibility, the board and its committees often deal with 
issues relating to the recruitment, compensation and retention of key personnel (e.g., 
executive officers and the head of internal audit), adherence to the entity’s code of con­
duct, and its philosophy toward risk.
Independence from m anagem ent so tha t difficult and probing questions are 
raised when necessary. For example, consider whether:
• The board reviews management’s planned decisions regarding the appropriateness 
and effectiveness of derivative strategies and positions, and the adequacy of the 
related internal controls (e.g., the nature of particular derivatives utilized, approach
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to risk management, the level at which limits are set, and the quality of oversight) 
and constructively challenges such plans when necessary.
• The board probes for explanations of past results (e.g., gains and losses on deriva­
tive activities in relation to gains and losses on items they were intended to hedge 
and/or in relation to changes in underlying instruments on which the derivatives 
are based). The board possesses an understanding of the exposures arising from 
derivative use and the impact derivatives might have on the entity under varying 
scenarios.
• The board has a regulatory mandate to periodically review the entity’s tolerance 
for risk and sets risk limit levels accordingly.
• The board questions and scrutinizes activities, presents alternative views and 
takes appropriate action if necessary.
U se of board committees w here w arranted by the need for more in-depth or 
directed attention to particular matters. For example, consider whether:
• The entity’s derivative activities are, or should be, expressly within the scope of a 
board committee. The board committee that deals with the entity’s derivative 
activities also deals with other closely related areas (e.g., investments or asset/lia­
bility management).
Knowledge and experience of directors. For example, consider whether:
• Directors have sufficient knowledge, industry experience and time to effectively 
oversee the entity’s derivative activities.
• The board and its committees have access to legal counsel and to other outside 
experts, if necessary, to help them understand the risks and exposures of deriva­
tive activities. The board and its committees have access to an internal audit 
function or other means to independently verify that the entity’s policies and pro­
cedures relating to derivatives are being followed and are effective.
Frequency and timeliness with which meetings are held with chief financial 
and/or accounting officers, internal auditors and external auditors. For example, 
consider whether:
• Management reviews general strategies and policies for using derivatives and 
results of derivative activities with the entity’s board (or the responsible board 
committee) on a regular basis, including reporting exceptions to policies and pro­
cedures. The depth and frequency of these reviews are consistent with the nature 
and extent of the entity’s derivative activities.
• The board (or the responsible committee) reviews no less frequently than annu­
ally the scope of activities and findings of the internal and external auditors 
relating to derivative activities.
• The audit committee requests its independent auditors’ views of the accounting 
treatment of the entity’s hedging, trading and investing activities.
41
Sufficiency and timeliness with which information is provided to board or com­
mittee members, to allow monitoring of managem ent’s objectives and strategies, 
the entity’s financial position and operating results, and term s of significant 
agreements. For example, consider whether:
• The board receives regular reports on derivative activities. Such reports include 
key information consistent with the nature and extent of the entity’s derivative 
activities.
• The directors believe they receive the proper information about the entity’s deriv­
ative activities.
• Significant changes in derivative activities or any new derivative activities (e.g., 
use of derivative instruments with different risk characteristics, use of derivative 
instruments to implement different business strategies and goals, or entry into dif­
ferent product lines or markets) are approved by the board (or by an appropriate 
level of senior management, as designated by the board) before such changes are 
implemented.
Sufficiency and timeliness with which the board or audit committee is apprised 
of sensitive information, investigations and improper acts (e.g., significant unex­
pected losses, u n au th o rized  tran sac tio n s  o r investigations by regu la to ry  
agencies). For example, consider whether:
• A process exists for informing the board in a timely manner of significant issues, 
including derivative related issues.
Oversight in determining the compensation of executive officers and the head of 
internal audit, and the appointment and termination of those individuals. For
example, consider whether:
• The board is aware of and comfortable with the compensation structure of key 
personnel responsible for the entity’s derivative activities, including current and 
deferred salary, bonus, commission, equity participation or other remuneration.
• Financial transactions between the entity and key management are identified and 
reported to the board.
• Appropriate board committees deal with issues relating to the recruitment, compen­
sation and retention of key personnel involved in conducting derivative activities 
and those involved in monitoring or independent testing of such activities.
• Compensation practices are reviewed to determine that the independence of 
those involved in an oversight function (e.g., internal audit or risk management) is 
not compromised by direct benefit from the profits of the derivative activities.
• Compensation of derivative activities personnel is aligned with entity-wide objec­
tives and goals.
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Role in establishing the appropriate “tone at the top.” For example, consider 
whether:
• The board takes steps to ensure an appropriate “tone at the top” regarding deriva­
tive activities and, with the responsible committee, is sufficiently involved in 
evaluating its effectiveness.
• The board specifically addresses adherence to the code of conduct and the entity’s 
risk philosophy.
Actions the board or committee takes as a result of its findings, including special 
investigations as needed. For example, consider whether:
• The board has issued directives to management detailing specific action to be 
taken, oversees progress and follows up as needed.
• Independent investigations are initiated when necessary, including hiring outside 
experts when the board lacks sufficient expertise to be comfortable with derivative 
policies and exposures.
Management’s Philosophy and Operating Style
Management’s philosophy and operating style have a pervasive effect on an entity. 
These are, of course, intangible, but one can look for signs of either positive or negative 
conduct, attitudes and character. The distinction may not always be clear. Thus, it is 
necessary to use careful judgment when discerning how management’s philosophy and 
operating style influence an entity’s control structure. Examples include:
• The nature of business risks accepted.
• A focus on short-term or accounting results to the detriment of long-term eco­
nomic results.
• Personnel turnover in key functions.
• The frequency of interaction between senior management and operating manage­
ment.
• Attitudes and actions toward financial reporting, data processing, internal audit and 
safeguarding of assets.
Nature of business risks accepted (e.g., whether management often enters into 
particularly high-risk ventures, or is extremely conservative in accepting risks).
For example, consider whether:
• Management generally moves carefully, proceeding only after thoroughly analyz­
ing the risks and potential benefits of a venture. This careful approach is also taken 
when considering potential derivative activities.
• The entity has a history of taking, or avoiding, risks in other areas.
Personnel turnover in key functions. For example, consider whether:
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• Key personnel in the derivative operation have resigned unexpectedly or on short 
notice.
• There is a pattern of employee turnover, particularly of key personnel involved in 
conducting or monitoring derivative activities.
• There is a policy of debriefing departing personnel in key positions within deriva­
tive operations.
Management’s attitude toward derivative operations. For example, consider 
whether:
• The treasury/trading unit or other group responsible for the use of derivatives is 
expected to generate significant income or materially reduce costs of borrowed 
funds, foreign exchange exposure, inventory valuation changes, etc.
• The objectives established by senior management for derivative operations are 
realistic.
Management’s attitude toward the data processing and accounting functions, 
and concerns about the reliability of financial reporting and safeguarding of 
assets. For example, consider whether:
• The accounting function is viewed as an important element of the overall control 
system, or as an obstacle to be avoided or overcome in the conduct of derivative 
activities.
• If the accounting function is decentralized, management in charge of the deriva­
tive activities “sign off’’ on their reported results, evidencing acceptance of and 
responsibility for the information contained therein.
• The entity has a management information system that is adequate to process the 
variety of instruments currently in use. It produces reports that are useful for man­
aging the risks associated with derivative activities and for monitoring risk levels 
and adherence to established policies.
Frequency of interaction between senior management and operating manage­
ment. For example, consider whether:
• Senior management fosters and participates in discussions with key personnel 
involved in conducting and monitoring derivative activities.
• Regular management meetings are held that include key personnel involved in 
conducting derivative activities and those involved in related areas (e.g., 
treasury/trading, investments or asset/liability management).
• Senior management is actively involved when risks change (e.g., factors suggest a 
change in previously indicated directions of markets for money, inventories, for­
eign exchange, etc., resulting in increasing risks).
Attitudes and actions toward managing financial reporting, including disputes
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over application of accounting treatm ents (e.g., selection of conservative versus 
liberal accounting policies; whether accounting principles have been misapplied, 
im portant financial information not disclosed, or records manipulated or falsi­
fied). For example, consider whether:
• The accounting principles used for derivative activities consistently result in the 
recognition of gains and the deferral of losses on derivative positions and transactions.
• Management avoids undue focus on short-term reported results.
• There is inappropriate management pressure to achieve earnings objectives, defer 
loss recognition, reach for gains to offset unavoidable losses, etc.
• Personnel do not enter into derivative transactions with marginal or negative over­
all economic characteristics to achieve short-term accounting results or to meet 
performance targets.
• Disclosures about derivative activities in financial statements and other public 
information are comprehensive and provide a fair presentation of the nature, 
extent, risks and results of the entity’s derivative activities.
• Accounting principles do not result in an inappropriate acceleration in the recogni­
tion of income or gain or the inappropriate delay of recognition of expense or loss 
relating to derivative transactions.
• The accounting for unusual or contentious derivative transactions is discussed 
with independent auditors and regulators.
• Estimates of the values of derivative positions are based on sound models, verifi­
able market data and fair assumptions.
Organizational Structure
The organizational structure should be neither so simple that it does not provide for 
adequate monitoring of the entity’s activities nor so complex that it inhibits the neces­
sary flow of information. It should appropriately integrate activities that are of high risk 
but may not be part of core operations, such as derivative activities, as fully as practica­
ble. Such activities should not be special elements outside of the normal management 
and internal control structures.
To prevent the organizational structure from becoming outdated by changed condi­
tions, management needs to periodically evaluate the structure and make needed 
modifications.
Executives should fully understand their control and other responsibilities. The link­
age between entity-wide objectives and activity-level objectives should be established 
in straightforward terms. Responsibilities and expectations should be defined and com­
municated clearly. Solicitation of feedback can assure mutuality of understanding.
The organizational structure should provide for a sufficient number of employees, par­
ticularly in management and supervisory capacities, with levels of knowledge and 
experience commensurate with their positions. For example, management should call
45
upon experts when necessary, but should not rely on them exclusively. It should also 
include appropriate reporting relationships that facilitate independent monitoring, seg­
regation of responsibilities, and the necessary flow of information.
Appropriateness of the entity’s organizational structure, and the entity’s ability 
to provide the necessary information flow to manage the entity’s activities. For
example, consider whether:
• The organizational structure treats derivative activities as an integral part of the 
entity’s overall operations that may be subject to additional review procedures, and 
not as a special element exempt from normal management and internal control 
structures.
• A separate, independent monitoring function exists (e.g., an independent risk 
management group that is analogous to credit review and asset/liability commit­
tees) and assists senior management and the board in understanding the risks of 
derivative activities, validating the results thereof and monitoring compliance with 
established policies.
• The responsibilities for entering into derivative transactions, administering the 
resulting contracts (e.g., making or collecting settlement payments) and maintain­
ing the related accounting records are appropriately segregated.
• The structure facilitates the flow of information related to derivative activities 
(e.g., credit, currency, interest rate or other financial risk information) upstream to 
senior management and the board, downstream to those directly involved in deriv­
ative activities, and across related business activities (e.g., treasury/trading, 
investments or asset/liability management) as necessary.
Adequacy of definition of key m anagers’ responsibilities, and their understand­
ing of these responsibilities. For example, consider whether:
• Responsibilities and expectations for derivative activities are communicated 
clearly to the executives in charge of such activities.
• Linkage between entity-wide objectives and derivative-level objectives is estab­
lished in straightforward terms. Feedback from key managers is solicited to assure 
mutuality of understanding.
Adequacy of knowledge and experience of key managers in light of responsibili­
ties. For example, consider whether:
• Executives in charge of derivative activities have the specialized knowledge, expe­
rience and training required to perform their duties. Derivative supervisory 
functions may be more technically complex and require a higher level of expertise 
than for other financial instruments or activities.
• Managers do not rely exclusively on trading specialists. It is essential that man­
agers understand not only individual derivative instruments but also the broader 
business context in which the derivative activities are being conducted.
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• The separate, independent monitoring function has personnel with the experi­
ence and skills necessary to understand implications of the entity’s derivative 
activities and the particular derivatives used by the entity. Such personnel have 
the stature and credibility to effectively communicate these implications to senior 
management and the board in a timely manner, particularly in circumstances 
deemed to require immediate intervention in a critical situation.
• Management calls upon experts, when necessary, for assistance in gaining knowl­
edge of derivatives and in developing appropriate risk management systems for 
derivative activities.
• Management remains informed about pertinent laws, regulations and accounting 
rules.
Appropriateness of reporting relationships. For example, consider whether:
• Established reporting relationships are effective and provide managers of deriva­
tive activities with information about related matters appropriate to their 
responsibility and authority. They also provide other managers with appropriate 
information about derivative activities.
• Executives in charge of derivative activities have access to senior management.
Extent to which modifications to the organizational structure are made in light 
of changed conditions. For example, consider whether:
• Management periodically evaluates the organizational structure of derivative activ­
ities in light of changes in the scope, nature, or extent of such activities.
Sufficient numbers of employees exist, particularly in management and supervi­
sory capacities. For example, consider whether:
• Executives in charge of derivative operations have sufficient time to carry out their 
responsibilities effectively.
• Executives in charge of derivative operations work excessive overtime and are ful­
filling the responsibilities of more than one employee.
• The entity does not rely solely or disproportionately on technical specialists, out­
side advisors, and brokers to conduct and supervise its derivative activities.
Assignment of Authority and Responsibility
Assignment of responsibility and delegation of authority relate to ensuring that the 
entity has an appropriate number of people with the requisite skill levels relative to the 
nature and extent of its derivative activities. Assignment, delegation, and policies relat­
ing thereto provide a framework for accountability and control. They help circumscribe 
the type and amount of initiative individual employees take in the conduct of the 
entity’s derivative operations. They also communicate boundaries regarding the type
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and level of risks that can be assumed on an individual’s own authority and in consulta­
tion with others. Further, they set out how individuals will be held accountable for the 
outcomes of their judgments and actions.
Assigning responsibility and delegating authority should be based on a thoughtful 
analysis of the organization’s goals and objectives, operating functions and regulatory 
requirements. They should be specific and unambiguous, and include references to 
control-related responsibilities.
Every decision about the assignment of authority and responsibility involves a trade­
off. Delegating increased authority and responsibility to individuals further down in an 
entity’s organizational structure may encourage creativity, responsiveness, efficiency 
and customer satisfaction. However, increased delegation of authority and responsibil­
ity also brings with it either an increased risk of unanticipated decisions and adverse 
results, or the need for a higher level of employee competence and more effective 
methods for management to monitor results. Overall, it is important to strike an appro­
priate balance between delegating authority to act to “get the job done” and 
maintaining involvement of senior management where needed.
T he board expects executive management to carry out the entity’s objectives. 
Executive management, in turn, expects its directors and managers to act in accordance 
with the mission, code of ethics, and other objectives and policies of the organization. 
The board typically does not get involved with detailed procedures to carry out policies 
and activities planned to accomplish objectives, because management is charged with 
achieving objectives. However, the unique characteristics of derivatives and their 
potential for misuse and abuse highlight the importance of developing detailed deriva­
tive policies and approving them at the highest levels in the user’s organization, 
including the board or a committee thereof acting in its oversight role.
A critical challenge in assigning authority is to delegate only to the extent required to 
achieve objectives. Companies that consider internal control to be adequate can still 
incur unexpected derivative losses. This may occur, for example, when particular deriv­
ative instruments are not well understood, when policies are too broad or unclear, or if 
procedures to be followed are not sufficiently detailed.
As it relates to derivatives, an activity-level objective may be to manage the global debt 
portfolio of the entity at the lowest cost. The derivative manager (e.g., treasurer, portfo­
lio manager, finance committee, or other committee) may be given broad authority to 
use derivatives to achieve that objective. The derivative manager, having been given 
such authority, may decide when to hedge foreign currency exposures, to what extent 
derivatives should be used to convert interest rate characteristics to fixed rates or vari­
able rates, and how to use derivatives to decrease the cost of managing the debt 
portfolio.
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All of these choices are operating decisions that the derivative manager is authorized to 
initiate to accomplish the objective of managing the debt portfolio. Authorizing any of 
these activities, however, activates the risk assessment component of the internal con­
trol process. Adequate internal control requires risk assessment at the activity level, and 
such assessments include the potential causes of failing to achieve objectives. To the 
extent activities authorized by the derivative manager increase risk, a control mecha­
nism should exist to identify, monitor and report them.
Executive management, and to a lesser extent line managers, are given discretion in 
deciding how best to accomplish their duties and responsibilities. Certain activities are 
afforded considerable management discretion. For example, the derivative manager 
could be given considerable discretion to manage the interest rate characteristics of an 
entity’s debt portfolio, or to manage foreign exchange exposures. Authority also might 
be given to speculate with derivatives in accomplishing objectives. In this example, the 
decision to provide the derivative manager with broad operating authority is a precon­
dition to internal control. The result of such decision, however, is that internal controls 
are not as strong as they would have been if the authority was more specific. An impor­
tant aspect of the control environment as it relates to derivatives is the clear and 
specific assignment of authority and responsibility. The tendency toward increased del­
egation requires procedures for monitoring results because it may increase the risk of 
undesirable or unanticipated decisions. Decision-making authority exists at the highest 
levels in the organization but can be assigned or delegated to activity levels. Internal 
control should, however, provide reasonable assurance that such operating decisions, to 
the extent they increase risk, are reported timely to management and, in their oversight 
role, to the board of directors. The control environment is positively influenced by the 
extent to which individuals recognize that they will be held accountable.
If the derivatives manager is to be permitted considerable operating authority, then it 
should be with the full understanding that such authority will be exercised based on an 
understanding of various derivative products and markets, the needs and objectives of 
the entity, the entity’s perception of risk, speculation, risk reduction and hedging, and 
the manager’s appetite for risk. The knowledge and experience of the derivatives man­
ager is an important factor in assigning authority. To the extent there may be a concern 
over a particular activity, however, it should be more fully controlled by reducing man­
agement discretion and authority over the activity. This can be accomplished by 
establishing clearer and more carefully constructed policies and detailed procedures 
governing the activity, so that the extent of operating discretion afforded the deriva­
tives m anager is more fully defined and understood. E n tities  should make a 
conscientious decision about the extent to which managers are to be provided with dis­
cretion in using derivatives. As concern over the use of derivatives increases, discretion 
given to the derivatives manager should decrease.
Assignment of responsibility and delegation of authority to deal with organiza­
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tional goals and objectives, operating functions and regulatory requirements, 
including responsibility for information systems and authorizations for changes.
For example, consider whether:
• Proper information is considered in determining the level of authority and scope of 
responsibility assigned to an individual (e.g., the requisite level of specialized 
expertise, ability to exercise sound judgment, regulatory considerations).
• Management authorizes someone to commit the entity to derivative transactions. 
Management may choose to limit authority to certain types of transactions, for 
example, to certain maturities, amounts, or types of underlying risks. Management 
has clearly communicated these assignments of responsibility for decisions within 
the derivative operation.
• Senior executives recognize their responsibility for supervision over all aspects of 
the derivative operation (e.g., including review of new products, adequate risk 
modeling, timely and proper valuations, etc.).
• Management communicates information on which individuals have the authority 
to commit to counterparties.
A pp ro p ria ten ess  of co n tro l-re la ted  s tan d ard s  and  p rocedures, including 
employee job descriptions. For example, consider whether:
• Job descriptions for derivative operation personnel include specific references to 
control-related responsibilities (e.g., monitoring limits, review of contracts, excep­
tion reporting, etc.).
Appropriate numbers of people, particularly with respect to data processing and 
accounting functions, with the requisite skill levels relative to the size of the entity 
and nature and complexity of activities and systems. For example, consider whether:
• Derivative activities are conducted by an adequate workforce, in terms of both 
number and expertise, considering the nature and extent of such activities.
• The workforce is appropriately balanced among the responsibilities for entering 
into derivative transactions, administering the resulting contracts, maintaining the 
related accounting records and independent monitoring. No one area is overstaffed 
or understaffed, either in terms of number or expertise.
Appropriateness of delegated authority in relation to assigned responsibilities.
For example, consider whether:
• There is an appropriate balance between the authority to enter into derivative 
transactions to “get the job done” and the involvement of senior management, 
both within and outside the area of derivative activities, where needed.
• Limits on authority to enter into derivative transactions are unambiguous and have 
been clearly communicated.
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Human Resource Policies and Practices
Human resource issues deal with recruiting, training, compensating, promoting and 
retaining competent people to enable the entity’s plans to be carried out and its goals 
achieved.
The recruitment process should identify candidates with the necessary skills, experi­
ence and personal qualities, as well as provide an adequate screening to identify prior 
actions or activities considered to be unacceptable by the entity. The training process 
should both develop and improve specific skills as well as make people aware of their 
responsibilities and the organization’s expectations. It also should include appropriate 
remedial action for unacceptable performance and departures from approved policies 
and procedures. The compensation and promotion process encompasses both relevant 
criteria and information-gathering techniques (e.g., performance evaluations), and 
should consider ethical and other behavioral guidelines in addition to task achievement 
criteria. Most important, the compensation, promotion and retention criteria should be 
sufficiently detailed and communicated clearly so that individuals involved with deriva­
tive activities know what management expects.
Extent to which policies and procedures for hiring, training, promoting and 
compensating employees are in place. For example, consider whether:
• Existing personnel policies and procedures result in recruiting and developing 
competent and trustworthy people necessary to support an effective internal con­
trol system for derivative activities.
• Sufficient resources are provided to recruit and train competent personnel for 
derivative activities.
• When formal documentation of policies and practices does not exist, management 
clearly communicates expectations about the type of people to be hired for deriva­
tive activities or participates directly in the hiring process.
Extent to which people are made aw are of their responsibilities. For example, 
consider whether:
• Employees new to derivative activities are made aware of their responsibilities and 
management’s expectations.
• Supervisory personnel meet periodically with employees in derivative activities to 
review job performance and suggestions for improvement.
A ppropria teness of rem edial action taken  in response to departu res from  
approved policies and procedures. For example, consider whether:
• Management’s response to failures to carry out assigned responsibilities in deriva­
tive activities is appropriate and consistent with that indicated in hiring 
discussions.
51
• Appropriate corrective action is taken as a result of non-adherence to established 
derivative policies.
• Employees in derivative activities understand that ineffective performance will 
result in remedial consequences.
Extent to which personnel policies address adherence to appropriate ethical and 
moral standards. For example, consider whether:
• Integrity and ethical values are set forth as criteria in performance appraisals for 
employees within derivative activities.
Adequacy of employee candidate background checks, particularly with regard 
to prior actions or activities considered to be unacceptable by the entity. For
example, consider whether:
• Background reviews include the evaluation of management expertise and charac­
ter. Resumes are reviewed to determine whether key personnel within the 
derivative activities have been or are currently registered with securities regulators 
(e.g., provisions such as NASD Series 7, Blue Sky, CFTC commodity, or exchange 
requirements such as “Registered Principal”). The reviews consider whether such 
personnel have been cited for violations of securities laws, mentioned in criminal 
referrals to state or federal officials, are currently or have been under statutory 
supervision, or are disqualified based on regulatory rules.
Adequacy of employee retention and promotion criteria and information-gather­
ing techniques (e.g., perform ance evaluations), and relation to the code of 
conduct or other behavioral guidelines. For example, consider whether:
• Retention of individuals in derivative activities is tied to adherence to company 
policy.
• Promotion and salary criteria are detailed clearly, so that individuals in derivative 
activities know what management expects prior to promotions or advancement.
• Short-term results are not overemphasized as the basis for compensation.
Risk Assessment
Every entity faces a variety of risks from external and internal sources that must be 
assessed. A precondition to risk assessment is the establishment of objectives, linked at 
different levels and internally consistent. Risk assessment is the identification and 
analysis of relevant risks to achievement of the objectives, forming a basis for determin­
ing how the risks should be managed. Because economic, industry, regulatory and 
operating conditions will continue to change, mechanisms are needed to identify and 
deal with the special risks associated with change.
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Entity-Wide Objectives
For an entity to have effective control, it must have established objectives. Entity-wide 
objectives should provide sufficiently broad statements and guidance on what an entity 
desires to achieve, yet be specific enough to permit setting derivative activity-level 
objectives distinct to the organization. For example, has management established 
entity-wide objectives that are more consistent with hedging or with speculative deriv­
ative activities? The perceived strategic benefits of derivatives should also be strongly 
linked to and support entity-wide objectives.
The effectiveness with which entity-wide objectives are communicated to employees 
and the board of directors is critical. At a minimum, dissemination of information 
regarding entity-wide objectives should be sufficient to allow effective decision making 
concerning whether derivative activities are compatible with those objectives and are 
conducted in a safe and sound manner consistent with the board’s overall risk manage­
ment policy.
Operating plans and budgets for derivative activities should be reviewed for consis­
tency with entity-wide objectives, strategic plans and current conditions. Questions to 
consider may include whether the professional expertise of currently designated per­
sonnel is adequate to support planned derivative activities and w hether the 
plan/budget is at an appropriate level of detail to enable senior management and the 
board to effectively weigh all relevant risk/return matters.
Extent to which the entity-wide objectives provide sufficiently broad statements 
and guidance on w hat the entity desires to achieve, yet are specific enough to 
relate directly to the entity. For example, consider whether:
• Management has established entity-wide objectives that are more consistent with 
hedging or trading activities.
• The entity-wide objectives are sufficiently specific to permit derivative activity- 
level objectives to be set in the context of achieving the organization’s overall 
goals.
• The history of the organization suggests entity-wide objectives may be inconsis­
tent with derivative activities.
Effectiveness w ith  w hich the entity-w ide objectives are  com m unicated to 
employees and board of directors. For example, consider whether:
• Board members are provided with clear statements of the organization’s entity- 
wide objectives that allow for effective decisions concerning whether derivative 
activity is compatible with those objectives and is being conducted in a safe and 
sound manner consistent with the overall risk management policy approved by 
the board.
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• Clear statements of entity-wide objectives are disseminated to employees to 
ensure that treasury/trading, operating and risk management personnel involved in 
derivative activities are able to fulfill their responsibilities effectively.
• Explicit feedback mechanisms exist to enable senior managers to periodically 
assess whether communication of entity-wide objectives to key derivative opera­
tion managers, other employees and the board has remained effective.
• Presentations to the board concerning proposed or ongoing derivative activities are 
made in the context of entity-wide objectives.
Relation and consistency of strategies with entity-wide objectives. For example, 
consider whether:
• Management has determined the strategic benefits of derivatives.
• The strategic benefits of derivatives are strongly linked to and support entity-wide 
objectives.
• A strategic plan employing derivatives takes into account the resources required to 
execute the plan in the derivative markets.
Consistency of business plans and budgets with entity-wide objectives, strategic 
plans and current conditions. For example, consider whether:
• Senior management and the board of directors have addressed whether the finan­
cial condition of the entity and the professional expertise of current designated 
personnel are adequate to support the planned derivative activities.
• Plans and budgets for derivative activities are at an appropriate level of detail to 
enable senior management and the board to effectively weigh all relevant 
risk/return matters in the context of entity-wide objectives.
Activity-Level Objectives
Activity-level objectives flow from and are linked with entity-wide objectives and 
strategies. Thus, derivatives should only be used in a manner that furthers accomplish­
ment of entity-wide objectives. Further, a system should exist for periodic evaluation of 
whether derivative activities continue to support entity-wide objectives and whether 
activity-level objectives for derivatives require modification.
In general, derivative activity objectives should also be compatible with historical prac­
tices, other significant business processes of the firm, and with industry peers, or the 
reasons for variances should be addressed (e.g., growth, changing markets). 
Management should provide specific measurement criteria for the achievement of 
derivative activity objectives, such as capital at risk, cost of funds, or interest/currency 
rate volatility effects, and identify factors critical to successful derivative operations.
Further, management should identify and acquire, or have plans for acquiring, the 
resources necessary to achieve derivative activity objectives. Items to address may 
include required expertise of transaction, operations and risk management personnel to
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support the level of derivative activities undertaken; financial resources of the firm; 
back office infrastructure; and modeling systems.
Relevance of activity-level objectives to all significant business processes. For
example, consider whether:
• Objectives have been established for derivative activities.
• Derivative activity objectives and results are consistent with historical practices 
and experience of the firm, or with industry peers, or the reasons for departures 
have been addressed.
Linkage of activity-level objectives with entity-wide objectives and strategic 
plans. For example, consider whether:
• Derivatives are used in a manner consistent with the overall risk management and 
capital-at-risk policies approved by the board of directors.
• A system exists for periodic examination of whether derivative activities continue 
to support entity-wide objectives, and of the necessity for corresponding modifica­
tion to derivative activity objectives.
Consistency of activity-level objectives with each other. For example, consider 
whether:
• Derivative activity objectives are complementary and reinforcing (e.g., risk man­
agem ent objectives provide adequate control but do not im pair the 
accomplishment of profit-based objectives).
• Derivative activity objectives are complementary and reinforcing to other activity- 
level objectives (e.g., derivative objectives are consistent with other asset/liability 
management objectives, risk management objectives, customer service objectives, etc.).
Specificity of activity-level objectives. For example, consider whether:
• Management has provided specific measurement criteria (e.g., capital at risk, cost 
of funds, interest or currency rate volatility effects, etc.) for the achievement of 
derivatives activity objectives.
• Management receives periodic reports on actual versus forecasted results.
Adequacy of resources relative to activity-level objectives. For example, consider 
whether:
• Management has identified the resources necessary to achieve derivative activity 
objectives (e.g., required expertise of trading, operations and risk management 
personnel to support the scope and level of derivative activities undertaken; finan­
cial resources of the firm; back office infrastructure; modeling systems; etc.).
• Management has appropriate access to financial information (publications, on-line 
services) and professional services (attorneys, bankers, financial consultants, inde­
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pendent auditors, etc.).
• Plans exist for acquiring needed resources.
Identification of activity-level objectives that are im portant (critical success fac­
tors) to achievement of entity-wide objectives. For example, consider whether:
• Management has identified what must go right, or where failure must be avoided 
(e.g., failure to properly identify and communicate leveraging characteristics, fail­
ure to subject new products to adequate “due process” review, failure to 
adequately communicate illiquidity characteristics of particular instruments, etc.), 
for entity-wide objectives to be achieved.
• Capital spending and expense appropriation budgets allocated to derivative 
operations hamper accomplishing entity-wide objectives, in particular, risk man­
agement goals.
Involvem ent of all levels of m anagem ent in setting objectives and extent to 
which they are committed to the objectives. For example, consider whether:
• Derivative operations managers participate in establishing objectives for which 
they are responsible.
• The existence of short-term, profit-based compensation arrangements might cause 
derivative operation managers to withhold their support for entity-wide risk man­
agement objectives.
• Procedures exist to resolve disagreements.
Risks
An entity’s risk assessment process should identify and consider the implications of rel­
evant risks, at both the entity level and the activity level. When using derivatives, the 
level of risk assumed by an entity is significantly affected by the scope, volume and 
complexity of activities undertaken. A low-volume end user who utilizes “plain 
vanilla” interest rate swap instruments with no embedded options will have a signifi­
cantly different risk profile from a high-volume end user utilizing complex instruments 
and strategies.
Mechanisms for the identification and assessment of derivative risks relevant to the 
entity’s unique circumstances should be implemented. These mechanisms should con­
template external and internal risks that could affect achievement of the entity’s 
objectives, and provide a basis for managing them.
Internal risk factors generally are under the control of the entity and therefore subject 
to greater control by management. Internal risks relevant to derivative activities princi­
pally include operational matters, such as the quality of human resources and 
information systems. The careful assessment of operational risk by the entity is espe­
cially im portant, since the identification of vulnerabilities can often lead to 
improvements that significantly reduce that risk. Generally, the “back office” and risk
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control operations for derivatives should report, and be managed, independently of the 
“front office” or transaction execution operations. Systems support and operational 
capacity should be commensurate with the related derivative activity.
Identifying and assessing the extent of internal risk exposures associated with deriva­
tive activities require obtaining an understanding of both the strengths and weaknesses 
of an entity’s personnel, management information systems, valuation methodologies 
and assumptions, and documentation, among other things. For example, entities 
should evaluate their overall structure and job descriptions to make sure there is a clear 
understanding of the appropriate personnel interaction required to control risk.
By contrast, external risks for derivative activities include factors that are outside the 
control of the entity, such as underlying market fluctuations, creditworthiness of coun­
terparties, and liquidity of particular market segments under varying conditions. 
Because external factors are not subject to the direct control of management, mecha­
nisms for gathering information concerning such influences, and the thoughtful 
evaluation of how such factors affect the risk profile of the entity (both within and with­
out the derivative portfolio), are key.
The risk analysis process for derivative activities, including estimating the significance 
of risks, assessing the likelihood of their occurring, and determining needed actions, 
should be sufficiently thorough and relevant. In the instance of market and credit risks, 
parameters or limits for the total amount of risk acceptable to the enterprise should be 
defined and measured independently by senior management or delegated to an inde­
pendent risk management function, and these parameters should be approved by the 
entity’s board of directors.
Stress scenarios simulating the effect of changes in market conditions on derivative 
positions, however improbable, should be performed regularly. In this context, entities 
should ascertain whether adequate consideration has been given to the largest losses 
that might arise during adverse events. Even some scenarios the enterprise may con­
sider to be fairly rem ote possibilities should be considered. T he  evaluation of 
worst-case scenarios does not suggest that risk limits themselves must reflect the out­
comes of such scenarios, or that the enterprise would necessarily be imprudent to 
assume risk positions that involve large losses if rem ote events were to occur. 
Managers, senior executives and the board should have a sense of how large such a risk 
might be and how the entity would manage its positions if such an event occurred. 
Evaluation of such scenarios is crucial to risk management since significant deviations 
from past experience do occur.
A derivative risk management role should be established within an entity to include 
the responsibilities of defining derivative risk management policies; setting uniform 
standards of risk assessment and capital allocation; evaluating or validating pricing and 
valuation models; providing senior management with entity-wide risk reporting and
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evaluation; monitoring compliance with limits; and assisting in strategic planning.
Identification, assessment and management of risks through the normal course of busi­
ness can be accom plished in a sound m anner through e ith e r cen tra lized  or 
decentralized structures. The choice of approach should take into account the organiza­
tion’s risk profile, derivative products philosophy and strategy. In a highly decentralized 
structure, the entity should ascertain that adequate controls are in place to ensure the 
integrity of information provided to senior management and the board of directors.
Adequacy of mechanisms to identity risks arising from external sources. For
example, should management consider exposures arising from each of the following 
sources:
• Market risk.
• Market liquidity risk.
• Basis or correlation risk.
• Credit risk.
• Legal risk.
• Systemic risk.
• Settlement risk.
Adequacy of mechanisms to identify risks arising from internal sources. For
example, should management consider exposures arising from each of the following 
sources:
• Funding liquidity risk.
• Operational risk.
Identification of key risks for each significant activity-level objective. Consider 
risks identified with respect to each objective of derivative activities. For example, con­
sider whether:
• Management has identified the major risks associated with the nature or type of 
derivative product utilized to achieve its objectives. For instance, in the case of 
forward transactions, this would include credit risk, market risk, basis risk, liquidity 
risk and settlement risk; in the case of interest rate swaps, this would include inter­
est rate risk, basis risk, and credit risk; in the case of options, this would include 
“delta,” “gamma,” “theta,” “vega” or “kappa,” and “rho” risk. (This guide does 
not attem pt to describe the various types of option risk m entioned herein. 
Definitions may be found in a number of other available texts.).
• Management has identified the risks relating to the purpose for which derivatives 
are used, e.g., the risks arising out of trading activities versus risk management 
activities.
• M anagement has appropriately identified the strength of technical expertise 
required to use more complex derivatives effectively.
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• Appropriate front-office and back-office infrastructures are in place to handle the 
level and sophistication of products used.
• The entity’s internal risk control unit is capable of accurately checking the front 
office’s modeling systems.
Thoroughness and relevance of the risk analysis process, including estimating 
the significance of risks, assessing the likelihood of their occurring, and deter­
mining needed actions. For example, consider whether the entity’s risk management 
process contemplates the following with respect to each relevant risk:
Market Risk
• The entity identifies each type of market risk to which it is exposed (interest rate 
risk, foreign exchange risk, equities risk, commodities risk, option risk).
• The entity measures each type of market risk for derivative portfolios using mod­
ern computer systems and software that rely on mathematical, statistical and 
database techniques appropriate to the volume and complexity of products used 
(for example, index amortizing rate swaps require more sophisticated interest rate 
models than do “plain vanilla” interest rate swaps).
— The entity’s market risk measurement system expresses the exposure in a 
summary form with a common basis (e.g., capital at risk, value at risk).
— The entity’s market risk measurement system expresses the probability of 
exposure in terms of a confidence interval, or standard deviation, from 
expected norms.
— Derivative positions are marked to market (possibly on a daily basis).
— Management regularly performs simulations to determine how derivative 
portfolios would perform under stress conditions, including not only abnor­
mally large market swings but also periods of prolonged inactivity.
— Management evaluates the results of stress tests and develops appropriate 
contingency plans.
• The entity uses appropriate limit measures and bases for risk measurement (e.g., 
earnings or value at risk, duration and/or volatility measurement methodologies, 
depending on the nature of derivative products employed).
• The entity sets market risk limits based on factors such as capital resources, mar­
ket liquidity, profitability, trader experience, business strategy, and management 
tolerance for low probability extreme losses versus higher probability modest 
losses.
— Management sets overall market risk limits (e.g., net and/or gross position 
limits, “stop loss” limits, rate change or value-at-risk limits, options limits).
— Management has considered possible market disruptions when establishing 
exposure limits. These limits are aggregated on an entity-wide basis.
— Senior management and the board of directors are advised of market risk 
exposures in illiquid markets as well as of potential risks arising as a result of
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distressed market conditions.
— The internal risk control unit understands and reviews the entity’s method­
ologies for market risk identification, measurement and limits, and ensures 
that exceptions to limits are detected and reported to appropriate levels of 
senior management.
Market Liquidity Risk
• The entity identifies the types and sources of market liquidity risk to which it is 
exposed (specific to a particular instrument, stock market crash, etc.).
• Bid/ask spreads for derivative products are monitored to assess the relative depth 
of the market.
• Entry/exit of major market makers and/or major institutional investors in the mar­
kets where the entity participates is monitored.
• The entity participates in over-the-counter (OTC) markets where a particularly 
high volume of transactions is concentrated among a few market makers.
• The entity has determined if liquid secondary markets exist for OTC contracts.
• The entity mitigates or eliminates market risk exposures by entering into offset­
ting OTC contracts or executing hedge transactions on the appropriate exchanges.
• The entity participates in exchange-traded markets where sharp price fluctuations 
can necessitate margin payments that could adversely affect overall market liquid­
ity (especially in a falling market).
• Participants have begun to sell assets in a particular market to satisfy liquidity 
demands.
• The entity’s derivative strategies are complex or simple.
• Opportunities for liquidation or unwinding of transactions exist.
• Unforeseen lengthening of holding periods arising from market liquidity crises 
increases the risk profile of the entity significantly over that envisioned in the orig­
inal risk measure.
• The entity monitors its risk exposures relative to the depth (volume, size, number 
of market makers) of the market such that undue risk is not being taken.
• Management can execute transactions in large enough size to hedge and/or close 
out market risk exposures without resulting in significant price adjustments.
• If executed on an exchange, the “open interest” in the contract is sufficient to 
ensure that management would be capable of hedging or closing out open posi­
tions in one-way directional markets.
Basis or Correlation Risk
• The entity assesses the correlation between derivative instruments priced off of 
different yield curves.
• The correlation coefficient is measured and evaluated.
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Credit Risk
• The entity identifies the various types and sources of credit risk to which it is 
exposed.
— The credit risk of OTC derivatives is closely monitored.
— The entity uses master netting agreements to reduce counterparty credit risk.
— Credit exposures on derivatives, and all other credit exposures to a counter­
party, are aggregated after taking into consideration enforceable netting 
arrangements.
— The entity assesses both the benefits and costs of credit enhancements (col­
lateral or third-party guarantees) and related risk-reduction arrangements. 
Where it is proposed that credit downgrades would trigger early termination 
or collateral requirements, the entity carefully considers its own capacity and 
that of its counterparties to meet the potentially substantial funding needs 
that might result. These include collateral and margin arrangements, third- 
party credit enhancem ent such as guarantees or letters of credit, and 
structural credit enhancement through the establishment of special-purpose 
vehicles to conduct derivative business.
— Regular, accurate credit exposure reports are compared with limits and pro­
vided to personnel who execute transactions and to credit officers.
— T he entity tends to enter into transactions with counterparties of lower 
credit standing in exchange for higher returns.
• Organization of the entity’s credit risk management is appropriate to the extent 
and complexity of derivative transactions undertaken.
— Credit risk policies are approved by the board of directors.
— A senior management risk policy committee exists.
— A credit approval process exists.
— Credit limits are established for all counterparties by individuals indepen­
dent of personnel executing the transactions, based on standards consistent 
with entity-wide policies and exposures.
— Credit risk management staff have a clear understanding of the measure­
ment of derivative credit risk exposures and the techniques available for 
managing those exposures.
— Credit risk management staff measure and monitor entity-wide credit expo­
sures on an integrated basis.
— Credit risk management staff are independent of personnel who execute 
transactions.
— The credit risk management function is responsible for:
□ Approving credit exposure measurement standards.
□ Setting credit limits and monitoring their use.
□ Reviewing credits and concentrations of credit risk.
□ Reviewing and monitoring risk reduction arrangements.
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The entity measures credit risk in an effective manner.
— The entity’s credit risk measurement system recognizes the differing credit 
risks among derivative products.
— Credit risk exposure on derivatives is measured in two ways, by current 
exposure and by potential exposure.
— Simulation analysis or options valuation models are used to measure poten­
tial credit risk exposure based on the time remaining to maturity of the 
contract and the expected volatility of the price, rate or index underlying the 
contract.
— Current exposure (replacement cost) pricing models are the same as those 
used for accounting revaluation.
— The credit risk measurement system allows the entity to update exposure 
measures throughout the life of a deal.
— Credit risk management participates in approval and testing of variables and 
models used to estimate current exposure and potential credit risk exposure. 
Such variables and models are subject to audit.
— Credit risk management participates in validating modifications made to 
models to accommodate new products or variations on existing products 
before new transactions are executed.
— The credit risk management program is reviewed and altered as the range of 
derivative activity expands to ensure comprehensive credit monitoring, pre­
venting use of innovative new products at a pace faster than development of 
internal control processes.
The entity sets credit risk limits and sublimits, (e.g., interest rate versus foreign 
exchange) for all prospective counterparties prior to engaging in derivative transac­
tion activity.
— Credit risk limits are based on a thorough internal credit review.
— Approved credit guidelines are utilized in setting acceptable credit risk lim­
its, incorporating relevant credit support.
— Collateral arrangements and margin payments are employed when dealing 
with counterparties whose creditworthiness is below specified limits, or 
when engaging in very high volumes of transactions with a single counter­
party.
— The collateralization/margining system provides the level of protection the 
entity expects.
The entity has a mechanism for monitoring credit risk on an ongoing basis.
— The frequency with which credit exposures are monitored is appropriate to 
the size of the derivative positions, nature of derivative activity, and basis of 
measurement (current versus potential exposures).
— The entity has a mechanism for identification of unusual market movements 
leading to credit exposure buildups or credit deterioration in a counterparty
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on a timely basis between regular reviews.
— Credit risk management has procedures for managing credit risk exposures 
when they become large, the counterparty’s creditworthiness weakens or the 
market comes under stress.
— Management can show clear ability to unwind large positions.
• The entity engages in OTC transactions or is involved principally in exchange- 
traded transactions.
• The entity documents its credit risk policies and procedures sufficiently and on an 
updated basis. Such documentation should include:
— What derivative products the entity will use.
— Limit approval procedures.
— How limit excesses are to be handled.
— How credit exposures are calculated.
— How new products and variations of existing products are to be accommodated.
Legal Risk
• The entity identifies the different types and sources of legal risk to which it is 
exposed.
• The entity actively involves its legal counsel in derivative markets participation to 
ensure adequate consideration of the status of OTC derivatives under existing 
statutes and regulations.
• Master agreements are entered into with counterparties that allow for netting of 
amounts to reduce credit exposure.
• Credit risk management determines the appropriate master agreements to utilize 
and ensures they are signed on a timely basis.
• The entity can demonstrate that it has exercised due diligence in evaluating the 
enforceability of these contracts and that individual transactions have been exe­
cuted in a manner that provides adequate protection to the entity.
• Adequate written documentation of OTC transactions (beyond trade confirma­
tions) is obtained on a timely basis.
• The entity considers the legal capacity of the counterparty to enter into the trans­
action.
• Written legal opinions as to the enforceability of netting provisions in all relevant 
jurisdictions under bankruptcy proceedings have been obtained from appropriate 
legal counsel.
• Documentation of transactions and the legality of OTC contracts are reviewed by 
legal counsel prior to execution of the transaction.
Systemic or Interconnection Risk
• T he entity identifies the different types and sources of systemic risk to which it is 
exposed (from a particular firm, in a particular market segment, across specific mar-
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kets or borders, to a settlement system, etc.).
• The entity has implemented effective risk management systems that include lim­
its and controls on interconnected risk and the ability to monitor the exposure 
resulting from the covariance between two or more market risk factors.
• Management has developed contingency plans that reflect actions to be taken to 
minimize losses when market disruptions occur.
• Management’s activities in times of market disruptions are prudent.
Settlement Risk
• The entity identifies the different types and sources of settlement risk to which it 
is exposed.
• The entity engages in derivative transactions where settlement is made in differ­
ent time zones.
• The entity engages in cross currency swaps or other derivative transactions where 
the notional or contract amount is exchanged on the day of settlement.
• The entity uses delivery-versus-payment systems with immediate finality, other 
arranged payment exchange timing measures, or collateral arrangements as protec­
tion against loss in settlement.
• Maximum settlement risk limits are set for counterparties, including breaking 
down settlement exposures into sublimits by product and by date as necessary.
• Entities with large settlement exposures monitor payments on an appropriately 
timely basis (daily or even real-time).
• Back-office personnel closely monitor unsettled items.
Funding Liquidity Risk
• The entity identifies the types and sources of funding liquidity risk to which it is 
exposed.
• The entity’s ability to raise funds is affected by a real or perceived decline in its 
credit quality.
• Counterparties have requested that “in the money” positions (contracts with a 
positive value to the counterparty) with the entity be “unwound.”
• Agreements containing margin and/or collateral requirements in favor of the coun­
terparty have been entered into by the entity, or the counterparty has the right to 
terminate the contract under certain circumstances.
• The entity’s ability to collect margin calls and/or collateral from counterparties on 
its “in the money” positions has been evaluated.
• The entity has procedures to address circumstances where it has requested that a coun­
terparty “unwind” an “in the money” position where the counterparty has refused.
• Management information systems are adequate to provide timely data regarding 
entity-wide liquidity, including both on- and off-balance-sheet activities.
• Periodic forecasts are made of cash investing and funding requirements arising 
from the derivative portfolios.
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• Gash flow projections are provided under a business-as-usual scenario, a liquidity 
crisis confined to the entity, and a systemic liquidity crisis where liquidity is 
affected across all market participants.
• Cash flow projections are sufficiently flexible to accommodate changes in the mar­
kets and portfolio management on a timely basis.
• Foreign currency funding requirements are evaluated for entities operating in a 
global environment.
• The liquidity management process is subject to audit.
• Contingency funding plans have been developed in the event of emergency liq­
uidity squeezes, addressing both internal as well as systemic funding crises over 
temporary and extended time periods.
• Management responsibilities under such liquidity crisis scenarios have been well 
defined.
Operational Risk
• The overall size, structure and sophistication of the entity’s “front office” (where 
transactions are executed) are appropriate to the extent and nature of derivative 
activities undertaken.
— Individual instrument characteristics and market-specific characteristics are 
considered in the establishment of the front-office organization and control 
structure.
— The front office is organizationally responsible to the treasury/trading function.
— The front office is functionally distinct and independent of back-office operations.
— T he front office is authorized to engage in trading (proprietary or other) 
and/or risk management activities.
— The front office understands the nature of transactions into which it is entering.
— Control in the front-office organizational structure is centralized or decentralized.
— Telephone lines of those who execute transactions are tapped.
— Trade tickets (or other documentation of transactions, e.g., initial input 
forms) are time stamped by those executing transactions or by computer.
— Details of transactions are captured at the time of execution.
— Transaction details include such information as trade/settlement date, coun­
terparty, instrument, amount, price or rate, etc.
— Those who execute transactions maintain separate records chronologically 
tracking deals and keeping a running account of their position.
— Information distributed to senior management for official risk or profit/loss 
monitoring is prepared and reviewed independent of the transaction execu­
tion function.
• T he overall size, structure and sophistication of the entity’s “back office” (where 
transactions are processed, controlled, confirmed and revalued) are appropriate to 
the extent and nature of derivative activities undertaken.
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— Back-office personnel investigate operational problems relating to derivative 
activities.
— Errors are caught by back-office personnel and reported to the front office.
— Back-office personnel demonstrate to front-office staff a level of competence 
indicating their capability to act as a viable check and balance.
— The back office is organizationally part of the entity’s overall operations and 
control infrastructure.
— Close communication and cooperation exist between front- and back-office 
personnel.
— Policies and procedures manuals (governing both front- and back-office 
operations) are appropriate to the extent and nature of derivative activities 
undertaken, and guide back-office personnel through the range of tasks per­
formed.
— Back-office personnel are responsible for accepting/releasing securities, com­
modities and payments on transactions and identifying possible mistakes.
— Irrespective of whether evaluation of transaction exposure against estab­
lished market, liquidity or credit limits is performed by back-office staff or a 
separate risk management function, independence from front-office person­
nel is maintained.
— Back-office staff follow up on legal documentation.
— The entity evaluates plausible “worst case” or “what if ’’ operational risk sce­
narios (power loss, doubling of transaction volume, mistake found in the 
pricing software, etc.) and develops contingency plans accordingly.
— The back office monitors consistency between the terms of transactions as 
they were orally agreed and as they are subsequently confirmed.
— Back-office personnel verify the amounts and direction of payments made 
under netting arrangements.
— Back-office personnel ensure that transactions that either mature, are sold, 
unwound, exercised or expire worthless are removed from the en tity’s 
records and any related deferred accounts pass through the accounting cycle.
— Back-office personnel initiate, follow up, and control counterparty confirma­
tions.
□ Confirmations are sent to the attention of a department at the counter­
party that is independent of the counterparty’s front office.
□ Serially numbered manifold forms are used for confirmations.
— Back-office personnel reconcile positions and broker statements.
□ Reconciliations are performed on a timely basis in accordance with the 
entity’s policies and procedures, by personnel independent of the data 
input function.
□ Discrepancies are logged and immediately brought to the attention of the 
operations manager.
□ Brokers’ commissions or fees are checked and paid by back-office personnel.
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— Back-office personnel perform periodic revaluations, or “mark to market,” of 
the derivative portfolios.
□ Traders are not relied upon as the primary source of market value informa­
tion.
□ Counterparties are not used as sources of market value information for 
transactions the entity has entered into with that counterparty.
□ Guidelines for the formal revaluation are delineated in written policies 
and procedures.
□ Pricing assumptions and methodologies are consistent between front- 
office and back-office applications.
□ Back-office personnel independently assess price quotes used for the 
revaluation process in subsidiary and general ledgers.
□ Discrepancies between transaction input and independent market rates 
are resolved and documented.
□ Significant discrepancies are reported to senior management.
□ Adjustments to the general ledger arising from changes in revaluation esti­
mates are clearly recorded and reported to management.
□ Critical assumptions and estimates used in modeling valuations for exotic 
OTC-traded derivatives and illiquid instruments are appropriate.
□ Periodic evaluation of the accuracy of the source of mark-to-market valua­
tions is performed.
□ Derivatives are valued based on appropriate market information.
□ Management has developed a methodology for addressing difficult-to- 
value products or positions.
The internal risk control unit assists in establishing consistent policies and proce­
dures among derivative activities.
— All situations in which the entity uses derivatives are identified (e.g., pension 
fund investments, 401(k) plan investments, and foreign operations).
— The internal risk control unit has access to, or reports directly to, a board- 
level or near board-level executive.
— T he internal risk control unit has clear independence and authority to 
ensure that the following responsibilities are carried out:
□ Development of risk limit policies and the monitoring of transactions and 
positions for adherence to these policies.
□ Design of stress scenarios to measure the impact of market conditions, 
however improbable.
□ Design of revenue reports quantifying the gain or loss on derivative posi­
tions and related hedged items.
□ Monitoring of variances between the actual volatility of portfolio value 
and that predicted by the measure of market risk.
□ Review and approval of pricing models and valuation systems, and the
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development of reconciliation procedures if different systems are used. 
Management information systems accumulate, interpret and communicate infor­
mation regarding the entity’s positions, profits, derivative activities and inherent 
risks.
— T he form and content of management information are appropriate to the 
extent and nature of derivative activities undertaken.
— Entities with trading operations or larger transaction volume have computer­
ized management information systems in place.
— T he sophistication and capabilities of the entity’s computer systems and 
software applications are sufficient to support, process and monitor the 
entity’s derivative activities.
— Exposures and profit and loss statements are reported at least daily to man­
agers who supervise but do not themselves execute transactions.
— Management information systems translate the measured risk from a techni­
cal and quantitative format to one that can be easily understood by senior 
managers and directors who may not have specialized and technical knowl­
edge of derivative products.
— Management information systems that accumulate and process data relating 
to “macro hedging” the cash flows of entire portfolios are appropriately 
designed and periodically updated, in order to ensure that all relevant data is 
captured, properly compiled, and presented in a manner that facilitates mon­
itoring the effectiveness of macro hedge strategies.
— Risk exposures arising from various products within derivative activities are 
reported to senior managers and directors using a common conceptual frame­
work for measuring and limiting risks.
— Personnel with expertise sufficient to understand the derivative instruments 
and maintain the management information system are hired.
— Entities that develop their own software applications have adequate staff to 
alter and test current software.
— The system is independently audited by personnel with sufficient expertise 
to perform a comprehensive review of management reporting, financial 
applications and systems capacity.
— Information technology is appropriate to the complexity of derivative prod­
ucts utilized.
— Management information systems are appropriately integrated into the daily 
processes of market and credit risk management, transaction processing, set­
tlement, accounting, and financial, regulatory and management reporting.
— Written policies address access, development, maintenance and other issues 
relevant to the use of PCs.
— Evaluations of systems management are incorporated in the overall assess­
ment of management and internal controls.
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— The entity has flowcharts or narratives indicating the data flow from input 
through reporting, appropriate to the level of reporting necessary for the entity.
— Various automated front-office and control systems that handle data entry, 
processing and control functions interface adequately and appropriately.
— Enhancement or development projects are planned with appropriate lead 
time given to make changes to existing programs.
— Controls exist to minimize the potential for corrupting consolidated data.
— Reconciliation controls exist at each point independent data bases are 
brought together to support subsidiary systems.
— Models and assumptions are evaluated at a frequency and to the extent dic­
tated by the entity’s specific risk exposures, the pace and nature of market 
changes, and the pace of innovation with respect to measuring and managing 
risks (at least annually).
— When introducing a pricing model, adequate testing of the algorithm is per­
formed by systems personnel, with appropriate participation by model users 
(e.g., personnel who execute transactions, controllers, auditors).
— Financial algorithms for complex, exotic products are well documented as 
part of the policies and procedures manual and functional specifications.
— Models for instruments that have non-standard or option-like features are 
subject to particular scrutiny and levels of review/sign-off.
— The internal risk control unit evaluates whether current tools quantify and 
monitor the range of relevant exposures before new products are used.
— The risk management, control and (to the extent appropriate) audit func­
tions are involved in development of appropriate valuation methodology for 
new applications in the absence of a model that provides a reasonable simu­
lation of market price.
— Parameters used in valuation models that are dependent on rigorous statisti­
cal methods are updated to reflect changing market conditions.
— Models that incorporate assumptions about underlying market conditions or 
price relationships are subject to ongoing monitoring. Input parameters such 
as volatility; correlations between market prices, interest rates and curren­
cies; and prepayment speeds of underlying mortgage pools are reviewed 
frequently.
— Volatility quotes are compared to those available in published sources, such 
as Reuters, Bloomberg or Telerate, or the implied volatility derived from a 
pricing model using current market prices of actively traded, exchange-listed 
options.
— Mortgage securities prepayment assumptions are compared to vectors pro­
vided by the dealer community to Bloomberg or to factors provided by 
third-party vendors.
— The entity evaluates the ability of its models to accommodate changes in
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assumptions and parameters.
— Reporting formats are evaluated for data integrity and clarity and are suffi­
ciently comprehensive to permit sound decision making.
— Management reporting reflects the organizational structure of the entity and 
the risk tolerance of senior management.
— Periodic reporting is provided on market limit and credit line utilization to 
allow management to reevaluate the limit structure and to relate risks to 
profitability over a discrete period.
— Management reports are generated by control departments independent of 
the front office.
— Periodic reconciliation of differences is performed by the back office if the 
back office uses data bases and software programs that are independent from 
those used in the front office.
— The frequency and accuracy of reporting are appropriate to the entity’s pos­
ture in the marketplace, volume of activity, aggregate range of exposures and 
capacity to absorb losses.
Managing Change
Economic, industry and regulatory environments change and entities’ activities evolve. 
Derivative risk management systems should be able to anticipate, identify and react to 
routine events or changes in business or market circumstances that affect achievement 
of entity- or activity-level objectives. Further, specific mechanisms should exist to 
identify and react to significant or unanticipated changes that can have a more dramatic 
and pervasive effect on derivative positions, and that may demand the attention of 
senior management.
Existence of m echanism s to anticipate, identify and react to routine events or 
activities th a t affect achievem ent of entity- or activity-level objectives (usually 
im plem ented by m anagers responsible for the activities th a t w ould be m ost 
affected by the changes). For example, consider whether:
• Routine changes are addressed as part of the normal risk management process, 
including monitoring the entity’s risk position against approved limits.
• Comprehensive risk management systems are in place, commensurate with the 
scope, size and complexity of the entity’s activities, ensuring that market factors 
affecting risk exposures are adequately monitored.
• Risk management procedures adequately control potential losses arising from sys­
tem deficiencies.
• Periodic reviews of risk management and capital policies governing derivatives are 
performed to ensure that policies and procedures reflect changing business and 
market conditions.
Existence of m echanism s to identify and react to changes th a t can  have a  m ore
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dramatic and pervasive effect on the entity, and may demand the attention of top 
management. For example, for each of the following areas of potential change, con­
sider whether:
Changed operating environment:
• Mechanisms exist to alert management to significant unanticipated fluctuations in 
financial market conditions (for example, significant change in interest rates, dete­
riorations in credit, drastic declines in market liquidity) or systemic health that 
affect derivative positions.
• M anagement has determ ined new strategic directions for the firm for which 
changes in derivative operations may be required.
• Legal counsel periodically updates management on the implications of new legis­
lation and regulations.
New personnel:
• Special action is taken to ensure new personnel understand the entity’s risk man­
agement system and culture and perform accordingly.
• Consideration is given to key control activities performed by personnel being 
moved.
New or redesigned information systems:
• Mechanisms exist to assess the effects of new risk management, valuation and 
modeling systems.
• Procedures are in place to reconsider the appropriateness of existing control activi­
ties when new computer systems are developed and implemented.
• Management knows whether systems development and implementation policies 
are adhered to despite pressures to expedite the process.
• Attention is given to the effect of new systems on information flows and related 
controls, and on employee training, including a focus on employee resistance to 
change.
• Information on new market valuation models is obtained through reporting ser­
vices, consultants, seminars or companies in the forefront of research and 
development of derivative activities.
Rapid growth:
• Systems capability is upgraded to handle rapidly increasing volumes of information.
• Back-office, risk management and managerial personnel are expanded as needed 
to keep pace with increased volume in risk management or trading activities.
• A process for revising budgets or forecasts exists.
• A process exists for considering interdepartmental implications of revised unit 
objectives and plans.
Innovation:
• New products, or new applications of existing products, offered by dealers are
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properly evaluated prior to use.
• Mechanisms exist for taking advantage, and controlling the use, of innovative new 
products, incorporating them into hedging strategies or information systems.
• Management is informed of the results of new product evaluations and approves 
those proposed for adoption in advance.
Control Activities
Control activities include the policies and procedures that help ensure management 
directives are carried out. Control activities occur throughout the organization, at all 
levels and in all functions. They include a range of activities as diverse as approvals, 
authorizations, verifications, reconciliations, review of operating performance, security 
of assets and segregation of duties.
Before policies and procedures relating to derivatives can be implemented effectively, 
it is necessary first to make clear decisions regarding the purpose for which derivatives 
are to be used. These decisions, in turn, must be explicitly communicated to those who 
will be establishing the business objectives and formulating derivative-activity policies 
and the specific strategies authorized to achieve them.
Policies governing derivative use should be clearly defined. Both policies and proce­
dures should be comprehensive and identify, at a minimum, managerial oversight and 
responsibilities, scope of activities, risk limits, risk m easurem ent and reporting 
processes, and operational controls. For example, have appropriate risk management 
activities been established and are results of such activities monitored by senior man­
agement and the board of directors? Do authority limits cover a variety of different 
exposures, and are they properly monitored, with exceptions reported and cleared on a 
timely basis? Are credit limits maintained by counterparties?
The entity should provide for monitoring by a control staff (i.e., a risk management 
function) who should be fully independent of front-office derivative operations. Prior to 
exceeding limits, derivative personnel should be required to obtain at least oral 
approval from senior management independent of the business unit. Senior manage­
ment should properly address limit excesses and divergences from approved derivative 
strategies.
Derivative positions must be accurately transmitted to the risk measurement systems. 
The appropriate reconciliations should be performed to ensure data integrity across the 
full range of products, including any new or existing products that may be monitored 
apart from the main processing networks. Derivative traders, risk managers and senior 
management should be able to define constraints on derivative activities and justify 
identified excesses. T he integrity of the management information system is especially 
important in this regard.
72
Senior management should perform, or designate an independent group or individual to 
perform, a regular review of the identified control activities and financial results of the 
entity’s derivative activities to determine whether policies and procedures are being 
effectively implemented and the entity’s business objectives and strategies are being 
achieved. Concurrent with review of the existing risk management framework is an 
evaluation of resources provided to maintain the integrity of the risk measurement sys­
tem. Limits should be reviewed in the context of changes in strategy, risk tolerance of 
the entity and market conditions. Such reviews should be conducted with sufficient fre­
quency by persons with appropriate experience, skill level, and authority to ensure that 
potential problems can be identified and corrective actions taken in a timely manner.
Existence of appropriate policies and procedures with respect to each of the 
entity’s activities. Policies governing derivative activities should be clearly defined 
and approved by the board of directors, including the purposes for which transactions 
should be undertaken. Such documents, typically organized into manuals, address 
front- and back-office operations, reconciliation guidelines and frequency, revaluation 
procedures and controls, accounting guidelines, description of accounts, broker poli­
cies, a code of ethics, risk management and management methods, and limit structures. 
For example, consider whether the entity’s policies and procedures incorporate actions 
necessary to address identified risks in each of the following respects:
Market Risk
The entity has comprehensive, written market risk management policies and proce­
dures for derivative activities. For example, consider whether the following are 
addressed:
• The types and sources of derivative market risk to which the entity is exposed.
• Board-approved limits, such as
— trader limits
— counterparty position limits
— levels of unhedged market exposure
— stop-loss limits
— open positions by product type
• Frequency of review and reapproval of policies, procedures and limits.
• Clear definitions of market risk policies, procedures and limits.
• Adequate distinction of limits between transactions used to risk-manage the 
entity’s assets, liabilities and other positions versus trading activity.
• Limits that consider bid/ask spreads for the full range of products in normal markets.
• Limits that consider bid/ask spreads in distressed markets.
• Limits that are appropriate for the entity and the level of derivative activity.
• Limits are in place for market exposures prior to transacting a deal.
• A methodology and documentation for one-off approvals.
• Use of dynamic hedging strategies.
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• Use of appropriate hedging instruments.
• Mechanisms are in place to calculate forward rates (interest, currency, etc.) based 
on current market conditions.
• Contingency market risk plans.
• Appropriate accounting and revaluation policies and procedures.
• An explanation of the board of directors’ and senior management’s philosophy 
regarding illiquid markets.
• Circumstances requiring additional quotes from alternative dealers before trade 
execution.
• Valuation of positions independent from the front office.
• New/complex/modified product reviews by front-office, accounting, tax, legal, 
credit, insurance, risk management and audit personnel prior to entry.
• All parties involved in approving the introduction of new products have a full 
understanding of the impact and potential exposure of such products before 
entering into the market.
Market Liquidity Risk
The entity has comprehensive, written market liquidity risk management policies 
and procedures for derivative activities. For example, consider whether the following 
are addressed:
• The types and sources of derivative market liquidity risk to which the entity is 
exposed.
• Board-approved market liquidity minimums.
• Limits that are appropriate for the entity and the level of derivative activity.
• Response to significant changes in composition of market makers or investors in 
the markets where the entity participates.
• Close monitoring of OTC markets in which the entity participates where a par­
ticularly high volume of transactions is concentrated among a few market 
makers.
• An explanation of the board of directors’ and senior management’s philosophy 
regarding illiquid markets.
• Requirements for determining the existence of liquid secondary markets for 
OTC contracts.
• Frequency of review and reapproval of policies, procedures and limits.
• Clear definitions of market liquidity risk policies, procedures and limits.
• Contingency market liquidity risk plans.
• Limits to mitigation of market risk through offsetting OTC contracts or execut­
ing hedge transactions on exchanges.
• Use of dynamic hedging strategies.
• Response to sharp market price/rate/index changes.
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• Response to trading “halts,” extended wide bid/ask spreads, and other liquidity 
crises.
• Acceptability of derivative products that are traded only in less liquid markets, or 
that involve complex strategies for which market liquidity is a key requirement.
• How information regarding opportunities to unwind or liquidate positions is to 
be obtained.
• Limits on the size of derivative portfolios held relative to the respective markets.
Basis or Correlation Risk
The entity has comprehensive, written basis or correlation risk management policies 
and procedures for derivative activities. For example, consider whether the following 
are addressed:
• The types and sources of derivative basis or correlation risk to which the entity 
is exposed.
• Frequency and methodology of correlation measurements.
• Board-approved correlation limits.
• Steps to be taken in the event correlation limits are exceeded.
Credit Risk
The entity has comprehensive, written credit risk management policies and proce­
dures for derivative activities. For example, consider whether the following are 
addressed:
• The types and sources of derivative credit risk to which the entity is exposed.
• An explanation of the board of directors’ and senior management’s philosophy 
regarding illiquid markets and credit events (downgrades/deteriorations).
• Board-approved limits, such as:
— Counterparty credit risk (including both on- and off-balance-sheet expo­
sures).
— OTC transactions in particular markets or products.
• Credit guidelines to be used in setting credit risk limits.
• How credit excesses are to be handled.
• Credit administration procedures:
— Counterparty credit conditions are analyzed and lines reviewed with ade­
quate frequency (no less than annually).
— M anagem ent can identify downgrades in creditworthiness betw een 
reviews.
— Credit risk management staff has demonstrated the ability to work out 
positions with counterparties whose credit quality has deteriorated.
— Limits are in place for counterparties prior to transacting a deal.
— The one-off approval process is as formal as for counterparty limits.
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• Credit risk policies, procedures and limits are clearly defined.
• Frequency of review and reapproval of policies, procedures and limits.
• Contingency credit risk plans.
• Circumstances requiring collateral or third-party guarantee credit enhance­
ments.
• Regular, accurate credit exposure reports.
• Minimum credit standings for counterparties and/or collateral and margining 
requirements for counterparties under certain circumstances.
• Establishment and duties of a senior management risk policy committee.
• The credit approval process.
• The standards and personnel authorized to establish credit limits.
• Technical expertise requirements of credit risk management staff.
• Procedures for monitoring credit exposure on an entity-wide basis.
• Independence from front-office personnel.
• Measuring credit risk of differing derivative products in terms of both current 
and potential exposure.
• Frequency of credit risk measurement updates.
• Responsibilities of credit risk management personnel for participation in validat­
ing modifications made on models to accommodate new products or variations 
on existing products.
• Program review flexibility to allow for comprehensive credit monitoring in step 
with new products use.
• Limits appropriate for the entity and its level of capital.
Legal Risk
The entity has comprehensive, written legal risk management policies and proce­
dures for derivative activities. For example, consider whether the following are 
addressed:
• T he types and sources of derivative-activity legal risk to which the entity is 
exposed.
• Derivative activities requiring the involvement of legal counsel.
• T he form, content and circumstances requiring use of master netting agree­
ments with counterparties.
• Due diligence contract enforcement activities.
• Required minimum written documentation for OTC contracts.
• Legal capacity of the counterparty to enter into the transaction.
• Circumstances requiring written legal opinions as to the enforceability of netting 
arrangements.
• Review by legal counsel of transaction documentation and the legality of OTC 
contracts prior to execution of transactions.
• Reliance on communications from counterparties or other market participants is
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based on legal agreements indicating the counterparty has agreed to do business 
on that basis and that the entity has provided the counterparty with accurate and 
complete information regarding its financial objectives and the size, nature and 
condition of its business.
Systemic or Interconnection Risk
The entity has comprehensive, written systemic or interconnection risk management 
policies and procedures for derivative activities. For example, consider whether the 
following are addressed:
• The types and sources of derivative-activity systemic or interconnection risk to 
which the entity is exposed.
• Risk management systems that include limits or controls on interconnection risk 
to which the entity is willing to expose itself.
• Provisions for monitoring systemic risk effectively.
• Contingency plans setting forth actions to be taken when system-wide market 
disruptions occur.
Settlement Risk
The entity has comprehensive, written settlement risk management policies and pro­
cedures for derivative activities. For example, consider whether the following are 
addressed:
• The types and sources of derivative-activity settlement risk to which the entity 
is exposed.
• Limits and monitoring procedures for settlement risk exposures.
• Settlement risk limits that reflect the entity’s capital adequacy, operations effi­
ciency, and credit analysis expertise.
• Settlem ent risk management procedures where derivative transactions are 
entered into between different time zones.
• Settlement procedures for cross currency swaps and other transactions where the 
notional amount is exchanged on the day of settlement.
• Use of delivery-versus-payment systems, other arranged payment exchange tim­
ing mechanisms, or collateral arrangements.
• Establishment of maximum settlement risk limits by counterparties.
• Monitoring reports that provide sufficient detail to identify credit risk arising 
from settlement risk exposure.
• Frequency of settlement risk monitoring.
• Unsettled item monitoring.
• Monitoring of payment flows related to large settlement exposures on a close, 
even real-time basis.
• Procedures to break down settlement exposures into sublimits by product and 
by date (due to the fact settlement risk peaks on the day of settlement).
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Funding Liquidity Risk
The entity has comprehensive, written funding liquidity risk management policies 
and procedures for derivative activities. For example, consider whether the following 
are addressed:
• The types and sources of derivative-activity funding liquidity risk to which the 
entity is exposed.
• The entity’s ability to collect margin calls and/or collateral requirements on its 
“in-the-money” positions is closely monitored.
• Actions to be taken when a counterparty refuses to unwind a transaction at the 
entity’s request.
• Management information systems that provide timely data regarding entity- 
wide liquidity, including both on- and off-balance-sheet activities.
• Periodic forecasting of cash flows, including derivative activities under a variety 
of market scenarios.
• Evaluation of foreign currency cash flows for entities operating in a global envi­
ronment.
• Periodic audits of the liquidity management process.
• Development of contingency funding plans.
• Management responsibilities under liquidity crisis scenarios.
Operational Risk
T he entity has comprehensive, written operational risk management policies and 
procedures for derivative activities. For example, consider whether the following are 
addressed:
• The types and sources of derivative-activity operational risk to which the entity 
is exposed.
• A description of the relevant business objectives to be achieved by derivative 
activities.
• The specific trading and hedging strategies authorized to be employed.
• A description of the types of derivatives and markets that may be used.
• Policies and procedures regarding off-premises trading, if any.
• Segregation of duties and reporting responsibilities.
• Front-office/back-office organization.
• Details of each transaction required to be captured at the time of execution.
• Appropriate review levels for information reporting to senior management.
• Error investigation and reporting.
• Required levels of expertise for back-office employees.
• Follow-up procedures for legal documentation.
• Contingency plans for disaster scenarios.
• Bookkeeping for terminated or expired transactions.
• Monitoring of confirmation data against oral agreements.
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• Amounts and direction of payments made under netting arrangements.
• Appropriate reconciliations are performed on a timely basis.
• Appropriate assumptions and estimates to be used in modeling valuations.
• Appropriate sources and guidelines for revaluation data.
• Resolution, documentation and reporting of discrepancies.
• Prohibitions on use of in-house traders for market value information.
• Periodic evaluation of the source of mark-to-market valuations.
• Methodology for addressing difficult-to-value products or positions.
• A general framework for measuring portfolio risk and aggregate risk limits.
• Specific delegation of responsibility and authority in the following areas:
— trading
— recording of transactions
— cash movements (settlement)
— valuations
— management reporting
— financial reporting
— risk management
• Taping of trader telephone lines, facilitating the resolution of disputes and pro­
viding a valuable source of information to auditors, managers and examiners.
• Monitoring of broker usage, limits regarding undue concentrations of business, 
and review of the short list of approved brokers at least annually.
• Trade tickets and blotters (or their electronic equivalents) prepared in a timely 
and complete manner to facilitate reconciliation and position and exposure mon­
itoring.
• Trade tickets or input sheets include all necessary trade details.
• The entity has procedures to ensure the timely processing of all transactions.
• The entity has a method with which to resolve trade discrepancies on transac­
tions, regardless of communication medium.
• Contractual terms of transactions are confirmed prior to settlement.
• Appropriate accounting and revaluation policies and procedures.
• T he entity’s activities and the related balance sheet and off-balance-sheet 
instruments are identified and risk management reports are prepared.
• The entity has established an effective audit trail that summarizes exposures 
and management approvals with the appropriate frequency.
• Risk management, revaluations and close-out valuation reserves are subject to 
audit.
• Management puts controls in place to limit the risk of unauthorized transactions 
or fraud. Such controls include requirements that traders obtain control numbers 
from the operations department before executing transactions, and that deriva­
tive managers sign all contracts, letters to dealers listing who is authorized to 
execute derivative transactions, and confirmations sent directly to the back 
office or accounting department.
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• Policies, procedures and controls are clear, unambiguous and communicated to 
and understood by all relevant personnel.
• Senior management reviews the adequacy of these policies and procedures, in 
light of the entity’s activities and market conditions, at least annually.
• Management at all levels enforces policies and procedures established by senior 
management.
Identified control activities in place are being applied properly. For example, con­
sider whether:
• The entity follows its internal policies and procedures.
• The established limits adequately control the range of market and credit risks.
• The limits are appropriate for the entity’s level of activity.
• Management is aware of limit excesses.
• Management takes appropriate action when necessary.
• Senior management performs, or designates an independent group or individuals 
to perform, a regular review of the results of the entity’s derivative activities to 
determine whether the entity’s strategies are being effectively implemented and 
whether they are achieving the desired business objectives.
• Such reviews are conducted with sufficient frequency by persons with appropriate 
experience, skill level and authority to ensure that potential problems can be iden­
tified  and co rrective actions tak en  in a tim ely  m anner. T h is  oversigh t 
responsibility also includes monitoring compliance with control procedures and 
risk exposure limits.
• Documentation is reviewed that evidences credit management’s adherence to its 
program.
• Written approvals for limit excesses are prepared on a timely basis and copies are 
maintained.
• The master agreements are appropriately signed in a timely manner. There is a 
chasing process to follow up on unsigned master agreements.
Information and Communication
Pertinent information must be identified, captured and communicated in a form and 
time frame that enable people to carry out their responsibilities. Information systems 
produce reports containing operational, financial and compliance-related information 
that make it possible to administer and control the business. Such reports deal not only 
with internally generated data, but also with information about external events, activi­
ties and conditions necessary for informed business decision making and external 
reporting. Effective communication must also occur in a broader sense, flowing down, 
across and up the organization. All personnel must receive a clear message from top 
management that control responsibilities must be taken seriously. They must under-
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stand their own role in the internal control system, as well as how individual activities 
relate to the work of others. They must have a means of communicating significant 
information upstream. There also must be effective communication with external par­
ties, such as customers, suppliers, regulators, independent auditors and shareholders.
Information
Information is identified, captured, processed, and reported by information systems. 
Besides internally generated information, relevant information includes industry, eco­
nomic and regulatory information obtained from external sources. Mechanisms should 
be in place to obtain relevant information—both internal and external—covering deriv­
ative activities and the extent to which the entity’s performance achieves established 
objectives. The size and scope of the required systems will depend upon the nature 
and scale of an organization’s derivative transactions. However, in general, management 
reports that include position balances and market exposures by product type, perfor­
mance measurements, limit excesses, etc., should be produced regularly.
Such information should be provided to the right people on a sufficiently detailed and 
timely basis to enable them to carry out their responsibilities efficiently and effectively. 
For management reports analyzing risk, considerations should include whether infor­
mation is comprehensive and accurate, analysis is sound, stress tests analyzing changes 
in market and credit conditions are appropriate, market assumptions are reasonable, 
and reports are provided to the appropriate level of management.
Information needs and priorities should be determined by appropriate executives 
(whether in the derivative operation, corporate reporting, etc.) and a mechanism (e.g., a 
derivative products technology committee) should be in place for identifying emerging 
information needs. In addition, a long-range information technology plan, linked with 
the entity’s objectives and strategic initiatives, should be developed and implemented 
for derivative activities. Management’s support for the development of necessary infor­
mation systems should be demonstrated by the commitment of appropriate resources, 
both human and financial.
Obtaining external and internal information, and providing management with 
necessary reports on the entity’s performance relative to established objectives.
For example, consider whether:
• There is a regularly produced derivative management report covering:
— commentary of derivative activities
— position balances and market exposures by product type
— credit exposure
— cash balances and borrowings
— unhedged positions outstanding
— performance measurements (e.g., effectiveness of hedging strategies):
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□ actual compared to forecast
□ actual compared to a suitable market indicator
• Mechanisms are in place to obtain relevant external information on market condi­
tions, regulatory and accounting developments and economic changes.
• The financial statements contain sufficient information about the use of deriva­
tives to provide an understanding of the purposes for which transactions are 
undertaken, the extent of the transactions, the degree of risk involved, and how 
the transactions have been accounted for.
• The entity’s accounting policies conform to authoritative guidance provided by 
the FASB, the AICPA, the SEC, etc. For example:
— Subledgers accurately reflect amortized cost and market values agree with 
outside quotations.
— Revaluation rates used for a sample of off-balance-sheet financial instru­
ments held in a trading account appear within range when compared with 
supporting documentation of market rates.
— The contractual terms of transactions qualify for netting for financial report­
ing and regulatory reporting purposes according to the criteria specified by 
FIN 39 or regulatory reporting requirements.
— The entity has procedures to document risk reduction (SFAS 52 and SFAS 
80) and enterprise or business unit risk reduction (SFAS 80) conditions to 
apply hedge accounting treatment. The procedures apply to the full range of 
applicable products utilized for investment/asset-liability management. The 
record retention is adequate for this process.
— T he amortization methods for deferred gains and losses resulting from hedg­
ing activities are appropriate and reasonable.
— Profit and loss data are prepared by independent control staff and reviewed 
for agreement by an appropriate level of management. T he frequency of 
review by senior managers is adequate for the entity’s volume of derivative 
transactions and level of earnings.
Providing information to the right people in sufficient detail and on time to 
enable them to carry out their responsibilities efficiently and effectively. For
example, consider whether:
• Managers regularly present a detailed analysis of derivative positions to senior 
management and the board of directors to review the execution of derivative trans­
actions in the context of entity-wide objectives.
• Adequate systems for data capture, processing and management reporting are in 
place so that derivative transactions are conducted in an orderly and efficient manner 
in compliance with management policies. The size and scope of the required sys­
tems will depend on the nature and scale of an organization’s derivative transactions.
• For management information systems:
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— T he entity has a model validation process or uses consultants for model 
development and validation. Yield-curve calculations, interpolation methods, 
discount factors, and other parameters used are clearly documented and 
appropriate to the instruments utilized. Regardless of the source of the 
model, management ensures accurate and consistent results.
— The system provides for different pricing conventions and accrual methods 
across the range of products in use.
— The risk measurement and management system is sufficiently flexible to 
stress-test the range of portfolios.
— Parameter variations used for stress tests or “what i f ’’ analyses are clearly 
identified.
— Management reporting relates risks undertaken to return on capital.
• For management information analyzing risk:
— Management information and analysis are comprehensive, accurate and 
sound.
— The simulation assumptions for a normal market scenario are reasonable.
— Stress tests analyzing changes in market and credit conditions are appropri­
ate. The market assumptions are reasonable.
— Reports are provided to the appropriate level of management.
Development or revision of information systems based on a strategic plan linked 
to the entity’s overall strategy and responsive to achieving entity-wide and activ­
ity-level objectives. For example, consider whether:
• Management information systems provide sufficient reporting for decision making 
on market and credit risks, as well as operational data, including profitability, off- 
market trades and unsettled items and payments.
• Management information systems provide information concerning the frequency 
and magnitude of limit excesses over time.
• A mechanism (e.g., a derivative products technology committee) is in place for 
identifying emerging information needs.
• Information needs and priorities are determined by the appropriate executives in 
the derivative operation.
• A long-range information technology plan has been developed for derivative activ­
ities and is linked with strategic initiatives.
Management’s support for the development of necessary information systems as 
demonstrated by the commitment of appropriate resources, human and finan­
cial. For example, consider whether:
• Management devotes the appropriate resources to develop new or enhanced infor­
mation systems by either purchasing systems from a vendor or dedicating 
adequate in-house resources.
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Communication
Communication is inherent in information processing. Communication also takes place 
in a broader sense, dealing with expectations and responsibilities of individuals and 
groups. Effective communication must occur down, across and up an organization and 
with parties external to the organization. T he effectiveness with which employees’ 
duties and control responsibilities are communicated should be considered; for exam­
ple, whether communication vehicles—formal and informal training sessions, meetings 
and on-the-job supervision—are sufficient in effecting such communication. In addi­
tion, employees should know the objectives of derivative activities and how their 
duties contribute to achieving those objectives.
Communication across the organization and the completeness and timeliness of infor­
mation should be sufficient to enable people to discharge their responsibilities 
effectively. For example, traders should inform credit, funding and risk management 
personnel of new products available in the market. Changes with respect to entity-wide 
objectives and strategies that affect derivative operations should be communicated in a 
manner that is understood by all affected personnel.
Channels of communication with counterparties, customers and other external parties 
should be open and effective. Suggestions, complaints and other input should be cap­
tured and communicated to relevant internal parties, information reported upstream as 
necessary, and timely follow-up action taken.
The extent to which outside parties are made aware of the entity’s ethical standards 
should be considered. For example, counterparties should know the entity’s standards 
and expectations regarding actions in dealing with the entity. All important communi­
cation to outside parties should be delivered by management at a level commensurate 
with the nature and importance of the message. Improprieties by employees of exter­
nal parties should be reported to the appropriate personnel.
Follow-up action taken by management in response to communication received from 
customers, vendors, external auditors, regulators or other external parties should be 
timely and appropriate. For example, appropriate control or management personnel— 
independent of those executing trades—should process complaints from outside 
parties, and appropriate actions should be taken, including follow-up communication 
with original sources. Senior managers should be made aware of the nature and volume 
of complaints and their related resolution.
An appropriate, upstream communication channel should be provided for reporting 
suspected improprieties.
Effectiveness with which employees’ duties and control responsibilities are com ­
m unicated. For example, consider whether:
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• Communication vehicles—formal and informal training sessions, meetings and on- 
the-job supervision—are sufficient in effecting such communication.
• Risk management and control employees know the objectives of the derivative 
activities and how their duties contribute to achieving those objectives.
• Employees understand how their duties affect, and are affected by, duties of other 
employees.
Establishment of channels of communication for people to report suspected 
improprieties. For example, consider whether:
• There is an appropriate upstream communication channel for reporting suspected 
improprieties, such as:
— Unauthorized speculative positions entered into for purposes of improving a 
trader’s compensation-based results, or to wash out a loss position.
— Entering into off-market positions to move gains or losses from one period to 
the next.
— Exceeding authorized limits.
• Derivative employees have actually used the communication channel.
• If anonymity is not relevant, persons who report suspected improprieties are pro­
vided feedback and have immunity from reprisals.
Receptivity of management to employee suggestions of ways to enhance produc­
tivity, quality or other similar improvements. For example, consider whether:
• Realistic mechanisms are in place for employees to provide recommendations for 
improvement.
• Management acknowledges good employee suggestions by providing cash awards 
or other meaningful recognition.
Adequacy of communication across the organization and the completeness and 
timeliness of information, sufficient to enable people to discharge their responsi­
bilities effectively. For example, consider whether:
• Traders inform credit, funding, and risk management personnel of new products 
available on the market.
• Credit risk management personnel advise traders of suspected or known counter­
party risk on a timely basis.
• Changes in counterparty credit risk are communicated by traders to credit risk 
management.
• Changes with respect to entity-wide objectives and strategies that affect derivative 
operations are communicated in a manner that is understood by all affected 
personnel.
Openness and effectiveness of channels with customers, suppliers and other
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external parties for communicating information on changing customer needs.
For example, consider whether:
• Adequate mechanisms exist for timely identification of counterparty risk.
• Suggestions, complaints and other input are captured and communicated to rele­
vant internal parties.
• Information is reported upstream as necessary and follow-up action is taken.
Extent to which outside parties have been made aware of the entity’s ethical 
standards. For example, consider whether:
• Important communications to outside parties are delivered by management level 
commensurate with the nature and importance of the message.
• Counterparties know the entity’s standards and expectations regarding actions in 
dealing with the entity.
•. Such standards are reinforced in routine dealings with outside parties.
• Improprieties by external parties are reported to the appropriate personnel.
Timely and appropriate follow-up action by management resulting from com­
munications received from customers, vendors, regulators or other external 
parties. For example, consider whether:
• Senior management is receptive to comments by internal and external auditors 
and regulators regarding deficiencies or suggestions for improvements regarding 
derivative activities. Appropriate actions are taken and documented.
• Such information is communicated to the board, stockholders, and regulators, as 
appropriate.
• Errors in trade tickets are corrected and sources of errors are investigated and cor­
rected.
• Appropriate control or management personnel—independent of those executing 
the trades—process complaints from outside parties.
• Appropriate actions are taken and there is follow-up communication with the origi­
nal sources of complaints.
• Senior managers are aware of the nature and volume of complaints.
Monitoring
Internal control systems need to be monitored—a process that assesses the quality of 
the system’s performance over time. This is accomplished through ongoing monitoring 
activities, separate evaluations or a combination of the two. Ongoing monitoring occurs 
in the course of operations. It includes regular management and supervisory activities, 
and other actions personnel take in performing their duties. T he scope and frequency 
of separate evaluations will depend primarily on an assessment of risks and the effec­
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tiveness of ongoing monitoring procedures. Internal control deficiencies should be 
reported upstream, with serious matters reported to top management and the board.
Ongoing Monitoring
Ongoing monitoring occurs in the ordinary course of operations, and includes regular 
management and supervisory activities and other actions personnel take in performing 
their duties that assess the quality of internal control system performance. Derivative 
personnel, in carrying out their regular activities, should obtain evidence as to whether 
the system of internal control continues to function effectively. For example, derivative 
management should compare corroborating evidence obtained in the course of daily 
activities to system-generated reports. In addition, the extent to which communication 
from external parties corroborates internally generated information, or indicates prob­
lems, should be considered. Appropriate follow-up mechanisms should exist to ensure 
recommendations affecting derivative operations receive the proper level of attention 
from senior management and the board of directors.
Personnel should be asked periodically to state whether they understand and comply 
with the entity’s code of conduct and perform critical control activities on a regular 
basis. For example, are signatures required to evidence performance of critical control 
functions, such as reconciling specified amounts?
Extent to which personnel, in carrying out their regular activities, obtain evi­
dence as to w hether the system of internal control continues to function. For
example, consider whether:
• Derivative management compares corroborating evidence obtained in the course 
of daily activities to system-generated reports.
• Derivative activity personnel review the accuracy of their financial statements, and 
are held responsible if errors are discovered.
Extent to which com m unications from  external parties corroborate internally 
generated information, o r indicate problems. For example, consider whether:
• Counterparties implicitly corroborate trade tickets through settlement, or com­
plaints about confirmations—indicating system deficiencies in the processing of a 
trade, settlement, or contract termination—are investigated for their underlying 
causes.
• Open positions and market values as confirmed from the bank or broker agree with 
internal documents.
• Regulators and independent auditors communicate information to the entity 
regarding compliance or other matters that reflect on the functioning of the inter­
nal control system.
• Controls that should have prevented or detected problems are reassessed.
• Such information is reported to the board of directors or audit committee, as appropriate.
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Responsiveness to in ternal and  external auditor and regulator recom m enda­
tions on m eans to strengthen internal controls. For example, consider whether:
• Significant weaknesses in internal controls identified by the internal or external 
auditors and regulators result in reassessment of the affected control structure and 
modification as necessary.
• Appropriate follow-up mechanisms exist to ensure recommendations affecting 
derivative operations receive the proper level of attention from senior manage­
ment and the board of directors.
Extent to which training sem inars, planning sessions and o ther meetings pro­
vide feedback to m anagem ent on w hether existing controls operate effectively.
For example, consider whether:
• Relevant issues and questions raised at training seminars are captured.
• Employee suggestions are communicated upstream and acted on as appropriate.
W hether personnel are asked periodically to state w hether they understand and 
comply with the entity’s code of conduct and regularly perform  critical control 
activities. For example, consider whether:
• Personnel are required periodically to acknowledge compliance with the code of 
conduct and reaffirm the absence of conflicts of interest.
• Signatures are required to evidence performance of critical control functions, such 
as reconciling specified amounts.
Effectiveness of internal audit activities. For example, consider whether:
• Internal auditors have appropriate skills and training, are not intimidated in ques­
tioning front-office and support personnel, and have access to the board of 
directors or audit committee.
• The frequency, scope and findings of internal audits receive appropriate evalua­
tion and follow-up from senior management and the board of directors.
• The scope, responsibilities and audit plans of the internal audits are appropriate 
considering the nature and scope of the derivative activities.
• Audit recommendations are followed up to ensure resolution/correction of issues.
• Derivative activities are monitored between audits to ensure ongoing compliance.
• Internal auditors test the risk management process and internal controls on a peri­
odic basis, with the frequency based on a careful risk assessment.
• Internal auditors test hedge transactions for appropriateness of accounting treat­
ment and calculations of deferred gains and losses.
• Internal auditors review the assumptions behind simulation models and stress 
tests performed by management for reasonableness.
• Adequate test work is conducted to recreate summary risk factors in management
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reports from exposures in the derivative portfolio.
• Internal auditors test compliance with risk limits and evaluate the reliability and 
timeliness of information reported to senior management and the board of directors.
• Significant changes in product lines, modeling or risk management methodologies, 
limits and internal controls receive special attention.
• Internal auditors perform periodic reviews of valuation procedures and actual valu­
ations for accuracy, separation of duties, independent pricing, etc.
• Internal auditors review and analyze periodic performance and risk indicator 
reports.
• Internal auditors review and analyze the development of new systems.
• Substantial changes in earnings from derivative activities, in the size of positions or 
the value at risk associated with derivative activities receive special emphasis.
• An independent evaluation of the work of internal audit is performed and the 
appropriate level of manager or external party (e.g., regulators or independent pub­
lic accountants) performs that evaluation. Management ensures that an appropriate 
response is made to the evaluation.
• For entities where internal audit may lack appropriate expertise and it may not be 
cost-beneficial to obtain such expertise, consideration is given to contracting with 
outside parties for those services.
Separate Evaluations
It is useful to take a fresh look at the internal control system from time to time, focus­
ing directly on system effectiveness. The scope and frequency of separate evaluations 
will depend primarily on an assessment of risks and ongoing monitoring procedures. 
Derivative management’s accountability for internal controls should be reinforced 
through periodic formal reevaluations of the effectiveness of risk management and 
other controls to ensure that the scope, depth of coverage and frequency are adequate. 
Those performing the evaluation should gain a sufficient understanding of derivative 
activities, how the system is supposed to work and how it does work. An analysis 
should be made, using the evaluation results as measured against established criteria. 
T he methodology for evaluating a system should be logical and appropriate, and the 
evaluation process should be managed by an executive with requisite authority. 
Documentation, such as policy manuals, organization charts, operating instructions and 
the like should be available, and consideration should be given to documenting the 
evaluation process.
Significant weaknesses in internal controls, such as those identified by the internal or 
external auditors, should result in reassessment of the affected control structure and 
modification as necessary. In addition, the effectiveness of internal audit activities must 
be assessed. Internal auditors should have the appropriate skills, training, and access to 
senior management and the board of directors. The scope, responsibilities and audit 
plans of the internal audits should be appropriate considering the nature and scope of
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derivative activities. Internal auditors should test the risk management process and 
internal controls on a periodic basis, with frequency based on careful risk assessment. 
Significant changes in earnings from derivative activities, products, modeling or risk 
management methodologies, limits, and internal controls should receive special atten­
tion. Conditions when market stress exists, substantial changes in earnings from 
derivative activities, the size of positions and the value at risk associated with derivative 
activities also should receive special emphasis.
Scope and frequency of separate evaluations of the internal control systems. For
example, consider whether:
• Management ensures the integrity and effective functioning of an independent 
audit function to review, evaluate and test the entity’s use of derivatives. The entity 
ensures that independent internal auditing capabilities are in place and functioning, 
including the firm establishment of clear and independent lines of reporting, 
responsibility and accountability to senior management and/or the board of direc­
tors. This independent auditing function evaluates, tests, and reports on whether 
derivative product managers and transaction execution personnel are operating 
within existing policies and guidelines established by senior management.
• The scope, depth of coverage and frequency are adequate.
Appropriateness of the evaluation process. For example, consider whether:
• The evaluator gains a sufficient understanding of derivative activities.
• An understanding is obtained of how the system is supposed to work and how it 
does work.
• An analysis is made of the evaluation results as measured against established criteria.
Whether the methodology for evaluating a system is logical and appropriate. For
example, consider whether:
• Such methodology includes checklists, questionnaires or other tools.
• The evaluation team is brought together to plan the evaluation process and ensure 
a coordinated effort.
• The evaluation process is managed by an executive with requisite authority.
Appropriateness of the level of documentation. For example, consider whether:
• Policy manuals, organization charts, operating instructions and the like are avail­
able.
• Consideration is given to documenting the evaluation process.
Reporting Deficiencies
Internal control deficiencies should be reported upstream, with certain matters 
reported to top management and the board. Business managers are formally responsi­
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ble for communicating to senior management and the board their plans for eliminating 
internal control deficiencies. Mechanisms should exist for capturing and reporting iden­
tified internal control deficiencies from both internal and external sources. T he 
appropriateness of reporting protocols should also be considered; for example, whether 
deficiencies are reported to the person directly responsible for the activity and to a per­
son at least one level higher. Specified types of deficiencies should be reported to 
senior management and to the board. Follow-up actions should be closely monitored 
and appropriate. T he entity should have a policy to determine the causes of weak­
nesses in internal control, implement controls to mitigate risk, and periodically test the 
controls to determine that they are working appropriately.
Existence of m echanism s for capturing and reporting identified internal control 
deficiencies. For example, consider whether means exist for obtaining reports on 
deficiencies:
• From both internal and external sources (e.g., counterparties, auditors, regulators).
• Resulting from ongoing monitoring or separate evaluations.
A ppropriateness of reporting protocols. For example, consider whether:
• Deficiencies are reported to the person directly responsible for the activity and to a 
person at least one level higher.
• Specified types of deficiencies are reported to more senior management and to the 
board.
A ppropriateness of follow-up actions. For example, consider whether:
• The entity has a policy to determine the causes of weaknesses in internal control, 
to implement controls to mitigate the risk, and then to test the controls to deter­
mine that they are working appropriately.
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Appendix A
Technical Aspects of Derivatives
This appendix provides a brief overview of the technical aspects of derivatives. It 
includes:
• Typical features of derivatives, the instruments on which they are based, and the 
contracts and markets in which they are traded.
• An analysis of their economic characteristics.
• Specific examples and applications.
The appendix concludes with a discussion of the various types of risk associated with 
derivative use.
Forward Contracts
Forward contracts are agreements between two parties that commit one party to pur­
chase and the other to sell the instrument or commodity underlying the contract at a 
specified future date. Forward contracts fix the price, quantity, quality and date of the 
purchase and sale. Some forward contracts involve the initial payment of cash and may 
be settled in cash instead of by physical delivery of the underlying instrument.
Forward contracts expose both the buyer and the seller to the risk of market move­
ments as if they took the position in the contracted quantity of the underlying 
instrument directly. These contracts also expose both the buyer and seller to the risk 
that the other party will fail to perform its obligations to take or make delivery of the 
underlying instrument. The loss that would be suffered if a counterparty failed to per­
form on a forward contract would be the difference between the contracted forward 
price and the spot or cash market price at which the underlying instrument could actu­
ally be bought or sold. Accordingly, the magnitude of loss from nonperformance will 
vary based on the depth, liquidity and price movements of the cash markets for the 
underlying instrument.
Occasionally, one or both parties require the other to provide collateral to secure perfor­
mance under the forward contract. The amount of collateral required may be a function 
of the credit rating of the counterparty and may be adjusted throughout the life of the 
forward contract to reflect changes between the contracted price and the current cash 
market price of the underlying instrument.
Economic Analysis of Forward Contracts
It might seem intuitively obvious that market expectations of future cash market prices 
for an instrument should be the primary determinant of today’s forward contract prices. In 
most markets, that is not true. The potential for arbitrage (risk-free excess profits) with 
various cash markets is the primary market force that determines forward contract rates.
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This arbitrage effect can be illustrated by the theory of interest rate parity and forward 
foreign exchange rates. According to that theory, an investment in risk-free securities 
will have the same present value, regardless of which currency it is made in. To illus­
trate this, assume that the current exchange rate is ¥100 = $1 and the risk-free Japanese 
and US interest rates are 5 percent and 7 percent, respectively. At the end of one year, 
an investment of ¥100 will have grown to ¥105 and an investment of $1 will have grown 
to $1.07. The interest rate parity theory implies that today’s one-year forward exchange 
rate will be ¥105 = $1.07, which is equivalent to ¥98.1 = $1.
This relationship must be true in order for there to be no opportunities for arbitrage. 
For example, suppose that a bank anticipated that the spot exchange rate in one year 
would decline to ¥97 = $1. If the bank offered to commit today to that rate for delivery 
in one year, U.S. investors with other beliefs would buy yen today and invest them 
while selling the yen forward. At the end of the year, the ¥105 would be delivered to 
fulfill the forward sale commitment, yielding a risk-free return of 8.25 percent. That is, 
other U.S. investors could buy ¥100 for $1, invest the ¥100 risk free and receive ¥105 at 
the end of one year, and deliver only ¥97 in return for $1 under the forward contract 
with the bank. The investors’ risk-free return would be 8.25% [(¥105 -  ¥97)/¥97]. 
Conversely, if the bank-offered forward exchange rate was higher, for example ¥100 = 
$1, Japanese investors would buy dollars today and invest them while buying the yen 
forward for a risk-free return of 7 percent [($107 -  $ 1 )/$ 1 ]. In either case, the arbitrage 
opportunity would continue to induce investors in one of the countries to make their 
investments in the currency of the other country until the interest rates and current and 
forward exchange rates returned to equilibrium.
Examples of Forward Contracts
Foreign exchange contracts are often forward contracts. A U.S. computer manufacturer 
that purchases parts from a Japanese supplier may use forward foreign exchange con­
tracts to reduce the potential effect of exchange rate movements on parts costs. Assume 
that based on the expected shipping schedule, the supplier’s yen-denominated invoice 
is expected to be due and payable in three months. The company may negotiate with 
its bank today to fix the price at which it will buy yen in three months to use to pay its 
supplier. No money would change hands today. On the specified delivery date, the 
company would receive the contracted quantity of yen and pay the previously negoti­
ated price, regardless of what the cash market rate of exchange is at that time.
A mortgage banker may make commitments to lend to prospective borrowers at a fixed 
interest rate of 7 percent. If interest rates rise prior to the time the loans are ready for 
sale, the company will realize a loss from selling the mortgages at a discount. Conversely, 
if interest rates fall, the company will realize a gain from selling the mortgages at a pre­
mium. If the company wants to reduce the risk of interest rate movements, it may firmly 
commit to sell to one of the government-sponsored mortgage corporations (e.g., the 
Federal Home Loan Mortgage Corporation, or “Freddie Mac”) at par a total of $1 mil­
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lion of 30-year loans with a fixed interest rate of 7 percent. The mortgage banker would 
pay a fee of $2,500, for example, to the government-sponsored mortgage corporation for 
its firm commitment to purchase the mortgages on these terms.
These contracts typically would entail settlem ent by physical delivery. They also 
would provide for a cash settlement payment if less than some minimum amount of 
loans (for example, $975,000 in the case of the mortgage purchase commitment) were 
actually delivered. T he settlement payment would be based on the amount of the 
shortfall in delivery and the current market prices for such loans. Accordingly, either 
the seller or the buyer could be required to make the settlement payment, depending 
upon the changes in market prices between the original and settlement dates. If the 
mortgage banker failed to deliver the mortgages and sold them in the cash market 
instead, the cash settlement payment received or made on the forward sale would off­
set the discount or premium received from the cash market sale.
Futures
Futures are standardized forward contracts traded on organized exchanges. Each 
exchange specifies the standard terms of futures contracts it sponsors. Futures contracts 
are available for a wide variety of underlying instruments, including agricultural com­
modities, minerals, debt instruments (such as U.S. Treasury bonds and bills), composite 
stock indices and foreign currencies.
T he futures buyer and seller negotiate a price through open outcry on the floor of the 
futures exchange. The exchange then steps in the middle of the futures trade to create 
two contracts, one with the buyer and one with the seller. Through this mechanism, 
the exchange effectively guarantees fulfillment of the contracts to both the buyer and 
seller, thereby substantially eliminating the credit risk faced by each. In return, both 
the buyer and seller are required to post collateral in the form of a cash margin deposit. 
Each trading day, all open contracts are adjusted to the closing trade price of the day. 
The difference between the prior day’s closing price (or actual trade price for contracts 
opened that day) and the current closing price is charged or credited to the cash margin 
deposit. If that cash margin account is depleted below a set threshold, additional mar­
gin funds m ust be deposited. This margin requirem ent results in the risk that 
additional funds may be required with very little notice. If required additional margin 
deposits are not made, the futures positions will be closed out.
Some futures contracts call for settlement by physical delivery of the underlying instru­
ment. At the expiration of the futures contract, the seller is instructed to deliver the 
underlying instrument to a public transfer facility specified in the contract and the 
buyer is instructed to take possession of it there. T he futures exchange makes and 
receives the cash payments for the purchase from the seller and the sale to the buyer
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based on the closing price on the last day of trading. That price, plus or minus all of the 
daily credits and charges to the cash margin deposit, will equal the originally contracted 
futures price.
To avoid the inconvenience of having to make or take physical delivery, the vast major­
ity of futures contracts are closed out before the delivery date. Futures buyers close 
their positions by selling a new, offsetting futures contract for the same delivery date as 
the one originally purchased. Similarly, futures sellers close their positions by buying a 
new, offsetting futures contract. This method can be used any time during the life of 
the futures contract to close open contracts. However, a significant portion of the clos­
ing activity takes place on the last trading day of each contract.
Other futures contracts call for cash settlement only, typically where physical delivery is 
impractical, such as with futures on a composite index of stocks. The final settlement 
of this type of contract is just another typical daily settlement.
Economic Analysis of Futures Contracts
For instruments that are susceptible to arbitrage against cash markets, the valuation of 
futures contracts is similar to the valuation of forward contracts described previously. 
However, some instruments underlying futures are less susceptible to arbitrage, pri­
marily because of high transaction costs in the cash markets, such as storage and 
spoilage costs for agricultural commodities.
At any given moment, the futures market price of an instrument will likely be different 
than the current cash market price of the underlying instrument. This difference, 
called the basis, can either be positive or negative. It is the product of many factors, 
including the interest and other costs (or perhaps revenues) associated with holding the 
underlying instrument, temporary supply and demand imbalances and expectations 
about the future. T he higher the transaction costs of arbitrage transactions and the 
longer the maturity of the futures contract, the larger and more variable the basis may 
be. The basis converges to zero at maturity. During the life of the futures contract, the 
basis may follow an unpredictable path, both decreasing and increasing or going from 
positive to negative. A strategy that requires the purchase or sale of additional contracts 
at a later date creates the additional risk of basis shifts over time.
Examples of Futures
Agricultural commodities futures are among the oldest derivative contracts. While their 
volume has not kept pace with the explosive growth in interest rate and stock index 
futures, they are still widely used by food producers and processors to reduce the price 
risk associated with raw materials. As an example, the cost of raw corn is a significant 
portion of the cost of manufacturing corn sweetener and corn starch, two very common 
ingredients in beverages and food products. A corn processor that wants to reduce the 
impact of fluctuations in corn prices due to seasonal and other factors may buy corn 
futures. Because the futures price and the spot price converge at the maturity of the
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futures contract, the gain or loss on the futures contract will act to adjust the spot price 
so that the net cost of the corn equals the originally contracted futures price. To illus­
trate this effect, assume that in March the corn processor bought futures to hedge May 
and July corn purchases. At that time, the spot price of corn was $2.28/bushel. At matu­
rity, the net cost of corn purchases covered by the futures contracts would be computed 
as follows (based on assumed spot prices at maturity):
Futures Delivery Month
May July
Contracted Futures Price in March $2.34/bu. $2.40/bu.
Futures Price at Maturity $2.33/bu. $2.43/bu.
Futures Contract (Gain) Loss $0.01/bu. ($0.03/bu.)
Spot Price $2.33/bu. $2.43/bu.
Net Cost $2.34/bu. $2.40/bu.
This strategy will be most effective if the processor can match the maturity of the 
futures contracts closely to the timing of its actual corn purchases. If the futures mature 
before the date of the required purchases, the corn processor either will have to enter 
into additional contracts to replace the maturing ones or will be unprotected for the 
period after maturity. Alternatively, if the futures mature after the date of the required 
purchases, the processor will either have to bear the risk of price changes on a specula­
tive futures position following the required corn purchases or will have to close out the 
contracts before maturity and risk unexpected basis fluctuations.
To illustrate this last point, assume that the corn processor also used July futures con­
tracts to hedge June corn purchases (because no June futures contracts were available). 
Based on the May and July contracts, one might expect that the March price for a June 
contract (if it existed) would be $2.37/bu., using an expected basis of $0.03/bu. per 
month of contract life. If the basis converges in the smooth manner expected, the net 
cost of the corn will be the price expected. However, if the basis doesn’t converge in 
the manner expected, the net cost of the corn will be different than expected and the 
hedging strategy will be less effective. The following table demonstrates this differ­
ence, assuming that the basis declined to $0.01/bu. at the date the futures contracts are 
closed out:
Expected Actual
Contracted Futures Price for July Delivery $2.40/bu. $2.40/bu.
Futures Price on June Close Out $2.44/bu. $2.42/bu.
Futures Contract (Gain) Loss ($0.04/bu.) ($0.02/bu.)
June Spot Price $2.41/bu. $2.41/bu.
N et Cost $2.37/bu. $2.39/bu.
While agricultural futures are among the oldest derivatives, their market volume pales 
in comparison with futures on Eurodollar CDs; U.S. Treasury bills, notes and bonds;
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and certain other fixed income instruments denominated in major foreign currencies. 
These types of contracts are referred to by the generic term interest rate futures 
because the value of the underlying instrument, and therefore the futures contract, is 
determined by prevailing market interest rates. Interest rate futures can be used in a 
variety of ways to speculate on changes in interest rates or to change the interest rate 
characteristics of existing or anticipated interest-bearing assets or liabilities.
For example, since a swap can be viewed as a series of forward contracts, swap dealers 
often use futures to help hedge their net unmatched inventory positions in interest rate 
swaps. By the same token, the manufacturer discussed in the swap example above 
could have entered into a series of futures contracts instead of the swap in order to fix 
the rate on its variable rate bonds. The manufacturer could use futures on Eurodollar 
CDs, which is a cash-settled contract. This contract is based on a hypothetical 90-day 
CD based on the three-month London InterBank Offered Rate (LIBOR). The hypo­
thetical CD is priced on a discount basis to have a maturity value of $1,000,000. That 
means that if the three-month LIBOR rate is 8 percent, the CD would have an initial 
price computed as follows:
$1,000,000 X  ( 1-.0800 x 90 
360
This pricing formula implies that a change of 0.01 percentage point in the three-month 
LIBOR rate will result in a $25 change in the price of the hypothetical CD, and there­
fore the value of the  fu tures contract. T h is  can be seen from the following 
computation:
100
= $980,000
$1,000,000 X . 0001 X 90
360
= $25
The manufacturer in this example would want to sell 100 futures contracts to settle at 
the end of the month before each resetting of the interest rate on the bonds. Then, as 
interest rates increase, the initial price of the underlying hypothetical CD, and there­
fore the value of the futures contracts, goes down. This would result in a profit for 
the seller of the futures contracts that would offset the increased interest expense on 
the manufacturer’s bonds. T he opposite relationship would hold as interest rates 
decline, with losses on the futures positions offsetting decreased interest expense on 
the bonds.
Eurodollar CD futures often have contracts open for final settlement as much as ten 
years later. Therefore, one could theoretically replicate a swap based on three-month 
LIBOR with up to a ten-year maturity. As a practical matter, however, contracts for set­
tlem en t in the later years have lim ited liquidity, and therefore it may not be 
cost-effective to use futures to replicate longer swaps. In addition to cost-effectiveness, 
issues of management complexity, customizability, accounting treatment and other fac­
tors may influence the choice to use futures or swaps in a particular application.
For example, suppose that the manufacturer only wanted to fix the interest rate on the 
variable rate bonds for two years from January 1, 19X8, through December 31, 19X9. At 
January 1, 19X8, the manufacturer has been offered a two-year interest rate swap in 
which the manufacturer would pay a fixed rate of 7.5 percent and receive three-month 
LIBOR quarterly. T he three-month LIBOR rate at January 1, 19X8 is 6.6 percent. 
Alternatively, the manufacturer could sell Eurodollar CD futures at the following yields:
Settlement Month Yield
March 19X8 6.95%
June 19X8 7.25%
September 19X8 7.50%
December 19X8 7.70%
March 19X9 7.85%
June 19X9 7.95%
September 19X9 8.00%
Average 7.60%
Initially, it may seem that the 7.5 percent interest rate swap would result in a lower 
effective cost during the two-year period. However, notice that there are only seven 
futures contracts listed. This is because unlike typical swaps, the March 19X8 future 
effectively fixes the bond interest rate for the second quarter of 19X8. The bond interest 
rate for the first quarter of 19X8 has already been set based on the 6.6 percent level of 
three-month LIBOR at January 1, 19X8, and does not require further modification with 
futures contracts. On the other hand, the swap effectively increases the bond interest 
rate in the first quarter of 19X8 by 0.9 percentage point (from a base of 6.6 percent to a 
base of 7.5 percent, plus the additional 1 percent margin). In other words, including the 
rate for the first quarter of 19X8, the average three-month LIBOR rate fixed by the 
futures strategy would be 7.475 percent, as compared with 7.5 percent for the swap.
As noted above, using futures to replicate an interest rate swap may require additional 
management time and expertise to evaluate, structure and execute the appropriate 
futures strategy. It may also require additional management time and expertise to moni­
tor and manage the ongoing liquidity requirements for margin deposits resulting from 
futures losses, and to make sure that excess margin credits resulting from futures gains 
are fully invested. A futures strategy may also not be as flexible as a customized swap; for 
example, if the swap were based on a specific interest rate index for which there are no 
futures contracts. Financial reporting and regulatory issues may also influence the choice 
between futures and swaps. Under current accounting rules, futures and swaps are 
accounted for differently, which can result in different timing for income and expense 
recognition and different balance sheet amounts being reported at any given time. 
Banking, insurance or other regulations may also treat futures and swaps differently.
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Swaps
Swaps are contracts to exchange, for a period of time, the investment performance of 
one underlying instrument for the investment performance of another underlying 
instrument, typically without exchanging the instruments themselves. Swaps can be 
viewed as a series of forward contracts that settle in cash rather than by physical deliv­
ery. Swaps generally are negotiated over-the-counter directly between the dealer and 
the end user.
Interest rate swaps are the most common form of swap contract. However, foreign cur­
rency and commodity swaps also are common. A “plain vanilla” interest rate swap 
involves the swap of interest at a variable rate based on a specified benchmark (such as 
the three-month LIBOR rate) times a notional principal amount for interest at a fixed 
rate times that same notional principal amount. Typically the rates are set so that no 
money changes hands at the inception of the swap. On regular settlement dates (quar­
terly, for example), one party will pay the other the net difference between the fixed 
and floating rates times the notional principal amount.
Even though swaps are negotiated directly between counterparties, there is an active 
and liquid market for “plain vanilla” interest rate swaps. As many as twenty commercial 
and investment banks regularly post the fixed swap rates they are willing to pay or 
receive in exchange for common variable interest rates. These fixed rates typically are 
quoted in relation to the yields on U.S. Treasury securities of a similar maturity.
In this market environment, it is relatively easy for an end user to enter into an interest 
rate swap. After executing a standard master agreement, much like opening any other 
account with a securities dealer, a customer can enter into a swap with a single order by 
telephone. The terms of the swap typically are confirmed in a letter that may be only a 
few pages long. This confirmation, which refers to the master agreement, often repre­
sents the only written documentation of the swap transaction.
It is almost as easy for a user to effectively terminate a “plain vanilla” interest rate 
swap. This is done simply by entering into another swap with the same counterparty 
that has characteristics opposite those of the swap being terminated. The net result of 
the two swaps is a fixed annuity over the remaining swap term. Sometimes, swaps are 
settled by a cash payment equal to the present value of the fixed annuity that would 
result from entering into an offsetting swap.
Even if the second swap does not formally terminate the first one, many master agree­
ments call for net settlement of all swap positions in the case of bankruptcy or default. 
These are called “master netting agreements” and substantially eliminate credit risk 
for both counterparties as it relates to offsetting swaps. Alternatively, the user may enter 
into an offsetting swap with a different counterparty. The offsetting swap will reverse 
the interest rate effects of the initial swap but will increase the credit risk, because one
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of the swaps will always be in a net asset position, and it is generally not possible to 
have effective multi-party netting agreements.
There are a number of more complicated swap transactions that may involve both 
interest rates and foreign currency exchange rates and may also involve an exchange of 
the notional principals denominated in different currencies at the end of the swap. 
Others involve the swap of investment performance on a composite stock index like 
the S&P 500 for a fixed or variable interest rate.
There have been several recent situations where complicated options or leverage fea­
tures have been embedded swap transactions. Swaps with such embedded features are 
more difficult to understand and value, which makes it harder for a user to ensure that 
it is receiving the most favorable terms possible. It is also very difficult and costly to ter­
minate such a swap early.
Economic Analysis of Swaps
From the point of view of the counterparty receiving the fixed rate payment, an inter­
est rate swap is economically substantially equivalent to an investment in a fixed rate 
bond fully financed by floating rate borrowings. In fact, the basic model for valuing 
swaps takes this view. This analysis assumes that the value of the floating rate borrow­
ing will, by definition, be par at the date of the next interest rate reset. Therefore, the 
fair value over time of such a simple swap transaction will be based primarily on the 
premium or discount on the hypothetical fixed rate bond resulting from decreases or 
increases in the fixed rates demanded by the market.
The primary difference between an interest rate swap and the hypothetical fixed rate 
bond and floating rate borrowing described above relates to credit risk. Because the 
notional principal typically does not change hands and the interest payments are offset 
and settled net, the credit risk is limited to the fair value or replacement value of the 
swap, rather than the amount of its notional principal. It is also not clear at the outset 
which counterparty will be exposed to the credit risk. If interest rates rise, the party 
that pays the fixed rate will have an asset in the swap and will be exposed to a risk of 
default by the party that pays the variable rate. The reverse will be true if interest rates 
fall. Accordingly, the credit rating of the counterparty has less of an impact on the value 
of swaps than it would on the value of the hypothetical underlying bonds. In fact, the 
relative credit rating of the counterparties with respect to one another is how credit 
quality considerations typically are incorporated into swap rates.
Examples of Swaps
Interest rate swaps are commonly used to synthetically change the interest rate charac­
teristics of a recorded asset or liability. For example, suppose a manufacturer wanted to 
use an interest rate swap to convert the interest rate nature of a debt obligation 
recorded on its balance sheet from floating to fixed. In this example, the manufacturer’s 
goal is to fix its interest cost on $100 million of its five-year bonds which pay interest
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that floats one percentage point over the three-month LIBOR rate, reset quarterly. The 
manufacturer might negotiate a five-year interest rate swap with a commercial bank 
whereby the bank would pay to the manufacturer the three-month LIBOR rate times a 
notional principal of $100 million. In exchange, the manufacturer would pay to the 
bank a fixed rate of 8 percent times the same notional principal of $100 million. Use of 
the swap effectively fixes the manufacturer’s borrowing cost on its underlying debt 
obligation at 9 percent, regardless of the level of the three-month LIBOR rate. The fol­
lowing table illustrates this effect under two future interest rate scenarios:
If a year later the manufacturer wanted to terminate the swap, it could enter into an off­
setting four-year swap where it might pay the three-month LIBOR rate and receive a 
fixed rate of 9 percent. The receipt of three-month LIBOR under the original swap 
would exactly match the payment of three-month LIBOR under the offsetting swap. 
The payment of 8 percent and the receipt of 9 percent would result in a net receipt of 1 
percent per annum times the $100 million notional principal for four years. The two 
parties might also simply agree to terminate the original swap by having the bank pay 
the manufacturer $3.4 million, which represents the present value of the $1 million net 
payments for four years, discounted quarterly at 9 percent per annum.
Options are contracts that give the option holder (purchaser of the option rights) the 
right, but not the obligation, to enter into a transaction with the option writer (seller of 
the option rights) on terms specified in the contract. A call option allows the holder to 
buy the underlying instrument, while a put option allows the holder to sell the underly­
ing instrument. Options are traded on exchanges and over the counter. They can 
require cash or physical delivery settlement. Options can be separate contracts or they 
can be embedded in other instruments. They can require the holder to take some 
explicit action or give some specific notice in order to exercise its rights under the 
option. Options can also operate automatically by incorporating the choice into a math­
ematical formula.
Economic Analysis of Options
The most fundamental characteristic of every option is the uneven allocation of risk 
and reward. The holder of the option receives a larger potential for gain than he does 
risk of loss. In the example of a call option on stock, the holder’s profits increase dollar 
for dollar as the value of the underlying stock exceeds the strike price (the price the
Three-month LIBOR Rate 
Quarterly Bond Interest Payment 
Manufacturer’s Net Swap Payment (Receipt) 
Net Quarterly Interest Cost
Rising 
Interest Rates
9%
Falling 
Interest Rates
5%
$1,500,000
750,000
$2,250,000
$2,500,000
(250,000)
$2,250,000
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holder must pay upon exercise of the option). However, the holder can lose no more 
than the option premium (purchase price) if the value of the stock declines below the 
strike price. The writer, in contrast, can benefit by no more than the premium received, 
but may incur losses dollar for dollar as the value of the underlying stock exceeds the 
strike price.
The value to the holder of an option at its exercise or expiration date is the greater of 
zero or the difference between the value of the underlying instrument and the option 
strike price. The value to the writer of an option then is the negative of the value to the 
holder.
For example, suppose the option holder pays a $2 premium to the option writer for an 
option to buy one unit of an underlying instrument at $3. The ultimate profit or loss 
realized by each party will depend on the value of the underlying instrument when the 
option is exercised or expires. If the value of the underlying instrument is less than $3, 
the holder will not exercise the option and will lose the entire $2 premium paid. On the 
other hand, the writer will profit by the $2 premium received without having to sell the 
underlying instrument (which the writer may have never owned to begin with). If the 
value of the underlying instrument is above $3, the holder will exercise the option to 
buy it at the $3 strike price. The difference between the value of the underlying instru­
ment and the strike price will go toward offsetting the option premium and potentially 
generating a net profit for the holder and a corresponding net loss for the writer. This 
effect can be seen in the graph below:
Option Profit
  H older  W riter
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The same effect could be achieved by a contract in which the holder pays the writer $2 
at inception and the writer pays the holder at expiration the greater of $0 or the value of 
the underlying instrument minus $3. This is an example of a cash-settled option that 
operates automatically based on a mathematical formula.
The value of an option during its life is a function of many different variables:
• T he current price or value of the underlying instrument.
• Whether the underlying instrument will pay dividends, interest or other income 
during the option period to which the option holder is not entitled.
• T he expected volatility of the underlying instrument. Volatility is the standard 
deviation of the rate of return, and is essentially independent of the expected rate 
of return, which is already considered by the market in setting the current price or 
value of the underlying instrument. The current price or value of the underlying 
instrument reflects its expected rate of return (the trend line of expected future 
values over time). Expected volatility is a measure of how tightly clustered or 
widely dispersed actual future values are expected to be around the trend line.
• The time value of money, represented by a “risk-free” discount rate.
• The term of the option.
• W hether the option is exercisable only at the end of its term  (a so-called 
“European” style option) or any time throughout its term (a so-called “American” 
style option).
• The option exercise price.
The first four factors are determined by the market independently of the option and 
will change over time. The last three factors are unique to each option.
The value of an option during its life can be thought of as having two portions: the 
intrinsic value and the time value. T he intrinsic value is equal to the difference 
between the value of the underlying instrument and the option exercise price, if that 
difference is positive for the option holder. Intrinsic value is the net amount that would 
be realized upon immediate exercise of the option and sale of the underlying instru­
ment. T he intrinsic value can never be negative for the option holder.
The time value is the excess of the total fair value of the option over its intrinsic value. 
Time value can never be negative for the holder and only decreases to zero when the 
option reaches its expiration date. For this reason, it is rarely advantageous for an option 
holder to exercise a freely tradable option until its expiration date or shortly before. If 
for any reason the holder wished to “cash out” of the option position prior to expiration, 
it would typically be more profitable to sell the option (and benefit from any remaining 
time value) rather than exercise it (and waste whatever time value remains). This line 
of reasoning does not hold for options that are not freely tradable, however.
Option transactions typically are analyzed in terms of long or short positions in the
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underlying security coupled with cash borrowing or investing positions. A theoretical 
value for simple options typically can be computed using formulas named after Black 
and Scholes and/or larger mathematical models based on the work of Cox, Ross and 
Rubenstein. These larger models are also called “binomial” models, because they sim­
plify all future possibilities of the option into a web or lattice of events, each with only 
two possible outcomes.
There are many different types of “exotic” options that are much more complicated 
and difficult to value mathematically. The payoff for exotic options often depends on 
the path the price of the underlying security takes during the option life. For example, 
“Asian” options base the final option payoff on the average price of the underlying 
instrument during the option term. Others, called “barrier” options, only pay off if the 
price of the underlying security goes beyond some threshold during the option term.
Despite their apparent mathematical precision, all valuation models yield only a theo­
retical result. The actual value at which one could enter into or terminate an option 
contract will depend on the dynamics of the market, particularly if there is only thin 
trading.
Examples of Options
Among the m ost w idely recognized options are those on indiv idual stocks. 
Standardized stock options are traded on exchanges. Non-standardized stock options 
are given by companies to their officers and employees for compensation and other rea­
sons. Exchange traded options are also available for a num ber of other types of 
instruments, including various composite stock indices and even a number of futures 
contracts.
The call feature of some corporate and municipal bonds and the prepayment right of 
many residential mortgages are a form of embedded option. They both grant the 
obligor the option of “purchasing” the debt from the holder or lender.
“Swaptions,” or swap-options, are another common example of an embedded option. A 
swaption is a swap combined or linked with one or more options. A typical swaption 
allows one party either to extend the term of the swap or terminate it early. This form of 
swaption can be viewed as a combination of a fixed-term swap for the minimum swap 
term and an option to enter into an additional swap for the remaining period up to the 
maximum term. Alternatively, either type could be viewed as a combination of a fixed- 
term swap for the maximum swap term and an option to enter into an offsetting swap for 
the period between the earliest and latest termination date. Another common definition 
of the term “swaption” is an option to enter into a swap agreement at a future date.
Interest rate caps are contracts that pay the holder when the specified interest rate 
exceeds a threshold level. Interest rate floors are contracts that pay the holder when the 
specified interest rate is below a threshold level. Fundamentally, interest rate caps and
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floors can be viewed as a series of options bundled together. The specified interest rate 
is the underlying instrument, and the threshold level is the strike price. A cap is like a 
call option on the interest rate index, and a floor is like a put option on the interest rate 
index. The bundle contains one option for each payment date in the cap or floor.
Interest rate collars are contracts that pay the holder when the specified interest rate 
exceeds an upper threshold level, and requires the holder to pay when the specified 
interest rate falls below a lower threshold level. An interest rate collar is equivalent to a 
purchased interest rate cap and a written interest rate floor. Interest rate collars are 
often constructed so that they cost the holder little or no money at inception. This can 
be accomplished by setting the cap and floor strike price thresholds so that the pre­
mium received from writing the floor offsets the premium paid to purchase the cap. 
Combinations of written and purchased options, such as interest rate collars, frequently 
can be classified as predominantly a written option or predominantly a purchased 
option, based on whether a net premium was received or paid.
Risks Associated With Derivatives
T he risks associated with derivatives can be broadly categorized as follows:
• Market risk.
• Market liquidity risk.
• Basis or correlation risk.
• Credit risk.
• Legal risk.
• Systemic risk.
• Settlement risk.
• Funding liquidity risk.
• Operational risk.
Market Risk
Market risk is the risk that the value of a derivative contract will change, either favor­
ably or unfavorably, in response to changing m arket conditions. T he  value of a 
derivative contract is a function of many variables, each of which may affect particular 
derivatives in different ways. For example, in addition to the supply/demand forces 
common to any market, the value of a derivative may be influenced by:
• The terms of the contract.
• The price or value and volatility of the underlying instrument (both in absolute 
terms and relative to other closely related instruments).
• The “time value” of money.
• The passage of time and the remaining life of the derivative contract.
• Taxation and government regulation.
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To further complicate matters, the value of individual derivative contracts often is 
affected by complex interrelationships among these variables. In such circumstances, 
valuation can become a highly subjective and difficult-to-understand process.
To offset some of the uncertainties involved in performing valuations of derivative con­
tracts, market risk is often expressed using statistical measurements such as volatility or 
standard deviations from a stipulated benchmark. Based on a combination of historical 
data and assumptions about future events, some entities express market risk in terms of 
the possible amount of loss to which the enterprise is exposed given certain time and 
resource constraints.
Many derivatives are designed with the intention of permitting the holder to assume 
greater market risk than the traditional securities to which they are related. It is this 
greater market risk that makes derivatives an appealing choice for a wide variety of 
both risk management and speculative applications.
Market Liquidity Risk
Market liquidity can also be a risk with individually tailored contracts that are negoti­
ated between two parties for a specific purpose. There is often no practical way to close 
out these types of derivative positions except to negotiate early termination with the 
counterparty. In such cases, the termination cost may be very high. And because there 
are usually few market forces to enforce pricing relationships, the negotiated termina­
tion value may not conform closely to the value indicated by theoretical models.
Basis or Correlation Risk
Basis risk is a type of market risk that exists among instruments that are not perfectly 
correlated. It is the risk that the value of a derivative position will change relative to the 
value of some other position (either in derivatives, traditional securities or some other 
instrument) in response to changing market conditions. As an example, two short-term 
interest rates (e.g., 90-day T-bills and three-month LIBOR) may generally move 
together in the same direction and by substantially similar magnitudes so as to maintain 
a fairly constant relationship, or spread. However, there is a risk that market conditions 
could cause one rate to move more or less (or even in the opposite direction in an 
extreme case) than the other rate, resulting in an unexpected increase or decrease in 
that spread. The unpredictable path of the basis between a futures contract and the 
underlying instrument is another example of this type of risk.
Credit Risk
Credit risk is the risk of loss from nonperformance by the counterparty to a derivative 
contract. Analysis of credit risk for derivative contracts differs from analysis of credit 
risk for traditional loans and securities in several ways.
First, many derivative contracts are based on a stipulated “notional” or theoretical 
amount. This notional amount does not necessarily represent the magnitude of possible
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credit loss, as is the case with the principal balances of traditional cash-market loans and 
securities. Take, for example, the case of an enterprise that converts the interest rate 
nature of $100 million in fioating-rate debt to a fixed rate through use of a three-year, 
$100 million interest rate swap agreement. If interest rates rise significantly, the enter­
prise will owe proportionately greater amounts on its debt and the counterparty to the 
swap agreement will owe proportionately greater amounts under the terms of the swap. 
The magnitude of potential loss to debtholders if the enterprise is unable to honor its 
obligation is represented by the total principal balance of the debt, i.e., $100 million. 
However, the magnitude of potential loss to the enterprise if the counterparty to the 
swap agreement is unable to honor its obligation is substantially less, i.e., the net receiv­
able for the difference between the fixed and variable interest rates over the remaining 
term of the swap. Thus, the notional balance of the swap overstates the potential credit 
risk relative to the principal balance of more traditional financial instruments.
Second, credit risk is substantially eliminated for exchange-traded derivatives because 
of the role of the exchange and margining or collateral requirements. Third, the extent 
of credit risk can change dramatically as market values change, including sometimes 
reversing the role of “creditor” and “debtor” between counterparties. Finally, many 
entities have a number of derivative positions with individual counterparties, for which 
there may be a master netting arrangement or other basis for offsetting payables and 
receivables from one another. Credit risk can be reduced for both parties if all of these 
positions can be aggregated together for net settlement under a global or master netting 
agreement.
The tools to manage credit risk for derivatives are similar in many ways to those used to 
manage credit risk for traditional loans and securities. They include thorough initial 
and ongoing counterparty credit analysis, credit limits that are well designed and 
enforced, and collateral requirements. However, the application of some of these tools, 
such as quantitative analysis to establish specific levels for credit limits and collateral 
requirements, can be more complicated. Additional credit risk management tools are 
also required, including regular estimation of the current and possible future fair values 
of open derivative positions by counterparty, and systems to monitor the impacts of 
master netting agreements.
Legal Risk
In some countries, the body of law regarding corporate matters in general, such as con­
tracts and bankruptcy, and derivatives in particular, is not well-developed. Accordingly, 
there can be risk that a court would not enforce derivative contracts in the manner orig­
inally intended by the parties. Even in countries with a well-developed body of law, 
such as the United States or the United Kingdom, there is the risk that particular facts 
and circumstances could cause a court not to enforce a derivative contract in the man­
ner expected. For example, the counterparty may lack the legal capacity or authority to 
enter into the transaction, or a nonstandard contract may be poorly drafted.
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Many derivative contracts are between parties in different countries. Even among 
countries where laws governing derivative instrument contracts are well developed, 
there can be conflicts in how the laws of each jurisdiction address a particular circum­
stance. For example, there may be a risk that one jurisdiction would not honor a master 
netting agreement that involved a counterparty with branches operating in several dif­
ferent countries, each with different derivative positions.
Systemic or Interconnection Risk
Systemic risk is the risk that an isolated disruption in the market for a particular instru­
ment (such as the credit default of a major dealer or user, or the operational failure of a 
clearing or settlement system) could cause widespread difficulties for participants in 
that market.
Interconnection risk is the risk that a disruption in the market for a particular instru­
ment could disrupt other markets or the financial system as a whole. For example, a 
disruption in a derivative market that kept holders from receiving payments due could 
force some holders to make emergency borrowings at rising interest rates, others to liq­
uidate assets at falling prices, and those with no alternative to default on their 
obligations. Because of the number and complexity of intermarket links that exist 
today, interconnection risk is not limited by geographic, political or market boundaries.
Settlement Risk
Settlement risk is the risk an entity faces when it has performed its obligations under a 
contract, but has not yet received value from the counterparty. It is delivery risk, occur­
ring during the brief interval when one cash flow is exchanged for a traded instrument 
or another cash flow. The time horizon for settlement risk is usually very limited (less 
than twenty-four hours). Losses can arise if the entity makes its cash payment, but the 
counterparty does not deliver the contracted instrument or cash flow. This risk exists 
with any derivative product in any market, particularly when delivery is made in differ­
ent time zones. European securities and currencies cleared through European clearing 
houses, for example, often need to be settled hours before U.S. dollars are settled.
From inception to the day before settlement, settlement risk is limited to replacement 
cost. If a default occurs prior to the day of settlement, the transaction needs only to be 
replaced at its current net market value. On the day of settlement, however, settlement 
risk may involve the full value of any cash flows or securities delivered. This amount 
typically is larger than replacement cost since, for example, the full notional amount of 
a cross currency swap is exchanged on the settlement date. T he actual risk is also 
dependent, in part, on the settlement mechanism. Delivery-versus-payment systems 
with immediate finality offer greater protection against loss in settlement.
Funding Liquidity Risk
Many derivatives are highly leveraged instruments that require little or no cash at 
inception. Nevertheless, there may be substantial risk that the derivative position will
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require significant unexpected cash payments during its term. This requirement may 
result from changes in market value of the derivative position, as in the case of a futures 
contract, or from some other need to post collateral, as in the case of a decline in the 
entity’s credit rating.
Failure to make cash payments on a timely basis can result in the derivative position 
being closed, which will often accelerate and lock in otherwise unrealized losses. In the 
worst case, it can result in a contractual default, damaging the company’s reputation 
and potentially creating defaults in other derivative positions and unrelated contracts.
Operational Risk
Derivative contracts are complex. The computerized systems and manual procedures 
designed for other types of transactions may not be sufficient to support derivative 
transactions. End users often have only a small number of derivative transactions, mak­
ing it seemingly harder to justify developing more sophisticated computerized systems 
and manual procedures or hiring personnel with significant skills and experience in 
derivatives. As a result, there may be only limited opportunities for segregation of 
responsibilities, and only one or two individuals (e.g., the treasurer) who may truly 
understand the transactions. Limited resources may also make it more difficult to mon­
itor the portfolio of derivative transactions or identify circumstances where new 
derivative positions should be entered into or existing positions closed out. These fac­
tors increase the risk that derivative activities will not be carried out within the confines 
of the entity’s formal policies and guidelines.
Operational risk also includes the risk of errors in the administration of contracts over 
their lives. For example, there is a risk that an error in computing the net amount 
payable or receivable on a swap could be made and go undetected. Further, operational 
risk includes the exposure which may arise if the contract is accounted for improperly 
under generally accepted accounting principles. Authoritative accounting practices for 
derivatives may require the application of judgment in determining which principles are 
appropriate, and/or how such principles should be applied in the circumstances. As a 
result, opinions on the appropriate accounting treatment may differ among manage­
ment, internal/external auditors, and regulators. While the approach to managing 
accounting risk for derivatives may in some respects be similar to the approach used for 
other business transactions, the relative uniqueness of many over-the-counter contracts 
generally will result in more focused attention to their accounting treatment. The enter­
prise may choose to involve its independent auditors or regulators in determining the 
appropriate accounting for more complex transactions, in order to minimize this risk.
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Appendix B
Glossary of Selected Terms
A rbitrage—T he act of buying a security (or taking a position) in one market and 
simultaneously selling it (or taking an offsetting position) in another in order to profit 
from price discrepancies. Also, buying a security subject to exchange, conversion, or 
reorganization and selling the security or securities to be received upon completion of 
the exchange, conversion or reorganization.
Asset/Liability M anagem ent—A planning and control process, the key concept of 
which is matching the mix and maturities of assets and liabilities to achieve an even 
flow of “net interest margin” (interest income less interest expense).
G ap  s—Common name for interest rate caps. Interest rate caps are agreements 
between two parties in which the seller, in return for a premium, agrees to limit, or cap, 
the risk associated with an increase in interest rates. If interest rates go above a speci­
fied level, known as the strike price or cap rate, the cap buyer is entitled to receive cash 
payments equal to the excess of the market rate over the strike price times the notional 
principal amount. A cap is a type of option; therefore, the buyer has the right, but not 
the obligation, to exercise it. A cap writer has virtually unlimited risk resulting from 
adverse interest rate movements.
G ash M arket Price—The price a specific financial instrument is selling for in the 
open market.
Close O ut—The consummation of a financial transaction.
Collar—Common name for an interest rate collar. A collar combines a purchased cap 
and a written floor to protect against interest rate movements outside a defined range. 
For example, an interest rate collar enables a borrowing entity with a variable-rate con­
tract to lock in variable interest rates within a specified range.
Collateral—Something of value that is pledged for a loan or other financial obligation. 
The lender or holder of the collateral can repossess the collateral if the loan is not 
repaid or the obligation fulfilled. When the obligation is fulfilled, the creditor must 
return the collateral.
Com m odity—A tangible (gold, silver) or intangible (stock index future) item of trade.
C onvergence—The shrinking of the basis (price difference) between the hedging 
instrument and the cash-market price of the underlying instrument as the contract 
delivery date approaches. Convergence describes the process whereby at delivery 
there can be no discrepancy between the spot and futures price for a given security or 
commodity.
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C orre la tion—T he degree to which contract prices of hedging instruments reflect 
price movements in the cash-market position. The correlation factor represents the 
potential effectiveness of hedging a cash-market instrument with a contract where the 
deliverable financial instrument differs from the cash-market instrument. The correla­
tion factor generally is determined by regression analysis or some other method of 
technical analysis of market behavior.
C O SO —The Committee of Sponsoring Organizations of the Treadway Commission. 
C ounterparty—The party on the other side of a transaction.
D ealer—A person or firm acting as a principal, rather than as an agent, in the purchase 
and sale of financial instruments. Dealers primarily consist of banks and securities 
firms.
D eferral o r Hedge A ccounting—Accounting treatment allowing gains or losses on 
derivatives qualifying as a hedge to be deferred and recognized in future periods so that 
they are matched with losses or gains on the hedged item. T he criteria for hedge 
accounting differ depending on the hedging instrument being used and the item being 
hedged.
End U ser—An entity that enters into a financial transaction, either through an orga­
nized exchange or a dealer, for the purpose of hedging, asset/liability management or 
speculating. End users consist primarily of corporations, government entities, institu­
tional investors and financial institutions.
Entity—An organization of any size established for a particular purpose.
E uropean  Option—An option that can be exercised only on the expiration date.
Exchange-Traded—Indicates that a financial instrument can be purchased or sold on 
an organized exchange, as opposed to an over-the-counter transaction. Exchange- 
traded financial instrum ents have standardized terms, and trading activities are 
regulated. Examples of such instruments include certain corporate bonds, equity 
options and commodity futures.
Exotic—A feature that can produce unusual payment streams when added to existing 
basic or “plain-vanilla” financial instruments. For example, a leverage feature may be 
added to a “plain vanilla” interest rate swap to increase the sensitivity of the instru­
ment to interest rate changes. Or an option feature can be included that exposes the 
writer to unlimited downside risk with little upside potential.
F a ir  Value—The price at which a financial instrument could be exchanged in a cur­
rent transaction between willing parties, other than in a forced or liquidation sale.
F loor—Common name for an interest rate floor. Interest rate floors are agreements
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between two parties in which the seller, in return for a premium, agrees to limit the risk 
associated with a decline in interest rates. If interest rates fall below a specified level, 
known as the strike price, the floor buyer is entitled to receive cash payments equal to 
the difference between the market rate and the strike price multiplied by the notional 
principal amount. A floor is a type of option; therefore, the buyer has the right, but not 
the obligation, to exercise it.
F o rw ard  M arket—Non-exchange trading of commodities and securities for settle­
ment at a future date. Contracts of this nature are designed by the buyer and seller as to 
the time of delivery and other terms.
Hedge—Protecting against the risk of adverse price, currency or interest-rate move­
ments by attempting to fix terms at the time the hedge position is established.
L IB O R —London Interbank Offered Rate. An international interest rate benchmark, 
similar to the federal funds rate in the United States. It is commonly used as a repricing 
benchmark for financial instruments such as adjustable rate mortgages, collateralized 
mortgage obligations and interest rate swaps.
Liquidity—The capability of ready conversion into cash.
Long—A position of ownership, or the right to possession, of financial instruments.
M anagem ent In tervention—Management’s actions to overrule prescribed policies 
or procedures for legitimate purposes. Management intervention is usually necessary 
to deal with non-recurring and non-standard transactions or events that otherwise 
might be handled inappropriately by the system. (Contrast this term with management 
override.)
M anagem ent O verride—Management’s overruling of prescribed policies or proce­
dures for illegitimate purposes, with the intent of personal gain or an enhanced 
presentation of an entity’s financial condition or compliance status. (Contrast this term 
with management intervention.)
M argin—(1) The amount of deposit money required from an investor by a securities 
broker for the broker to purchase securities on behalf of the investor on credit. (2) An 
amount of money or securities deposited by both buyers and sellers of futures contracts 
and short options to ensure performance of the terms of the contract, i.e., the delivery 
or taking of delivery of the commodity, or the cancellation of the position by a subse­
quent offsetting trade. Margin in commodities is not a payment of equity or down 
payment on the commodity itself, but rather a performance bond or security deposit.
M ark  to M arket—The process of valuing (market value or fair value) derivative posi­
tions for purposes of determining accounting gains or losses.
M aster A greem ent—An agreement between two parties documenting the terms and 
definitions of derivative transactions between the two parties.
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Notional Amount (Principal)—A theoretical or stipulated principal amount, agreed 
upon by the counterparties, upon which many derivative contracts are based.
Off Balance Sheet—The underlying notional or principal amount of a financial instru­
ment is not recorded on the balance sheet.
On Balance Sheet—The underlying notional or principal amount of a financial instru­
ment is recorded on the balance sheet.
One-Off—A transaction that is not prohibited under organizational guidelines and 
therefore is possible to execute, but is outside of and therefore not specifically gov­
erned by existing policies. One-off transactions generally require specific approval prior 
to execution.
Open Interest—The total number of given contracts outstanding. It is the sum of all 
long positions or, equivalently, the sum of all short positions.
Over-the-Counter (OTC )—A privately negotiated contract between two counterpar­
ties, as opposed to standardized, exchange-traded contracts (such as futures).
Plain Vanilla—A basic transaction. In a basic interest rate swap, there is an exchange 
of a stream of interest payments, usually fixed for floating, between two parties without 
an exchange of the underlying notional principal amount.
Policy—Management’s dictate of what should be done to effect control. A policy 
serves as the basis for procedures and their implementation.
Position—The status of an account in financial instruments.
Premium—The price paid or received for a financial instrument (market value), e.g., 
an option contract or an interest rate cap.
Purchased Option—The purchase of an option contract, which entitles the purchaser 
to exercise the option against the option writer.
Risk-Free Security—Securities, typically those of the United States Treasury, that 
are not subject to credit risk.
Risk Management—Using derivatives to increase or decrease risks associated with 
existing or anticipated transactions.
Risk Reduction—Entering into a financial transaction for hedging purposes, so that 
the gains or losses on a hedging instrument (i.e., a derivative) will offset the losses or 
gains on the hedged item.
Settlement Accounting—Commonly used for interest rate swaps that do not meet 
hedge criteria, and that are not considered speculative, but are part of an entity’s
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asset/liability management activities. Under settlement accounting, periodic net cash 
settlements under the swap agreement are recognized in income when they accrue.
S e ttlem en t D a te —T he date on which derivative transactions are to be settled 
by delivery or receipt of the underlying product or instrument in return for payment 
of cash.
S hort Sale—Sale of a financial instrument or commodity not owned by the seller. 
(Requires purchasing or borrowing an equivalent financial instrument or commodity to 
make delivery to the purchaser.)
Speculation—Entering into an exposed position to maximize profits, that is, assuming 
risk in exchange for the opportunity to profit on anticipated market movements.
S trike Price—The price at which the underlying instrument, commodity or index can 
be bought, sold or settled on exercise of an option contract.
S tructured N otes—Debt securities whose cash flow characteristics (coupon, redemp­
tion amount or stated maturity) depend upon one or more indices and/or that have 
embedded forwards or options.
Synthetic— Financial instruments that are structured or arranged to imitate the eco­
nomic characteristics of another financial instrument.
Trading—The buying and selling of financial instruments by a person for his or her 
own account, or for an entity’s account, for short-term profit.
U nw ind—To terminate or sell a derivative position, or achieve the same effect by 
entering into another derivative contract that offsets the first position.
Volatility—A measure of the variability of the price of an asset or index. In mathemati­
cal terms, it is the annualized standard deviation of the continuously compounded total 
rate of return.
W ritten Option—The writing, or sale, of an option contract, which obligates the writer 
to fulfill the contract should the holder choose to exercise the option.
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