Abstract. Nowadays, P2P applications proliferate in the Internet with distinct utilization contexts, being also an attractive model for the deployment of advanced Internet services. However, there are several undesirable effects that are caused by such applications, raising coexistence problems with Internet Service Providers (ISPs). In this context, using as case study BitTorrent like applications, this work explores a collaborative framework allowing that advanced efforts could be carried on between P2P applications and network level entities. In order to illustrate such framework, several Traffic Engineering (TE) mechanisms are devised in order to align some P2P dynamics with particular objectives pursued by network administrators. The simulation results show that both the proposed framework and corresponding illustrative mechanisms are viable and can effectively foster future research efforts within this field.
Introduction
The nature of Internet applications has greatly evolved in the last years and there is an increasing usage of P2P overlay networks [1] , where peers form selforganized network infrastructures. Within this class of applications, BitTorrent [2] [3] is a common example of one of the most popular solutions [7] , being responsible for a large amount of the total Internet traffic [8] .
Thus, the massive use of P2P applications and their inherent operating models opened new application opportunities in areas as content distribution, distributed file systems, games, virtual reality, software updates, etc. However, it is also true that ISPs are facing serious coexistence problems with the P2P operational paradigm. In fact, P2P usually generates high variability and distortion in traffic patterns, along with excessive and unpredictable loads in crucial links. Moreover, P2P behaviors many times preclude the use of classical Traffic Engineering (TE) techniques for network optimization [9] [10]. As consequence, this results in several coexistence problems between network providers and P2P based applications [12] . In order to deal with that, ISPs often resort to caching devices [15] [16] to reduce bandwidth consumption, or inspection tools to detect and control P2P traffic [17] . Nevertheless, P2P applications are permanently fostering the battle to surpass some of these mechanisms and there is a wide range of P2P approaches with distinct selfish behaviors, adaptation strategies and peering solutions [18][19] . In this perspective, this work assumes the inherent advantages of devising collaborative approaches between P2P and network level entities (e.g. ISPs). For that purpose, using a BitTorrent-like P2P approach as case study, this work proposes a framework able to enrich the decisions adopted by P2P applications, also taking into account specific requirements imposed by the underlying network level. Within this context, and resorting to a highly reconfigurable P2P tracker, several illustrative TE mechanisms are explored by considering some mathematical foundations from the graph theory field. The explored models constitute preliminary approaches to deal with P2P swarms involving a high number of peers, aiming to raise the network level with some control and estimation capabilities to better accommodate such P2P traffic aggregates in the underlying infra-structure.
The paper is organized as follows: Section 2 describes the rationale of the proposed framework along with illustrative tracker configurations; Section 3 presents the experimental platform and obtained simulation results; finally, Section 4 draws the main conclusions related to the proposed solution.
Proposed Framework and Illustrative Configurations
In order to illustrate the proposed framework (see Figure 1) we assume the specific case of BitTorrent-like applications, considering that such system principles could be used to develop proprietary applications offered by content/service providers to their end-users. Additionally, the application scenario adopted within the proposed collaborative system assumes that the tracker is the only entity able to provide peering information. Thus, client side software provided to end-users is not able to exchange peer identities with other peers, meaning that the tracker fully controls the peering informations provided to the clients. In BitTorrent classical systems, new peers wishing to join a specific swarm contact a tracker which then provides the clients with a random sample of peers. This sample is used by the peers for establishing new P2P connections with other peers in the swarm to obtain a given shared resource. After this stage, several BitTorrent rules will drive the data transfer processes among the peers. These additional details about the BitTorrent protocol regarding pieces selection algorithms and choking strategies to determine which peers to choke/unchoke can be found in [1, 2] . In this perspective, the P2P tracker main role is to keep track of the current peers participating in a given swarm and dynamically provide random peer samples to newly arrived peers in the swarm.
The proposed architecture, depicted in Figure 1 , assumes an ISP networking domain, consisting of several core routers (which in this work context may also express possible Points of Presence (PoPs) of the ISP), interconnected by several links. At the P2P application level, peers are distributed among several end-users areas, which access ISP infrastructure through the corresponding PoP. The P2P tracker is able to use alternative configurations, which could be defined by the administrator (or other external entities) and might be programmed and activated using appropriate configuration commands. Distinct configuration strategies adopted by the tracker may require distinct types of information, depending
