Abstract-Remote health monitoring system is used to collect and transfer biosignal data from the patient to healthcare center. In this work, a method using the combination of ZigBee and GPRS is presented. These two wireless technologies are integrated to support continuous biosignal monitoring in presence of patient mobility. The principle of remote data transmission through GPRS and short range data transmission through ZigBee is introduced. All data output from medical devices are transferred within a group of wireless personal area network (WPAN) to GPRS gateway. Then, the gateway transmits biosignal data to healthcare center for further analysis. In order to communicate with different medical device, the wireless data transmission devices adopt both RS232 and USB as interface.
INTRODUCTION
The vital biosignal of health status that are the important parameter in health monitoring system consists of blood pressure, heart rate, oxygen saturation, body temperature and respiratory rate [1] . The current medical equipments are mostly based on cable network such as RS485, can or Ethernet. However, there exist some disadvantages of using network cables. Firstly, the network cables reduce the mobility of patients and increase their burden and risk. Secondly, the cable wiring increases the cost and complexity of the monitoring system. Thirdly, Network cables can be difficult to maintain through time. Wireless technology has been developed in many applications that becoming a part of human activities such as agriculture, military, medical care, smart home system etc [2] . ZigBee wireless networks can offer some advantages over other types of wired or wireless systems, especially its scalability, power management and flexibility of architecture.
ZigBee is a low-cost, low-power, wireless peer-to-peer networking standard. The low cost allows the wireless medical devices to be widely deployed in a local hospital or community. The low power-usage allows longer life with smaller batteries. The peer-to-peer networking provides high reliability and more extensive range. In this paper, we present a remote and mobile health monitoring service architecture using ZigBee wireless network in which each patient might be equipped with a medical device with a ZigBee wireless transceiver [3] . With ZigBee wireless access in local area, a mobile device can transfer monitored biosignal data to GPRS gateway. The gateway buffers and then transmits the biosignal data to the healthcare center in wide area through GPRS network.
II. SYSREM ARCHITECTURE
In order to realize the remote tracking and management of medical devices, remote health monitoring system must achieve automatic data acquisition, short range data transmission, long range data transmission, data storage and centralized management, network formation and release, biosignal data analysis and so on. In this research work, we developed a group of wireless data transmission devices for monitoring biosignal of patient. It is a real-time monitoring system based on ZigBee wireless network. There are three different types of ZigBee devices in this system:
• ZigBee coordinator (ZC): The coordinator forms the root of the network tree. It is able to store information about the network, including acting as gateway to transfer the biosignal information to healthcare center. As we can see from above figure, the local ZigBee network consists of MDs (medical devices), ZEDs (ZigBee End Devices), ZRs (ZigBee Routers) and ZC (ZigBee coordinator). The MDs are used for monitoring the patient and collecting biosignal data. The ZEDs can acquire the biosignal data of health status form different types of MDs. USB interface or RS232 might be chosen for communication. ZRs are distributed in fixed positions and relay biosignal data from other ZigBee devices. The biosignal data is sent to the ZC which is connected to the GPRS module through the serial port. ZC transmits the biosignal data through GPRS module and internet to a remote healthcare center or administration center. The professional medical staff in healthcare center will handle the biosignal data and do statistics analysis to provide necessary consulting services, achieving the remote medical monitoring and treatment. The administration center can achieve patient account management, group management, rights management, system log and upgrade management etc.
III. ZIGBEE WIRELESS NEWORK
As shown in figure 2 , the local wireless network in hospital or community adopts the cluster tree topology. A cluster tree network consists of one ZC plus one or more star configurations joined to each other. ZRs extend the range of the network by allowing ZEDs to join to them rather than requiring them to join to a central ZC. Each ZED can communicate directly only with its parent and its children. Messages between ZigBee devices that are not directly related are routed through the network along the tree configuration. 
A. ZigBee Network Initialization
If a ZC wishes to establish a new wireless personal area network (WPAN), it should search for a suitable channel among the ones available within the frequency band. The channel selection is performed by the ZC through the Energy Detection (ED) scan which returns the measure of the peak energy in each channel [4] . ZC will remove the channels with excessive detected energy levels from its list of potential channels. As soon as ED scan completes, the ZC sends a broadcast, one-hop beacon request. Any nearby ZCs and ZRs will send a beacon frame back to the ZC. The beacon frame includes the PAN identifier (PAN ID) and the information indicating that whether or not the device is allowing joining. Once the ZC has completed the energy and PAN scans, it parses all received beacons and attempts to start on an unused PAN ID and channel. When the ZC starts a PAN, it can then allow ZRs and/or ZEDs to join the PAN. A ZC retains the channel and PAN ID attributes through power cycle.
B. ZigBee Network Spread
The spread of ZigBee Network is dependent on the increasing joining devices, include ZRs or ZEDs. In order to discover and join a ZigBee network, ZRs and ZEDs must first issue a PAN scan and find a valid PAN ID that is allowing joining. When the PAN scan completes, the ZRs or ZEDs receives a list of beacon frames from nearby ZigBee devices. The ZRs or ZEDs parses these frames to find a valid ZigBee network to join.
C. ZigBee Network Security
The server in administration center first selects a network security key and transmits to the ZC. Then ZC forms a ZigBee network. As soon as ZRs and ZEDs join this network, they receive the key encrypted or unencrypted. If the joining devices have a pre-installed link key that is shared by the ZC, the network key can be encrypted and transmitted securely to joining devices. Otherwise, the ZC will transmit the network key unencrypted to joining devices. A method of 128-bit AES encryption is adopted in this ZigBee network. The payload portion of all network level transmissions is protected by the security key.
IV. HARDWARE DISIGN

A. ZigBee Wireless Device
Figure 1 depicts block diagram of ZC. The ZC consists of a microcontroller, power supply circuit, ZigBee chip, USB and RS232 interface, GPRS module etc. The ZC uses a 16-bit microcontroller unit, MSP430F5419, from TI. According to the needs of low power consumption and processing power, ZC uses TI's CC2430 series ZigBee chip. The CC2430 combines the excellent performance of the leading CC2420 RF transceiver with an industry-standard enhanced 8051 MCU, 128 KB flash memory, 8 KB RAM and many other powerful features [5] . The GPRS module SIM900 is selected to be the wireless transceiver for long range data transmission. ZC receives biosignal data in local area via the ZigBee networks. The data from every medical device are stored in the memory of MSP430F5419 and subsequently transferred to a health center by GPRS module. A server is working as a data logger in this network because a large number of spatial and temporal data can be stored for further analysis by medical staff. The patient can also access current biosignal data from a base-PC computer.
The hardware of ZigBee router and ZigBee end device are same to the ZC, except that these two devices don't need GPRS module and ZigBee end device need the battery for power. 
B. Power Management
ZEDs in remote monitoring system are all batterypowered. Therefore, battery maintenance directly influences system efficiency and operation costs. The relationship between power consumption E and communication distance d is E=kdn, in which 2 ≤ n≤ 4 [6] . With the increase of distance, power consumption goes up greatly as a result. In order to decrease the whole power consumption, multi-hop communication rather than signal-hop communication is adopted. Since remote health monitoring system needs not to collect real-time data 24 hours a day, we enable the ZED to be asleep a significant amount of the time thereby giving long battery life. In this way, system power consumption decreases dramatically.
The power management of ZED is controlled by microcontroller. The microcontroller reads the value of the battery voltage to select proper period of time to send the data and time to sleep [7] . In this remote health monitoring system, each ZED has various period of time to send the biosignal data. The times depend on power consumption in each device. If the battery has remaining energy more than 85%, ZED is allowed to transmit biosignal data every 10 seconds. If the battery has remaining energy lower than 40%, ZED will extend the sleep period and transmit biosignal data every 20 seconds. In this work, two series cells of AA with a capacity of 1000 mAH were employed.
V. SOFTWARE DISIGN
Software architecture for this remote monitoring system is dividend into two parts, one is located on PC server in medical center, and the other is located on wireless ZigBee device. As figure 4 shows, software architecture of PC server consist of application layer, data-processing layer, and data transmission layer.
The program run in application layer mainly executes health monitoring function, such as blood pressure monitoring, heart rate monitoring, oxygen saturation monitoring, body temperature and respiratory rate monitoring etc. All these functions are able to provide biosignal data curves display and warning in abnormal health condition. The data processing layer is responsible for data storage, data mining, and data analysis and management. The data transmission layer receives biosignal data from ZigBee network and sends original data to up layer. Taking into account the instability of wireless channel, this layer should handle time-out error and data verification error. As soon as the server starts, it first reads relevant configuration parameters, such as sampling frequency and ZigBee PAN ID, from configuration files. Second, it transfers the self buildup network and controlling command to GPRS gateway. When the local ZigBee network has been formed, the server use TPSN (Timing-sync Protocol for Sensor Networks) algorithm to achieve timing synchronization of the whole network. Thirdly, server informs medical devices to collect data and transfer these data to server through ZEDs. It is server that determines the amount and time interval of medical devices' data collection and allows ZEDs to be asleep a fixed time. Transfer data To gateway server. As soon as wireless devices receive "START" command, they start to collect biosignal data from medical devices and send data to server.
VI. CONCLUSIONS
The conventional medical devices are mostly expensive, wired and non-daily usage allowed [2] . To reduce these problems, the ZigBee wireless network for medical devices has been developed by author's groups and used in hospital and local community. The ZigBee wireless network in local area adopts the cluster tree topology. The network formation, initialization, spread and security have been introduced in detail. Normally, a remote health monitoring system uses many biosignal sensors. In this research, the patient's vital signs and disease-specific indicators are monitored on a continuous basis. The data from medical devices consist of biosignal information, wireless communication signal strength and battery voltage indicator data. The biosignal data collected by the medical sensors is time-stamped and securely forwarded to a GPRS gateway via ZigBee wireless network. Additionally, the gateway securely forwards the aggregated information to a database server for further analysis.
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