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Abstract 
Nowadays, the Interac e-Transfer is one of the most important remote payment methods for Canadian 
consumers. To the best of our knowledge, this paper is the very first to examine the privacy and security of 
Interac e-Transfers. Experimental results show that the notifications sent to customers via email and SMS 
contain sensitive private information that can potentially be observed by third parties. Anyone with 
illegitimate intent can use this information to carry out attacks, including the fraudulent redirection of 
Standard e-Transfers. Such an attack is shown to be possible at least in an experimental setup but likely 
also in reality. Recent news articles support this finding. Improvements to overcome these interconnected 
privacy and security problems are proposed and discussed.  
Keywords 
Interac e-Transfer, Email Money Transfer, Security, Privacy, Fraud, e-Transfer Redirection, Online 
Payment, Remote Payment, Canada 
1. Introduction 
Since its introduction in 2002, the steady growth of Interac e-Transfer volume has made it the third 
most frequently used remote payment method for Canadian consumers, finally overtaking its biggest rival 
in the field, paper & cheques [1]–[3]. But not only consumers use e-Transfers. Including business 
transactions, more than 371 million Interac e-Transfers were performed in 2018, a total value of more 
than CAD 132 billion. Compared to 2017, these numbers show an increase of 54 % in volume and 45 % 
in value [2], [4]. Moreover, 57 % of Canadians and actually 4 out of 5 Canadian online banking users are 
registered for the service at one of the 257 currently participating financial institutions [4], [5].  
Clearly, such an important financial transfer system has to maintain the security and privacy of its 
transactions in order to mitigate the risk of fraud and disclosure of its users’ private financial information. 
The Interac Corporation claims that “Interac e-Transfer users are protected with multiple layers of 
security, making the service one of the most secure money transfer services globally” [6]. These layers are 
detailed to be “Authentication and transaction encryption[,] Financial institution authentication [and] 
Proprietary risk management” [6]. The latter apparently incorporates a “World-class fraud scoring engine 
to ensure validity of sender, requestor and recipient” [7]. Additionally, the system allegedly “requires no 
bank account information, and no personal financial information of any kind, to move money between 
people or businesses” [8].  
Regarding these claims, the authors of this paper were surprised to notice in their everyday banking 
that recipients and senders of Interac e-Transfers are notified and given status updates by emails 
containing information about the senders’ and recipients’ names, financial institutions and transferred 
amounts. To our even greater bewilderment, recipients of Interac e-Transfers are authenticated by often 
user-defined security questions. Hereby some senders choose easily answerable questions as "Where do I 
live?" or worse "What is my name?", which obviously should not be possible in a secure money transfer 
service or, more generally, an online banking environment. Based on this we conducted a first ad-hoc 
experiment successfully depositing CAD 0.10 in an account whose owner’s legal name was not related to 
the specified addressee. 
The above observations finally led to the following research questions.  
Question 1:   Under which circumstances can Interac e-transfers be hijacked (redirected)? 
Question 2:   In which way are Interac e-Transfer security questions insecure?  
Question 3:   Do the recently introduced Autodeposit and Request Money features increase security 
and/or do they create new issues? 
Question 4:   What can potential adversaries learn from email or SMS notifications? 
Question 5:   How can the learned information be misused for more sophisticated attacks? 
Question 6:   What are the reasons for the potential security and privacy problems we found, i.e. why has 
the system been designed as it is today?  
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To answer these questions, we have designed and performed two experiments in the form of two series 
of Interac e-Transfers. The first series focused on researching privacy related problems, the second on 
security related problems. However, as this paper will show, there is a close link between the identified 
security and privacy problems.  
To the best of our knowledge, there was no – at least not publicly available – prior research of potential 
security and privacy problems regarding the Interac e-Transfer platform. Therefore, this paper firstly 
qualifies and quantifies these problems based on the analysis of our experimental results and publicly 
available information about the system. Because of research restraints and time limits (see section 3.1), 
our results – especially regarding the security problems – have to be seen as preliminary conclusions (see 
section 5).  
Secondly, this paper proposes improvements to the Interac e-Transfer platform to address the 
identified problems. Accordingly, the remainder of this paper is organized as follows:  
The next section (2) will give further necessary background information regarding the Interac e-
Transfer platform and will briefly consider related work. Section 3 continues with a description of the 
performed experiments and a detailed analysis of the results regarding security and privacy of the system. 
In addition, further observations about the system are described and explained before possible 
improvements are discussed. An evaluation of the results and proposed improvements follow in Section 4. 
We discuss contributions and conclude in Section 5, also outlining future research. Finally, Section 6 
gives information about our discussion with Interac regarding the results of this research.  
A short version of this paper can be found at https://arxiv.org/abs/1910.01587. 
2. Background and Related Work 
2.1. History of Interac e-Transfer Companies and Brands 
This paper will refer to the service as Interac e-Transfer or e-Transfer for short although other 
company names and brands were used in the past (for details, see Appendix A).   
2.2. Types of Interac e-Transfers 
The Interac e-Transfer platform differentiates between three types of e-Transfers for consumers [5]:  
1. The original Interac e-Transfer (Standard e-Transfer) requires a manual selection of the financial 
institution and account into which transferred funds shall be deposited. The sender specifies a security 
question which the recipient must correctly answer to deposit the funds (verification of legitimacy).  
2. The Interac e-Transfer Autodeposit (Autodeposit e-Transfer) is similar to the Standard e-Transfer but 
the recipient address is associated with a single bank account. Thus, the funds are automatically 
deposited, and a security question is not required.  
3. An Interac e-Transfer Request Money (Request Money e-Transfer) can be regarded as requesting the 
initiation of a one-time ad-hoc Autodeposit: the recipient authorizes the request the sender sent which 
directly deposits the requested amount in the account specified by the sender. A security question is 
not required.  
A detailed description of the different types of Interac e-Transfers can be found in Appendix B.  
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2.3. The Interac e-Transfer Platform Architecture 
Figure 1 presents a high-level view of the Interac e-Transfer platform architecture, which is described 
in the following paragraphs. 
As the previous sections show, 
Interac e-Transfers allow for 
transferring funds between customer 
accounts at Canadian financial 
institutions. The customers hereby 
mainly interact with their own financial 
institution via online or mobile 
banking. The Interac Corp. acts as a 
Central Clearing Facility which 
transfers the funds via sending and 
receiving them to and from trust 
accounts (suspense accounts) at the 
respective financial institutions [7, Sec. 
How It Works]. This means that the 
funds are instantly deducted from the 
sender’s account when a transfer is 
started and that they are also instantly 
available in the recipient’s account 
when the transfer is successfully 
completed. This approach, called Good 
funds model, therefore transfers funds 
with only slight delays (up to 30 
minutes) within what is called “a 
private, real-time clearing network” [9, 
p. 7]. This is to be seen in contrast to 
other payment methods as e.g. 
cheques, which are based on the Promise to pay model and are cleared via slower clearing mechanisms so 
that transferred funds are withheld a much longer period of time [8, p. 3].[8], [9, p. 7]. The daily settling 
of fund differences in the trust accounts is nowadays technically performed via the Canadian Large Value 
Transfer System (LVTS) [7, Sec. How It Works], [9, p. 9].  
From the perspective of the participating financial institutions (participants), the Interac Corp. not 
only acts as a Central Clearing Facility but also as an Application Service Provider (ASP) for Interac e-
Transfers: the required functionalities are integrated into the participants’ online and mobile banking 
services via an XML-based interface. The Interac Corp. therefore not only keeps track of the transferred 
funds but also of each e-Transfer’s status. This includes the sending of notification emails or SMS text 
messages to the participants’ customers, which, where necessary, contain a customized link to the 
customer’s preferred financial institution [7, Sec. How It Works], [9]. In the case that the customer’s 
preferred financial institution is not known and therefore not contained in the notification and to allow for 
selecting another financial institution, there is an additional custom link to the Interac e-Transfer web site. 
Here, the customer can choose from all participating financial institutions and is then taken to the 
respective financial institution’s login page. Figure 2 gives an overview of the different interfaces being 
used in the Interac e-Transfer platform architecture.  
According to Interac, the Interac e-Transfer platform has layers of security and fraud protection in 
place, but due to these being their confidential intellectual property, the authors of this paper have no 
insight into this and so they are neither described nor shown here [6], [7], [10]. However, this paper does 
Figure 1: Interac e-Transfer platform architecture, supplemented version,  
based on original taken from [9, Fig. 4a] 
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not consider the backend of the platform but focuses on other parts as described in section 3.1. Therefore, 
we only consider whether these layers of security are sufficient to maintain security with respect to the 
experiments we performed. Additionally, the authors had to rely solely on publicly available information 
about the system. With regard to this, Interac claims that the patent describing the internal workings of 
the system is “outdated” [10]. In this regard, we believe it is likely that the system has been revised since 
its introduction and that, for example, (new) layers of security have been added. However, we also believe 
that the main architecture described here has not changed. This view seems to be confirmed by recent 
descriptions of the system [7], [8].  
2.4. Related Work  
Although Interac e-Transfers are 
an established and increasingly 
important payment method in 
Canada, there has been little to no – 
published – scientific research about 
its security and privacy so far. 
Databases of scientific publications 
such as Web of Science 
(webofknowlege.com), Scopus 
(scopus.com) and Google Scholar 
(scholar.google.com) yield almost no 
results when searching for terms like 
“Interac e-Transfer”, “Email money 
transfer”, “CertaPay”, “Acxsys” etc. 
Moreover, the rare results are often 
based on only brief references to the 
system which are irrelevant for this 
paper, e.g. the work by Moslehpour 
and Azhar [11, pp. 46–47] and 
Lacoursière [12]. Other results – 
partly found by additionally using 
general purpose search engines – 
include a journal article by Ramos 
[13] which is little more than an 
advertising press release as well as 
surveys and reports which show the 
importance of Interac e-Transfers as Canadian payment method but do not consider its security or privacy 
either [1], [14]. Tompkins and Olivares present a qualitative analysis of “Clearing and Settlement Systems 
from around the world” [15] which also includes the Interac e-Transfer platform. Yet, the work’s focus is 
on certain features of the systems, as e.g. fees and value limits, so that it mentions security aspects only in 
passing while privacy is not discussed at all.  
Other work by Sahut [16] examined the security and privacy of PayPal. Preibusch et al. [17] researched 
the leakage of purchase details from merchants to PayPal. These publications also inspired this paper but 
are not 1-to-1 transferable to the Interac e-Transfer platform. E.g. PayPal asks fund recipients with non-
registered e-mail addresses to register them,1 instead of authenticating the recipients via security 
 
1  Example data included in experimental dataset (folder “Experimental Data\Support Data\PayPal Transaction”)  
Figure 2: Interfaces of Interac e-Transfer platform architecture, updated version,  
based on original taken from [9, Fig. 3] 
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questions. Another P2P payment platform, called Cash App (formerly Square Cash), which also allows for 
sending money via emails, was not the subject of a published research regarding its security and privacy to 
the best of our knowledge, either. Moreover, its authentication method of new customers is similar to 
PayPal’s method of authentication and therefore disparate to the method of Interac e-Transfers [18], [19]. 
A certain feature of Cash App, called $cashtag, however, is similar to an improvement suggested in 
section 3.7.  
Thus, this paper, to the best of our knowledge, is the first to analyse the security and privacy of Interac 
e-Transfers and to propose improvements.  
The potential value of this contribution is emphasized by the existence of a pending patent assigned to 
the Royal Bank of Canada (RBC). It explicitly refers to the Interac e-Transfer platform when stating that 
emails are by default an insecure method of communication as they can be intercepted and forged. It also 
contains the criticism that security questions may in certain cases be a weak verification method [20, p. 2]. 
One of the key ideas of the patent is therefore the encryption of the security response within the security 
question by means of public-key cryptography [20, Fig. 4].  This approach is very promising at first sight, 
but it only addresses certain parts of the problem as, for example, it does not consider privacy issues.  
3. On the Security and Privacy of Interac e-Transfers 
3.1. Scope and Boundaries of This Project 
The previous sections show that the Interac e-Transfer platform is a complex system with more than 
250 participants, several interfaces and types of services. Therefore, this paper focuses on certain parts 
and services of the system. Additionally, we faced certain constraints (time, funds etc.) in preparing this 
paper which limited the extent of the research (see Appendix C). The scope is defined as follows:  
- The paper considers the part of the Interac e-Transfer platform which is based on internet and mobile 
services, especially the notification messages being sent via email and SMS. It also considers certain 
aspects of the financial institutes’ website user interfaces. Backend parts of the system, such as the 
LVTS as well as the interfaces between the financial institutions and the Interac Corp. are not 
considered.  
- International Interac e-Transfers [21] and special features for businesses [22] are out of this paper’s 
scope.  
- The paper does not consider possible legal requirements, e.g. regarding the information contained in 
notifications.  
- The cryptographic security of e.g. Transport Layer Security (TLS) or Secure Sockets Layer (SSL) 
connections2 to the financial institutes’ website user interfaces or TLS connections for email delivery 
are considered to be a given requirement. An exception to this is discussed in section 3.2.  
3.2. Prerequisite Observations and Related Assumptions 
As shown before, the Interac e-Transfer platform uses emails and SMS to notify the customers 
involved in a transaction about its status. In the case of the Standard e-Transfer and the Request Money e-
Transfer the messages additionally contain custom links which enable the recipient to deposit the funds 
after correctly answering the security question respectively to authorize the requested transfer. The 
information and links stay secure and confidential if a third party (adversary) is unable to eavesdrop onto 
the communication, i.e. is unable to read the plaintext content of email and SMS. TLS encryption between 
email servers ensures that emails cannot be eavesdropped in transit. In many cases, however, emails can 
likely still be eavesdropped for various reasons:  
 
2  See https://www.cloudflare.com/learning/ssl/transport-layer-security-tls/. 
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- Although the Google Transparency Report suggests that the general percentage of TLS encrypted 
email transfers significantly increased over the past five years [23]3 this does not apply to all email 
providers, apparently especially not when it is not part of their core business:  
- As can be seen from Appendix D, the Canadian internet providers Bell/Sympatico, Cogeco, and 
Videotron do not support TLS encryption for incoming emails to their respective webmail services for 
customers (emails ending in bell.net, sympatico.ca, cogeco.ca and videotron.ca).4 That means that 
emails sent to these addresses are transferred in plain text unless they are encrypted via end-to-end 
encryption such as OpenPGP5. It has to be mentioned that it is possible that TLS is specifically 
configured for transfers between the Interac e-Transfer email servers and the internet providers’ 
respective mail servers. However, this is unlikely since enabling TLS for all incoming email transfers 
requires less effort than specifically configuring it for individual incoming connections (sending email 
servers). And even if it was the case, it would only shift the problem:  
- Whenever emails are received at a target device, be it desktop computers, mobile phones, tablets, 
unsecured mail servers or others, they are readable in plain text unless they are encrypted via end-to-
end encryption, which the notification emails for Interac e-Transfers are not. That means that 
malicious software running on the target device and having access to emails stored on that device can 
read the contents of the emails [24]. This is important to consider as therefore even emails which are 
sent to an email provider supporting TLS will be potentially readable by malicious software on the 
target device. The same applies for SMS messages which are encrypted in transit but also potentially 
readable by malicious software on the target device [25].  
- At last, certain sources also indicate that intelligence agencies such as the NSA might have means to 
also eavesdrop onto TLS encrypted connections [26], [27, Secs. 2 & 5]. Of course, this is an extreme 
case but nevertheless relevant as section 3.3 (Experiment-Based Privacy Analysis) will show.  
Therefore, this paper considers all information which is directly contained in Interac e-Transfer related 
notifications (SMS/email) or linked therein (web page without login) as potentially observable.  
Based on these observations the remainder of this paper assumes different types of notification readers, 
respectively eavesdroppers (adversaries), which also have different levels of strength: 
1. Intended recipients and senders: the intended recipients and senders are considered, too, because they 
might also learn unintentionally disclosed information about the other party.  
2. Unintended recipients/observers: might receive emails when wrong email/mobile phone number is 
used or might observe emails as part of their work (e.g. system administrator).  
3. Criminal individuals: might, for example, target an unsecured email server or several devices of end 
consumers using malicious software.  
4. Criminal organizations/groups: might, for example, target several email servers or many target 
devices with malicious software.  
5. Intelligence agencies: might target badly and well secured network devices (internet backend) to 
eavesdrop on unencrypted or encrypted email transfers – with different levels of probability, effort 
and success. Can also utilize the same methods as criminal organizations/groups.  
 
3  Report included in experimental dataset (folder “Experimental Data\Support Data\ 2019-04-02 Encryption in Transit 
(Google Transparency Report).pdf”)  
4  At least some of the providers support TLS for downloading/synchronizing the emails but this is not considered here. 
Instead this refers to receiving mails from a third-party mail server.  
5  https://www.openpgp.org/ 
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3.3. Experiment-Based Privacy Analysis 
3.3.1. Definition of Privacy 
Asokan et al. [28], [29] defined that a common security requirement to an electronic payment system is 
to ensure confidentiality, i.e. to limit the visibility of transaction-related information to the parties 
involved in the transaction. Tsiakis and Sthephanides [30] similarly claim that an electronic payment 
system must meet the requirement of privacy, i.e. information may not be visible to unauthorized people. 
Although the second definition is less precise, it adds an important aspect to the concept of confidentiality 
by referring to unauthorized people instead of parties not involved in the transaction: The difference is 
that parties involved in the transaction might also not be authorized to see certain information about the 
transaction. E.g. the financial institute of the sender does not need to be known by the recipient.  
We define a very restrictive understanding of privacy via combining above definitions and refine it by 
introducing the term necessary minimum:   
An electronic payment system has to ensure privacy by limiting the visibility of transaction-related 
information to authorized parties involved in the transaction to the respective necessary minimum.  
The necessity can hereby be given by technical, legal and other reasons (for example, as the possible 
necessity to be able to associate a payment to a payer and therefore showing the payer’s name – though 
this name might be a pseudonym).  
3.3.2. Experimental Setup for Privacy Analysis 
To answer research questions 4 and 5 this paper seeks to identify the Interac e-Transfer related pieces 
of information which are visible to the parties involved in an e-Transfer as well as to potential 
eavesdroppers (as described in section 3.2). Accordingly, we perform a series of 22 Interac e-Transfers 
between bank accounts at The Bank of Nova Scotia (Scotiabank), Royal Bank of Canada (RBC), and 
Bank of Montreal (BMO). This includes 12 Standard e-Transfers, 6 Autodeposit e-Transfers and 4 
Request Money e-Transfers. The series is designed in a way to cover potential different influential factors 
(type of transaction, amount of transferred money, financial institutes of sender and recipient, TLS 
encryption, email/SMS, first and subsequent transactions) in as few transactions as possible due to the 
limitations discussed in section 3.1. In order to avoid influences from using known mail addresses we use 
email aliases specifically created for this experiment and an unknown mobile phone number. To identify 
the influence of using known addresses and mobile phone numbers, however, we in general use each 
email address and number twice.6 To examine if Interac Corp. sends emails with different content to 
recipients not supporting TLS (e.g. with less information), we partially use aliases from an email 
forwarding service which, as we verified, does not support TLS for incoming emails (see Appendix E).  
3.3.3. Results of Privacy Experiment 
In order to have a scientific framework for a comparable measurement of private information – as it is 
contained and linked in e-Transfer-related notifications – Wagner and Eckhoff [31] compared different 
Technical Privacy Metrics. E.g. it would be possible to simply count the contained information items to 
calculate the “Amount of Leaked Information” [31, p. 57:15]. However, as also pointed out in [31, p. 
57:15], this would not consider the individual sensitivity of each information. At the same time, it does 
not seem to be helpful to apply more complex private information measurement metrics, such as 
described in Wagner and Eckhoff (2018), since the e-Transfer platform will not be compared with other 
systems here. Instead, we will discuss general findings regarding the potentially observable Interac e-
Transfer related information and which information would be interesting from the perspective of different 
types of adversaries.  
 
6  With two exceptions as can be seen in Appendix G 
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The privacy experiment shows that e-Transfer related notifications and web pages (linked in the 
notifications and not requiring a login) in general contain many pieces of private information including 
financial information. The transmitted information varies the most depending on the type of e-Transfer as,  
for example, some information only exists for certain types of e-Transfers.7 E-Transfers which are sent to 
mobile phones (Standard or Money Request) contain slightly less information, e.g. no recipient name for 
Standard e-Transfers. Additionally, it can be observed that subsequent (2nd, 3rd etc.) Standard e-
Transfers and Money Request e-Transfers contain a link to the recipient’s preferred financial institute, i.e. 
the financial institution on whose website the recipient logged in after receiving the previous e-transfer 
(request) to this e-mail address. As expected by the authors, neither the support of TLS encryption at the 
recipient's email server nor the amount of money transferred has influence on the type and amount of 
observable information. That is, there is no mechanism implemented which reduces the detail or amount 
of information in notifications sent to non-TLS-supporting email servers or in notifications about larger 
amounts of money. 
The experiment’s results show that some information varies slightly in its concrete form. The e-
Transfer senders’ and recipients’ name format (custom/legal/both) depends on their respective financial 
institute. This is obviously due to different implementations of the XML based interface to the Interac e-
Transfer platform, i.e. it depends on the information which is passed on by the financial institutions via 
the interface. Section 3.6 discusses some problems related to this finding.  
Another observation is that not all e-Transfer related confirmations (though notifications) must be sent 
via email or SMS. The Royal Bank of Canada enables their customers to view some e-Transfer related 
confirmations within a private mailbox on their website.  
A last general observation is that e-Transfer related notifications are always sent within 30 minutes or 
less which allows conclusions to be drawn about the bank time habits of the person being eavesdropped 
on.  
The following considers the observable information from the perspective of each potential observer.  
1. Intended recipients and senders in general can only see the information they need to know or already 
knew. However, two important exceptions are that the sender can see the recipient’s legal name when 
sending an Autodeposit e-Transfer and that the recipient can see the sender’s legal name when 
receiving a Request Money e-Transfer. Therefore, these types of transfers do not allow for 
anonymously/pseudonymously sending/requesting money (which a Standard e-Transfer in general 
allows, depending on the sender’s financial institution name format). Additionally, the sender’s 
financial institution is also unnecessarily revealed to the recipient. 
2. Unintended recipients/observers (e.g. system administrator, roommate, spouse) can learn 
information which in the best case might be embarrassing for the sender or receiver (“Why did you 
pay x for/to y?”), but for example they might also learn information which would allow for 
blackmailing the intended sender or recipient.  
3. Criminal individuals can use compromising information about previous money transfers for 
blackmail. They can also search emails (e.g. on a server) for potentially interesting money transfers in 
order to redirect them (see section 3.4). Observing the banking time habits of the victim can help in 
doing so.  
4. Criminal organizations/groups can do the same as criminal individuals but e.g. might have access to 
several email servers or many target devices. Additionally, they can use the information to forge 
customized phishing emails, as the observable information amongst other things contains information 
 
7  A recipient financial institute e.g. can only be known beforehand for an Autodeposit e-Transfer since the recipient of a 
Standard e-Transfer or Money Request e-Transfer can choose the financial institution to/from which the funds shall be 
transferred. 
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about people to/from whom money has been transferred, including names, financial institutions, 
amounts, preferred language etc. 
5. Intelligence agencies can use the observable information to track money flows (including personal 
notification/confirmation messages regarding the purposes of transfers), e.g. to identify suspects or to 
observe their funding and expenses.  
Table 1: Potentially observable e-Transfer-related information on sender side (e-Transfer initiator) 
Type of Transfer Information source Overall Information Observable on Sender Side 
without login (Differences highlighted in bold) 
Standard transfer to 
email  
or mobile phone 
Email confirmation Preferred language, transfer status (accepted), recipient 
name (custom), sender name (sender FI-specific 
format: custom/legal), amount of transferred money, 
custom notification message from sender, custom 
confirmation message from recipient (if supported by 
recipient’s FI), financial institute of sender 
Autodeposit Email confirmation Preferred language, transfer status (accepted), recipient 
name (legal and - depending on recipient FI - also 
custom), sender name (sender FI-specific format: 
custom/legal), amount of transferred money, custom 
notification message from sender, financial institute of 
sender, reference number 
Money Request Email confirmation Preferred language, transfer status (accepted), recipient 
name (custom), sender name (sender FI-specific 
format: custom/legal), amount of transferred money, 
custom notification message from sender, custom 
confirmation message from recipient, financial 
institute of sender 
The tabular summary of the observable information is shown in Table 1 (above) and Table 2 which can 
be found in Appendix F. The detailed tabular representation of observable data is shown in Appendix G.  
3.3.4. Probable Reasons for Privacy Problems 
Since the above clearly suggests that the e-Transfer related information can be unintentionally or 
purposefully misused for different unauthorized activities, the question arises why it is being sent at all? 
Based on our observation we tentatively conclude the following:  
1. The process of the Standard e-Transfer and Request Money e-Transfer requires the recipient to 
perform an action (depositing the funds or authorizing to send funds).  
2. This action requires the recipient to login to a financial institution.  
3. Within the e-Transfer platform it is technically necessary to provide (and use) a custom link contained 
within the e-Transfer notifications to perform these actions. This creates the danger of phishing mails 
which mimic this type of email as can be seen from Appendix H. It can be assumed that the personal 
information contained in the notifications therefore has the purpose to show its legitimacy so that the 
recipient knows that the link is safe (and not a phishing link). Since this is achieved by showing secret 
knowledge about the transfer, we call this approach exposed knowledge verification.  
4. Additionally, it can be assumed that including detailed information about the transfers is also 
convenient for the customers since they can track the status of e-Transfers without logging in to their 
financial institution’s website. This would explain why detailed information is also contained in 
confirmations which do not contain the aforementioned custom links.  
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Section 3.7 will propose improvements to address these problems, namely the requirement of the 
custom link and the exposed knowledge verification as well as the convenient tracking of e-Transfer 
statuses.  
3.4. Possible Attack Scenario Arising from Identified Privacy Problems: 
The previous section shows that the information contained in Interac e-Transfer-related notifications 
can be misused for fraudulent and other criminal activities. In the following, a possible attack that could 
for example be carried out by a criminal group is described in more detail.  
1. The group commits financial identity theft, as e.g. described by Aïmeur and Schönfeld [32], by 
hijacking an individual’s Canadian bank account. This might be easier than expected since e.g. the 
banks considered in this paper (BMO, RBC, Scotiabank) rely on security questions for verifying new 
browsers (see Appendix I).  Security questions, however, are shown to be insecure by Schechter, 
Brush and Egelman [33]. 
2. The group eavesdrops on a larger number of email recipients, e.g. by compromising an email server, 
or many end user devices, specifically searching for Standard Interac e-Transfers of larger amounts of 
money. By observing e-Transfer related notifications it can also observe the usual banking times of its 
victims in order to identify a good time for trying to redirect a money transfer. I.e. the attackers have 
more time to figure out the answer to the security question at a time when the victim usually is not 
banking online.  
3. They now open the deposit link in the e-Transfer notification and login to the hijacked bank account 
to see the security question. Depending on its kind and strength (see section 3.5.2), they can try to 
guess it or to research the answer in previous emails or social networks. Alternatively, they might 
simply log the answer when the legitimate recipient answers the security question. In the case of a 
recurring payment with the same security question they know the answer for the next transfer.  
4. When the group knows (see step 3 above) or correctly guesses the answer to the security question it 
can deposit the money in the hijacked account.  
5. The deposited funds in the hijacked account can then be used for buying goods online or they can be 
forwarded to an international account. As long as the group quickly rebalances the funds in the 
account, the legitimate owner of the account might not even notice that activity. The sender of the e-
Transfer will not notice the redirection (see section 3.6) and the original legitimate recipient will have 
to contact the bank/Interac to learn where the funds were deposited respectively to report the 
fraudulent activity.  
6. The attacker group can continue this attack until the hijacked account is frozen. However, since the 
probability of detection will increase over time it can also decide to clear the account e.g. when 
reaching the daily maximum of e-Transfer deposits, which is usually CAD 10,000. Subsequently they 
can continue their attack with another hijacked account. Thus, they have increased their ‘profit’ by e.g. 
CAD 10,000 in comparison to only clearing the account (without using it for redirecting e-Transfers).  
3.5. Experiment-Based Security Analysis 
3.5.1. Definition of Security 
Asokan et al. [28], [29] defined that besides confidentiality another common security requirement to 
an electronic payment system is to ensure integrity and authorization, i.e. – from an individual’s 
perspective – that no funds are transferred from that individual’s account without his/her authorization. 
The same can apply for receiving funds, e.g. to be able to reject unsolicited bribes [28], [29]. Other 
security requirements are discussed by Sahut [16], Asokan et al. [28], [29] and Tsiakis and Sthephanides 
[30] but are out of this paper’s scope. However, the next sections will show that improving the security of 
the Interac e-Transfer platform necessitates the definition of additional requirements (see section 3.7).  
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3.5.2. On the (In-)Security of Security Questions 
Research questions 1 and 2 consider the possibility of redirecting Interac e-Transfers (1) and the 
(in-)security of Interac e-Transfer security questions (2).  
As described before, it is possible to see a Standard e-Transfer’s security question when selecting the 
deposit link in an – e.g. eavesdropped – notification and logging in to the website of a financial institution. 
I.e. the security is not provided by withholding the security question but by having to know the correct 
answer. We assume that it will often be possible to guess or research the correct answer e.g. by searching 
previous mails which the sender sent to the recipient. RBC’s pending patent for enhancing e-Transfer 
security similarly states that the “verification process can be weak if the challenge […] is based on 
information that […] may be discovered by a third party through a social media website or otherwise” [20, 
p. 2]. Additionally, security questions have been researched before: Schechter et al. [33] came to the 
overall conclusion that the “security of personal questions appears significantly weaker than passwords” 
[33, p. 386]. Questions which were created by the participants of their survey in fact could be guessed in 
about half of the cases by either acquaintances who accompanied them or even by complete foreigners 
[33, p. 386].  
Other authors also pointed out that the usage 
of security question often creates privacy 
problems, too: if actual private information is 
used for specifying security questions/answers, 
this information might additionally become 
public in the case of a security breach.  
It is important to note that Schechter, Brush 
and Egelman [33] examined security questions 
which would be used e.g. to verify someone’s 
identity before resetting that someone’s 
password. That means that their study 
considered security questions that did not serve to verify the legitimacy of a second individual – who also 
knows the answer to the security question – but only to verify the first individual itself. However, we 
argue that a security question and answer shared by two persons can only be as strong (or weak) or even 
weaker than any security question the two persons might create for authenticating themselves. This 
assumption is based on set theory: the set of security questions and answers which a person would want 
to share with a second person – or which the second person already knows – can only be a subset of both 
persons’ personal security questions, respectively the intersection of these sets. More specifically, it will be 
the intersection of the two sets of previous knowledge-based security questions and the two sets of – for 
this purpose – made up security questions as shown in Figure 3. When financial institutions like the 
Canadian Imperial Bank of Commerce (CIBC) provide pre-defined security questions, see [34], the set of 
predominantly used questions might be even more limited. We think it would be interesting to empirically 
research these problems – especially regarding their potential implications for the security of Standard e- 
Transfers – but, like Schechter, Brush and Egelman [33, p. 386], we prefer to suggest using an alternative 
authentication method, or to use an implicit authentication as described in section 3.7.  
3.5.3. Experimental Setup for Security Analysis 
The set up for the security experiment is similar to the privacy experiment in that we use the author’s 
three bank accounts at BMO, RBC and Scotiabank to perform a series of 9 Standard e-Transfers. For this 
experiment, however, we always use the author’s legitimate email addresses as sender addresses (instead 
of generic email addresses created for the privacy experiment). The legitimate recipients’ names and email 
addresses are made up from common Canadian given names and last names. For a certain series of 
transfers, the legitimate recipient has the name of one of the authors (first author) and a specifically 
Figure 3: Set of security questions that are shareable between 
sender and recipient 
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created email address which contains this author’s name. Additionally, we use a mobile phone number 
that the author sending the related e-Transfers has not used before. All recipients’ email addresses were 
registered at an email forwarding service that does not support TLS for incoming mails.  
The other important difference is that all transfers – except for one8 – are not deposited by these 
invented recipients – or the first author – but instead by the second author (into the second bank account 
owned by him) who hereby also takes the role of the attacker. Only one transfer is deposited by the first 
author in order to suggest that this is his new “legitimate” email address – from the perspective of a fraud 
scoring engine. We simulated the eavesdropping of the attacker by simply forwarding the email and SMS 
notifications to him.  
Overall, we take care to correctly simulate 
the fraudulent activity: For all transfers, the 
first and the second author are at different 
locations and use different IP addresses. For 
depositing the transfers, the second author 
uses a device and browser which he previously 
did not use. He also uses a third IP address 
(by mobile phone tethering) in order to 
simulate that an adversary hijacked his 
account.9 The series of e-Transfers covers 
different sender accounts and money amounts 
(CAD 0.10 to CAD 1,900). It covers different 
numbers of failed attempts to correctly answer 
(what we consider to be) a weak security 
question. During a sub-series of three 
transfers with a more complex security 
question/answer the first author deliberately 
failed to answer correctly even in the fourth (last possible) attempt. After that, the sum of funds in these 
transfers is resent in a new transfer and then successfully redirected. This seeks to simulate an adversary 
who tricked the sender to resend the funds with the same question after having researched the correct 
security answer. The experimental setup is shown in Figure 4.  
3.5.4. Results of Security Experiment 
Overall, the results of the security experiment confirm the authors’ early observation – that it is 
possible to redirect Standard Interac e-Transfers to a third-party’s bank account. Additionally, the results 
show that the amount of money being transferred or possible knowledge about previous deposits of the 
recipient do not influence this property, i.e. redirects are also possible for bigger amounts of money 
(verified for up to CAD 1,900) and also for email addresses which have been used to deposit funds into 
another – legitimate – person’s bank account before. It is also possible to redirect funds which have been 
sent to a mobile phone number, though we did not verify if it is possible to do that after previously 
depositing a transfer into the legitimate account (due to a limitation of available mobile numbers10).  
As described above, the experiment sought to also simulate more suspicious behaviour/patterns, e.g. 
by looking at security questions, failing to answer them, etc. Yet, this also did not influence the successful 
 
8  This transfer is deposited by the first author in order to suggest that this is his new “legitimate” email address – from the 
perspective of a fraud scoring engine.  
9  Consequently he had to answer a security question when logging into his bank account for the first time from this device. 
10  The mobile number used in this experiment belonged to the first author who therefore would have had to send funds to his 
own account from which the transfer was initiated – which is not possible.  
Figure 4: Experimental setup of security experiment 
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deposit into the simulated hijacked bank account. The detailed results of the experiment are presented in 
tabular format in Appendix J.  
We additionally noticed that the sender of an e-transfer will not know that it has been redirected, since 
the confirmation message to the sender always contains the recipient name which the sender originally 
specified. The legitimate recipient will of course eventually notice that the transfer has been redirected 
because opening the deposit link shows that the transfer has already been deposited. He might also notice 
that the default link for the preferred financial institute changed when another transfer is sent to the same 
email address and the attacker’s financial institution is different from his financial institution.11 
However – as will be discussed in detail in sections 3.5.5 and 5 – one has to take into consideration 
that the redirectability might be an intended or tolerated undocumented feature and/or that the 
limitations of our experimental setup influenced the results.  
3.5.5. Reasons for Security Problems 
In our opinion, the identified possibility to redirect Standard Interac e-Transfers and the described 
attack scenario is due to several platform-specific design decisions/properties.  
1. Standard e-Transfers are not strictly associated with the legitimate recipient.  
2. The platform mainly assumes that email/SMS are neither eavesdropped nor sent to unintended 
recipients, because in this case it is impossible to identify transfers of bigger funds, to open the deposit 
link, or to learn other sensitive information.  
3. In the case that an eavesdropper/unintended recipient can read a notification, the platform relies on 
the security question being strong enough to keep them from depositing the funds.  
4. The fraud scoring engine/proprietary risk management used by Interac Corp. [6], [7] fails to identify 
the redirection of a transfer to an illegitimate recipient, e.g. based on the recipient’s name.  
5. At least some accounts at banks, who are participants in the e-Transfer platform, seem to be weakly 
secured against financial identity theft (hijacking of account), e.g. due to the usage of security 
questions.  
As previously mentioned, it is possible, however, that it is intended that consumers are able to 
redirect/forward e-transfers to other recipients: to the best of our knowledge, there is no policy stating 
that the name of the recipient must match the name which the sender specified for the recipient. It can be 
assumed that this would create issues e.g. seeing that senders might use nicknames or other name 
variations (including typos) when specifying the recipient name. Additionally, it is clearly intended that a 
recipient may choose into which legitimate account a transfer shall be deposited.  
We are however sceptical that the redirectability/forwardability to another person is an intended 
feature since we did not find any related information. 
However, if it is a tolerated property or even an undocumented feature, it – as the experiment shows – 
can be misused for fraudulently redirecting transfers which should obviously be avoided. We therefore 
propose improvements to overcome this issue – and other issues – in section 3.7.  
3.6. Additional Observations 
During the execution of our experiments and the analysis of the results, we noticed further peculiarities 
and flaws regarding the Interac e-Transfer platform, also regarding the Autodeposit and Request Money 
e-Transfers. The security relevant observations and our considerations are discussed below and are taken 
into account for proposed improvements in section 3.7. A discussion of the other observations is out of 
scope of this paper, but we have documented these and our first considerations in this regard in 
Appendix K. 
 
11  This is not applicable for SMS or when the account to which the transfer was redirected belonged to the same financial 
institute. 
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1. The E-Transfer sender email addresses at Scotiabank and RBC are not verified before they can be used. 
Therefore, notifications can get lost or sent to unintended recipients when incorrect email addresses are 
specified; similarly request notifications can show incorrect sender email addresses.  
2. The initiation of e-Transfers at BMO, Scotiabank, and RBC do not have to be authorized individually 
e.g. using a second authentication method such as a transaction authentication number (TAN)12; the 
login authentication is sufficient. Authorizing each transfer would be less convenient but more secure. 
3. It is impossible to reject an Autodeposit e-Transfer (at least at BMO, RBC, Scotiabank). This may lead 
to unsolicited bribery or to problems when someone specified the wrong recipient. Depending on the 
sender’s financial institute, the recipient will not be able to see the sender’s legal name. Additionally, 
the legal name can be ambiguous and the recipient might not know the sender. Since the sender email 
address is not shown to the recipient for this type of e-Transfer, it is difficult to contact the sender or to 
simply send the money back.  
4. If a recipient has configured the Autodeposit feature for a certain email address, the sender will be 
shown the recipient’s legal name (and depending on the recipient’s financial institution also the profile 
name) after entering the target email address in the web interface. This is obviously in order to verify 
that the correct recipient has been specified, which, however, is very problematic:  
a. It is possible that showing the name is not sufficient but rather misleading, e.g. if the sender is not 
sure about the recipient’s name and guesses that e.g. Michael Miller has the email address 
michaelmiller@domain.com although it actually was m.miller@domain.com. If a recipient with 
that email address (who registered that address for Autodeposit) exists, it is very likely that showing 
the legal name will misleadingly suggest that the correct recipient’s address has been specified.  
b. Showing legal names of Autodeposit recipients also does not allow for 
anonymously/pseudonymously receiving transfers via this e-transfer type.  
c. The interface might be misused for retrieving the legal name of a person of whom someone only 
knows the email address. Additionally, random email addresses can simply be tested e.g. to create 
tailored phishing attacks (using correct legal names). For testing, hijacked bank accounts could be 
used. We noticed that the interface at BMO, for example, allows for testing email addresses in quick 
succession but we did not test the limits of that. This problem might be researched in future work – 
e.g. with experiments or examining the Interac e-Transfer API13.  
3.7. Proposed Improvements 
The identified privacy and security issues – not all of them related to the redirection of transfers – can 
be overcome in different ways. Approaches include short-term implemenTable recommendations for 
Interac e-Transfer users and middle to long-term implemenTable proposals to financial institutions, email 
providers, and Interac Corp. These approaches, however, do not address all problems so that we just 
outline them in Appendix M.  
In contrast to this, as a first step, we propose additional requirements/properties that must be met by 
the Interac e-Transfer platform to overcome the identified privacy and security problems. That is because 
these problems originally result from certain properties and design decisions regarding the Interac e-
Transfer platform as described in sections 3.3.4, 3.5.5 and 3.6. We propose the following requirements 
(here including explanations referring to the Interac e-Transfer platform).  
  
 
12  See https://www.investopedia.com/terms/t/transaction-authentication-number-tan.asp.  
13  See https://developer.interac.ca/login?redirect=https://developer.interac.ca/e-transfer/.  
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1. Intrasystem security and privacy: The security and the privacy of the system must not rely on external 
systems (such as SMS or email) which are not under the service provider’s (here Interac Corp.) control. 
Accordingly, security and privacy must also not be based on a human component (such as a security 
question). Where the human factor has to come into play (e.g. when creating passwords), technological 
means must minimize the risk of unsafe system configuration and usage.  
2. Transfer-directability: E-Transfers of all types have to be technically linked to a certain recipient, in 
order to ensure that it cannot be redirected to another recipient. The recipient may nevertheless have 
the option to choose a certain bank account.  
3. Identifier verification: The sender identifier (currently the notification email address) for all types of e-
Transfers must be verified to belong to the person who wishes to use them before first use. This is in 
order to avoid accidental or intended specification of wrong identifiers.  
4. Technical recipient identifier-verifiability: The recipient identifier (currently the target email address 
or phone number) for all types of e-Transfers must be verifiable regarding accidental misspecification. 
The verification should be based on a technical verification that does not expose personal information. 
At the same time, it should not expose information regarding whether a certain identifier does not exist 
or if it was incorrectly specified in order to avoid snooping of identifiers.  
5. Transfer rejectability/returnability: Recipients of unsolicited e-Transfers must be able to either reject 
the transfer or – in the case of an Autodeposit – to return the transfer without needing to know the 
sender’s identity.  
6. Individual e-Transfer initiation, fund-withdrawal and device change authorization: An e-Transfer 
initiation, the withdrawal of funds from an account (via e-Transfer request) and device changes always 
have to be individually authorized with a one-time (password) method.  
7. Minimum information disclosure: Notifications to e-Transfer customers sent via an unsecure channel 
must not contain any sensitive personal/financial information. Notifications sent via secure channels 
must not reveal unnecessary information, including banking times of e-Transfer users, to other users or 
third parties.  
Based on the proposed additional requirements above, we propose several related improvements to the 
Interac e-Transfer platform that holistically address all identified problems and meet the desired 
properties as briefly discussed in the next section: The Standard e-Transfer should not be used in the 
future but replaced by a new type of e-Transfer, which we call Directed e-Transfer: This type of transfer is 
strictly associated with a certain customer who nevertheless may choose at which financial institution 
(and into which account) a transfer shall be deposited or if the transfer shall be rejected. In order to be 
able to achieve this, each e-Transfer customer has to manually register the bank accounts which shall be 
available for selection as described below. Alternatively, the accounts held by a certain customer might 
automatically be mapped to him or her (and made available for selection) based on an already known 
unique identifier such as the social security number (given that this kind of identifier is already known to 
Interac).  
1. The identifier, to which the transfers can be sent, is either a personal email address (as before) or, 
alternatively, a freely selecTable but unique alphanumeric string with a certain maximum length (e.g. 
10 characters). Mobile phone numbers may not be used as identifiers since they are more likely passed 
on to foreigners if e.g. a mobile phone contract is ended. The identifier can be selected and registered 
after logging into a financial institution’s website. The registration requires the specification of a 
notification email address or mobile phone number which may only be linked to one identifier at any 
time. Target identifiers based on email addresses must be registered and verified as well. After 
registration, both types of target identifiers are called InteracID. Technically they are the same, they 
differ only in length and regarding the existence of the @-character in email-based InteracIDs. 
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Additionally, the notification email address of an email-based InteracID is the email on which it is 
based. The InteracID of the sender is not revealed to the recipient.  
2. Each InteracID (including email-based InteracIDs), is assigned a random 3-digit security code which 
must be entered correctly in addition to the InteracID when sending an e-Transfer to this identifier.  
3. Money Request e-Transfers and Autodeposit e-Transfers are still available but must also be sent to 
InteracIDs, including the specification of the security code. That means that InteracIDs used for 
Autodeposits are associated with only one bank account and that in this case they provide similar 
functionality as do the email addresses which are currently registered for Autodeposit. Additionally, it 
also means that a person can own several InteracIDs (e.g. one InteracID which allows for choosing 
between accounts and one or more additional account specific InteracID for Autodeposits).  
4. The recipients of an e-Transfer Autodeposit may choose to return the money to the sender without 
learning the identity of the sender – unless the sender specified his real name. This is technically 
maintained by keeping track of previous transfers which can be reversed by the user (e.g. within a 
certain time frame). The InteracID of the sender hereby must not be revealed to the recipient.  
5. The initiation of any type of e-Transfer, sending funds to meet an e-Transfer request and device 
changes have to be authorized via state-of-the-art two-factor authentication (e.g. password and TAN 
generated in banking app).  
6. Customers are notified about e-Transfers by generic messages stating that they have received an e-
Transfer of a certain type (Directed, Autodeposit or Request) without giving further details and which 
asks them to login to their financial institution’s website. Customers can opt-in (or opt-out) regarding 
that these emails are cryptographically signed. However, a login link is not provided within the 
notification. The customer knows to which InteracID the e-Transfer was sent, based on the email 
address/mobile phone number at which the notification was received. Accordingly, the customer also 
knows to which financial institution he has to login, whereby he may choose from any account (i.e. 
financial institution) which is assigned to the specific InteracID. Additionally, customers can be 
contacted via secure communication channels, e.g. within the respective financial institution’s mobile 
banking application and/or an application to be developed and provided by Interac Corp to notify them 
about an e-Transfer, including status updates. However, only minimum necessary information is 
contained in the notifications. Accordingly, users may choose if a status update/notification about an 
initiated transfer shall be communicated to the other party (sender/recipient) in real time or not.  
4. Evaluation 
The main contribution of this paper is the research into potential security and privacy issues related to 
the Interac e-Transfer platform and the proposal of additional requirements and improvements to address 
the identified issues.  
We designed our experiments in a way that sought to avoid the results being influenced or biased by 
factors like the usage of known e-mail addresses, size of transferred funds, TLS support, sender and 
recipient financial institutions, usage of email or SMS, and first-time/subsequent transfer. Additionally, 
we verified or supported our assumptions regarding the potential observability of information by either 
technical means (e.g. regarding TLS support) or by reviewing relevant sources. Thus, we are confident 
that our privacy-related results are correct and in general also apply to other financial institutions 
participating in the Interac e-Transfer platform. Regarding our security related results, we consider them 
to be tentative findings, due to the given limitations in the experimental setup. For example, the accounts 
we used have at least some relation to each other: they are owned by the same person and/or have 
exchanged funds via legitimate transfers before (e.g. during the privacy experiment). This might have 
influenced the security related results, e.g. considering the possibility that Interac Corp. automatically 
detected suspicious behaviour in the accounts but did not take action after manually reviewing the matter. 
However, we consider this to be unlikely since we carefully sought to simulate real fraudulent behaviour. 
Thus, we would have expected Interac Corp. or our financial institutions to at least contact us in the case 
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of its detection. Additionally, we did not notice any delayed transactions (taking more than 30 minutes). A 
manual review would probably have taken more time.  
With regards to the proposed additional requirements (and improvements), we argue that it is possible 
to tentatively evaluate their validity by mapping the identified problems to requirements and 
improvements as presented in Appendix N. Future research can verify the approach by applying 
theoretical proof (see section 5).  
5. Discussion, Conclusion & Future Research 
This paper has identified and addressed problems regarding the privacy and security of the Interac e-
Transfer platform and thereby closed the gap created by the absence of earlier examinations into that 
platform. Our results show that under realistic assumptions – regarding the abilities of todays’ 
eavesdroppers’– the platform fails to protect its customers’ privacy due to design decisions which may 
well have been state-of-the-art when the platform came into being. Nowadays, assuming the privacy and 
security of unencrypted emails and security questions is unacceptably risky. Additionally, the simulated 
attack’s success shows that Standard e-Transfers are potentially insecure against redirections given that 
attackers invest enough effort to hijack someone’s bank account, to identify transfers of higher values, and 
to research or guess the answer to security questions. Although the findings regarding security should be 
generally verified by future research, they are already supported by a recent news article by Johnson [35]. 
Future researchers will probably have to obtain the consent of Interac Corp. in order to ensure that non-
researcher participants of more extensive experiments are not exposed to the risk of having their bank 
accounts frozen. Discussing the issues with Interac Corp. was unsatisfactory from our point of view (see 
section 6). Consequently, we have proposed a holistic approach to address both the privacy and security 
problems.  
Further research could also be done to evaluate and compare today’s Interac e-Transfer 
implementations by including more participating financial institutions, e.g. to identify potential 
inconsistencies, flaws (e.g. regarding the Autodeposit user interface), and other usability issues such as 
those documented in Appendix K. It is also possible that some of the identified issues may be created or 
exacerbated by the respective implementations of the financial institutions.  
Additionally, researching security questions as an authentication method between two parties would 
extend earlier research which examined security questions as an authenticating method for web logins 
(one party). This may support or reject our findings on the security of Standard Interac e-Transfers in 
general and in particular our set theory-based approach to applying these earlier results to this scenario. 
Finally, we would be very happy to see other researchers evaluating our proposed improvements with 
theoretical approaches such as UML-based secure systems development [36] or using our suggestions to 
propose their own alternative approaches. Either way, we hope to see according changes in the Interac e-
Transfer platform, as soon as possible.  
6. Epilogue 
On March 13th, 2019 we contacted Interac via phone in order to inform them about our ongoing 
research (which was at that point an early stage university course project report) to give them a chance to 
verify our results and/or to add additional information to the report. After a confirmation call on March 
18th, 2019, we did not hear back from them due to Interac sending their answer to an incorrect email 
address. Also, we decided to not contact them again before submitting our initial report (as a university 
course project) in order to avoid issues regarding confidentiality and delays. Yet, we already discussed that 
we might contact Interac again in case we intend to submit the report as a paper for publication. We 
submitted the initial project report at the University of Ottawa on April 9th, 2019. 
On May 12th, 2019 CBC News posted an article which reported on fraudulently redirected Interac e-
Transfers [35].  
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This article confirmed some of our findings regarding the security of Standard Interac e-Transfers. 
Due to this, and since we were looking into publishing the report as a paper, we contacted Interac again 
and got a response stating that they would like to review the report before publication. Therefore, we 
incorporated minor changes in the report, e.g. an early epilogue section and some clarifications based on 
the feedback we got for the report and the intended submission for publication. This version of the report 
was then shared with Interac for review on May 23rd, 2019.  
In their review of the report (June 3rd, 2019) Interac pointed out that we had no access to confidential 
information regarding the layers of security and fraud protection, the usage of outdated sources like e.g. a 
2002 patent, and the lacking consideration of legal requirements [10]. They also emphasized that they 
share “important tips” [10] regarding security including the usage of different layers of security, the usage 
of strong passwords, not to choose easy guessable security questions, and using email providers which use 
TLS encryption [10]. The full text of the review can be seen in Appendix O.  
We have taken the feedback into account in the version of the report presented in this paper. However, 
we additionally want to reply to the feedback as follows:  
As pointed out in the paper, we deliberately focused on publicly observable parts of the system, such as 
email and SMS notifications and user interfaces. Our research regarding these parts seem to show that the 
privacy and security issues resulting from certain design decisions which manifest in specific contents and 
features of these parts are not mitigated by the mentioned layers of security and fraud protection, which 
are unknown to us. It is possible that certain fraudulent activities are detected by these systems and that 
our experiments were unsuitable to show that. Yet, the CBC News article by Johnson [35] confirms that it 
is possible to redirect e-Transfers, obviously similar to the activities simulated by us, to commit real 
Interac e-Transfer fraud.  
Regarding the usage of “outdated” [10] sources, we want to stress that the 2002 Canadian patent is the 
only (out)dated source we use in connection with describing the Interac e-Transfer platform. All other 
sources for this are much more recent (2017 to 2019). Also, the status of the patent is still pending and it 
is also still active as Australian patent “AU2002227835B2”, GB patent “GB2389443B” and US patent 
“US7844546B2”. All of them have been filed in 2002 but have only been granted in 2007 (AU), 2004 
(GB) and 2010 (GB). Moreover, we use this source only for describing the backend of the system, which 
was not part of the investigation regarding privacy and security. The more recent sources do not 
contradict the system as it was described in this patent; on the contrary, they seem to show that the 
general mechanics are still the same. Finally, the RBC patent, which directly targets to improve the 
security of Interac e-Transfers, has been filed in 2017 – and we argue that RBC would be aware of 
updated information regarding (more secure) internal workings. Instead, the patent does explicitly refer to 
the Interac e-Transfer platform when stating that emails are by default an insecure method of 
communication as they can be intercepted and forged (see section 2.4). It also criticizes that security 
questions may in certain cases be a weak verification method. 
Furthermore, we do not think that our criticism of privacy problems is irrelevant just because we did 
not consider legal requirements. It is possible that certain or even all information we found must be 
contained in notifications and confirmations due to legal reasons. Yet we doubt this and have not received 
any specific information from Interac that would indicate otherwise. Moreover, even in the case that this 
assumption is wrong, it does not mean that the system could not be improved to overcome the privacy 
issues, e.g. using secure channels for communication. We also did not find any publicly available 
information by Interac recommending the usage of TLS enabled providers. In contrast, we want to point 
out that the usage of TLS would only reduce the risk of being eavesdropped since e.g. malware might be 
used on target devices (see section 3.2).  
From our point of view, the recommendation to use strong passwords and good security questions is 
not sufficient either: As described in section 3.7, we claim that a secure system may not rely on the human 
factor without technically ensuring that the likelihood of unsafe system configuration and usage is 
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minimized. Additionally, the use of security questions creates other problems, e.g. the possibility of 
eavesdropping onto earlier use of the same passwords and privacy issues in the case of data leaks, as 
shown in sections 3.4 and 3.5.2.  
Lastly, we want to mention that Interac somehow criticized our way of communicating with them, 
stating in their reply:  
“At Interac, we support education studies to improve our products, services and 
customer experience.  We engage with students on a regular basis.  Generally, they come to us 
at the beginning with a business problem and we work with them under confidentiality 
agreements, as our technology and systems are proprietary.” [10] 
We want to reply that we contacted them before conducting our main experiments and writing the major 
parts of the report but that we did not get feedback due to a mistake on their side. After finishing the 
report, we gave them a second chance to review it, which they did. Their reply states, however, that they 
“are unable to disclose about how [their] technology and systems work, the layers of security and fraud 
protection that [they] have in place, the advanced technologies that [they] employ, and how [they] work 
with [their] financial institution partners” [10].  
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Appendix A 
The following is additional information on the history of Interac e-Transfer Companies and Brands: 
The Interac e-Transfer platform was originally introduced as Email Money Transfer by CertaPay Inc. 
in June 2002 [3].  In January 2003 CertaPay Inc. was acquired by Acxsys Corporation which was joined 
with the former not-for-profit Interac Association between 2013 and 2018 to build the for-profit Interac 
Corp. [37], [38]. Additionally, in 2010 the name of the service was changed to Interac e-Transfer in order 
to incorporate new mobile banking options as e.g. sending money to mobile phone numbers [39].  
Appendix B 
Below follows a detailed description of different types of Interac e-Transfer which are relevant for this 
paper. Currently three types of Interac e-Transfers can be performed by consumers [5], whereby the 
original Interac e-Transfer (Standard e-Transfer) is performed in the following eight steps:  
1. Login:  
The customer (sender) logs in to his financial institutions online or mobile banking and selects the 
option for sending an Interac e-Transfer 
2. Specification of transfer details:  
The sender specifies the amount to be sent, selects the account from which it shall be deducted 
and also the contact to whom it shall be sent. In the case that this contact is not yet within the 
contact list, the sender specifies the recipient’s details, being the name and e-mail address or 
mobile phone number. Optionally it is possible to specify a custom message to the recipient.  
3. Specification of a security question:  
The sender specifies a security question and answer which the recipient must correctly enter in 
order to being able to deposit the transferred amount.  
4. The sender reviews and sends the e-Transfer.  
5. The recipient is notified by an email or SMS from Interac which contains a specific link to choose 
the financial institute where the amount shall be deposited.  
6. After logging in, the recipient is asked to enter the security answer.  
7. After correctly entering the security answer, the recipient chooses the account into which the 
amount shall be deposited. Alternatively, the recipient may also choose to reject the transfer.  
8. The sender is notified about the deposited or rejected transfer by e-mail. 
An Interac e-Transfer Autodeposit (Autodeposit e-Transfer) in general is similar to the original Interac e-
Transfer but steps 2, 7 (becoming step 4) and 8 (becoming step 5) are different and steps 3, 6 and 7 are 
omitted:  
1. Login:  
The customer (sender) logs in to his financial institutions online or mobile banking and selects the 
option for sending an Interac e-Transfer.  
2. Specification of transfer details:  
The sender specifies the amount to be sent, selects the account from which it shall be deducted 
and also the contact to whom it shall be sent. In the case that this contact is not yet within the 
contact list, the sender specifies the recipient’s details, being the name and the email address. The 
email address must be registered for Autodeposit by the recipient in advance. The sender is 
notified about the activated Autodeposit feature and presented with the legal name of the recipient 
for verification.  
3. The sender reviews and sends the e-Transfer.  
4. The amount is automatically deposited into the recipient’s account (which was registered for the 
specified email address). The recipient has no option to reject the transfer.  
5. The sender and recipient are notified about the deposited transfer by e-mail.  
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An Interac e-Transfer Request Money (Request Money e-Transfer) can be seen to request the initiation of 
a one-time ad-hoc Autodeposit and consists of the following steps:  
1. Login:  
The customer (requestor) logs into his financial institution’s online or mobile banking and selects 
the option for Interac e-Transfer Money Request. 
2. Specification of transfer details:  
The requestor specifies the amount to be requested, selects the account to which it shall be 
deposited and the contact to whom the request shall be sent. In the case that this contact is not yet 
within the contact list, the requestor specifies the recipient’s details, being the name and e-mail 
address or mobile phone number. Optionally it is possible to specify a custom message to the 
recipient.  
3. The requestor reviews and sends the e-Transfer Money Request.  
4. The request recipient is notified by an email or SMS from Interac which contains a specific link to 
choose the financial institute from where the amount shall be transferred. Alternatively, the 
recipient may choose to decline the request.  
5. After logging in, the request recipient is asked to accept (or to decline) the transfer and to specify 
from which account the amount shall be transferred.  
6. After confirming the details, the amount is automatically transferred into the requestor’s account 
(a security question is not needed).  
7. The requestor is notified about the accepted (and deposited) or declined transfer by e-mail.  
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Appendix C 
The following constraints and limitations defined the boundaries of our research:  
- The given timeframe of about 2 months from project approval to submission deadline did not allow 
for large scale experiments which would have included the support of other people in order to send 
and receive transfers from different accounts at different financial institutions. This would have 
required an approval of the University of Ottawa’s Research Ethics Board (REB), due to possible risks 
to the participants (e.g. freezing of funds/accounts) and the processing of personal information 
(including financial information). Since this approval was unlikely to be granted within 2 months, the 
experiments are limited to 3 accounts held by the authors at three different financial institutes.  
- The research was also limited by daily transaction limits which apply to Interac e-Transfers and 
especially to some student accounts. Another limitation was the availability of liquid funds within the 
accounts. The experiment design had to take these limitations into account so that e.g. one account 
only transferred a maximum of CAD 1,000 per day, since this was the daily sending limit on the 
account.  
- At last, the research was limited by the availability of access to mobile phone numbers. Sending 
Interac e-Transfer notifications to virtual mobile phone numbers, which e.g. are provided by the 
Android App TextMe, did not succeed (messages were not delivered). Therefore, the experiments 
were designed in a way that only three different mobile phone numbers, to which the authors had 
personal access, were used.  
  
 26 
Appendix D 
The following screenshots of the web page CheckTLS.com (https://www.checktls.com/TestReceiver) 
show that emails sent to email-addresses ending in @bell.net, @sympatico.ca, @cogeco.ca and 
@videotron.ca are probably not TLS encrypted in transit (more detailed data, including xml-
representations of the CheckTLS results can be found in the experimental dataset within the folder 
“Experimental Data\Support Data”). The webpage https://www.checktls.com/TestReceiver provides 
functionality to check for the availability of TLS connections when sending mails to available mail servers 
at specified domains by establishing a connection to these servers. Therefore, it does not test the 
availability of TLS when emails are sent from these servers, but this is not relevant for this paper.  
 
Figure 5: CheckTLS.com confidence factor for "bell.net" (as receiver) 
 
Figure 6: CheckTLS.com confidence factor for "sympatico.ca" (as receiver) 
 
Figure 7: CheckTLS.com confidence factor for "cogeco.ca" (as receiver) 
 
Figure 8: CheckTLS.com confidence factor for "videotron.ca" (as receiver)  
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Appendix E 
The following screenshot and email header information show (compared to emails sent to address at 
domain @outlook.com) that emails from Interac sent to email-addresses ending in @boun.cr are not TLS 
encrypted in transit (more detailed data, including an xml-representation of the CheckTLS result can be 
found in the experimental dataset within the folder “Experimental Data\Support Data”). The 
https://www.checktls.com/TestReceiver provides functionality to check for the availability of TLS 
connections when sending mails to available mail servers at specified domains via establishing a 
connection to these servers. Therefore, it does not test the availability of TLS when emails are sent from 
these servers, but this is not relevant for this paper:  
 
Figure 9: CheckTLS.com confidence factor for "boun.cr" (as receiver) 
 
 
Figure 10: Interac e-Transfer notification sent to ebc5389project-receiver-transfer1@outlook.com, using TLS 
  
 28 
 
Figure 11: Interac e-Transfer notification sent to receiver3@boun.cr, not using TLS 
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Appendix F 
 
Table 2: Potentially observable e-Transfer-related information on recipient side (e-Transfer terminator) 
Type of Transfer Information sources Overall Information Visible on Recipient Side 
without login (Differences highlighted in bold) 
Standard transfer to 
email 
Email notification, 
"Deposit Your 
Money" - web page 
Preferred language, transfer status (sent), 
recipient name (custom), sender name (sender FI-
specific format: custom/legal), amount of 
transferred money, custom notification message 
from sender, (select FI link), expiry date, financial 
institute of sender, reference number 
Subsequent transfers also contain: preferred FI 
link (last login for specified email address) 
Standard transfer  
to mobile phone 
SMS notification, 
"Deposit Your 
Money" - web page 
Preferred language, transfer status (sent), sender 
name (likely sender FI-specific format: 
custom/legal), amount of transferred money, 
custom notification message from sender, (select 
FI link), expiry date, reference number 
Autodeposit Email notification Preferred language (changes during test were not 
adapted), transfer status (autodeposit), recipient 
name (legal), sender name (sender FI-specific 
format: custom/legal), amount of transferred 
money, custom notification message from sender, 
financial institute of sender, reference number, 
financial institute of recipient 
Money Request to 
email 
Email notification, 
"Request For Money" 
- web page, email 
confirmation 
Preferred language, transfer status (request & 
deposited), recipient name (custom and - 
depending on recipient FI - also legal), sender 
name (sender FI-specific format: legal/custom & 
legal), amount of transferred money, custom 
notification message from sender, (select FI link), 
expiry date, financial institute of sender, sender 
email, financial institute of recipient, reference 
number 
Subsequent requests also contain: preferred FI 
link (last login for specified email address) 
Money Request 
to mobile phone 
SMS notification, 
"Request For Money" 
- web page, email 
confirmation 
Preferred language, transfer status (request & 
deposited), recipient name (custom or  likely - 
depending on recipient FI - legal), sender name 
(sender FI-specific format: legal/custom & legal), 
amount of transferred money, custom notification 
message from sender, (select FI link), expiry date, 
reference number, sender email, financial 
institute of recipient 
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Appendix G 
The following four tables show the information within each e-Transfer performed for the privacy 
experiment. Originally, the Table is one piece, but it is split up to show it here. The relevant 
descriptive columns are repeated for each part. The test plan and protocol for the experiment are 
contained in the experimental dataset (within the folder “Experimental Data”). 
 
Table 3:Potentially observable information in e-Transfer notifications (privacy experiment) 4/4 
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n
 is
 o
n
ly
 g
en
er
at
ed
 
fo
r 
In
te
ra
c 
e-
Tr
an
sf
er
 R
eq
u
es
ts
. 
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Table 4:Potentially observable information in e-Transfer notifications (privacy experiment) 3/4 
 
Step
Transfer
Repetition
Ty
p
e 
o
f 
Tr
an
sf
er
Sender Account
Deposit at/Transfer From
Amount (small = CAD 15, 
medium = CAD 235 to CAD 250, 
big = CAD 485, 
year 2018 average is CAD 371) 
Sender E-Mail TLS
Recipient E-Mail TLS
time between fund transfer authorization 
by recipient to deposit confirmation
Display language
Action/status (accepted transfer/deposited) 
Recipient Name
Sender Name
Amount
Custom notification message
Custom confirmation message
Sender FI
Reference number
1
1
1
St
an
da
rd
 t
ra
ns
fe
r 
to
 e
m
ai
l
Sc
o
ti
ab
an
k
R
B
C
sm
al
l
tr
ue
tr
ue
N
/A
En
gl
is
h
tr
ue
cu
st
o
m
cu
st
o
m
tr
ue
tr
ue
tr
ue
tr
ue
fa
ls
e
2
1
2
St
an
da
rd
 t
ra
ns
fe
r 
to
 e
m
ai
l
Sc
o
ti
ab
an
k
R
B
C
sm
al
l
tr
ue
tr
ue
N
/A
En
gl
is
h
tr
ue
cu
st
o
m
cu
st
o
m
tr
ue
tr
ue
tr
ue
tr
ue
fa
ls
e
3
2
1
St
an
da
rd
 t
ra
ns
fe
r 
to
 e
m
ai
l
Sc
o
ti
ab
an
k
R
B
C
m
ed
iu
m
tr
ue
tr
ue
N
/A
En
gl
is
h
tr
ue
cu
st
o
m
cu
st
o
m
tr
ue
tr
ue
tr
ue
tr
ue
fa
ls
e
4
2
2
St
an
da
rd
 t
ra
ns
fe
r 
to
 e
m
ai
l
Sc
o
ti
ab
an
k
R
B
C
m
ed
iu
m
tr
ue
tr
ue
N
/A
En
gl
is
h
tr
ue
cu
st
o
m
cu
st
o
m
tr
ue
tr
ue
tr
ue
tr
ue
fa
ls
e
5
3
1
St
an
da
rd
 t
ra
ns
fe
r 
to
 e
m
ai
l
Sc
o
ti
ab
an
k
R
B
C
sm
al
l
fa
ls
e
fa
ls
e
N
/A
En
gl
is
h
tr
ue
cu
st
o
m
cu
st
o
m
tr
ue
tr
ue
tr
ue
tr
ue
fa
ls
e
6
3
2
St
an
da
rd
 t
ra
ns
fe
r 
to
 e
m
ai
l
Sc
o
ti
ab
an
k
R
B
C
bi
g
fa
ls
e
fa
ls
e
N
/A
En
gl
is
h
tr
ue
cu
st
o
m
cu
st
o
m
tr
ue
tr
ue
tr
ue
tr
ue
fa
ls
e
7
4
1
St
an
da
rd
 t
ra
ns
fe
r 
to
 e
m
ai
l
R
B
C
B
M
O
sm
al
l
N
/A
tr
ue
N
/A
En
gl
is
h
tr
ue
cu
st
o
m
le
ga
l
tr
ue
tr
ue
fa
ls
e
tr
ue
fa
ls
e
8
4
2
St
an
da
rd
 t
ra
ns
fe
r 
to
 e
m
ai
l
R
B
C
B
M
O
m
ed
iu
m
N
/A
tr
ue
N
/A
(n
.c
.)
9
5
1
St
an
da
rd
 t
ra
ns
fe
r 
to
 m
o
bi
le
 p
ho
ne
R
B
C
Sc
o
ti
aB
an
k
sm
al
l
N
/A
N
/A
N
/A
10
5
2
St
an
da
rd
 t
ra
ns
fe
r 
to
 m
o
bi
le
 p
ho
ne
R
B
C
Sc
o
ti
ab
an
k
m
ed
iu
m
N
/A
N
/A
N
/A
11
6
1
St
an
da
rd
 t
ra
ns
fe
r 
to
 e
m
ai
l
R
B
C
B
M
O
sm
al
l
N
/A
N
/A
N
/A
12
6
2
St
an
da
rd
 t
ra
ns
fe
r 
to
 e
m
ai
l
R
B
C
B
M
O
bi
g
N
/A
N
/A
N
/A
13
7
1
A
ut
o
de
p
o
si
t 
(e
m
ai
l)
Sc
o
ti
ab
an
k
R
B
C
sm
al
l
tr
ue
tr
ue
N
/A
En
gl
is
h
tr
ue
le
ga
l
cu
st
o
m
tr
ue
tr
ue
N
/A
tr
ue
tr
ue
13
7
2
A
ut
o
de
p
o
si
t 
(e
m
ai
l)
Sc
o
ti
ab
an
k
R
B
C
bi
g
tr
ue
tr
ue
N
/A
En
gl
is
h
tr
ue
le
ga
l
cu
st
o
m
tr
ue
tr
ue
N
/A
tr
ue
tr
ue
14
7
3
A
ut
o
de
p
o
si
t 
(e
m
ai
l)
Sc
o
ti
ab
an
k
R
B
C
bi
g
fa
ls
e
fa
ls
e
N
/A
En
gl
is
h
tr
ue
le
ga
l
cu
st
o
m
tr
ue
tr
ue
N
/A
tr
ue
tr
ue
15
8
1
R
eq
ue
st
 t
o
 e
m
ai
l
R
B
C
Sc
o
ti
ab
an
k
m
ed
iu
m
fa
ls
e
fa
ls
e
m
ax
En
gl
is
h
tr
ue
cu
st
o
m
le
ga
l
tr
ue
tr
ue
tr
ue
tr
ue
fa
ls
e
16
8
2
R
eq
ue
st
 t
o
 m
o
bi
le
 p
ho
ne
R
B
C
Sc
o
ti
ab
an
k
m
ed
iu
m
fa
ls
e
N
/A
m
ax
En
gl
is
h
tr
ue
cu
st
o
m
le
ga
l
tr
ue
tr
ue
tr
ue
tr
ue
fa
ls
e
26
18
1
A
ut
o
de
p
o
si
t 
(e
m
ai
l)
B
M
O
Sc
o
ti
ab
an
k
sm
al
l
tr
ue
tr
ue
N
/A
En
gl
is
h
tr
ue
bo
th
le
ga
l
tr
ue
tr
ue
N
/A
tr
ue
tr
ue
27
18
2
A
ut
o
de
p
o
si
t 
(e
m
ai
l)
B
M
O
Sc
o
ti
ab
an
k
bi
g
tr
ue
tr
ue
N
/A
En
gl
is
h
tr
ue
bo
th
le
ga
l
tr
ue
tr
ue
N
/A
tr
ue
tr
ue
28
18
3
A
ut
o
de
p
o
si
t 
(e
m
ai
l)
B
M
O
Sc
o
ti
ab
an
k
sm
al
l
tr
ue
tr
ue
N
/A
En
gl
is
h
tr
ue
bo
th
le
ga
l
tr
ue
tr
ue
N
/A
tr
ue
tr
ue
28
19
1
R
eq
ue
st
 t
o
 e
m
ai
l
Sc
o
ti
ab
an
k
B
M
O
sm
al
l
fa
ls
e
fa
ls
e
m
in
En
gl
is
h
tr
ue
cu
st
o
m
cu
st
o
m
tr
ue
tr
ue
tr
ue
tr
ue
fa
ls
e
29
19
2
R
eq
ue
st
 t
o
 e
m
ai
l
Sc
o
ti
ab
an
k
B
M
O
bi
g
fa
ls
e
fa
ls
e
m
ax
En
gl
is
h
tr
ue
cu
st
o
m
cu
st
o
m
tr
ue
tr
ue
tr
ue
tr
ue
fa
ls
e
C
o
nf
ir
m
at
io
n 
w
as
 o
nl
y 
vi
si
bl
e 
w
it
hi
n 
th
e 
ba
nk
 w
eb
 p
ag
e.
 
In
fo
rm
at
io
n 
in
 C
o
nf
ir
m
at
io
n 
to
 S
en
de
r 
(e
m
ai
l)
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Table 5:Potentially observable information in e-Transfer notifications (privacy experiment) 2/4 
 
 
 
 
Step
Transfer
Repetition
Ty
p
e
 o
f 
Tr
an
sf
e
r
Sender Account
Deposit at/Transfer From
Amount (small = CAD 15, 
medium = CAD 235 to CAD 250, 
big = CAD 485, 
year 2018 average is CAD 371) 
Sender E-Mail TLS
Recipient E-Mail TLS
Display language
Action/status
Recipient Name
Sender Name
Amount
Custom  notification message
Personalized FI Link (last login FI)
Selectable FI Links
Expiry Date
Sender FI
Reference number
Sender email
1
1
1
St
an
d
ar
d
 t
ra
n
sf
er
 t
o
 e
m
ai
l
Sc
o
ti
ab
an
k
R
B
C
sm
al
l
tr
u
e
tr
u
e
En
gl
is
h
tr
u
e
fa
ls
e
cu
st
o
m
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
fa
ls
e
2
1
2
St
an
d
ar
d
 t
ra
n
sf
er
 t
o
 e
m
ai
l
Sc
o
ti
ab
an
k
R
B
C
sm
al
l
tr
u
e
tr
u
e
En
gl
is
h
tr
u
e
fa
ls
e
cu
st
o
m
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
fa
ls
e
3
2
1
St
an
d
ar
d
 t
ra
n
sf
er
 t
o
 e
m
ai
l
Sc
o
ti
ab
an
k
R
B
C
m
ed
iu
m
tr
u
e
tr
u
e
En
gl
is
h
tr
u
e
fa
ls
e
cu
st
o
m
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
fa
ls
e
4
2
2
St
an
d
ar
d
 t
ra
n
sf
er
 t
o
 e
m
ai
l
Sc
o
ti
ab
an
k
R
B
C
m
ed
iu
m
tr
u
e
tr
u
e
En
gl
is
h
tr
u
e
fa
ls
e
cu
st
o
m
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
fa
ls
e
5
3
1
St
an
d
ar
d
 t
ra
n
sf
er
 t
o
 e
m
ai
l
Sc
o
ti
ab
an
k
R
B
C
sm
al
l
fa
ls
e
fa
ls
e
En
gl
is
h
tr
u
e
fa
ls
e
cu
st
o
m
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
fa
ls
e
6
3
2
St
an
d
ar
d
 t
ra
n
sf
er
 t
o
 e
m
ai
l
Sc
o
ti
ab
an
k
R
B
C
b
ig
fa
ls
e
fa
ls
e
En
gl
is
h
tr
u
e
fa
ls
e
cu
st
o
m
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
fa
ls
e
7
4
1
St
an
d
ar
d
 t
ra
n
sf
er
 t
o
 e
m
ai
l
R
B
C
B
M
O
sm
al
l
N
/A
tr
u
e
En
gl
is
h
tr
u
e
fa
ls
e
le
ga
l
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
fa
ls
e
8
4
2
St
an
d
ar
d
 t
ra
n
sf
er
 t
o
 e
m
ai
l
R
B
C
B
M
O
m
ed
iu
m
N
/A
tr
u
e
En
gl
is
h
tr
u
e
fa
ls
e
le
ga
l
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
fa
ls
e
9
5
1
St
an
d
ar
d
 t
ra
n
sf
er
 t
o
 m
o
b
ile
 p
h
o
n
e
R
B
C
Sc
o
ti
aB
an
k
sm
al
l
N
/A
N
/A
En
gl
is
h
tr
u
e
fa
ls
e
le
ga
l
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
fa
ls
e
1
0
5
2
St
an
d
ar
d
 t
ra
n
sf
er
 t
o
 m
o
b
ile
 p
h
o
n
e
R
B
C
Sc
o
ti
ab
an
k
m
ed
iu
m
N
/A
N
/A
En
gl
is
h
tr
u
e
fa
ls
e
le
ga
l
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
fa
ls
e
1
1
6
1
St
an
d
ar
d
 t
ra
n
sf
er
 t
o
 e
m
ai
l
R
B
C
B
M
O
sm
al
l
N
/A
N
/A
En
gl
is
h
tr
u
e
fa
ls
e
le
ga
l
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
fa
ls
e
1
2
6
2
St
an
d
ar
d
 t
ra
n
sf
er
 t
o
 e
m
ai
l
R
B
C
B
M
O
b
ig
N
/A
N
/A
En
gl
is
h
tr
u
e
fa
ls
e
le
ga
l
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
fa
ls
e
1
3
7
1
A
u
to
d
ep
o
si
t 
(e
m
ai
l)
Sc
o
ti
ab
an
k
R
B
C
sm
al
l
tr
u
e
tr
u
e
1
3
7
2
A
u
to
d
ep
o
si
t 
(e
m
ai
l)
Sc
o
ti
ab
an
k
R
B
C
b
ig
tr
u
e
tr
u
e
1
4
7
3
A
u
to
d
ep
o
si
t 
(e
m
ai
l)
Sc
o
ti
ab
an
k
R
B
C
b
ig
fa
ls
e
fa
ls
e
1
5
8
1
R
eq
u
es
t 
to
 e
m
ai
l
R
B
C
Sc
o
ti
ab
an
k
m
ed
iu
m
fa
ls
e
fa
ls
e
En
gl
is
h
tr
u
e
fa
ls
e
le
ga
l
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
tr
u
e
1
6
8
2
R
eq
u
es
t 
to
 m
o
b
ile
 p
h
o
n
e
R
B
C
Sc
o
ti
ab
an
k
m
ed
iu
m
fa
ls
e
N
/A
En
gl
is
h
tr
u
e
fa
ls
e
le
ga
l
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
tr
u
e
2
6
1
8
1
A
u
to
d
ep
o
si
t 
(e
m
ai
l)
B
M
O
Sc
o
ti
ab
an
k
sm
al
l
tr
u
e
tr
u
e
2
7
1
8
2
A
u
to
d
ep
o
si
t 
(e
m
ai
l)
B
M
O
Sc
o
ti
ab
an
k
b
ig
tr
u
e
tr
u
e
2
8
1
8
3
A
u
to
d
ep
o
si
t 
(e
m
ai
l)
B
M
O
Sc
o
ti
ab
an
k
sm
al
l
tr
u
e
tr
u
e
2
8
1
9
1
R
eq
u
es
t 
to
 e
m
ai
l
Sc
o
ti
ab
an
k
B
M
O
sm
al
l
fa
ls
e
fa
ls
e
En
gl
is
h
tr
u
e
fa
ls
e
b
o
th
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
tr
u
e
2
9
1
9
2
R
eq
u
es
t 
to
 e
m
ai
l
Sc
o
ti
ab
an
k
B
M
O
b
ig
fa
ls
e
fa
ls
e
En
gl
is
h
tr
u
e
fa
ls
e
b
o
th
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
tr
u
e
A
u
to
d
ep
o
si
ts
 d
o
 n
o
t 
n
ee
d
 a
 d
ep
o
si
t/
a
u
th
o
ri
ze
 w
eb
 p
ag
e 
In
fo
rm
at
io
n
 in
 D
ep
o
si
t/
A
u
th
o
ri
ze
 W
eb
 P
ag
e 
(n
o
 lo
gi
n
)
A
u
to
d
ep
o
si
ts
 d
o
 n
o
t 
n
ee
d
 a
 d
ep
o
si
t/
a
u
th
o
ri
ze
 w
eb
 p
ag
e 
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Table 6:Potentially observable information in e-Transfer notifications (privacy experiment) 1/4 
  
Step
Transfer
Repetition
Ty
p
e
 o
f 
Tr
an
sf
e
r
Sender Account
Deposit at/Transfer From
Amount (small = CAD 15, 
medium = CAD 235 to CAD 250, 
big = CAD 485, 
year 2018 average is CAD 371) 
Sender E-Mail TLS
Recipient E-Mail TLS
time between fund transfer initiation 
by sender to recpient notification 
(about available funds/deposited funds)
min: <2 minutes, max: close to 30 minutes  
time between fund transfer authorization 
by recipient to deposit confirmation
Display language
Action/status (sent/autodeposited/request)
Recipient Name
Sender Name
Sender email
Amount
Custom notification message
Personalized FI Link (last login FI)
Select FI Link
Expiry Date
Sender FI
Reference number
Recipient FI
1
1
1
St
an
d
ar
d
 t
ra
n
sf
er
 t
o
 e
m
ai
l
Sc
o
ti
ab
an
k
R
B
C
sm
al
l
tr
u
e
tr
u
e
m
in
N
/A
En
gl
is
h
tr
u
e
cu
st
o
m
cu
st
o
m
fa
ls
e
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
tr
u
e
tr
u
e
fa
ls
e
N
/A
2
1
2
St
an
d
ar
d
 t
ra
n
sf
er
 t
o
 e
m
ai
l
Sc
o
ti
ab
an
k
R
B
C
sm
al
l
tr
u
e
tr
u
e
m
in
N
/A
En
gl
is
h
tr
u
e
cu
st
o
m
cu
st
o
m
fa
ls
e
tr
u
e
tr
u
e
tr
u
e
tr
u
e
tr
u
e
tr
u
e
fa
ls
e
N
/A
3
2
1
St
an
d
ar
d
 t
ra
n
sf
er
 t
o
 e
m
ai
l
Sc
o
ti
ab
an
k
R
B
C
m
ed
iu
m
tr
u
e
tr
u
e
m
ax
N
/A
En
gl
is
h
tr
u
e
cu
st
o
m
cu
st
o
m
fa
ls
e
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
tr
u
e
tr
u
e
fa
ls
e
N
/A
4
2
2
St
an
d
ar
d
 t
ra
n
sf
er
 t
o
 e
m
ai
l
Sc
o
ti
ab
an
k
R
B
C
m
ed
iu
m
tr
u
e
tr
u
e
m
ax
N
/A
En
gl
is
h
tr
u
e
cu
st
o
m
cu
st
o
m
fa
ls
e
tr
u
e
tr
u
e
tr
u
e
tr
u
e
tr
u
e
tr
u
e
fa
ls
e
N
/A
5
3
1
St
an
d
ar
d
 t
ra
n
sf
er
 t
o
 e
m
ai
l
Sc
o
ti
ab
an
k
R
B
C
sm
al
l
fa
ls
e
fa
ls
e
m
in
N
/A
En
gl
is
h
tr
u
e
cu
st
o
m
cu
st
o
m
fa
ls
e
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
tr
u
e
tr
u
e
fa
ls
e
N
/A
6
3
2
St
an
d
ar
d
 t
ra
n
sf
er
 t
o
 e
m
ai
l
Sc
o
ti
ab
an
k
R
B
C
b
ig
fa
ls
e
fa
ls
e
m
ax
N
/A
En
gl
is
h
tr
u
e
cu
st
o
m
cu
st
o
m
fa
ls
e
tr
u
e
tr
u
e
tr
u
e
tr
u
e
tr
u
e
tr
u
e
fa
ls
e
N
/A
7
4
1
St
an
d
ar
d
 t
ra
n
sf
er
 t
o
 e
m
ai
l
R
B
C
B
M
O
sm
al
l
N
/A
tr
u
e
m
in
N
/A
En
gl
is
h
tr
u
e
cu
st
o
m
le
ga
l
fa
ls
e
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
tr
u
e
tr
u
e
fa
ls
e
N
/A
8
4
2
St
an
d
ar
d
 t
ra
n
sf
er
 t
o
 e
m
ai
l
R
B
C
B
M
O
m
ed
iu
m
N
/A
tr
u
e
m
in
N
/A
En
gl
is
h
tr
u
e
cu
st
o
m
le
ga
l
fa
ls
e
tr
u
e
tr
u
e
tr
u
e
tr
u
e
tr
u
e
tr
u
e
fa
ls
e
N
/A
9
5
1
St
an
d
ar
d
 t
ra
n
sf
er
 t
o
 m
o
b
ile
 p
h
o
n
e
R
B
C
Sc
o
ti
aB
an
k
sm
al
l
N
/A
N
/A
m
in
N
/A
En
gl
is
h
tr
u
e
fa
ls
e
le
ga
l
fa
ls
e
fa
ls
e
fa
ls
e
fa
ls
e
tr
u
e
fa
ls
e
fa
ls
e
fa
ls
e
N
/A
1
0
5
2
St
an
d
ar
d
 t
ra
n
sf
er
 t
o
 m
o
b
ile
 p
h
o
n
e
R
B
C
Sc
o
ti
ab
an
k
m
ed
iu
m
N
/A
N
/A
m
in
N
/A
En
gl
is
h
tr
u
e
fa
ls
e
le
ga
l
fa
ls
e
fa
ls
e
fa
ls
e
fa
ls
e
tr
u
e
fa
ls
e
fa
ls
e
fa
ls
e
N
/A
1
1
6
1
St
an
d
ar
d
 t
ra
n
sf
er
 t
o
 e
m
ai
l
R
B
C
B
M
O
sm
al
l
N
/A
N
/A
m
in
N
/A
En
gl
is
h
tr
u
e
cu
st
o
m
le
ga
l
fa
ls
e
tr
u
e
tr
u
e
fa
ls
e
tr
u
e
tr
u
e
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Appendix H 
The following is a screenshot from Payments Canada (2018) showing that e-Transfer-related phishing 
attacks are already reality:  
 
 
 
Figure 12: Spam Emails & Phishing Notice regarding Interac e-Transfers taken from [40]  
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Appendix I 
The following screenshots show that BMO, RBC, and Scotiabank use security questions to verify the 
identity of users when they login from a new device or browser.  
 
Figure 13: Screenshot from BMO online banking login when using new device or browser 
 36 
 
Figure 14: Screenshot from Scotiabank online banking login when using new device or browser 
 
 
Figure 15: Screenshot from RBC online banking login when using new device or browser 
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Appendix J 
The following three tables show the results for each e-Transfer performed for the security experiment. 
Originally, the Table is one piece, but it is being split up to show it here. The relevant descriptive 
columns are repeated for each part.  
Table 7:Results of e-Transfers performed for security experiment 3/3 
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Table 8:Results of e-Transfers performed for security experiment 2/3 
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Table 9:Results of e-Transfers performed for security experiment 1/3 
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Appendix K 
 
Table 10: Additional observations regarding the e-Transfer platform and participating financial institutions  
  
Observation Tentative Consideration 
The “view in browser”-feature of email 
notifications uses an incorrectly configured 
server certificate (see Appendix L).  
The certificate uses a wildcard domain (*.interac.ca) which by 
many browsers is considered to be insecure and therefore 
should be fixed in order to avoid user confusion. 
Overall, we noticed that the implementation of 
Interac e-Transfers and the adoption of 
features very much differs between the 
participating financial institutions. This leads to 
specific problems as described below, but can 
also be seen as a general problem.  
Interac already specifies guidelines for implementing Interac e-
Transfer interfaces but these focus on consistent wording and 
branding [7]. It might be helpful to also provide guidelines on 
how to implement certain features, e.g. which information 
should be contained in certain data fields. If these guidelines 
already exist a mandatory audit should ensure that the 
guidelines are followed.  
At BMO and Scotiabank there is no 
requirement of reentering a security response 
when sending a Standard Interac e-Transfer. 
This makes typos more probable. Although, changing the 
security answer (or entering it with the typo at the recipient 
side, too) is possible, requiring to reenter it might be 
considered to avoid typos beforehand.  
Only some banks require to acknowledge 
knowing the recipient of a request or that one’s 
legal name is going to be sent to the recipient 
of a Request Money e-Transfer. 
All customers should be made aware of the implications of 
sending a certain type of e-Transfer.  
When changing the sender email address for a 
Request Money e-Transfer in the RBC interface, 
this changes the email address for all Interac-
notifications.  
This implication is not obvious and should be somehow 
highlighted to the customer.  
It is possible to send a Money Request e-
Transfer which the recipient cannot fulfill (e.g. 
CAD 5) due to minimum amount limitations 
configured by the recipient’s financial 
institution (e.g. CAD 10).  
Some financial institutions (e.g. BMO, RBC) allow for sending 
amounts of CAD 0.01. Therefore, consumers might overcome 
this problem by sending e-Transfers in both directions, whose 
difference is the desired amount. Seeing this, it seems to be 
more reasonable to remove these “minimum” amount 
limitations for all customers.  
The maximum length of the email address 
which can be registered for Autodeposits at 
Scotiabank is smaller than that for recipient 
email addresses at BMO. 
The maximum length of email addresses should be consistently 
implemented.  
The preferred-language-of-recipient-setting for 
Autodeposit e-Transfers sent from BMO is 
ignored when generating the notification 
messages.  
This can be related to an implementation problem at BMO or 
Interac and should be fixed.  
We noticed that RBC processes transfers of 
bigger amounts which are sent or requested 
from an RBC account more quickly than BMO 
and Scotiabank (see Appendix G and 
Appendix J).  
This is a surprising finding, since all financial institutions use the 
same platform. It is possible that the funds are purposefully 
withheld in order to profit from interest. This could be 
researched in future work.  
The “Request For Money”-webpage contains 
this sentence: “You can still send money to 
<sender name (legal/both)> at <recipient 
email/mobile phone number> using INTERAC 
e-Transfer.”  
The sentence should actually read: “You can still send money 
to <sender name (legal/both)> at <sender email> using 
INTERAC e-Transfer.” The mobile phone number of the sender 
is irrelevant, since the request is always sent with an email 
address as sender.  
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Appendix L 
The following screenshots document the use of an incorrectly designed/configured web page and 
server certificate for the “View-In-Browser” feature of Interac e-Transfer email notifications.  
 
 
Figure 16: Warning regarding unencrypted content on "View-In-Browser"-page 
 
 
   
Figure 18: Certificate warning for "View-In-
Browser"-page 
Figure 17:Wildcard domain certificate for 
"View-In-Browser"-page 
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Appendix M 
The following briefly discusses short term recommendations and proposed improvements to enhance 
e-Transfer security and privacy (which are related and therefore not grouped), grouped by the parties 
who would have to implement these. These are intended to overcome or mitigate some of the 
identified issues until more sophisticated / holistic solutions can be implemented:  
Users: 
• Users in general can use Money Request and Autodeposit e-Transfers in order to avoid the use 
of security questions but they have to be aware that additional private information is then 
being transmitted.  
• To mitigate the risk of eavesdropping (and to address the problem above) users should use an 
email provider which supports TLS/SSL for incoming and outgoing mail (including the 
delivery to the user).  
• Users should also use virus detectors on their devices to mitigate the risk of being 
eavesdropped via malware.  
• Where it is necessary to use a Standard e-Transfer, users should use made up information or 
real passwords as answers to security questions. The answers should be communicated via a 
secure channel (as recommend also by Interac Corp.), such as a secure messenger app or in 
person.  
• Users should doublecheck the sender email addresses which they specify for e-Transfers.  
• Users should use custom names for Interac e-Transfers (e.g. only first names) wherever they 
can configure it (not all banks support it for the sender’s name).  
Banks and other financial institutions:  
• Banks should increase the security of their online banking applications by state-of-the-art two-
(or multi)-factor authentication. This would reduce the risk of accounts being hijacked and 
misused for redirecting e-Transfers.  
• Additionally, they can require the authentication of each e-Transfer, e.g. by TAN. This 
however, does not mitigate the risk of e-Transfers being redirected.  
• Banks should monitor the activity of users using the Autodeposit feature in order to identify 
users who might misuse it for learning email-address/legal name pairs (e.g. based on a high 
number of subsequent tests of different e-mail addresses).  
• Banks should verify the sender addresses of e-Transfers before they can be used (mainly to 
avoid that users by accident specify wrong addresses).  
• Banks can try to support users in finding more secure security questions (e.g. by checking that 
they do not use obvious questions/answers such as their names). Basic checks can be 
implemented easily, more sophisticated checks would require more sophisticated natural 
language processing. The confidentiality of the checked information has to be ensured at all 
times.  
• Banks should more broadly provide the option for users to receive Interac e-Transfer 
notifications within the online banking portals. Additionally, this could also be integrated into 
mobile banking applications.  
• Banks can try to monitor how many e-Transfers a certain customer looks at in order to identify 
unusual patterns (resulting from a hijacked account). This however could lead to false 
positives with negative implications for the respective customer.  
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Interac Corp.:  
• Interac might match the addressee names of deposits to the name of the actual person who 
deposited the amount. However, this can be difficult or impossible to implement due to the 
use of shortnames and nicknames, different spellings, typos etc.  
• If they are capable of doing so, they can also monitor whether a transfer to a certain email 
address is deposited to an account which belongs to a different person (as compared to the 
account(s) where previous transfers to the same email address had been deposited). This 
requires, however, knowledge about the identity of each bank account holder respectively the 
ability to map different accounts to one person.  
• Interac could seek to implement other verification method for direct deposits.  
• Interac might mask the information in e-Transfer notifications so that legitimate recipients 
will nevertheless be able to identify the legitimacy of the notification, but eavesdropper learn 
less information.  
• Alternative (as opt-in for customers) Interac can electronically sign their email notifications so 
that they can reduce the amount of contained personal information (as this is not required to 
show the legitimacy of the email, then).  
• Interac can create an opt-in selection which allows customers to receive their email 
notifications in an end-to-end encrypted format.  
• Interac (or the banks) might check specified email addresses for TLS support and recommend 
using another address if it is not supported.  
• Interac might end the support for Standard e-Transfers as these are the most insecure. 
However, the Autodeposit and Money-Request e-Transfers do not overcome all problems as 
shown in this paper.  
 
Internet and Email Providers:  
• Some internet providers and email providers have to update/reconfigure their systems in 
order to support TLS for incoming, outgoing and delivered emails.  
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Appendix N 
Below diagram maps privacy and security and information problems to proposed additional 
requirements and improvements to the Interac e-Transfer platform:  
 
 
Figure 19: Mapping of privacy and security problems to proposed requirements and changes to the Interac e-Transfer platform 
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Appendix O 
The following is the full text (except email signature) from the email we received from Adrienne 
Vaughan, Senior Manager, External Communications at Interac Corp. on June 3rd, 2019 as reply to 
our request to review the report/paper before submission:  
 
Hello Fabien and Mohammed, 
 
Thank you for your insightful report about the security and privacy of our Interac e-Transfer service.  We 
have shared this study with our subject matter experts and they agree that you have raised some 
interesting and intelligent points.  We are always working towards improving the service that we provide 
to Canadians – balancing the convenience of frictionless digital payment options with robust privacy and 
security when transacting online.   
 
As cyber criminal activity rapidly evolves and becomes more sophisticated, we are always evolving our 
own measures and protocols alongside of it.  We also continue to work with all our Interac e-Transfer 
platform participants, law enforcement, including federal and local authorities, regulators, fraud experts 
and industry stakeholders to protect Canadians, who have placed their trust in us for the secure digital 
movement of their money.     
 
With this in mind, we would like to point out that we do see some gaps and inaccuracies in your report.  
 
As you can appreciate, our Interac e-Transfer platform is our intellectual property.  There is proprietary 
information that is confidential, that we are unable to disclose about how our technology and systems 
work, the layers of security and fraud protection that we have in place, the advanced technologies that 
we employ, and how we work with our financial institution partners.  
 
We operate as part of a complex technical ecosystem that includes acquirers, financial institutions and 
other payment processing entities.  The specific details of how we collaborate with them and how 
responsibilities are allocated between each group is confidential to protect the integrity of the 
network.  Without this operational perspective, which is not available to the general public, it is not 
possible for external parties to have the full scope of how the Interac e-Transfer service works. 
 
Furthermore, you don’t have access to the most current information about the service as it’s not part of 
the public domain.  For example, the references you use in the report, like the 2002 Canadian Patent, are 
outdated and do not reflect exactly how the product works today or the security protocols that are in 
place, as that information is 17 years old. 
 
Similarly, as you point out in the report, there are legal requirements, that you have not considered in 
your analysis.  These requirements, in addition to shareholder and regulatory requirements that we are 
bound by, are important to how the service is designed and operates, and ultimately result in missing 
context in your report.   
 
We also should point out that because of how we are connected to Canada’s financial institutions, we 
can see, detect and prevent fraud patterns to keep Canadians protected when sending an Interac e-
Transfer that are also not apparent to third parties – and as you can appreciate, fraud prevention and 
protection information does not get into the hands of cybercriminals.    
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We have made very strategic and deliberate decisions about how the product works and about the 
privacy, security and fraud protocols that we have put in place. We comply with all applicable privacy 
laws and regulations.  
 
That said, we agree with you that cyber criminal activity is real and prevalent in Canada and needs to be 
taken seriously when transacting online for anything, which is why we spend a lot of time and effort 
working with financial institutions and Canadians to educate them on how they can protect themselves 
when transacting online. Fighting online crime is a shared responsibility that requires joint efforts of law 
enforcement, financial institutions and Interac with engagement from the users of the service.   
 
Below are just some of the important tips we share, which also point to some of your report conclusions: 
• There are several layers of authentication when a customer moves money online: through online 
banking authentication, through email authentication, and through Interac e-Transfer.  
• We continue to stress the importance of using strong and different passwords to access email 
and online banking services.  
• We ask Canadians to choose security questions that are not easy to guess. 
• We encourage Canadians to ensure that their email provider uses TLS encryption, or switch to a 
provider that does.  
 
Finally, we’d like to take the opportunity to correct a few situational facts you’ve included in your 
report.   
• You referenced a recent CBC article in the appendix of your report, as well as in your email 
correspondence of May 18, and indicated that we did not answer some of the questions about 
security and authentication.  That is incorrect.  We provided the statement attached, which 
shows that we did respond to questions about authentication. However, it was not accurately 
positioned in the article that way.    
• Also, we would like to clarify in your epilogue on page 18, “Due to this and also since we were 
actually looking into publishing the report, we contacted Interac again and quickly got a response 
stating that they would like to review the report before publication. Therefore, we incorporated 
minor changes in the report, e.g. this section and some clarifications based on the feedback we 
got for the report and the intended submission for publication.”  Interac has not yet provided 
you feedback on your report, as the language used in this sentence may suggest that we already 
did.   
  
At Interac, we support education studies to improve our products, services and customer 
experience.  We engage with students on a regular basis.  Generally, they come to us at the beginning 
with a business problem and we work with them under confidentiality agreements, as our technology 
and systems are proprietary.  
 
We would appreciate you keeping us updated about the revisions and progress of your report.  
 
Regards,  
Adrienne  
 
Adrienne Vaughan 
Senior Manager, External Communications […]  
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Description of Dataset 
Our experimental dataset contains the test plan & protocol (including results) and analysis/summary 
charts in tabular form. Additionally, it contains the raw data information collected during the 
experiments (emails, pdf-prints of user interfaces, saved web pages). Finally, it also contains 
screenshots of the online banking user interfaces which were used for preparing this paper, as well as 
data which proves the statements we made in the paper (such as protocols from CheckTLS.com).  
The dataset can be provided in the form of a zip Archive named “Raahemi and Willems - Experimental 
Dataset.zip” upon request. Its size is 43,495,846 bytes (41 MB). The following hashes have been 
computed:  
 
SHA1:  
F6BF5CECFF829FFF8494DA83D94C031E2F48A422 
 
SHA256: 
F97687265169EC37CDC2CCBA7B5BDF65037EF81483DA3DC96769DBCBFFF090CE 
