ABSTRACT Suppressing the main-beam deceptive jamming in traditional radar systems is challenging. Furthermore, the observations corrupted by false targets generated by smart deceptive jammers, which are not independent and identically distributed because of the pseudo-random time delay. This in turn complicates the task of jamming suppression. In this paper, a new main-beam deceptive jamming suppression approach is proposed, using nonhomogeneous sample detection in the frequency diverse array-multiple-input and multiple-output radar with non-perfectly orthogonal waveforms. First, according to the time delay or range difference, the true and false targets are discriminated in the joint transmit-receive spatial frequency domain. Subsequently, due to the range mismatch, the false targets are suppressed through a transmit-receive 2-D matched filter. In particular, in order to obtain the jamming-plus-noise covariance matrix with high accuracy, a nonhomogeneous sample detection method is developed. Simulation results are provided to demonstrate the detection performance of the proposed approach.
I. INTRODUCTION
In modern electronic warfare, electronic countermeasures (ECMs) have undergone rapid developments, which results in many challenges and threats to the usage of radar systems [1] - [3] . Among ECMs techniques, the deceptive jamming plays a significant role. Particularly, if the deceptive jamming is located within the main-beam, it can cause a severe distortion of the beam-pattern and reduces the estimation precision and tracking accuracy of the victim radar system. Specifically, false targets are a common form of deceptive jamming. Usually, the radar waveform is replicated and delayed by the false target generator (FTG) to confuse the radar system, making it difficult to distinguish true and false targets. The waveform interception can be implemented by using a digital radio frequency memory (DRFM) repeat jammer via properly scaling, delaying, modulating, and retransmitting the intercepted radar waveform [4] - [6] . The maturity of DRFM technology significantly enhances deception capabilities, because the false target echo is robustly correlated with the true target echo. Moreover, based on appropriate DRFM timing, it is possible to produce false target echoes with both negative and positive range offsets [6] . Thus, it is a big challenge to classify and suppress the intended false targets and there is a need for techniques to counteract this problem.
A. RELATED WORKS
In order to restore the performance of radar systems affected by ECMs, electronic counter-countermeasures (ECCMs) capability have been developed [7] . There are generally two strategies: preventing the radar receiver to receive the jamming signals, and extracting the target from the jamming using the characteristics of the echoes when the received data is corrupted.
Various agility techniques have been proposed to suppress main-beam deceptive jamming, exploiting the fact that this usually lags being the transmitted pulse by at least one pulse repetition interval (PRI), as the jammer needs to use at least one pulse of the intercepted waveform. These techniques search for information difference between true and false targets in different domains, such as pulse agility [8] , [9] , polarization agility [10] , orthogonal waveforms [11] , frequency agility [12] and velocity properties [13] . Furthermore, a spatial-correlation processing technique was proposed in [14] for concentrative radar network. In [15] , distinction between true targets from false ones was achieved based on the difference of the scattering properties. However, techniques based on the pulse agility in [8] and [9] may result in a high range side lobe and degrade the signal-tojamming ratio. The approach based on the polarization agility in [10] becomes invalid when the jammer uses polarization modulation and requires practical further considerations on the fluctuation of the signal. Furthermore, due to modulation of the jamming and limited degrees-of-freedom (DOFs) available in traditional radar systems, these methods may not be easily applied in practical scenarios. Hence, there is an urgent need to develop techniques exploiting emerging radar frameworks to achieve extra DOFs.
In this paper, we propose a method for main-beam deceptive jamming suppression from the perspective of waveform design in emerging radar frameworks, in particular using the multiple-input multiple-output (MIMO) radar with frequency diverse array (FDA). Recently, the frequency diverse array (FDA) radar approach has been investigated from different perspectives, including the properties of the transmitted beam-pattern [16] - [19] , the frequency offset optimization strategies [20] - [24] , FDA system design and waveform optimization [25] - [27] , FDA-based new radar schemes [28] - [30] , applications in practice [31] - [34] . Thanks to the small frequency increment across the array elements, it has been demonstrated to generate a rangeangle-dependent beam-pattern, providing additional degreesof-freedom (DOFs) for range-angle control. Notice that the extra controllable DOFs offered at the transmitter of FDA radar enable to distinguish the true targets from the false ones in the range domain. By combining this with MIMO technique, the transmit waveforms can be separated at the receiver. Thus, the range-angle-dependent transmit steering vector is obtained. Several approaches have been suggested to suppress the deceptive jamming in FDA-MIMO radar schemes. In [35] , a subarray-based FDA method was proposed to counteract the deceptive signals. The FDA-MIMO radar configuration with the generalized likelihood ratio test detector was considered to guarantee high rejection probability of deceptive jamming in [36] . In [34] , the FDA-MIMO radar was investigated to suppress the deceptive jamming in the joint transmit-receive domain. However, it was assumed that all the false targets generated by an identical FTG had the same steering vector, which cannot be considered as a general case. Furthermore, these anti-jamming methods deal with mutual orthogonal waveforms. However, it is a difficult challenge to generate perfectly orthogonal waveforms for all Doppler and delay pairs in practice [37] .
A further problem, due to the pseudo-random time delay in the FTG, is that the jamming is no longer independent and identically distributed (IID), which can induce severe performance degradation in the FDA-MIMO radar. Thus, it is essential that we tackle the problem of nonhomogeneous sample selection. The jamming-plus-noise covariance matrix is usually estimated with training data (called the secondary sample data) collected from the adjacent range bins. In practical scenarios, it is difficult to find enough secondary data of false targets since the presence of the false targets is unpredictable. Thus, the jamming-plus-noise covariance matrix cannot be precisely estimated due to the lack of IID training samples [38] . In order to solve this problem, traditional sample selection strategies based on the inner product [39] , the generalized inner product (GIP) [40] - [42] , the SMI test statistic [43] , and the direct data domain (DDD) approach [44] were employed to remove bad samples and make a more precise estimation of the covariance matrix. On the other hand, the calculated weight vector applied to the data may cause target cancellation because of the presence of the desired target within the secondary sample data, which can severely degrade the performance of the adaptive matched filtering [45] . The robust DDD approach was suggested to solve this problem [46] , [47] , and there is scope to expand this approach of non-homogeneous sample selection to robust beamforming in the nonhomogeneous environments.
B. CONTRIBUTIONS
In this paper, an approach to suppress the main-beam deceptive jamming is studied in the FDA-MIMO radar using nonhomogeneous sample detection. In particular, compared with the existing deceptive jamming suppression methods in the FDA-MIMO radar, the realistic case of non-perfectly orthogonal waveforms is considered.
The main contributions of this paper are given as follows.
1. Multiple false targets generated by the FTG have diverse range frequencies after time delay. Compared with the traditional pulse agility-based techniques performed in traditional radars, we use the FDA-MIMO radar which provides extra DOFs in the range domain. Based on this observation, in the presence of the range ambiguity and with a priori knowledge of the target, the difference of range ambiguity numbers (the number of pulses that the target spans) and the principal range values within an identical unambiguous range region can be used to discriminate the true and false targets. In this work, the transmit spatial frequency is compensated with the principal range value of the target. With the proposed VOLUME 6, 2018 method, the true and false targets are distinguished in the joint transmit-receive spatial frequency domain.
2. Because the IID hypothesis for false targets is invalid due to pseudo-random time delay in the FTG, the suppression performance degrades. To obtain the jamming-plus-noise covariance matrix with high accuracy, a robust nonhomogeneous sample detection (NSD) method is proposed which includes two steps, i.e., 1) selecting the nonhomogeneous samples including signal and/or jamming; 2) rejecting the samples including signal according to the information of the signal of interest (SOI). As a result, the main-beam deceptive jamming can be suppressed due to the range mismatch through SOI pre-cancellation based robust two-dimensional (2-D) beamforming in transmit and receive dimensions.
C. PAPER ORGANIZATION
The remainder of this paper is organized as follows. Section II presents the signal model of the FDA-MIMO radar with the deceptive jamming. An approach to suppress the main-beam deceptive jamming with the FDA-MIMO radar is explored in Section III. Simulation results and performance analysis are given in Section IV. Conclusions are drawn in Section V.
II. SIGNAL MODEL OF FDA-MIMO RADAR WITH DECEPTIVE JAMMING A. TRANSMITTED SIGNAL MODEL
Without loss of generality, we consider a colocated FDA-MIMO radar consisting of M half-wavelength spaced transmit elements and N receive elements in an identical uniform linear array. A small frequency increment f is introduced in the transmit array with the first element being the reference element. Thus, the carrier frequency fed to the m-th element is assigned as
where f 0 is the reference carrier frequency. Each element transmits a phase-coded pulse which is composed of P subpulses and the transmitted signal of the m-th element can be expressed as
where E is the total transmitted energy, t is the time within the radar pulse and T p is the radar pulse duration and the signal's complex envelope x m (t) is expressed in the baseband as
where P and ϕ m (l) is the phase code to be designed, which can be expressed as
where φ m (l) ∈ [0, 2π ] is the phase of the l-th of the m-th element. The phase value of the array can be concisely represented with the following M × P phase matrix:
e jφ 1 (1) , e jφ 1 (2) , · · · , e jφ 1 (P) e jφ 2 (1) , e jφ 2 (2) , · · · , e jφ 2 (P) . . .
where
represents the polyphase sequence transmitted by the m-th element. The optimization of the discrete waveform set {ϕ m (l)}
with desired correlation properties can be achieved by the CAN algorithm [48] , summarized in Algorithm 1.
Algorithm 1
The CAN Algorithm Proposed in [48] Require: sequence length P 1. Set iteration number k = 0 and initialize ϕ jargv i , i = 1, 2, · · · , P; 6. Repeat 2∼5 until pre-specified stop criterion is satisfied. Output: the waveform matrix .
B. RECEIVED SIGNAL MODEL
For a target located in the far-field at the angle θ 0 and range R 0 , the demodulated baseband signal which is transmitted by the m-th element and then received by the n-th (n = 1, 2, · · · , N ) element can be expressed as
is the round-trip propagation time delay, β is the complex-valued coefficient of the point source, d is the inter-element spacing, and c is the speed of light. The narrowband assumption is assumed, i.e.,
c is the common time delay. Note that the Doppler effect is neglected here.
The signal received by the n-th element can be expressed as
is the wavelength. It is assumed that the false targets are generated by the FTG and they are usually the time-delayed replicas of the captured waveform. We consider a FTG positioned at the angle θ j and range R j . Thus, the corresponding waveform received by the n-th element is
where β q is the complex-valued coefficient of the q-th (q = 1, 2, · · · , Q) false target, Q is the number of false targets,
is the round-trip propagation time delay between the nth element and the FTG, and τ q is the time delay corresponding to the q-th false target in the FTG. In particular, the FTG can create a false target with an apparent negative range offset by delaying the stored pulse until a fixed time before the next incoming radar pulse [34] . For the q-th false target, the received signal by the n-th element after demodulation can be written as (9) where 2R j c + τ q represents the time delay corresponding to the actual position of the q-th false target, which can be written as 2R q c , where R q is the actual position of the q-th false target. The time delay in FTG makes it possible to settle the false targets in both negative and positive range offsets [6] .
Subsequently, the received signals are down-converted, matched filtered and stored. And the received signal from each receive element can be decomposed by M matched filters, yielding M waveforms [49] , which is shown in Fig. 1 . Due to the incremental frequency, an extra number of range-dependent DOFs is provided and the range-angledependent transmit steering vector a(R, θ) ∈ C M ×1 can be written as
where is the Hadamard product and T denotes the transpose operator. It can be seen that the range information of the target is contained in the transmit steering vector. And the angle-dependent receive steering vector b(θ ) ∈ C N ×1 has the form of
However, due to hardware limitations, the mutual orthogonality among the received signals cannot be achieved in practice for all Doppler and delay pairs. Thus, the waveforms cannot be exactly separated because of their imperfect mutual orthogonality. For simplicity, by stacking the output vector of all N receive channels, the received signal of the target can be represented in a simple form
where ζ S denotes the equivalent coefficient of the target. Similarly, the received signal of the q-th false target can also be represented as
where ζ q denotes the equivalent coefficient of the q-th false target, a J (R q , θ j ) ∈ C M ×1 and b J (θ j ) ∈ C N ×1 denote the transmit and the receive steering vector of the q-th false target, respectively. As a result, all the received signal vector of the FDA-MIMO radar can be obtained as in equation (14) 
where x S , Q q=1 x q and n denote the true target, deceptive jamming and noise components, respectively. And the output vector of the signal after matched filtering can be represented as in equation (15) (15) where ⊗ denotes the Kronecker product, R S = E{ H }/M is waveform covariance matrix, denotes the conjugate transpose operator and v = E{n H }/M . VOLUME 6, 2018 FIGURE 2. Generation of the deceptive jamming.
III. MAIN-BEAM DECEPTIVE JAMMING SUPPRESSION APPROACH
In this section, an approach to suppress the main-beam deceptive jamming with the FDA-MIMO radar is explored. Firstly, the principle of the main-beam deceptive jamming discrimination in the FDA-MIMO is studied. Next, a robust NSD method is proposed to precisely estimate the jamming-plusnoise covariance matrix. Finally the procedure of deceptive jamming suppression approach using NSD is derived.
A. DECEPTIVE JAMMING DISCRIMINATION
In practice, it requires several pulse repetition intervals (PRIs) for the FTG to intercept and decode the operating parameters of the radar's transmitted waveform. Then, multiple false targets are generated by the FTG and they are usually time delayed replicas of the captured waveform. It is known that the false targets in side-lobes can be suppressed. In contrast, the main-beam deceptive jamming is very challenging to be mitigated effectively in the traditional radar framework.
To solve this problem, the range information is exploited in the FDA-MIMO radar thanks to the extra range-dependent DOFs provided by this radar approach. Generally, the position of the target is coarsely estimated in the radar searching stage. Afterwards, in the radar tracking stage, assume the location information of the target is known. It follows from (10) and (11) that the corresponding transmit and receive spatial frequencies of the true target can be expressed as
Similarly, the corresponding transmit and receive spatial frequencies of the q-th false target generated by the FTG are respectively expressed as
It can be seen from (16) and (17) that the transmit spatial frequency is range-angle-dependent. Hence, the target can be arbitrarily distributed in the joint transmit-receive spatial frequency domain.
In high pulse repetition frequency (PRF) case, range ambiguity arises. In such case, the range of the target is written as
where r 0 is the principal range of the target, which can be determined by the number of range bins and size of the range bin,
is the maximum unambiguous range, and
is the range ambiguity number of the target (the number of pulses that the target spans), where int(·) denotes the operator that rounds to the nearest integer less than or equal to that number. We have p ∈ [1, N a ], where N a denotes the number of ambiguous ranges. Assume that the FTG requires several PRIs to simulate the intercepted waveform, and the range of the q-th false target is written as
where r q is the principal range of the q-th false target and
is the range ambiguity number of the q-th false target. Fig.2 gives an illustration of the generation of deceptive jamming. It is assumed that the false target 1 and the false target 2 are generated by the FTG 1, and the false target 3 is generated by the FTG 2. It is obvious that due to the difference of principal range values within an identical unambiguous range region, the false target 1, the false target 3 and the true target are easily to identify. However, the false target 2 and the true target have the identical principal range value. Thus, the difference of range ambiguity numbers make it possible to discriminate the true and false target.
For a fixed angle, the spatial frequency difference between two point targets distanced by R u can be expressed as
is an integer part and ν ∈ [0, 1) is the decimal part. Note that z and ν are constant scalars once f and f r are given. Due to the 2π periodicity of the phase difference, the principal value of the spatial frequency only occupies [−0.5, 0.5]. Thus, the influence of z is ignored. Fig. 3 shows the spectrum distribution of the target in the presence of range ambiguity in the FDA-MIMO radar with N a = 4,k = 0, 1, 2, · · · . It is observed that the spectrum distribution of the target is distinguishable for different ambiguous ranges. Moreover, the range ambiguous echoes spread in the spatial frequency domain without overlap.
As the principal range can be determined, the range frequency corresponding to the principal range can be compensated range-by-range [33] . After compensating with f C = 2r 0 f c , the transmit spatial frequency of the true target and the q-th false target are respectively expressed as
where r = r 0 − r q is the surplus principal range after compensation. Hence, the true and false targets are distinguishable as they belong to different range regions.
It is shown in Fig.4 that after compensation, the true and false targets are distinguishable in the transmit spatial frequency domain. Usually, the power of the false target is larger than the true target. Thus, the deceptive jamming can be discriminated. For main-beam deceptive jamming, i.e., θ 0 = θ j , the difference of transmit spatial frequency between the true and false targets is calculated as
Note that, the FTG tries to reradiate the replicas, i.e., the false targets, as rapidly as possible. However, it usually requires several PRIs to intercept the radaraŕs operating parameters. Without loss of generality, we assume the maximum time delay in the FTG is smaller than N a ×PRIs. Considering the maximum time delay within the FTG, we have p = p + N a . As the surplus principal range r is smaller than the range bin size, it is reasonable to ignore the influence of 
where R j+n denotes the jamming-plus-noise covariance matrix, u(R 0 , θ 0 ) denotes the virtual steering vector of the FDA-MIMO radar, i.e., u(R 0 , θ 0 ) = b(θ 0 ) ⊗ a(R 0 , θ 0 ), w = µR . As a result, the main-beam deceptive jamming can be suppressed because of the range mismatch. The flow chart of the suppression algorithm for the main-beam deceptive jamming with the FDA-MIMO radar is shown in Fig. 5 .
In practice, the sampled covariance matrix is usually adopted instead of the population covariance matrix because the latter is unknown. Typically, the sample covariance matrix is determined using the secondary sample data from range bins close to the range bin under test [38] . However, this is not possible in deceptive jamming suppression task. Because of the random time-delay in FTG, the IID condition cannot be satisfied for the false targets. Therefore, the training samples should be selected to precisely estimate the jamming-plusnoise covariance matrix.
Let X denotes the radar signal sample at the -th ( = 1, 2, · · · , L) range bin and k-th (k = 1, 2, · · · , K ) pulse, where L is the number of range bins and K is the number of pulses in one coherent processing interval. Thus, the target detection issue can be formulated as a quaternary hypothesis VOLUME 6, 2018 testing problem, that is
where S, J and N represent the MN × K × L matrices of the true target, false targets and noise, respectively, which are collected in three dimensions, i.e., transmit-receive element, pulse and range bin.
Note that the false targets J can be arbitrarily settled in any range bin to confuse the radar, and the true target S can be distributed in different range bins from false targets which refers to the H 2 hypothesis, or in an identical range bin with a false target which refers to the H 3 hypothesis. Thus, the issue of true target detection can be formulated as a selection between H 2 /H 3 . In order to precisely estimate the jamming-plus-noise covariance matrix, the expected samples which are under the H 1 hypothesis should be selected. Therefore, we resort to a robust NSD method which includes two steps, i.e., 1) selecting the nonhomogeneous samples including signal and/or jamming; 2) rejecting the samples including signal according to the information of the SOI. The steps will be discussed as follows.
Step 1 (Nonhomogeneous Samples Selection): In the first step, the samples belong to H 1 and H 2 /H 3 are detected, which denotes the adaptive NSD method. Note that they are different from the H 0 hypothesis as they contain large power components, i.e., the signal or jamming. Given a range bin, the data matrix in element and pulse dimensions is utilized to calculate the covariance matrix. The secondary sample data is collected in pulse dimension here and we obtain the covariance matrix as
where ∼ x k, is the snapshot in the transmit-receive dimension corresponding to the k-th pulse and the -th range bin. Thus, the energy of data corresponding to the -th range bin can be estimated as
It is assumed that the energy of the nonhomogeneous sample data, namely the data containing signal and/or jamming, is above the threshold which is determined according to the probability distribution function of noise and false alarm ratio, that is,
where P f denotes the false-alarm ratio. Given the assumption of white Gaussian distributed noise with zero mean and variance σ 2 n , i.e., n ∼ CN 0, σ 2 n I M ×N , I M ×N is a M × N matrix with all elements being one, the false alarm ratio can be determined as follows [50] 
Thus, for a given false-alarm ratio, the threshold can be calculated as It should be emphasized that a relatively high false alarm ratio is utilized in the first step to choose the samples containing signal and/or jamming. This is because the selected samples are used to estimate the covariance matrix, hence all samples with large power components should be selected. After the first step, the samples belonging to H 1 and H 2 /H 3 hypotheses are selected, i.e., the adaptive NSD method.
Step 2 (SOI Cancellation): The presence of the target within the secondary sample data severely can degrade the performance of the matched filter. Therefore, the SOI should be avoided. In the second step, the spatial cancellation based on the information of the SOI is performed by smoothing once in the joint transmit-receive domain. As depicted in Fig. 6 , in this procedure, the ∼ x k, is divided into two matrices in the transmit-receive dimension, that is, the matrix k, contains the latter ones. Both of them have the dimension of (M −1)×N . Subsequently, the SOI cancellation procedure is performed to exclude the possible target from the secondary sample data, that is,
where α = exp{j2πf T }.
Hence, the re-constructed covariance matrix is calculated by adding
where N s is the number of the selected nonhomogeneous samples along the range bin. If the true and the false targets are in the same range bin, we have N s = Q, otherwise, N s = Q + 1.
In the robust NSD method, the detector selects the nonhomogeneous samples including signal and/or jamming, and then rejects the samples including signal according to the information of the SOI. The method combines efficiency and reduced computational complexity, but may suffer of spatial resolution loss in the process of target cancellation based on spatial smoothing. In other words, the selection of effective training samples in the nonhomogeneous environments for 34590 VOLUME 6, 2018 the robust NSD method is at the cost of reducing the effective aperture. Besides, the computational complexity of the proposed method is O (MN ) 3 owing to the calculation of the inverse covariance matrix.
As an illustrative example, the process of deceptive jamming suppression approach using the robust NSD method is provided in Fig.7 . It is shown that the data cube represents the MN × K × L complex baseband samples. Three range bins, i.e., 1 , 2 , and 4 , are contaminated by the false targets, while the true target dwells at another range bin, i.e., 3 . In the first step of the proposed method, it is desired that the nonhomogeneous samples, i.e., 1 , 2 , 3 and 4 , are selected. In the second step, spatial smoothing is perform to cancel the target component in range bin 3 . Thus, the jammingplus-noise covariance matrix can be estimated accurately as the secondary sample data is approximately IID and the optimal adaptive weight of the MVDR beam-former can be achieved. Finally, the main-beam deceptive jamming can be suppressed in the joint transmit-receive domain through SOI pre-cancellation based robust 2-D beamforming in the transmit and receive dimensions, which results in performance improvement of the adaptive deceptive jamming suppression.
IV. SIMULATION RESULTS
In this section, simulations are performed to verify the effectiveness of the proposed deceptive jamming suppression approach with FDA-MIMO radar using nonhomogeneous sample detection. The simulation parameters are listed in Table 1 .
In this simulation, we set N a = 4 and f = 251250Hz. Thus, z = 50 and ν = 0.25 are determined using (23) . It is assumed that the FTG 1 is located in the main-beam and FTG 2 is located in the side-lobe. The false targets generated by the FTG 1 are at range bins 35 and 101, respectively. And the VOLUME 6, 2018 false target generated by the FTG 2 is at range bin 167. The index of the range bin for the target is 134.
A. DECEPTIVE JAMMING SUPPRESSION RESULTS WITH THE ROBUST NSD METHOD
In this subsection, the performance of deceptive jamming suppression in the FDA-MIMO radar with nonhomogeneous sample selection is investigated. In the presence of range ambiguity, the ambiguity number of the true target is 4 and the ambiguity numbers of the false targets equal 9. Fig. 8 shows the Capon spectrum distributions of the true and false targets in the joint transmit-receive spatial frequency domain. It is shown that after compensation, the spectrum distribution of the true and false targets are distinguishable thanks to the extra range-dependent DOFs introduced by the FDA-MIMO radar. Specifically, Fig. 8 (a), Fig. 8 (b) and Fig. 8 (c) respectively plot the spectra with the traditional processing without selecting the nonhomogeneous samples, the adaptive NSD method and the robust NSD method. As shown in Fig. 8 (d) , in the plot with f R = 0, the power of the target with the traditional processing decreases compared with the adaptive NSD method. Additionally, in the robust NSD method, the SOI is effectively extracted. Fig. 9 demonstrates the adaptive range-angle-dependent beam-pattern results in the joint transmit-receive spatial frequency domain. As shown in Fig. 9 (a) and Fig. 9 (c) , using the range-angle 2-D beamforming, only the target with the specific range and angle can be detected and the deceptive jamming is suppressed due to mismatch in range. Furthermore, there is a null steering in θ 0 = 30 • , which means that the deceptive jamming both in the main-beam and side-lobes can be suppressed in the FDA-MIMO radar. As is shown in Fig. 9 (b) , the covariance matrix contaminated by SOI makes the beam-former attempt to null the desired signal, leading to the beamforming distortion. Fig. 9 (d) compares the beam-patterns with the traditional processing, the adaptive NSD method and the robust NSD method. It can also be found that the beam-pattern with the robust NSD method has the lowest integrated side-lobe ratio.
The output power through the transmit-receive 2-D matched filter is presented in Fig.10 , which indicates that the proposed approach is able to efficiently suppress the deceptive jamming. The comparison among Figs.10 (a), (b) and (c) shows that the true target can be easily detected in the range-angle domain by the robust NSD method. Meanwhile, the deceptive jamming can be suppressed due to mismatch in both range and angle. The output power for the detected target is influenced by the target cancellation without extraction VOLUME 6, 2018 of the SOI. Furthermore, shown in Fig.10 (d) , if the robust nonhomogeneous samples selection strategy is not carried out, the detection performance degrades, which results in increased levels of the deceptive jamming. Fig. 11 shows the output signal-to-interference-plus-noise ratio (SINR) of various approaches versus input signal-tonoise ratio (SNR) performance by Monte Carlo tests. The ideal case performance is provided for comparison. As to the traditional method without samples selection, the original samples from the whole range bins are used to estimate the covariance matrix. Thus, the performance degrades when the SNR of target is too high. It can also be seen that in the adaptive NSD method, the performance loss is considerable because of the self-cancellation phenomenon. In contrast, in the robust NSD method, as the target signal is not in the secondary sample data, the target self-cancellation is avoided. Therefore, a satisfactory output SINR performance is obtained, which is close to the upper bound. Moreover, its effective aperture is reduced because only a part of elements are utilized for matched filtering. However, since we perform smoothing once in transmit and receive domains, the performance loss is considerable due to the aperture loss.
B. SUPPRESSION PERFORMANCE ANALYSIS WITH THE FDA-MIMO RADAR
In this subsection, comparison results among different radar frameworks, including the conventional single-input singleoutput (SISO) radar, the conventional MIMO radar and the FDA-MIMO radar are given to show the advantages of the FDA-MIMO in the main-beam deceptive jamming suppression. Besides, comparison with perfectly orthogonal waveforms, random polyphase codes and the CAN algorithm are shown. Fig. 12 compares the main-beam range deceptive jamming suppression results among the conventional SISO radar, the conventional MIMO radar and the FDA-MIMO radar. Shown in Figs. 12 (a) and (b) , for the traditional collocated MIMO radar where the transmit spatial frequency is independent of range, it can be seen that the targets in the joint transmit-receive spatial frequency domain are diagonally distributed and the range ambiguity cannot be resolved [33] . Fig. 12 (c) and (d) show the beam-patterns and the output power of matched filter at θ 0 = 0 • , respectively. For the SISO radar, the output powers for the false targets from other angles are high due to the limited DOFs in the angle domain, which in turn generates high false-alarm ratios. For the conventional MIMO radar, the deceptive jamming in sidelobes, such as the false target 3, can be effectively suppressed. However, the main-beam deceptive jamming cannot be mitigated because it cannot provide any DOFs in range domain. In contrast, the FDA-MIMO radar is able to utilize the extra DOFs in the range and angle domains to suppress the mainbeam deceptive jamming. Fig. 12 (e) plots the output SINR versus input SNR by Monte Carlo tests. Since the SISO radar cannot handle the jamming, it yields to the lowest output SINR. Unlike the conventional SISO radar, the FDA-MIMO radar is capable of efficiently suppressing the false targets in the main-beam, eventually leading to high output SINR.
C. PERFORMANCE COMPARISON AMONG DIFFERENT INFLUENCE FACTORS
In this subsection, several influence factors are compared to investigate in detail the proposed method, i.e. the effect of different operational parameters is investigated. Fig. 13 demonstrates the comparison results of the suppression performance between the perfectly orthogonal waveforms, random polyphase codes and CAN algorithm at θ 0 = 0 • . Note that, it is assumed that the original samples are used. It can be seen from Fig. 13 (a) that the Capon spectrum degrades with non-perfectly orthogonal waveforms. Moreover, the sidelobes with non-perfectly orthogonal waveforms in Fig. 13 (b) are higher compared than those with the perfectly orthogonal waveforms. Shown in Fig 13 (c) , for non-perfectly orthogonal waveforms, there is surplus of deceptive jamming without the selection of the nonhomogeneous samples. Thus, proper MIMO waveforms should be designed to improve the performance.
In order to investigate the performance of the proposed approach thoroughly, comparison results with other existing methods in the FDA radar are provided. As for the frequency increments with the logarithmically increasing frequency offset (log-FDA) which was proposed in [20] and the discrete uniform distribution (discrete uniform-FDA) in [23] , it can be seen from Fig. 14 (a) that the output power of the false targets are high with the log-FDA and the output SINR is low in Fig. 14 (b) . Besides, Monte Carlo experiments with 200 trials are carried out in Fig. 15 to present the results in different scenarios. Shown in Fig. 15 (a) , frequency increments vary with different z and N a , which leads to different spatial frequency differences according to Eq. (20) . Owing to the DOFs in the range domain introduced by the frequency increment in the FDA-MIMO radar, the main-beam deceptive jamming with different frequency increments can be effectively suppressed and the maximum power is obtained at the target. Furthermore, simulations are carried out to show the output SINR of various approaches versus different range bins of the false target. It is assumed that there is only one false target which can be located at different range bins. It can be seen from Fig. 15 (b) that the output SINR performance of the robust NSD method outperforms the other two methods. Note that, when the false target is located at the same range bin with the true target (No. 134), the target self-cancellation phenomenon arises, which leads to a sudden increase in the value of the output SINR in the adaptive NSD method.
V. CONCLUSIONS
In this paper, an innovative approach to suppress the mainbeam deceptive jamming is proposed utilizing the rangeangle-dependent characteristic of the FDA-MIMO radar and the nonhomogeneous sample detection. In particular, the case of non-perfectly orthogonal waveforms is considered. The proposed approach to main-beam deceptive jamming includes two steps, i.e., 1) distinguishing the true and false targets in the joint transmit-receive spatial frequency domain according to the time delay or range difference; 2) suppressing the false targets through an adaptive 2-D matched filtering. A robust NSD method is proposed to estimate the jamming-plus-noise covariance matrix. It is characterized by selecting all the nonhomogeneous samples and rejecting those including the signal. Results show that compared with traditional radar frameworks, the mainbeam deceptive jamming can be effectively suppressed due to range mismatch in the FDA-MIMO radar. Furthermore, an output SINR improvement is obtained with the adaptive NSD method. Simulations characterizing various operational parameters have been run to demonstrate the advantages of the proposed method.
The deceptive jamming suppression is considered in the presence of Gaussian white noise in this paper. Future studies need to be carried out for more complex types of noise and clutter environment. Furthermore, the detection performances under different false alarm rates will be also considered. Specific approaches to design suitable waveforms for the purpose of jamming suppression will also be investigated. 
