One of the most critical infrastructures in the world is electrical power grids (EPGs). New threats affecting EPGs, and their different consequences, are analyzed in this survey along with different approaches that can be taken to prevent or minimize those consequences, thus improving EPG resilience. The necessity for electrical power systems to become resilient to such events is becoming compelling; indeed, it is important to understand the origins and consequences of faults. This survey provides an analysis of different types of faults and their respective causes, showing which ones are more reported in the literature. As a result of the analysis performed, it was possible to identify four clusters concerning mitigation approaches, as well as to correlate them with the four different states of the electrical power system resilience curve.
1.
Robustness/Resistance refers to the ability of having strength in order to resist changes without losing stability, i.e., a robust system continues its operation during attacks or failure events, and can resist low-probability events, but with large consequences. In a robust system, if damage occurs the system will resist, but the damage will stay until it is repaired. Consequently, and from an engineering point of view, the robust system can be more fragile than others in terms of different features such as the capacity to recover after an event.
2.
Reliability refers to the system's capacity to ensure components' performance under specific conditions and over a specific period of time. Reliability is related to the accuracy of the system, and if the components are working in a range of conditions then the system security will be ensured.
3.
Adaptability of control systems is aimed at proper functioning by adjusting their control parameters and algorithms according to uncertain changes. These disturbances can be regarded as undesirable incidents at the process layer, and the system is supposed to adapt itself to those changes.
For some knowledge areas, such as scientific, social or physical fields, the integration of the aforementioned concepts is the criteria used to define a system regarding its resilience.
As mentioned before, resilience is the ability of a system to recover as fast as possible from an adversity; however, this could take different views and applications regarding the knowledge field where resilience is being considered.
Multidisciplinarity of Resilience
Resilience is a concept that could be applied to a wide range of disciplines, whether scientific, social, human or physical knowledge fields [22] , with different approaches but with a common goal: "resilience is the ability to face adversity" [23] . Some views of resilience in different knowledge fields are described as follows.
Ecology
Holling, responsible for introducing the resilience concept into the ecology discipline, stated that resilience implies the capability of a system to preserve its behavior after some perturbation, i.e., the ability to withstand any change during a case of trouble and shift from one stability domain to another in order to maintain diversity [24] . Twenty years later, Holling stated that disturbances can see their magnitude absorbed before the system changes to another equilibrium state [25] . On the contrary, other authors argue that resilience represents the recovering process of a system after some disturbance [26, 27] . On the other hand, Walker claims that a resilient system should be able to self-organize itself during a perturbation [28] . Ecological resilience can then be defined as a system's ability to absorb changes during a perturbation, maintaining its own characteristics and functionalities.
Organizational
For business ecosystems, Shefii [29] defined organizational resilience as the capacity to keep or recover a steady state, allowing the continuation of normal operations. Also, Nemeth defined companies' resilience as the speed at which companies can return to normal performance after a business change, such as a disruptive event like an inventory [30] . On the other hand, Patterson defends collaborative cross-checking as a strategy that would improve organizations' resilience [31] .
Engineering
Opposite to ecological resilience, which considers the unpredictability of hazards, engineering resilience considers that natural disasters can be predicted, and prediction systems are reliable enough to forecast those events.
Although all of them are addressing the engineering knowledge field, several authors consider different meanings for the resilience concept. Marjolein states that engineering resilience is focused on predictability and efficiency, saying that, considering engineering resilience, a system must have resistance to disturbance and have a high speed of return to the stable state [32] . However, for Sharifi, engineering resilience is based on risk assessment as well as on the management of systems, and intends to improve the robustness of critical infrastructures, providing a rapid recovery to the initial point [33] . The American Society of Mechanical Engineers (ASME) considers the resilience of a system as the ability to withstand internal and external disturbances without compromising its performance [34] . For the US National Infrastructure Advisory Council (NIAC), the ability of a system to predict, adapt and quickly recover from an unexpected event is what defines its resilience [35] . Youn defined the resilience of an engineering system as a result of the combination between the reliability and restoration of that system [36] .
Summing up, a resilient engineering system is, on one hand, a system with the ability to maintain its performance during an outage, providing reliability and adaptability. On the other hand, it is a robust system with resistance to disturbances and with the ability to quickly recover after an outage.
Power Grid Resilience Framework
The electric power grid now faces greater and more frequent risks of interruption, owing to extreme weather events, human faults or attacks, aging, and the astonishing rate at which the electric grid is diversifying its energy resources and technology. Centralized power plants, transmission lines, substations and power transformers as well as distributed generation (DG) are considered potential weak points, since even a minor incident can cause a power outage.
As stated before, resilience can have different criteria and meanings. Its definition in each field is important, since the other actions to be considered can take different approaches from management through construction or other system recovery strategies.
Arghandeh attempted to clarify and standardize the definition of resilience within EPGs [18] . For this, the author carried out a study of the different terms used, and those often confused with resilience, in the literature. This study concluded that a resilient system should evaluate risks and perform a set of actions, over a period of time, to ensure its functionality against risks, attacks or faults. For the English Cabinet Office, infrastructure resilience is obtained from a good system and network design in order to ensure the needed resistance, reliability and the capability to switch or divide the system into other parts (redundancy), to maintain the continuity of services during an outage [37] . Also, to present a good resilience, the system should acquire the ability, capacity and capability to respond and recover. For Jufri, power grid resilience is assessed based on the amount of damage caused by an extreme event on the grid or by the capability that the grid has to keep functioning during the damaged state [38] .
The power grid resilience framework presented above has two typical structures: assessment and improvement. On one hand, in the grid assessment, the conditions of the grid are studied and the risks are evaluated. On the other hand, the power grid system is improved in order to maintain the continuity of services during an outage and reduce the required time to return to its normal state.
Several authors have tried to characterize system resilience in a temporal line. Figures 1 and 2 present the so-called resilience triangle and trapezoid, respectively. The resilience triangle was introduced by Bruneau [39, 40] , considering that the system does not have a degraded state. This curve was first used to study system resilience considering the states presented in Figure 1 . Panteli and Mancarella defended that the resilience triangle approach would not be able to capture some critical resilience dimensions experienced by power systems, for example how long the infrastructure remains in one post-degraded state before starting the restoration state [41] .
In 2017, Panteli argued that for a system to be able to deal efficiently with the conditions associated with a fault, it must present the characteristics of the resilience trapezoid, presented in Figure 2 . In this case, it is possible to represent the different states that electrical power systems experience during an event, as well as the transitions between them [42, 43] . Considering this, the trapezoid resilience curve is the one that is normally considered to study and characterize system resilience.
Initially, the grid is under normal conditions, S N , until an extreme event occurs at time t E , as presented in Figure 2 . When the extreme event occurs, the grid functionality goes to the degradation state until time t D , the worst condition of the system, S (tD) . If no restoring actions are carried out, the system will remain in the degraded state until the implementation of restoring actions. At time Energies 2019, 12, 4667 5 of 21 t D' , the restoration process will start, and it continues until the system reaches the initial state of functionality, at time t R .
After clarifying the resilience concept with EPG systems, the next section will address the three RQs defined in this survey: the main causes of faults, the most reported faults and resilience strategies. After clarifying the resilience concept with EPG systems, the next section will address the three RQs defined in this survey: the main causes of faults, the most reported faults and resilience strategies. 
Weaknesses in Electric Power Grids
This section highlights the weaknesses in EPGs and reviews the related literature in order to understand which faults occur more often and what are their causes. The objective is to catalog the knowledge identified in those studies and to identify new research opportunities.
Faults and Related Causes
The scale of the cause will influence the respective consequences of the originated fault. If a small cause occurs, it will originate a small-scale fault that will only affect some residential houses and will be easy to repair, possibly being solved in a few hours. On the contrary, if it is a large-scale cause, like, for example, a hurricane or a terrorist attack, it can originate a large-scale fault, like a blackout or a cascading failure, affecting a large geographical area and possibly taking days or weeks to recover from. Large-scale outages also have serious economic and social consequences that will affect the consumer. In the case of a large-scale outage, a robust system is expected to recover, when compared to a non-robust system, and to have the capacity of restoring to its initial state.
In the literature, three main cause clusters are reported: After clarifying the resilience concept with EPG systems, the next section will address the three RQs defined in this survey: the main causes of faults, the most reported faults and resilience strategies. 
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Faults and Related Causes
In the literature, three main cause clusters are reported:
• Natural Causes: different types of natural disasters that could lead to a fault in the EPG, such as hurricanes, storms, flooding, earthquakes, tornados, heat waves or solar flares;
• Errors: causes related to human faults or equipment technical malfunction; • Attacks: cyber-attacks such as denial of service (most common), or human attacks such as terrorism.
These causes, when they occur, can lead to a wide variety of faults in the EPG. In Table 1 , different EPG faults are presented, separated into three clusters for each cause that originates the faults. First, there are natural causes, where extreme events like hurricanes, storms or flooding are considered. Second, there are errors, which can be due to human or equipment failure, and third, there are attacks, of cyber or physical origin. Table 1 shows the principal references where these causes/faults are reported. In order to analyze all the relations amongst causes and faults in EPGs, a graphical representation using visualization software NodeXL (Social Media Research Foundation, California, CA, USA) was performed, following the strategy adopted in [86, 87] . With this analysis, it was possible to understand the importance of studying the cause/fault relations and identify less studied areas. For this analysis, a range of 65 articles was studied, and the same article can mention different faults regarding one cause or vice versa, i.e., the same fault can be instigated by different causes. The analysis performed is represented by the graph presented in Figure 3 , created using the Force Atlas algorithm [88] . The blue squares denote causes, and the corresponding faults are denoted by green triangles. The size of the elements (squares and triangles) is proportional to the number of times they are discussed in the surveyed literature. In order to analyze all the relations amongst causes and faults in EPGs, a graphical representation using visualization software NodeXL (Social Media Research Foundation, California, CA, USA) was performed, following the strategy adopted in [86, 87] . With this analysis, it was possible to understand the importance of studying the cause/fault relations and identify less studied areas. For this analysis, a range of 65 articles was studied, and the same article can mention different faults regarding one cause or vice versa, i.e., the same fault can be instigated by different causes. The analysis performed is represented by the graph presented in Figure 3 , created using the Force Atlas algorithm [88] . The blue squares denote causes, and the corresponding faults are denoted by green triangles. The size of the elements (squares and triangles) is proportional to the number of times they are discussed in the surveyed literature. Analyzing Figure 3 and considering the abovementioned clusters, the literature review shows that 84% of articles mention faults due to natural causes. The most referenced natural causes are hurricanes and storms, with 22% of articles mentioning these causes, following by other natural events such as heat waves or thunderstorms, which were studied in 20% of all articles considered in this survey. Still in the natural causes cluster, windstorms and tornados represent a 14% percentage of articles, and earthquakes appear in 11% of the studied articles [54, [66] [67] [68] . Continuing to the errors cluster, equipment errors and human failures were analyzed together and represent 17% of studied Analyzing Figure 3 and considering the abovementioned clusters, the literature review shows that 84% of articles mention faults due to natural causes. The most referenced natural causes are hurricanes and storms, with 22% of articles mentioning these causes, following by other natural events such as heat waves or thunderstorms, which were studied in 20% of all articles considered in this survey. Still in the natural causes cluster, windstorms and tornados represent a 14% percentage of articles, and earthquakes appear in 11% of the studied articles [54, [66] [67] [68] . Continuing to the errors cluster, equipment errors and human failures were analyzed together and represent 17% of studied articles, while animal or physical contacts with lines represent only 5% of the articles considered for this survey. Finally, for the attacks cluster, cyber-attacks represent 17% of read articles, a huge percentage when compared with physical attacks, which represent only 6% of the studied literature for this survey [58, 69] .
The abovementioned causes are connected to the resulting faults, represented in Figure 3 by green triangles. As seen before in Table 1 , the same fault can be originated by different causes. In Figure 3 , the largest triangles represent faults that are mentioned more in the analyzed articles for this survey. Blackout, the fault represented by the largest triangle in Figure 3 , was referenced in 16% of the 65 articles studied in this analysis. A detailed observation in Figure 4a , focusing on the blackout green triangle and its connecting lines from causes, shows that some of the lines are thicker than others. For example, the line that connects hurricanes and storms is denser than the line connecting physical attacks, meaning that blackout is more related with hurricanes and storms than with physical attacks.
percentage when compared with physical attacks, which represent only 6% of the studied literature for this survey [58, 69] .
(a) Zoomed-in view on the blackout triangle.
(b) Zoomed-in view on the "Hurricane and storms" and "Equipment and human failures" clusters. Also, looking at Figure 4b , both "Hurricane and storms" and "Equipment and human failures", despite being of different clusters, i.e., natural causes and errors, can originate the same type of faults such as cascading failures and fault currents, the second most referenced faults in studied articles, being mentioned in 9% of them.
EPG Resilience
Regarding the studied literature and causes/faults graph previously analyzed, the researchers considered some approaches. These strategies will improve the grid resilience, aiming to avoid some of the faults that occurred in other situations or decrease the magnitude of impact on the EPG. Figure 5 represents the relation between the studied faults, presented in Figure 3 , and different solutions. Considering the literature review, these solutions were categorized into four clusters: Also, looking at Figure 4b , both "Hurricane and storms" and "Equipment and human failures", despite being of different clusters, i.e., natural causes and errors, can originate the same type of faults such as cascading failures and fault currents, the second most referenced faults in studied articles, being mentioned in 9% of them.
Regarding the studied literature and causes/faults graph previously analyzed, the researchers considered some approaches. These strategies will improve the grid resilience, aiming to avoid some of the faults that occurred in other situations or decrease the magnitude of impact on the EPG. Figure 5 represents the relation between the studied faults, presented in Figure 3 , and different solutions. Considering the literature review, these solutions were categorized into four clusters: These four clusters are represented by blue squares and each of them has a set of solutions that different authors have presented in their studies.
Concerning the studied articles for this survey, 28% belong to "Prevention and management" solutions and are correlated with almost every fault represented in Figure 5 . This type of solution is normally carried out to acquire the easiest knowledge of the power system as well as to increase the security of the grid before an outage. Also, "Smart grid-based solutions", which are referenced in 33% of considered articles, had an increase in applications and many of the studied authors refer to them as a viable way to improve the quality of the EPG and decrease the consequences of a fault.
Monitoring the system and detecting faults as soon as possible is also an important approach to increase EPG resilience. From the studied literature, 20% of the authors use monitoring and fault Energies 2019, 12, 4667 9 of 21 detection methods in order to guarantee that issues are detected before an outage or in time to be solved without any extreme consequences.
Blackout and cascading failures, two of the most studied faults in articles considered for this survey, can have large consequences and lead to an outage that will affect a large number of people. As shown in Figure 5 , modeling and simulation are used as a solution for 23% of the authors mentioned in this survey, and this is one of the considered methods to identify possible solutions and preventive actions to apply when a blackout or a cascading failure occurs. These four clusters are represented by blue squares and each of them has a set of solutions that different authors have presented in their studies.
Concerning the studied articles for this survey, 28% belong to "Prevention and management" solutions and are correlated with almost every fault represented in Figure 5 . This type of solution is normally carried out to acquire the easiest knowledge of the power system as well as to increase the security of the grid before an outage. Also, "Smart grid-based solutions", which are referenced in 
Prevention and Management
As it is possible to observe in Figure 5 , almost every fault, represented by green triangles, has as one of its possible solutions "Prevention and management". Some of the most common actions of prevention are presented in this subchapter, keeping in mind that some events can be predicted and/or prevented and others cannot.
Physical changes in the infrastructure of an EPG can make it less susceptible to damage, so reinforcing the utility poles and overhead lines can be an option to prevent damage in case of extreme events [69, 89] . Elevating substations, considering floods, is another possible construction approach to avoid damage in electrical grids. Also, the risk management of an EPG will help to understand what can be changed or improved in order to decrease the faults and susceptibilities of the system [73, 90, 91] .
The technique of undergrounding the overhead distribution system is the most obvious solution and would prevent storms, lightning strikes or even trees from destroying lines and poles. However, this solution has high costs and it is not recommended since it does not guarantee the reliability of the system at 100% [89, 92, 93] . Another problem that this solution has is that when the distribution system is underground, the restoration time could increase due to the difficulty of accessing the cables. The most viable solution is to choose the distribution line areas where it could be more dangerous and more likely to affect the line and then only underground those portions.
On the other hand, for those portions that would not be underground, the structural reinforcement of the distribution system is another hardening solution used. Some of the suggested practices are to install guy wires or use steel or composite poles in order to reinforce the existent poles [92] . Also, to prevent and combat equipment water damage due to flooding or strong rains, the application of hydrophobic coatings or the application of grade B construction is mentioned, which is the stronger standard of construction [94] .
Another physical hardiness technique consists in the relocation of substations and rerouting lines when it is possible to predict that a fault could occur. According to [44] , if a substation normally supplies several critical consumers, it is likely to be affected by extreme weather, so relocating that substation as well as rerouting the power flow is a preventive measure that can assure the resilience of the EPG. This rerouting can also be done after the system detects an outage, redirecting the power flow to undamaged lines [92, 95] , a procedure that is usually performed remotely.
Also, an important topic related to prevention and management is risk analysis and the maintenance of EPG components, as seen in Figure 5 . The EPG assessment evaluates the electrical and mechanical well-functioning of the distribution system as well as of the electrical equipment. This will allow the determination of the useful working life as initially designed and installed. Defects, deficiencies, hazards or weaknesses of the electrical power system are identified and solved in order to guarantee the performance of the system and so that they do not challenge the reliability of the system [33, 92, 96] . Also, by recording measured data from the circuits it is possible to monitor the power quality of the infrastructures in order to detect if any problem occurs, such as disruptive transients or voltage/frequency sags.
As part of their management duties, grid distribution system operators (DSOs) are responsible for supporting power flow and ensuring the quality of the supply, and for maintaining and reinforcing the reliability of the EPG as well as for a fast and secure grid restoration when a fault occurs [97, 98] . The DSOs are able to interact with the distributed energy resources and coordinate the EPG depending on the actual needs. Procedures addressing EPG reconfiguration, monitoring and fault detection are also controlled by DSOs [99] . Nowadays, the role of grid operators is discussed more in relation to the huge deployment of renewable energy sources and consequent deployment of distributed energy technologies. Prostejovsky carried out a series of studies in order to understand how necessary and fundamental human work related to grid control is [100] . It was concluded that when dealing with extreme events and abnormal situations, which can occur in an EPG, human intuition is considered indispensable.
Monitoring and Fault Detection
Monitoring is a method that can be used to predict faults or to observe, in real time, the performance of the power grid [91] . In [93] , a distributed computation method is used for near real-time monitoring of grid robustness in order to detect cascade failures. Moreover, in [92] , the authors developed a system to detect fault locations and carry out fault monitoring in real time in order to be able to manage the EPG during faults. They created three different monitoring systems that only monitor the electric current but have different locations for the sensors used on the EPG.
These monitoring operations are supported by Supervisory Control and Data Acquisition (SCADA) systems, in order to monitor the state of the EPG as well as its components [101] . A SCADA system consists in a measurement system used to control and monitor the EPG and, normally, is constituted by the control network, communication infrastructure and process network. These systems are able to do manual or remote procedures through the control center, which provides real-time data about the EPG state [102, 103] .
Also, a solution that can be applied when the grid is being monitored is load shedding, which will help to avoid imbalances and variations on the EPG that can lead to a fault. In [104] , Marzband et al. used load shedding in islanded microgrids to regulate the EPG frequency. Also, in [105] , Golari et al. considered that load shedding is a measure that can be applied to measure the inability of the EPG to respond to disruption and extreme events.
Fault detection and its location also have an important role in the restoration of the system and will help to improve the resilience of the EPG, since the faster the fault is located, the faster it will be repaired. Fault location methods are applied to transmission and distribution systems and use different approaches, which typically fall into one of two categories: model-based and data-driven approaches [46, 106] .
SCADA systems have an important role in EPG fault detection by measuring and processing real-time data, which will allow us to understand in which branch of the grid, or distributed energy resource, the fault occurred. With a fault monitoring system associated with and considering data collected by a SCADA system, it is possible to detect imperfections created on the grid and collect the information necessary to deal with those faults [107, 108] . Another application of SCADA systems is fault detection in renewable sources, for example in wind turbines [109] . In [110] , a SCADA system was used to detect and classify faults in wind turbines by using high-frequency sampling from SCADA sensors. Also, using real-time SCADA data from two wind power plants, a fault prediction and diagnosis methodology for wind turbine-based generators was accomplished [111] .
Relay protection can also be used as a preventive measure when a fault is detected [112] . Baran et al. [113] studied a protection method based on early overcurrent for DC relay protection. Zhu et al. [114] proposed a directional relay solution that can identify faults in both the negative and positive directions and will help to solve the adaptability problem as well as to identify current faults on the EPG.
Smart Grid-Based Solutions
A microgrid represents a small-scale EPG, low-voltage (LV) distribution systems, distributed energy resources (microturbines, photovoltaic systems (PV), fuel cells, etc.) together with storage devices (batteries, energy capacitors, etc.). This type of system can operate in a non-autonomous way, where it operates connected to the main grid, or in an autonomous way, the island mode, where the system is disconnected from the main grid and the system is able to work by itself [92, 115] .
The implementation of microgrids has multiple advantages from different points of view. From a utility standpoint, on one hand, a microgrid can improve available generation, providing more power to a larger area. On the other hand, the location being closed to loads has two effects: the reduction of losses and the ability to be a substitute for network resources, due to the reduction of power flows in transmission and distribution circuits [92, 115] . Some advantages from the grid operator's and the customers' points of view are shown in Figure 6 .
The implementation of microgrids has multiple advantages from different points of view. From a utility standpoint, on one hand, a microgrid can improve available generation, providing more power to a larger area. On the other hand, the location being closed to loads has two effects: the reduction of losses and the ability to be a substitute for network resources, due to the reduction of power flows in transmission and distribution circuits [92, 115] . Some advantages from the grid operator's and the customers' points of view are shown in Figure 6 . Creating a power grid formed only by interconnected microgrids, known as networked microgrids, is one approach that uses microgrids to improve the resilience of power systems. This method consists in a group of microgrids connected with each other and able to support each other with local generation capacity, and able to act to support an emergency microgrid. When in normal operation, microgrids are autonomous systems without power exchanges with the main grid or other microgrids. When in emergency mode, the microgrid in failure will be supplied by other microgrids, preventing the failure of the microgrid and the supply that customers are dependent on, during the reparation time [66] .
Regarding the resilience of the power grid, in [116, 117] , microgrids are used to perform load control, and act as dispatchable and non-dispatchable units and energy storage units within the grid, as well as showing that integrating microgrids in an EPG will improve the resilience of the system as a whole. For the authors of [118] , it is important conceptualize the frameworks that a microgrid can help in, thinking about the potential of microgrids, in order to understand how to use them in favor of the optimization of the operation of an EPG.
Intentional islanding consists in splitting the power grid into stable islands, defining, in real time, the branches that should be disconnected from the main grid, in order to isolate affected components whose failure would trigger cascading events [119, 120] . Islanding schemes are delineated according to graph partitioning and should be used only as a last resort, after the failure has been detected but before the system becomes uncontrollable. To realize islanding, some constraints are important to take into account to guarantee the functionality of the island grid. These constraints are generators' coherency, load generation balance, voltage, and frequency stability, among others [120] [121] [122] .
This method, which helps to protect the power grid during an outage and consequently guarantee its functionality during the failure event, can also be used to improve the quality of supply indices, to reduce the amount of load scheduling, and to prevent large-scale blackouts, consequently improving the reliability of the grid [123] . The islanding approach can be solved using different methods and considering diverse constraints. Constrained spectral clustering [124] , the multilevel kernel K [119] , or the artificial bee colony algorithm [125] are examples of it.
Despite the fact that DG was mentioned in the beginning of this work as a possible weak point in the EPG, it brings many advantages to distribution networks and can be a usable source of power when the islanding method is applied to some branches of the grid [126] . Although there are some concerns such as the frequency of connection and disconnection from the EPG, concerns regarding renewable sources-based systems, or changes in the main aspects of the radial distribution network, DG presents a considerable number of advantages concerning its integration in the EPG [127, 128] . Apart from being economically profitable, the installation of DG can improve the voltage and power quality of the EPG as well as the transmission system congestions that can occur [129, 130] . Also, with the use of DG, the need to build new transmission lines decreases and it is possible to increase the flexibility of the grid.
Modeling and Simulation
Modeling the electrical grid and simulating events together with other types of simulation, such as weather forecasts, is an approach that helps to understand how the grid is affected in fault moments and will help to decrease the consequences. For instance, in 2012, Hurricane Sandy caused a catastrophic impact in New Jersey, with US $68 billion in damages, affecting the entire Atlantic coastline electrical infrastructure, with 69 and 102 electric substations damaged due to floods, 2500 transformers repaired, more than 4400 distribution poles replaced and 286 lives taken [47, 131] . After this catastrophe, a control simulation and weather model were developed to try to understand the storm and future aspects to improve. With this model, it was possible to simulate what would happen if another similar storm happens, such as the estimated number of substations affected by flooding or the damage caused by winds to the electrical grid.
Also, regarding cascading failures, simulation of cascading failures is normally done to understand which grid branches will be more affected and where solutions like island mode can be applied to decrease the cascade failure effect [48, 124] .
Summary of Power Grid Fault Resolutions vs. Resilience Curve
Different states of grid conditions presented by the trapezoid resilience curve in Figure 2 suggest different approaches in order to improve the resilience of EPGs. Considering the abovementioned fault resolution clusters, it is possible to correlate them with the states of the mentioned curve. This correlation is shown in Figure 7 and explained below.
•
Prevention state: In this state, the grid is operating under normal conditions, and it is here that preventive and management actions are applied. This type of actions, showed in Figure 5 , will help the system to deal successfully with future events. Also, monitoring actions as well as modeling and simulation can be applied at this stage, since this kind of actions can be helpful to understand how the system will react to an event or to take some pre-event actions [92] . • Degradation state: This state appears until the worst condition the grid will experience. As explained in Section 2.2, in this state, the magnitude of fault is represented and can be calculated with the evaluation of the failure state of grid components during the event. To do this, monitoring and fault detection actions will be taken into consideration so the faults can be located, and grid components can be monitored. If the intensity of the event exceeds the withstanding capability of the grid components, the damaged part could lead to a cascading failure event, and it is important to know where the faults have occurred [131, 132] .
Restoration state: When a restoration action is taken, this state begins. Here, the transition between the damaged grid condition and its pre-event condition, i.e., the prevention state, occurs. Different types of actions can be applied to restore the grid to its initial state; however, the use of microgrids and demand response actions have been mentioned in a considerable number of reading articles for this survey. For instance, as mentioned above, microgrids can be used to isolate the affected area from the main grid and avoid a cascading failure event.
Adaptation state: Finally, the adaptation state occurs when the grid is fully restored and the prevention state starts once more, with the application of the actions mentioned in this subchapter and represented in Figure 5 . Also, regarding cascading failures, simulation of cascading failures is normally done to understand which grid branches will be more affected and where solutions like island mode can be applied to decrease the cascade failure effect [48, 124] .
Summary of Power Grid Fault Resolutions vs. Resilience Curve
Different states of grid conditions presented by the trapezoid resilience curve in Figure 2 suggest different approaches in order to improve the resilience of EPGs. Considering the abovementioned fault resolution clusters, it is possible to correlate them with the states of the mentioned curve. This correlation is shown in Figure 7 and explained below. 
•
Prevention state: In this state, the grid is operating under normal conditions, and it is here that preventive and management actions are applied. This type of actions, showed in Figure 5 , will help the system to deal successfully with future events. Also, monitoring actions as well as modeling and simulation can be applied at this stage, since this kind of actions can be helpful to understand how the system will react to an event or to take some pre-event actions [92] .
Degradation state: This state appears until the worst condition the grid will experience. As explained in 2.2, in this state, the magnitude of fault is represented and can be calculated with the evaluation of the failure state of grid components during the event. To do this, monitoring and fault detection actions will be taken into consideration so the faults can be located, and grid components can be monitored. If the intensity of the event exceeds the withstanding capability of the grid components, the damaged part could lead to a cascading failure event, and it is important to know where the faults have occurred [131, 132] .
Restoration state: When a restoration action is taken, this state begins. Here, the transition between the damaged grid condition and its pre-event condition, i.e., the prevention state, occurs. Different types of actions can be applied to restore the grid to its initial state; however, the use of microgrids and demand response actions have been mentioned in a considerable number of reading articles for this survey. For instance, as mentioned above, microgrids can be used to isolate the affected area from the main grid and avoid a cascading failure event. • Adaptation state: Finally, the adaptation state occurs when the grid is fully restored and the prevention state starts once more, with the application of the actions mentioned in this subchapter and represented in Figure 5 . 
Conclusions and Research Opportunities

This survey presents an analysis concerning faults and their causes affecting electric power grids, aiming to identify both: (i) strategies and approaches that are used to improve EPG resilience, and (ii) research opportunities in some areas that have not been explored so much yet. It starts with a clarification of the definition of EPG resilience and presents a state-of-the-art review of the causes, and consequent faults, that affect EPGs. A power system's resilience is characterized by the capability to withstand an outage and keep functioning during the damage state, as well as the ability to respond and recover after the outage. Thus, resilience can be evaluated considering a resilience curve, widely adopted for power grids, which is divided into four stages, namely, prevention, degradation, restoration and adaptation.
At the beginning of this work, three RQs were proposed. Regarding the first one, with the analysis performed, based on the approach followed to conduct this survey, it was possible to identify three different types of causes, namely, natural causes, errors and attacks. Concerning the literature considered for this review of causes, 84% mentions natural causes, while 22% cites human or technical errors and 23% names physical or cyber-attacks. Natural causes can occur due to hurricanes, storms, earthquakes, tornados, lightning storms or heat waves, causing catastrophic outages. On the other hand, errors can originate from human failures or technical errors and equipment defects. Finally, attacks can have different origins, with physical attacks normally involving terrorist intentions or, the most common type of attacks nowadays, cyber-attacks. This type of attack was mentioned in 17% of read articles for this survey. They can affect the system operation of the EPG through data modification or sending false information to the system, causing delays or information corruption in the communication network.
In the literature, different types of strategies are considered to guarantee minor consequences for the EPG. If on one hand, some researchers defend the use of preventive strategies in order to maintain grid functioning and avoid faults, on the other hand, there are researchers that studied strategies to minimize the consequences after the faults. Improving the resolution time for the EPG using smart grid-based solutions such as the application of microgrids or intentional islanding, which will isolate the affected segment of the grid, are some of those approaches. Finally, these solutions are divided into four different clusters of actions and correlated with the resilience curve since, at different stages of the event, different types of actions can be applied to the EPG.
Research Opportunities
Based on the literature review presented in this survey, some on-going research opportunities were identified concerning power grids and the resilience of EPG areas.
Regarding the study presented in Section 3 and collecting the publication data of the articles analyzed, it was possible to conclude that the most studied cause of faults is natural events. In Figure 8 , a curve considering the publication year of all articles analyzed, correspondent to each cause, is represented. Also, the respective tendency curve of each cause is presented in Figure 9 . Studying faults caused by human or equipment errors is one of the research opportunities since, as shown in Figure 9 , natural causes and attacks are the most studied.
A grid connection with communities of net zero energy buildings is a research opportunity concerning the community load flexibility that can improve its resilience in case of a fault occurrence. Considering the cluster of smart grid-based solutions, which represents 33% of the articles considered with EPG resilience improvements, and the net zero energy building (NZEB) concept, a new solution to improve the resilience of a community when an outage occurs can be studied. The NZEB concept is based on the fact that a building produces the same amount of consumed energy during a certain time period (usually one year) [133] . Gathering prediction strategies with the idea mentioned above, the resilience of a community can be improved during an outage. Thus, in order to follow this research, it will be conductive to study the improvement of LV grid resilience, applying the NZEB community together with prediction systems as well as load flexibility. With this, it will be possible to study different scenarios and try to understand how different faults can influence the behavior of a community during an outage. clarification of the definition of EPG resilience and presents a state-of-the-art review of the causes, and consequent faults, that affect EPGs. A power system's resilience is characterized by the capability to withstand an outage and keep functioning during the damage state, as well as the ability to respond and recover after the outage. Thus, resilience can be evaluated considering a resilience curve, widely adopted for power grids, which is divided into four stages, namely, prevention, degradation, restoration and adaptation. At the beginning of this work, three RQs were proposed. Regarding the first one, with the analysis performed, based on the approach followed to conduct this survey, it was possible to identify three different types of causes, namely, natural causes, errors and attacks. Concerning the literature considered for this review of causes, 84% mentions natural causes, while 22% cites human or technical errors and 23% names physical or cyber-attacks. Natural causes can occur due to hurricanes, storms, earthquakes, tornados, lightning storms or heat waves, causing catastrophic outages. On the other hand, errors can originate from human failures or technical errors and equipment defects. Finally, attacks can have different origins, with physical attacks normally involving terrorist intentions or, the most common type of attacks nowadays, cyber-attacks. This type of attack was mentioned in 17% of read articles for this survey. They can affect the system operation of the EPG through data modification or sending false information to the system, causing delays or information corruption in the communication network.
Regarding the study presented in Section 3 and collecting the publication data of the articles analyzed, it was possible to conclude that the most studied cause of faults is natural events. In Figure  8 , a curve considering the publication year of all articles analyzed, correspondent to each cause, is represented. Also, the respective tendency curve of each cause is presented in Figure 9 . Studying faults caused by human or equipment errors is one of the research opportunities since, as shown in Figure 9 , natural causes and attacks are the most studied. A grid connection with communities of net zero energy buildings is a research opportunity concerning the community load flexibility that can improve its resilience in case of a fault occurrence. Considering the cluster of smart grid-based solutions, which represents 33% of the articles considered with EPG resilience improvements, and the net zero energy building (NZEB) concept, a new solution to improve the resilience of a community when an outage occurs can be studied. The NZEB concept is based on the fact that a building produces the same amount of consumed energy during a certain time period (usually one year) [133] . Gathering prediction strategies with the idea mentioned above, the resilience of a community can be improved during an outage. Thus, in order to follow this research, it will be conductive to study the improvement of LV grid resilience, applying the NZEB community together with prediction systems as well as load flexibility. With this, it will be possible to study different scenarios and try to understand how different faults can influence the behavior of a community during an outage. 
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