There has been a budding trend in survey research to define anonymity as a subjective perception instead of an objective circumstance. This study provides the first systematic exploration of anonymity perceptions in a Web-based survey context using an IRT approach. Keeping characteristics of the survey administration constant, we used DIF analyses to demonstrate that endorsements of sensitive items appeared to influence responses to a perceived anonymity measure. We also showed that sensitive items did not display DIF based on scale scores for perceived anonymity. Theoretical and methodological implications are discussed.
conceptualization does not consider individual differences in perceptions of response anonymity. As such, an objective anonymity manipulation may provide limited insight into the processes underlying respondent behavior. Moreover, respondent perceptions of anonymity should have a much larger effect on respondent behavior than does true anonymity. Perhaps as a result, research on anonymity using assignment to conditions has yielded inconclusive results (e.g., Hartnett & Seligsohn, 1967; Singer, von Thurn, & Miller, 1995) . Recent research on survey methodology has begun to operationalize anonymity via survey questions rather than by manipulation, representing a growing trend in defining anonymity as a subjective perception instead of an objective circumstance (Bates & Cox, 2008; Rogelberg, Spitzmüeller, Little & Reeve, 2006; Whelan, 2008) .
Although often discussed in research, a full explication of what it means for an individual to be anonymous while taking a survey has not yet been systematically explored. As noted earlier, much of the extant literature on survey privacy utilizes assignment to conditions to investigate the effects of privacy on survey outcomes, and does not address what Dunnette and Heneman (1956) called "the necessity for distinguishing between literal anonymity and psychological anonymity" (p. 73). Recently, Whelan and Thompson (2008) formulated a definition of perceived anonymity containing three facets:
(a) the perception of the relative nonidentifiability of a respondent, (b) how immersed a respondent feels in a set of survey respondents, and (c) how likely it is that a respondent feels his or her personal information can be traced back to that individual for identification. This definition, based on research in the fields of computer science and social psychology, encompasses both cognitive and interpersonal aspects of anonymity as they relate to how respondents make appraisals of their own privacy. Whelan and Thompson (2008) also developed and validated a measure of anonymity based on this definition that is employed in the current study.
Past research on organizational surveys has also investigated how the inclusion of sensitive item content in a survey can affect responses (e.g., Couper, Singer, & Tourangeau, 2003; Joinson, Woodley, & Reips, 2007; Lenert & Skoczen, 2002) . The relative sensitivity of an item is comprised of three components; (1) the intrusiveness of the item content, (2) the threat of potential consequences for responding to the item, and (3) the social undesirability of a respondent's answer to the item (Tourangeau & Yan, 2007) . A fundamental assumption is that when a respondent feels anonymous, he or she is more likely to admit to socially undesirable behaviors because there is no threat of potential consequences for response. A corollary principle is that that the mere presence of items considered sensitive on a survey will provoke anonymity concerns in respondents (Ong & Weiss, 2000) .
DIF and Anonymity
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Differential item functioning (DIF) occurs when an item functions differently for one subgroup of a population than another (Camilli & Shepard, 1994; Thissen, 2001) . DIF analyses are typically conducted via item response theory (IRT) methods, a model-based theory of measurement that considers how item properties and trait levels relate to an individual's responses to items (Embretson & Reise, 2000) . When an item exhibits DIF, it suggests that individuals belonging to different groups are not equally likely to endorse a response option when those individuals have the same standings on the latent construct that is measured by the scale.
To our knowledge, only one published study has ostensibly considered the construct of anonymity using an IRT framework. Chan, Orlando, and Ghosh-Dastidar (2004) examined DIF on a depression scale in a clinical population. They found that the interview mode affected the probability of endorsing a response category in a 4-point Likert-type scale. However, their study was not able to arrive at clear conclusions about the effect of anonymity on responses as their study compared telephone interviews to mail surveys. In this instance survey administration format was confounded with anonymity. Therefore, the current study provides the first systematic exploration of anonymity perceptions in a Web-based survey context using an IRT approach.
While mean differences in anonymity perceptions based on the admission of sensitive information are certainly possible, mean differences are not the only possible manifestation of an effect.
DIF analyses investigate differences in likelihood of response across groups. For instance, it is possible that persons admitting to sensitive behaviors would be less likely to endorse items assessing anonymity perceptions than those not admitting to sensitive behavior, given the same underlying level of perceived anonymity. This likelihood may or may not be reflected in mean differences on the anonymity scale. In the current study, finding DIF for anonymity items based on whether or not respondents endorse sensitive items earlier in the survey would imply that the act of respondents providing different responses to items concerning their privacy would induce those admitting to more sensitive behaviors to manifest more concern about the anonymity of their responses. Said another way, if respondents admit to undesirable behaviors early in the survey process, it is the admission that affects aspects of anonymity perceptions, instead of the anonymity perceptions dictating whether a respondent admits to the behavior and instead of the mere presence of sensitive items raising anonymity concerns. The absence of both DIF and mean differences for anonymity items would imply that responding to sensitive items does not impact anonymity perceptions.
Conversely, if groups reporting high versus low perceived anonymity display DIF or mean differences for sensitive items, this would indicate that anonymity perceptions affect the way individuals respond to sensitive items. If no DIF is found, it implies that anonymity perceptions may not influence respondents' disclosure of socially undesirable conduct. We explore both of these possibilities in the current study.
In sum, the present study expands empirical knowledge of the construct of perceived anonymity by exploring how admission of a socially undesirable behavior relates to the way in which respondents answer items related to anonymity perceptions. In addition, we test whether or not scores on the perceived anonymity measure affect the likelihood of endorsing a presumably sensitive behavior. We examine these questions via tests of mean differences and DIF analyses.
METHOD
Participants
Participants for this study were 812 undergraduate students from a large Southeastern university who participated in this study to receive course credit. The average age of participants was 19.24 years (SD=3.40), and 58.1% of the sample was female,
Procedure
Participants in this study volunteered to complete a Web-based survey on academic dishonesty.
Respondents to the survey were able to access the survey materials from any location with Internet access. Participants were told that their responses would be anonymous to the researcher and any information they provided would not be shared with any third parties except in aggregate form.
After acknowledging that they had read online informed consent materials, participants completed the Academic Dishonesty Inventory (ADI; Lucas & Friedrich, 2005) . The ADI assesses sensitive content for which respondents should feel some concern about survey privacy. Next, participants responded to items relating to anonymity perceptions, as well as other measures unrelated to the current study. Demographic information was also collected for each participant, and the name and student ID of each participant was requested for the purposes of assigning course credit. Finally, participants were directed to online debriefing materials. Only after responses to the ADI and anonymity perceptions measures were collected and finalized was the potentially indentifying information requested.
Measures
Academic dishonesty (KR20 = 0.85). Twenty-six items from Academic Dishonesty Inventory (Lucas & Friedrich, 2005) were administered to measure socially undesirable behaviors for which there feasibly could be some potential consequence if a respondent's identity was tied to their responses.
Responses to this behavioral inventory were dichotomous ( 1="yes," and 0="no"). Responses were summed to create a scale score that could range from 0 (i.e., no admissions of academic dishonesty) to 26 (i.e., endorsing all dishonest behaviors). Scores on this inventory ranged from 0 to 20 with 87.4% of the sample endorsing at least one item. An example item is, "Paraphrased material from a book without acknowledging the source."
Anonymity Perceptions (α = 0.78). A six-item measure developed by Whelan and Thompson (2008) was administered to measure perceptions of anonymity in Web-based surveys. For scale scores, responses to these items were averaged. Scale scores ranged between 1 ("strongly disagree") and 5
("strongly agree"), with higher values reflecting greater reported levels of perceived anonymity. See Table 1 for the complete list of items.
DIF Analysis
DIF was tested via likelihood ratio tests (LRTs). Functionally, a likelihood ratio test for DIF involves constraining one model, referred to as a compact model, and testing the fit of a model with released constraints on item parameters in a separate augmented model (Camilli & Shepard, 1994) . A significant χ 2 value for a likelihood ratio test indicates that freeing the item's parameters improved the fit of the model, and that the item therefore exhibits DIF (Embretson & Reise, 2000) . We utilized the IRTLRDIF program (Thissen, 2001 ) for this purpose. First, the anonymity items were tested for DIF across groups of respondents who had high or low scores on the behavioral inventory administered in this study. Next, the individual inventory items were tested for DIF across groups of respondents who had high or low scale scores on the perceived anonymity measure.
RESULTS
Data Cleaning
The data from all respondents were examined for missing data, lack of variance across item wording, and extreme values. With regard to missing data, participants were removed from the database if they did not respond to any of the items contained in one or more of the measures collected in this study. With regard to lack of consistency across item wording, the larger research effort from which this study is derived contained both positively and negatively worded items related to perceived anonymity. Variance across the positively and negatively worded items was computed for each respondent, and any respondent with a variance less than 0.22 across the items was removed from the dataset, which corresponded to respondents below the 5 th percentile of variance. This was done to eliminate respondents who did not differentiate between item wordings. With regard to extreme values for the perceived anonymity variable, participants were removed if their scores were flagged as extreme by an outlier analysis. Overall, 57 participants were eliminated due to extreme values, lack of variance, and/or missing data. Only the positively worded items of the anonymity scale were retained for further analysis, as recommended by Whelan and Thompson (2008) .
Unidimensionality Analysis
IRT analyses assume unidimensionality, thus the six perceived anonymity items were subjected to an exploratory factor analysis. The items all loaded on a single factor, with an eigenvalue of 4.23 which explained 92% of the total variance. The next factor had an eigenvalue of 0.23, explaining 5.5% of the total variance. Factor loadings for each item are presented in Table 2 .
Data Preparation and Tests of Mean Differences
To prepare the data for DIF analyses on the perceived anonymity items, the dataset was split into three groups based on the distribution of the total number of academic dishonesty items endorsed.
The upper and lower thirds of the dataset were retained for analysis. The focal group for DIF analyses was the high admission group (N = 192), who were at or above the 66 th percentile of the admission distribution. These individuals endorsed eight or more items on the ADI. The reference group for DIF analyses was the low admission group (N = 251), who were at or below the 33 rd percentile of the admission distribution, and was comprised of individuals who endorsed two or fewer items on the academic dishonesty inventory. For the anonymity items, averaged scale scores did not show a significant observed score difference across high (M = 2.59, SD = 0.73) and low (M = 2.56, SD = 0.76) admission groups, t(441) = -0.46, p = .65.
In order to investigate DIF in the academic dishonesty inventory based on relative levels of anonymity, the dataset was split into three roughly equally sized groups based on the distribution of scale scores on the perceived anonymity measure. The upper and lower thirds of the dataset were retained for analysis. The focal group for DIF analyses was the low anonymity group (N = 316), who had an average score of 3.33 or lower for the perceived anonymity items. The reference group for DIF analyses was the high anonymity group (N = 318), who had an average score of 3.83 or higher for the perceived anonymity items. For the academic dishonesty inventory, summed scale scores did not show a significant difference across high (M = 5.23, SD = 4.56) and low (M = 5.12, SD = 4.23) anonymity groups, t(612) = 0.32, p = .75.
IRTLRDIF Analyses
Perceived anonymity. Using the graded response model for polytomous data (Samejima, 1969 (Samejima, , 1997 , a commonly used IRT model, IRTLRDIF identified three anonymity items as displaying DIF across high and low admission groups.. As shown in Table 3 3 show that for respondents in the high admission group, the threshold for choosing some response options was higher than it was for the low admission group. In other words, for persons that have previously admitted to sensitive behaviors, it takes more true perceived anonymity for those persons to choose the same response option as persons admitting fewer sensitive behaviors. Thus, admitting to sensitive behaviors appears to affect subsequent responses to several anonymity-related items.
Academic dishonesty. IRTLRDIF flagged a single item for DIF across high and low levels of perceived anonymity using a 2 parameter logistic IRT model. As shown in Table 4 , DIF in the b parameter was found for item 7, χ 2
(1) = 6.9, p = .009. The stem for this item was "Ensured that books or journal articles were unavailable to others in the library by deliberately mis-shelving them or by tearing out the relevant article or chapter." However, only 17 respondents, or 2.3% of the total sample, admitted to this item. As can be seen in Figure 4 , the item characteristic curve for item 7 is poorly representative of the logistic function of the IRT model, and thus fails to meet the assumptions of logistic form and local independence for the use of IRT models (Embretson & Reise, 2000) . Therefore, the DIF displayed by this item is likely to be specious.
DISCUSSION
The results of this study highlight the functional relationship between anonymity and sensitive survey items. Namely, this study suggests that it may not be the mere presence of sensitive items which influence anonymity perceptions, but the endorsement of those items. As shown in the IRTLRDIF analyses, endorsing academic dishonesty items may yield significant levels of DIF for several perceived anonymity items. Importantly, as all the respondents in the current study took exactly the same survey, the significant DIF demonstrates that anonymity perceptions can vary between individuals in the absence of experimental manipulation. This study also implies that it may be admissions to sensitive behaviors that have some influence on anonymity perceptions, rather than anonymity perceptions determining whether sensitive items are endorsed, as suggested by the cumulative results of both sets of DIF analyses.
A possible explanation for these findings is that items pertaining to anonymity perceptions are typically administered last in a serial administration of measures, as was done in this study, as well as in Bates and Cox (2008) , Rogelberg et al. (2006), and Whelan (2008) . Such placement usually means that these items are completed after a respondent has answered other measures which may contain sensitive items. Therefore, while there is theoretical rationale supporting an effect of a sensitive item on anonymity perceptions, the sequential order of measure administration implies the same directionality of effect. We believe that this is likely due to an increased social concern for those persons admitting to engaging in inappropriate behavior. If respondents perceive that they are distinguishing themselves with an admission, they may become more aware of the potential consequences and see repercussions as more likely to happen, possibly due to a belief that the base rate of these behaviors in others is lower than it is (as 87% of respondents admitted to at least one cheating behavior). Accordingly, as the IRTLRDIF results suggest, the items that displayed DIF are related to the social facet of the construct suggests that the reason individuals may be more likely to choose a lower response option for anonymity perception items is due to the fact that they may feel they have distinguished themselves from other respondents by admitting to sensitive behaviors.
Limitations and Future Research
A notable limitation of this study is that the methodology only considered Web-based surveys and did not make a cross-medium comparison with paper surveys. A meta-analysis by Richman, Kiesler, Weisband, and Drasgow (1999) showed that computerized surveys with sensitive items tended to yield higher rates of disclosure compared to paper-and-pencil surveys. Therefore, any application of the results of the present study beyond the Web-based medium should be made cautiously.
A second limitation of this study is that the sensitivity of items was not manipulated. That is, the behavioral inventory utilized in this study was not paired with a relatively benign survey, which would permit examination of DIF across different levels of item sensitivity. Although the results of this study do imply that admission to, rather than the presence of, sensitive items is what yields different responses to questions about anonymity perceptions, the results do not offer insight into whether a relatively nonsensitive inventory would yield similar results.
Future research should continue to explore the relationship between item sensitivity and anonymity perceptions. As seen in this study, it may be endorsement of sensitive items that impacts anonymity perceptions-as anonymity has generally been thought of as a factor that influences responses, the notion suggested in the results of this study appear to go against the popular notion that anonymity influences behavior. If the converse is true, such that behavior influences anonymity .524 a The eigenvalue for the factor analysis was 4.23, explaining 92% of the variance Table 4 Academic Dishonesty IRTLRDIF Results 
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