This group helps peace in several ways. They ask states to solve problems peacefully. They also advise states to do something different or offer ways to resolve the situation. If a problem becomes bad the Security Council recommends sanctions. This means other states will punish the country in a non-violent way. An example might be not buying the country's products or not allowing a country's sports teams to compete internationally. If things get really bad the Security Council recommends the use of force to bring back international peace and security. All the states of the UN must follow what the Security Council decides.
All the permanent members of the Security Council get a veto. This means no resolutions can pass unless all the permanent members agree. All the other members get one vote. They have passed resolutions on peacebuilding, the situation in Western Sahara, and starting peacekeeping operations.
Threats to International Peace and Security Caused by Terrorist Acts

Background
Terrorism is the use of violence to change politics. The word comes from the Latin word terrere (to frighten). This is what terrorism is trying to do. It is trying to scare people into doing what they want. For this reason, terrorism is sudden, directed towards civilians, and shocking. It is not usually done by states. It is done by groups who want to force states to change. Terrorist groups can have one person or thousands. This makes it hard for states to stop.
Terrorism upsets the international community. In 1936, the League of Nations started to create a convention. This convention was going to punish people involved in terrorism. As you can see, the world has wanted to do something for many years. The convention was never ratified. Since 1963, there have been 15 conventions about counter-terrorism. These conventions cover hostages, financing, hijacking planes, and other situations. The Counter-Terrorism Implementation Task Force works to implement this strategy. They help states reach the four goals and run projects to meet these ends.
States with a lot of deaths from terrorism create refugees. Syria has 4 million refugees. Many of these people are in refugee camps or trying to reach Europe. Some states are afraid to take in these people because they think they might be terrorists. However, the West has less to worry about when it comes to terrorism. Since 2000, only 2.6% of total deaths from terrorism have been in the West. A lone wolf attack is when one person does a terrorist act alone. This is the most common type of terrorist act in the West.
Although terrorism seems like it is happening everywhere, 72% of deaths happen in just five countries: Iraq, Pakistan, Syria, Nigeria and Afghanistan. Also 74% of deaths are due to only four groups: ISIS, Boko Haram, the Taliban and Al-Qaeda. There were 270 other groups that did an attack in 2015. The cost of all these terrorist attacks was US$89.6 billion. Imagine what else that money could have been used for.
Turkey and France are two countries that have seen a sudden rise in terrorism in 2016. ISIS is a terrorist group acting in Turkey. The Kurdistan Workers' Party is another terrorist group attacking Turkey in order to get their own country. Together they increased the number of terrorism-related deaths in the country from 20 to 337. Since the November 2015 terrorist attacks in Paris, France has been in a state of emergency. Many people in the Muslim community in France feel their rights are being violated. The state of emergency allows the police extra powers to search and arrest people. The Financial Action Task Force works with states to help stop terrorists from raising money. This is one of the most important ways to stop terrorism. However, some countries support terrorists. They do this because the terrorists might attack a country they see as an enemy. The US says Sudan, Iran and Syria have supported terrorist groups.
Key Topics
Financial Support of Terrorism
In 1999, the International Convention for the Suppression of the Financing of Terrorism was created. It asks states to stop groups or people from raising money for terrorism by saying they are a charity. In 2001, the Security Council asked the world to do more. It wants states to create strong laws to stop terrorists from getting money. This means freezing the bank accounts of terrorists. They also want states to stop the transfer of money across borders.
Prepared by David Drouin
Key Topics
Foreign Terrorist Fighters
Terrorists need new members all the time. They are always recruiting. One of the biggest problems is people moving from one state to another in order to be involved in terrorism. They can get training and become very dangerous. It is believed that over 30 000 people from 100 countries have left to pursue terrorist actions. Many are young people. Both men and women are convinced that becoming a terrorist is a good thing. Another problem is these fighters eventually returning to their home countries and committing terrorist acts.
Sharing Information
If countries work together they can do more to stop terrorism. The Security Council would like states to improve how they communicate and work with one another to stop terrorism. However, some people do not think this is always a good thing. There is a group called Five Eyes (FVEY). This is made up of Canada, the UK, Australia, New Zealand and the U.S. They share information, monitor cell phones and the internet. A lot of people think they get too much information and do not always have a good reason to share it. However, their work probably stops some terrorist acts.
Definition of Terrorism
One of the major problems with fighting terrorism is not having a clear definition. Reaffirming its primary responsibility for the maintenance of international peace and security, in accordance with the Charter of the United Nations,
Reaffirming its respect for the sovereignty, territorial integrity and political independence of all States in accordance with the United Nations Charter,
Reaffirming that terrorism in all forms and manifestations constitutes one of the most serious threats to international peace and security and that any acts of terrorism are criminal and unjustifiable regardless of their motivations, whenever, wherever and by whomsoever committed, and remaining determined to contribute further to enhancing the effectiveness of the overall effort to fight this scourge on a global level,
Reaffirming that terrorism poses a threat to international peace and security and that countering this threat requires collective efforts on national, regional and international levels on the basis of respect for international law, including international human rights law and international humanitarian law, and the Charter of the United Nations,
Reaffirming that terrorism should not be associated with any religion, nationality, civilization or ethnic group, Stressing that the active participation and collaboration of all States and international, regional and subregional organizations is needed to impede, impair, isolate, and incapacitate the terrorist threat, and emphasizing the importance of implementing the United Nations Global Counter-Terrorism Strategy (GCTS), contained in General Assembly resolution 60/288 of 8 September 2006, and its subsequent reviews, Reiterating the need to undertake measures to prevent and combat terrorism, in particular by denying terrorists access to the means to carry out their attacks, as 2/5 outlined in Pillar II of the UN GCTS, including the need to strengthen efforts to improve security and protection of particularly vulnerable targets, such as infrastructure and public places, as well as resilience to terrorist attacks, in particular in the area of civil protection, while recognizing that States may require assistance to this effect, Recognizing that each State determines what constitutes its critical infrastructure, and how to effectively protect it from terrorist attacks, Recognizing a growing importance of ensuring reliability and resilience of critical infrastructure and its protection from terrorist attacks for national security, public safety and the economy of the concerned States as well as well-being and welfare of their population,
Recognizing that preparedness for terrorist attacks includes prevention, protection, mitigation, response and recovery with an emphasis on promoting security and resilience of critical infrastructure, including through public -private partnership as appropriate,
Recognizing that protection efforts entail multiple streams of efforts, such as planning; public information and warning; operational coordination; intelligence and information sharing; interdiction and disruption; screening, search and detection; access control and identity verification; cybersecurity; physical protective measures; risk management for protection programmes and activities; and supply chain integrity and security, Acknowledging a vital role that informed, alert communities play in promoting awareness and understanding of the terrorist threat environment and specifically in identifying and reporting suspicious activities to law enforcement authorities, and the importance of expanding public awareness, engagement, and public -private partnership as appropriate, especially regarding potential terrorist threats and vulnerabilities through regular national and local dialogue, training, and outreach, Noting increasing cross-border critical infrastructure interdependencies between countries, such as those used for, inter alia, generation, transmission and distribution of energy, air, land and maritime transport, banking and financial services, water supply, food distribution and public health,
Recognizing that, as a result of increasing interdependency among critical infrastructure sectors, some critical infrastructure is potentially susceptible to a growing number and a wider variety of threats and vulnerabilities that raise new security concerns, Expressing concern that terrorist attacks on critical infrastructure could significantly disrupt the functioning of government and private sector alike and cause knock-on effects beyond the infrastructure sector, Underlining that effective critical infrastructure protection requires sectoral and cross-sectoral approaches to risk management and includes, inter alia, identifying and preparing for terrorist threats to reduce vulnerability of critical infrastructure, preventing and disrupting terrorist plots against critical infrastructure where possible, minimizing impacts and recovery time in the event of damage from a terrorist attack, identifying the cause of damage or the source of an attack,
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and calls upon all Member States to ensure that they have established criminal responsibility for terrorist attacks intended to destroy or disable critical infrastructure, as well as the planning of, training for, and financing of and logistical support for such attacks;
4.
Сalls upon Member States to explore ways to exchange relevant information and to cooperate actively in the prevention, protection, mitigation, preparedness, investigation, response to or recovery from terrorist attacks planned or committed against critical infrastructure;
5.
Further calls upon States to establish or strengthen national, regional and international partnerships with stakeholders, both public and private, as appropriate, to share information and experience in order to prevent, protect, mitigate , investigate, respond to and recover from damage from terrorist attacks on critical infrastructure facilities, including through joint training, and use or establishment of relevant communication or emergency warning networks;
6.
Urges all States to ensure that all their relevant domestic departments, agencies and other entities work closely and effectively together on matters of protection of critical infrastructure against terrorist attacks;
7.
Encourages the United Nations as well as those Member States and relevant regional and international organizations that have developed respective strategies to deal with protection of critical infrastructure to work with all States and relevant international, regional and subregional organizations and entities to identify and share good practices and measures to manage the risk of terrorist attacks on critical infrastructure;
8.
Affirms that regional and bilateral economic cooperation and development initiatives play a vital role in achieving stability and pro sperity, and in this regard calls upon all States to enhance their cooperation to protect critical infrastructure, including regional connectivity projects and related cross -border infrastructure, from terrorist attacks, as appropriate, through bilateral a nd multilateral means in information sharing, risk assessment and joint law enforcement;
9.
Urges States able to do so to assist in the delivery of effective and targeted capacity development, training and other necessary resources, technical assistance, technology transfers and programmes, where it is needed to enable all States to achieve the goal of protection of critical infrastructure against terrorist attacks; 10. Directs the CTC, with the support of the Counter-Terrorism Executive Directorate (CTED) to continue as appropriate, within their respective mandates, to examine Member States efforts to protect critical infrastructure from terrorist attacks as relevant to the implementation of resolution 1373 (2001) with the aim of identifying good practices, gaps and vulnerabilities in this field; 11. Encourages in this regard the CTC, with the support of CTED, as well as the CTITF to continue working together to facilitate technical assistance and capacity building and to raise awareness in the field of protection of critical infrastructure from terrorist attacks, in particular by strengthening its dialogue with States and relevant international, regional and subregional organizations and
