1. Introduction. In 1929 Hill [1] proposed the use of simultaneous linear congruences as a method of encipherment (see also [2] , [3] ). If the number, n, of such congruences be 5 or more this results in a cryptographic system of unusual security. In this article it is shown that high-speed computers can be used in the problem of the decipherment of the simplest case n = 2. We give first a brief description of the system using this value of n.
The 26 A given plain-text, say CRYPTOGRAPHY, is then divided into two-letter groups, CR YP TO GR AP HY; each pair of letters is selected as the PiP2 of (1.2), and C'i, C2 calculated, using the numerical equivalents of (1.1). Thus, as C R = Pi P2 = 21 1, we find, using (1.4), d =" 4(21) + 7(1) m 13 = N, C% =-9(21) + 22(1) m 3 = U, so CR is enciphered by NU. The converse is also true, since matrix H is involutory. The complete encipherment becomes CR YP TO GR AP HY (1.5) NU VN XB WJ GU LL The decipherment, knowing the matrix, is performed in an identical manner. Received November 30, 1960. 2.54 With this in mind we may state the problem to be solved in the following way. Given a cipher-text, obtained as in (1.5), determine the corresponding plain-text, assuming as known the numerical alphabetic values as in (1.1). This amounts to determining the matrix H which is to be considered as the unknown quantity. As mentioned above, this soon becomes a complex problem with increasing n. For the present case of n = 2, however, it can be readily solved by machine, an IBM 650 actually being used for this purpose. Two methods will be explained. The first method has the advantage that it can be applied to extremely short messages, the second that it can be extended with some changes to higher values of n. 
A complete list of Type 1 matrices can be exhibited by writing one of each associated set of 8 (or 4 or 2 in case of duplicates). Such a basic list is given below. Cases a = 0 and a = 13 could also be considered as Type 2, but it is convenient to place them here. A basic Type 2 list is given below. where the columns of the C-matrix represent the first five pairs of cipher letters, and the columns of the P-matrix the corresponding pairs of the deciphered "plaintext," these last 10 letters being printed. When all 8 matrices of a set have been used, the next matrix of the basic lists is read and the entire process repeated. There results 8 X 109 = 872 decipherments, each of 10 letters. An inspection of these easily locates the correct decipherment and the corresponding matrix which is also Table 1 gives the possible M* solutions of (4.2), and also all contradictions (these resulting from a wrong location of the PjQjRj). The entries 1, 2, 3, 4 represent Mi, M2, M3, Mi of (4.9) respectively, and x represents an impossible setting. From Table 1 Table 2 gives the various mod 2 solutions for iab c). For each (a b c) mod 26 so obtained, (4.4e) must be tested.
5. Machine Procedure. If an assumed trigraph P,QjRi is actually present in the plain-text of (4.1) and is tested in its correct position, say AiBi Ai+iBi+i, (called ABAB 
