This work develops a theoretical model to examine the trust building process in an Internet of Things (IoT) based wearable platform. Specifically, various antecedents of trust are considered and its mediating role in the continuance usage intention of the wearables is studied. We also consider the moderating effect of personal innovativeness. An empirical survey is conducted, and 688 usable responses are obtained from the millennial generation users. The data is analyzed using the partial least squares method. Results show that privacy and security concerns are the two biggest hinderances to the trust building process. The users perceive mobility, and usability to be relative advantages, both of which play a positive role in enhancing the trust levels. The effect of personal innovativeness is also observed to be significant. Interestingly, the effect of social influence on the trust level is not supported, which means that boosting a positive image within the social community will not help in the diffusion and continuance usage of the wearables. Based upon the results suitable theoretical and practical implications are discussed, with stress being given to formulate specific strategies targeted towards the highly innovative users, who can improve the overall trust scenario and ensure a continued usage of the wearables.
I. INTRODUCTION
Wearables have emerged as the most sought-after devices with the advent of the different IoT technologies [1] , [2] . There is an on-going trend among researchers to examine the challenges and opportunities being posed by the variety of IoT technologies in different domains ranging from smarthomes [3] , [4] , health monitoring [5] - [7] to education [8] , [9] . Leveraging the benefits of IoT for promoting a better Quality of Life (QoL) and ensuring a healthy living is perhaps one of the hottest areas on which current research focuses upon [10] - [13] . Smart wearables are a classical example of what IoT technologies can bring to us for satisfying diverse users' needs. These wearables exist in a variety of formats ranging from smart-clothes, smart-jewelry, smart-shoes to the more popular and mainstream ones like fitness trackers and smartwatches. This work focuses only on the fitness The associate editor coordinating the review of this manuscript and approving it for publication was Luigi De Russis . trackers and smartwatches (referred to as the ''wearables'' henceforth) which are defined as ''wrist-worn devices having advanced computational power, that can connect to other devices via short range wireless connectivity, provide alerts and notifications, collect personal data through a range of sensors and store them, and have an integral clock'' [14] .
The wearable market is promising as the total number of such connected devices worldwide is expected to jump from 526 million in 2017 to over 1.1 billion by 2022, as the telecom technology transits from 4G to 5G [15] . The overall revenue from the wearable category is also poised to grow annually at a rate of 4.7% from 14,528 million US dollars in 2019 to 17,427 million US dollars by 2023 [16] . Despite these figures, which speaks for the potential of the wearables, the end user penetration is quite low standing at 4.8% in 2019 and hovering about the same level until 2023 [15] . Extant research on the user adoption of the smart-wearables show that after the initial purchase period, the users' interests drop alarmingly and some of them even discontinue using the products [17] , [18] . Similar observations are made by researchers in [19] , where they conducted a longitudinal study on Fitbit users and found that 25% of the participants dropped out after the first week, while 50% dropped out after the second week of the study. Long term adoption rates and the continuance usage of the wearables are the key concerns that need to be addressed if this platform is to succeed. Theoretical research into the adoption of these consumer wearables is therefore required along with an understanding of the factors that demotivate the users from using them.
Although the wearable market is expanding, the user stickiness is usually low as evident from its low adoption rate. Even with the slightest dissatisfaction the users can switch over to alternative vendors or even stop using the services altogether and revert to their traditional habits like consulting a physician in case of health issues or using a traditional analog/digital wristwatch. The sharp contrast between the growth rate of the wearable market and the low adoption rate raises an interesting question: what are the factors that are most important in determining the continuance usage of the wearables. Prior studies have identified trust as an important antecedent that promotes the users' acceptance and continuance usage [20] - [22] . There are several potential risks that the users foresee while using the wearables, for example the accuracy of fitness tracking [23] , [24] , loss of sensitive data captured by the devices thereby violating privacy [25] , [26] or even their reliability and overall usability [27] , [28] . Therefore, trust is an important aspect in the continuance usage of the wearables, however, how to build trust in the overall system platform is an important yet under-researched issue. Recently, several researchers have tried exploring the crucial factors in the wearable scenario that affects their adoption rate from different theoretical perspectives. Some focus on the public impression of a particular brand, such as the brand image or reputation [29] - [31] , some focus on the technical aspects of the IoT platform in general [32] - [35] , while others focus on the device specific characteristics and the institutional mechanisms implemented on the wearable platform [36] - [39] . However, in this context the antecedents of trust and its effect of the continuance usage is largely ignored.
The concept of trust is very context specific [40] , [41] . A comprehensive framework that examines the influences of the various antecedents of the users' trust and its subsequent relation to the continuance usage of the wearables is what current literature is missing. Also, most of the prior research do not consider the variety of individual characteristics that can moderate the trust effect on the continuance usage scenario. In fact, a variety of social cognitive theories have already established that humans can take different decisions based upon their characteristics under similar situations. For new and innovative technologies like IoT which empower the wearables, personal innovativeness cay be one such key factor in shaping the overall trust level. Personal innovativeness is defined as ''the willingness of an individual to try out any new information technology''. Several studies have examined the differences in personal innovativeness issues in the context of using new Information and communication (ICT) based technologies [42] - [45] . While all these studies highlight the importance of personal innovativeness in the context of accepting new technologies, empirical evidence related to its moderating effect on the trust building process has largely been ignored.
If trust plays a central role on the continuance usage of the wearables, then what can be its relevant antecedents and what should the various IoT stakeholders do to build the users' trust in the wearable computing platform? Are there any behavioral differences between people having different degrees of personal innovativeness? These are the two central questions that the current work aims to answer in order to bridge the research gap. Primarily, there is a two-point objective behind this study. First, we examine the various trust antecedents as applicable in the wearable context. Particularly, we investigate the mediation role that trust plays on the continuance usage of the wearables. Second, in line with the existing social cognitive theories, we examine whether personal innovativeness affects the overall trust building mechanism that might have an impact on the continuance usage of the wearables. The outcome of this work will not only enrich the existing literature with a trust centric focus of the wearables and explain the reasons behind their low adoption rate, but also offer fresh insights into the overall development of the wearable platform.
The remaining article is divided into four sections. Section II presents the pertinent literature review. Section III presents the research model along with the hypotheses development. The research methodology along with the statistical analysis is elaborated in Section IV. Finally, Section V summarizes the key findings together with the implications of this work.
II. LITERATURE REVIEW A. TRUST IN THE WEARABLE PLATFORM
Trust has been defined in a variety of ways depending upon the application context, thereby reflecting its complex nature. Authors in [46] have summarized the theoretical perspectives of various trust related studies along three dimensions. From a social psychology viewpoint, trust is often seen as a form of faith between the trustor and the trustee following a proper behavior of generosity, integrity, and ability [46] - [49] . From a personality theory viewpoint, trust is characterized as a belief deeply rooted into the behavior of an individual [46] , [50] . Finally, from sociology and economics viewpoint trust is often described as a phenomenon within and between groups, organizations, and/or individuals [46] , [51] . Considering the wearables to be a new type of IoT computing platform, we believe that trust in technology is more relevant for the present scenario as it can be a measure of the belief that a technology is supportive of ones' goals in circumstances where the user cannot have complete knowledge [52] , or when the user is willing to act on the recommendations provided by a system [53] . Though the concept of trust in technology has some commonality with the psychological viewpoint of trust, yet it is largely different as it relies on different attributes like the performance of the devices (wearables), the purpose for which the technology is designed [54] , accuracy and reliability of the devices [23] , [24] , or even their overall usability [27] , [28] , [55] . In Table 1 , we have provided a summary of the current relevant studies of trust in IoT technologies and classify them into four distinct groups based upon the focus area.
There are several significances from the result presented in Table 1 . First, reputation and features provided by the various IoT technologies are extremely important in the trust building process [33] . This is in-line with the observations made from a number of other new ICT based technology use-case studies, where on one-hand certain users' rely on the platform's reputation to make necessary transactions and use them [20] - [22] , while others are more worried about the technical features provided by the platform, specifically it's overall usability, reliability, and convenience [29] - [31] , [56] , [60] .
Institutional mechanisms also play a significant role in promoting the users' trust. In this respect, the overall security of the technology platform, together with protecting the users' privacy are of utmost importance. With regards to the wearables, they serve a multitude of tasks ranging from financial transactions (through the one-tap payment feature), voice-assistant services, to collecting personal health-data like steps walked or heartrate for the purpose of health monitoring. These are very sensitive data that needs to be protected. It is therefore evident that not only security and privacy impressions have a strong impact on the trust building process, but institutional mechanisms like strict law-enforcement rules must also be in place to assist the users of the system in case of any adverse conditions [36] . Table 1 also shows that a number of studies have taken various individual characteristics such as age and gender as moderators to predict the adoption of the IoT technology-based services including wearables. Personal innovativeness as a moderator predicting the trust levels and consequently the continuance usage is however a factor that is not investigated much [75] , [76] . However, it has an important influence on the intention to adopt new products. For any new technology or services, there can be a variety of uncertainties associated with them, especially in terms of the quality and usefulness.
Unless a person has the desire to seek out novelty and creativity, he cannot form a positive attitude towards any new products or innovations [77] . The growth of the wearables has just begun, and whether personal innovativeness has any influence on their low adoption rate is a question that needs to be answered and validated via thorough empirical testing. Therefore, one major goal of this study is to explore if there are significant behavioral differences in terms of innovativeness as a personal trait regarding the influences of technological innovation features, security and privacy aspects on the users' trust in the wearable platform.
B. THE RESEARCH GAP AND PATH FORWARD
From the above discussion, the existing research gap is clear. In the wearable context, although the role of trust has been investigated on the usage intention, however the efforts are rather fragmented and lacks a holistic treatment. In this work, we try bridging this gap by bringing the different facets of trust into one place and seeking how effective they are in the overall trust building process, which further affects the continuance usage scenario. Similarly, the moderating effect of personal innovativeness on trust and the continuance intention is something that has not been investigated much, and therefore taken up in this work.
For investigating the trust antecedents, first we borrow the concept of perceived advantage that has been widely identified as a critical factor in explaining the users' adoption intention and continuance use of new technologies in several studies [78] - [80] . While most of the existing works treat perceived advantage as a first order construct, a very few of them have examined its specific features that are helpful in promoting the users' evaluation of a technology, particularly in the wearable context.
Wearables as a representative of the cutting edge IoT technology bring certain advantages with them, the chief ones being mobility and usability. The users' can use a range of services starting from searching, browsing the web, making payments for the purchases they make or even monitor their health parameters on the go. In line with the work done by the authors in [81] , for this work we investigate two different aspects of perceived advantage (mobility, and usability) and examine separately their influences on the trust in the wearable platform along with the continuance usage aspect.
III. RESEARCH MODEL AND HYPORHESES DEVELOPMENT
As previously discussed, this work places trust on the wearable platform as the central theme of the research framework. Specifically, we add mobility and usability in the model for describing the perceived advantage of the wearable platform. Additionally, security, privacy, and social influence are included as the other three trust antecedents. We also examine whether personal innovativeness influences the trust building mechanism by including it as a moderator. The research model is shown in Figure 1 .
A. MOBILITY AND TRUST
One of the key strengths of the wearable platform is its ability to offer full mobility to its users. Mobility covers the three key elements: convenience, expediency, and immediacy [82] , and offers a great deal of perceived advantage for the users' by enabling them to use and access the wearables anytime and anywhere. For this work, mobility is defined as ''the perceived advantage of being able to access the wearable platform from anywhere, and anytime thereby freeing it from all forms of spatial and temporal constraints''. Undoubtedly, mobility is one of the greatest advantages provided by the wearables [22] , [30] , [83] that allows the users to do a multitude of tasks ranging from browsing the web, making payments, listening to music or even tracking their fitness as per their convenience. Therefore, the wearables present a unique tool to the users via which a variety of tasks can be accomplished. In a number of other IS contexts like mobile payments and e-commerce, previous research show that mobility can be beneficial in enhancing the users' trust if they find the platform to be unique and supportive in providing a variety of services [84] , [85] . Consequently, we hypothesize mobility to be beneficial to enhance the users' trust in the wearable platform also. Accordingly; H 1 : Mobility positively affects the trust in the wearable devices.
B. USABILITY AND TRUST
If any technology has poor usability or design issues, then even the most motivated individual will not trust to use it [86] . Although, usability is an important concern, still its inclusion for current studies on wearable adoption is relatively scarce. Existing research points out certain usability issues. The small screen size makes it difficult for the users to interact with and read on-screen texts, particularly the older people that leaves them un-satisfied [87] . Many users also have problems in interpreting the critical information displayed on the wearable screen such as the number of steps walked or the battery statistics, thereby reducing their effectiveness [20] , [88] . Similarly, another study showed that the users find it difficult in logging their daily food intake due to the unavailability of specific food items in the database [20] . The net effect in all these cases is the user losing trust on the wearable platform and discontinuing their use. If the users develop a positive perception with regards to the usability of the wearable devices, then it will in turn increase their trust levels because they will be more comfortable in interacting with them in general [89] . We therefore define usability as ''the extent to which the wearable platform can be used by the users to achieve their specified goals with effectiveness, efficiency, and satisfaction in a specified context of use''. Accordingly: H 2 : Usability positively affects the trust in the wearable devices.
C. SECURITY CONCERNS AND TRUST
Security is one of the prime factors in protecting the users from any type of uncertainties and risks. In the wearable context specifically, security covers the three triads of confidentiality (ensuring that the collected data is accessible only to the authorized entities), integrity (ensuring the correctness and trueness of the data being transmitted between the wearables), and availability (survivability of the wearables despite security attacks). Users security concerns is a serious issue that can affect the trust levels and hinder the adoption rate [32] , [33] , [67] , [89] . Therefore, the wearable platform must gain the users' confidence and provide assurance that they will be safe.
When compared to other ICT technologies, the security risks associated with the wearables is higher because these are devices having limited computational power, battery life, and running a weaker encryption system in general. Considering, that these wearables collect a variety of information from the users via their sensors, the way security is implemented and its effect on the user perception is directly related to their trust in the system and the usage intention [32] , [33] , [89] , [90] . The users will distrust the wearable devices in general if they are assumed to carry too high of a risk. Authors in [33] point out that the users trust will erode if they feel insecure. Therefore, we propose the following hypothesis: H 3 : Security concerns negatively affects the trust in the wearable devices.
D. PRIVACY CONCERNS AND TRUST
The rapid growth of IoT technology can pose threats to individual privacy. Privacy is defined as ''the general concerns that reflect a user's inherent worries about the potential loss of personal information from using a target technology'' [91] . Privacy concerns affect the trust in technology and can create a psychological barrier of risk, which involves uncertainty and vulnerability [92] . This can have a direct impact on the continuance usage intention [30] , [93] . Authors in [94] conclude that for technologies that can monitor, store, detect, and communicate with information, the users will feel threatened and hesitant to use such a technology. In relation to the wearables also, a few existing researches finds a correlation between the privacy concerns, trust level, and the continuance usage [21] , [32] , [35] , [36] , [56] . Accordingly: H 4 : Privacy concerns negatively affects the trust in the wearable devices.
E. SOCIAL INFLUENCE AND TRUST
During the initial stage of any new technology there is a lack of information about it that restricts its usability to a great extent. In such circumstances, social influence can be a critical motivational factor for the adoption intention. For example, researchers in [34] , [72] , [95] found that social influence plays a positive role in the adoption of IoT technology.
In the context of novel technologies like IoT, social influence can manifest itself in two main forms: the subjective norm, and community interest [33] . While subjective norm refers to the ''perceived social pressure to perform or not to perform the behavior in question'', community interest refers to ''the factors that empower trust and interaction between objects of the same community''. In the wearable IoT context, the people generally seek opinion from their peers, and family before using a device to avoid disappointment [20] , [21] , [32] . The users tend to trust the wearables that trend on their social networks [34] , and therefore the role of subjective norm in developing trust on a product, technology or service and their subsequent adoption must be taken into account. Similarly, extant research also shows the importance of community interests in trusting a technology and the subsequent adoption intention [68] , [94] . Therefore:
H 5 : Social influence positively affects the trust in the wearable devices.
F. TRUST AND CONTINUANCE USAGE
Trust is a notable antecedent of the adoption intention in a wide variety of ICT use-case research [17] - [19] , [27] , [28] , [32] - [35] , [65] - [74] . Specifically, with respect to the wearables, researchers have identified trust in technology to be a key factor affecting their usage [20] , [58] , [70] , [83] . Existing trust literature cites different trust predictors, which have been incorporated into our research model in a comprehensive manner. If the users perceive the wearable platform to be trustworthy for their daily requirements and transactions, then their continued intentions towards using the platform will be enhanced. Accordingly, it is hypothesized: H 6 : Trust positively affects the continuance intention of using the wearable devices.
G. PERSONAL INNOVATINESS (PI) AS THE MODERATOR
Personal innovativeness has an important influence on the continuance usage of any new product [96] , [97] . Adopting any innovation depends on an individual's PI. Current research conceptualizes PI as two broad constructs: general PI, and specific PI [98] . While general PI is an indicator of the openness of one's attitude to novelty across different technologies, specific PI is more inclined towards the attitude of an individual towards newness and the willingness to adopt and use those new technologies continuously earlier than others. Extant research shows that when a technology is new, the opinions of its early adopters are extremely important in framing a general mindset regarding its usage [77] , [84] , and therefore closer to our presented context of the wearables keeping in mind their low rate of adoption. Additionally, previous research shows that PI manifests itself in particular domains rather than across different technologies [99] , and hence using it in our research model from a domain-specific wearable perspective is appropriate. Further, researchers in [100] while evaluating the role PI on internetshopping, found out that general PI did not play a significant role in explaining the online shopping behavior, rather the domain-specific PI had a significant positive association. This also justifies our inclusion of the domain-specific PI as the moderator of the usage intention.
PI in the ICT domain is defined as ''the extent of willingness of an individual to try out any new products or services''. Users having a high PI level can better comprehend and appreciate new technologies than others, although there can be risks associated with it. This group of people have a greater capability of risk acceptance and coping up with uncertain situations, as they love the novelty that any new technology brings. Keeping in mind these features of innovativeness, the moderating role of PI in accepting a new product or technology has been undertaken by several current studies [96] - [99] .
A few studies have confirmed the moderating effect of PI on the continuance usage intention. Authors in [97] found that PI successfully moderates the continuance usage of a cloud computing service. Similarly, PI also acts as a moderator on the usage intention in a mobile payment context [101] . The findings are similar in a m-commerce environment [102] , usage of complex IT services [103] , and using the check-in services of airlines [104] , all in which PI positively moderates the continuance usage intention. However, only a few studies have tested the moderating effects of PI with a trust centric focus on the continuance usage [105] , [106] . Research in relation to the interaction effect between PI and the trust in technology that further impacts the continuance usage is rare. Therefore, this work explores the various trust antecedents towards the continuance usage intention fully moderated by the PI level. Therefore, we posit: H 7 : PI moderates the relationship between the trust in the wearable devices and the continuance usage intention, the relationship being stronger for users' who are more innovative.
IV. RESEARCH METHODOLOGY AND STATISTICAL ANALYSIS A. DATA COLLECTION AND RESEARCH INSTRUMENTS
The data for this research is collected by conducting an online questionnaire survey distributed via Google Forms among the millennial generation users residing in Thailand. A stratified sampling method is used to identify the target millennial generation population group (20-39 years) . Existing research shows that the millennial generation users are more innovative and risk tolerant for accepting newer technologies like IoT than the other generations [107] . Also, they are more likely to adopt newer technologies like wearables in order to boost their uniqueness, and not be left out from their social group [108] , and hence selected for this study. All the survey participants have used a wearable device for a period of at-least 1 year. The survey lasted for a 22-day period (from December 20, 2018 to 10 January 2019). We preferred online survey as the data collection tool over other methods due to its usefulness, accuracy, and the ability to establish the subject of the survey [109] . The questionnaires are originally written in English and then translated to Thai by employing a professional translator. A different professional translator is used for translating back the Thai version to English as the double translation process enhances the questionnaire quality [110] . Pre-testing of the questionnaires is done by three expert researchers in the field of Information Systems and IT Adoption. Based upon their feedback, the questionnaire design is finalized. A total of 726 questionnaires were returned after the survey, among which 688 were useful (after eliminating those with missing or incomplete data). Table 2 shows the demographic details.
All the measurement items for the eight constructs are adapted from the previous literature, the details being provided in Table 3 . A five-point Likert scale is used for the instrument design ranging from 1 (strongly disagree) to 5 (strongly agree).
B. STRUCTURAL EQUATION MODELLING: THE MEASUREMENT MODEL
We have utilized Structural Equation Modelling (SEM) as the mathematical tool for testing our proposed model. Specifically, Partial Least Squares (PLS) algorithm has been used while carrying out the SEM because it is a well-proven technique used for distinguishing between the measurement model and the structural model and takes into consideration the measurement error also [111] . All the mathematical analysis is carried out in the SmartPLS 3.0 software.
Before going for the hypotheses testing, assessment of the measurement model is done by testing the construct reliability and validity. First, a Confirmatory Factor Analysis (CFA) is conducted for determining the convergent and discriminant validity. The results presented in Table 4 show that for each item, the composite reliability (CR) and the average variance extracted (AVE) is greater than the 0.70 threshold value [113] , thereby indicating a good reliability and internal consistency for all the cases. Therefore, the convergent validity is satisfied.
The discriminant validity is evaluated by testing the construct-matrix and checking if the diagonal elements (representing the square root of the AVE) hold the maximum value [113] . Table 5 illustrates the test for discriminant validity, which is also satisfied in our case. Further, the internal reliability of the questionnaire used is accounted for in terms of the Cronbach's alpha (α) values (should be greater than 0.70) [114] and presented in Table 4 .
C. HYPOTHESES TESTING AND ANALYSIS OF THE STRUCTURAL MODEL
The structural model is assessed by analyzing the path relationships along with the R 2 values of the endogenous latent variables. For testing the significance level and obtaining the path coefficients the bootstrapping procedure is followed in the SmartPLS 3.0 software. The analysis results are shown in Figure. 2 and Table 6 .
Results show that all the hypotheses except H 5 are supported. Both mobility and usability constructs as a part of the relative advantage is supported (H 1 = supported, β 1 = 0.118, p < 0.01; H 2 = supported, β 2 = 0.195, p < 0.01). Security and privacy also have significant influences on the trust level, with the impact of privacy being higher (H 3 = supported, β 3 = −0.478, p < 0.01; H 4 = supported, β 4 = −0.660, p < 0.001). However, social influence does not significantly affect the trust in the wearable platform (H 5 = not supported, β 5 = 0.004, p > 0.05). The results also indicate that trust positively explains the continuance usage intention of the wearable platform (H 6 = supported, β 6 = 0.848, p < 0.001).
Additionally, the results show that PI successfully acts as a moderator as we have hypothesized (from Table 6 ). Specifically, the explanatory power of the research model increases from 72.7% to 74.5% ( R 2 = 0.018, β 7 = 0.105, p < 0.01) when the interaction term is included. We also examined the Cohen's f 2 for gauging the effect size due to the influence of PI and found that a small but significant moderating effect exists in the research model. All these are indications that the relationship between trust in the wearable platform and their continuance usage intention is stronger for users who are highly innovative, therefore supporting hypothesis H 7 .
D. ADDITIONAL ANALYSIS: MEDIATION MECHANISM OF TRUST
As an additional analysis we examine the mediation mechanism of trust on the relationship between the independent variables (MB, UB, SC, PV and SI) and the dependent variable (CI). The significance of this mediating effect is checked by using a Sobel test, the results of which are presented in Table 7 . Apart from SI, all the other variables pass the significance test. The bootstrapping method (with bias-corrected confidence estimates) is used for testing the mediating effect in Smart-PLS 3.0. In our analysis, 5000 bootstrapping sub-samples are required for obtaining the 95% confidence interval (CFI) of the indirect effects. Apart from SI, all other independent variables have a significant indirect effect on the continuance intention mediated by trust. Privacy shows the highest effect (β Boot = 0.48, CFI = 0.32 − 0.45) followed by security (β Boot = 0.37, CFI = 0.29 − 0.44), usability (β Boot = 0.33, CFI = 0.28 − 0.39), and mobility (β Boot = 0.29, CFI = 0.24 − 0.35) respectively, all at the 95% CFI level. However, the effect of social influence seems to be insignificant (β Boot = 0.07, CFI = 0.21 − 0.32). From this additional analysis, in conjunction with the previous one, the results demonstrate that all the four independent variables (MB, UB, SC, and PV) have a significant direct effect on the continuance intention after trust is included as a mediator, thereby indicating towards a partial mediation effect. Consistent results are obtained from the Sobel test and the bootstrapping method, thereby indicating the robustness of the analysis.
V. DISCUSSION AND CONCLUSION A. THEORETICAL IMPLICATIONS
At the onset of this work, we had proposed two main contributions. First, in the context of wearables we wanted to build a trust-centric framework that promotes a continued usage of the wearables. Second, we wanted to investigate the role of PI as a moderator on the trust building process that affects the continued usage intention. Although several previous studies have explored the significant factors that can affect the users' acceptance and usage of the wearable platform [1] , [3] , [8] , [14] , [19] , [20] - [22] , [36] , the specific effects of these factors on trust is largely unexplored. We use the concept of relative advantage and use it in the wearable context. Relative advantage has mainly been treated as a composite construct in previous works, and its specific features have been ignored that can vary with the application scenario.
Mobility and usability are the two sub-constructs that we use for explaining the relative advantage and empirically test both to find their influence on the trust levels and continuance intention. Our study reveals that both mobility and usability are helpful in promoting the users trust and the continuance intention. Therefore, from a theoretical perspective our research findings can enhance the understanding of the usage of the wearable platform.
Security and privacy concerns are two other antecedents that strongly influence the trust in the wearable platform. In fact, results show that privacy concerns contribute the most towards the trust building process having the highest β value, closely followed by the security aspect. This result agrees with the findings of prior research where security and privacy were identified as the main barriers towards trust formation, and hence the usage intention [31] - [33] , [88] - [90] , [99] , [100] .
Strangely, in contrast to previous findings on social influence and the trust formation [102] - [104] , our study did not find any significant effect between the two. The finding implies that to the millennial generation users, using a wearable does not boost any positive image in their social community nor they rely on the opinion of their friends or peers in deciding if there are advantages of using a wearable. These group of users rely on their own instincts rather than the opinions from reference groups when using any new innovative product like the wearables. They see the wearables as a type of useful lifelogging product and trust them, rather than boasting about them.
The moderating effect of personal innovativeness is verified as well. Generally, the users who are highly innovative tend to trust more on the wearable platform, and likely to use the innovation for a continued period. This finding is in line with the previous outcomes [101]- [106] , where PI was shown to successfully moderate the technology adoption context. Therefore, we speculate that users who are highly innovative will have a greater tendency to develop a positive view towards trusting the wearable platform in general because not only they have a greater risk taking capability, but they are more active and willing to use a promising technology more effectively than those who are less innovative [80] . Hence, the continued usage intention of the wearables will be stronger in the people having a greater PI level.
B. PRACTICAL IMPLICATIONS
Several practical guidelines also follow from the results of this research. Considering that the wearable adoption rate is not as per the expectations, this work suggests some strategies that will boost its diffusion among the end users. The results indicate that the users will trust the wearable platform when these offer certain advantages to them and when the security and privacy concerns are taken care of, rather than the social influence. Usability is one of the core trust antecedents. Therefore, while marketing the wearables the focus should be on the utilitarian aspect of an information system and trying to improve it, rather than the hedonic one. Emphasizing on the different aspects by which the wearables can integrate into our lives and improve its quality will be an efficient strategy. If we need to ensure that the users will use the wearables continuously, then instead of focusing on them to be a fashion statement or a luxurious item to possess, the practical functions should be highlighted. For example, the wearables can be marketed as a means that promote a healthy lifestyle or even as a key component that acts as a centralized control unit of a greater smart-home ecosystem that the user may have. The wearable vendors must recognize the importance of the usability attributes and the structural assurance that they can provide in building the users trust. For example, in case of a device malfunction, quick and easy access to service centers or even providing the users with a standby unit can go a long way in boosting the trust levels. Considering the advantages of both mobility and usability, the wearable vendors should make the platform more convenient to use, flexible, and controllable as per the users' needs.
Moreover, the present study reveals that security and privacy concerns are two most prominent barriers that hinder the trust formation process. The effect size of both these factors are high enough for all the concerned stakeholders of the wearable platform to pay utmost importance to them. This can be done by not only improving the security of the wearable devices, but also creating a proper institutional structure that can provide assurance and help in preventing potential fraud, theft of data and other unlawful activities. For example, the IoT vendors should consider providing appropriate security controls such as the Public Key Infrastructure (PKI), advanced lightweight encryption mechanisms and follow the best practices in data management. Regulating the information being collected from the wearables and ensuring that the consumer privacy is not violated keeping the user convenience in mind at the same time is a challenging task. Therefore, the wearable vendors must pay more attention to security and privacy, comply with the provisions of the relevant privacy guidelines, ensure the transparency of information collection and use, and establish a good corporate image and reputation. All these will enhance the users trust in the continued usage of the wearables.
Finally, keeping in mind that the users having a high PI level trust the wearable platform more than their counterparts, the vendors can use an isolation strategy targeting this group of people and expect a positive word of mouth advertising from them, which should improve the adoption scenario. Previous research shows the effectiveness of word of mouth on the consumer behavior [115] . Therefore, if the vendors strategically target this group of users, who in turn praises the wearables, then the positive impression will be passed on to the general public and the trust levels will improve.
C. LIMITATIONS AND FUTURE WORK
There are certain limitations of the current work. First, the subjects who take part in the survey come from Thailand and all of them are young people representing the millennial generation. Although this group of people have a high level of technology readiness, yet the findings cannot be generalized across different population groups. Therefore, future studies can follow a more heterogeneous approach in terms of sample collection. Second, users' age, gender or nationality can be taken as moderators in the theoretical model for explaining any behavioral differences towards the trust formation process and its subsequent continuance intention. Third, in this work we have focused solely on the trust aspect for predicting the continuance usage intention. Considering that the wearables have a variety of attributes, other features like perceived value, or easiness of use can be examined to see their importance in the continuance usage intention. Fourth, previous research shows different results regarding the effect of social influence on the trust levels. This inconsistency suggests the existence of moderators that have not been included in this work. Last, future studies can also examine whether there exists a significant difference in the trust building process between the different types of wearables, such as smartwatches vs. fitness-trackers.
