BYOD Strategies to Support eLearning by Benson, Joshua & McCarthy, Brian
Calhoun: The NPS Institutional Archive
DSpace Repository
Faculty and Researchers Faculty and Researchers' Publications
2016
BYOD Strategies to Support eLearning
Benson, Joshua; McCarthy, Brian
Monterey, California.  Naval Postgraduate School
http://hdl.handle.net/10945/56323
This publication is a work of the U.S. Government as defined in Title 17, United
States Code, Section 101. Copyright protection is not available for this work in the
United States.





• Bring Your Own Device is a new norm in which 
workers use their own devices in work
• We studied the approaches in brining BYOD 
strategy in the College of Distance Learning 
(CDET) eLearning environment
• We explored two approaches: a standalone, local 
server and a client application
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Future Research
• Build improved prototypes based on our 
findings.
• Carefully analyze network traffic load to 
determine the minimum system capabilities.
• Update / modify current online course contents to 
adjust to small screen mobile devices.
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Secure Information Exchange
• We need to ensure the security of the whole 
system by properly authenticating the users 
(learners).
• Data sent from the clients must be protected.
• We used the standard login process to 
authenticate the users and use SHA-256 hashing 
when uploading data to the LRS server.
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• A client application connects directly to the LRS 
server.
• A client application can operate in either online 
or offline mode.
• The diagram identifies the client application 
functionalities supporting both the online and 
offline modes. 
