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ABSTRACT 
High reliability and availability of communication services is a key requirement that needs to be ensured by 
service providers. Since the direct line-of-sight (LOS) beam is prone to blockage in indoor optical wireless 
communication systems, a backup link needs to be at hand in case of blockage, and hence channel allocation 
algorithms should be blockage-aware. In this paper, the impact of beam blockage due to a disc with varying size 
and distance from the receiver is studied where blockage is quantitatively evaluated using percentage blockage 
for 512 room locations at 25 cm separation. It was found that assigning two links with maximum separation 
between the serving access points can reduce or eliminate blockage compared to the case when resilience is not 
implemented. Increasing the number of allocated access points per user further increases resilience. 
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1. INTRODUCTION 
The data-intensive applications resulting from the increasing popularity of smart devices in addition to the trend 
of connecting everything to the Internet, requires exploration of new spectrums other than the already congested 
radio frequency (RF) spectrum. Optical Wireless (OW) communication is a candidate to fulfil these demands 
with the abundant unregulated spectrum which provides four orders of magnitude more bandwidth compared to 
the available RF bandwidth [1]. OW communication utilizes the Infra-red, visible, and ultra-violet optical 
spectrum. It is characterized by the use of inexpensive transmitters and receivers, in addition, since light does not 
penetrate opaque objects, this enables frequency reuse resulting in better spatial spectrum efficiency and better 
physical layer security. However, the inability of light to penetrate walls or opaque objects causes the loss of 
communication channel if an objects obstructs the LOS links. OWC links can also exploit the reflections of 
optical power from the different surfaces within a room, however, substantial amount of power is lost due to 
absorption and diffusion and also the multiple paths result in increased delay spread that causes Inter-Symbol-
Interference (ISI) which decreases the achievable data rate. LOS links are characterized by better power 
efficiency and minimum delay spread which enable high data rate communication. However, LOS links are 
susceptible to beam blockage and hence resilience should be implemented to ensure the reliability of the 
communication service [2], [3]. The reported multi-gigabits per second systems in literature depend on 
engineering the OWC system by utilising multispot diffusing systems, diversity transmission and reception [4]–
[6], and adaptation techniques with beam steering and Computer Generated Holograms [7]. The design of these 
systems results in improved Signal-to-Noise (SNR) ratio and reduced delay spread and hence higher data rates.  
Resilience can be implemented by using backup optical links or backup radio links since OWC complements RF 
communication with the advantage of better mobility when moving between compartments. In this paper, we 
will follow the first approach of using optical protection links. We study resilience in a visible light 
communication (VLC) system where usually multiple luminaires exist and multiple connections between the 
user and the access points usually exist. The effect of blockage is studied using the same procedure as [8] where 
an opaque disc with parameters of radius, height, and horizontal distance from the receiver is assumed to block 
the LOS beam. Resilience with 2, 4, and 8 access points serving the user is studied using the percentage 
blockage as a metric. The rest of this paper is organized as follows: Section 2 describes the system model. 
Section 3 presents the results and discussion. Section 4 presents the conclusion and future work. 
2. SYSTEM MODEL 
An empty room with dimensions of 4 m, 8 m, and 3 m for the width, length, and height respectively is assumed. 
Receivers (users) are distributed over a so called; communication floor (CF) that is assumed to be at 1 m above 
the ground and this represents the typical desk height. Lighting is provided by eight sources of optical power 
which are used at the same time for communication as access points (APs). The APs are assumed at the 
coordinates of (1,1,3), (1,3,3), (1,5,3), (1,7,3), (3,1,3), (3,3,3), (3,5,3), and (3,7,3) as shown in Fig.1. A 
controller, which is assumed to have perfect knowledge of the channel state, allocates the access points to users 
[9]. However, the controller allocates multiple links to mitigate blockage.  
To study blockage, a simplified disc object is assumed to obstruct the LOS link. More complexity can be added 
to represent real objects in the indoor environment, for example this can be changed to a column for the human 
body as in [10], however, this is planned for future and for the scope of this paper only the disc is considered. 
The disc has three parameters which are radius, height, and horizontal separation from the receiver in the 
positive y-direction.  
In this study, two parameters of the disc are fixed while the third is varied. For a given set of parameters and a 
given APs allocation, the receiver blockage state is studied over the whole CF with 25 cm separation, i.e., 512 
locations for the room considered. The percentage blockage is calculated as the percentage of the number of 
locations where the LOS beam is blocked to the total number of locations. Three cases were studied that are 
selected based on the number of allocated APs and their separation; assuming 2 assigned APs, 4 APs and 8 APs. 
These can be compared with the reference case in [8].  
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Figure 1. Room model with two receivers. Receiver 1, which is served by AP 7, is blocked by Object 1 while 
Receiver 2 that is served by AP 2 is not blocked for the illustrated scenario. AP 4 provides a protection link to 
Receiver 1. Note that if both Receiver 1 and 2 move to the right, their blockage status can change. 
3. RESULTS AND DISCUSSION 
A. Single user and single AP 
The results shown in Fig. 3 are based on [8] and will be used as a reference to compare with the case when 
resilience is implemented. Here it can be seen that depending on the parameters of the disc and the assigned AP, 
the percentage blockage can be between 0% and 100%.  
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Figure 2. Percentage Blocking when no resilience is implemented. 
B. Resilience by assigning multiple APs 
In case a user is assigned a serving link and a single or multiple protection links, and performing the same 
procedure as described in the previous section, it can be seen that blockage is almost mitigated as it decreases 
dramatically based on the combination and number of the selected APs. Figures 3, 4, and 5 show the blockage 
where 2, 4, and 8 access points are assigned to the user. The patterns in these figures with resilience are also 
similar to those in [8], but resilience helps minimize or completely avoid blockage. For these figures, scenario 
(a) is the worst as the obstructing object is too close with a size sufficient to cover the receiver and in this case 
blockage is inevitable even with maximum resilience. The first point in scenario (d) results from complete 
coverage of the receiver by the object and can be ignored.  
In Fig. 3, where two APs are assigned to the user, the APs were selected so that there are either, (i) adjacent APs, 
(ii) maximally separated APs, or (iii) one AP in the middle and the other is adjacent or near the corner. Maximal 
separation is the best, followed by when the serving AP is to the left of the receiver as the obstructing object is 
assumed to be in the positive y-direction. When the APs are in the middle or to right side of the room, the 
blocking probability is higher. 
In Fig. 4, where four APs are assigned to the user, the APs were chosen so that the APs are either towards one 
side of the room, towards the centre of the room, or two at the centre and the other two are towards the corner. It 
can also be seen that the best case is when the APs are maximally separated whether they are all towards the 
corner or just two are towards the corner.  
Fig 5, represents maximum resilience where all APs are serving the user (in case of multiple users, time, 
frequency, or code multiple access techniques can be used). Here it can be seen that the link is robust and 
blockage goes to zero except for scenario (a) where the disc is too close to the receiver with height of 10 cm 
exactly above the receiver. In this case as the radius increases, the incidence angle needs to approach 90 to avoid 
blocking. The blockage in this case is very high and inevitable with the current system design. To avoid 
blockage here, cooperation with radio can be used or if optical communication is desired, angle diversity 
reception accompanied by relaying to other nodes at the same CF plane can be considered. The first point in 
scenario (d) results from complete coverage of the receiver by the object as stated before.  
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Figure 3. Percentage Blocking with one protection link in addition to the primary link. 
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Figure 4. Percentage Blocking with four serving APs. 
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Figure 5. Percentage of Blocking with maximum resilience. 
4. CONCLUSIONS AND FUTURE WORK 
In this paper, the effect of direct line-of-sight beam blockage by an opaque object was studied when resilience is 
implemented. The blockage is studied for different values of the parameters of the obstructing object. 
Implementing resilience by assigning two or more links can eliminate blockage completely except for the case 
when the disc is too close to the receiver. In this case, either radio links can be used, or relay nodes can be 
employed with an optical link to other nodes on the same level as the CF. The effect of the added traffic on the 
network as a result of using redundant links can be studied in the future. 
ACKNOWLEDGEMENTS 
The authors would like to acknowledge funding from the Engineering and Physical Sciences Research Council 
(EPSRC) for the TOWS project (EP/S016570/1). All data are provided in full in the results section of this paper. 
REFERENCES 
[1] S. Dimitrov and H. Haas, Principles of LED Light Communications. Cambridge University Press, 2015. 
[2] J. M. Kahn and J. R. Barry, “Wireless infrared communications,” Proc. IEEE, vol. 85, no. 2, pp. 265–
298, 1997, doi: 10.1109/5.554222. 
[3] P. H. Pathak, X. Feng, P. Hu, and P. Mohapatra, “Visible Light Communication, Networking, and 
Sensing: A Survey, Potential and Challenges,” IEEE Commun. Surv. Tutorials, vol. 17, no. 4, pp. 2047–
2077, 2015, doi: 10.1109/COMST.2015.2476474. 
[4] A. G. Al-Ghamdi and J. M. H. Elmirghani, “Analysis of diffuse optical wireless channels employing 
spot-diffusing techniques, diversity receivers, and combining schemes,” IEEE Trans. Commun., vol. 52, 
no. 10, pp. 1622–1631, 2004, doi: 10.1109/TCOMM.2004.836509. 
[5] A. G. Al-Ghamdi and J. M. H. Elmirghani, “Analysis of optical wireless links employing a beam 
clustering method and diversity receivers,” vol. 00, no. c, pp. 3341-3347 vol.6, 2004, doi: 
10.1109/icc.2004.1313164. 
[6] S. H. Younus, A. A. Al-hameed, A. T. Hussein, M. T. Alresheedi, and J. M. H. Elmirghani, “Parallel 
Data Transmission in Indoor Visible Light Communication Systems,” IEEE Access, vol. 7, pp. 1126 - 
1138, 2019. 
[7] A. T. Hussein, M. T. Alresheedi, and J. M. H. Elmirghani, “20 Gb/s Mobile Indoor Visible Light 
Communication System Employing Beam Steering and Computer Generated Holograms,” J. Light. 
Technol., vol. 33, no. 24, pp. 5242–5260, 2015, doi: 10.1109/JLT.2015.2495165. 
[8] S. O. M. Saeed, S. H. Mohamed, O. Z. Alsulami, M. T. Alresheedi, T. E. H. Elgorashi, and J. M. H. 
Elmirghani, “Beam Blockage in Optical Wireless Systems,” arXiv:2004.11159, pp. 1–4. 
[9] S. O. M. Saeed, S. H. Mohamed, O. Z. Alsulami, M. T. Alresheedi, and J. M. H. Elmirghani, “Optimized 
Resource Allocation in Multi-user WDM VLC Systems,” Proc IEEE 21st International Conference on 
Transparent Optical Networks (ICTON), Angers, France, 9-13 July 2019. 
[10] T. Komine and M. Nakagawa, “A study of shadowing on indoor visible-light wireless communication 
utilizing plural white LED lightings,” 1st Int. Symp. Wirel. Commun. Syst. 2004, Proc. ISWCS ’04, pp. 
36–40, 2004, doi: 10.1109/iswcs.2004.1407204. 
 
