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Thursday, 10 June  
 
1400-1445  Attack-Defender Modeling with a Focus on Critical Infrastructure,  Dr. Matthew Carlyle, Department of Operations Research  (Gl-286) 
 
 
1500-1530  MDP-TF Systems Engineering and Integration Team Brief, Dr. Tom Huynh, Department of Systems Engineering (Gl-286) 
1545-1615    Multi Source Data Fusion for Maritime Domain Awareness, Dr. Herschel Loomis, Department of ECE & Space (Gl-SCIF) 
1615-1700    Modeling in the Cognitive Dimension with Software Agents, Dr. John Hiles, MOVES Institute (Bu-108) 
 
Friday, 11 June  
0800-0830    Threat and Vulnerability Assessment, CAPT Steve Ashby, USN,  Department of National Security Affairs (Bu-108)  
0830-0900    Wargaming Maritime Domain Protection, LTC Saverio Manago, USA, Department of Operations Research (Bu-108) 
0900-0930    An Integrated Approach for MDP Estimation of Atmosphere and Surface Influences on Rf/IR Sensors,  
        Dr. Ken Davidson, Department of Meteorology (Bu-108) 
 
0930-0945    Maritime Domain Awareness Data Effort, Dr. Magdi Kamel/LT Ed Haukkala, USN, Department of Information Science (Bu-108) 
1000-1130    Student Presentation, Dr. Dan Boger, Department of Information Science (Ro-200C) 






If you plan to attend, please contact CAPT Jeff Kline (jekline@nps.edu) so that your name can be placed on the NPS Gate Access List.  Attendees 
will also need to pass their security clearance in order to access GLASGOW SCIF TS/SCI briefs. Clearance POCs at NPS are IS1 (SW)  LaCost 
or CTA2 Garner, telephone (831) 656-3509/3448 or DSN 756-3509/3448. Clearance information can be passed via fax at (831) 656-3437 or DSN 
756-3437 or official message traffic Plain Language Address (PLA):  SSO NAVPGSCOL, include SSBI date (if SSBI-PR open/running, be sure to 
include date SSBI-PR was submitted), full POC at NPS/SSO POC at your command. 
 
                                      Location Key   Gl-286:   Glasgow Hall, Room 286  
                                               Gl-SCIF:  Secure space in the basement of Glasgow Hall  
                                               Bu-108:   Bullard Hall, Room 108 
                                             Ro-200C:  Root Hall, Room 200C 
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“To dissuade and defeat threats as early and as far from U.S. borders as possible.” 
 JUNE 15-17 THREAT AND VULNERABILITY ASSESSMENT SYMPOSIUM 
For further information, please contact LT Mark Steliga (mastelig@nps.edu)  
or Mr. Will Costello (gacostel@nps.edu). 
Wednesday, 16 June 
 
 
0800–0815  Daily Administrative Details 
 
0815–0900  Port Integrated Vulnerability   
         Assessment 
 
 
0900–0945  Port Security Challenges 
0945–1000  Break 
1000–1045  MSC Vulnerability  
1045–1130  Maritime Security Plan 
1130–1300  Lunch  
1300–1345  Vulnerability Assessment Process  
 
1345–1430  Matching Threat and  
       Vulnerability 
 
1430–1500  Pacific Theater Maritime  
       Security Initiatives 
 
1500–1515 Break 
1515–1645  Panel Discussion 





0800–0830  Introduction   
        (Administrative Details   
        and Symposium Goals   
        and Guidelines) 
 
0830–0900   OSD Perspective 
0900–0915   Break 
0915–1030   Threat Identification 
1030–1045   Break 
1045–1200   JITF-CT Overview 
1200–1330   Lunch 
1330–1400   Process of Assessing Threat 
 
1400–1430   Assessing Threat 
1430–1445   Break 
1445–1645   Panel Discussion 
1645–1700   Daily Wrap-up 
Thursday, 17 June 
 
 
0800–0815  Daily Administrative Details 
 
0815–0845  Navy Intel Requirements  
0845–0915  Immigration and Customs   
       Initiatives 
 
0915–0945  MDP Information Warfare 
0945–1000  Break  
1000–1100  JFIC Tech Initiatives  
1100–1200  MDA Risk Assessment and 
       Requirements Validation   
 
1200–1330  Lunch  
1330–1630  Threat / Vulnerability  
       Vignette(s)  
 
1630–1700  Conference Wrap-up  
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