Delay Tolerant Networks (DTNs) where the node connectivity is opportunistic and end-to-end 
INTRODUCTION
The DTNs [1] [2] [3] are the evolution of Mobile Adhoc NETworks (MANETs) [4] where they are characterized by long transmission delays, frequent network partitions, intermittent connectivity and a lack of end-to-end connectivity between source and destination [5] . The communications rely on hop to hop basis and it employs store-carry-forward mechanism for message transmission until the message is reached to the final destination. Due to these characteristics of DTNs, the routing becomes very challenging task and its performance depends on the selection of appropriate relay node which gives guaranteed delivery of the messages. Even routing protocols of MANETs fail to work here as they need a continuous connected path between the source and the destination.
Our main focus is on specific application of DTNs known as the Pocket Switched Networks (PSNs) [6] where mobile devices such as smart phone, PDA and palmtop are carried by human being to provide the communication in campus and conference environment without need of setting infrastructure. The movement pattern of mobile nodes exhibit many social characteristics of human being such as community, friendship, similarity and centrality which remain stable than the mobility of the node. The researchers have also analyzed [7] [8] [9] the probabilistic distribution of Contact Time (CT), ICT, pause time and flight length using the movement traces of real time experiments performed in an academic scenario. ICT and CT between the node pair show power law distribution up to some extent followed by exponential decay which is exploited by several authors for message broadcasting in DTNs. As mobile nodes in DTNs are devices carried by human being also affects the performance due to their selfishness characteristic. The mobile nodes always would like to forward the message for those nodes with whom they have strong social ties.
Several routing protocols such as Epidemic [11] , Spray and Wait [12] , Prophet [13] and MaxProp [14] have been proposed, which make use of contact information to disseminate the messages but they assume that node connectivity is identical and independently distributed. Authors have also proposed the routing protocols such as Label [15] , Simbet [16] , BubbleRap [17] and Friendship routing [18] which exploit one or more social characteristics of human being as mentioned earlier in the routing decisions and proved to be efficient also called social based routing protocols. The most suitable forwarder node is selected by choosing the appropriate characteristics. For example, BubbleRap uses centrality or community to take the forwarding decision where Simbet makes use of similarity and betweenness together to select the relay node. The social characteristics such as centrality, similarity and friendship can be easily derived through well-defined process but community formation is difficult to describe.
The works in [19] [20] detect a community structure using CT and ICT between node pairs. Each node maintains an aggregated CT and ICT with other nodes. If an aggregated value of CT and/or ICT are higher than specific pre-defined threshold value then the node is added in the list of members of its community otherwise not. But an aggregated value is not a correct measure to form a community structure which may lead to creation of false connections. S. Batyabal et al. [21] proposed a technique to determine the threshold value using power law nature of CT and ICT and construct a community structure from the mobility traces. Authors also utilized these information in routing decisions and proved that it outperformed than existing schemes. Each node maintains its own community locally and forwards the messages to all those nodes which belong to the same community of the message destination. This routing protocol does not use any metric to select the most appropriate relay node from the list of members of the community.
Majority of the above routing protocols have used multi copy message or flooding approach to disseminate the messages in the network. Obviously they can improve the chances of delivering the messages with minimum delivery delay but incur higher overhead due to unnecessary transmission of the message. The existing work [21] lacks applying of social based metrics to select the most appropriate relay node among the members of a community and routing protocol is implemented as multi copy scheme.
In this paper, we propose the social based routing protocol which utilize the community structure along with social metrics such as similarity and friendship to select the most appropriate relay node. The community is formed by exploiting the power law nature of ICTs at each node. We use singly copy of each message in the network and compared with existing routing protocols. The simulations are conducted using ONE simulator on real traces of campus and conference environment to show the effectiveness of SBSCR. The contributions of this paper are summarized as follows: 1) We propose construction of the community at each node using power law nature of ICTs.
2) We also propose social metric based on characteristics such as Jaccard similarity coefficient and friendship to select the most suitable forwarder amongst the members of a community.
The reminder of the paper is organized as follows. Section 2 surveyed on the related work. In Section 3, the experimental data sets and power law characteristics of ICTs are described. A community detection process is explained in Section 4. Social based metrics and the proposed routing protocol are presented in Section 5 and Section 6 respectively. Section 7 and 8 discuss experimental parameters and results and analysis respectively. Finally conclusions are drawn with future work in Section 9.
RELATED WORK
The DTNs have intermittent network connectivity and lack of end-to-end path which make the routing task most difficult. Authors have proposed many routing protocols for such type of environment which can be categorized as single copy scheme and multicopy scheme [22] . This is based on number of message copies in network at any time instance. Several authors have categorized them as naïve replication and utility based routing protocols [23] . The naïve replication method either floods the message to every encountered node or controls the flooding up to some N number of copies of each message. The utility based methods use one or more utilities to take the decision whether the message is forwarded or not.
Direct delivery [24] and First Contact [25] routing are the example of the single copy scheme where source node will carry the message until it is delivered to the destination. They have lowest overhead in the network but its performance in terms of delivery ratio and delay is very poor if source node can't come in the proximity of the destination. Epidemic [11] is multicopy routing protocol in which the node floods the message to all those nodes which come in direct contact. It performs the best in terms of delivery probability only if there is no restriction on buffer storage and bandwidth. Spray and Wait [12] floods limited number of copies (L) of each message. Maximum L number of nodes will get the copy of the message and wait for direct encounter of the destination node. This protocol shows lower delivery probability than Epidemic due to controlled flooding but reduces the network overhead.
Prophet [13] is example of utility based routing protocol which forwards the message using delivery predictability metric. Each node maintains the delivery predictability value with other nodes and it is updated for each encounter. If delivery predictability value of the relay node is higher then the message is forwarded otherwise not. Social based routing protocols are in the family of utility based routing category.
Social based routing has become an active area of research since last many years which is based on the theory of Social Network Analysis [26] to study the relationship among the people. One advantage of using social-based forwarding in DTNs is that social characteristics tend to be less unstable than the node mobility [27] .First proposal in social based routing was Label [15] where the nodes are affiliated to the social community and the message is forwarded only to those nodes which belong to the community of the message destination. However, it needs a community information available in prior. Simbet [16] routing protocol uses similarity and betweenness centrality metrics together to select the forwarding node. They give equal importance to both the utilities and the message is replicated if peer node has higher value of the utility than the message carrier node. It is not always possible to predict the future encounters so, node with higher value of utility may fail to deliver the message. BubbleRap [17] protocol is based on the idea of global/local centrality and community. The global centrality and local centrality are used to know more popular node in the network as a whole and inside community respectively. Each node also maintains its own community list and centrality. When node encounters with another node and if it belongs to community of message destination then message is forwarded. Otherwise message is forwarded based on higher global centrality value and finally it is delivered to one of the members of its community or destination. This scheme may not work when node belongs to the community whose all members are with low global centrality value [21] . Friendship routing [18] construct friendship community using the social pressure metric which measures the quality of friendship based on their long lasting and regular contact.
Many of the above routing protocols utilize the community information in order to take the forwarding decisions. Moreover, the performance of social based routing protocols mainly depends on how the community structure is formed. T. Hossmann et al. [20] proposed a method to construct community structure based on aggregated contact duration between the nodes. In [17] , P. Hui et al. identified an online decentralized community detection technique using contact duration between node the pair. If aggregated contact duration of the same node pair exceeds than predefined threshold value then both nodes add each other in its community list. All of these works have used contact duration and contact frequency in order to construct a community structure at each node which may not be the correct criterion as community structure evolves over the time. As community structure changes over the time which is not considered in the existing techniques of community detection. S. Batyabal et al. [21] proposed a method of community detection by exploiting the distribution of ICTs and CTs from the mobility traces. An aggregated ICTs and CTs of all node pairs follow power law distribution with exponential cut off [28] [29] .
Authors also utilized these knowledge in the routing decisions where each node maintains the list of members in its community. The message is forwarded to all members of a community and finally it will reach to the destination. This concept does not utilize any other social metric along with community information to find the most appropriate relay node which gives guaranteed delivery of the messages.
Our focus in this paper is to detect the community structure using only ICTs distribution between the node pairs. It can be assumed that there is plenty of bandwidth with nodes so, the distribution of CTs may not help here to identify community. The next Section describes power law characteristics of ICTs in the data sets of real time experiments for human mobility.
EXPERIMENTAL DATA SETS AND ANALYSIS FOR ICT
To analyze the behavior of SBSCR, we have used experimental data sets from an academic scenario which can be categorized into two distinct environments: campus and conference. These data sets are widely used by majority of social based routing protocols as discussed in Section 2 and publically available on CRAWDAD portal [30] . The following part briefly describes about the data sets and Table 1 shows their characteristics.
1. Cambridge: The iMote devices were distributed to 36 students in the university campus among four groups of students: 1 st and 2 nd year UG students, PhD and master students. The experiment was lasted for 11 days.
PMTR:
The faculty members, PhD students and technical staff members were distributed dedicated device to record the data. Total 49 participants were selected and the experiment was performed for 19 days.
3. Infocom05: Participants of the conference were distributed 41 devices and experiment was conducted for 3 days. They were from different regions, academic affiliations and research groups.
Infocom06:
It is mostly similar to Infocom05 but on larger scale with 98 participants. To avoid the unbiased decision, the data sets are chosen from two distinct environments for analysis purpose. Campus data sets where nodes are more familiar with each other and form community structure with greater number of members. In conference data sets, nodes are not known to each other and it becomes difficult to detect community. Due to this, conference data sets show large number of communities with small membership than campus data sets.
The two most important characteristics of human mobility such as ICT and CT which have great impact on the routing performance and it has been studied in [9] . Figure 1 shows complementary cumulative distribution function (ccdf) of ICTs for Cambridge and Infocom05 data sets on loglinear scale. It is observed that they follow power law distribution upto a characteristic time then it exhibits an exponential cut off [21] . Power law distribution is also called Pareto distribution (80-20 law) used in many situations in which equilibrium is found in the distribution of the small to the large. For example, in case of wealth or income in any country we can say that 20% people own 80% of the wealth. 
Time -t (in seconds)
Cambridge Infocom05 area in conference environment, people meet more likely to each other with smaller ICTs than campus environment. We can extract all ICTs where P(X > t) = 0.8 according to Pareto distribution. The community detection method use this nature of ICTs to form the community structure by analytically finding appropriate threshold value of ICT at each node periodically. The similar characteristics of ICTs is also observed in remaining two data sets. The next Section describes that how node decides whether other node is added into its community or not.
COMMUNITY DETECTION BASED ON ICTS
This Section discusses on how to construct the community structure at each node locally based on ICTs of encountered nodes. The main task is to find the threshold value of ICT in unbiased way which determines that whether node can be added into community or not. Assume that node X is encountered with four nodes namely A, B, C and D and its ICT vector are E X,A = {100, 250, 1010, 1260, 1705, 2345, 3455, 4532, 6538, 6711}, E X,B = {565, 1234, 4567}, E X,C = {890, 3456, 5738} and E X,D = {168, 349, 674} respectively at specific point of time. Node X finds an ICT ct for each vector as specified above and it is labeled on the respective edge as depicted in Figure 2 . Now we need to find an ICT threshold (ICT th ) which is compared against ICT ct of each node pair and decision will be made to add the node in a community. As per the power law distribution of ICT, we determine the power law index and then data point (ICT th ) which satisfies P(X > t). The power law distribution is defined as per equation 1 as follows.
Where α and ‫ܥ‬ = ఈିଵ ௫
are shape parameters and normalized constant respectively. x and x min are data point and minimum value of data point for power law shape respectively. To estimate the shape parameter, we use following maximum likelihood function. Where x i >x min and n is number of data points which are greater than x min . Node X accumulates ICT ct of all the encountered nodes into new vector (CTT x = {168,250, 565, 890}) to estimateߙ ෝ as per equation 2 by taking X min to 300.We get the value of ߙ ෝ to 1.41 and it is replaced in equation 3 with α and p(x) is set to 0.2 to get the ICT th value. Hence, the determined value of ICT ct is 250.
As shown in Figure 2 , node A and D are added into the community member list of node X as their characteristic time is less than or equal to the determined ICT th . Similarly other nodes follow the same process to calculate the ICT th for community construction. Also nodes may belong to more than one community and they can be added and removed from the community as per the updated value of ICT th from time to time. The routing protocol utilizes this community information along with social based utility which is discussed in the next Section.
SOCIAL BASED UTILITY
SBSCR protocol utilizes the social based utility (SBU) to select the most appropriate relay node among the members of a community. SBU is mainly made of two different utilities: similarity and friendship which are discussed in Section 5.1 and 5.2 respectively.
Similarity Utility
The degree of contact between nodes has great impact in terms of information dissemination [15] . Nodes with lower degree of the separation from a given node are good forwarding candidates. We use Jaccard's similarity coefficient as per equation 4 to measure similarity of the node with another node. It is defined as division between the number of community members common to both set X and Y divided by all the members of both communities.
Friendship Utility
We use concept of delivery predictability [12] to determine the friendship between the node pair. Friendship (F xy ) reflects that how likely for node x to deliver a message for node y. When node encounters with each other then they update the friendship utility as per following equation.
Where F init ∈ ሺ0, 1] is an initialization value and F xy ෪ is the old value of F xy . If node encounters more frequently then there will be higher value of friendship between them. The friendship value is also aged according to equation 6.
Where ߛ ∈ ሺ0, 1] is an aging parameter and last_ICT is time elapsed since last encounter between two nodes. Each node stores ICT vector for another node and friendship value is aged based on the last ICT in the list between the same node pair when they encounter and apply equation 6 for the same.
We combine the similarity and friendship utility by giving equal importance to both and derived following equation 7 to compute the final value of SBU.
SBU xy = Jሺx,yሻ * 0.5 + F xy * 0.5 (7)
DESCRIPTION OF THE PROPOSED APPROACH: SBSCR
An algorithm 1 explains that how message is forwarded from source/intermediate node to the destination node via multiple hops. For example, node x encounters with another node y then node x will perform the steps as depicted in algorithm 1 for all the messages in its buffer which may be intended for different destination.
Suppose message carrier node S has a message to be delivered to the destination D. First it checks that destination of the message is member of the community of encountered nodes. Then it compares the SBU value with encountered node for message destination and if it is higher than message carrier nodethen message is forwarded otherwise not. If both the nodes, message carrier and encountered node contain the message destination in their community then message is forwarded to the node with higher SBU value. Figure 3 shows that node S encounters another node Y and destination D is member of its community. SBU value of Y is higher than S so, message is forwarded to Y. Number besides node indicates the SBU value for message destination D. Afterward node Y or one of its members of community has more chances to encounter the destination D. In this way, messages are delivered with multiple hops to the final destination. 
Algorithm 1. Operation of SBSCR

EXPERIMENTAL SETUP AND PERFORMANCE METRICS
The extensive simulations are performed using the ONE simulator [31] which is event driven simulator designed specifically for evaluating DTN routing protocols. It is required to set different parameters for the simulation and the routing protocols need to be compared using performance metrics. The following sub sections describe them in detail.
Simulation Parameters
The mobility traces are taken from real data sets as discussed in Section 3 to evaluate the performance of the routing protocols. Many parameters of the simulation need to be changed while few remain fixed. Transmission speed, message size and message generation interval are 2Mbps, 25k and 30-40 seconds respectively and they remain fixed if not specified explicitly.
The performance is measured using all four data sets by varying buffer size and Time-To-Live (TTL) value. The results of only one data set from each environment are shown in further Section, while the parallel conclusions can be drawn for the remaining data sets. For each value of TTL and buffer size, the simulations were run five times with different random generator seeds. SBSCR protocol is compared with three existing schemes such as Prophet, BubbleRap and Simbet. We use the configuration parameters for all the existing routing protocols as per their original implementation.
Performance Metrics
The following performance metrics have been used to evaluate the performance of routing protocols.
Delivery probability or delivery ratio:
It is calculated as the ratio of the number of messages successfully delivered to the destination to that of the total number of messages generated in the network.
Average delivery delay or latency:
Delivery delay is the time elapsed between the creations of the message at source and delivered successfully to the destination. Average delivery delay is average of delivery delay of all the delivered messages.
Average overhead ratio:
It is the ratio of the difference of the total number of message relayed minus delivered successfully to that of the number of messages delivered successfully. This is also a measure of the additional number of transmissions required for each message to be delivered from source to the destination.
RESULT ANALYSIS AND DISCUSSIONS
To demonstrate the effectiveness of SBSCR, it is compared with three existing routing protocols and all of them were implemented as single copy scheme. Source node generates a single copy of each message and the same is received by the destination node. The Sections 8.1 and 8.2 discuss the result of simulations under varying buffer sizes and TTLs respectively.
Under Varying Buffer Size
The buffer space is limited resource in the nodes of DTN and it must be managed efficiently to improve the performance of the routing protocol. An aim of these simulations is to show the performance of protocols under varying buffer sizes. The buffer size is varied from 1MB to 25MB in interval of 2 for campus data sets and 1MB to 8MB in interval of 1MB for conference data sets. TTL value is set to 2 days and 1 day for campus and conference data sets respectively. confirm that delivery ratio is increasing as the buffer size increases for all the routing protocols in both the data sets. SBSCR outperforms in delivery ratio than other routing protocols and it becomes steady at buffer size of 13MB and 6MB for Cambridge and Infocom05 data set respectively. SBSCR needs the minimum buffer space to achieve the maximum delivery ratio. Delivery ratio of SBSCR is upto 45% higher than Simbet and BubbleRap while 30% more than Prophet in Cambridge data set. It is also higher in Infocom05 data set upto 14% than Prophet and Simbet and 41% than BubbleRap. The performance improvement of SBSCR is due to dynamic community detection by exploiting ICT's power law distribution along with social based utility which can find the most suitablerelay node.
BubbleRap and Simbet show lower performance as they use value of ACT (Aggregated Contact Time) and the encounter information respectively to detect community structure which may not be correct criterion to add the nodes inside community [18] . Even Simbet performs better in Infocom05 data set than Cambridge data set, as more number of unique and total encounters in Infocom05 data set due to confined area and diversity of people in the experiment. Average overhead ratio depends on number of messages relayed and delivered successfully to the destination. When buffer size is increasing, it reduces the number of message dropping and they get more opportunity of delivering to the final destination. We have used single copy of the message throughout the network which reduces the number of transmissions than the multi copy scheme and also save the buffer space. As buffer size increases, delivery ratio is increasing and overhead ratio is decreasing which is true for all routing protocols except Prophet as depicted in Figure 5 (a) and 5(b). SBSCR relays less number of messages than Prophet and Simbet but a little bit more than BubbleRap. Average delivery delay is affected by level of replication of the messages but all of the routing protocols used single copy of the message so, delivery delay is largely depended on the correct choice of relay node. Figure 6 (a) and 6(b) demonstrate that delivery delay is increased for all the routing protocols as buffer size is increasing. SBSCR has lowest delivery delay because ICT based community detection method with social based utilities allow selection of those nodes which encounter very frequently.
Under Varying Time-To-Live
These set of simulations verifies that by giving more life time to the messages, they can get more opportunities to reach the destination before they get expired. TTL value is varied from 10 minutes to 1 week and 10 minutes to 2 days for Cambridge and Infocom05 data sets respectively with fixed buffer size of 10MB. . BubbleRap has lowest overhead for Cambridge and Infocom05 data set as node forwards the message only if encountered node belongs to community of the message destination or node with higher global centrality. SBSCR shows lower overhead ratio than Simbet and Prophet routing protocols for both the data sets. An average delivery delay is very close for all routing protocols upto TTL value of 12 hours and 6 hours for Cambridge and Infocom05 data sets respectively as depicted in Figure 9 (a) and 9(b). SBSCR shows lowest delivery delay than others at higher TTL values. The reason behind is that at higher value of TTL, the nodes can find more opportunities to select the most appropriate relay nodes which meet to the message destination in as fast as possible.
CONCLUSIONS AND FUTURE WORK
In this paper, we presented community detection approach by exploiting the power law distribution nature of ICTs between the node pairs. The ICTs threshold value is identified analytically from time to time according to Pareto rule of 80-20 which denotes that 20% of ICTs between node pair are less than determined threshold value and node can be added into community. Social based utility is also suggested that is made of similarity and friendship value. We tested the performance of SBSCR by comparing with the existing protocols using single copy scheme on real trace data sets of campus and conference environment by varying buffer size and TTL. Our result confirmed that SBSCR outperformed in terms of delivery ratio and delivery delay than the existing routing protocols at varying buffer size and TTL in the data sets of both the environments with comparable average overhead ratio.
