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AUTHOR:
Pål-Erik Martinsen
ABSTRACT
Techniques are described herein to provide indoor tracking of people and/or assets.
The techniques track infrared beacons by processing video footage captured by preexisting
or newly installed indoor surveillance cameras. The infrared beacons can be installed on
or incorporated into assets (e.g., ladders in a warehouse, conference room equipment in a
shared office space, etc.) and/or be provided as independent apparatuses that can be worn
or carried by users. The tracking techniques do not need to perform facial recognition or
interact with personal computing equipment of people being tracked (e.g., smartphones,
laptops, etc.) and, thus, preserve privacy for people working, moving, or otherwise
operating within an indoor location implementing the tracking techniques presented herein.
DETAILED DESCRIPTION
Currently, many lower cost indoor location tracking systems, such as those based
on WiFi or Bluetooth, are not very accurate, at least as compared to outdoor tracking
systems based on global positioning systems, satellite navigation systems, and the like.
Moreover, many of these systems require the tracking system to interact with personal
electronic equipment (e.g., phones, laptops, etc.) and/or to use facial recognition techniques,
which can create privacy risks. Alternatively, some more accurate indoor tracking systems
require an extensive system of sensors to be installed with a space, which can be quite
costly to install and/or maintain. The techniques provided herein provide a solution that
can utilize surveillance camera infrastructure to provide accurate indoor location tracking
of people or assets (e.g., items).
Specifically, the techniques provided herein provide any person or asset to be
tracked with an infrared beacon. The infrared beacon can be a device that is held or worn
by a person, can be incorporated into a headset or other equipment worn by a user, and/or
can be incorporated into assets (e.g., ladders in a warehouse). Thus, there is no need to
modify a user’s personal computing devices. The infrared beacon, which may be a light
emitting diode (LED), one or more LEDs mounted in an apparatus, or the like, emits
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infrared radiation (IR) (i.e., radiates infrared energy). Then, a surveillance system’s video
feed is processed to create binary images that focus on IR signatures so that homography
techniques can map the IR signatures to a location in the indoor space, as is described in
further detail below. Figure 1 illustrates an example of a person with an infrared beacon
(e.g., included in a headset or a helmet) in an indoor room monitored by a camera of an
indoor surveillance system.

Figure 1

Below, Figure 2 illustrates an example algorithm utilized by the techniques
presented herein. In this example, initially (at the top left box), video feed data from
surveillance cameras is processed with color image processing (represented, as an example,
by a hue, saturation, value (HSV) model) and to filter out high value pixels (example code
is shown in Appendix A below). This produces a binary image which can be processed to:
(1) determine an absolute difference between sequential binary images (current and
previous); (2) remove noise; and (3) find contours and moments (example code is shown
in Appendix B below). Generally, this further processing further simplifies the binary
image to focus on IR signatures.
With the simplified binary image, additional processing can: (A) calculate
Euclidian distance to existing detected points; (B) update or add data points; and (C) detect
a blinking pattern of an IR signature. Then, vectors can be created for each blinking pattern
(i.e., each IR signature) to track movement of the infrared beacons (e.g., to track specific
IR signatures) and homography techniques can be applied to the vectors to plot the vectors

2
https://www.tdcommons.org/dpubs_series/3196

5977
3

Martinsen: INDOOR LOCATION TRACKING THAT PRESERVES ELECTRONIC PRIVACY

within a 2D (e.g., X-Y) indoor map of the indoor space in which the tracking techniques
are being implemented.

Figure 2

Notably, this algorithm is relatively lightweight (e.g., not processing intensive) and,
thus can be processed quickly. For example, even without optimization, the algorithm may
use approximately 10ms of processing time per frame. Thus, the algorithm can be executed
in a camera of a surveillance system, at a backend of a surveillance system, and/or in
relatively uncomplicated computing systems connected thereto. Moreover, since the
algorithm processes binary images, there is very little, if any, personal information being
processed, which is beneficial from a security standpoint.
Below, Figure 3 shows example images in different stages of the processing
outlined in connection with Figure 2 above. However, the images are not arranged in
sequential order. Instead, in Figure 3, the top-left image shows an original frame, the
bottom right illustrates a threshold binary image (e.g., after HSV processing and filtering),
the top-right image shows the simplified binary image with contours detected after further
processing (e.g., after completing processing steps (1)-(3) above), and the bottom-left
shows the detected IR signature (e.g., after completing processing steps (A)-(C) above).

3
Published by Technical Disclosure Commons, 2020

5977
4

Defensive Publications Series, Art. 3196 [2020]

Figure 3

Figure 4 illustrates an example of homography techniques that can be used to
correlate a position of a detected blinking infrared beacon with a position in an indoor space.
Generally,

homography

trigonometry

leverages

principles

and

knowledge of a position and tilt angle
of surveillance cameras to determine
X-Y positions of a detected blinking
IR beacon within an indoor space
based on X-Y positions in a video image.

Figure 4

As mentioned, the techniques presented herein may utilize existing surveillance
camera infrastructure to provide indoor location tracking of persons or items. Thus, this
solution may be inexpensive as compared to radio frequency identification (RFID) or other
radio frequency based location technologies. Moreover, although the techniques presented
herein be troubled by intentional blocking of IR signals, the techniques may be accurate
and valuable in uses cases were users want to share locations. For example, infrared
beacons could be attached to or included on ladders or other such equipment in a warehouse
to allow for quick and accurate tracking.
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In summary, techniques are described herein to provide indoor tracking of people
and/or assets. The techniques track infrared beacons within video footage captured by
preexisting or newly installed indoor surveillance cameras. The infrared beacons can be
installed on or incorporated into assets (e.g., ladders in a warehouse, conference room
equipment in a shared office space, etc.) and/or be provided as independent apparatuses
that can be worn or carried by users. Thus, the tracking system does not need to access
personal computing equipment (e.g., smartphones, laptops, etc.) and provides a tracking
system that preserves electronic privacy for people working, moving, or otherwise
operating within an indoor location that includes the tracking system.
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APPENDIX A

Convert to
HSV

// Convert from BGR to HSV colorspace
cvtColor(originalFrame, frame_HSV, COLOR_BGR2HSV);
// Detect the object based on HSV Range Values
inRange(frame_HSV, Scalar(0, 0, 200), Scalar(255, 255, 255),
frame_threshold);

Filter out
high value
pixels
APPENDIX B

Absolute diff
between
current and
Remove
Find
contours and

//Get diff to see if anything is blinking. Note this is abs values
so on/off will be detected.
absdiff(previousThreshold, frame_threshold, frame_diff);
//Done with previous update now for next iteration..
previousThreshold = frame_threshold.clone();
//Remove noise in diff
auto morph_size = 3;
Mat element = getStructuringElement(MORPH_RECT, Size(2
* morph_size + 1, 2 * morph_size + 1), Point(-1, -1));
morphologyEx(frame_diff, frame_diff_filtered,
MORPH_OPEN, element);
// find contours
std::vector<std::vector<cv::Point> > contours; // list of
contour points
std::vector<cv::Vec4i> hierarchy;
findContours(frame_diff_filtered, contours, hierarchy,
RETR_TREE, CHAIN_APPROX_SIMPLE, Point(0, 0));
// get the moments
vector<Moments> mu(contours.size());
for (int i = 0; i < contours.size(); i++) {
mu[i] = moments(contours[i], true);
}
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