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Subscription Information 
The Journal of Digital Forensics, Security and Law (JDFSL) is a publication of 
the Association of Digital Forensics, Security and Law (ADFSL). The Journal 
is published on a non-profit basis. In the spirit of the JDFSL mission, 
individual subscriptions are discounted. However, we do encourage you to 
recommend the journal to your library for wider dissemination.  
The journal is published in both print and electronic form under the following 
ISSN's: 
ISSN: 1558-7215 (print) 
ISSN: 1558-7223 (online) 
Subscription rates for the journal are as follows: 
Institutional - Print & Online: $395 (4 issues) 
Institutional - Online only: $295 (4 issues) 
Individual - Print & Online: $80 (4 issues) 
Individual - Online only: $25 (4 issues) 
Subscription requests may be made to the ADFSL. 
The offices of the Association of Digital Forensics, Security and Law 
(ADFSL) are at the following address: 
Association of Digital Forensics, Security and Law 
Longwood University 
201 High Street 
Farmville, Virginia 23909 
Tel: 434-395-2377 
Fax: 434-395-2203 
E-mail: editor@jdfsl.org 
Website: http://www.adfsl.org  
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Announcements and Upcoming Events 
5th Australian Digital Forensics Conference 2007 (ADFC2007) 
 
ADFC2007 will be held Monday, December 3rd, 2007 at Edith Cowan University, Mount Lawley, 
Western Australia. The aim of ADFC 2007 is to bring together IT managers, system and network 
administrators, security specialists, academics, security solutions vendors, practitioners and 
anyone interested in: 
? Computer forensics its role and application 
? Techniques in detecting, responding and investigating computer and related security incidents  
? Sharing their views, experiences and knowledge with those involved in the computer forensic field  
 
All papers must be submitted via the conference website. For more detailed information regarding 
submissions requirements, please visit the website at  
http://scissec.scis.ecu.edu.au/conferences2007  
 
The 5th Australian Digital Forensics Conference will be run in conjunction with 8th Australian 
Information Warfare and Security, and the 5th Australian Information Security Management 
Conference jointly from 3rd - 4th December, 2007 at ECU Western Australia. 
2008 ADFSL Conference on 
Digital Forensics, Security and Law 
 
Oklahoma City, Oklahoma USA  
April 23-25, 2008 
 
The ADFSL 2008 Conference on Digital Forensics, Security 
and Law will be held at the Sheraton Oklahoma City hotel on 
April 23-25, 2008. 
 
Call for Papers Deadline is January 15, 2007 
Contact: Dr. David P. Biros, Oklahoma State University 
 
http://www.digitalforensics-conference.org 
MFW08 – Mobile Forensics World 2008 
www.MobileForensicsWorld.com 
O’Hare Marriott, Chicago, Illinois, USA 
May 8-10, 2008 
Call for Papers on Mobile Device Forensics 
Abstract Submission Deadline: January 31, 2008 
Contact: Prof. Rick Mislan, Cyber Forensics Lab, Purdue University 
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