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Abstract 
Parental Monitoring and Adolescent Information Management: Associations with Cyber 
Risks 
Elizabeth A. Yale, M. A. 
The present study examined associations among internet and cellular phone specific 
parental monitoring strategies (rules, solicitation and indirect strategies), adolescent 
internet/phone information management strategies (disclosure and secrecy), and youth 
experience with internet risks (cyberbullying/victimization and risky internet behaviors).  The 
sample included 155 adolescents (12-18 years, Mage = 14.38) and their parents (141 mothers, 51 
fathers).  Youth reported how often they disclosed or kept secret their internet and phone 
activities and their experience with internet risks.  Parents reported how often they engaged in 
internet/phone specific monitoring strategies.  Adolescents’ time spent utilizing cell phones, but 
not time spent on general internet use was associated with cyberbullying, cyber victimization, 
and risky internet behaviors.  Adolescent disclosure was associated with less risky internet/phone 
behaviors in mother-adolescent dyads.  Parental rules and solicitation were not associated with 
teens’ internet risks.  Mothers’ use of more covert strategies (e.g., reading text messages) was 
associated with more risky internet/phone behaviors for adolescent girls, whereas fathers’ use of 
such covert strategies was associated with increased risky internet/phone behaviors for older 
adolescents.  The findings point to the complex ways in which different facets of parent-
adolescent communication may serve to protect youth from the potential dangers of internet and 
cell phone use.   
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PARENTAL MONITORING, YOUTH DISCLOSURE, AND CYBER RISK 1         
With increasing technological advances, more adolescents rely on the Internet as their 
primary form of communication.1  Children and adolescents use the Internet to communicate 
with peers through chat rooms, email, instant messaging, and social networking sites while at 
school and at home.2  As of September 2012, 95% of adolescents aged 12-17 were using the 
Internet, 80% owned a personal computer, and 78% owned cell phones.3  A high percentage 
(74%) of adolescents also report utilizing their mobile devices (i.e., phones and tablets) to access 
the Internet (based on data from a national poll of American youth as reported in Madden et al., 
2013).  However, while technological advances have multiple benefits for youth, increased use 
of cell phone and internet forms of communication also put adolescents at heightened risk of 
experiencing potential internet dangers, such as cyberbullying, sexting (sending text messages 
with sexual content), and talking to strangers online.2, 4-6   The present study examined parents’ 
internet/phone monitoring strategies and adolescents’ internet/phone information management 
strategies as family processes that may protect against cyber risks. 
Previous research has found a number of demographic characteristics (i.e., age and 
gender) that predict high levels of adolescent internet use.  For example, older teens are more 
likely to own a cell phone, have their own computers and use social networking sites, and 
adolescent girls are more likely than boys to use social networking sites.7  Other research has 
found consistent demographic predictors of cyberbullying behavior.8  For instance, increased 
electronic communication has been associated with increased risk of both cyberbullying and 
victimization.4, 9, 10  High rates of internet use has also been linked to other risky internet 
behaviors, such as receiving inappropriate messages.11  Much of the previous research on cyber 
risks has not distinguished between computer and cell phone internet use, which may be an 
important distinction given teens’ increased use of cell phones.    
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Beyond identifying demographic and personality correlates of internet activity and risky 
internet use, it is also important for research to identify social factors that can protect teens from 
the dangers involved with Internet and cell phone use.  For instance, family processes such as 
dimensions of parent-adolescent communication may play an important role in protecting teens 
by increasing parents’ knowledge of what their teens are doing online.  Research outside of 
Internet use has found consistent links between parental knowledge of teens’ activities and 
whereabouts and fewer adolescent problem behaviors including delinquency and substance 
use.12, 13  Recently, developmental research has noted the importance of considering the source of 
parental knowledge, distinguishing knowledge gained through parental monitoring behaviors 
from adolescents’ own willing disclosure.15    
A burgeoning body of research indicates that compared to parental monitoring efforts, 
adolescent disclosure is more strongly associated with both increased parental knowledge and 
decreased adolescent problem behavior.14-16  However, adolescents’ communication goals do not 
always include increasing their parents’ knowledge.  Instead, adolescents are often motivated to 
keep information about some of their activities secret from parents for both personal as well as 
practical reasons (i.e., avoid getting into trouble).17, 18  Consequently, teens report freely 
disclosing to their parents about some issues and keeping other information secret from 
parents.19, 20  Moderate correlations have been found between adolescent disclosure and secrecy 
suggesting they are distinct constructs.  Whereas disclosure has been associated with positive 
outcomes including less rule breaking, secrecy is consistently associated with physical and 
mental health problems and higher rates of delinquency.19, 21, 22   
In addition to distinguishing disclosure and secrecy, recent research has pointed to the 
incremental utility of considering what an adolescent is disclosing or keeping secret.18  For 
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instance, disclosure/secrecy related to potentially risky behaviors has been found to be more 
strongly related to subsequent engagement in problem activities.23  These findings suggest 
adolescent disclosure about their Internet and cell phone activities may account for unique 
variance in teens’ experiences with cyber risks.  Researchers have indicated that adolescents who 
told their parents what they did on the Internet reported writing fewer aggressive online 
messages.24  However, this previous research did not distinguish disclosure from secrecy, and did 
not consider additional problematic outcomes, such as cyber victimization or risky internet and 
phone behaviors. 
As noted above, previous research has found that parental monitoring behaviors may be 
less strongly associated with positive adolescent outcomes than adolescent disclosure.15  
However, it is unclear whether parenting behaviors which are specific to Internet and cell-phone 
use are protective against risks associated with the Internet.  Parents recognize the potential 
dangers that accompany adolescents’ increased access to the Internet and cell phones.7  To 
protect their teens against these risks, parents engage in a variety of behaviors including setting 
rules about Internet use (behavioral control), asking their children about usage (solicitation), 
tracking websites (covert monitoring), and relying on teen spontaneous disclosure.24-26  Although 
parents overestimate how well they monitor their teens’ Internet use and underestimate how 
frequently their own adolescents engage in risky internet behaviors,25 previous research hints at 
the possibility that internet/phone specific parenting behaviors may protect against cyber risk.  
Increased parental Internet monitoring has been associated with lower rates of stranger contact 
and reduced engagement in cyberbullying behaviors, but it was not associated with cyber 
victimization.2, 5, 11  However, a great deal of past research in this area has relied on “monitoring” 
scales that measured parental knowledge (e.g., “How often do your parents know where you are 
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when you are not in school?”) 27 rather than assessing actual parental behaviors.  In addition, 
little research distinguished between specific types of parenting behaviors regarding internet and 
cell phone use (rules vs. solicitation). 
When parents believe that they are not receiving adequate information about their teens’ 
internet/phone behaviors, they may eschew direct parenting approaches such as solicitation, and 
instead engage in more indirect strategies.  For instance, parents may covertly monitor their 
adolescents’ Internet and cell phone use by “snooping” in their bedrooms to read text messages 
on cell phones, tracking websites on their laptops, monitoring social networking sites 
(Facebook), or checking their e-mails.  Research has found that teens react negatively to parents’ 
indirect or “covert” parenting approaches and view such parenting as an invasion of their 
privacy.28  Moreover, such covert monitoring behaviors have been linked with lower levels of 
parental knowledge about general behaviors.29  However, it is unclear whether parents’ covert 
monitoring strategies that are internet-specific are protective against youth cyber risks.  
Compared to other adolescent behaviors, Internet and cell phone use may be a domain of teenage 
behaviors that is easier to monitor covertly because much of their online behaviors are now 
occurring on mobile devices that are always with them.3  Previous research has examined how 
often parents check which websites teens have visited but have not measured other covert 
strategies such as reading text messages and e-mails and checking Facebook.25  Although 
previous research suggests that teens do not like parents’ covert monitoring, it is less clear 
whether parents’ use of internet/cell-phone covert strategies are at all beneficial for decreasing 
cyber risks. 
Researchers have found that parental knowledge and use of strict monitoring strategies 
tends to decrease with age, and older adolescents disclose less to parents than younger teens.12, 30  
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Compared to sons, parents’ relationship with daughters entails greater knowledge, and higher 
levels of both parental monitoring, and adolescent disclosure.12, 22, 31  General parenting research 
has also found that mothers tend to have more knowledge of their adolescents’ behaviors and 
receive higher levels of disclosure than fathers.20  Internet research has found similar results with 
mothers having more accurate knowledge of adolescents’ internet use compared to fathers.25 The 
above findings may suggest that parental behaviors and adolescent communication may be 
differentially associated with youth cyber risks as a function of adolescents’ age and gender.   
The present study examined associations between parent-reported monitoring behaviors 
(rules, solicitation, covert), adolescent-reported information management (disclosure and 
secrecy), and adolescents’ problematic internet/cell-phone behavior (cyberbullying/victimization, 
risky internet behaviors).  Based on previous research, it was hypothesized that adolescent 
disclosure and secrecy would be more strongly associated with internet and phone dangers than 
parents’ internet monitoring strategies.  Analyses explored whether adolescent age and both 
parent and adolescent gender moderated associations between monitoring strategies, 
disclosure/secrecy, and internet risks.  Finally, the present study utilized a more nuanced measure 
of adolescents’ Internet use that distinguished between Internet accesses through computers vs. 
cell phones in order to account for teens’ increased Internet use on mobile devices.  
Method 
Participants 
One hundred and sixty-one adolescents and their adult caregivers (145 mother-adolescent 
dyads, 53 father-adolescent dyads) were recruited as part of a larger study of family 
communication processes.  Adolescents and their parents were recruited through a local 
pediatrics clinic and from local youth organizations, high schools and churches in and around a 
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mid-Atlantic town.  Participants received monetary compensation for their participation.  Two 
adolescents reported that they do not use the Internet, and were removed from further analyses 
along with their parents.  Four parent-adolescent dyads were removed from the sample because 
the adolescents reported, “never doing” the internet behavior for all disclosure or secrecy items.  
Thus, the analytic sample consisted of 155 adolescents ages 12-18 (M =14.38, SD = 1.72), 
primarily Caucasian/White (80%), and 60% were female.   
 Adolescents participated in a short discussion task with their parents (both mothers and 
fathers if possible) before all participants completed questionnaires.  Twenty-four percent of 
adolescents participated with both parents (n = 37) and 76% participated with one parent (n = 
118).  The majority of teens (86%) who participated with one parent participated with their 
mothers (n = 102), 12% (n = 14) participated with their fathers, and 2% (n = 2) participated with 
another relative (aunt, grandparent).  The analytic sample consists of 155 adolescents and their 
parents:  141 with mothers and 51 with fathers.  For complete demographic information see 
Table 2. 
Procedure 
 Data were primarily collected in families’ homes (71.4%), though some families (28.6%) 
chose to participate at the research lab of the study’s primary investigator or in a public place, 
such as a church.  However, no study variables differed as a function of location. Parents gave 
informed consent for themselves and permission for their adolescent, while the adolescent gave 
informed assent.  After participating in a short dyadic discussion task, adolescents and parents 
completed questionnaires in separate rooms with research team members present to answer 
questions.  Research assistants read the survey to twelve (7.5%) of the adolescents, and partially 
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read to four (2.5%).  Adolescents who were read the survey did not differ on any of the key study 
variables.    
Questionnaire Measures 
 Parent Report. 
Solicitation about internet/phone use.  Parents reported how often they ask their 
adolescents about the teens’ Internet and cell phone behaviors (How often do you talk to your 
teenager or ask about… what he/she talks about on the phone with friends; if he/she is talking to 
individuals online who he/she doesn’t know).  This scale included 7 items scored on a 5-point 
Likert-type scale (1 = Never to 5 = Always).  Higher scores indicated that parents consistently 
ask their adolescents about Internet behaviors, whereas lower scores indicated parents 
infrequently ask their adolescent for information (α = .90, 7 items). 
Family rules about internet/phone use.  The extent to which the family has rules for 
Internet and phone use was measured through parents’ report on 4 items, for example “How long 
your child is allowed to be online.”  Items were answered on a 5-point Likert-type scale (1 = No 
rules to 5 = Firm, clear rules), with higher scores indicating the family has clear rules, and lower 
scores indicating few or no rules (α = .78, 4 items). 
Covert monitoring of teens’ internet/phone use.  Covert monitoring was assessed 
through parent report of whether they use indirect strategies to gain information about their 
adolescents’ Internet behaviors.  The scale was developed to examine ways in which parents 
utilize a variety of covert monitoring strategies, such as “Do you use social networking sites 
(such as FACEBOOK) to monitor your child’s behavior?”  The four items included in this scale 
were answered in a yes/no format (1 = yes, 0 = no).  Scores were summed with higher scores 
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indicating greater use of indirect strategies (KR20 = .70, 4 items).  All items can be found in 
Table 1. 
Adolescent Report.  
Internet use.   Adolescents’ average Internet use was measured by two questions that 
asked adolescents to report how many hours (None, Less than 1, 1-2, 3-5, 6+) they spend using 
the Internet on an average weekday and weekend.  An Internet use variable was created by 
averaging responses for the weekday and weekend (α = .80, 2 items).  
Cell phone use.  Cell phone use was measured through adolescent reports of how many 
hours they spend using their cell phones during an average weekday and weekend, as well as 
texting, making calls, and surfing the Internet (None, Less than 1, 1-2, 305, 6+).  A cell phone 
use variable was created by averaging answers to the five questions (α = .88, 5 items).  
 Adolescent disclosure/secrecy about internet/phone use.  Adolescents reported how 
often they discussed their internet/phone related behavior (5-items) with parents without parents 
asking as well as how often they kept those internet/phone behaviors secret (5-items; e.g. types of 
pictures and comments you put on your social networking site).  Responses were reported on a 5-
point Likert-type scale (1 = Never to 5 = Always) with higher scores on disclosure items 
indicating more adolescent disclosure about Internet and higher scores on secrecy items 
indicating more secrecy.  For both the disclosure and secrecy scales, adolescents were also given 
the option to report that they do not engage in the internet behavior (6 = I don’t do this).  Similar 
to previous research that allowed adolescents to respond that they “don’t do” the activity, 
Cronbach’s alpha could not be computed for this measure.18, 32  Due to a majority of adolescents 
not answering and because it measured an extreme risk behavior while other items did not, the 
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item “if you visit adult websites” was dropped from the original disclosure and secrecy scales, 
resulting in the 5-item scales.   
Cyberbullying behavior and cyber victimization.  The present study utilized a modified 
version of the Internet Experiences Questionnaire (IEQ) that was developed by previous 
researchers to assess experiences with various forms of cyberbullying, including perpetration and 
victimization.8  Adolescents were asked how often “in the last year” they have engaged in 
cyberbullying behaviors, and experienced different forms of cyber victimization.  Adolescents 
reported on 7-items that measured frequency of experiencing victimization (α = .89), and 5-items 
that measured acting as the perpetrator of cyberbullying behaviors (α = .72).  Answers were 
reported according to frequency (0, 1, 2-3, 4-7, 8-14, and 15 or more) and were separated into 
two scales, cyberbullying and cyber victimization.  An example item is “How many times have 
you sent/received harassing, mean, or nasty text-messages in the last year?” 
Risky internet behavior.  Adolescents reported how often they engaged in risky internet 
behaviors, including sexting and adding friends on Facebook whom they have never met offline 
“in the last 30 days”.  Participants answered 6 questions about their frequency of engagement in 
risky internet behaviors (0, 1, 2-3, 4-6, 7-10, 11+, Table 2).  Responses were combined into one 
item with higher scores indicating more risky internet use (α = .75, 6 items). 
Results 
Preliminary Analyses 
 Log transformations were performed for the cyber victimization, engagement in 
cyberbullying and risky internet behavior scales to reduce significant skewness.  Transformed 
variables were utilized in all subsequent analyses.  Bivariate associations for key study variables 
can be found in Table 3.  Consistent with previous research, girls and older adolescents spent 
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more time on cell phones, and older adolescents had fewer internet/cell phone rules and 
disclosed less.  Mothers reported increased use of solicitation and covert monitoring strategies 
with increases in teens’ cell phone use (but not internet use), whereas fathers reported increased 
rules with more Internet use (but not cell use). 
Predictors of Adolescents’ Cyberbullying, Cyber Victimization, and Risky Internet Use 
 Associations among parents’ internet/phone monitoring strategies, adolescents’ 
internet/phone information management strategies, and risky internet (cyber victimization, 
cyberbullying, and risky internet use) were assessed utilizing separate multiple regression 
analyses for mother-adolescent dyads and father-adolescent dyads.  In the first step adolescent 
reports of the dependent variable were regressed on adolescent age, gender, and internet/phone 
use.  Adolescent information management strategies (disclosure and secrecy) and parental 
internet/phone monitoring strategies (rules, solicitation, and covert) were entered in the second 
step.  In the final step of the model, adolescent gender X parental monitoring strategies and 
gender X adolescent information management strategies were entered, as well as adolescent age 
X parental monitoring strategies and age X adolescent information management strategies.  Due 
to the small number of father-adolescent dyads, stepwise multiple regressions were utilized, with 
follow up hierarchical regressions to examine moderator variables.  Results for mother and father 
models are presented in Table 4. 
 Mother-adolescent dyads.   
Risky internet behavior.  Older adolescents and those who spend more time on their cell 
phones were more likely to engage in risky internet behaviors.  Adolescents who engaged in 
higher levels of disclosure about their internet and phone use engaged in less risky internet 
behaviors.  Finally, a significant covert Internet monitoring by gender interaction emerged.  
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Higher rates of mothers’ covert monitoring was associated with more risky Internet use for girls, 
but not boys (girls: B = .09, SE = .05, p = .04; Figure 1).   
 Cyber victimization.  Adolescent gender and cell phone use were the only significant 
predictors of cyber victimization.  Girls and adolescents who engaged in more cell phone use 
reported more victimization.   
 Cyberbullying behavior.  Results indicated adolescent age and cell phone use as 
predictors of engagement in cyberbullying behavior.  Older adolescents and adolescents who 
spent more time on their cell phones were more likely to report engagement in cyberbullying 
behaviors.   
 Father-adolescent dyads.   
Risky internet behavior.  Similar to findings for mothers, older adolescents and those 
who spend more time on their cell phones were more likely to engage in risky internet behaviors.  
A main effect of fathers’ covert internet monitoring was qualified by a significant covert 
monitoring by age interaction; higher rates of fathers’ covert internet/phone monitoring was 
associated with more risky internet use for older adolescents, but not younger adolescents (older 
teens: B = .32, S.E. = .07, p < .001; Figure 2).    
 Cyber victimization.  Increased paternal solicitation was associated with higher levels of 
teen-reported victimization.  
 Cyberbullying behavior.  Adolescents’ cell phone use accounted for a significant amount 
of variance in cyberbullying behaviors; increased time spent on a cell phone was associated with 
increased engagement in cyberbullying.   
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Discussion 
 Adolescents’ increased use of technology and online forms of communication has also 
increased their vulnerability to dangers associated with using the Internet. The goal of the present 
study was to assess parents’ internet/phone monitoring behaviors and adolescents’ internet/phone 
information management strategies as potential protective factors for adolescents’ internet risks.  
Findings pointed to time spent on cell phones (but not general internet use) as a potentially 
important risk factor.  Adolescent disclosure predicted less risky internet/phone use while 
parents’ use of internet monitoring strategies were not associated with reduced cyber risks.  In 
fact, findings indicate parents’ use of invasive internet/phone monitoring may be 
counterproductive, especially for fathers of older adolescents and for mothers with their 
daughters.   
 Adolescent disclosure has been consistently associated with positive developmental 
outcomes including fewer problem behaviors.15  In the current study and consistent with prior 
research, higher rates of adolescent disclosure to mothers about Internet and cell phone use was 
associated with less risky internet/phone use.  Adolescents who believe that they can openly talk 
to their mothers about what they do on the Internet and their cell phones may be less interested in 
engaging in risky internet behaviors.  However, could also potentially indicate that teens who 
engage in problematic internet/phone behaviors do not openly share what they are doing online 
with their parents.  Interestingly, adolescents’ keeping internet/phone behaviors secret from their 
parents was not associated with cyber risks.  Previous research on adolescent communication 
concerning general behaviors has found stronger evidence for a secrecy/problem behavior link 
than a disclosure/problem behavior link.21  However, the present findings indicate that adolescent 
free discussion of their internet and cell phone activities may be a more vital mechanism for 
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protecting against cyber risks than secrecy.  Cyber risks may be a different realm of harmful 
behaviors than substance use or delinquency, which may indicate the importance of different 
family communication mechanisms than typically seen.   
While teen initiation regarding their internet/phone behavior was protective, the present 
findings were consistent with previous research indicating that parents’ active monitoring 
strategies may be counterproductive to protecting adolescents from negative outcomes.15  
Mothers’ reported use of rules and solicitation were unrelated to adolescents’ cyber risk 
behavior.  For fathers, solicitation about Internet and cell phone use was actually associated with 
greater cyber victimization.  This could indicate paternal reactions to teens’ victimization, which 
may prompt fathers to more vigilantly monitor their teens’ internet activities and more frequently 
ask for more information about what their teens are doing online.  These findings are based on 
cross-sectional associations, but this pattern hints at the possibility that fathers’ sensitivity to 
adolescent victimization may be an important factor in protecting teens from future 
victimization.  At the very least, the current study indicates that parental solicitation concerning 
their teens’ Internet and cell phone may not be an effective strategy for protecting teens’ from 
cyber risks.  
However, parents’ use of covert internet/cell phone monitoring strategies may be even 
less helpful.  In order to protect their adolescents from engaging in risky cyber behaviors, 
parents’ may engage in behaviors such as tracking websites, reading teens’ text messages and e-
mail for information.  The present findings suggest that this form of monitoring may hinder 
parents’ goals of protecting their teens.  Within mother-adolescent dyads, increased covert 
monitoring was associated with daughters’ but not sons’ greater engagement in risky 
internet/phone behaviors.  Adolescent daughters are more likely than sons to disclose 
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information to their mothers and may view mothers’ sneaky monitoring behaviors more 
negatively because they believe that their mothers should trust them more.30  Thus, when 
mothers engage in more sneaky monitoring strategies rather than communication daughters may 
react with more risky internet/phone use.33  Increased covert monitoring by fathers was 
associated with increased risky internet/phone use for older but not younger adolescents.  
Adolescents believe that parents’ authority to control adolescents’ personal lives decreases over 
time, and when parents exert restrictive control they may feel that their privacy has been 
violated.28  Therefore, fathers’ use of indirect methods such as checking older adolescents’ e-
mails and text messages may actually fuel engagement in risky internet/phone behaviors rather 
than decrease its frequency.  However, the above findings may also indicate potential parental 
reactions to their adolescents’ engagement in risky internet/phone behaviors.  When parents find 
out that their teens have been engaging in risky internet/phone behaviors they may seek more 
information through covert monitoring strategies. 
Outside of parent-adolescent communication, the current study also points to the 
importance of measurement precision when assessing teen media behavior.  Although prior 
research has indicated that time spent online is an important predictor of risky behavior including 
cyberbullying/victimization,4, 10, 25 the present findings indicate the importance of separating cell 
phone use from general Internet use.  Recent research suggests that more adolescents are relying 
on their cell phones as a primary means of accessing the Internet.3   In the present study, time 
spent on a cell phone and not general Internet use was predictive of engagement in 
cyberbullying, cyber victimization, and risky internet behaviors.  Unlike computers that can be 
kept in public areas at home or school, adolescents’ cell phones are always with them, 
consequently increasing time spent on the Internet as well as vulnerability to cyber risks.  
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Additionally, much of adolescents’ cell phone use may occur outside of the home, which 
decreases parents’ ability to monitor and may partially explain the ineffectiveness of parents’ 
internet/phone monitoring strategies found in the current study.   Future research should employ 
more nuanced measures of the devices adolescents are utilizing to access the internet and assess 
other potential correlates of cyber risks related to accessing the internet on mobile devices, 
including surfing websites vs. visiting social networking sites and location of primary use (i.e. 
home vs. school).  
 The current study has several strengths including a multi-informant approach that 
included both mothers and fathers.  However findings must be interpreted in light of potential 
weaknesses.  The study used self-report measures, which are vulnerable to social desirability and 
other biases.  A cross-sectional design was utilized limiting causal interpretations.  The sample of 
fathers was considerably smaller than the number of mother reporters, which limited the ability 
to examine the full regression models for father-adolescent dyads.  A high percentage of 
participating mothers and fathers had graduated college or attained post-graduate degrees, which 
could limit generalizability to less well-educated populations.  Additionally, the present study 
utilized new measures of parental covert internet/phone monitoring measures and risky 
internet/phone measures, and further research is needed to fully test their utility and 
psychometric properties.   
Despite these limitations, the present study has multiple implications for future research.  
Findings suggest the importance of family communication about Internet and cell phone 
behaviors, and the potential limitations of parents’ employing sneaky monitoring strategies.  
Future research should explore additional family processes that facilitate an environment in 
which teens feel comfortable talking about their cyber behaviors.  Open communication and 
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parents’ positive responses to disclosure are components of families that may both directly 
predict adolescent outcomes as well as mediate associations between family process variables 
and adolescent cyber risks.34  Such processes may be especially important protective factors for 
cyberbullying and cyber victimization for which the proposed family process variables were not 
significant predictors. 
 The present study supports previous research indicating the importance of adolescent 
disclosure in protecting adolescents from potentially negative outcomes.  Parents may best 
protect their teens by working to foster a positive family atmosphere that is conducive to teens’ 
openly discussing their Internet and cell phone behaviors.16, 35  The present findings suggest that 
even within a domain of behaviors in which teens engage at high levels and that introduce a wide 
range of risks, adolescent communication about what they are doing is linked with positive 
outcomes.  
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Table 1 
Parental covert internet/phone monitoring and adolescent risky internet/phone items 
 
 
 
 
 
 
 
 
 
 
 
 
 
Reporter: Measure  Questionnaire Items 
   
Parent Report: Covert Monitoring  1. Do you use social networking sites (such as 
FACEBOOK) to monitor your child’s behavior? 
  2. Do you monitor your child’s cell phone use? 
  3. Have you ever checked your child’s email to get 
information about what your teen is doing or saying to 
friends? 
  4. Have you ever checked your child’s cell phone to get 
information about what your teen is doing or saying to 
friends? 
   
Teen Report: Risky Internet/Phone Behaviors How often in the 
last 30 days… 
1. You have posted photos on Facebook involving 
alcohol or drug use 
  2. You have posted sexually suggestive photos of 
yourself or your friends on Facebook 
  3. You have added Friends on Facebook whom you have 
never met offline 
  4. You have texted/sexted sexual photos 
  5. You have texted/sexted sexual messages 
  6. You have texted mean or hurtful messages 
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 Table 2 
Family Demographic Descriptive Statistics 
 Adolescents (N = 155) 
Mothers 
(N = 141) 
Fathers 
(N = 51) 
Measure M (SD) % M (SD) % M (SD) % 
Age 14.38 (1.72)  43.48 (6.78)  45.75 (8.24)  
Gender       
Males  40     
Females  60     
Ethnicity       
Caucasian/White  80.6  92.2  90.2 
African-American/Black    7.7    4.3    2.0 
Asian American/Pacific Islander    2.6      .7   
Hispanic/Latino    2.6    1.4    2.0 
Biracial    5.2    1.4    2.0 
Native American      .6     
Missing/failed to report      .6      3.9 
Relationship to adolescent       
Birth    93.6  80.4 
Step-parent      2.1  11.8 
Adoptive      1.4    5.9 
Grandparent      .7    2.0 
Other relative  
  (aunt, sister, uncle, brother, cousin)   
     .7   
Missing/Failed to Report    1.4   
Education       
Completed 8th Grade      2.1    2.0 
Completed High School    17.0  29.4 
Completed College    37.6  31.4 
Business or Technical School    12.1    5.9 
Graduate Degree  
  (Doctor, Lawyer, PhD)   
 29.8  29.4 
Missing/Failed to Report      1.4    2.0 
Marital Status       
Married    72.3  88.2 
Divorced/Separated 
Living with a Romantic Partner 
Widowed 
Single, Never Married 
Missing 
 
  
 17.7 
2.1 
2.1 
3.5 
2.1 
 
 
9.8 
2.0 
 
 
 
 
Adolescent internet/phone disclosure 2.57 (1.23)      
Adolescent internet/phone secrecy 2.47 (1.18)      
Parental internet/phone rules   3.41 (1.02)  3.52 (0.98)  
Parental internet/phone solicitation   3.24 (1.11)  3.18 (1.02)  
Parental internet/phone covert monitoring   2.58 (1.38)  2.25 (1.37)  
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Table 3 
 Correlations for key study variables 
Note. Correlations for mothers are above and fathers are below the diagonal. T denotes adolescent report measures; P denotes parent 
report measures; * = p < .05; ** = p < .01; *** = p < .001
Variable 1 2 3 4 5 6 7 8 9 10 11 12 
  1. Age (T) -  -.01   .12  .19*   -.29**   .06  -.28**  -.15   -.07    .25**   .13    .33*** 
  2. Gender (T)  -.03 -   .09  .29***    .09   .08   .01   .02    .10    .23**   .26**    .05 
  3. Internet Use (T)   .14   .04     -  .11   -.24**   .14   .01   .04   -.07    .20*   .11    .07 
  4. Cell Phone Use (T)   .28*   .12   .22    -   -.01   .12   .01   .27**    .27**    .43***   .36***    .43*** 
  5. Disclosure (T)  -.14   .04  -.36** -.09 -  -.14   .36***   .29***    .09   -.08  -.03   -.26** 
  6. Secrecy (T)  -.03   .09   .07 -.05   -.02 -  -.15  -.14    .06    .08   .12    .13 
  7. Rules (P)  -.35**   .07  -.36** -.09    .29*  -.28* -   .49***    .36***   -.01   .04   -.04 
  8. Solicitation (P)  -.14  -.29*  -.12  .19    .13  -.33*   .38** -    .31***    .10   .12    .06 
  9. Covert (P)  -.24   .01   .05  .01   -.18  -.13   .27*   .20 -    .11   .16    .15 
10. Cyberbullying Behaviors (T)   .28*   .05   .11  .53***   -.02  -.05  -.05   .28*    .12 -   .62***    .59*** 
11. Cyber Victimization (T)   .09   .11  -.02  .27*    .06  -.23   .08   .30*    .27*    .54*** -    .50*** 
12. Risky Internet Behaviors (T)   .39**  -.05   .11  .60***   -.13   .00  -.14   .18    .25    .63***   .50*** - 
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Table 4 
Mother hierarchical, and father stepwise regressions predicting adolescents’ cyber risks  
 Adolescent Risky Internet Behaviors Adolescent Cyberbullying Behaviors Adolescent Cyber Victimization 
 Mother - Dyads Father - Dyads Mother-Dyads Father-Dyads Mother-Dyads Father-Dyads 
 R2* F Change Beta R2* F Change Beta R2* F Change Beta R2* F Change Beta R2* F Change Beta R2* F Change Beta 
Step 1 .23 11.57**  .38 11.20**  .24 11.79***  .27 19.59***  .15 7.05***  .07 4.91*  
Age   .23**   .34**   .18*       .08    
Gender    -.04      
.13       .18*    
Internet Use    -.04     .03   
.12       .04    
Cell Phone Use   .39**    .46**   
.35*   .53***   .27**    
Step 2 .26 1.97  .48    9.74**  .21 .05     .13 .38     
Teen Disclosure   -.23**      -.03      -.04    
Teen Secrecy     .06      .02      .08    
Parent Internet Rules     .08      .01      .03    
Parent Internet Solicitation     .02      
.03      .04   .30* 
Parent Internet Covert Monitoring   -.16   .28*   .00      .04    
Step 3 .28 4.13*  .53      6.10*              
Mother Covert X Teen Gender   .24*                
Father Covert X Teen Age      .27*             
Note.  Mothers’ models were hierarchical and fathers’ were stepwise which is why parameters are missing from father models, R2* = adjusted R; 
Beta’s are from the final step of the regression; Non-significant 2-way interactions from the final model were excluded from the table; * p < .05; ** p 
< .01; ***p<.001 
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Figure 1.  Associations between mothers’ covert internet/phone monitoring and adolescents’ 
risky internet/phone behaviors by adolescent gender interaction graph. 
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Figure 2.  Associations between fathers’ covert internet/phone monitoring and adolescents’ risky 
internet/phone behaviors by adolescent age interaction graph. 
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Appendix A 
Observation Measures 
Parents’ Shared Knowledge of Cyber Victimization.  Adolescents and their parents 
participated in a thirty-three minute observational discussion task.  The discussion was divided 
into five topics including family life, food and eating behaviors, internet and cell phone use, 
alcohol use, and civic involvement.  The discussion of family life was a five-minute discussion 
while the remaining four topics were seven minutes each. The present study focused on the 
seven-minute internet and cell phone discussion.  Parent-adolescent discussions were conducted 
separately for mothers and fathers.   
The discussions were semi-structured, using a cue card method.  Parents and adolescents 
read prompt questions to initiate a discussion about each topic.36   Dyads were encouraged to 
discuss all of the cards within each topic, however families were instructed to discuss the topics 
at their own pace.  The five internet discussion cues were “Let’s talk about….”  (a) (teen:) “The 
different ways that people in our family use the internet.  How often are we on the internet? How 
important is internet to our lives?”, (b) (parent:) “How do families make decisions about which 
websites teens should and should not visit?”, (c) (parent:) “Are there any potential problems or 
dangers associated with communicating with people online or through cell phone texting?”, (d) 
(teen:) “How can teens use the internet or cell phone texting to be mean or hurt other teens’ 
feeling?”, (e) (parent:) “What parents do if they find out their child is being bullied online or 
through texts.”  It is important to note that neither the directions nor the prompt questions 
required that adolescents or parents discuss the teens’ own experiences with cyber victimization. 
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Appendix B 
Parental Shared Cyber Knowledge Coding 
 Trained coders coded the videotaped discussions for parents’ shared knowledge of cyber 
victimization.  Discussions were coded for parental shared knowledge of victimization initiated 
by either the parent or the teen.  Codable statements consisted of conversations in which the 
parents and adolescents acknowledged the cyber victimization.  For instance parents stated, 
“We’ve had the bullying issue with your cell phone…” and the adolescents confirmed; or 
adolescents stated, “That happened to me and a lot of my friends…” and parents confirmed.  
Separate codes were assigned when parents asked adolescents if they had been bullied, and when 
adolescents stated that they had been victimized and the parents failed to follow with discussions 
about their knowledge of the event.  The shared knowledge codes were utilized in subsequent 
analyses, with a subsample of adolescents who reported cyber victimization, to assess predictors 
of parents’ shared knowledge of cyber victimization. 
Coders were trained to rate each parent-teen interaction for the presence (1) or absence 
(0) of parent and/or adolescent discussion of the adolescents’ experiences with cyber-
victimization.  Parent-adolescent discussions were coded directly from the videos; however 
coded exchanges were also transcribed for inter-rater verification.  Fifteen videos were used to 
train coders to reliability standards.  Inter-rater reliability was assessed using Kappa coefficients 
according to previously established guidelines.37  Training was successful when coders reached 
acceptable Kappas of between .70 and 1.0.37  Consistent with previous research using this 
observational method, 33% of parent-adolescent discussions were double-coded.38  Inter-rater 
reliability was monitored throughout the coding process to eliminate potential “coder drift”, and 
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coding disagreements were resolved in consensus meetings. The consensus codes were used in 
subsequent analyses. 
Final inter-rater reliability for the discussion of shared knowledge code was a Kappa of 
.83 (see Table 3 for percentage of shared knowledge codes). 
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Appendix C 
Originally Proposed Analyses 
Research Question 1 
What are the characteristics of adolescents who report cyber victimization, and parents 
who know their teen has been cyber bullied? 
Hypothesis 1a.  Consistent with previous research, it is hypothesized that older 
adolescents, female adolescents, and those who spend more time on the Internet will report 
higher rates of cyber victimization. 
Bivariate correlations were performed to assess associations between cyber victimization 
and adolescent age, gender and time spent on the Internet.  Consistent with previous research, 
adolescents who were female (r = .22, p = .01) and spent more time on the internet (r = .43, p < 
.001) were more likely to have higher rates of cyber victimization.  Age was not significantly 
associated with cyber victimization.  Adolescent reports of cyber victimization were positively 
associated with engagement in cyberbullying (r = .63, p < .001).  Correlations between 
adolescent variables can be seen in Table 4.  
Previous researchers have identified key variables that distinguish victims from non-
victims, including gender, age and time spent on the internet.  The present study’s sample was 
similar to prior studies in that adolescents were more likely to report victimization if they were 
female, and reported more victimization with increased time on the internet.  Adolescents who 
engaged in cyberbullying behaviors were also more likely to be cyber victims.  
Hypothesis 1b.  Consistent with previous research, it is hypothesized that mothers, 
parents of younger adolescents, and parents of female adolescents will be more likely to know 
that their adolescent has been the victim of cyberbullying. 
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A series of t-tests and chi-square analyses were performed to examine differences in 
adolescents’ age, adolescents’ gender, and parent gender within families who discussed shared 
knowledge compared to families who did not.  Two independent-samples t-tests were conducted 
to assess adolescent victims’ age differences in discussions of shared knowledge of cyber 
victimization.  There were no significant differences in the age of adolescents who discussed 
shared knowledge (Mmothers = 14.78, SD = 1.68; Mfathers = 14.00, SD = 1.41) compared to those 
who did not (Mmothers = 14.60, SD = 1.68; Mfathers = 14.46, SD = 1.65); mother-teen dyads: t (88) 
= -.46, p = .65 and father-teen dyads: t (27) = .65, p = .52.  Chi-square analyses indicated no 
significant differences in shared knowledge of victimization with respect to parents’ gender, χ2 
(1, n = 119) = .02, p = .88, phi = .01, or adolescents’ gender [mother-teen dyads: χ2 (1, n = 90) = 
3.11, p = .08, phi = .19, father-adolescent dyads: χ2 (1, n = 29) = 3.48, p = .06, phi = .35]. 
The present study utilized a seven-minute internet discussion task to assess parents’ 
knowledge of adolescents’ cyber victimization.  Discussions were coded for parent-adolescent 
communication about adolescents’ victimization.  It was hypothesized that families with younger 
adolescents would be more likely to discuss knowledge of victimization; however the results 
showed no significant age differences in the likelihood of discussing shared knowledge.  Mother-
adolescent dyads were expected to discuss shared knowledge more than father-adolescent dyads, 
and female adolescents were expected to be more likely to discuss knowledge with their parents.  
The present study found no significant parent or adolescent gender differences in the discussion 
of shared knowledge.   
The lack of age and gender differences may be associated with the small percentage of 
families that actually discussed cyber victimization (Table 3).  The findings may indicate that 
adolescents are not discussing victimization with their parents.  Researchers should examine why 
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teens are not talking to their parents about their experiences with victimization, and assess 
correlates that may facilitate family discussions (i.e., open communication).  The null findings 
may also be a result of methodological limitations.  Limitations exist in the coding scheme 
utilized in the present study, which may have decreased the number of families coded as having 
discussed shared knowledge.  Parents were given credit for knowledge of victimization, only 
when the child confirmed or elaborated on parents’ statements.  There may have been parents 
who knew a teen was victimized and discussed knowledge, but the adolescent failed to confirm.  
There were also instances in which an adolescent told his or her parent about an experience with 
victimization; however the discussion was not coded as shared knowledge.   
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Research Question 2 
Is parental knowledge of cyber victimization associated with parent information-gathering and 
teen information-management strategies? 
 Hypothesis 1.  
It is hypothesized that: 
a. Parents are more likely to have knowledge of cyber victimization when they 
actively seek information about adolescents’ internet behaviors through rules, 
solicitation, or indirect strategies. 
b. Parents are more likely to have knowledge of cyber victimization when their 
adolescents disclose more, and keep fewer secrets about internet behaviors. 
To examine whether parental monitoring strategies and adolescent information 
management strategies predicted shared knowledge of victimization within mother-adolescent 
dyads with adolescents, a logistic regression model was run for the sub-sample of teens who 
reported any victimization (N = 90)  
 In the first step of the model, mothers’ shared knowledge of adolescent cyber 
victimization was regressed onto adolescent age and gender.  Adolescent information 
management strategies, disclosure and secrecy, were entered at the second step.  In the final step, 
parental monitoring strategies (rules, solicitation, and covert) were entered.  Neither parental 
monitoring strategies nor adolescent information management strategies significantly predicted 
discussion of mothers’ shared knowledge of cyber victimization (Table 4).  The subsample of 
father-adolescent dyads with adolescents who reported victimization was not examined due to a 
very small sample size (N = 29). 
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The present study examined parents’ knowledge of adolescents’ cyber victimization 
through parent-adolescent discussions of internet/phone use with a sample of adolescents who 
reported cyber victimization.  Parent-adolescent dyads were presented with two discussion 
prompts about cyberbullying, “How can teens use the internet or cell phone texting to be mean 
or hurt other teens’ feeling?” and “Let’s talk about what parents do if they find out their child is 
being bullied online or through texts.”  The discussion prompts were not specific to the families’ 
experiences with cyberbullying; however we expected that families would spontaneously discuss 
their own experiences.  Parent-adolescent responses were coded for discussions of shared 
knowledge, and the results showed no significant associations between parental monitoring of 
internet/phone use, or adolescent disclosure about internet/phone use, and discussions of shared 
knowledge.   
The lack of significant findings may be associated with our small sample size (N = 90) 
and the limited number of mother-adolescent dyads that were coded as having discussed 
victimization (n = 23). The findings may indicate that adolescents do not talk to their parents 
about their experiences with cyberbullying.  Researchers should examine the reasons that 
adolescents do not talk to their parents about cyber victimization.  Similar to general adolescent 
disclosure research, adolescents may be trying to avoid getting into trouble,17 or may believe that 
telling their parents would not be beneficial.  In fact, adolescents have reported not telling their 
parents about cyberbullying for fear of losing their online privileges.39  Future research may 
benefit from studying adolescents’ beliefs about the harmfulness of the cyberbullying, as well as 
other correlates that may increase family discussions about victimization. 
The null findings may also be due to limitations in our methodology and coding scheme.  
Families were given credit for talking about a teen’s experience with cyber victimization when 
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both the parent and teen acknowledged that the event occurred.  We may have missed parents 
who knew their teen was bullied if the teen did not confirm a parent’s statement.  Another 
limitation was the order in which cue cards were presented, the questions that would elicit 
parent-adolescent communication about their own experiences were the last two cards presented, 
in the seven-minute task (Appendix F).  Families were instructed to talk as much as they wanted 
about each card and there were families that spent more time discussing the earlier cards and did 
not reach the last two, or the final card.  However, we did not document the frequency of these 
occurrences.  Future studies utilizing this methodology may benefit from developing a way to 
track when families do not talk about the key cue cards.  Having a card specific to a family’s 
experience with cyberbullying may be beneficial for future studies.   
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Table 1 
Adolescent cyber descriptive statistics 
Note: Percentage of teens who reported cyberbullying behaviors and cyber victimization were 
obtained utilizing Schenk and Fremouw’s (2012) criteria. 
 
 
 
 
 
 
 
Measure M (SD) N (%) 
Internet in Home 
 
148 (95.5) 
Has own computer  97 (62) 
Has phone with internet capabilities  93 (60) 
Adolescent internet use  3.48 or 1-3 hours (0.90)  
Adolescent cell phone use  3.07 or 1-2 hours (1.07)  
Adolescent engagement in cyberbullying behaviors 1.40 (0.63)  
Adolescent cyber victimization 1.71 (0.93)  
Adolescent risky internet behaviors 1.32 (0.58)  
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Table 2 
Adolescent experience with cyberbullying  
Note: Percentages of adolescents who engaged in cyberbullying behaviors and were cyber 
victims were obtained utilizing Schenk and Fremouw’s (2012) criteria. 
 
 
 
 
 
 
 
 
 
 
 
 
Measure None (%) Low (%) Criteria (%) 
Adolescent engagement in cyberbullying behaviors 52.5 24.1 23.4 
Adolescent cyber victimization 35.5 22.7 41.8 
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Table 3 
Parents’ discussions of shared knowledge of cyber victimization 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Measure % 
Discussion of shared knowledge with mothers (N = 90) 25.3 
Discussion of shared knowledge with fathers (N = 29) 24 
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Table 4 
Correlations between adolescent demographic variables, cyber victimization, and cyberbullying 
Note.  * p < .05; ** p < .01; *** p < .001 
 
 
 
 
 
 
 
 
 
 
Variable 2 3  4 5 
1. Gender -.02    .17**     .22** .19* 
2. Age 1.0  .18* .11   .24** 
3. Weekly Internet Use        1.0       .43***     .45*** 
4. Cyber Victimization         1.0     .63*** 
5. Cyberbullying       1.0 
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Table 5 
Logistic regression predicting mother-adolescent victim dyads’ shared knowledge of cyber 
victimization (N = 90) 
 B S.E. Wald df p 
Odds 
Ratio 
95.0% C.I. for 
Odds Ratio 
       Lower Upper 
Teen Age .19 .17 1.22 1 .27 1.21 .86 1.69 
Teen Gender -.95 .63 2.27 1 .13 .39 .11 1.33 
Teen Disclosure .16 .24 .45 1 .50 1.17 .74 1.88 
Teen Secrecy .26 .24 1.10 1 .30 1.29 .80 2.08 
Internet Rules .32 .37 .74 1 .39 1.38 .67 2.85 
Internet Solicitation .08 .28 .08 1 .77 1.09 .62 1.89 
Internet Covert Monitoring -.03 .23 .01 1 .91 .97 .62 1.53 
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Appendix D 
Parent Measures 
 
Demographics 
1. What gender are you? 
       ⁯Male   ⁯ Female 
 
2. What is your relationship to the adolescent in the study?  
⁯Birth Mother   ⁯Birth Father   ⁯Grandparent 
⁯Step-Mother   ⁯Step-Father   ⁯Other relative (aunt, uncle,    
⁯Adoptive Mother               ⁯Adoptive Father                     brother, sister, cousin, etc.) 
⁯Other relative (specify):____________________ 
⁯Other guardian (specify): ___________________ 
  
3. What is your present marital status? 
⁯ Married 
⁯Divorced/Separated 
⁯Widowed 
⁯Single, never married 
                        ⁯Living with a romantic partner 
 
4.  For how long have you had your present marital status?  _________ years 
5. How old are you? __________ (years) What is your birthday? _____________(Month/Day/Year) 
6. What is your ethnicity (Please circle)? 
 African-American/Black  Hispanic/Latino 
 Asian-American/Pacific Islander  Native American 
 Caucasian/White  Other (describe)__________________ 
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7.  What is the highest level of education you have completed? 
     ⁯ Completed 8th grade   
     ⁯ Completed high school  
     ⁯  Completed college  
     ⁯  Business or Technical School 
     ⁯  Graduate degree (doctor, lawyer, PhD) 
 8. Are you currently employed? 
⁯Yes, full-time  ⁯ Yes, part-time   ⁯No 
 
9. Are you a student?  
         ⁯Yes, full-time          ⁯Yes, part-time   ⁯No 
10. Which best describes your total yearly household income?   
⁯$11,999 or less 
⁯$12,000 to 24,999 
⁯$25,000 to 49,999 
⁯$50,000 to 74,999 
⁯$75,000 to 99,999 
⁯$100,000 to 149,999 
⁯$150,000 or above 
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Parental Internet and Cell Phone Monitoring Strategies 
Parental Rules 
 
For the next set of questions, please rate the extent to which your family has rules for each issue 
listed below, using the following scale: 
 No rules or 
expectations 
   Firm, 
clear 
rules 
1.  How long your child is allowed to be online 1 2 3 4 5 
2.  What your child is allowed to post on social 
websites (FACEBOOK)? 
1 2 3 4 5 
3. How much time my child spends on their cell 
phone 
1 2 3 4 5 
4. The types of messages my child is allowed to 
text 
1 2 3 4 5 
 
Solicitation 
How often do you talk to your teenager or 
ask about… 
Never 
1 
2 3 4 Always 
5 
1. The types of pictures and comments 
he/she puts on his/her social networking site 
(FACEBOOK)  
1 2 3 4 5 
2. What he/she talks about on the phone 
with friends? 
1 2 3 4 5 
3. If he/she visits adult websites 1 2 3 4 5 
4. If he/she is talking to individuals online 
who he/she doesn’t know 
1 2 3 4 5 
5. The types of text messages he/she sends 
on his/her cell phone 
1 2 3 4 5 
6. If he/she texts sexual messages or photos 1 2 3 4 5 
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on his/her cell phone 
7. If he/she texts mean or hurtful  messages 
on his/her cell phone 
1 2 3 4 5 
 
Covert Monitoring 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Have you ever, checked your child’s… Yes No 
1. Email to get information about what your teen is doing or saying to friends Y N 
2. Cell phone to get information about what your teen is doing or saying to friends Y N 
3. Do you use social networking sites (such as FACEBOOK) to monitor your child’s 
behavior? 
Y N 
4. Do you monitor your child’s cell phone use? Y N 
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Appendix E 
Adolescent Measures 
Demographics 
1. What gender are you? 
       ⁯Male    ⁯Female 
 
2. How old are you? __________ (years) What is your birthday? ______________(Month/Day/Year)   
 
3. What is your grade in school?   6th    7th   8th   9th    10th   11th   12th  
 
4.  School grades (Please circle): 
 ⁯ Mostly A’s 
 ⁯ Some A’s some B’s 
 ⁯ Mostly B’s 
 ⁯ Some B’s some C’s 
 ⁯ Mostly C’s 
 ⁯ Some C’s some D’s 
 ⁯ Mostly D’s or lower 
 
5. What is your ethnicity (Please circle)? 
 ⁯ African-American/Black  ⁯Hispanic/Latino 
 ⁯ Asian-American/Pacific Islander ⁯Native American 
 ⁯ Caucasian/White  ⁯Other (describe)__________________ 
 
 
6.  Who currently lives in your home (Circle all that apply)? 
 ⁯ mother (birth or adopted) ⁯ stepmother 
 ⁯ father (birth or adopted) ⁯ stepfather 
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 ⁯ brothers/sisters? (ages of siblings)_________________________  
 ⁯ other adults (who?)___________________  
 
 
7.  What is the highest level of schooling your 
mother (or female guardian) completed? 
 
8.  What is the highest level of schooling your 
father (or male guardian) completed? 
 
     ⁯ Completed 8th grade   
     ⁯ Completed high school  
     ⁯ Completed college  
     ⁯ Graduate degree (doctor, lawyer, PhD)        
     ⁯ Don’t know or unsure 
 
At what type of JOB does your MOTHER work? 
_________________________________ 
     ⁯ Completed 8th grade   
     ⁯ Completed high school  
     ⁯ Completed college  
     ⁯ Graduate degree (doctor, lawyer, PhD)        
     ⁯ Don’t know or unsure 
 
At what type of JOB does your FATHER work? 
_________________________________ 
 
 Yes No 
1. Do you have your own computer? Y N 
2. Does your home have internet? Y N 
3. Do you have a phone with internet capabilities? Y N 
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Internet and Cell Phone Use Questions 
 
How many hours per day do you spend on the internet? 
Weekday None Less than 1 1-2 3-5 6+ 
Weekend None Less than 1 1-2 3-5 6+ 
 
How many hours per day do you spend on your cell phone? 
Weekday None Less than 1 1-2 3-5 6+ 
Weekend None Less than 1 1-2 3-5 6+ 
Texting None Less than 1 1-2 3-5 6+ 
Making Calls None Less than 1 1-2 3-5 6+ 
Surfing the Internet None Less than 1 1-2 3-5 6+ 
 
 
Adolescent Cyber Victimization Questions 
 
In the last year: 
 
0 1 2-3 4-7 8-
14 
15 or 
more 
1. How many times has someone posted damaging or 
embarrassing information (secrets) about you through chat rooms 
or on social networking sites (for instance, on your or other 
peoples “wall”)? 
0 1 2-3 4-7 8-
14 
15 or 
more 
2. How many times have you received harassing, mean, or nasty 
text-messages? 
0 1 2-3 4-7 8-
14 
15 or 
more 
3. How many times has someone posted hurtful comments about 
you on the internet through chat rooms or on social networking 
sites (on your or other peoples “wall”)? 
0 1 2-3 4-7 8-
14 
15 or 
more 
4. How many times has someone posted hurtful pictures of you 0 1 2-3 4-7 8- 15 or 
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without your permission? 14 more 
5. How many times has someone started rumors or gossiped about 
you through chat rooms or on social networking sites (for 
instance, on your or other peoples “wall”)? 
0 1 2-3 4-7 8-
14 
15 or 
more 
6. How many times has someone pretended to be someone they 
were not and posted or sent material to damage your friendships 
or reputation, and/or hurt or embarrass you?  
0 1 2-3 4-7 8-
14 
15 or 
more 
7. How many times has someone started rumors or gossiped about 
you through text messaging 
0 1 2-3 4-7 8-
14 
15 or 
more 
 
 
 
Adolescent Internet and Cell Phone Information Management Strategies 
 
Disclosure Items 
 
How often do you tell your parents about the 
following activities (without them asking)…If you 
never do the activity, check “I don’t do this” 
 
Never 
1 
 
 
2 
 
 
3 
 
 
4 
 
Always 
5 
I 
don’t 
do 
this 
1. The types of pictures and comments you put on 
your social networking site (FACEBOOK) 
1 2 3 4 5 6 
2. What you talk about on the phone with friends? 1 2 3 4 5 6 
3. If you visit adult websites 1 2 3 4 5 6 
4. Who you talk to online 1 2 3 4 5 6 
5.The types of text messages you send on your 
phone 
1 2 3 4 5 6 
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Secrecy Items 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
How often do you keep the following activities 
secret from parents… If you never do the 
activity, check “I don’t do this” 
Never 
 
1 
 
 
2 
 
 
3 
 
 
 
4 
 
Always 
 
5 
I 
don’t 
do 
this 
1. Who you are talking to online 1 2 3 4 5 6 
2. If you post suggestive or racy pictures and 
comments on social networking sites (such as 
FACEBOOK) 
1 2 3 4 5 6 
3. If you visit adult websites 1 2 3 4 5 6 
4. What you talk about on the phone with friends 1 2 3 4 5 6 
5. The types of text messages you send on your 
phone 
1 2 3 4 5 6 
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Appendix F 
Discussion Cue Cards 
Card 1 – Teen 
Let’s talk about the different ways that people in our family use the internet.  How often are we 
on the internet? How important is internet to our lives?  
 
Card 2 – Parent 
How do families make decisions about which websites teens should and should not visit? 
 
Card 3 – Parent 
Are there any potential problems or dangers associated with communicating with people online 
or through cell phone texting? Let’s talk about this. 
 
Card 4 – Teen 
How can teens use the internet or cell phone texting to be mean or hurt other teens’ feeling?  
 
Card 5 – Parent 
Let’s talk about what parents do if they find out their child is being bullied online or through 
texts. 
 
