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NOT INTERESTING ENOUGH TO BE
FOLLOWED BY THE NSA
An analysis of Dutch privacy attitudes
Anouk Mols and Susanne Janssen
Open curtains and a careless attitude. The Dutch are described as holding an indifferent stance
towards privacy in the aftermath of Snowden’s revelations of far-reaching government surveil-
lance. But are Dutch reactions as aloof as often claimed? This study provides an in-depth over-
view of privacy attitudes in the Dutch debate about the National Security Agency (NSA) leaks,
showing a greater variety of sentiments than anticipated. A qualitative frame analysis and a
quantitative descriptive analysis resulted in six frames, which convey distinct privacy attitudes.
Online and offline as well as professional and non-journalistic content in the debate displays a
different distribution of frames. The frames, ranging from an “End justifies the means” attitude
to an anxious fear of an “Orwellian dystopia”, are placed in a larger framework as the research
demonstrates the connection to existing theories about privacy and surveillance. Dutch discus-
sions about the NSA revelations often display a trade-off narrative balancing safety against pri-
vacy, and include (de)legitimisation strategies. These outcomes are in line with previous studies
about mediated surveillance debates, which indicates that privacy attitudes transcend national
boundaries. However, the inclusion of user-generated content adds an individual dimension to
the existing body of research and reveals a personal perspective on surveillance issues.
KEYWORDS attitudes; framing; National Security Agency (NSA) revelations; privacy; public
debates; surveillance
Introduction
“Because even if you’re not doing anything wrong you’re being watched and
recorded” is Edward Snowden’s answer to the question why people should care about
surveillance (Rodriguez 2013). Snowden, a former National Security Agency (NSA)
contractor, is responsible for leaking thousands of classified NSA documents to journal-
ists. Information from these files is published in international newspapers, starting with
The Guardian on June 6, 2013 (Greenwald 2013), revealing how the NSA collected
incomprehensible amounts of data from millions of people worldwide. In the name of
its foreign surveillance mission, the NSA collaborated with intelligence services, social
networking sites, software developers, network providers and other parties to collect
and monitor cell phone locations, contact lists, emails, conversations and other personal
data (Angwin and Larson 2014). The NSA practices are a form of surveillance: the collec-
tion and processing of personal data for influencing or managing purposes (Lyon 2001).
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Unsurprisingly, the NSA revelations led to numerous news articles and public
discussions. They also inspired academic scholars to reflect on the future of a post-
Snowden cyberspace (Bajaj 2014), laws and regulations in a post-NSA era (Van der Sloot
2014), the NSA leaks’ socio-technical consequences (Lyon 2014), the ethical implications
(Lucas Jr 2014) and state-media–citizen relations (Digital Citizenship and Surveillance
Society Project, http://www.dcssproject.net/). While the international press was capti-
vated by the NSA revelations, reactions in Dutch newspapers seemed reassuring. “Most
people are simply not interesting enough to be followed by the NSA” is a quote that
frequently came up in Dutch news media (e.g. De Volkskrant, December 24, 2013).
According to a newspaper article that discussed the impact of the NSA revelations in
the Netherlands, Dutch citizens and politicians “don’t care about espionage” (Het Parool,
October 22, 2013). However, blogs and (tech) websites seemed to show more agitated
reactions. People spoke out against a violation of privacy rights and were shocked by
the role of national security agencies and commercial actors in the NSA surveillance of
European citizens.
This article aims to provide an in-depth examination of Dutch privacy attitudes
and viewpoints in public debates about the NSA revelations and to establish which
sentiments prevail in professional news coverage as well as non-journalistic online
contributions. The analysis and findings not only complement academic research about
privacy attitudes and surveillance debates, but are also relevant for actors and
organisations concerned with privacy issues and online civil rights.
The first theoretical section considers the definition of privacy as a social issue,
analyses of surveillance media representations and the Dutch context of the public
debate at hand. The subsequent methodological section covers an explanation of the
data sample and the analysis, followed by a detailed description of the resulting frames
and their connection to theoretical notions of privacy that address the societal and
individual impacts of digital surveillance.
Background
Privacy as a Social Issue
Privacy is a complex concept that encompasses various views about human free-
dom, rights, personal values and information flows (Bennett 2011; Rosenzweig 2012).
Building on one of the earliest notions of privacy that emphasised the right to be
let alone (Warren and Brandeis 1890), legal scholars conceive of privacy as control-over-
information and focus on personal information as property (see the critical review by
Solove 2002). Philosophers take a different approach by exploring the boundaries
between the public and the private and by addressing privacy as a personal value. On
the one hand, they focus on controlling access to one’s inner aspects and relate privacy
to intimacy, trust and identity. In this view, privacy is a vital component of human inter-
action and relationships (Schoeman 1984). On the other hand, descriptive and norma-
tive forms of privacy concerning information control are considered (Tavani 2007). A
critical perspective addresses the politics of privacy, focusing on the dominance of cor-
porations and governments in a digital economy, characterised by an unequal division
of power and data ownership (Allmer 2013; Fuchs 2012; Sandoval 2014). Technical
scholars propose more fluid notions of privacy to adapt to new technological advances
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(Finn, Wright, and Friedewald 2013), incorporating the role of both individual and insti-
tutional control and responsibilities (Whitley 2009). They stress that problems related to
different types of privacy require customised solutions and configurations (Van der
Ploeg 2005).
Because the implications of massive data collection transcend the individual level,
this study focuses on a notion of privacy as a social issue as proposed by Margulis
(2003), inspired by Regan (1995). Individual, societal and governmental interests in pri-
vacy are included in this broader social perspective which explores how privacy is soci-
etally important in three ways. First, there is a common or shared interest in privacy
and in a right to privacy. Second, privacy is “a societal value because it supports and is
supported by a democratic political system” (Margulis 2003, 249) and, third, privacy can
be seen as a societal good that needs to be distributed equally by institutional, techno-
logical, governmental and market forces. Threats to privacy almost exclusively arise in
relationships between the individual and private or governmental organisations, and
take place in the public and societal realm (249). The NSA revelations are discussed in
this public and societal realm where relations between individuals and governmental
security institutions, as well as commercial organisations, are at stake.
In the current data-driven society wherein social and working life are mediated
and mediatised to a large extent, threats to privacy have increased tremendously. A
recent Pew survey showed that attitudes towards privacy can be complex. A year after
the NSA leaks, many American citizens believed that online privacy became impossible
and felt that they lost control over how personal information is collected. Yet, they are
willing to trade off their personal data for access to free services (Madden et al. 2014).
Media Representations of Surveillance
The public debate at hand consists of public responses about privacy following
Snowden’s revelations of far-reaching surveillance practices. Media attention to surveil-
lance technologies intensified in the last two decades (Barnard-Wills 2011), while it also
became more critical (Finn and McCahill 2010; Hronesova, Caulfield, and Guasti 2014).
Whereas both UK and Canadian newspaper coverage of the introduction of CCTV
(closed-circuit television) was almost exclusively supportive of surveillance (Greenberg
and Hier 2009; McCahill 2003), later studies show more variety in news discourses. Finn
and McCahill’s (2010) extensive analysis of the representation of surveilled individuals in
UK newspapers reveals a central discursive theme based on the flexible binary opposi-
tion of “us” (law-abiding citizens) versus “them” (deviants and out-groups). This division
determines the framing of “good” versus “bad” surveillance technologies. Barnard-Wills
(2011) explains how the “us” and “them” binary is used in a positive evaluation of “ap-
propriate” surveillance (protecting “us” from “them”) opposed to negative “inappropri-
ate” surveillance (“us” surveilled by “them”). These evaluations are closely related to a
trade-off narrative of security/crime control versus civil liberties/privacy (Barnard-Wills
2011), which is also visible in UK newspaper coverage about CCTV and body scanners
(Hronesova, Caulfield, and Guasti 2014).
However, media representations of the NSA revelations differ distinctly from pre-
ceding media coverage because they revolve around a variety of combined surveillance
technologies used on an unprecedented scale. Branum and Charteris-Black (2015) show
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that UK newspaper coverage about the NSA revelations is coloured by the newspapers’
ideology, news values and audience considerations. However, like the aforementioned
trade-off discourses, Lischka’s (2015) large-scale analysis of UK television and radio news
broadcasts (part of the Digital Citizenship and Surveillance Society Project), distin-
guishes terrorism versus privacy as the two major themes in a variety of news media.
Legitimising and delegitimising strategies play an important role in UK news broadcasts
(Lischka 2015). Legitimation strategies are also visible in Schulze’s (2015) analysis of
German politicians’ public reactions to the NSA revelations wherein terrorism is offered
as a justification of surveillance measures.
Existing studies about media representations of surveillance mainly focus on the
United Kingdom. In light of the aforementioned analyses of media coverage of NSA
revelations, this article explores the Dutch news coverage while also considering the
online reactions of citizens. The next section provides historical and cultural context to
the Dutch public debate.
Open Curtains
The Dutch public debate offers an interesting case study for the examination of
privacy attitudes. History offers three explanations for a trusting, care-free attitude that
might have led to an indifferent stance towards the NSA revelation. First, Dutch history
is characterised by the development of an early democracy and a democratic corpo-
ratist media system. Moderate political views prevail in the public debate (Hallin and
Mancini 2004). In this, the Dutch situation differs from the United Kingdom, where
press opposed the use of identity cards after the Second World War (Agar 2001) and
where the ubiquity of CCTV cameras led to recurring public debates (e.g. McCahill
2003). Second, Dutch citizens never experienced far-reaching state surveillance and
therefore lack a public memory of totalitarian surveillance measures infringing personal
freedom. This sharply contrasts with the German case, where reactions to the NSA reve-
lations occurred against the historical backdrop of two succeeding dictatorships
(Schulze 2015). Third, the Dutch are well-known for their open culture which is exempli-
fied by their large windows with open curtains. According to Bolt (2008), Dutch citizens
keep their curtains open either to assure their neighbours that they have nothing to
hide or because they are not ashamed of their everyday lives. Simultaneously, the open
curtains allow for a form of social and informal surveillance that citizens consent to and
in which they participate to increase a sense of safety (Vera 1989). While (online) pri-
vacy arguably transcends the elementary choice of (not) hiding yourself, the relevance
of this openness of Dutch culture also emerges from the analysis.
More recently, a Eurobarometer survey showed that Dutch respondents feel com-
fortable with disclosing personal information when they use online services and appli-
cations or obtain online products (TNS Opinion & Social 2015). For almost half (48 per
cent) of Dutch respondents providing personal information is not a big issue, and the
Dutch are among the least concerned European citizens when it comes to not having
control over their personal data. In addition, while the Netherlands is among the three
countries with the highest share of respondents who claim to have heard of Snowden’s
revelations, only 43 per cent of the respondents indicated that the NSA leaks negatively
impacted their trust in the use of personal data (TNS Opinion & Social 2015).
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These survey results, combined with an open culture, moderate political debates
and history, imply that the Dutch are indifferent towards privacy issues. This empirical
study anticipates more complex Dutch privacy attitudes and is therefore based on an
explorative research method. The next section explains how an inductive frame analysis
is combined with a descriptive quantitative analysis to distil distinct privacy attitudes.
Method
Sample
To enable a detailed overview of the attitudes about privacy in the Dutch public
debate about Snowden’s revelations, a twofold content analysis was designed. Atti-
tudes about privacy were distilled in the first stage, whereas the second level of analy-
sis allowed for the interpretation of the role and extent of the attitudes in the public
debate. The research design includes an inductive frame analysis (phase 1) and a
descriptive content analysis (phase 2) of reactions about the NSA revelations which
were published or posted in the two weeks after the first revelations, June 6 to 20,
2013. The sample is based on the first two weeks of the public debate to enable an
analysis of all retrievable initial responses to the revelations which are not yet influ-
enced by external parties or events.
The research units are reactions to Snowden’s revelations: written accounts of the
NSA leaks which include meaningful text elements (words, sentiments, metaphors,
opinions) about privacy. The sample consists of both professional/journalistic and user-
generated/non-journalistic content. The former includes articles and blogs written by
professional authors: journalists, editors and professional bloggers (connected to a com-
pany, organisation or association); whereas the latter is published or posted by blog-
gers (on a personal note), members of the audience (in letters to the editor, and
comments or reactions to online content) and forum participants.
The sample was constructed by the use of two search strategies. First, the offline
coverage was collected via LexisNexis using the query “NSA AND privacy” to search all
Dutch news and to collect reactions published in quality newspapers (such as NRC Han-
delsblad and De Volkskrant), popular newspapers (such as De Telegraaf and Algemeen
Dagblad), regional newspapers (such as Limburgs Dagblad) and wire service reports
(such as ANP). Second, online reactions were gathered via a demarcated Google search
for results that originated in The Netherlands and were written in Dutch (search query:
“allintext: NSA AND privacy”). This part of the sample includes forum threads on web-
sites like the youth-oriented Fok forum.nl, (news) articles and comments on tech web-
sites such as Tweakers.net, personal blogs like Rebelsehuisvrouw.nl, corporate blog posts
on sites like greenhost.nl, and blog posts and comments on popular blogs such as
provocative GeenStijl.nl, progressive Joop.nl and its counterpart The Post Online.
All articles were filtered for privacy attitudes: text sections wherein authors
describe privacy in relation to the NSA revelations. Irrelevant results were omitted to
end up with a selection of responses that displayed one or more attitudes about pri-
vacy. The resulting sample (see Table 1) consists of 107 offline newspaper articles and
150 online contributions. The sample comprises 154 items from professional authors
and 103 items that qualify as user-generated content. The data sample is highly diverse.
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For instance, news articles are often longer than forum threads, and blog authors take
a more personal approach than news wire articles. However, this diversity does not hin-
der the comparability of results because the analysis focused on mapping privacy senti-
ments and actors in the public debate instead of comparing full articles.
Content Analysis
Attitudes about privacy were distilled via an inductive frame analysis, identifying
recurring patterns in online/offline and professional/non-journalistic content. Frames are
representations of a perceived reality wherein the selection and salience of aspects
result in “a particular problem definition, causal interpretation, moral evaluation and/or
treatment recommendation for the item described” (Entman 1993, 52). They can be
regarded as “principles of selection, emphasis and presentation composed of little tacit
theories about what exists, what happens, and what matters” (Gitlin [1980] 2003, 6).
A twofold inductive frame analysis was conducted (inspired by grounded theory;
see, among others, Strauss and Corbin 1990; Van Gorp 2007). Inductive frame analysis
enables the inclusion of general as well as more context-specific attitudes and view-
points. The process contained three levels of analysis. First, all meaningful text elements
were listed; these are the framing devices (Gamson and Modigliani 1989) which take
the form of metaphors (e.g. “open curtains”), examples (e.g. “Echelon”), catchphrases
(e.g. “Big Brother is watching you”) or specific words (e.g. “safety”). Subsequently, the
devices were clustered and supplemented with reasoning devices; explicit and implicit
statements from the texts that address causes and consequences (Gamson and Modi-
gliani 1989), such as “privacy is a farce”. The resulting clusters were labelled in a frame
matrix (see Table 2).
Subsequently, a descriptive content analysis was conducted to map the roles and
the distribution of the resulting frames in the public debate. In total, 257 contributions
were coded in SPSS, noting the author, origin and media type, listing all the actors that
express an opinion about privacy and interpreting privacy attitudes according to the six
frames that were distilled in the frame analysis. The coding process was guided by a
codebook, which is included in Appendix A. Because coding for frames (in other words,
deciding which specific frame is present in an article or online reaction) can be subject
to interpretation, an intercoder reliability test was conducted for the frame-variable.
The test resulted in a sufficient Krippendorff alpha score of 0.856 (Krippendorff 2004).
For 27 items, the contribution proved to be too ambiguous or too short to decide on a
frame.
TABLE 1
Data sample
Content Offline Online Total
Professional author 106 48 154
User-generated content 1 102 103
Total 107 150 257
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Results
Six Frames
The inductive frame analysis resulted in six distinct frames. The descriptive
content analysis mapped the online and offline recurrence and use of these frames by
professional and non-journalistic contributors to the Dutch public debate about the
NSA revelations.
The Dutch public debate appears (far) less indifferent than expected, since the
nothing to hide-frame is visible in only 7 per cent of all contributions (see Table 3). In
contrast, the most salient frame is the activist attitude (22 per cent) which aims to em-
power the user and strives for the protection of privacy as a fundamental right. Two
other, fundamentally opposed frames also play an important role. The end justifies the
means-frame (18 per cent) supports the intentions of governments to protect citizens
and is willing to trade off privacy to ensure a safe society. This frame sharply contrasts
with the Orwellian dystopia-frame (20 per cent) that stresses the negative consequences
of surveillance and foresees a dark future wherein privacy is non-existent and everyone
is guilty until proven innocent. The defeatist privacy is dead-frame (18 per cent) con-
tains a history of a long lost trust in privacy and is mainly voiced online. The two most
pessimistic frames are more often found online than offline (see Table 3) and more
often in user-generated content than in professional reactions (see Table 4). A personal
struggle for privacy is reflected in the privacy paradox-frame which plays a minor role
in the public debate about the NSA revelations. Before the six frames are discussed in
detail, the temporal development of the debate will be addressed (see Figure 1).
Dutch reactions to the NSA revelations kick-started on 7 June 2013, reaching a
second peak on 10 and 11 June. These two peaks are related to meaningful events; the
first peak is connected to the first NSA revelations about Verizon and PRISM (a surveil-
lance programme that collects personal information via communication platforms and
services), whereas the second peak links to the disclosure of Snowden’s identity on 10
June. After the second peak, the Dutch debate became more diverse. Instead of focus-
ing on the same subject, newspapers published background information about various
topics (such as the political consequences, Edward Snowden’s identity and the situation
in Europe). A wide range of opinions is voiced in columns, opinion pieces, responses of
the public and (personal) blogs.
The first day of the debate contained the most coverage; a total of 66 (online
and offline) contributions which mainly focused on the NSA collecting Verizon phone
TABLE 3
Distribution of frames over all reactions
End justifies
the means
Nothing
to hide
Privacy
paradox
Empower
the user
Privacy
is dead
Orwellian
dystopia
No
distinct
frame Total
Offline 26 (24) 3 (3) 4 (4) 28 (26) 15 (14) 11 (10) 20 (19) 107 (100)
Online 20 (13) 16 (11) 7 (5) 29 (19) 32 (21) 39 (26) 7 (5) 150 (100)
Total 46 (18) 19 (7) 11 (4) 57 (22) 47 (18) 50 (20) 27 (11) 257 (100)
N = 257. Percentages are given in parentheses.
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records and PRISM. According to US government officials, PRISM targets foreign nation-
als. It is therefore not surprising that the end justifies the means-frame is visible in 10
out of 66 reactions as it often cites authority figures who defend the need for the
surveillance measures. However, strikingly, the most often recurring attitudes on that
day are reflected in the privacy is dead-frame (15/66) and the Orwellian dystopia-frame
(17/66). The most pessimistic attitudes were voiced directly after the first revelations,
which indicates that the debate started off in a heated manner. Less emotional is the
empower the user-frame that offers background information about how citizens should
protect their privacy (7/66). This frame is opposed by the nothing to hide-frame (7/66)
that downplays the consequences of digital surveillance.
The second peak in the debate mainly discusses the disclosure of Snowden’s
identity and includes 64 reactions in two days (10 and 11 June). Again, the privacy is
dead-frame (16/64) and the Orwellian dystopia-frame (15/64) play a large role in this
TABLE 4
Distribution of frames over professional and user-generated content (UGC)
End
justifies
the means
Nothing
to hide
Privacy
paradox
Empower
the user
Privacy
is dead
Orwellian
dystopia
No
distinct
frame Total
Professional 31 (20) 3 (2) 7 (5) 47 (30) 21 (14) 19 (12) 26 (17) 154 (100)
UGC 15 (15) 16 (15) 4 (4) 10 (10) 26 (25) 31 (30) 1 (1) 103 (100)
Total 46 (18) 19 (7) 11 (4) 57 (22) 47 (18) 50 (20) 27 (11) 257 (100)
N = 257. Percentages are given in parentheses.
FIGURE 1
Development of frames over time
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section of the debate. However, the empower the user-frame (17/64) has the strongest
presence, describing how Snowden stresses the importance of a public debate about
privacy and encouraging the user to care about their privacy. The other frames do not
address the impact of Snowden’s revelation on the privacy of citizens. Instead, the end
justifies the means-frame is visible in 9/64 contributions and emphasises the risks of
Snowden’s revelations for the safety of society, whereas the nothing to hide-frame (7/
64) disregards the impact and importance of Snowden’s revelations in general. The pri-
vacy paradox-frame plays a small role in the debate as it only occurs in 4 per cent of
the reactions. In the next section, the six frames are described in detail.
End Justifies the Means: “Give Up an Ounce of Privacy for a Kilo of
Safety”
The notion that the end justifies the means is the basis of the first frame that is
visible in 18 per cent of all reactions and is almost evenly divided between offline and
online content. The “end” refers to public safety that is threatened by terrorism. In
order to protect the safety of society, there is no option but to sacrifice a small amount
of personal privacy (the means). Key words of this frame are “public interest”, “safe soci-
ety”, “necessary”, “safety”, “trust”, “protection” and “terrorism”. According to voices in
this frame, the most fundamental human right is safety. The problem definition of this
frame is based on the legitimisation of NSA surveillance by authority figures such as US
president Barack Obama and NSA directors Keith Alexander and James Clapper. Obama
claimed that he strives for a balance, because “100 per cent safety and 100 per cent
privacy are incompatible”. Alexander stated that more than 50 terrorist attacks were
prevented in 20 countries to prove that NSA surveillance leads to a safer society. Safety
is presented as the responsibility of citizens, who risk it if they want to protect their pri-
vacy. A Dutch politician literally asked people to: “give up your privacy for a safe soci-
ety” (Security.nl, June 6).
In addition to stressing horrible events that (could) have been prevented and that
legitimise the use of surveillance measures, authority figures and security agencies trivi-
alise the impact of surveillance. They claim that only metadata is collected, instead of
the content of phone calls and other communication. Obama’s statement “nobody lis-
tens to your phone calls” is often repeated in Dutch newspapers (e.g. NRC Next, June
11, 2013). The Dutch minister of Justice stressed that the use of surveillance techniques
“keeps an eye on the personal sphere” and that surveillance measures are taken “care-
fully, proportionately and effectively” (ANP, June 11).
Trust in government forms the basis of the end justifies the means-frame. One-third
(33 per cent) of all the reactions that display this frame consists of user-generated con-
tent. This often concerns anxious Dutch citizens who fear terrorism and are willing to
“give up an ounce of privacy for a kilo of safety”. Two-thirds (67 per cent) of the reac-
tions that contain this frame are written by professional authors, mainly in newspapers.
This can be explained by the newsworthiness of authority figures in general, and the
crucial role of Barack Obama, Keith Alexander and James Clapper in the events. While
most journalists only quote authority figures, some actively support this frame. An exam-
ple is an opinionated news article wherein the author claims: “Our safety is ensured [by
the NSA]. What is more important: security or privacy?” (Trouw, June 14, 2013).
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The anxious attitude that strives for a balance between privacy and safety relates
closely to Gellman’s (2002) argument that privacy is not a singular trait because people
can never be in complete control of their personal information. Privacy will always be a
complex value-laden concept and it is all about “cutting up the privacy pie” (256 ).
However, it is crucial to strike a balance between safety and privacy by means of legis-
lation and to address the consequences of laws that affect privacy (Gellman 2002). Gell-
man’s ideas are clearly reflected in the manner in which the end justifies the means-
frame cites authority figures who justify the surveillance measures as they focus on the
positive consequences of the measures for public safety. In the other frames, various
other voices oppose this viewpoint and address the negative consequences of surveil-
lance measures as they fear for a loss of personal freedom and privacy. However, the
next frame is based on the claim that the surveillance measures have no negative
consequences for law-abiding citizens.
Nothing to Hide: “If You Are Not Doing Anything Wrong, You Have
Nothing to Fear”
The second frame is based on the recurring statement “I’ve got nothing to hide”.
People state that they are not interesting enough to be followed by the NSA. This frame is
visible in only 7 per cent of all reactions. The finding that this frame is less salient in the
public debate may well be caused by the fact that those who are not concerned or indif-
ferent about privacy are per definition less likely to engage in public privacy debates.
An open Dutch culture is described in this frame, whereby open curtains are dis-
cussed as the offline example of the manner in which Dutch people refuse to care
about other people watching their lives. This frame is almost exclusively manifest online
in user-generated content. Key words like “uninteresting”, “exaggerated” and “normal
citizens” are frequently used. This narrative offers a binary division and separates “ordi-
nary civilians” from “people who have something to hide”. The former category has no
need for panic because they are not doing anything wrong. An online reaction to a
news article on a tech website states “I’m not a criminal and therefore I don’t expect to
appear on the government radar” (Tweakers.net, June 14, 2013).
In addition, a blog author claims that internet users do not have to fear the mass
surveillance because “the incredible amount of information collected will most defi-
nitely lead to an information overload” (42bis.nl, June 13, 2013). Online privacy may be
non-existent, but that is not a problem because personal details are impossible to track
in the enormous pile of data collected by the NSA. People claim that their holiday pic-
tures, their everyday life updates and their online preference are uninteresting to the
NSA; “They will not even be interested in your secretly stored naughty pictures”
(Joop.nl, June 7, 2013). Therefore, according to contributions displaying this frame, there
is no need for a solution and a careless attitude can be upheld.
According to Solove (2008), this attitude is based on a narrow understanding of
privacy which does not value privacy highly. This attitude focuses on very limited dis-
closure of particular information that is not likely to be threatening to the privacy of
law-abiding citizens. The nothing to hide-argument suggests that only people who are
engaged in or who desire to conceal unlawful activities should be concerned. Solove
(2008) argues that this account of privacy is problematic because it fails to include
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“non-discreditable information about people that they nevertheless want to conceal
because they find it embarrassing or just do not want others to know about” (Solove
2008, 752). Solove maintains that the nothing to hide-argument is problematic because
it is based on the assumption that privacy is about hiding bad things, while the capa-
bilities of the current state of surveillance transcend the level of uncovering hidden
information. The opaque and unaccountable process of surveillance combines all differ-
ent types of (meta)data not only to collect information that “we might really want to
conceal”, but also to predict future behaviour (Solove 2008, 766). The lack of trans-
parency disables a proper basis for the nothing to hide-frame because it is impossible
to have full comprehension of what one is hiding for which purposes.
Privacy Paradox: “We Prefer Convenience Over Privacy”
Actors in the third privacy paradox-frame are aware of the problematic conse-
quences of surveillance. Whereas the previous frames did not regard the impact of surveil-
lance as a real threat to privacy, voices in this frame express more concern. The privacy
paradox attitude plays a minor role in the debate compared to the other frames. It is visi-
ble in only 11 contributions (4 per cent of the sample), which are evenly divided between
online and offline reactions and between professional and user-generated sources. Key
words in this frame are “convenience”, “consent”, “responsibility” and “choice”. Facebook
and Google are often mentioned as companies that are pretending to be free of charge
while users pay with personal data. Authors of this frame state that online society is built
on and driven by personal data. This closely relates to Campbell and Carlson’s (2002)
notion of the commodification of privacy; a process rendering privacy concerns as con-
sumer burdens. Concerns are a hindrance because they conflict with the user agreements
of popular services such as Facebook, Google Maps and WhatsApp, which offer users con-
venience and social and functional benefits. As the author of a blog states: “Google is spy-
ing on us—with our permission. You can oppose this, but no one forces you to use this
service” (Kennisland.nl, June 13, 2013). Citizens experience a paradoxical discrepancy
between privacy concerns and online behaviour. This discrepancy is referred to as the pri-
vacy paradox (Barnes 2006; Potzsch 2009). The privacy paradox describes a tension
between users’ awareness of privacy concerns and their online behaviour.
As a result of this tension, actors within the third frame express the fear of being
digitally and socially isolated. A blog post states: “users have to choose between giving
up their privacy or ending up in social isolation” (Tweetsmania.nl, June 12, 2013). When
they decide to avoid services that require personal information, they will miss out on
social updates and events and functional tools that make their lives more convenient.
Privacy is seen as a personal choice, a personal responsibility and a personal burden. As
the author of a critical blog post puts it: “If you choose convenience over privacy and
decide to put your summer snapshots online, you are to blame when they fall into the
wrong hands” (Daskapital.nl, June 9, 2013).
Empower the User: “Privacy is in Your Own Hands”
The fourth frame also regards privacy as a personal responsibility of users. This
frame is the most often recurring frame in contributions to the public debate about
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the NSA revelations, and is mainly used by professional authors. It is almost evenly
distributed between online and offline reactions. Academic privacy experts are almost
as often cited as organisations that defend online civil rights (e.g. Bits of Freedom and
European Electric Frontiers). US, EU and Dutch authority figures also play an important
role in this frame as they demand better legislation and agreements about privacy. In
the United States, senators Mark Udall and Ron Wyden stated that they were shocked
about the current state of privacy (Trouw, June 8, 2013), (former) EU commissioner Nee-
lie Kroes wanted to protect privacy “as a fundamental human right” (ANP, June 10,
2013), and a Dutch socialist politician demanded more transparency (NRC Next, June 14,
2013). In addition to the political outcry, this frame emphasises that the importance of
privacy is neglected in the public debate about the NSA revelations. “Awareness”,
“transparency”, “protection”, “control” and “empowering” are key words in this frame.
Actors advocate more transparency when it comes to the use of personal data by gov-
ernments and companies and strive to create awareness about privacy. A blog post
states: “Everyone is entitled to digital transparency. The right to decide what you share
and who can use your data” (Twittermania.nl, June 12, 2013).
According to voices in the empower the user-frame, citizens need to be empow-
ered and must be handed the possibility to exercise control over their own data and
privacy by means of protection. Authors take a practical approach as reactions that dis-
play this frame often offer advice on how to protect personal privacy, discussing the
possibilities of encryption, open source software and other digital tools. This frame is
grounded by a notion of self-determination, described by Debatin (2011) as a moral
principle that enables individuals to control access to their private sphere and to regu-
late the flow and context of their information. The notion of self-determination is clo-
sely linked to the idea of privacy as contextual integrity defined by Nissenbaum (2010,
127) as a right to an “appropriate flow of personal information” which is determined by
the context wherein personal data are distributed. The notion of context is influenced
by roles, activities, norms and values, and the characteristics of different contexts are
crucial in establishing privacy violations. Consequently, norms of appropriateness are
socially constructed (127).
While the empower the user-frame addresses the potential threat of surveillance, it
is optimistic about privacy in general. Appropriate tools, protection and legislation can
potentially restore the endangered state of privacy. A hopeful attitude foresees a future
wherein users can control (commercial and surveillance actors having) access to their
data, in order for them to establish an appropriate flow and context for their personal
information. However, on a more critical note, it can be problematic to shift all respon-
sibilities to citizens who do not possess the proper means or knowledge to protect
their privacy. This concern was also voiced in a reaction to a blog: “privacy is in your
own hands, which is, in fact, the biggest problem” (Geenstijl.nl, June 9, 2013).
Privacy is Dead: “If You Want to Be Somewhat Safe, You Need to Leave
the Internet”
The hopeful attitude of the fourth frame is hard to find in the fifth frame. Accord-
ing to authors of this frame, there is no hope for improvement of the miserable state
of privacy, and no hope for a future without digital surveillance. “The only way to be
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safe and to maintain your privacy is to leave the digital realm” is stated in a reaction to
an article on a tech website (Onemorething.nl, June 7, 2013). Whereas actors of the pre-
vious frame believe in the future of privacy, this frame lacks optimism. The privacy is
dead-frame displays disillusionment and is mainly voiced online. The most important
actor in this frame is Edward Snowden, as he proved once again that online privacy
ceased to exist. The frame is primarily visible on tech blogs and tech websites (e.g.
Tweakers, IT Pro, Bright). Tech blogs are considered to be important influencers of the
public and industry attitudes towards digital technologies. They often display internet
centrism; a specific focus on the internet as “a powerful or indispensable tool within a
given social context” (Freelon, Merrit, and Jaymes 2015, 176). In this frame, the internet
is seen as powerful to such a large extent that its power marked its own demise. This
attitude can be described as an example of digital defeatism which, according to
Mozorov (2013), occurs when people dismiss the internet as a lost cause and give up
on it. Technology is seen as uncontrollable and there is nothing that humans can do to
prevent the decay of online freedom. The apt title of a newspaper article states:
“Internet: Fun While it Lasted” (NRC, June 12, 2013).
In this frame, the loss of the promises of the internet is mourned, and contribu-
tions on tech blogs and websites offer no solutions. The battle for privacy and online
freedom was lost long ago, when the existence of Echelon came to light (a mass surveil-
lance system of the United States and United Kingdom which monitored phone calls,
fax traffic and emails). Actors in this frame are not surprised by the NSA revelations and
mock people who express shock, such as a blog post that states: “This cannot come as a
surprise. We stood by and watched it happen” (Grenswetenschap.nl, June 11, 2013).
Orwellian Dystopia: “Big Government is Watching You”
Whereas actors in the fifth frame have lost all hope in the future of privacy,
authors within this sixth frame are disheartened to such a large extent that only fear
for a pitch-black future is left. Authors argue that Snowden’s revelations proved that
the surveillance society described in George Orwell’s 1984 became reality. A reaction to
a tech article claims that the current situation is even worse: “Modern governments are
even smarter than Orwell foresaw: they let people bring their own ‘telescreens’ into
their houses. And not only that, they even let them publish everything about their
lives” (tweakers.net, June 7, 2013).
Visible in 20 per cent of all reactions, this frame conveys the deepest worries of
actors in the Dutch debate about the NSA revelations. Surveillance measures are
described as “dystopian”, “tyrannical”, “draconic” and “undemocratic”. The frame is
voiced in opinionated newspaper content, but is mainly visible in online reactions and
in user-generated content. Authors in this frame often refer to Snowden’s most pes-
simistic statements, including his fear for “turn-key tyranny” (ftm.nl, June 10, 2013): the
possibility of tyranny activated by the turn of a key, enabled by state-of-the art surveil-
lance measures. A tech company states on their corporate blog: “We believe that the
use of uncontrolled, undemocratic and unlimited control mechanisms is more likely to
create a less safe world than a safer one” (greenhost.nl, June 11, 2013).
Unsurprisingly, this frame shows a deep distrust in governments and political sys-
tems that allegedly granted themselves too many rights. Metaphorical statements such
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as “Big Government is watching you”, “The United Stasi of America” and “Big Brother”
are often used. Authors fear that surveillance practices regard citizens as guilty until
proven innocent. Consequentially, mass surveillance makes citizens extremely vulnera-
ble to false allegations and future leaders with questionable political agendas. The fear
expressed in this frame is supported by Mayer-Scho¨nberger and Cukier’s (2013) con-
cerns about the risk of falling victim to a dictatorship of data, which abuses personal
data as a source of repression. The only possible solution is a different type of govern-
ment that restricts digitally controlled surveillance.
Conclusion
The aftermath of the NSA revelations led to international debates about privacy
and surveillance. This study examined a public debate about the Snowden leaks in the
Netherlands to uncover Dutch attitudes about privacy. The resulting six frames reveal a
variety of privacy attitudes ranging from untroubled and hopeful to deeply pessimistic
sentiments. Dutch attitudes towards privacy are thus far more diverse than suggested
by the newspapers and survey results cited earlier in this article, which mainly highlight
an indifferent stance. This indicates that the inclusive approach of this article, with a
focus on a great variety of sources and responses, led to a more comprehensive over-
view of Dutch privacy attitudes.
The most often used frame displays hope for a future wherein citizens are able to
control (access to) their personal data online. While this is a positive basis, the debate
fails to pay attention to regulations to protect citizen rights. Only the empower the
user-frame mentions politicians who stress the need for regulations, but they seem to
be overshadowed by (prominent) authority figures that condone safety measures and
actors stressing that citizens are responsible for safeguarding their personal data. When
citizens are held accountable for their privacy (instead of government institutions and
commercial actors), privacy is perceived as a personal instead of a social issue. This is
problematic because citizens do not have the means to protect their privacy fully.
The findings are in line with previous studies about the media representation of
surveillance. First, the nothing to hide-frame offers a clear distinction between law-abid-
ing citizens and people who have something to hide. The authors making this distinc-
tion place themselves in the first category, which reflects the binary distinction
between “us” and “them” as described by Finn and McCahill (2010). Second, the trade-
off between privacy/personal liberties and safety/security as found in UK media repre-
sentations about surveillance technologies (Barnard-Wills 2011; Hronesova, Caulfield,
and Guasti 2014) and the NSA revelations (Lischka 2015), is to be found in multiple
frames. Voices reflect on this trade-off in the end justifies the means-frame whereby
safety is chosen over privacy, whereas voices in the Orwellian dystopia-frame highlight
the risks of governments making this decision for their citizens. The privacy paradox-
frame introduces yet another trade-off between privacy and convenience. Finally, tar-
geting the frame analysis towards causes and consequences revealed how different
actors (de)legitimise surveillance measures, as was also found in other recent studies
(Lischka 2015; Schulze 2015). In the end justifies the means-frame, US government
officials legitimise surveillance in a war against terror narrative, whereas citizens and
journalists in the privacy is dead-frame delegitimise surveillance by emphasising the
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negative consequences. Not only the actions of governmental actors are (de)legitimised
in the resulting frames, they also offer insight in the legitimisation of citizens’
behaviour. For instance, the nothing to hide-frame legitimises the use of online media
and the privacy paradox-frame (partly) legitimises the preference of convenience over
privacy.
The similarities in the outcomes of this study and previous analyses of surveil-
lance debates show that the use of binary “us” versus “them” divisions, a trade-off nar-
rative and (de)legitimising strategies transcend national spheres. It would be
worthwhile to study whether these constructions and logics are also evident in other
countries, in and outside Europe. The use of an inductive frame analysis, the focus on
privacy and the inclusion of user-generated content allowed for the construction of an
inclusive and contextual account of a surveillance debate. The research findings move
beyond the reach of previous studies because personal legitimatisation strategies were
revealed, a perspective often neglected in studying news coverage. The analysis of
user-generated content is highly recommended for future research because it broadens
the scope of news coverage analysis to a more comprehensive account of public
debates that also involves non-journalistic actors.
A limitation of this research is the scope of the data collection. The study aims to
offer a comprehensive overview of the public debate following the NSA revelations, but,
because of feasibility and availability constraints, the analysis remains limited to text. To
investigate further the public debate, television and radio debates could be examined to
observe whether they convey different attitudes about privacy. In addition, the sampling
period of two weeks is relatively short. It would be interesting to contrast the current
findings cross-temporally with mentions of the NSA revelations in later debates about
privacy or surveillance, to see how (the tone of) these debates and particular privacy
frames and attitudes mature or change over time, also in connection with other major
“events” related to privacy (e.g. other scandals, new legislation). Furthermore, additional
research is needed, which compares privacy debates about other issues to assess how
the construction of privacy attitudes is impacted by domain-specific factors (e.g. online
commerce versus public safety) as well as national differences, e.g. in media systems
(Hallin and Mancini 2004) or cultural values (e.g. Cecere, Le Guel, and Soulie´ 2015). This
way, contextual differences in privacy debates can be identified, in order to contribute
to a broader and even more in-depth understanding of public notions of privacy.
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Appendix A
Codebook Quantitative Analysis
Name Codes
01 Identification
number
1–…
02 Date mm.dd.yyyy
03 Title of source ...title...
04 Title of article ...title...
05 Author ...name...
06 Type of author
(professional
authors in
italics—grouped
during analysis)
0 = Journalist
1 = Press agency
2 = Professional blogger (connected to company or organisation)
3 = Blogger (on personal title)
4 = Offline newsroom editors (redaction)
5 = Online newsroom editors (redaction)
6 = Member of the audience
7 = Forum participant
8 = US journalist
97 = Other
99 = Unknown
07 Source 0 = Offline
1 = Online
08 Media type 0 = Newspaper
1 = Press agency publication
2 = News magazine
3 = Weblog
4 = Internet forum
5 = News website
6 = Tech website
97 = Other
99 = Unknown
09 Publication type 0 = News
1 = Background piece
2 = Opinion piece
3 = Audience reaction
97 = Other
99 = Unknown
10a–13a Actor 1–4 ...name...
10b–13b Role of actor 1–
4
0 = Authority figure, United States
1 = Authority figure, European Union/Commission
2 = Authority figure, Netherlands
3 = Edward Snowden
4 = (Representative of) online civil rights organisation
5 = Internet user
6 = Blogger/columnist/journalist, United States
7 = Blogger/columnist/journalist, Netherlands
8 = Scientist
9 = Tech/communication/internet company
10 = Representative of tech company
11 = (Representative of) Dutch Data Protection Authority
12 = Authority figure, Great Britain
13 = Authority figure, Germany
14 = German journalist
15 = Authority figure Sweden
(Continued)
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(Continued)
Name Codes
16 = Whistle-blower (not Snowden)
17 = (Representative of) security agency
97 = Other
98 = Not applicable
99 = Unknown
14 Dominant frame
(see Table 2 for
an overview of
each frame)
0 = End justifies the means
1 = Nothing to hide
2 = Privacy paradox
3 = Empower the user
4 = Privacy is dead
5 = Orwellian dystopia
99 = Unknown
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