Combining different algorithms submitted to the Third International Fingerprint Verification Competition (FVC2004) is studied. For this work, the matching results of more than 40 fingerprint systems from both academy and industry are available on standard benchmark data. In particular, we concentrate on score-level fusion of the different algorithms, studying the correlation between them by using featuresubset-selection techniques. Based on the general algorithmic descriptions provided by the participants, some interesting experimental findings are obtained.
Introduction
The increasing interest in a wide variety of practical applications for automatic personal identification and authentication has resulted in the popularity of biometric recognition systems [1] . In particular, the use of fingerprint images has initiated much research, with a large number of different algorithmic approaches proposed during the last decades [2] . As a result, recent efforts have been conducted in order to establish common evaluation scenarios enabling a fair comparison between competing systems [3] . In the case of fingerprint recognition, a series of International Fingerprint Verification Competitions (FVC) [4] have received great attention both from the academy and the industry. These competitions have provided common data and procedures widely available now for further research [2] . Other recent comparative benchmark studies include the Fingerprint Vendor Technology Evaluations organized by NIST [5] .
On the other hand, one recent focus of interest in biometrics research is the successful combination of different sources of information resulting in the so-called multi-biometric approaches [6] . The general scheme of the multiple matcher approach that will be considered in the rest of the paper is depicted in Fig. 1 for the case of fingerprint verification.
The aim of this work is to study the combination of different fingerprint recognition systems submitted to FVC2004 and to analyze the benefits and limits of the resulting multiple matcher approaches. Based on the general algorithmic descriptions provided by most of the participants, and the experimental evidence obtained, we finally draw a number of conclusions of practical interest.
FVC2004: Fingerprint Verification Competition
Details of the competition and results were presented in [4] and more information appears in [7] . Two different sub-competitions (open and light ) were organized. Light category was intended for algorithms with restricted computing and memory usage, 26 algorithms participated in this case. 41 algorithms participated in the open category. In Table 1 we include general algorithmic descriptions of most of the systems, as provided by the participants, following the taxonomy in [2] . Pointers to the identities of non-anonymous participants, individual results, and comparative charts can be found at [7] . In this work, we focus on combining the algorithms competing in the open category.
Data for the competition consists of 4 different databases, the first three acquired with different sensors and the last of them created with a synthetic 
generator, see Fig. 2 for example images. Worth noting, the image quality is low to medium due to exaggerated plastic distortions, and artificial dryness and moistness [4] . Each database comprises 100 different fingers with 8 impressions per finger. Different fingers were used for different databases. The experimental protocol was as follows. The 8 impressions of each finger were matched against each other avoiding symmetric matches, thus generating (100 × 8 × 7)/2 = 2800 genuine matching scores. The first impression of each user was also matched against the first impression of every other user avoiding symmetric matches, thus generating (100 × 99)/2 = 4950 impostor matching scores. The matching scores are similarity values ranging between 0 and 1. A number of performance indicators were then obtained including score histograms, verification error rates, computing time, memory allocated, and others [4] . In this work we carry out comparative experiments focusing on the Equal Error Rate between individual and combined algorithms.
Methods

Score Fusion Methods
Three different combination strategies are evaluated in the present work.
Sum. This basic fusion method consists in averaging the matching scores provided by the different systems. Under some mild statistical assumptions [8, 9] , this simple method is demonstrated to give good results for the biometric authentication problem. SVM. Another popular approach to combining multiple matchers in biometric recognition is to treat the combination stage as a second-level pattern recognition problem on the matching scores that are to be fused [10] , and then use standard learning paradigms in order to obtain combining functions. Comparative studies exist in this regard [11] , favoring the Support Vector Machine-based fusion approach over others [12] . Linear and RBF kernels are used in the present work [13] . Dempster-Shafer. Another group of methods well adapted to multiple classifier approaches is based on evidence accumulation [14] . From this group, we have selected and implemented the fusion scheme based on Dempster-Shafer theory as described in [14] .
Feature Subset Selection Method
In order to study the effects of the correlation between different systems on the performance of their combination, we have considered the fusion stage as a second-level 2-class pattern recognition problem. The similarity score output of each system is seen as a different feature, and the two classes correspond to impostor and genuine attempts, respectively. Best fingerprint systems to combine are then chosen by running Sequential Forward Floating Selection (SFFS) [15] on the similarity scores available from 
Experiments
Experimental Protocol
Feature selection and fusion experiments are carried out separately for the 4 different databases considered. Whenever training was needed for the fusion schemes (i.e., SVM and Dempster-Shafer), 2-fold cross-validation was used, dividing the available scores in two partitions (different fingers in each of them).
Results
A comparative chart is depicted in Fig. 3 for the case of combining 2, 4, and 6 fingerprint systems (horizontal axis of each subplot) with all the fusion strategies considered (bars with different greyscale), on the 4 databases considered (different rows), either combining the best individual systems on each database (left column) or selecting the best combination through SFFS (right column). The performance of the best individual system in each database is also shown as a dashed bar for reference. Substantial performance improvements are obtained when combining different systems in most of the cases, specially DB3. Also interesting is the fact that combining systems chosen with SFFS always leads to improved performance and this is not the case when combining best individual systems (e.g., DB2). Also interestingly, no particular fusion method seems to consistently outperform the others.
In Fig. 4 we plot the results of the combination of an increasing number of systems selected with SFFS for the 4 databases considered. The performance improves with the fusion of up to 5 to 7 systems and then deteriorates when combining more than 10 systems. The systems automatically selected by the SFFS algorithm are shown in Table 2 , following the system numbering of Table 1 .
Discussion and Conclusions
A number of experimental findings can be extracted from the results. Firstly, the simple fusion approach based on sum rule is not clearly outperformed by more complex trained fusion approaches. Secondly, the combination of the top performing individual systems can be outperformed by other combinations (e.g., the best 2-system combination on DB3 is obtained by fusing the systems individually ranked as 2nd and 5th, see Table 2 ). Analyzing various individual cases, best combinations are usually obtained when combining systems that are based on heterogenous matching strategies, such as minutia-based with ridge- [16] and/or correlation-based [17] .
Also worth noting, the maximum performance is found when combining a small number of systems (about 7 in this case study). Initially, the performance improvement is significantly high, but as we increase the number of systems to fuse the performance stabilizes reaching a maximum. If more systems are combined, the performance actually degrades.
