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Abstract 
In (Adbel-Ghaffar et al., 1986) it is shown that for each integer b~> 1 infinitely many optimum 
cyclic b-burst correcting codes exist. In the first part of this correspondence the parameters of all 
optimum cyclic four- and five-burst-correcting codes are given explicitly. Tables are included. 
In (van Tilborg, 1993) a very brief indication of the decoding of optimum cyclic burst- 
correcting codes is given. In the second part of this correspondence the decoding algorithm is 
analyzed in further detail. It turns out that the bulk of the decoding steps can be performed 
completely in parallel. (~) 1998 Elsevier Science B.V. All rights reserved 
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1. Introduction 
A binary code is called a b-burst-correctin9 code if it can correct all bursts of  length 
~< b. A b-burst-correcting code is called optimum if we have equality in the Abramson 
bound [2], n <~2 r+b-1 -1 ,  which holds for b-burst-correcting codes in general. Thus, 
n-~2 r+b-1 - 1, (1) 
where r is the redundancy of the code and n its length. In [2], it is stated without 
proof that the generator-polynomial of  an optimum b-burst-correcting code of length 
n = 2 m - 1 can be factored into e(x)p(x)  in which e(x) is square-free, of degree b - 1 
and not divisible by zero and p(x) is primitive, of degree m,m>~b+ 1, such that 
m-~0modme,  with me the degree of the splitting field of  e(x). A proof can be found 
in [1]. Also for the sequel of  this introduction we refer the reader to [1]. 
* Corresponding author. E-mail: petrah@win.tue.nl. 
0012-365X/98/$19.00 Copyright (~) 1998 Elsevier Science B.V. All rights reserved 
PH S0012-365X(97)00083-6 
112 P. Heijnen, H. van Tilborg/Discrete Mathematics 184 (1998) 111-120 
Let e(x) and p(x) be polynomials as defined above. Let ~b={f(x)EF2[x]: 
deg(f(x))  < b, f (0 )  = 1 }. Let ~b* = ~b -- {e(x)}. Then e(x)p(x) generates an optimum 
b-burst-correcting code of length 2 m-  1 if and only if for all l, 0<~l<2 m-  1, and for 
all distinct polynomials BI (x), B2(x) E ~,  B1 (x) + xtB2(x) - 0 rood e(x), implies 
B1 (x) + xtB2(x) ~ 0 mod p(x). (2) 
Let h be the period of e(x). If Bl(X)+xlB2(x)=-0mod e(x) then Bl(x)+xl'B2(x)= 0 
mod e(x) for all l = l ~ mod h, and relation (2) is equivalent to 
a( B1 ) - a( B2 ) ~ l' mod h, (3) 
in which a(B) is defined by xa(B)=-B(x)modp(x). Let ~-~b={f(x)E~b:f(x) 
is irreducible}. If B(x)=fl(x)f2(x).. .fk(x),J](x)E~b for l<~i<~k, then a(B)= 
k Y'~i=la(j~) and relation (3) is equivalent o ~fE~b2fa( f )~ l 'modh for some 
values of 2f, O<~2f<<.h-1. These relations are called the Abramson-Elspas-Short 
(AES) conditions associated with e(x). 
Theorem 1 (see Adbel-Ghaffar et al. [1]). A polynomial g(x) generates an optimum 
b-burst-correcting code if and only if it can be written as e(x)p(x), where 
(1) the polynomial e(x) is a square-free polynomial of degree b -  1 which is not 
divisible by x; 
(2) the polynomial p(x) is a primitive polynomial of degree m>~b+ 1 gsuch that 
m --- 0 mod me, where me is the degree of the splitting fieM of e(x); 
(3) the polynomial p(x) satisfies the AES-conditions associated with e(x). 
Let p(x), satisfying condition 2 in Theorem 1, have the additional property that 
a( f ) -  0mod h, for all f (x )c  ~,~b. Then p(x) satisfies the AES-conditions associated 
with e(x), because the l ~ in (3) is not 0. It is shown in [1] that such a primitive 
polynomial p(x) exists if, for q = 2 m, m >~ 1, 
qS(q - 1 ) > A(h, ~)v/qd(q - 1 ) (4) 
in which ~=~b = {fl(x), f2(x) . . . . .  f~t(x)},A(h,~) =(h-  1)hM- 1 Y~t  deg ft, ~b 
is the Eulers quotient function and d is the divisor-function. 
2. Some new results 
2.1. Optimum four-burst-correcting codes 
For the cases b = 1, b = 2 and b = 3, optimum b-burst-correcting codes are listed 
in [1] for all values of n for which they exist. For the case b=4 there are two 
polynomials e(x), satisfying condition 1 of Theorem 1. In [1], it is shown that there 
exist optimum four-burst-correcting codes with generator-polynomial (1 +x3)p(x), in 
which p(x) is a primitive polynomial of degree m, if and only if m is even and /> 10. 
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Table 1 
AES-conditions (mod7) associated with x 3 +x + 1 
al ~3 3al -a2  ~4 a2 - al ~2  
a2~5 3a l -a3~5 a2 --2a1~6 
a 3 ~ 4 a3 -- al ~ 1 a3 -- a2 ~ 6 
a l+a2~l  a3--2al ~5 a3--al--a2~3 
113 
Table 2 
Primitive polynomials atis- 
fying the AES-conditions as- 
sociated with 1 + x + x 3 
m p(x) 
12 130F 
15 9937 
18 65A25 
21 23A2B9 
24 1815C39 
27 9C5BCFF 
30 410A0979 
33 249002249 
36 11EE9AD8E5 
Since the other two candidates for e(x) are reciprocals of each other, we shall only 
discuss the case e (x )= 1 +x +x 3. 
Theorem 2. An optimum four-burst-correcting code with generator polynomial (1 + 
x + x3)p(x), in which p(x) is a primitive polynomial of degree m, exists if and only 
i f  m >... 12 ,m-  0mod 3. 
Proof. Let e (x )= 1 +x+x 3. The period of e(x) is 7. Since e(x)[(x 2~- 1_  1) if  and 
only if m -- 0 rood 3, me = 3. Let the elements in O~b be given by f l  (x) = x + 1, f2(x) = 
x 2 +x+ 1 and f3 (x )=x 3 +x 2 + 1. In Table 1 the AES-conditions associated with e(x) 
are listed. 
For instance, the condition al ~ 3 follows from (2) with B l (X)=x 3 + 1 and Bz(x )= 
x 2 +x+ 1. 
For m>~39 with m~0mod3 one can verify that inequality (4) holds. So there 
will exist a primitive polynomial p(x) of degree m, such that a ( f )=0mod7 for all 
f (x )  E {x + 1,x 2 +x  + 1, x 3 +x  2 + 1}. This p(x) satisfies the AES-conditions associ- 
ated with e(x). By computer-search we have found primitive polynomials of  degree 
m = 12, 15 . . . . .  36 satisfying the AES-conditions. Their hexidecimal form is listed in 
Table 2. The degrees are decreasing from left to right. For m = 6 and 9, they do not 
exist. [] 
114 P. Heijnen, H. van Tilbor g / Discrete Mathematics 184 (1998) 111-120 
2.2. Optimum five-burst-correcting codes 
For the case b = 5 there are four polynomials e(x) of degree 4 which satisfy con- 
dition 1 in Theorem 1. Since two of these are each others reciprocal, we shall only 
list the results of three of them. 
Theorem 3. An optimum 5-burst-correcting code with generator polynomial 
(1 +X +X 2 +X 3 + xa)p(x) ,  in which p(x) is a primitive polynomial of degree m, exists 
if and only/fm~>16, m-=0mod4. 
The period of el(x) is 5. So me, =4.  The AES-conditions associated with 
e l (x)= 1-~-X-~-X2+X3+X 4 are listed in Table 3, Appendix A. For ml~>64, ml =0 
mod4, we have verified that inequality (4) holds. So, there exists a primitive poly- 
nomial p(x) of degree m, such that a ( f )  -- 0 mod 5 for all f (x )  E {x 4 + x 3 + 1, x 4 + 
x + 1,x 3 + x + 1,x 2 + x + 1, x 3 + x 2 + 1, x + 1 }. This p(x) satisfies the AES-conditions 
associated with et(x). By computer-search we have found primitive polynomials of de- 
gree m = 16, 20,..., 60 which satisfy the AES-conditions. These primitive polynomials 
are listed in Table 6, Appendix B. For smaller values of m they do not exist. 
Theorem 4. An optimum 5-burst correcting code with generator polynomial 
(x 4 +x3+x 2+ 1)p(x), in which p(x) is a primitive polynomial of degree m, exists 
if and only if m>>. 15,m _=0mod3. 
The period of e2(x) is 7. So me: = 3. The AES-conditions associated with e2(x)= 
x 4 +x  3 +x  2 + 1 are listed in Table 4, Appendix A. For m2/>63, m2 ~ 0mod 3, we have 
verified that inequality (4) holds. So, there exists a primitive polynomial p(x) of degree 
m, such that a ( f )  - 0 mod 7 for all f (x )  E {x 4 + x 3 + 1, x 4 + x 3 + x 2 x + 1, x 4 + x + 1, 
ex 2 +x+ 1, x 3 +x  2 + 1, x + 1}. This p(x) satisfies the AES-conditions associated with 
e2(x). By computer-search we have found primitive polynomials of degree m = 15, 18, 
... .  60. These primitive polynomials are listed in Table 7, Appendix B. For smaller 
values of m they do not exist. 
Theorem 5. An optimum 5-burst-correcting code with generator polynomial 
(x4+x3+ 1)p(x), in which p(x) is a primitive polynomial of degree m, exists if 
and only if m >1 20, m = 0 mod 4. 
The period of e3(x) is 15. So me~ =4. The AES-conditions associated with e3(x)- ~
X4-~X3-~ 1 are listed in Table 5, Appendix A. For m3~>76,m3_=0mod4, we have 
verified that inequality (4) holds. So, there exists a primitive polynomial p(x) of 
degree m, such that a ( f )=0mod 15 for all f (x )  E {x 4 +x  3 +x  2 +x+ 1, x 4 +x+ 1, 
x 3 +x+ 1, x 2 +x+ 1, x 3 +x  2 + 1, x+ 1). This p(x) satisfies the AES-conditions 
associated with e3(x). By computer-search we have found primitive polynomials of 
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degree m----20,24 .. . . .  72. These primitive polynomials are listed in Table 8, 
Appendix B. For smaller values of m they do not exist. 
3. Decoding optimum burst-correcting codes 
Let C be an optimum b-burst-correcting code of length n = 2 m-  1 generated by 
e(x)p(x). Suppose that codeword c(x) is transmitted, while the word r(x) is received. 
Let xtB(x) represent the burst made during transmission, so 
c(x) =_ r(x) + xtB(x) rood (x n - 1), 
where O<~l<n =2 'n - 1,B(0)-- 1 and degree(B(x))<b. Thus, B(x)E ~b. We compute 
two syndromes; 
(1) Syndrome Se(x) -- r(x) mod e(x), 
(2) Syndrome Sp(x) =- r(x)mod p(x). 
Since codeword c(x) is both divisible by e(x) and p(x), we have for burst xtB(x), 
that xlB(x)=_Se(x)mode(x) and xtB(x)=_Sp(x)modp(x). So we want to find the 
unique polynomial xlB(x), with B(0)= 1 and B(x) of degree less or equal to b - 1 
that has the same syndromes with respect o e(x) and to p(x) as the received polyno- 
mial r(x). Let h be the period of e(x). To decode the received polynomial r(x), we 
distinguish four steps. 
Step 1: Computation of the syndrome Se(x), 
Se(x ) ~ r(x ) rood e(x ). 
Step 2: Computation of the syndrome Sp(x), 
Sp(x) ~ r(x) mod p(x). 
Step 3: Determination of all possible bursts xtB(x), with B(x)E ~b and 0<~ l ~<h- 1, 
such that 
xt B(x ) =-- Se(x ) mod e(x ). (5) 
Step 4: Determination of the burst xl+hkB(x), with xlB(x) satisfying Eq. (5), such 
that 
xl+hkB(x) =-- Sp(x) mod p(x). 
Note that Steps 1 and 2 can be computed in parallel. To discuss Step 3 in further 
detail we will need the following lemma. 
Lemma 1. Let e(x) be of degree b - 1, not divisible by x. For every polynomial S(x) 
of degree <.b-  1, and for every l ,O<. l~h-  1, with h the period of e(x), there exists 
a unique polynomial B(x)E ~b such that 
xlB(x) -- S(x) mod e(x). (6) 
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Proof. Note that B(x)E ,~b if and only if deg(B(x))~b- 1 and B(0)= 1. Let S(x) 
be a polynomial of degree ~<b- 2. Let l be an integer between 0 and h - 1. Take 
f(x)=xh-lS(x)mode(x). Then f(x) is a polynomial of degree ~<b-2. We distin- 
guish two cases. 
(1) f(x) is not divisible by x. Take B(x) =f(x) .  Then B(x) E Mb and xtB(x) ~S(x) 
mod e(x). 
(2) f(x) is divisible by x. Take B(x)= f(x)+ e(x). Then B(x) is of degree b -  1 
and B(0) = f (0 )  + e(0) = 1. So B(x) E ~b and xlB(x) =xt(f(x) + e(x)) =_xtf(x) =- 
S(x)mod e(x). 
So there exists at least one solution B(x) satisfying Eq. (6) for every S(x) and every 
l that satisfy the conditions in the lemma. It remains to prove the uniqueness of this 
solution. 
Suppose there are two polynomials Bl(x), B2(X)E.~b satisfying Eq. (6). Sub- 
tracting these two equations yields x~(Bz(x) +B2(x))--- 0mod e(x). Hence Bt(x)-= 
B2(x) mode(x). If deg(Bl(x)) < deg(e(x)) and deg(B2(x)) < deg(e(x)), then B1 (x) = 
B2(x). If deg(Bl(x))= deg(e(x)) and deg(B2(x))< deg(e(x)), or the other way around, 
then Bl(x)+e(x)=B2(x). But since B1(O)=B2(O)=e(O)=I, this is impossible. If 
deg(B1(x)) = deg(B2(x)) -- deg(e(x)) then Bl(X) + e(x) --B2(x) + e(x), thus Bl(X) = 
B2(x). Therefore the polynomial B(x) satisfying Eq. (6) is unique. This proves the 
lemma. [] 
We will now discuss Step 3 in more detail. Suppose we have classes of bursts with the 
same syndrome Se(x). There will be 2 b-1 distinct classes, since there are 2 b-~ distinct 
syndromes. 
Let Cs be the class containing all the bursts with particular syndrome Se(x). From 
Lemma 1 we know that for every l, O<~l<~h-1, there is a unique B(X) E~b such 
that xlB(x)=--Se(x)mod e(x). So class Cs consists of exactly h different bursts. The 
execution of Step 3 can be split into h parallel processes Po,P1,... ,Ph-1, which exists 
themselves of two substeps. We consider the computations of process Pt, 0 <~ l <~ h-  1. 
1. Compute f(x) by f(x)=-xh-lSe(x)mod e(x). 
2. If f (0 )  = 1 then take B(x) = f(x), otherwise take B(x) = f(x) + e(x). 
Let Bl(x) =xlB(x) be the output of process Pt. 
Finally, we will discuss Step 4 in more detail. As we have done for Step 3, 
we can also split Step 4 in h parallel processes Qo, Qb...,Qh-~. Process Qt re- 
ceives as input the output of process Pt, so xtB(x), and the index a(Sp), defined by 
x a~sp) =- Sp(x) rood p(x). Since p(x) is a primitive polynomial, this index is well-defined 
modulo 2 n -  1. Process Qt computes the index a(B) of the polynomial B(x), defined 
by x a(B) =B(x)mod p(x), and if possible, the integer k, for which 
hk + l + a(B) - a(Sp) mod (2  m - 1). (7) 
If such a k exists then xt+hkB(x) is the output of process QI. 
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There is just one process QI, 0 ~< l ~<h- 1, which will find such a burst xl+hkB(x). 
This burst is the one we were looking for. So 
c(x ) =-_ r(x ) ÷ xl+hk B(x ) rood (x n - 1 ). 
The final decoding algorithm, when put as a sequential algorithm, can be summarized 
as follows: 
Sequential Decoding Algorithm 
Let C be the optimum b-burst correcting code generated by e(x)p(x). Let c(x) be the 
transmitted codeword, while the polynomial r(x) is received. 
1. Compute 
Se(x ) -= r(x ) mod e(x ). 
2. Compute 
Sp(x) =- r(x)rood p(x). 
3. Compute the index a(Sp) such that 
x a(sp) = Sp(x) mod p(x). 
4. Set / :=0.  
5. Compute 
f (x )  -= xh-lSe(X) mod e(x). 
6. If f (0 )  = 1 then B(x) := f (x) ,  otherwise 
B(x) := f (x )  + e(x). 
7. Compute the index a(B) such that 
x ~(8) - B(x) mod p(x). 
8. If l + hk + a(B) =_ a(Sp) mod (2" - 1 ) has an integer solution for k, then compute 
c(x) by 
c(x) = r(x) + xl+hkB(x) mod (x n - 1 ). 
Go to step 10. 
9. I f l<h-1 ,  set l := l+ l  and go to step 5. 
10. Stop. 
Fig. 1 shows the decoding algorithm if as many steps as possible are passed through 
in parallel. 
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S,(z) = r(z) rood e(z) ] [ Sp(x) = r(z) mod p(z) 1 
° ° o  
I 7 I LL_J I x.,s,,- 
~'z~hkB(x) 
Fig. 1. Diagram of the parallel decoding algorithm of an optimum burst-correcting code. 
Table 3 
AES-conditions (mod 5) associated with el(x) 
Table 4 
AES-conditions (mod 7) associated with e2(x) 
a253 +4a3 a653 +2a5 a455 +as 
a253 a253 +3a6 a653 +a2 
a552 +3a4 a254+a6 +4a5 a456+a6 
a2 ~ 3 + a 3 a251 + a4 + 4a5 a454 + 5a 6 
a6 ~2+a4 a351 +al a3 ~4+al  
a551 +a3 a552+al  a456+ 5a5 
a251 +4a4 a254+al  a651 +2a5 
a251 + 2a~ a252 + 4al as 52 + 4a3 
a252+a5 a253 +4a6 a6 ~2+ai  
a254 +4a5 a254 +3a4 a152 
a554+a2 
a454+a6 +6a5 
a256+al  
a656+a5 
a556+a3 
a454+4a5 
a655+a3 
a451 +4a6 
a453 
a554+4al 
as 55 
a654 
a355+a2 
a553+al  
a451 +6a5 
a551 + 4a2 
a251 
a356 
Appendix A. The AES-conditions of the optimum five-burst-correcting codes 
In Table 3, the AES-conditions associated with el(x) =x  4 +x 3 +x 2 --~-x + 1 are listed, 
using the notation al =a(x  4 +X 3 + 1), a2 =a(x+ 1), a3 =a(x  4 +x+ 1), a4 =a(x  3 + 
x+ 1), as =a(x  2 +x+ 1) and a6 =a(x  3 +x2+ 1). 
In Table 4, the AES-conditions associated with e2(x)=x 4+x 3 +x2+ 1 are listed, 
using the notation al = a(x 4 +x 3 + 1 ), a2 = a(x 4 +x 3 +x 2 +x + 1 ), a3 --- a(x 4 +x  + I ), 
aa =a(x+ 1), as =a(x  2 +x+ 1) and a 6 =a(x  3 --~x 2 --[- 1). 
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Table 5 
AES-conditions (rood 15) associated with e3(x) 
a3513+al a658+4al 
a2510+4al a4514+ 3al 
a6511 at 512 
a257+3al a253+a3 
an 55 a356+al  +as 
a5513 + 2al a6512 + 2a5 
a5510+ 14al a353 +as 
a457+ 14al +a3 a6513 + 14al +a3 
a252 +a6 a554+4al 
a659-L 14al +2a5 a459+a6 
a3511 +2a5 a5511 +a6 
a2 58+a4 a5 51 + 13al 
a6 514 + al a6 5 8 + 14al 
a2 514 +2a5 a3 5 I +2al 
a6 5 2 + 2al a3 5 7 + 4al 
a2 513 a4 510+ 14al +as 
a4 54+2al  +as a653 + 14al +a4 
a154+a5 a452 + 14al 
a456+ 14al q-a6 a651 + 14al +as 
a453 + 14al + 2a5 an 56 + 2a5 
a655+3al a3510 
as 54 +9al a3 514+a6 
a2 59+al  +as a2 56+a5 
a4 52 +4al a2 54 + 2al 
a2 5 11 +a4 +al a5 510+al  
a45 l-t-a I +as a4511 +2al 
as 513 + 13al as 57 
al 513 +2a5 a6510+2al +as 
a2512 + 2al +as a354+3al 
a255 +a6 +al a25 I +al 
a4513+a5 a657 +al +as 
a458+al  a359+2al +as 
as 51 +3al a355 +an 
119 
In Table 5, the AES-condtions associated with e3(x)=X 4 -~X3- [  - 1 are listed, using 
the notation at =a(x+ 1), a2 =a(x  4 -+-X 3 -bX  2 -~X-t- 1), a3 =a(x  4 q -x+ 1), a4 =a(x  3 + 
x + 1 ), a5 = a(x 2 + x + 1 ) and a6 = a(x 3 -b X 2 q- 1 ). 
Appendix B. Primitive polynomials associated with the optimum five-burst-correcting 
codes 
By computer search we have found primitive polynomials atisfying the AES-condi- 
tions associated with el(x) =x  4 +x  3 +x  2 +x  + 1, ez(x) =x  4 +x  3 +x  z + 1, respectively, 
e3(x) =x  4 +x  3 + 1. Their hexadecimal forms are listed in Tables 6-8.  The degrees are 
decreasing from left to right. 
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Table 6 
Primitive polynomials associated with x 4 + x 3 
+x  2 +x  + 1 
m p(x) 
16 
20 
24 
28 
32 
36 
40 
44 
48 
52 
56 
60 
Table 7 
Primitive polynomials associated with X 4 -~- X 3 
+x2+ 1 
m p(x) 
15E29 15 
IEF7DB 18 
IAA59F3 21 
120F04EB 24 
l l lEE32B3 27 
1328BF9F61 30 
1E4EFF1ADBF 33 
17E6B9EC9021 36 
19CDADF9E6247 39 
1999409E5124E3 42 
1F5714BD91C64BF 45 
102E4365C6EA73AB 48 
51 
54 
57 
60 
A62F 
78549 
2BF585 
179EAC5 
9C5BCFF 
5CB4B731 
24BDF 17FD 
122118CEBD 
9DOBB34B55 
1C32DE3B4B 
2B8B48EAAC 1B 
1319AC8D3B2BF 
FB68096FAD335 
68COB69C4ABC2F 
32C5dCB 1E947F 1D 
111CDF4912AEE077 
Table 8 
Primitive polynomials associated with X 4 q- X 3 q- 1 
m p(x) 
20 124663 
24 1AE95F1 
28 156929F7 
32 1E2928947 
36 1E9533B75B 
40 1C05DADA479 
44 13692F504BEF 
48 1B24381048BDB 
52 12237871912EE3 
56 llDED456F4431F9 
60 1898FA77396FDOF1 
64 15CA76332027D399B 
68 18396D7FFEBD343A5D 
72 1F380BA92E92DAA404F 
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