Introduction
Electronic Commerce (E-Commerce) is commercial transactions conducted electronically especially using a computer over a large network like Internet.
It involves exchange of business information using electronic data interchange (EDI), email, electronic bulletin boards, fax transmissions, electronic funds transfer, etc. Internet shopping, online stock and bond transactions, selling and purchase of soft merchandise like documents, graphics, music, software, and other customer/business to business/customer transactions are one or the other forms of e-commerce (Michael-2002 ). E-commerce allows customers a prescribed admission to a host computer and lets them serve themselves. Ecommerce has given a boon to both customers and businesses by driving down costs and prices. Ecommerce allows real-time business across geographical borders round the clock. In developed countries almost all business employs e-commerce or has e-commerce provisions and in developing countries like India, it is registering a rapid growth in terms of both popularity among consumers and the revenue generated through e-commerce (Vashitha-2005) . This virtual market is facing a continuously growing threat in terms of identity theft that is causing short-term losses and long-term economic damage. Among several identity thefts, phishing and its various variants are the most common and deterrent to e-commerce. The scams Banday, M.T., Qadri, J.A. (2007) . "Phishing -A Growing Threat to E-Commerce, " The Business Review 
Types of Phishing Attacks
Phishing approaches used for identity thefts are 
Conclusion
Phishing is relatively new, complex and continuously evolving phenomenon that includes social engineering as well as malicious technology.
There is no fool proof technology or legislative system that can protect against or prevent phishing attacks from getting through. However, properly deployed combinations of technology coupled with employee education and diligence can significantly reduce the likelihood that a business or a customer will succumb and fall victim to this growing threat. with participation from the private sector have proved to greatly understand the scope and magnitude of phishing and identity theft.
