ABSTRACT Network densification is seen as a necessary trend in the evolution toward 5G networks to cope with future high-traffic demands. In particular, the use of femtocells seems to be the most feasible solution for hotspot areas where high traffic is concentrated. However, femtocell densification will face a number of technical challenges. Among others, the co-tier interference arises as an old acquaintance with a new significance. In point of fact, the interference characteristics and the role of aggressor and victim depend on a large extent on the density scenario, especially when femtocells share the same channel and operate in a Closed Subscriber Group (CSG) mode. In this regard, identification of victim and aggressor femtocells is a prerequisite to design an effective interference management scheme for ultra-dense femtocell networks (UDFNs). This paper implements a new approach for radio resource utilization and management for victim femtocells in an ultra-dense network environment. The proposed semi-clustering of victim-cell (SCVC) approach focuses mainly on users' status whether critical or non-critical to categorize victim femtocells and their aggressors. After identifying the victim femtocells, the SCVC scheme semi-cluster each victim femtocell based on the status of each user. Then, it smartly allocates the appropriate radio resources in a dynamic manner, which allows ranging from shared use of resources for critical users to the frequency reuse one for non-critical users, thereby ensuring minimum co-tier interference and enhancement of spectrum efficiency. Simulation results show that our approach outperforms one of the prominent related schemes, namely, femtocell cluster based resource allocation (FCRA), in terms of the mean throughput of critical users, the average capacity of victim femtocells, and the percentage of resource utilization by an approximate average gain of 185%, 64%, and 31%, respectively.
I. INTRODUCTION
Due to pervasive utilization of smartphone devices and the massive growth in data usage, the conventional concepts to enhance system capacity will be lacking the huge demand for higher data rate needs by 2020 [1] . Recent researches and studies expected a 10 times increase in the number of users and 100 times for the demand for traffic per user per day [2] , [3] . For this, and with the users' expectations of high service quality have pushed Mobile Network Operators (MNOs) for coverage and capacity expansion of their present infrastructure. Thus, the current trend is the shift towards network densification.
Heterogeneous Networks (HetNets), comprising both macro and small cells are seen as the first step towards densification. The requirements posed by this type of architectures have been studied and analyzed in a number of studies [4] - [7] , covering among others aspects such as, deployment options, interface requirements, interference coordination and multi-point transmission.
Network densification which simply means more cells than active users; seems to be the most feasible solution to cope with the anticipated future traffic demands and has the most potential for achieving the highest gain to network capacity. Moreover, it is an essential mechanism expected to enable next generation 5G networks and beyond [8] , [9] . The deployment of low-cost and low-power small cells is seen as the optimum cost-effective match for network densification, especially in hotspot areas where traffic is concentrated. Therefore, it is anticipated that the next generation of wireless networks will be dominated by the densely deployed femtocell networks.
Femtocell deployment was under consideration by 3GPP in LTE Releases 10 and 11. However, these deployments were limited to a small number of femtocells deployed under macro coverage area to support bursty traffic [10] . In Release 12, 3GPP has identified three main possible femtocell deployment scenarios for evaluation [11] : Scenario 1: Femtocells deployed outdoors in clusters and operating on the same carrier as the macro-cell, where each cluster comprises 4-10 femtocells. Scenario 2: Femtocells deployed in a carrier different from the macro-cell, and similar to Scenario 1, in outdoor clusters (Scenario 2a). In contrast to Scenario 1, indoor clusters are also considered for this scenario (Scenario 2b). Scenario 3: Standalone deployment of femtocell clusters regardless of macro-cell coverage. In this scenario, the femtocell clusters can either be indoor or outdoor. It should be mentioned that, femtocells are technically referred to as femtocell access points (FABs).
Femtocells are mostly deployed by end users in an unplanned manner, and most likely to be operated in CSG mode for privacy. So when they are densified, active users will be in the proximity of more neighboring cells. As a result, downlink interference can become severe and complicated with an ambiguous definition of aggressor and victim femtocells [12] . The benefits from deploying femtocells can only be fully realized when successfully addressing the problem of inter-cell interference between neighboring femtocells. However, densifying femtocells in an unplanned manner, make it difficult for some of the traditional interference mitigation techniques to be directly exploited [13] .
Several works in the literature have considered the problem of resource allocations and co-tier interference in dense femtocell networks. Amongst others, the clustering approach can be a promising method to minimize co-tier interference and impairing the complexity of resource allocation models in ultra-dense networks. In [14] , the concept of virtual clustering is presented. Femtocells are grouped in virtual clusters each with a logically assigned virtual cluster controller (VCC) which resides between the radio network controller (RNC) and the femtocells. Each VCC controls a number of subchannels, and has the responsibility of the radio resource management for its specific group of femtocells. Moreover, a virtual cluster formation (VCF) algorithm exploits femtocell location information to create the virtual clusters. Accordingly, VCF maximizes the minimum distance between femtocells of a cluster and hence minimizes the overall interference.
Authors in [15] , propose a semi-distributed clustering scheme for interference management and resource allocation. The femtocell network is divided into disjoint clusters and the maximum cluster size is constrained by the number of available sub-channels. In this algorithm, a femto gateway (FGW) has the responsibility for the formation of clusters while the cluster head (CH) allocates radio resources within its respective cluster. Hatoum et al. [16] proposed a hybrid centralized and distributed resource allocation approach denoted; Femtocell Cluster-based Resource Allocation (FCRA) scheme. First, each femtocell creates a list containing its one-hop neighbor interferers. Then FCRA forms disjoint clusters each with a selected cluster-head. Each CH takes the responsibility of allocating resources for each femtocell within its cluster. The objective of this work was reducing the co-tier interference while maintaining the required quality of service (QoS). However, in FCRA the CH does not differentiate between critical and non-critical users within victim femtocells. This may contribute to underutilization of resources for both critical and non-critical users.
Hatoum et al. [17] proposed a new resource-allocation and admission control Q-FCRA algorithm based on femtocell clustering to guarantee the QoS requirements by the end users. In this study, the authors consider high-priority (HP) and best effort (BE) users. The objective was to guarantee QoS for HP users while maximizing the throughput for BE users. Colas et al. [18] proposed two X2-based resource allocation schemes to minimize inter-cell interference for LTE femtocells. Each femtocell has a set of preferential resource blocks (PRBs) in which it can transmit regardless of any interference caused to neighboring femtocells. Adjacent femtocells may use these RBs if this does not degrades the performance of the femtocell that has higher priority over those RBs. Femtocells have to exchange messages between them to coordinate the use of RBs. The two proposed schemes differ in the way femtocells create and process the exchanged messages.
However, all of the above-mentioned approaches, do not distinguish between users within victim femtocells. In some or most cases, there can be critical and non-critical users within the same victim femtocell. Accordingly, when femtocells are disjointedly clustered, the resource allocation means cannot be optimal for all users within each victim femtocell; leading to underutilization of the available radio resources. Hence, it would be an advantage to have a new approach to deal with this issue.
In this paper, a new interference mitigation method is presented to address co-tier interference problem for the forthcoming UDFNs. The preliminary concept of the proposed scheme, namely the Semi-clustering of Victim-cells Approach (SCVC); is characterized by identifying victim cells and their aggressors. Definition of victim femtocells is based on the status of their active users, being either critical or non-critical. Moreover, the SCVC adapts dynamically to the status of each femtocell in the cluster, being either a victim or aggressor. Furthermore, it smartly approximates in a customized manner, the appropriate partitioning (time or frequency) of resources within victim femtocells based on the status of their respective active users.
Our main contributions in this paper can be summarized as follows: 1) Classification of femtocells within a cluster, based on the status of each user within each femtocell. The classification of femtocells is a prime prerequisite to distinguish different Classes of victim femtocell for designing an efficient interference management scheme. 2) An adaptive clustering algorithm which virtually semi-cluster each victim femtocell based on the status of its users. 3) Smart allocation of resources, which dynamically allows ranging from frequency reuse 1, to the shared use of resources depending on the status of each user within each victim femtocell.
The rest of the paper is organized as follows: Section II discusses inter-femtocell interference scenarios and the different classes of femtocells in a typical femtocell cluster. Section III presents the simulation model and the mathematical formulation of the resource allocation problem. Section IV gives an overview of the new proposed SCVC scheme, followed by a brief depiction of the evaluation metrics used to validate the system's performance in Section V. In Section VI, we present our numerical results and discussion. Finally, the paper is concluded in Section VII.
II. INTER-FEMTOCELL INTERFERENCE SCENARIOS
To meet increasing requirements for higher capacities in LTE-A networks, researches have switched their focus towards dedicated deployments with higher frequency bands [19] , consequently their attention had turned to tackle the intra-layer interference between the same classes of nodes. Most of the studies and researches on intra-layer interference between small cells in the literature has considered femtocells as they can signify a high risk for inter-cell interference [20] .
For the design of an optimal interference management technique, it needs an exhaustive study of the interference distribution between neighboring non-serving base stations and users. Aggressors for a user equipment (UE) can be defined as the plurality of interferers sorted in a descending manner. The primary or dominant interferer (DI) is the strongest amongst all interferers. The dominant interference ratio (DIR), is quantified as the ratio between the DI and the rest of the perceived interference, and can be given as
where I 1 , is the signal power received from the DI, and n I n represents the total amount of received interference and N is the thermal noise power. It can be seen from (1), that the gain in signal to interference and noise ratio (SINR) from ideal elimination of DI is proportional to the DIR, giving a rational estimation of whether any interference management strategy can focus exclusively on the DI, or if other weaker interferers also need to be removed. Moreover, the mitigation technique must be duly dynamic to apprehend the variations of the interference, which can be very pronounced in UDFNs where each femtocell serves a low number of users. Figure 1 presents a typical small cluster comprising four femtocells with identities (F1 to F4). Each femtocell is serving a number of UEs. Each UE has a two digit identity, with the later one indicating the identity of the serving femtocell. Assuming all UEs within each femtocell in this cluster are in active mode, we can categorize femtocells in terms of interference into four Classes: Class 1: Victim femtocell, where at least one or a plurality of its served users are above a certain predefined threshold value (UE 31); and considered as critical UE/UEs, meanwhile it is not related to any DI that can cause the metric to rise above the threshold value for any user serviced by its neighboring femtocells (F1). Class 2: Victim-aggressor femtocells, where some or all of its served users are considered as critical (UE 32) and at the same time is related with DIs that cause the metric to rise above the threshold value for at least one of the users (UE 31) serviced by its neighboring femtocells (F2). Class 3: Aggressor femtocells which are associated with DIs that increase the metric above the predefined threshold value for users served by neighboring femtocells (UE 32) and at the same time none of its served users is considered as critical (F3). Class 4: Neutral femtocells where all of its served users are considered safe or non-critical and is not linked to any DI affecting its neighbors (F4).
The illustration in Fig. 1 only represents a small number of femtocells where each victim femtocell has only one aggressor. Nevertheless, in UDFNs where a large number of femtocells are randomly deployed close to each other, users within one victim femtocell can perceive different aggressors. As a result, one victim femtocell can have a plurality of aggressors. In addition, a femtocell can act as an aggressor to more than one of its close neighboring femtocells. It should be noted that, the status of any UE is time variant and can switch from critical to non-critical status or vice versa. Subsequently, the Class of any femtocell in the cluster can swing from one Class to another.
III. SYSTEM MODEL AND PROBLEM FORMULATION A. SIMULATION MODEL
In this paper, we consider a dense network consisting of a set of femtocells. More specifically, simulation models are conducted under the assumptions for indoor standalone femtocell clusters defined by 3GPP specification in [11] . More accurately, our focus will be on Scenario 3. This scenario models a dual block of two or more floors; each comprising 10 small residential apartments. As a difference from [11] , we take into consideration a more realistic denser femtocell environment, with a quad-strip model as depicted in Fig. 2 . Each strip has two floors; each with a height of 6m. Each floor consists of 10 apartments, each with a dimension of 10×10m.
Strips are separated by streets of 10m wide. Each femtocell is randomly placed within each apartment area according to a Poisson Point Process (PPP) model, where position is random and the structure irregular. The minimum distance constraint between femtocells and inner walls is 25cm. A number of users are randomly deployed in each apartment and also according to a PPP scenario, with a 10cm minimum distance between each user and the inner wall of its respective confined apartment. Full buffer of traffic model is assumed, since it models the worst case interference scenario and cannot be easily solved by scheduling techniques. Moreover, we consider that all femtocells adopt the Round Robin (RR) strategy to serve their respective users. For our simulation, the considered channel model is the ITU Indoor Hotspot (InH) [21] . In general, our scenario simulates a typical urban hotspot with high density of casually deployed CSG femtocells and the probability of co-tier interference is at its uppermost. However, according to 3GPP Scenario 3; the cross-tier interference between femtocells and a macro cell is not considered; and hence it's out of the scope in this paper Finally, we assume that; there is a median entity called femtocell gateway (FGW), residing between FBSs and the mobile core network. The FBSs are linked to the FGW via S1 interface. The FGW provides concentration and aggregation functionalities to a group of femtocells. Hence, an FGW appears to a femtocell as a mobile core network entity [22] .
Our simulation test platform was designed and implemented in MATLAB TM . Other important parameters in the simulation are detailed in Table 1 .
B. PROBLEM FORMULATION
Let F be the set of femtocells, let I a and I u be the set of interfering femtocells to FAB F a ∈ F and the interfering set of user u to user k a respectively. In our work, we consider two types of users within victim femtocells: Critical users and safe or non-critical users. Let v a be the set of critical user v and s a the set of non-critical user s within FAB F a ∈ F. Determining the set of interfering femtocells I a of the FAP F a is a twofold as follows: 1) For each user, the value of DIR must be greater than 3 dB. This concludes that the perceived power of the dominant interferer DI is twice the sum powers of all other interferers. 2) The ratio of the received signal to DI (SDIR), is below a predefined threshold value (the assumption in our simulation is 10 dB). The aim of these two conditions is to insure the enhancement of edge user throughput, known as the 5 th percentile throughput, without compromising the average user throughput [12] . Let's assume that condition (1) and condition (2) are represented by the binary variable • (m, n) ∈ {0, 1} , where m and n indicate condition (1) and condition (2) respectively. When m or n is equal to 0 (false), the user is considered non-critical. Conversely, when both m and n are true, the user is regarded as critical and it alerts its serving FAP. As a consequence, the corresponding neighboring FAP is then considered as an interferer to F a and will be a member of I a .
As previously highlighted, our objective is to find the optimal resource allocation within each victim femtocell to improve the users' throughput, while minimizing the co-tier interference. However, the status of each user within each victim femtocell being either critical or non-critical is taken into account. For this reason, we define a new metric namely, the utilization gap denoted by G U , which represents the gap between the total available RBs and the allocated resources. For each FAB we define the binary resource allocation matrix designated by a , with 1 or 0 in position (i, j) indicating whether the tile (i, j) is used or not. If we denote the available number of RBs or tiles by L, then the utilization gap can be expressed as follows:
Our objective will be then to minimize the maximum gap between the available and the allocated resources in each femtocell. Given the set of interferer femtocells I a , ∀F a ∈ F, our objective function can be formulated as follows:
subject to:
where, C1 denotes that the resource scheduler must guarantee that critical users cannot obtain the full available resources and must share with their aggressors. C2 indicates that noncritical users can obtain the full available resources regardless of interferers to F a . Inequality in C3 ensures that critical users cannot use the same tiles as the interfering femtocells. C4 denotes that non-critical users can use the same tiles as the interfering femtocells. C5 specifies that •
• (i, j) is a binary variable.
To solve the problem in (3), we propose to divide it into sub-problems, i.e. the clustering and the resource allocation sub-problem. First, each FAB makes a list of information collected by its respective active users from neighboring femtocells. The procedure for acquiring these pieces of information will be discussed in the following Section. Each FAB then sends its own list to the FGW via the S1 interface. Based on the received lists, the FGW embarks on a pre-clustering phase namely, the classification of femtocells. Proceeding from this pre-phase stage, the FGW executes the clustering phase. The clustering information is then sent to each victim and aggressor FAP and again through the S1 interface. Accordingly, each victim FAP and its aggressor/s are organized into one independent disjoint cluster. Likewise, resource allocation is performed by each FAP (victim/aggressor) based on the status of each user, and the received information from the FGW. From this point, we present our proposed SCVC method.
IV. PROPOSED METHOD
In this section, we present our SCVC algorithm for femtocell networks. The prime objective of SCVC is to manage interference among femtocells deployed in a sparse or ultra-dense fashion without the use of an initiative fixed frequency planning. Our proposal is comprised of three phases: First: Acquisition of some necessary information regarding femtocells and their active users, such as physical identities, location statistics and channel gains between femtocells. Afterward, the procedure for distinguishing critical and noncritical users takes place. Proceeding from this; classification of femtocells into their different Classes comes into effect, and victim femtocells are defined. Each victim femtocell is then categorized to which Class it belongs to (Class 1 or Class 2). Second: Proceeding from phase one; The SCVC scheme implements the appropriate semi-virtual clustering for each victim femtocell depending on the status of its served users. Third and finally, the SCVC performs a dynamic smart resource allocation approach based on the status of each user 
A. CLASSIFICATION OF FEMTOCELLS
Each femtocell in the network starts by creating its one-hop neighbor list, containing the identities of its neighboring femtocells. This list of measurements is shared by each femtocell with its corresponding one-hop neighbors. Thus, every femtocell can estimate the degree of interference of each of its onehop neighbors. It is worth mentioning that, communications between femtocells is possible, via the X2 interface [23] . Based on this list, each user within each femtocell measures the values of DIR and SDIR, and reports these measurements to its corresponding femtocell. Attributed to these measurements; which the user can conduct during its usual operation, the serving femtocell designates its user either critical or noncritical. If the values of the two metrics meet both conditions (1) and (2), i.e. both true; F a is considered a victim femtocell; and becomes a member of Class 1, while F b ∈ I a is regarded as an aggressor and is a member of Class 3. However, if at least one user of F b is induced by F a to satisfy both conditions, then F a and F b become victim-aggressors and both belong to Class 2. In addition, in the case where one of the conditions is false and F a has no aggressiveness property to its neighboring femtocells, then F a is considered neutral and is a member of Class 4. The femtocell classification phase is more formally, illustrated by the pseudocode in Algorithm 1.
B. VICTIM-FEMTOCELL SEMI-CLUSTERING PHASE
Once victim and aggressor femtocells are identified, the second phase is the semi-virtual clustering of victim femtocells. In this process, users within each victim femtocell are partitioned into two groups G 1 a and G 2 a based on the status of each one. The first group comprises all critical users, while the latter one contains safe or non-critical users. In other words, each group is virtually served by a different cell within victim femtocell F a . These two virtual cells can be labelled respectively by F v a which is considered as a victim cell, and F s a which is regarded non-victim cell. Thus, F a now virtually comprises two cells. Next, the SCVC forms a virtual cluster for each victim femtocell (F v a ) and its aggressor/s within the one-hop neighbors. Nonetheless, Class 4 femtocells are excluded from this cluster. The reason behind this, is to make members of this cluster as small as possible. Hence, it can reduce the complexity of choosing CH for each cluster and to simplify the resource allocation mechanism. However, some femtocells belonging to different neighboring clusters might still interfere when they operate on the same resources. In this scenario, the aggressor femtocell is clustered with the victim cell that has the highest number of critical users induced by this aggressor. Nonetheless, if both victim cells have the same number of critical users, the aggressor is clustered with either victim cell with a probability of 50%. The concept of this phase can be further depicted in Algorithm 2.
It must be mentioned here, that if the status of a user within F a switches from critical to non-critical, it will be moved to F s a and vice-versa. This could indeed become a fact; where users swing between the two virtual cells due to their mobility. However, if all users within F v a shifted to non-critical status, the two virtual cells F v a and F s a recombine to form the original femtocell F a and quits its membership within its respective cluster along with F b .
C. RESOURCE ALLOCATION MECHANISM PHASE
Once all femtocells formed in disjoint clusters, the next process is to jointly allocate resources within each cluster regardless of other femtocells in the network. The objective is to utilize as much as possible the available resources in terms of tiles while minimizing interference within each cluster and also between neighboring clusters, i.e. the interference between critical and aggressor users. To fulfill this, each cluster individually resolves the aforementioned resource allocation problem (Problem 3).
Each cluster implements a resource sharing mechanism, which aims to find the optimum resource division between victim femtocells and their aggressors. Thus, the available RBs will be allocated to the users according to the combination that maximizes user throughput. First, the available resources are divided into two disjoint sets of RBs. Let Repeat steps 12 and 13 for F a 18: The two sets of the dedicated resources for F a and F b of the successive steps can be expressed respectively as follows:
The next stage of the resource sharing mechanism is to calculate the throughput of users within both victim and aggressor femtocells for each step of the resource divisions. Finally, the mechanism selects the optimal resource sharing that maximizes the mean throughput of both victim and aggressor femtocells within each cluster.
Indeed, it's worth noting that in this mechanism, non-critical users within F s a and F s b (Class 1 and 2) are free to exploit the full available resources in frequency reuse 1 manner; regardless of any interferers within the whole network. This is true as long as they maintain their current status. In point of fact, in their current status, the aggressor femtocells have slight or no effect on the users of these virtual cells. However, Class 3 femtocells in which all users are noncritical as well; have to share resources with their victim cells; as these non-critical users still maintain their aggressiveness characteristics to their victims.
Last of all, it is worth pointing out that, the coordination between victim and aggressor femtocells regarding resource sharing can be achieved through the X2 interface. As mentioned previously, each femtocell has already acquired and received all information relating to its one-hop neighbors. Thus, each victim femtocell realizes the physical cell identity of its aggressor/s and concurrently, each aggressor recognizes its victims. In addition, we assume that, all femtocells are timely synchronized, which is essential to implement precise resource allocation decisions. The synchronization can be done during the initial femtocell switch on; where it can synchronize itself to the cellular core network or FGW via the S1 interface.
V. PERFORMANCE METRIC
Besides the most common performance evaluation metrics, i.e. user throughput and cell capacity, we present a new metric for the evaluation of our proposed algorithm. This metric indicates the percentage of resource utilization (P u ) of each victim femtocell and is given by
the value of P u ranges between 0 and 100. When P u approaches 100, all users within the corresponding victim femtocell experience full utilization of the resources, while when P u approaches 0, users are extremely underutilized.
VI. NUMERICAL RESULTS AND DISCUSSION
In this section, we analyze our simulation results to evaluate the performance of the proposed SCVC algorithm, to investigate its suitability for different femtocell densities and crowding scenarios. The SCVC method will be compared together with one of the existing state of the art algorithms in the literature. Specifically, the comparison will be with the Femtocell Cluster-based Resource Allocation Scheme for OFDMA Networks (FCRA) in [16] . The performance of both SCVC and FCRA are evaluated in terms of three key system metrics; the mean throughput of critical users, the average capacity of victim femtocells and the average utilization percentage of victim femtocells. For fairness and simplicity of comparison, the total number of the available radio resources assigned by the two methods is kept equal. Moreover, the efficiency of both methods is evaluated with regard to frequency reuse 1 scheme, that is, the case in which not any interference mitigation mechanism is applied, and all femtocells share all the available RBs at the same time irrespective of any interference caused to adjacent femtocells. This scheme will be referred to as the Non Inter-cell Interference Coordination (ICIC) scheme (No-ICIC) in the following discussion. Before discussing the results, let us start by investigating the effect of femtocell densification on the Class of each femtocell within the network. Figure 3 illustrates the percentage of each Class of femtocells as a function of the number of femtocells per floor per strip. The number of users per femtocell is kept fixed at 6 users. It can be seen that in sparse deployment (1 femtocell per floor), approximately 50% of femtocells are neutral (Class 4), while the percentage of victims and aggressors (Class 1 and Class 3) is 25% each. On the other hand, 0% for victim-aggressor femtocells (Class 2). As densification increases, the percentage of Class 4 decreases from 50% to approximately 10%, while Class 2 increases from 0% to almost 65%. As femtocells get closer to each other with densification, the percentage of Class 1 and Class 3 are decreased to approximately 12% each.
The main learning here is that, in sparse femtocell deployments each victim femtocell has only one clear aggressor. Thus, the number of victim and aggressor femtocells is equal. Nevertheless as femtocells get denser, 40% of Class 4, and about 12% of both Class 1 and Class 2 shift to Class 2. To sum up, in UDFNs, femtocells tend to be aggressors and at the same time victims. Besides, victim femtocells apprehend more than one aggressor. Thus, the characterization of victim and aggressor femtocells is not straightforward. Figure 4 and Figure 5 show the behavior of SCVC and FCRA algorithms as a function of the number of femtocells per floor per strip. The contribution of the SCVC algorithm compared to the No-ICIC scheme is apparent. This contribution begins with a single femtocell and persists even when the number of femtocells increases to the maximum of 10 femtocells per floor. Moreover, the SCVC algorithm outperforms its counterpart; the FCRA mechanism. This outperformance is shown in Fig. 4 , where the average increase in the throughput of critical user with respect to No-ICIC case for a density of less than 5 femtocells per floor is 5.12 and 11.73 Mbps for FCRA and SCVC respectively. On the other hand, for the density of more than 5 femtocells per floor, the average increase is 1.59 and 3.36 Mbps respectively.
In Fig. 5 , the average throughput of victim femtocells achieved by both schemes is shown. The SCVC scheme outperforms FCRA with an average difference of approximately 67% with respect to No-ICIC scenario. It can also be seen in Fig. 5 that, as femtocells get denser (i.e. more than 5 femtocells per floor), the FCRA algorithm offers trivial improvement with respect to No-ICIC case. This can be expected where Class 2 femtocells become dominant in dense femtocell deployments as was shown in Fig. 3 . It must be noted that this throughput is the overall throughput of both critical and non-critical users served by victim femtocells. Figure 6 illustrates the average throughput of critical users as a function of different crowding scenarios. In this scenario, the average throughput is examined for a single user per femtocell, to the maximum of 10 users as specified by 3GPP in [11] . The number of femtocells per floor per strip is fixed for all crowding scenarios at 10 femtocells.
From the figure, it can be seen that in low crowding scenarios (i.e. less than 3 users per femtocell); the offered throughput for critical users by the SCVC scheme and FCRA is almost equal. However, as femtocells get more crowded with users the benefit of the SCVC scheme over FCRA can be clearly seen. The SCVC algorithm achieves an average increase of approximately 54.32% over its counterpart for crowding densities of more than 3 users per femtocell. Figure 7 shows the average throughput of non-critical (safe) users in relation to the number of femtocells per floor per strip. The figure shows that the average throughput for non-critical users in the FCRA algorithm declines considerably for deployment densities of more than 4 femtocells per floor. The decrease of non-critical users' throughput is due to the plurality of aggressor femtocells to some victim femtocells. In the FCRA algorithm case, when a victim femtocell has more than one aggressor, the non-critical users within that specific victim femtocell and within its aggressors; get lesser share of the available radio resources. As a result, the overall throughput of victim femtocells is also impaired; as was illustrated in Fig 5. However, the superiority of the SCVC with regard to the No-ICIC scheme is apparent. This superiority is interpreted by an average increase of 4.50 Mbps or a rise of 74.89% in the throughput of noncritical users.
Finally, Fig. 8 depicts the average percentage of resource utilization for victim femtocells only and for the whole system. It's shown that the SCVC scheme offers an average full percentage of resource utilization for the whole network. However, for victim femtocells; the percentage of resource utilization is approximately 96% and 99% for sparse and dense deployment respectively. The variations for these two percentages is due to the decrease of Class 3 and the increase of Class 2 femtocells with densification. On the other side, the FCRA scheme only achieves an average of 66.26 % and 77.90 % for victim femtocells and the whole network correspondingly. This low percentage of resource utilization is due to the non-distinctive resource allocation approach within victim femtocells implemented by the FCRA method. In contrast to SCVC, the FCRA scheme allocates the shared resources within each victim femtocell equally for users regardless of their status.
VII. CONCLUSION
Densification of femtocells is acknowledged as an encouraging notion to meet the tremendous growth in mobile service requirements, particularly for indoor and outdoor hotspots. Nevertheless, the deployment of more femtocells is also challenged by a number of issues that have to be addressed to apprehend the full benefit of densification. Among others, co-tier interference emerges with new significance and exposes new prospects for interference mitigation research. In this paper, we have proposed a Semi-clustering of Victim-cells paradigm for co-tier interference mitigation in ultra-dense femtocell networks. The SCVC is based on the definition of victim femtocells subject to the status of their active users. On these terms, The SCVC applies a simple but yet smart dynamic resource allocation that can segregate active users within victim femtocells based on their status. This dynamic resource allocation can range from frequency reuse 1, when users are not critical, to the dynamic shared use of resources between critical users and their aggressors.
Simulation results have endorsed the substantial performance enhancement contributed by SCVC contrary to Femtocell Cluster-based Resource Allocation Scheme for OFDMA Networks (FCRA), in terms of the mean throughput of critical users, the average capacity of victim femtocells and the percentage of resource utilization. The simulation environment covered different crowding and density deployment scenarios. In future work, the SCVC technique can be rehearsed and tested for suitability to mitigate co-tier interference and for utilization of radio resources in the upcoming 5G ultra-dense networks.
