The number of internet users in Malaysia is significantly high in comparison with other countries. It is reported that the number of internet users who were born in the year 2000 and above is almost near 70% in Malaysia. In 2015, the Malaysian internet users has exceeded to more than 19 million users. Therefore, the amount of banks that are implementing internet services to their customer is to be roughly 30. Meanwhile, there are only 13 banks in Malaysia that offers mobile banking services to its customers. Although there has been a rapid distribution of mobile internet by banks, internet banking services is still not fully adopted by banks. The objective of the study is to study about the factor affecting the trustworthiness of customers towards the usage of internet banking in Malaysia. This research is about the trustworthiness of customers towards the usage of internet banking. There are a few variables of factors that affect the trustworthiness of customers towards the usage of internet banking and it is clearly explained and elaborated. The factors are competency, security, integrity performance and shared values. Next, the methodology quantitative approach has used in this research whereby 200 respondents were sampled by the population from using the simple random taking. Employed the SPSS Version 22.0, the multiple regression analysis and correlation analysis was created out to test the four hypothesis for this research. Moreover, this research will be conducted in Kota Damansara, Malaysia.
internet banking services (Kassim & Abdulla, 2006) . Purpose of this study is to find out the factors affecting the trustworthiness of customers towards the usage of Internet Banking in Malaysia. To seek the answers to these questions, this research will be organized into five (5) sections. Section one captures the introduction, section two discusses review of updated literatures, section three (3) highlights the methodology employed in analyzing empirical data for this research, section four (4) discusses data collection and analysis whilst, section five (5) provides the conclusion and recommendations, as well as the contributions and limitations of the research.
Literature Review

The Definition of Trustworthiness of Customer towards the Usage of Internet Banking
The dependent variable of this study is the trustworthiness of customers towards the usage of internet banking. Internet banking can be defined as the progression of the traditional way of banking into a new way of banking that customers obtain from accessing through an internet platform and communication channels (Yiu, Grant, & Degar, 2007) . Internet banking is also known as e-banking and online banking. Internet banking is the establishment of the website that can be viewed by customers as a service from banks and financial institutions (Sathye, 1999) .
Internet banking can be defined in different type of ways. This is because different authors have different perspective towards the functions of internet banking. Internet banking could also be known as online banking and e-banking. Internet banking is the process whereby its services are delivered in a specific internet platform through networking (Yiu, Grant, & Degar, 2007) . In a basic understanding, internet banking can also be known as the development of webpage improvement by financial institution to provide information about its services (Daniel, 1999) . Sathye (1999) mentioned that banks have totally adapted with the current technology phase changing its core of their services, delivery and consumption methods (Sathye, 1999) .
In the today's world, technology has developed more competition for bank providers. Due to the rapid growth, many nations have transformed the practice of traditional banking. To reach customers globally and to eliminate the geographical limitations, banks have utilized the internet as a platform to deliver its services (Bradley and Stewart, 2003) . According to Paynter and Lim (2001) , electronic banking was first introduced in Malaysia in the year 1981. After a few years, the first electronic machine was introduced by banks to consumers which are the Automated Teller Machine (ATM). The convenience of an ATM machine provides consumers with an easier way to obtain banks' services (Paynter & Lim, 2001 ).
In the year 2000, the Central Bank of Malaysia has permitted local banks to provide internet bank services to consumers. This offer was initiated by few banks such as Maybank and CIMB bank. Local banks offered services such as credit card payment, banking enquiries, transfers to third party and also account information. Mobile banking is also then implemented and has the same characteristics as internet banking. This is because mobile banking also uses the same platform as the computer in using the internet network. From the consumers' understanding, internet banking is a convenient and easy way in order to access one's finance account anywhere and anytime throughout the day. However, from the banks' understanding, internet banking is a strategy that was adopted to gain competitive advantage by offering various opportunities to customers.
Competency
Competency is defined as the ability of a certain service provider to offer desirable performance in order to fulfill customer needs and wants (Pay, Balaji, & Kok, 2014) . The advantages of competency include level of quality, consumer benefits and satisfaction (Rogers, 2010) .
Good intentions are not always sufficient for a person to fulfil their expectation on a certain new implementation (Minhas & Jacobs, 1996) . Therefore competency is further explained as one of the factors that could generate trust from a person. Competence is defined as the ability of a certain service provider to offer desirable performance in order to fulfil customer needs and wants (Pay, Balaji, & Kok, 2014) . Rogers (2010) , states that organizations which have tasks rely on competency because it can create the ability to reach goals (Rogers, 2010) .
In an internet banking perspective, competence is a certain belief about banks offers expertise in providing proper technological safety for internet banking users from financial frauds and the violation of privacy (Pay, Balaji, & Kok, 2014) . Pay et al. (2014) also states that in a high risk environment, it is important for the service provider to express strongly that they are capable to deliver what they have promised. Furthermore, competence from organization can also reduce the customers' perception towards risk and eventually increase the confidence towards internet banking (Pay, Balaji, & Kok, 2014) .
Customers may need certain reason the acquire reasons such as competency for customers to try new innovations. Through the usage of internet banking, it allows customers to make admission to their banking accounts without having the effects of time and place. Customers will be able to check their account or make any transactions anytime or anywhere. Furthermore, customers are able to access their banking accounts as it is easier to access it if internet banking is used (Tan & Teo, 2000) . Consumers will have the courage to adopt new innovations if they had identified the advantages and values of the innovation and may tend to leave the traditional way. Thus, the higher the competency in the innovation, the higher the rate of the new innovation will be adopted (Puschel & Mazzon, 2010) . In addition, Rogers (2010) stated that there is positive relationship between competency and the trustworthiness of customers towards the usage of internet banking (Rogers, 2010) .
Security
Security is one of the most challenging factors for a certain firm or organization. The level of security can measure the level of harm that customers may fear. Risk could interfere with security from obtaining freedom. Security matters before any customer could trust the service provider (Nasri, 2011) . Aldridge et al. (1997) describes security as the most challenging factor for a company to go online. This is explained when a user uploads anything online, anyone from around the world can have access to the information (Aldridge, White, & Forcht, 1997) . Most of the important issues between customers and internet banking are the customer's trust of security when it comes to online banking transactions (Nilsson, Adams, & Herd, 2005) . When it comes to putting up your personal details and information on the network, everyone would feel that it is best to keep it private. This is because security has been identified as one of the most important factors that affect trust levels (Lee, 2002) . Hutchinson et al. (2003) states that the worldwide web on the network is no longer invisible to anyone across the globe because in spite the security methods that are already available, there will always be a the concerns of the internet to be a medium of online transactions (Hutchinson and Warren, 2003) . Hajli and Lin (2014) also states that one of the main factors of the trustworthiness of internet banking is security, which is the most influential factor (Hajli & Lin, 2014) . Security issues will still be important although the development of IT had sanctioned banks to have a better secured platform (White & Nteli, 2004) . In other research, Adler and Kwon (2002) customers' awareness are also important in internet banking. This is because new technologies can facilitate more secured internet banking environment (Adler & Kwon, 2002) .
Security factor is vital towards the trustworthiness of customers towards the usage of internet banking. This is due to the risk that customers will face when conducting transactions online. Thus, security has a positive relationship with customers trust in the usage on internet banking (Cunningham, 2003) . Sabagh and Molla (2004) conducted a research in Oman and they stated that they had identified the two main variables of internet banking which is trust and also security (Sabagh & Molla, 2004) . Therefore, if quality security is improved such as the existence of privacy protection seal when conducting a transaction online will develop more trust to customers (Rifon, LaRose, & Choi, 2005) . Finally, a research had been conducted and had stated that there is a noticeable positive relationship between security and the trustworthiness of internet banking (Hernandez and Mazzon, 2007) .
Integrity Performance
Integrity performance can be defined as the service providers' quality in maintaining the demands from customers. The reputation of the service provider may be at stake if it does not convey a well performed quality by reaching the needs of the customers. If the service provider clarifies information or transactions smoothly could build more trust for maintaining and gaining customers (Ting, Kuen, Xien, Ying, & Yew, 2013) .
Integrity conveys an image of objectivity that contributes to the development of better reputation for the service provider. In an internet banking perspective, confidentiality influence better trust towards their customers (Pay, Balaji, & Kok, 2014) . Yap (2010) states that the smooth clarity in instructions given will improve customer confidence and their trust in internet banking.
ijbm.ccsenet.org International Journal of Business and Management Vol. 12, No. 6; 2017 4 A report by Forrester Consulting states the studies on customer expectation on website performance are 75% and 99% out of it expects availability and performance from financial services. It also adds that the expectation from customer over performance comes second after security. More than half of the internet banking users expects the site to load lesser than 2 seconds. If it takes more, they would not dare to continue with the transactions (Crosman, 2010) . With the growth of technology, banks would have to increase their way of retailing especially through online to keep up with the pace as well as be up to date to what their customers demand. Looking at the full overview, the evolution of internet banking has evolved and the performance is always getting better.
Customers' demands and acceptance is the main key for determining the practicality and success on implementing technology based on internet banking. Internet banking is said to be the sixth application that is most demand by customers. However there are certain transactions that customer prefer to go to the ATM or banks rather than using the internet platform (Sayar & Wolfe, 2007) . For business, managers would need to associate with the usage of internet banking as it is to improve performance efficiently in their business. Managers would consider on how efficient are the online banking performances that are provided by banks in order to make fast decisions. Therefore, evaluating on the performances of internet banking are very crucial by all its customers and it is an interest matter on how performance does relate with its users that researches are interested in researching on (Wu, 2010) . Therefore, there are a genuinely positive relationship between integrity performance and the trustworthiness of customers towards the usage of internet banking.
Shared Values
Shared values can be defined when a customer has the knowledge of the goals set by the service provider (Mukherjee & Nath, Role of electronic trust in online retailing: a re-examination of the commitment-trust theory, 2007). When customer has the same values as the service provider, trust may build in order to have a positive relationship with the trustworthiness of internet banking (Pay, Balaji, & Kok, 2014) .
In the past research, shared values also refer to customer perceive internet banking as the same for them in terms of goals and behaviour. This factor can simplify the communication or collaboration between customers and banks thereby could lead to mutual trust (Pay, Balaji, & Kok, 2014) . Mukherjee et al (2007) states that one of the most influential factors is shared values because it can develop trust in an online retail context. This means that shared values can determine the knowledge of fraud by customers, therefore trust in banks is improved (Mukherjee & Nath, 2007) . Customer perception towards the service providers' behaviours may lead to better satisfaction and also higher assurance. Thus, it could lead to better confidence then towards better trust.
There are a few important elements in shared values which one of it is ethics in banking. Ethics may determine whether or not banks are giving incomplete information, misconduct customers' confidential information or even sharing or selling customers information to other parties (Mukherjee & Nath, 2003) . With the aspects of good morality, honesty and ethics may increase trust (Huemer, 1998) . Banks' ethics can enforce rules and regulations could build trust by explaining the security and privacy concerns to the customers.
In the past research, there are most surveys have found that there a consistent high levels of customers that are worried about privacy in online activities (Ackerman, Cranor, & Reagle, 1999) . Privacy violation is the main concern of internet banking, whereby they are concern on the misuse of confidentiality and lack of personal information saving. Most customers trust that internet can be intercepted and intervened by others (Yiu, Grant, & Degar, 2007) . Therefore, these factors have an obvious positive relationship between shared values and the trustworthiness of customers towards the usage of internet banking. 
Proposed Framework
Research Hypotheses
H1: Competency will have a direct significant influence on trustworthiness of customer towards the usage of internet banking in Malaysia H2: Security will have a direct significant influence on trustworthiness of customer towards the usage of internet banking in Malaysia H3: Integrity will have a direct significant influence on trustworthiness of customer towards the usage of internet banking in Malaysia H4: Shared value will have a direct significant influence on trustworthiness of customer towards the usage of internet banking in Malaysia
Research Methodology
Measurement and Collection of Data
A quantitative research approach is employed in this research following the positivist assumption with a realist ontology and objectivist epistemology. Data was collected using a probabilistic sampling method, particularly a stratified random sampling technique.
The adapted survey questionnaire employed in this study is divided into two sections; demography and scales of the four (5) underlying factors of the research instrument, capturing four (4) independent variables and 1 dependent variables. A 5-point Likert scale was used showing (1)"strongly disagree", (2) "disagree", (3) "slightly agree", (4) "agree", (5) "strongly agree". Table 1 below captures the details of the adapted scales employed in this research. (Rogers, 2010) 2) Security (Nasri, 2011) 3) Integrity Performance (Ting, Kuen, Xien, Ying and Yew, 2013) 4) Shared Values (Pay, Balaji and Kok, 2014) 
Demography of Respondents
Data Analysis
Multiple Regression Analysis
Multiple regression analysis is used to estimate the result and the risky forecasters (Pallant, 2016) . Based on this study, it is determine by the relationship between the dependent and independent variables. 
Model Summary
According to the table 3, the Durbin-Watson value is used to determine errors from statistical analysis of auto correlation (Hoshmand, 2009) . Referring back to the table above, the value of Durbin-Watson is 1.816. The value is ideal due to the value within 1 to 3. Hence, the result outcome has no autocorrelation within the statistical analysis.
However, the value of the R Square is to determine the relationship between forecasters and the results. The value of R Square stated above is 0.255 which is 25.5%. This shows that 25.5% of independent variable explains the different factors of the dependent variable. The remaining 74.5% are the factors that were not included in this study. Based on the table 4, the analysis of variance (ANOVA) is to measure the significance between two or more mean values. Based on the table above, the value of ANOVA is 0.00 which is lower than 0.05. This states that this research is appropriate to use. All independent variables that were included in this research have been included. However, the ANOVA result does not represent total hypothesis that is significant. ijbm.ccsenet.org
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Hypotheses Result
Discussion of Findings
Result of the Correlation and Multiple Regression Analysis
These results are from 200 respondents and all of the data are compute by SPSS. The reliability test has been gained by questions that were answered by the respondents. There are 2 different sections that divide the questions given. The first section is the demographic data of the respondents. The questions included are their gender, age, race, marital status and education level. The second section is 20 different questions regarding the independent variables which consist of competency, security, integrity performance and shared values. The pilot test was then derived from the first 20 respondents that were shown reliable and further continuity to the other 180 respondents was done after that. The reliability alpha score was 0.853.
Then, the normality test was then done by using the Z-score calculation which the value was -1.465 lying within -3 < Z > 3. A curve graph in the histogram also showed normality based on the data collected. The linearity test described a normal distribution of the dependent and independent variables by using a scatter plot graph. Test was shown that the questionnaires were fairly distributed.
Next, the correlation test was tested by using Pearson correlation. The result that was tested was scored 0.322 for competency, 0.424 for security, 0.155 for integrity performance and 0.396 for shared values. Whereby competency, security and shared values has a low and moderate correlation and security has a very low correlation.
Finally, the multiple regression analysis is tested by using Durbin-Watson which the result was 1.816 and it indicated that there was no autocorrelation with the residual. Whereas, the R square result was 25.5% that shows the strength of the relationship between the dependent and independent variables. As for the ANOVA result, the significant value is 0.00. There is two variables that was accepted and two variables which are rejected. The accepted variables are competency with 0.0028 and security with 0.000 significant values. The rejected variables are integrity performance with 0.261 and shared values with 0.071 significant values. There are some possibilities whereby the independent variables are not influenced by the dependent variable.
Implication of the Study
The outcomes of this research explores on the factors affecting the trustworthiness of customers towards the usage of internet banking in Malaysia. This research may be useful to the people in Malaysia as it increases the understanding on the factors related to the effects of trustworthiness towards internet banking.
With the technology advancement of today's century, the internet has become a major breakthrough of advanced technology. The buying and selling of products and services has become easier than before. Therefore, this research could help the people understand on why internet banking will make their lives simpler and easier. This ijbm.ccsenet.org
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Internet banking could be a useful tool for the people and also businesses. By using this service, every transaction will be easier and there will not be any hassle regarding making any transactions especially big figures.
Recommendation for the Future Research
There are a few recommendations for future researchers to improve this topic on the trustworthiness of internet banking. First is the factors stated as independent variable could be further studied or even be added. This could widen the research on the topic.
Next is future researchers should widen the area of study. Questionnaires that are gained from different places may be more reliable than only in SEGi University staffs and students. Other than that, the knowledge of internet banking should be spread to everyone as it is one of the most convenient services as technology grows. With better information comes better understanding on internet banking.
Conclusion
The overall findings of the research that were done shows the reliability test results, normality test results, linearity test results, correlation test results and regression analysis test results. This chapter also includes the implication of the study, the limitations of the study and also the recommendations for future study.
The researcher believes that this research could be an important contribution for the people in Malaysia to broaden the understandings and the factors that affects trust in internet banking. The service provider of internet banking can also understand and identify the weaknesses of their service from this study. Trust is a main issue for this service, therefore this research will have an immense help to the service providers. Finally, this research will be a useful help for future researchers as there is lack of journals on the trust of internet banking in Malaysia. Even though this small research has no big impact, it is still consider as a small useful contribution for the better good of our society and nation.
