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Using Energy Consumption Metrics to 
Make Machine-Learning Models Energy Optimal 
Abstract: 
Smart computing devices continue to increase in popularity, availability, and functionality.  
A smart computing device, such as a security camera, collects or senses information and processes 
that information.  In processing the information, the smart computing device engages in machine-
learning processes to make inferences or predictions based on the collected information.  Hardware 
components, energy resources, and even the environment in which the smart computing device 
resides affect the capability of the smart computing device to process the collected information 
and make the inferences or predictions.  Tracking and optimizing energy consumption can increase 
the efficiency and efficacy of smart computing devices.  Energy consumption can be optimized by 
dynamically adjusting the sensing protocols or information collection capabilities of the smart 
computing device or by dynamically adjusting the machine-learning processes executed by the 
smart computing device. 
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Background: 
As the Internet-of-Things expands, smart computing devices continue to proliferate.  
Internet-connected thermostats, appliances, vehicles, lights, cameras, robots, and machines are 
found in all areas of life, including home, work, business, recreation, and school.  In particular, 
many smart devices leverage machine-learning algorithms, models, and processes to sense the 
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environments in which they are located and respond to conditions or changes in conditions of those 
environments.  These machine-learning processes access information or data collected from 
various sensors of the smart devices and run on processors or other hardware elements.  These 
processes can be run on the smart devices themselves or the information and data can be 
transmitted to other computing devices, which run the machine-learning processes remotely.  The 
information or data collection, processing, and transmission require resources, including energy, 
network connections, and time.  Optimizing the energy consumption of smart computing devices 
allows the devices to run more efficiently and more productively. 
Description: 
Smart computing devices continue to increase in popularity, availability, and functionality.  
A smart computing device, such as a security camera, collects or senses information and processes 
that information.  In processing the information, the smart computing device engages in machine-
learning processes to make inferences or predictions based on the collected information.  Hardware 
components, energy resources, and even the environment in which the smart computing device 
resides affect the capability of the smart computing device to process the collected information 
and make the inferences or predictions.  Tracking and optimizing energy consumption can increase 
the efficiency and efficacy of smart computing devices.  Energy consumption can be optimized by 
dynamically adjusting the sensing protocols or information collection capabilities of the smart 
computing device or by dynamically adjusting the machine-learning processes executed by the 
smart computing device. 
Smart computing devices include things like thermostats, home assistants, ovens, 
refrigerators, cameras, lights, switches, security systems, monitors, robots, appliances, mobile 
phones, tablets, or home theater components.  A smart device can be directly connected to the 
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Internet or indirectly connected to the Internet via a communication hub.  The smart devices can 
be accessed and manipulated using a web browser, an application on a mobile device, a local 
remote, or programing system (e.g., voice commands, home automation systems).  The smart 
devices can also connect and interact with one another.  For example, a home theater system that 
is turning on could send a signal that instructs the lights in the room to dim after a certain amount 
of time or a security camera could recognize an authorized individual and automatically open a 
door lock. 
In some circumstances, smart computing devices must remain in an active or on state to 
perform their dedicated functions.  In other circumstances, the smart computing devices remain 
primarily in a sleep or passive state until a sensing component identifies an environmental factor 
that wakes the smart computing device.  For example, consider the security camera mounted on 
the side of a house as shown in Figure 1.  This security camera could operate in multiple modes.  
In a first mode, the security camera would remain on and continually record video footage.  In a 
second mode, the security camera could enter a sleep or passive mode, in which no footage is 
recorded, until a motion sensor connected to the camera senses motion in the field of view of the 
camera.  When the motion sensor detects motion, the security camera receives a signal to 
commence recording footage. 
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 Figure 1 
Although practical and useful, these two operational modes also include some limitations.  
In the always-on mode, the security camera could record extensive amounts of footage of an 
environment with very little activity.  This always-on mode could expend unnecessary energy in 
capturing the footage, storing the footage, transmitting the footage, or reviewing the footage at 
some later time if necessary.  The security camera itself could encounter operational problems as 
well in the always on mode.  As an electronic device, the security camera has a potential for heat 
generation in normal operations.  In some circumstances, excess heat generation can negatively 
affect the camera performance.  Additionally, the environment in which the security camera resides 
could both add to or subtract from the heat load born by the security camera, which could also 
affect the security camera’s performance.  The motion triggered mode also has limitations.  Some 
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motion may be too subtle to trigger recording and essential footage could be missed.  Some 
repetitive motion, like a tree branch or flag blowing in the wind, count constantly trigger recording 
of footage not worth recording. 
Optimizing energy consumption can improve the performance of the security camera.  In 
particular, the security camera can engage in machine-learning processes and modify its 
operations.  For example, in the always on mode, the security camera could analyze the footage 
being recorded or determine, possibly using information from another sensor like the motion 
sensor noted above, that no relevant activity worth recording in detail is happening.  The security 
camera could respond to this circumstance by decreasing the quality of the video recorded (e.g., 
from 1080p to 480p or from 30 frames-per-second to 60 frames-per-second).  Reducing the quality 
of recorded footage can reduce the energy required for recording, storage, or transmission of the 
video footage and reduce the heat generated at the device itself.  In this manner, the security camera 
remains alert and engaged without consuming excess resources.  In a similar manner, the security 
camera could engage in energy-optimizing machine-learning processes to reduce recording quality 
when only branches or a flag move in the wind and increase the recording quality when a person 
or animal enters the security camera’s field of view. 
The security camera can also engage in energy-optimizing machine-learning processes to 
respond to changes in or conditions of the environment in which it is located.  In the circumstance 
of Figure 1, the security camera could alter the recording quality based on an external temperature.  
In high-temperature conditions, the security camera could reduce recording quality to decrease 
heat generation by the camera itself, which could adversely affect camera components or 
performance.  Alternatively, in low-temperature conditions, the security camera could increase 
recording quality to increase heat generation, which could improve camera function. 
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The energy-optimizing machine-learning processes can also adjust the security camera 
operations based on information collected by the camera itself.  Consider the indoor family room 
environment of Figure 2.  Here, as part of a home security system, an indoor camera can respond 
to changes in occupancy.  For example, the indoor camera could identify a family pet, known 
members of a household, or other approved figures and respond automatically by deactivating 
itself, reducing recording quality, or automatically deleting recorded footage for certain periods of 
time. 
 
Figure 2 
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Any of these responses could have a significant impact on the overall energy consumption 
in the home, especially as the number of smart devices continues to increase.  Energy-optimizing 
machine-learning processes can operate smart computing devices cooperatively or independently 
in a same environment.  Consider the same family room environment of Figure 2, but now with an 
additional smart computing device: a robot vacuum. 
 
Figure 3 
The indoor camera can identify movement from the robot vacuum and adjust its recording 
quality based on the robot vacuum being known or approved.  The indoor camera could also alert 
the robot vacuum of known individuals being nearby in the home.  The robot vacuum could 
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respond by waiting under the couch so as to be out of the way and not impede the known 
individuals.  Once the known individuals have left the room, the indoor camera can alert the robot 
vacuum to continue its cleaning operations. 
The robot vacuum itself can engage in energy-optimizing machine-learning processes.  For 
example, Figure 3 illustrates four individual positioning sensors around the perimeter of the robot 
vacuum, such as cameras or a wireless-positioning system.  As the robot vacuum proceeds over a 
hardwood floor or other surface with strong lines or other clear visual reference points, the 
machine-learning processes could dynamically adjust the quality or frequency of position-sensing 
operations conducted in the vacuum itself, which could save energy and increase the cleaning 
range of the vacuum.  When the vacuum encounters carpet or another surface that does not include 
the strong reference lines, the vacuum could respond be deactivating the cameras and engaging a 
wireless-positioning system.  In this manner, the vacuum can proceed in its continuous positional 
monitoring using fewer energy resources.  Similarly, the vacuum could disengage a powered brush 
on hardwood floors and reengage the powered brush on the carpet.  Any or all of these active 
inferences or responses could improve overall efficiency, performance, and energy management. 
Tracking and optimizing energy consumption can increase the efficiency and efficacy of 
smart computing devices, such as cameras, robots, or machines.  Energy consumption can be 
optimized by dynamically adjusting the sensing protocols or information collection capabilities of 
the smart computing device or by dynamically adjusting the machine-learning processes executed 
by the smart computing device. 
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