Abstract-Radio Frequency Identification (RFID) is a means to identify and track objects using radio frequency transmission.
I. INTRODUCTION
RFID, as a technique of automatic identification, is increasingly being used to identify and track objects through the supply chain in industries and manufacturing process [l] . An RFID system consists of an RFID reader, which is a transmitter/receiver module connected to an antenna, and a set of RFID tags, each of which is a low functionality microchip connected to an antenna [2] . A tag, which is generally attached to an object, typically stores information about the object. The reader uses radio waves to communicate with the tag and access this information. A tag may be active(powered by an extemal battery) or passive(powered by energy in the reader's signals). Passive tag uses the energy from the RF field of the reader for any on-chip computation and also for communication back to the reader. Since the signal from a passive tag to the reader is a reflected signal, the read range of a reader is very limited.
Making the readers mobile has some important advantages that are summarised as follows:
-Cost: Not all applications require "always-on"/real-time sensing of the item to be tracked. So a large deployment of fixed readers to cover the area is an overkill. For example, is it important to instantaneously sense the removal of a coke can in a retail store? Instead a periodic walk-through of mobile reader suffices in such situation. Also fewer mobile readers would suffice to cover the deployment area thus reducing the cost to a considerable extent.
-Convenience: Mobile readers require no wiring hassles or disruption of activities. Also mobile readers promote faster deployment of application and increases end user convenience. Many applications require readers to operate in close proximity of each other. Due to proximity, the signals from one reader might interfere with the signals from other readers. This interference is called reader collision [3] .
Reader to Reader interference arises when stronger signal from a reader interfere with the weak reflected signal from a tag. For example. in fig. 1 , R1 lies in interference region of reader R2. The reflected signals reaching reader R1 from tag TI, can easily get distorted by signals from R2. Note that such interference is possible even when the read range of the two readers do not overlap.
Multiple reader to tag interference arises when more than one reader try to read the same tag simultaneously. In fig. 2 , the read range of the two readers overlap. Hence the signals from R1 and R2 might interfere at tag T1. In such case, T1
can not decipher any query and the tag is read neither by R1 nor by R2. Due to reader collisions, R1 will be able to read T2 and T3 but it may not be able to read the tag T1. In such case, R1 will indicate presence of 2 tags instead of 3.
Apart from incorrect operations, reader collisions also result in reduction of the overall read rate of the RFID system. Hence reducing these reader collisions is essential. Morever this problem is aggravated in case of mobile/handheld readers.
Standard multiple access mechanisms cannot be directly applied to RFID systems due to the following reasons.
-FDMA: With the control channel. If the control channel is busy, it continues to sense the control channel. As soon as the channel gets idle, the reader waits for a random delay(delay.before.beaconing) and senses the channel again to send the beacon. This random delay is a multiple of the beacon propagation delay and helps to avoid collisionsotherwise many readers would simultaneously send the beacon after the channel became idle. Fig. 5 shows the detailed flowchart and fig. 6 shows the detailed algorithm for the Pulse protocol. We define the Beacon Range Factor(BRF) as the ratio of the control channel transmission power to the data channel transmission power. The power received at a receiver is inversely proportional to the square of the distance between the transmitter and receiver [8] . Thus BRF is given by [ Tag setup: We used a field of 10 meter X 10 meter area, with 400 tags forming a grid of 20 X 20. The tags were placed throughout the simulation field with 0.5 meter interval so that most of the collisions in the field would be detected by these tags.
Fixed Readers:For fixed reader simulation, all the readers were randomly placed in the field. We used 20 random topologies with 3 different seeds in each case giving a total of 60 simulations per protocol.
Mobile Readers: For simulation of mobile readers, the initial placement of readers was a uniform grid of readers. We used a random way point mobility with low speed of 0.5 to 2 meters per second and 10 random seeds.
For simulation, the RFID application generated a packet(query) to be sent to the tags with exponential interarrival time of average 500 psec throughout the simulation time of 60 seconds.
D. Compared Protocols
We compared our Pulse protocol with Aloha protocol, CSMA protocol [6] We first did a throughput comparison followed by efficiency comparison of Pulse with other protocols considering BRF-28 and beacon interval = 5msec. For each case we did the comparison initially on a 25 reader topology followed by topologies with different number of readers (4... 64). We also studied the effect ofBRF and beaconing interval on throughput and efficiency of Pulse in subsequent subsections.
A. Throughput 25 Reader Topology: Fig. 7 shows the comparison of Pulse with other protocols in 25 reader topology with static and mobile readers. As seen in the figure: -With Aloha, almost every transmission in the system collided since the readers do not apply any collision avoidance.
-CSMA has better throughput than Aloha however the number of collisions using CSMA is still high because of the hidden terminal problem. -Colorwave shows lower throughput because the timeslots are underutilised in a distributed timeslot mechanism. -In Pulse, these collisions are avoided because the beacon sent by a reader acts as a notification to the neighbouring readers(including hidden nodes), which then withhold their transmission thus avoiding collisions. Figure. 8 shows the percentage efficiency of the system using different MAC protocols.
-Efficiency with CSMA is nearly 50% which means that 50% of the transmissions in the network get collided.
-Using Colorwave, the efficiency is almost 100% however, colorwave fails to give better throughput than Pulse. -With Pulse, the efficiency is above 99% with both static and mobile readers. Thus Pulse is successful in detecting possibility of collisions and thus avoid the same. Thus Pulse is definitely an improvment over the existing solutions in both the dimensions of throughput and efficiency. We further tested Pulse over different networks by varying the number of readers in the network and found that Pulse is effective even in highly dense mobile networks. We also studied the effect of the protocol parameters, BRF and beaconing interval, on the system throughput and efficiency. We found that BRF=28 gives the highest throughput and change in beacon interval does not show any significant change in system throughput. Detailed results can be found in [9] .
VI. PERFORMANCE MODELLING
In this section we try to model our system inorder to find the average system throughput for a topology with static readers. We make the following assumption on the system to simplify the analysis.
-We assume a saturation case, Backoff Decrement Interval(BDI): The basis of our analysis is similar to as given in [10] . We define a backoff decrement interval(BDI) to be the interval after which the backoff value is decremented. Fig. 9 shows the time line of 4 readers in the system whereas Fig. 10 shows the transmission of other readers R2, R3, R4 superimposed on the timeline of reader R1. Fig. 10 
. Detailed derivation of this result and numerical validation of the performance analysis can be found in [9] VII. CONCLUSION AND FUTURE WORK The reader collision problem in RFID networks is a hindrance for the proliferation of RFID. We presented a distributed protocol, Pulse, for an RFID network which uses a beaconing mechanism by sending periodic beacon on the control channel. Although the protocol is simple, we have shown that it mitigates the reader collision problem. It reduces the reader collisions to 1-2% and also increases the read rate of the system by 60% as compared to CSMA. It requires very less overhead on the reader side and absolutely no support on the tag side. Our protocol is also very effective in a mobile scenario facilitating the use of mobile readers which is a cost effective solution for many applications.
We did not account for any channel switching delay in our simulations. However we believe it to be negligible as compared to the beacon interval. Ofcourse, the Pulse protocol demands for some extra circuitry on the receiver end of a reader. However Pulse protocol increases the throughput considerably. It also promotes the use of lesser number of readers by being effective in a mobile scenario. We believe this performance gain and reduction in number of readers required is high enough to offset the hardware modification required by this protocol.
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