Abstract. The last few years, users want various services that fit their needs and preferences. Many services are provided at network edges and are increasing in number. The open framework is needed for efficient service management and uniform deployment of personal services at network edges. In this paper, we propose the open service framework, which can be implemented as a platform for the personal service at network edges by using Open Pluggable Edge Service (OPES) concept. The proposed framework is composed of Databases, Policy Repository, Rule Manager, Policy Adapter, Admission Manager, Operations Support System (OSS) Adapter and OPES-based Service Delivery Manager for the deployment of personalized and QoS guaranteed services in a standard way. In order to perform the feasibility of this platform, we have implemented a simple example and shown some its results.
Introduction
Personalized service is to adapt the provisioned services to fit the needs and preferences of a user or a group of users in a static or dynamic way. The process of personalized service gathers information of user, device and service through their interactions and in turns, stores the collected raw information into database.
The edge service means service for deploying service by 3 rd -party Service Developers and Network Provider at network edge. Because each edge has many services, it needs the method to manage and deploy services. In [1] , a platform is proposed for managing and deploying various services, but it does not mention on the concrete relationship with personalized services.
So we propose the open service framework, which can be represented as the personalized service platform with the network and service control functionality for the dynamic provision of a variety of edge-based services, being deployed and managed.
Section 2 introduces the Open Pluggable Edge Service (OPES) architecture to be applied in the framework. Section 3 describes the proposed framework for deploying the personalized services in an effective way and section 4 implements a case of personalization service for the feasibility of the proposed framework. Section 5 provides conclusive remarks and directions for future work.
Open Pluggable Edge Service (OPES) Architecture
The OPES Working Group of Internet Engineering Task Force (IETF) has developed an architectural framework to authorize, invoke, and trace such application-level services for HTTP. The framework is a one-party consent model in which each service is authorized explicitly by at least one of the application-layer endpoints.
The OPES, existing in the network edge, provides services that modify requests, modify responses and create responses. The architecture of OPES can be described by OPES entities, OPES flows and OPES rules. An OPES entity residing inside OPES processors is an application that operates on a data flow between a data provider application and a data consumer application.
An OPES entity consists of an OPES service application and a data dispatcher. An OPES service application can analyze and transform messages on data stream. A data dispatcher invokes an OPES service application according to an OPES rule-set and application-specific knowledge. If there is no needed service application in local OPES processor or is useful for OPES processor to distribute the responsibility of service execution in an OPES service application of remote Callout Servers, the data dispatcher invokes remote service application by communicating one or more Callout server(s). In this case, OPES Callout Protocol (OCP) is used for communication between a data dispatcher and a Callout Server.
OPES flows are data flows among a data provider, a data consumer and one or more OPES processor(s) in which a data dispatcher must be existed. The exchanges of data between a data provider and a data consumer are independent of protocols. For the simplicity and implementation of proposed platform, we select HTTP, a basic protocol of Web Services, as the example for the underlying protocol in OPES flows.
The rule-set is a superset of all OPES rules. The OPES rules consist of a set of conditions and their related actions which can be specified as when and how to execute OPES services on data stream. The data dispatcher examines the rules and invokes service application for offering the service at the points identified by the numbers 1 through 4.
The Open Service Framework
From the perspective of network topology, an access network for the user to access service might be constructed as access node, access switch and edge router. We present the open service framework, which can supply the personal services with the negotiated QoS requirements to be deployed using OPES concept at network edge.
The proposed open service framework is composed of Databases for Profiles, Policy Repository (PR), Rule Manager (RM), Policy Adapter (PA), Admission Manager (AM), OSS Adapter (OSSA) and OPES-based Service Delivery Manager (OSDM) as depicted in Fig. 1 . Databases contain profiles of user, device and service to be used as basic information for the accomplishment of personalized services with their QoS requirements. The RM can perform the query operations to all of profiles. It sends service id, user id and qualified Service Level Agreement (SLA) for the user to the PR. And then the RM generates the determined rules by using collected profiles from Databases and received polices from the PA. The PA decides the suitable policies based on SLA for the service and network requirements. Then it sends the determined policies with their priorities to the RM. The AM can perform the functionality of whether the requested application service can satisfy the negotiated QoS requirements. In order to perform this functionality, the AM can access the OSSA, which offers the network and service management information for representing the status of network resource and service provision. Therefore, the OSDM can deploy many suitable application services to which the received rules from the RM are applied. Also, it enforces the established policies related to application services into QoS-aware network nodes such as edge router, access node and access switch. 
An Implementation Case of Personalized Service
We have implemented a simple example by using the proposed open framework for the mobile device. We use Red Hat 9.0 for Server, MySQL for Database, Java Wireless Toolkit for client and XML technology (i.e., Java WSDL 2.0) for the processing of rules.
We suppose that the user wants to know about the nearest restaurants. The service priority of the restaurant searching is determined from the characteristics of its distance, preference and similarity in that order. We don't consider geographical features such as mountain, river and so on. In Fig.2, (a) shows the result for cellular phone and (b) shows the result for laptop for searching the restaurants based on user preference. As depicted in Fig. 2 , the result of adapted and personalized service can be displayed in different shapes according to user devices. They graphically show the nearest restaurants in accordance with the reflection of user preference. The user receives the information on the closest and the most preferable restaurants. Also the user might acknowledge the location information of found restaurants for their reservation or their more detailed information. If the user wants to know the restaurant information such as name, menu and distance, one just selects one's wanted restaurant from the display of cellular phone and laptop. 
CONCLUSION
We propose the open service framework, which can be represented as the personalized service platform with the network and service control functionality for the dynamic provision of a variety of edge-based services, being deployed and managed. In order to make this framework, we design the system components such as Databases, Policy Repository, Rule Manager, Policy Adapter, Admission Manager, OSS Adapter and OPES-based Service Delivery Manager.
However there are many Service Providers at the network edge and they want to provide service at other Network Provider edge. Network Provider requires Service Providers to comply with its API for deploying their services. For following the convenience and standard to Service Provider, we will extend the proposed framework towards Service Delivery Platform (SDP).
