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With the further development of tax informationization and the wide application 
of Internet, online tax administration system continues to develop and perfect and it 
plays a positive role to optimize tax services, promote economic and social 
development, improve the tax authorities work efficiency and management level. 
After online tax administration business is centralized at provincial levels, it provides 
more rich service content and objects. Because its safety risk is more focused, safety 
protection level of online tax system centralized at the provincial level also has to be 
adjusted for higher level and the online tax system security protection are put forward 
higher requirements. How to further improve the tax system of online safety 
protection ability and reduce the tax system online security risk in accordance with the 
protection requirements of the information security level has become an important 
topic to the tax system information security protection. 
The dissertation mainly carries out the research on the relevant regulations and 
requirements of classified protection and gradational security, and designs such 
information security plans as system framework, security strategies, security model, 
deployment of system, with the standard of the relevant regulations and requirements 
of classified protection and gradational security. Furthermore, on the basis of security 
risk and protective requirements analysis of the online tax system, and according to its 
different business functions, including the access subsystem, reception subsystem, 
transverse exchange subsystem and data center, and network position, the online tax 
system is divided into several reasonable security areas. According to the security area 
of different security needs and classified protection requirement, a generic and 
practical security protection system including frame structure, safety policies, system 
deployment, etc should be designed  in the different security area of personalized 
safety design, by "points area, delaminating, deep protection" as the design idea, 
through the application of different safety protection technology and safety protection 















protection system, the relevant security products are integrated into the online tax 
system environment. Moreover, the feasibility, functionality and effectiveness of the 
security protection system also were tested. 
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2000 年 8 月 31 日，国家税务总局向国务院汇报金税工程二期的建设方案
并得到批准。金税二期工程提出，要将增值税征管各环节都放在网络上运行，
尤其要采集纳税人的增值税申报信息和税款缴纳信息，以此对纳税人进行纳税





















  2 
实现足不出户轻松办税[4]”的网上办税系统建设目标。 





















2007 年 6 月 26 日，公安部等四部门下发了《信息安全等级保护管理办法》。
其中明确规定：税务系统重要信息系统应当依据国家信息安全等级保护的基本
要求，按照信息系统等级保护的管理规定和技术标准，结合系统实际情况进行
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