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Untuk menjamin kelancaran pengiriman data dari LAN menuju router gateway, diperlukan 
router backup. Protokol yang digunakan pada router backup adalah Virtual Router Redundancy 
Protocol (VRRP). VRRP merupakan sebuah interface dari router OS Mikrotik yang memungkinkan 
untuk membuat beberapa router sebagai gateway dari jaringan lokal yang berada satu segment. Hasil 
pengujian menunjukkan kehilangan data saat  VRRP bekerja hanya 3,8%, jauh lebih kecil 
dibandingkan dengan kehilangan data pada saat routing protokol Open Shortest Path First (OSPF) 
bekerja untuk mengalihkan trafik ke jaringan lain bila ada router yg tidak bekerja. Pengujian dengan 
Jperf menunjukan throughput dengan VRRP dan tanpa VRRP sebesar 219079 Kbits/s. 
Menggunakan VRRP tidak berpengaruh pada throughput bandwidth. 
 





To ensure smooth transmission of data from the LAN to the gateway router, a backup router 
is required. The protocol used in the backup router is the Virtual Router Redundancy Protocol 
(VRRP). VRRP is an interface of the Mikrotik os router that allows us to create multiple routers as 
gateway from one segment local network. The test result show that the VRRP data loss is only 3,8%, 
much smaller than the loss in the Open Shortest Path First (OSPF) routing protocol. Testing with 
Jperf shows throughput with VRRP and without VRRP of 219079 Kbits/s. Using VRRP has no effect 
on bandwidth throughput. 





perusahaan yang besar, dalam 1 LAN 
dapat terdiri dari beberapa ratus 
komputer. LAN dilayani oleh 1 buah 
router gateway, jika suatu saat terjadi 
kerusakan pada router gateway, 
pengiriman data akan terhambat 
menunggu perbaikan router gateway. 
Mikrotik menyediakan protokol 
routing yang dinamakan Virtual 
Router Redundancy Protocol (VRRP). 
Dengan protokol ini LAN dilayani 2 
atau lebih router dengan satu router 
gateway utama dan router lainnya 
berfungsi sebagai router backup. Jika 
router gateway utama mengalami 
kerusakan, dengan segera akan dapat 
di backup oleh router yang lain tanpa 
kita perlu melakukan konfigurasi baru 
dari router tersebut. Penerapan VRRP 
pada router menggunakan manajemen 
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bandwidth yang berguna untuk 
menentukan jalur pengiriman 
informasi dengan cara meneruskan IP 
address dari pengirim ke server. Salah 
satu keuntungan menggunakan VRRP 
antara lain: mengurangi kehilangan 
data saat pertukaran gateway sehingga 




A. Open Shortest Path First 
(OSPF) 
OSPF merupakan sebuah 
protocol routing link state dan 
digunakan untuk menghubungkan 
router-router yang berada dalam satu 
Autonomous System (AS) sehingga 
protokol routing ini termasuk juga 
kategori Interior Gateway Protocol 
(IGP)[10]. 
Autonomous System adalah 
sekumpulan router dalam suatu sistem 
jaringan internet yang berada dalam 
suatu kendali administrasi[12]. 
Umumnya OSPF diterapkan pada 
jaringan skala besar karena memiliki 
kemampuan untuk mencapai kondisi 
convergence yang sangat cepat, baik 
pada saat jaringan pertama dihidupkan 
maupun bila terjadi perubahan 
jaringan[9]. Router dibagi menjadi 
beberapa area dan router tersebut 
hanya memiliki data router-router 
tetangganya saja, bila router di area 
tersebut ingin mengirimkan data ke 
router di area yang lain maka data 








Gambar 1. Topologi OSPF Multi 
Area[4] 
Pada router Mikrotik, OSPF memiliki 
beberapa properti/tab yang digunakan 
pada Tugas Akhir ini, yaitu interfaces, 
instances, networks, area. 
 
B. Virtual Router Redundancy 
Protocol (VRRP) 
Virtual Router Redundancy 
Protocol (VRRP) merupakan sebuah 
interface dari router OS Mikrotik yang 
memungkinkan kita untuk membuat 
beberapa router sebagai gateway dari 
jaringan lokal yang satu segment[6]. 
Komunikasi antar router akan 
menggunakan sebuah virtual ruter ID 
dan pada interface VRRP dimasing-
masing router akan dipasang sebuah 
vrid yang nilainya sama yang 
menunjukan sebagai router gatway[3]. 
Prioritas ditentukan berdasarkan angka 
yang paling besar, dengan kata lain ada 
satu router yang bisa dijadikan sebagai 
gateway utama dan yang lain akan 
menjadi backup. Jika jalur utama 





Perancangan simulasi pada 
percobaan ini menggunakan router 
dan PC yang akan dikonfigurasi 
sehingga saling terhubung satu dengan 
yang lain. Simulasi percobaan ini akan 
membutuhkan aplikasi Winbox dan 
Jperf untuk mengukur bandwidth. 
Konsep Perancangan dapat dilihat 
pada Gambar 2.  
 
A. Perancangan Jaringan 
Simulasi 
Perancangan topologi jaringan 
yang ditunjukkan Gambar 3. 4 router 
digunakan untuk simulasi internet dan 
2 router sebagai simulasi VRRP 
disusun sesuai dengan Gambar 3. 
 

















Gambar 2. Bagan Alir Perancangan 
B. Perancangan Jaringan 
Simulasi 
Perancangan topologi jaringan 
yang ditunjukkan Gambar 3. 4 router 
digunakan untuk simulasi internet dan 
2 router sebagai simulasi VRRP 



















Gambar 3. Topologi Jaringan 
 
Pada Gambar 3 terdapat 6 router 
dan 3 buah PC yang akan 
dikonfigurasi saling berhubungan satu 
sama lain, sehinggaa antara PC bisa 
saling mengirim paket. 
 


























C. Instalasi dan Konfigurasi 
Jaringan 
Pengkonfigurasian router 
mikrotik dilakukan dengan 
menggunakan perangkat lunak 
bernama Winbox. Winbox yang 
digunakan pada perancangan 
merupakan Winbox versi 2.2.16. 
C.1 Konfigurasi IP address R1-
R5 
  Pemberian alamat IP address 
pada setiap router menggunakan 
Winbox. Contoh pemberian alamat 
pada router 1 (R1), dan seterusnya. IP 
address diberikan untuk setiap 
interface router 1. 
C.2 Konfigurasi IP address 
loopback pada setiap router 
IP addres loopback adalah ip address 
virtual, diberikan agar interface virtual 
yaitu loopback selalu ON sehingga 
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router selalu aktif. Pemberian IP 
























Gambar 5. Pemberian nama loopback1 
pada R1 
 
C.3 Konfigurasi OSPF instance 
dan area 
Routing  instance adalah 
kumpulan tabel routing, interface dan 
parameter routing protokol OSPF yg 
mengatur pengaturan informasi dari 
tabel routing. Routing instance 
dikaitkan dengan nama router (router 
id) yang disesuaikan dengan IP 
address loopback. Pemberian OSPF 
instance dan area pada R1,dan 
seterusnya. Ilustrasi dapat dilihat pada 
gambar 5, dengan detil terlampir di 


















Gambar 6 OSPF area pada R1 
 
Tabel 2. Konfigurasi OSPF instance 
 
 
Tabel 3. Konfigurasi OSPF area 
 
 
C.4 Konfigurasi OSPF network 
pada setiap router 
Pemberian OSPF network pada 
R1,dan seterusnya. 






Gambar 7. OSPF network pada R1 
Pada Gambar 7 Tabel 4 Konfigurasi 
OSPF network 
 
C.5 Konfigurasi VRRP pada R3 
dan R4 
 Konfigurasi pada R3: 
  
 Konfigurasi pada R4 
Tabel 5. Konfigurasi VRRP 
 
C.6     Pengaturan PC 














Gambar 8 IP address untuk PC1 
C.7  Jperf 
 Jperf adalah program yang 
digunakan untuk mengukur through 
put dari komputer pengirim menuju 
komputer penerima (client dan server). 
Ilustrasi Jperf dapat dilihat pada 
Gambar 9 dan 10. 
HASIL SIMULASI 
A. Pengujian Virtual Router 
 Redundancy Protocol (VRRP) 
  Pengujian digunakan untuk 
melihat konfigurasi VRRP terhubung 
atau tidak. 
 
A.1 Pengujian interface VRRP 
pada Setiap router 
 Dapat dilihat pada Gambar 11 
hingga 14. 
 
/ip address add address=172.16.1.2/24 
interface=ether1 
/interface vrrp add interface=ether1 
vrid=49 priority=254 
/ip address add 
address=192.168.2.10/32 
interface=vrrp1 
/ip address add address=172.16.1.2/24 
interface=ether1 
/interface vrrp add interface=ether1 
vrid=49 priority=254 
/ip address add 
address=192.168.2.10/32 
interface=vrrp1 




Gambar 9. Pengaturan Jperf pada client 
 
 
Gambar 10. Jperf pada server 
  








































Pengujian dengan Traceroute 
  Pada pengujian ini, jika router 
utama terputus maka akan secara 
otomatis berpindah ke router backup 
seperti pada Gambar 13 menunjukan 
loss yang dialami mencapai 25.0% 
tanpa menggunakan VRRP, sedangkan 
pada Gambar 14 loss yang dialami 




































A.2 Pengujian menggunakan 
Jperf dengan VRRP 
 
 
Gambar 15. Simulasi traffic dari client 




Gambar 16. Simulasi traffic dari 




Gambar 17. Simulasi traffic dari client 




Gambar 18. Simulasi traffic dari 
server ke client tanpa VRRP 
 
Pada simulasi ini data dikirim dari 
client menuju server menghasilkan 
throughput sebesar 219079 Kbits/s 
dapat dilihat pada Gambar 15 dan saat 
bersamaan data dikirimkan dari server 
menuju client menghasilkan 
throughput sebesar 219421 Kbit/s 
dapat dilihat pada Gambar 16. Pada 
Gambar 17 dan Gambar 18 
menghasilkan throughput yang sama 
dengan Gambar 15 dan 16. Pengujian 
ini membuktikan dengan meggunakan 
VRRP dan tanpa menggunakan VRRP 




1. Berdasarkan simulasi dan hasil 
yang didapat, terbukti   VRRP 
berfungsi sebagai protokol router 
back up dgn kehilangan data saat 
back up sebesar 3.8%. 
2. Menggunakan VRRP tidak 
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