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The Members in Government Committee’s
strategic plan looked into the future and saw
the following vision of the CPA in
Government. (See MIG Chair’s Chat Room,
Jan. 1998, and Nov. 1997 supplements.)
In 2003, the CPA in government is recog
nized by the public, the government commu
nity, political leaders and other CPAs as a
multi-disciplined professional and the key
resource in providing and improving critical
information for a wide variety of users. The
growing demands for governmental account
ability and efficiency and the critical nature of
government decision making increase the
urgency of providing timely, accurate and use
ful information. Those needs include provid
ing the kinds of information that allow deci
sion makers to focus on how best to improve
effectiveness and service quality while con
trolling costs. The expertise of the CPA in
government is diverse and includes such areas
as investment policy, business operation
assessments, internal control in highly techno
logical complex and diverse environments, the
relationship of information technology invest
ments to the achievement of performance
goals, and accurate and audited financial

information about the costs of achieving mis
sion results. The CPA in government routinely
uses the most appropriate advanced technol
ogy techniques and analyses and works to
advise government leaders on how to best
serve the public.
In response to increasing demands for
government accountability, the CPA in gov
ernment uses individual and combined knowl
edge, experience and expertise to make gov
ernment programs and operations more effi
cient and effective. Government managers and
decision makers seek out the advice of the
CPA in government to craft strategies to solve
complex problems, become more technologi
cally proficient, and provide information
needed to meet the demands for a government
that accomplishes more while economizing on
resources. The CPA in government provides
excellent quality information for external as
well as internal government decision making
and meets the needs of the variety of users in a
timely and easily understood manner.
A copy of the committee’s strategic plan
is available from the AICPA’s Web site:
www.aicpa.org

A Year 2000 Report Card:

these questions in this article.
One of the first articles to appear that
involves public safety is about KLM Royal
Dutch Airlines. The airline said it would con
sider grounding aircraft on Jan. 1, 2000. It’s
not concerned about the planes as much as it
is about the systems on the ground.
KLM started its internal y2k project in
1996 and expects to be compliant
before 2000. Many airlines, like KLM,
have started to put contingency plans
in place, in addition to working on
internal systems conversions.1
continued on page G4

How Are Some Organizations

Handling Their Y2k Projects?
by Sandi Smith.
Should you be concerned about the year
y2k plans of other organizations? I 2000
think so. What are airlines doing? How
and what are federal, state, and local
governments doing? Is your entity
addressing the issue? What about phone,
water or power companies? We’ll ponder

he
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MIG Chair’s Chat Room
By Beryl Davis, Chair
AICPA Members in Government Committee
This past Dec. the
Members in Government
Committee took part in
the Institute’s CPA Vision
Project. Committee mem
bers spent an entire day
participating in a leader
ship forum to review the
beliefs that guide their
work, behavior and rela
tionships, and to identify
the core values that will
take the CPA profession
into the 21st century. It
was a most challenging
and rewarding experience.
After airing individual opinions, members were asked to reach a
consensus on a vision of the profession 15 years into the future.
While many of us believe our profession will experience dramatic
changes, we also concur that many core values (integrity, compe
tency, and creativity) must and will remain constant. Whether
employed in public practice, industry, government or education,
CPAs share certain quality standards that will strengthen the CPA
designation and continue to set the profession apart from all others.

AICPA)
The Members in Government Committee is also honored to be
selected as one of just a few Institute committees to participate in a
pilot program known as the Virtual Resource Panel. This program is
designed to take advantage of advanced communications technol
ogy to tap into the experience and knowledge of Institute members
who are not serving on formal committees. Each Virtual Resource
Panel member can contribute to the progress of committee work as
well as receive information pertaining to committee activities.
Member input is received through a limited access site on the
AICPA Web page. More information about this pilot program will
be shared with you in future issues of The CPA Letter.
Everyone knows the Institute offers many outstanding continu
ing professional education programs each year. We believe one of
the best for government members is the Annual Governmental
Accounting and Auditing Update Conference. I encourage you to
attend this conference, which will be offered at two locations this
year: Washington, D.C. (Aug. 17-18) and Denver (Sept. 14-15). It
is an excellent opportunity for you to network with other govern
ment members and public practice auditors. At the same time you
will gain valuable information and timely guidance on current regu
latory, accounting and auditing developments to help you meet
today’s professional challenges. Future issues of this supplement
will provide information on how to register. I hope to see you at the
conference.
Please feel free to contact me to share your ideas concerning
how the Committee and the Institute can better serve you.
Berri Davis, 407/246-2878

Annual Awards Given to
Outstanding SEC Accountants
The SEC, in cooperation with the AICPA,
has established two annual awards to honor
outstanding SEC accountants. One award
is named for Sidney C. Orbach, the
late Chief Accountant of the
Division of Corporation Finance,
who had a distinguished career at
the SEC for 30 years. The Sidney C.
Orbach Award is presented to an
SEC accountant who during the year
offered a special contribution or significant
benefit to the full disclosure program, to
the SEC, and to the protection of investors.
The other award is named for Andrew
Barr, whose service with the SEC spanned
four decades and who was Chief
Accountant for 16 years. It is presented to
an SEC staff accountant who displays the

qualities of outstanding accounting ability,
analysis, critical judgment and creativity,
along with dedication to public service and
the SEC.
Martin Wilczynski received this year’s
Sidney C. Orbach award. Marty joined the
SEC in 1992 first as a staff accoun
tant in the Division of Corporation
Finance and later he became a staff
accountant in the Division of
Enforcement. He has been responsi
ble for conducting and evaluating
the merits of numerous financial fraud
investigations. Wilczynski also designed
and has maintained a database of case
summaries for Rule 102(e) proceedings to
facilitate the Division of Enforcement’s
decision-making process about the appro
priate sanctions in those proceedings. He
is frequently sought out and consulted by
other professionals in the Division of

Enforcement on a variety of accounting,
auditing, and investigative matters.
Craig Olinger is the recipient of this
year’s Andrew Barr Award. Craig is the
Deputy Chief Accountant in the Division
of Corporation Finance. He joined the staff
of the Division of Corporation Finance in
1986 as staff accountant and was promoted
to assistant chief accountant in 1989,
became associate chief accountant in 1990,
and currently is the division’s Deputy
Chief Accountant. He has been a leader in
the division’s program to oversee the
accounting and disclosures of insurance
companies, which has led to improved dis
closures. Olinger has also played a key role
in drafting and reviewing several sections
of the interpreted release on Management’s
Discussion and Analysis, and in monitor
ing the MD&A compliance reviews that
were conducted by the division.

Published for AICPA members in government. Opinions expressed in this CPA Letter supplement do not necessarily reflect policy of the AICPA.
Joseph F. Moraglio, supplement editor
Ellen J. Goldstein, CPA Letter editor
703/281-2037; e-mail: joemoraglio@ibm.net
212/596-6112; e-mail: egoldstein@aicpa.org
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Questions and Answers on the Auditor’s
Responsibility For Detecting Fraud
Recently, a new standard about the audi
tor’s responsibility for fraud in a financial
statement audit was issued: Statement on
Standards (SAS) No. 82, Consideration of
Fraud in a Financial Statement Audit. The
SAS is applicable to audits of financial
statements that end on or after Dec. 15,
1997. Following are some questions and
answers for your consideration. A copy of
SAS No. 82 is available from the AICPA
Order Department (No. 060675CLC2). Call
800/862-4272.
Why did the Auditing Standards Board
(ASB) issue a new standard on fraud?

The ASB issued the new standard to
enhance auditor performance. The standard
provides auditors with expanded opera
tional guidance on the consideration of
material fraud in conducting a financial
statement audit. It aids the auditor in fulfill
ing his or her responsibility to plan and per
form the audit to obtain reasonable assur
ance about whether financial statements are
free of material misstatement, whether
caused by error or fraud. The standard is
expected to drive auditor performance.
What does the standard require?

The standard requires the auditor to:
• Specifically assess the risk of material
misstatement due to fraud. (The standard
provides categories of fraud risk factors that
the auditor should consider.)
• Respond to the results of the assessment.
• Document the fraud risk factors identified
and the responses to those risk factors.
The standard also reaffirms the auditor’s

responsibility to communicate fraud to man
agement, the audit committee, and, under
some circumstances, appropriate regulators.
How will the independent auditor’s
responsibility for the detection of
material fraud (fraud that would result
in a material misstatement in an
entity’s financial statements) change
with the new standard?

The auditor’s responsibility will not
change. The standard reaffirms the indepen
dent auditor’s current responsibility, that is,
to plan and perform the audit to obtain rea
sonable assurance about whether the finan
cial statements are free of material misstate
ment, whether caused by error or fraud.
However, the ASB concluded that perfor
mance standards are needed to support the
auditor in executing that responsibility.

to prevent and detect fraud.
In what other ways will the new stan
dard affect entities under audit?

The new standard will require the auditor to
ask management about the risk of fraud and
whether management has knowledge of
fraud that has been perpetrated on or within
the entity. The auditor also will be expected
to communicate to management any risk
factors that the auditor identifies. This is
expected to have the salutary effect of
encouraging management to improve fraud
prevention and detection techniques.
How will the new standard help the
auditor?

The new standard describes fraud and its
characteristics. It also provides examples of
fraud risk factors that, when present, might
indicate the existence of fraud. The stan
dard also explains how the auditor should
respond to the risk of material misstatement
due to fraud.

How will the new standard affect audit
fees?

The effect will vary. Some entities have
very strong internal control. In these organi
zations, management is concerned about
fraud and its effects on the entity, and there
are controls that are designed to prevent and
detect fraud. For these organizations, the
effect on audit fees will not be significant.
For entities with fraud risk factors that are
not effectively addressed by management,
the costs will be greater. The profession
believes that the public interest benefits will
outweigh the additional cost. Also, organi
zations concerned about such costs can take
active measures to reduce them by, for
example, implementing controls designed

GASB Receives $350,000 Grant
The Alfred P. Sloan Foundation has awarded the
Governmental Accounting Standards Board a grant of more
than $350,000 to fund GASB activities with respect to
experimentation with service efforts and accomplishments
reporting and in considering whether to establish standards for
reporting this information by state and local governments. The
objective of reporting service efforts and accomplishments is to
provide readers of governmental financial statements with more
information about the government’s performance than can be found
in the traditional financial report.
The Sloan Foundation, a philanthropic not-for-profit institu
tion, was established by Alfred P. Sloan Jr., in 1934. Its assets at the

Articles and Comments Requested

We would like this supplement to be rele
vant, informative, and interesting to you. To
achieve that objective, we need your help.
Please send me your comments and sugges
tions for improvement. Also, articles on
developments and projects in your govern
ment or area that you believe will be of
interest and value to other members in gov
ernment will be greatly appreciated.
You can contact me at:
703/281-2827
joemoraglio@IBM.net

end of 1996 totaled more than $1 billion and, during that
year, the Foundation authorized grants of $53 million. An
area of particular interest is the assessment of government
performance, especially in delivering core services that mat
ter most to citizens.
The first project the GASB will take on with the grant money
is to establish an electronic clearinghouse that will provide govern
ments with a forum in which to exchange information about perfor
mance reporting. The clearinghouse will also be available for citi
zens and others to assess state-of-the-art measurements around the
country. The GASB also will begin research to assess what effect
the use of performance measures has had and how effective govern
ments have been in communicating them.
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Highlights of “Yellow Book”
Advisory Council Meeting

AICPA

The third meeting of the Advisory Council
on Government Auditing Standards was
held on Nov. 24-25 at the General
Accounting Office in Washington, D.C. The
advisory council was established to make
recommendations to the Comptroller
General of the U.S. on ways to keep
Government Auditing Standards (the
“Yellow Book”) current.
The issues that the Council continued
to discuss include:
• Technology. Council agreed to initially
focus on the impact of technology on finan
cial statement audits, and discuss technol

ogy’s impact on performance auditing at a
later meeting.
• Early warning. Council has drafted a letter
to the Acting Comptroller General recom
mending his support for adding this issue to
the agenda of accounting standard setters.
• Recognition of FASAB Standards.
Council agreed that the Yellow Book
should establish the meaning of “present
fairly in conformity with federal generally
accepted accounting principles” and those
principles should include a hierarchy that
formally recognizes federal accounting
standards and interpretations.
• Performance auditing. Council agreed that
the Yellow Book should eliminate the dis

cushion of economy, efficiency and program
results audits and replace it with a section
describing the range of work that adds the
accountability associated with performance
auditing.
The next two meetings of the Council
are scheduled for Mar. 9 and 10, and for
June 8 and 9.
For further information, contact Marcia
B. Buchanan at the GAO:
202/512-9321

continuedfrom page G1—Year 2000
How is the government doing on y2k?
When I speak to CPAs about y2k, I always
use the Social Security Administration
(SSA) as a model. It started its y2k project
in 1989, after a y2k systems failure jolted
the organization into action (and by the
way, that’s how many early starters got
going on y2k). Today, the SSA has 80% of
its mission-critical code converted and
tested, according to project director Robert
Vaccaro.
A few months ago, the SSA discovered
33 million lines of code that it didn’t count
in the original project scope. The code runs
state disability systems, and if they do not
work, lots of disability claims will not be
accurately processed. The states must
change the code, and the state and federal
systems must be tested together, all before
2000. The new challenge is causing the
SSA to beef up its contingency plans.2
The IRS has 700 employees and 150
contractors devoted to y2k. It has 80 main
frames, 2,000 minicomputers and servers,
and 100,000 desktop systems to analyze
and correct. It has 121 mission-critical sys
tems and 90,000 applications. CIO Art
Gross says he isn’t sure he can trust the
report that says 86% of the IRS’s project is
on schedule. Y2k program director John
Yost says there are legitimate concerns, but

he says the agency will be able to process
and collect taxes in 2000.3
The State of Texas opened a y2k pro
ject office to coordinate the projects and
funding of 133 state agencies. Shannon
Porterfield, Statewide Year 2000 Project
Director, recently spoke in Dallas about the
work of the project office. She enumerated
several key risks facing the state, a few of
which are listed below:
• Potential loss of key IT personnel.
• Cost impact for state universities.
• Facilities and infrastructure (roads, street
lights, fire trucks, police systems).
• Potential financial impact if critical sys
tems fail (public safety, health and welfare).
The project office will require agencies
to report on their y2k status and can
actively monitor an agency’s status. Some
agencies require help in priority setting.
Other activities of the state project office
include creating master contracts for an
employee bonus program (to address the
personnel retention risk) and for y2k con
tract services. It has coordinated awareness
programs and is involved in sharing y2k
information with other states.
Sharing y2k ideas has become quite
commonplace among competitors and
peers. It sounds unusual, but think about the
banking industry. You can work hard and do

an excellent job to bring your bank into
compliance, but what if the bank across the
street doesn’t make it and cannot process
your checks? Banks, utilities, states, and
many industry organizations are sharing
their y2k knowledge in the hope that weak
links do not bring the entire system down.4
Weak links are exactly what the telco
industry is trying to fix in its global
telecommunications systems. Some coun
tries are replacing older switching technolo
gies; some companies are focusing on their
billing systems. The ITU (International
Telecommunication Union) has finally
become involved in the y2k issue. It is
developing a program to prevent global net
work problems by planning to monitor data
and voice carriers and equipment vendors
for y2k compliance. It will also develop a
contingency plan for 1/1/00.5
So, how will you be impacted by y2k?
Is your y2k project for your entity hum
ming along? How are your utilities compa
nies doing? How is your bank doing? The
questions are endless, but the date is fixed.
What will your world look like on that day
when we all return from the holidays?

202/512-9193
buchananm.aimd@gao.gov

Sandi Smith has completed several Year
2000 projects for businesses, including CPA
firms.
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