While the auditing profession has increased its responsibility to detect financialstatement fraud, it assumes "full responsibility" for such detection only as a byproduct of applying auditing standards. However, applying such standards has not actually curbed fraud, leading the US Congress and society at large to question whether the entire independent auditing is needed (Fogarty et al., 1991) . Zeune (2000) notes that fraud costs our economy $400 billion a year. A consensus has emerged demanding drastic action to increase auditors' accountability and society's confidence in the auditing profession.
When the government and society demand auditors to detect and prevent fraud, in effect, they ask where fraud comes from, where it resides, how it grows and repeats over the years. While these questions address the process of fraud, 1 the auditing literature has paid inadequate attention to this process; rather, the emphasis of traditional auditing has been on audit risk, assessed through a narrow lens, which Bell et al. (1997, pp. 2-3) describe as disaggregative, bottom-up and reductionist (one that emphasizes account balances and classes of transactions). They recommend assessing audit risk through a broader lens that they describe as aggregative, topdown and holistic (one that direct auditor's attention to the client's business and its connections and interactions with its environment). 2 However, we argue that traditional auditing (reductionist) and holistic approaches, applied individually or collectively, would not contribute much towards fraud detection and deterrence, for the following reasons:
1. The primary concern of these approaches is audit risk, not fraud. Fraud detection and deterrence are management's responsibility. As the Treadway Commission asserts, "[t]he responsibility for reliable reporting resides first and foremost at the corporate level. . . . Thus, reducing the risk of fraudulent financial reporting must start with the reporting entity".
2. Audit risk is assessed by viewing fraud as a historical event.
3. These approaches do not conceptualize fraud as difference; instead, they focus on the coordinates of the binary opposition in fraud: The given state -the should-be state. For example, in a fraud case involving cash theft, the amount stolen is determined from reported cash balance ($300) -should-be cash balance ($400) . Focusing on these two balances does not address directly the theft process. Typically, auditors prefer to quantify the materiality judgment (McKee and Eilifsen, 2000, p. 55) .
4. These approaches to audit risk assessment are methodological rather than explanatory. Methodologically, most auditing standards and guidelines are descriptive and hermeneutic (interpretive). Conversely, explanation deals with determination, causative and probabilistic, i.e. with mechanism (Bunge, 1996, pp. 137-142) . The essence of audit risk and fraud events is difference that is either caused or chance-effected. Therefore, understanding the mechanism of fraud is essential to plan a program of fraud detection and deterrence.
The auditing literature also addresses fraud as a predicate and as a conceptual fraud rather than as a concept of fraud. As a predicate, fraud is removed from
