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We show how to optimally protect quantum states and quantum entanglement under non-zero
temperature based on measurement reversal from weak measurement. In particular, we present
explicit formulas of the protection.
I. INTRODUCTION
The inherit properties of quantum mechanics can be
applied to nontrivial tasks in quantum information pro-
cessing(QIP) such as the design of fast computation,
the unconditionally secure private communication. How-
ever, in practice, the decoherence can undermine sev-
erly the quantum features in QIP. Protecting quantun
states and quantum entanglement under decoherence is
crucially important in effective QIP. Many proposals
have been suggested for quantum coherence protection
including passive methods,e.g,decoherence-free[1–3] sub-
spaces and active methods like quantum error correc-
tion code[4–6] , the technique of dynamical decoupling
[7–9]or using quantum Zeno dynamics[10, 11]. When
the decoherence is due to processes with short cor-
relation time scales, it is shown that quantum rever-
sal scheme has advantages[12, 13, 15, 21].Weak mea-
surements has also been found useful in entanglement
amplification[14].Quantun entanglement plays an essen-
tial role in quantum information processing and gives rise
to varieties of interesting phenomena[16]. But it is fragile
to environmental noises. It is of great meaning to protect
quantum entanglement.
Recently, a novel idea[15, 21] is proposed to protect
quantum states and quantum entanglements from deco-
herence using weak measurement and measurement re-
versal. However, their result is limited to a special class
of channel noise, which corresponds to the zero temper-
ature environmental noise. Most often, decoherence is
caused by the uncontrollable interaction with the envi-
ronment. In the case of zero temperature, a type of noise
due to environmental interaction can be modeled as the
following amplitude damping(AD) channel[16]:
εAD(ρ) =
1∑
i=0
EiρE
†
i (1)
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with
E0 =

 1 0
0
√
1− r

 , E1 =

 0 √r
0 0

 (2)
It has been shown[15, 21] that quantum state and quan-
tum entanglement can be effectively protected under such
a channel. However, in practice, environmental tempera-
ture cannot be zero. In non-zero temperature , the chan-
nel is more complicated than Eq.(2). An important class
of dissipation under finite temperature can be modeled by
the following generalized amplitude (GAD) channel[16]:
εGAD(ρ) =
3∑
i=0
EiρE
†
i (3)
with
E0 =
√
p

 1 0
0
√
1− r

 , E1 = √p

 0 √r
0 0


E2 =
√
1− p

 √1− r 0
0 1

 , E3 = √1− p

 0 0√
r 0


.
(4)
One can see that Eq.(4) reduces to Eq.(4)when p = 1.
In the GAD channel, an atom can not only transit from
the higher energy level to the lower one by undergoing
spontaneous emission, but also can jump from the lower
energy state to the higher energy state by absorbing en-
ergy from the finite-temperature environment. General-
ized amplitude damping describes the finite-temperature
relaxation processes due to coupling of spins to their sur-
rounding lattice, a large system which is in thermal equi-
librium at a temperature often much higher than the spin
temperature[16].
In this work, we study how to use weak measurement
to battle against the decoherence in such channels. By
performing weak measurements and measurement rever-
sals, the final fidelity can be optimized by adjusting the
measurement parameters. We have also investigated how
to use weak measurements to recover quantum entangle-
ment at finite temperature environment. Explicit formu-
las for optimal results are presented.
2This article is organized as follows. In the following
section, we show how to use weak measurement to protect
qubit states against decoherence in generalized amplitude
channel. The average fidelity over the initial state is also
studied. The optimal measurement strength is given. In
the third section, we study how to use weak measure-
ments to protect quantum entanglement in GAD chan-
nels, we present an optimal measurement strength for
obtaining most entanglement. The article is ended with
a concluding remark.
II. PROTECT QUANTUM QUBIT THROUGH
WEAK MEASUREMENTS
Any pure qubit state can be written as a vector on
the Bloch-sphere: ρ = 12 (I +sin θ cosϕX +sin θ sinϕY +
cos θZ). Let us first consider the equatorial states (θ =
pi
2 ) which are extensively applied in QKD[17]. In this
case, the initial state can be written as
ρin =
1
2

 1 e−iϕ
eiϕ 1

 . (5)
Under the GAD channel as as described by Eq.(4), due
to decoherence, the outcome state is a mixed state,
ρf =
1
2

 1− r + 2pr √1− re−iϕ√
1− reiϕ 1 + r − 2pr

 (6)
The fidelity of the initial state and this state is,
F =
1
2
(1 +
√
1− r) (7)
In order to improve the fidelity, we should perform two
weak measurementsM and N , before and after the qubit
being put into the GAD channel,respectively. With these
weak measurements being implemented, the final state is,
ρ
(w)
f = NεGAD(MρinM
†)N † (8)
with ǫGAD being defined by Eq.(3) and the non-unitary
quantum operations
M =

 1 0
0 m

 (9)
and
N =

 n 0
0 1

 . (10)
It’s easy to see,
ρ
(w)
f =
1
T

 n2(prm2 + pr − r + 1) mn√1− re−iϕ
mn
√
1− reiϕ −prm2 +m2 − pr + r

 ,
(11)
m 
n 
F 
FIG. 1: The fidelity with varying measurement strength m
and n with p=0.8 and r=0.3. One can find that the optimal
value of m and n is zero as in the amplitude channel (p=1)
case. But in general when p 6= 1,the optimal value of m and
n are not zero.
and
T = n2(prm2 + pr − r + 1)− prm2 +m2 − pr + r (12)
is the normalization factor. The fidelity of the final state
and the initial state is
F (w) =
1
2
+
mn
√
1− r
n2(prm2 + pr − r + 1) +m2(1− pr) + (1− p)r .
(13)
The overall success probability is
Ps =
T
2
·min
{
1,
1
m
}
·min
{
1,
1
n
}
. (14)
When
m = 4
√
(1− p)(1− r + pr)
p(1− pr) , n =
4
√
(1− p)(1− pr)
p(1− r + pr) ,
(15)
we obtain the maximal value for F (w) as
F (w)max =
1
2
(
1 +
√
1− r√
(1− pr)(1 − r + pr) + r
√
p(1− p)
)
.
(16)
One can check that Fmax ≥ F0(see Appendix A), so
weak measurement is useful when we consider the equa-
torial states, under the generalized amplitude damping
channel. By adjusting the measurement strengths ac-
cording to the channel parameters, one can obtain a final
state with a higher fidelity.
In the quantum key distribution, the equatorial
states can be used as BB84 states[16]. The two
basis
{
|0〉 ≡ 1√
2
(|0〉+ |1〉) , |1〉 ≡ 1√
2
(|0〉 − |1〉)
}
and{
|0〉 ≡ 1√
2
(|0〉+ i |1〉) , |1〉 ≡ 1√
2
(|0〉 − i |1〉)
}
can be
3used to complete the quantum key distribute processing.
The error rate can be defined as
RE =
〈 〈i| ρi⊕1 |i〉
〈i| ρi |i〉+ 〈i| ρi⊕1 |i〉
〉
i
. (17)
Here, ρi means the obtained density matrix of the qubit
after undergoing the weak measurements and the GAD
channel when the initial state is |i〉, i=0 or 1 and 〈•〉i de-
notes the average over the 4 basis states 1√
2
(|0〉 ± (i) |1〉).
By calculating, one can find that RE = 1 − F (w), which
means that while maximizing the fidelity, we also mini-
mize the error rate.
We can also maximize the averaged fidelity F¯ over six
symmetric states on the Bloch sphere. For experimen-
tally characterizing quantum gates and channels, it is
meaningful to consider the average fidelity F over only six
initial states[15, 22]:|0〉, |1〉, (|0〉±|1〉)/√2, (|0〉±i|1〉)/√2.
Without any weak measurement, one can calculate that,
the final fidelity after passing the channel is F0 = 1−r+pr
for the initial state |0〉; F1 = 1 − pr, for |1〉; Fe =
1
2 (1 +
√
1− r), for the equatorial states (|0〉 ± |1〉)/√2
and (|0〉 ± i|1〉)/√2. So we have,
F =
1
6
(F0 + F1 + 4Fe) =
1
3
+
1
6
(1 +
√
1− r)2. (18)
With the weak measurements M and N given above,
we can get the average fidelity of these six states,
F
(w)
=
1
3
+
1
6
(
n2(1 − r + rp)
r − rp+ n2(1 − r + rp) +
1− rp
1− rp+ n2rp +
4mn
√
1− r
n2(prm2 + pr − r + 1) +m2(1 − pr) + (1− p)r
)
. (19)
We can show that when Eq.(15) is satisfied, F
(w)
has the
maximal value (see Appendix B). Note that when p =
1, then m → 0, n → 0, and the optimal measurements
becomes projective measurements. This coincides with
the the previous results[15].
III. PROTECT ENTANGLEMENT THROUGH
WEAK MEASUREMENTS
Quantum entanglement plays an important role in the
quantum information processing. But it is very fragile
due to the decoherence. We now study how the GAD
channel affects a two-qubit entangled state. The channel
can also be described as the interaction of the system and
the environment with the initial state |00〉E :
|0〉S |00〉E →
√
p|0〉S |00〉E +
√
1− p√1− r|0〉S |01〉E +
√
1− p√r|1〉S |11〉E
|1〉S |00〉E →
√
p
√
1− r|1〉S |00〉E +
√
pr|0〉S |10〉E +
√
1− p|1〉S |01〉E
. (20)
For simplicity, we call the above channel parameterized
by p,r as a GAD channel of {p, r}.
Suppose initially, Alice prepare the two qubits in an
entangled state:
|φ〉in = α |00〉+ β |11〉 . (21)
Then, Alice sends the two qubits to Bob and Char-
lie through two CAD channels characterized by {p1, r1}
and {p2, r2}. After undergoing the channels, the density
matrix of the two qubits turns to be
ρC =


a 0 0 e
0 b 0 0
0 0 c 0
e∗ 0 0 d

 (22)
4Alice 
GAD Channel 1 
GAD Channel 2 
Bob 
Charlie 
FIG. 2: The scheme for entanglement protection using weak
measurement. Initially, Alice prepare two qubits in an en-
tangled states. Before sending the two qubits, Alice perform
partial collapse weak measurement on the 2 qubits with the
measurement parameter m1 and m2 respectively. After ob-
taining his qubit, Bob (Charlie) does a weak measurement
with the strength n1(n2). The concurrence can be optimized
by adjusting the measurement strength.
with
a = [1− r1 − r2 + r1r2 + p1r1 + p2r2 − (p1 + p2)r1r2
+ p1p2r1r2]|α|2 + p1p2r1r2|β|2,
b = [r2 − r2p2 − r1r2 + (p1 + p2)r1r2 − p1p2r1r2]|α|2
+ (p1r1 − p1p2r1r2)|β|2,
c = [r1 − p1r1 − r1r2 + (p1 + p2)r1r2 − p1p2r1r2]|α|2
+ (p2r2 − p1p2r1r2)|β|2,
d = (1− p1)(1 − p2)r1r2|α|2
+ (1− p1r1 − p2r2 + p1p2r2r2)|β|2,
e = αβ∗
√
1− r1
√
1− r2
(23)
The concurrence[23] of ρC is
C(ρC) = max
{
0,Λ1 ≡ 2(|e| −
√
bc)
}
. (24)
When Λ1 > 0, the concurrence is Λ1, otherwise, the
concurrence is zero. To improve the entanglement Bob
and Charlie shared, Alice chooses weak measurements
on both qubits before sending them through the chan-
nel. The two-qubit weak measurement is a non-unitary
operation which can be written as,
M =

 1 0
0 m1

⊗

 1 0
0 m2

 (25)
After obtaining the two qubits, Bob and Charlie does a
weak measurement individually. The second weak mea-
surement can be written as,
N =

 n1 0
0 0

⊗

 n2 0
0 0

 . (26)
The final density matrix of the two qubits is
ρN =
1
P


n21n
2
2A 0 0 n1n2E
0 n21B 0 0
0 0 n22C 0
n1n2E
∗ 0 0 D

 (27)
with
A = [1− r1 − r2 + r1r2 + p1r1 + p2r2 − (p1 + p2)r1r2
+ p1p2r1r2]|α|2 +m21m22p1p2r1r2|β|2
≡ A0 +A1m21m22,
B = [r2 − p2r2 − r1r2 + (p1 + p2)r1r2 − p1p2r1r2]|α|2
+m21m
2
2(p1r1 − p1p2r1r2)|β|2,
≡ B0 +B1m21m22
C = [r1 − p1r1 − r1r2 + (p1 + p2)r1r2 − p1p2r1r2]|α|2
+m21m
2
2(p2r2 − p1p2r1r2)|β|2
≡ C0 + C1m21m22,
D = (1 − p1)(1− p2)r1r2|α|2
+m21m
2
2(1 − p1r1 − p2r2 + p1p2r2r2)|β|2
≡ D0 +D1m21m22,
E = αβ∗m1m2
√
1− r1
√
1− r2
(28)
and
P = n21n
2
2A+ n
2
1B + n
2
2C +D. (29)
The overall success probability is
Ps=P
∏
c={m1,n1,m2,n2}
min{1, 1
c2
} (30)
The corresponding concurrence is
C(ρN ) = max
{
0,Λ2 ≡ 2n1n2(|E| −
√
BC)
n21n
2
2A+ n
2
1B + n
2
2C +D
}
.
(31)
We can show that Λ2 gets its maximal value when the
following conditions are met (see Appendix C),
n1 =
4
√
CD
AB
, (32a)
n2 =
4
√
BD
AC
(32b)
5One can see that when the above equations are satis-
fied, the value of Λ2 changes only with m1m2,we can set
m2 = 1,i.e,the weak measurement on the second qubit
is not a necessary and the concurrence can be optimized
by adjusting m ≡ m1. Substituting Eqs.(32) into the
expression of Λ2, we get
Λ2 =
|E| − √BC√
BC +
√
AD
=
|αβ|
√
(1− r1)(1 − r2)−
√
m2B1C1 +
1
m2
B0C0 +B1C0 +B0C1√
m2A1D1 +
1
m2
A0D0 +A1D0 +A0D1 +
√
m2B1C1 +
1
m2
B0C0 +B1C0 +B0C1
. (33)
In order to maximize the value of Λ2, we need the follow-
ing two inequalities.√
m2B1C1 +
1
m2
B0C0 + B1C0 +B0C1
≥
√
2
√
B1C1B0C0 +B1C0 +B0C1
=
√
B1C0 +
√
B0C1,
(34)
the equality holds when
m4 =
B0C0
B1C1
. (35)
And √
m2A1D1 +
1
m2
A0D0 + A1D0 +A0D1
≥
√
2
√
A1D1A0D0 +A1D0 +A0D1
=
√
A1D0 +
√
A0D1,
the equality holds when
m4 =
A0D0
A1D1
. (36)
Considering the expressions of A,B,C and D presented
in Eqs.(28), we can easily find out that
m = 4
√
B0C0
B1C1
= 4
√
A0D0
A1D1
= 4
√
(1− p1)(1− p2)(1 − r1 + r1p1)(1− r2 + r2p2)
p1p2(1 − r1p1)(1 − r2p2)
|α|
|β| ,
(37)
which means that the two inequalities in Eq.(34) and
Eq.(36) take the equality sigh with the same condition
m4 = B0C0
B1C1
= A0D0
A1D1
. With the value of m presented in
Eq.(37), we can obtain the maximum value of Λ2 such
that
Λ2 =
√
(1 − r1)(1 − r2)− r1
√
p1(1− p1)(1 − r2p2)(1− r2 + r2p2)− r2
√
p2(1− p2)(1− r1p1)(1 − r1 + r1p1)(
r1
√
p1(1− p1) +
√
(1 − r1p1)(1 − r1 + r1p1)
)(
r2
√
p2(1− p2) +
√
(1− r2p2)(1− r2 + r2p2)
) . (38)
Then we get the optimal concurrence of the output state
ρN
C(ρN ) = max{0,Λ2}, (39)
with n1, n2 given by Eqs.(32), m1 = m given in Eq.(37),
and m2 = 1. We approach a surprising result: the maxi-
mum concurrence does not depend on the parameters α
and β. Furthermore, under the condition in Eq.(37), the
6value of n1 and n2 can be rewrite into
n1 =
4
√
(c0 + c1h)(d0 + d1h)
(a0 + a1h)(b0 + b1h)
, (40)
n2 =
4
√
(b0 + b1h)(d0 + d1h)
(a0 + a1h)(c0 + c1h)
, (41)
where x0|α|2 = X0, x1|β|2 = X1, with x = a, b, c, d, X =
A,B,C,D, and h =
√
b0c0
b1c1
=
√
a0d0
a1d1
. This means that
n1 and n2 also do not depend on α and β. Then we can
optimize the success probability Ps by taking
|α|2 = 1
1 + h
. (42)
When |α| = 0 or |β| = 0, the success probability is ex-
actly zero, which means that one can not produce quan-
tum entanglement only by local operations if there is no
entanglement initially.
In Fig.3,we show how the concurrence changes with m.
We set p1 = 0.9, r1 = 0.5, p2 = 0.95, r2 = 0.3. One can
see that the maximal value of the concurrence is 0.53, the
corresponding measurement parameter ism = 0.34, n1 =
0.50 and n2 = 0.44. The success probability is about
0.06. Without any weak measurement, the concurrence
is about 0.33. The concurrence can really be enhanced in
the pay of success probability. We also notice that when
p = 1,then the GAD channel reduced to a AD channel,
then the optimal value m and n tends to be zero which
means the measurements become strong measurements.
This coincide with the result of Ref.[21].
We have to stress that, in GAD channel, weak mea-
surement can help to circumvent the ”entanglement sud-
den death”. In certain conditions, Λ1 can be smaller
than zero,thus the concurrence become 0, by choosing
proper weak measurement parameters m and n, Λ2 can
be made non-zero under the same conditions ,e.g,p1 =
p2 = 0.7, r1 = r2 = 0.61. We note that, in such a condi-
tion, we can not get any entanglement using the previous
schemes in Ref.[15, 21].
IV. CONCLUSION
We have studied how weak measurement can be used
for quantum state and entanglement protection exposed
to environment with finite temperature. We found that
the pre-channel and post-channel weak measurement are
useful to battle with decoherence in generalized ampli-
tude damping channels. For equatorial states, we give
the optimal measurement strength in analysis formate.
We have also shown that weak measurement are useful
in protecting entanglement in finite temperature environ-
ment. When setting p1 = 1 and p2 = 1, our conclusion
coincide with the previous results[15, 21].
0.5 1.0 1.5 2.0 2.5 3.0
0.1
0.2
0.3
0.4
0.5
Concurrence
FIG. 3: The concurrence with different m when the ini-
tial state of the two qubits is a maximally entangled state
|ψ〉
0
= 1√
2
(|00〉 + |11〉) and the channel parameters are:p1 =
0.9, r1 = 0.5, p2 = 0.95, r2 = 0.3. One can see that there is
a optimal value for the concurrence at m=0.34. This is in
agrement with Eq.(37)
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APPENDIX A
To explicate that Fmax ≥ F0, we have to study the
function G(p, r) =
√
(1− rp)(1 − r + rp) + r
√
p(1− p).
To obtain the maximal value of G(p, r), we have to solve
the equation:


∂pG =
1
2r(1 − 2p)
(
1√
p(1−p) +
r√
1−r+(1−p)pr2
)
= 0
∂rG =
√
p(1− p)− 1−2pr+2p2r
2
√
1−r+(1−p)pr2 = 0
(43)
We can find that G(p, r) has the maximal value 1 if and
only if r = 0 or p = 12 ,such that Fmax ≥ F0. When p = 0
or p = 1, G has the minimal value
√
1− r, and Fmax can
be as large as 1.
APPENDIX B
In this Appendix, we want to proof that when Eq.(15)
is satisfied, F
(w)
has the maximal value. In Eq.(20), the
variable m only appears in the last term which is just Fe.
We know that,
7F (w)e ≤
1
2
+
√
1− r
2
√
(1 − rp+ n2rp)[r − rp+ n2(1− r + rp) (44)
and the equality obtained when
m =
√
(1− p)r + n2(1− r + pr)
1− pr + n2pr . (45)
Taking the relation above into the mean fidelity given in
Eq.(20), we have,
F
(w)
=
1
3
+
1
6
(
n2(1− r + rp)
r − rp+ n2(1− r + rp) +
1− rp
1− rp+ n2rp +
2
√
1− r√
(1− rp+ n2rp)[r − rp+ n2(1− r + rp)
)
. (46)
One can find that,
F
(w) ≤ 1
3
+
1
6
[
1 +
1√
r2p(1− p) +
√
(1− rp)(1 − r + rp)
]2
.
(47)
and the equality obtained when n = 4
√
(1−p)(1−rp)
p(1−r+rp) ,
Substituting the value of n into Eq.(36),we have m =
4
√
(1−p)(1−r+pr)
p(1−pr) .
APPENDIX C
In this section, we give a proof that when Λ2 has the
maximal value, then Eq.(33) should be satisfied.Λ2 =
2n1n2(|E|−
√
BC)
n2
1
n2
2
A+n2
1
B+n2
2
C+D
≤ 2n1n2(|E|−
√
BC)
n2
1
n2
2
A+2n1n2
√
BC+D
,and ”=”
stands iff n1
n2
=
√
C
D
. And 2n1n2(|E|−
√
BC)
n2
1
n2
2
A+2n1n2
√
BC+D
=
2(|E|−√BC)
n1n2A+2
√
BC+ D
n1n2
≤ |E|−
√
BC√
BC+
√
AD
, the = stands iff n1n2 =√
D
A
. Thus when Λ2 has the maximal value
|E|−√BC√
BC+
√
AD
,
We should have Eq.(33).
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