We propose an object-oriented information architechue for telemedicine systems that promotes secure 'plug-and-play' interaction between system components through standardized interfaces, communication protocols, messaging formats, and data defmitions. In this architecture, each component functions as a black box, and components plug together in a "lego-lie" fashion to achieve the desired device or system functionality.
INTRODUCTION
Telemedicine systems today rely increasingly on dishibuted, collaborative information technology during the care delivery process. While these leading-edge systems are bellwethers for highly advanced telemedicine, most are custom-designed and do not interoperate with other commercial offerings. Users are limited to a set of functionality that a single vendor provides and must often pay high prices to obtain this functionality, since vendors in this marketplace must deliver entire systems in order to compete. Besides increasing corporate research and development costs, this inhibits the ability of the user to make intelligent purchasing decisions regarding best-of-breed technologies. This paper proposes a reference architecture for plug-and-play telemedicine systems that addresses these issues.
METHODS
In general, telemedicine devices are comprised of seven service areas (see Figure 1 ): user interface, medical devices, patient records, communications, processing, protocols, and backplane. A significant advantage of this device partitioning scheme is that a common set of building blocks can create a number of different systems. In reworkmg a target telemedicine system, Sandia partitions the system functionality into the seven service areas, adding mechanisms to enable full plug-and-play operation. This dictates that components in each partition identify themselves when added to the system (see Figure 2) .
DISCUSSION
Given this partitioning and a sufficiently capable communications infrastructure, one can create telemedicine "devices" that are more virtual than physical by interconnecting inexpensive, commercial-off-the-shelf components. Although scattered across a network, these components will act as a single system that acquires a person's state-of-health mformation. A transformed system can be easily extended or modified given the common communication channel construct used throughout the architecture. In a distributed system of this nature, security issues are significantly more complex than those encountered in traditional point-to-point systems. 
CONCLUSIONS
Health information systems of the future will be highly dishibuted and mass-networked. In order to accommodate this future while decreasing the costs of telemedicine systems, new componentized telemedicine system architectures are necessary that utilize best-of-breed, commodity technologies. This paper described a standards-based, object-oriented, plugand-play architecture for telemedicine that will allow functional components to be integrated together until all of the desired system functionality, and no more, is obtained. With the advent of appropriate security technology, these systems will be able to interact with electronic patient records stored in hospital information networks.
