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Abstract 
Palmprint recognition is an effective biometric authentication method to automatically identify a person’s identity. Palmprint is rich in features 
like geometry features, line features, datum points, delta features and minutiae features. Several edge detection methods are available to extract 
line feature from the palmprint. In this paper, the hand image is pre-processed to get the desired Region of Interest (ROI) / palmprint. Multi-
scale Sobel Code operators of different orientations (0°, 45°, 90°, and 135°) are applied to the palmprint to extract Sobel-Palmprint features in 
different directions. The Sobel-Palmprint features extracted are stored in Sobel-Palmprint feature vector and matched using Hamming Distance 
similarity measurement method. In addition, a Min Max Threshold Range (MMTR) method is proposed that helps in increasing overall system 
accuracy by matching a person with multiple threshold values. In this technique, firstly the person is authenticated at global level using 
Reference threshold. Secondly, the person is authenticated at local level using range of Minimum and Maximum thresholds defined for a 
person. Generally, personal authentication is done using reference threshold but there are chances of false acceptance. So, by using the 
Minimum and Maximum Thresholds range of false accepted persons at personal level, a person is identified to be false accepted or genuinely 
accepted. MMTR is an effective technique to increase the accuracy of the palmprint authentication system by reducing the False Acceptance 
Rate (FAR). Experimental results indicate that the proposed method improves the False Acceptance Rate drastically. 
Keywords- Palmprint identification; Region of Interest (ROI); Sobel Code;  Hamming Distance. 
1. Introduction 
Nowadays, personal authentication is done by token based and knowledge based approaches [1, 2]. Authentication based on a 
token and password etc. can be stolen or forgotten. Person’s friends or relatives can easily access token and can guess the 
password. It is necessary to add some features that can almost eliminate the limitation of token-based and knowledge based 
methods. Biometric identification of a person by his/her physiological or behavioural characteristics, like face, finger, palmprint, 
gait, signature, voice etc. has become increasingly popular in modern personal identification and verification systems [3][4]. 
Here, palmprint biometric is one of the most desirable features that can independently authenticate a person by palmprint 
features. Palmprint is unique among people and relatively low resolution images (less than 100 dpi) are sufficient to extract its 
unique features [5-11]. 
 Palmprint features include geometry features, line features, minutiae points, delta point features. Several methods are 
available in the literature to extract palmprint features. In this paper, the palmprint line feature that includes principal lines, 
wrinkles and ridges is extracted using Sobel Code operators [12-14]. Sobel Code operators in four respective directions are 
applied on palmprint lines and Sobel-Palmprint features are extracted. Features are stored in Sobel-Palmprint feature vector that 
are matched by Hamming Distance similarity measurement.  
 The rest of the paper is organised as follows: Section 2 defines feature extraction by Sobel Code operators. Section 3 
discusses the feature matching method and Min Max Threshold Method (MMTR). Section 4 explains the experimental results for 
Sobel Code operators. Section 5 includes the conclusion.  
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2. Palmprint Authentication System 
In this paper, the palmprint authentication system is divided in following two subsystems: 
a) Pre- Authentication System 
b) Authentication System 
In Pre-authentication system, a database of Sobel-Palmprint features is prepared. In addition, Reference threshold and 
Min Max threshold values are also identified and stored in database. These values will be used in Authentication 
system. 
 In Authentication system, the authenticity of a person is identified with the help of Reference threshold and 
Min Max threshold values stored in Pre-authentication system database. 
Figure 1: Palmprint Pre-Authentication system 
Figure 2: Palmprint Authentication System 
3. Feature Extraction by Sobel Code Operators 
Palmprint biometric is rich in features like geometry features, line features, datum points, delta features and minutiae features. In 
this paper, the palmprint line feature that includes principal lines, wrinkles and ridges is extracted using Sobel Code operators.
Sobel Code operators are used to detect edges in specific direction. Sobel Code operators operate in four different directions like 
(0°, 45°, 90° and 135°). The Sobel Code operators are convolved with the palmprint image and Sobel-Palmprint features are 
extracted. The sample of 3×3 Sobel Code Operator convolution with the palmprint image is shown in Fig. 3.  
     
                    
        ROI               Sobel Code   Sobel-Palmprint 
                      operator 0°   features 0°
Figure 3: Feature extraction by Sobel Code operators 
The matrices for 3×3, 5×5 and 7×7 three different size Sobel Code operators are mentioned in the Fig. 4. The 3×3 Sobel Code 
Operator is applied to the palmprint image and Sobel-Palmprint features are extracted. The Sobel-Palmprint features extracted 
are shown in Fig. 4.    
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3.1 3×3 Sobel Code Operator 
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Figure 4: 3×3 Sobel Code Operator and Sobel-Palmprint features. 
Similarly, Sobel-Palmprint features for 5×5 and 7×7 Sobel Code Operators are shown in Fig. 5 and Fig. 6. 
  
3.2 5×5 Sobel Code Operator 
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Figure 5: 5×5 Sobel Code Operator and Sobel-Palmprint features. 
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 3.3 7×7 Sobel Code Operator 
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Figure 6: 7×7 Sobel Code Operator and Sobel-Palmprint features. 
 The Sobel-Palmprint features in equations (1)-(4) are used to obtain feature vector as in equation (5): 
o00 SobelSPF =           (1) 
o451 SobelSPF =           (2) 
o902 SobelSPF =          (3) 
o1353 SobelSPF =          (4) 
[ ]iiiii SPFSPFSPFSPFFV 3,2,1,0=       (5) 
where SPF denotes Sobel-Palmprint features, FV is feature vector and i can be 3×3, 5×5 and 7×7 Sobel Code operator. 
4. Feature Matching  
A matching algorithm describes the degree of similarity between two feature vectors. In this paper, Sobel-Palmprint feature 
vectors are matched by Hamming distance similarity measurement method that works on binary feature vectors. The line 
information (Sobel-Palmprint features) extracted is binarized by the following equation (6): 
( ) ( )( )⎩⎨
⎧
≤
>
=
0,,0
0,,1
, jiSPF
jiSPFjiSPF
θ
θ
θ        (6) 
where, ( )jiSPF ,θ = Sobel-Palmprint features for θ direction, °°°°= 135,90,45,0θ , i and j are the rows and columns of the 
Sobel-Palmprint features. 
152 J. Malik et al. / Procedia Computer Science 2 (2010) 149–158
Jyoti Malik/ Procedia Computer Science 00 (2010) 000–000 
 Hamming Distance calculates the difference between two binary feature vectors using XOR operation. The hamming 
distance similarity measurement for Sobel Code operator can be defined as: 
  ( ) ( )( )∑∑ ⊕=° 64 640 ,,
i j
DB jiFVjiFVHD          (7) 
( ) ( )( )∑∑ ⊕=° 64 6445 ,,
i j
DB jiFVjiFVHD          (8) 
( ) ( )( )∑∑ ⊕=° 64 6490 ,,
i j
DB jiFVjiFVHD          (9) 
( ) ( )( )∑∑ ⊕=° 64 64135 ,,
i j
DB jiFVjiFVHD                     (10) 
4.1 Sliding Window method 
The Sobel-Palmprint feature vectors are matched by Hamming distance similarity measurement using Sliding window approach. 
Sometimes during ROI extraction, it happens that the ROI of the same hand may be displaced by some rows or columns. Here, in 
sliding window method the ROI is reduced by the window size and the window slides over the rows and columns and minimum 
of the value is considered. The central area of (64–WS)×(64–WS) pixels out of 64×64 pixels is considered for Hamming distance 
matching. The central area of Sobel-Palmprint feature vector is matched with the Sobel-Palmprint feature vector in the database. 
Fig. 7 shows the sliding window method used to find the hamming distance. 
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Figure: 7 Sliding Window Approach 
The hamming distance value at 0° with window size WS is defined as: 
  
( ) ( )( )∑ ∑− − ⊕=° WS
i
WS
j
DBWS jiFVjiFVHD
64 64
0 ,,          (11) 
where HDWSθ denotes the hamming distance with window size WS and at an orientation θ, °°°°= 135,90,45,0θ , i
and j is the row and column of the Sobel-Palmprint feature vector, ⊕ is the exclusive OR operation, WS denotes the window size, 
FVDB denotes the feature vector in database. For window size WS, there will be WS×WS hamming distance values. For example, 
if window size is 4 and angle of orientation is 0°, there will be 4×4 = 16 hamming distance values. The minimum value out of 16 
values of hamming distances is chosen as hamming distance. ( )°°°°° = 1603020100 ,.........,,min HDHDHDHDHD      (12) 
Similarly, HD45° , HD90° and HD135° is calculated. The average of all the four Hamming distances is calculated as shown in (13). ( )
4
13590450 °°°° +++
=
HDHDHDHD
AHD       (13) 
where, HD0° denotes the hamming distance value at orientation 0° , AHD denotes the average value of hamming 
distance. 
The average value will help in finding the reference threshold value. Hamming Distance value “1” signifies both feature 
vectors are exactly same and a value approaching “1” signifies both feature vectors belongs to same palm image. A value near to 
“1” is identified that is known as reference threshold. If matching score (or Hamming distance) of two feature vectors is less than 
reference threshold value, feature vectors are considered to be from same hands otherwise different hands. In this paper, a unique 
and effective way to identify reference threshold and threshold range for each hand is proposed. The proposed approach can 
improve overall system accuracy. The accuracy of the biometric authentication can be defined by following equation (14): 
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( )( )2/(%)(%)100(%) FRRFARAccuracy +−=              (14) 
where, FAR is False Acceptance Rate, FRR is False Rejection Rate. 
If either FAR or FRR is decreased, overall system accuracy is increased. The Min Max Threshold Range (MMTR) method can 
extremely decrease FAR that can result in stable authentication system. 
4.2 Min Max Threshold Range (MMTR) Approach 
In MMTR method, multiple hand image samples are required to find out reference threshold and min max threshold range of 
each hand. The hand image samples are divided into two groups G1 and G2. 
G1 group 
( )[ ]1211 ,......, −= MIIIP , ( )[ ]1212 ,......, −= MIIIP ,…….. ( )[ ]121 ,......, −= MN IIIP             (15) 
G2 group 
[ ]MIP =1 ,   [ ]MIP =2 ,……………. [ ]MN IP =                  (16) 
where Pi denotes ith person in group G1, G2, Ij denotes the jth palm image in group G1, G2.   
Table.I. Matching in group G1 among person P1. 
i 
       j 
1 2 3  M-1 
1 X HD12 HD13 ……… HD1(M-1) 
2 HD21 X HD23 ………. HD2(M-1) 
: : : : : : 
: : : : : : 
M-1 HD(M-1)1 HD(M-1)2 HD(M-1)3  X 
In group G1, each hand feature vector in P1 is matched with all other (m-1) hands feature vector by Hamming distance 
measurement method. The matching values are stored in threshold array.  
( ) ( ) ( )( )[ ]2121111223211113121 ,..,,...,...,,,.., −−−−−−= MMMMMM HDHDHDHDHDHDHDHDHDTA   
                               (17) 
Similarly, all N hand image samples matching results are stored in Threshold array (TA).  
NA TATATAT +++= ........21                   (18)  
The minimum and maximum of matching values are found out from the threshold array (TA1, TA2,……..TAN) for each 
individual as shown in equation (19). 
( )
( )
NiAiAiMAX
AiAiMIN
TT
TT
,....1max
min
=⎭⎬
⎫
=
=
                  (19) 
The accuracy of the system is identified by matching group G2 samples with group G1 samples using threshold values stored in 
threshold array. Finally, a threshold value is chosen where FAR and FRR is minimum, this value is called Reference threshold.  
 In real time authentication system, if a person’s hand is compared with the samples present in the database, the 
authenticity depends on the matching score. If matching score (Hamming Distance value) is less than reference threshold, the 
person is considered to be genuine otherwise imposter. It is possible that some wrong hand can be accepted as genuine if 
matching score fulfils the reference threshold criteria. Here, a second level of verification by min-max threshold range (MMTR) 
at hand level is proposed. For successful authentication matching score must be less than reference threshold and within the min-
max threshold range of the person. MMTR method is explained in detail as follows: 
Each hand feature vector is matched with all other hands feature vector of the same person by Euclidian distance 
measurement method and the matching values are stored in threshold array as shown in equation (17) and (18). The min and max 
threshold values are identified from threshold array in equation (19) and stored in database. It is observed that different hands 
have different min and max range of threshold. So, the second level of verification within min and max range of threshold can 
reduce the chances of false acceptance. 
5. Experimental Results and Analysis 
A database of 600 palm images from 100 palms with 6 samples for each palm is taken from PolyU palmprint database [20].  
5.1 Palmprint Authentication System 
The palmprint database is divided into two groups, first group (G1) consists of 100 persons with each person having 5 
palm sample images to train the system, and second group (G2) contains 100 persons with each person having one palm image 
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different from the first group images to test the system. The image size is 284×384 pixels. To reduce the computation complexity 
palmprint image is resized to 64×64 pixels. 
G1 group [ ]543211 ,,,, IIIIIP = ,     [ ]543212 ,,,, IIIIIP = ,………………….. [ ]54321100 ,,,, IIIIIP =
In G1 group each hand Pi contains 5 sample image I1-5. 
G2 group [ ]61 IP = ,   [ ]62 IP = ,……………. [ ]6100 IP =   
In G2 group each hand Pi contains only sample image I6. 
Image is pre-processed to get the region of interest. Pre-processing includes image enhancement, image binarization, 
boundary extraction, cropping of palmprint/ROI. The ROI size is 64×64 pixels. Sample of ROI is shown in Fig. 8. 
   
               Palm Image      Palmprint 
Figure 8: Sample of ROI. 
Feature extraction is done by Sobel Code method to get the line feature. Sobel Code method with 3×3 size matrices is 
applied. Similarly, 5×5 and 7×7 size matrices can also be applied to the palmprint image. The Sobel-Palmprint feature vector 
contains the Sobel-Palmprint features in four directions for each hand. Sobel-Palmprint feature vector of all hand images samples 
is calculated and stored in database. Feature vector matrix is [ ]3,2,1,0 FVFVFVFVFVi = , 
where i can be 3×3, 5×5 and 7×7 Sobel Code operator. 
Hamming distance method is used as a similarity measurement method for feature matching. 
5.2 Min Max Threshold Range (MMTR) Approach 
In group G1, each hand feature vector in P1 is matched with all other 4 hands feature vector by Hamming distance measurement 
method. The matching values are stored in threshold array. Similarly, for all 100 hand image samples, 2000 matching values are 
stored in Threshold array (TA).  
10021 ........ TATATATA +++=   
The minimum and maximum of matching values are found out from the threshold arrays (TA1, TA2,……..TAN) for 100 individuals 
and are stored in the database. 
( )
( ) 100,....1max
min
=⎭⎬
⎫
=
=
iAiAiMAX
AiAiMIN
TT
TT
       
The maximum and minimum values are found out from threshold array (TA) to calculate the reference threshold. ( )AAMIN TT min=
( )AAMAX TT max=
The minimum and maximum values of threshold array are divided into 25 threshold values. 
( ) 25/AMINAMAX TT −=Δ
Δ+=Δ AMINT1
Δ+=Δ 22 AMINT
Similarly, Δ+=Δ 2525 AMINT
These 25 threshold values are tested with group G2 and group G1 images. The FAR and FRR are values are plotted with respect 
to 25 threshold range values. The value of reference threshold is chosen where FAR and FRR are minimum. The Sobel Code 
window size, 25 threshold values, respective FAR and FRR values and accuracy for the Sobel Code operator are tabulated in 
Table II. This table also shows the overall accuracy improvement after applying MMTR. Accuracy improvement is plotted in 
Fig. 9.   
Image Pre- 
Processing 
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TABLE II : Accuracy improvement after applying MMTR
Sobel
Code 
Size 
Sliding 
Window
 Size  
Reference
Threshold 
FAR FRR Accuracy FAR 
after MMTR
FRR 
 after MMTR
Accuracy  
after MMTR
Accuracy  
Improvement 
3 1 0.492 1.3 0.99 98.9 0 0.2 99.9 1.05 
3 1 0.504 12.8 0.97 93.1 0.97 0.19 99.4 6.32 
3 1 0.516 46.8 0.89 76.1 8.59 0.16 95.6 19.5 
3 1 0.528 79.2 0.8 60 21.7 0.12 89.1 29.1 
3 1 0.54 93.3 0.63 53 30.9 0.09 84.5 31.5 
3 1 0.553 97.7 0.49 50.9 34.7 0.07 82.6 31.7 
3 1 0.565 98.7 0.41 50.4 35.7 0.06 82.1 31.7 
3 1 0.577 99 0.35 50.3 36 0.06 82 31.7 
3 1 0.589 99 0.24 50.4 36 0.06 82 31.6 
3 1 0.601 99 0.22 50.4 36 0.06 82 31.6 
3 1 0.613 99 0.18 50.4 36 0.06 82 31.6 
3 1 0.625 99 0.13 50.4 36 0.05 82 31.6 
3 1 0.637 99 0.1 50.5 36 0.05 82 31.5 
3 1 0.649 99 0.06 50.5 36 0.04 82 31.5 
3 1 0.661 99 0.04 50.5 36 0.02 82 31.5 
3 1 0.673 99 0.01 50.5 36 0.01 82 31.5 
3 1 0.685 99 0.01 50.5 36 0.01 82 31.5 
3 1 0.697 99 0.01 50.5 36 0.01 82 31.5 
3 1 0.71 99 0.01 50.5 36 0.01 82 31.5 
3 1 0.722 99 0.01 50.5 36 0.01 82 31.5 
3 1 0.734 99 0.01 50.5 36 0.01 82 31.5 
Sobel
Code 
Size 
Sliding 
Window
 Size  
Reference
Threshold 
FAR FRR Accuracy FAR 
after MMTR
FRR 
 after MMTR
Accuracy  
after MMTR
Accuracy  
Improvement 
3 1 0.746 99 0 50.5 36 0 82 31.5 
3 1 0.758 99 0 50.5 36 0 82 31.5 
3 1 0.77 99 0 50.5 36 0 82 31.5 
3 1 0.782 99 0 50.5 36 0 82 31.5 
Figure 9: Accuracy Vs Threshold 
Reduction in FAR and FRR is plotted in Fig. 10. 
Accuracy after 
MMTR  
Accuracy without 
MMTR  
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Figure 10: FAR Vs FRR 
The relation of window size (used in sliding window approach) with comparison time is tabulated in table III and plotted in Fig. 
11. 
TABLE III: Comparison of different size Sobel Code operators with respect to accuracy and comparison time. 
Sobel
Code
Size 
Sliding 
Window 
Size 
Reference 
Threshold
Accuracy Accuracy  
after MMTR
Accuracy  
Improvement
Comparison
Time 
3 1 0.504 93.1 99.4 6.32 0.0691 
3 2 0.753 91.9 99.3 7.38 0.072 
3 3 0.835 93 99.5 6.49 0.088 
3 4 0.876 94.3 99.5 5.27 0.108 
       
5 1 0.527 91.2 99.4 8.22 0.058 
5 2 0.758 90.7 99.4 8.62 0.0677 
5 3 0.835 96.1 99.8 3.67 0.0835 
5 4 0.877 96.1 99.8 3.78 0.104 
       
7 1 0.548 92.4 99.7 7.26 0.0564 
7 2 0.768 92.3 99.7 7.34 0.0659 
7 3 0.842 92.2 99.7 7.49 0.0807 
7 4 0.882 92 99.6 7.66 0.101 
FAR and FRR 
after MMTR 
FAR and FRR 
Sobel 3×3 
Sobel 7× 7 
Sobel 5× 5 
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Figure 11: Sliding Window Size Vs Time Taken 
6. Conclusion 
Line feature are the main and important part of palmprint features. In this paper, line features are extracted using three different 
Sobel Code operators. PolyU database palm images are used to prepare the database of 600 palm images. Palm images are 
enhanced and pre-processed to get the region of interest (ROI). Multi-scale (3×3, 5×5 and 7×7) Sobel Code operators are applied 
to the palmprint image in four different directions. The Sobel feature vector is compared with other feature vector in the database 
using Hamming distance similarity measurement method.  
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