This paper proposes the design and implementation of an intelligent health monitoring system, e-Guardian, which helps the elderly live independently and offers peace of mind to their family members.
Introduction
Many people confront increased health challenges as they age. Heart disease and stroke incidence rise steeply after age 65. Falls occur in 30-60% of older adults each year, and 10-20% of these result in injury, hospitalization and/or death [1] . Immediate help is crucial as it could lower the risk of complications and death and also greatly increase the likelihood of a return to independent living.
In 2009, an estimated 14% of people aged 60 years or over live alone [2] . Even if the majority of them live with families, many still spend considerable amount of time alone at home when their children leave for work. In case of emergencies, seniors may be unable to call for help as they might be disoriented, immobilized or unconscious, thus missing the best time for treatment.
There is a urgent need for a health monitoring system that can automatically detect such emergencies, immediately raise alerts so caregivers could intervene as quickly as possible. Currently, aforementioned age-related problems are remedied by commercial products marketed as Personal Emergency Response Systems (PERS). PERS normally consists of a console connected to home telephone and a pendant/watch with a microphone, a speaker, a radio transceiver, a panic button. When seniors need help, they press the button to speak to an emergency response center. Lifeline with AutoAlert from Philips is an example PERS device but with an additional fall detection functionality. It claims to have a battery life of 18 months and costs $53 a month, in addition to installation and monitoring fees [3] . myHalo chest strap is a more comprehensive health monitoring solution which has a panic button, measures heart rate, skin temperature and detects fall. It has only 48 hours of standby and charges a monthly fee of $49 to $59 in addition to one-time equipment cost [4] .
A major drawback of PERS is that they always establish point-to-point wireless connections with remote consoles. This topology allows for high bandwidth which is good for voice communications. However, it limits their ranges to somewhere about 100 meters and also requires good line-of-sight. It is challenging and sometimes impossible to deploy PERS in houses which are large, multistorey or cluttered. In addition, PERS do not allow sharing among multiple sensors as they are designed for one senior per system exclusively. Lastly, in all PERS, users have to bear a monthly financial burden.
The above reasons motivate our development of a scalable home/community-based health monitoring and alert system, e-Guardian, for the elderly. It aims to transform eldercare into a collaborative effort mainly involving people who know and care about the elderly, rather than a private company that provides service at monthly service charges. e-Guardian takes advantage of advances in wireless sensor networks (WSN), hardware miniaturization, MEMS (microelectromechanical systems) sensors, mobile computing and machine learning. In an e-Guardian system, a base station (BS) starts a local wireless network and a number of range extenders (REs) extend the network to cover a much larger area. The highlight of e-Guardian is a set of small, light weight and low-power wearable devices (WDs). A WD consists of a microcontroller unit (MCU), a RF transceiver and several miniaturized sensors. It can be used to summon help and automatically detect accidental falls, monitor simple activities such as walking, casual movements and inactivity. This system is simple and lowcost, yet still capable of alerting caregivers at life-critical moments. e-Guardian's scalability allows sharing of a single system among multiple seniors. Cost per capita can be significantly reduced by sharing a single BS and mobile subscription.
Related Research
In recent years, there is an increasing trend in utilizing small and low-cost MEMS accelerometers to detect falls. Some [5, 6, 7, 8, 9, 10, 11] used a single triaxial accelerometer attached to certain part of torso (e.g. waist, chest or pelvic) to study falls while others used more than one accelerometer. For example, Kangas et al. [12] studied accelerometers on waist, wrist and head simultaneously. [13] uses several miniature and low-cost devices called Wockets to collect human motion data using accelerometers at various parts of the human body so as to increase accuracy and detect a wide range of activities.
In these studies, except for a few which stored data on SD cards [10, 12] for offline processing, all others took a centralized computing approach where raw sensor data was sampled and wirelessly streamed to a remote base unit via either Bluetooth [8, 9, 13] or ZigBee [5, 11] transceivers.
MEMS accelerometers are small and low-power but they generate massive data within a short period. As pointed out by [7] , in studies of falls using accelerometers, a sampling rate ranging from 50 Hz to 250 Hz is typically required in order not to miss high frequency components which may contain a potential fall. Processing massive accelerometer data is computationally expensive for a resource-constrained device thus most choose to stream data wirelessly to a remote processing unit. However, continuous wireless transmission consumes bandwidth and drains battery life. For instance, Wockets only expects a standby hour of 24 hours.
Since the emergence of wireless sensor networks, numerous health monitoring systems based on WSN have been proposed. Otto et al. [14] used WSN to create a WBAN (wireless body area network) to monitor heart rate and activities. Sensor data are preprocessed and filtered in wearable nodes and uploaded to the network. Malan et al. [15] designed a multi-hop WSN called CodeBlue for emergency and disaster responses. Sensor nodes periodically transmit packets containing heart rate, oxygen saturation (SpO2) in multiple hops to a PC or a PDA. [16] implemented a multi-hop WSN called AlarmNet for assisted living and 24/7 monitoring of temperature, activity, luminosity, electrocardiography (ECG) and oxygen saturation (SaO2) in a residential environment. AlarmNet also integrates a WBAN called SATIRE for classifications of activities of daily living. SATIRE logs and caches accelerometer data in flash memory and upload when close to a remote processing unit.
It can be observed that, processing of ECG or accelerometer data is difficult and sometimes infeasible in resource-constrained sensor nodes. Thus, most chose to upload raw data or lightly processed data to the network, even in multi-hop WSNs [15, 16] . Multi-hop WSNs are essential in achieving scalability but typically suffer limited bandwidth. Continuously streaming massive data not only drains batteries quickly but also consumes large amounts of bandwidth. As the number of wearable nodes increases, network traffic around the remote processing unit will be overwhelming and network congestion will occur. Thus, high bandwidth consumption limits the amount of sensor nodes which can be accommodated in a network. In addition, most health monitoring solutions measure a comprehensive set of physiological parameters including activities of daily living, ECG, EMG (electromyography) and SpO2. These sensors require digital signal processing algorithms which are computationally expensive and will drain batteries quickly. Even if power consumption can be reduced by duty-cycling, these sensors cannot be worn comfortably and unobtrusively on a 24/7 basis. Nevertheless, they are useful in emergency or disaster responses where monitoring is only needed for a short period of time (e.g., several hours or a few days). In such cases, comfortability and power consumption are no longer main concerns.
e-Guardian also uses multi-hop WSN to achieve scalability, but it takes a decentralized approach by processing raw sensor data locally in WDs. WDs are based on 8-bit microcontroller units (MCUs) with limited RAM thus they are not suitable for computationally expensive processing. e-Guardian avoids this problem by taking advantage of advanced digital sensors which support hardware interrupts as well as internal data buffering. Interrupt-driven sensor algorithms was designed which consume considerably less power. WDs only process data upon hardware and timer interrupts, and conserve power in sleep mode. By analyzing data completely within WDs instead of streaming to a remote processing unit in multiple hops, WDs also save transmission power and network bandwidth tremendously. As WDs are designed for 24/7 monitoring with comfort, sensors such as ECG and SaO2 has not been considered for the time being.
3 System Architecture Figure 1 shows the system architecture of e-Guardian. Essentially, e-Guardian embodies a wireless infrastructure which provides a wireless link between WDs and caregivers. Inter-device communications are enabled by ZigBee, which is a low-cost, low-power and secure wireless mesh network standard. ZigBee is multi-hop, self-organizing and self-healing. That is, if an existing route is broken, a route discovery will be initiated automatically and a new route will be established. Using ZigBee, eGuardian can cover a single household with its surroundings or an entire village/community area. Figure 1 . e-Guardian's System Architecture BS is the gateway device between ZigBee and cellular networks. It integrates a GSM/GPRS module which is used to implement two alternative channels, SMS and Internet, for commanding and accessing information. Either one can be used depending on application scenarios and users' preferences. e-Guardian can be configured to connect to a TCP (Transmission Control Protocol) server with either a static IP address or a dynamic IP address with a known DNS name. A HTTP server can also be implemented so that users can connect to e-Guardian via a web browser.
In e-Guardian, BS and REs are mains-powered and have fixed locations. WDs are battery-powered and can move around freely in a local e-Guardian network. For power management purposes, WDs only incorporate sensors which support duty-cycling or hardware interrupts. Example of sensors include digital MEMS accelerometers, body temperature sensors, light sensors and heart rate sensors.
e-Guardian's scalability allows a single BS to be shared among many seniors. A community or a village could deploy such a system, using a few REs to reach out to individual households. As BS is the most expensive device in e-Guardian, sharing one BS (together with SMS and data subscriptions) reduces cost per capita significantly.
Realization
An e-Guardian prototype has been developed to show the concept and various features of e-Guardian. 
Base Station
In the BS prototype shown in Figure 2 (a), a ZigBee module CC2430 from Texas Instruments and a GSM/GPRS module GM862 from Telit are connected via UART. CC2430 is a single chip integrated an 8051 MCU and a ZigBee transceiver. In BS, CC2430 is configured as a ZigBee Coordinator, responsible for starting up the network. GM862 has a built-in Python interpreter. A firmware for GM862 is implemented to manage the ZigBee network and interpret user commands.
There are no user interfaces such as LCDs and keyboards in BS's hardware to maintain low cost and operational simplicity. BS implements a command parser named shell which accepts user inputs from either SMS or Internet. Also, data logs and alerts are also sent out via shell in the reverse direction.
BS also implements a time module which can be accurately synchronized to a mobile operator's time. The time module supports scheduled tasks for WDs, such as medication and physical exercise reminders. Caregivers can set reminders for WDs. BS will notify corresponding WDs at predefined alert times by setting their LEDs to blink or buzzers to ring. In this way, WDs are freed from keeping precise timing by themselves and are only need to wake up periodically to poll for notifications.
Range Extender
RE is the simplest among the three. It has a CC2430 chip configured as a ZigBee Router as shown in Figure 2 (b). There is neither any sensor nor any user interface other than a LED as a status indicator. RE routes data packets for other devices and is powered by the mains supply. Whenever there is any dead spot, a RE is all that is needed.
Wearable Device
WD consists of a CC2430 chip, two LEDs, a buzzer and an MEMS accelerometer (ADXL345 from Analog Devices) as shown in Figure 2 (c). It is configured as a sleeping ZigBee End Device. The design philosophy of WD is that seniors are only expected to press a panic button when they need help and other features are purely automatic. This particular prototype of WD is designed to be embedded into a wrist-worn watch. However, e-Guardian is open to all kinds of innovative designs for WD such as chest strap and belt clip, depending on their nature of operation. At a bare minimum, a WD may only have a panic button. Non-invasive sensors such as thermometers, accelerometers, heart rate sensors can be integrated to WDs if suited. WDs should not streaming raw sensor data wirelessly as it will consume too much bandwidth and also continuous wireless transmission will drain WD's batteries quickly. Sensors suitable for WD should support either strong duty cycling or interrupt/event-driven algorithms.
Fall Detection Algorithm
A low-power fall detection algorithm has been proposed and implemented using ADXL345. MEMS accelerometers have analog and digital types. An analog accelerometer requires its host MCU to sample at a frequency no less than 50Hz in order not to miss critical high frequency components such as a sudden fall. In addition, the host MCU has to pre-process each piece of data and run a digital signal processing algorithm continuously. This approach will keep CC2430 constantly busy, hence draining batteries quickly. In contrast, a digital accelerometer could alleviate the host MCU from constant sampling and processing. In this prototype, ADXL345 is connected to CC2430 via SPI. ADXL345 supports various interrupt features such as INACTIVITY, ACTIVITY, FREE FALL. ADXL345 also supports a FIFO (first-in first-out) memory block which can hold 32 accelerometer samples. A fall detection algorithm is designed such that accelerometer data is only processed when interrupted by ADXL345.
Fall detection algorithms vary from simple threshold designs [17] to more complicated digital signal processing approaches [18] [19] [11] . This prototype implements a fall detection algorithm derived from an algorithm proposed by Analog Devices [20] . However, the original algorithm has three major limitations.
1. It relies heavily on the host MCU to check the accelerometer's interrupt status every 20ms using a recurrent timer interrupt, even if seniors may be sleeping through the whole night.
2. It is not designed for wrist-worn devices. It assumes a fixed initial orientation of gravity (x = 0, y = -g, z = 0). This is totally invalid in a wrist-worn device as initial orientation can be random.
3. The proposed FREE FALL threshold THRESH FF is set to 0.75g). This will lead to continuous assertions when the projection of the gravity onto three axes are equal. In this case, each axis will measure √ 3 3 g which is approximately 0.577g. This is will lead to continuous detections of FREE FALL which is not only incorrect but also wasting precious battery power.
The proposed algorithm has made significant improvements in terms of power saving by removing its dependency on the host MCU. As sleeping is an instinct of (f) When returning from other states, CC2430 timer ticks (started in F1) will be stopped and the system is reinitialized.
(F1) When FREE FALL is asserted, the algorithm enters F1.
(a) FIFO is triggered and will hold latest 16 samples.
(b) CC2430 starts a 100ms timer. This timer is recurrent, which means it will start another 100ms timer when the previous one expires.
(c) Link mode is disabled, so both ACTIVITY and INACTIVITY are ready to be detected.
(d) If FREE FALL is asserted for more than 300ms (i.e. 3 timer ticks), a critical free-fall alert will be generated.
(F2) If ACTIVITY is asserted within 200ms after FREE FALL was asserted, the algorithm enters F2, otherwise F0.
(a) ACTIVITY is disabled. During an impact, AC-TIVITY might be asserted multiple times since link mode is disabled in state F1. One assertion is enough for judging an impact and subsequent assertions are inhibited by disabling ACTIVITY. (F4) If the difference exceeds 0.5g which suggests a slight change in orientation, a fall alert is generated and the algorithm enters F4.
(a) ACTIVITY is enabled again.
(b) INACTIVITY detection time window is set to 10s to determine if there is a long fall (long motionless).
(c) If ACTIVITY is asserted in F4, the system goes to F0 and gets ready for the next detection.
(F5) If INACTIVITY is asserted after 10s, this indicates long motionless and the system goes to F5. A critical fall alert is raised and the system goes to F0.
In this algorithm, a few important thresholds are determined based on the placement of accelerometers on wrists. THRESH FF is set to 0.5625g which is the largest configurable value below √ 3 3 g. From extensive experiments, during a fall, the impact will easily exceed 4g while casual movements only occasionally exceed this value. However, an impact could also project onto three axes equally and each axis will have √ 3
3 of the magnitude. The threshold of impact, THRESH ACT, is thus set to 2.25g, the largest configurable value under √ 3 3 × 4g ≈ 2.31g.
Battery Life Analysis
The actual current consumption of a WD is measured by connecting a 7.5Ω resistor in series with it. The rate of polling and the rate of presence broadcast are both set to 5 seconds. Figure 3 shows a measurement of power consumption of the WD when statically placed. A current peak corresponds to CC2430 waking up from sleep mode for polling. The sleep current appears to be noisy and is too small to be visible. Instead, it was measured by a multimeter to be 69µA. Within the 69µA sleeping current, 40µA is attributed to the current consumption of ADXL345 at an ODR (output data rate) of 25Hz. The remaining 29µA is consumed by CC2430 in sleep mode and its peripherals. Equation 1 estimates the power consumption during a single current peak by evaluating the area of the current peak. The bottom of the current peak spans a time frame of approximately 2.1 horizontal divisions. Then the 2.1 division is subdivided into 0.9, 0.5, 0.2 and 0.5. The total area is 
The power consumption during sleep in a 5-second time frame is 69µA × 5s = 0.345mA · s. Therefore, the total current consumption within 5 seconds is 0.1847 + 0.345 = 0.5297mA·s. Then, it follows that the current consumption of a day is 0.5297×(12·60·24) = 2.5426mAh. Assuming a button cell battery with a capacity of 200 mAh, it could power a WD continuously for 200/2.5426 ≈ 78.7 days.
Outbound Communications
In an e-Guardian network, each device has a network address of two bytes. BS is the root of the network and always have an address of 0x0000. A device's address is determined by its parent RE (including BS). As a WD moves, its network address changes when it switches parent. In inbound communication, where a WD sends a message to the BS, it simply send the message with a destination address of 0x0000. Its parent RE keeps a routing table, which records the next RE to forward this message to in order to send the message to the BS. The combination of a destination address and the next RE is a single entry in the binding table. As long as all REs know how to route a message to the BS, it is always easy for a WD to send a message to the BS no matter how WDs move in the network. For inbound communication, each RE only needs to keep one entry in its routing table.
However, outbound communication, which means sending a message (e.g. a reminder alert) from the BS to a WD, is challenging. The BS has to keep track of addresses of all WDs to be able to address them individually. A single entry in a routing table typically takes 6 bytes. Assuming a network of 1000 WDs, a routing table of 6KB is needed.
CC2430 only has a RAM space of 8KB which is already taken mostly by the ZigBee stack software.
A solution to this outbound communication problem is proposed and implemented. Every time a WD switches parent, a WD sends out a message to the BS indicating its new network address and its parent RE's address. For each WD, the BS keeps a record of its IEEE address, its network address and its parent RE's network address. Instead of sending a message directly to a WD, the BS always sends it to the WD's parent RE instead. The WD's address is embedded in the payload of the message so the RE knows which child WD it should forward to. Assuming an e-Guardian network has an RE/WD ratio of 1/10, to address 1000 WDs, a BS only needs to keep a routing table for 100 REs, which takes only 600 bytes. This solution significantly boosts up the number of WDs a single e-Guardian system can accommodate.
Presence Broadcasts
All WDs in e-Guardian will periodically send out presence broadcasts with routing capability disabled and with a radius of one. Currently, the period is set to 5 seconds. In ZigBee, a broadcast from a sleeping WD will always be a unicast to its parent RE at the MAC level (media access control). By disabling ZigBee routing capability, the ZigBee stack will bypass its ZigBee routing rule and send out a MAC level broadcast. This will send a broadcast message to all its neighboring REs (including BS) in the hearing range. By setting a radius of one, neighboring REs will not forward a broadcast further to other REs.
All REs including BS will capture all presence broadcasts in the hearing range and evaluate their received signal strength indicator (RSSI) values. RSSI values provide meaningful information about the proximity between a WD and an RE (including BS). Theoretically, RSSI and distance have a logarithmic relationship of RSSI = −10nlog 10 d + A, where n is the signal propagation constant which is generally more than one depending on the environment, d is the distance from sender, and A is the received signal strength at a distance of one meter. In reality, RSSI values are affected by environmental factors such as obstacles, multipath fading and antenna polarization, but on average it gives good information about proximity, especially when a WD and a RE are within 10 meters.
Presence broadcasts form the foundation of a number of features in e-Guardian, as discussed below.
Location Tracking
In a large care center, the ability to locate an emergency as quickly as possible is invaluable. Using RSSI and strategically located REs, it is possible to construct a map showing a rough location of a WD in real-time. However, this will require substantial investment in constructing the map and tuning placements of REs to achieve good results. In fact, precise location tracking is usually unnecessary. The primary purpose of location tracking is to quickly narrow down the search space during an emergency. An easier and more generalizable approach to the problem is proposed.
When an RE captures a presence broadcast message from a WD, the RE records the RSSI value corresponding to that WD received at this RE's position. When it gathers a certain number of RSSI values or exceeds a timeout, it will forward these RSSI values to the BS. The BS will have RSSI values of all WDs captured by REs in the system. Whenever an emergency is detected, the BS simply summarizes the top three REs which have recently reported RSSI values of the anomalous WD, sorted by average RSSI values in descending order. As long as all REs are meaningfully labeled (e.g., by their locations), medical personnel can quickly narrow down to a small region within which not much extra effort is needed to locate the WD.
Context-Awareness
• Danger Zone Alert: Certain places at home such as kitchens, bath rooms and toilets are more dangerous than others. These areas can be classified as danger zones. Staying in those zones longer than a certain period could be a sign for abnormality. An RE in a danger zone can automatically send out alerts if a WD spends more than a certain period around it.
• Automatic Night Light: Poor lighting is one of the prominent reasons for falls among the elderly. An RE could incorporate a light bulb and a light sensor. When a WD walks near, an RE should turn on its light bulb if its light sensor senses that ambient light is poor. Automatic night light REs could be installed in places such as hallways, bathrooms and near stairs.
• Automatic Voice Notifications: When e-Guardian is deployed at home and is connected to a TCP/HTTP server, information such as weather forecast, important local news can be periodically downloaded. When a senior walks near the BS centered in a home, the BS could play a number of pre-recorded audio messages via an integrated speaker when seniors are nearby at appropriate time. Audio messages could, for instance, be "good weather for a morning walk", "avoid outdoor activities because of imminent storms or blizzards","time for bed as it is late" or "do not forget to take medications before sleeping".
Test Bedding

Community Test Bedding at NTUC Eldercare
A trial study was carried out at Jurong Central Daycare Centre, a subsidiary of NTUC Eldercare Singapore. The main objective of the trial was to ensure robustness and obtain fall detection accuracies. The eldercare center features a long three-room flat occupying an area of about Figure 4 . One BS and three REs were deployed. Three REs are labeled as "rest", "act" and "dine", corresponding to their locations in the rest room, the activity area and the dining room respectively. The trial started from 9th July to 9th August, 2012. There were altogether 24 week days during the whole trial period. Three seniors were willing to participate in this study. The three senior volunteers wore WDs when they arrived at 9 am and took them off before they left at 6 pm. All three WDs were powered by Li-ion batteries with a nominal capacity of 150mAh. There were all fully charged before the trial study. All WDs lasted a full month without recharge. During the period of this study, no real fall occurred. However, this study still provided valuable information about one important factor of the fall detection algorithm -false positives. A total number of 83 false positives were registered. This means that, on average, each WD has a false positive rate of 83/(24 × 3) ≈ 1.153 times per day. For comparison, the best false positive rate in all fall detection algorithms for measurement around torso is 0.6 false positives per day, as evaluated by Bagala et al. [7] . Considering that wrists' movements are more complicated than parts of a torso, this rate of false positives is encouraging.
The false positive rates have strong correlations to location. The nearest REs during the fall have been identified, as shown in Figure 6 . It can be seen that none of false positive falls occurred around the rest room. The rest room is for them to take a short nap but very few actually used it. In fact, most seniors spend the majority of their time in the activity area where both the BS and the "act" RE were visible to the seniors' WDs. Figure 6 shows a strong correlation between time and location. The majority of them occurred around the BS and the "act" RE. The rest occurred in the dining room, most during the lunch time.
Simulated Falls
It is difficult to get real-world falls, as also pointed out by Bagala et al. [7] . Tests of the proposed fall detection algorithm are simulated by four young subjects. Each of them wore a WD on his/her left wrist and performed 4 types of activities: (1) walking, (2) walking upstairs, (3) walking downstairs, (4) walking some distance, then sitting down in a chair beside a desk and doing things such as writing, picking up and putting down random objects. Each person performed each activity five times for two minutes each time. Then activities (1), (2), (3) were performed again for five times, but each time with a fall in the middle. Test results are shown in Table 1 . It is observed that during continuous walking, falls were never falsely triggered as INACTIVITY interrupt did not have a chance to assert. While sitting down, wrists occasionally hit the desk with high impacts, a false positive fall will be accidentally triggered. It can also be observed that, young subjects easily created false positives (3/20). In contrast, seniors in their real daily life only created 1.153 times per day as evaluated in Section 5.1. A very probable reason is that young subjects are stronger and easily create larger impacts in their daily activities which could be misinterpreted as a fall in the fall detection algorithm.
Conclusion
e-Guardian is a simple, low-cost and low-power health monitoring system for the elderly. It provides a low-cost and scalable infrastructure for health monitoring. The system is highly scalable so it can be used either in a household or a large community/village area, allowing hundreds of se-niors to share a BS, together with a single SMS and GPRS subscription. This makes the cost of using an e-Guardian WD approach the non-recurring manufacturing cost of a WD. Therefore, e-Guardian can be easily adopted by the general public, especially in the developing regions.
