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Commonly Asked Question
Why does a small business even need a business continuity plan?
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It takes 20 years to build a 
reputation and few minutes 
of cyber-incident to ruin it.
--Stephane Nappo
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