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Abstract—Quantum communication relies on the existence of
entanglement between two nodes of a network. Since, entan-
glement can only be produced using local quantum operations,
distribution of parts of this entangled system between different
nodes becomes necessary. However, due to the extremely fragile
nature of entanglement and the presence of losses in the com-
munication channel, the direct distribution of entanglement over
large distances is nearly impossible. Quantum repeaters have
been proposed to solve this problem. These enable one to establish
long-range entanglement by dividing the link into smaller parts,
creating entanglement between each part and connecting them
up to form the full link. As researchers race to establish entan-
glement over larger and larger distances, it becomes essential to
gauge the performance and robustness of the different protocols
that go into designing a quantum repeater, before deploying
them in real life. Present day noisy quantum computers are
ideal for this task as they can emulate the noisy environment
in a quantum communication channel and provide a benchmark
for how the protocols will perform on real-life hardware. In this
paper, we report the circuit-level implementation of the complete
architecture of a Quantum Repeater. All the protocols of the
repeater have been bench-marked on IBM Q, the world’s first
publicly available cloud quantum computer. The results of our
experiment provide a measure for the fidelity of entanglement
current repeaters can establish. In addition, the repeater protocol
provides a robust benchmark for the current state-of-the-art of
quantum computing hardware.
Index Terms—Quantum Communication, Quantum Circuits,
IBMQ, Entanglement Swapping, Entanglement Purification,
Quantum Privacy Amplification
I. INTRODUCTION
QUANTUM communication is the method of transmittinginformation signals by exploiting the the principles of
quantum mechanics [1], [2]. It enables novel communica-
tion paradigms such as quantum teleportation [3], superdense
coding [4], unbreakable cryptography [5] and information-
theoretic security of key distribution [6] - all of which have no
classical counterpart. These protocols require the existence of
entanglement between the transmitting and receiving parties.
Photonic channels have proved to be a reliable medium for
communicating classical signals over long distances. However,
quantum entanglement is an extremely fragile resource, and,
the smallest amount of noise (thermal or otherwise) in the
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environment can render them useless. The attenuation length
of classical photonic channels for these quantum signals is few
kilometers at best [7], [8]. As a result, it is nearly impossible
to transmit entangled photons over large distances preserving
their fidelity. Classical repeaters tackle this issue this by
simply amplifying, or by measuring and regenerating, the input
signal. But, the no-cloning theorem forbids the amplification
of quantum signals [9], [10], and, decoherence does not
allow us to measure quantum systems without destroying their
information content [11].
Quantum repeaters have been proposed to solve this prob-
lem [12]. The idea behind them is to divide the entire link into
many small segments - the length of each segment being less
than the attenuation length of the channel. Next, entanglement
is established between the endpoints of each of these smaller
links by the direct transmission of photons. Then, by using
the entanglement swapping protocol, all of these smaller links
are connected up to establish the large-scale link. At each
successive step of this process, there might be loss of fidelity
due to noise or imperfections in the operating hardware. So,
at each step, the entangled links are "purified" to increase the
fidelity of entanglement between the nodes [13]. By repeating
this protocol a sufficient number of times, we can theoretically
establish a large-scale entangled link of arbitrarily high fidelity.
These ideas are already being tested on the field as re-
searchers around the globe race to establish entanglement over
larger and larger distances, spanning thousands of kilometres.
Significant progress has been made in recent years [14], [15],
[16], [17]. However, it still remains a difficult problem for real-
life deployment, due to the extremely noisy and unpredictable
nature of the quantum channel, the sensitivity of quantum
signals to external influence, and, the stringent conditions and
high-precision instruments required to design the systems. As
we enter the Noisy Intermediate-Scale Quantum (NISQ) era,
quantum communication technologies are poised to disrupt
and revolutionize the entire communication infrastructure [18].
So, it is more important than ever, that we can predict how
these protocols and systems will behave in real quantum
environments. This will enable us to test the robustness of
our algorithms before committing resources to deploy them
in real life. Unfortunately, it is exceedingly difficult to model
a quantum channel by using classical resources or hardware.
This approach requires enormous amounts of computational
resources, and, for larger systems, can fall short of exactly
capturing the quantum-mechanical behaviour of the channel
altogether - even if it is possible at all. So, instead of simu-
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2lating these channels and protocols classically, the best way
forward would be to use actual quantum-mechanical hardware
to emulate their effects [19].
A significant stepping stone in this direction was the release
of IBMQ - world’s first Quantum Computer with open access
to the general public via the cloud - which ensued the start of
the NISQ era [20]. With the IBMQ, researchers from across
the globe can run experiments on its platform by designing
circuits using IBM’s Quantum Information Science toolKIT
(QISKIT) [21]. The noisy hardware of IBMQ can perfectly
emulate the conditions encountered in real-life quantum sys-
tems, particularly a quantum communication channel. Thus,
they are the perfect candidates to to gauge the performance
of current quantum communication protocols, and can be a
useful guide for further research to make these protocols as
robust as possible to real-life scenarios. With this end in view,
we move to implement the complete end-to-end architecture
of a Quantum Repeater on an IBM Quantum Computer.
A similar demonstration of this scheme has been given by
Behera et al. in [22]. However, they have performed limited
experiments in this regard, showing the results of entanglement
swapping on 2 pairs of qubits only. In quantum-repeaters,
entanglement-swapping has to be performed on multiple pairs
of qubits successively in a nested fashion. As a result,
hardware errors might accumulate in qubits impacting their
fidelity. So, performing the entanglement-swapping protocol
only one time likely doesn’t give representative results of a
real quantum repeater. In addition, they have also introduced
a quantum error-correction code to purify the entangled-qubits
by using Controlled-NOT (CNOT) operations on them. This
approach is not suitable for large-scale quantum networks
since CNOT, being a local-operation, cannot be performed
on qubits separated by a large distance in space. In addition,
they report that, the code can only correct 2 specific types of
errors - namely, bit flip and phase-change - and, that too if the
entangled qubits start out are in a pure-state. For more general
types of errors in a quantum-communication channel, and, for
qubits starting out in a mixed-state, their code fails to increase
the fidelity of entanglement. For communication networks, this
can be solved by condensing multiple low-fidelity entangled
pairs into one high-fidelity pair by using an entanglement-
distillation protocol. We demonstrate this general approach of
building a quantum-repeater in our experiments.
Finally, we not only demonstrate a complete circuit-level
implementation of a Quantum Repeater, but the result of our
experiments also sheds light on the performance and accuracy
of current quantum hardware. Zhukov et al. [23] have pro-
posed that quantum communication protocols can serve as a
deep benchmark for quantum computers. In contrast to generic
protocols like superdense coding and quantum teleportation,
which require only a few gate operations, the complete ar-
chitecture of a Quantum Repeater uses multiple sub-protocols
and stresses every physical aspect of the hardware platform
which is running it. As a result, the quantum-repeater protocol
can serve as a much more revealing benchmark compared to
other protocols. This will offer us several metrics reflecting
the real-life performance of Quantum Repeaters, and, help
us evaluate the hardware limitations of current state-of-the-art
noisy quantum computers.
The following sections of this paper are organised as fol-
lows. Section II introduces the basics of Quantum Circuits
and how to design circuits for Quantum Computing Hardware.
The basic protocols of Quantum Communication, for which
entanglement-distribution is a key step, are shown next in
Section III. Then, we move on to designing the fundamental
Quantum Repeater architecture in Section IV, which includes
the entanglement-distribution, entanglement swapping and en-
tanglement purification protocols. In section V, we report the
results of our experiments on the IBMQ platform, as well as
simulation results with noise models for comparison. Finally,
we explore the future directions of our research in Section VI
with discussions on how to improve the yield and accuracy of
the protocol even further.
II. QUANTUM CIRCUITS
A. Qubits and 1-Qubit Gates
The fundamental building-block of a Quantum Circuit is
the ‘Qubit’. It is a two-dimensional quantum system with
orthonormal basis-states |0〉 and |1〉 (known as the Compu-
tational Basis) [24]. The state |ψ〉 of a system can be any
superposition of the basis states, which can be expressed as,
|ψ〉 = α |0〉+ β |1〉 =
[
α
β
]
where, α and β are complex numbers such that |α|2+|β|2 = 1.
The last equality asserts that, the states of a qubit are es-
sentially vectors in a complex Hilbert Space, and, the whole
machinery of linear algebra may be used in their manipula-
tions. The orthonormal basis states might, for example, be
the ground state |g〉 and an excited state |e〉 of a matter
system or the horizontally polarised state |H〉 and vertically
polarised state |V 〉 of a single-photon system. In the context of
a Quantum-Computing system, a collection of qubits form a
Quantum Register, whereas, a collection of classical bits form
a Classical Register [25].
Qubits may be manipulated by using Operators, which
are represented as matrices. Operators which preserve the
normalization of a state are called Unitary Operators. At
the circuit-level, unitary operators are implemented by us-
ing Quantum Logic-Gates, or simply, Quantum-Gates. The
prototypical quantum gates are the Pauli Gates X,Y, Z, the
Hadamard Gate H and the Phase-Shift Gate Rθ [26]. Their
matrix-representations are given below and circuit symbols are
shown in Fig. 1.
X =
[
0 1
1 0
]
Y =
[
0 −i
i 0
]
Z =
[
1 0
0 −1
]
H =
1√
2
[
1 1
1 −1
]
Rθ =
[
1 0
0 eiθ
]
B. Ebits and 2-Qubit Gates
Two qubits A and B may exist in a tensor product-state
|ψ〉A⊗|φ〉B , or written simply as |ψ〉A |φ〉B , so that each qubit
may be assigned an individual state vector |ψ〉 or |φ〉. But, the
3Fig. 1. Schematic Symbols for Quantum Logic Gates (in clockwise order) -
Hadamard Gate, Pauli X (Not) Gate, Pauli Y Gate, Pauli Z Gate.
remarkable aspect of Quantum Mechanics is the existence of
Entanglement between 2 qubits, where, the qubits may be in
a superposition of product-states, but, separate state-vectors
can not be assigned to them. The prototypical entangled states
of a two-qubit system AB are the maximally entangled Bell-
States, |Φ±〉 and |Ψ±〉, which are expressed in terms of the
computational basis states as follows:∣∣Φ±〉
AB
= (|0〉A |0〉B ± |1〉A |1〉B) /
√
2
∣∣Ψ±〉
AB
= (|0〉A |1〉B ± |1〉A |0〉B) /
√
2
Two qubits in a Bell-State are also known as a Bell-Pair
[27] or an EPR (Einstein-Podolsky-Rosen) Pair [28].
The Bell-States may be prepared by using the two-qubit
Controlled-NOT (CNOT) Gate. The CNOT Gate flips the state
of the target qubit (|0〉 to |1〉, or, |1〉 to |0〉) if the state of the
control qubit is |1〉, and, it does nothing if the state of the
control qubit is |0〉. If the control qubit is in a superposition
state, the control and target qubits become entangled at the
output of the gate. So, the CNOT Gate is a mechanism to
entangle two qubits. Two qubits which are entangled in this
way are called ‘Entangled Bits’ or ‘Ebits’ [25], [29].
The map of the CNOT Gate is shown as follows:
|a〉control |b〉target CNOT−−−→ |a〉control |a⊕ b〉target
where, a, b ∈ {0, 1}, and, ⊕ is the XOR operation.
Another example of a two-qubit gate is the SWAP gate,
which exchanges the contents of the target and control qubit.
|ψ〉control |φ〉target SWAP−−−→ |φ〉control |ψ〉target
The circuit symbols of the CNOT Gate and SWAP Gate are
shown below.
Fig. 2. 2-Qubit Quantum Gates. (Left) Controlled-NOT (CNOT) Gate. |a〉
and |b〉 are the control and target qubits respectively. Here, a, b ∈ {0, 1}
(Right) SWAP Gate.
The Hadamard Gate, Phase-Shift Gate, Pauli Gates and
the CNOT Gate form a Universal Gate Set using which any
Quantum Circuit may be constructed.
C. Measurement and Conventions
Finally, after completing a Quantum Computation task,
a qubit may be measured out in the computational basis.
This causes the state of the qubit to collapse to one of the
basis states |0〉 or |1〉. The value obtained may be stored
in a classical register so that they may be used for further
processing.
Conventions of Quantum-Computing dictate that all qubits
must start out in the state |0〉 and can only be measured in
the computational basis. Other states have to be prepared by
applying necessary Unitary Operations, and, measurement in
other bases may be performed by using suitable gates before
the measurement operation [25].
A quantum circuit for preparing the Bell-State |Φ+〉 and
measuring it in the computational-basis illustrates all the
operations outlined in this section. (Fig. 3)
Hebit0
ebit1
cbit0
cbit1
Fig. 3. Quantum Circuit for preparing the Bell-State
∣∣Φ+〉, measuring it, and
storing the values in a Classical Register.
III. QUANTUM COMMUNICATION
The main role of quantum communication is to transmit
quantum signals (i.e, quantum states) over large distances from
a party Alice to a distant party Bob [1], [2]. Ideally, Alice’s
state |ψ〉A should be transferred to Bob without any change
in its contents. So, the ideal quantum channel (for a 1-qubit
state) could be described by the identity map
IA→B = |0〉B 〈0|A + |1〉B 〈1|A
so that, IA→B |ψ〉A = |ψ〉B . Hence, one might suppose that
the goal of performing quantum communication is to give
Alice and Bob a device to work as the identity map IA→B
[8]. However, interestingly, this is not the only solution. In
particular, quantum communication is also possible if the
distant parties, Alice and Bob, share an entangled Bell state
|Φ+〉AB . In this section, we illustrate this approach through
providing representative quantum communication operations,
i.e., Quantum Teleportation [3], Superdense Coding [6], and
Quantum Key Distribution [1], [30]. As a result, the Bell state
is regarded as a resource for quantum communication. [8]
4A. Quantum Teleportation
Quantum teleportation [3] is an important primitive of
quantum communication operations. If Alice and Bob share
an entangled Bell-state between them, then, by using local
quantum operations on their respective qubits and classical
communication, Alice can transmit any 1-qubit state to Bob.
This scheme is known as LOCC (Local Operation + Classical
Communication) [31].
The scheme begins with Alice and Bob having access to the
corresponding qubits of a Bell-State |Φ〉AB . Alice has another
qubit in the state -
|ψ〉A′ = α |0〉A′ + β |1〉A′
Then, the state of the combined system A′AB is
|S〉A′AB = |ψ〉A′ ⊗ |Φ〉AB
=
1
2
∣∣Φ+〉
A′A ⊗ |ψ1〉B +
1
2
∣∣Φ−〉
A′A ⊗ |ψ2〉B
+
1
2
∣∣Ψ+〉
A′A ⊗ |ψ3〉B +
1
2
∣∣Ψ−〉
A′A ⊗ |ψ4〉B
where, |ψ1〉 = α |0〉 + β |1〉, |ψ2〉 = α |0〉 − β |1〉, |ψ3〉 =
α |1〉 + β |0〉, |ψ4〉 = α |1〉 − β |0〉. We can see that the state
|ψ1〉 is the same as the original state |ψ〉. So, if Alice performs
a Bell-Basis measurement on her qubits A′ and A, and, gets
the result |Φ+〉, then, we can be sure that the state |ψ〉 has
been transferred to Bob unchanged.
But, the result of of Alice’s measurement may also be |Φ−〉,
|Ψ+〉 or |Ψ−〉, in which case the state of Bob’s qubit will be
|ψ2〉, |ψ3〉 and |ψ4〉 respectively. These states are different
from the original state |ψ〉. But, upon closer observation, we
can see that |ψ2〉 differs from |ψ〉 by a phase-flip, |ψ3〉 by a bit-
flip and |ψ4〉 by both a phase-flip and a bit-flip. Hence, if Alice
communicates the result of her measurement to Bob (which
requires only classical communication) Bob can perform the
corresponding correction operation - I (nothing), Z (phase-
flip), X (bit-flip), or ZX (phase-and-bit-flip) - on his qubit,
and, he will have Alice’s original state |ψ〉 at his disposal.
Thus, Alice can transfer the state of her qubit A′ just by using
the Bell-State |Φ+〉 and classical communication [29].
Since quantum teleportation requires classical communica-
tion from Alice to Bob, Bob’s system B should work as a
quantum memory to keep the quantum state until at least the
end of the classical communication. This is important as it
inherently implies that quantum teleportation requires the use
of a quantum memory [8].
B. Superdense Coding
The mathematical formalism of Superdense Coding [6] is
similar to that of the Teleportation Protocol. In this, we use
the fact that, any local operation by Alice on her qubit of the
shared Bell-Pair |Φ+〉AB from the set {IA, ZA, XA, ZAXA}
can change the state of the total Bell-Pair system to the states
{|Φ+〉AB , |Φ−〉AB , |Ψ+〉AB , |Ψ−〉AB}. Now, if Alice sends
her part of the Bell-Pair to Bob via a quantum channel, and,
Bob performs a Bell-basis measurement on both the qubits,
he can find out which operation Alice performed. Since, there
are 4 different operations, Alice has transferred the equivalent
of 2 bits of information by transmitting a single qubit. This
has remarkable possibilities for high-rate data-communication,
since, the Bell-pairs may be shared beforehand, and, the
channel-bandwidth will be utilized only during the actual time
of communication.
C. Quantum Key Distribution
Suppose Alice and Bob possess qubits A and B of the 2-
qubit system AB in the Bell-State |Φ+〉AB , and they measure
each of their qubits in the computational basis. The Bell state,
being a pure state, is not entangled with any other qubits. So,
the measurement result does not leave any trace on any other
part of the environment from which they can be predicted. As
a result, their bits are perfectly secure. In addition, from the
definition of the Bell state |Φ+〉AB = (|00〉AB+ |11〉AB)/
√
2,
the computational basis measurement outcomes always result
in both 0’s or both 1’s, with each occurring randomly 50%
of the time. Hence, invoking the one-time pad protocol, Alice
and Bob can share a secret bit using the qubits A and B in an
information-theoretically secure manner [4], [30]. Therefore,
the Bell-Pair can be considered as a cryptographic resource.
IV. QUANTUM REPEATER
The quantum communication tasks outlined in the previous
section must start with the distribution of entangled Bell-
Pairs between 2 parties. This may be achieved by distributing
entangled photons via traditional broadband optical fiber com-
munication links. But, the fidelity of entanglement decreases
with the length (L) of the fiber exponentially as e−L/L0 , where
L0 is the attenuation-length of the channel. This necessitates
the use of quantum repeaters to allow long-distance communi-
cation with finite resources and reasonable rates. In a Quantum
Repeater, three primary operations are required to create long-
range Bell states. [8] These are:
1) Entanglement Distribution: Creating entangled links be-
tween network nodes through the direct transfer of
photons.
2) Entanglement Purification: Creating a high-fidelity en-
tangled state from several low-quality ones.
3) Entanglement Swapping: Connecting the entangled links
of adjacent nodes using Bell-basis measurement to cre-
ate long-range entanglement.
Since, direct transfer of photons need to be done only
between adjacent repeater nodes, not across the entire long-
range link, success probability for generating the entangled
link depends only on the distance of the adjacent nodes. This
can be reduced arbitrarily as required, by dividing the long-
range link into many segments.
A. Quantum Purification
A significant problem of the Bell states generated from
an entanglement distribution scheme between the two remote
nodes is that they are not perfect. While losses can be mitigated
by repeating the scheme many times, other errors will occur
in such systems. If the entangled states are stored in matter
qubits of a Quantum Memory, they become highly prone to
5dephasing, i.e, the relative phase between the qubits changes
spontaneously. Furthermore, there may be imperfections in the
hardware used for state-preparation and measurement. These
errors cannot generally be overcome by repetition, and thus,
decrease the fidelity of the entangled link.
The fidelity F of a system with density matrix ρ as to how
close it is to a state with density matrix σ is defined as,
F (ρ, σ) =
(
Tr
√√
ρσ
√
ρ
)2
Since, we are comparing the fidelity of our link to the state
|Φ+〉, if a dephasing error occurs with probability 1−F , then
our resulting state is given by
ρ = F
∣∣Φ+〉〈Φ+∣∣+ (1− F ) ∣∣Φ−〉〈Φ−∣∣
where F serves also as the fidelity of the resulting state. Other
types of errors associated with imperfect local operations will
further decrease this fidelity, inducing errors corresponding to
the other three Bell-state elements. This is likely to lead to a
maximally mixed state of the form
ρw = F
∣∣Φ+〉〈Φ+∣∣+
1− F
3
(∣∣Φ−〉〈Φ−∣∣+ ∣∣Ψ−〉〈Ψ+∣∣+ ∣∣Ψ−〉〈Ψ−∣∣)
which is known as the Werner state [32].
1) Bennett’s Protocol: The decrease in the quality of entan-
glement means information present in the state has been lost.
In general, it is not possible to recover quantum information
without measurement, and thus, destroying the state in the
process. However, since we are trying to generate a state
that is known beforehand, we can distill a Bell state with
higher fidelity from multiple imperfect copies of it by a
process known as Quantum Purification [13], [33], [34]. The
original purification scheme was proposed by Bennett et al.
[13] and is depicted in Fig. 4. It assumes that two copies of
the Bell-state have already been established between repeater
nodes (which may be of low fidelity). At each node, both
the parties apply a CNOT operation between the two qubits
keeping the corresponding qubits of each pair as control and
target respectively. The target qubits are then measured out in
Fig. 4. Schematic illustration of an entanglement purification scheme using
two imperfect Bell pairs and local operations including CNOT gates and
projective measurements.
the computational basis {|0〉 , |1〉}. Finally, the measurement
results are transmitted over a classical channel between the
nodes.
The resulting state is only kept if the measurement results
agree (e.g., (0, 0) or (1, 1)). In such a case the purification
is successful. The resulting state of the unmeasured qubit
will be of a higher fidelity so long as the initial fidelity of
both the pairs were greater than 50% and our local operations
(CNOT and the projective measurement) are accurate enough.
If the measurement results are not the same (e.g., (0, 1) or
(1, 0)), the purification protocol has failed and one needs to
start over again with fresh entangled states. This makes the
purification protocol inherently probabilistic in nature, but it is
heralded. Each party knows whether or not it was successful,
but, only after the classical measurement results have been
exchanged between the nodes. This is likely to be a significant
performance bottleneck.
After a round of purification is performed, the higher-fidelity
states may be used again to increase the fidelity even further.
In this scheme, quantum purification can be done using a
‘Recurrence Method’ [13]. However, if the purification fails
during any step, the entire process must be started again from
new pairs.
This protocol can also be applied if the fidelity of the
two Bell-Pairs are not equal [12], [35], in which case the
fidelity of the resulting state will be more than that of both
the starting states. But, this does result in a relatively lower
increase of fidelity per round than the case with equal fidelity
states. Schemes which use pairs of unequal fidelity are also
called ‘Entanglement Pumping’ [12].
2) Deutsch’s Protocol: Bennett’s protocol suffers from 2
major drawbacks. For it to work, the initial state must be of the
Werner form. Secondly, it takes many rounds of purification
to obtain a Werner state with fidelity above 99% when one
starts with low fidelity pairs (e.g., F = 85%). Deutsch et al.
[36] addressed these issues by modifying Bennett’s protocol.
The state of a two-level quantum system may be represented
as a unit-vector in a 3-dimensional space. This is called the
Bloch Vector of the state, and, the sphere on which it resides
is called the Bloch Sphere. The unitary operation Rx(θ)
represents rotating the Bloch Vector w.r.t. the x-axis by an
angle θ. In matrix notation, it is expressed as,
Rx(θ) =
[
cos (θ/2) −i sin (θ/2)
−i sin (θ/2) cos (θ/2)
]
Deutsch et al. proposed that, before applying the CNOT
Gate, Alice should perform a rotation Rx(pi/2) on her qubits,
and, Bob should perform the inverse rotation Rx(−pi/2).
All the other operations may be performed as in Benett’s
Algorithm. This procedure results in a theoretical increase
in fidelity of about 100 times more than that of Bennett’s.
Moreover, the initial states of the Bell-Pairs need not be of
the Werner form.
3) Multi-Qubit Entanglement Purification: In fact,
Deutsch’s Protocol can be further generalized. Instead of
running the purification algorithm on 2 pairs, we can apply it
6Fig. 5. Schematic illustration of a generalised entanglement purification
scheme using n imperfect Bell pairs, local operations and classical commu-
nication.
on multiple pairs at the same time [33], [37]. For instance,
in the absence of measurement and gate-errors, the 5-qubit
variant can theoretically purify 5 imperfect pairs with a
fidelity of 0.85 into one with a fidelity above 99% in a single
round with a success probability of 0.44 [8]. Significantly
more resources and communication time are required if one
uses the recurrence method or entanglement pumping (see
Fig. 4). A schematic for extending the purification protocol
to multiple qubits is given in Fig. 5.
B. Entanglement Swapping
Using entanglement distribution followed by quantum pu-
rification, we have a mechanism generate a high-fidelity Bell-
State between adjacent repeater nodes. Now, we need a mech-
anism to connect the individual links together to form a long-
range entangled link. This can be achieved with a protocol
known as Entanglement Swapping [3], [12].
Consider that we have two Bell-Pairs in the combined state
|Φ+〉12 ⊗ |Φ+〉34, where the labels 1, 2, 3, 4 indicate the
locations of the qubits - of which nodes (1, 2), (2, 3) and (3, 4)
are adjacent (Fig. 6). Performing a Bell-state measurement
between qubits 2 and 3 projects qubits 1 and 4 into the
state |Φ+〉14 up to a Pauli correction operation {I, Z,X, Y }
depending on the measurement result. The result of the mea-
surement needs to be sent to qubit 4 (or qubit 1 but not both)
so that the correction operation can be performed. This is
essentially equivalent to the Teleportation protocol, but, the
qubit whose state is to be transferred is entangled with another
qubit.
The previous discussion assumed ideal Bell states and
error-free operations. However because of channel noise and
imperfection of local devices, we will instead have mixed
states. Modelling these as a Werner state ρw with fidelity
F , the resulting state after the Bell-state measurement (and
correction operations) can be shown also to be a Werner state
ρw14 with fidelity F
′ = F 2 + (1 − F )2/3 [12]. This clearly
shows that the fidelity of the longer-range state has decreased
compared with the fidelity of the two initial entangled links.
In fact, with a good approximation F ′ ≈ F 2 for F ≈ 1. If
one is performing entanglement swapping on multiple links
(say n links), the resulting fidelity will drop to F ′ ≈ Fn. This
means purification will need to be performed on longer-range
links after carrying out the swapping protocol.
C. Complete Architecture
Now that we have described all the components that go
into a Quantum Repeater, we can illustrate how they are put
together (see Fig. 7) and how quantum repeaters perform.
Step 1 - First, a number of Bell-Pairs are created between
adjacent repeater nodes through entanglement distribution.
After generating enough of them, entanglement purification is
performed if necessary (either once or a number of times) to
increase the fidelity of the link. Two neighbouring high-fidelity
links are then connected by using the entanglement swapping
protocol to generate a link twice as long as the original one.
Step 2 - Next, quantum purification is performed again on
the longer links generated in Step 1. This is again followed by
entanglement swapping to create even longer links. In this way,
steps 1 and 2 are repeated until an entangled-link of required
fidelity is generated between Alice and Bob. If the purification
or entanglement swapping fails at any step, we must start
over that part again from Step 1. After the entire pipeline
of operations is complete, a robust and reliable entangled link
will be established between the two parties [12].
The complete architecture of a Quantum Repeater combin-
ing all the components mentioned above are illustrated in Fig.
7. Given that the communication link between Alice and Bob
is divided into n segments, a Quantum Repeater can establish
long-range entanglement between them after at least dlog2 ne
number of rounds.
Fig. 6. Schematic of the Entanglement-Swapping Protocol.
7Fig. 7. Quantum repeater scheme for generating long-range entanglement. It begins by splitting the network into a number of segments and placing repeater
stations at these nodes. Multiple entangled pairs are then generated between adjacent nodes. These links are then purified and entanglement swapping is
performed to create a link twice as long as the original one. These new links are then purified and entanglement swapping is performed again to create a link
four times as long. This continues until entanglement is generated between the end repeater nodes (Alice and Bob).
V. EXPERIMENTS AND RESULTS
All of the quantum circuits in the experiments were de-
signed using IBM’s open-source SDK – Quantum Information
Science toolKit (QISKit) in Python. The circuits were run
on IBMQ-16-Melbourne - a real quantum computing device
with 15 superconducting qubits, through backend-access via
the cloud. After performing the experiments, they were error-
corrected using QISKit’s Ignis library and its Error-Mitigation
protocols to remove the effects of measurement-errors in the
results. In addition, the circuits were also simulated natively
using QISKit’s ‘QASM Simulator’ with a noise model from
QISKit’s Aer library that mimics the device-noise of IBMQ-
16-Melbourne. The simulation results provide a reference
point to which the device results can be compared.
A. Channel-Length Simulation
First, the effect of channel-length on entanglement distribu-
tion was examined. The circuit used for this is shown in Fig.
8. Here, transmitting a qubit directly to a quantum channel
is emulated by using the SWAP gate. The number of SWAP
gates applied emulates the length of the channel. The effect
of the number of SWAP gates on the fidelity of entanglement
is shown in Fig. 8.
It is worth noting, just after 3 SWAP Gates, the fidelity of
the Bell-pair falls below 50% making it unusable for further
processing. This is representative of the number of consecutive
operations that can be performed faithfully on current quantum
computers.
H H
1 0
alice0
alice1
channel0
channel1
bob0
2
cbit
(a) label 1
(b) label 2
Fig. 8. 2 Figures side by side
8B. Quantum Purification
The quantum circuit for performing Bennett’s Quantum
Purification Protocol with Deutsch’s correction operations on
3 Bell-pairs is shown in Fig. 9. The results of executing
this circuit on IBMQ are shown in Fig. 10. They show
the effect of the number of qubits used in one round of
purification on the the yield and fidelity of entanglement. We
define the yield to be the percentage of times in which the
classical messages between Alice and Bob agree, and, the
protocol is successful. Since, agreement of classical messages
is heralded, the fidelity of entanglement is calculated only
when the protocol is successful.
Although the 3-qubit protocol should theoretically perform
better than the 2-qubit one, the results show otherwise. This
is due to the fact that, a higher number of gate-operations are
required to run purification on 3 qubits simultaneously. Since
the gate operations are imperfect, this induces a greater amount
of noise in the system nullifying any theoretical advantage.
H
H
H
Rx
pi/2
Rx
−pi/2
Rx
pi/2
Rx
−pi/2
Rx
pi/2
Rx
−pi/2
0
0
1
1
H
1 0
qbits0
qbits1
qbits2
qbits3
qbits4
qbits5
2
match1
2
match2
2
result
Fig. 9. Quantum Circuit for implementing a 3-Qubit extension of Deutsch’s
Protocol.
(a) Fidelity (b) Yield
Fig. 10. Effect of Deutsch’s Quantum Purification Protocol on (a) Fidelity
of Quantum Entanglement and (b) Yield of Entangled Qubits
C. Entanglement Swapping
Next, Fig. 11 shows quantum circuit for performing the
Entanglement Swapping protocol with one repeater node in the
middle. The results of running this circuit on IBMQ is shown
in Fig. 12. As can be seen, entanglement swapping causes
a large loss in the fidelity of entanglement. This necessitates
further purification of the swapped qubits.
H
H
H
0
0
0x1
X
0x1
Z
H
1 0
alice0
alice1
bob0
bob1
check1
check2
2
result
Fig. 11. Quantum Circuit of the Entanglement-Swapping Protocol.
Fig. 12. Results of testing the Entanglement Swapping Protocol.
D. Quantum Repeater
Finally, the full quantum circuit of a Qauntum Repeater
integrating all the elements discussed above is shown in Fig.
13.
In it, Alice and Bob first prepare 3 Bell-pairs. Alice transfers
one qubit from each of her pairs to the channel (emulated by
using SWAP gates). Then, entanglement-swapping takes place
between the channel-qubits and Bob’s qubits. After that, Alice
and Bob use the Rx gate on their qubits according to Deutsch’s
Protocol, and, use the CNOT operations according to Bennett’s
Protocol. 2 qubits each of Alice and Bob are measured out
and communicated to each other to check if the Entanglement
Purification was successful. Finally, The remaining qubits of
Alice and Bob are measured out in the Bell-basis to check the
fidelity of entanglement established between them.
The results of running the circuit, on the final fidelity
of entangled qubits and their yield, are shown in Fig. 14.
These demonstrate how the repeater protocol performs under
hardware imperfections to establish long-range entanglement
between two qubits in existing hardware.
VI. DISCUSSION
In this paper, we have demonstrated the complete circuit-
level implementation of a Quantum Repeater, and, its per-
formance on IBM’s cloud Quantum Computer. The experi-
ments demonstrate the efficacy of the different elements of
a Quantum Repeater in increasing the fidelity of distributed
Bell-Pairs and establishing long-range links. It is interesting
to note that, although theoretical calculations and simulation
results indicate an increase in fidelity from using a quantum
repeater instead of direct transmission, the results from IBMQ
indicate less stellar performance at present. To construct a
9Fig. 13. Complete circuit of the proposed Quantum Repeater Architecture.
(a) Fidelity (b) Yield
Fig. 14. Performance of the Quantum Repeater Circuit on (a) Fidelity of
Quantum Entanglement and (b) Yield of Entangled Qubits
full-fledged quantum repeater, a multitude of operations need
to be performed on entangled qubits while protecting their
coherence at the same time. But, as the number of operations
increase, gate-errors, measurement-errors and dephasing be-
come insurmountable, making the qubits unsuitable to work
with. Thus, the results reveal the current state of IBM’s
Quantum hardware, as to the number of quantum operations
that can be done before the errors become unmitigable. Due
to this constraint, complex purification protocols with large
number of operations cannot be emulated as of now.
There is much scope to extend this work even further.
A promising direction is to come up with robust and con-
dense Error-Correcting Codes, so that, the fidelity may be
increased without discarding all the Bell-pairs. This will result
in higher yield-rates without sacrificing the error-rates. An-
other approach would be to co-design hardware-specific error-
correcting codes, taking into account the device-architecture
of a quantum system, so that errors can be mitigated more
efficiently. The present work can be a useful guide in that
direction.
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