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Abstract
Companies in the United States are concerned about the indeterminate effectiveness of
corporate cyberloafing mitigation efforts leading to the persistence of employee
cyberloafing behavior. Although middle managers are the driving force behind the
transformational influences that guide employee productivity and could proffer practical
solutions, a lack of clarity surrounds the middle manager’s role in the overall
cyberloafing mitigation efforts within organizations. The central research question for
this transcendental phenomenological research study explored the lived experiences of
middle managers regarding their roles in mitigating employee cyberloafing at higher
education institutions in Florida. This study used a social constructivist-interpretive
framework that draws from the multiple realities constructed through social interactions
and lived experiences. Participants included 7 middle managers with experience
mitigating cyberloafing at higher education institutions in Florida. Four major themes
emerged from an inductive analysis of the data, including managing employee
performance, proximity matters, cyberloafing interventions, and understanding employee
online technology use. The results and recommendations of this study provide
implications for social change. Business organizations may modify cyberloafing
mitigation strategies and policies from a better understanding of manager/employee
interactions, transformational managerial influences used to mitigate employee
cyberloafing, and managerial knowledge of employee appropriation of online technology.
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Chapter 1: Introduction to the Study
The launch of the Internet in the early 1980s and the more recent advent of
nomadic computing continue to change information sharing capabilities globally (Ciolfi
& De Carvalho, 2014). Rapid advancements in online technologies have enabled easier
access to the Internet by employees creating a significant concern for organizations and
their managers. Approximately 64% of employees in the United States currently use
work computers to conduct personal business during work hours, leading to
approximately a 30% - 40% drop in organizational productivity (Jandaghi, Alvani, Matin,
& Kozekanan, 2015; Nazareth, & Choi, 2014). Many business organizations have
employed software programs designed to monitor, track, and block the inappropriate use
of the Internet by their employees (Nicholas, 2014).
In this study, I promote positive social change by highlighting the important role
that middle managers play in combating employee cyberloafing at work. In Chapter 1, I
outline the background of the study, provide a summary of the pertinent literature, and
present a problem and purpose statement. I also include the research question, a
conceptual framework for the study, the nature of the study, and details of possible
contributions of the study to positive social change. I conclude Chapter 1 with a summary
and transition into the next chapter.
Background of the Study
The term cyberloafing, first coined by Kamins in 1995, gained prominence in
2002 at a presentation at the National University of Singapore (Jandaghi et al., 2015).
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One of the first definitions of cyberloafing described the activity as the voluntary
employee use of organization provided Internet access for non-work-related activity
during work hours constituting unproductive work time and detracting the employee from
work tasks (Lim, 2002). Today, the rapid expansion of Internet access using smart mobile
technologies continues to evolve requiring expanded organizational strategies designed to
mitigate the adverse effect on employee performance. Smith (2015) assessed ownership
of smartphones among adults in the United States and found the percentage of adults with
a smartphone rose from 35% in 2011 to 64%.
With ever-expanding Internet connectivity, available to employees outside
organization resources, the definition of cyberloafing in contemporary research changed
to reflect the current state of employee deviance. The broadened definition describes
cyberloafing as an activity involving the use of computers and smart mobile devices at
work for non-work-related activity by employees not working remotely (Jamaluddin,
Ahmad, Alias, & Simun, 2015; Jandaghi et al., 2015). As the Internet continues
undoubtedly to transform the workplace with troubling potential in areas such as deviant
and addictive employee behavior, finding effective strategies for mitigating adverse
consequences remains a significant concern for organizations (Anandarajan, Teo, &
Simmers, 2014). The prevalence of employee cyberloafing within organizations has
contributed to some of the losses in productivity recorded by organizations struggling in
today’s highly competitive marketplace.
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Some studies have suggested that most business organizations share the common
belief that non-work-related Internet use by employees is unproductive making the
adoption of countermeasures an imperative (Coker, 2013; Francois, Hebbani, & Rintel,
2013). A widely-held perception among employers is that the implementation and
enforcement of cyberloafing mitigation by information technology and human resources
departments combined with technical deterrence methods are collectively the most
efficient way to mitigate employee cyberloafing (Patrick, 2008; Sheriff, 2012). The
organizational role of the middle manager in mitigation efforts aimed at curbing
employee cyberloafing activity has not been elucidated. Approximately 64% of workers
currently use work computers to conduct personal business during work hours with some
adverse consequences on the security of online technology platforms (Nazareth & Choi,
2014).
In some cases, employees using an organization’s Internet resources for personal
use have created vulnerabilities for the security of organizational online technology
platforms, necessitating the deployment of additional resources to prevent cyber-attacks,
reduce vulnerability, and establish threat deterrence (Nazareth, & Choi, 2014). For
instance, research indicates that employee cyberloafing could cost organizations about
$183 billion in productivity losses, issues relating to broadband, legal problems, and
other associated costs (Jandaghi et al., 2015). Also, Grover (2014) noted that the misuse
of computer networks by employees creates vulnerabilities and security threats costing
tens of millions of dollars for each occurrence.
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Most organizations use cyberloafing mitigation policies to regulate employee use
of electronic communication and deployed technical mechanisms to monitor and control
employee use of information and communication technologies (Glassman, Prosch, &
Shao, 2015). Despite the adoption and deployment of the policies and techniques,
employee cyberloafing continues to persist (Glassman et al., 2015). The adoption of
cyberloafing mitigation policies within organizations aims at managing the risks
associated with employee use of online technology (Ruhnka & Loopesko, 2013).
Regulatory constraints make having a one-size-fits-all policy across various domains
demanding to require organizations to develop individual plans that draw from the laws
governing corporate liability for employee electronic communications.
Leftheriotis and Giannakos (2014) investigated employee motivations for using
social media and found a positive relationship between social media use and performance
because of the collaborative and information sharing opportunities. Leftheriotis and
Giannakos offered alternative viewpoints on the management of cyberloafing advocating
for non-technical mitigation strategies for potential misuse rather than monitoring or
blocking access to social media sites. With the record sales growth within the software
filtering market, the role of balancing information integrity, employee turnover,
performance, and liability with employee Internet usage needs has become increasingly
important. Jandaghi et al. (2015) pointed to the implausibility of eliminating employee
cyberloafing activities. The contention is that cyberloafing mitigation policies need to be
more explicit with a proactive rather than reactive structure.
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Jandaghi et al. (2015) suggested that cyberloafing management requires
sensitivity to issues regarding job design and work volume as ways of minimizing
individual cyberloafing behavior. These are areas where managerial supervision could
lend a hand in moderating some of the moderating factors that contribute to cyberloafing
behavior. Rana and Punia (2014) discussed managerial strategies in place to mitigate the
deviant environmentally related workplace practices with some potential for
organizations seeking managerial nontechnical approaches. As cyberloafing studies
continue to remain a major area of interest within contemporary organization research,
appearing mainly in academic and scholarly journals, the focus has centered mostly on
causation, typology, countermeasures, and supervision (Piotrowski, 2013; Piotrowski,
2012).
Many organizations rely on deterrence mechanisms without cognizing the
importance of middle manager’s physical proximity to employees and role in the
mitigation process (Wang, Tian, & Shen, 2013). Studies on the management of
cyberloafing have focused mainly on the use of technical solutions, the role of human
resources managers, online technology managers, and the effectiveness of cyberloafing
mitigation policies within organizations (Al-Shuaibi et al., 2014; Glassman et al., 2015;
Gunia, Corgnet, & Hernan-Gonzalez, 2014; Shepherd, Mejias, & Klein, 2014). Middle
managers are the driving force behind the transformational influences that guide
employee performance (Parera, & Fernández-Vallejo, 2013). What is missing in
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contemporary research on cyberloafing is an examination of the non-technical strategies
used by middle managers to mitigate employee cyberloafing.
There is great concern that the indeterminate effectiveness of corporate
cyberloafing mitigation efforts has contributed to the persistence of cyberloafing behavior
among employees with the unplanned implication of reducing performance (Ugrin &
Pearson, 2013). With the current challenges within the global economic challenges facing
most organizations, organizations are transferring human resource management
responsibilities from human resource personnel to middle managers (Cascón-Pereira &
Valverde, 2014; Parera, & Fernández-Vallejo, 2013). Middle managers are the first-line
supervisors of most organizations that regularly interact with lower level employees and
are responsible for revealing management priorities and driving performance
(Bhattacharya & Tang, 2013).
Parera and Fernández-Vallejo (2013) have maintained that middle managers are
bridging the gaps between upper and lower level organization players creating
opportunities to help drive organizational change. The role of middle managers in the
implementation of organizational strategies designed to manage employee cyberloafing
within the digital workplace is a new frontier that needs further exploration on the
management of employee cyberloafing. This study is specifically designed to investigate
the organizational role of middle managers in the mitigation of employee cyberloafing
and implementing cyberloafing mitigation policies.
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With the persistence of cyberloafing activities among employees at the workplace
despite electronic monitoring and technical deterrence systems in place within
organizations, there is a need to understand better middle manager roles in the overall
organizational efforts aimed at combating employee cyberloafing.
Problem Statement
There is great perturbation from businesses about their inability to find ways to
mitigate employee cyberloafing despite the adoption of technical deterrence mechanisms
(Saraç & Çiftçioğlu, 2014). Between 60% and 80% of employees engage in cyberloafing
activity during work hours resulting in losses in productivity (Nazareth & Choi, 2014).
With the pervasiveness of employee cyberloafing, understanding the role middle
managers play in the overall organizational mitigation efforts fills a gap in contemporary
research on cyberloafing mitigation. The general business problem was the overreliance
on technical deterrence without cognizing the role of middle managers as actors and
agents in cyberloafing mitigation efforts. The specific business problem was the lack of
information on the lived experiences of middle managers about their role in the
mitigation of employee cyberloafing at work.
Purpose of the Study
The purpose of this phenomenological study was to explore the lived experiences
of middle managers about their role in the mitigation of employee cyberloafing at higher
education institutions in Florida. With the persistence of cyberloafing activities among
employees at the workplace despite electronic monitoring and technical deterrence
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systems in place within organizations, a need exists for a better understanding of how
middle manager perceive their role in cyberloafing mitigation within their organization.
The study focused on the digital workplace where employees use only computer
hardware, software, interfaces, and connectivity solutions to perform work tasks,
collaborate, and provide services to clients. For this reason, I purposefully selected about
7 participants with experience managing employee cyberloafing from higher education
institutions in Florida for interviews using a semistructured format.
Central Research Question
The objective of this study was to uncover the perspectives of middle managers
on their role in mitigating employee cyberloafing in a digital workplace. I presented
several questions aimed at capturing the perspectives, experiences, and knowledge of
participants involved with the study on the scope of the issue. Nevertheless, the central
research question for this phenomenological research study was: What are the lived
experiences of middle managers about their role in the mitigation of employee
cyberloafing at higher education institutions in Florida?
Conceptual Framework
Symbolic interaction and adaptive structuration theories formed the bedrock of
this study. For businesses to drive employee performance, middle managers need to
contain subordinate employee behavior through direct control and manipulation
(Harding, Lee, & Ford, 2014). The management of employee cyberloafing within
organizations has focused mainly on the technical deterrence mechanisms with limited
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attention concentrated on the effectiveness of managerial control of cyberloafing
behavior among employees. The conceptual framework guided and informed this study
on the managerial perspectives on social premises surrounding employee technology use
and the interactive relationships governing the control of cyberloafing behavior. In
chapter 2, I will explain further how the explored theories in this section upheld the
philosophies supporting the managerial controls used in employee cyberloafing
mitigation.
Symbolic interaction theory as a conceptual framework is a well-established
approach in qualitative research and compatible with interpretive description and
workplace related studies (Michalski, 2013; Teague, Green, & Leith, 2013). Symbolic
interaction theory offered an explanation why humans act based on the meaning
developed from individual analysis and interpretation of social behavior and interactions
within society (Blumer, 1969; Mead, 1934). The primacy of symbolic interaction theory
assumes that subjective human interpretations of social interaction mainly shape human
behavior rather than what is true and objective (Hallberg, 2006; Mead, 1934; Sedo,
2005). Social interactions at the workplace between employee and supervisor allow
supervisors to develop situational awareness of what individual employees are doing, not
doing, and can do (Bhattacharya & Tang, 2013).
For this study, the issue explored centered on the prevalence of cyberloafing
mitigation policies and adoption of electronic deterrence systems within organizations
and the persistence of employee cyberloafing activity despite the mitigation efforts
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(Polzer-Debruyne et al., 2014). Symbolic interaction theory affords a means for
developing a rich perspective that considers the dynamics of changing situations and
circumstances extending from the thought processes of participants to their interactions
within an organization. Also, using a symbolic interactionist lens unraveled the
transformational influences middle managers used to elicit acceptable employee use of
information and communication technologies.
Gallant (2014) used symbolic interactionism as the interpretive lens to examine
the inadequacy of women representation in senior leadership positions within the higher
education industry. Gallant noted that symbolic interactionism enhanced the uncovering
of the subjective meaning ascribed to the lived experiences and behaviors of individuals.
Coleman-Fountain and Mclaughlin (2013) supported this view in his examination of the
interrelationships between human physical impairments and the interconnecting social
experience of having a disability.
Adaptive structuration theory focuses on information and communication
technologies implementation and uses within groups and organizations (DeSanctis &
Poole, 1994; Poole, 2013). DeSanctis and Poole (1994) claimed that the duality of human
action and social structure perspectives enable a better understanding of the social aspects
of technology use. Employee adaptations to the advancements in mobile phone
technology that allow the use of devices for non-work-related activities are an area of
concern for organizations (Jamaluddin et al., 2015). As an example, McBride, LeVasseur,
and Li (2015) in an investigation of personal and frequent mobile device usage among
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registered nurses working at a hospital, the researchers found the exchange of emails and
text messages with friends and family as the most occurring cyber activity.
A broader perspective was adopted in support of using adaptive structuration
theory to explicate technology appropriation from a socio-cultural dimension (Bar,
Weber & Pisani, 2016). Bar et al. (2016) found interconnections between individual use
and integration during appropriation of devices or applications developing unique and
creative social practices. Adaptive structuration theory facilitated the exploration of the
social premises surrounding the development and use of managerial control mechanisms
for controlling employee abuse of information and communication technologies within
organizations (Simons, 2013). The central research question for this study aimed to
capture experiences of employee cyberloafing mitigation efforts of middle managers and
their interpretations of those experiences.
Considering middle manager control of cyberloafing through an adaptive
structuration worldview facilitated an understanding of the influences, choices, and
identities related to control techniques for online technology usage. Also, the researcher
gained a clearer perspective of the evolutionary character of the manager as an individual
and employees as a group within an organization with the possibility of uncovering how
managers exercise more influence than they realize (DeSanctis & Poole, 1994).
Nature of the Study
I used a qualitative research approach to gain a deep understanding of the middle
manager’s role in curbing employee cyberloafing through the implementation of
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cyberloafing mitigation policies. Qualitative research methods provide researchers with a
holistic framework that allow for a broad exploration of complex issues related to human
behavior, human perception, and lived experience (Khan, 2014). Husserl’s transcendental
phenomenology represents an original form of phenomenology bound by intentionality
and seeking to uncover knowledge of human experience in its absolute sense (Moustakas,
1994). Transcendental phenomenology, because of its self-given and interpretive form,
was the best-suited approach for this study. In this study, I unraveled the real meaning
ascribed to human experience from the lived experiences of participants.
The study relied on the modified Moustakas model of transcendental
phenomenology that requires core processes aimed at facilitating the unraveling of
knowledge. The four core processes included epoché, transcendental phenomenological
reduction, imaginative variation, and synthesis (Moustakas, 1994). The core processes
collectively involved steps taken to suspend judgments about the world around us,
efficiently collate true essences about the phenomenon based on participant descriptions,
and different thematic variations about the phenomenon. Through a qualitative
phenomenological approach, middle managers working in digital work environments
provided real and individual essences ascribed to the mitigation processes.
More specifically, I adopted the transcendental phenomenological model to
unravel the true meaning attributed to participants’ human experiences (Moustakas,
1994). The model represents the originally developed form of phenomenology that seeks
to discover only the described lived experiences of the participant. For the study, I
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conducted interviews to understand better the essences ascribed to the issue by middle
managers at their organization. I used face-to-face interviews, one telephone interview, a
semistructured interview format with open-ended questions, and a digital audio recording
device.
Face-to-face interviewing served to capture the voices of participants about the
phenomenon in person together with any elements nonverbal communication. I used
telephone interviews as an alternative option to cater to participant’s unable to meet in
person. The data analysis for the planned study followed the modified Van Kaam method
outlined in Moustakas (1994). For the data analysis process, I combined both handcoding and coding using the NVivo 11 Pro software program for data analysis and data
management and storage. Like Maxwell (2013) noted, reading, and understanding the
raw data before analysis are an essential element of the qualitative data analysis process.
The first phase of the data analysis strategy involved deconstruction of the data
using a manual hand-coding process and the NVivo 11 Pro software program to break
down the transcribed interview responses into different codes or categories. A
deconstruction process was a next step in the analysis process involving a sense-making
technique aimed at identifying similarities or relationships, extracting themes,
highlighting differences, and creating generalizations. The last phase included a
reconstruction of related codes and themes identified during interpretation while
considering the conceptual framework and existing knowledge on the issue.
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Definitions
Cyberloafing: Cyberloafing is a generic term used interchangeably to mean
cyberslacking or cyber deviance and involves the use of computers and smart mobile
devices at work for non-work-related activity by employees not working remotely.
Cyberloafing mitigation policies: Organizational policies governing employee use
of information and communication technologies and electronic communication within an
organization that includes acceptable Internet use and information security policies.
Digital immigrants: Digital immigrants refers to adults born before the inception
of the digital age that readily embraced information and communication technologies and
considered average users (Prensky, 2001).
Digital natives: Digital natives refers to younger adults born during or after the
inception of the digital age, accustomed to the fast pace of Web-based information
sharing with a strong preference for parallel processing and multitasking (Prensky, 2001).
Digital workplace: The digital workplace includes all work environments where
employees use mainly computer hardware, software, interfaces, and connectivity
solutions to perform work tasks, collaborate, and provide services to clients (Deloitte,
2014).
Middle manager: Employees occupying central positions within an organization’s
hierarchy responsible for the establishment of productive work environments and
ensuring compliance with organizational requirements, strategies, and policies.
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Non-technical cyberloafing strategies: Non-technical strategies other than
technical procedures used to monitor and control employee use of electronic devices for
personal use that includes employee training, education, and use of sanctions or rewards.
Online technology: Online technology refers to computer communications
(including emails, data and text communication, and online information exchanges),
communication devices or applications including smartphones, tablets, computer
networks, and computer hardware and software.
Technical cyberloafing strategies: Technical cyberloafing strategies refer to an
organization’s use of electronic monitoring and blocking software programs used to
tackle employee cyberloafing behavior during work hours.
Assumptions
The objective of the study was to explore the lived experience of middle
managers about their role in the mitigation of employee cyberloafing at higher education
institutions in Florida. The initial assumption for the study related to the participants and
held that a middle manager who embraces the expanding use of electronic
communication by employees at the workplace was more efficient at using nontechnical
strategies for combating misuse. In situations involving managerial unfavorable
disposition to the expanding use of online technology by subordinate employees,
managerial mitigation efforts rely more on technical mechanisms and would be less
efficient at using non-technical strategies.
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The second assumption related to the work environment of the participants and
held that middle manager participant engaged in the study, work at organizations with
existing cyberloafing mitigation policies. The third assumption related to the inherent and
unidentifiable biases of participants during the research process. Finally, the fourth
assumption was that the conduct of investigation within an organization with a digital
work environment could adversely affect the potential for replication.
Scope and Delimitations
Simon and Goes (2013) noted that delimitations emerge from scope limitations
and choices made during research design. This study did not intend to examine the
management of employee cyberloafing from a non-technical strategy perspective. Rather,
the aim of the study was to explore the experiences of middle managers on their
organizational role mitigating employee cyberloafing.
The first step in the delimitation process involved the identification of a specific
problem despite the host of challenges associated with the management of employee
cyberloafing. During the research design phase, the deliberate restriction of the
population of the study allows the researcher to enhance transferability (Rudestam &
Newton, 2014). For this study, the research centered on middle managers working in
organizations associated with digital work environments. Ultimately, the interest in
exploring middle managers emanated from their responsibility as first-line supervisors for
driving performance among subordinate employees.
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Limitations
As a novice, qualitative researcher, the research study provided a unique
opportunity to improve data collection and data analysis skills. The general data
collection, analysis, and interpretation processes required additional expertise to ensure
rigor of study outcomes. Because of the inexperience with doctoral-level research and to
address any potential weaknesses, I sought guidance from peers and involved the
dissertation committee comprising experienced faculty members during all phases of the
research study to provide adequate guidance. Another limitation of the study involved the
use of one primary data source for data analysis. The study relied on data obtained from
semistructured interviews and interview journaling as the primary source of data
collection.
Using a combination of data sources, methods, investigators, and theories enhance
the credibility of a study’s results. As an example, Patton (2014) maintained that
triangulation serves to strengthen the actuality of the various elements of the empirical
processes. Mitigating inherent weaknesses during the design development required my
reliance on the expertise of the dissertation committee members during the data collection
process. The last limitation anticipated involved the level of my engagement with
participants involved with the study. I work within the higher education industry and
recognized that my familiarity with the work environment could potentially create
problems surrounding familiarity with participants and objectivity of responses.
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To facilitate researcher engagement, I employed steps to engage with participants
to build rapport and trust before commencing data. The credibility of qualitative research
required adequate researcher engagement and open auditing processes. Guarding against
this potential limitation required the development of a transparent audit trail that provided
evidence of steps taken to ensure the quality of data collection through control checks
like member checking and peer review action.
Significance of the Study
Establishing winning strategies for curbing employee cyberloafing behavior
within businesses could emerge from paying close attention to the role of managerial
control mechanisms. Business leaders could view the success of middle managers
controlling cyberloafing as primary to the goal of establishing more practical strategies
for the management of the employee cyberloafing phenomenon with the increasing levels
of nomadic computing. The pervasive effects of employee cyberloafing on performance
require the augmenting of existing cyberloafing strategies to enhance overall
organizational performance (Kataria, Rastogi, & Garg, 2013). Most organizations
encourage strong middle manager support of subordinate employees which in turn leads
to high expectations for employee performance (Kauppila & Tempelaar, 2016).
In this study, I focused on the important role middle managers play in combating
employee cyberloafing within a digital workplace for a variety of reasons. First, it
provided information to a wider audience of scholars and practitioners that highlighted
individual middle manager experiences and thoughts about their role in organizational
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efforts aimed at curbing employee cyberloafing in digital work environments. Second, it
built on existing research by further recognizing and acknowledging the meaning
ascribed to the role of the middle manager in the employee cyberloafing mitigation
efforts. Finally, this study contributed to positive social change by recognizing and
acknowledging the significance of the middle manager’s role in the implementation
processes surrounding employee cyberloafing mitigation enabling organizations to
clearly define the middle manager’s role in the overall organization mitigation effort.
Significance to Practice
A few studies have explored managerial control strategies aimed at mitigating
employee cyberloafing (Holguin, 2016). Daneshgari and Moore (2016) maintained that
changing business operating situations involve paradigm changes that require
organizational adaptation otherwise, the failure to adapt could lead to negative
consequences. As the employee cyberloafing phenomenon continues to remain pervasive
despite the adoption of technical control mechanisms and the implementation of
mitigation policies, the explosive growth of nomadic computing necessitates a change in
the methodologies used to mitigate employee cyberloafing.
Contemporary cyberloafing research has focused on the managerial control
techniques providing businesses with benchmarking and learning opportunities to tap
from the available best practices. This study enhanced the development of precisely
defined roles and responsibilities for middle managers through the study’s evaluation of
participants’ perceptions about the implementation of cyberloafing mitigation policies.
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To this end, the significance of this study to practice was in illuminating the middle
manager’s role in cyberloafing mitigation efforts enhancing a better understanding of the
role and responsibility.
Significance to Theory
Despite the prevalence of cyberloafing mitigation policies and the adoption of
electronic deterrence systems within organizations, cyberloafing activities among
employees continue to persist (Glassman et al., 2015). This study is the first to explore
the cyberloafing phenomenon using the symbolic interaction and adaptive structuration
theories. Symbolic interactionism allowed the study highlight the subsurface
employee/supervisor interactive relationship and the social premises surrounding the use
of information and communication technologies within organizations. Also, the study
outcomes provided a window through which other researchers could understand
influences, choices, and identities related to organizational online technology users. This
study was significant to theory because it offered new knowledge that could help
businesses reshape cyberloafing control mechanisms and policy implementation.
Significance to Social Change
Holguin (2016) noted that often, middle managers had experienced difficulties
curbing employee cyberloafing activity because of a dearth of practical strategies.
Achieving social change could be attained through business recognition and
acknowledgment of the role middle managers play in curbing employee cyberloafing
leading to the establishment of clearly defined roles and responsibilities for middle
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managers in the overall organizational cyberloafing efforts. Understanding the
transformational influences middle managers use to mitigate employee cyberloafing
behavior offers businesses with potentially new mitigation strategies developed from a
better understanding of the social interactions between employees and their supervisors.
Also, research outcomes elucidate how middle manager perception of their role in
cyberloafing mitigation efforts influences the development of effective non-technical
cyberloafing reduction strategies. Uncovering how meaning influences managerial
behavior could help organizations that rely only on information technology and human
resources departments improve employee performance by expanding their cyberloafing
mitigation policies.
Summary and Transition
The study was designed to explore the lived experiences of middle managers on
their organizational role mitigating employee cyberloafing and implementing
cyberloafing mitigation policies. With the persistence of cyberloafing activities among
employees at the workplace despite electronic monitoring and technical deterrence
systems in place within organizations, understanding the role non-technical cyberloafing
mitigation strategies used by the middle manager fills a gap in contemporary research on
cyberloafing mitigation.
The findings from the study helped define the precise role of middle management,
identified needs and deficiencies, and made recommendations for further development of
cyberloafing mitigation policy implementation and strategies for combatting employee
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cyberloafing. In the second chapter, I will present a review of the literature and highlight
the relevance of the constructionist worldview together with a justification for the use of
the adaptive structuration theory and the symbolic interaction theory before offering
details on the role of middle managers in combating employee cyberloafing.
The second chapter will demonstrate the level of importance organizations place
on the role middle managers play in driving efficiency and performance by discussing the
relevance of studies that identified the ineffectiveness of the reliance on technical
mechanisms aimed at monitoring and managing electronic employee communication at
the workplace. Also, I will review the lack of empirical research available on the use of
non-technical methods from a middle manager perspective. The chapter will conclude
with a summary of the middle manager role in managing cyberloafing through the
adoption of non-technical strategies.
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Chapter 2: Literature Review
Despite the prevalence of cyberloafing mitigation policies and the adoption of
electronic deterrence systems within organizations, cyberloafing activities among
employees continue to persist (Polzer-Debruyne, Stratton, & Stark, 2014). The general
business problem was the overreliance on technical deterrence without cognizing the role
of middle managers as actors and agents in cyberloafing mitigation efforts. The specific
business problem was the lack of information on the lived experiences of middle
managers about their role in the mitigation of employee cyberloafing at work.
To effectively counter the prevalence of employee cyberloafing within
organizations, organizations need to understand better middle manager roles in the
prevention, enforcement, and rehabilitation of employee cyberloafing activities. The
purpose of this qualitative study was to provide an explicit rendering of the ascribed
meaning of middle managers about their role in mitigating employee cyberloafing at
higher education institutions in Florida.
This literature review includes an explanation of the phenomenon of employee
cyberloafing; attitudes and perceptions about cyberloafing; the impact of the widespread
adoption of deterrence mechanisms within organizations; a discussion of the
contemporary cyberloafing mitigation strategies and their effectiveness; and a description
of the importance of middle managers in driving performance and employee engagement.
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Literature Search Strategy
The literature search strategy for this study involved using current peer-reviewed
research about employee cyberloafing and its mitigation. I used Google Scholar for the
identification of related articles and subsequently the Walden University Library for
retrieving the articles. The key scholarly databases searched include Business Source
Complete, ProQuest Central, Academic Search Complete, Sage Knowledge, and
Dissertation and Thesis at Walden University. After selection and storage of relevant
articles in the Google Scholar library, I reviewed the same articles for relevance starting
with abstracts to identify research methods, validity, reliability, data collection methods,
and findings before making a decision to keep or discard each article.
The primary keyword strings used during the article search include acceptable
Internet usage policy enforcement, Internet risk management, Internet filtering and
monitoring, cyberloafing, cyber deviance, and cyberslacking. Other keywords used
include cyberloafing behavior, cyberloafing mitigation policies, cyberloafing sanctions,
cyberloafing detection, personal Internet use at work, neutralization techniques, social
constructivism, adaptive structuration theory, and symbolic interaction theory. In
general, this literature review includes research studies conducted on the emerged issue
of cyberloafing and its mitigation using technical strategies and organizational policies.
Conceptual Framework
Cyberloafing involves employee use of computers at work for personal activities
other than their job-related work tasks. The cyberloafing phenomenon remains an
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important area of interest for scholars, practitioners, and organizations because of its
expansion despite the widespread adoption of technical mitigation strategies at the
workplace. The notion that middle managers are the controlling force behind the
transformational influences that guide employee performance continues to evolve
(Harding et al., 2014). The middle manager’s knowledge construction about any given
phenomena is dependent on personal, cultural, and social learning factors and social
constructivists believe that true learning cannot take place without social context and
collaborative interaction (Deulen, 2013; Vygotsky, 1978; Watson, 2001). I used a social
constructivist-interpretive framework that relies on the multiple realities constructed
through social interactions and lived experiences of middle manager participants.
Pedagogy on social constructivism emphasizes the viewpoint that the intentional
actions, thoughts, discourse, and practices of individuals or groups help create parts of
our social world (Bassani, 2014). The views of social constructivism rely primarily on
assumptions of reality, knowledge, and learning and draw from Vygotsky’s claim that
knowledge is developed from thought processes developed from social experiences
(Doubleday et al., 2015). For instance, two major themes in Vygotsky’s social
development theory, first published in the US in 1962, asserted social interaction is
critical to the cognitive development and require a more knowledgeable other (persons
with a higher ability level than the learner).
Middle managers play a central role within organizations ensuring subordinate
employees fulfill their roles through the application of control mechanisms and
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manipulation of social interactions aimed at driving performance (Harding et al., 2014).
The social constructivist-interpretive framework allowed the researcher to explain better
the fundamental aspects of middle manager social experience, interpretation, and
intentional actions aimed at managing employee cyberloafing.
Small group studies have used social constructivist perspectives to show that
learners construct knowledge by socially negotiating meaning while developing an
understanding of concepts or behaviors and not solely from transmission through training
(Liu, Yang, & Chan, 2013; Schreiber & Valle, 2013). Through this perspective, middle
managers do not intervene in cyberloafing situations by relying solely on their authority,
control, and responsibility; rather, they construct meaning about cyberloafing activity
before taking intentional actions aimed at mitigating or minimizing consequences.
Theoretical innovations in previous research on cyberloafing mitigation have
centered mainly on theories of neutralization (Lim, 2002; Lim & Teo, 2005; Rahimnia &
Mazidi, 2015), control (Kura, Shamsudin, & Chauhan, 2013), agency (Glassman et al.,
2015; Shepherd et al., 2014), and deterrence (Hassan et al., 2015; Ugrin & Pearson,
2013). Also, qualitative methodological frameworks used to explore the management of
employee cyberloafing within organizations have collected and analyzed data from a
variety of populations as evidenced by scores of journal articles.
Symbolic interaction and adaptive structuration theories formed the bedrock of
this study. Although extensive research has been carried out on the managerial
cyberloafing mitigation strategies, no single study draws from theories of social
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interactionism and adaptive structuration. Collectively, the two theories allowed the
researcher to understand; first, the symbolic meaning middle managers develop about
their roles in cyberloafing mitigation acquired during workplace interactions with
subordinate employees; and second, the meaning they ascribe to the individual and group
employee structuring of online technology use at the work and how that understanding
affects their roles in mitigating such behavior.
Symbolic Interaction Theory
Piotrowski (2012) in a bibliometric research study on cyberloafing research
literature noted that some of the overlooked areas included socialization, the proliferation
of nomadic computing, and organizational development. Most organizations require that
employees use technology to perform work tasks, and with the advent of nomadic
computing, allowing for easier individual Internet connections, organizations continue to
struggle to balance the private Internet use needs of employees with organizational
performance requirements. A few studies noted that research is nudging organizations to
focus on changing employee attitudes toward acceptable and unacceptable cyberloafing
as well as a focus on training managers to identify and respond to Internet misuse while
responding proactively to Internet abuse (Ugrin & Pearson, 2013, Young, 2010).
The notion that middle managers are the driving force behind the transformational
influences that guide employee performance continues to evolve with the rapidly
changing operating environments (Parera & Fernández-Vallejo, 2013). Social interactions
at the workplace between employee and manager allow managers to develop situational

28
awareness of what individual employees are doing, not doing, and capable of doing
(Bhattacharya & Tang, 2013). Middle managers in extant cyberloafing research have
received little attention, yet they might play a fundamental role in the mitigation of
employee cyberloafing behaviors and activities.
According to the symbolic interaction theory, people’s intentional actions are
driven by the meaning derived from experience with a situation or phenomenon,
interaction with others, and interpretive processes (Sandstrom & Kleinman, 2005). Using
a symbolic interaction lens to understand the peculiar and distinctive character of the
manager/employee relationship with a focus on the management of cyberloafing is
important because it allows for an unraveling of the joint actions through which the lives
of employees and middle managers are organized and work environments are structured.
Gallant (2014) posited that using a symbolic interaction framework enhanced a clearer
uncovering of the subjective meaning individuals ascribed to their lived experiences and
behaviors.
Middle managers use both manipulation and direct/indirect control mechanisms to
ensure subordinate employees meet work task requirements, with informal,
conversational, and social interactions influencing how middle managers work. Creary,
Caza, and Roberts (2015) suggested that manager’s use of inclusionary and exclusionary
strategies based on perceptions on individual employee identities enhance opportunities
to improve employee performance of work tasks and activities. Campbell, Stylianou, and
Shropshire (2016) noted that middle managers have a fiduciary responsibility to protect
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organizational interests when interacting with subordinate employees and should
encourage whistleblowing Internet abuse among subordinate employees.
Adaptive Structuration Theory
As noted in Kahai (2013), the proliferation of advanced information technologies
is creating new situations involving the acquisition, storage, and dissemination of
information. DeSanctis and Poole (1994) claimed that the duality of human action and
social structure perspectives enable a better understanding of the social aspects of
technology use. Employees use both personal and work-provided information and
communication devices for communication, manipulation, and storage of information and
the decision to use the device depend on a variety of personal factors (Rice & Leonardi,
2013).
In most cases, employees working in digital work environments have free access
to digital media technologies necessitating the prohibition of access to digital media by
way of computer controls (Davison & Ou, 2016). With the proliferation of advanced
information and communications technology today, the proximity between middle
managers and individual employees provides opportunities for managers to comprehend
the not only the effects of misuse but also the structures associated with the appropriation
of the technologies. Per adaptive structuration theory, the effects of online technology
within organizations is dependent on user adaptation about work tasks and structures
integrated within the devices (DeSanctis & Poople, 1994; Poole, 2013).
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Understanding how individual and group members structure their appropriation of
personal or organization information and communication technologies for both work and
non-work related activity could enhance the effectiveness of non-technical control
measures. Wang, Xiang, and Fesenmaier (2016) argued that adaptive structuration theory
offered a rich framework for examining the everyday use of smartphone technology in a
travel context and showed that the appropriation of smartphone technology led to the
development of new structures (habits and social obligations). This theory affords
researchers with an opportunity to understand how managers interpret employee
appropriation and the structuration of information and communication technologies at the
workplace in the cyberloafing context.
A recent study by Golden (2013) involved an examination of information and
communication technologies’ mediation of individual management of work/life
interconnections. Drawing from Gidden’s (1984) work on structuration theory, Golden
has been able to show how the recurrent structuring of online technology use by
individuals affects the policies and organizational resources. Likewise, Wang et al.
(2016) hold the view that the adaptive structuration theory offers researchers the
opportunity to understand better the subjective nature of the individual’s adoption, usage,
and impact of technology.
Wang et al. (2016) used the adaptive structuration theoretical framework to
investigate the ramifications of smartphone technology usage on the experiences of
American tourists. The study found several linkages between individual adaptation to
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smartphone technology and tourist experience. According to Liao, Luo, Gurung, and Li
(2009), middle managers are responsible for controlling team members, therefore, an
understanding of team member appropriation of online technology is vital when looking
to mitigate misuse.
Difficulties arise, however, when attempting to implement cyberloafing
mitigation policies because of the role ambiguity in the information technology and
human resources manager positions. Holguin (2016) assumed that functional managers
responsible for mitigating cyberloafing include supervisors managing departments within
an organization including corporate staff. Al-Shuaibi, Shamsudin, and Subramaniam
(2013) argued that human resources manager’s activities positively influenced
organizational employee cyberloafing mitigation efforts.
Hartijasti and Fathonah (2015) argued that the responsibility for controlling
employee cyberloafing should reside within the human resources and information
technology departments from a training, enforcement, and policy development
perspective. What these studies fail to recognize is the direct responsibility middle
managers have for driving performance making it imperative for them to monitor and
control unacceptable behavior.
What Is Employee Cyberloafing?
Computer technology was initially developed to serve work-related needs within
organizations. The introduction of the Internet facilitated the ubiquitous nature of
computing fostering social connections and personal engagement with hobbies
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(Glassman et al., 2015). Today, the easy access to computers and Internet connectivity
play a significant role in shaping both the personal and professional lives of employees
with some concern for organizations and their managers.
Another source of perturbation for organizations and their managers is the
consumerization of personal information and communication devices like smartphones,
tablets, portable gaming devices, and portable laptops substituting organization-owned
devices (Pirani & Meister, 2014; Porter & Heppelmann, 2015). Cyberloafing, first
identified by Kamins in 1995, was considered the misuse of information and
communication technologies by employees at the workplace for non-work-related
activity (Jandaghi et al., 2015). More recently, cyberloafing is best defined as the use of
computers and smart mobile devices at work for non-work-related activity by employees
not working remotely (Jamaluddin et al., 2015).
Notwithstanding the indistinct nature of the definition, cyberloafing is one of the
most common elements of deviant workplace behavior and accounts for organizational
losses in productivity and revenue (Corgnet, Hernán-González, & McCarter, 2015;
Mahatanankoon, 2006). Prior research on cyberloafing focused on causation, typologies,
technical mitigation, human resources department mitigation efforts, and information
technology department mitigation efforts, and cyberloafing mitigation policies within
organizations (Field & Chelliah, 2013; Glassman et al., 2015; Shepherd et al., 2014; AlShuaibi et al., 2014; Piotrowski, 2012).
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Other researchers, however, looked at employee cyberloafing differently (see
Quoquab, Salam, & Halimah, 2015; Bernier, 2014) and have focused on the beneficial
attributes of employee cyberloafing and argued in support of the notion that cyberloafing
could enhance performance. As an example, Quoquab et al. (2015) found no change in
effect regarding cyberloafing performance losses in an investigation of organizations that
support a self-governing work environment with liberal Internet policies. Similarly,
Bernier reported that cyberloafing activity enhances employee concentration because
cyber activity recharges individual attention.
Schalow, Winkler, Repschlaeger, and Zarnekow (2013) argued that some
organizations escalate the employee cyberloafing problem by contributing to the creation
of blurred boundaries between work related and non-work related online technology
usage within their organizations. Schalow et al found that mobile communications and
online social networking played a catalytic role in shaping employee attitudes toward the
ambiguity of personal life and work life boundaries. For this study, cyberloafing behavior
is of interest because of the widespread prevalence across industries with some variations
depending on the organization’s level of tolerance.
Meaning Ascribed to the Employee Cyberloafing Phenomenon
Betts, Setterstrom, Pearson, and Totty (2014) described two primary types of
cyberloafing that include; minor cyberloafing involving the use of personal email and
browsing the Internet for personal reasons, and severe cyberloafing that includes
gambling and viewing of pornography. The employee cyberloafing phenomenon
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produces shared mental impressions for organizations as a group and the employee as an
individual that cyberloafing could yield both positive and negative outcomes. From an
organizational worldview, most organizations recognize that the ubiquitous nature of
nomadic computing and electronic connectivity necessitates some degree of corporate
controls to restrict Internet and technology usage freedoms.
Jandaghi et al. (2015) highlight the negative attributes associated with
cyberloafing that center on employee performance reduction, security vulnerabilities,
bandwidth issues, legal issues, and costs related to specific incidences. From this line of
thinking, cyberloafing activity is discouraged by most organizations and is validated by
the widespread use of deterrence mechanisms and policies to mitigate misuse (Li,
Sarathy, Zhang, & Luo, 2014; Coker, 2013). The fact that an increasing requirement for
employee use of online technology applications in various business operations indicates a
perceived organizational benefit in terms knowledge sharing and process improvement
(Wet & Koekemoer, 2016; Peng, Quan, Zhang & Dubinsky, 2015).
Businesses increasingly use online platforms to encourage learning, social
networking, and talent development. Carlson, Zivnuska, Harris, Harris, and Carlson
(2016) noted the duality of workplace social media usage that could simultaneously
encourage task-oriented and relationship-building as well as deviance activity. In a study
of examining factors responsible for attitudinal differences in personal use of online
social networking sites at the workplace, Andreassen et al. (2014) found that middle
managers predominantly had a dim view about employee’s personal use of social
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network sites during work. Contrary to the notion held by some organizations that
cyberloafing negates performance, it can be argued that cyberloafing activity could boost
productivity.
As an example, Coker (2013) explored the positive attributes of cyberloafing and
found an association between cyberloafing and performance regarding task vigilance
while (Ugrin & Pearson, 2013) pointed to cyberloafing as an activity that allows
employees to reduce stress while adding variety to their daily routines. From an employee
perspective, cyberloafing is considered by some as a form of empty labor in situations
when there is little work left to do and the time is spent slacking on the Internet. Some
employees view cyberloafing as a means of getting away from or masking the internal or
external stressors with gender-based differences about time spent engaging in such
activity.
In Aghaz and Sheikh (2016) and Stoddart (2016), the authors suggested that
employees view cyberloafing activity as a coping mechanism when seeking emotional
and mental relief at work. Ferreira and Esteves (2016) showed how gender-based
differences in employee perceptions about the amount of time spent on non-work-related
activity was lower than the actual time spent performing such activities. In some
instances, employees perceive cyberloafing as a strategy to compensate for perceived
unjust actions within an organization. Öğüt, Şahin, and Demirsel (2013) reported that
employees believe that in organizational situations where a sense of organizational justice
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is lacking, engaging in intentional cyberloafing behaviors acts as a means of
compensation.
In Hernandez-Castro’s (2016) examination of employee perceptions about the
ethical seriousness of cyberloafing activity at work, the author found that employees
considered the moral gravity of cyberloafing activity as little which could contribute to
the continued persistence of the issue at the workplace. Also, a group of employees,
mainly digital natives, and the millennial generation, hold the impression that
organizations must create flexible workplaces that allow for the unhindered use of
technology for both personal and work-related communication and social networking.
Zeff and Higby (2015) maintained that millennial employees live in a world characterized
by technology-driven interruptions and willingly contravene control mechanisms aimed
at prohibiting smartphone usage at the workplace because of an appendage to
smartphones.
The author suggested that a need for new strategies to control the new generation
of employees exacerbating the cyberloafing issue and constitute a fast-growing
population in the US workforce. Cardon and Marshall (2015) examined the prevalence of
organizational adoption of social networking platforms as a tool for the enhancement of
team communication and collaboration. The authors surveyed business professionals
within the United States and findings indicated that members of generations X and Y
showed an inclination to consider social networking as a primary means of
communication in future.
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The Digital Workplace
In recent years, the modern work environment is transforming dramatically with a
rapidly changing technological landscape enabling employee use of applications and
solutions to improve processes and drive performance in both personal and professional
situations. Per Deloitte (2014), the digital workplace includes all work environments
where employees use mainly computer hardware, software, interfaces, and connectivity
solutions to perform work tasks, collaborate, and provide services to clients. Colbert,
Yee, and George (2016) noted that the digital workforce comprises digital natives and
digital migrants that attained digital fluency leveraging interaction with technology at the
workplace.
According to Prensky (2001), Digital Natives include young adults just starting to
enter the workforce and heavy users of information and communication technologies
while digital immigrants represent the category of adults that have readily embraced
information and communication technologies since its inception. Wang, Myers, and
Sundaram (2013a) take issue with the contention that the digital migrants and digital
native are mutually exclusive groups based on a binary focus on age and Internet
accessibility. Rather, the authors maintained that the concept of digital fluency best
describes the differences between the two groups. Currently, in the US, the workplace is
witnessing a surge of innovative solutions aimed at supporting mobile device usage,
unifying communication capabilities, improving the flow of work, and business
processes.
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For instance, Dery, Tansley, and Hafermalz (2014) described how changing
organizational recruiting and selection processes are influenced by the explosive growth
of nomadic computing and social media usage. One problem for most employers’ hinges
on the over-exposure of employees to the distracting overflow of information made
available by the easy access to Internet. According to (Ladner, 2015), “The primary
unmet need for mobile productivity is managing the torrential onslaught of constant
communication.” A recent report by commissioned by Nokia, a multinational
information, and communications technology company, as cited in (Spencer, 2013)
indicated that smartphone users in the United States check their phones on average about
150 times daily.
According to Newswise (2013), between 60% and 80% of employee Internet
work time is spent on non-work-related activity averaging about 90 minutes a day. Also,
with over 64% of adults in the United States having ownership of smartphones with
unrestrained access to the Internet, email, social networks, and entertainment,
organizations and their managers must change their strategies aimed at managing misuse
(Smith, 2015). Another problem facing organizations with predominantly digital work
environments relates to finding the right balance between the legitimate employer rights
to protections against liability issues resulting from employee misuse of technology at
work and the privacy concerns of employees. In an analysis of current legislation on
technology-related privacy rights, Park (2014) noted that the current law fails to delineate
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clearly the boundaries about acceptable and unacceptable employee technology usage at
the workplace.
The prevalence cyberloafing behavior and activity involving internal and external
communication within organizations contribute to mounting losses in productivity
recorded by organizations struggling in highly competitive conditions. Consequently,
most organizations developed strategies and policies aimed at regulating employee use of
electronic communication and deployed technical mechanisms to monitor and control
employee use of communication technologies. Despite the adoption and deployment of
the policies and techniques, employee cyberloafing continues to persist at the workplace.
In line with Bhattacharya and Tang’s (2013) viewpoint that suggested precarious work
conditions weaken workplace relationships, however, the promotion of employee
participation is dependent upon effective supervisory practices, this study considered the
creativity and resourcefulness of the middle manager in cyberloafing mitigation.
Antecedents of Cyberloafing
A study by Sheikh, Atashgah, and Adibzadegan (2015) aimed at verifying the
contemporary explication of cyberloafing antecedents listed three antecedents: behavioral
control, subjective norms, and the ability to conceal intention. Sheik et al. (2015) used the
theory of planned behavior model developed in prior research to determine whether it
explained cyberloafing in a different environment. Interestingly, Sheik et al found that
with the enthrallment and captivation associated with online social networking, managers
could seize the opportunity to engage employees in productive online activity centered on
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the sharing of knowledge, the building of organizational culture, and improving
employee socialization.
Relatedly, Askew et al. (2014) examined the degree of distinctness in the meaning
of cyberloafing and its various conceptual elements and concluded that cyberloafing is a
withdrawal behavior with behavioral control, subjective norms, and the ability to conceal
intention as predictors. In contrast, Jandaghi et al. (2015) presented personality, work
demands, role conflict, organizational justice, and policies as the antecedents of
cyberloafing. Jandaghi et al argued that studies on the antecedents of cyberloafing
behavior emanate from the following three distinct factors; personal, work-related, and
organizational. Jandaghi et al noted that individual elements revolved around issues
related to personality, extraversion, prosocial behavior, goal-directedness, neuroticism
while work-related factors centered on low work demands and conflicting work duties
and organizational policies.
The organizational factors consider issues with office politics, lacking
transparency in cyberloafing mitigation policies, and perceptions about unfair treatment
by the organization (organization justice). The study concluded by suggesting that
organizations cannot mitigate cyberloafing by relying solely on control systems. In
studies that examined personality traits with cyberloafing (O’Neill, Hambley, &
Bercovich, 2014; Jia, Jia, & Karau, 2013), the researchers found a positive association
between extroversion and cyberloafing and a negative association with conscientiousness,
emotional stability, and openness. More specifically, O’Neill et al. (2014) focused on
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employees working remotely and found the same relationship between cyberloafing and
personality traits.
Many scholars hold the view that personality plays a role influencing individual
workplace deviant behavior. Knowledge about the antecedents of cyberloafing behavior
is necessary for managers to enable a better understanding of the positive and negative
behavioral outcomes, the consequences of mitigation efforts, as well as the effects of
organizational policies targeting cyberloafing.
Typologies of Cyberloafing
Lim (2002) made one of the first attempts at differentiating the types of
cyberloafing behavior where she distinguished cyberloafing activity into browsing and
emailing. Browsing activities included visiting websites for entertainment, financial
services, news, social networking, shopping, sports, and pornography to name a few.
Emailing activities involved the reviewing, receipt, and exchange of personal emails.
After an investigation of actual cyberloafing behavior, Blau, Yang, and Ward-Cook
(2006) expanded the types of cyberloafing activities by introducing another category that
involved interactive Internet activity.
Interactive Internet activities included playing live online games, chatting online,
making live posts on social networking sites, and downloading information. Blanchard
and Henle (2008) argued for a further differentiation of cyberloafing forms and presented
serious cyberloafing and minor cyberloafing as a better categorization grounded in
research on deviant behavior. The authors noted that minor cyberloafing involved
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emailing and commonly tolerated Internet usage at work while serious cyberloafing
consisted of viewing pornography, downloading music and videos, online gambling, and
online gaming.
Sheikh et al. (2015) took the differentiation of cyberloafing a step further when
they asserted that three verified levels of cyberloafing included email and browsing
activity, interactive online activity, and online social networking activity. Yasar’s
classification of cyberloafing activities (as cited in Keser, Kavuk, & Numanoglu, 2016)
into four distinct types that included; individual, social, search, and news is a more recent
attempt at expanding the existing types of cyberloafing activity.
Nomadic Computing and Cyberloafing
The advancements in smartphone technology allow for anytime and anywhere
Internet connectivity increasing the capacity for individuals to sustain and continue
engaging in cyberloafing behaviors during work hours. According to (Smith, 2015), since
2011, smartphone ownership in the US increased from 35% to 64% of the population
surveyed by the Pew Research Center. In a study examining the association between
narcissism, personality, and smartphone addiction, Pearson and Hussain (2015) found
that the increasing number of smartphone owners could lead to the risk of rising addiction
to social networking sites and narcissistic behavior among social network website users.
Dery et al. (2012) argued that smartphone usage creates ambiguity concerning the
boundaries of work-related and non-work-related Internet use. Also, problematic
smartphone usage is becoming a pervasive problem causing interruptions to employee
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daily work routines. Jamaluddin et al. (2015) argued that the advent of smartphone
technology has heightened the issue of employee’s non-work related Internet usage
leading to adverse outcomes. Jamaluddin et al noted that losing control of individual
smartphone usage as well as a preoccupation with the Internet further contributes to
productivity losses at the workplace.
Deloitte (2015) reported that the average person in the US checks his or her phone
46 times each day up from 33 checks in 2014 with a variation dependent on age group.
The survey also indicated that younger smartphone user in the age group between 25 and
38 averaged 50 smartphone checks daily. Dery et al. (2014) posited that the evolving
nature of mobile communication technology makes the regulation of connectivity
increasing difficult for employers. Gökçearslan, Mumcu, Haşlaman, and Çevik (2016)
advanced the position that smartphone addiction, particularly in young people, has
negative consequences.
For MacCormick, Dery, & Kolb (2012), employee smartphone use facilitates
engagement allowing for the achievement of work/life balance through temporal and
spatial organizational flexibility. Some human resources managers agree that relaxing
restrictions on Internet usage will result in positive outcomes in areas such as
performance, job motivation, and increased internal communication. (Saraç & Çiftçioğlu,
2014). An investigation of the role of deficient self-regulation in excessive mobile phone
use that mobile phones increase individual ability to stay connected even working
remotely, but could reduce performance through increased distractions from current tasks
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(Soror, Steelman, & Limayem, (2012). Soror et al suggested alternative strategies for
handling excessive use of mobile phones by enhancing self-regulatory resources and
identifying mechanisms to break bad habits.
In addition, findings in MacCormick, Dery, Kolb (2012) showed that smartphones
enabled employee time management, client responsiveness, facilitated engagement and
the achievement work/life balance through temporal and spatial flexibility. Many
organizations provide mobile devices or allow employees to connect to personal devices
to corporate networks creating vulnerabilities requiring the use of mobile device
management software to secure mobile platform accessing the systems (Harris & Patten,
2014). In an investigation into the adoption of organizational policies that prohibited the
use of mobile devices during performance related crisis management, Stephens and Ford
(2014) found that digital inequities developing in different ways within organizations
with knowledge and powerless workers.
Knowledge workers had access to computers at work while powerless workers
did not and in both cases, organizations permitted the managerial use of personal mobile
devices while enforcing the ban on employee use of mobile devices. The results showed
that employee sentiments about organizational justice issues increased during crisis
interventions leading to the prohibition of mobile devices. More recently, Stephens and
Ford (2016) found four unintended ramifications of banning mobile device usage to
mitigate employee misuses that include a further decline in employee performance,
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inordinate monitoring problem for managers, reduced ability for the employee to improve
capabilities, and an increase in employee levels of disengagement.
Online Social Networking Sites and Cyberloafing
Contemporary cyberloafing research emphasized the importance of the
relationship between social media activity and employee cyberloafing behavior. Globally,
the introduction of online social networking within organizations through a variety of
applications and platforms creates opportunities for collaboration (Franchi, Poggi, &
Tomaiuolo, 2013). Cardon and Marshall (2015) suggested that corporate social
networking platforms could turn into the main platform used for business communication
shortly. This study provides useful information pertaining to the use of social networking
as a platform for internal communications which would affect the acceptable Internet
usage policies for some organizations. Some researchers like Mutula (2013) argued that
despite the global acceptance of social networking, gaps in policies governing user rights
and technological weaknesses in social network platforms abound.
Others like Keyes (2013b) reported that the biggest challenge facing the online
social networking adoption within organizations centers on problems with
interoperability between the different social networking platforms. Keyes noted that lack
of interoperability creates problems for employees looking to share and transfer
information across social network platforms. Carlson et al. (2016) examined the positive
and negative effects of employee social media usage at the workplace and found that
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intense employee social media usage contributed very strongly to negative and deviant
behavior and mildly to task and relationship building behavior.
Different theories exist in the literature linking the individual use of social
networking sites with the various dimensions of human personality. Thus far, some
studies have explored the relationships between employee use of social networking sites
and the management of human resources within organizations. Some researchers
suggested that high levels of social network messaging, gaming, dating, and random
search activities result in damage to the organization regarding employee performance,
brand image, and liability (Kluemper, Mitra, & Wang, 2016). Others have highlighted the
relevance of individual addiction to social networking sites requiring more practical
mitigation solutions.
Andreassen (2015) draws our attention to two distinctive dimensions of online
social networking that include excessive and compulsive behavior. In her comprehensive
review of the literature on online social networking addictive behavior, Andreassen
(2015) suggested that interventions aimed at mitigating employee social networking
addiction should focus on controlling rather than prohibiting usage. The study concluded
by recommending a variety of intervention strategies organizations could offer to
employees that include self-help, behavior therapy, and pharmacology. Unlike
Andreassen, some studies like (Dijkmans, Kerkhof, & Beukeboom, 2015; Treem &
Leonardi, 2013) indicated interest in the growth of work-related adoption of online social
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networking with a broad range of corporate affordances in areas of consumer interaction,
employee communication, community association, and organizational learning.
Relatedly, El Ouirdi, El Ouirdi, Segers and Henderickx (2015) claimed that online
social networking sites have emerged as popular, cost effective, and flexible employee
training, organizational learning and development tools used within organizations.
Together, both studies (El Ouirdi et al., 2015; Treem & Leonardi, 2013) point to the
positive benefits of the work-related use of online social networking sites but fail to
address the negative dimensions of non-work related online social networking.
Interestingly, Walden (2016) who presented a different account of the integration of
online social media for a work-related use found some employee resistance because of
work-task distraction and privacy.
Another interesting part of the literature on the relationship between online social
media usage and cyberloafing relates to issues concerning addiction and mental disorders.
As Schou Andreassen et al. (2016) reported, associations exist between the increasing
levels of addiction to social networking and mental disorders. Schou Andreassen et al
found associations between manifesting employee risk factors surrounding mental illness
like attention deficit, obsessive compulsive, anxiety, and depression with a proclivity
toward an addiction to social networking. More recent attention has focused on the
frictions developing within employment relations as noted in McDonald and Thompson
(2016) who listed three reasons why conflict exists within a significant number of work
relationships.
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These are excessive employee use of social network sites during work, pervasive
employer profiling activity, and employee posts about work-related issues. McDonald
and Thompson (2016) acknowledged the blurring of lines surrounding boundaries
surrounding the work-related or personal use of social networking sites creating more
complexities for organizations looking to monitor and control employee use of social
networking sites using technical methods. Of interest is the excessive employee usage of
social networking sites as noted in Andreassen et al. (2014) who reported the growing
productivity concern within organizations about employee use of social networking sites
for personal activity during work. Andreassen et al. (2014) suggested that finding
solutions within organizations to improve job task relevance and the social climate could
help counteract cyberloafing activity within an organization.
Field and Chelliah (2013) examined the various types of organizational risks
associated with employee social media usage and made suggestions on the best
approaches for mitigating such risks. The authors pointed to a need for organizations to
not only understand the risks and consequences but also to understand how to mitigate
such risk using effective and well documented human resources and general management
strategies. The results of the study showed that for organizations looking to cover all
bases in terms of their exposure to employee social media usage risks, two key policies
would be required to cater for both business use and personal use of social media within
the organization.
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The Cost of Cyberloafing
One of the greatest developments of the 21st century is the emergence of the
Internet and the growing use of data-driven technology in almost every facet of life
(Castillo & Thierer, 2015; Jandaghi et al., 2015; Omole & Ayeni, 2013). In her
compelling analysis of problematic employee use of the Internet, Mahatanankoon’s
(2006) developed a conceptual model from the perspective of employee cyberloafing
policy violations within organizations that threaten its well-being through four major
types of deviance related to property, production, political, and personal aggression.
Property deviance involves the intentional and unauthorized acquisition of intellectual
property causing damage or destruction while production deviance refers to the excessive
non-work-related Internet use such as chatting, online gaming, social networking, and
viewing entertainment in violation of organization prescribed norms and procedures.
The political deviance includes employee activity affecting co-workers like
gossip, rumors, cyberbullying, and accusations, transmission of confidential information,
corporate secrets, and intellectual property to unauthorized sources outside the
organization while personal-aggression involves the transmission of malicious, abusive,
or harassing messages electronically to other employees. The growing trend related
employee misuse of the uninhibited access to the Internet and information and
communications technologies is adversely affecting employers.
Prior research indicates that the costs of employee cyberloafing activities include
lost productivity, theft of confidential information, liability, and monitoring and filtering
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technology (Corgnet et al., 2015; Jandaghi et al., 2015; Glassman et al., 2015; Jia, Jia, &
Karau, 2013). Indirect costs associated with cyberloafing include bandwidth reduction,
reducing network speed, the introduction of computer viruses, loss of brand image, loss
of customer loyalty, loss of potential sales, and destruction of general trust of the
organization to name a few (Jia, Jia, & Karau, 2013).
Almost every paper written on cyberloafing includes a section relating to
estimated costs associated with losses in productivity and the costs of technical
deterrence mechanisms. In an analysis of the annual cyberloafing related productivity
losses to businesses in the United States, Jia et al. (2013) reported that costs run between
$54 billion and $84 billion. In a follow-up study, Jandaghi et al. (2015) suggested that the
cyberloafing phenomenon in the United States costs about $183 billion each year. Son
and Park (2016) presented a conservative estimation that placed business losses in the
United States at about $85 billion each year.
The other substantial cost of cyberloafing to companies centers on the annual
expenditure on monitoring and filtering software used to mitigate cyberloafing. Sanders,
Ross, and Pattison (2013) described the increasing use of electronic monitoring by
employers to block certain websites, monitor Internet use and emails, monitor retrieval of
data and information, and recording and surveil phone conversations. According to
Glassman et al. (2015), the Internet monitoring and filtering software industry witnessed
tremendous growth with estimated revenue of $1.18 billion in 2012.
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Management of Employee Cyberloafing
In the past decade, we have seen the emergence of research on the management of
employee cyberloafing with innovative theories and methodological procedures used in
the context of social constructivist-interpretive conceptual frameworks. The conscious
acts of intellection behind researcher interests in the management of employee
cyberloafing centers on the need to improve employee performance and reduce revenue
losses resulting from cyberloafing activity (Holguin, 2016). The precursors of employee
cyberloafing behavior are attributable to personality, social norms, job demands,
organizational policies, and organizational justice issues (Jandaghi et al., 2015; Sheikh et
al., 2015; Askew et al., 2014).
Teh, Ahmed, and D’Arcy (2015) examined organizational factors that foster the
neutralization of employee information security policy violations with a focus on
employee disgruntlement. The findings indicated a positive association between role
conflict and neutralization of information security policy violations. The study provided
useful information on employee neutralization of information security policies on the
implementation of acceptable Internet usage policies and mitigation of employee
cyberloafing. In managing employee cyberloafing behavior, organizations have
developed strategies to not only safeguard the information, data, and intellectual property
but also to enhance employee performance at work (Jandaghi et al., 2015).
Despite the widespread use of mitigation strategies, employee cyberloafing
activities continue to endure within companies (Polzer-Debruyne et al., 2014). In
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addition, Chiu and Peng (2008) posited that abusive managerial control techniques at the
work closely relates with employee workplace deviance. To better understand the
mechanisms of corporate strategies for employee cyberloafing management, Holguin
(2016) explored functional manager’s perceptions about effective strategies for
mitigating employee cyberloafing at a northeastern business organization in the United
States.
Interestingly, Holguin’s findings indicated that by combining deterrence
mechanisms with the furtherance of performance management, social standards, and
good citizenship behavior, functional managers developed a practical technique for
controlling employee cyberloafing. Holguin results showed that functional managers
controlled unacceptable cyberloafing by communicating expectations, creating conducive
work environments, and keeping employees engaged. The author offered no explanation
for the distinction between the meaning functional managers ascribe to their
organizational role in the mitigation of employee cyberloafing and the strategies they
employed.
In the same vein, another study on managerial perceptions about supervision of
digital natives in the workplace by Pînzaru & Mitan, (2016) found that managerial
attitudes about digital natives peculiarities helped influence the development of practical
strategies used for supervision. Pînzaru & Mitan, (2016) noted that manager recognizance
of the different needs and traits of their various team members helped drive performance
improvement. In agreement, Holguin (2016) posited that managerial sensitivity to
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employee requirements in technology usage empowering self-control allowed for a
collaborative implementation of cyberloafing mitigation. Different theories exist in the
literature regarding the management of employee cyberloafing. Theoretical frameworks
used in a significant number of studies draw from the concept of deterrence that depends
on punishment as the means of deterring people from engaging in prohibited activities.
More recent attention has focused on the deterrence mechanisms used by business
organizations to mitigate cyberloafing that include technical and non-technical deterrence
mechanisms (Shepherd et al., 2014; Ugrin & Pearson, 2013). Shepherd et al. (2014)
examined organizational attempts to minimize security vulnerabilities and improve
employee performance and suggested that mitigation efforts using surveillance
mechanisms constituted an effective method for reducing cyberloafing activity. Shepard
et al described technical surveillance tools as processes involving access to business
online technology platforms or networks, audit logging, and keystroke systems,
video/voice monitoring and recording, passwords requirements, anti-virus protection,
intrusion detection, and data encryption.
In contrast to Shepard et al., (Glassman et al., 2015; Polzer-Debruyne et al., 2014)
suggested that the widespread use of technical deterrence mechanisms were not effective
as standalone strategies for mitigating employee cyberloafing. Numerous studies have
compared technical and non-technical deterrence techniques used to mitigate employee
cyberloafing at the workplace and found that they are mostly different. Technical
deterrence techniques are reactive whereas non-technical deterrence techniques are
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proactive. Glassman et al. (2015) found the technical deterrence prevented evasive
employee activity and promoted compliance but acknowledged the need to combine
control modules with additional resources.
Whereas, non-technical deterrence techniques involving the use of managerial
control include planning, enforcement of usage and security policies, as well as the
adoption of education, training, and awareness programs (Rahimnia & Mazidi, 2015).
Rahimnia and Mazidi (2015) found that proximity of managerial control and monitoring
works well for employees with lower levels of cyberloafing self-control. Grover (2014)
maintained that using monitoring proximity required critical understanding to adopt
mitigation strategies that avoid the backlash of animus and enhance positive responses
from employees. Technical deterrence techniques tend to increase employee mistrust of
their organization while non-technical deterrence techniques do not. As an example,
Holland, Cooper, and Hecker (2015) found an inverse relationship between technical
deterrence techniques and employee’s trust of their organization’s management.
Also, Jandaghi et al. (2015) noted that the despite the technical control
mechanisms used by organizations, the cyberloafing phenomenon continues unabated. In
contrast, Holguin (2016) showed that managerial controls involving the promotion of
citizenship behavior and creating a work environment with norms that discourage
cyberloafing activity helped encourage employee self-control of cyberloafing. Studies on
non-technical mechanisms focused on the enforcement of cyberloafing policy, policy
dissemination, employee training, and sanctioning of violations which suggest a
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conservative approach rather than a proactive approach (Piotrowski, 2012). Rahimnia and
Mazidi (2015) found that human resource managers perceived non-technical cyberloafing
control mechanisms as more efficient at preventing cyberloafing behavior than tracking
or monitoring.
The study by Jandaghi et al. (2015) discussed the impracticality of trying to
eliminate cyberloafing and suggested that organizations and their managers must make
mitigation policies explicit, adopt effective mitigation mechanisms, focus on employee
motivation, and encourage the right culture of Internet use. Prior research reports indicate
that despite the massive financial investments made by business organizations in
deterrence mechanisms aimed at countering cyberloafing activity, the cyberloafing
phenomenon continues to persist (Son & Park, 2016; Jia, Jia, & Karau, 2013).
Researchers have not considered the managerial informal, conversational, and social
interactions that may contribute to the non-technical deterrence mechanisms that focus
employees on work tasks.
Some researchers (e.g. Andreassen et al., 2014) have attempted to draw subtle
distinctions between employee perceptions about positive or negative workplace
environments and cyberloafing behavior. Andreassen et al. (2014) pointed out that
employees with stimulated work assignments, de-fragmentized work tasks, having
workloads commensurate with available resources and abilities, and positive work
environments tend not to engage in excessive cyberloafing. Al-Shuaibi et al. (2014)
supported this view and wrote that the negative workplace environments contribute to the
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facilitation of employee deviance. Once organizations can adopt effective policies,
mechanisms, and the right culture, the prevailing view of most researchers is that
organizations will avert productivity losses and the high costs of employee cyberloafing.
Understanding the managerial role in curbing employee cyberloafing based on
their social interactions and proximity with employee’s could lead to new approaches,
policy re-development, or the realignment of existing mitigation techniques. In another
major study, Bianchi and Andrews (2015) examined managerial perceptions of the
advantages and disadvantages of using social media marketing platforms at a marketing
organization in Chile. The study focused on uncovering the role of social media use in
improving brand image and driving customer engagement and found that the
technological and cultural issues played a role in managerial decision making whether to
introduce social media marketing and in general used social media as a temperature
gauge for their market.
Managers are expected to drive employee performance and productivity while
resolving individual employee problems as well as problems among groups of
employees. The inspiration for this study’s methodological approach draws from Bianchi
and Andrews’ study that comprised data collected using interviews from 12 marketing
managers from different marketing firms. In comparison to other qualitative studies on
middle management perceptions, the fore mentioned study offered a unique examination
of manager knowledge on the role of social media in the enhancement and
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implementation of marketing strategy which is like this study examining the role of
middle managers in mitigating employee cyberloafing.
Technical Deterrence Mechanisms
Technical deterrence mechanisms involve the monitoring of employee online
technology use and Internet activity using a variety of electronic-enabled tools and
techniques. According to Mahatanankoon (2006), technical deterrence mechanisms
enable organizations to minimize the adverse impact of employee inappropriate Internet
use by deploying three technologies that: prevent, detect, and enforce. Preventive
technologies function by blocking and filtering Internet traffic by using packet filtering,
state inspection, and proxy servers (Mahatanankoon, 2006). The detection technologies
function to monitor and track inappropriate Internet activity by using the Internet log
mining, software agents, and spyware mechanisms (Mahatanankoon, 2006).
Enforcement technologies work together with the organization’s Internet usage
policy to restrict specific websites, capture and record online activity allowing managers
access reports (Mahatanankoon, 2006). Studies like (Cheng et al., 2014) described the
electronic surveillance of employee online technology usage as processes that combine
packet sniffing, monitoring of desktops, logging of file systems, filtering emails,
controlling browsing, and monitoring Internet activity. The Electronic Communications
Privacy Act (ECPA) allows employers to monitor employees through electronic
monitoring activities for protective reasons (Moussa, 2015).
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Wang et al. (2013b) noted that approximately 65% of business organizations use
electronic means to monitor and prevent the inappropriate Internet use by their
employees. Despite the technical cyberloafing countermeasures that remind and block
inappropriate websites access, the issue of cyberloafing continues to persist (PolzerDebruyne et al., 2014; Glassman et al., 2015). Gritzalis, Stavrou, Kandias, and
Stergiopoulos (2014b) contributed to research on technical deterrence mechanisms
integrated within business processes by examining the pros and cons of the current
technical mitigation systems. The authors reported that the detection of employee online
malevolence involves one of or a combination of the following forensic mechanisms: the
monitoring of system call activity, linguistic analytic software, tracking of business
processes by logging anomalies.
Gritzalis et al. (2014b) suggested that online monitoring allows organizations to
develop shared patterns of employee usage to help determine when a deviation from
normal behavior should trigger and issue alerts. Other studies on cyberloafing mitigation
argue that technical mechanisms for monitoring employee Internet use only help deter
cyberloafing through active enforcement (Sanders et al., 2013; Ugrin & Pearson, 2013).
These studies suggest that technical strategies used to monitor Internet browsing, emails,
and social network use are effective methods for tracking cyberloafing but require nontechnical methods to enforce sanctions.
Similarly, Gritzalis, Kandias, Stavrou, and Mitrou (2014a) noted that Open
Source Intelligence Techniques (OSINT) allow for the profiling of individual consumers
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for advertisement without consent and could enable the prediction of different malevolent
online behavior potentially catastrophic for a business organization. Again, the authors
described how technical solutions, by themselves, do not mitigate malevolent online
activity and recommended combining technical solution with managerial control. In
contrast, studies focused on employee privacy issues and balancing work and non-work
obligations, argue that technical deterrence mechanisms are counter-productive, violate
employee privacy, and foster employee mistrust and disengagement (König & de la
Guardia, 2014; Rokka, Karlsson, & Tienari, 2014).
König and de la Guardia’s (2014) study on the personal use of Internet during
work found that predominantly, private, and personal demands drive cyberloafing
activity, and most individuals can balance work and non-work-related obligations.
Studies with a discrepant view about technical deterrence of cyberloafing suggest that the
current trends in employee online technology use require more of non-technical solutions
rather than technical solutions.
Accessing social networking sites and browsing during work using company
resources or personal devices represents a contentious area in the ongoing debate on
cyberloafing. The increasing acceptance of the use of social networking by corporations
globally further complicates the establishment of clear-cut boundaries on online
technology use requiring changes to existing Internet access policies and guidelines.
Bekkers, Edwards and de Kool (2013) explored the effects of Internet monitoring and
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social media monitoring using technical tools to track, monitor, and detect deviant online
behavior.
The author described the use of keywords fed into software programs that could
either surveil social network sites for location and specific communication on social
media or steer the software to search social networks for keywords. Bekkers et al. (2013)
argued that the notion held by the public organizations examined in the study, that
monitoring of individual social networking sites that is publicly accessible, still raises
questions about ethics and privacy. Klemchuk and Desai (2014) examined a federal court
case involving an employer’s monitoring of an employee’s social networking use to
ascertain the extent of employee use of social media coverage under the Electronic
Communications Privacy Act. The takeaway from the court ruling indicated that any
unauthorized access by an employer to private employee social network content is
illegitimate.
Managing the components of monitoring software infrastructure requires constant
upgrading and the limitations relating to the control of personal employee smartphone
devices connected to corporate networks presents unique challenges for organizations and
their managers (Ali, 2013). Most researchers on cyberloafing agree that not all
cyberloafing detrimental and the need for proactive cyberloafing intervention strategies.
Research on technical mitigation efforts acknowledge the rising concerns about privacy
and legitimacy issues related to the technical surveillance of employees (Moussa, 2015).
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Non-technical Deterrence Mechanisms
Klotz and Buckley (2013) posited that the increasing immersion of online
technologies into job roles, as well as the consumerization of smartphones, necessitates
the need for a shift in the managerial categorization of cyberloafing as deviant behavior.
Other researchers insinuate that age, gender, marital status, and level of education
significantly affect individual levels of cyberloafing (Andreassen et al., 2014; Niaei,
Peidaei, & Nasiripour, 2014; Coker, 2013). Also, honesty and procrastination constitute
major predictors of cyberloafing while engagement and employee emotional stability
moderate cyberloafing behavior providing managers with appropriate queues for
managing subordinates (O’Neill, Hambley, & Chatellier, 2014; Kim, del Carmen Triana,
Chung, & Oh, 2015).
According to Ratnamalala and Marett (2014), non-technical tools serve as a
means of governing the security of organizational information systems used by
employees. It is noteworthy that employee awareness of technical monitoring increases
the likelihood of compliance with non-technical mechanisms and validation for the use of
non-technical methods for combating cyberloafing derives from use and implementation
of technical tools (Shepherd et al., 2014). As part of the non-technical tools used by
organizations, cyberloafing mitigation policies allow organizations to define acceptable
use of information and communication technologies at the workplace and help steer
employees toward productive use.
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Shepherd et al. (2014) described non-technical deterrence mechanisms as
processes involving the planning, compliance, and enforcement of online technology
usage policies, as well as the use of employee education, training, and awareness
programs. Some of the first depictions of cyberloafing mitigation policies by (Gaskin,
1998) suggested that the policies serve to protect organizations from malevolent online
employee activity and enhance the alignment of employee Internet usage with business
processes and organizational objectives. Similarly, information security policies aim to
safeguard the information resources of an organization and define the strategic direction
of the entire organization regarding the management of information, employee conduct,
infrastructure security measures, processes, and responsibilities, as well as information on
the handling of violations (Peltier, 2001).
Validation for the use of non-technical methods for combating cyberloafing
derives from the narrow focus on the use of technical strategies and policies (Shepherd, et
al., 2014). Goel, Hart, Junglas, and Ives (2016) suggested that by influencing individual
recognition of acceptable Internet usage, organizations have an opportunity to improve
the security of their systems. Information security policies provide detailed descriptions
of employee responsibilities and outline specific roles of employees about the protection
of an organization’s information resources and assets.
Barlow, Warkentin, Ormond, and Dennis (2013) reported that the communication
and training of employees on the sanctioning of cyberloafing is persuasive and reduces
employee intention to violate mitigation policies. The study shows how middle managers
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could play a significant role in the implementation of non-technical mechanisms that
contribute to the mitigation of employee cyberloafing through training and direct
communication. Hassan et al. (2015) reinforced the notion that the intention to commit
cyberloafing diminishes with active detection mechanisms, sanctions, and history of past
enforcement.
Hassan et al in an examination of cyberloafing mitigation policies
implementation, enforcement, and punishment at an organization in Iran, the results
indicated that the fear of severe sanctions mitigated employee intentions to cyberloaf
provided technical mechanisms were in place to monitor employees and stories of past
retribution were commonplace. Kura, Shamsudin, and Chauhan (2015) examined the
effects of factors relating to punishment certainty and punishment severity on deviant
workplace behavior and found a negative correlation between punishment certainty and
punishment severity with deviant workplace behavior.
The study validates the proposition that situation where employees perceive the
certainty or severity of punishment for workplace deviance, the likelihood of engaging in
such activity diminishes. Rahimnia and Mazidi (2015) described the conditions when
employees could conceal cyberloafing behavior and suggested that a manager’s close
propinquity, considered a form of monitoring presence, combined with technical control
serves as a useful cyberloafing mitigation technique provided a fear of formal punishment
exists. Managerial control of behavior involves the use of strategies designed to ensure
employee behaviors are largely in consonance with the goals of the organization, and
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some cases are responsible for enforcing sanctions and punishments. In a study of
managers at a public service organization in Pakistan, Manzoor, Arif, and Hassan (2015)
found that managerial capacity building interventions fostered improvements in
employee emotional intelligence and the reduction of counterproductive behaviors at the
workplace.
In contrast, Zoghbi Manrique de Lara, Verano Tacoronte, and Ting Ding (2006)
indicated that managerial proximity increased employee of cyberloafing perceptions
about control reducing cyberloafing and increasing fear of sanctioning which increased
cyberloafing behavior. Understanding the middle manager’s role in employee
cyberloafing mitigation based on the social interactions and proximity between
supervisor and employee provides organizations with useful information that could
enhance employee performance. According to Kolkowska and Dhillon (2013), the
lacking compliance with information security and usage policies stems from the failure of
existing policies to capture the emergence of new technologies as well as user resistance
to the policies.
The study examined power relations within a public organization to gain an
understanding of the effects on information security policy compliance. Kolkowska and
Dhillon found that new policies implementation required strategic change and
organization structure change, caused value conflicts, and required management
engagement and employee mobilization to enhance effectiveness. Cyberloafing
mitigation policies must be adaptive to the rapidly changing information technology
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environment. Also, the proximity of managers to employees requires awareness and
sensitivity to recognize the emergence and frequent use of new technologies by
employees that can circumvent blocking software. Again, Rahimnia and Mazidi (2015)
validated the importance of the managerial role in the management of employee
cyberloafing by noting that managerial proximity enhances opportunities for supervisory
communication with employee behavioral control.
In an investigation of the effects of leadership opinions and support of
information systems security policies, Ifinedo (2016) argued that the active engagement
of leadership in implementing, promoting, and enforcing policies, rather than delegating
to other departments, entrenches a climate of effective sanctioning and punishment. This
study validates the importance of the managerial role in the instigation of compliance
with organizational policies aimed at mitigating the efficient use of information and
communication technologies at the workplace. Aurigemma (2013) argued that
notwithstanding the widespread use of information security policies, violations remain
commonplace costing organizations in the US billions of dollars each year.
The author described the employee, considered a human agent, as the weakest
link in the information security system within organizations. Aurigemma suggested that
the lack of user compliance, manager engagement in policy enforcement, and manager
adaptation to the rapid technology advancements impedes the effectiveness of
cyberloafing mitigation policies within organizations. A new trend and fast growing
development within business organizations involve the inclusion of a bring-your-own-
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device policy. Leclercq-Vandelannoitte (2015) suggested that to capitalize on the
consumerization of smartphone technology and enhance employee performance, business
organizations are incorporating user-driven changes to their information systems and
usage policies.
The author used a case study methodology to examine four different situations
involving employees’ introduction of personal devices to perform work tasks to gain an
understanding of the adoption process, usage conditions, and organizational changes
required. The findings seemed to suggest that the risk factors such as the loss of data and
increased security vulnerabilities associated with the bring-your-own-device policy
outweighed the advantages related to enhancing employee performance. Other studies
like (Rose, 2013) argued that hidden costs, complexities related to operating systems and
carrier differences, and the concerns of data leaks, theft, and compliance constitute a
significant disincentive for organizations to bring-your-own-device policies.
Le (2015) described how organizations had developed new security
infrastructures that allow employees to use personal devices on organizational platforms
with widespread usage across a broad range of industries. Also, the study suggested that
the security breaches online were attributable to issues related to employee behavior
rather than the security of the technology used, debunking the notion that the bring-yourown-device policies were risky. According to Keyes (2013a), approximately 70% of
organizations in the United States have adopted bring-your-own-device policies with
effective cost controls that allow for the secure use of employee personal devices. Keyes
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(2013a) noted that through the assignment of security responsibilities by senior
management to various elements responsible for the management of security programs,
security vulnerabilities arise due to the failure of assurance and compliance units.
The underlying benefit for organizations centers on employee satisfaction which
in turn translates into the improved productivity of the organization. From a nontechnical deterrence perspective, the effectiveness of the adoption of the bring-your-owndevice policy requires the active enforcement of device usage agreements, security
related training, what constitutes violations and the associated sanctions. Interestingly,
Jandaghi et al. (2015) noted the implausibility of eliminating employee cyberloafing
activities. Most organization rely on human resources managers and information
technology managers to control the implementation of the technical and non-technical
deterrence mechanisms within the organization (Gunia et al., 2014; Polzer-Debruyne,
2014).
In a study on the Van Gramberg, Teicher, and O’Rourke (2014) argued that the
management of electronic communications policy development rests on the shoulders of
the human resources function because of its dual responsibility acting as a champion for
employees and strategic partner for the employer. The study examined contemporary
research on human resource management and court case relating to the management of
electronic employee communication in Australia. Van Gramberg et al. (2014) study
described difficulties experienced by human resources managers struggling to balance
competing employer and employee interests. The authors noted undermining effects of
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cyberloafing technical control mechanisms that negate employee trust in the organization
and employee perceptions about the human resources efforts aimed at helping employees
manage work and non-work-related electronic communication at work.
The study reported that the human resources function is responsible for the
investigation of violations and the processes resulting in employee sanctioning and
punishment. According to Soomro, Shah, and Ahmed (2016), the management of
information security systems within the organization is the responsibility of top
management and the technical activities fall into two categories: technical and
managerial. Information technology managers are responsible for providing technical
solutions that enhance the security and integrity of the organization’s online technology
infrastructure, its monitoring systems, business processes, and its information and data
storage.
Over 80% of business organization implemented online technology usage
policies, however, the widespread misuse of online technology by employees continues
to persist questioning the effectiveness and enforcement of the policies (Li, Sarathy,
Zhang, & Luo, 2014; Young, 2010). Doherty, Anastasakis, and Fulford (2011) argued
that acceptable online technology usage policies focused mainly on proving protections
for organizations rather than educating employees on acceptable usage.
Implementation issues relating to the challenges associated with finding the right
balance between employee online technology usage rights and organizational needs for
productivity and liability have affected the potency of acceptable usage policies (Cox,
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Goette, & Young, 2005). Ernest Chang and Ho (2006) found that managerial
competency, unpredictability at the workplace, the size of the organization, and the
industry influenced the implementation of usage policies. This study was designed to
explore the role middle managers play in the mitigation of employee cyberloafing and
could shed some light on the implementation of online technology usage policies within
organizations.
Middle Managers and the Management of Employee Cyberloafing
Online technologies continue to transform the lives of individuals requiring
increasing levels of incorporation into the day to day functioning (Melrose et al., 2016).
According to Campbell et al. (2016), middle managers have contractual and legal
obligations to not only guard the interests of their employers but also to control
employees under supervision. Also, middle managers contribute to ensuring subordinate
employees perform their roles by using control mechanisms and manipulating social
interactions to drive performance (Harding et al., 2014).
Grossenbacher-Fabsits’s (2011) findings indicated that non-work related use by
employees was considered acceptable to male managers in so far as the usage is limited
to sites considered acceptable within reasonable time limits. Indeed, cyberloafing
employee behaviors and organizational strategies to mitigate non-work-related Internet
usage vary across industries and organization type. According to Kim and Byrne (2011),
most organizations have replaced personal communication processes with Internet-based
communication creating more opportunity for Internet abuse.
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Theoretically, Grossenbacher-Fabsits (2011) uses a subjective approach to
identify patterns and themes based on a dynamic view of human behavior from the lived
experiences of the participants. For example, 20 middle managers at a manufacturing
organization provided the researcher with multiple realities of the cyberloafing
phenomenon being investigated. From the resulting information collected, themes were
developed that centered mainly on time spent on the Internet, unacceptable and
acceptable Internet use, Internet abuse, personal communication versus online
communication, and Internet addiction.
Other studies like Holguin (2016) have attempted to highlight the distinctive
behavior control techniques employed by middle managers in control of employee
cyberloafing. Unlike Holguin, Pînzaru and Mitan, (2016) examined more specific
managerial strategies used to supervise digital natives. Similarly, studies like Manzoor et
al. (2015) explored managerial strategies for developing employee capacity to improve
emotional intelligence and reduce cyberloafing.
Toegel, Kilduff, and Anand (2013) found that middle managers actively
monitored and employee instinctive feelings making it easy to identify situations when
employees needed help or an intervention. Extant cyberloafing research has not treated
the significance of the manager role in managing employee cyberloafing in much detail.
Rather, the research to date has tended to focus on strategies managers use instead of the
meaning managers ascribe to their role and how it influences the development of
effective strategies in support of the overall organizations mitigation efforts.
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Middle managers play a pivotal role driving team performance (Liao et al., 2009),
therefore, understanding middle manager thoughts and beliefs about their roles in
cyberloafing mitigation influences effective strategy development and implementation is
invaluable. The gap between the managerial meaning ascribed to the role in the
mitigation efforts and the effects such an understanding places on the development of
tactical solutions could provide organizations with useful information to enhance the
reduction of employee cyberloafing.
Summary and Conclusions
The gap between evidence of the effectiveness of detection mechanisms and the
enforcement of cyberloafing mitigation policies may be due to poor supervision of online
technology use. Middle managers play a significant role in enhancing the performance of
teams under their supervision. Middle managers in extant cyberloafing research have
received little attention, yet they might play a vital role in the management of employee
cyberloafing behaviors and activities. Few studies have focused on the adequacy and
effectiveness of the strategies used by middle managers aimed at mitigating the different
typologies of employee cyberloafing.
This study specifically aimed at exploring middle manager roles during the
implementation of cyberloafing mitigation policies and combating subordinate
cyberloafing. Chapter 2 presented the significant findings related to the relevant literature
reviewed. Also, I provided a direct linkage between the problem statement and the
theoretical framework. The prior research literature on cyberloafing has not examined the
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role of middle-level management in the implementation of cyberloafing mitigation
policies and combating employee cyberloafing despite their close connections with
employee’s that engage in such behavior.
This chapter offered a summary of significant literature associated with the
organizational management of employee cyberloafing. The literature review provided
ample information on the following topics; organizational management of employee
cyberloafing, neutralization techniques for mitigating employee cyberloafing, and the
technical and non-technical strategies for combating cyberloafing. The chapter made a
connection between the research problem, the theoretical foundation, and conceptual
framework used in the study. The chapter offered the reasoning for using a social
constructivist-interpretive conceptual framework that draws from adaptive structuration
theory and symbolic interaction theory. In the third chapter, I will discuss the research
design of the overall study and provide the reasoning behind the selected design
approach, the role of the researcher, the participant selection process, the data collection,
instrumentation, and management processes, and the data analysis plan.
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Chapter 3: Research Method
In this study, I conducted exploratory research on the role of middle managers in
the mitigation of employee cyberloafing within a digital workplace to gain an
understanding of the meaning participants ascribed to their role and provided a clear
outcome based on the researcher’s inductive analysis, as suggested by Merriam (2002).
The purpose of this study was to explore the perceptions and lived experiences of middle
managers and their role in the mitigation of employee cyberloafing. Middle managers
have direct responsibility for driving employee performance and are near subordinate
employees and, therefore, can offer a perspicuous elucidation of their organizational role
in the mitigation of cyberloafing behavior. Gaining a different worldview on the
perceptions and experiences of middle managers in the reduction of employee
cyberloafing is important.
The brainchild for this research stemmed from the inability to find research
literature on employee cyberloafing mitigation from a middle manager’s perspective as
noted in Chapter 2. To address the goals of this study, I developed a qualitative research
strategy that buttressed the descriptive essence of the research. Also, I adopted a
phenomenological approach to allow for the description of one aspect of human
experience not bounded by time or location using first person sources. In Chapter 3, I
discuss the research design of the overall study. I also describe the rationale for the study
design; my role as the researcher; the participant selection process; the data collection,
instrumentation, and management processes; and the data analysis plan.
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Research Design and Rationale
Social interactions between employees and supervisors, as well as the employee
structuring of online technology use, informed the chosen research design. The central
research question for this phenomenological research study was: What are the lived
experiences of middle managers who have mitigated employee cyberloafing in a digital
workplace? The central research question for this study was conceived to capture the
perspectives, experiences, and knowledge of participants involved with the study on the
scope of the issue.
Additional sub-questions aimed to establish the following: first, whether the
social interactions and proximity between supervisors and employees within
organizations influenced the middle manager’s capacity to control employee cyberloafing
activity; and second, whether an understanding of the way employees structure their
appropriation of information and communication technologies affects the managerial
control of employee cyberloafing. Cyberloafing activity involves the use of computers
and smart mobile devices at work for non-work-related activity by employees not
working remotely with a prevalence contributing to organizational losses in productivity
in today’s highly competitive marketplace.
The central concepts underlying this study focused on the interactive relationship
between supervisors and employees and the social premises surrounding employee use of
information and communication technologies that shape managerial control mechanisms
and policy implementation. Symbolic interaction theory offered an explanation why
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humans act based on the meaning developed from individual analysis and interpretation
of social behavior and interactions within society. Adaptive structuration theory offered a
viable alternative for understanding the adverse use of information and communication
technologies within organizations. I selected a qualitative research approach for this study
to explore the central issue surrounding the middle manager’s role in the mitigation of
employee cyberloafing.
Qualitative Approach
For this study, the qualitative approach served as the primary method of the
inquiry since it offered an efficient way of uncovering the mental impression humans
have about an issue. The use of qualitative research is a well-established practice in
investigations about how groups ruminate and understand their role in a broad range of
workplace-related issues. According to Khan (2014), qualitative research methods offer a
holistic framework that allows for an in-depth exploration of complex issues related to
human behavior, human perception, and lived experience. Quantitative measures do not
usefully enable the researcher to acquire a realistic view of participants lived experiences
and provide a comprehensive description of the issue under investigation.
The biggest problem with using a quantitative research method for this inquiry
centered on its focus on determining the association between variables in a population,
uncovering the disposition of the variables, and making justifications about knowledge.
Another disadvantage of using a quantitative method was that it relied on the use of
structured instrumentation for data collection with a dependence on objective processes
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rather than subjective methods that allow for a better comprehension of the world around
us. The focus of this study centered on exploring the perceptions and lived experience of
participants with expertise mitigating employee cyberloafing and required the use of
flexible and non-manipulative data collection processes. Bendassolli (2013) posited that
the techniques used to validate knowledge in qualitative research involve either using
logic to make sense of the ideas presented or by learning from experience about factual
occurrences.
Phenomenological Method
Qualitative research studies employ a variety of data collection methods that
include: in-depth interviews, surveys, focus groups, social media postings, direct
observation, and document analysis (Patton, 2014). Before selecting the
phenomenological method as the best-suited approach for this study, I was mindful to
consider other research approaches outside the traditional qualitative research methods.
Percy, Kostere, and Kostere (2015) showed that generic qualitative research methods
could serve as viable options in situations where the research topic does not adapt well to
the conventional qualitative research methods.
In considering the phenomenological approaches suitability for topics
investigating attitudes, beliefs to name a few, Percy et al. (2015), argued that the
researcher’s concern must focus on the internal rather than external dimensions of
cognitive processes surrounding the experience under investigation; otherwise, a generic
qualitative method would suit the topic better. A serious weakness of this argument was
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the rigid focus on the internal dimensions of cognitive processes mitigates openness and
evocation because of the dichotomy between consciousness and cognition.
Zeroing only on the internal cognitive processes during a phenomenological study
could create issues related to subjective mental content where individuals make
subjective meaning based on external attributions or subjective experiences. As noted in
Küpers (2014), phenomenological inquiry requires openness and evocation as it
scrutinizes the preeminence of intuitive understanding. D’Angelo, Milliken, Jiménez, and
Lupiáñez (2013) listed two categorizations for human attention: the slower controlled
processing and the fast and spontaneous, automatic processing.
D’Angelo et al. (2013) highlighted the importance of recognizing the occurrence
of situational processes while humans acquire sequential knowledge about a
phenomenon. For this study, it is noteworthy that the situational context within which
potential participants gained knowledge about their experiences could fall into either
category. This study was not seeking to uncover shared different experiences derived
from the human interaction of participants, a mainstay of descriptive qualitative research,
rather, the study aimed to disclose human experience derived from consciousness (Willis,
Sullivan-Bolyai, Knafl, & Zichi-Cohen, 2016).
The appearance of a subject in the consciousness of a human being underpins the
phenomenological approach to qualitative inquiry. According to Eddles-Hirsch (2015),
preconditions of human experience include noema (knowledge that is objective) and
noesis (knowledge that is subjective). Determining the best-suited approach for this study
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involved an iterative process that considered the conventional qualitative research
methods (e.g., case study, ethnography, and grounded theory). The phenomenological
approach was selected to enable the description of one aspect of human experience not
bounded by time or location using first person sources. Phenomenological qualitative
research consists of two methods of inquiry, hermeneutical and transcendental.
Hermeneutical phenomenology requires reflective interpretation of participant’s
subjective experiences to unravel the objective nature of the issue under investigation
(Van Manen, 1990). For this study, the transcendental phenomenological method, an
initially developed form of phenomenology that seeks to discover only the described and
lived experiences of the participant, was adopted to unravel the true meaning ascribed by
participants to their human experience (Moustakas, 1994). Through this qualitative
phenomenological method, middle managers with expertise controlling employee
cyberloafing provided genuine and individual essences ascribed to their participation in
the cyberloafing mitigation effort.
Role of the Researcher
The researcher was the primary instrument used to collect and analyze data with a
focus on understanding the participant’s perceptions on the issue under investigation.
Also, the role of the researcher entailed identifying own assumptions and biases before
the data collection process began. I had some familiarity with the employee cyberloafing
phenomenon at the workplace having observed first-hand employee personal Internetrelated activity during work hours, and on one occasion, I collaborated with management
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in mitigation efforts. To place the research approach for this study within a cluster of
personal, competency and social values, I described my professional background.
I work in higher education and have prior leadership and management experience.
I served in Nigerian Air Force as an Air Traffic Control instructor responsible for training
military air traffic control officers, developmental military air traffic control assistants,
and licensed military air traffic controllers. I believe that my experiences enhanced
objectivity and sensitivity to issues under investigation enabling me to set aside own bias
while remaining open to constructive criticism of others and differing opinions. I selected
the face-to-face interviewing technique as the preferred data collection method because
of the advantage of synchronous communication and social cues (verbal or non-verbal
indicators).
According to Opdenakker (2006), the distinctive nature of synchronous
communication in time and place enables the advantage of social cues like body
language, facial expression, voice pitch, and tone, etc. The signals participants send
through social cues allowed me to extract additional information from non-verbal
communication about participant’s real perceptions about the issue in situations where
verbal communication proved inadequate. I documented all details collected from nonverbal communication in a log during the face-to-face interviews. For the planned
meetings, I conducted semistructured interviews using an audiotape recorder and an
open-ended question type format. A backup audio tape recorder was available in case of a
device failure involving the first audio tape recorder.
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Lastly, as a beginner in qualitative research, I understood the potential
shortcomings and barriers associated with my role as a researcher and incorporated steps
during the design of the research methodology to improve the quality of data collection
and analysis.
Methodology
Participant Selection Logic
The population of interest for this study included all middle managers with
experience managing employee cyberloafing and employed at higher education
institutions in Florida. During the design stages of this research study, I developed a
sampling strategy that included a possible sampling frame. The sampling frame
developed draws from the criterion-based sampling technique. The compelling reasoning
for the choice of a criterion-based sampling method is because it allows for the selection
of cases based on relevant and predetermined criteria. The goal of this study was to
examine the role of middle managers with experience mitigating employee cyberloafing
which is a predetermined criterion for the selection of participants. Patton (2014)
suggested that criterion sampling allows for the identification of cases with experience on
the issue using standardized questionnaires initially and following up with in-depth
interviewing.
Instrumentation
The purpose of phenomenological data collection technique was to evoke
participant’s description of lived experience of the phenomenon and presenting the data
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without adding or making inferences and generalizations. In conformity with the
principles of phenomenological inquiry, and to ensure the accuracy of data, I discounted
any preconceptions or suppositions about the phenomenon. Epoché, an essential element
of the phenomenological inquiry technique, requires the adoption of a researcher attitude
that sets aside all preconceptions about the phenomenon (Berdychevsky & Gibson, 2015;
Moustakas, 1994).
The epoché process involved placing all suppositions about the phenomenon in a
state of dormancy to create a new, receptive, and open consciousness of mind aligned
with the essences of participant experiences (Berdychevsky & Gibson, 2015; Moustakas,
1994). Interviewing represents an essential element of data collection methods used in
qualitative inquiry and more generally in the social sciences (Patton, 2014). Also, the
focal point of phenomenological interviewing centers on participant’s experiences and
the meaning ascribed to the experiences (Seidman, 2013). For this study, I employed
mainly face-to-face interviews with a semistructured interview format, a digital audio
recording device, and open-ended questions.
Face-to-face interviewing served to capture the voice of the participant about the
phenomenon in person together with any elements nonverbal communication like tone,
facial expression, and gestures. Onwuegbuzie and Byers (2014) highlighted the
importance of using nonverbal communication data to strengthen the description and
interpretation research process. I offered participants unable to meet face-to-face the
option for a telephone interview.
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The semistructured interview format provided a flexible questioning format and
enhanced interviewee freedom of expression about perceptions and experiences with the
phenomenon (Patton, 2014). During the interview process and after obtaining the consent
of each interviewee, I used a digital audio recording device to capture all conversations.
The audio recording captured nonverbal communication and provided verbatim
summaries of the interview conversation useful during data analysis (Given, 2008;
Gubrium, Holstein, & Marvasti, 2012).
Also, I incorporated interview journaling to support the interview method and
help improve the quality of research analysis. Reflective journaling helped add clarity
and accountability while reducing the complexity associated with the examination of
recorded responses about a participant’s experiences (Janesick, 2011). Participants for
this study included middle managers chosen from higher education institutions in Florida
with experience managing employee cyberloafing behavior. The data collection
technique adopted involved face-to-face interviews conducted using a semistructured
interview format to understand the ascribed meaning middle managers have about their
role in mitigating employee cyberloafing in a digital workplace.
Preset open-ended questions guided the semistructured interviews with latitude to
probe deeper eliciting clarity of responses about the phenomenon (Doody & Noonan,
2013; Moustakas, 1994).

83
Procedures for Recruitment, Participation, and Data Collection
The recruitment strategy developed for this study involved an initial participant
screening process for Florida-based participants using listings from management groups
on LinkedIn.com. The identification of qualified candidates involved pre-screening
processes from LinkedIn.com. After pre-screening potential candidates, I sent a LinkedIn
InMail invitation soliciting participation in the study and a willingness candidly to share
lived experiences of the phenomenon (see Appendix A).
Lunnay, Borlagdan, McNaughton, and Ward (2014) noted that social media is
increasingly facilitating the mutuality of information sharing, rapport building,
participant engagement, and scheduling interviews for qualitative researchers. To make
each interviewee feel as comfortable as possible, the interviewer explained the objective
of the study and emphasized the steps taken to ensure confidentiality. Participant
eligibility criteria specified that potential participants hold a middle management position
responsible for supervising, developing, and coaching subordinate employees (see
Appendix C).
Also, I required that potential candidates have experience mitigating employee
cyberloafing and hold current employment with a higher education institution in Florida.
After receiving responses from potential participants indicating a willingness to
participate, a brief questionnaire was emailed together with the informed consent form.
All participants submitted an informed consent form before the data collection process
began. I offered adequate recourse for participants to opt out of the study at any time to
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ensure that participants felt comfortable with the data collection process. During my prescreening process of potential participants, I considered the degree of homogeneity of
possible candidates before making my selection. After completing the pre-screening
process,
I conducted a final follow-up telephone conversation with potential participants to
finalize the selection process for each participant. Sample sizing for this study relied on
the data saturation concept to help identify the point during data collection when no new
information emerged. Patton (2014) discussed the challenges and strategies for practical
and purposeful sampling and suggested specifying a minimum sample size during the
design phase allowing for the flexibility due to the emergent nature of the data
generation. Polkinghorne (1989) noted that determining commonality from among
qualitative research participants requires the collection of data based on the experiences
of between 5 and 25 participants.
Cleary, Horsfall, and Hayter (2014) stated that the most typical sample size for
qualitative research is 20, but the actual relevant data usually originates from about onehalf of the sample. Notwithstanding the option to interview a maximum of 25
participants, I chose to use a minimum sample of 15 participants. Patton (2014) suggested
documenting evidence of data saturation during research situations with sample size
predicated on reaching saturation point.
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Data Analysis Plan
The aim of the data analysis plan for this study was to develop analytical outputs
about the factors influencing how middle managers feel about their role mitigating
employee cyberloafing and what helps them achieve positive outcomes. Data analysis
procedures for this study drew from the modified Van Kaam method outlined in
Moustakas (1994) with the researcher employing hand coding for analysis and the NVivo
11 Pro software for software coding, data management, and data storage. The modified
Van Kaam method was particularly useful for qualitative phenomenological data analysis
because the approach emphasized a revisitation of an individual’s encounter with the
phenomenon before securing descriptions used in portraying the essence of the
experience (Moustakas, 1994).
Previous studies based their criteria for using the modified Van Kaam method
because it involved grouping, reducing, thematizing, and identifying logical units of
information. The modified Van Kaam’s method required three core processes to facilitate
the unraveling of knowledge that includes: epoché, transcendental phenomenological
reduction, and imaginative variation (Moustakas, 1994). Collectively, the core processes
involved deliberate actions suspending judgments about the world to collate true essences
about the phenomenon based on participant descriptions, and different thematic
variations about the phenomenon.
The key aspects of the analysis process involved: (1) listing and grouping all
relevant participant responses; (2) determining unchanging elements of each participant’s
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responses; (3) grouping and labeling immutable elements of participant responses; (4)
validating unchanging elements and theme development; (5) developing
individual/textural descriptions using transcendental phenomenological reduction; (6)
developing textural/structural descriptions of meaning participants ascribed to their
experiences using imaginative variation; and (7) developing composite description of
meaning participants as a whole group attribute to their experiences.
Hilal and Alabri (2013) reported that making sense of text-rich qualitative
research data involves laborious processes during the manual ordering and structuring of
the data. For this study, I conducted an original coding scheme that connects different
terms and data units purposefully sorted out of the large text-based qualitative data.
Coding processes associated with qualitative research included combining both a manual
hand-coding and NVivo 11 Pro software coding techniques. This study employed the
manual hand-coding method during data reduction to comb through all units of the
information gathered and avoid omitting important information and used the software
coding as an auditing process. Maxwell (2013) highlighted the importance of reading and
understanding the different groups of data collected during qualitative data analysis.
Issues of Trustworthiness
Credibility
In qualitative research, establishing credibility requires believable results in the
judgment of research participants. Elo, Kääriäinen, Kanste, Pölkki, Utriainen, and
Kyngäs (2014) maintained that flawed data collection methods, conceptual frameworks,
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and description of results adversely affect a study’s trustworthiness. For this study, I
focused on enhancing credibility by ensuring data triangulation through the following
processes: data collection from participants in a digital workplace; using different data
types that include interview transcripts, interview journaling, and the documented details
of the modified Van Kaam method used for data analysis. Patton (2014) asserted that
credibility in qualitative research hinges on researcher competency, attention to detail,
and corroboration of evidence from different sources with appropriate levels of
engagement, observation, and open auditing.
Participants for the study included middle managers with experience managing
employee cyberloafing in a digital workplace setting allowing me to draw multiple views
of the issue. The different types of data collected contributed to the accuracy of the data
collected by eliminating the possibility of misrepresentation. By providing detailed
documentation of the three core processes that facilitate the unraveling of knowledge
using the modified Van Kaam method for data analysis indicates transparency and
enhances credibility.
Transferability
Contemporary research on employee cyberloafing mitigation has not investigated
the middle manager role in the prevention, enforcement, and rehabilitation of employee
cyberloafing activities. The primary focus of this study centered on the role of middle
managers mitigating employee cyberloafing which is a predetermined criterion for the
selection of participants. The population of interest for this study included all middle
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managers managing employee cyberloafing and working at organizations with digital
work environments. I recruited participants by soliciting individuals identified on
LinkedIn.com.
To enhance transferability, I provided a thorough description of the context of and
setting for the research study. In an examination of the transferability of the investigation,
Burchett, Mayhew, Lavis, and Dobrow (2013) found that researchers considered results,
methodology, and design as insignificant while setting, researcher experience, the
simplicity of application, and adaptation of methods were significant considerations for
transferability. Researchers seeking to transfer this study’s results would need to make a
personal judgment decision about the applicability of the results to the needs of his/her
research.
Dependability
Establishing dependability in qualitative research requires the researcher to ensure
the application of consistent and stable processes throughout the entire study. I selected
the criterion-based sampling method to increase the reliability of measures and provide
the appropriate selection of respondents. Face-to-face interviews conducted using a
semistructured interview format, a digital audio recording device, and open-ended
questions enhanced the capturing of real and lived presuppositions through synchronous
communication. I provided an audit trail with member checking procedures and described
methodological coherence for the study. Audit trailing provided detailed records of the
entire study from the research development stages up to the presentation of investigation
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results. Member checking procedures offered details of the steps taken during data
collection to allow participants clarify responses to avoid misrepresentation.
Methodological coherence involves ensuring congruity between the research
questions and the different elements of the data gathering and analysis process. Aust,
Diedenhofen, Ullrich, and Musch (2013) reported that scrutinizing the seriousness of
participant responses allows the researcher to check for consistent and plausible answers
during data collection. The appropriateness of sample sizing used in this study fostered
the sufficiency and completeness of data collected on the phenomenon. Finally, I
incorporated theoretical balancing to reflect on helpful ways to conceptualize the research
problem thereby enhancing dependability.
Confirmability
Confirmability in qualitative research requires adequate provision for ensuring
that the results are confirmable and can be corroborated by others. Baskerville (2014)
described confirmability as a verification process requiring the appropriate
documentation of the different steps of the inquiry from the knowledge development
phase up to the research completion stage. For this study, I followed diligently the steps
outlined in the research design and documented all decision-making processes during the
study. Concurrent data collection and analysis during the study fostered iterative
processes connecting the technical steps used to investigate the issue with the underlying
conceptualizations. To establish congruence of procedures used for data collection and
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analysis, the initial interviews and a reflective journal allowed me to check and recheck
emerging themes and ideas with participants.
Ethical Procedures
For this study, safeguards guided the data collection process to prevent the
hampering of participant rights, values, and needs. I paid close attention to my
responsibility as a researcher to ensure the adequacy of ethical consideration during
research processes involving the soliciting of participation, establishing protections to
prevent harming participants, and treating data with confidentiality and anonymity. To
ensure that no legal or ethical issues surround the data collection processes, the first step
of the ethical procedures established for the study involved gaining permission from the
Walden University Institutional Review Board (IRB approval number 02-27-170435968) to ensure compliance with institutional and federal regulations.
Agreements to Gain Access to Participants
Jones (2014) noted some important considerations about handling gatekeeping
controls when attempting to access participants. The authors specifically highlighted the
barriers and challenges during the processes aimed at gaining participant access and
obtaining participant consent. In line with Jones suggestions, participant selection for this
study employed a well-structured selection strategy via social networks. Potential
participants for this study received impersonal email invitations soliciting participation
and a readiness to share their experiences truthfully reducing the cyberloafing activity
within their organization.
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The first step used to gain access to participants involved the development of an
email aimed at soliciting participation in the study (see Appendix A). To prompt potential
participants after sending the first email with no response, I developed a second follow up
email soliciting participation (see Appendix B). This study took steps to document
participant access and discussions about consent during the different stages of the
inquiry. A dedicated email address (managincyberloafingstudy@gmail.com) was created
for all email communications between researcher and respondents.
Treatment of Participants
Qualitative research entails a greater role for the participant-researcher
relationship and the use of more intrusive and personal approaches during the inquiry.
The treatment of participants during research creates specific responsibilities for the
researcher. The responsibilities center on ensuring voluntary participation, obtaining
informed consent, and guaranteeing participant confidentiality and anonymity. I
conducted myself in a professional manner emphasizing the option for participants
experiencing any difficulty to stop the inquiry and opt out at any time. Fairness during
participant selection and other aspects of the study was a significant characteristic of the
study. The telephone interviewing option served as an alternative method to the preferred
face-to-face interviewing method in anticipation of any participants unable to meet in
person.
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Treatment of Data
My professional training as a manager, employee and trainer allowed me to set
boundaries during interactions with participants while gaining an understanding of their
personal experiences related to the issue under investigation. Jones (2014) suggested that
role researcher must be grounded in self-regulation concerning establishing standards of
ethical behavior. For this study, I was unfamiliar with participants and did not need to
disclosed familiarity with the subject or explain the need to set aside any presuppositions
during the data collection process. I used a combination of manual and electronic data
management systems like notepads and audio recording devices. More specifically, the
NVivo 11 Pro software program served as the primary repository for the analyzed data.
An email address was created and dedicated for all email communication with
participants.
Summary
This study was designed to uncover managerial role experiences about the
mitigation of cyberloafing. The direct responsibility for driving employee performance
rests on the shoulders of middle managers and, therefore, can offer a clear description of
their role in cyberloafing mitigation. Gaining a different worldview on the perceptions of
middle managers is important. To validate the choice of qualitative research strategy used
for this study, Chapter 3 discussed the research design of the overall study with the
rationale for the design, the role of the researcher, the participant selection process, the
data collection, the instrumentation, the data management processes, and the data analysis
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plan. In Chapter 4, I discussed the research setting, participant demographics, participant
recruitment, data collection, data analysis process, strategies for ensuring trustworthiness
and ended with a summary of the findings.
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Chapter 4: Results
The purpose of this study was to explore the perceptions and lived experiences of
middle managers and their role in the mitigation of employee cyberloafing at work. With
the pervasiveness of employee cyberloafing, understanding the role middle managers
play in the overall organizational mitigation efforts fills a gap in contemporary research
on cyberloafing mitigation. I adopted a qualitative research approach as the primary
method of the inquiry to uncover the mental impressions of participants about the issue.
The central research question for this phenomenological research study was: What
are the lived experiences of middle managers about their role in the mitigation of
employee cyberloafing at higher education institutions in Florida? Chapter 4 offers a
description of the research setting, participant demographics, participant recruitment, data
collection, data analysis process, and the strategies for ensuring trustworthiness. The
chapter ends with a summary of the results and main findings, as well as an introduction
to Chapter 5.
Research Setting
Face-to-face interviews and one telephone interview formed the data collection
methods that I used during the data collection process. Venues for the interviews for this
study included only public places to ensure comfortability of interviewees. After
establishing initial contact each participant over the phone, I scheduled face-to-face
interviews with all six participants who indicated a preference to be interviewed at their
workplace for convenience. One participant mentioned that his role required a lot of

95
travel and could not commit to a face-to-face interview but disclosed a willingness to
participate in a telephone interview. I conducted interviews at the workplaces for each of
the interviewees to allow for convenience and comfortability. I interviewed participants
in various locations that include, conference rooms, a private office, and over the
telephone. The individual settings allowed for privacy eliminating any distractions or
interruptions. Follow up sessions involved telephone calls, email exchanges, and in
person meetings enabling participant transcript reviews and member checking of data
interpretation.
Participant Demographics
Middle-level managers employed at higher education institutions in the state of
Florida constituted the population of interest for this study. Seven middle manager
participants met the criteria established that allowed for a representation of any age
group, race, gender, experience mitigating employee cyberloafing, employment in a
digital workplace within higher education, and residency established in any geographic
location in the state of Florida. Participants cut across different departments spanning
financial aid, admissions, and test preparation at three different higher education
institutions in the Central Florida Area. Also, participants included a Director of
Admissions, two Associate Directors of Admissions, an Associate Director of Health
Sales, a Customer Services Manager, a Financial Aid Manager, and a Campus Director.
The years of managerial experience held by participants ranged from 2 years to 9
years. All participants worked in digital work environments where employees used
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mainly computers to interface and connect while performing work tasks and had
experience mitigating cyberloafing. It is noteworthy that I did not know any of the
participants; however, three participants interviewed held positions within my workplace.
The three participants interviewed at my workplace held management positions (ranked
above me in terms of seniority or employment hierarchy) and worked in different
divisions within my organization. The average interview time was 23 minutes and the
participant demographics are in Table 1 below.
Table 1
Participant Demographics
Participants Occupation

Years
in role

Employed
in digital
workplace

Experience
mitigating
cyberloafing

Gender

P1

2

Yes

Yes

Male

4

Yes

Yes

Male

2

Yes

Yes

Male

8

Yes

Yes

Male

9

Yes

Yes

Female

3
8

Yes
Yes

Yes
Yes

Male
Female

P2
P3
P4
P5

P6
P7

Associate
director
Director of
admissions
Customer
services manager
Financial aid
manager
Associate
director of
admissions
Campus manager
Associate
director of
admissions
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Participant Recruitment
I received approval from the Walden University institutional review board (IRB)
before commencing the active recruitment of participants (IRB approval number 02-2717-0435968). As detailed in the study design, the participant recruitment process was
intended to recruit participants using LinkedIn.com and the Walden University research
participant system. An initial participant screening process for Florida-based participants
using listings from online higher education management groups in LinkedIn.com resulted
in the identification of approximately 40 potential participants.
The Walden University Center for Research Quality posted information on the
study and sent out an email to users of the Walden University Participant Pool website,
letting them know that a new study was available. No responses came from the Walden
University online research participation system. I reached out to all potential participants
using the LinkedIn.com InMail messaging system by sending the invitation to participate
(see Appendix A). There was no pressure on individuals to participate. The outreach to
potential participants was restricted to only 2 emails to avoid creating ill feelings from a
barrage of emails soliciting participation.
A few problems arose during the initial participant selection process. The first
issue of significance was the unanticipated LinkedIn.com restriction preventing basic
members from sending InMail messages to other unconnected LinkedIn members. To
overcome this challenge, I upgraded my basic account to a premium account and was
required to purchase each InMail sent which added an unforeseen cost. As a result, I sent
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more than 50 InMail messages soliciting participation. A second problem involved the
initially slow and sporadic LinkedIn.com responses from potential participants with the
first response coming forty-eight hours after sending out the first set of emails.
Forty-eight hours after sending the initial invitation InMail, one follow-up InMail
request was sent to avoid pestering the individuals. A total of ten volunteers responded to
the invitation InMail sent via LinkedIn.com. Subsequently, a preparticipation email was
sent to all volunteers to confirm eligibility to participate in the study (see Appendix C). I
determined participant eligibility to participate in the study based on the following
criteria: current employment in a middle management position responsible for
supervising employees; work in a digital workplace where employees use mainly
computer technology to perform work tasks; experience mitigating subordinate
cyberloafing activity; and a willingness to share their experiences and understanding
about their role in the mitigation of employee cyberloafing at work.
The third problem during participant selection was the distance or closeness
between some participants and the researcher. Of the ten volunteers, 4 volunteers that
indicated a willingness to participate in the study held positions within my own
workplace. It is noteworthy that 1 volunteer was eliminated because the potential
participant was familiar with and worked in the same department with me. The 9
volunteers who responded to the eligibility email questions all met the eligibility
requirements to participate in the study. Participants displayed enthusiasm and a sense of
curiosity with the about the topic during the phone conversations prior to the interviews.
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Data Collection
The data collection phase of this study took place within a four-week period
between March and April 2017. The approved research methods I implemented included
face-to-face interviewing (Englander, 2012) as the main data collection method and
reflective journaling (Chan, Fung, & Chien, 2013; DeFelice & Janesick, 2015) as a
bracketing strategy during interviews, a means of reflecting on nonverbal cues observed
during interviews, and to document the research processes from the research design phase
to the research conclusion phase. My first step before proceeding with the data collection
process involved practicing bracketing (epoché) as prescribed in Moustakas (1994) to
recall and suspend any personal views about the issue and increase my sensitivity to
participant feelings about the issue.
In clearing my thoughts, I focused on recollecting any meaningful personal
experiences I encountered during my 12-year management career. Only one recent
personal experience came to the fore involving a co-worker that was involved in
excessive cyberloafing activity that affected my teams’ performance necessitating my
intervention as a team leader and escalation to management. I deliberately uncoupled my
mental conversations and thoughts relating to the previously mentioned personal
experience, to focus my sight and hearing directly on participant responses.
All participants indicated consent before the commencement of interviews. Data
collection was achieved in accordance with the instrumentation procedures and ethical
guidelines as prescribed in Chapter 3. I conducted six face-to-face interviews and one
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telephone interview using a semistructured interview format with open-ended questions
and prompts designed to encourage in-depth responses from participants. During all
interviews, I used a voice recording application on my iPhone to record all interviews
saving each recording in MP4 file format.
Semistructured interview questions including seven core questions with
associated probing questions related to the central research question and designed to
systematically elicit participant’s perceptions about the issue (Jamshed, 2014; DiCicco‐
Bloom & Crabtree, 2006). I used a reflective journal to document methodological
modifications during data collection. Through the researcher’s documentation of steps
taken during the data collection and analysis, transparency in the research process is
enhanced (Lincoln & Guba, 1985; Ortlipp, 2008; Peredaryenko & Krauss, 2013).
Immediately following interviews, I offered participant’s an opportunity to correct
inaccuracies captured in the interview transcripts. Also, after completing the data
analysis, I provided each participant an opportunity to challenge any perceived
misinterpretation of meaning ascribed to their role mitigating cyberloafing. All
participants responded to initial member checks (review of interview transcripts) without
corrections. After the completion of data analysis, I met with each participant to verify
and confirm the accuracy of the meaning each participant ascribed to the issue under
investigation. In phenomenological research, obtaining informant feedback about the
authenticity and completeness of summaries reflecting participant experiences is an
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essential to help improve the trustworthiness of the research results (Birt, Scott, Cavers,
Campbell, & Walter, 2016; Lincoln & Guba, 1985; Sandelowski, 1993).
Data Organization and Management
I remain solely responsible for participant’s recruitment, determining eligibility,
obtaining their informed consent, and confirming the accuracy of interview transcripts.
Data collected for the study was secured using strong passwords on computers and
devices used to file all digital and text data and in one file the NVivo 11 Pro software
program as detailed in Chapter 3. All computers and devices used to access digital, and
text data will have regularly updated anti-virus protection with access restricted to the
researcher. Data will be kept for at least five years, as required by Walden University.
Data Analysis
The central focus of the analysis of textual data collected for this study was to
develop analytical outputs about the lived experiences of participants surrounding their
role mitigating employee cyberloafing at work and what helps them achieve positive
outcomes. Data analysis procedures relied on the modified Van Kaam modified data
analysis method outlined in Moustakas (1994) using transcribed participant responses and
a combination of hand coding and coding using NVivo 11 Pro software to increase
validity. The NVivo 11 Pro software program also serves as the central repository for
data management and storage. The data analysis processes consisted of two data coding
cycles, the first and second data coding cycles while triangulating with the modified Van
Kaam data analysis method.
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Hand Coding
One of the advantages of using hand coding during data analysis is the ability to
gain familiarity with data and to develop an overall picture presented by participants
(Basit, 2003; Stuckey, 2015). I adopted the hand coding process as a starting point for the
data analysis to illuminate intricate details contained in the interview transcripts. I began
the slow and tedious process that involved reading and re-reading transcripts several
times to gain familiarity with the participant’s individual responses about their experience
with the role mitigating employee cyberloafing at work. Hand coding enables the
researcher to get physically involved with the data and allows the researcher to drive the
analysis process (Klenke, 2016).
To enhance the unraveling of ideas contained in the raw data during data content
analysis, I used the open coding method to develop codes (DeCuir-Gunby, Marshall, &
McCulloch, 2011). My hand coding scheme involved horizontalization using the
participant interview transcripts to list and group all relevant participant responses. I
adopted a cut-and-paste approach (Basit, 2003) for the horizontalization process and
developed a list of significant participant responses in a table to facilitate abstracting and
labeling. The identification of unchanging elements in participant responses about
experience requires the listing and grouping of relevant statements, as well as the
reduction and elimination of irrelevant statements (Moustakas, 1994, p. 120 - 121).
Two hundred and eleven verbatim significant participant responses were
identified representing unchanging elements of the participant experience. The next step
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in the hand coding process involved a careful examination of significant participant
responses to facilitate the clustering of the unchanging elements of participant experience
into themes. The clustering of unchanging elements in participant responses involved a
painstaking process used to find and organize ideas and concepts within participant
responses. As prescribed in Moustakas’ (1994) modified Van Kaam method, I identified
specific words and phrases to understand the participant’s attitudes, feelings, and
perceptions about their role in the mitigation of employee cyberloafing.
The final step in the data coding process involved validating all unchanging
elements and themes before generating individual textural descriptions for each
participant. I further developed the individual textural descriptions using imaginative
variation and generated textural/structural descriptions for each participant integrating the
unchanging elements and themes. I generated composite descriptions of meaning for
participants as a group based on their experiences and saved the descriptions for
comparison with results from coding using the software.
Coding Using NVivo 11 Pro
The first step in the data analysis process using NVivo 11 Pro software program
involved several steps used to clean and reorganize the data in readiness for the upload
into the software program. The data cleaning process involved eliminating all irrelevant
information in the interview transcripts and creating pseudonyms for each of the
participants. As prescribed in Adu (2016), cleaning the transcript data is necessary when
using NVivo 11 for data analysis to allow the researcher remove irrelevant information,
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create new identities for participants, and save the cleaned transcripts before importing
into the software program. I reviewed the research question, interview questions, and
participant responses before saving the cleaned interview data in readiness to import into
the NVivo 11 Pro software program.
The next step in the data analysis process involved the importation of the cleaned
interview data into the NVivo 11 Pro software program. I then reorganized the data into
the two main storage files within the software program, case classifications and case
nodes. Case classifications allowed for the creation of classification names using
pseudonyms assigned to each participant with their demographic attributes. I used case
nodes as an observation unit to code relevant information about each participant’s
responses. After importing and reorganizing the data, I conducted simple queries to gain
a better perspective of information contained in the data. As an example, I used
information from the word frequency query to look out for the any frequently occurring
words or concepts in the interview transcripts (see Figure 1).

Figure 1. Initial word frequency query for participant interview transcripts.
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I used a text search query look out for and analyze occurrences of the word mitigation
(see Figure 2).

Figure 2. Mitigation text search query results.
I started the initial coding process using the Values coding method and applying
codes to statements reflecting the values, attitudes, and beliefs of participants as recorded
in the transcripts. Values coding involves the use of codes to depict the important
attributes, thoughts or feelings, and perceptions about individual experiences (Miles,
Huberman, & Saldana, 2013). After the first cycle of coding, I clustered and thematized
unchanging elements from participant responses to develop the core themes of participant
experiences.
Transitioning to the second data coding cycle using NVivo 11 Pro software
program involved steps used to examine the codes developed in the first cycle coding
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process. I began the second data coding process using the Pattern coding method to
further reduce the data into smaller and more meaningful data units, identifying patterns
and relationships, before labeling the emergent themes (Miles et al., 2013). Pattern
coding involves coding processes aimed at developing major themes, searching for
causes or explanations, examining relationships, and formulating theoretical constructs
(Miles et al., 2013, p. 87).
After identifying emergent patterns and labeling the new emergent themes, I
developed a narrative describing each of the emergent themes. The next step in the data
analysis phase involved a reexamination of the data to ensure adherence to the modified
Van Kaam method of phenomenological data analysis outlined in Moustakas (1994). The
first cycle coding process enabled the horizontalization, reduction, and elimination of
changing elements from the full participant responses about their experiences. The
second cycle coding process allowed for the clustering and thematization of unchanging
elements of participant responses about their experiences.
I developed emergent themes after sorting and synthesizing the data by
categorizing codes based on relationship, frequency, and meaning. A validation process
was used to further eliminate any irrelevancies to participant experiences based on an
absence of explicit expression or compatibility. As part of the analysis process, I
compared descriptions generated using hand coding with the descriptions developed
using coding software before developing the final composite descriptions of participant
experiences.

107
Evidence of Trustworthiness
Providing evidence of trustworthiness in qualitative research is intended to
illuminate the internal consistencies used to establish rigor in research processes as well
as in the dissemination of the results (Lincoln & Guba, 1985). For this study, I developed
and used a documentation strategy to illuminate the participant selection process (a form
of triangulation), peer debriefing (working with dissertation committee), using
established research methods and a thick description of the issue under investigation.
Prior to the commencement of data collection, I consulted with experienced faculty
research committee members to strengthen the quality of my research instrument.
Following Fusch and Ness’s (2015) data saturation guidelines for novice
researchers, I used the same interview questions for all interviews with probing questions
designed to encourage in-depth responses from participants. In addition, I suspended all
personal views about the issue and increased my sensitivity to participant feelings about
the issue. Applying Brod, Tesler, and Christensen’s (2009) data saturation grid allowed
me to establish data saturation after the first five participant interviews by identifying and
recognizing the replication of information insufficient enough to develop new
categorizations. To confirm the emergence of no new information during interviews, I
conducted two additional interviews after the first five that returned no new information.
Bergman and Coxon (2005) highlighted the importance of interviewer sensitivity
to internal inconsistencies during research interviews necessitating the use of probing
questions to clarify any inconsistencies in interviewee responses. To guard against any
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inconsistency resulting from possible misinterpretation of interview questions, I used
follow-up or probing questions during interviews to clarify any inconsistencies detected
in participant responses relating to the research (see Appendix D). As noted in Edwards
and Holland (2013), using follow-up and probing questions during qualitative interviews
allows the researcher to clarify initial responses or provide additional details.
I recorded all face-to-face interviews using an audio recording device before
transcribing each of the participant’s responses. Although the initial interviews generated
long and detailed responses from most participants, I found some inconsistent responses
during data analysis necessitating follow-up sessions to clarify meaning. I conducted
follow-up sessions with participants immediately following the completion of data
analysis to ensure the accuracy of findings. During each follow-up session, I challenged
any inconsistent interpretations arising from the initial interviews asking more probing
questions to elicit further explanations and to clarify contradictory statements.
I am an employed by a university and work in a digital work environment and to
guard against any researcher bias, I disclosed my work background in higher education.
The first step in the data collection process involved my engagement in a bracketing
process (epoché) as prescribed in Moustakas (1994) to recall and suspend any personal
suppositions about the issue and increase my sensitivity to participant feelings about the
issue. I diligently recollected any meaningful personal experiences before deliberately
uncoupling any mental conversations relating to personal experiences to facilitate a focus
directly on participant responses.
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Credibility
Ensuring credibility in qualitative research requires researcher transparency about
the research procedures and specific steps are taken that provide assurances about the
quality of the results. Steps taken to enhance a qualitative research study’s credibility
must include using well-established research methods, familiarity with the participating
research environments, random sampling of participants, triangulation, ensuring internal
consistency of participant responses, discrepant case analysis, and peer debriefing
(Lincoln & Guba, 1985; Miles et al., 2013; Shenton, 2004).
I provided details of the core processes that facilitated the unraveling of
knowledge using the modified Van Kaam method for data analysis demonstrating
openness and transparency. Also, the data analysis process involved using a combination
of two theoretical schemes to interpret and support the data. Additional steps are taken to
ensure credibility involved using eligibility criteria designed to confirm participant
willingness to share honest experiences and prompts during interviews to clarify
inconsistent participant responses. Peer debriefing with the dissertation committee,
experienced faculty members, and peers during data collection and analysis.
By collaborating with seasoned researchers and peers, I enhanced my decisionmaking ability and widened my research vision learning from shared experiences and
perceptions about courses of action, development of ideas, and interpretation. Greene
(2014) suggested using peer debriefing as a means of enhancing researcher critical
thinking skills and research credibility during qualitative research. Discrepant cases
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involving responses unexplainable by interpretation and member checking were
identified during data analysis through deliberate steps taken to familiarize the researcher
with the data. I conducted follow-up sessions (member checking) to help eliminate any
inconsistencies in participant responses during the data collection process.
A culmination of the validation process used in qualitative research involves
member-checking to establish the correctness of interpretation (Colaizzi, 1978; Lincoln
& Guba, 1985). Each participant agreed to follow-up member checking sessions and I
provided each participant a copy of the interview transcripts to confirm accuracy and
subsequently discussed the interpretations developed during data analysis to confirm the
accuracy of meaning. My employment status working in an environment where computer
hardware, software, interfaces, and connectivity solutions are used to perform work tasks,
collaborate, and provide services to clients helped establish familiarity with the research
setting. Random selection of participants was established by reaching out to pre-screened
potential participants using the LinkedIn.com InMail messaging system to send
invitations to participate.
Four potential participants that indicated a willingness to participate in the study
held positions within my own workplace. To guard against any potential bias and to
avoid the creation of possible conflicts of interest, during the final selection of
participants, I selected three volunteer’s unknowns to me that worked within my
organization in a different division. Also, participants volunteered to participate and
indicated an intention to help foster the development of new knowledge. The participants
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interviewed within my own organization occupied managerial positions placing them
above me in terms of seniority or employment hierarchy.
Transferability
Demonstrating the applicability of the findings and results of qualitative research
to wider populations presents significant challenges for the researcher because of the
small number of participants and research environments. Shenton (2004) suggested
avoiding a preoccupation with transferability and instead, focusing on providing
contextual information about peculiarities associated with the research environment and
population. For this study, I provided details about the number of participants,
organizations with their locations, the period of data collection, and the demographics of
participants interviewed. This information would enable readers to identify boundaries of
the study to determine transference of results.
Dependability
The dependability of qualitative research studies is determined by using consistent
and stable research processes that show the possibility of replicability if the study were
replicated in a comparable setting. Elo et al. (2014) noted that stating participant selection
criteria and demographics enhances dependability of qualitative research leading to stable
data over time even in diverse conditions. For this study, I used a criterion-based
sampling method, face-to-face interviews, a semistructured interview format with openended questions, and described methodological coherence for the study. I provided
detailed explanations about all elements of the research design, data collection, and
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analysis procedures, as well as data management and storage procedures to provide future
researchers with sufficient information to allow for replication.
Confirmability
Ensuring confirmability in qualitative research requires adequate steps taken to
facilitate confirmable results that can be corroborated by others. Miles et al. (2013)
maintained that a vital element for achieving confirmability in qualitative research
requires the provision of a detailed record of methods and procedures that allow for
scrutiny by others as well as the retention of data available on request for re-analysis. For
this study, I established congruence of procedures during data collection and analysis
with a documentation process using a reflective journal with analytic memos and the
NVivo 11 Pro software program to capture and record procedural steps, decision rules,
and analysis operations. An audit trail documenting all research processes especially
changes that emerged during the iterative research and the reasoning behind such changes
is available.
Results: Emergent Themes
The lack of information available on the role of middle managers in the mitigation
of employee cyberloafing at work is the main motivation for this phenomenological study
focused on exploring the lived experiences of participants at higher education institutions
in Florida. The results presented in Chapter 4 tally with the central research question;
what are the lived experiences of middle managers about their role in the mitigation of
employee cyberloafing at higher education institutions in Florida? After a detailed

113
analysis of participant interview transcripts, development and categorization of nodes,
and the development of the main themes encapsulating the meaning of participant
experience, four major themes and seven subthemes on participant experiences about
their role mitigating employee cyberloafing at work emerged (see Table 2).
Table 2
Emergent Themes, Nodes, Sources, and References
Emergent themes

Nodes

Sources References

Managing employee
performance

Managing employee
performance
Mitigation barriers
Observing and persuading
Setting clear expectations
Understanding duties and
obligations
Using managerial discretion
Working with unclear
mitigation policies

7

19

7
6
4
5

17
23
7
18

6
5

14
9

Cyberloafing interventions

Experience during
cyberloafing interventions

6

13

Proximity matters

Proximity matters

6

14

Understanding employee
Online technology usage

Employee technology usage
Staying current with
technology advancements

6
3

17
8

The four major themes include: managing employee performance, proximity
matters, cyberloafing interventions, and understanding employee online technology
usage. Seven subthemes emerged under the managing employee performance and
understanding employee online technology usage themes. Collectively, the seven
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subthemes include mitigation barriers, observing and persuading, setting clear
expectations, understanding duties and obligations, using managerial discretion, working
with unclear mitigation policies, and staying current with technology advancements.
My conceptual framework combined symbolic interaction and adaptive
structuration theories to help provide answers to the central research questions by
uncovering managerial perspectives related to the social premises surrounding employee
online technology use and the interactive relationships governing managerial control of
cyberloafing behavior. As the data analysis evolved, two additional constructs, the
extrinsic motivation and situational leadership theories to further illuminate meaning
contained in the data. The construct of extrinsic motivation pertains to actions taken with
the primary intention of achieving a specific and distinct outcome (Ryan & Deci, 2000).
The middle manager motivation for mitigating cyberloafing activity is extrinsic in nature
because the objective is to enhance employee performance which is one of the functions
of management.
Similarly, the situational leadership construct maintains that the effectiveness of
leadership rests on style adaption to the situational happenings identifying suitable tasks,
understanding group dynamics, and relevant factors that would positively affect the
success of the endeavor at hand (Hersey, Blanchard, & Natemeyer, 1979). One important
aspect of situational leadership pertains to the maturity level of the followership. Task
oriented maturity levels of employees under middle management supervision influence

115
the choice of leadership style during cyberloafing mitigation interventions (Hersy et al.,
2000).
Emergent Theme 1: Managing Employee Performance
Theme 1 managing employee performance emerged as the most important role
activity for participants based on their experiences with the mitigation of employee
cyberloafing activity at work. Employee performance is an important indicator used to
measure an employee’s financial contributions to an organization’s bottom-line (Anitha,
2014). When employee performance ties in with organizational success, leadership must
align the relationship between the organization and its workers to facilitate organizational
success (Sorenson, 2013). Cyberloafing activity distracts employees from task
performance and like Ugrin and Pearson (2013) indicated, the unrestrained cyberloafing
activity at work results in a reduction in employee productivity and revenue losses for
organizations.
When asked to describe their role mitigating employee cyberloafing, all
participants believed that managing employee cyberloafing through situational awareness
about employee performance was an important role activity because of their
responsibility for driving employee performance. It is noteworthy that all seven
participants provided responses with 19 references as shown in Table 1. One participant
described his feelings about his role in the following way during our interview, “My role
in the cyberloafing mitigation is to really ensure that my staff are consistently on task for
the most part.” Another participant described his role mitigating cyberloafing stating that,
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In my role, it does require that I assist my team and my advisors to manage their
time properly so that they are still successful in their role and meeting their daily
expectations here in the organization and not misusing their time and placing
themselves in danger by doing so.
A third participant stated, “My job is to not only monitor their production but
monitor what they’re doing whether they’re using the company computers illicitly for
non-work-related functions.” In a more vivid rendition of his experience, a fourth
participant related his role mitigating cyberloafing to his responsibility driving
performance when he stated,
My role with mitigating against cyberloafing is extremely important because
again, at the end of the day, if my team’s not hitting their number, it’s a third of
the business. It’s very important to me that my team is successful and we’re
hitting our targets and I mitigate against it because it can be a distraction... I don’t
care if it’s a company computer, your watch, your cell phone, your iPad; it’s still
company time. And at the end of the day, if you’re not meeting business results
and you’re not meeting your daily objectives, it’s an unacceptable practice to be
doing that.
As participants recounted their experiences mitigating employee cyberloafing,
they unanimously indicated that their role required deliberate actions aimed at monitoring
employee performance to understand and assess events and activities associated with
cyberloafing activity. The data supports Ryan and Deci’s (2000) form of extrinsic
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motivation that includes an external controlling force with individuals acting to satisfy
the demands of an external source. In the case of participants, the organizational demands
for performance serve as the external motivation driving managerial control of
cyberloafing.
Participants asserted that their mitigation role activities required active interaction
and engagement with employees to drive performance. A fifth participant described his
strategy for managing performance by actively engaging with employee in the following
way,
For myself, type of manager I am, especially in this business, I just basically ... I
manage by action. What I mean by that is ... I’m constantly on the floor and
finding out what’s going on and checking in on them so, that’s basically how I
police it.
Each participant understood their responsibility for controlling employee
behaviors and activities within the workplace. This understanding aligned with Campbell
et al.’s (2016) notion that middle managers have contractual and legal obligations to not
only guard the interests of their employers but also to control employees under
supervision. In a digital workplace, the problem for most employers’ hinges on the overexposure of employees to the distracting overflow of information made available by the
easy access to Internet (Ladner, 2015; Sheikh et al., 2015). Participants acknowledged
that work environments where employees use mainly online technology to perform work
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tasks, collaborate, and provide services to clients required proactive managerial control of
online technology usage. A sixth participant stated,
I generally manage their productivity... I view it from their productivity and the
tasks and the things I need them to do... in a call center as you probably know, we
have metrics on everything. I know when you take a break, I know when you’re
in between a call, I know everything. So, that’s how I would manage
cyberloafing. If you have too much of what we refer to as ‘after call’ work, it’s
probably a direct correlation to you’re on some other website or you’re doing
something.
Participants felt that managing cyberloafing through productivity allowed them to
easily identify individuals engaged in the unproductive activity. This aligns with Pînzaru
and Mitan’s (2016) claim that managerial cognizance of the different needs and traits of
their various team members helped drive performance improvements during cyberloafing
mitigation. Another participant stated,
A lot of the management just do observation and production. I look at if your
production’s low, I see what you’re doing every day. I observe for a while, are
you spending too much time on the Internet and not focusing on your students in
queue, and usually if that is the case then I would have one-on-one conversations
with those advisers. But, if you’re producing, and overproducing, and on top of
your students, I don’t pay much attention to what’s your personal use of the
Internet, because it is allowed on the floor.
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During interviews, I used probing questions further to elicit thicker descriptions to
help provide clear and concise answers to the central research question of lived
experience about the managerial role in cyberloafing mitigation (see Appendix D).
During a situation where I asked, ‘how do you control employee cyberloafing activity at
work?’ to elicit a deeper response, the participant responded,
I approach the management from the productivity standpoint. So, if you’re a
digital native and you can ... if you can do the job with a cell phone in your left
hand and still get it done and it sounds good, have at it. But if you can’t then you
need to put the cell phone down.
Participants expressed a certain level of conviction that their active role managing
cyberloafing affected employee performance; however, one participant reported taking
specific actions aimed at redirecting employees away from unproductive activities like
cyberloafing. The participant stated,
I am able to impact productivity, because I just again redirect attention away from
the activities we shouldn’t be doing towards the activities that we should be
doing... if I walk right up to them and they have a screen on that they’re not
supposed to be on, maybe they’re shopping for something, I’ll see them kind of
strategically click their mouse and it’s on a different screen. I can kind of catch on
to all those small things... I find that, again, redirecting attention to what is
important for productivity works.
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Participants discussed how they maintained situational awareness about employee
cyberloafing while managing employee performance. This supports Rahimnia and
Mazidi’s (2015) findings that monitoring employee activity works well for employees
with lower levels of cyberloafing self-control. One participant stated,
We spend more time there watching, monitoring what they’re doing while on
their computer... we try to be out on the floor with them, face-to-face so I can see
exactly what they’re doing... if somebody’s constantly on their cell phone and not
doing their job, that’s when I intervene and now it’s getting excessive cause
you’ve been on the phone for the last 15 minutes as opposed to doing your job.
When asked about daily interactions with employees during mitigation, some
participants indicated some concerns about minor cyberloafing activity being permitted at
work. As an example, one participant mentioned that,
If you’re producing and overproducing, and on top of your students, I don’t pay
much attention to what’s your personal use of the Internet, because it is allowed
on the floor... I think I more take an interest in what are you doing with your time
if I see a reduction in production if I see you’re not meeting your numbers if I see
you’re missing appointments. It usually is the behaviors that will lead me to start
looking at what are you doing.
Jandaghi et al. (2015) noted the impracticality of eliminating cyberloafing
suggesting that managers adopt effective mitigation mechanisms while encouraging
productive online technology use. The results of this study support these assertions, as all
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participants agreed about the essentiality of proactively watching employee performance
levels as a precursor for cyberloafing mitigation. During member checking, participants
recapitulated their feelings about the important role activity managing employee
cyberloafing through situational awareness about employee performance with no new
information.
Viewing the data from a symbolic interaction theoretical perspective, a part of the
conceptual framework for this study, managerial understanding of their roles in
mitigating employee cyberloafing is shaped by daily interaction with employees
involving the employment of daily tactics to curb the effects of cyberloafing on
performance and learned experiences during cyberloafing interventions (Bhattacharya &
Tang, 2013). Social interactions at the workplace between employee and manager allow
managers to develop situational awareness of what individual employees are doing, not
doing, and capable of doing (Bhattacharya & Tang, 2013). Maintaining a situational
awareness about employee performance to manage employee cyberloafing shows that
this role activity is essential to the effective managerial control of employee cyberloafing.
Drawing from the extrinsic motivation theoretical perspective, the middle
manager’s keenness to mitigate employee cyberloafing behavior at work stems from a
required function within the organization to establish an innovative and creative work
environment (Deci & Ryan, 2000; Gagné & Deci, 2005). Mollick (2012) found that
middle managers played a more significant role in driving organizational performance
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because of their indispensable role managing multiple projects, allocating organizational
resources, and supervising the completion of projects.
From this human motivation theoretical perspective, the ramifications of
managing employee cyberloafing, if conducted using employee performance metrics to
detect distractions, could offer practitioners a useful method in combination with
technical mechanisms for identifying individual cases of cyberloafing in digital
workplaces. Another interesting revelation from the data connotes participant display of
situational leadership as evidenced by their preparedness to intervene when employees
engage in unproductive cyberloafing affecting their performance. Participants exhibited
elements of the Hersey-Blanchard situational leadership model with four distinct styles
delegating, participation, selling, and telling (Hersey et al., 1979).
Emergent Theme 2: Proximity Matters
Theme 2 proximity matters revealed that participants believed that proximity to
employees provides a mechanism for ameliorating the problem of cyberloafing enhancing
the effectiveness of their mitigation efforts. Employee perceptions of exposure to the
watchful eyes of the supervisor because of physical proximity and workplace layout acts
as a cyberloafing deterrence mechanism (Rahimnia & Mazidi, 2015). In addition,
Rahimnia and Mazidi (2015) noted that managerial proximity enhances opportunities for
supervisory use of verbal persuasion and manipulation to control employee behavior.
When asked how their monitoring presence influenced their roles in controlling
employee cyberloafing at work, participant’s descriptions centered on how their physical
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proximity to employees enhanced their ability to mitigate cyberloafing positively
affecting performance. As participants recounted their experiences, they indicated that
proximity facilitated physical closeness with problematic employees enabling the use of
prompts or verbal instruction to redirect attention or behavior. One participant asserted,
My team knows that I can hear just about everything that’s going on. Whether it’s
being able to see their screen all day, which again, they know I’m not looking
over their shoulder like looking for that kind of stuff... I think that there is a
difference between having an onsite manager and having an offsite manager.
Another participant stated,
I have twenty-two employees that work in the building. For the most part, they’re
seated in a close range to me... I do believe that me physically being there affects
their attention to their work or their productivity... in my experience, there’s still
some human element to them seeing me sitting right there. They’re probably a
little more attentive to their work. Whereas if I was off-site all day, their numbers
may be slightly less productive.
A third participant expressed concern that he did not have available technical
monitoring software to monitor technology usage but being physically close to
employees facilitated active monitoring of cyberloafing activity. The participant stated,
I’d say being close positively affects cyberloafing mitigation because I can
physically see what they are doing. Without being close, it could be difficult.
Because, I don’t have a technology role, so, I couldn’t use technology to track that
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information unless I’m going to request it... So, just being there and being able to
see what they’re doing. Because otherwise if I have an employee struggling, I can
only guess that, "Hey, you’re probably on the Internet". But if I can walk by and
see that the employee is struggling because part of a distraction is because he or
she is on the Internet, then I am better able to address the situation.
Rahimnia and Mazidi (2015) posited that having an open office layout at the
workplace enhanced managerial control of cyberloafing by exposing employee online
technology usage to physical monitoring by their supervisors. The results of this study
support this assertion, as participants agreed that a monitoring presence positively
affected the effective managerial control of employee cyberloafing at work. Another
participant acknowledged the benefits of having an office layout that enhanced
supervisory monitoring presence. The participant stated,
My monitoring presence has helped in reducing cyberloafing activity. My desk is
within proximity of my team. I can see the majority, about 50% of my staff, from
where I sit and work out of... It does enhance it because we are talking about
either business matters or just simply continuing our rapport-building process.
Similarly, another participant an open office layout enhanced the opportunity to
monitor employee activities and behavior and stated,
I think I more take an interest in what are you doing with your time if I see a
reduction in production if I see you’re not meeting your numbers if I see you’re
missing appointments. It usually is the behaviors that will lead me to start looking
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at what are you doing... I think it helps to be able to because from where I sit I can
see most of my teams’ computer screens, so it does help.
One participant acknowledged the benefits of having an onsite manager however,
he felt that his proximity to employees was ineffectual to his managerial role mitigating
cyberloafing at work. The participant described a preference for empowering the
employee to take ownership of their work rather than relying on proximity to drive
compliance. The participant emphatically stated,
As to whether I’m here, they still take pride in being successful in their job. I
really, really, really, work towards getting my agents and my team to a place
where they have that ownership so that it’s like an intrinsic motivation for them to
be successful. Not a, oh my boss is here so I better make sure that I’m chipping
away. I want to make sure that I set them up for success in that regard and
empower them to have that intrinsic motivation. So again, there’s always going to
be a difference when your manager or your supervisor is onsite but it’s minimal. I
travel sometimes quite a bit for work and when I’m gone for three days at a time,
two, three days at a time, I’m not worried about what they’re doing here. In
regards, I don’t think it’s anything different that they’re doing than when I am
onsite.
During a follow-up session, the participant reiterated how his monitoring presence
minimally affected employee cyberloafing behavior or activities because his employees
felt empowered to self-regulate online technology use having a clear understanding of his
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expectations and the organization’s policies. An explanation for this participant’s
response relates to his employee’s high level of maturity using online technology which
resulted in his adoption of a delegating leadership style with minimal cyberloafing
interventions (Hersey et al., 1979).
Except for the one participant, with a differing view on the effects of managerial
proximity, member checking produced no new information as the remaining participants
agreed that their monitoring presence affected the role performance during cyberloafing
mitigation. Looking at the data from a symbolic interaction conceptual lens, a part of the
conceptual framework for this study, the meaning participants derived about the effects
of their monitoring presence on their roles in mitigating employee cyberloafing is shaped
by the activities and interactions with employees at the workplace. This aligns with one
of the premises put forward by Blumer (1969) which holds that meaning people have
about an issue is acquired from social interaction.
Emergent Theme 3: Cyberloafing Interventions
Theme 3 cyberloafing interventions emerged as an offshoot of mental
conversations where participants recounted their experiences while acting to redirect
employee behavior during cyberloafing mitigation. The middle manager’s role within
business organizations entails the containment of employee behavior through direct
control and manipulation (Harding, Lee, & Ford, 2014). Participants believed that
personal efforts during cyberloafing interventions taking charge and directing
subordinates contributed positively to the overall organization’s mitigation effort.
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Excessive cyberloafing activity affects employee performance requiring varying
levels of managerial interventions. According to Hersey and Blanchard (1979), the
leadership style managers choose to use during interventions must be guided by the
situational context and the task-maturity level of the employees under supervision. The
data shows that participants shared their unique set of experiences about the social
interactions during cyberloafing interventions and the effects of the interventions on
employee performance. One participant shared an experience involving an employee
request for special attention after recognizing a challenge with self-controlling
cyberloafing activity. The participant stated,
I had somebody on my team at the time that their sales performance was suffering
and I’d see them on Facebook or whatever the social media stuff was all through
the day. And I’m like ‘what are you doing?’ And they’re ‘ah no, no, no, I’m going
to get back to my leads now, I’m going to get back to my leads now.’ And after a
week, a week, and a half of having a pretty sharp conversation with ‘you need to
have your business activities done before you’re doing that.’ This person came to
me and said ‘hey, sit me right in front of you and I need you to watch me like a
hawk. I need it. Like please, I need you to do it because I need that. That’s the
type of support that I need.’ And I was totally taken aback and dumbfounded by
the fact that somebody wanted that. And the fact that that person was honest with
them self and honest with me to say for me to be successful, I need this from you,
and I did. And it was much easier to have the difficult conversation at that point
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because the employee that I had at that point opened them self up to it so for me
to be able to walk over to them, I wouldn’t even have to say anything. I’d walk
over and I would just look at them and they’d be like, you were right, and go right
back to work. So, that was something for me that was a very eye-opening
experience as to how to manage people.
The perception of the participant points to the adoption of the supportive situation
leadership style that incorporated shared decisions to drive behavior change (Hersey and
Blanchard, 1979). Another participant shared details of the conversations between
supervisor/employee during cyberloafing interventions. The participant stated,
In almost every case, during an intervention like that, I’m going to reference what
the team average is in comparison to what you’re doing, which eliminates the
concept of that it’s my thought of them. It’s everybody else is doing this thing,
and you’re not there. So, it’s clearly a reflection of you being outside the norm...
And then I think most people will attempt to then increase. And they do show
some increase in productivity... there’s obviously some people who maybe do a
minor spike and go right back to their old ways or don’t increase at all. And then
that leads into tougher conversations which maybe probably ends in a person
losing their job.
The initial response provided by this participant required a follow-up session to
clarify meaning. The participant reaffirmed that his cyberloafing interventions usually
involved presenting production metrics to the employee indicating showing a reduction in
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performance and emphasizing the need to refocus on productive behavior rather than
cyberloafing. This response aligned with Harding et al.’s (2014) assertion that
managerial contributions to driving employee’s performance involve using control
mechanisms and manipulation. Similarly, a different participant described the use of
employee focused coaching sessions in situations involving cyberloafing activity leading
to poor employee performance. This perception aligns with the coaching leadership style
as described in Ryan and Deci (2000) where the leader uses verbal persuasion to
influence a change in employee behavior. The participant stated,
What I’ll do if I have someone on my team who is struggling to meet production
goals is more attention to the person. Because I’m trying to figure out why is an
employee struggling to meet these goals...? I’ve passed your desk five times a day
and from the five times I’ve passed your desk, you were either surfing the Internet
shopping, or you were watching something on YouTube, or you were instant
messaging somebody that’s not work related. And, from there, we have a sitdown, we have a coaching session. Recap the coaching session so they know it’s a
documented coaching.
Again, another participant refers to ‘production goals’ which points to the
extrinsic motivation for using managerial control to ensure employee performance as
described in (Ryan & Deci, 2000). Participants agreed that interventions provided an
opportunity to develop mitigation plans to help encourage productive employee behavior.
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One participant shared an experience involving an employee’s inundation with
unproductive online technology usage leading to an intervention. The participant stated,
The experiences that I have had over the last five or six years or so has been
simply watching how a person can become so engulfed in their cyberloafing
activity that they lose sight of why we come in each day. I have watched
employees come in, and before they are looking at business matters, they are
turning on the last episode of their favorite show and playing it at their desk on
the screen without even worrying that someone might watch them, or catch them
in a sense... With some individuals, they can become so accustomed to the
cyberloafing that it becomes second nature to their daily work habits... For one
employee, I can recall was watching a show at his desk. I just kind of stood
behind him while he was watching his movie, and not to create an awkward
circumstance, I sat down next to him and was just kind of, you know, had my
hands underneath my chin, kind of just waiting for him to notice that I was there.
Without really having to say much, he realized that what he was doing was
wrong. Again, addressing it directly for some can be helpful, but I feel in my
experience just kind of taking a lighter approach and somewhat redirecting
attention and continuing to redirect attention has helped my team.
This participant’s description buttresses Hersey and Blanchard’s (1979)
supporting leadership style that shares the decision-making process aimed at redirecting
the employee to productive activity. One participant shared a different perspective
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highlighting the importance of factoring the cyberloafing activity into the hiring and
employee selection process. Also, the participant felt that mitigating cyberloafing in a
work environment with strong technical mitigation and strict acceptable usage policies
enhanced role performance. The participant stated,
If we get the right person, if we interview somebody the right way, correctly, then
essentially we’re going to end up with a positive result, we’ll have somebody that
actually understands that hey, we can monitor everything, we can see it, at the end
of the day... the Company has complete ownership over the workstation and they
know that ahead of time, so whether you’re doing something personal, either
checking your bank account or something like that, they know ahead of time, we
know we can see it. Anything that you do with a computer is technically the
property of the Company. When you let, them know ahead of time, they’re a little
leery of what they do on the computer, because we can always come back and,
hey, this is what you did. Why did you do that for this allotted period or what, did
you not read the internet policy? That type of thing.
This participant represents to directed leadership style as characterized by the
preference for communicating employee role with an expectation of compliance (Deci &
Ryan, 2000). In sharing practical knowledge about personal experience with employee
cyberloafing interventions, a participant acknowledged that some top performing
employees engaged in cyberloafing but managed their production. The participant stated,
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I have top performers that are on the Internet most of the day, but they’re able to
exceed their numbers every single cycle, and others that never are on the Internet
who are barely making their numbers. So, it really depends on the person. Yes, I
have those few that overuse it. They should be focusing more on getting better at
their jobs and it’s just a constant cycle back and forth.
Follow up sessions aimed at clarifying interpretation did not yield any new
information. Participants believed that cyberloafing interventions allowed them to take
charge and direct subordinates contributing positively to the overall organization’s
mitigation effort. In line with Blumer’s (1969) symbolic interaction theory, participants
showed that meaning acquired during cyberloafing interventions helped them develop
functional strategies aimed at driving performance.
Emergent Theme 4: Understanding Employee Online Technology Usage
The theme understanding employee online technology usage revealed that
participants understanding of employee technology use facilitated the development of
coercive strategies used to demand and obtain employee compliance with acceptable
online technology behavior. According to de Wet, Koekemoer, and Nel (2016), employee
online technology usage creates opportunities for individuals to get distracted and losing
track of time. As online technologies continue to transform our daily lives creating
increasing levels of dependency, participants recognized the need to remain vigilant and
redirect the attention of distracted employees (Melrose et. al., 2016).
Participants believed that an understanding of employee appropriation of
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technology use enhanced their cyberloafing mitigation role. As participants recounted
their experiences, they indicated that the prevalence of online technology affecting
everyday life required an understanding of employee use to mitigate misuse. One
participant mentioned that,
Things have changed and now that it’s a requirement that you must be on a
computer every single day, and for some people, every minute of your shift; I
absolutely think that it has changed the potential for cyberloafing to exist. It
invented cyberloafing in a certain regard.
Similarly, another participant described how an understanding of online
technology use required managerial vigilance because of the distractive influences of
online technology. The participant stated,
I think that there is an element to be more vigilant towards productivity... there’s
an element of, you bring in these distractions with you and they’re right next to
you and around you. So, I must spend more of my effort and time in keeping you
focused on your work and with the remainder of my time, then try to teach you
how to be better at the work.
Relatedly, some participants recognized addictive nature of online technology
and disparities in online technology usage between younger and older employees at work.
As an example, one participant stated,
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Most young people are going to be on their phones more than an older individual.
Especially with all these different social media that young people join... I can
easily identify if an employee is overusing their phone or not.
Participant knowledge about employee online technology use was based on
experience monitoring usage. One participant recalled that,
Being able to monitor their use of cell phones or any technology and what they’re
doing with that technology has helped me to understand what their needs are to a
certain extent... I would have to say that with the different generations that I do
have on my team, I have noticed that because we use technology every single day,
everyone is cyberloafing to an extent. Where it might be just one website that
someone who isn’t, a millennial might use because Facebook is it, you like to
look at Facebook all day, whereas someone who’s a millennial might be hopping
from one website to the other, so they might be focused on several activities at the
same time, whereas someone who isn’t quite as tech-savvy might just be on one
or two websites.
One participant acknowledged the dependence on online technology by digital
native employees requiring vigilance. The response aligned with Pînzaru & Mitan’s
(2016) findings that showed how managerial attitudes about digital native’s peculiarities
influenced the use of practical strategies for supervision. The participant stated,
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The majority of the employees that I have are Millennials, so the ones that grew
up with the technology so, I have had issues because of their dependence on it, the
majority of the people are constantly on some type of social media.
Pearson and Hussain (2015) posited that the increasing number of smartphone
owners was likely to increase addiction to social networking sites and narcissistic
behavior. Smartphone usage is one of the common online technology devices employees
use to connect to the Internet (Jamaluddin et al., 2015). One participant acknowledged
that reasonable use of smartphones was permitted at work and employees tended to be
more familiar with their own devices compared to work-related online technology. The
participant stated,
Usually when people text they use two hands, like I do, but, or their one finger,
then it’s harder to decide what are they actually doing. Are they playing a game
on their phone? Which, is also allowed... I feel like everybody on my team has no
issues with using all devices... They have issues with their own systems, but they
are very familiar with how you use Facebook, YouTube, text, and Pandora, or
whatever they’re doing, but come on our system, they don’t take the time to learn
those as well as they use...
No new information emerged during follow-up sessions aimed at validating either
interview transcripts or themes development after data analysis. Participants expressed
the view that understanding employee online technology usage facilitated the adoption of
more effective coercive strategies to demand and obtain employee compliance with
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acceptable behavior. This line up with DeSanctis and Poople’s (1994) theory which put
forward the notion of the effect of online technology usage within organizations
depended on employee adaptations to work and structures integrated within the devices
themselves.
Emergent Subtheme 1: Mitigation Barriers
The subtheme mitigation barriers emerged from the participant’s descriptions
about their role performance during employee cyberloafing mitigation. Mitigation
barriers reported range from issues relating to balancing cyberloafing expectations for an
employee working remote and non-remote employees, a distraction from other
responsibilities, enabling workplace policies, blurred lines between work-related and
personal online technology usage, employee cyberloafing evasive actions, and repetitive
cyberloafing behavior. A common perception held by participants indicated that the
mitigation barriers adversely affected their role performance mitigating cyberloafing.
When asked about the contributions participants made to the overall
organizational efforts aimed at mitigating employee cyberloafing, and prompted to shed
more light on successes and challenges during mitigation, the participant responded
overwhelmingly with the following challenges they experienced. One participant noted
the challenges created by having a large workforce working remotely and stated,
Over 80% of our workforce works from home. So, when you think about that, and
then out of the 20% of the workforce that’s onsite, almost all that is right here in
this building. So, when you have 80% remote workforce, it’s not necessarily the
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best thing to say, ‘well you absolutely shouldn’t be doing this’ because what
about the 80% of the company that is working from home right now. Is somebody
sitting there looking over their shoulder?
Another participant acknowledged that other responsibilities make it difficult to
constantly watch employees and stated, “It’s kind of difficult to do it all the time and
even with the employees themselves, they are constantly on the phone with students per
se and there are things going on, so sometimes it’s difficult to monitor everything...”
Interestingly, one other participant noted that mitigating cyberloafing often takes away
from other managerial responsibilities. The participant stated,
There’s an element of, you bring in these distractions with you and they’re right
next to you and around you. So, I have to spend more of my effort and time in
keeping you focused on your work and with the remainder of my time, then try to
teach you how to be better at the work... So, the challenge in that role is to keep
you efficient and productive.
Two participants described the use of social media for work-related business
creating complexities for organizations looking to curb personal social media use (a form
of cyberloafing). As discussed in Chapter 2, Schalow et al. (2013) pointed to an
escalation of the cyberloafing problem by organizations requiring employee use of online
technology creating obscurities deciphering between non-work and personal usage. One
participant stated,
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How do we tell our employees that they cannot be on social media when we do a
lot of promoting on social media? ...It has really placed that balancing act on the
role of the immediate supervisor to say, ‘Okay, let’s redirect. It’s not that you
can’t do it. Let’s just make sure that we are managing our time properly.’ That’s
really where the ball has been placed in our court because we really cannot define,
hey, one hour of Facebook and you’re cut off...
A few participants affirmed that their employees used social media for workrelated tasks making it difficult to regulate personal use. According to Dery et al. (2012),
employee online technology usage creates ambiguities related to the setting of boundaries
between work-related and non-work-related activities. One participant stated,
We do utilize social media to market, so it’s kind of a fine line, cause sometimes
they may be on it for personal, sometimes they may be on it for actual business
purposes, so sometimes it’s a fine line that we have to see, well, what is it that
you’re doing, you’re spending too much time on it...
In the words of another participant,
We are a company based on the use of technology, right? That’s something that
we promote. We also do a great deal of marketing through social media
channels... How do we tell our employees that they cannot be on social media
when we do a lot of promoting on social media? It has really placed that
balancing act on the role of the immediate supervisor to say, ‘Okay, let’s redirect.
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It’s not that you can’t do it. Let’s just make sure that we are managing our time
properly.’
When describing barriers, one participant noted that his organization permitted
employees listening to music using smartphones at work making it difficult for managers
to decipher between the employee’s listening to music and cyberloafing. This aligns with
Dery et al.’s (2012) position that smartphone usage creates ambiguities surrounding the
establishment of boundaries between work-related and non-work-related use. The
participant stated,
One of the difficulties sometimes is because we do allow them to listen to music
so you might be passing and they might be changing a song. But, how often you
pass and that same employee is changing a song is one way to determine whether
you need to have a conversation with an employee.
Emergent Subtheme 2: Observing and Persuading
Subtheme two observing and persuading emerged as participants recounted their
role behaviors during employee cyberloafing interventions using observation and verbal
persuasion to mitigate employee cyberloafing at work. When asked the question about
how participants controlled employee cyberloafing activity at work, participants
responded sharing details about keeping a watchful eye on employee cyberloafing
activity and using verbal persuasion to drive compliance. Responses presented captured
mental conversations in the minds of participants about their actions as individuals and
behavior as actors involved in controlling employee cyberloafing.
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Participant’s views on their role behaviors support Zoghbi Manrique de Lara et
al.’s (2006) position that leadership physical proximity, a precursor to employee
perceptions about organizational control, facilitate the reduction of employee
cyberloafing. One participant stated, “I’m constantly on the floor and finding out what’s
going on and checking in on them so, that’s basically how I police it. Just by watching
and observing what they’re doing daily.” A second participant mentioned,
My role is to understand which employees get off task and which employees stay
on task. To know which employees are going to be on the Internet or trying to be
on Netflix or Hulu and things like that...when you’re not making the right
decisions as a professional, I’m going to have some type of conversation...
Another participant stated,
I also do observation when I walk past employee’s screen... if I point out to you
that you’re on the Internet, and you know that I’m watching, if you’re on the
Internet, then you must spend more time doing the actual work.
One participant providing a thick description of observation and persuasion as a
manipulative tool used to coerce acceptable online technology usage. The participant
stated,
If I know that I have a team member that is not on pace to be productive that term
and I see them doing something that is not work-related on their computer, I may
redirect them by going through their pipeline with them... simply just talking
about what we need to do next right now to be productive. I do a great deal of
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walking around, just for the sake of communication, so I believe that that also
helps in reducing the cyberloafing itself...
A fifth participant affirmed that,
It’s just kind of being there on the floor with them, seeing what they’re doing...
My approach is more like just having that open line of communication... if you
explain it enough I feel like you can bring it home, it’s not hard to understand that
the policies are there, there in place for a reason. So, once you get to the same
page as the employee so they can understand why the policy is there, I think they
walk away with a good understanding, they think, all right, I understand... when
we communicate with it, after they see why, and then that way they back off and
then they start doing the correct thing.
An interesting response shared by one participant in response to a follow-up
question about mitigation activity described how the participant used verbal persuasion to
redirect employee behavior. He stated,
I would tell that employee, you know how it makes me feel when I ask you to do
something and you don’t do it and I come in here and you’re not meeting business
objectives and you’re still on Facebook or whatever the case is; you don’t respect
your job. You don’t respect me as an employer; you don’t respect the organization
and you’re just coming in here and that’s worrisome to me.
The participant noted that having these types of conversations was persuasive and
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helped redirect employee behavior. Finally, the last response to the probing question
relating to how participants controlled cyberloafing, the participant stated,
I take a look at if your production’s low, I see what you’re doing every day. I
observe for a while, are you spending too much time on the Internet and not
focusing on your students in the queue, and usually if that is the case then I would
have one-on-one conversations with those advisers... After we’ve talked about it
and if decided they need to spend less time on the Internet or they need to be
doing other activities, and I still observe that they’re not, I probably would pull
them aside again and ask them why they’re not doing what we discussed... It’s
getting them to understand, ‘You are here to do your job. You’re not here to
download your music or movies or play your game. I understand you want
something to do between calls.’
Participants during member checking confirmed the accuracy of transcripts and
restated summarized versions of initial responses during the follow-up sessions. In
summary, participant believed that using observation and verbal persuasion positively
affected the effectiveness of their role performance mitigating employee cyberloafing.
Emergent Subtheme 3: Setting Clear Expectations
The subtheme setting clear expectations corroborates the notion that setting clear
expectations and monitoring results is an important managerial cyberloafing control
strategy (Holguin, 2016). Participants recognized the value of communicating
instructions relating to the ‘what, why and how’ of online technology usage expectations
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to facilitate the effective control of employee cyberloafing behavior. This strategy aligns
with Hersey and Blanchard’s (2000) directing situational leadership style that involves
the provision of clearly defined followership tasks. This subtheme emerged because of
participants repeated references to the channeling techniques used to mitigate
cyberloafing in relation to their responsibilities as managers. Participants mentioned that
setting clear expectations about acceptable and unacceptable cyberloafing behavior
empowered employees to self-regulate their online technology usage.
One participant stated, “I set very clear expectations with the team and I believe
that the style of me being able to empower them and giving them the tools that they need
to have ownership of their job.”
Non-technical mitigation of online technology usage requires managerial control
mechanisms that include planning, enforcement of usage policies, as well as employee
sensitization programs (Rahimnia & Mazidi, 2015). Participants agreed that sensitizing
employees with acceptable and unacceptable behavior empower them to self-regulate to
meet the standard. Another participant stated emphatically,
I’m going to set expectations what I expect you to do, and you need to meet those
expectations... So, I think that a person, and most individuals, they’re going to go
out if I’m clear in setting expectations that you’re not meeting the productivity
standards. Most people will go out and try to increase their standards and improve
that.
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Managerial capacity building interventions help reduce counterproductive
employee workplace behaviors (Manzoor et al., 2015). One participant described how he
used employee capacity building strategy to drive compliance that included having
expectations sessions with team members. He stated,
One of the things that we usually do, especially at the beginning of the year, I
personally do an expectations meeting... One of my expectations is... to be on
task. I usually stress the current expectations for my team... my team, for the most
part, complies, especially now.
Rahimnia and Mazidi (2015) indicated the managerial role in the management of
employee cyberloafing allows for supervisory communication with the employee to
control cyberloafing behavior. One participant described how engaging in supervisory
communication with employees facilitated employee compliance with acceptable online
technology usage. He stated,
My approach is more like just having that open line of communication, setting the
expectation up front so they know exactly what they have to do and explaining the
consequences, I think that’s key, too, so you let them know exactly, okay, you can
do it, I’m not going to be able to watch you 24/7 but if you do get caught this is
what could potentially happen.
Middle manager participant’s responses showed that channelizing managerial
cyberloafing mitigation activity enhances the nurturing of productive employee behavior.
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Emergent Subtheme 4: Understanding Duties and Obligations
The emergence of this subtheme understanding duties and obligations developed
from responses shared by participants about their role experience as occupants of
leadership positions responsible for driving employee performance and mitigating
employee cyberloafing behavior. The middle manager’s role effectiveness managing
employee cyberloafing was linked with the middle managers understanding of the
responsibility to ensure compliance of team members with acceptable online technology
usage. As one of the participants worded it, “We are responsible for making sure that our
employees once again are managing their time properly.”
Middle manager participants presented a shared commitment to driving
performance and a clear understanding of their responsibility for controlling employee
cyberloafing in digital work environments. They understood that cyberloafing activity
had the potential to adversely affect employee performance requiring them to adopt
measures to control it. One participant explained this during our interview,
My role with mitigating against cyberloafing is extremely important because
again, at the end of the day, if my team’s not hitting their number, it’s a third of
the business... It’s very important to me that my team is successful and we’re
hitting our targets and I mitigate against it because it can be a distraction.
Campbell et al. (2016) asserted that middle managers have contractual and legal
obligations to safeguard their employer’s interests and control employees under
supervision. Middle manager participants found it indispensable to understand and
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perform their responsibilities in relation to controlling employee activities and behavior.
One participant described this vividly during our interview,
My role in that would again be to be observant of what people are doing... My
role is to understand which employees get off task and which employees stay on
task. To know which employees are going to be on the Internet or trying to be on
Netflix or Hulu and things like that. That is my role as a manager which again to
me, I process that as to know who’s going to be productive and who’s not. So, in
doing that as a manager, I do know who my heavy Internet users are and who are
not.
A common denominator for this subtheme was that middle managers understood
the responsibility that their organizations permitted minor cyberloafing within reason,
however, serious cyberloafing was unacceptable and requiring active enforcement. An
interview with a participant described this as follows, “Culture and employee satisfaction
from productive employees is very important to us. So, by that stance, we are okay with
personal Internet usage to a level... pornography, indecent exposure, is unacceptable.
Profanity, those are unacceptable things..."
Middle managers also understood that their role in the mitigation of employee
cyberloafing required equitable enforcement within their teams. As one participant
described it,
Everybody is managed to the same business result and with the same standard of
what is acceptable and what’s not but the delivery of those messages and the style
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of the delivery of those messages is different based on how the receiving party
and the varied employee would receive it.
Although all participants agreed that having a clear understanding of
their responsibilities for mitigating cyberloafing activity facilitated effective enforcement
and performance. Some expressed an aversion toward non-work related online
technology usage. As one participant stated, “My role in the cyberloafing mitigation is to
really ensure that my staff are consistently on task for the most part... it comes down to if
you can get your employees engaged, and doing their work, that means they’ll become
more productive overall... I’ve always identified being on the computer, on the Internet
surfing, as one of the distractions that my employees should always try to avoid.”
There were participants who indicated an understanding of the managerial
responsibility for helping employees manage their work time efficiently enhanced the
role performance mitigating cyberloafing. One participant stated,
In my role, it does require that I assist my team and my advisors to manage their
time properly so that they are still successful in their role and meeting their daily
expectations here in the organization and not misusing their time and placing
themselves in danger by doing so. It has really placed that balancing act on the
role of the immediate supervisor to say, ‘Okay, let’s redirect. It’s not that you
can’t do it. Let’s just make sure that we are managing our time properly.
Others noted that as middle managers, they were held accountable for employee
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online technology misuse requiring them to have a clear understanding of their
responsibilities. As one participant described it,
My job is to not only monitor their production but monitor what they’re doing
while they’re using the computer for Company... my responsibility on it is, if it
gets to that level, let’s say IT or someone upper level, in operations, sees it, I’m
looked at like, well, you missed it. Like, okay, there’s something ... if it got to us,
it means it went further than you, so that one aspect you missed that this employee
was doing this and then I’m questioned, ‘where were you, what did you do to
prevent this, did you communicate to the employee?’
Campbell et al. (2016) posited that middle managers have contractual and legal
obligations to guard the interests of their organization and to control employees under
supervision. Middle manager participant’s descriptions of their lived experiences showed
that having a good grasp about managerial duties and obligations and a commitment to
driving performance enhanced their role performance mitigating employee cyberloafing
activity. Participants did not provide any additional information or disagree with the
interviews transcripts or themes development during member-checking.
Emergent Subtheme 5: Using Managerial Discretion
This subtheme using managerial discretion emerged from responses participants
offered indicating that middle managers with the latitude of actions available to exert
control on their employee cyberloafing activity behavior were likely to be more effective
in their role performance. Participants expressed feelings of satisfaction with having the
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freedom to be flexible in their approach to controlling employee cyberloafing activity.
Some participants indicated an aversion to micromanaging employee activity because
they wanted to encourage employee self-regulation of daily activities with a focus on
work-related activity. In agreement with Chiu and Peng (2008) micromanaging
employees could lead to the perception of abusive supervision resulting in employee
deviance.
Participants described how they used latitude of actions available to them to exert
control to drive the desired cyberloafing mitigation outcomes. As an example, one
participant stated,
I am the furthest thing from a micromanager... If somebody is successful and their
job is done, I’m not sitting there saying ‘hey, why are you on Facebook’ things
like that, but if there’s somebody on the team who is suffering and their numbers
aren’t there and I see them on Facebook all day, I’m going to say ‘hey, what are
you doing? Is that the best use of your time?’ It’s kind of a give and take because
again, we’re all adults here, I’m not here to say ‘hey, why are you on the Internet.’
In response to a follow-up question to clarify meaning, participants described how
using discretion allowed the manager relax control during downtimes at work and as he
described it,
There are days where some of my agents are on the phone every minute of every
day and then there are days where they’re waiting two hours between calls.
There’s only so much outreach activity that we can do and it kind of depends.

150
Another participant described how he allowed minor cyberloafing
activity as far as the employee meets performance requirements. As one of the
participants worded it,
As long as those are getting done, they can cyberloaf if they want to. I don’t have
a problem with them doing other things if it’s not interfering with the tasks and
responsibilities they do at their jobs... I view you as a professional who
understands what you need to do to get your job done. And I don’t have to, maybe
some would say micro-manage you, stand over you, and make sure you’re doing
that.
Other participants adopted a laid-back approach to cyberloafing management and
as one participant described it, “My success comes from just my leadership style, to be
honest with you. I’m not the type of leader that’s always going to be...I don’t micromanage. Similarly, another participant stated, “I do not set a rule on the team that says,
‘You may not be on the Internet for an hour per day,’ I do not do that. Instead, I will
redirect. I do not set a time limit or a rule on my team about that.” One participant,
however, indicated a willingness to closely control employee online technology usage
when required. He stated, “If it comes to the point that I have to micro manage I will, it’s
not my preference, but, if it’s necessary then it’s done.”
Likewise, one more participant described using managerial discretion to
determine when or when not to adopt a micro-management strategy to deal with
employee cyberloafing. The participant stated,
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If you’re producing and overproducing, and on top of your students, I don’t pay
much attention to what’s your personal use of the Internet, because it is allowed
on the floor. I like to have my hand in the business and I like to be voluntarily told
what’s going on without me having to go into your business. However, if I feel
the need or I feel that you are not handling your business correctly, I will start to
micromanage you.
Emergent Subtheme 6: Working with Unclear Mitigation Policies
Organizations continue to struggle with issues relating to balancing employee
online technology usage rights and organizational needs for employee performance and
protections against liability creating ambiguities in mitigation policies (Cox, Goette, &
Young, 2005). In line with Cox, Goette, & Young (2005), the subtheme working with
unclear mitigation policies emerged during participant’s responses about the
effectiveness of their implementation and enforcement of organizational acceptable
online technology usage policies in a rapidly changing technological environment.
Participants expressed feelings of frustration with having ambiguous cyberloafing
mitigation policies within their organizations. As one participant stated,
There is, not a specific policy around it... regarding checking personal email and
being able to go on YouTube and watch a video here and there, there’s not an
explicit that you absolutely under no circumstances should be doing this, versus
like a…, as long as you’re doing your job, your successful in your job, again the
thinking is we are all adults.
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Other participants reported that within their organizations, employee cyberloafing
mitigation policies were unclear or unspoken. As one participant worded it, “It’s an
unspoken policy.” Another participant acknowledged having a policy in place but noted a
lack of explicitness when he stated,
Our policy would be more something, and I’m not quoting it word for word, but it
would say something to the effect that any conduct that would be offensive to
your neighbor, or something like that, is unacceptable. So, there’s no policy that
would say, ‘You cannot look at pornography. Or you cannot watch TV shows
where they use profanity.’ But it would say, ‘Conduct that is viewed as
unprofessional in the workplace or offensive to your co-workers is unacceptable.’
That would be the extent to the policy we have.”
One participant described how her organization transitioned from tighter control
policies to more flexible policies because of the nature of work empowering more
managerial autonomy. The participant stated,
There is no policy, per se. I don’t think we have a real strategy. It’s more of it’s
up to the associate director to manage their team. We’ve had in the past, had floor
guidelines, and we try to stick with those, but it’s not something that’s brought up
regularly. It’s just up to the associate directors to manage their teams and make
sure production is still moving along... I feel that there should be some tighter
rules in place for some of the floor guidelines, such as the Internet usage to make
sure our advisors are being more productive, but because we’re in the
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environment of waiting for calls most of the time it’s hard to do that. When you’re
in the outbound environment it’s a lot easier, because there are things that you
could be doing every minute.
Another participant noted that because of the downtime at work, the organization
permitted minor cyberloafing during work. A participant stated, “Here at work we have a
lot of downtime between phone calls, so it is permitted that the advisors can use the
Internet, personal use between calls, ensuring their work is done as well outside of the
calls.”
Emergent Subtheme 7: Staying Current With Technology Advancements
The subtheme staying current with technology advancements emerged as
participant described how their knowledge about the proliferation of nomadic computing
and the consumerization of mobile devices affected the effectiveness of their role
performance mitigating employee cyberloafing. Some participants felt it was important to
keep abreast with advancements in online technology to facilitate a better understanding
of employee cyberloafing behavior. Rice and Leonardi (2013) noted that employee
decisions to use both personal and work-provided online technology to communicate,
manipulate, and storage of information for personal business depend on a variety of
personal factors.
Participants felt that keeping current with technology advancements allowed them
to be more proactive with their mitigation strategies. One participant stated,
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My role in mitigating against it is to be staying current with how technology is
changing and evolving so that I can plan how to mitigate against that... Staying up
to date and in tune with these enhancements and developments as much as
possible so that I can be proactive instead of reactive. So, that I can have a
generalized idea of what’s happening and how to mitigate against it versus having
somebody show up and it’s like, there’s this whole new era of people doing crazy
different things.
Another participant described how knowledge about online technology
advancements facilitated effective non-technical mitigation strategies. The participant
stated,
My knowledge about those additional technologies available does. It has helped
and impacted my knowledge and mitigation strategies, because again, with an
iWatch, right, you can send messages back and forth. You can do quite a few
things with your wearable technologies and tablets and things like that. It just
helps me to not just look at the computer screen, maybe pay attention to what’s on
the employee’s desk as I walk around. Just for awareness, I don’t plan to be a
stickler for those things. I mean, if you’re wearing an iWatch and you’re checking
a message, I’m not really opposed to that. I even have employees that will bring
in their own laptop separate from the work device, and they’ll play a basketball
game on their desk from a separate device. I’m not opposed to that as long as they
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aren’t working, but yes, it does make me more aware and attuned to looking at not
just the screen but everything that’s going on.
Other participants acknowledged how technological advancements have created
dependencies affecting individual daily activities. The participant stated,
I think it impacts it just because I think it’s more the reliance, if you notice, just
go back the last 10 years, there’s more reliance on technology that there ever has
been. People are dependent on it for just about everything, we’re talking about
from shopping to just traveling. People don’t look at maps anymore. People use
the GPS on their phones... They can do more on a phone or on that type of device
than they can do on the computer there. When they’re dependent on it, it’s almost
like an addiction now, so, if somebody’s constantly on it, then yes, that’s going to
affect their work.
Discrepant Cases
All participants answered interview questions providing useful details about their
experiences with their role managing employee cyberloafing behavior at work. None of
the participants refused to answer any of the interview questions. During a review of the
interview transcripts, I identified two discrepant cases where participant responses
differed significantly from the responses of other participants. In the first instance, one
participant felt that manager/employee proximity had minimal effects on his role
mitigating cyberloafing at work. He explained that only 20% of his employees work
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onsite and he empowered his employees to take ownership of their Internet activity and
made sure to set the right expectations.
In the second instance, the responses to interview question by another participant
that was the highest-ranking manager that participated in the study, were bereft of
significant detail even when prompted to expand his answers. The participant controlled
and oversaw an entire admissions department and as such, he demonstrated a lesser
amount of knowledge about the role compared to all other participants. As an example,
each of the participants shared specific examples of experiences encountered during
employee cyberloafing interventions. Responses made by all the other six participants to
the interview question on experiences with mitigation and the effects on performance
described their experiences as either an astonishing, an illuminating, or a learning
experience.
In contrast, the participant offered no specific experience even after probing
further during the interview his senior position within his department provided for
additional layers of supervision under him which appeared to shield him from having
sufficient direct experience with mitigating the employee cyberloafing. This explained
the inability to share specific instances relating to personal experience with cyberloafing
mitigation interventions.
The Essence of Participants Experience
The essence of participant’s experience is a composite depiction of the meanings
participants ascribed based on first-hand accounts about their role as middle managers in
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the mitigation of employee cyberloafing. This depiction provides an intuitive amalgam of
the textural and structural participant descriptions about their experience. The middle
managers interviewed shared stories about their role perceptions, role behaviors, and role
performance; lived within the context of mitigating employee cyberloafing.
They shared their beliefs, feelings, and thoughts about their role in the mitigation
of employee cyberloafing at work and suggested that the most important control activity
required active monitoring of employee’s cyber-behavior and performance. Cyberloafing
activity is permitted to some extent within organizations and middle managers need a
good grasp of their role in the mitigation of cyberloafing behavior to help set clear
expectations, recognize unproductive activity, and intervene when necessary (Schalow et
al., 2013). Also, participants displayed situational leadership as evidenced by their
preparedness to intervene when employees engaged in unproductive cyberloafing
affecting their performance. Participants exhibited elements of the Hersey-Blanchard
situational leadership model with the four distinct styles delegating, participation, selling,
and telling (Hersey et al., 1979).
Workplace responsibilities holding participants accountable for driving employee
performance together with the adverse effects of cyberloafing activity made it an
imperative for middle managers to mitigate cyberloafing to enhance performance. Middle
managers interviewed believed that if the mitigation barriers they experienced were
removed, their role mitigating cyberloafing behavior would be significantly enhanced and
could yield increased levels of employee performance.
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Each participant understood that cyberloafing activity, especially in digital work
environments, required managerial vigilance to redirect employees from cyberloafing.
Also, participants viewed the mitigation of employee cyberloafing from a performance
perspective, channelizing mitigation efforts, and combining observation with verbal
persuasion. Having a personal commitment to driving performance and an understanding
of the responsibility for controlling employee cyberloafing is essential for managers in
digital work environments.
When the workplace allows managerial discretion in the control of employee
cyberloafing activity, employee performance can be assured as far as the manager
channels his or her mitigation efforts proactively. Individuals involved in that role have
the ability use their proximity with employees to monitor and intervene when
cyberloafing activity begins to affect employee performance. Manager propinquity to
employees under supervision is a useful tool that provides a mechanism for the
effectiveness of managerial control of cyberloafing behavior.
Organizations with digital work environments benefit from having on-site
managers that understand their responsibility managing cyberloafing with work facilities
designed to enhance the effectiveness of managerial monitoring. Finally, participants
viewed an understanding of employee appropriation of technology use and technological
advancements as useful enhancers of mitigation performance and effectiveness.
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Summary
In Chapter 4, I presented a description of the research setting, participant
demographics, participant recruitment, data collection, data analysis process, and
evidence of measures used to establish trustworthiness. I provided information about the
results of the data analysis used to uncover the meaning participants ascribed to their role
in the mitigation of employee cyberloafing at work. Also, in this chapter, I offered details
on the thematic development process used to derive the essences of participant
experiences and discussed discrepant cases identified during data analysis. In Chapter 5, I
describe how the results contribute to the body of knowledge on cyberloafing
management. The chapter includes information on the study’s limitations and its
influence on trustworthiness. Chapter 5 ends with recommendations for future research
and implications of the study from a social change perspective.
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Chapter 5: Discussion, Conclusions, and Recommendations
This chapter provides a recapitulation of the study’s purpose, the methods used to
facilitate discovery, as well as a summation of the results. In addition, I discuss the
conceptual frameworks influence on the interpretation process from a post-data analysis
perspective. The chapter includes information on the study’s limitations and its influence
on trustworthiness. Recommendations for future research and implications of the study
from a social change perspective will conclude the chapter.
Overview
This phenomenological study was designed to explore the lived experiences of
middle managers about their role mitigating employee cyberloafing at work. The
pervasive nature of employee cyberloafing activities at the workplace despite electronic
monitoring and technical deterrence systems within organizations informed the decision
conduct this study. The study specifically focused on the digital workplace where
employees use only computer hardware, software, interfaces, and connectivity solutions
to perform work tasks, collaborate, and provide services to clients.
This study used a qualitative research method and the transcendental
phenomenological approach that involved core processes aimed at facilitating the
unraveling of knowledge. Qualitative research methods offer a holistic framework that
facilitates a broad exploration of complex issues related to a lived experience (Khan,
2014). The lived experience of middle managers concerning their role in the mitigation of
employee cyberloafing at work was the central focus of this study. A quantitative method
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did not usefully allow for the uncovering of a realistic view of participants lived
experiences and provide a comprehensive description of the issue (Yilmaz, 2013).
This study is pioneering the first research effort aimed at exploring the role of
middle-level management in the mitigation of employee cyberloafing at work using a
conceptual framework that draws from the symbolic interaction and adaptive
structuration theories. Contemporary research on cyberloafing management within
organizations continues to hover around combining deterrence mechanisms with
functional strategies individual manager develop to drive performance. This study
extends the knowledge on cyberloafing management by providing insights as to the
mental conversations middle managers controlling cyberloafing behavior in digital
workplaces have about their role.
Interpretation of the Findings
Descriptive phenomenology aims to recount the all-important and meaningful
essences of an issue relying primarily on the rich textual data from participant responses
(Giorgi, 2012). Contemporary research studies focused predominantly on the variation of
managerial strategies used to mitigate cyberloafing behavior in terms of successes
recorded, significance, and working with digital natives, as discussed in Chapter 2. In
terms of the central research question that looked at the role of middle managers in the
mitigation of employee cyberloafing at work, the findings of this study helped extend
knowledge on the managerial role in the organizational cyberloafing management efforts.
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Blumer’s (1969) symbolic interaction theory and DeSanctis and Poole’s (1994)
adaptive structuration theory served as tools of engagement governing the data collection
plan and illuminating information during data analysis. The symbolic interactionist
worldview helped elicit the multiple realities participants developed through social
interaction and lived experience while the symbolic interactionist lens advanced the
uncovering of influences that shaped middle managerial perceptions about their role in
cyberloafing mitigation.
The middle manager’s role experience mitigating cyberloafing involves a
continuous process shaped by periodic monitoring of employee performance on one end,
the use of functional interventions on the other, and a varied mix of ideas developed in
between. The daily routine of the middle manager involves activities that facilitate the
development of a working knowledge of employee appropriation of technology for both
work and non-work-related activity which in turn fosters the development of effective
cyberloafing control measures.
The results provided a window through which other researchers could understand
meaning middle manager participants ascribed to the mitigation of cyberloafing based on
their proximity with employees and their first-hand experiences with employee
appropriation and use of online technology. Traditional understanding about the middle
manager has been that of using managerial control to keep employees in line with their
work performance requirements (Holguin, 2016; Manzoor et al., 2015; Pînzaru & Mitan,
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2016). The participants shared their perceptions about their role perceptions, behaviors,
and performance within the context of mitigating employee cyberloafing at work.
The key findings of this study helped recognize and illuminate the significance of
the middle manager’s role in the organizational efforts aimed at employee cyberloafing
mitigation. Predominantly, I identified four key components of the middle manager’s role
in cyberloafing mitigation. The themes encapsulating the meaning of the middle
manager’s role in cyberloafing mitigation at work include managing employee
performance, proximity matters, cyberloafing interventions, and understanding employee
online technology usage.
Subthemes representing the different elements of the non-technical techniques
embraced by participants during cyberloafing mitigation included mitigation barriers,
observing and persuading, setting clear expectations, understanding duties and
obligations, using managerial discretion, working with unclear mitigation strategies, and
staying current with technology advancements. Also, the findings support the notion that
middle managers, especially in digital workplaces play a key role using a combination of
managerial control mechanisms to curtail employee cyberloafing. Evidently, the middle
manager’s role in the mitigation of employee cyberloafing at work required active
monitoring of employee’s cyber-behavior and activity.
The first theme, managing employee performance, was the most important
because of middle managers understand that maintaining situational awareness about
employee performance fosters the recognition of cyberloafing activity.
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Unlike findings in Holguin (2016) and Grossenbacher-Fabsits (2011), the results
of this study highlighted middle manager experiences and thoughts about their roles in
organizational efforts aimed at curbing employee cyberloafing in digital work
environments. Managerial role perceptions about cyberloafing mitigation are developed
through workplace interaction allowing for increased sensitivity to situational elements
related to employee online technology use, activities or behaviors affecting production
and necessitating intervention. The results revealed that managers who maintained a
situational awareness about performance while managing employee performance were
more likely to control employee cyberloafing activity more effectively.
The second theme, proximity matters, proved to be an important element of the
middle manager’s role in the organizational efforts aimed at the mitigation of
cyberloafing. The theme confirmed Rahimnia and Mazidi’s (2015) findings that
managerial proximity enhances opportunities for supervisory use of verbal persuasion
and manipulation to control employee behavior. Also, data from this study supported
Grover’s (2014) assertion that monitoring proximity required managerial critical
understanding to foster the adoption of cyberloafing mitigation strategies that avoid the
backlash of animus and instead enhance positive outcomes from employees.
Monitoring proximity creates some complexities especially in workplaces that
combined both remote and onsite workers. The challenge is dealing with online
technology misuse when more than half of the workforce worked remotely. An open
office layout facilitated physical closeness with problematic employees making it easier
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to use prompts or verbal instruction. Managers taking advantage of proximity control are
likely to be more effective in their organizational role controlling employee cyberloafing.
The theme cyberloafing interventions align with Harding et al.’s (2014) findings
that the middle manager’s role within business organizations entails the containment of
employee behavior through direct control and manipulation. Managerial experience with
employee cyberloafing interventions provides an opportunity to develop mitigation plans
to help encourage productive employee behavior. Mitigating cyberloafing in a work
environment with strong technical mitigation and strict acceptable usage policies
enhances their role performance.
The theme understanding employee online technology usage confirmed the
findings by Liao et al. (2009) that suggested middle manager’s responsibility for
controlling team members necessitated an understanding of appropriation of online
technology when looking to mitigate misuse. The data from this study also supported
results from Andreassen et al.’s (2014) study that indicated middle manager aversion to
employee online technology misuse. Managers with a good understanding of employee
technology usage would more likely adopt effective coercive strategies to demand and
obtain employee compliance with acceptable behavior.
The subtheme mitigation barriers revealed that cyberloafing mitigation barriers
adversely affected their role performance mitigating employee cyberloafing. The results
support findings in Schalow et al. (2013) that found an escalation of the cyberloafing
problem through the employee requirement to use of online technologies like social
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media for work creating challenges setting boundaries between non-work and personal
usage. Using observation and verbal persuasion positively affects the effectiveness of
their role performance mitigating employee cyberloafing.
The subtheme observing and persuading depicts participant’s beliefs about their
role behavior during employee cyberloafing interventions using observation and verbal
persuasion to mitigate employee cyberloafing at work. Travis, Sarah, Bharat, and
Jitendra’s (2017) conclusion that managerial use of verbal persuasion is vital especially in
situations dealing with difficult employees seems to be generated by the prevalence of
problematic employee behavior at work. Jamaluddin et al. (2015) found communicating
the linkage between cyberloafing activity and reductions in performance enhanced the
effectiveness of managerial control of cyberloafing which seems to parallel the results of
this study indicating the use of situational awareness about employee performance as a
precursor for managing cyberloafing.
Using observation and verbal persuasion are important mechanisms that
positively affect the effectiveness of the middle manager’s role performance driving
acceptable employee online technology usage. The results support Soror et al.’s (2012)
advocation for alternative strategies for handling excessive online technology usage by
facilitating self-regulation and identifying mechanisms to encourage acceptable usage.
The subthemes setting clear expectations confirmed findings in Holguin (2016)
that indicated functional managers controlled unacceptable cyberloafing by
communicating expectations about online technology usage. Communicating clear
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expectations is an integral part of performance management at the workplace (Pulakos,
Hanson, Arad, & Moye, 2015). Managers channelize their cyberloafing mitigation efforts
to enhance productive employee behavior. Setting clear expectations and holding the
employee accountable provided an opportunity to encourage self-regulation and
autonomy.
Managerial understanding of duties and obligations, one of the subthemes that
emerged during data analysis, is an important part of the middle manager’s role during
cyberloafing mitigation. This subtheme aligned with Campbell et al.’s (2016) assertion
that middle managers have contractual and legal obligations to protect employer interests
while controlling employees under their supervision. In addition, the subtheme resonates
with viewpoint shared in Harding et al. (2016) that middle managers have the
responsibility for using control mechanisms and manipulating social interactions to drive
performance. Managerial commitment to driving productivity and an understanding of
the responsibility to control employee cyberloafing are an essential part of the middle
manager’s role in the organization’s mitigation efforts.
The subtheme using managerial discretion emerged after participant responses
showed that they did not like to control every employee activity. Managerial discretion
refers to managers at the workplace having the latitude to take decisions about how they
manage employee cyberloafing behavior (Birdsall, 2017). Managers use latitude when
making decisions about their approaches dealing with cyberloafing interventions.
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This subtheme does not align with Henle, Kohut, Booth (2009) finding that
pointed out the arbitrary nature of allowing managerial discretion in the mitigation of
cyberloafing within organizations leading to employee perceptions of unfair treatment.
Despite the aversion, using managerial discretion can be explained by the lack of clear
mitigation policies within some business organizations. In theory, having the flexibility to
control managerial approach to mitigating employee cyberloafing activity increased the
effectiveness of their role performance.
Working with unclear mitigation policies was the next subtheme that emerged
during data analysis. Cyberloafing activity is permitted to some extent within
organizations requiring middle managers to have a good grasp of their role in the
mitigation of cyberloafing behavior. Schalow et al. (2013) showed how cyberloafing
continues to pervade organizations, especially as employee requirements to use of online
technologies for work making it difficult for the employee to establish clear boundaries
between non-work and personal online activity. Working with unclear cyberloafing
mitigation policies adversely affects managerial mitigation role performance.
The last subtheme, staying current with technological advancements affects the
middle manager’s role performance mitigating employee cyberloafing. This supports
Melrose et al.’s (2016) assertion that advancements in online and communication
technologies continue to transform the lives of humans with increasing levels of
incorporation into the day to day functioning. An understanding of new technological
developments facilitates the proactive development of new strategies aimed at mitigating
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employee misuse of the new technology. In general, staying current with technological
advancement creates the opportunities for proactive approaches to mitigation of
employee cyberloafing activity rather than reactive approaches.
Limitations of the Study
In this study, I have addressed only the role of the middle manager in mitigating
employee cyberloafing at work specifically within the context of a digital work
environment. The research setting for this study was restricted to work environments
within the higher education industry in Florida; however, it would have been useful to
have had a wider spread of contexts with a participant pool drawn from other industries
with predominantly digital work environments.
Although the interview questions generated valuable information about the
experience, I believe it would have been beneficial to have included participant
observation in the research design. Data collection, analysis, and interpretation processes
required additional expertise to ensure rigor due to my inexperience with qualitative
research. Another limitation involved using of face-to-face interviews and one telephone
interview as the primary data collection method. I addressed this limitation by
triangulating data sources combining interview data, with data from interview notes, and
reflective journals.
A potential for researcher bias developed during data collection because three
participants included in the study occupied management position at the same organization
where I hold employment. I ensured to fully disclose the nature of the relationship with
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participants and it is noteworthy that the three participants in reference, work in a
different division and occupied positions above me in terms of hierarchy, therefore
eliminating any potential for undue pressure. I believe they provided true and honest
responses because their transcripts did not indicate any more positive information in
comparison with the other participants.
My engagement with all participants did not present any challenges surrounding
undue familiarity influencing the objectivity of responses. One participant that indicated a
willingness to participate that was well known to me was eliminated from participating
during the pre-selection process.
Recommendations for Further Research
My focus for this study centered on gaining an understanding of middle manager
feelings about their role managing employee cyberloafing within a digital work
environment. I purposefully selected 7 participants with experience managing employee
cyberloafing from higher education institutions in Florida for interviews using a
semistructured format. From the themes that emerged after data analysis, the
transcendental phenomenological approach, an initially developed form of
phenomenology that seeks to discover only the described and lived experiences of the
participant, facilitated the unraveling of true meaning participants ascribed to their human
experience mitigating employee cyberloafing (Moustakas, 1994).
I used a combination of face-to-face interviews and telephone interviews to
collect data on participant’s feelings about their role mitigating employee cyberloafing in
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a digital workplace. The study aimed to disclose human experience derived from human
consciousness presenting the data without adding or making inferences and
generalizations. As outlined in the data analysis plan, the data analysis for this study
developed analytical outputs about the factors influencing how middle managers felt
about their role mitigating employee cyberloafing at work. Data analysis procedures used
in this study drew from the modified Van Kaam method outlined in Moustakas (1994)
and I combined hand coding and NVivo 11 Pro software coding during data analysis with
the NVivo 11 Pro software program used for data management and storage.
The research design development involved the identification of a specific problem
despite the host of challenges associated with the management of employee cyberloafing.
This study centered on middle managers working in organizations associated with digital
work environments. The interest in exploring middle managers emanated from their
responsibility as first line supervisors for driving performance among employees.
As outlined in Chapter 1, the limitations of this study provide opportunities for
further research using an alternative research approach or research instrument to gain a
different perspective of the issue. Future researchers could consider collecting data using
a case study research design to gain a deeper understanding of the issue through
interviewing and observation. Including observation to the researcher’s data collection
plan could foster the identification of observable elements not included in my study.
Furthermore, my study pioneered the adoptions of the symbolic interaction and adaptive
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structuration theories as a conceptual framework. Using a case study design would allow
the researcher an opportunity to challenge the theoretical assumptions of this study.
Participants in this study indicated that managing employee cyberloafing, if
conducted using employee performance metrics to detect distractions, offers managers a
useful method in combination with technical mechanisms for identifying individual cases
of cyberloafing in digital workplaces. Another opportunity for future research would
involve the adoption of a quantitative design to explore further the relationships between
maintaining situational awareness about employee performance and the management of
employee cyberloafing activity. Quantitative research methods focus on determining the
association between variables in a population, uncovering the disposition of the variables,
and making justifications about knowledge.
The third opportunity for future research involves taking a closer look at the
barriers hindering the effectiveness of the middle manager’s role performance during
cyberloafing mitigation to uncover possible ways to overcome them. An ethnographic
research design would facilitate the immersion of the researcher within the target
population’s environment to gain a first-hand worldview of the issue. Relatedly, the
results of this study revealed managerial adaptation to working with unclear cyberloafing
mitigation policies. Another opportunity for future research would involve conducting
research to understand the associated peculiarities.
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Implications
My study provided answers to the research question offering the wider
community of interest on cyberloafing management valuable information about
managerial contributions to the overall organizational efforts aimed at mitigating
employee cyberloafing. Seemingly, the results make several contributions to the research
literature on the management of cyberloafing supporting the need for organizations to
consider redefining their managerial functions. The results also suggested that the middle
manager plays a consequential role in the mitigation of employee cyberloafing at work.
Significance to Practice
Until recently, the focus of cyberloafing research has centered on managerial
control supplying business organizations with best practices and learning opportunities.
In contrast, this study zeroed in on the managerial role of middle managers mitigating
cyberloafing behavior by evaluating participant’s perceptions about their experiences.
Consequently, the results of this study are important to practice because they bring to
light the masked middle managerial role enhancing a better understanding of their
mitigation efforts. Recognizing and illuminating important managerial cyberloafing role
activities could help facilitate the development of clearer definitions of the middle
manager organizational role mitigating cyberloafing within organizations.
Significance to Theory
This examination of the managerial role in the management of employee
cyberloafing at work using a conceptual framework drawing from the symbolic
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interaction and adaptive structuration theories enhanced the originality of the research
study. Collectively, the two theories facilitated a deeper understanding of the symbolic
meaning middle managers developed about their role in cyberloafing mitigation acquired
during workplace interactions with subordinate employees and the meaning they ascribed
to employee appropriation of online technology use at the work and how that knowledge
affects their role mitigating such behavior.
The target population of the study was all middle manager’s responsible for
supervising employees using online technology to perform work tasks, research into the
managerial role in the management of employee cyberloafing is minimal compared to
that on the strategies middle managers use to manage cyberloafing. Even though some
research is available on managerial approaches to cyberloafing management (e.g.
Grossenbacher-Fabsits, 2011; Holguin, 2016; Manzoor et al., 2015; Pînzaru & Mitan,
2016; Saraç & Çiftçioğlu, 2014), they have been conducted mainly a strategy perspective,
rather than a role one as is the case in this study.
This study’s outcomes provided a window through which other researchers could
understand influences, choices, and identities related to organizational online technology
users. The study was significant to theory because it offered new knowledge that could
help businesses reshape cyberloafing control mechanisms and policy implementation.
Significance to Social Change
The participants involved in this study were mid-level managers actively engaged
mitigating employee cyberloafing activity at work. Among the four role activities
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identified, managing employee performance through situational awareness of employee
cyberloafing activity was considered the most important managerial role activity,
especially for managers working in predominantly digital work environments. An
understanding of the transformational influence the middle manager uses to mitigate
employee cyberloafing behavior offers businesses with an opportunity to develop new
mitigation strategies developed from a better understanding of the manager/employee
interactions as well as managerial knowledge of employee appropriation of online
technology. Consequently, my results should broaden our knowledge on the role middle
managers play in the organizational efforts aimed at mitigating employee cyberloafing at
work.
Conclusion
In the July 1995 edition of the New York Daily News, Kamins published an
article “Cyber-loafing: Does Employee Time Online Add Up to Net Losses?” At the
time, few organizations and their employees concerned themselves with the relatively
unknown term. Today, the cyberloafing phenomenon permeates globally creating
productivity losses for organizations and consternation for managers responsible for
driving employee performance. Indeed, the relentless advancements in online technology
continue to transform people’s lifestyles, workplaces, businesses, in terms of the ease of
accessing, disseminating and sharing information (Connell, Gough, McDonnell, &
Burgess, 2014; Melrose et al., 2016). Per Deloitte (2014), the digital workplace includes
all work environments where employees use mainly computer hardware, software,

176
interfaces, and connectivity solutions to perform work tasks, collaborate, and provide
services to clients.
Yet, the consumerization of personal information and communication devices like
smartphones, tablets, portable gaming devices, and portable laptops substituting
organization-owned devices is causing great perturbation for organizations and their
managers because of the associated distractions resulting in productivity losses (Pirani &
Meister, 2014; Porter & Heppelmann, 2015). Today, between 60% and 80% of
employees engage in cyberloafing activity during work hours resulting in losses in
productivity (Nazareth & Choi, 2014). In an analysis of the annual cyberloafing related
productivity losses to businesses in the United States, Jia et al. (2013) reported that costs
run between $54 billion and $84 billion.
Despite the adoption and deployment of the policies and technical deterrence
mechanisms, employee cyberloafing continues to persist (Glassman et al., 2015). The
pervasive effects of employee cyberloafing on performance require the augmenting of
existing cyberloafing strategies to enhance overall organizational performance (Kataria,
Rastogi, & Garg, 2013). Lim (2002) made one of the first attempts at differentiating the
types of cyberloafing behavior where she distinguished cyberloafing activity into
browsing and emailing. Browsing activities included visiting websites for entertainment,
financial services, news, social networking, shopping, sports, and pornography to name a
few. Emailing activities involved the reviewing, receipt, and exchange of personal
emails. After an investigation of actual cyberloafing behavior, Blau, Yang, and Ward-
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Cook (2006) expanded the types of cyberloafing activities by introducing another
category that involved interactive Internet activity. Interactive Internet activities included
playing live online games, chatting online, making live posts on social networking sites,
and downloading information.
In the past decade, we have seen the emergence of research on the management of
employee cyberloafing with innovative theories and methodological procedures used in
the context of social constructivist-interpretive conceptual frameworks. The conscious
acts of intellection behind researcher interests in the management of employee
cyberloafing centers on the need to improve employee performance and reduce revenue
losses resulting from cyberloafing activity (Holguin, 2016).
The gap between evidence of the effectiveness of detection mechanisms and the
enforcement of cyberloafing mitigation policies may be due to poor supervision of online
technology use. Middle managers play a significant role in enhancing the performance of
teams under their supervision. Middle managers in extant cyberloafing research have
received little attention, yet they might play a vital role in the management of employee
cyberloafing behaviors and activities. Few studies have focused on the adequacy and
effectiveness of the strategies used by middle managers aimed at mitigating the different
typologies of employee cyberloafing. This study explored middle manager roles
perceptions about their experiences during the combating of employee cyberloafing.
Manager physical proximity to employees under supervision is a useful tool that
provides a mechanism for the effectiveness of managerial control of cyberloafing

178
behavior. Organizations with digital work environments benefit from having on-site
managers that understand their responsibility managing cyberloafing with work facilities
designed to enhance the effectiveness of managerial monitoring. Participants shared their
beliefs, feelings, and thoughts about their role in the mitigation of employee cyberloafing
at work and suggested that the most important control activity required active monitoring
of employee’s cyber-behavior and performance.
Cyberloafing activity is permitted to some extent within organizations and middle
managers need a good grasp of their role in the mitigation of cyberloafing behavior to
help set clear expectations, recognize unproductive activity, and intervene when
necessary (Schalow et al., 2013). Also, participant displayed situational leadership as
evidenced by their preparedness to intervene when employees engaged in unproductive
cyberloafing affecting their performance. Participants exhibited elements of the HerseyBlanchard situational leadership model with the four distinct styles delegating,
participation, selling, and telling (Hersey et al., 1979).
Workplace responsibilities held participants accountable for driving employee
performance together with the adverse effects of cyberloafing activity made it an
imperative for middle managers to mitigate cyberloafing to enhance performance. Middle
managers interviewed believed that if the mitigation barriers they experienced were
removed, their role mitigating cyberloafing behavior would be significantly enhanced and
could yield increased levels of employee performance. Seemingly, the results of this
study make several contributions to the research literature on the management of
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cyberloafing supporting the need for organizations to consider redefining their
managerial functions. The results also suggested that the middle manager plays a
consequential role in the mitigation of employee cyberloafing at work.
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Appendix A: Participant Invite to Participate in Research Study
Middle Manager Invitation to Participate in Research Study
Dear Sir/Ma’am,
My name is Anizizo Aku, and I am a doctoral student at Walden University. I am
currently conducting a study on the middle manager’s role in mitigating employee
cyberloafing to fulfill requirements of the Walden University Ph.D. in Management
program with a focus on leadership and organizational change.
I am conducting interviews as part of a research study designed to elicit feedback about
your experiences and understanding about your middle management role in curbing
employee cyberloafing in a digital work environment. The overall aim of the full-scale
study is to compile meaningful insights from the lived experiences and perceptions of
middle managers about possible barriers or best practices associated with the
effectiveness of non-technical organizational strategies aimed at combating employee
cyberloafing and implementing anti-cyberloafing policies.
This study is not looking to assess or evaluate your personal management style,
experience, or technique. Alternatively, the focus is to learn more about the role middle
managers play in the overall organization efforts aimed at mitigating the cyberloafing
phenomenon.
No compensation will be made for participating in the study. Participation is completely
voluntary and in the event, you feel uncomfortable during the interview, you can stop at
any time. No harm is intended to you as a participant and anonymity of Participants
responses will be kept confidential.
Should you choose to participate, your contribution would provide valuable insights and
enhance a better understanding of the phenomenon. Pre-arranged face-to-face interviews
will be conducted and will last for approximately 30-45 minutes. Audio recordings will
be made during the interview with notes written as the interview progresses (transcripts
of audio recording will be provided to all participants).
If you have any questions, please email me at managingcyberloafingstudy@gmail.com.
Thank you.
Anizizo Aku
Doctoral Student
Walden University
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Appendix B: Follow Up Participant Invite to Participate in Research Study
Middle Manager Follow-Up Invitation to Participate in Research Study
Dear Sir/Ma’am,

I just wanted to check again to see whether you would be interested in participating in a
research study designed to elicit feedback about your experiences and understanding
about your middle management role in curbing employee cyberloafing in a digital work
environment. The overall aim of the full-scale study is to compile meaningful insights
from the lived experiences and perceptions of middle managers about possible barriers or
best practices associated with the effectiveness of non-technical organizational strategies
aimed at combating employee cyberloafing and implementing anti-cyberloafing policies.
This study is not looking to assess or evaluate your personal management style,
experience, or technique. Alternatively, the focus is to learn more about the role middle
managers play in the overall organization efforts aimed at mitigating the cyberloafing
phenomenon.
No compensation will be made for participating in the study. Participation is completely
voluntary and in the event, you feel uncomfortable during the interview, you can stop at
any time. No harm is intended to you as a participant and anonymity of Participants
responses will be kept confidential.
Should you choose to participate, your contribution would provide valuable insights and
enhance a better understanding of the phenomenon. Pre-arranged face-to-face interviews
will be conducted and will last for approximately 30-45 minutes. Audio recordings will
be made during the interview with notes written as the interview progresses (transcripts
of audio recording will be provided to all participants).
If you have any questions, please email me at managingcyberloafingstudy@gmail.com.
Thank you.
Anizizo Aku
Doctoral Student
Walden University
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Appendix C: Response Email to Prospective Participants with Eligibility Questions
Response Email to Prospective Participants with Eligibility Questions

Dear Sir/Ma’am,
Thank you for your email response. To determine your eligibility to participate, please
respond via email and answer the following ‘yes’ or ‘no’ questions:
1. Are you currently employed in a middle management position responsible for
supervising, developing, and coaching subordinate employees?
2. Do you work in a digital workplace where employees use mainly computer
technology to perform work tasks, collaborate, and provide services to clients?
3. Do you have experience mitigating subordinate cyberloafing activity?
4. Are you male or female?
5. Are you willing to candidly share your experiences and understanding about your
role in the mitigation of employee cyberloafing?
I truly appreciate your inclination to participate and look forward to reading your
response.
Sincerely,
Anizizo Aku
Doctoral Student
Walden University
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Appendix D: Interview Questions
Interview Questions with prompts
Interviews are semistructured with questions and prompts designed to encourage in-depth
responses from participants.
1. Describe your role in the mitigation of employee cyberloafing at work?
a. Prompt: What meaning do you ascribe to your role in the mitigation of
employee cyberloafing at work?
b. Prompt: How do you control employee cyberloafing activity at work?
c. Prompt: What personal experiences with employee cyberloafing
mitigation have allowed you to be more knowledgeable about your role in
cyberloafing mitigation?
d. Prompt: What non-technical mitigation strategy(s) have you used at work
to mitigate employee cyberloafing?
2. Describe how your monitoring presence (proximity) to employees impacted your
role controlling employee cyberloafing at work?
a. Prompt: How does your monitoring presence facilitate effective
supervision of employee cyberloafing activity?
b. Prompt: How does your daily interaction with employees enhance your
situational awareness about employee cyberloafing activity?
c. Prompt: How does your monitoring presence enhance your understanding
of employee appropriation of information and communication
technologies?
3. Describe how your experiences and interaction with employees during employee
cyberloafing mitigation interventions have influenced positive employee conduct
and productivity.
a. Prompt: How does the knowledge constructed while mitigating employee
cyberloafing allow you to improve employee productivity?
b. Prompt: How does authority and control contribute to the effectiveness of
your role mitigating employee cyberloafing behavior or activity?
c. Prompt: How have you handled employee cyberloafing violations and the
processes surrounding employee sanctioning and punishment?
4. Describe what contributions you have made to the overall organizational efforts
aimed at mitigating employee cyberloafing?
a. Prompt: What strategies have you used to motivate and reward good
behavior in your role mitigating employee cyberloafing?
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b. Prompt: Explain contributions you have made to your organization’s
cyberloafing mitigation efforts in terms of education, training, and
awareness programs.
c. Prompt: What are some barriers you experienced executing non-technical
mitigation strategies aimed at curbing employee cyberloafing?
d. Prompt: What are some successes you achieved executing non-technical
mitigation strategies aimed at curbing employee cyberloafing?
5. Describe how your understanding of employee appropriation of information and
communication technologies at work enhanced the effective conduct of your role
in cyberloafing mitigation?
a. Prompt: Tell me about your experience identifying patterns of behavior
and evasive actions employee’s use to access the Internet for non-workrelated activity?
b. Prompt: How has your knowledge of employee appropriation of
information and communication technologies for non-work-related
activity influenced your role in the cyberloafing mitigation effort?
c. Prompt: What importance did you believe that the proliferation of
advanced information and communication technologies would play over
your role in cyberloafing mitigation?
6. Describe how your knowledge about the proliferation of nomadic computing and
the consumerization of mobile devices impacted your role in employee
cyberloafing mitigation?
a. Prompt: How did the knowledge about individual employee sophistication
with information and communication technologies impact your role in
mitigating cyberloafing?
b. Prompt: How did the knowledge about individual employee possession
and use of wearable technology, mobile communication devices with
Internet access technologies impact your role in mitigating cyberloafing?
c. Prompt: How do you see the effectiveness of your organization’s
acceptable usage policies and your implementation and enforcement of the
policies in a rapidly changing technological environment?
7. Is there any other important information you would like to share about your role
mitigating employee cyberloafing at work?
a. Prompt: Insights on the important role middle managers play in the
employee cyberloafing mitigation efforts.
b. Prompt: The shared role between Information Technology managers,
Human Resources managers, and middle managers in the mitigation of
employee cyberloafing.

