This paper presents an evaluation study of wired and IEEE 802.11b wireless LAN (WLAN) applied in a small business computer networks. The simulation is conducted using OPNET IT Guru. Various scenarios have been designed and analyzed on different users, services and cases. Also, this paper presents a simulation study to ensure maximum network performance with different statistics of global, node and links. Our simulation results measured at multi background utilization such as 0%25%, %50% and 70% and performance measures show the limitations for IEEE 802.11b WLAN to be taking in consideration through design operation.
Introduction and 2. Related Works
Designing a computer network in optimal performance and meeting the requirements for all the users in an organization is very important decision. Before purchasing and deploying the equipment, it is beneficial if the network can be simulated quickly with ease and without much expense. The OPNET Technologies, Inc. offers simulation software for the enterprise and the uni-versities [1] . The OPNET™ IT Guru Academic edition software, is very useful for creating a simulated network and learning the fundamentals of networking technologies. The software has a toolbox, which allows a user to simulate any network with a variety of equipment, including workstations, routers, switches, servers, and links between the devices. It also enables users to make modifications to the network for latency, bandwidth, utilization, and, then, to study their impact. LAN are now commonplace on many areas such as: homes, airports, university campuses [1, 2, 3, 4] . Technologies such as Ethernet and IEEE 802.11b wireless LANs (WLANs) have changed the way people think about networks. In this paper, we explore four different traffic in LAN to observe and analyze the performance difference and to outline the limitations. Our work is based on measurements of a proposed computer network experiment. We use the OPNET IT Guru 9.1 simulation environment with its detailed models of IEEE 802.11b, TCP/IP, and HTTP…etc. We parameterize the simulation model based on four levels of utilization measurements. We then build our recommendation regarding the results achieved in all proposed level of utilization and use these results in a simulation to study addressing the scalability of the LAN for a small business area network. Our experiments focus on the end-to-end throughput, Wireless Access point delay, and the impacts of factors such as number of clients, HTTP transaction rate, FTP download send and receive which can be achievable in the four different utilization network environment. We used an infrastructure networks as shown in Figure. 1. The parameters must be set in order to configure the simulation, Duration: 300 seconds, Speed: 128 and Values per statistic: 100. The network consists of four subnets. Each of these subnets represents one of the following Offices or Rooms: Meeting Room, Commercial Office, Management Office and Engineering Office Each of these subnets is connected to the switch (ethernet16_switch) with 100BaseT link. For the purpose of the Internet connection, an IP cloud is connected to the router. Additionally, firewalls are used for the security of the FTP and HTTP Ethernet servers and the security of the employer's computers [6] . The connections between the router and the IP cloud, as well as the IP cloud and firewall are implemented by using PPP_DS1 link (1.53Mbps) ADSL connection.
Simulation Scenarios
This section of the paper describes the implementation of the LAN Scenario by using the OPNET simulation tool, as seen in Figure ( In this section, the results and the discussion of them are described.
Figure1: The proposed overall network
Ethernet Delay
This section describes the concept of the Ethernet delay of the whole Network (Global Statistics). Ethernet delay is the statistic, which represents the end-to-end delay of all packets received by all stations [6] . In table 1, the time average Ethernet delay of the whole network (Global Statistics), for different valuespercentages of background utilization can be observed. it is obvious that the average time Ethernet Delay increases as the background utilization increases. This relationship illustrated very well as show in the same table. 
Email Traffic Statistics
This section describe the average time of email traffic for the whole Network (Global Statistics). In Figures 2,3,4 and 5, the email traffic sent and the email traffic received can be observed for different values of the background utilization. The email traffic sent (bytes/sec) represents the average number of bytes per second traffic submitted to the transport layers by all email applications in the network. Moreover, the email traffic received (bytes/sec) represents the average number of bytes per second forwarded to all email applications by the transport layers in the network.
FTP Traffic
This section describes the concept of the FTP traffic of the whole network (Global Statistics). The statistics for the FTP traffic of the network include the FTP download response time (sec), the FTP upload response time (sec), the FTP traffic sent (bytes/sec) and the FTP traffic received (bytes/sec).First of all, the FTP download response time (sec) describes the time elapsed between sending a request and receiving the response packet. Measured from the time a client application sends a request to the server to the time it receives a response packet. Every response packet sent from a server to an FTP application is included in this statistic. In addition, the FTP uploads response time (sec) represents the time elapsed between sending a file and receiving the response. The response time for responses sent from any server to an FTP application is included in this statistic. Furthermore, the FTP traffic sent (bytes/sec) represents the average bytes per second submitted to the transport layers by all FTP applications in the network. Moreover, the FTP traffic received (bytes/sec) describes the average bytes per second forwarded to all FTP applications by the transport layers in the network. In the following Figures, the FTP traffic is described and analyzed for different values of the background utilization. 
