Biometrics based individual identification is observed as an effective technique for automatically knowing, with a high confidence a person's identity. Multi-modal biometric systems consolidate the evidence accessible by multiple biometric sources and normally better recognition performance associate to system based on a single biometric modality.Multi biometric systems are used to overcome this issue by providing multiple pieces of indication of the same identity. This system provides effective fusion structure that combines information provided by the multiple field experts based on decision-level and score-level fusion method, thereby increasing the efficiency which is not conceivable in uni-modal system.Multi-modal biometrics can be attained through a fusion of two or more images, where the subsequent fused image will be more protected. This paper discusses various fusion techniques, architecture of multi-modal biometric authentication and working of biometric fusion i.e. Iris and Fingerprint recognition that are used in multi-modal biometrics.
I. INTRODUCTION
Biometric systems automatically determine or confirm a person's identity based on his anatomical and behavioural characteristics like fingerprint, palm print, vein pattern, face and iris [1] . A method of recognizing or confirming the identity of an individual person or subject that depends on the physiological and behavioural characteristics is biometric recognition. Multimodal biometrics rise correctness by considering other very specific biological traits to limit the no of applicant for an identity. Multimodal biometric systems use more than one physiological or behavioural characteristic for enrolment, verification and identification.
A multimodal biometric authentication, which recognizes an individual person using physiological and behavioural characteristics, such as face, fingerprints, finger geometry, iris, retina, vein and speech is one of the best attractive and effective techniques. These methods are more reliable and capable than knowledge-based[2] (e.g. password) or token-based (e.g. Key) methods. Since biometric features are hardly stolen and forgotten. However, a single biometric feature sometimes fails to be exact sufficient for confirming the identity of a person. Through combining multiple modalities enhanced presentation reliability could be achieved. Due to its promising requests as well as the theoretical challenges, multimodal biometric has drawn more and more attention in current years. Iris and fingerprint multimodal biometrics are beneficial due to the use of non-invasive and low-cost picture acquisition. In this method we can easily acquire iris and fingerprint images using two touch sensors simultaneously. Existing studies in this approach [3] serve holistic features for face representation and results are shown with minorrecords set that was reported. Multimodal system also provides anti-spoofing measures by which it becomes problematic for an intruder to spool multiple biometric traits at the same time. However, an integration scheme is required to fuse the data presented by the individual modalities. Multimodal biometric scheme has addressed some issues related to uni-modal biometrics such as; [ 
II. STEPS OF MULTI-MODAL BIOMETRIC SYSTEM
The simple requirements of any biometric system are Input device, Biometric software and Databank. A. Input Device: An input device like scanner, writing pad etc. are used to control the input which is then used by the software part. B. Biometric Software: Software to process the input and changes it into digital form, extracts the features and compares the result [6] . In terms of correctness, the performance of a biometric system totally depends on the quality of the software. C. Database: A databankis used to store the mathematical data which is further used for the comparison. Features extracted from the input samples are kept instead of input samples as the samples take more space and putting away features saves time for processing samples again to extract the features. The presentation of the software is most important part of a biometric system as the accuracy of the system should be contingent on quality of the software.
III. ARCHITECTURE OF MULTI-

MODAL BIOMETRIC SYSTEM
The two main processes involved are enrolment or registration, confirmation and identification. Fig. 2 shows the architecture of a general biometric system. 
IV. LEVELS OF MULTI-MODAL BIOMETRIC FUSION SYSTEM
Biometric Fusion takes place at various levels i.e
Sensor, decision and score etc. described below:
[10] Biometric information is then used for user verification and for public/private keys generation.
VI. FINGERPRINT AND IRIS
RECOGNITION SYSTEM
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