In this paper, a novel electro-optic feedback phase chaotic system based on nonlinear coupling of two delayed interfering branches is proposed and analyzed by numerical simulation. The feedback loop of the proposed system contains two delay branches and a Mach-Zehnder modulator. The chaotic voltages generated from two branches are nonlinearly converted in order to reduce their temporal correlations. The dynamic characteristics and the complexity of the generated chaotic signal are evaluated by the bifurcation diagram and permutation entropy, respectively. Besides, the simulated results show that the timedelay signature can be concealed effectively with a lower feedback gain, meanwhile the key space is extended considerably since more tunable parameters are nonlinearly coupled, thus the security can be improved greatly. Furthermore, the communication system based on the proposed scheme is discussed, and the results demonstrate that this system can be applied in secure communication.
thus accurate parameter control is essential at the fabrication stage [9] . Besides, bandwidth enhancement of the chaotic carrier is required for high-speed chaos communication. Meanwhile, it become more difficult to obtain synchronization of higher-bandwidth chaos [10] . Another approach to generate optical chaotic signal is employing the nonlinear transfer function of Mach-Zehnder modulator (MZM). This type of system is called Ikeda-based electro-optic (EO) delayed feedback system. Owing to the unique predominance in high modulation speed, good stability and low cost, it receives extensive investigation [9] , [11] , [12] .
On the other hand, optical chaotic secure communication system, as a hardware cryptography scheme, its security relies essentially on keeping the parameters secret. However, many researchers show that the traditional Ikeda-based EO delayed feedback systems are vulnerable to eavesdropper [13] , [14] . Firstly, the time-delay parameter, as a very sensitive key for decryption process, can be easily obtained from the statistical analysis including autocorrelation function (ACF) [13] , delayed mutual information (DMI) [14] and so on. Besides, the key space of these systems is relative lower, once the time-delay parameter is identified, the underlying chaotic dynamics can be reconstructed by using artificial neural network [15] , [16] , and then the whole system will be cracked out. Consequently, extending the key space and concealing the time-delay signature (TDS) are two effective methods to improve the security of Ikeda-based EO delayed feedback chaotic communication system [17] .
So far, a larger number of researches focused on suppressing the TDS have been reported [17] [18] [19] [20] [21] [22] [23] [24] [25] [26] [27] . Various types of method have been attempted, such as adjusting the parameters [17] [18] [19] [20] [21] , mutual injection of dual feedback loop [22] , [23] . However, these approaches all containing either pseudorandom binary sequence (PRBS) generator [22] , [23] or digital signal processing (DSP) module [17] , [19] . The clocks between the transmitter and receiver need to be synchronized and it is hard to realize. Besides, the TDS can also be suppressed with the help of nonlinear converting, the temporal correlation of the original chaotic signal can be reduced or even eliminated after non-linear and non-invertible transformation [24] . For example, the system in [25] converting three chaotic phase-modulated signals into three chaotic intensity-modulated signals by a 3 × 3 optical coupler, the TDS can be suppressed while three chains have different center wavelength, otherwise, the required feedback gain is very larger (i.e., β > 6) and this is difficult to be achieved practically.
In this paper, we propose a new electro-optic feedback phase chaotic system based on nonlinear coupling of two delayed interfering branches. The chaotic signal with different time-delay are nonlinearly converted into two chaotic voltages in both branches, and then the two chaotic voltages are jointly transformed in a nonlinear way via an MZM. After multiple non-linear non-invertible conversion, the temporal correlation of chaotic signal is reduced or even lost. The simulated results show that all the TDSs can be concealed in both ACF and DMI with a relative lower feedback gain. Besides, the key space is largely extended due to more tunable parameters are nonlinearly coupled. Last but not least, the secure communication system based on this scheme is discussed in detail.
The Analysis of Classical EO Feedback Phase Chaotic System
The setup of classical EO feedback phase chaotic system (we called 'classical system' for short in the following) is depicted in [9] , the feedback loop is composed of an MZM that operating as a phase modulator (i.e., an identical driven voltage for two electrodes), an optical fiber delay-line, a Mach-Zehnder interferometer (MZI) which converts the phase fluctuation into intensity variation, a photodiode (PD) and a radio-frequency (RF) amplifier to generate electrical voltage. The dynamical characteristics can be described by an integro-differential delay equation as follow [9] :
where
is the normalized gain (sometimes also be considered as bifurcation parameter). δT is the differential delay of MZI, and ϕ 0 = πf δT is the static offset phase of MZI. f H ,f L and A are the higher, lower cutoff frequency and the total attenuation of the feedback loop respectively, V π is the half-wave of phase modulator (PM), η is the conversion ratio of PD and G is the gain of RF amplifier, t 0 is the initial time, and x(t) is proportional to the introduced chaotic phase. We choose τ = 25 ps, θ = 5 us, T = 15 ns, T = 400 ps, t 0 = 0 and φ 0 = π / 4 . The left-hand of equation (1) represents a process of linear band-pass filter and the right-hand presents a non-linear, non-invertible transformation of delayed signal. From equation (1), we can see clearly that the value of x(t) is determined by the values of x(t − T ) and x(t − T − δT ), in other words, x(t) is not independent to x(t − T ) and x(t − T − δT ). However, the ACF only measures the linear correlation between the signal and delayed signal, and the DMI mainly reveals their linear correlation and some simple nonlinear relation. The relationship of complex nonlinear function is difficult to be reflected in statistical analysis, particularly for that of non-invertible transformation [24] . Increasing the feedback gain could improve the weight of non-linear non-invertible transformation of delayed signal, at the same time, the weight of linear correlation and simple nonlinear relationship are decreased. The extremum value at the delay time T in ACF and DMI with their background (i.e., Q A CF and Q D M I ) as a function of β are shown in Fig. 1 , the ACF, DMI, Q A CF and Q D M I are defined as follows [26] :
Where s represents the time-shift, · means time average, p (x(t)) and p (x(t), x(t + s)) are the probability density of marginal and joint distribution respectively, SD is the standard deviation and f represents the function of ACF or DMI.
The simulated results show that the extremum appeared at T become unapparent from the background in ACF when β > 7, and that is suppressed in DMI while β > 7.5, and similar result can be observed at T + δT . Therefore, the TDS can be concealed under the condition that β > 7.5. Unfortunately, with the limitation of the gain of RF amplifier and the half-wave voltage of PM, β is very difficult to go higher than 5.1 [25] , it is impossible to achieve 7.5 in practical. Although the TDS can't be concealed in classical system by increasing the value of β, it reveals that improving the weight of complex nonlinear relation between the original signal and delayed signal, such as the relation of non-invertible transformation, could attenuate the extremum value in ACF and DMI, and further contribute to TDS concealment.
Security-Enhanced EO Feedback Phase Chaotic System
In this section, we employ multiple non-invertible conversion to improve the weight of complex nonlinear relation between the original signal and delayed one, for the purpose of concealing the TDS and improving the system security. The schematic diagram of proposed security-enhanced EO feedback phase chaotic system is illustrated in Fig. 2 . Different from the classical system in [9] that has only once non-linear non-invertible transformation in the feedback loop, the delayed signal undergoes multiple non-invertible transformation in security-enhanced system. The continuouswave (CW) from the laser LD1 is modulated by a PM. Then the phase-modulated signal is divided into two branches via a 50:50 coupler. The delayed signal in each branch is converted into a chaotic voltage signal through a similar process as classical system. After that, the two chaotic voltages drive two electrodes of MZM which is fed by a CW from another laser LD2. The output of MZM has a chaotic fluctuated intensity, and the intensity is a joint nonlinear function of two driven voltages. Lastly, this signal is transformed into a new voltage signal through PD, and then amplified to drive the PM to close the feedback loop.
Next, we will present the mathematical model of this system. We assuming that the time-delay in two branches are T 1 and T 2 , the power of CW from LD1 is P 1 and that from LD2 is P 0 , the two driven voltages for MZM are V 1 and V 2 respectively. The power of the output light-wave from the MZM can be written as:
The driven voltage for PM is V C , we use dimensionless variables
, (i = 1, 2, C ) to describe the dynamics of this system. The chaotic phase-shift introduced by PM can be given as:
Then the system can be modeled by integro-differential delay equations as:
are similar to those in classical system. β 1 , β 2 and β c are represented as:
In these equations, x 1 (t) and x 2 (t) are intermediate variables, and x C (t) is the final variable which determines the introduced chaotic phase-shift.
Numerical Simulated Results
The numerical simulated results are presented in this section. Corresponding parameters in the system are:
, δT i = 400 ps. The normalized gain β i is proportional to the power of respective laser and the gain of amplifier, spanning from 0 to 5.1. The dynamical equations are solved with a fourth-order Runge-Kutta algorithm, and the variable-step is set to 10 ps. The length of time series x 1 , x 2 and x C are set to 2 × 10 6 , which is large enough to reflect their statistical characteristics [25] .
The Dynamical Complexity Analysis
The dynamical properties are demonstrated via the bifurcation diagram in Fig. 3 (a) and (b). With the increase of feedback gain β i , the system undergoes steady state, periodic oscillation, quasi-periodic oscillation and chaotic state successively through a Hopf bifurcation, which is similar to the classical system [9] . However, the proposed system could enter to chaos regime with a lower feedback gain than classical system. When we set β 1 = β 2 = β c = β i , the proposed system evolves into chaotic state when β i > 1.5, others, when we set β 1 and β 2 to the typical value 5, the chaotic state appears while β C > 0.4. A qualitative explanation is that the steady states have a lager probability to lose their stability owing to multiple nonlinear transformation, thus it could cause a larger nonlinear perturbation compared to the classical system under the same feedback gain.
On the other hand, we using permutation entropy (PE) to describe the complexity of generated chaotic signal, and PE is calculated for ordinal pattern length L = 6 and the embedding delay D = 2. The curve of PE (x C ) as a function of β i and β C (i.e., set β 1 = β 2 = 5 and make β C as a variable) are shown in Fig. 3(c) , we can see clearly that the system could generate complex time series (PE > 0.9) in highly chaotic region (i.e., β i > 3).
Besides, Fig. 3(d) shows the probability density function (PDF) of x C (t) while β i = 3,4 and 5 respectively. With the increasing of β i in chaotic zone, the range of x C (t) is extended and the PDF is close to Gaussian distribution. The reason is that the feedback oscillates (i.e., the right hand of (7-1) ∼(7-3)) become faster with the increase of β i , thus its temporal waveform is more like a random driving source. Besides, x c (t) can be regarded as the output of a band-pass filter, which the transform function is similar to Langevin function, hence x c (t) behaves an approximate Gaussian probability distribution for a large β i [27] . In case of β i = 5, the probability density is an almostGaussian-shaped function and the time series is very similar to noise, as depicted in Fig. 3(e) . The upwardly inclined profile at the beginning in Fig. 3(e) is caused by exponential attenuation of homogeneous solution. In the following, we will discuss the influence of delay time difference on the complexity of generated chaotic signal. We keep T 1 unchanged (i.e., T 1 = 10 ns) and alter the value of T 2 , Assuming that the delay time difference is defined as T = T 2 − T 1 . The PE of x C (t), in case of the differential delay of MZI in two branches are identical (i.e., δ T 1 = δT 2 ) and different (i.e., δT 1 = δT 2 ), as a function of T are shown in Fig. 3(f) . The results show that in case of δT 1 = δT 2 , the PE of x C (t) is approach to 0 while | T | < 0.03 ns, since the two driven voltages V 1 (t) and V 2 (t) (or two intermediate variables x 1 (t) and x 2 (t)) are equal when T = 0, and those are approximate equal when 0 < | T | < 0.03 ns. At this time, the final state of x C (t) is a constant and then this system couldn't generate chaotic phase-shift. While | T | > 0.03 ns, the PE of x C (t) is larger than 0.9 due to low-correlation between x 1 (t) and x 2 (t), at this time, the complex chaotic signal x C (t) can be generated. On the other hand, the PE is larger than 0.9 even T = 0 while δT 1 = δT 2 , and it is because the non-linear transformation function in two interfering branches are different. Therefore, in order to generate chaotic phase-shift in this system, the difference of time delay between two interfering branches should larger than 0.03 ns, or the differential delay of MZI in two branches are not identical.
Security Analysis
Since the security of EO feedback chaotic system is mainly depending on the confidentiality of TDS, we analyze the performance of TDS concealment in this subsection. Firstly, we consider the case that δT 1 = δT 2 , and set δT 1 = δT 2 = 400 ps. The ACF and DMI curve of x C (t) while β i = 3, 4 and 5 are shown in Fig. 4 (a)-(f) . Clear peaks/valleys can be observed in 5 ns (i.e., |T 2 − T 1 |), 10 ns (i.e., T 1 ) and 15 ns (i.e., T 2 ) when β i = 3, but these extremums are weakened with the increasing of β i . While β i increase to 5, these extremums become unobvious in both ACF and DMI curves. The extremum values at corresponding time-delay with background as a function of β i are presented in Fig. 4(g) and (h) , the results show that the extremum values at T 1 and T 2 become unapparent from the background in ACF while β i > 3.5, and those are suppressed in DMI when β i > 4.2. However, the peak value at |T 2 − T 1 | will entirely buried until β i > 4.9 in ACF. Therefore, the parameters of time-delay provide a one-dimensional key space while 4.2 < β i < 4.9, and form a two-dimensional key space when β i > 4.9.
Then we take into account the effect of delay time difference (i.e., T ) on TDS concealment. Similar as above, we maintain T 1 = 10 ns and change the value of T 2 , and the range of T is from −9 ns to 40 ns (i.e., the value of T 2 is from 1 ns to 50 ns) in our simulation. The abrupt-change at T = 0 is easy to understand. The final state of x C (t) is a steady constant (i.e., converge to 0) in this case, thus the maximum value in both ACF and DMI would be achieved. The reason of other abrupt-change points (i.e., at T = 10 ns or T = −5 ns) is the overlapping between different extremum points. For example, Fig. 5(a) have an abrupt-change at T = 10 ns while β i = 3 and 4, since the extremum point of ACF at T 1 and that at |T 2 − T 1 | are overlapped at 10 ns, in other words, the ACF at 10 ns is the composition of auto-correlation at T 1 and that at |T 2 − T 1 |. The ACF curve has a positive extremum at |T 2 − T 1 | while β i = 3 and 4 ( Fig. 4(a) and Fig. 4(b) ), i.e., positive correlation, thus a sudden-increasing can be observed. While β i increased to 5, this abrupt change is vanished since the extremum at |T 2 − T 1 | nearly equals to 0 (Fig, 4(c) ). Other abrupt-change points in Fig. 5(b) -(f) can be explained in a similar way, and those also become unapparent with the increasing of β i . When the extremum at |T 2 − T 1 | is concealed in the background (i.e., β i > 4.9), these abrupt-changes are faded away. Therefore, while the value of β i is relative smaller, making the values of T 1 , T 2 and |T 2 − T 1 | are not equal to each other (i.e., T 2 = T 1 , T 2 = 2T 1 and T 2 = T 1 2 ) could playing a positive role in TDS concealment. However, while β i is larger than 4.9, T almost has no influence on the performance of TDS suppression if only T = 0. The discussion presented above mainly based on the MZI in two delayed branches have an identical differential delay (i.e., δT 1 = δT 2 ), we found that compared to the extremums at T 1 and T 2 , that at |T 2 − T 1 | is relative difficult to be concealed in both ACF and DMI, and this is because the right-hand of (7-1) and (7-2) containing the same driven term of x C , only with different timedelays. The cross-correlation of intermediate variables x 1 and x 2 can be demonstrated by Fourier transformation [23] . We assume that the Fourier transform of x 1 (t) and x 2 (t) are X 1 (ω) and X 2 (ω) respectively, then we have:
Where F T {·} stands for Fourier transformation. If δT 1 = δT 2 , we have φ 1 = φ 2 since φ i = πfδT i , then the equation (9) can be written as:
The equation (10) reveals the linear relation between x 1 and x 2 , the cross-correlation function of intermediate variables x 1 and x 2 has a large extremum value at |T 2 − T 1 |, and this is not beneficial for TDS suppression at |T 2 − T 1 |. However, this linear relationship can't be established when δT 1 = δT 2 , hence setting δT 1 and δT 2 are not identical could playing a positive role in TDS concealment. This conclusion can be demonstrated by numerical simulation. When we keep δT 1 unchanged (i.e., δ T 1 = 400 ps) and set δ T 2 = 800 ps, the extremum value at T 1 ,T 2 ,|T 2 − T 1 | with background in ACF and DMI are depicted in Fig. 6(a) and Fig. 6(b) respectively. The results show that the extremum at |T 2 − T 1 | is entirely buried in background while β i > 2.5, thus the parameters of timedelay form a two-dimensional key space while β i > 4.2. Fig. 6(c) and (d) show the value at |T 2 − T 1 |, in ACF and DMI respectively, as a function of the detuning ratio of δT 1 and δT 2 when β i = 3, and the detuning ratio is defined as ε = δT 1 −δT 2 δT 1 . It shows that the extremum value at |T 2 − T 1 | can be concealed in the background when |ε| > 0.1, in this case, the TDS provides a two-dimensional key space with a lower feedback gain β i .
Lastly, we discuss the impact of T on TDS concealment in case that δT 1 = δT 2 , and set δ T 1 = 400 ps, δ T 1 = 800 ps. Since the extremum at |T 2 − T 1 | can be concealed in the background while β i > 2.5, we only consider that at T 1 and T 2 . Fig. 7 shows the extremum at T 1 ,T 2 in ACF and DMI as a function of T , while β i = 3, 4 and 5 respectively. When β i equals to 3 or 4, except for a unique abrupt-change at T = 0, the extremum at T 1 and T 2 in both ACF and DMI remaining stable (i.e., only have a small fluctuation) with the change of T . The reason of abrupt-change at T = 0 is that the extremum at T 1 and that at T 2 are overlapped. Similar to the case of δ T 1 = δT 2 , while the extremum at T 1 and T 2 are concealed (i.e., β i > 4.2), the abrupt-change at T = 0 is disappeared. In summary, in order to achieve optimal performance of TDS concealment, we should set T 1 and T 2 , δT 1 and δT 2 are not identical, and the detuning ratio of δT 1 and δT 2 should larger than 0.1. In this case, the parameters of time-delay form a two-dimensional key space while β i > 4.2.
Synchronization Scheme and Chaos Communication
With the advantages of suppressing the TDS, the proposed chaotic system could be applied in secure communication. The chaotic secure communication system is depicted in Fig. 8 . At the transmitter side, the components are similar to those in Fig. 2 . The CW from the laser LD1 is modulated by a message signal before injected into the phase chaotic system. Then the messagemodulated phase is superimposed to the generated chaotic phase-shift through another PM. After that, the encrypted signal is divided into two parts via a 50:50 coupler, one part is sent to the receiver and another part is injected into the feedback loop for encryption. At the receiver side, a corresponding open-loop system is employed for decryption. As discussed in Section 4.2, we set T 1 and T 2 , δT 1 and δT 2 are not identical, and the detuning ratio of δT 1 and δT 2 is larger than 0.1. The dynamic equations of Fig. 6 can be given by:
Transmitter side: Receiver side:
Where m = ϕ m / 2 , ϕ m is the phase modulated by the message, y i = πV i (t) 2V π (i = 1, 2, C ) and primes refer to the parameters at the receiver. We assume that the errors of the intermediate variables are e 1 (t) = y 1 (t) − x 1 (t) and e 2 (t) = y 2 (t) − x 2 (t) respectively. When the parameters between the transmitter and receiver are matched exactly (i.e.,
, the expression of e 1 (t) and e 2 (t) can be obtained by subtracting (11-1) from (12-1) and subtracting (11-2) from (12-2) respectively:
Then we can obtain the general solution:
Where C 1 and C 2 are constants which determined by initial states. The equation (14) indicates that the intermediate variables y 1 (t) and y 2 (t) are synchronized to x 1 (t) and x 2 (t) with a characteristic time of θ 1 and θ 2 respectively. After that, y C (t) is anti-synchronized to x C (t) with a time order θ C in a similar way, hence the anti-synchronization error (i.e., e C (t) = x C (t) + y C (t)) is converge to zero with a characteristic time of max{θ 1 , θ 2 } + θ C . In this case, the chaotic phase-shift introduced at the transmitter can be concealed completely, and then the original message could be recovered.
In the following, we study the synchronization quality of parameters mismatch. We use the crosscorrelation coefficient (CC) to evaluate the quality of synchronization.
Where x t (t) is the chaotic signal at the transmitter and x r (t) is that at the receiver. When the value of CC is larger than 0.95, we considered that the high-quality synchronization is obtained [28] .
We assuming the detuning of time-delay are represented as
, and the detuning ratio of feedback gain coefficient is defined as
. The CC of x C (t) and y C (t) about parameters mismatch are depicted in Fig. 9 . It is shown that the synchronization is very sensitive to time-delay mismatching, the value of CC is under 0.2 even a mismatch of 40 ps (i.e., with a detuning ratio lower than 0.3%). On the contrary, the synchronization is relative robust to the detuning of feedback gain β i , even though the detuning ratio of β i grows to 20%, the value of CC is still higher than 0.8.
Then we discuss the influence of parameters mismatching on the reliability of communication system in Fig. 8 . We only consider the case of back-to-back system (i.e., ignore the newly generated noise, dispersion and nonlinearity in the transmission). Assuming that the chaotic phase-shift introduced in encryption and decryption process is ϕ c and ϕ c respectively, and the demodulated phase at the receiver is ϕ d , ϕ d can be represented as:
The deviation from the original message-modulated phase (i.e., ϕ m (t)) is ϕ = 2 · e c (t), ϕ also can be regarded as phase noise due to the anti-synchronization error of chaotic signal (i.e., e c (t)). The influence of phase noise on demodulation performance is analyzed through constellation diagram. Fig. 10 depicts the constellation diagram of QPSK and 8PSK signal, and the red dotted lines represent the optimal boundary of adjacent decision regions. For M-PSK signal, in order to demodulate correctly, the phase noise (i.e., ϕ) should satisfies that
Therefore, we can use e c (t) to determine whether the demodulated result is correct or not. The demodulated result is correct while |e c (t)| is less than π 2M , otherwise, symbol error is caused. Fig.  11 depicts the demodulated symbol error rate (SER) as a function of the mismatch of time-delay and detuning ratio of feedback gain, while employing BPSK, QPSK and 8PSK modulation format. In this simulation, we set δ T 1 = 400 ps, δT 2 = 800 ps and β i = 4.2, in case that the TDSs are just concealed completely.
It is clearly shown that the reliability of demodulation is more sensitive to parameter mismatching when higher order modulation format is employed, for both time-delay mismatch ( Fig. 11(a) and (b)) and feedback gain mismatch (Fig. 11(c) ). Fig. 11(a) shows that while the mismatch of any time-delay parameter is larger than 40 ps, the most unreliable demodulated result will be obtained, which can be regarded as random picking (i.e., the SER for BPSK is almost 0.5, that for QPSK is nearly 0.75 and that for 8PSK is close to 0.875). Fig. 11(b) shows that to ensure the correctness of demodulation, the detuning of corresponding time-delay between the transmitter and the receiver should lower than sever picoseconds (5 ps for BPSK modulation format, 3 ps for QPSK and 1 ps for 8PSK). Fortunately, the precision of time-delay can be maintained at femtosecond level by a commercial tunable optical delay line [26] . These two factors make the parameters of time-delay are appropriate for encryption as a secret key.
On the other hand, the influence of feedback gain detuning is much smaller. Fig. 11(c) shows that a few percentage detuning of β i (10% for BPSK, 5% for QPSK and 2% for 8PSK) still could guarantee the correct demodulation (i.e., SE R < 10 −3 ). Besides, the detuning of feedback gain is mainly depending on the environmental changes which are uncontrollable [26] . Therefore, this system is robust to the change of external environment.
Lastly, the extension of key space is discussed. The dimension of the chaotic attractor in Ikeda dynamics can be estimated by βT / τ [29] . Only a few nanosecond time delays could make the attractor dimension more than 1000, and then could ensure the complexity of generated chaotic signal. Besides, hundreds of nanoseconds time-delay can be easily obtained without using additional fiber spool [30] . Thus, the changing range of time-delay can achieve tens and even hundreds of nanoseconds, we using T range to represent this range. On the other hand, an eavesdropper needs to search for the precise time delay by brute-force attack while the TDSs is entirely buried, the precision is required to less than several picoseconds, we using t 0 to represent this precision. The key space provided by TDS for classical system can be calculated as
that about four orders of magnitude, where · means the operation of round numbers. For our proposed security-enhanced system, the key space can be represented as − 1), the second factor containing minus one is due to removing the case that T 1 = T 2 . Therefore, it extending the key space over 4 orders of magnitude. Furthermore, we can use motorized controlled delay lines to replace fixed delay lines, in order to generate "hopping" key, which is beneficial for improving the confidentiality of security key [31] .
Conclusions
In summary, we present a new electro-optic feedback phase chaotic system based on nonlinear coupling of two delayed interfering branches. The simulated results of bifurcation diagram and the permutation entropy show that this system can generate more complex chaotic signal than classical electro-optic feedback phase chaotic system. Besides, by setting the differential delay in two branches are not identical, the time-delay signature can be completely concealed with a relative lower feedback gain. At the same time, the key space is extending considerably due to more tunable parameters are nonlinearly coupled. Furthermore, the synchronization scheme and the chaotic communication system are analyzed, the results show that time-delay parameters are sensitive factor for synchronization and very suitable to be served as a secret key. On the other hand, the synchronization is relative robust to the mismatching of feedback gain, this factor can ensure the feasibility of the system.
