We present an indoor localization application leveraging the sensing capabilities of current state of the art smart phones. To the best of our knowledge, our application is the first one to be implemented in smart phones and integrating both offline and online phases of fingerprinting, delivering an accuracy of up to 1.5 meters. In particular, we have studied the possibilities offered by WiFi radio, cellular communications radio, accelerometer and magnetometer, already embedded in smart phones, with the intention to build a multimodal solution for localization. We have also implemented a new approach for the statistical processing of radio signal strengths, showing that it can outperform existing deterministic techniques.
INTRODUCTION
With the trend towards ubiquitous computing, context awareness is becoming a key factor in multiple applications, with location information playing a fundamental role. Most recent studies to monitor location with smart phones make use of the embedded GPS radio and accelerometers [1] . However, the location information obtained through GPS is only reliable in certain outdoor environments with direct visibility to the satellites, while the accelerometer data are generally too noisy to obtain accurate location information. Reference [2] shows the importance of indoor localization, especially for hospitals and government offices.
Within the emerging market of smart phones, Android Operating System is well suited for modern devices and offers an excellent option for localization due to its support of diverse sensors and hardware which can be leveraged for localization beyond GPS (e.g. WiFi, cellular communications, accelerometer), and its higher efficiency in comparison with other platforms such as J2ME [7] . In this sense, recent research work [8] presents Location Based Services running on Android, but showing the need of a precise indoor localization system, since most of these applications rely on GPS.
We have carried out a detailed study of the possibilities offered by 3 available resources in smart phones: WiFi radio, cellular communications radio and accelerometer, with the intention to build a multimodal approach for localization in Android smart phones.
To the best of our knowledge, our application represents the first approach for indoor localization making use of smart phones. In Section 2 the related work in this area is summarized, while in Section 3, technical details about our solution are presented, gathering the conclusions in Section 4.
RELATED WORK
Radio Signal Strength Indications (RSSI) can be translated into distances from beacon points by means of theoretical or empirical radio propagation models. The following expression accounts for a general radio propagation model delivering the received power P r :
Where P t represents the transmitted power, λ the wavelength of the radio signal, G t and G r the gains of the transmitter and receiver antennas respectively, d the distance separating them, and n is the path loss coefficient, typically ranging from 2 to 6 depending on the environment. The two main approaches for the estimation of location making use of RSSI values are: 1) "fingerprinting", where a pre-recorded radio map of the area of interest is leveraged to infer locations through best matching, and 2) "propagation based", in which RSSI values are used to calculate distances through the computation of the path loss. "Propagation based" techniques can face errors of up to 50% [8] new factors in the path loss model to account for wall attenuation, multipath or noise [9] , but the hardware and software requirements due to the complexity of the method and the overall poor accuracy achieved makes this approach unfeasible for current state of the art smart phones. On the other hand, fingerprinting techniques have already proved to be able to deliver better accuracies [10] . For example, the Intelligent Service Integration Laboratory in the Korea Advanced Institute of Science and Technology is developing a remarkable system called Elekspot to register indoor sites with associated information using WiFi fingerprints. In these techniques, the mobile terminal estimates its location through best matching between the measured radio signals and those corresponding to locations previously registered in the radio map. This process consists of two stages:
1) Training phase, also called offline phase, in which a radio map of the area in study is built. RSSI values from different beacons are recorded at different locations; the separation between these chosen locations will depend on the area in study, and for instance, for indoor environments this separation can be of around a meter [11] . Each measurement consists of several readings, one for each radio source in range [12] .
2) Online phase, in which the mobile terminal infers its location through best matching between the radio signals being received and those previously recorded in the radio map. Localization algorithms employed in this case generally make use of deterministic or probabilistic techniques:
Deterministic techniques store scalar values of averaged RSSI measurements from the access points [13] . The most relevant techniques in this group are: a) "Closest point", or "nearest neighbor in signal space" [14] .
b) "Nearest neighbor in signal space-average" [13] , [15] , choosing k nearest neighbors and calculating the centroid of that set.
c) "Smallest polygon", selecting several nearest neighbors which will form various polygons, and the centroid of the smallest polygon will be considered as the estimated location [13] .
Probabilistic techniques choose the location from the radio map as the one with the highest probabilities, and usually require the storage of RSSI distributions from the different beacons at each location in the radio map [14] .
Fingerprinting techniques are especially appropriate for the range of frequencies in which GSM and WiFi networks operate (aprox. 850 MHz to 2.4 GHz) because of two main reasons [12] : the signal strength at those frequencies presents an important spatial variability, and also a reliably consistency in time (despite the variable nature of radio signals).
Considering GSM as an example for cellular communications technology, although it makes use of power control both at the mobile terminal and base station, the data on the Broadcast Control Channel (BCCH) is transmitted at full and constant power, making this channel suitable for fingerprinting [12] . Several authors have tried this approach for localization, but with the need of dedicated and complex hardware. In order to improve the accuracy of this approach, a selection among all the measured signals is recommended, rejecting those which are either too noisy, too stable across all areas or simply do not provide enough information [11] . Nevertheless, all the existing approaches use dedicated and complex hardware, making them unfeasible for direct implementation in current state of the art smart phones. To the best of our knowledge, our indoor localization application is the first one to accurately leverage RSSI fingerprinting in smart phones.
Besides cellular communications and WiFi technologies, the RSSI fingerprinting technique for localization can be utilized with other radiofrequency technologies including:
• Bluetooth, which despite the extra infrastructure requirements in comparison with WiFi, it can achieve accuracies in the range of 1.2 meters. • Conventional radio, can also be used for localization. However, the requirement of dedicated hardware and the fact that devices can be located only down to a suburb, represent important drawbacks.
• Digital TV signals have also proved to be suitable for localization, but subject to dedicated hardware requirements and low resolutions.
• Zigbee technology can also be applied for localization through fingerprinting [20] , achieving accuracies of approximately 2 meters. However, this technology also requires extra hardware for a correct implementation, constituting a major drawback.
TECHNICAL DETAILS OF OUR LOCALIZATION APPLICATION
We have studied the possibilities offered by 3 available resources in smart phones: WiFi radio, cellular communications radio and accelerometer, with the aim to build a multimodal approach for localization. As will be explained later in this Section, the consideration of WiFi radios represents the most reliable approach for indoor localization in our experimental setup in buildings across the University of California, Berkeley campus. In fact, RSSI information from WiFi beacons deployed within buildings allows us to obtain a radio map of different locations (technique called fingerprinting), and we will estimate locations through the comparison of the current RSSI measurements with those stored in the radio map. Different attempts to obtain RSSI-based indoor localization without fingerprinting show an important loss of accuracy [5] . Also, many fingerprinting-based localization systems make use of dedicated hardware for the collection of data in the training phase, while in the measurement phase, the actual mobile device used for localization is different, resulting in an error called "signal reception bias" [6] , due to the differences in antennas characteristics and measurement acquisitions schemes between different equipments. In fact, we have carried out tests showing a difference of approximately 10 dB in average between RSSI values measured with a Dell Latitude laptop and those measured with a Motorola Droid cell-phone. Consequently, we have integrated both the training and measurement phases in fingerprinting within the same mobile device. To the best of our knowledge, our application is the first one following this approach with smart phones. Moreover, the way the fingerprints are taken in the training phase should reproduce as accurately as possible the way the measurements will be carried out in the localization phase. In this sense, the orientation of the phone (obtainable from accelerometer and magnetometer data) helps enhance the localization accuracy. And in order to minimize errors due to human body effect [7] , the cell-phone should be handled during the training phase as close as possible to the normal conditions in which it will be used in the measurement phase. 
Experimental Setup
We have carried out tests to measure different radiofrequency signal strengths within the Cory building in the University of California, Berkeley campus. As will be explained further in this Section, WiFi technology offers the most reliable approach for indoor localization in our building, because of the important deployed infrastructure of WiFi Access Points providing coverage in the whole building. For the measurement of the signals and practical implementation of our localization application, we have used smart phones running on Android, in particular the G1 and the Droid. The sensitivity of these Android phones ranges from -45 dBm to -104 dBm. Nevertheless, values below -85 dBm are generally too inconsistent to be leveraged as reference. Consequently, RSSI values above -80 dBm are desirable in order to obtain reliable results. Processing this information statistically, we have built an Android application for localization, and we have tested it in locations where 25 WiFi radios in average were listened (approximately 40% of them with RSSI above -80 dBm), obtaining accuracies in the order of 1.5 meters even within a same room, and with real-time dynamicity (refreshment of location information every second Accelerometer values from current state of the art smart phones are generally too noisy to be considered a reliable source to implement an inertial indoor navigation unit.
Step counting could be an approach that we plan to further research in the future.
CONLUSIONS
We have developed an application for indoor localization to be implemented in current state of the art smart phones, leveraging their sensing capabilities in order to deliver up to 1.5 meters accuracy without the requirements for complex hardware that existing solutions need. In fact, to the best of our knowledge, our localization application is the first one delivering up to 1.5 meters resolution making use of only the hardware embedded within the phone and integrating both online and offline phases of RSSI fingerprinting within the same device. Additionally, we have implemented a new approach for the statistical processing of RSSI data in the phones, outperforming existing deterministic techniques.
