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Abstract 
User registration is an important prerequisite for the success of many websites by 
enabling users to gain access to domain information and often personalized content. It 
is not always desirable for users, however, because they need to disclose personal 
information. This paper examines what drives user registration. The results show that 
brand awareness is an important determinant of user registration by negatively 
moderating (attenuating) the negative effect of information privacy concerns on user 
registration and positively moderating (reinforcing) the positive effect of trust on user 
registration. Furthermore, to alleviate information privacy concerns and build trust in 
the website, we conducted a randomized field experiment and empirically examined the 
effectiveness of advertising two types of information, i.e., word-of-mouth information 
and popularity information, and measured their economic value. Interestingly, when 
both types of information are shown, the website achieved over 12% higher conversion 
rate than without any information. 
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Introduction 
User registration is often necessary for users to access information and personalized content on websites. 
This is not always desirable for users, however, because it involves disclosing personal information. 
Introducing compulsory user registration can reduce satisfaction and continuation on the site, especially 
when introduced after having freely accessible content. One of the most notable examples is the English 
newspaper The Times (thetimes.co.uk), which had freely accessible news until making free registration 
mandatory in June 2010 and installing a paid subscription service in July 2010 (MediaWeek 2010). Prior 
to the compulsory user registration, the media predicted that it would fail and cost The Times many users 
(BusinessWeek 2010). When compulsory registration started, users could see only the headlines or the 
first paragraph of a news article. When people clicked on a news article to read further, they were directed 
to a registration page (for free at that time). Around 25.6% of the users did actually sign up, and the rest 
bounced to alternative news services, such as The Telegraph, The Guardian, and The Independent 
(HitWise 2010). In February 2010, The Times had 1.2 million daily unique visitors on its website. This 
number fell to 84,800–195,700 daily unique visitors after making registration mandatory in June 2010, 
which was a reduction in traffic of about 83.8–92.9% (The Guardian 2010), much bigger than expected. 
The weekly market share also dropped from 4.37% at the end of May to 2.67% later on (HitWise 2010). 
These figures showcase the negative impact of compulsory user registration to access website content.  
Prior studies have examined users’ willingness to disclose personal information and found that 
information privacy concerns and trust are key antecedents of online disclosure of personal information 
(e.g., Dinev and Hart 2006; McKnight et al. 2002). On the one hand, trust in a website was shown to affect 
transaction intentions and actual transactions (McKnight et al. 2002). On the other hand, there is 
potentially a loss of privacy when a user decides to provide her personal information (e.g., Pavlou 2003; 
Tsai et al. 2011) since the information may be misused, stolen, or sold. Despite a tremendous amount of 
work on information privacy, trust, and purchasing in e-commerce, to the best of our knowledge, there is a 
dearth of research on user registration at websites and the effects of information privacy concerns and 
trust on user registration. Smith et al. (2011) stated that “the most helpful positivist studies will be those 
that examine differences in outcomes as a function of privacy-related independent variables” and that “it is 
rare for privacy research to consider actual outcomes in tests of models.” 
This paper empirically examines what drives user registration in terms of both the user’s self-reported 
intention to register and actual registration based on archival sources. We expect a number of factors to 
interact with information privacy concerns and trust and their effects on a user’s willingness to disclose 
personal information to register on a website. The sensitivity of the information that a website requires for 
registration is proposed to moderate the extent to which information privacy concerns and trust affect user 
registration. Awareness of the website brand is another important factor that influences users’ perceived 
risks of using that website and shape their behavior on websites (Hoyer and Brown 1990; Macdonald and 
Sharp 2000). First, using a survey, we examined the motivational factors that influence users’ intentions 
to register. The first goal of this study is to contribute to the theoretical understanding of the moderation 
effects of information sensitivity and brand awareness on information privacy concerns and trust on user 
registration. Second, to understand actual registration behavior, we empirically explored how online 
Word-of-Mouth (WOM) and advertising the user base encourage actual registration. Prior research argued 
that the ROI of a WOM campaign is difficult to measure (Ferguson 2008; Godes and Mayzlin 2009) 
because it is not exogenous, and it can be either a predictor of future sales or an outcome of previous sales. 
To understand how displaying online WOM and advertising the user base drive user registration behavior, 
we displayed WOM information and popularity information on the website during a 4 × 3 experiment. 
Specifically, we conducted a real-life field experiment and collected data from over 4,000 visitors over 20 
weeks on a website that requires user registration for accessing a mobile phone directory. WOM 
information was shown as expert, customer, or none, whereas popularity information in terms of the user 
base was shown in either the number of visitors, number of registered users, or both the number of 
visitors and the registered users, or none. 
We integrated survey and experimental data to test our model. The survey results show brand awareness 
to be an important determinant for user registration by negatively moderating (attenuating) the negative 
effect of information privacy concerns on user registration and positively moderating (reinforcing) the 
positive effect of trust on user registration. The findings from our experiment study suggest that when 
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both the number of visitors and the number of registered users are shown, a user is more likely to register 
(versus when only the number of visitors or registered users is shown). In addition, displaying expert 
WOM is more effective in registering users compared to displaying customer WOM. We found that when 
both numbers are shown and the expert WOM is displayed, the website achieved >12% higher conversion 
rate than without any information. These findings are useful to practitioners who seek to understand what 
determines users’ willingness to disclose personal information to register, and how they can alleviate 
users’ information privacy concerns to encourage registration on their websites.  
Conceptual Framework and Hypotheses 
We define user registration as the one-off optional process of creating a recognizable and unique identity 
on a specific website or application to perform actions and/or get access to a Web service, webshop, 
personalized or exclusive content, private data, or a restricted area of websites. Completing a user 
registration form gives a user access to a restricted area of a website. A user registration form can have 
several fields, depending on the information required. For example, when registering on Facebook, people 
must provide their demographics. Basic fields that are seen in almost all user registration forms are 
username (or email address), password, and password verification.  
The conceptual model and hypotheses are shown in Figure 1. The ultimate dependent variable is a user’s 
actual registration on a website. Since a person’s purchase intention is an excellent predictor of actual 
online purchase behavior (Pavlou 2003; Pavlou et al. 2007), we expect a user’s intention to register on a 
website to influence her actual registration on that website. Consistent with past research on privacy in 
online contexts, we expect a negative relationship between a user’s information privacy concerns and her 
intention to register. Also, we expect a positive relationship between an individual’s level of trust in a 
website and her willingness to register on a website. Prior research has documented these direct effects; 
yet we posit that these relationships are more complex. In particular, we propose information sensitivity 
and brand awareness to moderate the effect of information privacy concerns and trust in their effects on 
the user’s intentions to register on a website. We studied these effects using survey methodology to 
understand the motivational factors that explain users’ intention to register. On the right hand side of the 
model, we propose two factors that firms can leverage to encourage user registration: WOM information 
and popularity information. We collected data through a field experiment to examine the effects of 
displaying different types of WOM information and popularity information to encourage user registration.  
  
Figure 1.  Conceptual Model 
Information Privacy Concerns and Trust 
People typically decide whether to provide personal information to a website based on a cost-benefit trade-
off, or a “privacy calculus.” When perceived benefits exceed perceived risks, the person is more likely to 
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provide personal information. Information privacy concerns are defined as an individual’s subjective 
views of fairness within the context of information privacy (Malhotra et al. 2004). According to Smith et 
al. (1996), the most common information privacy concerns are unauthorized secondary use of the data 
(firms trading personal data without permission), improper access by unauthorized individuals, the 
collection of personal data in databases without the user’s consent, and theft of personal data. Information 
privacy concerns are negatively correlated with a user’s intentions to transact on the website. For example, 
in the context of e-commerce, Pavlou et al. (2007) found that the higher a person’s information privacy 
concerns about a specific website, the more uncertainty the person perceives when making a subsequent 
purchase on that website, leading to lower actual purchases. 
Consumers consider providing personal information to be a risky choice because they become vulnerable 
to a company’s potential opportunistic behaviors (Malhotra et al. 2004). In the context of providing 
personal information, trust is defined as beliefs reflecting confidence that personal information submitted 
to Internet websites will be handled competently, reliably, and safely (Divev and Hart 2006). Trust is a 
willingness to take a risk, reflecting a willingness to assume the risks of providing personal information 
(Culnan and Armstrong 1999; Mayer 1995). Because giving personal information to a website entails a 
certain vulnerability, people will only give personal information to websites they consider trustworthy. As 
trust increases, consumers are likely to perceive less risk than if trust were absent. There is a very close 
relationship between trust and reduction in information privacy concerns (Pavlou 2011).  
Information Sensitivity 
Disclosing personal information has three aspects: breadth (disclosing information about a wide range of 
topics), depth (intimacy of that information), and duration (amount of time spent disclosing). 
Information sensitivity is defined as an individual’s perception about the sensitivity of a certain type of 
information in a specific situation. This definition implies that one type of information may have various 
levels of sensitivity across contexts. Also, information sensitivity may differ by situation and by person. 
Hui et al. (2007) found that the amount of personal information that a website requests has a negative 
effect on self-disclosure: the more information a website asks, the less likely people offer the information. 
People feel differently about providing different types of personal information (Kobsa 2007). Phelps et al. 
(2000) categorized personal information into five categories: demographic, lifestyle, purchase-related 
(buying), personal identifiers, and financial. Some studies suggested that consumers are more willing to 
provide marketers with less sensitive information (demographic or lifestyle information) than with more 
sensitive types of information (personal identifiers, medical, or financial information) (e.g., Anderson and 
Agarwal 2011; Malhotra et al. 2004; Phelps et al. 2000). Other studies found that medical information and 
social security number are the most sensitive types of information, followed by phone number, name, 
email address, interests/hobbies, and product preferences (Earp and Baumer 2003). 
Information sensitivity may play a role in a person’s willingness to disclose personal information. Previous 
studies argue that information sensitivity increases risk beliefs, reduces trusting beliefs, and reduces a 
person’s willingness to disclose personal information and purchase intention on a website (e.g., Castañeda 
and Montoro 2007; Malhotra et al. 2004). The degree of impact of information privacy concerns on 
intention to register could vary dependi on the sensitivity of the requested information. As White (2004) 
put it: “the perceived consequences of a given disclosure are closely related to the type of information to be 
disclosed.” Thus, consumers usually would think twice before disclosing sensitive information because 
providing more sensitive information is riskier than less sensitive information (Malhotra et al. 2004). 
Thus, we expect higher information sensitivity to increase the risks that become salient to individuals with 
respect to their information privacy concerns, thus deepening the negative influence of information 
privacy concerns on users’ intention to register.  
• H1a: The sensitivity of the requested information positively moderates (reinforces) the 
negative relationship between information privacy concerns and intention to register 
with the website.  
Likewise, the extent to which trust impacts intention to register could vary depend on the sensitivity of the 
requested information. Trust might become less important in information disclosure decisions when one 
is requested to give more sensitive information (Malhotra et al. 2004). This is because when a website 
requests more sensitive personal information, the potential financial and social risks might become more 
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salient, decreasing the positive influence of trust on intention to register. In other words, we expect that 
the higher the sensitivity of the requested information to the individual, the higher the risks made salient 
to the individual. As a result, the importance of trust in registration intention is decreased. We posit: 
• H1b: The sensitivity of the requested information negatively moderates (attenuates) the 
positive relationship between trust and intention to register with a website.  
Brand Awareness 
Brand awareness is related to the strength of the brand trace in memory, as reflected by consumers’ 
ability to identify the brand under different conditions (Keller 1993). It is related not only to the likelihood 
of remembering a brand name, but also to people’s familiarity with the brand’s symbols and visual 
imagery (Aaker 1996). The literature typically divides brand awareness into several dimensions: brand 
recognition (ability to recognize the brand when the brand is given), brand recall (ability of people to 
name the brand themselves given the product category), top-of-mind (the first named brand in a recall 
task), brand dominance (the only brand recalled), brand knowledge (knowing what the brand stands for), 
and brand opinion (having an opinion about the brand) (Aaker 1996; Keller 1993). Some argued that 
brand recognition is more important to the extent that product decisions are made in the store (Keller 
1993), whereas others stated that it is only more important for new or niche brands, but for established 
brands, recall and top-of-mind are more important (Aaker 1996).  
Brand awareness is an important factor that influences the choices people make. For example, a blind 
taste experiment with a number of heavy beer drinkers with established brand preferences were asked to 
rate various beers (Allison and Uhl 1964). The same experiment was repeated with the brands identified. It 
was found that when the brand was known, the respondents rated the beers very differently. Participants 
rated their own preferred brands, the ones with favorable brand awareness, much higher when the brands 
were identified than in the blind taste test. Prior studies have found strong support that brand awareness 
influences actual brand choices (Hoyer and Brown 1990; Macdonald and Sharp 2000). This is because 
brand awareness increases the probability of inclusion in the choice set and the behavioral intention to 
engage with that brand, and subsequently motivates purchase behavior.  
If one perceives a website to have a strong reputation, it will reduce one’s privacy concerns with respect to 
that website. Brand awareness increases with exposure to that brand (Lowry et al. 2008). Repeated 
exposure to a brand reduces perceived risk associated with the brand (Hoyer and Brown 1990). This 
implies that brand awareness can decrease brand-related perceived risks. Similarly, in our context, this 
implies that brand awareness of a website, or website awareness, can decrease the perceived risk 
associated with providing personal information to that website. Earlier research found that consumers are 
more willing to share their home address, phone number, email address, social security number, and 
credit card number to a branded site compared to a less-branded one (Earp and Baumer 2003). This is 
because perceived risk is reduced when brand awareness is higher (Hoyer and Brown 1990). When 
consumers perceive lower risk, they are more likely to provide personal information (Dinev and Hart 
2006). We propose brand awareness to correlate with lower perceived risk, thus mitigating the negative 
influence of information privacy concerns on willingness to provide personal information to register.  
• H2a: The brand awareness of the website negatively moderates (attenuates) the 
negative relationship between information privacy concerns and willingness to register 
with the website. 
Brands can create trust by using familiar logos and names of companies whose integrity is respected. 
Consumers prefer familiar brands, as familiarity signals a tried-and-trusted brand (Holden and Vanhuele 
1999). This implies that familiarity with a brand is connected to a brand’s perceived trustworthiness. 
Consumers are less likely to trust unknown websites (Lowry et al. 2008). When people are unfamiliar with 
a website, they are less likely to trust it and subsequently less likely to purchase from the website.  
Brands have many attributes that can influence a person’s trust in the brand. A strong brand name (brand 
image and reputation) can build trust in the brand (Ha 2004). Brand awareness can also build trust 
because familiar brands are associated with positive attributes that enable a person to infer higher trust in 
a website (Lowry et al. 2008). In an e-commerce context, a familiar website was found to have a significant 
impact on a person’s trust in that website, thus leading to online purchases (Yoon 2002). Brand awareness 
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makes risks less salient to a user, which, in turn, alters the importance of the relationship between trust 
and willingness to register. As the risks decrease with higher brand awareness, the effect of trust on 
intentions to register with the website increases. Thus, we propose the following: 
• H2b: The brand awareness of the website positively moderates (reinforces) the positive 
relationship between trust and willingness to register with a website. 
Word-of-Mouth Information 
Traditionally WOM refers to informal communications between private parties concerning evaluations of 
goods and services. When people tell other people about an experience they had with a product or brand, 
they usually do not have commercial motives. Therefore, WOM communication is considered to be more 
credible and hence more persuasive than communication generated by marketers (Bickart and Schindler 
2001). Online WOM is defined as any positive or negative statement made by potential, actual, or former 
customers of a product or a company, which is made available to a multitude of people and institutions via 
the Internet (Chevalier and Mayzlin 2006; Godes and Mayzlin 2009; Hennig-Thurau and Walsh 2004). 
Previous studies suggested that online WOM is more influential than offline WOM in the decision-making 
process. For example, a study found that online WOM is approximately 20 times more effective than 
marketing events and 30 times more effective than media appearances (Trusov et al. 2009). 
People on the Internet often have to decide whether to use a website or purchase a product without 
accurate information about them (Duan et al. 2009). WOM communication is a key information source 
that improves the perceived usefulness of a website (Kumar and Benbasat 2006), increases product 
considerations, and influences purchase decisions (Duan et al. 2008; Gu et al. 2012). The question is: who 
should we listen to in WOM? A recommendation given by one person can be more influential than those 
given by others. This is because some people are more knowledgeable in a particular type of subject matter 
or are more involved in a particular product category. They are often called opinion leaders, individuals 
who exert an unequal amount of influence on the decisions of others, and that opinion leadership occurs 
when these people try to influence the purchasing behavior of other consumers in specific product fields 
(Flynn et al. 1996). An opinion leader does not necessarily have the authority and superior status generally 
implied by the term “leader,” but others often seek information and advice regarding the field in which she 
is a leader (Brooks 1957). The existence of opinion leadership within groups is a factor of prime 
importance in WOM advertising (Brooks 1957).  
WOM from an expert, compared to a typical user, is often viewed as more credible (Cheung et al. 2009) 
and has a stronger influence on a person’s product perception (Brooks 1957). For example, it can be an 
endorsement from marketing managers in the industry (stated as their job titles and expertise). Perceived 
WOM credibility is positively correlated to the intent to follow the recommendation (Cheung et al. 2009). 
Positive WOM can positively influence people’s decisions to use a specific website or buy a specific product 
and can increase brand awareness (Ferguson 2008). Thus, we expect positive WOM to increase user 
registration, and this effect is stronger when the WOM comes from experts, as they are perceived to be 
more credible. Therefore, we propose:  
• H3: Expert WOM has a stronger effect on user registration than customer WOM. 
Popularity Information 
Popularity information is the information on the relative frequency with which the product is chosen by a 
set of customers (Tucker and Zhang 2011). It is often used to reinforce existing sales trends since people 
choose to buy popular products (Tucker and Zhang 2011). For example, stating that a lot of people will 
watch a particular soccer match might influence one’s decision to watch the game. A bestseller list also 
influences one’s decision to buy a book. Books on The New York Times bestseller list are subsequently sold 
more often (Sorensen 2007). This is also true for websites. Popularity information is commonly used to 
advertising the website’s user base. Advertising the user base of a product is an effective way of shaping 
consumer behavior. Because of network effects, products and services may become more valuable as their 
user base expands. Therefore, some websites encourage people to visit and use their sites by advertising 
their user base.  For example, a video with a lot of views on YouTube might influence one’s decision to 
watch it. A software program was downloaded significantly more when the download count was increased 
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(Hanson and Putler 1996). Tucker and Zhang (2010) studied a two-sided network, including buyers and 
sellers, and found that advertising the user base in two-sided networks is effective. In the video game 
industry, the size of the user base of a particular video game signals the quality of that game and can thus 
reduce perceived risk for potential users, thereby attracting new users (Yang and Mai 2010).  
Why is advertising the popularity information or the user base effective? This can be explained by the 
theory of observational learning. When people have to make a decision, they observe the decisions made 
by others and take this information into account when making their own decision. This often leads to 
information cascade or herd behavior, whereby people follow the actions of previous decision makers 
(Banerjee 1992). This especially applies when there is limited information on a product, in which case 
people will observe the (purchase) behavior of others, which in turn shapes their decisions (Chen et al. 
2011). There is abundant evidence that herd behavior exists both offline and online, and purchase 
decisions are influenced by the choices made by previous consumers (Chen et al. 2011).  
Extended to a user registration context, this implies that people are influenced by the actions of the 
website’s previous visitors. Such information can be made available by advertising the user base on the 
website, either in terms of the number of visitors, the number of registered users, or both. When a person 
sees that a website has a lot of visitors or a lot of registered users, the user may believe in receiving higher 
benefits of joining the network. Thus, when this information is available, people are more likely to join the 
network because the accrued benefit is higher. That is, advertising popularity information positively 
affects user registration. In addition, when the numbers of both visitors and registered users are shown, a 
person is more likely to register, as opposed to when only the number of visitors or only the number of 
registered users is shown. This is because people could be more informed about the choices of past visitors 
and the conversion rates. Moreover, because of the positive direct network effect, if the advertised 
numbers are higher, either visitors or registered users, it will attract more people to register. This leads to:  
• H4a: Advertising both the number of visitors and the number of registered users has a 
stronger effect on user registration compared to displaying only the number of visitors.  
• H4b: Advertising the number of visitors (users) of a website positively affects user 
registration when the number of visitors (users) is high.  
Research Methodology 
Research Setting 
We collected the data from Yournumber (www.yournumber.nl), the first mobile phone directory in the 
Netherlands. To be listed in the directory, users need to register on the website. User registration requires 
a user to provide its mobile phone number, first and last name, city, e-mail address and password. Once 
registered, users receive a SMS message on the mobile number they used for registration for account 
activation. We chose Yournumber as a suitable data collection website for the following reasons. First, a 
mobile phone directory requires users to fill in their mobile phone numbers, which is sensitive 
information. Thus, users’ information privacy concerns and trust may affect their intentions to register. 
Second, the website has an adequate number of visitors. In 2012, it had on average 4,821 monthly visitors, 
among which around 4,640 were unique visitors. It had 1,712 new registered users in 2012. Third, the 
company was interested in understanding what motivates its users and exploring ways to achieve higher 
conversion rates. This allows us to work closely with them to develop the data collection process. 
Experiment Setup and Procedure 
Experiment Setup. We used a combination of survey and field experiment for data collection. We used 
a 4 × 3 between-subjects experimental design, WOM (expert, customer, none) and popularity information 
(number of visitors, number of registered users, both number of visitors and registered users, none), 
whereby each new visitor was randomly exposed to one of these twelve experimental conditions. The 
experiment was run on the website for 20 weeks between December 2011 and May 2012. 
Security and Privacy of Information and IS 
8 Thirty Fourth International Conference on Information Systems, Milan 2013 
We created three conditions of WOM: (1) WOM from an expert, (2) WOM from a customer, and (3) no 
WOM (i.e., blank). Opinion leaders are domain specific (Flynn et al., 1996). Since Yournumber is in the 
mobile phone business, an expert could be somebody from the mobile phone industry. The WOM message 
is shown as “Yournumber is a good website for finding mobile phone numbers”. When the WOM is from 
an expert, subjects were told that the message is by a senior marketing manager of a leading telecom 
operator; when the WOM is from a customer, subjects were told that it is given by a Yournumber user.  
We used four conditions for popularity information: (1) only the number of visitors is shown; (2) only the 
number of registered users is shown; (3) both the number of visitors and registered users is shown; (4) no 
advertising (i.e., blank). When the number of visitors is shown, we advertised: “Recently, X [# of visitors] 
people have visited Yournumber”. When the number of users is shown, we advertised: “Recently, X [# of 
registered users] mobile phone numbers were registered on Yournumber”. The actual numbers for both 
cases were randomly drawn from a uniform distribution based on long-term website traffic. In particular, 
the random number was drawn between 1–1,000 for the number of visitors and between 1-500 for the 
number of registered users. This method is adapted from Tucker and Zhang (2010). In addition, we made 
sure the number of visitors is higher than the number of registered users. We used the word “recently” to 
imply some vagueness as to the time frame used to ensure that subjects were not deceived by the 
randomization procedure as “recently” could infer the last hour, day, month, etc.  
The two experimental variables were tested simultaneously. This allows us to measure the individual effect 
of each variable as well as the interaction effect between WOM and popularity information. We measured 
user registration both in terms of the number of new registered users as well as the number of 
registrations as a percentage of the total number of visits (the conversion rate). 
Experimental Procedure. When a visitor came to the website during the experiment and clicked on the 
register button, an information page with one of the twelve experimental conditions was shown. At the 
bottom of the page, the visitor could click to proceed to the registration page. We pre-tested the wording 
used in the experimental conditions with 10 people and selected the ones that received the highest votes. 
The experiment controls for multiple submissions from a single participant, as recommended by Reips 
(2002). That is, to prevent returning visitors, we restricted that one person can only participate in the 
experiment once, thus eliminating the repeat visits.  
The survey was pre-tested with 15 respondents and was improved based on their comments. Before 
participating in the survey, participants were asked to visit the website www.yournumber.nl before 
answering the questions related to their beliefs and behavioral intentions. During the same period when 
the experiment was running, the survey was distributed through a country-wide consumer panel. We 
obtained valid responses from 301 respondents. On average it took a respondent around 12 minutes to 
complete the survey. We obtained the IP addresses of the respondents who completed the survey. 
Comparing this information with the IP addresses of the registered users, we were able to determine the 
ones that participated in the survey and also registered on the website. Nevertheless, since the website 
does not track the IP addresses of the visitors, we cannot determine the experimental conditions under 
which the survey respondents, who actually registered, were exposed to.  
Survey Operationalization of Variables 
Measurement were adapted from prior studies and contextualized for the user registration setting, and 
multi-item scales were used to improve reliability and validity of measurement. All statements are 
measured on a 7-point Likert scale, ranging from ‘strongly disagree’ to ‘strongly agree’. 
Intention to register is measured using three items related to registration, recommendation, and 
information sharing. To measure information privacy concerns, we adapted items from Malhotra et al. 
(2004) and measured the degree to which a user is concerned about online websites’ collection of personal 
information, the user’s control over the collected information, and the user’s awareness of how the 
collected information is used (Malhotra et al. 2004). We used 11 items from McKnight et al. (2002) to 
measure trust in website registration. This scale is developed to assess trusting beliefs in a website in terms 
of benevolence, integrity and competence. To measure brand awareness, we asked the respondents if they 
are aware of Yournumber and if they can recognize Yournumber among other competing brands. This is 
similar to Yoo and Donthu (2001). The measurement of sensitivity of requested information is adapted 
from Castañeda and Montoro (2007). The instrument asks respondents to think about whether it’s risky to 
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provide demographic data (age, sex, etc.) to a website and provide personal identification data (name, 
telephone number, etc.) to a website. We summarize the measurement items in Table 1. 
Table 1. Measurement Items 
Construct Measurement Items 
Intention to Register  
1. I would recommend Yournumber.nl to a friend.  
2. I am comfortable providing personal information (such as my mobile phone 
number) on Yournumber.nl.  
3. I would register at Yournumber.nl. 
Information Privacy 
Concerns  
(Malhotra et al., 2004) 
1. Online privacy is a person's right to exercise control and autonomy over 
decisions about how their information is collected, used, and shared.  
2. Consumer control of personal information lies in the center of consumer 
privacy.  
3. I believe that online privacy is invaded when control is lost or unwillingly 
reduced as a result of a marketing transaction.  
4. Companies seeking information online should disclose the way the data are 
collected, processed, and used.  
5. A good online privacy policy should have a clear disclosure.  
6. It is very important to me that I understand how my personal information 
will be used.  
7. It usually bothers me when online companies ask me for personal 
information.  
8. When online companies ask me for personal information, I think twice 
before providing it.  
9. It bothers me to give personal information to so many online companies.  
10. I’m concerned that online companies are collecting too much personal 
information about me. 
Trust 
(McKnight et al., 2002) 
1. I believe that Yournumber.nl would act in my best interest.  
2. If I needed help on the website, Yournumber.nl would do its best to help me.  
3. Yournumber.nl is interested in my well-being, not just its own.  
4. Yournumber.nl is truthful with me.  
5. I would characterize Yournumber.nl as honest.  
6. Yournumber.nl would keep its commitments.  
7. Yournumber.nl is sincere and genuine.  
8. Yournumber.nl is effective in finding mobile phone numbers.  
9. Yournumber.nl performs its role of finding mobile phone numbers very well.  
10. Overall, Yournumber.nl is a capable Internet mobile phone directory.  
11. In general, Yournumber.nl knows a lot about mobile phone numbers. 
Brand Awareness  
(Yoo and Donthu, 2001) 
1. I can recognize Yournumber among other competing brands.  
2. I am aware of Yournumber. 
Information Sensitivity 
(Castañeda and Montoro, 
2007) 
Measured on a 7-item Likert scale, ranging from “not risky” (1) to “very risky” (7). 
1. Providing demographic data (age, sex, etc.) to a website is:  
2. Providing personal identification data (name, telephone number, etc.) to a 
website is: 
We also collected demographic information (age, gender, education level). To exclude variance explained 
by potential confounding factors, we also gathered data related to Internet experience, registration 
experience, website quality, perceived usefulness of the website, disposition to trust, media exposure to 
online privacy incidents, past privacy invasion experiences, and frequency in providing false information 
to a website. 
Analysis and Results 
To test H1a, 1b, 2a, and 2b, we first examine the extent to which information sensitivity and brand 
awareness moderate the influences of information privacy concerns and trust on intention to register. 
Next, we explain how they affect the actual registration behavior. To test H3, H4a, and H4b, we use the 
experimental data and investigate the conditions under which users are more likely to register.  
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Explaining Intention to Register 
Descriptive Statistics. Sample demographics (e.g. gender, age and education) are summarized in Table 
2. It closely resembles the demographics of the Netherlands population in terms of gender and education, 
although slightly younger. 
Table 2. Survey Sample Demographics 
Demographic Variables Sample (%) Population (%) 
Gender 
     Male-female ratio 58/42 
 
49/51 
Age   
     Below 20 years old 6.64 7.54 
     20-30 years old 43.52 14.70 
     31-40 years old 18.60 16.49 
     41-50 years old 18.27 19.09 
     Above 50 years old 12.96 42.18 
Education 
 
 
     Below bachelor degree 17.61 31.40 
     Bachelor / professional degree 48.51 58.82 
     Master / doctoral degree 33.89 9.77 
Measurement Model. The strength of the measurement model was assessed by testing convergent and 
discriminant validity and reliability of all reflective constructs. We examined the cross-loadings of all 
indicators. All items had higher loadings on their corresponding constructs than on other constructs, 
suggesting discriminant validity.  We also checked whether the square root of the average variance 
extracted (AVE) of each construct was higher than the highest squared correlation with all other 
constructs (e.g. Hair et al. 2012).  For convergent validity, we found the AVE values of the constructs to be 
above 0.50, implying that constructs explain sufficient variance in their indicators. Finally, all constructs 
have adequate composite reliabilities (> 0.70). Table 3 summarizes the descriptive statistics of constructs 
and inter-construct correlations. The diagonal cells are the square root of AVE. 
Table 3. Descriptive Statistics of Constructs and Correlations 
Variable Reliability (no. of item) Mean 
Std. 
Dev. Min Max 1 2 3 4 5 
1. Intention 0.9 (3) 2.76 1.42 1.00 7.00 0.87 
    
2. Privacy 0.92 (10) 5.78 1.07 1.00 7.00 -0.12 0.72 
   
3. Trust 0.95 (11) 3.79 1.05 1.00 7.00 0.60 -0.09 0.78 
  
4. Brand 0.84 (2) 3.31 1.47 1.00 6.50 0.40 -0.07 0.41 0.85 
 
5. Sensitive 0.77 (2) 4.60 1.19 1.00 7.00 -0.13 0.43 -0.17 -0.04 0.80 
Structural Model. The results of the path coefficients are reported in Table 4. To understand the main 
effects of information privacy concerns and trust on intention to register, in Column (1) we reported the 
baseline model that includes only two independent variables. In addition, we included website quality, 
perceived usefulness, disposition to trust, registration experience, past privacy invasion, media exposure, 
experience of providing false information, gender, age, education, and Internet experience as control 
variables. The results show that privacy concerns negatively impact intention to register (β=-0.09, p=.05) 
and trust positively impacts intention to register (β = 0.48, p = 0.00). In Column (2) we estimated the 
model including the interactions between brand awareness and privacy concerns (β = -0.09, p = 0.00) and 
brand awareness and trust (β = 0.12, p = 0.10). The results show that brand awareness moderates the 
negative relationship between privacy concerns and intention to register and the positive relationship 
between trust and intention to register, supporting H2a and H2b. Column (3) reports the results of the full 
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model including also the interactions between information sensitivity and privacy concerns (p = 0.71), and 
between information sensitivity and trust (p = 0.24). Thus, H1a and H1b are not supported. 
Table 4. Path Coefficients for Intention to Register 
 
(1) Privacy and Trust (2) Brand Awareness (3) Sensitive Info  
 
β t-value p-value β t-value p-value β t-value p-value 
IV and MV             
Privacy -0.09 ** 1.99 0.05 -0.06 
 
1.37 0.17 -0.06 
 
1.05 0.29 
Trust 0.48 *** 13.02 0.00 0.41 *** 10.08 0.00 0.40 *** 9.11 0.00 
Brand 
    
0.18 *** 5.07 0.00 0.18 *** 5.14 0.00 
Brand × Privacy 
    
-0.09 *** 2.89 0.00 -0.07 
 
1.58 0.11 
Brand × Trust 
    
0.12 * 1.64 0.10 0.13 * 1.67 0.10 
Sensitive 
        
-0.03 
 
0.89 0.37 
Sensitive × Privacy 
        
-0.02 
 
0.37 0.71 
Sensitive × Trust 
        
-0.08 
 
1.17 0.24 
Controls 
            
Website Quality 0.06 
 
1.50 0.13 0.05 
 
1.33 0.18 0.05 
 
1.27 0.21 
Usefulness 0.14 *** 3.70 0.00 0.11 *** 2.93 0.00 0.11 *** 2.96 0.00 
Disposition Trust 0.24 *** 5.06 0.00 0.24 *** 5.36 0.00 0.24 *** 5.10 0.00 
Register Experience 0.11 *** 3.06 0.00 0.09 *** 2.86 0.00 0.09 *** 2.47 0.01 
Invasion 0.03 
 
0.95 0.34 -0.01 
 
0.29 0.77 -0.01 
 
0.29 0.77 
Media -0.08 ** 2.18 0.03 -0.10 *** 2.63 0.01 -0.10 *** 2.97 0.00 
False Info 0.03 
 
0.97 0.33 0.03 
 
1.05 0.29 0.04 
 
1.16 0.25 
Gender 0.01 
 
0.17 0.87 0.01 
 
0.23 0.82 0.01 
 
0.25 0.80 
Age 0.03 
 
0.81 0.42 0.02 
 
0.52 0.61 0.03 
 
0.83 0.41 
Education 0.06 * 1.90 0.06 0.06 * 1.96 0.05 0.06 * 1.90 0.06 
Internet 0.00 
 
0.10 0.92 -0.02 
 
0.67 0.50 -0.03 
 
0.78 0.44 
R-squared 0.40 0.45 0.46 
Linking Intention to Actual Registration 
To determine if people who reported higher willingness to register did actually register, we compared non-
registered (75%) and registered users (25%). We found that users who stated a higher intention to register 
indeed registered more (t = 2.88, p < 0.01). Respondents who registered had a significantly higher trust on 
the website (t = 2.11, p < 0.05), lower information privacy concerns (t = 2.31, p < 0.05), higher brand 
awareness (t = 2.64, p < 0.01), and were more likely to provide false identity information (t = 1.36, p < 0.1) 
than people who did not register. They also took significantly longer to complete the survey (t = 2.75, p < 
0.01). 
Explaining Actual Registration  
Does advertising the WOM and popularity information work? First, we present evidence on whether 
showing WOM or popularity information is more effective than not displaying any information. Figure 2 
displays the basic comparison of aggregate (that is, across the whole 20-week period) conversion rates 
among the four conditions of popularity information (left graph) and the three conditions of WOM (right 
graph). It is clear that displaying both of the number of visitors and the number of registered users 
achieved far larger conversion rates. As for WOM information, showing expert WOM is more effective 
compared to showing customer WOM. To check statistical significance, we tested for the differences across 
the conditions with Pearson’s Chi-Square test. The results indicate that the conversion rates across the 
four conditions of popularity information (number of visitors, number of registered users, both numbers, 
and blank) are significantly different from each other (χ2 = 26.02, p = 0.00). Similarly, the result also 
shows that the conversion rates across the three conditions of WOM (expert, customer, blank) are 
significantly different from each other (χ2 = 6.65, p = 0.04). 
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Figure 2.  The Effect of Advertising Popularity Information and WOM Information 
Next, to investigate which experiment condition drives the most registration, we compared the 
conversions across twelve conditions (Table 5). We conducted ANOVA and Tukey’s test across the 12 
conditions to examine differences in registration across conditions. Results show that the combination of 
displaying both the number of visitors and the number of registered users and showing the expert WOM 
has the strongest effect on user registration, resulting in the highest conversion (34.70%). In contrast, 
when displaying only the number of registered users, the website received the lowest conversion (22.10%), 
even slightly lower compared to when no information was shown. Finally, only displaying the customer 
WOM has also nearly no effect on user registration compared to when no information is advertised.  
We then assess how information on number of visitors and registered users and WOM information affect a 
user’s probability of registration. To do so, we estimate a logit model, pooling data from all conditions. 
Equation (1) summarizes the specification, where α and β are vectors of parameters to be estimated:  
prob(registeri = 1) = Φ(αi + β0 Xi + β1 VisitorOnlyi + β2 UserOnlyi + β3 Visitor&Useri  
+ β4 Experti + β5 Customeri + β6 VisitorOnlyi × Experti + β7 VisitorOnlyi × Customeri  
+ β8 UserOnlyi × Experti + β9 UserOnlyi × Customeri + β10 Visitor&Useri × Experti  
+ β11 Visitor&Useri × Customeri + β12 (#Visitor | VisitorOnly) + β13 (#User | UserOnly)  
+ β14 (#Visitor | Visitor&User) + β15 (#User | Visitor&User)) 
 
Table 5. Conversion Rates across Experiment Conditions 
Rank Conditions # Participants # Registered Conversion 
1 Visitor&User + Expert WOM 331 115 34.70% 
2 Visitor&User + Consumer WOM 318 104 32.70% 
3 Visitor&User + Blank WOM 326 100 30.70% 
4 VisitorsOnly + Expert WOM 332 101 30.40% 
5 VisitorsOnly + Consumer WOM 333 95 28.50% 
6 UsersOnly + Expert WOM 320 87 27.20% 
7 Blank Info + Expert WOM 331 85 25.70% 
8 VisitorsOnly + Blank WOM 372 94 25.30% 
9 Blank + Consumer WOM 320 76 23.80% 
10 Blank Info + Blank WOM 326 74 22.70% 
11 UsersOnly + Consumer WOM 359 81 22.60% 
12 UsersOnly + Blank WOM 348 77 22.10% 
In our specification, Φ stands for the cumulative distribution function of the standard normal distribution. 
The first term, αi, is the constant that captures individual’s inclination to register. To control for visitors’ 
different arrival time at the website, we included a vector of time effects, Xi, which consists of fixed effects 
for the hour of the day, day of the week, and week. We included five dummy variables that measure the 
level effect of the treatment condition for WOM and popularity information. VisitorOnlyi is equal to 1 
when only the number of visitors is displayed to visitor i, UserOnlyi is equal to 1 when only the number of 
users is displayed to visitor i. Visitor&Useri is equal to 1 when both the number of users and visitors are 
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displayed. Experti is equal to 1 when only the expert WOM is shown, whereas Customeri is equal to 1 when 
only the customer WOM is shown. The interaction terms capture popularity information and WOM are 
shown together to a potential user. The continuous variables #Visitori and #Useri capture the number of 
visitors and registered users shown to a potential user, either separately or together. The conditional terms 
capture the effect of the number of visitors and users when displayed in isolation or in combination. 
We present the results in Table 6. Column (1) reports the results of a model with only main effects, 
number of visitors, number of users, both the number of visitors and number of users, expert WOM, and 
customer WOM. The result shows that expert WOM has a stronger effect on user registration than 
customer WOM. This provides support of H3. We performed an independent samples t-test that shows 
that advertising the popularity information leads to significantly more registrations than not advertising it 
(t(4014) = 2.48, p < 0.05). The result also shows that the impact on registration is higher when displaying 
both the number of visitors and the number of users compared to when displaying only the number of 
visitors or only the number of registered users, supporting H4a. That is, displaying both numbers has a 
stronger effect on user registration compared to displaying only one of the numbers. Column (2) reports 
the results of a model including both the main effects and the interaction effects. In Column (3), we also 
take into account the numbers used in advertising the visitors and the numbers used in advertising the 
users in the model. The results show that none of the number variables are significant, rejecting H4b. 
Table 6. Logistic Regression Results for Actual Registration 
Variable (1) Main Effects (2) Main + Interaction (3) Value Included 
VisitorOnly 0.22* 0.17 0.17 
 (0.10) (0.18) (0.23) 
UserOnly -0.01 -0.01 0.07 
 (0.11) (0.19) (0.21) 
Visitor&User 0.44*** 0.45* 0.41 
 (0.10) (0.18) (0.23) 
Expert 0.23** 0.19 0.19 
 (0.09) (0.19) (0.19) 
Customer 0.10 0.10 0.10 
 (0.09) (0.19) (0.19) 
Visitor&User × Expert  
 
-0.04 -0.04 
  (0.25) (0.25) 
Visitor&User × Customer 
 
0.01 0.01 
  (0.26) (0.26) 
VisitorOnly × Expert  
 
0.09 0.09 
  (0.25) (0.25) 
VisitorOnly × Customer  
 
0.07 0.07 
  (0.26) (0.26) 
UserOnly × Expert  
 
0.10 0.10 
  (0.26) (0.26) 
UserOnly × Customer  
 
-0.09 -0.09 
  (0.26) (0.26) 
#Visitor | VisitorOnly    0.00 
   (0.00) 
#User | UserOnly    0.00 
   (0.00) 
#Visitor | Visitor&User   0.00 
   (0.00) 
#User | Visitor&User   0.00 
   (0.00) 
Constant -0.87** -0.85 -0.86 
 (0.44) (0.45) (0.45) 
Hour Fixed Effects Yes Yes Yes 
Time-of-Day Fixed Effects Yes Yes Yes 
Week Fixed Effects Yes Yes Yes 
Observation 4016 4016 4016 
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Discussions and Conclusions 
Key Findings 
A mobile phone number is a highly sensitive piece of personal information for many people. Hence, 
offering this information to a website could be viewed as a risky behavior. However, surprisingly, our 
results show that information sensitivity does not moderate the direct effect of either information privacy 
concerns or trust on user’s intention to register with the website. Instead, we found that information 
sensitivity only has significant direct effects; a positive effect on information privacy concerns and a 
negative effect on trust. This means that the effects of privacy concerns and trust on intention to register 
are not affected by the sensitivity level of the requested information.  In contrast, brand awareness was 
found to attenuate the negative effect of information privacy concerns on intentions to register and 
strengthen the positive effect on trust and intention to register with the website. 
We found that positive WOM increases user registration, compared to no WOM. The WOM message itself 
was mostly informative, instead of directly persuasive, merely stating that Yournumber is a reasonable 
website for mobile phone numbers. This shows that the perceived informativeness of a WOM message 
positively affects user registration behavior. Positive WOM was shown in the literature to positively affect 
purchasing behavior (e.g., Chen et al. 2011; Chevalier and Mayzlin 2006). Extending to user registration, a 
positive message positively shapes the perception about the website and translates into higher registration 
behavior. Moreover, our results show that expert WOM was stronger than consumer WOM in affecting 
user registration.  This finding highlights the importance of opinion leadership in WOM. In their decision 
whether to register or not, users pay more attention to a recommendation from an expert than to a 
recommendation from another typical customer. Opinion leaders are respected for their involvement and 
excitement in a product category. Our chosen expert, a senior marketing manager of a telecom operator, 
seems to fit this description well, making it a valid choice as an expert. 
Advertising popularity information in general (compared with not advertising the user base) was shown to 
increase user registration. In addition, advertising both the number of visitors and registered users was 
much stronger than either of the two. The more information a person has, the better she is informed and 
can decide on whether to register at a website. However, unexpectedly, our findings suggest that the actual 
number of visitors and registered users did not seem to matter in a user’s decision to register (despite 
controlling for fixed time effects). This contradicts Tucker and Zhang (2010) who found that the number of 
buyers and sellers did matter in the decision whether to post a listing at an auction website. One plausible 
explanation is that the higher the numbers claimed, the higher it increases users’ information privacy 
concerns about the potential misuse of their data. For example, telemarketers can register and gain access 
to all other users’ mobile numbers. Thus, although direct positive network externalities encourage more 
users to register on the website, the negative effect of information privacy concerns may have been 
stronger in discouraging users from registering. This suggests that information privacy concerns may 
outweigh the positive role of network effects in our empirical context. 
Another alternative explanation is that the numbers that were shown (between 1-1000 and 1-500) did not 
convey strong network effects, although they were chosen based on the actual long-term traffic of the 
website to ensure that visitors were not deceived by much higher numbers than reality. Chen et al. (2011) 
found that showing a large number of past purchases increased product sales, whereas showing a small 
number of past purchases had no effect. More specifically, they stated that “a positive OL [observational 
learning] signal (a product with a relatively large purchase percentage) is more diagnostic for consumers 
than a negative OL signal (relatively small percentage of purchase actions) because it makes it easier for 
consumers to decide whether the underlying product is desirable or undesirable” (p. 240). This may imply 
that the numbers shown in our study may need to be much higher to have any impact on user registration. 
Our results suggest that whatever the actual advertised numbers are, advertising them neither helps nor 
hinders user registration.  
Extending previous research on the role of information privacy concerns and trust from online purchasing 
behavior to user registration, our results confirm these earlier findings and reinforce that users are careful 
with disclosing their personal information because of the risk of privacy loss associated with trusting their 
personal information to a website (Pavlou 2003). Our findings also show that trust is more important than 
information privacy concerns in explaining users’ intentions to register, implying that trust outweighs 
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information privacy concerns when disclosing personal information to register on a website. This implies 
that trust in a website makes people more likely to accept the vulnerability associated with sharing their 
private information (Pavlou et al. 2007). Registering with a website still takes place after providing 
sensitive personal information – a potentially risky behavior – in the presence of trust.  
Furthermore, earlier studies pointed out that people underscore information privacy concerns but behave 
in ways that seemingly contradict their statements. Smith et al. (2011) argued that researchers frequently 
assume that stated intentions will equate to actual behaviors, an especially tenuous assumption in light of 
the information privacy paradox. By measuring the actual outcome of information privacy concerns and 
trust, this research found that the intention to perform a behavior leads to the actual behavior in question, 
confirming the theory of planned behavior in the user registration context (Ajzen 1991; Pavlou 2003).  
Theoretical Contributions  
The study makes contributions to the academic literature in several ways. First, we proposed a new way to 
encourage user registration, which mitigates users’ concerns on information privacy and helps build trust. 
We empirically examined the effectiveness of advertising two types of information (i.e., WOM information 
and popularity information) and measured their economic value. In particular, our findings highlight the 
importance of opinion leadership for user registration. In addition, the ROI of a WOM campaign is known 
to be difficult to measure because it is not exogenous. Using a field experiment, this study empirically 
quantifies the effects of different types of WOM messages on registration conversion rates, contributing to 
the WOM literature on which type of WOM communication is useful for user registration. Advertising 
popularity information also increases user registration, implying that herd behavior also occurs in a user 
registration context, extending prior findings. 
Second, brand awareness was found to attenuate the negative effect of information privacy concerns on 
intentions to register and strengthen the positive effect on trust and intention to register with a website. If 
people are familiar with a website or its brand, they are more likely to register with the website since a 
familiar brand name decreases the risks of subsequent actions (i.e., providing personal information) on 
the website (Lowry et al. 2008). This is consistent with an earlier claim that consumers are more willing to 
provide their home address, phone number, email address, social security number and credit card number 
to a well-known site compared to a lesser-known site (Earp and Baumer 2003). This finding is also an 
extension in a registration context of the earlier studies that found website awareness determines online 
purchase intentions (Yoon 2002).  
Third, the seminal work of McKnight et al. (2002) argues that trust in a website leads to trust-related 
behaviors, such as sharing personal information with the website. However, they did not measure actual 
behaviors and stated that it would be desirable to conduct a study in which the ultimate outcome of 
interest, i.e., trust-related behavior, is directly measured. Similarly, Smith et al. (2011) stated that because 
it is rare for privacy research to consider actual outcomes in tests of models, researchers need to focus on 
measuring the actual outcomes of privacy concerns. This research responds to these calls by measuring 
behavior directly, linking intention to register to actual registration behavior using a combination of 
survey and field experiment methods that collect actual real-life data.  
Managerial Implications 
The findings have practical implications for websites that require, or have the option of, user registration. 
First, our findings suggest that websites should mitigate users’ information privacy concerns and build 
their trust to maximize registration. Second, requesting sensitive information decreases a user’s trust in 
the website and increases her information privacy concerns. Firms should think twice before asking for 
sensitive information and they should only ask for information that is necessary for the registration goal. 
Highly sensitive information should never be requested without the presence of other mitigating factors, 
such as trust (Kobsa 2007). Moreover, people are more likely to register with a familiar or brand-name 
website than at an unfamiliar website (or a website with an unfamiliar brand name). So investing in 
advertising and promotion that could generate brand awareness helps increase registration conversion. 
Firms can use strategic information revelation as a marketing instrument to attract user registration. 
Notably, firms can improve consumer informedness by displaying WOM messages and advertising the 
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user base to improve brand awareness, reduce information privacy concerns, and build trust. WOM 
increases user registration, especially expert WOM, which was found to be stronger than consumer WOM. 
This suggests that firms should use WOM messages of not only satisfied customers on their website, but 
also they should seek out experts in their field, and offer a testimonial of the expert. Moreover, advertising 
popularity information increases user registration, though the actual (small) numbers used do not seem to 
have a strong effect. It may be that actual numbers only affect user registration for high-traffic websites. 
For smaller websites, the actual numbers have a neutral effect but would not hurt to advertise them. 
Limitations and Future Research 
We acknowledge a number of limitations that create avenues for future research: This study measures 
brand awareness but not brand image. It is possible for a person to know a brand, but have negative views 
about that brand. Future research could include brand image as a separate construct. Our measurement 
for information sensitivity only consists of two questions related to requested information. Future research 
can use a more detailed scale (Phelps et al. 2000) and ask people to report their willingness to provide 
information for a variety of demographic, lifestyle, personal, purchasing, or financial information.  
Besides advertising positive WOM and popularity information, extrinsic incentives could also affect 
registration behavior. For example, firms can give users explicit benefits such as monetary or time savings 
in exchange for their personal information (Hui et al. 2006). Besides, we only displayed positive WOM. 
Prior research found that negative WOM has a greater impact than positive WOM. Future research could 
compare the effects of both positive and negative WOM, or other forms of WOM, such as product reviews, 
the number of Facebook likes or registrations made by Facebook friends Moreover, earlier findings show 
that the actual advertised numbers can contribute to user registration when the numbers are advertised by 
a high-traffic website. Future research could study the effect of advertising popularity information on user 
registration of a website with higher traffic to investigate if the actual number matters. 
Concluding Remark 
Given the significance of user registration for accessing online information for users and creating 
customized content for websites, this study provides an initial step towards understanding the factors that 
determine online user registration. Overall, the results show that information privacy concerns, trust, and 
brand awareness are particularly important in users’ decisions to disclose personal information to register 
on websites. The findings also indicate that informing users about the credibility and popularity of the 
website has an identifiable impact on user registration. We seek to entice future research to obtain a more 
complete picture of consumers’ online information disclosure behavior with respect to users’ registration.  
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