Global software development is spreading increasingly within companies. Although it provides some competitive advantages, such as speeding up the software delivery, reducing cost, and taking advantage of more economic resources, this working model is a very complex one. Threats, such as geographic distance and cultural differences, may impact negatively on activities and artifacts of the software process. Untreated threats usually affect the quality of the requirements, propagating defects to subsequent development phases. Global software development threats were studied in a real major project, where no special treatment was put into practice to mitigate them. Analyzing the serious consequences on that project, a proposal was developed using a Lexicon model and Scenarios in order to mitigate threats to requirements in this distributed working mode. The proposal was applied in a new real project of similar characteristics, and the comparison of results from both projects gives promising perspectives in terms of requirements quality and process time improvements.
Introduction
The requirement specifications are the entrance door for the subsequent phases in the software development process. In this sense, the quality related to specifications is crucial in order to obtain a proper software product and to fulfill with the agreed deadlines and costs. The requirements production is not a trivial or monolithic activity [1] and, thus, it should be encouraged following a defined process, which takes into account the circumstances of the project and the application context [2] . A particular case is the global software development (GSD), which is often affected by various threats, such as geographical and temporal distance, different cultures, different languages and communication difficulties, among other factors [3] , [4] , [5] . These latent threats usually impact negatively on the requirements [4] . To understand the dimension of the requirements within the software process, it should be mentioned that the problems associated with the requirements engineering process are the main cause of failure of software projects [6] .
It is important to know the level of exposure to threats that the GSD project will deal with; this level will also depend on social aspects, domain knowledge of the involved team, trust between the different stakeholders, and common or individual interests competing. Belatedly recognize these threats and/or underestimate them could bring harmful consequences to the requirements, in first place, and to the whole project in general, in quality as well as in time and costs. Anticipate threats and take the appropriate mitigation measures could help to achieve the expected results [5] .
Therefore, a requirements process based on models written in natural language has been proposed, together with a knowledge management repository, with the purpose of tackle communications problems, distance and idiomatic differences, and lack of domain knowledge. This proposal was created taking into account the difficulties detected and quantified in a GSD project, where actions against threats, typical of the GSD model, were ignored. The proposed process was applied in a real project within the same domain, and by comparing the results achieved on the quality of the requirements and on the timing of the involved activities, it was possible to identify the mitigations obtained over the threats affecting requirements.
The following section describes a requirements process based on natural language models and the potential threats that can affect a GSD project. In section 3, the threats identified in a real project of GSD after a post-mortem analysis are exposed. Section 4 presents the mitigation proposal to requirements threats and the application in other project with similar characteristics, analyzing comparatively the mitigation achieved on these threats. Section 5 discusses similar works on GSD. Finally, conclusions and future works are presented.
Requirements and Global Software Development
It is well known that requirements are an essential component for the generation of software, and a proper requirements stage is vital in any software process [7] . If a defect occurs during the requirements production, it will undoubtedly impact on subsequent phases of the software process, damaging the whole product [7] . Additionally, the GSD has distinctive features that complicate the software development process and affect much more the requirements definition activities [8] .
Software globalization encourages more and more to seek cost-effective alternatives outside the boundaries of countries [9] . These decisions are motivated by various causes with different benefits [10] , [11] , [12] , such as: possible costs reduction, increased flexibility and professional skills of the teams, rapid adaptability of the company to market changes to achieve short-term goals, competitiveness through cost reduction, hiring models flexibility, risk mitigation related to labor and taxes, and possibility of expansion into new markets.
This set of advantages comes with different threats that must be monitored to avoid negative effects, since these threats mainly affect the requirements [13] and conspire against time, cost and quality of projects. As mentioned by Davis et al. in [14] , problems in requirements production are considered the main factor of failure of 90% of large software projects.
The unawareness of these threats and the lack of mitigation actions may affect the requirements and lead to loss of competitive advantages, staff demotivation, and poor software quality [5] . In that sense, requirements engineering, as a discipline, seeks to systematize the requirements process, providing methods, techniques and tools that facilitate the elicitation, modeling, verification, validation and management of high quality requirements, transforming business requirements into software requirements [15] . The requirements engineering process must be adapted depending not only on the type of software to be built, but also the specific development environment. A requirements strategy that focuses on increasing the commitment of stakeholders will obtain better requirement specifications [16] , and this commitment is mainly achieved through a proper communication between all stakeholders.
Requirements Process based on Natural Language Models
Requirements engineering has a collective social ingredient due to the involvement of a variety of stakeholders in a project, who often have different skills, knowledge and vocabularies. These differences cause the understanding of the problem to be a complex activity. In order to have a successful engineering requirements process, it is vital to have good communication among stakeholders and to understand deeply the context of the system to be built [17] , [18] . That is the reason of following a requirements process based on natural languages models. The Language Extended Lexicon (LEL) model and the Scenarios model have this communication feature, which provides advantages not only to the requirements process, but also to the entire software life cycle, being an easy understanding media between parties [17] . The LEL is a glossary that defines terms used in the application context [18] . Each term, called symbol, is identified with one or more names (synonyms) and defined by a notion (denotation) and a behavioral response (connotation in this context). Both, the notion and the behavioral response, are described by means of one or more sentences driven by two principles: i) circularity principle (to maximize the use of LEL symbols while describing other LEL symbols), and ii) minimum vocabulary (to minimize the use of terms not belonging to the LEL). Fig. 1 presents two symbols of the LEL created in a GSD project of an insurance company, with the intention to mitigate threats to requirements. Underlined terms in Fig. 1 represent hyperlinks to their corresponding definition symbols within the lexicon.
Symbol

Policy / Contract
Notion
• A written document containing the terms of the agreement between the insurer and the insured.
• Instrument evidencing the agreement between the insured and the insurer.
Behavioral Response
• It defines the rules in general, particular or special ways that regulate the contractual relationship between the insurer and the insured.
• It has a unique policy number.
• It has an insured and policy holder and can be these two different entities.
• The insured receives a printout after contracting the insurance.
• It may be modified, terminated or extended.
• The Premium can not to be collected by the Insurance Company directly.
• All premiums are collected through agents.
• The payment of the policy premium could be done by check, deposit, or bank transfer.
Symbol
Insured
Notion
• Person, owner of the interest on which insurance risk is taken.
• The person or organization that is covered by the insurance policy.
• He may or may not be the beneficiary of the policy.
Behavioral Response
• He hires the policy with the insurer.
• He can negotiate, terminate or extend the policy. Scenarios are behavioral descriptions in a given context and at a particular timeframe [17] ; the behavior is defined by a set of episodes, performed by actors to achieve a specific goal, and by exceptions that obstruct such achievement. The context of the scenario is described by means of a geographical location, a temporal location and preconditions. Episodes may be simple actions, conditional actions or optional ones, performed in sequential or nonsequential order. A episode may also reference to other scenario, called sub-scenario. Exceptions are described in terms of the cause of the disruption and the treatment or resolution of that disruption. The exception treatment may be described by a simple action or a scenario, depending on the complexity of the treatment. In addition, the actors participating in episodes and the required resources used in episodes are also enumerated in the scenario.
Two different sets of scenarios are created: i) Current Scenarios, which describe the situations observed in the application context, and ii) Future Scenarios, which describe expected situations that will take place in the context of use of the software to be built. Fig. 2 shows a Future Scenario created for the insurance GSD project. In this Figure, underlined terms are hyperlinks to the definitions of the LEL symbols, and treatments of the exceptions invoke other scenario.
In general, every application context has a typical terminology, that is, words or phrases that have a particular meaning in that context. Misunderstanding this vocabulary may lead to defects in requirement specifications, which would result in re-work, repeating verifications and validations. Thus, the LEL improves communication among the stakeholders, standardizing the user's vocabulary as the common terminology to be used, helping to build a good relationship with users, facilitating the validation of models written in natural language, and minimizing ambiguities in the created models, among other contributions [18] .
Scenarios enable to understand the behavior in the application context, to unify criteria about the best way to interact with the system, to increase the user's commitment with the development process, and to facilitate the training of new team members about the problem to be solved [17] .
A requirements engineering process based on natural language models consists of four phases [15] It should be noticed that the creation of a model involves several activities: elicitation, modeling and managing requirements. Additionally, it is also important to remark that all the mentioned models use the terminology defined in the LEL, containing hyperlinks to the definitions of the corresponding LEL symbols, in order to reduce the inherent ambiguity of natural language descriptions. Examples of these hyperlinks are depicted in Fig. 2 , where some LEL symbols are used in the scenario description.
Title Pre Processing Incoming Payments Goal
The Interface should process the payments associated to policies collected by other entities in name of the Insurance Company and registering the accounting entries into Intermediate Data Base.
Context Temporal Location
• Every day • Brazilian Time should be used for Interface schedule execution time
Geographical
Location
• Brazil
Preconditions
• Existence of the Intermediate Data Base.
• Access (user & Password) to the location where the file is stored in order to allow interface to log and read the file.
• Access (user & Password) to the Intermediate Insurance Company Data Base to allow interface to record the registers.
• Interface execution scheduled in Execution tool.
Actors
Bank entity (File), Insurance Company (Intermediate data base, processing interface)
Resources
File with the collection, Intermediate Data Base, processing interface Episodes 1. The bank lets the file available for interface reading.
2. The interface invokes with the product parameter.
3. The interface invokes bank entity logging service.
4. The interface reads full file from bank entity.
5. The interface filters the rows by motor or other products specified.
6. The interface inserts data into the Intermediate Insurance Company Data Base taking into consideration the unique policy number.
7. The interface confirms the processing of the data and deliver status log.
8. The interface logoffs from the service. Fig. 3 shows the structure of a requirement specification. This document presents an introduction, a summary of the involved business process and rules, a functional description of the solution for that business process, and a section involving non-functional requirements, which should be considered for a proper solution. This schema was the one used by the insurance company in every software development project. 
Threats in Global Software Development
Although it is considered that distributing work teams is a strategic decision that pursues advantages, such as cost reduction and higher competitiveness, this may lead to big investments and hard challenges [12] . Organizations that tackle this kind of work should have stipulated processes, adequate tools, appropriate means of communication, clear policies, among other aspects as well, in order to face the diverse threats that surround the GSD [19] .
The main threats to GSD [3] , [4] , [5] , [12] , [19] are: i) Inadequate communication, ii) Language and cultural barriers, iii) Geographical distance and time differences, and iv) Problems with knowledge management. Additionally, other threats derive from the combination of those mentioned above [13] being some of them not specific of GSD, however, they must be addressed (Fig. 4) : v) Lack of confidence and engagement; vi) Lack of knowledge about the problem domain; vii) Ambiguity, contradictions and lack of clarity in specifications; vii) Technical or tools problems; ix) Individual goals; and x) Rotation of team members. Underestimating or not being aware of these threats may impact heavily on the quality of the requirements [13] , and when these threats get identified in distant phases they will greatly increase the costs of resolution [20] . Inadequate communication. Communication is an indispensable element that all actors have to daily deal with, during the whole software development process [17] . Particularly, the requirements stage will only be successful if there is an effective communication between the users and the analyst team, avoiding discrepancies in the understanding of the user necessities [7] . Some instruments that improve communication could be those informal and face-to-face ways of communications, which are highly used in projects that are located in only one place. Usually the communication between members of a team under the distributed model is through electronic means and in an asynchronous way. The abuse of this form of communication is also harmful for the project, because it generates misunderstandings, re-works and ambiguities in the documents that are produced [5] , [4] . These problems may decrease productivity by up to 50% in GSD projects, and may increase re-works by 2 to 5 times compared to a project located at the same place [12] .
DERIVED THREATS
MAIN THREATS
Language and cultural barriers. Culture may differ according to the following areas [4] : organizational, geographical, national culture, religion and power distance. Language is a critical factor that directly impacts on the elicitation and validation activities [4] . This situation can occur both between users and analysts, or between analysts and developers or testers, or between other groups as well. The meaning of some context specific terms and their relation with other technical terminology may differ in some languages or cultures, affecting the requirements quality.
Geographical distance and time differences. Geographical distance among stakeholders becomes a challenge for the face-to-face or informal communication. Temporal distance also attempts against synchronous communication, which is a useful tool to quickly overcome inconsistencies and ambiguities before they become bigger problems [4] . The lack of a fluid communication not only affects the bonds among stakeholders, but also affects the right understanding of the application context and also of the user necessities [4] .
Knowledge management problems. The purpose of knowledge management is to absorb the whole knowledge of the organization in order to be used later on, including also the compiling of information of past and actual projects [11] . In the requirements stage, there is usually a large amount and variety of information coming from diverse sources of information, and these sources have to be available to all involved people. This factor should be considered especially in a distributed model, where involved participants are geographically disperse and must have formal channels to access to the information to be shared; this helps to avoid tacit knowledge and the informal transmission of information [8] .
Lack of confidence and engagement. Trust is difficult to establish in distributed teams, where relationships and socialization are restricted due to geographical distance and time differences [5] , [4] , [12] . While profile creation and collaborative tools can help to mitigate this threat [12] , it is necessary a proper understanding between those involved in order to work as a team pursuing the same objective.
Lack of knowledge about the problem domain. Having knowledge about the application context is of vital importance in a project, because the lack of knowledge may lead to a round cycle of questions and answers, and continuous and frustrating validations, causing significant delays. The interpretation of information by someone who has no knowledge about the context may be a difficult task [21] . Moreover, those who better know the application domain could be overwhelmed by questions [5] .
Technical or tools problems. Connectivity plays a major role when dealing with GSD. The support to teamwork through multi-language tools, groupware tools and shared repositories among other things, are basic elements to consider when approaching this kind of project [12] .
Ambiguity, contradictions and lack of clarity in the specifications. When specifying a requirement, ambiguity must be avoided. As the IEEE 29148 [22] standard indicates, there must be only one interpretation for each requirement, and this has to be simple and easy to understand. Having cultural and language differences, as well as a limited knowledge of the domain and abuse of asynchronous communication, may increase the probability of producing ambiguous, inaccurate or contradictory requirements. Requirements with this kind of defects will impact on subsequent phases of the software project, damaging the quality of produced artifacts and the final software product [7] .
Individual goals. The lack of common goals or objectives may result in the demotivation of the teams or in low productivity, and also may promote the culture of "them against us" [5] , affecting significantly the outcome of the project. The objectives may not be the same between the different teams, because they report to different management structures or different companies. This explains why it is so difficult for teams to understand and commit to the same objective [12] .
Rotation of the team members. The loss of experienced resources during the development of a project has a direct impact on productivity, knowledge transfer and team motivation, overloading the remaining team members when trying to recover delays [5] . This situation also implies dedicating more time to train new team members.
3
Post-Mortem Analysis of a GSD Project without Mitigation of Threats
The present proposal arises due to the identification of a highly negative impact on the quality of the software, the estimated deadlines and budget, in the late phases of a large software project. The project, which belongs to the insurance domain, had a budget of $9 million dollars, an estimated deadline of 10.5 months and the participation of approximately 100 people. It was the first of a program of projects whose teams were scattered in several countries: analysts in Buenos Aires (Argentina), developers in Pune (India), testers in Chennai (India), configuration suppliers from Poland and core applications suppliers from Denmark (Fig. 5 ). The users of this first software project were located in Caracas (Venezuela). The second software project, whose users were in São Paulo (Brazil), had the same geographic distribution of teams, although with other composition and other members. In this second project, the proposal for mitigating threats to requirements was applied, based on the difficulties encountered in the first project. The development strategy for these two projects consisted in moving the analysts from Buenos Aires to the country where the users were located, in order to perform requirements elicitation and preliminary modeling. The planning, requirement specifications and design were performed at Buenos Aires. Subsequently, the transition to the software factory took place in Pune, in order to start the development. In this factory, the requirement specifications were assigned to developers, who fulfilled their doubts with the analysts. After the development, integration testing was made in Chennai; the testing team deliver the software to the destination country, where the software certification tests took place. Resuming, in both projects it was used the cascade life cycle with the following seven phases: vii) Post-Implementation Phase involves lessons learned meetings, release of project resources and postimplementation review.
The requirements process in the Venezuela project was performed along the first and third phase, and their activities are detailed below.
In the Conceptualization Phase, the scope and business requirements definition activity involves:
• Elicitation and analysis of business requirements After approval of requirement specifications, during sub-sequent phases, an activity of requirement specifications evolution was performed, despite being a waterfall model.
In both projects, every model and document was written in English, being the common language adopted due to language differences of all the stakeholders.
Both projects used a set of predefined metrics provided by the insurance company, which were calculated based on the collected information of each activity. Table 1 only shows the subset of metrics related to requirements. The estimation for the activities was based on the historical information of the company. The metrics related to requirements were estimated according to the complexity of the specification: Low, Medium, and High, also distinguishing them by analysts or developers with or without knowledge of the insurance domain. The complexity of the specifications was established with the help of a functional point estimator. During the certification of the software in Venezuela, many rejections from users were identified; those rejections turned on alarms in the new project that was about to start, whose destination country was Brazil. These rejections were properly documented, and it was determined that 41% came from the requirements. Based on the analysis of the calculated metrics, a proposal was elaborated to reduce rejections in the Brazil project.
In the Venezuela project, 20 users from Caracas were involved, 13 analysts from Buenos Aires, 38 developers from Pune and 8 testes from Chennai. The 69% of the analysts had no knowledge in the insurance domain, and the 66% of developers either. 104 requirement specifications were created: 43% were of Low complexity, 34% Medium, and 23% High. The first ones had an average of 18 pages, the Medium complexity ones had an average of 48 pages and the last ones 82 pages.
Requirements Metrics Calculation for Venezuela Project
Details of the metrics obtained in the Venezuela project are presented below. The value of the DFE01 metric presents substantial differences between the estimation and the actual times for creating specifications. Table 2 also shows that the creation time of a specification made by an analyst with knowledge in the domain is clearly lower than the one created by the inexperienced one. The average time to get the formal approval of the users (DFA01 metric) was significantly higher than the estimated value, 60% higher on average (Table 3) . The average of rejections during the approval of the requirements (DRF01 metric) was considerably higher in those specifications that were created by inexperienced analysts than those made by the experienced ones (Table 4) , 132% higher on average. During the transition phase to the software factory, the overlapping of the working hours between Buenos Aires and Pune was only of 2 hours a day and the chosen language was English, which was not the native language of any of the teams. Every developer made a previous reading of the assigned requirement specification to familiarize with it. Then, they clarified their doubts with the analyst during a session limited to those 2 hours of overlapping. The communication tools used were: Phone conference, Video conference and a Q&A management tool. Table 5 represents the estimated and effective times for the transition to the factory by type of specification and by analyst category (TRATPT01 metric). The transitions of analysts with domain knowledge were close to the estimated values, however the transitions of the analysts without knowledge was, on average, 19% higher than the estimation. The developers made on average 13.2 questions by specification to clarify doubts (TRACPDF01 metric). Inexperienced developers asked on average 37% more questions than the experienced ones (Table 6 ). That lack of domain knowledge and of the terminology resulted in losing a significant part of the synchronous time in clarifying basic concepts. Table 7 summarizes the threats that affected the Venezuela project, identifying the requirement metrics associated to those threats. 
Geographical and Temporal Distances
• Transition time to software Factory (TRATPT01)
• Questions per requirement specification (TRACPDF01)
Language and Cultural Barriers
• Average time for transitioning to software factory (TRATPT01)
Knowledge Management problems
Lack of Confidence and Engagement
• Requirement specification creation (DFE01)
• Requirement specification approval (DFA01)
• Requirement specification rejection (DFR01)
Lack of Knowledge about Problem Domain
Ambiguity, Contradictions and lack of clarity in specifications
• Defect % due to defect specifications (CERTNCFF01)
• Defect rate per specification (CERTINCPER01)
It is assumed that many of the threats affected the requirements, since the majority of the defects detected in the certification phase had their origin in the requirement specifications. On the other hand, the project had severe deviations in costs (53% increment over budget), as well as, in deadline (48% increment over planning time). The largest variation in costs was due to the delay in the deadline. Due to the kind of contract with the supplier, it was necessary to extend the contracts of the whole team, which had a strong impact on the total cost. The time extension indirectly arose due to the rejection of the requirement specifications during formal approval, the amount of developer questions, and transition times to the software factory. While the amount of defects by specifications seems to be low, the most time-consuming activities seem to come from the requirements stage.
There were no problems of rotation of team members, since specific strategies have been implemented for the retention of the staff. Moreover, there were penalties for suppliers in case the established attrition rate would increase a certain percentage.
Individual goals of the distributed teams did not affect the project. The supplier of development and testing, selected for both projects, had been working with the company for several years. Therefore, the supplier knew in detail the regional strategy and the leadership of the insurance company and of other suppliers, and was aligned with the company strategies allowing him to make the right decisions in order to achieve the commitment and alignment of every team members with the shared project goals. Management committee meetings were done monthly; in these meetings not only the project results were presented, but also the company and the suppliers exposed their concerns, risks and respective mitigation actions in order to align goals and priorities of the project teams.
There were no problems regarding tools, such as video conference, shared desks, and management tools, since they were available to the team. This means that no technical problems have appeared.
Proposal for Mitigating Threats to Requirements in GSD
The Brazil project was similar to the Venezuela one, regarding the characteristics of the software to be built. Although the number of requirement specifications was higher, the process to follow and the planning were similar. This project was planned with an estimated deadline of 16.5 months and a budget of $ 14.5 million, participating 50% more people than in the Venezuela project. The project was initially proposed to start 8 months later than the beginning of the Venezuela project, but finally began 13 months later due to the need to implement appropriate mitigation actions. Although, the software development process followed in Brazil was similar to the one in Venezuela, some activities were incorporated in the different phases to mitigate the possible occurrence of threats that had affected requirements in the Venezuela project. The proposal was based on the use of natural language models: LEL, Current Scenarios and Future Scenarios, whose contributions were described on subsection 2.1. The highlights of these models are communication among stakeholders, reduction in ambiguities and inaccuracies by using LEL symbols in every created model, understanding of the problem through the Current Scenarios, and understanding of the interaction between the future software and its context through the Future Scenarios. The definition and management of these models required additional activities in several phases of the development process (described in section 3). Besides, a repository to share these models was incorporated in the Brazil project.
In the preparation of infrastructure and tools activity within the Conceptualization Phase, a sub-activity was included for the selection, installation and configuration of knowledge management tools. Another sub-activity incorporated in this Phase was an induction of the analysts into the creation of LEL, Current Scenarios and LEL Scenarios.
Additionally, in the Conceptualization Phase, the scope and business requirements definition activity was redesigned adding several new activities. Therefore, this activity involves the following sub-activities (new subactivities are marked in italics):
• Creation of Language Extended Lexicon In the Initiation Phase, the project kick-off meeting activity included the presentation of the LEL and Scenarios models, and of the knowledge management repository to the stakeholders. Within the same Phase, regarding the team's training, the LEL and Scenarios models and the knowledge management repository were presented and explained to the developers and to new analysts. Training took place through meetings held in each of the locations. The main Current Scenarios were presented in detail, providing a high-level view of the essential characteristics of the business. Then, it was delved into the rest of those scenarios to give a correct view of the interaction of different areas, such as, claim and policy administration. It was presented the derivation towards Future Scenarios, which provided a global view of the system goals. During these sessions, the necessary information related to the LEL, to Current Scenarios and to Future Scenarios was provided, such as the location of these models within the repository of information and the access to them, among other information.
In the Analysis and Design Phase, the creation, validation and formal approval of the requirement specifications continued being performed, but these ones were created taking into account the vocabulary defined in the LEL and based on the created Future Scenarios. These specifications were also stored in the knowledge management repository.
During the following phases of the process, the activity of evolution of LEL, of Current Scenarios and of Future Scenarios was added, aligned with changes in business requirements or corrective changes due to a better understanding of the problem domain.
In the Implementation Phase, the LEL, Current Scenarios and Future Scenarios were made available for the support team, together with the requirement specifications.
The team was composed of 60 users in São Paulo, 16 analysts in Buenos Aires, 47 developers in Pune and 8 testers in Chennai. Just like in the Venezuela project, there was a similar proportion of analysts and developers with no experience in the Insurance domain. This was, in both projects, as consequence of the lack of available resources in the labor markets of Buenos Aires and Pune.
In the Brazil project, an LEL with 46 symbols, 26 Current Scenarios, 97 Future Scenarios and 154 requirement specifications were created. The amount of pages by specification was similar to the Venezuela project, with a similar composition regarding the complexity. All models were written in English, due to the diversity of languages that the teams had, and were also written using a unified terminology provided by the LEL model. Tables 8 to 12 , show the calculated values for the Brazil project, which are equivalent to the Tables 2 to 6 of subsection 3.1. The same time estimations were used in both projects. Comparing Tables 2 and 8 , improvements in the time used for creating a specification may be observed. Table 9 in contrast with Table 3 , shows an important reduction in time consumed for requirements approval versus the estimation for inexperienced analysts. Analyzing the duplication of time for specification approval, related to low complexity specifications created by expert analysts, has only been able to conclude that the estimation of 2 days was an optimistic one. On the other hand, a substantial decrease in the rejections average for medium and high complexity specifications created by inexperienced analysts versus experts, may be observed in (Fig. 7) .
Metrics Calculated for the Brazilian Project
that the 45% la, inexperienc ements per spe omparative A e i CTRONIC JO Table 13 shows that Venezuela's teams and Brazil's teams have a similar composition of resources regarding those with knowledge in the insurance domain and those without that knowledge, representing the last ones a high percentage of the total of resources. Considering the total of stakeholders involved in each project, the Brazil project had 50% more participants than the Venezuela project. This was mainly due to the number of users: 20 in Venezuela and 60 in Brazil, resulting in tougher tasks in elicitation, in validation of specifications, and then in the certification tests with users. In the Brazil project, both analysts with and without expertise in the domain decreased the time needed for creating requirement specifications, independently of the complexity of the specification, in comparison with the Venezuela project (Table 14) . In case of the inexperienced analysts, the reduction in the creation time compared to Venezuela was in average 26%, while for the experts was in average 6%. In the Brazil project, there was a significant reduction in effective creation time respect to estimation creation time, mainly for those specifications created by non-experts. The average approval times for those specifications created by expert analysts almost kept unchanged between the two projects, being even close to the estimated time. On the contrary, approval times for specifications created by inexpert analysts decreased in the Brazil project.
As shown in detail in Table 15 , the time used for the formal approval of the specifications was reduced in the Brazil project, except for low complexity specifications created by expert analysts. Approval time for those specifications have increased in average 33%, which means in absolute values an increment of 1 day per specification; this could be considered insignificant (see numbers in red in Table 15 ). Furthermore, analyzing in absolute values the 33% of average reduction in time approval for non-experts, that reduction implies in average 3 days less for approving specifications than the time taken in the Venezuela project (see numbers in green in Table  15 ). Table 16 shows the variation of number of rejections per requirement specification during the formal approval task. There was only a minimal reduction in the number of rejections of specifications created by inexperienced analysts, while an increment occurred for medium and high complexity specifications created by experts in comparison with the Venezuela project. As pointed out in case of approval time, the average values show that the number of rejections increased in one per type of specification. However, it is important to observe that the rejections in the Brazil project were originated in changes or minor errors. The time consumed for transitioning the specifications to the software factory were slightly decreased respect to the Venezuela project (Table 17) , while there was a significant reduction in the number of questions (Table 18 ). The first is due to the limitation of overlapping hours between Buenos Aires and Chennai for synchronous communication. The Venezuela's developers did on average 13.2 questions per specification, while in the Brazil project the average was 8.5 questions. There was an important decrease in questions done by Brazilian inexpert developers, on average 40 % less than those done by Venezuelan inexpert developers. Moreover, in the Brazil project it was narrowed the gap between the number of questions asked by inexperienced developers face to those asked by experts. Although it seems that the number of non-conformities on requirement specifications reported by users during software certification in the Brazil project is slightly lower than the one of the Venezuela project, it should be noticed that a greater number of requirement specifications (increment of 48 %) were developed in the Brazil project (Table 19) . Therefore, the defect rate per specification in Brazil was almost half of the Venezuela rate. The result of the software certification in the Brazil project identified that the 45 % of the total requirement specifications (154) had defects; this percentage was much lower than in the Venezuela project, where 72 % of the specifications contained defects (Table 20) . In both projects, inexperienced analysts created most specifications with detected defects. Table 21 shows that the number of defects in specifications created by inexperienced analysts was highly reduced in the Brazil project against the Venezuela project. The nonconformities found in specifications created by inexperienced analysts of the Brazil project was 93% higher than those detected in specifications created by experts, while in the Venezuela project this value was 163%. That is, there was a significant reduction in the percentage of the Brazil project against the one of the Venezuela project. Number of defects in specifications created by expert analysts 27 28 Number of defects in specifications created by inexperienced analysts 71 54
Variation in number of defects between experts and non-experts 163 % 93 % Table 22 summarizes the metrics obtained for both projects, showing important improvements in several of these metrics. It is significant the reduction in time and cost deviation for Brazil project, as well as the reduction, almost by half, of the defect rate per specification during the software certification phase. On average, there was a slight reduction in the number of rejections during approval, as well as in the transition time, being more significant for inexperienced analysts. Regarding the validity of the results shown above, some issues should be remarked:
• Though both projects were developed for the same insurance company, they were performed independently of each other.
• Analysts, developers and testers were hired independently for each project at each location, since there was some overlap in the development of the two projects. The same process activities were done at the same locations, thus the teams at each location had the same culture. Obviously, users of each project came from each software target country, with their own culture.
• The same type of development process was performed in both projects, despite the additional activities included in the Brazil project to help mitigate threats to requirements.
• The estimation of each activity time, depending on the complexity of the requirement specification, was done using function points with a common estimator, independent of the different locations, suppliers and projects.
• The same metrics were applied in both projects, and measures were obtained in the same way.
• Estimated time and cost of the Brazil project did not include the creation and validation activities of the LEL, Current Scenarios and Future Scenarios, since the budget and planning was made before knowing the threats that had affected the Venezuela project.
Mitigation to Requirements Threats in Brazil Project
Based on the comparative analysis of results between the Venezuela and Brazil projects, signs of significant improvements on certain aspects and in other cases partial mitigations of requirements threats were observed. In summary, the values of the Brazil project in contrast with the Venezuela give evidence of:
• Improvement in quality communication, using the Language Extended Lexicon to standardize the vocabulary of the domain throughout the entire software process. Both, Current Scenarios and Future Scenarios, also provided a communication medium, allowing a better understanding for the stakeholders, in addition those models were also written in the domain terminology. Such terminology was the regular used by users and other human resources, which know the insurance domain, while in the case of those without such knowledge, they had these clear terminology definitions through the LEL model. • Improvement in trust and engagement of the project teams, using models written in natural language with a unified vocabulary through the LEL.
• Better knowledge of the problem domain, through scenarios that gave a proper view of the problem: the current behavior (Current Scenarios) and the planned behavior (Future Scenarios). Moreover, understanding the context vocabulary is the beginning of the cognitive process. This was mainly observed in those resources with poor or no insurance domain knowledge.
• Reduction of ambiguities, contradictions and lack of clarity in the specifications, by means of the Future Scenarios, since these ones were created in natural language, collaborating on the requirements validation with users, preventing the inclusion of defects in requirement specifications and improving the deadlines. In addition, creating specifications using the symbols included in the LEL helped to reduce ambiguity. This was notoriously evident with the decrease of the defect rate per specification.
• Improvements in knowledge management, through the use of the knowledge repository, which contains descriptions in natural language of the of vocabulary (LEL), the problem under study (Current Scenarios) and the system to be built (Future Scenarios).
• Partial mitigation of the problems related to geographical and temporal differences through the LEL and Future Scenarios, since these models were a valid source for creating requirement specifications and also during the transition to the software factory by allowing clearing doubts or by taking faster decisions, minimizing the number of questions from developers to analysts and focusing on relevant matters or issues that were more complex to understand.
• Partial mitigation of the problems related to cultural and language barriers, through the LEL model, which unified the vocabulary for stakeholders interaction, providing shared terms with a precise meaning.
Related Work
The threats found in the Venezuela project are mostly typical of GSD. When analyzing the work of Hanisch and Corbitt in the project Sapphire Software House [23] , similarities can be found related to the difficulties faced by the Venezuela project. The team was scattered in various locations, the UK and New Zealand, with cultural and temporal differences, combined with inexperienced resources; this resulted in inaccurate interpretations by analysts, who introduced several defects in the specifications. This is similar to the consequences suffered in the Venezuela project.
In the Sapphire project [23] , it was considered that the major threat was related to communication, which also generated misunderstanding problems, affected the trust relation among those involved, arriving to a similar conclusion as in Venezuela project. As a mitigation action, the most experienced resources were relocated at user offices in UK, which affected the remaining team by delaying the understanding of the requirement specifications coming from UK, and increasing considerably the amount of questions. This is a similar consequence that happened in the Venezuela project, mainly in the transition to the software factory. To mitigate this new problem, they included new tools in order to improve communication and knowledge management, since they were only using email. The implemented tools, already in place in both Venezuela and Brazil projects, enabled the Sapphire project to perform the tasks more efficiently, although there is not a detailed explanation about the improvements.
In short, the problems identified in both projects, Sapphire and Venezuela were similar, but the mitigation options implemented were different. While in the Sapphire project the relocation of the most experienced resources was chosen in order to improve the communication and increase the confidence, and subsequently synchronous communication tools were included; in the Brazil project, the models LEL, Current Scenarios and Future Scenarios were used, complemented with a repository containing those models. Unlike the Sapphire project, the implemented models allowed not only improve communication but also the knowledge of those involved, providing useful tools for the execution of their tasks in a remotely and asynchronous way. It is important to mention that in the Brazil project the improvements obtained were quantified and compared to the Venezuela project.
In the work of Aranda et al. [24] , the communication is also mentioned as the main problem faced in GSD, being time differences, cultural differences and knowledge management mentioned as well. An important concept, emphasized by the authors, is the necessity of a common understanding of the domain; to do so, ontologies as facilitators of communication were used. This proposal is relatively similar to the advantages provided by the LEL model, although the last one is strictly focused on the vocabulary used in the context, and it is complemented by the Current Scenario model to provide a proper understanding of the context's behavior [18] .
Aranda et al. [3] mention the necessity of carefully select the requirements elicitation techniques and groupware tools, depending on the cognitive characteristics of the involved team, considering especially the lack of the GSD model to allow a fully synchronous communication. In Venezuela and Brazil projects, tools were already implemented and available for the team members, but it is interesting the approach mentioned by Aranda et al. related to the affinity of some teams to a particular way of communication, such as visual and verbal ones, and the use of this analysis to define the most appropriate instruments. A problem presented in this proposal is how to handle the diversity of antagonist cognitive characteristics of those involved, probably making almost impossible the use of a large amount of tools. They have presented some results based on controlled experiments [3] . In short, the proposal provided by Aranda et al. [3] focuses on the use of ontologies and groupware tools, mainly centralized in improving communication, understanding of the problem and knowledge management.
Conclusions
The GSD is widely spread in the software industry [9] , and this is the reason to pay special attention to this working model. Even though it has great benefits, these ones could be reduced when ignoring or underestimating the particular characteristics of this model. Therefore, these peculiarities should be considered appropriately in the development process, since they could become threats that put in risk the quality of the process and the product [3] , [4] , [5] , [6] , [8] , [12] , [19] , [24] . Many of these threats affect the requirements in different levels and ways, causing undesirable effects, which could be spread to the next development phases if not identified from the beginning [7] . The identification of existing, new or potentials threats, when selecting the distributed model, is the first step towards a proactive strategy to mitigate them. The proposal that has been presented, using the LEL, Current Scenario and Future Scenario models [15] , [18] tries to provide benefits in mitigating requirements threats in GSD projects. Both projects, Venezuela and Brazil presented here, had similar features from a technical perspective, due to the use of the same processes, metrics, estimation model and tools. Based on the calculated metrics for the Brazil project, it is quite evident that the use of these natural language models, together with a common repository containing them, allowed mitigating threats previously identified in the Venezuela project. The main threats attacked by the proposal were problems on: communication, domain knowledge, ambiguity and imprecision of specifications, and teams involvement. The evidence has shown that the proposal has provided greater benefits for those resources, analysts and developers, who had no knowledge of the problem domain.
This proposal is aligned with what was exposed in [8] , which claims out the necessity of a different requirements engineering process for those GSD projects. The characteristics of Venezuela and Brazil projects are similar to many other GSD projects, as it could be seen in the literature, which would suggest that the improvements in the quality of requirement specifications using the LEL model, the Scenario model and the repository might also be obtained in similar projects. Furthermore, it is quite common to have teams with different level of experience or knowledge about the problem domain, mainly when they come from several countries or even cities, and the present proposal may level off the knowledge of the team members. A potential improvement in the present proposal is the creation of an additional LEL, containing the vocabulary used in the Future Scenarios and in the requirement specifications, since new terms not defined in the initial LEL may appear or the meaning of existing terms may require modification. This may happen due to either changes in business processes or technological changes by the incorporation of the software [25] .
A subject not analyzed in this work, and proposed for future is how the LEL and Future Scenarios could assist the testing team in the understanding of terminology and system flows, since this testing task is often entrusted to a supplier different to the one who carries out the development. A potential alternative to facilitate testing could be the generation of test cases from Future Scenarios, an activity that has already been developed using natural language descriptions [26] , [27] , [28] . It is considered likely that the improvements achieved in the Brazil project could be enhanced in the testing phases.
