I. T R A NSITION TOWA R D A NET WOR K ED SOCIET Y
Approximately half the world's population is online with the rest yearning to be connected. Two out of three people on Earth communicate with a mobile phone, while two-fifths use social media to keep contacts up-to-date [1] . Many things in our lives, such as phones, cameras, sensors in our homes and offices, and cars, are being connected to the internet. Our world is becoming hyperconnected.
Our social, professional, economical, and political lives are increasingly facilitated by digital connectivity between people, places, and things. These platforms unify our communications, enabling collaboration and radically transforming our interactions both at work and at home. The result is that our lives are becoming increasingly "virtual" as we spend more and more time online. The economy as digital technologies, the role of effectively managing data in society, and the opportunities and limits of autonomous decision making.
II. DIGITA L "OURSELV ES"
The networked society increases the virtualization of life as our digital interactions become deeper and richer [4] . Rapidly developing technologies that enable the autonomous recognition of faces, gestures, and speech transform communication experiences through augmented and virtual reality interfaces. These immersive communications technologies are joined by the increased adoption of virtual assistant technologies that help us to overcome limitations of space and time -enabling an era of digital ever-presence.
Digital aids or avatars or bots could become part of our digital interactions providing unique capabilities to be deployed in our digital interactionsexpanding capabilities of "digital ourselves," i.e., expanding skills and capabilities of the combination of ourselves and our digital avatars. Such powerful combinations of digital ourselves could create new ways of bridging gaps in skills and abilities. Barriers could be overcome through automation, software-defined customization and system integration to configure appropriate combinations of virtual assistants, avatars, and our physical selves to interact with specific digital environments. This will endow individuals with unprecedented capabilities to multitask, improve personal shortcomings, and become more efficient at highly intellectually challenging tasks while leaving those nuanced, mechanical, and mundane tasks to our "digital" representations [5] . For example, we will be able to access professional support on-demand as we engage in daily activities such as obtaining professional legal assistance in an automated manner and telecast to your display to guide you through specific sections of an agreement in complex negotiations. This "digital" representation of yourself will bring together all your information (by learning from you) at a meeting, helping you conduct business quickly or convey information to team members for more assistance based on your visual cues and body language.
III. DIGI TA L R ISK S
The increased digitalization of our lives is generating large amounts of data about us. These data are being used to offer recommendations for books, accommodation, dining, or making us more efficient by optimizing the route from office to home. On the surface, these recommendation systems are convenient. Yet they can also be hugely manipulative by nudging you in certain directions or undertaking price discrimination in relation to products. As we use many apps with a potential to record or capture some data about our interactions, we often do not know what data are captured. In many cases, the collected data are then deanonymized (hopefully very well) before being processed by often commercial, confidential algorithms [6] . Such a framework for generating customer insights could lead to nudging in specific directions changing our bias toward certain products, services, and even worldviews. As the digital technologies become used in the transformation of government services and policy development, such biases could become a challenge in terms of maintaining inclusion of diverse views to strengthen the governance. On the other hand, such nudging could become a new and effective tool in the promotion of greater community awareness in areas such as sustainability and preventative health.
Our digital selves are constrained by the many terms and conditions and privacy policies we accept to use online services. One key challenge for the networked society is to enhance the protection of our data through the development of appropriate methodologies for viewing our data and managing their use. Licensing agreements and privacy settings need to be greatly improved to be fit for the purpose of empowering individuals to balance the level of data protection with services offered. Increasingly, data captured in the use of services are traded as customer insights and aggregated with other data sets to create a detailed picture of an individual. The opaqueness of many terms and conditions enables this to lead to a potential world of unknowns and could result in use in personally damaging contexts, for example, connecting exercise data to health insurance premiums or income levels that are then being used to match discounts you can negotiate.
An additional risk is the collation of completely uncorrelated data sets that can reveal the identity of individuals through their movement across physical and digital environments. As an example, gaining access to public transportation use captured by electronic tickets can identify people within a small cohort of late-night shift workers. Many apps are being developed to often provide a specific functionality or service in mind and may not have anticipated how the data captured could be correlated in the future and may not have access to the appropriate privacy-preserving deanonymizations needed in such contexts [8] .
I V. BA L A NCING AC T
Industry and business are being disrupted through the rapid convergence of digital, networking, and automating technologies. Many sectors are embracing the transformation and realizing the benefits through process improvements in logistics and information management, productivity gains in mining and healthcare, and new commercial opportunities through platform economy approach to shared infrastructure, services, and skills. Data are at the heart of these developments, with businesses gaining improved abilities to collect, capture, and combine data to improve accuracy in insights. Take an example of a shopping mall: each store can now look at the customers coming in by pinging their mobile phone's WiFi to trace, generate, and store useful insights of how to convert visiting customers into paying customers [9] . They can use such data to plan, roster, and even organize the stock in the store to achieve better conversion rates, alongside providing highly targeted offers.
Bringing together multiple data sets can provide improved capability for governments and agencies, for example, to effectively plan cities and regions, design a better system of social welfare and healthcare, and/or help to respond to events and disasters. The integration of disparate data sets could deliver tangible benefits to the community.
However, such a data integration framework needs to balance the societal benefits and the safeguards for individuals. Increasing attention needs to be paid to which data are handled, managed, and manipulated, with appropriate regulatory approaches developed for the emerging networked society. As the originators of data, customers should have the right to own the data, manage their opt-ins and opt-outs according to the use, and most importantly see how their data are being used. The networked society brings a rising demand for modernizing current legal regimes that deal with the data across the globe alongside greater requirements for private and state actors to invest in data usage in a manner that preserves privacy and is secure from leakage.
The logic of the networked society also transforms decision making. Currently, when decisions are made, there is a notion of responsibility, accountability, transparency, and social obligations. For example, the decisions made in relation to approving a payment for a disability pension is based upon the assessment of relevant materials. The process of decision making is conducted within a framework of accountability for the decision maker, with the individual, who is the subject of the decision, able to exercise a right of administrative review. However, when that decision occurs via an automated process there is a shift in accountability and social responsibility away from decision makers (be they government or corporate) to computer platforms. These systems are far from being perfect as recent incidents of autonomous vehicles being hacked [10] or criminal sentencing software exhibiting a racial bias [11] show. In approaching these issues, attention needs to be paid to how to ensure accountability and transparency. Enabling trust in automation requires examining appropriate social and technical limits for applications.
As the industrial revolution facilitated the global transformation from the 18th century, digital, networked, and automated technologies will enable massive social change in the 21st century. This impact will transform the economy with many jobs vanishing and the emergence of new approaches to work and the organization of work [7] . Data-driven customer insights can help a customerfocused organization to optimize its staff to reduce the cost. Automation in delivery, storage, and handling can reduce jobs in warehousing and logistics. Yet, it is not all doom and gloom as automation can also offer efficiencies where an increase in investment can scale up the organization leading to staff transitioning to different or new jobs. This offers new opportunities for people to participate in yet unimagined jobs that are built on attributes that humans excel at-fostering relationships and creativity and dealing with unpredictability [12] .
The networked society is triggering a shift in focus for people to consume more services to satisfy their emotional, social, and psychological needs. Such an approach can provide the intellectual and emotional energy required to sustain the remediation of the planet with more jobs in sustainability and alleviation of the climate change. The increasing level of automation and resulting changes to employment demands a serious reconceptualization of the economics of the future to secure a fair and just distribution of wealth [13] . Managing this transformation will be the central issue for the networked society.
There is no doubt that we are transitioning to a networked society. There are strong social and environmental benefits to be gained from that transition. Yet, these benefits will only be realized if we address the real challenges and ask the hard questions to shape the manner and form of the networked society. Governance frameworks must adapt to the networked society and tackle emerging challenges around ownership, use, and protection of data which both empower new business models and innovation while preserving fundamental rights. In the world of rising automation, how we approach employment and enable a just and fair distribution of wealth is a key challenge. Could it be possible that wealth of the nations could be limited to a few individuals and corporations if governance of new playing fields is not designed properly? Technological change is taking place at an unprecedented speed, and thus the future role of technology requires an interdisciplinary approach to ensure a societycentric view. It cannot be obtained by postdevelopment evaluation and intervention as experimental technologies are being deployed continuously in the networked society. A balanced approach toward the adoption of the networked society is required with potential benefits balanced across competing social, political, and economic concerns. Addressing these challenges requires a collaborative effort, bringing together stakeholders from different disciplines, cultures, backgrounds, and traditions to collectively shape our connected future. 
