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In recent years, Internet has become a new scrambling battlefield between 
countries; all kinds, all levels of network battle took place all the time. Network 
remote control software is an integral killer war weapons, not only it can get 
important military, political and economic intelligence, but also it can attack the 
paralysis or destruction of its network system. But along with the update of the 
network technology and the operating system, especially with active defense 
capabilities of the antivirus software release, challenges the traditional remote control 
software. Development of breakthrough active defense remote control system has 
been imminent, the research on this technology also has important practical 
significance.  
This article analyzes the network remote control system and the development 
trend of Trojan, focuses on the realization of hiding, and complete the remote control 
system occur to the actual needs.  
The article includes:  
1、Brief introduce the development trend of network attack techniques and 
bottlenecks encountered;  
2、Introduce Trojan attack techniques and active defense technology;  
3、Highlighting analyse the hidden technology used in the Trojan part of remote 
control system .Especially the detailed design of the hidden of process and the reuse 
of port;  
4、Research and design of network remote control system . 
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