Abstract-This study aimed at analyzing the analysis biometric technology adoption and acceptance in Canada. From the introduction, the paper reveals that biometrics technology has been in existence for many decades despite rising to popularity in the last two decades. Canada has highly advanced in information technology. It is observed that the three sectors for the adoption and acceptance of biometric technologies are: financial services, immigration, and law enforcement. The study uses judgment for sampling and questionnaires for the collection of data. Given the high rate of adoption and acceptance of biometric technologies in Canada, the paper concludes that the adoption of these technologies is at the adaptation state. Age and experience also influence the rate at which individuals accept biometric technologies with the most experienced participants showing the highest rate of approval.
I. INTRODUCTION
In the modern business environment, competition leaves organizations with no chance but use all the resources that are at their disposal to gain competitive advantage. One of the fronts where this kind of competition has been evident is technological. In most cases, the organizations that have innovative technologies carry the day. One of the most discussed technologies in business is the biometric technology. Biometric is the measure of the unique physical and behavioral traits. The use of biometrics for identification and security has become a common practice, especially in developed countries. The use of biometrics for authentication is one of the most secure and trusted options for user authentication. Various factors always influence the rate at which a technology such as biometric authentication is adopted in a country. This paper analyses biometric technology adoption and acceptance in Canada.
The paper is organized as follows. The next section highlights the Information technology investment in Canada. In Section 3, we present the literature review of the topic be explaining the mannerism of identification and use. Also, we shows how the adoption of biometric security systems . In Section 4, we present the theoretical framework. Following this in Section 5, we explain the methodology of the work by defining the way of sampling, shows how is the data collection and also, the approach of data processing. In Section 6, we presents the data presentation and analysis and emphasis the regression analysis. Following this in Section 7, we show the discussion of results. The final section concludes the paper.
A. Contribution
In this paper, we analysed and studied biometric technology adoption and acceptance in Canada. The paper concluded that three sectors in Canada where the adoption and acceptance of biometric technologies are financial services, immigration, and law enforcement. Furthermore, there are two main factors including age and experience influence the rate at which individuals accept biometric technologies with the most experienced participants showing the highest rate of approval.
II. INFORMATION TECHNOLOGY IN CANADA
Canada may not be a country that comes to the mind of any one with the mention of economic superstars, but it is one of the best-managed economies in the world. For many years, the government of Canada has put importance in the use of information technology for economic sustainability. The government of Canada Information Technology Strategic Plan 2016-2020 is one of the evidence of the extent to which the government has gone to make sure that the use of information technology in the country is complemented. This is according to a study that was done by [3] . Information technology has been of the most contribution to the growth of the main services sector in Canada. According to a report by The Information and Communications Technology Council (ICTC), aside from job creation and direct contribution to the GDP through the ICT sector that increased by $2 billion in 2014, the contribution of ICT to the other sectors is beyond doubt. The proximity of the country to the US and their close business relationship has also contributed to the high rate of advancement of ICT in the country.
III. LITERATURE REVIEW
Despite biometric being on the verge of a breakthrough in human identification and security, it was not given much consideration as it is given in the modern society. Canadian stakeholders believe that there are benefits that come with the use of biometric technologies [5] . However, with all these advantages there are disadvantages such as age and occupational factors that may lead to difficulty in capturing physical attributes such as fingers. People in occupations such as construction are prone to such a disadvantage. The various biometric technologies can be judged in terms of universality, permanence, uniqueness, collectability, acceptability, performance, and circumvention. However, assert that none of these technologies is perfect. When they are reviewed in terms of the above-mentioned factors of judgment, there are some shortcomings that are noted for the use of biometrics as shown in Table I . Table I reveals the imperfection of the biometrics that is used in Canada. Therefore, there is always a system that can be used in the evaluation of the performance of a biometric system. The system has three criteria, which are: 1) False accept rate (FAR): the proportion of unauthorized users manage to get access. Such error is most likely to be as a result of a security breach. a) False reject rate (FRR): the proportion of authorized users that fail to get access. Such an error represents threats the rightful use of the system. b) Crossover error point (CEP): a scenario whereby the rate of false acceptances equals is equal to the rate of false rejections. Such and error implies optimal results to biometrics-based systems.
A. Mannerism of Identification and Use
Of the forms of biometrics that are used in various parts of the world, fingerprints have been used in Canada for the longest period. This technology has been particularly used in the finance sector in the identification of account holders for the sake of securing accounts from possible fraud [10] . In [9] asserts that there has been a significant decrease in the rate of fraud cases that relate to false acceptance. For the sake of security, some organization is fingerprint recognition that requires the use of all the ten fingers instead of just one because it enhances accuracy.
Another biometrics that is commonly used in Canada is facial recognition. This technology was initially manual with the administrators have to look at digital pictures for facial confirmation. However, with the advancement in technology in Canada, facial biometrics technology has been taken to a whole new level. A perfect example is the application of facial recognition at Canadian airports [13] . This is part of the program that was introduced by a traveler screening program by the Canadian Border Services Agency. This involves selfservice border clearance kiosks that intend to make Canadian border points safer.
In [2] asserts that many people do not realize that Iris recognition is different from facial recognition. Iris is a muscle that performs the function of controlling the size of the pupil. The highly detailed texture makes it possible for Iris to be used for identification and authentication. Government agencies have been on the frontline in using Iris identification in Canada. An example of such a case is the partnership between IBM and ID Iris to provide iris recognition technology for NEXUS, a program under the Canadian Border Services Agency [8] . The private sector has also used this technology for authentication is some occasions.
Voice recognition technology has also been used by some organizations. This is an assertion that is true as far as the financial sector in Canada is concerned. RBC was the first Canadian company to successfully implement the voice recognition technology in 2015. However, that is not where the application of voice recognition technology ends. Soon, many other organizations were using this technology for recognition. The financial sector has been under pressure to use innovative technology in the recent past because of the changing expectations of their customers.
B. Adoption Biometric Security Systems
Despite many people not being opportunistic on the adoption of biometric technologies in Canada, the adoption rates have been relatively high as organizations strive to adapt to the expectations of their customers and international standards.
The government has also been under the equal pressure since of the advanced nature of security risks that the country may faces and the want to give assurance to people of the public that they are secure. As a technology that was considered by many members of the society as new three decades, the debate on the benefits and the shortcomings of these technologies were at the center of decisions that were made by the government agencies or organization on whether adopting biometrics technologies was a viable decision or not [4] .
In Canada, the decisions to use biometric were guided by economic, operational, managerial, or, process related. According to most of the researches that were done on the adoption of biometric, these decisions were as a result of operational variables. This is further backed by the high costs that are included in the acquisition of such technologies [14] . Some managers, especially those managing small and medium-sized organizations know the security threats that their organizations face, and the benefits that they can get by adopting biometric identification and authentication but are limited by the lack of financial resources. It was also revealed that the research that informs to the ability formulation of implementation strategies might be a main factor that decreases the ability of some organizations to use biometric technologies. For most of the organizations and government agencies that adopted, security and better services were at the center of the decisions. Author in [6] argues that the money that is involved in the acquisition of this technology in Canada was not much as compared to the operational and process-related impact that it had.
C. Summary
Evidently, there is no single technology that will give absolute technology. Therefore, only the integration of various biometric identification options into a single application. This lead to different layered levels of security and that can lead to high layered levels of security as in the case for some of the organizations in the financial sector. The Canadian Border Services Agency has also been seen to use more than one biometrics identification technology. The use of biometric technology is advanced in Canada is more advanced than most parts of the world, especially the developing countries.
IV. THEORETICAL FRAMEWORK
Managerial, organizational, technological and environmental imperatives are all promoted by available theories on the use of technology [12] . Notably, the adoption of biometric technologies is not entirely a technological issue because of the high influence that cost has. Therefore, this study is going to assume that adoption has six phases, which are: initiation, adoption, adaptation, acceptance, re-utilization then infusion. As far as the available literature on the adoption of biometric technology in Canada is concerned, the country is at the adaptation stage of technology adoption. The model (Rogers, 1995) include the diffusion of innovation that is commonly used in understanding the diffusion of technologies is as seen in Fig. 1 below. 
A. Usage
Biometric technologies in widely used by security agencies and financial organizations in Canada. However, not much has been seen in the other sector. 
B. Variables of Receivers
The diffusion of innovation model uses organizational social characteristics, demographic characteristics, and perceived innovation need as essential variables that could have controlling impacts on the decision to adopt a technology by an organization or government agency. This study mainly focuses on organizational features such as type, size, age, and experience in IT as main factors that can affect the decision on whether or not to adopt the use of biometric technologies.
C. Perceived Innovation Characteristics
The diffusion of innovations theory asserts that the various dimensions of attitude toward an innovation are measurable using the five attributes, namely, compatibility, relative advantage, complexity, risk, and trialability. The perceived relative advantage of innovative technologies is directly proportional to the rate at which it is adopted [1] . Research also indicates that an innovative technology with substantial complexity needs more technical skills and needs greater implementation and operational efforts to increase its chances of adoption. Potential adopters of technology who are allowed to try an innovation will feel more comfortable with the technology and are likely to adopt it.
V. METHODOLOGY

A. Sampling
The sampling technique that was carried out in this study was a testing as opposed to random choosing. The study made use of three sets of samples which are financial institutions, immigration agencies, and law enforcement agencies. The choice of these sets of the sample was as a result of the high rate at which security measures and identification was of importance to these sectors. Participants were employees of the organization in the specialized IT department, especially those directly involved in the implementation of biometrics technologies. Although biometric not being a new trend in Canada, focusing on the IT specialists ensured that the data that was collected was of the maximum possible accuracy.
B. Data Collection
The data collection method that was used for this study was questionnaires. The selection of this method of data selection was directed by a high number of participants that the study willing to have and their variety in terms of age, the size of organizations in which they work, gender, and the roles that they play in these organizations [11] . The questionnaire used both open and closed questions with demographic details being of utmost importance. The questionnaires also had a section that focused on the variables concerning biometrics adoption. These variables included technology, ease of use, support of management, technological compatibility, and participant vulnerabilities and privacy needs [7] . We distributed the questionnaire to 10 organisations that have number of IT specialists. Therefore, we made up about one hundred questionnaires. One hundred thirty nine of them were filled and used for analysis and studies in this paper.
C. Processing
Exploratory factor analysis was used in the reduction of the number of variables into few factors that can influence the implementation of biometrics technology in an organization. The reduced factors were an improvement of service excellence, security, and productivity. Statistical Package for Social Sciences (SPSS) for Windows Version 14.0 was then used for factor analysis. The factors were also derived by principal axis factoring and rotating them by applying Promax with Kaiser Normalization method to increase the relationship between some of the factors and the variables. Multiple regression analysis was applied to test the hypotheses associated with the factors that influence implementation of biometric technologies.
VI. DATA ANALYSIS
The data that was collected from individuals from demographic perspective is as shown in Table II .
According to the data that was collected, the rate at which biometrics was adopted in the sectors that the study was based on. The findings according to the difference are presented in table three. The YY ratings imply that there was the adequate use of biometrics technologies. The Y ratings indicate that the use of biometrics was moderate while N rating implies that either were no cases of biometric adoption.
A. Regression Analysis
Regression analysis proved to be effective in the testing of the hypothesis. The regression analysis was based on the factors that determined the applicability and adoptability of biometrics technologies in Canada. It was from the relationship between the stated variable: technology, ease of use, support of management, technological compatibility, and participant vulnerability and privacy concerns and the state of biometric technology in the country.
VII. DISCUSSION OF FINDINGS
According to the results of the study reveal that ease of use, size and type of organization, and communication sufficiently influenced the adoption of biometric technology. 
Given that Canada is at the adaptation stage, there were very few participants still doubting the level of effectiveness of biometric technology in the enhancement of security. However, the participants were of the opinion that determination of the right balance in terms of the technologies to be used and the nature of organization were the major challenges that were faced when it comes to the adoption of biometric technologies.
A. Expected Attributes of Biometric Technology 1) Compatibility of the technology: Though there is the significance of technological compatibility in the adoption of biometric technology, there has not been evidence that it is of high influence. As far as infrastructure that is used in the adaptation of this technology is concerned, most of the participants seem to think that the level of advancement of information technology in Canada is enough for any organization that intends to adopt biometric technologies.
2) Use difficulty of use: Majority of the respondents were of the opinion that the difficulty of use is no longer a determining factor on whether an organization adopts biometric technology. It used to be an important determinant in the past. However, with the level of advancement of information technology in Canada, it has become easier for organizations to adopt the biometric technology. This can be proved by the high number of organizations using biometric technologies in Canada. In most developing countries, older organizations tend to avoid innovative technologies because they are satisfied with the traditional techniques of identification and authentication. However, the situation in Canada is different because the older organizations are taking advantage of massive experience and access to capital that they can use in the adoption of biometric technology. This is an opinion that was held by 72.22% of the participants.
3) Relative advantage: Relative advantage proved to be of high influence on the adoption of biometric technology. Most of the participants were of the impression that their organizations opted for biometric technologies because of the fact that they provide identification and authentication advantages that none of the available alternatives could. Only 17.26% of the participants thought that potential relative advantage had no impact on the decision whether to adopt biometric technologies.
B. Variables of Social Systems
Suitable communication between information technology experts and users and organization managers is considered to be one of the principal factors that have contributed to the high level of adoption of biometric technology in Canada. 86% of the participants were adamant that lack of understanding of the technologies was a high contribution to the low rate at which these technologies were adopted in the past. Management support was also of significance because of the level to which management influence the strategies that are adopted and the extent to which they are adopted. This is a trend that proved to be persistent for participants who worked in government agencies.
C. Receiver Variables
As seen in the result, organizational demographic nature tends to have minimal influence its intention to use the biometric technology. There is no evidence from the collected data that can prove that the age of the organization had an influence on the decision to opt for biometric technology.
www.ijacsa.thesai.org
