Recently, the visible light communication (VLC) is considered as a future emerging technology in the telecommunication and lighting industry, as defined in the IEEE 802.15.7 standard. In the meantime, the ANSI E1.45 standard was made to provide VLC data transmissions from a VLC data server to a lighting device that is equipped with a VLC transmitter in lighting control networks. However, the ANSI E1.45 scheme cannot provide reliable transmissions of VLC data, and thus a lost data, if any, cannot be recovered. To overcome such limitation, timer-based VLC data transmission schemes have been studied by applying the retransmission scheme of Internet. However, these schemes still have limitation that the lost VLC data cannot be recovered immediately. Hence, in this study, the authors propose new reliable transmission schemes for VLC data over lighting control networks. The proposed schemes are classified into the packet-based (PRVS) and fragmentbased (FRVS) schemes. From performance analysis by simulation, the authors see that the FRVS gives the best transmission throughput among the four candidate schemes. In addition, it is shown that the proposed reliable transmission scheme can effectively perform the error recovery operation in the networks with packet losses, compared to the ANSI E1.45 scheme.
Introduction
The visible light communication (VLC) technology based on light emitting diode (LED) has been standardised as IEEE 802.15.7 [1] . In this standard, a data packet can be transmitted through the flicker of a visible light that human cannot recognise [2] [3] [4] [5] [6] . In the meantime, the Professional Lighting and Sound Association (PLASA) [7, 8] has standardised the ANSI E1.45 [9] for transmission of VLC data packets over the lighting control network based on Digital Multiplexer 512-A (DMX512-A) [10] .
The ANSI E1.45 standard, as also known as DMX802, defines a unidirectional transport of IEEE 802.15.7 VLC data packets over the DMX512-A lighting control network. For VLC data transmission, the VLC server may divide an IEEE 802.15.7 data packet into one or more fragments, and transmit each fragment to the lighting devices via the DMX512-A network.
It is noted that the ANSI E1.45 standard does not provide an error recovery or retransmission mechanism, as done in the DMX512-A [10] and the RDM (Remote Device Management) protocol [11] . In DMX512-A and RDM, the packet loss may not be big concern, since the data transmission unit is very small (e. g. 1-byte information for lighting device control).
However, in the ANSI E1.45 standard, the data loss tends to make a very big problem. This is because the ANSI E1.45 data packet usually contains a large amount of VLC data payload based on the IEEE 802.15.7 [1] . If a data fragment is lost during transmission, a whole VLC data packet cannot be delivered from a lighting device (with a VLC transmitter) to the VLC users (with a VLC receiver).
Accordingly, in the VLC data transmission using the ANSI E1.45, the reliability control using error detection and recovery becomes a very important issue to be solved. To overcome this limitation, a timer-based VLC data transmission schemes have been studied by applying the retransmission techniques of Internet. However, these schemes have another limitation that they cannot recover the lost VLC data immediately. Hence, in this paper, we propose the reliable VLC data transmission schemes over the lighting control network, so as to improve the performance of VLC data transmission. To identify a data loss, the proposed schemes will use the RDM standard, because the RDM protocol enables the bi-directional communication between a lighting controller and a lighting device as a polling system based on master-slave architecture, differently from the ANSI E1.45. For error control, in this paper, we will define some new messages for checking a data loss at a lighting device by using the RDM protocol.
Based on the detection of a data loss, we propose the two retransmission schemes for error recovery. The proposed schemes are classified into the packet-based and fragment-based schemes (FRVSs). The proposed retransmission schemes can be used to provide reliable VLC data transmission in the lighting control network, differently from the existing ANSI E1.45 scheme. This paper is organised as follow. Section 2 describes an overview of PLASA standards for lighting control. Section 3 describes the existing VLC data transmission scheme based on ANSI E1.45. In Section 4, we describe the proposed two retransmission schemes for reliable VLC data transmissions in lighting control network. Section 5 compares the existing and proposed transmission schemes in terms of the throughput performance. Section 6 concludes this paper.
PLASA standards for lighting control network
In the PLASA standard association, many activities have been made for standardisation on the entertainment lighting devices. In particular, the Control Protocol Working Group (CPWG) defines the standards on the lighting control networks. Table 1 summarises the major standards that have so far been made in the PLASA/ CPWG.
Among the CPWG standards, the DMX512-A [10] is the key standard that provides unidirectional data transmission for control of lighting devices. In the DMX512-A, the lighting controller can manage up to 512 lighting devices by using the daisy-chain topology. The DMX512-A provides just a simple functionality for device control. Thus, the RDM protocol [11] was made for effective lighting device management. The RDM protocol is used to manage the lighting devices over the DMX512-A network. In RDM, unlike DMX512-A, the bi-directional communication between devices and controller are allowed by using polling system, in which the controller sends a 'Get' or 'Set' message to the lighting device for device monitoring or configuration, and then it can receive a response message from the lighting device.
In the meantime, the Architecture for Control Network (ACN) standard [12] was made to provide the lighting device control by using the Internet Protocol (IP). In addition, the standard [13] was proposed to transport the DMX512-A data over ACN. It is noted that these IP-based lighting control schemes are still in the early stage for standardisation.
More recently, the ANSI E1.45 [9] was standardised for transmission of IEEE 802 data (including the IEEE 802.15.7 VLC data) via DMX512-A network. This standard provides the unidirectional data transmission from a VLC data server to the lighting devices (with VLC transmitters). Note that an IEEE 802 data packet usually has a larger size than the DMX and RDM control packet. Thus, a VLC data packet will be segmented into one or more data fragment before transmission. If a data fragment is lost during transmission, there may be a severe degradation of VLC data transmission performance. However, the current version of ANSI E1.45 does not provide any error recovery mechanism. Therefore, in this paper, we propose an effective error recovery mechanism for VLC data transmission in the ANSI E1.45 network.
Existing VLC data transmission schemes
In this section, we describe the overview of the three existing VLC data transmission schemes, based on the ANSI E1.45, in the lighting control network. In addition, the timer-based schemes are classified into the two schemes: packet-based and FRVSs. In the packet-based scheme, a whole VLC data (with one or more fragments-) will be retransmitted for error recovery, whereas in the FRVS only the fragment which has experienced a loss will be recovered. Fig. 1 shows the basic VLC data transmission over DMX512-A network. The VLC server transmits the VLC data packets to the lighting devices, whereas the lighting controller sends the DMX and RDM packets. To identify the protocol type of a packet, such as DMX, RDM or VLC, each packet header contains the Alternative Start Code field. The received VLC data will be delivered from the VLC transmitter (on the lighting device) to the VLC receiver by using the IEEE 802.15.7 standard [1] , which is outside the scope of this paper.
Existing scheme without consideration of retransmission
Each VLC data packet contains 1-byte IEEE 802 sequence number and 1-byte fragmentation number (the remainder filed in the figure), which are followed by the IEEE 802 payload and the 2-byte CRC field for error check.
It is noted that the ANSI E1.45 does not provide the reliable VLC data transmission for error recovery, since the protocol relies on unidirectional transmission from a VLC server to lighting devices, and the VLC server cannot receive any feedback messages from the lighting devices. Accordingly, the VLC data transmission throughput may be degraded in the network with packet losses.
Packet-based retransmission procedure using timer
In the PRPT retransmission scheme, the lighting controller will initiate the error control using timer of each packet. That is, the lighting controller will perform the error detection operations with the lighting devices, not relying on an explicit error control request from the VLC server. The error control by the lighting controller will be done periodically in a pre-configured time interval. The data loss event is reported from the lighting controller to the VLC server. Then, the VLC sever will retransmit the lost data packet with all of the concerned data fragments to the lighting device. Fig. 2 shows the procedures of PRPT. In the figure, the VLC server sends a data packet to lighting device (Step 1). In the PRPT scheme, the lighting controller will send an error control request message periodically to the lighting devices by using the RDM protocol, not depending on the VLC server (Step 2). This is done because the ANSI E1.45 protocol can support only the unidirectional transmission from a VLC server to the lighting devices. In the meantime, the RDM protocol allows the bidirectional transmissions between a lighting controller and the lighting devices.
If there is no data loss, the lighting device responds with an error control response message indicating 'no loss' to the lighting controller (Step 3). In the meantime, if a data loss occurs, the lighting device shall inform this loss event to the lighting controller by using an error control response message that contains the sequence number of the lost data packet (Step 4 and 5). Then, the lighting controller forwards the loss event information to the VLC server (Step 6), and the VLC server now retransmits the whole data packet to the lighting device (Step 7). Finally, VLC server responds with an error control response message to the lighting controller (Step 8). 
Fragment-based retransmission procedure using timer
In the FRPT retransmission scheme, the lighting controller is used for error control, as done in the PRPT scheme. However, the retransmission will be done only for the fragment that has experienced a loss, rather than a whole data packet. Fig. 3 shows the procedures of FRPT. As shown in the figure, Step 1-Step 4 and Step 8 are the same with those of the previous PRPT scheme. However, in Step 5, if a lighting device detects a data fragment loss, it responds with an error control response message that contains both the sequence and fragment numbers of the lost fragment. The lighting controller will forward this information to the VLC server (Step 6). Finally, the VLC server retransmits only the concerned data fragment, not a whole data packet, to the lighting device (Step 7).
By using the timer-based VLC data retransmission, it can increase the reliability of VLC data. However, these schemes have the limitation of delay in recovery due to the periodic Error Control Request message of lighting controller.
Proposed schemes for reliable data transmission
To improve the performance of VLC transmission using ANSI E1.45, in this paper, we propose the two retransmission schemes.
For error detection and recovery, the proposed schemes use the three fields of existing VLC packet: sequence number, fragmentation, and CRC. The IEEE 802 sequence number and fragmentation fields are used to identify which data packet or fragment is lost, and the CRC field is used for corruption check of the received packet at the lighting device. The proposed retransmission schemes are also classified into packet-based and FRVSs.
Packet-based retransmission using VLC server
In the PRVS retransmission scheme, the VLC server initiates the error control operations. Each time the VLC server transmits a VLC data packet by using the ANSI E1.45 protocol, it sends an error control request message to the lighting controller. Then, the lighting controller will forward the error control request message to the lighting devices by using the RDM protocol so as to check the error status. This is done because the ANSI E1.45 protocol can support only the unidirectional transmission from a VLC server to the lighting devices. In the meantime, the RDM protocol allows the bi-directional transmissions between a lighting controller and the lighting devices.
When a lighting device detects a packet loss (or a corruption by using the CRC field), it will respond with an error control response message to the lighting controller. The response message will contain the IEEE 802 sequence number of the lost packet. If a lost data packet is detected, the lighting controller will forward this error control response message to the VLC server. Now, the VLC server retransmits the concerned VLC data packet to the lighting device. Fig. 4 shows the PRVS procedures.
In the figure, the VLC server sends an IEEE 802.15.7 data packet to the lighting devices, which contains the four data fragments (Step 1). After all fragments are transmitted to the lighting device, the VLC server sends an error control request message to the lighting controller for error control (Step 2). Then, the lighting controller forwards the error control request message to the lighting devices (Step 3). If there is a packet loss, the lighting device will send an error control response message to the lighting controller, which contains the sequence number of the lost data packet (Step 4). Then, the lighting controller forwards the error control response message to the VLC server (Step 5). Now, the VLC server can retransmit the concerned data packets with all of the associated fragments to the lighting device (Step 6).
Fragment-based retransmission using VLC server
In the FRVS retransmission scheme, the VLC server acts as an error check agent, as done in the previous PRVS scheme. However, in this case, the retransmission of the lost packet will be done only for the fragment that has experienced a loss, rather than a whole data packet with all fragments. Step 3 are the same with those of the previous PRVS scheme. However, a data fragment, rather than a whole data packet, will be used as a retransmission unit.
In
Step 4, when a lighting device detects a data fragment loss, it responds with an error control response message that contains both the sequence and the fragment number of the lost fragment. The lighting controller will forward this information to the VLC server (Step 5). Finally, the VLC server retransmits only the concerned fragment, not a whole data packet, to the lighting device (Step 6). Table 2 summarises the differences among the four retransmission schemes for VLC reliable transmissions. In PRPT, the lighting controller initiates the error control periodically. When a data fragment is lost, the whole data packet will be retransmitted with all of the associated fragments. The FRPT scheme also uses the lighting controller for error control. However, for a data loss, only the lost fragment will be retransmitted. In both PRVS and FRVS, the VLC server initiates the error control for each VLC data transmission, not relying on the timer of lighting controller. For data loss, the PRVS scheme retransmits the whole data fragments, whereas the FRVS scheme recovers only the lost data fragment.
Performance analysis
To evaluate the performance of the proposed retransmission schemes, we analyse the total number of packets generated for reliable VLC transmission, which include the control and data packets. For simulation, we wrote the simulation code for the candidate schemes by using the MATLAB [14] .
We summarise the parameters used for simulation in Table 3 . We consider 50 lighting devices in the network. A total of 10 VLC packets are transmitted from the VLC server to the lighting devices with the data transmission rate of 200 Kbps. Each VLC packet consists of 10 data fragments. The data loss probability is set to 2%. In case of PRPT and FRPT schemes, the error control interval is set to 100 ms. Fig. 6 compares the total number of packets or fragments generated during VLC transmission, including both data and control packets, for different numbers of fragments per VLC data packet for the four candidate schemes. In this experiment, the data transmission rate and the data loss probability are given to be constant. In the figure, we see that the number of generated packets increases, as the number of fragments per VLC data packet gets larger for all schemes. This is because for a larger number of fragments per VLC packet, the number of lost fragments or packets to be retransmitted tends to increase.
In the meantime, it is noted that the proposed schemes (PRVS and FRVS) provide much better performance (smaller number of packets) than the existing schemes (PRPT and FRPT). This is because in the proposed schemes the VLC server initiates the error control operations, as soon as a data packet is transmitted, whereas in the existing schemes the lighting controller periodically performs the error control with the help of VLC server. That is, it seems that the proposed schemes perform the error recovery operations more timely and adaptively than the existing schemes.
In comparison between the packet-based PRVS scheme and the fragment-based FRVS scheme, the FRVS scheme gives better performance than the PRVS scheme. This is because the FRVS retransmits only the lost fragment, whereas the packet-based scheme retransmits a whole packet with all of the fragments for the lost packet, and this tends to generate much more packets in the retransmission process. This analysis can also be done for comparison between PRPT and FRPT.
Overall, we can see in the figure that the FRVS scheme gives the best performance among the four candidate schemes, and the performance gap between the FRVS scheme and the other schemes gets larger, as the number of fragments per VLC data increases. Fig. 7 shows the impact of data transmission rates on the number of generated packets or fragments for the four candidate schemes. In the figure we see that the performances of proposed PRVS and FRVS schemes do not depend on the data transmission rates, since the error detection and retransmission will be done for each data packet transmission by the VLC server. In the meantime, the existing timer-based PRLC and FRLC schemes tend to generate smaller number of packets, as the data transmission rate increases. This is because a large data transmission rate is helpful for the timely error recovery in the timer-based schemes. Among the four candidate schemes, we can see that the proposed FRVS scheme gives the best performance. Fig. 8 shows the impact of data loss probability on the number of generated packets. In the figure it is noted that the proposed sever-based schemes provide much better performance than the existing timer-based schemes. This is because in the proposed schemes the VLC server initiates the error control operation, as soon as a data packet is transmitted, whereas in the existing timerbased schemes the lighting controller periodically performs the error control with the help of VLC server.
In comparison between the proposed two schemes, the FRVS scheme gives better performance than the PRVS scheme. This is because the FRVS retransmits only the lost fragment, whereas the packet-based scheme retransmits a whole packet with all of the fragments for the lost packet. However, we see that these two proposed schemes tend to provide the same performances in severely lossy networks with more than 10% data loss probability.
Overall, we see that the proposed FRVS scheme gives the best performance among the four candidate schemes. Fig. 9 compares overall data transmission throughputs for the different loss rates for the two FRVSs (existing FRPT and proposed FRVS) and the existing E1.45 scheme. In this experiment, we define the throughput as the number of successfully transmitted data packets/fragments divided by the total transmission completion time. In the figure, we see that the throughput of the existing E1.45 scheme decreases rapidly, as the data loss probability gets larger. This is because for a large number of data loss probability, the number of lost fragments or packets tends to increase. In the meantime, FRVSs (existing PRPT and proposed FRVS) provide relatively steady and better throughputs, compared to the existing E1.45 scheme. This is because the lost fragments or packets are recovered with the help of the retransmission operation by the VLC server in the two FRVSs.
In comparison between the existing FRPT and proposed FRVS, the proposed scheme gives better performance than the existing scheme. This implies that the proposed FRVS scheme can perform the error recovery operations more timely than the existing FRPT scheme.
Based on the discussion made so far, it seems that the proposed FRVS provides the best performance among the four candidate retransmission schemes. From now on, we will compare the proposed FRVS scheme and the existing E1.45 scheme in terms of throughput performance. Fig. 10 compares the throughputs for different numbers of fragments per VLC data packet. In the figure we see that the throughput decrease, as the number of fragments per VLC data packet gets larger. This is because for a larger number of fragments per VLC packet, the number of lost fragments or packets tends to increase. Overall, we can see that the proposed FRVS scheme gives better throughputs than the existing E1.45 (no retransmission) scheme, with the help of the error recovery operation in the network with data losses. Fig. 11 shows the impact of data transmission rate on the throughput. In the figure, we see that the throughput of the proposed FRVS scheme increases, as the data transmission rate gets larger, since all lost fragments or packets shall be recovered. It is noted that the throughput of the proposed FRVS scheme is slightly lower than the data transmission rate. This implies that the proposed FRVS scheme can effectively perform the error recovery operations with a low overhead for retransmission in a timely manner. In the meantime, we can see that the existing E1.45 (no retransmission) scheme provide worse throughput than the proposed FRVS scheme. This is because the lost fragments cannot be recovered in the existing E1.45 scheme, and thus the transmission throughput tends to decrease in the lossy network. Overall, we can see that the proposed FRVS scheme gives better performance than the existing E1.45 scheme, with the help of the error detection and retransmission operations.
Conclusion
In this paper, we proposed new reliable transmission schemes for VLC data packets over LED-based lighting control networks. In the proposed schemes, differently from the existing timer-based retransmission schemes, the VLC server initiates the error detection and data retransmission to reduce the delay required for identifying an error. Hence, after a single VLC data transmission is completed, the VLC server sends control message to identify which data packet or fragment is lost. If some fragments are lost, the VLC server performs the retransmission procedure. If it does not happen, the VLC server starts the next VLC data transmission. The proposed schemes are classified into the packet-based and FRVSs.
From the performance analysis by simulation, it is shown that the proposed reliable transmission schemes can effectively perform the error recovery operation in networks with packet losses, Fig. 8 Impact of data loss probability on performance Fig. 9 Impact of data loss probability on throughput Fig. 10 Impact of different number of fragments per VLC data Fig. 11 Impact of data transmission rate on throughput compared to the existing E1.45 scheme. In addition, we can see that the proposed FRVS using a VLC data server gives the best transmission throughput among the four candidate VLC data retransmission schemes.
As a future work, we will implement the proposed scheme in real network environment using DMX512-A cable and lighting controller, and the proposed schemes are applied to such testbed to compare the performance in actual environments with a variety of unexpected factors.
