Recently, wearable devices have got increasing popularity in wide applications in medical and disaster rescue efforts to ensure the health and safety of users, which facilitates the development of the Internet of Medical Things (IoMT). Due to the posture alteration and mobility of users, the topology of the IoMT changes frequently, which increases the difficulty for resource allocation and routing strategy. In this paper, we respectively probe into the health monitoring architectures of the IoMT for both individual and group, allowing the monitored users to move at will. Furtherly, combined with the diversity of disaster rescuers, we build an IoMT-based disaster rescuer health monitoring system with searchers, doctors and porters. For each application, we point out the enabling technologies and demonstrate the existing researches. It is worth noting that the complexity of environment and high mobility of rescuers increase the probability of route breakage. Thus, this paper creatively addresses effective routing repair solutions for route breakage in IoMT-based disaster rescuer health monitoring system by exploiting the mobility of rescuers. Finally, we forecast three most likely directions in the field of IoMTs.
I. INTRODUCTION
With continuous development of microelectronics, communication technology, and sensor technology in recent years, portable and intelligent wearable devices have become increasingly popular in various countries around the world [1] - [3] . As the name suggests, wearable devices mean that the devices people can wear on their body in forms as necklaces, belts, watches, etc. Wearable devices have built-in sensors with independent computing power and dedicated functions, so they can monitor physiological information including heartbeat, blood pressure and breathing, etc., and body movement such as speed, posture, direction and position. Such devices can also monitor the environment, including temperature, humidity, and air The associate editor coordinating the review of this manuscript and approving it for publication was Min Jia . quality, etc. Wearable devices can also connect to smart phones, tablets, computers, and other devices through technologies like Bluetooth, WiFi, and ZigBee [4] , [5] . As such, they are widely used in medical care, sports, and fitness to monitoring the human health [6] - [9] . As wearable technology matures and upgrades, the IoMT shapes gradually with the key technologies of Physiological information perception and remote data transmission [10] , [11] .
Recently, more kinds of diseases threaten the people's life, individual health monitoring becomes significant not only for the patients but also the aged and the healthy persons with potential health risk. The occurrence of the IoMT provide incomparable changes for healthcare. The people equipped with wearable devices can monitor their health signals continuously and transmit them to the gateway within 3-6 meters [12] , [13] . Through the connection between the gateway and external network, the IoMT realizes the remote transmission to the doctors or family by the aid of 5G or fiber networks (i.e., passive optical network (PON)).
The development of human-centric Internet of Things (IoT) [14] - [19] and social network [20] - [22] reveal the fact that modern society pays more and more attention to the connection among people. This phenomenon is also open a new research field for health monitoring. Thus, group health monitoring based on the IoMT is reasonable to promote the healthcare level. In this case, multiple users can form a multihop self-organized network which allows the users moving in a larger area and consume less energy.
Meanwhile, the rate of man-made and natural disasters is increasing worldwide [23] , disaster rescuers face various uncertainties and potentially fatal dangers including low visibility, very high ambient temperature, and emission of toxic gases. Thus, health monitoring for the rescuers is very important but is neglected. The IoMT can be used in disaster rescue to monitor the health of rescuers to reduce life damage. However, due to the mobility of users and the complexity of the environment [24] , the route paths face frequent changing topology and many breakages. Thus, it is important to study the routing selection scheme and repair scheme to ensure the smooth communication.
In this paper, we discuss the applications of the IoMT on popular health monitoring for individuals and group in daily, respectively and especially exploit an architecture for the IoMT used in disaster rescuer health monitoring with consideration of distinct roles. The most important contribution of this paper is that we address routing repair schemes for the proposed architecture, which is never touched in the previous literatures to our best knowledge. In the following sections, the paper is organized as follows: In Section 2, we first describe the architecture, the key enabling technologies, and the current research status of the individual health monitoring system. In Section 3, we explore the architecture of the group health monitoring system on basis of the application in industrial workplace. Then we point out the backbone technologies according to the inter-human unique attributes. Finally, we show the up-to-date researches of the group health monitoring system. In Section 4, oriented to the emergency scenario of disaster rescue, we devise the specific health monitoring architecture based on the IoMT. Then the critical technologies to solve the particular routing problems is presented and the existing studies are demonstrated. In Section 5, challenges and future research directions are discussed for the IoMT development in health monitoring and other prospective wider application. We conclude our work in Section 6.
II. IoMT-BASED INDIVIDUAL HEALTH MONITORING SYSTEM
Based on the wearable technology, the IoMT is always used for the individual health monitoring in daily life. In this section, we introduce the architecture of the individual health monitoring system, discuss the related enabling technologies and introduce the existing researches on energy-saving for individual health monitoring system. 
A. ARCHITECTURE OF IoMT-BASED INDIVIDUAL HEALTH MONITORING SYSTEM
Due to the rapid development of wearable devices, the IoMT has become the most commonly used technology for health monitoring [25] - [27] . In traditional health monitoring, the patients always connect to the computer through wired monitoring terminals. The biggest disadvantage is that the patients cannot move at will. In fact, staying in bed for a long time is bad for health. The IoMT has solved this problem. The architecture of IoMT-based individual health monitoring system is shown as Fig. 1 . The sensors on body can monitoring the health signals such as blood pressure, heartbeat and others. The coordinator on human body takes charge of the connection to the family and the doctor through the Internet. Compared with traditional health monitoring, the IoMT-based individual health monitoring system can increase the lifetime of nodes because the nodes on human body can form a network and perform energysaving technologies.
B. TECHNOLOGIES OF IoMT-BASED INDIVIDUAL HEALTH MONITORING SYSTEM
With the increasing date volume, some key technologies of IoMT-based individual health monitoring system are important.
1) MARKOV MODEL
Markov model is often used to describe the stationary stochastic process. In individual health monitoring system based on the IoMT, the common postures for users are standing, sitting, laying, walking, and running which can be described by Markov model. There is a probability from a posture state to another one. The work in Ref. [29] presented a Markov model for postures, just as shown in Fig. 2 . Liu et al. divided the walking process into three posture states and designed a Markov model for them, just as shown in Fig. 3 , where M(0), M(1) and M(2) represent the three posture states respectively [30] .
Markov model is also widely used in the IoMT for other aspects. The work in Ref. [31] took constrained Markov decision process into the dynamically sensors scheduling for channel use. Discrete time Markov chain method is used to compute the access probability of every sensor [32] . Yang et al. captured the dynamic channel behavior and concluded six states, then they designed a Semi-Markov model contain the situations in Line of Sight (LOS) and Non Line of Sight (NLOS) [33] .
2) MOBILITY MODEL
One of the biggest virtues of IoMT-based individual health monitoring system is that the devices do not restrict the human activities, i.e., the users can walk at will. However, the motion mode can affect the network performance at a large extent. Currently, some researchers studied the mobility model in the IoMT. The work in Ref. [34] presented an average mobility in hospital room, and considered two scenarios of standing and walking. The mobility model in Ref. [35] allows the user to choose a random room, walk to the room in a random speed and stay for some time after reaching to the selected room. The work in [36] revealed that it is difficult to predict where the patients want to go. Thus, the authors restricted the range of patients' activity on one floor and then used a nomadic mobility model.
C. APPLICAITIONS OF IoMT-BASED INDIVIDUAL HEALTH MONITORING SYSTEM
Energy saving is one of the major negative factors for the IoMT development. How to reduce the energy consumption and increase the network lifetime is a tough challenge in routing protocols and Medium Access Control (MAC) protocols.
1) ROUTING PROTOCOLS
Mainstream routing protocols in ordinary WSNs were analyzed and improved to match the IoMT [37] , [38] . An energy-efficient routing structure based on uniform clustering algorithms was proposed to solve the survival time of the IoMT [39] . This method is superior to the existing wireless somatosensory network scheme in the aspect of energy consumption and network lifetime. Another study proposed an adaptive greedy buffer allocation and scheduling algorithm [40] . This algorithm produces more residual energy and lifetime at the node compared to the traditional routing algorithm, meaning the sensor can last for a longer period of time, especially under special circumstances such as in mines, tunnels, and holes. A cost-based energy efficiency routing protocol was designed in [41] which ensured that the sensor does not have thermal effects while providing satisfactory performance. This method can be applied to most interference conditions and enhance the energy efficiency of the wearable devices. Ababneh et al. proposed an energy-balanced rate allocation and routing protocol to improve the performance in terms of energy balance, network utility and lifetime [42] . In this protocol, the data is transmitted intelligently according to a designed utility, and the data rate of each nodes is selected by link utilization to avoid heavy load.
2) MAC PROTOCOLS
To promote Quality of Service (QoS) of the IoMT on user level, data level and time level, a multi-level MAC protocol was proposed [43] . The QoS can be improved by differ the priorities for users and data. The proposed solution can provide good performance on QoS and energy saving. Based on IEEE 802.15.4, Khan et al. proposed a new MAC protocol to solve the energy and emergency data problems [44] . For different kinds of data, they used different solutions. For emergency data, they used an emergency beacon message to reduce the transmission delay. For periodic data, they used fixed bandwidth allocation. For normal data, they used slotted CSMA/CA mechanism. Similarly, based on IEEE 802.15.6, Yuan et al. proposed a new MAC protocol by distinguishing the traffic types and user priority to cut down the energy consumption of nodes and prolong the network lifetime [45] .
III. IoMT-BASED GROUP HEALTH MONITORING SYSTEM
Recently, the issues of human behavior monitoring and interacting with the surrounding environment have become the promising researches [46] . Based on the IoMT, the group health monitoring system is the updated version of individual health monitoring system, allowing the inter-human communications. To be specific, the individuals in group health monitoring system can forward the data of other individuals. Thus, multiple individuals form a multi-hops network.
The sensors on an individual can interfere that on other individuals if they are closely. To reduce the interference in channel, Alam et al. proposed three coexistence strategies based on time-shared, channel hopping, and CSMA/CA technologies respectively [47] . If there are large amount of individuals in a network, the network throughput is also a problem to solve. To provide high efficiency and reliability for date transfer with high throughput, Shimly et al. proposed a cross-layer carrier sensing scheme to pass the channel state information from physical layer to the network layer [48] . As many users in the network moves freely, the stable and reliable routing is a tough challenge. The problem is that there are no specific route standards for the IoMT. Thus, the study up-to-date trends to evaluate the existing universal routing protocols just like the hybrid adaptive routing protocol in similar mobile Ad hoc network [49] , and then add human mobility characteristics into these protocols. In this section, we first describe the IoMT-based group health monitoring system and then introduce the enabling technologies and the existing research actuality.
A. ARCHITECTURE OF IoMT-BASED GROUP HEALTH MONITORING SYSTEM
Different from the short distance communication on human body, the group health monitoring system mainly emphasizes on the information transmission between individuals. If we view the connections on each individual as a whole, the group health monitoring system is similar to the opportunistic network and can be structured in centralized, distributed, and clustered way. In centralized structure, the coordinator on a given individual is the center of all other individuals and takes charge for their data gathering and transferring. In distributed structure, all the individuals communicate with others in a self-organized way through their own coordinator. In clustered structure, several individuals join into a cluster and select an individual as cluster head, then the coordinator in the head individual is responsible for the connection with other clusters. Considering the rapid development for Internet of Human (IoH) and IoT, the group health monitoring system has great potential to be applied in future healthcare. Based on the architecture of the group system proposed for industrial workplace application [51] , we propose a feasible architecture of IoMT-based group health monitoring system, taking the distributed cluster as an example, just as shown in Fig. 4 . All the individuals can transport their data collected by the sensors on the body to the access point through multi-hop transmission. The access point takes charge of the transmission to the remote nodes such as the monitoring terminals in hospital.
B. TECHNOLOGIES OF ARCHITECTURE OF IoMT-BASED GROUP HEALTH MONITORING SYSTEM
To facilitate this proposed system, it is necessary to use some key technologies.
1) MOBILITY MODEL
In the IoMT-based group health monitoring system, the user mobility models impact on the inter-user route deeply, which can be divided into entity mobility model and group mobility model. The most frequently used entity mobility models including random waypoint model [52] , random walk model [53] , random direction model [54] , and Gauss-Markov mobility model [55] , etc. Reference point group mobility model, column mobility model and pursue mobility mode [56] are the group mobility models. Liu et al. analyzed the existing mobility models and revealed that Gauss-Markov mobility model is the most similar with the human movement [30] . However, Gauss-Markov mobility model is an entity mobility model, which cannot present the characteristics of the IoMT with multiple nodes. Therefore, they built a new Gauss-Markov mobility model with three-dimensional motion model of key nodes of human body. This new model can better describe the walking process of human.
2) COOPERATIVE COMMUNICATION TECHNIQUES
Cooperation is a helpful method to realize the network performance [57] . Especially, Cooperative communication is a common technique always used to mitigate interference in wireless network. It allows that two or more nodes cooperatively built a virtual antenna array for mutual communication, which reduces the transmission power and increases the capacity for the specific node by spatial diversity technique. In crowded environment with multiple individuals, the channel interference will degrade the performance and utility of the IoMT [58] . Some researchers have studied the application of cooperative communication in the IoMT for interference mitigation. For overlapping superframes and high probability of channel sharing, Ali et al. proposed a distributed orthogonal code allocation scheme and a time reference correlation scheme [59] . To settle the data transmission interruption, Manirabona et al. proposed a routing protocol by considering three cooperative communication scenarios: 1) between two coordinators; 2) between coordinator and node; and 3) between node and node [60] . Dong et al. proposed a twohop relay-assisted cooperative communication to enhance the coexistence of individuals and reduce the interference [61] .
3) GAME THEORY
In wireless network, multiple users compete with each other for the limited spectrum and channel resource, which inevitably causes the interference among users. During the competition process, the high utility is the main goal of all users. Thus, game theory is a good solution for resource allocation and channel sharing [62] . To mitigate the sociallyaware interference, Liu et al. proposed a game theoretical method with two-stage channel allocation scheme including the game for allocating WiFi channels among individuals and the game for allocating ZigBee channels for nodes on the human body [63] . Kazemi et al. revealed that interference has bad effect on reliability and power consumption of individuals. Taking inter-human interference between closely individuals into consider, they addressed a non-cooperative power control game by using pricing mechanism [64] . To enhance the network capacity and mitigate the interference, Wang et al. presented a cooperative Nash bargaining game for inter-human and a Stacklberg game for the network on each human body [65] .
C. APPLICATIONS OF IoMT-BASED GROUP HEALTH MONITORING SYSTEM
The energy consumption of IoMT-based group health monitoring system is also a limited consideration for its development. In the following, we investigate the existing researches for the IoMT-based group health monitoring system from the aspects of routing protocol and MAC scheduling algorithm.
1) ROUTING PROTOCOL
The broadcast characteristics of information channels in the IoMT were studied in [66] , and an opportunistic routing protocol on basis of random linear network coding was proposed. This protocol uses a distance-unstable chain which is unavailable in traditional routing protocols and has achieved significant improvements in network throughput and end-to-end latency. The design of the IoMT monitoring system was presented along with an improved classic acquisition tree protocol as well as a routing protocol based on fuzzy logic routing algorithm in the Ref. [67] . This sensor node can transmit data in real time with high reliability and balanced node energy consumption, making practical use of network resources and extending network endurance. Finally, the work in Ref. [68] presented a low-power and low-loss network routing protocol design based on the new energy-aware objective function to improve network lifetime. And to optimize the path for route packets through the network, the expected transmission count and the remaining energy of nodes are used in the proposed objective function. Meharouech et al. designed an IoMT-based Epidemic control architecture and then proposed a location-aided routing protocol which contains the considerations of QoS, mobility of users and energy efficiency [69] .
2) MAC SCHEDULING
Technically, resource scheduling on MAC level is an excellent method to enable the IoMT-based group health monitoring system more effective and energy-efficient. Fan et al. concluded the scheduling problem between individuals into a graph coloring problem between coordinators, and then proposed a heuristic hybrid simulated annealing algorithm to optimize the performance of the network [70] . Yi et al. focused on the scheduling problem of packets with different priorities in e-health network by using the multi-level multiserver queueing model [71] . To allocate resource for both inter-human and each individual, Huang et al. developed a two-step allocation protocol based on weighted random value system which considers the requirement of urgent signals [72] . First, coordinators in nearby individuals negotiate the resource allocation between them and then the coordinator with allocated resource takes charge for scheduling within its individual.
IV. IoMT-BASED DISASTER RESCUER HEALTH MONITORING SYSTEM
As we all known, communication among rescuers is extremely important during emergencies. The control center publishes key information to the rescue team, including weather conditions, navigation maps, the nature and conditions of the disaster, and safety-related information such as safety zones. The control center then coordinates and broadcasts the responds from the rescue teams. Therefore, maintaining communication is the foundation for successful rescues. Numerous scholars have proposed plans for maintaining communication in rescues. In [73] , an inter-human architecture framework was introduced, and is an add-on to existing PSN infrastructure. In [74] , researchers achieved safe evacuation in an earthquake by modeling the road network traffic (RNT) using data communication network (DCN). The work in Ref. [61] applied the Delay Tolerant Networks (DTN) into the disaster area where the infrastructure was damaged, and built an energy-aware communication network using existing mobile platforms, namely, mobile phones. Additionally, they proposed a prediction-based routing and transmission control scheme to enhance the performance of the geographic routing protocol. Based on the assumption that Mobile Ad-hoc NETworks (MANETs) can adapt to an emergency rescue scenario, the work in Ref. [75] proposed an active routing protocol which aims to maximize the node lifetime and quickly adapt to changes in the network topology. The work in Ref. [76] proposed a multi-level assignment model for a rescue team to respond dynamically to disasters. Based on the cost-benefit coordination principle, it also proposed three priority scheduling strategies which were verified as superior to other strategies. However, the strategy selection must be based on the maximum allowed rescue time.
Some scholars believed that Ad hoc networks are suitable for emergency rescue scenarios. A disaster response supported Ad hoc wireless architecture was built to minimize network congestion through novel topology management schemes and multi-channel radio protocols [77] . However, this approach leads to positioning inaccuracy, network sparsity and inefficient multi-hop algorithms, especially for indoor rescue operations. The work in Ref. [78] proposed a new QoS-based on-demand cross-layer routing protocol based on Ad hoc network in disaster relief environments, and a new routing selection model for distributed channel allocation in dynamic spectrum access environments. The protocol fully considers primary user (PU) sensing, distributed spectrum allocation, MAC layer technology, and endto-end QoS requirements. The work in Ref. [79] analyzed and evaluated routing protocols in the disaster area network from the perspective of the network layer to help researchers determine the content of study, selection of protocols, and trade-off factors. To adapt to the highly dynamic topology of emergency MANETs, the work in Ref. [49] proposed a hybrid adaptive routing protocol which adaptively alters routing paths and provides an effective routing strategy for networks with different scales.
Identical to the abovementioned network, the IoMT also plays an important role in emergency rescue and the development of existing public safety networks (PSN) [80] . The work in Ref. [81] provided an overview of emergency rescue projects using the IoMT, related research challenges and objectives. This project was designed to provide ubiquitous wireless communication and monitoring systems for emergency relief to reduce casualties. The work in Ref. [82] focused on the IoMT challenges when applied to rescue and emergency situations. The study analyzed existing standards, elaborated on the need for multi-standard compatible devices, and reviewed the multi-standards of device-to-device communication based on wearable wireless cognitive systems.
In this section, we propose a new architecture of IoMT-based disaster rescuer health monitoring system, and analyze the enabling technologies and the existing research on this field.
A. ARCHITECTURE OF IoMT-BASED DISASTER RESCUER HEALTH MONITORING SYSTEM
In practical disaster rescue situations, searchers, doctors, and porter are three typical types of rescuers to be potentially equipped with wearable devices. Thus, an IoMT for monitoring the health of rescuers has been formed. The IoMT-based sysytem can monitor various human physiological information in real time and transmit the data through a self-organized multi-hop technique, making it suitable for ensuring the safety of rescuers in emergency situations. The architecture of IoMT-based disaster rescuer health monitoring system is illustrated in Fig. 5 . In the proposed system, the nearby individuals will join into the same cluster and one of them is selected as the cluster head who is responsible for intercluster communication. All the collected information from individuals should be sent to the control center by off-body network through 4G/5G, WiFi, or satellites.
In the proposed network, disaster rescuers perform different tasks which enable them moving in different ways. The movement speed, direction, dwell time and trajectory may vary among the rescuers. For example, the searchers often access random places to search for victims, then they will notify medical personnel when they find someone. The doctors will receive the location information and go there. Porters follow the direction of searchers and doctors to reach the places where there are the victims and then take them to a specified safe area. What's more, due to different tasks, the rescuers may stand, walk, run, bow down, go prone, and posture other ways. For example, the usual postures for doctor is standing, run, and bow. Due to hold a stretcher together, two porters always do the same posture at the same time including standing, bow, and run.
B. TECHNOLOGIES OF IoMT-BASED DISASTER RESCUER HEALTH MONITORING SYSTEM
The varying movements of rescuers can create changing network topology, and bring significant challenges to the routing selection and routing repair. In the following, we first analyze the existing mobility models used in disaster rescue situations, then propose the routing repair solutions.
1) MOBILITY MODELS
Some researchers have presented mobility models used in disaster rescue situations. Based on the existing random mobility models, the work in Ref. [83] proposed a new random mobility model including all random attributes. For rescue and emergency applications of the IoH, the work in Ref. [84] respectively proposed a bio-mechanical mobility models for the body motion and a group mobility model for the IoMT. However, both of these two papers did not consider different kinds of rescuers, so did not provide specific mobility model for each kind of rescuers. The work in Ref. [85] , [86] believed that not all rescuers move randomly, so the human behavior characteristics should be added into mobility models. In disaster rescue situations, the rescuers with the same tasks always have some same activities. For example, cruisers run to and fro on the main streets, and porters run between the rescue station and disaster area [87] . The concept for mobility of rescuers is similar to our proposed network model. However, it did not consider the postures of rescuers. Apart from run, the porters always bend down to carry the stretcher, and the doctor always bend down or squat to treat the injuries. And each action may last for some time. Thus, the postures of rescuers should be considered into the mobility model.
2) ROUTING REPAIR SCHEMES
In disaster rescue situation, there are many frequent disturbances such as high temperature and high pressure, fires, and heavy fog, etc. These disturbances combined with the constant movement of rescuers, are likely to cause link breakage and sensor node energy exhaustion in the network. In addition, a chaotic disaster relief site will often experience unexpected situations such as collisions between people and falling objects, increasing the probability of node failure. In order to maximize the rescuers safety, the disaster relief site has high requirements for network delay and rapid response sensitivity after failure. The repair scheme for the IoMT in disaster rescue is therefore particularly important, yet faces numerous unresolved issues and research gaps. We propose some solutions for routing repair as follows.
The route breakages may be caused by node failure or link breakage. Node failures in the IoMT include terminal sensor node failures, relay node failures, and coordinator failures. Link breakages may happen intra-cluster or inter-cluster [88] . To different kinds of failures, we need to uses specific routing repair method.
Based on the findings of previous research on node failure location, the damage of end nodes in a network is not considered as the main issue as it has little impact on the network's overall performance.
• For relay nodes on the individual Damaged relay nodes affect the transmission of the entire route, which is considered as a main issue. Therefore, to reduce the impact of node damage on original data transmission, we propose a local routing repair scheme. When the data fails to be transmitted to the next hop node, a routing recovery scheme is initialized. This method will minimize the network topology changes when optimizing the route, which has the minimum impact on the original data transmission of the entire network.
• For coordinator on the individual The coordinator on the individual is the center of other nodes on the body for coordinating and computing. When a coordinator is damaged or its energy is exhausted, we name it as failed coordinator which produces a high degree of impact to its belonged individual. In this case, the cooperative communication is needed to find another available coordinator in other individuals as substitute. The coordinators with higher remaining energy and closer to the failed coordinator are good candidates. As individuals move, the substitute coordinator may change to another one because of long distance or low energy. Thus, an adaptive cooperative communication algorithm is important to select suitable substitute coordinator along with varying topology.
• For cluster head node on the individual The cluster head node is the core of the member nodes in a cluster and will need replacement if it fails. The cluster head generally has large energy consumption due to its large capacity, so the new cluster head requires frequent upgrades when it exhibits low energy. A dynamic cluster head node selection threshold can be used by considering the factors of network real-time load, node residual energy, and node motion trend, etc. When the new cluster head is in lowpower state, the cluster head rotation scheme is initiated. This scheme is beneficial for improving the lifetime of the nodes, preventing early death for nodes, and prolonging the lifetime of the network.
• For link breakage in a single cluster Rescuer movement and the hazardous disaster relief environment often lead to the breakage of communication links. Link breakage usually happens when the rescuer moves quickly or the signal channel is disturbed. To avoid the reoccurrence of link breakage after repair, a reliable route recovery algorithm should be designed to search for reliable and stable routing paths based on link stability which is related to data urgency, user behavior prediction results, and network delay, overhead, node residual energy, node busy rate, and link stability.
• For link breakage between clusters The communication link between clusters may be broken by the complex environment of the disaster relief site and an accident. In this situation, the control center may not be able to accurately obtain the physical condition of the rescuers and the surrounding environmental information. In our proposed architecture, each cluster head is selected due to low mobility. A backup route can then be mounted between the cluster head nodes which will start immediately once an inter-cluster link fails. To improve transmission reliability and response sensitivity, energy balance, low latency, and link stability are main consideration.
C. APPLICATIONS OF IoMT-BASED DISASTER RESCUER HEALTH MONITORING SYSTEM
The network performance is crucial important for the IoMT-based disaster rescuer health monitoring system. In order to optimize the network throughput and QoS of IoMTs, a network management cost minimization framework was presented [89] . This work attempts to minimize the costs of dynamic link, interference management, and data dissemination to improve the IoMT network performance. The routing algorithms is also a usual way to promote the network performance. To improve routing performance in disaster relief, a wireless inter-human routing protocol named Optimized Routing Approach for Critical and Emergency Networks (ORACE-Net) was proposed [90] . In this work, Arbia et al. set up a mobile dynamic communication backbone network by fully using dynamic inter-human communication and maintained it. The work in Ref. [91] put forward a new priority queuing algorithm in Ad hoc On-demand Distance Vector (AODV) routing protocol which sorts different traffic flows based on key data to ensure that important information has high priority. The work in Ref. [92] proposed a multi-hop routing protocol in which transmission power, packet transmission rate, and network lifetime is enhanced. This protocol can maximize the network life and increase the transmission speed of data packets.
V. CHALLENGES AND FUTURE RESEARCH DIRECTIONS
In previous sections, we have introduced the IoMT and its application in health monitoring. For health monitoring systems based on the IoMT, we have analyzed the enabling technologies and discussed the existing studies from the aspects of MAC level and route level. However, there are still some key technologies related to the IoMT in health monitoring not be mentioned. With the development of the IoMT, these unmentioned technologies will create great influence on human life and still be challenges and open issues for future IoMTs. In this section, we discuss the promising technologies used in health monitoring.
A. CLOUD COMPUTING AND FOG COMPUTING
The nodes in the IoMT continuously sensing, collecting and transmitting the signal data of monitored users results in massive data. Thus, an architecture enabling secure storage, powerful processing and scalable topology is needed in health monitoring [93] . As the third revolution of Internet, cloud computing is a good choice for the mentioned issues [94] . Some studies proposed cloud-assisted IoMTs to reduce the node energy consumption and transmission delay [95] - [97] . However, these studies did not take the communication and relationship inter-human under the proposed cloud-assisted IoMTs framework. Unlike cloud computing, fog computing is much closer to the users in IoMTs and can improve throughout and decrease the delay [98] - [100] . Both cloudassisted and fog-assisted IoMTs in health monitoring are in the early stage while the energy-efficient and delay-aware mechanisms need to be developed deeply. In addition, hot technologies such as edge computing [101] - [105] , network coding [106] and hierarchical technique [107] can also be used in our IoMT-based applications.
B. SECURITY
For purposes of privacy, the health signal data is not allowed to be leaked and disseminated. However, security issues always occur during the process of authentication and access control, especially in the IoMT with frequency interaction between users. Current investigations mainly focus on architecture construction and routing or MAC protocols to address the energy problem [108] , [109] . Several research teams studied the security while still mainly focused on the network on the individual [110] , [111] . Due to the growing complexity of the data and structure and the advancing network attacks with the times, the security problem is a significant and continuous challenge for IoMTs.
C. HETERGENEOUS NETWORK INTEGRATION
Because of the diversity of network forms such as Internet of Vehicle (IoV) [112] - [114] , 5G [115] - [117] , and other technologies, the integration of heterogeneous networks is an inevitable trend in future. Due to the requirement of human-oriented social development, IoMTs will be a general framework to combine with other advanced networks. The IoMT-based health monitoring system has been studied in some literatures [118] - [124] . However, other combinations with IoMTs are few.
VI. CONCLUSION
In this survey, we discussed the emerging IoMT and locked its application on health monitoring. We discussed and proposed the IoMT-based health monitoring systems for individual, group and disaster rescuers respectively. Specifically, for each system, we first introduced the IoMT-based architecture, then analyzed the key technologies such as Markov model, mobility model, game theory, etc., and finally studied the energy saving problem. The systems for group and disaster rescuers are based on the system for individual, i.e., they focused on the connections among individuals. Especially, the system for disaster rescuers took the social attributes of individuals and payed more attention to the routing repair. In the end, we predicted the future research direction of the IoMT including the combination with emerging technologies, network security, and heterogeneous network integration.
