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Abstract: This thesis is devoted to the analysis of the application of blockchain 
technology in non-financial areas. The distributed ledger functionality coupled with 
security of BlockChain, makes it very attractive technology to solve the current 
Financial as well as non-financial business problems.Bitcoin, with its phenomenal 
popularity, has aroused interest among almost all financial institutions and 
businessmen. There is enormous interest in BlockChain based business applications 
and hence numerous Start-ups working on them. Today, there are several successfully 
implemented systems based on blockchain technology. Some such systems are 
mentioned in this thesis. Their activities, achievements, advantages and 
disadvantages are listed. 
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A blockchain is essentially a distributed database of records or public ledger of 
all transactions or digital events that have been executed and shared among 
participating parties. Each transaction in the public ledger is verified by consensus of 
a majority of the participants in the system. And, once entered, information can never 
be erased. The blockchain contains a certain and verifiable record of every single 
transaction ever made. 
Bitcoin is the most popular example that is intrinsically tied to blockchain 
technology. It is also the most controversial one since it helps to enable a 
multibillion-dollar global market of anonymous transactions without any 
governmental control. Hence it has to deal with a number of regulatory issues 
involving national governments and financial institutions.  
However, Blockchain technology itself is non-controversial and has worked 
flawlessly over the years and is being successfully applied to both financial and non-
financial world applications. Last year, Marc Andreessen, the doyen of Silicon 
Valley’s capitalists, listed the blockchain distributed consensus model as the most 
important invention since the Internet itself [1]. Johann Palychata from BNP Paribas 
wrote in the Quintessence magazine that bitcoin’s blockchain, the software that 
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allows the digital currency to function should be considered as an invention like the 
steam or combustion engine that has the potential to transform the world of finance 
and beyond. This is where the blockchain technology comes handy. It has the 
potential to revolutionize the digital world by enabling a distributed consensus where 
each and every online transaction, past and present, involving digital assets can be 
verified at any time in the future. The distributed consensus and anonymity are two 
important characteristics of blockchain technology.The advantages of Blockchain 
technology outweigh the regulatory issues and technical challenges. One key 
emerging use case of blockchain technology involves “smart contracts”. Smart 
contracts are basically computer programs that can automatically execute the terms of 
a contract. When a pre-configured condition in a smart contract among participating 
entities is met then the parties involved in a contractual agreement can be 
automatically made payments as per the contract in a transparent manner. 
Non-Financial applications opportunities are also endless. We can envision 
putting proof of existence of all legal documents, health records, and loyalty 
payments in the music industry, notary, private securities and marriage licenses in the 
blockchain. By storing the fingerprint of the digital asset instead of storing the digital 
asset itself, the anonymity or privacy objective can be achieved. 
Notary Public  
Verifying authenticity of the document can be done using blockchain and 
eliminates the need for centralized authority. The document certification service helps 
in Proof of Ownership (who authored it), Proof of Existence (at a certain time) and 
Proof of Integrity (not tampered) of the documents. Since it is counterfeit-proof and 
can be verified by independent third parties these services are legally binding. Using 
blockchain for notarization secures the privacy of the document and those who seek 
certification. By publishing proof of publication using cryptographic hashes of files 
into block chain takes the notary timestamping to new level. 
Applications of Blockchain in the Music Industry 
The music industry has gone a big change in last decade due to the growth of 
Internet and availability of a number of streaming services over the Internet. It is 
impacting everyone in the music industry-artists, labels, publishers, songwriters and 
streaming service providers. The process by which music royalties are determined 
has always been convoluted one, but the rise of the Internet has made it even more 
complex giving rise to the demand of transparency in the royalty payments by artists 
and songwriters.This is where the blockchain can play a role by maintaining a 
comprehensive, accurate distributed database of music rights ownership information 
in a public ledger. In addition to rights ownership information, the royalty split for 
each work, as determined by “smart contracts” could be added to the database [2]. 
Decentralized proof of existence of documents 
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Validating the existence or the possession of signed documents is very important 
in any legal solution. The traditional document validation models rely on central 
authorities for storing and validating the documents, which present some obvious 
security challenges. These models become even more difficult as the documents 
become older.The blockchain technology provides an alternative model to proof-of-
existence and possession of legal documents. By leveraging the blockchain, a user 
can simply store the signature and timestamp associated with a legal document in the 
blockchain and validate it anytime using native blockchain mechanisms. 
Decentralized Storage 
Cloud file storage solutions such as Dropbox, Google Drive or One Drive are 
growing in popularity to store documents, photos, video and music files. Despite their 
popularity, cloud file storage solutions typically face challenges in areas such as 
security, privacy and data control. The major issue is that one has to trust a third party 
with one’s confidential files.Storj provides a blockchain based peer-to-peer 
distributed cloud storage platform (see Appendix for detailed description) that allows 
users to transfer and share data without relying on a third-party data provider. This 
allows people to share unused internet bandwidth and spare disk space in their 
personal computing devices to those looking to store large files in return for bitcoin 
based micropayments [3]. 
Decentralized IoT 
The IOT is increasingly becoming popular technology in both the consumer and 
the enterprise space. A vast majority of IOT platforms are based on a centralized 
model in which as broker or hub controls the interaction between devices, However, 
this approach has become impractical for many scenarios in which devices need to 
exchange data between themselves autonomously. This specific requirement has lead 
to efforts towards decentralized IoT platforms.The blockchain technology facilitates 
the implementation of decentralized IoT platforms such as secured and trusted data 
exchange as well as record keeping. In such an architecture, the blockchain serves as 
the general ledger, keeping a trusted record of all the messages exchanged between 
smart devices in a decentralized IoT topology. 
BlockChain based Anti-Counterfeit Solutions 
Counterfeiting is one of the biggest challenges in the modern commerce. It is 
one of the biggest challenges that digital commerce world faces today. Existing 
solutions are based on reliance on trust on a third party trusted entity that introduces a 
logical friction between merchants and consumers.The blockchain technology with 
its decentralized implementation and security capabilities provide an alternative to 
existing anti-counterfeiting mechanisms. One can envision a scenario, in which 
brands, merchants and marketplaces are part of a blockchain network with nodes 
storing information to validate the authenticity of the products. With the use of this 
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technology, stakeholders in the supply chain need not rely on a centralized entity for 
authenticity of the branded products. 
BlockVerify (see Appendix for details)provides blockchain based anti-
counterfeit solutions that introduce transparency to supply chains. It is finding 
applications in pharmaceutical, luxury items, diamonds and electronics industries. 
Internet Applications 
Namecoin is an alternative blockchain technology (with small variations) that is 
used to implement decentralized version of Domain Name Server (DNS) that is 
resilient to censorship. Current DNS servers are controlled by governments and large 
corporations, and could abuse their power to censor, hijack, or spy on your Internet 
usage. Use of Blockchain technology means since DNS or phonebook of the Internet 
is maintained in a decentralized manner and every user can have the same phone 
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