The Mobile Ad Hoc Network is an infrastructure less, multihop ad hoc network because the intermediate nodes are used to transmit data from source to destination. This paper represents the simulation based study of network protocols for varying network load and mobility. In this paper three protocols AODV, DSR and DYMO are compared by using random waypoint mobility in few nodes with varying packet sizes in CBR traffic. Different parameters or metrics are used to evaluate the performance of protocols, which are data throughput, end-to-end delay and packet loss with varying data traffic CBR(Constant Bit Ratio) load over UDP using QualNet 5.0.2 simulator.
INTRODUCTION
The Mobile Ad Hoc Network (MANET) has no access point or central administration, so the nodes are free to move randomly. They have capability to change links from one node to other node. The Mobile Ad Hoc Network can be reconfigured so it can handle network topology changes and malfunctions in nodes. When the nodes are not in the communication range then the nodes can transfer data from one node to other node with the help of intermediate nodes. This Mobile Ad Hoc Network is used in rescue areas, medical and military applications etc. The mobility is the big issue to determine routes. In mobile multi hop ad hoc network, it is difficult to determine route. A lot of researches have been done to decide the best routing algorithm. In this research paper, we have made a comparison and performance analysis of AODV, DSR and DYMO routing protocols when some nodes consist random way point mobility and traffic load is also varying. Different parameters or metrics are used for performance analysis packet loss, throughput, end-to-end delay, and aggregate good put and average jitter.
DESCRIPTION OF THE PROTOCOLS
The AODV, DSR and DYMO are On-demand routing (reactive) protocols. The AODV, DSR and DYMO protocols that are being studied in this paper are briefly explain below:
Ad-Hoc On-Demand Distance Vector (AODV)
Ad-Hoc On-Demand Distance Vector routing protocol is an improved form of Destination Sequenced Distance Vector (DSDV) protocol. When a mobile node sends message to other node using AODV protocol, it first check its routing table to find the route (path). If it finds the route then it starts communication immediately, Otherwise the source node broadcast the route discovery packet called Route Request (RREQ). The neighbors broadcast the packet to their neighbors until it reaches its destination. The destination node replies to the route-request (RREQ) of source node with a route-reply (RREP) packet. For the valid path when a node forwards a route request (RREQ) packet to its neighbors, it stores the information in its table of the node from which the first copy of the route request came. This information is used to create the reverse path of route reply (RREP) packet. The intermediate nodes which reply to route requests, reply with latest information only. The route request packet ensures that the route is loop free by using sequence numbers. Route Request (RREQ), Route Reply (RREP), Route Error (RERR) and HELLO messages are four types of packets or messages used by nodes for communication by AODV. For route discovery, Route Request (RREQ) and Route Reply (RREP) packets are used and for route maintenance, Route Error (RERR) and HELLO packets are used.
Dynamic Source Routing (DSR)
The dynamic source routing protocol (DSR) is a reactive or source routed on-demand routing protocol, allows any node to dynamically determine the route from source to the destination. Two main phases of this protocol are Route Discovery and Route Maintenance. It supports asymmetric routes and unidirectional links. When a source node wants to communicate with destination node, it first checks its routing table to find the route (path). If source node searches the route in its cache then it starts communication immediately, otherwise it broadcasts the Route Request (RREQ) packet. Each intermediate node forward this RREQ packet to its neighbors until it reaches to its destination. When the first Route Request (RREQ) packet arrives, the destination node sends a reply packet (RREP) to the source node from the same route in reverse direction of RREQ packet. The source node caches the route information of RREP packet for future use. The main difference that DSR is different from other protocol is it doesn't contain Hello messages. So it does not need exchange of periodic Hello messages or packets. That's why it is beacon-less. If there is an error on link (hop), it generates route error (RERR) packet. The route error (RERR) packet informs the source node about the error then the source node eliminates the route from its cache which is used by that link. And if this route is still required then the source node starts a new route discovery process.
Dynamic MANET On-Demand (DYMO)
Dynamic MANET On-Demand (DYMO) protocol consists multi hoping and unicast routing. When a node wants to communicate with another node, it searches the route in its cache. Otherwise it broadcasts a route request (RREQ) packet in the network for determining the route of destination node. The route request (RREQ) packet is forwarded by the intermediate nodes to their neighbors till it reaches to its destination. The destination node replies back a packet called route reply (RREP) to the source node. Each node has route information or routing table in its cache. When a node gets a packet which doesn't contain a valid route or the route is broken for a destination, it generates Route Error (RERR) packet. This node updates its routing table by the list consisting the address and sequence number of the unreachable node, when RERR packet is generated. Its purpose is to inform additional routes that the additional routes are no longer available. The RERR packet informs other nodes about the link failure. The route discovery is processed by the source node if route is still required. The nodes use Hello packets or message to maintain paths to its neighbor node. [8] , Routing approaches in mobile ad hoc networks [9] , The broadcast storm problem in a mobile ad hoc network [10] , Dynamic probabilistic broadcasting in MANETs [11] , Comparison of broadcasting techniques for mobile ad hoc networks [12] , Highly Dynamic Destination-Sequenced Distance-Vector Routing (DSDV)Routing [13] , Highly Dynamic Destination-Sequenced Distance-Vector Routing (DSDV) Routing [14] , The dynamic source routing protocol for mobile ad hoc networks for IPv4 [15] , Dynamic source routing in ad hoc wireless networks [16] , Dynamic MANET on demand (DYMO) routing protocol [17] , TemporallyOrdered Routing Algorithm (TORA) Version 1 Functional Specification [18] and The Zone Routing Protocol (ZRP) for Ad Hoc Networks [19] etc. These research works describe the performance of various protocols using mobility models in mobile ad hoc networks. The mobility affects the performance of protocols.
LITERATURE REVIEW

PROPOSED APPROACH
The mobility model shows the mobility of mobile users, so the routes can change because of mobility of nodes in Mobile Ad-Hoc Network. It represents the mobility characteristics such as location, velocity and acceleration change over time of mobile users. Mobility is responsible for a faithful communication between nodes. The Random Waypoint mobility is used in this model. In Random Waypoint Mobility, the nodes are free to move randomly without restriction. The destination, speed directions are all taken independently and randomly of other nodes during the simulation time. When a node moves independently and starts at a random location, it waits for a specified period known as pause time. Once this time expires, the mobile node choses a random location and speed. In this simulation, it is between 0 and max. speed of 10 m/s. Upon arrival, the mobile node again remains stationary for the pause time and chooses a new random location with a new randomly chosen speed. It is repeated throughout the simulation. In this simulation, Random Waypoint mobility is applied on few selected nodes in MANET. With this mobility a lot of changes appear during transfer of packets in different protocols. In this approach, in a scenario of 100 nodes, when two nodes transfer packets with Constant Bit Rate (CBR) with varying packet sizes and some of nodes have random waypoint mobility then performance of different protocols is analyzed at different parameters. In this research, a comparison and performance analysis of AODV, DSR and DYMO routing protocols is performed when some nodes consists random way point mobility. It is based on IEEE 802.11. Different parameters i.e. packet loss, data throughput, end-to-end delay, aggregate good put and average jitter with varying data traffic CBR (Constant Bit Ratio) load over UDP using QualNet 5.0.2 simulator shows the performance of protocols. It helps to generate good movement model to evaluate AODV, DSR and DYMO routing protocols.
SIMULATION SETUP AND EXPERIMENTAL ANALYSIS
The proposed analysis is performed by the QualNet 5.0. 
PERFORMANCE ANALYSIS
The animation view of Network scenario is given in Fig-1 for different On-Demand routing protocols (AODV, DSR and DYMO). With QualNet 5.0.2, the protocols comparison is performed at different parameters, and then we determine the average of readings of each parameter for each protocol. At different packet sizes (512bytes, 712 bytes & 1024bytes), the overall performance of protocols is analyzed and compared. 
Packet Loss
The amount of packets lost during transmission is Packet Loss. The packet loss occurs due to the incorrect path or routes and MAC layer collisions. The total packets sent and received information graph is given below for three protocols AODV, DSR and DYMO by which we can retrieve the number of packet loss at the destination: By the analysis of send and receive packets for various packet sizes of different protocols, we find that average packet loss in DYMO is maximum and in AODV, it is minimum.
Throughput
The average rate of successful packets delivery from sender to the receiver in a communication channel is called Throughput. When we take the average of all throughputs of each protocol separately, it displays that the throughput of DSR is highest and the throughput DYMO is lowest. In figure 4 , throughput at CBR server is shown: 
Average End-to-End Delay
The amount of time taken by a packet to transfer from a source to destination in a network is refers as Average EndTo -End Delay. So, it should be less. The average End-to-End Delay is worst in DYMO protocol and best in DSR. 
Aggregate Good put
In application layer, the amount of data successfully transmitted in bits per second from source to destination is calculated as Aggregate Good put. The aggregate good put of AODV is best in this simulation results then DSR perform well and least performance is by DYMO. 
Average Jitter
It is the variation in time between packets caused by network congestion or route changes. It should be less for a routing protocol to perform better. The reason for jitter is network congestion, route changes or timing drift due to which there occurs a delay between packets. In AODV, There is maximum Jitter as source node initiates route discovery mechanism by broad casting a route request packets to its neighbors. In this simulation result DSR has very less average jitter than and DYMO and AODV.
CONCLUSION
Using QualNet 5.0.2, the performance and analysis of AODV, DSR and DYMO protocols is evaluated with varying packet sizes (512bytes, 712 bytes and 1024 bytes). The performance is observed on the basis of End-To-End Delay, Throughput, Packet Loss and Good put with CBR load (Packet size, End time, start time and total packet send) using QualNet 5.0.2 simulator on Windows platform. From the performance evaluation, the results obtained are as follows: 1) Throughput is highest for DSR and lowest for DYMO protocols. 2) DSR gives shortest average end-to-end delay and DYMO gives highest. 3) DSR has shortest average jitter and AODV has highest. 4) DYMO gives maximum Average packet loss and AODV gives minimum. 5) Good put is highest for AODV and is least for DYMO. This result will be helpful to understand the mobility and traffic load for different layers. For the future work, we will take different simulation scenarios and will cover other protocols also.
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