Introduction
Biometrics is the science in which an entity is distinguished on the basis of physiological features or behavioral characteristics [1] . Physiological characteristics include finger print, iris scan, retina scan, face, thermo grams of face, palm print, ear etc. whereas behavioral characteristics consist of gait recognition, odour, voice recognition and signature verification. The results are obtained in biometrics by using single or multiple means. The achieved results indicate that biometric techniques are much more precise and accurate than the traditional techniques. Other than precision, there have always been certain problems which remain associated with the existing traditional techniques. As an example consider possession and knowledge. Both can be shared, stolen, forgotten, duplicated, misplaced or taken away. However the danger is minimized in case of biometric means [2] . In this paper, I have evaluated and improved the Recognition Rate with High Security with Ear/Iris Biometric Recognition Technique with feature Extraction & Matching.
II. Biometrics Architecture
Common Criteria Biometric Evaluation Methodology Working Group in their report Biometric Evaluation Methodology published in 2002 divides a biometric system into four main components, as described in the figure [1] .
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III. Biometric Through An Eye
Biometric verification can be done through an eye which is considered as the most reliable authentication procedure to date, almost with zero false accepting rates. It is relatively new technology as compared to the other leading biometric techniques such as finger printing. Authentication in an eye can be done through two means, that is, either iris or retina [4] .
US Biometric.gov explains that before the image capture, localization of the landmark sights of an eye should be made carefully by the system because the quality of the captured image extraction depends upon it [5] . These landmark features allows the system to isolate the iris portion of an eye while capturing the image and later extract the desired portion [5] . As per the Figure, localization of the eyelids boundaries and the iris is marked by a white line.
1.1.
Far And Frr 
Ear Biometrics
Ear is a relatively new class of biometrics. Ear features have been used for many years in forensic sciences for recognition. Ear is a stable biometric and does not vary with age. Ear has the properties that a biometric trait should possess, i.e. permanence, uniqueness, universality and collectability.
IV.
Methodology For Ear Bio-Metric Systems
Voronoi Diagrams
The sample ear image with the corresponding Voronoi diagram and neighborhood graph is presented in Figure . 
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Step 3: Provide the Space for each separate image into the dataset
B. Algorithm for Recognition
Step 1: Mean and variance of the collected iris/ear images are made almost equal using mean and variance normalization technique. Mean and variance of one of the image from the collections is treated as desired mean and desired variance.
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Step 2: Reshape the matrix into the vector whose elements are collected column by column from the matrix.
Step 3: Co-variance matrix of the collected vectors is computed. Eigen values of the co-variance matrix and the Eigen vectors corresponding to the significant Eigen vectors are computed
Step 4: Eigen vectors are reshaped into the matrix of the original size. They are called Eigen iris/ ears.
Step 5: The Eigen iris/ears are orthogonal to each other. They can be made orthonormal to each other by normalizing the vectors.
Step 6: For every iris/ear image matrix, feature vectors are obtained as the inner product of eigen basis vectors and the reshaped iris/ear image matrix.
Step 7: Mean vector of the feature vectors collected from the same person is treated as the template assigned to that corresponding person. This is repeated for other persons also. Thus one template is assigned to every person and they are stored in the database.
Step 8: To classify the unknown iris/ear image as one among the four categories, template is computed as the inner product of Eigen basis vectors (Eigen iris/ ears) with reshaped normalized unknown ear image. The template thus obtained is compared with the group of templates stored in the database using Euclidean distance.
Step 9: Template corresponding to the minimum Euclidean distance is selected and the person corresponding to that template is declared as the identified person.
V. Tools Used
For the analysis of the proposed method MATLAB on a PC with 2.0 GHz Dual Core Intel processor and 2GB RAM is to be used. The MATLAB is widely used scientific tool. This provide wide tool for the scientific and research tools to the user for simulation and for real time data processing. The MATLAB scripting is user friendly and easy to debug tool, and ideal for the scientific, complex modeling.
VI. Results
Hamming Distance Vector Method is used for Identification. In this method we have used statistical analysis for Distribution of the frames. Point to point scheme as well as Contour scheme is used for the Implementation of this method. Aside from the number of subjects in each database, the main difference is that while the iris images are of very high quality, ear images are of somewhat lower quality. We have used Database of IIT Delhi for Ear Recognition & Iris Database CASIA v2.
The verification rate of the standalone iris classifier is very high. The FAR and FRR rates at various thresholds are zero. It is difficult to compare and show the FAR and FRR rates using the ROC curve. Therefore, we simply calculated the total error rate (i.e., FAR+FRR). The outputs of RBF neural network are near 0 or 1, so it is not appropriate to express it as FAR and FRR at every threshold.. It is apparent from the distribution of matching distances that fusion improves the separation of genuine scores from the impostor scores. As the ROC curves cannot be compared, we analyze the range of threshold values that result in high accuracy. The threshold values range that can be selected for high verification rates is larger for the fused matcher compared to the individual matchers. 
VII. Conclusions
The results obtained from the multimodal experiments suggest that the ear is a very suitable biometric as a noninvasive technique to be combined with other noninvasive techniques like face recognition, or gait. The novel approach using spatial segmentation for dividing the recognition problem and recognizing segments of the ear proved to be successful and yielded higher recognition rates than the base eigen-ear experiment. The segmentation technique is very useful for dealing with occlusions. The segmentation technique also gives flexibility to the system which makes it possible to recognize individuals with whatever segment of the ear that is available. The segmentation of the ear makes the calculations for the PCA faster since the images are divided to smaller images where the PCA calculations are done independently for every segment.
The approach of combining images post PCA calculations or in the PCA space for the multimodal experiments, so that each combination of images will be represented by two points instead of one point in the PCA space, makes the system even more flexible. The multimodality could be applied whenever the appropriate information from the biometrics involved is available or could be ignored and each system will work on its own without the need to have more than one implementation to accommodate each case.
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