Abstract As mobile adhoc networks (MANETs) 
Introduction
A mobile adhoc network [1] [2] [3] A number of research works were found in the area of medium access control (MAC) in wireless networks [4] , which is primarily in the area of channel access. Typically, collaborations among the participants of an adhoc network cannot be set up because they do not trust each other to use their respective services and resources [5] [6] . Therefore, there is a need for explicit specification of policies for each activity. There has been a number of access control models discussed in literature for various objectives [7] [8] . Among them, the RBAC model is gaining attention as a generalized approach. Role-Based Access Control models [9] [10] are receiving increasing attention as a generalized approach to access control. Furthermore, RBAC has shown to be policy neutral [ll] and supports security policy objectives, and static and dynamic separation of duty constraints [10] . 
Conclusions
The integration of RBAC model into XML simplifies role based access in addition to advantages of XML security. We conclude that for any type of application where number of user devices is relatively small, the role based access integrated with modern tools can easily be addressed to improve data and access security in an adhoc network environment.
