Cryptography is the science of using mathematics to encrypt and decrypt information. Encryption is the process of masking information to make it unreadable without a key approach. Secrecy is to be maintained for confidential communications. Decryption is the process of extracting the original information from the encrypted data. In This Approach secrecy is maintained by using finite state machine. Fibonacci series are the series of numbers in which each number is the sum of the foregoing numbers.Moore Machine is one of the finite state machine that is being used. Recurrence relations are recursive definitions of mathematical functions or sequences. In this paper cryptographic scheme using Moore machine is applied to verify is result on Fibonacci numbers.
Cryptography is an art of storing and transmitting data in a particular form. so that only those for whom it is signified can read and process it. Cryptography includes techniques such as microdots, integrate words with images, and other ways to hide information in storage or transmit. The cryptography having two important factors. The one is encryption and another one is decryption. Both the techniques are mainly used for secure the information. Encryption is a method and conversion of plain text into cipher text.
Decryption is the reverse process of encryption. Conversion of cipher text into plain text. Individual who practice their encryption and decryption is known as cryptographers. The information is determined by whether the user has a certain piece of secret knowledge. The secret knowledge can transform the opaque information back into its useful form. The secret knowledge can be called as a key. This paper approach is purely depends on finite state machine. The finite state machine is a set of possible inputs.A set of possible actions or output events that result from a new state. The recurrence relation has introduced based on Fibonacci series.
A finite state machine is one that has a limited or finite number of possible states. A finite state machine can be used both as a development tool for approaching and solving problems and as a formal way of describing the solution for later developers and system maintainers
Encryption and decryption:
In cryptography encryption is the process of changing the one type of information into another type of information in a secure manner. Unauthorized people could not read that data. The value of encryption is a cipher text. The cipher text is not in an original format. The purpose of encryption is a confidentiality of a data stored in a computer system or transmitted via internet. The encryption key is a major part in an encryption. The key classified as a two types. The one is public key and another one is a private key. Both two keys are mainly used in encryption and decryption. The public key shared with everyone. But the private must be kept secret. The encryption strength is related to key size directly. But as the key size increases so too do the resources required to perform the computation.
Decryption is the process of taking encoded or encrypted text or other data and converting it back into text that you or the computer are able to read and understand. This term is used to describe a method of un-encrypting the data manually or with un-encrypting the data using the proper codes or keys. Very difficult to decrypt the data without knowing the secret key. After decryption we will get the original text.
Mealy machine:
The mealy machine is also one of the state machine. The state machine is nothing but change the states depends on the input.it generates an output based on its current state and input. 
The initial condition is F1=1; F2=1.the iteration is the only one method to solve the recurrence relation problem.
Recurrence matrix
The recurrence matrix is based on recurrence relation whose value taken from recurrence relation. 
Theorem 1:
The recurrence matrix is a secret key if it is invertible matrix.
Proof:
Suppose R is a recurrence matrix which is a confidential key and let P be the plain text. Then PR = C, where c is the encrypted text. To receive the original message P= CR -1 . Therefore R-1 must exit. Therefore R must be non-singular and vice versa.
Applications to Cryptography:
The initial message could be a digital signal which is a sequence of separate real numbers a 0, a1, a2 ,…… Let us choose nine readings and form a 2x2 matrix P which is considered as plain text matrix P = a 1 a 2 a 3 a 4
There can be 4! Permutations to form the matrix, if Pi be the choice of i th permutation. Selecting the direct matrix enciphering matrix and inverse as deciphering matrix. The variable x is chosen as cryptographic key. In general the key K consists of the Moore Machine M, the variable x the permutation Pi and the type of recurrence relation used is R[1] [2] [3] [4] . Algorithm using recurrence matrix: Algorithm:
Step 1: Let as consider the plain text as p.
Step 2: Define the public channel input
Step 3: Implement Moore and mealy machine through public channel.
Step 4: Send the Secret key to the receiver. Step5:
Calculate the cipher text using the theorem. Step6: Send the cipher text to the receiver.
Step 7: Decryption Decrypt the cipher text using the inverse operation and key to get the plain text. Examples Example 1:
Let the plain text to be P= 1 2 3 4 and R(n)= f n+1 f n of Fibonacci sequence. f n f n-1
Let the input key be 10110 and recurrence matrix key is 2 1 1 1 , and finite state machine is defined as a machine which calculates the residue mod 31 of the given value.
Example 1:
Let the cipher text at q(i+1) state is equal to the cipher text at q(i) th the state multiplied by R(n) output of the moore machine at q(i+1) state Let the plain text to be P= 1 2 3 4 and R(n)= f n+1 f n of Fibonacci sequence. f n f n-1 It is very difficult to guess the secret key even finite state machine is known
Time calculation:
Let t1 be the time required for each multiplication. Let t2 be the time required for each addition. Then the total time required for n key bit matrix multiplication isr(n^3t1+n(n-1)t2)
Security analysis:
The original information extraction is highly impossible because of the difficult mathematical calculations. Even the finite state machine is known the two stage attacks are at a time impossible.Brute force attack is not at all possible because the key size increased.
