Abstract-This paper investigates the feasibility of watermark embedding in the discrete cosine transform (DCT) domain for binary images. Watermark embedding is known difficult for binary images due to their binary nature. For frequency domain approach io binary image watermarking, a post-embedding binarization is a necessary step to ensure that the watermarked image is still a binary image. This step disturbs the watermark embedded and is likely to remove the watermark We have succeeded in combating this interference by embedding watermarks in the DC components of DCT and employing a biased binarization threshold. This algorithm can be applied to binary images in general and experiments show that the embedding algorithm proposed can not only snnive binarization, but also provide some degree of robustness against common image processing.
I. INTRODUCTION
ODAY, digital media are getting more and more popular. T Not only multi-level images, video, and audio are in digital form, hut binary images are also digitized in the applications including legal documents, digital books, maps, and architectural and electronic drawings. Digital watermarking techniques have been proposed for ownership protection, copy control, annotation and authentication of digital media. Most of digital image watermarking techniques in the literature are proposed for gray-scale/color images, while the digital watermarking for binary images are only addressed by a few authors.
Chen et. al. [I] In all the recent works mentioned in [I] , the watermarking or data hiding are all done by modifying spatial features in the spatial domain. Liu et. al. [2] have made an attempt to do the watermarking for binary images in the transform-domain using the discrete cosine transform (DCT) watermarking algorithm proposed by Cox et. al. [3] . They have shown hy experiments that by cleaning background, i.e. setting all pixels with an intensity below a threshold to white, the strength of the watermark is attenuated. They show further that hinarizing a watermarked image, which goes one step further by setting all pixels with an intensity above the threshold to black, destroys the watermark embedded in text image completely without any other processing or attack for a wide range of threshold values chosen.
In this paper, we study the feasibility to embed watermarks for binary images in DC components of DCT, which is a new embedding strategy proposed by Huang et. al. in [4] for multilevel images. We prove that watermark embedding in DC components is impossible for binary images if the embedding is done directly on binary images, or the binarization threshold is simply chosen to be the mid-point, i.e. the mean of the maximum and minimum intensities. Furthermore, we have proposed a successful watermarking algorithm for binary images, including a blurring pre-processing and a post-embedding binarization with a biased threshold such that the watermark can survive even after binarization and offer some robustness against common processing. 
Therefore, the change due to modification is
) From the above equations, the change in intensity of a panicular pixel f(ziryj), Af(zi,yJ) is a constant for all pixels in the image f(z, y) and it is independent of its position (zi,yj).
Therefore, after modification,
(7)
For binary image watermarking, f'(z, y) has to be hinarized using a binarization threshold Tbi to obtain the binary watermarked image fwm(s, y), and uniform (all black/all white) images are not considered to be watermarked for imperceptibility. There are two properties regarding binary image watermarking through DC component modification. Proof: From (7), if f(z,y) is binary, f'(z,y) E {const, const + 1) is binary too and for any TM,
This means that the watermarked image is identical to the original image and the watermark embedded is removed completely. For other Tbi, Tbi 2 const + 1 or Ta; 5 const, fwm(x, y) becomes a uniform black/white image, which is not acceptable for imperceptibility.
2) For a gray-level image f(z, y), DC component modification has no effect on the image after binarization if a mid-point threshold is used.
Proof: If f(x, y) is to be binarized using the midpoint threshold, Tbi = (Imaz + Imin)/2. where I,,,
and Imin are the maximum intensity and minimum intensity in f(z, y), respectively. Also from (7), the maximum and minimum intensities in f(x, y) and f'(z, y) have the similar relations too:
I, , , '
and the mid-point threshold Tbi' is calculated as:
Tbi' = ( I m a r ' + I m i n ' ) / 2 = (Imoz + Im;,,)/2 + wnst = Tbi + const Therefore, if a mid-point threshold is used, doing binarization before or after the modification of DC component has the same binary output image, which means that watermark embedding is meaningless and the embedding fails.
SUCCESSFUL WATERMARK EMBEDDING IN DC COMPONENTS FOR BINARY IMAGES
Based on the two properties derived in Section II, we have designed a DC components watermark embedding system successfully. As shown in Fig. 1 , the watermarking algorithm proposed for binary images is similar to that proposed in [4], except that there are a pre-processing that blurs the binary image into a gray-level image, and a post-processing that binarizes the image after embedding into a binary image. These two processing are described below. The blurring pre-processing is to obtain a gray-level image from the input binary image. A low-pass filtering works fine for this purpose. This pre-processing is necessary to avoid the failure of watermark embedding in DC components due to property 1 discussed in Section II.
The post-embedding binarization is another critical step for successful watermarking. Binarization is to ensure that the watermarked image is still a binary image. As discussed above, a mid-point threshold will lead to embedding failure, we need to find a suitable threshold method such that the watermark embedded can survive after binarization yet the distortion resulted is.not obtrusive. We succeed by introducing a bias Bbi in determining the binarization threshold. After a brief description of the watermarking algorithm, we will explain why it works.
1) The original image f(z, y) is low-pass filtered using a Gaussian filter with window size of 5 x 5 and standard deviation of 1 to obtain the blurred version f ' ( q y). This blurred image is then split into non-overlapped blocks of 8 x 8. The normalized correlation between W' and W is calculated to determine whether f*(z, y) is a watermarked copy.
To answer why the watermark can survive, the effects of bias in binarization need to be examined. Suppose that TAidl is the mid-point for fi(r; s) and TLid-k is the mid-point for f{(r, s) after embedding of wk. From (3, (6) , (8) the binarization threshold is lowered by 2 . TLidJc . Bbi. Lowered threshold raises the probability of increased number of 1s after binarization, which means increased DC value according to (3). Similarly, if wk < 0, C W k 'wk < -TAidJc, T:idl < 0, and the binarization threshold is raised by 12 . T:idX . Bbi(.
Raised threshold raises the probability of increased number of Os after binarization, which means decreased DC value. Therefore, a positive W k tends to raise the DC value and a negative W k tends to lower it. Furthermore, the larger l w k l . the stronger such tendencies. This explains why the watermark embedded can survive although not all w k can result in DC value change and survive. On the other hand, the larger the magnitudes of p and Bbi. the stronger the tendencies too, while the more distortions resulted at the same time.
The probability of lCWk . Wkl > (TAidJc/ can be derived from the expected value of CW,, where the expected value of a pixel in &(r, s) can be estimated as TAidX:
Because 14' has normal distribution, when a large P (= 90) is selected, we can get
The high probability of lCWk . W k l > /TAidll indicates that watermark has high possibility to be embedded successfully.
where wi = w; -W. and the mean, W., of W' is subtracted is then used to make a decision. W* is classified as a corrupted version of the true watermark W if corr(W*, 14') > T, , .
to make the mean of the sequence to be zero. A threshold T,,
IV. EXPERIMENTAL RESULTS
The proposed algorithm has been tested on a wide range of binary images, including the eight CCITT images This test image is watermarked using our algorithm with p = 90 and Bbi = 0.0004 for a balance between the robustness and imperceptibility, and the watermarked image is shown in Fig. 3 . There are 2512 (x 61.3%) non-uniform blocks available for watermark embedding. Hence the watermark length K = 2512. In the embedding, 2488 out of 2512 (x 99.045%) blocks satisfy ICWk . wkl > IThidxl. In the watermarked image, 4182(~;: 1.595%) pixels are changed. The detector response is shown in Fig. 4 , where number 500 watermark is the true one and others are false. We can see that the distortion is 
V. CONCLUSION
In this paper, we present a study of the feasibility of watermark embedding in DC components for binary images. It has been shown that direct embedding in DCT DC components for binary images is not feasible. Also, a mid-point threshold in binarization will remove the watermark information embedded in DC components. Based on these two observations, we propose an algorithm for binary images that can embed watermark successfully in DC components. A blurring pre-processing transforms a binary image into a gray one, removing the first obstacle. The introduction of a binarization threshold dynamically biased by watermark information is to combat the second obstacle. The experimental results show that the watermarking algorithm proposed offers some robustness with no obtrusive distortions.
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