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算法和排列熵算法，实验表明 N-ARMA 的检测算法在准确性最优。 
 2、在大数据环境下实时预警方面，本文提出了一个基于 Storm 的实时分布





















With the rapid development of Internet, the data network scale expands unceas-
ingly, on the basis of data network business is becoming more and more widely ap-
plied, the operators and enterprises, business data in operational management had to 
spend a lot of manpower and material resources. In operations management, real-time 
fault early warning is one of the most important part of early warning and fault rapid-
ly and accurately, the questions in the business environment can be found at the fast-
est speed, to avoid failure to bring serious loss in a timely manner. Under the envi-
ronment of big data, the real-time fault early warning theory and implementation 
mechanism, in the real operational management has a great practical significance. 
The real-time traffic warning is one of the most important, through traffic re-
al-time warning, can greatly big feedback failure of the business. Therefore, the re-
search emphasis of this article is mainly aimed at flow sequence of anomaly detection. 
The research content mainly includes two parts: traffic anomaly detection in large 
data environment, and the accuracy of real-time of traffic anomaly warning. 
1, In terms of the accuracy of traffic anomaly detection, N-ARMA model of traf-
fic anomaly detection algorithm is proposed, the algorithm based on prediction model 
of time series ARMA model, the model parameters extraction and optimization model, 
and use the sequence prediction deviation of normal distribution fitting, build anoma-
lies can set range. Finally by comparing the wavelet algorithm and permutation en-
tropy algorithm, the experiment showed that N-ARMA model of optimal detection 
algorithm in accuracy. 
2, Under the environment of big data in real time warning, Propose a real-time 
distributed computing framework based on the Storm, is a combination of Kafka dis-
tributed message queue, reliable transmission and use nginx and jetty as a front-end 
load balance. Finally through comparing the traditional centralized service framework, 
















overhead, anomaly detection delay shorter at the same time. 
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直接带来经济损失超过 26 亿美元[1]。在 2003 年 1 月，SQL的 Slammer 蠕虫爆发，
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