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Abstract 
While designing a routing protocol energy conservation and interference are two most critical issues in wireless 
networks - interference is an inherent property that is not easy to control. Yet again, energy conservation is another 
important parameter as mobile nodes are battery constrained. Nodes consume energy not only for transmitting packets 
but also for reception of unwanted signal from interfering nodes. Therefore it is necessary to minimize the overall 
energy consumption of mobile nodes by minimizing both transmission cost and reception cost and which results in 
prolonging the life time of the entire network.  In this paper we propose an interference aware minimum energy routing 
protocol that considers both transmission power and also the reception power of nodes due to interference. The 
simulation result shows that the proposed method is more energy saving and load balanced than interference unaware 
routing protocols. 
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1.  Introduction 
 
    Energy conservation is one of the challenging issues in wireless adhoc networks [1] and sensor networks. 
Lifetime of wireless node operating on battery power is limited by the capability of its energy source. For 
increasing the longevity of such network and nodes, it is imperative that one has to find techniques for either 
increasing the battery power or providing alternative source of energy that the nodes can use. One of the 
methods for increasing the longevity of nodes is by adjusting the transmission power of node during 
transmission. However, adjusting the transmission power is not sufficient to improve the battery power of 
nodes and minimize the energy consumption. Now-a-days, interference plays an important role for 
minimizing the energy consumption leading to increase in the network life time. In wireless networks when 
a node is transmitting, other nodes within the transmission range may receive the packets and experience 
interference from the transmitting node. To be precise, interference at some node is a combination of 
received signal strength from different transmitting node simultaneously. Interference impacts the quality of 
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service of wireless network to a great extent causing collision of packets, packet loss, retransmission 
frequency, high end to end delay and more energy consumption. Decreasing interference level may save the 
node power by minimizing collision, retransmission and congestion. In this paper we consider both 
interference and transmission and reception power of nodes as metrics for a good quality routing path for 
delivering the packets from source to destination. Our protocol minimizes the total energy consumption of 
routing path from source to destination and balances load among the nodes. We compare our protocol with 
shortest path routing and simulations show that our protocol performs better than shortest path routing. 
 
2. Previous  Work  
    Interference is widely studied in wireless network including wireless mesh network, adhoc network and 
also sensor network. In [2] topology control of wireless networks is achieved using link level interference. 
The link interference of link e (u,v) is the number of nodes covered by the link centered at u or v. They 
neglect the node level interference and its influence in communication. In [3] sender computes the potential 
interference of receivers and adjusts their transmission ranges to reduce the receiver interference using 
global information. [4][5] describe topology control using nodal interference or link interference. In [6][7] 
[8][9] the route having less interference from source to destination was found, in order to avoid the areas 
with more interference. These protocols only consider the interference incurred in the nodes, not the energy 
issue. Another work [10] considers both the avoidance of transmission interference and the minimum energy 
path in multi hop wireless network. The energy consumption pattern in an integrated interference-aware and 
confidentiality-enhanced multipath routing scheme for continuous data streams on Wi-Fi based multi-hop 
wireless ad hoc networks has also been proposed [11]. This routing scheme integrates the interference-aware 
minimum energy path routing [10] and the security protocol for reliable data delivery. In [12] and [13] 
dynamic virtual carrier sensing and interference aware routing protocol to select the optimum path based on 
two criteria, shortest path and interference of nodes, have been proposed. 
 
3. Motivation Of The Proposed Scheme  
    Given a source destination pair, the routing protocol is one which sends the packets from source to 
destination using suitable routing path. Many metrics such as hop count, energy efficiency, residual energy, 
interference are available to develop different routing protocols. Routing protocols that provide high 
throughput, minimal end to end delay, improved energy efficiency and less congestion are always desirable. 
But the existing metrics are not sufficient to cover the all properties of high quality routing path. In the 
proposed method, our aim is to propose an interference aware energy efficient routing path to overcome the 
limitation of existing metrics to some extent. Our motivation of work has two fold of contributions.  
 
    One motivation is routing protocol should be energy efficient. Owing to both transmission and reception 
requirements nodes drain their battery rapidly and ultimately become a dead node. Another motivation is 
interference. Due to shared nature of transmission medium, nodes transmitting on the same channel may 
interfere with other nodes if the nodes are very close to each other. High interference may cause high packet 
loss, re transmission and end to end delay. Again because of the interference, nodes also spend more energy 
for re transmission and decrease their energy. This may result in high end to end delay, low throughput and 
more congestion. Therefore energy efficiency and interference is closely related to each other. So it is 
desirable to take these two metrics jointly to improve the overall performance of the network. 
 
    In this paper, the proposed routing metric calculates the link between two nodes based on the interference 
signal strength from the interfering nodes and received signal strength from transmitting node at a receiver 
and then determines the best quality path for transferring the data from source to destination. When there is 
no interference in the network, minimum energy path is best suited protocol for transferring the data from 
source to destination. But if there is interference induced by the nodes in the network then interference 
caused by the link/node is a big factor for successful delivering of data from source to destination. In order 
to achieve this we need an interference model to calculate the interference of node and link and thus obtain 
good quality routing path.  
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3.1. Interference Model 
 
 We consider the wireless network as a connected graph G= (V,E) where V is set of vertices(nodes) and E 
is set of edges (links). Each node has a transmission range R and a fixed transmission power P. Two vertices 
(u ,v)א E iff the Euclidian distance between u and v is less than R. we only consider undirected edges where 
message is sent by u to v over link  (u,v)  and acknowledged by v to u over link (v, u). We assume that each 
node can adjust its transmission power based on the received signal strength from receiver and upper bound 
of the transmission power is P.  Our main goal is to find a routing path from source to destination that can 
minimize both total interference and energy consumption. 
 
Let N (u) denote the set of all the neighbors of u  V in the graph, ru is the distance from u to its farthest 
neighbor. More precisely ru=maxv  N(u) {d|u,v|} where d|u,v| denotes the Euclidian distance between the 
nodes u and v. We assume without loss of generality that all the nodes use Omni directional antennas, D 
(u,ru) denotes the disk centered at u with radius ru covering all the nodes that are possibly affected by the 
message transferring by u to any node v in N(u). Then the potential interfering nodes of v is defined as the 
other nodes that potentially affect message reception at node v. 
 
Definition 1: Given a graph G= (V,E) , the interfering nodes of any node v  V is defined as  
                                                 W(v)=|{u|u V\ {v} , v D(r,ru)}| 
 In other words, number of interfering nodes of node v represents the number of nodes covering v with their 
disks induced by their transmission range set to the value of their distance of farthest neighbor nodes in G.  
 
   Especially when a node u transmits a signal at the power of the P, the power of the signal captured by 
another node v is Pd|v,u|α, where α is the path loss constant generally having a value between 2 and 4 [14] . 
The signal quality perceived by the receiver is measured by the signal to noise interference (SINR) ratio, 
which is the quotient between the power of the wanted signal and the total power of the unwanted signal 
plus external noise. In order to obtain correct reception the SINR should be greater than the certain threshold 
value μ. Consider a link (u,v) and set of interfering nodes W other than u and transmitting simultaneously 
with u. Let N0 be the internal noise, then the SINR of link (u,v) with respect to W is given by        
                    
                                             Pd|u,v|-α  /(N0+σ ܲ݀ȁݒݓȁ௪אௐ  -α )                                          (1) 
 If W is empty there is no interference, then the SINR reduces to the signal to noise ratio (SNR) and it is 
given by Pd|u,v|-α  /N0. Now the transmission from u to v is successful if and only if  
                                        SNR > μ   which implies Pd|u,v|-α  /N0 > μ                                 (2) 
 Again consider the case when the internal noise is very small (N0<<1 ) and only interference ( i.e. W is not 
empty) is present in the network . Therefore signal to interference ratio (SIR) of the link (u,v) is given by 
                                         Pd|u,v|-α  /(N0+σ ܲ݀ȁݒݓȁ௪אௐ  -α ) = Pd|u,v|-α /σ ܲ݀ȁݒݓȁ௪אௐ -α 
                                        = 1/ ሺσ ݀ȁݒǡ ݓȁ௪אௐ  -α d|u,v|α) 
 It is easy to verify that such SIR is at least μ , if and only if  
                                       μ(σ ݀ȁݒǡ ݓȁ௪אௐ  -α d|u,v|α)≤ 1                                                       (3) 
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 From (3) we can say that the transmission from node u to node v will be successful if and only if the total 
interference on the link (u,v) i.e. μ(σ ݀ȁݒǡ ݓȁ௪אௐ  -α d|u,v|α) should be equal to 1. 
Therefore the total interference at v produced by set of W interfering nodes on the link (u,v) is  
                                       RI(W:v:(u,v))= μ d|u,v|α σ ݀ȁݒǡ ݓȁ௪אௐ  -α  
Similarly, the total interference produced at u by set of W interfering nodes on the link (v,u)  is 
                                       RI(W:u:(v,u))=   μ d|v,u|α σ ݀ȁݑǡ ݓȁ௪אௐ  -α  
So, the overall interference on the link (u,v) ( if link is bi directional) is  given by 
                                       RI( (u,v))=max(RI(W:v:(u,v)), RI(W:u:(v,u))) 
Therefore the total link cost Cuv in G is combination of both energy cost and interference level of the link 
and it is defined using the equation (4) below.  
                                       Cuv= d|u,v|α+ RI( (u,v)) 
                                             = d|u,v|α+max (μ d|u,v|α σ ݀ȁݒǡ ݓȁ௪אௐ  -α , μ d|v,u|α σ ݀ȁݑǡ ݓȁ௪אௐ  -α ) 
                                             =  d|u,v|α(1+ μ (max(σ ݀ȁݒǡ ݓȁ௪אௐ  -α ,σ ݀ȁݑǡ ݓȁ௪אௐ  -α))      (4) 
 For a path p consisting of n number of links are defined as (s0 e1 u1 e2 u2…….en d0) where s0 and d0 are 
source and destination and u1,u2… are relay nodes, e1,e2,… links between the nodes in the path . Therefore 
path cost can be estimated from the all the link cost of that path.   
                                       Path cost (P) = Ce1+ Ce2+……… +Cen 
                                                           = Cs0,u1+ Cu1,u2+……..+ Cun,d0    
 = d|s0,u1|α(1+ μ (max(σ ݀ȁݏͲǡ ݓȁ௪אௐ  -α ,σ ݀ȁݑͳǡ ݓȁ௪אௐ  -α))+ d|u1,u2|α(1+ μ (max(σ ݀ȁݑͳǡݓȁ௪אௐ  -α 
,σ ݀ȁݑʹǡ ݓȁ௪אௐ  -α))+…….+ d|un,d0|α(1+ μ (max(σ ݀ȁ݀Ͳǡ ݓȁ௪אௐ  -α ,σ ݀ȁݑ݊ǡ ݓȁ௪אௐ  -α)) 
= {d|s0,u1|α+ d|u1,u2|α+…..+ d|un,d0|α }+ μ{ d|s0,u1|α max(σ ݀ȁݏͲǡ ݓȁ௪אௐ  -α ,σ ݀ȁݑͳǡ ݓȁ௪אௐ  -α)+…..+ 
d|un,d0|α max(σ ݀ȁ݀Ͳǡ ݓȁ௪אௐ  -α ,σ ݀ȁݑ݊ǡ ݓȁ௪אௐ  -α) } 
One problem associated with low interference path is that the length of the path is generally longer. It has 
been shown that low interference path with longer path length may have higher interference than that with 
shorter path length. Therefore, we define average path quality (metric) as total path cost divided by number 
of links in the path. 
                                        Metric (P) = Path cost (P)/n                                                         (5) 
Where n is number of links in Path P i.e. hop length of the path P. This Metric will be used as path selection 
criteria in proposed method. This metric has several advantages. Firstly, it ensures that the selected path has 
less interference and more energy efficiency and secondly path having less interference but more path length 
will not be selected. Our definition for the best quality path PBest   from the set of all the paths  L from same 
source destination pair , is the path that minimizes the  path metric . Path metric is nothing but the sum of all 
the link cost divided by the  hop count. 
                                         PBest = PBest : ݉݅݊௉א௅ ܯ݁ݐݎ݅ܿሺܲሻ                                                 (6) 
3.2. Interference Aware Minimum Energy Routing Protocol 
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     For a given source to destination pair in the network, there may exist more than one routing paths. 
Selecting a low interference energy efficient routing path gives a good balance between the interference and 
energy utilization. This algorithm selects the low interference energy efficient path among the all paths for a 
given source destination node pair. 
 
    When source s wants to send the data to destination d, then the network is searched in BFS order. The 
algorithm maintains a queue Q of nodes that needs to be explored. The path cost metric from s to n is given 
by C[n]=C[n-1]+d|(n-1),n| α(1+ μ max(I_R(n-1),I_R(n)) where C[n-1] is path cost from s to (n-1), d|(n-1),n| α 
is transmission energy cost from (n-1) to n, I_R(n) is amount of interference at n. d[n] is the hop length from 
s to n. p[n] is parent of n in BFS tree. 
 
     Initially, the source node s is inserted into Q. Then the adjacent nodes of s are processed to check 
whether the node is visited or not. If the node is visited then the request is dropped. Otherwise the node v is 
visited and marked. For the node v, C[v] is computed. If the destination is found it is marked as not visited 
to allow the exploration of other paths from source. If a better path is found then C[d] and p[d] are updated 
accordingly. The depth of the routing tree is bounded by the hop count of d from s. obviously the algorithm 
runs in linear time. Pseudo code of the algorithm is given below. 
 
Input :   Graph G(V,E) , a node pair s-d 
Output : A low interference energy efficient path 
Begin 
 Initialize Q  {s} , V=V-{s}, p[s]=0 ,d[s]=nil , Mincost inf  
 Compute Cost[s]՚I_R(s) 
 for each v ߳ V 
{ 
                 visited(v)՚False 
                  p[v]՚0 
                 d[v]=inf 
} 
while (Q!= empty) 
{ 
                    u DEQUEUE(Q) 
    for each v ߳ adj(u) 
   { 
            if (visited(v)) 
            { 
                   drop the request. 
          else 
                   visited  true 
                   d[v]՚d[u]+1 
             } 
         if (v!= d) 
        { 
                 Cost[v]՚Cost[u]+d|u,v| α(1+ μ max(I_R(u),I_R(v))) 
                 ENQUEUE(Q,v) 
                 p[v]՚u 
       elseif (v=d) 
                 Cost[d]՚ Cost[u]+d|u,d| α (1+ μ max(I_R(u),I_R(d))) 
                 Metric[d]՚Cost[d]/(d[u]+1) 
                 visited(d)՚False 
 
 
      if ( Metric[v]< Mincost) 
      { 
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                 Mincost Metric[v] 
                 p[d]՚u 
                 d[d]՚d[u]+1 
      } 
      } 
 } end for 
} end while 
 
 
4. Simulation  
     In order to evaluate the performance of the proposed scheme, we modelled a network with 30 nodes 
randomly distributed in the area of 1000 m x 1000 m, where 29 transmissions from different source - 
destination pair are running simultaneously. Moreover, we assume that all the nodes have 600 meters 
transmission range and each node has fixed transmission power 10mW. The signal to interference threshold 
value is set to 5dB [15]. We compare the proposed scheme with two interference unaware routing 
algorithms. These are Minimum Distance Routing (MDR) and Minimum Hop Routing (MHR). Minimum 
Distance Routing (MDR), and Minimum Hops Routing (MHR). MDR uses the geographic distance between 
two nodes as link cost, whereas MHR gives each link an identical link cost. We evaluate the performance of 
the proposed scheme compared with two interference unaware routing algorithms on the following main 
aspects: (a) Data Rate (b) total required path power (c) average hop count. 
 
4.1. Results and Analysis 
 
     Figure (1) shows the average data rate of the simulation experiment for varying transmission range of the 
three algorithms.  From the graph it is cleared that the interference aware routing has much higher data rate 
than MHR and MDR. First feature is that as the transmission range increases the data rate decreases. The 
second feature is that when transmission range is small the difference of data rate between the proposed one 
and MHR and MDR is less, but as the transmission range increases, difference of data rate between the 
proposed one and MHR and MDR increases. The reason behind this nature of the graph is that as 
transmission range increases the interference node density increases resulting in decreasing data rate. 
 
 
Fig 1:  Data Rate vs Transmission Range 
 
     Figure (2) shows the total path power for each of the transmissions for different transmission range. The 
total path power for the proposed method is much less than MHR and MDR. Because the transmission 
power increases with distance to the power of 2, nodes in MDR and also MHR consumes much transmission 
power to transmit their packets where as in proposed method each node transmission power is much lesser 
than MHR and MDR. 
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                                                                      Fig 2:  Total Path Power(J) vs. Transmission Range 
 
     From figure (3) we can infer that generally, interference aware routing has more average hop count than 
MDR and MHR. This is for the reasons that in interference aware routing method nodes prefer to send their 
packets through the less congested area, resulting in more hop count in routing protocol. 
 
                                              Fig 3: Average hop count vs. Transmission range 
 
5. Conclusions 
 
     In this paper we have considered interference, transmission power and reception power of nodes as 
metrics to derive a good quality routing path for delivering the packets from source to destination. Our 
protocol minimizes the total energy consumption of routing path from source to destination and balances 
load among the nodes. For a given source to destination pair in the network, there may exist more than one 
routing paths. Selecting a low interference energy efficient routing path gives a good balance between the 
interference and energy utilization. This algorithm selects the low interference energy efficient path among 
all the paths for a given source destination node pair. We compared our protocol with shortest path routing 
and simulations show that our protocol performs better than shortest path routing. At present we are carrying 
further studies in this area. 
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