To reduce the likelihood that R&D projects fail, companies tend to perform R&D activities in collaborative networks. A fundamental characteristic of networks is stability. This paper introduces a novel approach that determines the stability of R&D networks and combines the analysis network topology with a two-layer simulation model. To analyze the topology of collaborative R&D project networks graph theory and measures from social network analysis are used. Our study enables us to identify the companies that play a key role in the R&D network. To ensure the stability of the collaborative R&D project, participants with a high betweenness centrality index should be identified and monitored. These participants have a great impact on the stability of collaborative networks.
In general, benefits of collaboration from a R&D perspective include higher return on investments, faster product development, reduced development cost, increased flexibility, risk sharing, and access to development capabilities of suppliers (Luo et al., 2010 ). Yet given the debate in the literature, it can be concluded that while the nature of R&D collaboration would influence the design of a network, collaborative research and development in networks is not always advantageous (Noori and Lee, 2004) . In 1995, 100 companies in the United Kingdom have been questioned to state reasons for the breakdown of the collaborative R&D projects (Bruce et al., 1995) . The lack of trust, the ineligible choice of project partners, the scant communication between the partners and the scant participation of these partners in the project itself as well as the unexpected withdrawal of project partners were quoted as the main reasons. This study will focus on the unexpected withdrawal of projects partners. The objective is to determine the stability of collaborative R&D networks based upon the analysis of the network topology. Especially for project risk management the consideration of organizational and contractual risks is important (Verbano and Venturini, 2011). Developing an understanding of the network topology will help companies to understand by whom they are affected by or whom they can affect (Batt and Purchase, 2004; Lhuillery et al., 2011). Furthermore, another intended contribution of this study is to develop a more detailed understanding of how and to what extend node centrality and which measure influence the network stability. It also reveals insights to companies whom to watch closer in order to achieve the set goal of the research project. This offers the opportunity to set up a risk management approach for collaborative R&D projects based upon the collaborative network topology. . These networks are an important source of information for participants, and therefore, the ties and the information in the network acquire great importance in the definition of governance structures (Arranz and Arroyabe, 2011). In this context, ties represent the relations between partners and so far from the stability issue of these networks only the strength or weakness of ties have to be considered (e.g. Ahuja, 2000). According to Ahuja (2000) the strength or weakness of ties are dependent upon factors such as intensity, intimacy or mutual confidence but also upon the duration of the relationship itself. Soh and Roberts (2005) point out the complex nature of R&D networks where complexity arise from the number of densely connected parts and multiple levels of embeddedness that encompass the development of a collaborative project. Furthermore, the complexity in collaborative networks is highly influenced by the strategic and cultural capability of the partners, which can lead to misunderstanding and the failure of the R&D project (Scherrer-Rathje et al., 2009). R&D projects can be viewed as social groupings with relatively stable patterns of interaction over time (Tichy et al., 1979 ; Arranz and Arroyabe, 2011). Therefore, using the framework of social network analysis the main attributes of these projects can be approached. Following Braha and Bar-Yam (2004 , 2007 , a (R&D) network can be formally defined in terms of a graph G=(V, E), which is a pair of nodes, vertex or actor are synonyms for node and may be used equivalent, V={1, 2, ..., N}, and a set of lines E={e 1 , e 2 ,..., e L } between pairs of nodes. A set of lines is also called an edge between two nodes. In the context of joint R&D projects, a node represents either a organization or a person and a set of lines represents the relationship between the partners. The relationship between partners is stored in the adjacency matrix A. The adjacency matrix of a graph is a N x N matrix with rows and columns labelled by graph vertices, with 1 or 0 in position (V i ,V j ) according to whether V i and V j are adjacent or not. Here it is important that the relationship is bilateral, which means that it takes the consent of both nodes in order to form a relationship. Networks with bilateral relationships are normally modelled as non-direct graphs and for non-direct graphs the adjacency matrix A is symmetric. From the perspective of a single vertex, ties can be differentiate in direct and indirect ties. Direct ties refer to the relationships a vertex has created itself, whereas indirect ties are ties that result from direct ties between a direct ties of the vertex and any other ties. To characterize and understand the topology of networks, three major characteristics have been identified (Braha and Bar-Yam, 2004; Newman, 2003) : characteristic path length, clustering coefficient of the network and the degree of a vertex. The characteristic path length l is the average distance between any two nodes and it characterizes the ability of two nodes to communicate with each other and diffuse information inside the network (Albert et al., 2000). The clustering coefficient is a measure of degree to which nodes in a graph tend to cluster together in densely interconnected modules and the third characteristic of social networks is the distribution of degrees of vertices (Braha and Bar-Yam, 2007 ). Yet, since measures to analyze the network topology from a holistic perspective are needed in order to determine the stability, the use of the mean nodal degree with the focus on vertices is not very useful. Network density on the other hand is a measure of the incidence of direct relation among the possible pairs of a network and is an indicator of structural cohesion (Friedkin, 1981 , Rowley et al., 2000 . Since network density considers both direct and indirect ties, a greater stability of network with a high network density, i.e. higher number of redundant ties, is expected. In order to determine the most relevant actor in the collaborative R&D network degree, betweenness and Eigenvector centrality will be used. In tandem with closeness centrality, the chosen measures represent the most common ones and quite a few other developed measures are based upon these, e.g. beta-centrality (Bonacich, 2007) . Degree, closeness and betweenness centrality are the most import ones in the context of R&D networks (Braha and Bar-Yam, 2004), however, closeness centrality cannot be used, since it needs a connected graph in order to have a useful meaning (Batallas and Yassine, 2006). The simplest centrality measure is degree centrality, which is defined as the number of connections or ties an actor has (Freeman, 1979) . It is a basic indicator and often used as a first step when studying networks (Wasserman and Faust, 1994) . In contrast to the measure presented by Freeman (Freeman, 1979) a relative approach is chosen in this study, which is obtained by dividing the standard degree centrality by N-1, the maximum number of possible ties.
MODELLING OF COLLABORATIVE R&D NETWORKS
Betweenness centrality can be seen as a measure of the influence an actor has over the information through the network (Gilsing et al., 2008) and is given by Eqn. 2. While degree centrality focuses rather on the direct ties, betweenness centrality takes indirect ties into account. This means, that the index of an actor i is higher the more different actors can be reached via a third actor. Actors with a high betweenness centrality operate as a bridge between groups of actors. Consequently, a great impact on the stability of the network caused by nodes with a high index would be anticipated. Yet, one has to consider the position of the specific actor in the network. If the node is at a dead-end, its removal will be without any effect in contrast with the case of a cut-vertex, which removal creates new disconnected components (Clark and Holton, 1991).
Equation 3 describes Eigenvector centrality (EC) in two equivalent ways, as a matrix equation and as a sum (Bonacich 1972 (Bonacich , 2007 . The centrality of a actor/node is proportional to the sum of the centralities of the actors/vertices to which it is connected.
In contrast to the degree and betweenness centrality, Eigenvector centrality does not focus on direct or indirect ties, but rather combines both measures in one (Bonacich, 1987 , Bonacich, 2007 . Thus, actors with a high Eigenvector centrality should be more important and relevant for the stability of collaborative R&D networks. Based on the discussion of the selected measures, two research questions (RQ) about the impacts of the index of an actor on the stability of a network can be derived:
(1) Do actors with a high centrality index have a greater impact on the stability of R&D network than randomly selected actors? (2) Do actors with a high Eigenvector centrality index have a significantly greater impact on the stability then degree or betweenness centrality? To measure the stability of a network, two indicators have been chosen: (a) the total number of defects in a network T and (b) the characteristic path length l. The latter was proposed by Albert et al. (2000) to measure the attack survivability of complex networks.
3
METHODOLOGY AND DATA For the analysis of the R&D network and to answer the research questions a two-layer simulation model will be used. The top layer represents all design/research activities of a single R&D project. Each activity of the project must be conducted by two or more actors of the collaborative R&D network. The bottom layer represents the collaborative network itself with ties between any two actors resulting from the participation in design activities. Due to the lack of real world data, different scenarios will be simulated. In these scenarios, the participation probability p of an actor V to participate in any research/design activity R i , the number of manually created clusters C M as well as the design activities R will be varied. The introduction of manually created clusters is necessary, since in real world research or product development projects only a few actors will contribute to or participate in many design/research activities.
Concerning the stability of the collaborative R&D network, a three step iterative calculation is used. First, a network will be generated. The empirical statistics of two large product development networks (vehicle and operating software) (Braha and Bar-Yam, 2004) show a median ratio of design tasks R to nodes N of 3.07. Therefore, for the input variables a range of N=500, R/N={1, ..., 5}, p={0.03, ..., 0.1}, C M ={5 ,..., 12} will be used. Second, the three chosen centrality measures are used to detect the most important actor of the network, which is then eliminated from the network to determine its impact on the stability of the network. The elimination is managed by assigning the detected actor no design activities and then rebuilding the network. Furthermore, a control scenario is simulated with attacks on randomly selected nodes. The starting point for all four scenarios is the same network created in step one. In the third and last step, the characteristic path length, the total number of non-reachable actors, the network density and the network clustering coefficient are calculated for evaluation purposes. The second and third step are repeated until 50% of all actors are eliminated from the network. Each scenario will be simulated thirty times in order to guarantee statistically secure results. In order to determine whether a network is still in good or in bad order, limits for the allowable number of defects T and characteristic path length l need to be chosen. In the paper by Albert et al. (2000), who analyzed the error and attack tolerance of complex networks, no direct limits were defined concerning whether a network shows a high or a low tolerance against error and attacks. Instead the change in average shortest path length and the relative size of the largest cluster for different network types are used. An akin method will be applied in this study: Origin for the determination whether a network is stable or instable, are all simulated scenarios at fraction f=0.05. Fraction is equal to the percentage of number of nodes removed from a network, i.e. in our case it means, that at a fraction of f=0.05, 25 nodes of the network have been removed. The limit of f= 0.05 is based upon empirical analysis of the Community Research and Development Information Service (CORDIS) database of the Seventh Framework Programme (FP7). In this analysis, a network was created for N=17942 with connection between any two nodes, if they participated within the same project. The results of destruction of the CORDIS network showed, that after the removal of 5% off nodes with high degree centrality index over 40% of all other nodes could not be reached within the network. The same approach as in the analysis of the CORDIS network is chosen for the total number of defects. In total five boundaries were defined: very low, if only 5% off all nodes could not be reached, low, if 15% off all nodes could not be reached, medium, if 25% off all nodes could not be reached, high, if 35% off all nodes could not be reached and very high, if 45% off all nodes could not be reached. For the characteristic path length the maximum value of l will be quantified and then transformed into a binary variable l B . l B is set to 1, when the fraction f to the corresponding maximum of the characteristic path length is less than f=0.05; otherwise 0.
4
RESULTS AND DISCUSSION To answer the proposed research questions in Section 2, 1.280 different scenarios were analyzed resulting in total to 38.400 simulations with a total simulation time of 225h (HPC with 16 cores used). The results are as follows: It can be noted, that the impact caused by variation of C M is only affecting betweenness centrality (correlation coefficient r = 0.421). In regard to the network topology measures network density and clustering coefficient the introduction of manually created clusters does negatively affect network density (r = -0.615), but has a rather weak influence of the clustering coefficient of the network. Alterations of p and R/N does not show any significant impact on the total number of defects or the characteristics path length. The first outcomes of this simulation study show, that the stability of collaborative R&D networks is robust against attacks on random nodes and on nodes with a high degree or Eigenvector centrality index, but very instable against attacks on nodes with a high betweenness centrality index. In depth analysis of 22 (very high) and 33 (high) cases, in which attacks on nodes with a high degree and Eigenvector centrality index as well as random inducing into instable networks, showed, that this were the same networks. Therefore, it is even more questionable, if attacks on nodes with a high degree or Eigenvector centrality index have any impact on the stability of collaborative R&D networks. A similar effect to the number of defects is ascertained for the variable characteristic path length. Collaborative R&D networks are robust against attacks on random nodes or nodes with a high degree or Eigenvector centrality index, but not against on attacks on nodes with a high betweenness centrality index. To answer the research question RQ 1, the results for each centrality measure are tested against attacks on random nodes and the two variables number of defects and characteristic path length, which resulted into three test cases (DC vs. Random, EC vs. Random, BC vs. Random). The results of testing each measure against T and attacks on random nodes at a significance level of 0.01 are as follows: For the centrality measure degree and betweenness centrality a significant impact on the stability of collaborative R&D networks is determined. Eigenvector centrality on the other hand has no significant impact on the stability for the limits medium, high and very high. Testing against l and attacks on random nodes, a significant impact could be determined for all three centrality measures. Based upon these premises, the test case EC vs. Random is only partially supported and the cases DC vs. Random as well as BC vs. Random are fully supported. In order to answer research question RQ 2, the results for D and l for degree and betweenness centrality are tested against Eigenvector centrality. This leads to two test cases (EC vs. DC and EC vs. BC). Both test cases need to be rejected on a significance level of 0.01.
5
CONCLUSION In this paper, we have theoretically examined the stability of collaborative R&D networks based on various different network topology scenarios (1,280); in total 38,400 simulations were carried out for this analysis. In order to determine actors, who have the greatest impact on the stability of the network three centrality measures (degree, eigenvector and betweenness centrality) were chosen. Moreover, the total number of defects in the network and the characteristic path length were selected to detect whether a network in stable or instable. In summary, we find that collaborative R&D networks display a surprisingly high degree of stability for attacks on nodes with a high degree or eigenvector centrality index. A property not shared by networks under attack on nodes with a high betweenness centrality index. The impact of the removal of nodes with a high degree or especially eigenvector centrality index does not have any significant effect on the network stability. Only when nodes with a high betweenness centrality index are removed from a network, the number of unreachable nodes and the characteristic path length are increasing rapidly with every further node removed. This means: Firms should watch other partners inside their network who have a high betweenness centrality index, rather than actors with a high index in degree or eigenvector centrality. The partners with a high betweenness centrality index are important for the network for two reasons: (1) they highly influence the stability of the network and (2) they act as a information-broker or gatekeeper. The latter might be dangerous for the network: If an actor is seeking for abusing its dominant position and not sharing all or only limited information, there is little other actors inside the network can do. For a given network with all research/design activities already assigned to actors, managers should concentrate on the creation of more (informal) ties between themselves and the indirect ties of the abusing actor as suggested by Coleman's (1990) network closure. However, since the larger the number of partners to which a focal partner must devote its time and energy, the weaker the relationship that it can sustain with any individual firm (Ahuja, 2000), the greater is the risk of miscommunication and the lower the network efficiency. Yet, the stability of collaborative networks should not be regarded simply as a matter of structural positioning of network participants. A firm's decision on continuing or terminating R&D activities in a networks is not only influenced by the awareness of its network position, but also highly by other factors such as investment in the network or its own absorptive capacity. If the networks is not fully designed or is still emerging, the network initiator should consider the trade-off between increasing the risks of an actor abusing its network position and the overall network efficiency. By introducing new ties or actors at endangered positions, e.g. assigning a site-engineer to selected activities, the network stability from the initiators point of view can be increased while the network efficiency remains nearly changeless. Yet, our work also suffers from several limitations. No empirical data was used for this analysis, which is a suggestion for future research. Furthermore, only formal ties were considered in the simulation model. Yet, in collaborative R&D projects a lot of information is transmitted by informal ties. Therefore, a further step to determine the stability of collaborative R&D networks might be the implementation of informal ties in the simulation model. 
Introduction and problem statement Introduction and problem statement
• There is a current trend to perform R&D in networks and a lot of academic research has focused on: academic research has focused on:
-increasing trust, -enabling information and communication technologies or -knowledge management -knowledge management.
• Benefits of collaboration from a R&D perspective include:
-higher return on investments, f t d t d l t -increased flexibility, i k h i -faster product development, -reduced development cost,
• Reasons stated for the breakdown of the collaborative R&D projects:
-risk sharing, -access to development capabilities of suppliers -lack of trust, -the ineligible choice of project partners, -the scant communication between the partners and the scant participation of th t i th j t it lf these partners in the project itself -unexpected withdrawal.
• Objective of this study is to determine the stability of collaborative R&D 
R&D networks and social network analysis R&D networks and social network analysis
• Network types ties' characteristics and the position of an actor within the • Network types, ties characteristics and the position of an actor within the network influence the gains that actors can retrieve from their participation into the network.
• In order to determine the stability of R&D networks it is necessary to • In order to determine the stability of R&D networks, it is necessary to know who is the most important actor in the network.
• Measures for this purpose are called centrality:
They measure the contribution of network position to the importance -They measure the contribution of network position to the importance, influence, or prominence of a partner in a network. -Numerous measures exit:
• 
Centrality measures Centrality measures
• Degree Centrality is defined as the number of connections an actor has. • RQ 2: Do actors with a high eigenvector centrality index have a significantly greater impact on the stability then degree or betweenness 
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Systematic representation of the two-layer simulation model
Research/design activities Results for defects T are as follows (0.01 level of significance):
• For the centrality measure degree and betweenness centrality a significant impact on the stability of collaborative R&D networks is determined.
• Eigenvector centrality on the other hand has no significant impact on the stability for the limits medium, high and very high. -Testing against l and attacks on random nodes, a significant impact could be d t i d f ll th t lit determined for all three centrality measures.
• Based upon these premises, the test case EC vs. Random is only partially supported and the cases DC vs. • RQ 2: Do actors with a high eigenvector centrality index have a significantly greater impact on the stability then degree or betweenness significantly greater impact on the stability then degree or betweenness centrality? • The simulations results for defects D and characteristic path length l for degree and betweenness centrality are tested against eigenvector degree and betweenness centrality are tested against eigenvector centrality.
• This leads to two test cases (EC vs. DC and EC vs. BC). Both test cases need to be rejected on a significance level of 0 01 using Ȥ 2 tests need to be rejected on a significance level of 0.01 using Ȥ tests.
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