Abstract: Wireless sensor network is the combination of sensor nodes where sensor nodes are distributed all over the network. There are some challenges that come into the wireless sensor network n context to energy efficiency, network lifetime, storage and battery backup. The most important feature of a routing protocol, in order to be efficient for WSNs, is the energy consumption and the extension of the network's lifetime. In this paper, we have analyzed various routing techniques for WSN that increases the network lifetime and energy consumption.
Introduction
A basic understanding of computer networks is necessary in order to understand the values of network security. In this section, we will cover some of the foundations of computer networking, then move on to an overview of some popular networks. A network has been defined as any set of interlinking lines resembling a network of nodes an interconnected system, a network of alliances. This means that it suits our purpose well: a computer network is just a system of interconnected computers. Wireless sensor networks are becoming an active topic of research, where sensors are units with sensing, processing, and wireless networking capability. They can automatically collect the data and report the quantities to the sink. Recently, many wireless sensor networks have been designed and deployed for kinds of applications. An important role in many WSN operation models and applications, such as average access scheduling, information fusion, beam-forming, target tracking, etc. WSNs are used in a wide range of potential applications together with military, medical coordination and robotic exploration which explains the important attention drawn by these types of networks in research field. Since sensor nodes are usually battery powered, conserving their energy and prolonging the system life time are prime goals while designing protocols for those networks. There is very less substructure used in WSN. WSN contains large number of nodes which may vary from few thousands to obtain the information from the atmosphere. WSN is actually a type of application-oriented network, which in turn demands the single desire connected with several individual needs to be understood by simply network like it is energy saving, simplify network protocol, flexibility and autonomy. WSNs can be used for a number of applications reaching from surveillance & atmosphere monitoring to health care and military operations. Several applications need that sensor knobs should be left unattended for a long period of time due to cost implications or difficult access to the deployment area. One of the routing technique which is quite energy efficient is PEGASIS protocol. It chooses an alternative path in WSNs. It forms a chain that makes the path more evendistributed and the total square of transmission distance much less. Moreover, in the constructing process, the energy factor has been taken into explanation, which carries about a balance of energy consumption between nodes. In each round of transmission, according to the current energy of each node, a leader is selected to directly communicate with the base station. This paper is divided into three sections: Introduction in section 1, followed by related work in section 2. Finally results and conclusions along with future work have been discussed in section 3. shown that this proposed scheme can guarantee the same reliability while reducing the power consumption. In wireless sensor networks there is a much need to reduce transmission of packets because the packet communication has much power or influence over consumption of power. In order to achieve it, the network coding was used as it improves network throughput. In order to find out all the neighbors, the AdapCode was enhanced by making use of the power efficient neighbor discovery protocol.
In [8] Nikolaos et al.
proposed that the most important feature of a routing protocol, in order to be efficient for wireless sensor networks are: consumption of energy i.e. the energy efficiency of the sensors and the other is extension of lifetime of the network. According to their paper, the main objective of this research was to design energy-efficient nodes and protocols. Till now many energy efficient protocols have been used for wireless sensor networks and in this paper the researchers have used following routing protocols: further communicates the total information to the processing center. Then algorithm was extended into a hierarchy of clusterheads with which more of the energy was being saved as the numbers of levels were increased. The researchers have considered a future work as well in which they plan to consider a medium access protocol and carry out research how optimal probabilities will be affected of becoming a clusterhead and the run time of an algorithm as well.
In [11] Wang et al.
have proposed an energy efficient and collision aware multipath routing protocol for wireless sensor networks. According to their paper, this algorithm finds two routes which are collision free using a controlled and power adjusting flooding. The data is then transmitted with minimum power. This algorithm actually resulted in good performance, transferring of data efficiently and consumption of minimum energy.
In [12] Yahya et al. described a multipath routing protocol which is robust and energy efficient. According to their work done, the traffic allocation can be examined in two ways with this protocol; in the first method to transfer the data message a single path is used among the discovered paths and then the next alternative path is opted if the cost is under a certain threshold. In second method the transmitted message is split into a number of segments which are of equal size and error correction codes based on XOR are added. To increase probability so that the packet is received Through the experiment performed by the researchers they analyzed that IEEE 802.11 consumes 2-6 times more energy comparatively to S-MAC. The researchers have as well tested this protocol by using it on the nodes with which the results were quite effective.
In [30] Johnson et al. have proposed a duty-cycle protocol which meets the demanding energy requirements. There are existing duty-cycle MAC protocols as well like S-MAC which are power efficient but in this paper, a new MAC protocol is introduced i.e. RMAC. RMAC exploits crosslayer routing information to allow its control frame to setup a multihop schedule for subsequent forwarding of a data frame. Each node along the forwarding path then wakes up at the correct scheduled time to allow it to receive and forward the data frame. According to their paper, the simulation results show that RMAC has improved end to end delivery latency than S-MAC. It handles traffic contention efficiently than S-MAC without sacrificing network throughput and energy efficiency.
Discussion
In wireless sensor network, consumption of energy and lifetime of the nodes are the important issues. The main goal of WSN is not only to transmit the data from source to destination but also to increase the lifetime of network. WSN's are subject to node failures because of energy constraints. Multipath routing can reduce need for route updates, balance traffic load and increase data transfer rate in WSN. Multipath routing schemes is an optimal alternative to maximize lifetime of the network.
Future Scope
There are various routing protocols in multipath routing which are energy efficient. Mainly, we concentrated on the energy efficient protocols that have been developed for WSN. There are challenges in WSN such as energy consumption, throughput and delay. Most of the current routing protocols assume that the BS and sensor nodes are immobile. New routing protocols must be dynamic and should be able to adapt to the mobile nodes network. 
