Abstract-Energy scarcity and interference are two important factors determining the performance of wireless ad-hoc networks that should be considered in depth. A promising method of achieving energy conservation is the transmission power control. Transmission power control also contributes to the mitigation of interference thereby promotes throughput by means of rendering multiple hosts to communicate in the same neighborhood simultaneously without impairing each other's transmissions. However, as identified previously in the literature, traditional hidden terminal problem gets deteriorated when transmission power control mechanism is intended to be applied. In this article, we discuss the primary details about the power usage and throughput deficiency of the traditional 802.11 RTS/CTS mechanism. Improvements by means of power control are introduced as well as the solutions to the challenges likely to emerge because of the usage of diverse power levels throughout the network.
embody serious characteristic challenges and problems to be concerned with. The two important challenges of wireless communications is the bandwidth scarcity and limited energy supplies of the mobile devices used. Since mobile devices are battery enabled and the communication unit drains a significant portion [5] [6] , it is intended to develop highly energy-efficient protocols and architectures to be utilized in WANETs. Those researches that are focused on energy and bandwidth efficiency mainly developed for the second layer of the protocol stack that is Medium Access Control (MAC). MAC layer is of particular importance for WANETs because it coordinates the multiple accesses to the common transmission medium among hosts [7] , and also maintains the reliability of the transmissions.
MAC layer contributes to the energy conservation in a way by coordinating also the transmission power levels of the hosts thereby preventing the redundant energy consumption because of the data transmission at maximum power level. That is, instead of a node to transmit its data to the targeted host with a constant high power unnecessarily, it is possible to use a reasonable lower power level to achieve a desired data communication which is called power controlled data transmission (PCDT). By employing PCDT mechanism, hosts can arrange their power levels according to the distance to the next hop of the packets dynamically. Since it is possible to define different routes for a stream of data packets, next hops that will relay them through the ultimate receiver may also change. That is, conveying data to a closer point requires lower energy consumption.
Utilizing dynamic power levels dynamically by means of PCDT also exploits interference reduction. Since lower energy signals do not propagate to further distances, the size of the area they affect in terms of interference also reduces. By this way, more hosts possibly stay out of the interfering range of the node and can start communication without being affected by the ongoing transmission which consequently results with throughput improvement in the network.
One of the primary challenges in wireless communications to be considered is the hidden terminal problem that is firstly identified by Tobagi and Kleinrock [8] [9] . Since it is not possible for a sender to detect a collision at the receiver side, hosts lay at the opposite side of the receiver are hidden to the sender. Thus, the sender will not be able to recognize an ongoing receive process at the receiver and might start to transmission which will result as a collision at the receiver. The fundamental solution offered to remedy the hidden-node Unfortunately, PCDT resurrects the hidden-terminal problem which has been obviated previously, because using a dynamic power level lower than a definite one leads to an expansion of the interference range at the receiver side which turns out new hidden terminal candidates to emerge that previously not. Many research activities have been performed in order to mitigate this newly emerged hidden-terminal challenge induced by the power control mechanism. In this article, we discuss the primary details about the power usage and throughput deficiency of the traditional 802.11 RTS/CTS mechanism. Improvements by means of power control are introduced as well as the solutions to the challenges likely to emerge because of the usage of diverse power levels throughout the network.
The rest of this paper is organized as follows. Section II gives details about the fundamental concepts such as traditional hidden and exposed terminal problems, spatial reusing as well as some of the solutions offered so far in the literature. Section III introduces power controlled transmission challenges and solutions. Finally, Section IV concludes the paper and provides an outline of future directions.
II. PRELIMINARIES
One of the most important layers of the communication protocol stack is the portion of the second layer that is called MAC. As is known, MAC layer coordinates the access to the common transmission medium as fair as possible among the sharing hosts. IEEE 802.11 standard [11] is the de facto standard preferred for local area communications. MAC protocols are roughly classified into two categories as: deterministic schedule-based protocols and stochastic contention-based protocols [12] .
Schedule-based protocols such as 802.11 Point Coordination Function (PCF) depends on strict time synchronization; which is difficult to maintain in terms of resource consumption that is very critical for some types of networks such as Wireless Sensor Networks (WSNs). Each node in the network is assigned a dedicated slot permanently or dynamically depending on the type and Quality-of-Service (QoS) requirements of the application or network. However, once this complex synchronization challenge is handled successfully, guarantees for the demands such as delay, bandwidth, etc. can be achieved easily. In contrast, contentionbased protocols such as IEEE 802.11 distributed Coordination Function (DCF) do not give guarantees like delay or bandwidth. There is not any central coordinator in the network that allocates resources among the hosts. Every node senses and competes for the common transmission medium and starts transmission unless it detects any signal that is already on the way. Otherwise, it refrains itself from transmission and makes attempt later some time. The lack of the need for the synchronization of the hosts and presence of a central coordinator makes contention-based protocols relatively easier to impose [13] [14] . Thus, substantial portion of the efforts have been devoted to the development of new ideas or improvement of the former contention-based protocols.
As mentioned in the previous section, the fundamental approach applied in contention-based protocols is the RTS/CTS mechanism. The RTS/CTS mechanism remedies one of the most crucial challenges in wireless communication that is hidden terminal problem. Details about the hidden terminal problem and RTS/CTS mechanism are introduced in the following section.
A. Hidden Terminal Problem
The hidden terminal problem is one of the most important challenges of the wireless communication to be handled carefully. As shown in Fig. 1 , say host A starts a transmission to node B. Meanwhile, host C also intends to start communication with host B. Since host C is out of the transmission range of host A, is unaware of the ongoing transmission. Signals of both host A and C will collide at host B unwittingly which is called the hidden terminal problem [15] [16] . In the above-mentioned scenario as depicted in Fig. 1 , it is not possible to prevent a possible collision by means of a Physical Carrier Sensing (PCS) mechanism. Thus, an alternative approach primarily proposed to prevent the hidden terminal is the MACA protocol which employs Virtual Carrier Sensing (VCS) mechanism rather than PCS. In this mechanism, the sender firstly sends a RTS control message including the amount of data it intends to send. Neighbors of the sender refrains themselves long enough from attempting to access the common transmission medium in order the CTS control message sent by the receiver to be acquired without any distortion at the sender side.
Meanwhile, when the receiver gets the RTS message, replies back with a CTS message also including the information about the duration of the communication.
Neighbors that are in the vicinity of the receiver overhear the CTS message and defer their (if) intended transmissions during the data transmission period that will take place. As discussed in [9] , many followers, amendments and new alternatives to the MACA have been proposed in the literature to date. However, the primary standard 802.11 is derived from the MACA protocol [17] .
Depending on their receivers, message types in Local Area Networks (LANs) can be roughly split into two main categories: -Broadcast messages that are not targeted to a specific receiver, i.e. every node in the vicinity of the sender are desired to get the packet.
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In infrastructure types of LANs, since there is a central coordinator, (i.e. access point), the broadcast packet generated by the sender is sent firstly to the access point by utilizing RTS/CTS mechanism. Access point then broadcasts it through the network. Unicast packets are also sent in the same way from the sender to the access point.
In ad-hoc type LANs, however, the mechanism is different for broadcast and unicast messages. As is known, for broadcast messages, there is no need to identify a receiver id in the packet. However, for the unicast packets, the receiver address should be included. Since there is not any central coordinator in an ad-hoc network, unicast packets are directly destined to the receiver host by a preceding RTS/CTS message exchange, whereas broadcast messages are directly pumped into the medium without any processor message exchange. That is because, for a broadcast message, it is not definite for the sender that how many CTS messages should be retrieved in order to start the data transmission. Thus, in ad-hoc networks, no RTS/CTS type control mechanism is applied during broadcast message transmission [18] .
B. Spatial Reusing & Exposed Terminal Problem
Another drawback of the wireless communication is the limited bandwidth resource. Since the frequency interval utilized for WLANs have become short of the capacity for the excessing demands of the users, researchers have been pursuing for the new solutions to mitigate this capacity shortage problem. The endeavor performed about capacity facilitation has been done at different layers of the protocol stack such as new data compression methods at the application layer, modulation techniques at the physical layer and MAC protocols at the data link layer.
The network capacity is highly related with the spatial reusing which can be described as a measure of the degree of the reuse of the spectrum per space or also can be expressed as the number of concurrent transmissions that can occur in the network without interfering each other [19] [20] . By increasing the number of simultaneous transmissions that proceed in the network by means of spatial separation improves spatial reuse which inherently increases the overall network throughput. To achieve spatial reuse maximization, MAC protocol must coordinate the hosts to access the common medium depending on their distances to avoid interfering another ongoing transmission whilst not to prevent an upcoming nondestructive transmission but declared as possibly interferer because of the traditional PCS and VCS mechanisms [21] .
4-phase MAC protocol of 802.11 alleviates highly the hidden terminal problem, whilst posing another challenge called exposed terminal problem which is a critical issue to be considered in order to improve spatial reuse [22] . As depicted in Fig. 2 , although a transmission from node C to node D does not affect a transmission from node B to A; node C defers its transmission to node D unnecessarily because of the overheard RTS message sent by node B. A variety of research activities (e.g. [23] [24] ) have been performed to alleviate the exposed terminal problem thereby to increase the spatial reusing in the network which inherently results with the overall network throughput. An alternative solution offered by the community is the power control during transmissions that is discussed in detail in the following section. 
C. Power Control
As mentioned previously, limited capacity and power supply of the mobile devices are the primary drawbacks of wireless networks. Methods are being considered to improve spatial reuse and energy conservation for the sake of capacity and energy prudence. Power control is one of the choices offered for this purpose. Power saving can be achieved in two ways:
-Changing states of the devices to low-power mode during idle periods which the 802.11 Power Saving Management (PSM) is based on. Research studies to date have revealed that the highest energy consumption is attributed to the data communication unit [25] [26] . However, if the hosts stay in the idle state longer times when compared with the data transmission period, it is not the best way purely striving to save power by transmission power control [27] . It is identified that a significant amount of energy is consumed by the devices at idle states even though they do not make any transmission [28] . Therefore, it is deduced that it is better for devices to change their states to passive position at which they require minimum energy rather than holding at a constant level [29] .
-Original IEEE 802.11 applies constant power level during transmissions that is one of the primary prohibitive factors for the spatial reuse. Beyond the exposed terminal problem, it is sometimes possible for two transmissions to take place simultaneously without distorting each other by means of power control despite the RTS/CTS mechanism as illustrated in Fig. 3 . As depicted in Fig. 3 , during a transmission between nodes A-B, a concurrent transmission can also take place between C-D, if node C can arrange its transmission power to the level that signals arriving to node B will not collide with the ones generated by node A.
543 | P a g e www.ijacsa.thesai.org III. POWER CONTROLLED TRANSMISSION CHALLENGES AND SOLUTIONS As stated in the previous section, power controlled transmission can yield to significant energy savings as well as spatial reuse improvements that ultimately results with overall throughput enhancement. However, new challenges emerge with the power-controlled transmission, such as Hidden Terminal Jamming and Power Control Induced Hidden Terminal Problems. Following sections introduce these crucial issues that can be handled by different methods which will be discussed subsequently.
A. Hidden Terminal Jamming Problem
One of the challenges emerge by the power-controlled transmission is the Hidden Terminal Jamming that occurs during two concurrent transmissions of which different power levels employed for each. In the scenario depicted in Fig. 4 , say node C starts a transmission to node D. Meanwhile, node B starts a new transmission which is destined for node A. It is assumed that, all the control messages (RTS/CTS) and data packets are exchanged with the same power level. That is, if node sends a RTS message with a power level Pt, it continues to send data packet with the same power level. Since this power level is lower enough that none of the RTS/CTS messages of node C arrive at node B; B is unaware of the ongoing transmission and starts to send its signals with a power level higher that covers also node C. Therefore, signals sent by node D collide with the signals sent by node B, which is called the Hidden Terminal Jamming Problem [27, 30] . An idea offered for mitigating the Hidden Terminal Jamming Problem is that, instead of using the same power level also for control messages, a higher power can be applied for these packets to make it possible to transmit them to every neighbor in the vicinity to notify them about the upcoming transmission. That is, RTS/CTS control message transmission should be performed at the maximum power level possible, but DATA/ACK packets can be transmitted at a minimum power level related with the distance [27, [31] [32] as shown in Fig. 5 . 
B. Spatial reuse performance analysis of 802.11 RTS/CT
Ye et.al [35] analysis the spatial reuse performance of IEE 802.11 provided that all the hosts in the network use the maximum power level during transmissions. In order to understand the challenges fairly, some definitions are introduced below [33] [34] [35] :
Transmission Range(RT): is the range within that a packet transmission is performed successfully and retrieved by the receiver correctly under the assumption that any other radio interference occurs.
Interference Range(RI): is the range within that the receiver host can be interfered by a sender(s) of another irrelevant transmission(s).
Most of the research studies [36] [37] [38] base on the two-way ground reflection model [39] [40] as follows:
(1) where P r (d)is the signal power at the receiver, P t denotes the transmitter power, G t and G r express the antenna gains respectively, h t and h r are the antenna heights, d is the distance, and L is the system loss. n is the path loss exponent ranging from 2 to 6 depending on the pattern and environment that the communication takes place. A list of well accepted values for different types of environments is given in By omitting the other parameters as done in almost all previous work and only considering the distance between the communicating pairs, Equation (1) takes the form:
The relationship between the received (Pr) and interfering power levels at the receiver (Pi) is given as follows:
where SIR denotes the signal-to-interference ratio (ambient noise is neglected) and SIRThr is the threshold capture value that is the ratio of the essence signal to the interfering signal arrived from another irrelevant transmitter. SIRThr is the reference value that the SIR value should be above in order the retrieved signal to be justified as meaningful and valuable. In their study, the values assigned to SIR Thr and n are 10 and 4 respectively; say that the indoor environment is considered. When the abovementioned values are put properly, equation (3) takes the form:
= 10
As clarified in equation (5), the interference range (Ri) only depends on the distance between the sender and receiver; i.e. there is not any relationship between Ri and Rt.
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In essence, Scenario 2-3 concludes with the same result which is a reduction of the spatial reuse. In Scenario 1, the hidden terminal problem emerges this time. These scenarios clarify the deficiency of 802.11 RTS/CTS mechanism for the hidden terminal and spatial reuse issues. Besides the performance analysis of 802.11 RTS/CTS mechanism for spatial reusing, Ye et.al [35] propose a method to achieve improvement for the overactive case. That is, hosts deployed in region 2 in Fig. 7 that hear either a RTS or CTS but not both, can start their transmissions because they will not affect the ongoing transmission that take place between A-B.
C. Power Control Induced Hidden Terminal Problem
Significant improvements in energy saving are intended by means of power-controlled data transmission; especially for the type of networks in which data transmission periods takes considerably comparable with the idle state intervals in contrast to the wireless sensor network. Moreover, by decreasing the power of the transmitted signals, the range of the area that will be interfered shrinks as well. Hence, a possible concurrent communication in vicinity can take place without any distortion. However, the methods suggested previously such as utilizing different power levels for control and data packets can induce a new problem that is called as the Power Control Induced Hidden Terminal Problem (POINT) [33] .
In the previous section, it is identified that, since the maximum transmission power is used permanently by all of the hosts in the network, R i does not depend on the transmitting power (P t ). Shih et.al [33] discuss that, in order for a transmission to be valid, two conditions given below should be satisfied:
-The strength of the received signal should be greater than a threshold value: ≥ ℎ .
-The ratio of the received signal strength to the total interfering signals strength that is the SIR should be also greater than the SIR Thr 
In order to satisfy the abovementioned conditions, P r ≥ P α .
Thus, basis on equation (2), transmitting range can be calculated as follows:
Since the transmit power levels of the hosts in the network are not fixed and identical, R i depends upon P t as well as the remaining tolerable interference level of the receiver which is calculated as follows: (9) where P ci , P ri indicate the current strength of the total interfering signals and remaining tolerable interfering signal strength at the receiver. To satisfy the condition expressed in equation (6) 
In the vicinity of the receiver, say the closest node (with the distance d XR to the indicated receiver) denoted by X starts a transmission with the maximum transmitting power (P max ). The signals emerged by that node will be sufficient to result a collision and corrupt the transmission at the receiver. Thus, R i can be calculated by considering only the signals originate from node X. As a result, equation (10) can be rewritten as follows:
Thus, the distance d XR actually identifies the minimum range that a neighbor should be in proximity to start a noninterfering transmission with the worst case of using the maximum transmission P max . By this way, R i which in essence substitutes for d XR should satisfy the following condition:
In the following section, the description of the POINT problem is identified and how it can be mitigated by arranging the transmission power inferred from the equations introduced thus far. Assume a scenario as illustrated in Fig. 9 , in which host A sends RTS control message with P max and host B replies back with CTS message with P max also.
A B
A B Data(P t ) Ack(P t ) X R i (P t ) (b) Fig. 9 . A sample scenario to illustrate the POINT problem X is unaware of the ongoing transmission since none of the RTS/CTS packets arrive it. As depicted in Fig. 9(a) , X is obviously out of the interfering range and can start its own transmission. However, when host A attempts to make a transmission with a power level P t that is lower than P max , host X which was formerly out of R i involves in the interference range. The reason is that the interference range (R i ) extends by the reduction in the transmission power (P t ).
Shih et.al [33] propose the Collision Avoidance Power Control (CPAC) MAC protocol to mitigate the POINT problem that emerges especially in the situations that < ( 2,78) ⁄ . In CPAC, instead of using the exact power level related with the distance, utilizing an appropriate power level will prevent unexpected interferers to emerge. The aforementioned appropriate power level P app is calculated as follows. Since R i and R t (P max ) are intended to be equal in CPAC, P app can be derived by considering equation (8) and (12) as follows:
P app is derived as follows:
= ( + ) ℎ (14) Hence, POINT problem can be alleviated by arranging the applied transmitting power level as discussed in CAPC [33] .
IV. CONCLUSIONS
The throughput and delay performance of WANETs highly depends on their ability of spatial reusing. Power control is a way of improving spatial reuse, as well as a promising solution for energy conservation. 802.11 RTS/CTS has some drawbacks from the point of view of spatial reuse and power efficiency. By applying varying transmission power level, it is desired to improve the spatial reusing. This time, new problems such as Hidden Terminal Jamming and POINT emerge that should be exhaustively considered. In this article, we discuss the primary details about the power usage and throughput deficiency of the traditional 802.11 RTS/CTS mechanism. Improvements by means of power control are introduced as well as the solutions to the challenges likely to emerge because of the usage of diverse power levels throughout the network.
