Abstract: This report discusses the usability of outdoor Wi-Fi networks. Based on a study of wireless networks in Toronto, the report outlines usability challenges related to device availability, technical limitations, and constraints of the physical usage environment. Guidelines are offered to improve the design of outdoor Wi-Fi networks, but it is also noted that other options may prove to be more feasible for the provision of broadband access in municipalities.
wireless Internet deployments are not likely to serve the needs of users looking for reliable, everyday Internet access. The research was conducted by members of the Community Wireless Infrastructure Research Project (www.cwirp.ca) and is part of a broader study of public broadband infrastructures.
Over the past few years hundreds of communities in North America have established their own broadband networks (Vos, 2007) . Wireless technology has played a key role in many of these developments. Because it is relatively inexpensive to deploy, and because it operates on open (i.e., unlicenced or licenceexempt) spectrum, Wi-Fi has lowered the barriers to entry for building Internet infrastructure (Lehr & McKnight, 2003; Sandvig, 2004; Sirbu, Lehr, & Gillett, 2006) . Cities and community organizations that use wireless technology have typically chosen one of two infrastructure models, either (1) aiming to seamlessly cover an entire area-such as a city or its downtown core-with a wireless signal, or (2) providing more site-specific access via hotspots in public spaces, cafés, or other locations (Shamp, 2004) .
In Canada, the City of Fredericton's Fred-eZone (www.fred-ezone.com) and Montréal's Île Sans Fil (www.ilesansfil.org) have been providing wireless Internet access to local residents and visitors for several years, with many of their hotspots providing connectivity to indoor locations (cafés in Montréal; hotels, malls, the airport, a truck stop, and cafés in Fredericton-see Crow & Miller, 2008, and Powell, 2008 , for detailed descriptions of the Île Sans Fil and FredeZone networks). But many wireless networks, whether hotspot-or area-based, have focused on providing outdoor access. For example, ubiquitous networks such as Toronto's One Zone or Google's Mountain View, California, network have been engineered to primarily provide outdoor coverage, and community groups such as Wireless Toronto and NYCwireless offer outdoor Wi-Fi access in spaces like public parks and squares. Although users may purchase Wi-Fi modems to draw these signals indoors, coverage for these particular networks or hotspots is guaranteed only for outdoor spaces.
Cities and community groups have aimed to meet a number of social and economic goals by establishing wireless networks, including making affordable broadband connections available to those who are not currently connected; stimulating economic development; and making city services, such as meter reading, or building inspection, more efficient (Center for Digital Government, 2005; Wireless Philadelphia Executive Committee, 2005; Wireless Task Force, 2006) . While outdoor wireless networks may help to achieve some of these goals, it is questionable whether they are the network architecture best suited to improving Internet access. That is, while many outdoor wireless networks may aim to provide ubiquitous (every place) coverage, ubiquitous service does not necessarily lead to universal (every person) access, nor does ubiquity guarantee usability.
Research shows that while people do make use of outdoor wireless networks, and the behaviour of users varies from place to place, user numbers for these networks may be lower than expected (Hampton, Livio, Trachtenberg, & Sessions, 2008) . Indeed, as of mid-2008, the leading Internet service providers in the municipal wireless arena, MetroFi and Earthlink, had shut down their networks in the Silicon Valley, Portland, Philadelphia, and elsewhere (Cox, 2008) .
Although the Philadelphia network appears to have been resuscitated, the provision of outdoor wireless is now less central to its efforts to bring connectivity to the citizens of Philadelphia (Waxman, 2008) . Outdoor networks can be useful to certain types of users, such as mobile workers in need of secondary access, away from their primary Internet connection (see Middleton, 2007 , for a more detailed discussion of the prospects for outdoor wireless networks in the United States and Canada). But given some of the usability challenges they pose, these networks may do little to improve connectivity for those without affordable broadband service at home or the office, and as such they may have limited effectiveness in promoting economic development. (Miller, 2006) . Toronto Hydro Telecom, an affiliate of Toronto Hydro, outlined an ambitious plan that would eventually provide residents across the entire City of Toronto with access to broadband Internet service, and would also provide wireless monitoring of residents' electrical meters (Els, 2006) . In promoting its "One Zone" (www.onezone.ca), Toronto Hydro Telecom was always very clear that as a private corporation, albeit with the City of Toronto as its "sole shareholder's shareholder," it would need to recoup its investment in network infrastructure by charging fees to users (Dobbin, 2007; Gravelle, 2007) . This meant that unlike free Wi-Fi zones and hotspots provided in other municipalities (and by Wireless Toronto), the One Zone network in the City of Toronto would operate on a payfor-use basis.
Wi-Fi in
Profits from Toronto Hydro Telecom's operations, including the One Zone, were to be returned to Toronto Hydro, which pays an annual dividend to the city. If the initial One Zone deployment in the downtown core proved profitable, then the network could be expanded to cover the rest of the city, resulting in larger dividends to the City of Toronto "that might be used for a new park, new services or lower property taxes" (Gravelle, 2007, p. 17) . Clement and Potter (2008) argue that in taking this for-profit approach, Toronto Hydro Telecom missed an opportunity to make use of public assets to build a broadband network that would serve the public interest.
Toronto Hydro Telecom believed that the best location for a trial of their Wi-Fi network was the downtown core, because it included the financial core, educational institutions, provincial government offices, and private residences (Gravelle, 2007) . Given the need to recoup its investment and to deliver on its promise of future dividends to the city, establishing a network that would be appealing to fee-paying users was essential. The One Zone was centrally located, and many people lived and worked in its coverage zone, but these potential users were generally already well served by wired Internet connections (some provided by Toronto Hydro Telecom's fibre optic network). Although Toronto Hydro Telecom issued more than 43,000 passwords for One Zone network use during a six-month free trial period, when the network started charging for use, demand dropped drastically, and it appeared that further expansion of the network would be unlikely (Harvey, 2007) . With the recent sale of Toronto Hydro Telecom to Cogeco Cable, the long-term future of the One Zone is uncertain. The prospect of the One Zone profits contributing dividends to the City of Toronto no longer exists, but Cogeco Data Services continues to operate the One Zone as a pay-foruse wireless Internet service.
Ranked by consulting firm Novarum (2007) as the top-performing wireless broadband network in North America, the One Zone network is technically robust. But given that the network is designed to primarily serve outdoor locations, it is not necessarily particularly user-friendly. Nor is it the only option for Wi-Fi Internet access in Toronto, as Wireless Toronto also provides outdoor wireless service (www.wirelesstoronto.ca). Wireless Toronto was founded in 2005, and its volunteers now operate 40 hotspots in Toronto. (See Cho, 2008 , for a detailed case study of Wireless Toronto.) Although Wireless Toronto's service is not ubiquitous, its hotspots offer free service to users, sponsored by local organizations or businesses. At the time of our study, Wireless Toronto provided free outdoor coverage at some of the same locations as the One Zone, and also provided connectivity in various indoor locations, lessening the appeal of paying for One Zone access.
Case study: Outdoor wireless service in Toronto
During the late summer and early fall of 2007, we tested 18 different locations in central Toronto covered by at least one outdoor wireless Internet service provider. When we did our fieldwork, the major provider of outdoor wireless Internet service in Toronto's downtown core was Toronto Hydro Telecom's One Zone network. One Zone provides ubiquitous wireless service within a six-square kilometre zone at the cost of $5 per hour, $10 per day, or $30 per month (www.onezone.ca/pricing.html). We connected to this network at various spots within each of the five sectors of the One Zone (paying the access fee), including locations in and around universities, hotels, offices, and public spaces. We tested Wireless Toronto's outdoor hotspots as well as some indoor spots whose signals reached outside. For example, it was possible to access Wireless Toronto hotspots located in bars and cafés that were closed when we visited, by sitting outside the premises.
We tested the network in each of the locations with one of two types of wireless devices, a Wi-Fi enabled laptop computer or a Nokia N800 Internet tablet. The locations were tested at times and days when they might reasonably be expected to be frequented by users-such as a public square in the business district at noon on a Thursday or a park at 4:00 p.m. on a Friday. We spent about 30 minutes at each location, connected to the Internet (when possible), and filled out an online form describing the space and connection quality, noting factors such as signal strength, availability of seating, other network signals, the presence of other users (if any), and the general atmosphere and convenience of using the Internet in that particular location. Our objective was to determine whether it would be possible to use the Internet at each location for any period of time (i.e., for more than just quickly looking up basic information or checking email). We also wanted to assess whether the location was a place our researcher would actu-ally want to use the Internet, in order to determine whether the access point provided a viable alternative to other types of Internet connections. A summary of the findings is provided in Table 1 below, and detailed data is provided in Appendix 1. Of the 20 hotspots visited, only 6 were ones that could be considered comfortable places to use the Internet. Table 1 shows that although the networks were generally easy to connect to and provided good-quality Internet access, usability was compromised. We believe that this is why we were unable to find many users in outdoor locations. There is no doubt that there are more users than we observed, but consistent with Hampton, Livio, Trachtenberg, and Sessions (2008), we found that outdoor wireless users are not highly visible in Toronto. Perhaps more importantly, our testing indicated to us that outdoor access to Wi-Fi was unappealing for anything other than quick Internet access, suggesting that the long-term sustainability of fee-foruse outdoor Wi-Fi access is limited.
Usability challenges
Based on these tests we have identified a number of usability issues for outdoor wireless networks, which can be categorized as device, environment, and technical challenges.
Device challenges
Challenges that access devices pose to using outdoor wireless service differ by type of device but broadly include issues of portability, safety, and ease of browsing the Internet. With the high price of data services for mobile phones, it is thought that small Wi-Fi-enabled mobile devices such as tablets like the Nokia N800, the iPod Touch, or iPhone, or Wi-Fi-enabled mobile phones will become increasingly common. But at the time of our fieldwork, very few Wi-Fi-enabled smart phones were available on the Canadian market, making it likely that Wi-Fienabled laptops were the access device of choice for many mobile Internet users.
Although laptops are designed for portability, they are not as easy to transport as smaller devices. In addition, users may be reluctant to use their laptops in public places like parks for fear of theft. Further, laptops are commonly used while the user is in a seated position while resting the device on a table or other surface. During testing we found tables in only half of the access points, limiting our testers' desire to spend any length of time at locations where they could not use their laptops comfortably. Finally, outdoor mobility becomes a particular issue for owners of laptops with a short battery life. While many indoor spaces where laptop use is common, such as cafés, have power outlets that customers can use to recharge their computers, we only found one outdoor location with a power outlet. The man using this outlet to recharge his cellphone warned us not to let anyone know about it because he was afraid that the city might remove or cover the outlet if it knew citizens were making use of it to do things like recharge mobile devices.
Despite these drawbacks to using laptops outdoors, they do have some advantages for mobile users compared to smaller devices, especially in terms of navigating websites quickly and easily. Device manufacturers have found innovative ways to allow users to navigate Web pages on smaller screens, and websites are making an effort to ensure that their pages are compatible with mobile devices, sometimes creating a secondary site for these kinds of users. However, there is far less standardization for mobile browsers than for their laptop and desktop browser cousins, and there are often problems in logging onto the network. For today's users, whether or not a certain website will be functional on a particular mobile device is often a matter of luck. In addition, using tablet or touch screen devices that have no keyboards can be time-consuming for some activities that could be quickly completed on a laptop, for example writing an email. So, although it may be more comfortable, safe, and easy to use a smaller mobile device outdoors, users may not be willing to trade these conveniences for the time and effort it now takes to access and use the Internet through them. This choice likely depends on the particular user, including how often, and for what purpose, they access the Internet while away from their home or office.
Environment challenges
We discovered that environment-related factors such as sunlight, temperature, and physical space pose additional challenges to the usability of outdoor wireless networks. Lighting was often a considerable hindrance to using the Internet outdoors. For obvious reasons we did not attempt to use the outdoor wireless networks on rainy days, but we found that sunny days were not ideal either. Even at the brightest setting, which drained the battery faster than lower settings, laptop screens were difficult to see clearly in the sunlight. The best lighting situations were in the shade, such as under trees, in the shadow of a building, or under an outdoor table umbrella. However, tree leaves that provide shade also degrade WiFi signals, decreasing the quality of the connection.
Working outside in the late summer and early fall was often quite pleasant. It was possible to access the Internet in locations throughout the downtown core that would likely be convenient to office workers in need of a breath of fresh air or travellers exploring the city. But Toronto is quite cold for six months of the year: Would as many users want to use the network in January as in July? In below-freezing temperatures it seems unlikely that people would use a laptop or tablet for extended periods of time outdoors, if at all. Although people certainly use mobile devices such as Wi-Fi tablets and laptops year-round, being able to duck into a building lobby, indoor public space, or café would likely be prefer-able to using one outside when the weather is cold, as winter gloves and keyboards do not mix. And while the One Zone signal can be pulled indoors with the help of a wireless modem, it is up to each business or location to enable indoor use and users would still have to pay to access the network. Only one of the One Zone locations we tested provided connectivity indoors, compared to six Wireless Toronto hotspots.
As mentioned, we found that outdoor seating-crucial to laptop users-was hard to come by and was often limited to benches and picnic tables in parks or public squares. While park benches were an improvement to squatting or sitting on the grass or sidewalk, benches were generally usable for only 20 to 30 minutes before they became uncomfortable. Picnic tables in the shade or outdoor tables with umbrellas were ideal environments to use the outdoor wireless networks with a laptop, but tables were only found in half of the locations.
Technical challenges
We found the One Zone network and Wireless Toronto hotspots were generally reliable and operated at broadband speeds (average speed for One Zone spots tested: 2.1 Mbps, for Wireless Toronto: 2.9 Mbps). Signal strength was generally strong, but there were some locations where it was not possible to get a signal although there should have been one. In addition, in the case of Wireless Toronto's hotspots, it was sometimes a matter of trial and error to discover where the signal was available (e.g., within a park or other large space). Finally, unlike in a café, restaurant, or other indoor location, there was no person on-site for either network to ask for help with getting a connection or to whom to report any trouble in connecting.
The Wi-Fi networks were technically robust, but it is noted that there are means of accessing the Internet using mobile devices that are more reliable, convenient, and secure than Wi-Fi. For people who are looking for Internet access while away from their home or office, smart phones like the BlackBerry provide excellent ubiquitous and secure access to email. In addition, although not available in Canada at the time of this fieldwork, devices such as the Apple iPhone (that can use a cellular network to provide Internet access where no Wi-Fi is present) hold promise. We anticipate that for quick Internet access, smart phones will be many users' device of choice in future. For those who are looking for regular Internet access for extended periods of time, there is the option of using a cellular company's wireless high-speed service, which provides ubiquitous connectivity to laptops using a card or USB modem.
Design guidelines
Wireless networks have the potential to offer users mobile Internet access and to enhance public space. Working outside on a summer day can be a pleasant way to take a break from the office environment, and the ability to access data on the go can have major productivity and convenience benefits. But outdoor Wi-Fi networks pose serious device and environment usability challenges. Although we do not believe that outdoor networks are a good substitute for reliable primary access at an indoor location, new technology developments and design guidelines that address these challenges could significantly improve their usability. We suggest that communities and users considering outdoor wireless take into account the following points.
Device
Technical advances in wireless devices may help improve the usability of outdoor networks. For example, new mobile browsers are emerging that more closely mimic desktop browsers, such as Skyfire (www.skyfire.com) and Safari (www.apple.com/iphone/internet), improving Internet usability on smaller devices. Wi-Fi phones or smaller, lighter laptops could provide an alternative to existing mobile telephone services, using ubiquitous networks to make free calls over the Internet and thereby increasing the usefulness of outdoor Wi-Fi. In addition, advances in backlit LCDs and anti-reflective film are making devices more usable in sunny conditions where shade is not available.
Environment
When making decisions about building a wireless network, communities should take the local climate and city architecture into consideration. Will the network be usable year-round? What indoor locations should be served? What seating options are already available for mobile device users? Are power outlets available? Are shade and shelter from the rain available throughout the planned network area? If not, would the community consider investing in these amenities as part of the wireless network deployment?
Technical
New developments in wireless technology and spectrum access may lead to devices and bandwidth more capable of sending signals indoors from exterior access points. Meanwhile, communities planning outdoor wireless networks with an objective of improving access to the Internet should have a plan for helping users to get the signal indoors. This might involve actions such as selling or renting routers, or providing limited indoor access in locations where users are likely to want to make use of the network year-round.
Conclusion
In summary, outdoor wireless networks pose a number of device, environment, and technical challenges to usability. Communities that are considering an investment in such networks should take these factors into consideration when making their decision as well as in the design of the network itself. These challenges may influence a community's decision about whether to go ahead with an outdoor wireless network deployment and whether to choose a ubiquitous, hotspot, or other coverage model. For cities like Toronto, where wireless networks already exist, network managers can improve the usefulness of networks by addressing the issues identified in this report. The suggestions outlined here address the issue of usability of outdoor wireless networks but do not address broader questions of whether a wireless network will serve the needs of the community.
Given the sale of the Toronto Hydro Telecom network, the issue of the One Zone's ability to contribute dividends to the City of Toronto is now moot. But it appears that the network, as currently deployed, is at best making a limited contribution to improving Internet access for residents of and visitors to Toronto. We question the decision to focus on outdoor network coverage, especially with a forprofit model, and encourage other municipalities considering the deployment of wireless broadband networks to examine the outcomes of the One Zone project carefully. This report shows that network deployments that focus on providing connectivity outdoors provide limited value, given their usability constraints. As noted above, it is possible to make technical adjustments that would improve the usability of such networks, but we argue that it is far more important to consider usability before building outdoor networks. The starting point for determining whether or not to build broadband infrastructure should be a full-scale assessment of community needs, with a view to understanding the role of broadband in meeting such needs. Only after a clear understanding of the purpose of the network is established should questions of network design and coverage be addressed. 
