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ABSTRACT 
Location-Based Services (LBS) bring unprecedented mobility and 
personalization value to nomadic individuals and hence carry 
great commercial potential. However, the commercial potential of 
LBS is obscured by the user’s concerns for privacy whereby the 
LBS provider can misuse the confidential personal information of 
users and in extreme circumstances place an individual in danger 
or seriously jeopardize his or her social life or finances. 
Therefore, we study the adoption of LBS through a privacy 
calculus lens. Privacy calculus argues that individuals, when 
requested to provide personal information to corporations, 
perform a cost-benefit analysis to assess the outcomes they would 
face in return for the information, and respond accordingly. We 
study both pull-based and push-based LBS to have a 
comprehensive view of LBS adoption. The results of the study 
reveal that individual’s privacy concerns influence their intention 
to adopt directly in case of push-based LBS and indirectly in case 
of pull-based services. The implications for theory and practice 
are discussed. 
Categories and Subject Descriptors 
J.4 [Social and Behavioral Sciences]: Psychology; K.4.4 
[Electronic Commerce]: Security; H.1.2 [User/Machine Systems]: 
Human factors. 
General Terms 
Management, Security, Human Factors. 
Keywords 
Location-Based Services (LBS), Location Commerce (L-
Commerce), Privacy Calculus, Technology Adoption 
 
1. INTRODUCTION 
Location-Based Services (LBS) use positioning technologies to 
provide individual users with reachability and accessibility that 
would otherwise not be available in the conventional commercial 
realm. In the literature, LBS are defined as network-based 
services that integrate a derived estimate of a mobile device’s 
location or position with other information so as to provide added 
value to the user [25, 41]. These services include emergency and 
safety-related services, location-sensitive billing, entertainment, 
navigation, asset tracking, directory and city    guides, traffic 
updates, and location-based advertising [4, 25]. Among various 
LBS applications, those commercial location-sensitive services 
that utilize geographical positioning information to provide value-
added services are generally marketed under the term ‘Location-
Commerce’ or ‘L-Commerce’ [20]. The importance of LBS has 
increased more today than anytime earlier because they bring 
unprecedented mobility and personalization value to mobile user.  
The growth trajectory of LBS is striking. According to a recent 
report from Allied Business Intelligence Inc., LBS revenues are 
expected to reach an annual global total of $13.3 billion by 2013, 
up from an estimated $515 million during 2007 [1]. 
Acknowledging the market potential, some operators, such as 
KDDI  and NTT DoCoMo  in Japan and E-Plus  in Germany, 
have made LBS a core part of their strategy and are focusing on 
deploying accurate location technology and services as a 
differentiation mechanism. Unsurprisingly, the commercial 
potential and rapid growth of L-Commerce have been 
accompanied by concerns regarding the collection and 
dissemination of individual information by service providers and 
merchants. These concerns pertain to the confidentiality of 
accumulated individual data [58] and the potential risks that 
individuals experience over the possible breach of confidentiality 
[5].  In extreme circumstances, improper handling of location 
information can place an individual in danger or seriously 
jeopardize her social life or finances.  The convenience of LBS 
notwithstanding, individuals worry about such privacy intrusions 
– the Big Brother imagery [43] looms in the popular press where 
LBS is discussed [36].  To the degree that privacy concerns 
represent a major inhibiting factor in individuals’ adoption of L-
Commerce [11], it is important to respond to the call of “No L-
Commerce without L-Privacy” [26] by addressing the role of 
privacy in the adoption of L-Commerce.  
The notion that there may be both positive and negative 
consequences accruing from LBS usage is implicit in the idea of 
‘privacy calculus’ [13] in the information privacy literature.  The 
concept of privacy calculus argues that individuals, when 
requested to provide personal information to corporations, would 
perform a cost-benefit analysis to assess the outcomes they would 
face in return for the information, and respond accordingly [13, 
14].  This proposition of privacy calculus provides impetus for us 
to develop and test a research model with contrary factors 
capturing elements of privacy calculus. Relatively, the model 
developed here attempts to understand the delicate balance 
between individual privacy concerns and instrumental values that 
influence behavioral intentions to adopt LBS.  In addition, 
acknowledging that LBS in different forms yield distinct benefits 
and privacy costs for individuals [26, 58], we test our model 
using two types of LBS.  Particularly, we study pull-based LBS, 
in which individuals request information and services based on 
their locations, and push-based LBS, in which location-sensitive 
content is automatically sent to individuals based on tracking 
their locations.  
The study reported here is novel to the extent that existing 
empirical research has not examined this complex set of inter-
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related issues in the LBS context.  The synthesis of privacy 
literature and technology adoption theories may provide a rich 
understanding of the adoption of technologies that create personal 
vulnerabilities, and therefore, inform adoption research in the 
Information Systems (IS) discipline.  The findings are also 
potentially useful to privacy advocates, merchants, and service 
providers to help shape or justify their decisions concerning L-
Commerce. An understanding of individuals’ adoption decisions 
in L-Commerce and their privacy concerns is vital for at least two 
reasons.  First, positioning systems are likely to endure as an 
important technology because of the significant investments made 
in their development and associated telecommunication 
infrastructure [45].  Second, as information technologies 
increasingly expand the ability for firms to store, process, and 
exploit personal data, insights obtained from this study are likely 
to be of value for understanding the adoption of related 
technologies such as Radio Frequency Identification (RFID) 
technology.   
The rest of this paper proceeds as follows. We first present the 
theoretical background, describe the conceptual foundations of 
the proposed model, and develop research hypotheses.  This is 
followed by a discussion of the research method, including scale 
development and validation, and the experiment.  Next, we 
present results in support of the psychometric properties of the 
measures and the hypothesis tests.  The paper concludes with a 
discussion of the findings, research limitations, and implications 
for future research. 
2. THEORETICAL BACKGROUND 
2.1. Balancing User Privacy Concerns: A 
Calculus Perspective 
Information privacy has been defined as the ability of the 
individual to control the terms under which personal information 
is acquired and used [59].  Prior research has repeatedly shown 
that information privacy continues to be eroded as a result of 
technology innovations [49]. Not surprisingly then, there is a 
robust body of research related to privacy concerns that attempts 
to understand how individuals make decisions regarding the 
revelation of personal information.  In this literature, a key 
finding is that the concept of privacy is not absolute but, rather, 
can be interpreted in “economic (cost/benefit) terms” [32].  That 
is, individuals can be expected to behave as if they are performing 
a privacy calculus (cost-benefit analysis) in assessing the 
outcomes they will receive as a result of providing personal 
information to corporations [28, 40].   
A theoretical perspective, consistent with the core idea of privacy 
calculus that may help predict individuals’ propensities to 
disclose personal information is the rational choice theory [57].  
These theories suggest that human action is fundamentally 
“rational” in character and that individuals will calculate the 
likely costs and benefits of any action and choose the course of 
action that maximizes overall rewards.  Applying the rational 
choice perspective to the LBS context, we may interpret the 
information disclosure in LBS as a non-monetary exchange where 
consumers disclose their location information in return for value 
such as locatability and personalization provided by LBS 
providers. Specifically, consumers behave as if they are 
performing a risk-benefit analysis (i.e., privacy calculus) in 
assessing the outcomes they would receive as the result of 
providing personal information to LBS providers. Our study 
attempts to develop and test a research model with contrary 
factors capturing a set of elements in a calculus in which users 
make a delicate balance between privacy concerns, learning costs, 
and instrumental values that influence behavioral intentions to 
adopt LBS. 
2.2. User Acceptance of Information 
Technology  
Multiple models have been proposed in previous research to 
explain the adoption and usage of technology by individuals or 
organizations. Venkatesh et al. [55] proposed the Unified Theory 
of Acceptance and Use of Technology (UTAUT) by integrating 
elements across eight major user acceptance models (i.e., theory 
of reasoned action, technology acceptance model, motivational 
model, theory of planned behavior, a combined theory of planned 
behavior/technology acceptance model, model of PC utilization, 
innovation diffusion theory, and social cognitive theory). 
According to UTAUT, four key constructs determine technology 
usage intention and behavior: performance expectancy, effort 
expectancy, social influence and facilitating conditions. Also, 
individual level factors (e.g., gender, age, experience and 
voluntariness of use) are posited to moderate the impact of the 
key constructs on usage intention and behavior. Based on 
empirical tests, Venkatesh et al. [55] demonstrated that their 
model accounted for 70% of the variance in usage intention, 
substantially greater than any of the extant user acceptance 
models when tested on the same data.  
Consistently, our investigation follows the direction of 
technology acceptance literature by specifying a model that 
directly capture several constructs of the UTAUT: behavioral 
intention (intention to use LBS), performance expectancy 
(instrumental value of using LBS), effort expectancy (learning 
cost of using LBS), and individual level factor (personal 
innovativeness). Our model also indirectly captures the 
component of facilitating conditions. Venkatesh et al. [55] 
defined facilitating conditions as the degree to which an 
individual believes that an organizational and technical 
infrastructure exists to support use of the system. This construct 
captures the aspects of technological and/or organizational 
environment that is designed to remove barriers to use. In case of 
LBS, the technology that may facilitate its use is being promoted 
by many service providers. However, privacy concerns are 
broadly regarded as the major inhibiting factors in the adoption of 
LBS [11]. While easing an individual with many location-based 
services, they also raise issues of privacy particularly of releasing 
one’s personal information to others. Therefore, in this study we 
use the construct of privacy concerns as a specific aspect of 
facilitating conditions as proposed in UTAUT. Accordingly, we 
define privacy concerns as the degree to which a user’s subjective 
views of service providers’ information practices to prevent 
misuse of personal information.  
Although much theoretical development along the line of 
UTAUT has occurred in regard to individual behavior with new 
information technologies, this body of work has paid limited 
attention to privacy issues.  Indeed, a plurality of the theoretical 
models have chosen to focus on a central belief associated with 
the use of the target technology from a positive-utility oriented 
perspective, while paying limited attention to potential negative 
consequences arising from the adoption and use of new 
technologies (i.e., the risks that individuals may experience with 
respect to privacy violations in the L-Commerce context).  As a 
consequence, we attempt to develop an adoption model to 
simultaneously consider both positive and negative outcomes of 
 3 
 
adopting and using a new technology that raises a new set of 
concerns related to individual privacy.  
 
3. RESEARCH HYPOTHESES 
Based on the notion of privacy calculus and UTAUT, we present 
the research model used in this study as shown in Figure 1. The 
core of the model is captured by a set of elements in a calculus in 
which users make a delicate balance between 1) negative utility 
factors such as privacy concerns, and 2) positive utility factors 
such as performance expectancy and effort expectancy. We 
further propose that personal innovativeness positively relates to 
behavioral intention.  
 
Figure 1. Research Model 
 
3.1. Performance Expectancy, Effort 
Expectancy, and Behavioral Intention  
Venkatesh et al. [55] defined performance expectancy as the 
degree to which an individual believes that using the system will 
help him or her in attaining gains in job performance. This 
construct is similar to perceived usefulness, extrinsic motivation, 
relative advantage, and outcome expectations that have been 
discussed in technology acceptance model, job-fit motivational 
model, model of PC utilization, innovation diffusion theory, and 
social cognitive theory, respectively. We defined performance 
expectancy in our research context as the degree to which an 
individual believes that using LBS would reduce his or her time 
and effort required to search or access the needed information or 
service.  
Performance expectancy captures the notion of the ability of LBS 
to provide the intended services accurately. Junglas and Watson 
[30] identify five key characteristics of mobile commerce over 
and above electronic commerce. These five categories are: 
portability (physical aspects of mobile devices that enable them to 
be readily carried for long periods of time), reachability (a person 
can be in touch with and reached by other people 24 hours per 
day, 7 days per week, assuming that the mobile network coverage 
is sufficient and the mobile device is switched on), accessibility 
(describes the case where a person can access the mobile network 
at any time from any location, again assuming adequate mobile 
network coverage), localization (describes the ability to locate the 
position of a mobile person or entity) and identification (ability of 
the mobile device to uniquely identify the user). Out of these five 
features, we believe that reachability, localization and 
identification are unique aspects fulfilled by LBS. These are the 
benefits based on which users develop expectations about 
performance of LBS. To the extent that the anticipation of 
benefits provides direction for actual behavior through energizing 
and motivating individuals and enhancing the perceived value of 
various outcomes, a higher expectation about performance of 
LBS will amplify the desire to engage in the target behavior.  
Such a causal mechanism is consistent with UTAUT that includes 
performance expectations as the important antecedent to use 
intentions [55]. Therefore, we hypothesize: 
H1: Performance expectancy is positively related to 
intention to use LBS. 
 
Effort expectancy has been defined as the degree or ease 
associated with the use of the system [55]. The construct captures 
the essence of perceived ease of use in technology acceptance 
model, complexity in the model of PC utilization, and ease of use 
in the innovation diffusion theory. Adapting from Venkatesh et 
al. [55], we define effort expectancy in this research as the degree 
or ease associated with the use of LBS. In the context of LBS, 
effort expectancy is about an individual’s expectation of using 
LBS without much effort. If the process of LBS subscription 
involves tedious documentation, registration, learning about 
privacy policy, and service terms and conditions, then the mere 
effort may inhibit an individual to subscribe for such services. 
Apart from subscription, an individual may need to put effort to 
learn how to use LBS in the usage process. The more the learning 
effort required, the more inhibition would be there on the part of 
the individual to use LBS. In other words, the easier it is to use 
LBS to obtain desired services, the more an individual would 
intend to use LBS. This relationship is generally supported by 
UTAUT, according to which effort expectations influence 
individual behavioral intention about usage of technology. Hence, 
we hypothesize that: 
H2: Effort expectancy is positively related to intention to use 
LBS. 
 
Technology acceptance model [15] proposes the relationship 
between perceived ease of use and perceived usefulness. Given 
that the construct of effort expectancy is similar to ease of use and 
that performance expectancy is similar to perceived usefulness 
[55], effort expectancy should be positively related to 
performance expectancy. However, such relationship has not 
been modeled in UTAUT. Effort expectancy has been found to be 
significant only during the first time period and becomes non-
significant over periods of sustained and extended usage [2, 3, 15, 
52, 53]. Since LBS are still considered as new technologies at the 
initial diffusion stage, we attempt to predict LBS adoption among 
potential users who do not yet have credible information about or 
affective bonds with the LBS.  Thus we include the relationship 
between effort expectancy and performance expectancy in this 
study to test if there is any indirect influence on behavioral 
intention through performance expectancy. Hence, we 
hypothesize:  
H3: Effort expectancy is positively related to performance 
expectancy. 
 
3.2. The Role of Personal Innovativeness 
Although not specifically included in UTAUT, we attempt to 
explore the role of personal innovativeness in the research model. 
This is because LBS are in early adoption stage whereby many 
early innovative adopters simply adopt or try out technologies 
without a detailed value-based analysis. Personal innovativeness 
has been examined in innovation diffusion research [46], and in 
the domain of marketing [e.g., 22, 39]. In the field of information 
systems, Agrawal and Prasad [3] define personal innovativeness 
as willingness of an individual to try out new technology.  
 4 
 
Personal innovativeness has been conceptualized in terms of its 
operational definition, i.e., individuals are characterized as 
‘innovative’ if they are early to adopt an innovation [3]. This 
conceptualization was criticized later as using time of adoption as 
a surrogate for measuring personal innovativeness obscures its 
definition [22, 39], as this conceptualization implies that the 
adoption has already been made. Later, marketing researchers felt 
it important to conceptually and operationally draw a distinction 
between global innovativeness and domain specific 
innovativeness [3, 22]. However, empirical studies [27, 33] found 
that global innovativeness exhibits low predictive power when 
applied to any specific innovation adoption decision. Domain-
specific innovativeness, on the other hand, was found to exhibit 
significant influence on behaviors within a narrow domain of 
activity [27]. Agarwal and Prasad [3] used the domain-specific 
innovativeness in the domain of IT for characterizing adoption. 
Consistent with their research, we use domain-specific 
conceptualization of innovativeness in the context of LBS. 
Adapting Agrawal and Prasad’s [3] definition, we define personal 
innovativeness as an individual’s willingness to try out LBS.  As 
personal innovativeness in an individual-specific trait, those who 
are more innovative are likely to adopt LBS more readily than 
others and vice-versa. Rogers [46] noted that innovators exhibit 
certain characteristics behaviors such as active information 
seeking, greater exposure to mass-media, and less reliance on 
subjective evaluation of other members in their social circle about 
the innovation. This implies that innovators’ decision to adopt is 
independent of other antecedents of intention to use LBS. Hence, 
we hypothesize: 
H4: Personal innovativeness is positively related to intention 
to use LBS. 
 
3.3. The Role of Privacy Concerns 
Prior privacy research has focused on understanding what 
motivates or inhibits the disclosure of personal information. 
Among these investigations, the construct of privacy concerns is 
one of the most widely used in MIS research and it is often used 
as a proxy for the concept of privacy. Several studies have 
conceptualized and operationalized privacy concerns in more 
detail: the Concern for Information Privacy (CFIP) instrument 
was developed by Smith et al. [48] which identified four 
dimensions of information privacy concerns: 1) collection 
reflected the concern that extensive amounts of personally 
identifiable data are being collected and stored in databases; 2) 
unauthorized secondary use reflected the concern that 
information is collected from individuals for one purpose but is 
used for another secondary purposes without consent;  3) errors 
reflected the concern that protections against deliberate and 
accidental errors in personal data are inadequate; and 4) improper 
access reflected the concern that data about individuals are 
readily available to people not properly authorized view or work 
with data. These dimensions have since served as some of the 
most reliable scales for measuring individuals’ concerns toward 
organizational privacy practices. Recently, Malhotra et al. [38] 
operationalized a multidimensional notion of Internet Users 
Information Privacy Concerns (IUIPC) which adapted the CFIP 
into the Internet context.  
According to UTAUT, facilitating conditions influence the usage 
of technology. Privacy concerns, as a specific aspect of 
facilitating conditions, reflect a user’s subjective views of service 
providers’ information practices to prevent misuse of personal 
information. Numerous extant studies have treated the construct 
of privacy concerns as an antecedent to various behavior-related 
variables, e.g., willingness to disclose personal information [9], 
intention to transact [17], and information disclosure behavior [7].  
Privacy concerns are generally considered as a cost of adopting 
new technology [17]. The negative impact of privacy concerns on 
behavioral intention has been empirically supported in the e-
commerce context [9, 16, 38]. Similarly, we expect a negative 
relationship between privacy concerns and behavioral intention in 
the context of LBS. Hence, we hypothesize: 
H5: Privacy concerns are negatively related to intention to 
use LBS. 
 
As discussed earlier, individuals are concerned about loss of 
privacy in using LBS whereby their whereabouts and other 
personal identifiable information may be tracked by service 
providers. Moreover, this information can be used for nefarious 
purposes thus encroaching into a person’s personal life. 
Especially, in this day and time of widespread terrorism using 
mobile devices, individuals are more fearful about disclosing 
personal information. The fear of losing control over personal 
information reduces their expectancy about the performance of 
the technology. In other words, in the wake of privacy invasion, 
the technology becomes unattractive. Therefore, LBS that are 
perceived as being privacy intrusive may also be perceived as 
being plagued with performance problems and usage 
uncertainties. Conversely, individuals who perceive service 
providers responsible and reliable in terms of using personal 
information may increasingly believe they will perform well, 
evaluate them highly and potentially adopt them. Hence, we 
hypothesize:  
H6: Privacy concerns are negatively related to performance 
expectancy. 
4. METHOD 
4.1. Pull-Based vs. Push-Based LBS 
We conducted a scenario-based survey to test the proposed 
model.  At present, most of the available LBS are delivered to 
mobile users over different underlying technology platforms such 
as Wireless Application Protocol-based (WAP-based) mobile 
Internet and Short Messaging Service (SMS) [58]. Since most 
mobile phones support the SMS1 functionality, LBS in our study 
was introduced as the service offered to mobile phone users via 
SMS based on the Cell-Identification (Cell-ID)2 technique 
employed by the network of telecom operators. Acknowledging 
that LBS differentiated by different information delivery 
mechanisms could yield distinct benefits and privacy costs for 
individuals (Gidari 2000; Levijoki 2001; Wallace et al. 2002), we 
test our model using two types of LBS that represent different 
information delivery mechanisms. The information delivery and 
acquisition in the LBS context could be either pull or push [6, 29, 
35, 54]. In pull-based LBS, users request some information or use 
some service based on their location on a one-time basis [6, 54]. 
This type of LBS may be seen in some ‘on demand’ services 
where the individual dials or signals a service provider for 
specific information/service such as the nearest auto-teller 
machine (ATM) or Starbucks store. In these services, location 
                                                          
1 SMS allows the sending of text messages of up to 160 characters via a mobile 
phone. 
2 Cell-ID, or Cell of Origin (COO), works by identifying the cell of the network in 
which the handset is operating (Barnes 2003). Such technique is the main 
technology that is widely deployed in mobile communication networks today. It 
requires no modification to handsets or networks since it uses the mobile network 
base station as the location of the caller (Barnes 2003).  
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information is ephemeral and useful only for users to receive real-
time navigational requests (e.g., informing the user of the nearest 
ATM or Starbucks store). The other type of information delivery 
mechanism is push-based LBS where the service provider sends 
the user relevant information/service based on her known 
proximity to a store or service center via a wireless device [6, 54]. 
In the push-based approach, location information is used to target 
the user and she is sent the related advertisements when she gets 
within the vicinity of the merchants.  
One specific pull-based LBS application and one push-based LBS 
application, i.e., the pull-based *SEND-A-TAXI service and 
push-based Mobile Coupon (M-Coupon) service, were utilized as 
the scenarios in the survey. In the scenario of *SEND-A-TAXI 
service, when the individuals wanted to book a taxi, they could 
dial a certain number and their location would be detected 
automatically via their mobile phones. A list of taxi stands or 
landmarks near to their location will be transmitted to them via a 
text message. Individuals can select the pick-up point from the 
list and confirm their booking by replying to the text message. 
The M-Coupon service would involve recruiting individuals by 
service registration and interest subscription: Individuals could 
register their mobile phone numbers and subscribe to a list of 
merchants that provided M-Coupon services, based on their 
interests and preferred period of time for receiving coupons. 
Profiling information would then be used to target the 
subscribers, and their mobile phones would be sent related 
promotional information when they came within the vicinity of 
merchants. 
4.2. Scale Development 
To the extent possible, we adapted constructs from measurement 
scales used in prior studies to fit the LBS context.  Drawing on 
technology adoption literature [55], intention to use LBS was 
measured with questions on whether the respondents were likely 
to use the particular type of LBS, whether they intended to use it, 
and whether they would consider using it. Performance 
expectancy was measured with four questions to capture the 
instrumental value of using the LBS [55]; effort expectancy was 
measured with questions on whether using LBS would be clear, 
understandable, and easy to use [55]. Personal innovativeness 
was assessed with three questions taken from Agarwal and Prasad 
[3]. Privacy concerns were measured by seven-point Likert scale 
items that integrated more tightly the CFIP's [48] four dimensions 
collection of personal information, unauthorized secondary use of 
personal information, errors in personal information, and 
improper access to personal information. Language was adapted 
to capture perceptions of specific service provider’s privacy 
practices. All items in the questionnaire were anchored to 
appropriately labeled seven-point Likert scales (see Appendix A).  
4.3. Data Collection 
Data for the study were collected through a scenario-based 
survey. The subjects were asked to assume the role of a potential 
LBS user and to evaluate some services that would be soon 
introduced in the local market. They were presented with two 
scenarios: a pull-based LBS scenario and a push-based LBS one.  
Next, they were asked to complete a questionnaire regarding their 
intention to use LBS, performance expectancy, effort expectancy, 
personal innovativeness, and privacy concerns in each specific 
scenario.   Scenarios of two different types of LBS applications – 
*SEND-A-TAXI service (pull-based) and M-coupon service 
(push-based) were described to subjects. To control for order 
effects, half of the subjects in each scenario were asked to 
complete the pull-based scenario followed by the push-based 
scenario and vice versa. A dummy variable created for order 
effects had no significant influence on any of the endogenous 
variables in a MANOVA analysis (F (4,171) = 0.912, p = ns). 
A total of 176 undergraduate students at a large university were 
recruited via an online registration system participated in the 
survey (83 females, 93 males).  As an incentive for their 
participation, each subject received $5 upon completion of the 
task.  All the subjects owned mobile phones and were familiar 
with text messages. While the use of undergraduate students as 
potential LBS users might limit the generalizability of the results, 
we believe that this should not be a major concern because 
research indicates that younger individuals are among the most 
avid users of mobile technologies [44], and arguably, represent 
the next generation of mobile individuals.  
5. DATA ANALYSIS AND RESULTS 
A second-generation causal modeling statistical technique – 
Partial least squares (PLS), was used for data analysis in this 
research for three reasons. First, PLS is widely accepted as a 
method for testing theory in early stages, while LISREL is 
usually used for theory confirmation [23]. Similar to the cases in 
prior research [e.g., 37], we chose PLS as the statistical technique 
because this study is an early attempt at advancing a theoretical 
model in a new context of LBS. Second, PLS is well suited for 
highly complex predictive models [10]. Prior research that 
applied PLS [e.g., 31] has claimed that PLS is best suited for 
testing complex relationships by avoiding inadmissible solutions 
and factor indeterminacy. This makes PLS suitable for 
accommodating the relatively complex relationships among 
various constructs in current research. Third, PLS has the ability 
to assess the measurement model within the context of the 
structural model, which allows a more complete analysis of inter-
relationships in the model.  
Since it has been noted that pull-based LBS and push-based LBS 
provide different instrumental values and induce different privacy 
concerns for individuals [34, 58], we split the dataset into two 
subsets according to the type of LBS to assess the different 
effects of pull- and push-based LBS on the theoretical constructs.  
Thus, the measurement and the structural models were tested 
separately for the pull- and push-based LBS subsets.   
5.1. Evaluating Measurement Model 
We evaluated the measurement model by examining the 
convergent validity and discriminant validity of the research 
instrument. Convergent validity is the degree to which different 
attempts to measure the same construct agree [12]. In PLS, three 
tests are used to determine the convergent validity of measured 
reflective constructs in a single instrument: reliability of items, 
composite reliability of constructs, and average variance extracted 
by constructs. Table 1 presents the assessment of the 
measurement model. We assessed item reliability by examining 
the loading of each item on the construct, and found the reliability 
score for all the items exceeded the criterion of 0.707. Thus, the 
questions measuring each construct in our experiment had 
adequate item reliability. Composite reliabilities of constructs 
with multiple indicators exceeded Nunnally’s [42] criterion of 
0.7. The average variances extracted for the constructs were all 
above 50 percent, and the Cronbach’s alphas were also all higher 
than 0.7. These results support the convergent validity of the 
measurement model.  
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Discriminant validity is the degree to which measures of different 
constructs are distinct [8]. To test discriminant validity, the 
square root of the variance shared between a construct and its 
measures should be greater than the correlations between the 
construct and any other construct in the model. Tables 2 report 
the results of discriminant validity which may be seen by 
comparing the diagonal to the non-diagonal elements. All items in 
our experiment fulfilled the requirement of discriminant validity. 
 
Table 1. Psychometric Properties of Constructs 
 
Table 2. Correlation between Latent Variables 
Note: The diagonal line shows the square root of variance extracted 
of each construct 
 
5.2. Testing Structural Model 
After establishing the validity of the measures, we tested the 
structural paths in the research model using PLS. We conducted 
hypothesis tests by examining the sign and significance of the 
path coefficients. Additionally, we inspected the weights of the 
dimensions of the constructs and the explanatory power of the 
structural model. A bootstrapping technique was applied to 
estimate the significance of the path coefficients. Since PLS does 
not generate any overall goodness of fit indices, predictive 
validity is assessed primarily through an examination of the 
explanatory power and significance of the hypothesized paths. 
The explanatory power of the structural model is assessed based 
on the amount of variance explained in the endogenous construct 
(i.e., behavioral intention). The structural models for the pull and 
push mechanisms explained 41.9% and 47.6%, respectively, of 
the variance in behavioral intention. These greatly exceeded 10%, 
which was suggested by Falk and Miller [21] as an indication of 
substantive explanatory power. Figures 2a and 2b show a 
graphical display of the results of hypothesis testing. 
Our findings indicate that performance expectancy, effort 
expectancy, and personal innovativeness were positively related 
to behavioral intention, i.e., H1, H2, and H4 were supported. 
Effort expectancy was found positively related to performance 
expectancy and thus H3 was supported. However, privacy 
concerns was negatively related to behavioral intention only for 
push-based LBS (H5 was partially supported). Also, privacy 
concerns was negatively related to performance expectancy only 
for pull-based LBS (H6 was partially supported). Table 3 
summarizes the hypothesis testing.  
Figure 2a. Graphical Display of Results (Pull)
 
Figure 2b. Graphical Display of Results (Push)
 
Table 3. Results of Hypotheses Testing 
*Significant at 5% level of significance; **Significant at 1% level of 
significance 
 
6. DISCUSSIONS AND CONCLUSIONS 
The goal of this study was to integrate theories and research from 
privacy, and technology acceptance in order to construct a 
conceptual model of LBS adoption that includes contrary factors 
capturing the delicate balance between privacy concerns, learning 
costs, and instrumental values that influence behavioral intentions 
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to adopt LBS. The results reveal that performance expectancy, 
effort expectancy and personal innovativeness have significant 
influences on intention to use LBS for both pull-based and push-
based services. However, the influence of privacy concerns on 
behavioral intention and performance expectancy varies under 
different types of LBS. On one hand, privacy concern influences 
intention to use LBS only in case of push-based LBS (and not in 
case of pull-based LBS). On the other hand, privacy concern has 
an impact on influencing performance expectancy only in case of 
pull-based LBS (and not in case of push-based LBS).  
A plausible explanation for this finding is that individuals’ 
privacy concerns are affected by the level of control inherent in 
the delivery mechanisms of location content (i.e., pull or push).  
In pull-based LBS, the individual exercises greater control over 
the interaction – the decision to initiate contact with the merchant 
is volitional, and location information is provided only to 
complete the requested transaction (e.g., inform the individual of 
the location of the nearest taxi).  In contrast, in push-based LBS, 
the location information is tacked to target individuals who will 
likely be sent unsolicited information/services when they appear 
within the vicinity of the merchants.  Accordingly, it appears that 
push mechanism is more controversial in terms of individuals’ 
perceptions of privacy and authentication. The current research 
has shown that privacy concern has a direct negative impact on 
intention to use LBS in push-based LBS; but it influences 
behavioral intention indirectly through performance expectancy 
in pull-based LBS.   
6.1. Limitations and Future Research 
Although the data generally supported the proposed model, we 
need to mention some characteristics of our study that may limit 
the ability to generalize from these results. First, the scenarios 
used in the study represent a simplification of all pull-based and 
push-based LBS, which may limit the generalizability of our 
findings.  Future work could also be directed to look into the 
applicability of our findings to different LBS applications.  
Second, actual adoption behavior was not measured, rather, we 
assumed, based on a significant body of prior work in information 
systems [51], organizational behavior [56] and psychology [47], 
that intention is a good predictor of actual behavior.  However, 
some researchers [e.g., 50] have expressed concerns about the 
predictive ability of intention for actual behavior.  Therefore, 
future research could examine the findings of this study in a 
context where adoption can be measured for added validation of 
the model.  However, to the extent that LBS is still in an early 
stage of diffusion, examining adoption intention is appropriate 
and could potentially yield more meaningful and fruitful lessons 
for privacy advocates, individuals and providers of LBS alike. 
Finally, although the subjects in this study may fall in the target 
market for LBS, the generalizability of this research to the 
general population is likely to be affected. Future research should 
be conducted with a more diverse sample. 
6.2. Implications 
The investigation of individual adoption issues in LBS reported 
here represents one of the first attempts at developing and testing 
a model in LBS, with considerations of balancing privacy 
concerns and capturing individual difference in terms of personal 
innovativeness. Through the causal modeling of antecedents 
affecting adoption intentions of LBS, our findings provide 
preliminary theoretical and empirical insight into the dynamic 
structural relationships of these factors under two different 
mechanisms of content delivery. Several theoretical implications 
follow from our findings.  For researchers, our study underscores 
the importance of explicitly incorporating both positive and 
negative consequences inherent in technological developments 
such as LBS. Our posited predictors explain between 40 percent 
and 50 percent of the variance in the intention to use LBS in the 
pull- and push-based models, suggesting that our model is a 
useful conceptualization of the phenomenon.  Given that 
information privacy continues to be eroded as a result of 
technology innovations [49], and that there is sufficient evidence 
regarding the role of negative utility in the evaluation and 
adoption of LBS, researchers need to pay attention to the 
placement of negative utility constructs in their theoretical 
models.  Other important examples of negative utility constructs 
that could enrich models of LBS adoption are those of data 
quality, service dependability, service cost and risks.  
We viewed the adoption of LBS through a rational lens (a 
calculus of contrary factors) because the objective of this study 
was to predict its adoption among potential users who do not yet 
have credible, meaningful information about, or have affective 
bonds with the service providers at the initial adoption / usage 
stage.  Future research could move beyond the domain of initial 
adoption / usage stage to the domain of continuance / 
discontinuance of usage whereby individuals already have a long 
ongoing relationship with service providers.  In this context, 
social theoretical perspectives such as integrative social contract 
theory [19] and trust theories [24] may be particularly relevant.  
Indeed, these theories tend to view the sustenance of an ongoing 
relationship (i.e., the continuance and discontinuance of LBS 
usage) as dependent on individual parties’ assessment and 
forecast of the benefits / costs tradeoff of past, present, and future 
interactions.  Hence, whether individuals will continue to 
participate in this relational contract depends largely on their 
estimation of the probability of the service provider’s departure 
from the expected pattern of behavior [18].  Further longitudinal 
research could be especially useful in investigating how 
individuals could be motivated to adopt and continue with LBS 
usage. 
Consistent with Agarwal and Prasad (1998), we also included the 
role of individual trait (personal innovativeness) in predicting 
their intention to use LBS. While Agarwal and Prasad (1998) 
addressed the moderating role of personal innovativeness in 
predicting intention to adopt, we tested its direct role in predicting 
intention to adopt. Our findings confirm its importance by 
revealing that personal innovativeness has a significant influence 
behavioral intention for both pull-based and push-based LBS. 
Table 2 also reveals that personal innovativeness do not correlate 
highly with any of the other latent variables thus ruling out any 
possibility of multicollinearity. In other words, our study 
highlights the importance of personal innovativeness for studying 
adoption intention particularly for studying technologies that are 
in the stage of early adoption.   
From a practical perspective, this study has implications for LBS 
service providers and privacy advocates. Our findings further 
suggest that service providers and privacy advocates need not tar 
all types of LBS with the same brush. Although privacy 
protection is a fundamental concern which must be addressed, 
“one size fits all” regulations on privacy are ill equipped to 
accommodate the interests of broader groups of users and the full 
gamut of players in the LBS industry.  
In conclusion, this study attempted to integrate theories and 
research from privacy, and technology acceptance and 
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constructed a conceptual model of LBS adoption that included 
contrary factors capturing the delicate balance between privacy 
concerns, learning costs, and instrumental values that influence 
behavioral intentions to adopt LBS. We also included the role of 
personal innovativeness as the study was on a technology, which 
is relatively in the early stages of adoption. Our initial findings 
that the influences of privacy concerns depend on the type of LBS 
suggest the need for future studies to understand these effects 
more fully. Using the groundwork laid in this study, future 
research along various possible directions could contribute to 
extending our theoretical understanding and practical ability to 
foster the acceptance of LBS. 
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Appendix A. Measurement Items (measured on 
seven-point, Likert-type scale: 1 – Strongly disagree; 7 
– Strongly agree) 
 
Intention to Use LBS (INT) 
1. I intend to use the LBS in the next 6 months  
2. I predict I would use the LBS in the next 6 months  
3. I plan to use the LBS in the next 6 months 
 
Performance Expectancy (PEPT) 
1. LBS reduce my searching time to find the 
information/services that I need  
2. LBS reduce my searching efforts to find the 
information/services I needed  
3. With the LBS, I can quickly access the information/services 
that I need  
4. With the LBS, I can easily access the information/services 
that I need 
 
Effort Expectancy (EEPT) 
1. My interaction with the LBS would be clear and 
understandable  
2. I would find the LBS easy to use  
3. Learning to use LBS is easy for me  
 
Personal Innovativeness (INNO) 
1. If I heard about a new information technology, I would look 
for ways to experiment with it  
2. Among my peers, I am usually the first to try out new 
information technologies  
3. I like to experiment with new information technologies 
 
Privacy Concerns (PCON) 
1. Service providers are collecting too much information about 
me  
2. Service providers may not take measures to prevent 
unauthorized access to my location information  
3. Service providers may keep my location information in a 
non-accurate manner in their database  
4. Service providers may share my location information with 
other companies without notifying me or getting my 
authorization 
