ABSTRACT In this paper, we present a comprehensive secrecy performance analysis of wireless powered communication networks with multiple eavesdroppers, where an energy-limited information source with multiple antennas harvests the radio frequency energy from a dedicated power beacon (PB) before transmission. To exploit the benefits of multiple antennas at source, two popular multi-antenna transmission schemes, i.e., maximal ratio transmission and transmit antenna selection, are investigated for two intercepting ways at Eves, i.e., non-colluding and colluding scenarios, respectively. Specifically, adopting the time-switching protocol at PB, we derive exact closed-form expressions of the secrecy outage probability and the average secrecy rate for both two transmission schemes taking into account the outdated channel state information. Furthermore, in order to deeply extract insights on the system design, we further present tractable asymptotic secrecy outage probability and ergodic secrecy capacity at high signal-to-noise ratio regimes, which easily enable us to obtain the secrecy diversity order and coding gain of two transmission schemes, respectively. From our analysis, several important concluding remarks are obtained as follows: 1) full secrecy diversity order can be achieved by both two transmission schemes with no feedback delay, however, it reduces to one in the presence of feedback delay; 2) as the number of eavesdroppers increases, the secrecy performance gap between non-colluding and colluding scenarios becomes large; and 3) maximal ratio transmission (MRT) scheme always outperforms transmit antenna selection (TAS) scheme with no feedback delay. However, TAS scheme achieves a similar performance as MRT scheme or even better in moderate and even serious feedback delay conditions. INDEX TERMS Physical layer security, wireless powered wiretap channel, outdated channel state information, secrecy outage probability, ergodic secrecy capacity.
I. INTRODUCTION
To prolong the lifetime of energy-constrained wireless networks, the traditional ways are recharging or replacing batteries of wireless devices, which however may be impossible or inconvenient in some scenarios, such as the toxic environment and the human body. Responding to this, energy harvesting techniques, which can scavenge energy from the surrounding environment, have been proposed in [1] and [2] . Recently, radio-frequency (RF) signals-based energy harvesting techniques are more steady-going, which has drawn considerable attention from the academia and industry [3] , [4] . That is to say, both energy and information can be carried at an RF signal, which facilitates a new energyharvesting technology, i.e., simultaneous wireless information and power transfer (SWIPT). Thus far, the fundamental performance limitation as well as efficient design SWIPT systems have been extensively investigated in many prior works (see [5] - [10] and references therein).
In order to improve the efficiency of energy harvesting, the energy-limited nodes may be closely deployed to base station (BS), which makes SWIPT systems face more serious security issues due to the broadcast nature of wireless channels [11] , [12] . In this context, the traditional ways of safeguarding the confidential messages depend on the cryptographic approaches, which, however, incur highly complex data encryption and decryption processing [13] . As a supplemental approach to encryption, a novel secure transmission scheme, i.e., physical layer security, has been proposed to improve the security of SWIPT systems [14] . The key idea of physical layer security lies in exploiting random channel characteristics such as fading and noise, to safeguard the confidential information. Specifically, as proofed in pioneering work [15] , perfect secrecy can be achieved when the quality of main channel is superior to that of the wiretap channel.
Recently, the applications of physical layer security techniques in SWIPT systems have been investigated in [16] - [22] . Specifically, in [17] , Liu et al. designed an optimal transmit beamforming and power allocation scheme based on the semidefinite relaxation technique to solve the security of multiuser multiple-input single-output (MISO) SWIPT systems. Later, in [18] , Shi et al. extended the system model in [17] to multiuser multiple-input multipleoutput (MIMO) SWIPT systems and proposed the optimal beamforming to maximize the achievable secrecy rate taking into account the energy harvesting constraint. In [19] , for the three-node wiretap channel model, the transmit power allocation and power splitting ratio were jointly optimized to improve the secure transmission. Further, in [20] and [21] , Pan et al. presented a comprehensive secrecy performance analysis of single-input multiple-output (SIMO) and MISO SWIPT systems, respectively. For a wireless powered communication network, and Moon et al. [22] investigated the secrecy performance of different eavesdropper's channel conditions with the help of an energy harvesting jammer. In addition, Xing and Wong [23] studied the secure transmission of wireless energy harvesting enabled amplify-andforward (AF) relays, where the relays aim at forwarding the received signal and generating the jamming signal to confuse the eavesdroppers.
Although many studies have investigated the secrecy performance in various SWIPT systems, e.g., cognitive radio [24] , relay [25] , massive MIMO [26] , and multiuser [27] , less works have been done on power beacon assisted wiretap channels. As indicated in [7] , a dedicated station called power beacon is feasible to power mobile devices, hence, which may be densely deployed in future wireless networks. Very recently, considering the time-splitting protocol, Jiang et al. [29] investigated the secrecy performance of two popular multi-antenna transmission schemes, i.e., maximal ratio transmission (MRT) and transmit antenna selection (TAS), for power beacon assisted wiretap channels, respectively. Later, the authors proposed different jamming schemes for improving the secrecy performance of wireless powered networks based on the available channel state information (CSI) at power beacon in [30] . Note here that, the findings in these two papers are only valid for a single eavesdropper case, which cannot perfectly match multiuser wiretap scenarios. Moreover, the key limitation of these aforementioned works is that they both assume the perfect CSI of main link at Alice.
Motivated by these, in this paper, we present a comprehensive secrecy performance analysis of power beacon assisted wireless networks with multiple eavesdroppers over independent and non-identical Rayleigh fading. Specifically, in order to exploit the advantages of multi-antenna techniques, we consider two popular diversity transmission schemes, i.e., MRT and TAS, at the information source taking into account the outdated CSI. In doing so, to evaluate the impact of outdated CSI and the wiretapping modes on the considered system, the following two metrics are adopted to measure the secrecy performance of MRT and TAS schemes: 1) the secrecy outage probability; 2) the ergodic secrecy capacity. The main contributions of our paper are summarized as follows:
• For all the schemes, we derive the closed-form analytical expressions for exact secrecy outage probability and ergodic secrecy capacity of two practical eavesdropping modes, namely, non-colluding and colluding, respectively. These expressions enable us to efficiently evaluate the impact of key system parameters, such as time-splitting factor, feedback delay, channel fading parameters, the number of antennas, and the number of eavesdroppers on the secrecy performance.
• In order to achieve deeply insights on the design and application of the considered system, we present the approximate analytical expressions of secrecy outage probability and ergodic secrecy capacity for all the schemes in high SNR regimes. These asymptotical expressions easily enable us to obtain the secrecy diversity order, the secrecy coding gain, the high SNR power offset and the high SNR slope, respectively. The analytical results show that the secrecy diversity order achieved by MRT and TAS schemes is significantly affected by the outdated CSI and is independent of the parameters related with the power transfer channel and the eavesdropper's channel.
• Our findings show that full secrecy diversity order can be achieved by MRT and TAS schemes with no feedback delay, however, it reduces to one in the presence of feedback delay. Moreover, for both two transmission schemes, the high SNR slope is one and is independent of all system parameters. In addition, when there is no feedback delay, MRT scheme always achieves better performance than that of TAS scheme. However, in the condition of moderate or even serious feedback delay, TAS scheme achieves a similar performance as MRT scheme or even better. The paper is organized as follows. The system model is presented in Section II. Section III introduces two simple diversity transmission schemes. In Section IV, some key VOLUME 6, 2018 performance metrics are evaluated. In Section V, we provide numerical results and discussions. Finally, Section VI concludes the paper and summarizes the findings.
Notations: We use bold lower case letters to denote vectors and lower case letters to denote scalars, respectively. The probability density function (PDF) and the cumulative distribution function (CDF) of a random variable (RV) X are denoted as f X (·) and F X (·), respectively. 
II. SYSTEM MODEL
Let us consider a wireless powered network as shown in Fig. 1 , which consists of a power beacon (PB), a transmitter (Alice), a legitimate receiver (Bob), and M eavesdroppers. In the network, all the nodes are equipped with a single antenna, except that Alice is equipped with N antennas. In this paper, the following assumptions are adopted: a) All channels are modeled as quasi-static fading and remain unchanged during each time block but vary independently from one block to another. b) As in [29] and [30] , full CSIs of power transfer link, main link, the eavesdropper's link are available at Alice, Bob, and each Eve, respectively.
In this paper, we assume that Alice is an energyconstrained node and harvests the RF energy transferred by PB before transmitting the confidential messages to Bob. As such, we adopt the time-splitting protocol proposed in [31] . The total transmission slot T consists of two phases. That is, one for Alice to harvest the energy transferred from PB with time duration of θ T , and the other for Alice to transmit the confidential message with time duration of (1 − θ ) T with θ (0 < θ < 1) being time-splitting ratio. Now, during the first phase, the PB sends a RF signal x s to Alice, and hence the received signal at Alice is given by
where P s is the transmit power of PB, h P denotes the N × 1 channel vector between PB and Alice, and n s represents the N -dimensional noise vector satisfying E n s n † s = σ 2 I. Similarly as in [29] , we assume that the channel gain of each entry in h P is independent Gamma distributed RV with channel fading severity m and average power . Now, from (1), the transmit power at Alice during the second phase can be derived as [29] 
where η (0 < η < 1) is the energy conversion efficiency.
III. DIVERSITY TRANSMISSION SCHEMES
To exploit the advantages of multiple antennas at Alice, we introduce two diversity transmission schemes, i.e., MRT and TAS, for wireless powered networks to improve the security. Specifically, different from [29] and [30] , only imperfect CSI of main link is available at Alice due to the delay of feedback channel.
A. MAXIMAL RATIO TRANSMISSION (MRT)
In the MRT scheme, in order to maximize the received SNR at Bob, Alice sends the confidential message x a by utilizing a channel match beam. Hence, the received signal at Bob is given by
where h B is the N × 1 channel vector between Alice and Bob, and its entries follow i.i.d. Rayleigh fading with parameter λ 0 , w is the beamforming vector, and n b is the additive white Gaussian noise (AWGN) with variance σ 2 . Since MRT is adopted at Alice, w is designed based on h B , which can be first estimated at Bob through traditional estimation ways and then feeded back to Alice. However, due to the variation of feedback channel, the CSI received at Alice is outdated. That is to say, the transmit beamforming is designed based on the outdated CSI h B , i.e., w = 
where e is an N × 1 error vector, each entry of which is a complex Gaussian RV with variance λ 0 . ρ is the time correlation coefficient, which is defined to qualify the correctness of feedback CSI. To this end, according to (2) and (3), the received end-toend SNR at Bob can be expressed as
On the other hand, the received signal at the i-th Eve can be expressed as
where g iM denotes the channel vector between Alice and the i-th Eve, each entry of which follows i.i.d. Rayleigh fading with parameter λ i , and n ie is the AWGN with zero mean and variance σ 2 . Similarly, according to (2) and (6), the received end-to-end SNR at the i-th Eve can be expressed as
Since each Eve has access to an independent copy of the source signal, we consider two intercepting ways for Eves, i.e., non-colluding scenario and colluding scenario, respectively.
1) NON-COLLUDING SCENARIO
In the non-colluding scenario, Eves cannot exchange the received signal with each other for strengthening the wiretapping ability, which means that the security of the system can be achieved when the quality of main channel is better than that of any eavesdropper's channel [37] . Hence, under this condition, the end-to-end instantaneous SNR of the eavesdropper's channel is represented as
2) COLLUDING SCENARIO While in the colluding scenario, Eves can collaborate with each other for improving the ability of wiretapping. Hence, under this case, we assume that maximal ratio combining (MRC) is adopted at Eves. Thus, the end-to-end instantaneous SNR of eavesdropper's channel is given by
B. TRANSMIT ANTENNA SELECTION (TAS)
Compared with MRT scheme, TAS is a good tradeoff transmission scheme between the performance and implementation cost. In order to reduce the implementation cost, we choose the transmit antenna at Alice based on the CSI of main link. Thus, the index of selected antenna is given by
Notably, in practical systems, the optimal TAS scheme may exceed the coherent time of the channel. As a result, the main channel may have already changed the moment when Alice receives the feedback of the selected antenna index due to the time-varying nature of the feedback channel. In this case, the transmit antenna is selected based on the outdated CSI, i.e., h iB . Hence, under this condition, the received end-to-end SNRs at Bob and the i-th Eve are respectively expressed as
and
Similarly, for the two intercepting ways of Eves, the endto-end instantaneous SNRs of eavesdropper's channel under
γ TAS iE , respectively. Now, according to [28] and [29] , the achievable secrecy rate of wireless powered wiretap channels with multiple eavesdroppers is given by
where
and C E = log (1 + γ E ) are the achievable instantaneous rates at Bob and Eve, respectively. Now, in the following section, we will focus on analyzing the key secrecy performance of wireless powered networks with the two diversity schemes, respectively.
IV. SECRECY PERFORMANCE ANALYSIS A. PRELIMINARIES
Before delving into analyzing the performance of two diversity schemes with different intercepting ways, we first define
Then, in the following, we present some statistics of these RVs, which will be frequently invoked in the subsequent derivations. Lemma 1: The exact PDF and CDF of RV X can be respectively expressed as
and (·) is the gamma function [38, eq. (8.31)].
Proof: The proof can be found in [40] and [41] .
Lemma 2: The exact PDF and CDF of RV Y can be respectively expressed as
Proof: As proofed in [33] and [42] , RV g † iM w is still the Rayleigh distribution with variance λ i . Now, taking this in mind and following similar analysis in [42] , the PDF and CDF of Y can be easily derived after some mathematical manipulations.
Lemma 3: The exact PDF and CDF of RV Z can be respectively expressed as
The proof can be found in [43] . Lemma 4: The exact PDF and CDF of RV X 1 can be respectively expressed as
where α = 1 + n (1 − ρ). Proof: The proof can be found in [37] .
B. SECRECY OUTAGE PROBABILITY
The secrecy outage probability is an important performance metric, which is appropriate for evaluating the delay intolerant services, e.g., voice and video. Mathematically, it is defined as the achievable secrecy rate falls below a threshold R S , i.e.,
1) MRT SCHEME Now, for the MRT scheme, we have the following key results. (23) is a new closed-form expression and is valid for the considered system with different time-splitting factors, different channel fading severities, different number of antennas, and different number of eavesdroppers. Specifically, when the perfect CSI at Alice (ρ = 1) and a single eavesdropper (M = 1) are considered, our derived result reduces to [29, eq. (15) ], which verifies the correctness of the analysis.
Since it is difficult to deeply extract insights from Eq. (23), we conduct on a high SNR analysis of the secrecy outage probability, i.e., λ 0 → ∞. Importantly, in the high SNR regime, we can characterize the secrecy outage probability as follows:
where G a and G d denote the secrecy coding gain and the secrecy diversity order, respectively. Corollary 1: In the high SNR regime, i.e., λ 0 → ∞, the secrecy outage probability of MRT scheme under the noncolluding scenario can be approximated as
Proof: See Appendix B. It is noted from Corollary 1 that for the non-colluding scenario, MRT scheme can achieve a full secrecy diversity order N when there is no feedback delay. However, the secrecy diversity order reduces to zero in the presence of feedback delay. Notably, whether there exists feedback delay or not, the secrecy diversity order is independent of the parameters related with the power transfer channel and the wiretapping channel, respectively. Now, we take our attention to the colluding scenario, and we have the following result.
Theorem 2: The exact closed-form expression of secrecy outage probability of MRT scheme under the colluding scenario can be expressed as (28) , shown at the top of the next page.
Proof: By following similar analysis of Theorem 1, we can easily obtain the above result after some mathematical manipulations.
While Theorem 2 provides an exact closed-form secrecy outage expression of MRT scheme under the colluding scenario, it is too complicated to gather more insights. As such,
in the following, we present an asymptotic analysis for the secrecy outage probability. Corollary 2: In the high SNR regime, i.e., λ 0 → ∞, the secrecy outage probability of MRT scheme under the colluding scenario can be approximated as
Proof: Following similar procedures as in Corollary 1, the desired result can be easily obtained.
As indicated in (29) , when the perfect CSI is available at Alice, the full secrecy diversity order N can also be achieved by the system with MRT scheme under the colluding scenario. However, it also reduces to zero secrecy diversity order for the imperfect CSI. These findings suggest that the intercepting way adopted by Eves does not affect the secrecy diversity order, however, it affects the secrecy coding gain of the system.
2) TAS SCHEME
Now, for the TAS scheme, we have the following key results.
Theorem 3: The exact closed-form expression of secrecy outage probability of TAS scheme under the non-colluding scenario can be expressed as (32) , shown at the top of the next page.
Proof: Similar to Theorem 1, the desired result can be easily derived after some mathematical manipulations.
From Eq. (32), we provide an efficient way to evaluate the impact of key parameters on the secrecy performance of TAS scheme under the non-colluding scenario. Specifically, the derived expression (32) becomes to [29, eq. (18) ] under the condition of perfect feedback and a single eavesdropper, which demonstrates the validation of our analysis and the generality of our result. Now, in the following, we present an asymptotic analysis of TAS scheme under the non-colluding scenario.
Corollary 3: In the high SNR regime, i.e., λ 0 → ∞, the secrecy outage probability of TAS scheme under the noncolluding scenario can be approximated as
We now move to TAS scheme under the colluding scenario, and we obtain the following key result:
Theorem 4: The exact closed-form expression of secrecy outage probability of TAS scheme under the colluding scenario can be expressed as (36) , shown at the top of this page.
Proof: By following a similar analysis of Theorem 1, we can easily obtain the above result after some mathematical manipulations.
Having obtained the exact average secrecy rate of TAS scheme under the colluding scenario, we now look into the asymptotic regime. 
Remark 2: From Corollaries 3 and 4, we find that whether the CSI of main channel is available or not has significantly affected the secrecy diversity order of TAS scheme. That is, when there exists no feedback delay, the full secrecy diversity order N is achieved by the system with TAS scheme regardless of the wiretapping ways. However, it reduces to zero in the presence of feedback delay.
Remark 3: From Corollaries 1-4, TAS scheme achieves the same secrecy diversity order as that of MRT scheme. However, the difference of secrecy performance between MRT and TAS can be quantified as the following ratio of secrecy array gain, i.e.,
where ∈ {NoN, CoP}. From (40), we find that the SNR gap between MRT and TAS schemes with the non-colluding or colluding scenario only depends on the correlation coefficient and antenna number under the condition of perfect CSI. When there is no feedback delay, it is only related with antenna number.
C. ERGODIC SECRECY CAPACITY
In the delay tolerant transmission, the codeword length is large enough to experience all possible realizations of the channel. As such, the ergodic secrecy capacity becomes an appropriate performance metric, which means that Alice transmits at any constant rate upper bounded by the ergodic secrecy capacity. Now, according to [44] , the ergodic secrecy capacity can be expressed as
1) MRT SCHEME
In the following, we first present the detail analysis of the ergodic secrecy capacity for the MRT scheme under the noncolluding scenario. 
Proof: See Appendix C. Remark 4: As indicated in Theorem 5, it provides an exact closed-form expression of the ergodic secrecy capacity for MRT scheme under the non-colluding scenario, which enables us to evaluate the impact of different system parameters and avoid the time-consuming Monte Carlo simulations. Specifically, when the perfect CSI at Alice (ρ = 1) and a single eavesdropper (M = 1) are considered, our derived result reduces to [29, eq. (32) ], which verifies the correctness of the analysis.
Since more directly insights cannot easily obtained from (42) , thus, we will characterize the asymptotic average secrecy capacity in terms of the high SNR slope S ∞ and the high SNR power offset L ∞ as follows [37] 
Now, we first present the asymptotic average secrecy capacity for MRT scheme under the non-colluding scenario, and we have the following result. 
where ψ (·) is the Euler psi function [38, eq. (8.36) ].
Proof: See Appendix D. It is indicated from (45) that the high SNR slope is one and independent of all parameters of the system, which means that the secure wireless powered communication achieves the same spectral efficiency as the traditional communication without eavesdropping.
We now take our attention to the colluding scenario, and we have the following result. 
Proof: The proof follows similar lines as that of Corollary 5, hence is omitted.
2) TAS SCHEME
In the following, we first present the detail analysis of the ergodic secrecy capacity for the system with TAS scheme. Similarly, when the perfect CSI at Alice (ρ = 1) and a single eavesdropper (M = 1) are considered, our derived result reduces to [29, eq. (36) ], which verifies the correctness of the analysis. We now look into the high SNR regime, and present the high SNR metrics in the following corollary. 
(51) Proof: The proof follows similar lines as that of Corollary 5, hence is omitted.
We now move to the colluding scenario, and we have the following key result.
Theorem 8: The exact closed-form expression of ergodic secrecy capacity of TAS scheme under the colluding scenario can be expressed as (52), shown at the bottom of this page.
Proof: The proof follows similar lines as that of Theorem 5, hence is omitted.
We now look into the high SNR regime, and present the high SNR metrics in the following corollary. 
V. NUMERICAL RESULTS
In this section, Monte Carlo simulations are provided to validate the analytical results and evaluate the impacts of key parameters on the secrecy performance of the system. Unless otherwise specified, the following parameters are set: the transmission rate R S = 1 bit/s/Hz, the energy conversion efficiency η = 0.8, the energy harvesting time θ = 0.5, and the fading severity parameter m = 4. The average SNRs of power transfer channel and main channel are denoted as γ 0 = P s σ 2 = 10 dB and γ B = P s λ 0 σ 2 , respectively. In addition, we assume that the number of eavesdroppers is M = 3, and the average wiretapping channel power gains are λ i = 5 with 1 ≤ i ≤ M . As indicated in these figures, we can see that the analytical results are in good agreement with the simulation results and the asymptotic curves work quite well at high SNR regimes, which corroborates the accuracy of our derivation. Figs. 2 and 3 plot the secrecy outage probability of wireless powered networks with different average SNRs of main channel γ B for both MRT scheme and TAS scheme, respectively. As shown in these two figures, we can see that increasing antenna numbers at Alice has significantly improved the secrecy outage performance for both schemes. This is because having more antennas at Alice can provide a higher diversity gain, which results in an improved quality for main channel. In addition, when ρ = 1, the full secrecy diversity order can be obtained for MRT scheme and TAS scheme, i.e., 3 and 6. However, for both MRT and TAS schemes, the secrecy diversity order reduces to one when ρ = 1. These phenomenons validate the correctness of Corollaries 1-4. Fig. 4 illustrates the impact of the number of Eves M and λ e on the secrecy outage probability of the system for both two diversity transmissions with no feedback delay. As can be readily observed, the secrecy outage performance will be deteriorated by increasing M or λ e . This is due to the fact that increasing M or λ e has a positive impact on the intercepting ability of eavesdroppers. Moreover, the secrecy performance gap between non-colluding scenario and colluding scenario will be enlarged by increasing M . Since when the colluding way is adopted at Eves, increasing M can provide a more intercepting gain for Eves. In addition, a similar phenomenon can be observed in Fig. 8 , in which the impact of M on the ergodic secrecy capacity of MRT scheme and TAS scheme is presented, respectively.
Figs. 5 and 9 examine the impact of feedback delay ρ on the secrecy outage probability and ergodic secrecy capacity of the system with two diversity transmissions, respectively. As can be expected, the higher feedback delay, i.e., small ρ, will significantly degrade the secrecy outage probability and ergodic secrecy capacity for both two diversity transmissions. In addition, there exists an interesting phenomenon, that is, when the system suffers from moderate or even serious feed- back delay, i.e., small ρ, the TAS scheme achieves a similar performance as MRT scheme or even better. This is because the MRT scheme based on outdated CSI is not match with the main channel under the condition of moderate or even serious feedback delay. However, when the feedback delay is decreased, MRT scheme achieves better performance than TAS scheme due to more secrecy coding gain provided by MRT scheme.
Figs. 6 and 7 show the ergodic secrecy capacity of the considered system with different average SNRs of main channel γ B for both MRT scheme and TAS scheme, respectively. It is shown in these two figures that the ergodic secrecy capacity improves with the increase of γ B for both two diversity transmissions, since increasing γ B leads to the decrement of the high SNR power offset. Moreover, we observe that the high SNR slope of all the curves is one regardless of feedback delay, which corroborates the theoretical analysis presented in Corollaries 5-8.
VI. CONCLUSIONS
In this paper, we have investigated the secrecy performance of wireless powered networks with multiple eavesdroppers and outdated CSI over non-identical Rayleigh fading channels. To exploit benefits of multiple antennas, two simple diversity schemes, i.e., MRT and TAS, were introduced to improve the secure transmission in two intercepting ways, respectively. Specifically, we have derived exact as well as approximated closed-form expressions of secrecy outage probability and ergodic secrecy capacity, which provide an efficient means to evaluate the impact of key system parameters, for example feedback delay, the number of antennas and eavesdroppers, on the secrecy performance of the considered system. Our results demonstrate that: 1) The full secrecy diversity order, i.e., N , can be achieved by all schemes in the presence of no feedback delay. However, it will reduces to one in the presence of feedback delay, which is consistent with the result observed in the conventional network; 2) Compared with the non-colluding scenario, the information transmission is prone to be intercepted in the colluding scenario. 3) Assuming perfect CSI at Alice, MRT scheme always achieves better performance than TAS scheme. However, TAS scheme achieves a similar performance as MRT scheme or even better in the condition of moderate or even serious feedback delay.
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APPENDIX A PROOF OF THEOREM 1
According to (22) , the secrecy outage probability of MRT scheme under the non-colluding scenario can be expressed 33784 VOLUME 6, 2018
where U = h P 2 , the PDF of which is given by
Since it is intractable to solve (55), we first derive the secrecy outage probability conditioned on U and Y , and we have
where we have resorted to [38, 
On the other hand, by averaging RV Y , we have
where [38, eq. (3.351.3) ] is adopted to solve the above integral. Now, pulling everything together, the desired result for the secrecy outage probability of MRT scheme under the noncolluding scenario can be obtained.
APPENDIX B PROOF OF COROLLARY 1
When λ 0 → ∞ and ρ = 1, the CDF of X can be approximated as
Now, similar to the analysis in Appendix A, the asymptotic secrecy outage probability in the presence of feedback delay can be easily obtained. On the other hand, when λ 0 → ∞ and ρ = 1, the CDF of X can be approximated as
Now, by utilizing (61), the asymptotic secrecy outage probability of perfect feedback condition can be easily derived after some mathematical manipulations.
APPENDIX C PROOF OF THEOREM 5
From (41), conditioned on U , the ergodic secrecy capacity of MRT scheme under the non-colluding scenario is given by 
where (·, ·) is the upper incomplete Gamma function [38, eq. (8.350.2) ]. In order to further simplify the above expression, we first resort to the following equation
Now, by utilizing (64) and making a change of variable y = tx, the first term of (63) averaged over U can be derived as 
Furthermore, by following similar analysis of I 1 , the second term in (63) averaged over U can be derived as 
To this end, pulling everything together yields the desired result.
APPENDIX D PROOF OF COROLLARY 5
Capitalizing on the technique proposed in [44] , the asymptotic ergodic secrecy capacity conditioned on U is given by 
To this end, pulling everything together yields the desired result as shown in (44) and (45 
