There have been many attempts to find knowledge from data using conventional statistics, data mining, artificial intelligence, machine learning and pattern recognition. In those research areas, knowledge is approached in two ways. Firstly, researchers discover knowledge represented in general features for universal recognition, and secondly, they discover exceptional and distinctive features. In process mining, an instance is sequential information bounded by case ID, known as process instance. Here, an exceptional process instance can cause a problem in the analysis and discovery algorithm. Hence, in this paper we develop a method to detect the knowledge of exceptional and distinctive features when performing process mining. We propose a method for anomaly detection named Distance-based Anomaly Process Instance Detection (DAPID) which utilizes distance between process instances. DAPID contributes to a discovery of distinctive characteristic of process instance. For verifying the suggested methodology, we discovered characteristics of exceptional situations from log data. Additionally, we experiment on real data from a domestic port terminal to demonstrate our proposed methodology. †
Introduction
In many host-based or networked computer systems, network traffic data may show unusual behavior because of malicious activity. The detection of such activity is referred to as intrusion detection (Agarwal and Mittal, 2012) .
Credit Card Fraud
In many cases, unauthorized use may show different patterns, such as a buying spree from geographically obscure locations. Such patterns can be used to detect outliers in credit card transaction data (Ngai et al., 2011) .
Interesting Sensor Events
The sudden changes in the underlying patterns may represent events of interest. Event detection is one of the primary motivating applications in the field of sensor networks (Du et al., 2006) .
Medical Diagnosis
In many medical applications the data is collected from a variety of devices such as MRI scans, PET scans or ECG time-series. Unusual patterns in such data typically reflect disease conditions (Purarjomandlangrudi et al., 2014) .
Law Enforcement
Determining fraud in financial transactions, trading activity, or insurance claims typically requires the determination of unusual patterns in the data generated by the actions of the criminal entity (Lin and Brown, 2006) .
Earth Science
A significant data about weather patterns, climate changes, or land cover patterns is collected through a variety of mechanisms such as satellites or remote sensing. Anomalies in such data provide significant insights about hidden human or environmental trends, which may have caused such anomalies (Potter et al., 2003) . (Han et al., 2012) . 이상치 탐색(Anomaly Detection)이 최근 중요하게 적용되고 있는 분야로는 <Table 1>과 같이 네트워크 침입 탐지, 금융사 기 탐지, 보건 및 의료 서비스 관련, 공공안전 및 보안 관련 등 에서 활용되고 있다 (Aggarwal, 2013 (Han et al., 2012) . 이상치를 찾고자 하는 연구가 프로세스 마이닝 분야에서도 이어지고 있다 (Bezerra and Wainer, 2013 (Agrawal and Srikant, 1995; Pei et al., 2001; Shyur et al., 2013) . Target Instance   c1  c2  c3  c4  c5  c6  c7  c8  c9 c10 c11 c12 c13 c14 c15 c16 c17 c18 c19 c20   c1  0  3  4  4  0  3  3  3  0  3  4  4  0  3  3  4  0  2  4  5   c2  3  0  5  3  3  0  4  2  3  0  5  3  3  0  4  3 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 Container 014 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 Container 015 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 Container 016 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 Container 018 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 Container 019 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 Container 020 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 Container 021 
세스 모델은
'인 경우 포함한 이벤트 의 Activity는 'a', 'b', 'c', 'd' 로서 'a', 'b', 'c' 는 1번씩 발생하였 으며, 'd'는 2번 발생하였다. 각각의 이벤트는 시간순서를 가지 고 있다
