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ABSTRAtT 
Tbe purpose or thia study 1a to investigate Oeneral Motors• 
Manufacturing Autcaated Protocol (HAP) project and to delineate 
i ta advantages and disadvantages. One goal or tbia study 1s to 
provide tbe reader with a general understanding or the HAP 
project. HAP addresses the problem or connecting inOOIIJB tible 
computer-baaed devices in a manufacturing enviro111ent into a local 
area network. Baai c concepts ot local area networking are 
presented to aid in the understanding ot tbe HAP project. 
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L DTRODUCl'ION 
Recently the puab towards raotory aut.caation ia to oonneot 
various taotory tloor devices (i.e. robot.a, prograaaable 
oontrollera) and other ooaputer-baaed devioea (1. e. terainala, 
micro-,aini-, aintrae ooaputera) into a network. 'nlia trend can 
be attributed to: C 1) deoreaae in ooat ot electrical ooaponenta 
coupled with inoreaae in intelligence in computer-baaed device a 
wbicb enoouraged many organizations to distribute coaputing power; 
and ( 2) develoiaents in oomputer technoloa aucb that a great many 
devices are now available that are either designed for, or have 
their value enhanced by networking. 
However, the task of networking is complicated by the variety 
of devices from different manufacturers. A device from a 
different manufacturer, or possibly another range of devices fNIID 
the same manufacturer, was unlikely to communicate with another 
device because they do not •speak• the same language. For 
example, devices may differ in how their data are ooded (one codes 
data in ASCII and the othe EBCDIC). 
II. BACKGROOND 
Many organizations are becoming aware that more benefits oan 
be gained by purchasing products (hardware and software) fran more 
thanone manuticturir-·(i. e~ 1:BM~-·DEc). The attempt to tie these 
diverse products into a network has led many standard 
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organizations such as the Institute or £leotrioal and Electronic 
Engineers ( IE££) and International Standard:, Organization C ISO) to 
realize that a set of •open systems interoonneotion• protocol 
standards is needed to enable the various oomputer-based devices 
to oommunicate with each other. If such protocol standards can be 
establiahed and accepted by the manufacturers, many believe that 
maxim1111 benefit can be attained fr<111 theae diverse devices and the 
full potential of networka could be realized. 
The key words here are standards and protocol. DATAPRO 
issued a report in January, 1983 and it pointed out the importance 
of establishing communication standards. 
As more and more standarizations are employed, user are likely to have a menu of products form which they can 
choose the most efficient equi111ent to acoomodate their 
networking needs, regardless of who manufactures it ••. Standardization lifts restrictions fr<111 users in terms 
of network growth and fosters a competitive enviroment in which vendors can benefit as well ••• allows vendors to 
conoentrate their efforts on the develo1111ent of state-of-the-art technology ••• and permits vendors to extend their 
sales to segments not formerly reachable because of incompatability. 1 
As mentioned, the other keyword is protocol. In networking 
jargon the word protocol is a fixed set of rules that specifies 
the format of data exchange. It is needed in order for 
communication between devices to occur. From the users' 
viewpoint, it is a set of functions which allows them to log-in, 
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acceH different data baaea, tran:ifer files, eto.. In general, 
data communication protocols can be divided into two types: (1) 
bit-oriented; and (2) byte-oriented. Byte-oriented protocols 
( 1. e. IBM's DSC, DEC's DDCHP) require that data be tranmitted in 
8-bit blocks and requires an acknowledgement after each 
transmitted block before the next one can be sent. Bit-oriented 
protocols (1. e. ASCII, HDLC) allow data to be transmitted in 
blocks of any length up to a specified maximum and an 
acknowlegement may take place after one or several blocks have 
been aent. 2 
III. SCOPE 
The purpose or this study is to provide the reader with a 
general understanding or General Motors' MAP (Manufacturing 
Automated Protocol) project for factory floor communications in a 
local area network. To meet this purpose, a summary of the MAP 
project will be presented, followed by a critique of the project 
citing some of its advantages and disadvantages. Readers who are 
interested in more detail of the project are referred to the 
document. 
I.V. BASIC OONCEPTS OF LOCAL AREA NE'lWORKING 
To aid the understanding of MAP, basic concepts of local area 
networking will be discussed. Furthermore, as the architecture of 
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HAP !11 t•aed on the ISO' t1 Reference Hodel, it w 11 l be briefly 
presented. 
IV. A. t'£FINITION OF A LOCAL AREA NElVORK (LAN) 
A LAN is a co11munioa t.ion system that allows interconnection 
or two or more computer-based devices to communicate with each 
other. The major characteriatic.s that distinguishes a LAN frca 
other com11unica tion networks are: ( 1) intracompany, privately 
owned and not subject to federal or state regulatory bodies; (2) 
structured into a discrete physical entity with devices 
interconnected by a common medium; ( 3) limited in geographical 
scope; ('I) usually supports high speed data transmission, ranging 
from 1-Hbps (million bits per second) to 10-Hbps; and (5) bas low 
error rates. 
IV. B. RATIONALE FOR LAN IMPLEfENTATION 
Implementation of a LAN can be an expensive investment. A 
list of potential benefits are presented to give some rationale 
that this investment will be cost-effective. 
IV. B. 1. RESClJRCE SHARING 
Perhaps the greatest benefit offered by LANs is resource 
sharing. Sharing expensive equipnent ( 1. e. printers, disk storage 
devices, etc.) distributes the costs of these equipnent among all 
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part! ci pa t1 ng uaera. Sharing software reduoea data redundancy 
:sinoe 111 attached device:, will use tho :same version and same 
master copy or a given program or file. Resource sharing, 
therefore, p-<11otes operations eftiaiency and increase Jn workers' 
product! v ity. 
IV. B. 2. IH TEO RATION OF FU NCI' IONS 
The ability to integrate a wide range of functions into a 
single, harmonious system is another potential benefit that LANs 
can offer. An organization with various network8 (voice, word 
processing, data entry, etc.) are likely to have each network to 
be administered by a separate department. Since these networks 
tend not to interact, integration of these resources would mean 
operating them more effiaiently and possibly reduce the manpower 
required to operate them. 
IV. B. 3. SIHFLICITr AND FLEXIBil.ITY 
Host current LANs use a simple architecture with control 
distributed among participating stations. Since the entire 
network does not depend on any single device, a hardware or 
software failure in one station usually affents only that station. 
IrJ addition, distributed control allows ease of expansion and 
reconfiguration. Users can move or add stations to such networks 
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with relative ease. LANs' simpl 1c1ty and flexibility are among 
1 ts notable selling point.a. 
IV. C. LAN TECHNOLOOr 
The five basic issues or local area networking are: 1) the 
tranmission technique; 2) the network's piysical medium; 3) its 
topology ( bus, ring, star); 4) its aooess technique; and 5) any 
higher-level services that the LAN offers such as protocol or file 
rorma t conversion, data en cry pt.ion or network management. 
Currently, higher-level services are only beginning to emerge as 
commercial offerings, and they depend heavily on the specific 
applications of the users. Higher level services will be . 
discussed as iart of the ISO' s Referenoe Hodel. 
IV. C.1 LANs 1 DATA TRANSMISSION TECHNIQUES 
Data transnission in LANs have a different set of constraints 
from computer and data comm uni cation networks. The major 
considerations for LANs are: ( 1) inexpensive as com~red with the 
cost of the attached devices; (2) short distances which implies 
simple modulation techniques can be used; (3) simple interfaces 
can be used because of the short distanoes and simple modulation 
techniques used; (IJ) network's transmission meditDD is shared by 
all users and must be capable of supporting high transmission 
speeds; and (5) error rates must be low. 3 
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In thi:J iseot1on, data transai:u1ion techniques for local area 
ne tvork1 ng are di scu:ssed. 
IV. C. 1. 1 BASEBAND SIGNALLING 
Baseband signalling means that the signal 1., not modulated at 
all. When oonsidering digital data tranm"sion, the zero and one 
bi ts are given discrete value., and the signals appear directly as 
thoae value., on the network. 
Base band techniques have been widely adopted by commercial 
LANs because modems are not needed and the signal can be 
transmitted at high speed. In the restricted enviroment of a 
LAN, this technique is often very suitable. However, for long 
distance transmissions, baseband signalling would not be an 
apprOJriate technique to be used because transnission circuits or 
channels are inherently unsuitable for transmitting digital 
information. Distortion of the digital information can be severe 
causing the zero and one bits to be easily lost or damaged. 
A channel operating in baseband mode makes use of the whole 
bandwidth so that only one signal can be carried at any one time. 
With higb speed transnissions, short distances and data devices 
transnitting in "bursts" this may not be a disadvantage. However, 
transnissions of long durations could "lock out" other users from 
using the channel. 
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On II blNband netvork, tho abaence:s of a tran•bsion would be 
indicated by a lack of any aignal on the m~1m. When a device 
:starts a tranm1:,s1on, 1t h likely that the 11:,tening devices 
would l oae the f 1rat rev b1ta because they need time to •1ock• on 
the signal and adJuat their internal clocks to the frequency or 
the sender. For this reason, 50llle network:, irecede tran11111as1ons 
by a short •preamble• consisting of a set of bit sequence which 
ends in a particular manner. If the listener mis38s the start of 
the preamble, it is still able to recognize the end of the message 
by the appearance of this special bit sequence. 4 
IV. C.1.2 BROADBAND SIGNALLING 
Broadband signalling modulates information on to the analog 
carrier wave. Usually, the medium used has a wide bandwidth (300-
400 megahertz). Although the same physical network is used by 
everyone, it has the appearance of several separate networks. 
The broadband technology has been used for maey- years in the 
cable 'lV industry which is generally known as CATV (Community 
Antenna Television). In this system, a single length of coaxial 
cable is used to carry several simultaneous TV channels to many 
subscribers from a single receiver with an aerial. The cable 
network of CATV can cover a wide area because radio-frequency (RF) 
analog transmissions can be amplified whenever the signal 
strengths falls too low or get weak. The cable need not be of 
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single length but. can branch aa much u neoeuary, prov lded that. 
it does not. rorm any closed loop3. In CATV, each channel ls 
allocated 6-8 HHz or frequency band t.o carry real-time color 'IV 
pictures. 5 
When using broadtand signalling ror data, modems are required 
to modulate the digital in1'ormat1on on to an RF carrier wave. To 
enable a station to send and receive a broadband signal, a 
frequency translator device called the •head-end• is used. 
Stations send signals to the head-end on one frequency then the 
head-end device would resend the signals at a different frequency. 
Two channels are required because broadband signals are 
unidirectional. This is due to the nature of the coupling and 
amplifying hardware necessary to carry the RF signal. 
RF modems used to propagate the broadband signals are 
available in either fixed frequency or frequency agile. Fixed 
frequency modems transmit on only one frequency and receive on 
only one. Frequency agile modems are able to transnit and receive 
on any on of several pairs of frequencies. 6 
The bandwidth required in broadband systems depends on the 
rate at which data are being transmitted. In practical 
implementations, a bandwidth of 300 KHz is used to transnit data 
at 128 Kbps (kilo-bits per second). Higher transmission rates 
require wider bands. 
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IV.C.2 TRANSHISSION t£DIUM 
TranamissJ.on medi\111 is the physical ooMection that •bridgea• 
the attached devicea. There are three media that are commonly 
used in most LANs: twisted pair or copper wire, ooaxial cable and 
optical fiber. 
IV. C. 2. 1 'NISTED PAIR OF COPPER WIRE 
'1\fisted pair of oopper wire is the least expensive medium, 
the easiest to install, and the most readily available medi1.111 
since it is in constant, high volume production for voice 
telephone use. It suits best for for low cost, short distance 
LANs, especially for small networks linking personal computers. 
Normally, twisted pair can tran1111it data at the rate of 1 Mbps. 
Unfortunately, twisted pair is extremely susceptible to noise 
from outside sources such as air conditioners and typewriters. 
This disadvantage makes it unsuitable for use in a manufacturing 
environment. Furthermore, it limits the distance that a signal 
can travel. '!wisted pair's vulnerability to noise increases as 
its length gets longer. After a given distance, the increased 
noise completely destroys the signal. 
Two techniques used to reduce this vulnerability are 
shielding and repeating. Shielding makes the medium less 
vulnerable to noise but adds significantly to the cost of the 
wire. The use of active repeaters increases the distance a signal 
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can travel but repeaters are expensive and al :,o affect the oc>:st of 
running twisted pair over a distance. 7 
IV. C.2.2. CX>AXIAL CABLE 
Coaxial cable is the most widely used medium for l ooal area 
networking. It is available in a variety or forms, each of which 
has its own merit for different applications. Coaxial cables can 
differ in number of frequencies offered, degree of attenuation, 
degree or immunity to noise and electrical interference, 
stiffness, and impedenoes. 
Coaxial cable exhibits desirable characteristics that makes 
1t suitable for local area networking. It is largely immune to 
electrical noise and can transdt data at higher rates over longer 
distances as compared to twisted pair. Baseband or broadband 
signalling can be used. Finally, coaxial cable is easy to tap 
into without affecting its electrical characteristics. 
IV.C.2.3. OPI'ICAL FIBER 
Optical fiber is the newest medium to be used in a LAN 
enviroment. It is essentially a one-way transnission medium with 
a source at one end and a detector at the other end. Since it is 
a one-way transnission medium, optical fiber is ideal for ring 
networks where information flows in the same direction. 
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The advantagu or optical r!ber are durability and security. 
Optical fiber has high immunity to both physical and electrical 
influences rroa the environaent because or its resintance to 
corrosion and to conduct electric! ty. It is al11e>st iapossi ble to 
tap an optic fiber cable since one must align each fiber (or 
hundreds or thousands) to insure a continuous connection. 
Its disadvantages are cost and difticul ty ot connection. The 
very property ot it that makes it ideal tor security makes it 
ditticul t to be implemented in a LAN ditticul ty it tapping makes 
it difficult to connect new devices. Additionally, right now it 
is the most expensive medi1.11 tor LAN applications. 8 
IV. C. 3. 'roR>LOGIES 
A network's topology is the physical and logical arrangement 
of its stations in relation to one another. There are three basic 
topologies found in most LANs: bus, ring, and star. 
IV. C. 3.1. STAR 
Star-shaped network is the most common type of network used 
in many organizations today ( 1. e. local telephone system, terminal 
connections to the mainframe). A star network has a central node 
that connects to each station by a single, point-to-point link. 
Any communication between one station and another must pass 
through the central node which can be a computer or a controller. 
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One or the mo:st significant aspects or a star network 1 :i the 
fact that much or the intelligenoe needed to control the network 
resides in one plaoe and be :shared by all the connected devices. 
However, it must be recognized that the installation or a 
oentrally-controlled LAN is a costly item and is vulnerable to 
failure. It is true that a failure or one station will not affect 
the rest or the network, but if the oentral node fails, the entire 
network will fail. Initial cables required are generally 
difficult and costly to install when a large maber of devices are 
being served. 
IV. C. 3.2. RING 
A ring network consists of each device connected to two (and 
only two) other devices. This network will composed of a series 
of repeaters Joined to each by the transmission medium and the 
users' devices are connected to the repeaters. Messages placed on 
the ring are continuously regenerated as they pass through each 
repeater and will be removed by the properly addressed 
de sti nation. Most ring networks transmit messages in one 
direction only. 
A loop network is a variation of a ring network in which one 
"master" station controls the network in deciding which station 
can use the circuit. Loops have been in use for some time, long 
before LANs came along. They were a development of the polled 
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multipoint line principle which originated in most o~line aceas 
to mainframe systems. Loops usually serve low-speed devices such 
as terminals that can be cormected to a remote computer system or 
another network. 
IV. C. 3. 3. BUS 
A bus network consists of a single section of the 
transmission medium (usually coaxial cable) that has two discrete 
ends to it. Devices are attached to the bus at intervals. All 
transmissions made on the bus are broadcast (meaning all stations 
connected to the bus can hear every transmission being made). 
Each station has a unique address to identify the recipient of a 
transnitted message. 
The bus medium is ~ssive by nature and thus there would be 
no need for any active components such as repeaters or amplifiers 
on the medium. However, when separate networks need to be 
interconnected, some special amplifiers and repeaters may be 
required to propagate the signals because of attenuation. Bus 
networks utilize multiplexing techniques for transmission and 
reception of information. These networks can be divided into 
baseband and broadband networks. 
rv.c.3.3.1. BASEBAND BUS NE'IWOHKS 
Baseband bus networks uses time division multiplexing 
technique. These networks are primarily geared to small to medium 
-15-
data proceasing or office automation enviroment. They work well 
within a aingle building, although a IS!ngle baseband netvork can 
span a amal l campus. With the current technology, baseband 
network can handle only data traffic. Therefore, baseband is a 
logical choice for enviroment that are primarily data oriented 
and whose i ntorma ti on and comm uni cation requirements are 
characterized by short messages and short distanoea. 
IV. C. 3.3.2. BROADBAND BUS NE'lWORKS 
Broadband bus networks are characterized by their use of 
frequency division multiplexing and by their high cape.city and 
diversity of data they can handle. These networks permit voice, 
video and data to be transmitted on a single network. 
Consequently, they allow many attached devices to communicate at 
the same time which suits them in high demand, high user denSi ty 
env iroments. 
IV. C. 3.4. TREE 
Tree topology is essentially a series of buses connected 
together. In this topology, there is usually a central backbone 
bus where a number of smaller branch buses are connected. The 
backbone is tapped by splitters and the stations are attached to 
the network through an interface unit. This topology offers only 
one transmission pa th between any two stations. 
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IV. C. 4. LAN AC~SS TECHNIQUES 
A network's access technique is the method by which the 
network distributes the right to transit among its participating 
stations. It has to be specified, otherwise the a.1 tua tion on the 
cables would quickly degenerate into chaos. The acoesa technique 
is the network's way of oontrolling traffic. 
Host LANs use distributed acoeaa methods where each station 
participates equally in accessing the network. There are two 
general categories of distributed access methods: ( 1) contention 
or random ; and (2) deterministic. With random access method, a~ 
station bas the right to transmit at any time. In deterministic 
access method, each station must wait its turn to transnit. 
The following will discuss access methods which have been 
influential on current LANs. Readers interested in other access 
methods are referred to [Cole's Computer Commun! cations and 
Tanenbaum's Computer Networks] in the bibliography. Discussion on 
deterministic methods will include empty slot and token passing 
while random access methods will include pure aloha, slotted 
aloha, carrier sense multiple access (CSMA), and carrier sense 
multiple access with collision detection (CSMA/CD). 
IV. C. 4 .1. EMPI'Y SLOT 
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Empty slot technique is round exclusively in ring networkll. 
This technique operates with one or more empty slots or fixed 
length data frames that circulates around the ring. 
In many practical implementations or empty slot, the ring 
network uses only one slot and a delay buffer. This is because 
most ring networks are very short in length. When a device has 
information to tran1111it, it loads it into a buffer and waits until 
the station immediately preceding it passes an empty slot. The 
slot continues around the ring until it reaches the destination 
where the station reads the information into its own buffer and 
sets the acknowledgement field. 
When the slot returns, the sender checks the acknowledgement 
field and releases the slot to be used by another station. If the 
transnitted data has not been acknowledged, the sender retransnits 
the packet in the next free slot. 
IV. C. 4. 2. TOKEN PASSING 
The most widely used deterministic access technique today is 
token passing. In a token passing network, a token is passed 
around the network. A token is a special bit pattern that assigns 
the right to transmit to the station that receives it. Token 
passing method can be used in bus or ring-based networks. 
In a ring network, consecutive stations must be physically 
adjacent to one another with the token passed between the stations 
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through the phy:iical ring. Whenever a :,tat1on has data to 
transaH, 1t waits until 1t receive:, the token rroa the previous 
station in the token passing order. When the station receives the 
token, it temporarily rmoves it frca the ring and places t.he data 
in front of the token. The receiving station would normally 
operate in the same way aa in the empty a.lot technique (read the 
packet, sets the acknowledgement field and passed it on the 
network). 
In a bus network, a •logical ring• may be created because the 
consecutive stations on the network need not be physically 
adjacent. Normally, the station holding the token can either 
tranmit its message or use the channel in any fashion for up to a 
specified amount of time. When the station finishes using the 
token, it passes the token to the next user by broadcasting the 
address of the next recipient. 
IV. C. 4. 3. PURE ALOHA 
The Pure Aloha access technique was first utilized by the 
ALOHA Network in Hawaii. Two radio frequencies were allocated: 
one for computer-to-terminal broadcasts and the other for 
terminal-to-computer messages. 
In this access method, each terminal can only listen to the 
computer-to- terminal frequency, so it has no way of knowing 
whether the terminal-to-computer frequency is being used by any 
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other terainala. Consequently, when a terminal haa 11 packet to 
send, t.ranaiaaion begins regardless or whether the frequency 1a 
currently used or not. On coapl etion or the tranaiaa1on, the 
terainal starts an interval t1aer which it uses to decide if the 
packet vas damaged during transmission. Ir, after the time 
interval, 1t has not received an acknowledgement for the packet 
from the central computer, it transmits the packet again and 
restarts its timer. To reduce the probability that the same 
packets will collide again, the time interval is randomly 
generated. 
The receiving device at the central computer will hear either 
a normal uncollided packet or a damaged one. Every packet is 
checked against its error-checking field. If the packat bas no 
errors, an acknowledgement is transmitted on the computer-to-
terminal frequency. This transmission occurs without collision 
because only one device (the central computer) is using the 
frequency. 
IV.C.4.4. S..OTTED ALOHA 
A way of improving the Pure Aloha technique is to restrict 
the times when the terminal can transmit in order to reduce the 
channel time wasted when packets collide. No other change is 
required in the network access and the sending station still does 
not listen to the channel on which it is transmitting. 
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The whole time interval is split up by the control system 
into equal length al ots. Each terminal 1a allowed to tranmit 
only at the start or each slot. When two devices decide to 
transmit at the :same time, they stU l must tranmit the entire 
paclmt. But, they do so in a synchronized manner making the time 
lost 11111 ted to the width or the network time slot. This reduces 
the total time wasted on the network. This technique doubles the 
efficiency that or the Pure Aloha technique to approximately 36S 
channel utilization. 
IV. C. 4. 5. CSMA 
One way or improving the overall efficiency of the Pure and 
Slotted Aloha techniques would be to refrain the stations from 
transnitting a packet of data if someone else is already doing so. 
In CSMA technique, stations that are waiting for an idle 
channel can either try to transmit their own packet as soon as the 
channel is quiet or wait at a time interval after detecting that 
the channel is being used. If stations attempt to transnit at the 
first opportunity with a probability of p, then the method is 
called p-persistent CSMA. In a p-persistent implementation with n 
stations, (n)*{p) devices will attempt transnission as soon as the 
channel becomes quiet. If p:1, each station waiting to transmit 
will do so as soon as the existing transnission ceases. When two 
or more devices are waiting, their subsequent transmissions will 
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collide and be lost.. This sit.uat.ion occur:, aost oft.en when the 
network is being heavily loaded. A low value p reduces the 
likehood or collisions and hence minimizes the quantity or lost 
data, but it also reduoes channel utilization. A high value p, on 
the other hand, increases channel utilization but increases the 
likelihood or collisions. 
A second CSMA technique is called non-persistent CSMA. In 
this method, an attempt is made to be less •greedy• than in the 
previous one. Before sending, a station senses the channel. It 
the chaMel is idle, the station can begin transaission. However, 
if the channel is already in use, the station does not continually 
sense it for the purpose or seizing it immediately upon detecting 
the end or transmission. Instead, the station waits a random 
period of time and then checks the channel. If it is still 
•busy•, then it repeats the algorithm. 9 
Another way of scheduling transmission using the CSHA 
technique is to allocate network-wide time slots which is 
analogous to the Slotted Aloha technique. This permits stations 
to start transnissions only at the beginning of a time slot. 
IV.C.4.6. CSHA/CD 
In CSHA/CD a device listens to the network for a transnission 
(carrier sensing) and then transmitting if it is idle, but at the 
same time listening to the transmission (collision detection). 
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When each tranaa1t.t1ng station realtua that ita packet has 
collided, 1t then oeaaes tranaa1aaion to uve waat1ng channel 
Uae. Si nae Ule propaga Uon Uae signal ia short ror most LAN a, 
the aaount or t1ae wasted 1a ahort 0011p1red vith the length or a 
typical packet. 
Ir a collision occurs, the involved atationa cease 
tran•iaaion and try again some time later. In order to avoid the 
same packets colliding again, the time that each device vaits 
before sensing the carrier again is randomized. It is conceiVable 
that a packet retransmitted collides again vitb another packet 
from another device. In this case, the same procedure is 
followed, but the time it waits before attempting to retranmit is 
made longer. If after a specific number of retries, the 
tranmission bas still been unsuccessful., the station abandons the 
attempt and reports a possible error condition to its user. Thus, 
as the load on the network increases, the rate of tranmission of 
each station decreases to match the channel's capacity. 
CSMA/CD does not require specific acknowledgement of 
individual packets for the sender to know whether the packet was 
damaged or not during tranmission. However, it does require the 
receiving station(s) to implement a higher level protocol in order 
to ensure that acknowledgements are sent back to the sender when 
needed. 
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CSHA/CD can be vory errio1ent. 1n pract.1oal 1.apl•entat.1ona 
with well over 90J or the available channel oapao1 ty to be uaed, 
ooapared to about 83J ror the opt1aum standard ror CSHA technique. 
1h1a 1a tbe main reason why CSHA/CD bu been ohoaen aa tbe baaia 
ror aany practical LAN deaigna. 
IV. D. ISO• a REFERmi<J: K>DEL 
Aa 1 ndi ca ted earlier, device a frca different aanufacturers 
cannot oomaunioate with each other beoauae they are incompa t1ble. 
Tbe Reference Hodel for open systems interconnection propoaed by 
tbe ISO forms tbe basia for developing a full range of standard 
protocols for interconnection of computer-based devices. It 
should be observed that this model simply forms tbe framework for 
open systems interconnection and does not make an attempt to 
actually specify the protocols. 
The Reference Hodel consists of a hierarchy of seven layers 
and defines bow each layer prov ides the necessary services to 
support communications among devices. Each layer communicates on 
a "peer• basis (layer 1 to layer 1 and so on) and each uses those 
beneath it to provide a level of service. In reality, information 
are not transferred directly fran layer to layer, but are passed 
down through the layers where the final tranmission will take 
place over the physical medium. At the receiving end, the 
information is moved up through the layers. Between each adjacent 
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layer, there 1a an interface that allows the information to be 
pasaod up and down through the seven layers, 
The physical mediua itself is not part of the Reference 
Hodel, although it 1a important to realize what it contains. In a 
LAN, the physical medium would consist of cables (twisted pair, 
ooaxial, or fiber optic), a~ repeaters, amplifiers, or modems, to 
allow the user to interface to the network. Figure 1 shows a 
schmatic diagram or the ISO' s Reference Model, 1 O 
Layers End System Protocols End System 
+---------+ +---------+ Applioa tion + layer 7 + <----------------> + layer 7 + 
-t---------+ 
-t---------+ +---------+ 6/7 Interface +---------+ 
Presentation + layer 6 + <----------------> + layer 6 + 
Session 
Transport 
Network 
Data Link 
Physical 
+---------+ +---------+ 5/6 Interface +---------+ +---------+ + layer 5 +<---------------->+layer 5 + 
+---------+ 
.,._, ________ 
+---------+ 4/5 Interface +---------+ 
+ layer 4 +<---------------->+layer 4 + 
+---------+ +---------+ +---------+ 3/4 Interface +---------+ 
+ layer 3 +<---------------->+layer 3 + +-,--------+ 
+---------+ 213 Interface i---------+ +---------+ + layer 2 +<---------------->+layer 2 + 
+---------+ +---------+ +---------+ 1/2 Interface +---------+ 
+ layer 1 +<---------------->+layer 1 + 
+-,--------+ +---------+ 
FIGURE 1: The ISO Reference Model 
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IV. D. 1. LAYER 1: PHYSICAL LAYER 
The physical layer provides the means to attach to the 
tranaisaion aediua. It detines the mechanical and electrical 
specifications to establish, maintain, and end physical 
oonnectiona. 1bia is the physical rm, communication layer and is 
the basic link over which all data must pass. Some of the 
aervices provided by this layer include: ( t) bow many pins the 
network connector be and what each pin is used tor; (2) bow many 
volts abould be used to represent a 0-bit and 1-bit. 
Typical standards tor layer one are the Electronic Industry 
Association (EIA) RS232o, Depart.ment or Defense MIL-STD 188, EIA 
RS44 9/ RS442/ RS423, Western Electric 303, International Telegraph 
and Telephone Consultative Committee (CCITT) V. 24/V. 25/V. 28. 
EIA' S RS232o is the most common standard for commercial use at 
speeds below 20 Kbps, while 303 and V. 25 are common standards at 
higher speeds. RS449/RS422/RS423 and MIL-STD 188 are used 
primarily by the .federal goverment. 11 
IV. D. 2. LAYER 2: DATA LINK LAYER 
This layer manages the transfer of information across the 
established data link. The data link layer accomplishes its task 
by breaking the input data into data frames or packets. It is up 
to this layer to solve the problems caused by damaged, lost, or 
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duplicated data rraea 80 that the upper layers will be working 
with error-rrN meaages. 
Tranarer or data rraea are oontrolled by using roraatting, 
control information, and •bandsbaldng• procedures. Delivery or 
data rruea is usually done by uniquely nwabering the rraaea in 
some sequential order. Thia layer deals with errors that occur 
during tran•isaion by eaploying one or the following checking 
algorithms: ( 1) odd or even iarity cbecld.ng; (2) block checking; 
and (3) cyclic redundancy checking. For these algorithms to be 
implemented, Jrior agreement between oommunioating devices must be 
established to assure meaningful oommunioa tiona. 
IV. D. 3. LAYER 3: NE'lWORK LAYER 
nte network layer controls tbe operation of carrying tbe 
messages between the oommunioation devices. Some of the services 
provided by tbis layer include: end to end traffic routing and 
flow control and packet switching. 
Message routing is a major function performed by this layer. 
This service is used to get a packet of data from one network 
device and routes it to another device regardless of whether this 
device exists on the same or different network. At this layer, a 
data base of routing tables may be used to keep track of the 
various routes a packet can take and to determine how many 
different circuits or 18 tbs are available between the two devices. 
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Packet av itching is another task pertoraed by tbe network 
layer, the aottvare acoepts aeaaages froa a device and converts 
th• to packets. Then it sees that the packets are addresaed 
correctly and directed toward their destination. Elaents us1ally 
included in the packet are destination address, source address, 
oontrol field, and data field. 12 
IV. D. II. LAYER 11: TRAN SR>RT LUER 
This layer handles end to end error and flow control to 
ensure that the communications exchange is orderly and reliable. 
'!be transPort layer takes the variable length messages, divides it 
into fixed size data units and controls the passing ot these data 
uni ts to the peer transport layer. '!be transported data uni ts are 
capable of traversing aey toPology of tbe interconnected networks. 
Transport layer services can be implemented through connection 
oriented or oonnectionless (datagram) procedures. 
A connection oriented service establishes, maintains, and 
terminates a connection for data to be transferred. A connection 
oriented service can support multiple connections between 
transport endpoints. This is accomplished by multiplexing the 
connections that enter and leave each host computer. Connection 
oriented services are useful for applications that require high 
throughput delivery. 
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A oonneot1onleas service P"OYidea ror the end to end tranarer 
or a single data unit. This service does not require prior 
establ iahment or a connection be tween the transport layer 
endpoints. Connectionless services are appropriate in 
applioa Uons that require low delay. 13 
Services provided by this layer is generally performed 
through a device called a gateway. Gateway functions include 
store and forward operations, P"Otoool/code/interfa"8 conversion, 
and security procedures. Generally, the gateway resides on a 
single network device and all traffic travelling between any two 
networks is funneled through this devi"8. 
IV. D. 5. LAYER 5: SESSION LAYER 
The session layer is responsible for initiating, maintaining, 
and terminating each session between the communicating devices. A 
session is the period of time in which a oonversa tion is carried 
out between devices. This layer controls the 9 dialogue• between 
thm for exchange and synchronization of data. 
To initiate a session, each end must arrange some type of 
agreement be tween communicating devices. For example, it may be 
necessary that each end verify and approve the right to engage in 
the session. Then the tvo ends must agree on a variety of options 
that may be in effect for the session, such as whether the 
communication is to be half- or full duplex. Once a session has 
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been eaubUahed, the aeaaion layer auat aaintain, aanage, and 
terainate the aeaaion. Thia layer provides a fao.llity by wbiob 
raeaaagea can be grouped, ao that none of th• are delivered to the 
other end until all the measagea have arrived. 111 
IV. D. 6. LAYER 6: PRESDITATION LAYER 
The preaenta t1on layer performs a aeleotable aet ot •asap 
transformation and formatting in order to present data to tbe end 
users. Thia layer may have functions such as video screen 
formatting, encryption, compaction, and ouraor addressing. 
Functions in this layer are provided so that they can be utilized 
by the application layer. These services enable an application to 
interpret tbe meaning or tbe data, and also display and control 
the structure or the data. 15 
IV. D. 7. LAYER 7: APPLICATION LAYER 
The content of the application layer is up to the individual 
organization. When two application programs fran two different 
devices communicate, they determine the set of messages and any 
actions it might take upon receipt of a message. This layer 
supports user and application tasks and provides communication 
services that are available to the specific computer applications. 
In essence, this layer provide the meaning to the transmitted 
message. 16 
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IV. D. 8. SJHHARr OF ISO' a REFERfJH.J: K>t£L 
Layer 1 provides aervicea aucb aa oirouit interface and 
standard COMector cablea. Layer 2 apeoUies the contention for 
access to the transmission mediua and the transfer and error 
detection & correction or data fruea. Layer 3 pertorms packet 
routing and switching. Layers 4-6 are end to end functions wbicb 
account for the virtual passing of messages between communicating 
devices. Finally, layer 7 accounts for the users• own application 
programs. 
V. BASIC OONCEPTS OF HAP 
The Manufacturing Automated Protocol (HAP) is a .set of 
communication standard protocols in a local area network for 
terminals, computing resources, and programmable devices ( 1. a. 
robots) in a manufacturing plant. It is General Motors• approach 
in dealing with tbe problem of intercoMecting various devices in 
an industrial environment. The project began in November, 19~ 
when a GM task force was formed to perform a feasibility study and 
identify a communication standard for plant floor systems. The 
first HAP specification document was published in 1982. It has 
been revised and expanded over the pest two years and was again 
published in April, 1984. This document is based on existing and 
proposed national local area network standards. 
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Accordins to the document, the purpoae or HAP ia to •prepare 
a specification that will allow a common communication among 
diverse intelligent devices in a coat effective and consistent 
manner•. 17 GH believes that it is their beat interest to 
continue a multi-vendor enviroraent. However, in doing so, they 
are raced with incompatability problems among these diverse 
devices. This is precisely why HAP was established: to address 
the problem or incompatability. 
VI. HAP PROJECI' 
As mentioned the purpose or HAP is to provide a protocol 
standard to allow communication amons various devices. To an 
organization wishing to implement HAP in a network, a n1111ber or 
services can be provided. These services may include: 
1) loadins a program to a central computer system 
2) downloadins a program to a plant floor device 
3) storing and retrieving or information to and rran a specific 
memory location(s) 
4) the ability to monitor a device and identify & report any 
subsequent problems 
5) performing static and dynamic programming fu,1ctions (1. e. on-
line loading or data to a plant floor device) 
6) reporting errors that may occur during a particular process 
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7) programming a device in a reaote place through the uae or 
devices called emulators 18 
IV. A. HAP ARQfITEc.i'URE 
The architecture or the HAP standard adheres to tbe ISO' s 
Reference model as mentioned before. Like tbe Reference Hodel, 
tbe HAP architecture consists of seven layers with each layer 
performing specific functions. 
VI. A. 1. PHYSICAL LAYER 
Tbis layer provides a way to physically connect and 
disconnect to the transmission medium. Its function is to 
~ysioally transmit data between data link entities. 
GM recommends the use of broadband coaxial cable as •tbe• 
transnission medium w itb mid-split provision for two-way data 
flow. The mechanical and electrical specifications for network 
interface is detailed in the IEEE 802.4 token passing broadband 
document. 19 
The reasons for cbosing the broadband coaxial cable as a 
standard are: (1) multiple networks can exist on the same cable; 
(2) high-speed data rates, as well as voice and video, can be 
handled; (3) already a part of IEEE 802.4 standard; (4) 
committment to installation of broadband systems has been made. 
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VI. A. 2. DA TA LIHl LAYER 
The data link layer will perform the management or 
transmhsion or data traaes. This layer oondsts or two 
sublayers: (1) •d1a aooess oontrol (HAC) and (2) logical Unk 
control ( LLC). MAC handles arbitration to aooesa the phyaical 
aedim while LLC pertorma error checking, addreasing, and other 
tunotions to ensure accurate data tranmisaion. 
For the MAC sublayer, GM has adopted the IEEE 802.11 (token 
passing access method on a bus topology). OM supports this 
standard for the following reasons: (1) It is the only data link 
protocol supported by the IEEE 802 Committee. (2) Many of the 
programmable devices that will be used on the HAP network already 
comply to the token passing scheme. C 3) It can handle a message 
priority sobeme and bas the capability of delivering these 
messages within a specified time frame. 
GM recommends the use of connectionless-oriented service 
(IEEE 802.2 Class 1) for the LLC sublayer. Since this standard 
only supports a 16-bit address, GM proposes a 48-bit address field 
length to allow sufficient space for addressing. Additiomlly, 
this sublayer will not include sequencing, flow control, and error 
recovery because these functions will be handled by the higher 
layers. 'lbe reasons for chosing this standard are: ( 1) supports 
high data rates; ( 2) used on multiple media; and (3) accepted as 
standard by many manufacturers. 20 
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VI.A.3. NE'IVORI LAYER 
The network layer is oonoerned with routing or the messages 
to its proper destination. This layer will provide ror 
establishing and terminating network connections and switching or 
incoming messages to its proper address. No standards have been 
recommended tor this layer. Requirements tor the network layer 
include defining an address structure, an address-routing 
database, and a routing algorithm. However, OH is currently 
considering ISO' s Internetwork Protocol Specification (also known 
as ANSI X383. 3/ SC82-N4 8R) for its internetwork sublayer. 
GM envisions that the network layer will contain four 
sublayers. The internetwork sublayer will allow routing of 
messages through different local networks. Happing the 
internetwork addresses into intranetwork addresses will be handled 
by the harmonization sublayer. Once this address mapping is 
accomplished, the intranetwork sublayer will perform the routing 
and switching of individual messages to its proper address. 
Finally, the link sublayer will provide the interface to the data 
link layer for passing of control information and the actual 
message. 21 
VI. A.4. TRANSIURT LAYER 
This layer provides a reliable and transparent transfer of 
data be tween transport users. It will perform the establishment, 
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maintenance ( for data exchange) , and termination of network 
connections. 
GH recommends the NBS Class " Transport Protocol standard for 
this layer. This protocol standard provides flow control and the 
ability to multiplex user tranmisaion to the network. It also 
handles error detection and recovery by checking out-of-sequence, 
lost, or damaged messages. This standard was choaen because: ( 1) 
It is the only one that supports COMectionlesa-oriented service. 
(2) It supports a variety of network sublayers. 22 
VI.A.5. SESSION, PRESENTATION, & APPLICATION LAYERS 
These layers are still under consideration and thus no 
standards have been adopted. Nevertheless, GM specifies the 
functions of each layer to provide a complete protocol standard to 
realize a functional MAP network. 
The function of the session layer is to manage and structure 
the data transfer provided by the transport layer. Presentation 
layer provides for a standard data format for use by the 
application layer. The application layer would allow the various 
application programs to access the network. 23 
VI. B. INTERIM MAP STANDARDS 
GM offers the following protocols as interim solutions for 
complete specification of a MAP network. These interim solu~ ... ons 
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are provided because OH recognizes that existing divisional 
:1yste11s cannot stop its operations to wait for a •complete• HAP 
network. It should be noted that Virtual Terminal and File 
Transfer Protocols are still under consideration. Aa higher level 
protocols become standardized and beoome oommercially available, 
GH foresees that these protocols will be implemented in a HAP 
network. 
VI. B. 1. GH MESSAGING PRO'roCOL 
Since standards have not been recommended for layers 5, 6, 
and 7, GH proposes an interim protocol termed •GH Messaging 
Protocol•. lbis protocol w 111 provide an interface be tween an 
application process and the transport layer. It is modeled after 
the NBS Multi-Vendor Demonstration File Transfer Protocol. The 
Messaging Protocol manages the transmission of messages to and 
from the programmable devices by communicating with the transport 
layer. It communicates with the transport layer and programmable 
devices through the use of •messaging transfer primitives•. These 
primitives are special commands that are used to establish, 
maintain, and terminate a connection. 
The usage of GM' s Messaging Protocol requires that the 
transmitted data conform to GH's Standard Message Format in order 
for communication to take place. The Standard Message Format 
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oont.aina three part.a: ( 1) a header length; (2) a header; and C 3) a 
trailer. 
1be header oonsi.ata or one or more •rields• and carries t.he 
inrormat.ion or t.he mosaage. A rield is the basic elment or the 
Standard Message Format. It 1a 2 bytes in length and carries the 
datum in the DATA FIELD and the name or the datllD in the FIELD 
I.D.. Fields are transmitted in •groups• with certain tielda 
acting as delimiters. Delimiters are necessary to separate data 
units in a stream or data to be able to present in a readable 
rormat. 
1be header length is a field which contains information on 
the length or the header in either number of bytes or m.111ber of 
groups that make up the header. A trailer will be used to 
construct •protocol data uni ts• for interfacing with other layers. 
Thus far, GM is making the header length and trailer to be an 
optional part of the Standard Message Format. The HAP document 
reports that 1if a trailer is needed, then a header length is also 
needed to delimit the header•. 2~ 
In constructing a message into a standard format, GM proposes 
a set of rules called "grammar•. Basically, these rules specify 
the delimiting of groups and how the groups & fields are ordered. 
By employing the Standard Message Format and grammar rules, 
GM claims the following benefits: 
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1) ease of adding functions and features to the OH's standard 
message 
2) no need to reprogram old communication programs beoauae the 
receiving device will only process the required functions and 
ignore portions or a message that is not understood 
3) able to transfer information regardless of the type of device 
If) users can define their own operations as long as the message 
complies to the rules and format 
VI. B. 2. VIR'lUAL TERMINAL PROTOCOL 
This protocol will allow any terminal to access any computer 
system on the MAP network. To implement this protocol, 
application programs and/or a device called the •network server• 
will connect terminals to the HAP network. 25 
VI. B. 3. FILE TRANSFER PROTOCOL (FTP) 
The FTP will provide the exchange of files between HAP nodes 
while preserving both file content and structure in the transfer. 
GM recommends that a subset of ISO FTP be used as defined in the 
documents •Hul ti-Vendor Demonstration File Transfer Protocol: 
Final Report" and " Formal Description and SupplE1Dent•. 26 
VI. B. If. HDLC NRH and ABM 
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HDLC HRH and ABH ( High-Level Data Link Control -- Normal 
Responae Mode and Asynchronous Balanced Mode) are interim HAP 
standards to be used where protocols exist on connected equipaent. 
1beae standards are to be used along with the GM Standard Message 
Format. 
HDLC NRH will be utilized to aooomodate multi-drop 
applications. The primary function is to provide an existing 
standard which will fullfill a plant's communication needs in a 
relatively simple and inexpensive manner. HDLC NRM operates in a 
half-duplex transniasion mode. 27 
HDLC ABM is used for point to point applications to allow 
secondary stations to initiate a transmission. It operates in a 
full-duplex transnission mode and non-polling enviro1111ent. 
Some of the reasons for supporting these standards are: ( 1) 
It is accepted as an international standard. (2) These standards 
can be implemented on existing hardware. HDLC NRM & HDLC ABM will 
be used for programmable devices that do not have any networking 
capabilities. Both standards are temporary recommendations until 
full IEEE 802.4 hardware becomes available. 28 
VI. B. 5. GATEWAYS 
For non-MAP networks (i.e. ETHERNET, K>DBUS, PRCMAY) where 
its devices do not conform to MAP standards, GM proposes the use 
of gateways. These devices convert the vendor specific protocol 
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to HAP atandarda and vice voraa, therefore allowing communications 
to occur be tween any device a on the HAP network. A ga tevay 
pertorma protocol converaiona and address translations or 
d1aaimilar neworlca through the use of application progrmas. Sale 
or the required functions of a gateway include directory services, 
security, problem detection and reporting, and failure analysis. 
The HAP document states that •1t is GH' s intent that future vendor 
products will not uae a gateway ••• by including the 802.11 hardware 
in programmable devices. Gateways will be required for attachment 
of older vendor specific networks and programmable devices•. 29 
VI.C. NE'lWORK HANAGE~NT 
Management of the HAP network is the responsibility of a 
facility termed •Network Manager•. The Network Manager will 
consist of data and programs which are used for the management and 
control of devices within the MAP network. It should be noted 
that a Network Manager is currently in the developnental stage. 
The two groups working to develop a Network Manager model are ANSI 
X3T5.II and IEEE 802.1 Committees. 
Once the Network Manager is in operation it would provide the 
following functions. 
1) Monitoring the network by collecting and storing information. Some of the monitoring functions include traffic throughput in packets, packet response time, and error logging. 
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2) Controlling the state or network devicea. Ita runctiona include validating node operation, comparing directories ror integrity, and loading/dumping 11•ory. 
3) Configuration functions (1. e. change node address directories, generate topology map) will be used tor changing the topoloa or a 
network and to •announce• this information to any arrected nodes. 
II) Problea determination functions will be used to identity a probl•, the source or the JrOblem, and take corrective action. Currently, this function is performed by a person but GM would like to aee that this function be performed through the use of 
artificial intelligence. 
5) Recovery procedures include actions which must be oompleted in 
order to recover the network from catastrophic failures. It include JrOcedures such as graceful shutdown, status verification, 
and bringing up a node. 30 
VII. CRITIQUE OF MAP 
Presented below are some of the advantages and disadavantages 
of the MAP project. 
VII. A. USE OF BROADBAND COAXIAL CABLE 
As noted before, coaxial cable is the most widely used 
transmission for local area networking because of its desirable 
characteristics ( 1. e. available in many forms, high data rates, 
low error rates). Upgrading and modifying the network can be 
accomodated because additions and deletions of coaxial cables are 
inherently easy to a cut"· This makes 1 t easy to add or delete 
devices on the network and thus gives more flexibility. 
However, once the physical cable has been placed, rerouting 
of the cable can be a difficult and expensive task. One of the 
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reaaons ia that moat coaxial cablea come in rigid rorm. Careful 
deaign or the cable layout must be aade so as to ainimize the 
rerouting or the cable. 1be other disadvantage or coaxial cable 
is its vulnerability to •unwanted• taps. Data encryption and 
other aeourity measures may be implaiented to prevent unauthorized 
acoess, but it does not atop someone (with adequate knowledge) to 
•ja• and destroy any tranmission on the cable. 
The uae or broadband tranmission technique on the coaxial 
cable has several advantages. The bandwidth or the cable can be 
divided to allow data, voice, video, racsimile, etc. to be handled 
by the same cable. It is up to the individual organization within 
GM to choae which type of information to suit their individual 
applications. Saae of the benefits that can be realized frm this 
advantage in an industrial environment are: (a) one can be 
programming a robot to perform a certain function while at the 
same time the person can be watching the robot's action on a 
monitor. ( b) processes can be monitored and also be able to use 
the telephone to send an urgent message. 
Broadband signals can be transmitted at long distances 
because once the signal falls below an acceptable level it can be 
amplified by using repeaters and amplifiers (such as the case in 
CATV). Therefore, the overall length of the broadband network can 
be extended. 
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Aa oitod beroro, broadbAnd networks are appropriate in 
env ironaenta where bigh apeod tratrio and high user denaJ. ty are 
requ.J.red. In a aanuraoturing onvironaent, thia is alaoat a 
neaeaaity vben uaing aoaputer-aided design and coaputer-aided 
aanuracturing devioes because these devices use and generate large 
volume or inroraation ror a single application. Further11ore, 
broadband systems are less sensitive to electrical and noise 
interrerence as opposed to baseband systems. Thus, broadband 
systeas are ideal in areas where electrical machineries are 
present. 
On the other band, devices using broadband transmission 
technique requires more complex interfaces and the modems must be 
tuned carefully to handle specific ranges of frequencies. This 
means that a staff of RF technicians are needed for design and 
maintenance. Additionally, modems are expensive devices and 
costly to maintain. Other considerations for proper operation of 
the broadband-based system include the need of maintenance for the 
head-end device and any amplifiers, repeaters that are included in 
the network to ensure reliable operations. 
VII. B. USE OF TOKEN PASSING ON A BUS FOR THE MAC SUBLAYER 
Since the right to access the network in a token passing 
method must be circulated through every station on the logical 
ring, prediction of the network's performance can be done under 
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vartoua network trartic, Errorta in deaignJ.ng, analyzing, and 
1•P1••nt1ng A netvork can be directed toward a given performance 
criteria. Paruetera such as n1111ber or :stationa on the network, 
data ratea (allocation or bandwidth), and :signal propigation delay 
between stat.ions can all be calculated and manipulated to suit the 
particular application. 
A characteristic or the adopted token paasing method is being 
able to handle a message priority scheme and delivery or such 
measage 1 n a time frame. This can be an important advantage in a 
manufacturing enviroment. For example, 1t may be important in 
oases when a problem suddenly develops during a production 
process. With message priority scheme quick diagnostic and 
corrective action can be taken to continue the production 
process. Some or the alleged disadvantages of token passing 
method have been discussed in literatures (such as Cberukuri, Lin, 
& Louis and Stallings). These reports contend that because a 
logical ring must be established before a token can be passed, 
care must be taken to initialize a ring and to maintain the ring 
during network reconfiguration. Furthermore, if the token is 
damaged or lost for any reason, there must be a mechanism to 
automatically restore the logical ring and to generate a new 
token. These requirements add complexity to the protocol design 
and implementation. 
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Other •overheads• associated with the deaign or token paaaiag 
protocol 1a the bandwidth wasted on passing the token (inaludiag 
the tranaiaaion time and signal propagation delay on the bus). 
When channel load is heavy, this overhead 18 small compared to the 
actual data transmitted. However, when trartio is low, a 
considerable portion of the channel bandwidth is wasted due to the 
passing or the token through idle stations. As the number 
ofattacbed devices and cable length increaees, this overhead alao 
increases, oauaing degradation or network performance. 
VII. C. USE OF CONNECI'IONLF.SS SERVIQ: FOR nfE LLC SUBLAYER 
The use of connectionless service takes advantage of the 
basic characteristics of local area networks {low delay, high data 
rates, and low errors) because a single packet of data can be 
transmitted from one device to another without acknowledgement of 
delivery. This makes connectionless service beneficial because it 
prevents inefficiency in applications which do not require 100j 
reliability such as packetized voice, data inquiry, and status 
tranmission. 31 
Another advantage of connectionless service is its 
simplicity. Because each packet is treated independently, devices 
involved in the communication do not need to maintain information 
about logical connections. This in turn makes it that much 
simpler to code and also reduces the manory storge requirements. 
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A diaadvantage or the conneotionleaa aervioe ia that the 
delivery or each paoke t is not guaranteed. Out-or-seq ue nae 
paoketa oan occur mnking the message unreadable to the device. 
Thia requires retransmisdon of the packets and can cauae 
additional delays. A method has to be devised to handle auob 
occurances. 
GH claims that error control and reliable delivery ot paoketa 
will be handled by the Transport Layer. However, GH• s HAP 
document does not specify on how this service would be 
accomplished. Also, the proposal does not specify how a 4 8-bi t 
address field will be implemented in LLC sublayer as opposed to 
the 16-bit address as specified in the IEEE• s Data Link Protocol 
standard. 
VIL D. GATEWAYS and HDLC NRH & ABM 
Gateways devices provide access between incompatible 
networks. HDLC NRM & ABM standards are implemented in hardware 
devices called protocol converters. These devices allow 
connection of incompatible devices in a host. 
These devices change the protocol of the sending device to 
the protocol of the receiving device through the use of software 
and hardware. During the conversion sequence, these devices 
accept blocks of data in one protocol, add or delete the necessary 
control characters, reformat the block of data, and calculate the 
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Nquired oheok oharaotera 30 t.bat the reooi v ing device a reoeive 
oharaoters roraatted According to His requiraenu. 
Gatevayn and protocol convert.er:, have the advantages or being 
able to l J.nk incompatible dev J.co:, and ne twork:s. However, tor 
theae device:, to perform the conversion r,rocess, :same intermediate 
storage area 1a needed to hold the bloolca or data ror oonversion. 
Because or this buffering, these devices will cause :soc:ae delay in 
response t111e. Also, if the bloclca of data would back up in the 
butter, data can be lost or damaged. Finally, the users• must 
learn new key sequences and key functions necessary for 
oouunication to take place among the incompatible devices. This 
may cause some decrease in productivity during the initial months 
when these devices are installed. 
VILE. HIGHER LEVEL NE'lWORIC SERVICES 
High level network services deal with complex problems of 
interconnect! ng different networks. One of the problems 
encountered by GM is addressing and routing the messages. 
According to the MAP document, "a major shortcoming of the Network 
Layer protocols ••• is that they do not specify the address 
structure, how its associated database is defined, processed, and 
interpreted nor does it specify how the message routing is to take 
place based on the database ••• work on this problem is continuing•. 
32 GM recognizes that routing procedures must take into account 
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the preNnt network contiguration. Alao, theae procedW'ea auat bl 
flexible enouah to acoomoda t.e any network change a or growth. 
OH aupparts a hierarchical address structure ror the Network 
Layer. A limitation or a hierarchical addresa structure ia that 
it does not allow a user to be oonnected to &ore than one network 
with the same address. Thia limitation 11ay or may not pose to be 
a restriction tor most users in practical a1 tua tions. 
A problem associated with higher level protocols is flow 
control which deals w 1th network congestion. Flow control muat 
provide tor etticient network operation and fairness in allocation 
of resources to be shared by regulating the flow ot data packets. 
Flow control is a service provided by the Transport Layer. 
Tbe Transport Layer must take care of establishing and terminating 
network connections. This implies some kind of naming conventions 
so that one device has a way of describing with whom it wants to 
communicate. Since GM has recommended the use of the Standard 
Message Format, such naming convention has been defined for use by 
tbe Transport Layer. Although the MAP document does not specify 
the implementation details of the Standard Message Format coupled 
with the Transport Layer and GM Messaging Protocol, one could only 
ass1111e that GM has resolved the flow control problem. 
As noted earlier, GM' s Messaging Protocol w 111 handle 
services provided by the Session, Presentation, and Application 
Layers. A major problem of these higher level layers is the 
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eatabliah11ent or a session. A seaaion 1a the eatabliah11ent or a 
oonneotion between communicating devices which is handled by tbe 
Session Layer. For a session to be established, rmote addresses 
bas to be known. But, 88 noted above, the problem of addressing 
and routing has not been resolved. If a session cannot be 
established, how are the aervices provided by the Presentation and 
Application Layers be fullfilled??? 
VIL F. <X>Na.USION 
OM' s MAP project and proposal is a step towards solving tbe 
problems of inoompatibility of various oomputer-based devices rrom 
different manufacturers. This project not only specifies the 
oonnection of these diverse devices into a local area network, but 
also the interconnection of different networks. With the 
documentation of the MAP proposal, experiments with MAP can be 
performed to analyze its effectiveness and efficiency. The 
establishment of a "test bed network" at Advance Product 
Manufacturing and Engineering Staff (AMPES) and the aid of 
standard organizations (IEEE, ISO, ANSI) should facilitate the 
developnent of MAP. 
A major objective of interconnecting networks is to extend 
services to a larger population of users. Therefore, the Network 
Layer's function of being able to address this large population is 
a key aspect of the problem. 
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Addreaains the 1ncompatab1Uty probl•a and interoonneotion 
or networks are complex problems. OH recognizes that 
implaaentation or a •complete• HAP network will take years or 
errort. But, with the development or HAP they are that much 
closer to aol vins the problaa. 
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