Experimental results conform that the proposed algorithm performs better than DCT, QFT and SCDFT schemes.
I. INTRODUCTION Steganography is the art of hiding information into picture or other media in such a way that no one apart from the sender and intended recipient even realizes that there is hidden information. Image transmission via the internet has some problem such as information security, copyright protection, 5, 6, 7, 10] in the image has become an important technique for image authentication and identification. Therefore, military, medical and quality control images must be protected against attempts to manipulations. Generally digital image authentication schemes mainly falls into two categories-spatialdomain and frequency-domain techniques. So, digital image authentication [12, 13] technique has become a challenging research area focused on battling to prevent the unauthorized or illegal access and sharing.
So many works has been done in spatial-domain for digital image authentication. Among these the most common methods Chandramouli et al. [8] developed a useful method by masking, filtering and transformations of the least significant bit (LSB) on the source image. Dumitrescu et al. [9] construct an algorithm for detecting LSB steganography. Pavan et al. [11] and N. N. [14] and C. Yang [15] presented general structural steganalysis framework for embedding in two LSBs and Multiple LSBs. H.C. Wu [16] and C-H Yang [17] constructed LSB replacement method into the edge areas using pixel value differencing (PVD). embedding to obtain a balance between imperceptibility and robustness. I. J. Cox et al. [18] developed an algorithm to inserts watermarks into the frequency components and spread over all the pixels. DCT-based image authentication is developed by N.
Ahmidi et al. [19] using just noticeable difference profile [20] to determine maximum amount of watermark signal that can be tolerated at each region in the image without degrading visual quality. P. Bas et al. [21] proposed a color image watermarking scheme using the hypercomplex numbers representation and the quaternion Fourier transformation. Vector watermarking schemes is developed by T. K. Tsui [22] 
A. Algorithm for Insertion
In this algorithm all insertion is made in frequency domain i.e. each byte of source image in each mask of size 2 x 2 is transformed to frequency domain using DFT by equation 1.
The IATFDDFT scheme uses colour image as the input to be 6. Apply control phase.
7. Repeat step 3 to step 6 for the whole authenticating message/image size, content and for message digest MD.
Stop.

B. Algorithm for Extraction
The authenticated image is received in spatial domain. During decoding the embedded image has been taken as the input and the authenticating message/image size, image content and message digest MD are extracted data from it. All extraction is done in frequency domain from frequency component.
Steps:
1. Read embedded source image matrix of size 2 × 2 mask from image matrix in row major order and apply DFT.
For each mask do
Compute the position within the real frequency part 5. Apply inverse DFT using identical mask.
Stop
C. Example
In this section the process of proposed IATFDDFT technique is figuratively presented sequentially. Consider the message string SACHIN (Fig. 2a) to be embedded into the source image matrix as given in Fig. 2b. Fig. 2c shows the scheme for transformation of one 2 × 2 submatrix from spatial domain to In this section some statistical and mathematical analysis is given. The original source images Baboon, Sailboat are shown in Fig. 3a and Fig. 3b and 73728 We use the peak-to-signal noise ratio (PSNR) to evaluate qualities of the stegoimages. Table I shows the noticeable amount of secrete data embedding is done with higher PSNR values for different source images. Table II shows 
