We propose a scheme that converts a stabilizer code into another stabilizer code in a fault tolerant manner. The scheme first puts both codes in specific forms, and proceeds the conversion from a source code to a target code by applying Clifford gates. The Clifford gates are chosen from the comparisons between both codes. The fault tolerance of the conversion is guaranteed by quantum error correction in every step during the entire conversion process. As examples, we show three conversions: the [[5, 1, 3] 
Introduction
Thanks to the quantum coding theory and the fault-tolerant quantum computing protocol, it is possible to preserve and manipulate quantum states reliably for a long time [1] [2] [3] [4] [5] [6] . Quantum noise is not a fundamental obstacle to build a practical quantum computer any more. Nevertheless, a quantum computing reliable from quantum noise is very difficult and requires very complicated procedures to initialize quantum states, to run a quantum algorithm on quantum states, to measure quantum states and to protect quantum states from quantum noise during the computing [1] [2] [3] [4] [5] [6] . Even preparing ancilla states fault tolerantly is not a simple task.
A fault-tolerant quantum computing begins a computing task by encoding quantum states with a quantum error-correcting code. The computing then manipulates, transmits and temporarily stores the encoded quantum states, and finally reads out an answer by using various components of a quantum computer. All the components have to be operated in a faulttolerant manner that is a quantum computing protocol designed to protect quantum states from quantum noise by help of huge resource [1, 2, 4, 5, 7] .
We believe that a quantum computer component can work more efficiently and effectively if an input quantum state to the component is in a suited form for its function. For example, for a memory or a communication channel, more amount of information can be stored or transmitted if information is compressed. On the other hand if the form of information is easy to handle fault tolerantly, then a central processing unit can manipulate it efficiently. a junheo@korea.ac.kr 1 Here the form of information relies on a quantum error-correcting code. A code rate k/n and an ability to implement fault tolerant quantum gates of a quantum error-correcting code are closely associated with characteristics of an encoded quantum state.
A fault-tolerant quantum computing does not allow to decode an encoded quantum state and re-encode the decoded state with a different quantum error-correcting code in the middle of a computing because by doing so an unencoded quantum state is exposed to quantum noise without any shield. By the way as mentioned before each quantum computer component prefers a quantum state in a certain form to others. In this regards, Hill et al. [8] proposed a fault-tolerant conversion between the [ [5, 1, 3] ] stabilizer code and the [ [7, 1, 3] ] Steane code. They mentioned that because a memory has a limited capacity using the [ [5, 1, 3] ] code for a memory is more efficient while Steane code is more useful for manipulating a quantum state fault tolerantly in a central processing unit. By applying a series of one-and two-qubit Clifford gates, the [ [5, 1, 3] ] stabilizer code is transformed into the Steane code and vice versa. By a Clifford operation, a quantum error-correcting code is converted to a Clifford equivalent code. They argued that since all the possible quantum errors at each step can be corrected, their conversion is fault tolerant. Here the possible quantum errors mean an arbitrary one-qubit error and specific two-qubit error caused by a two-qubit Clifford gate.
On the other hand, Anderson et al. [9] employed a code conversion to implement a universal fault tolerant quantum computing. Since there does not exist a quantum error-correcting code that can implement all universal quantum gates in a fault tolerant manner, they showed that by using a code conversion between two different quantum error-correcting codes, namely [ [15, 1, 3] ] Reed-Muller code and Steane code, a set of universal quantum gates, H, CN OT and T , can be implemented fault tolerantly. Since Steane code belongs to the class of a quantum Reed-Muller code b , the conversion between both codes can be achieved by exploiting the structure of a Reed-Muller code.
In this work, we deal with a fault-tolerant conversion between stabilizer codes by applying Clifford gates. Our conversion is motivated by Hill et al. [8] , and our resulting circuit looks similar with theirs. But, the principle to find a conversion circuit is completely different with their method. Their algorithm first finds Clifford equivalent codes of the [ [5, 1, 3] ] code and Steane code, and run an exhaustive computer search to find a conversion circuit. The resulting circuit is optimal in terms of the number of two-qubit gates. However, the applicability of the algorithm to other codes, in particular long codes, seems difficult because it is based on a computer search on Clifford equivalent codes.
On the other hand, our code conversion scheme is systematically based on the structure of a stabilizer code and Clifford gates. The proposed scheme begins by putting stabilizer generators of both codes into specific forms. The form are related to standard forms of the stabilizer codes. The scheme then finds differences between both codes, and applies properly chosen Clifford gate. A fault tolerance of the proposed scheme is verified by a successful quantum error correction in each step during the entire transformation. A stabilizer code is transformed into a subsequent code by a Clifford gate and the subsequent code can correct all the possible quantum errors during the Clifford transformation.
The rest of this work is organized as follows. Section 2 reviews a stabilizer code and a Table 1 . One-and two-qubit Clifford gates. Note that M is an arbitrary one-qubit pauli element, M ∈ {I, X, Z, Y }. In case of a two-qubit gate, we assume that the front qubit is a control qubit, and the latter qubit is a target qubit.
Gate
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Clifford group. Section 3 describes a code conversion scheme, and the fault tolerance of the scheme is discussed in Section 4. 
Stabilizer code and Clifford group
A pauli group over n qubits P n is represented by a binary symplectic group without considering a phase factor [1] . Each one-qubit pauli element I, X, Z, and Y is associated with a binary vector of length 2,
An n-qubit pauli element that is a tensor product of n one-qubit pauli elements is associated with a binary vector of length 2n. A commutativity between pauli elements that two pauli elements are mutually commuting or anti-commuting is associated with the symplectic inner product between the corresponding binary symplectic vectors. Given two binary vectors u = (a|b) and v = (c|d) where a, b, c and d ∈ F n 2 , the symplectic inner product is defined as u ⊙ v = a · d + b · c (mod 2) where a · d and b · c are the inner products of both vectors respectively. If the product vanishes, u and v are mutually commuting. Otherwise, they are anti-commuting.
Under the symplectic inner product condition, an [[n, k, d]] stabilizer code that is defined by n − k mutually commuting independent n-qubit pauli elements is described by a full rank binary matrix of size (n − k) × 2n, G = (G X |G Z ) where the sub-matrix G X (G Z ) is associated with pauli-X(Z). The commutativity condition of stabilizer generators related to G can be verified by showing
A Clifford group C is a normalizer of the pauli group P n that transforms a pauli element to a pauli element under conjugation, U · p · U † ∈ P n where p ∈ P n and U ∈ C [1] . In Table 1 , we list the Clifford gates H, P , CN OT and CZ. In particular, a CZ gate that acts symmetrically over a control and a target qubit plays a significant role for the proposed conversion scheme. 
where r is the rank of G X . The logical X and Z operators of the code then are respectively defined asX
Given a stabilizer code, one can find its standard form by applying the gaussian elimination (including swapping qubits) to the stabilizer generators. Note that an addition of row vectors during the gaussian elimination does not affect a stabilizer code space, but gives us another set of stabilizer generators. On the other hand, swapping qubits permutes the code space. Therefore, it should be involved in the code conversion circuit. The standard form can be transformed into
by Hadamard gates on the qubits r + 1 ∼ n − k. Without loss of generality, we will denote the last matrix by
where I is the identity matrix of size (n−k) and A, B, C are binary matrices of size (n−k)×k, (n − k) × (n − k), and (n − k) × k respectively. For the purpose of presentation, we call the stabilizer generators in the above form an IABC form of a stabilizer code. If the rank of G X is n − k, then the IABC form of the code is the same with the standard form. Our code conversion scheme begins by putting both stabilizer codes into the IABC forms.
trgt . Note that to preserve the volume of information in the conversion, the dimensions of logical information of both codes have to be the same k 1 = k 2 . By applying Clifford operations described above, one finds the IABC forms of both codes,
and
Since both codes have different block size n 1 = n 2 , ancilla qubits have to be added to both codes
where |+ = (|0 + |1 )/ √ 2. Therefore, the conversion scheme takes the augmented source code as a input code, and gives the augmented target code as an output. After the whole conversion process, one can have a target code by deleting the last m 2 ancilla qubits. The augmented codes are described by the following stabilizer generators,
The IABC form of an augmented code is slightly different from unaugmented code. By applying qubit swaps, CNOT and CZ gates, one finds the IABC form of the augmented code C
where 1 is a matrix all the elements of which are 1. The matrices ∆ and Θ are raised by the CNOT and CZ gates from the zero matrices. This matrix is also in the form IABC,
The IABC form of the augmented target code similarly can be derived
The number of ancilla qubits relies on the codes. To conclude, an augmented code can be put in the IABC form by applying a Clifford operation U that consists of several Clifford gates,
The next step of the conversion finds the differences between G 
The matrix B 
Then, what is a condition for the difference matrix D to be symmetric? From the symplectic inner product condition over the IABC forms, one reads that
from G srcs ′′ IABC , and similarly
Then, one knows that the difference matrix D is always symmetric by adding both equations in mod 2,
Therefore the present scheme is applicable to a pair of any stabilizer codes in principle. Now, the IABC form of the augmented source code has been completely transformed into that of the augmented target code. But, it is not enough because the IABC form is not the exact stabilizer generators of the target code. For the complete conversion, an additional application of the inversion of the Clifford operations used to find the IABC form of the augmented target code are required,
4 On the fault-tolerance of the proposed scheme
The fault tolerance of the proposed scheme can be guaranteed by a quantum error correction in each step during the entire conversion. In each step, by a Clifford gate a stabilizer code is transformed into a Clifford equivalent stabilizer code. For the fault tolerance, the following code has to correct all the possible quantum errors happened during the Clifford operation.
What we have to consider particularly is that the present code conversion scheme involves many two-qubit Clifford gates CNOT and CZ. As shown in Table 1 , such a two-qubit gate transforms an one-qubit error to a two-qubit error if the one-qubit error happens on a qubit where the two-qubit gate is acting. To conclude, a stabilizer code obtained by an one-qubit Clifford gate has to correct an arbitrary one-qubit error, but a stabilizer code by a two-qubit Clifford gate has to correct some specific two-qubit error caused by the gate in addition to an arbitrary one-qubit error. For the quantum error correction, we need to discuss two conditions. First, all the stabilizer codes in the middle of the conversion have to have minimum distance at least 3 to correct an arbitrary one-qubit error and specific two-qubit errors caused by a two-qubit Clifford gate. In general a stabilizer code of minimum distance 5 is required to correct an arbitrary twoqubit quantum errors. But, in the middle of the proposed code conversion, only some specific two-qubit errors happen by a two-qubit Clifford gate. The two-qubit error can be exactly corrected if it has a unique error syndrome or degenerate with an one-qubit error. If quantum errors E and F are related by a stabilizer operator S as F = E · S, it is called that both errors are degenerate. Two degenerate quantum errors act on a code space in the same way, and both can be corrected by one recovery,
Second, all the possible quantum errors must not belong to N (S) − S where S is the stabilizer and N (S) is the normalizer of S. A quantum error that belongs to the normalizer but outside of the stabilizer is not detected by a syndrome measurement by definition. But, it modifies the code space. Therefore, such an error which corresponds to a logical operator of the code should not happen during the code conversion.
In the previous section, we described that two-qubit Clifford operations transform the submatrices of C srcs ′ IABC to the corresponding sub-matrices of C trgt ′ IABC . There we did not mention anything about the order of the operations. By the way the order is very important for the fault tolerance of the code conversion. It happens that a certain two-qubit operation makes a following code has a minimum distance less than 3 or a CZ operation flips all Zs on a qubit to all Is. Fortunately, reordering the gates properly resolves the problems, and makes a code conversion circuit fault tolerant. In the following section, we will show fault tolerant circuits for the examples. 
The stabilizer generators can be transformed into the standard form 
The augmented [ [5, 1, 3] ] code is defined by the following stabilizer generators, 
To find the IABC form of the augmented Steane code, the following Clifford gates are required. First, two swap operations, SWAP(4,5) and SWAP (6, 7) , are used to find the standard form during the gaussian elimination. Then, the application of SWAP (7, 8) , CNOT (7, 8) and CZ (7, 8) transforms the standard form into the IABC form of the augmented Steane code, 
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The required CZ gates are CZ(1,4), CZ(2,5), CZ(1,2), CZ(3,6), CZ(4,5), CZ(4,6), CZ(4,7), CZ(2,6), CZ(6,7) and CZ(2,3) in the named order.
The IABC form of the augmented [ [5, 1, 3] ] code has been transformed into that of the augmented Steane code now. As a final step, the application of the inverse operation of the Clifford operations used to find C Steane ′ IABC is required. The Clifford operations are SWAP(3,4), SWAP(6,7), H(4), H(5), H(6), SWAP (7, 8) , CNOT (7, 8) and CZ (7, 8) . Applying these gates in the reverse order completes the entire conversion. [5, 1, 3] ] code, and the box of the solid line represents the inverse operation of the Clifford gates to find the IABC form of the augmented Steane code. We summarize the Clifford gates for this conversion in Table 2 . The conversion of the opposite direction can be achieved by applying the circuit in the reverse order.
Let us check the fault tolerance of the code conversion. As an example, the code obtained 
Since the minimum distance of this code is 3, an arbitrary one-qubit error is successfully corrected. By CZ (6, 8) , possible two-qubit errors are X 6 Z 8 , Z 6 X 8 , Y 6 Z 8 and Z 6 Y 8 . X 6 Z 8 is degenerate with the one-qubit error X 5 with a common error syndrome (−1, −1, −1, −1, +1, +1, +1), and the other two qubit errors have its own unique error syndrome. To conclude, the code by CZ (6, 8) can correct all the possible quantum errors. The proposed scheme is systematic based on the IABC forms of the codes. By a routine of the scheme, it happens that a gate is required several times. For example, CNOT (5, 8) and CNOT (6, 8) are involved twice in the circuit of Fig. 1 . If the position of those gates can be re-arranged fault tolerantly, the effect of both gates can be canceled out and therefore can be removed from a circuit. Fortunately, in the box of the dotted line of the figure, CNOT gates can be placed after CZ gates, and the second CNOT (6, 8) can be placed in front of CNOT (4, 8) . Therefore, two repetitive CNOT (5, 8) s can CNOT(6,8)s do not affect the code conversion, and therefore can be removed. The simplified circuit is shown in Fig. 2 . The conversion between Steane code and [ [15, 1, 3] ] Reed-Muller code was covered in Ref. [9] to implement a universal fault tolerant quantum computing. It is well known that Steane code belongs to the class of a quantum Reed-Muller code, and [ [15, 1, 3] ] Reed-Muller code can be defined by Steane code. Anderson et al. [9] exploited the code structure of quantum Reed-Muller codes for the conversion. To be exact, a specially designed ancilla state |Φ = 1/ √ 2(|0 m |0 + |1 m |1 ) plays a significant role where |ī m is a logical qubit i. By attaching the ancilla state, the augmented Steane code becomes so-called an "extended quantum ReedMuller code". This code can be transformed into the target Reed-Muller code by changing stabilizer generators. This scheme does not require Clifford gates for the code conversion, but the preparation of the ancilla states |Φ is non-negligible.
To transform Steane code into [ [15, 1, 3] ] Reed-Muller code by using the proposed scheme, one first has to add m 1 = 8 ancilla qubits to Steane code.
[ [15, 1, 3] ] Reed-Muller code is a Calderbank-Shor-Steane (CSS) code defined by the following stabilizer generators
where G X is a generator matrix of the classical Reed-Muller code RM (1, 4) , andḠ X is a punctured generator matrix by removing the first row and column of G X [9] . G Z is a generator matrix of RM (2, 4) that is a dual code of RM(1,4), andḠ Z is similarly defined. Without details during the conversion, we list the required Clifford gates in Tab. 3. The conversion from Steane code to [ [15, 1, 3] ] Reed-Muller code completes by applying the Clifford gates in the named order. Fig. 3 shows the corresponding circuit. The reverse conversion can be achieved by applying the gates in the reverse order. [7, 1, 3] ] Steane code and (3, 4)-QPC code An (n, m) quantum parity check (QPC) code [10] [11] [12] is a quantum error-correcting code with the following encoded qubits code, and no ancilla qubit is necessary for the QPC code for the opposite direction,
[
All the Clifford gates are listed in Tab. 4, and the corresponding circuit is shown in Fig. 4 .
Discussion
We have described a fault-tolerant code conversion scheme based on a binary picture of stabilizer code and Clifford gate. The scheme first puts two stabilizer codes into specific forms we called a IABC form, and proceeds the conversion by applying a series of two-qubit Clifford gates. Each gate is chosen from comparisons between the IABC forms of both codes. The fault tolerance of the scheme can be kept by succeeding in quantum error correction during the entire code conversion process. We believe that a code conversion has various applications in a quantum computing and a quantum communication. The related previous works [8, 9] were motivated to increase the efficiency to store quantum information in a memory of finite capacity and to implement a universal fault-tolerant quantum computing. In addition, a code conversion can be applicable to an interface between a computing component and a communication channel. For example, a photon is a significant quantum system for a quantum communication. As is well known, a photon loss is a dominating quantum error in a quantum communication. In this regard, to date several quantum error correcting codes specialized for a photon loss have been developed [11, 15] .
On the other hand, inside a quantum computer, most quantum errors are ones caused by operations of quantum gates, and reduced to a bit flip and a phase flip. Besides, various quantum mechanical systems such as trapped ion, superconductor, semiconductor and so on are being considered to build a practical quantum computer. It is also believed that several kinds of quantum systems have to be combined for a quantum computer. Therefore, it is reasonable to implement an interface that fault tolerantly connects different quantum information processing components where one quantum error correcting code is more useful than the others. We hope that the finding of the present work contributes to the research and development on such quantum interface systems. Purpose Gates , CZ(2,6), CZ(2,9), CZ(2, 11), CZ(2,12), CZ (2, 14) , CZ (1, 14) , CZ(3,7), CZ(3,4), CZ (3, 8) , CZ (3, 6) , CZ (3, 9) , CZ(3,10), CZ (3, 13) , CZ (3, 14) , CZ(4,6), CZ(4,7), CZ(4,9), CZ(4,10), CZ (4, 12) , CZ(6,7), CZ (6, 8) , CZ(6,9), CZ(6,10), CZ(6,11), CZ (6, 12) , CZ(6,13), CZ(6,14)} Table 4 . The list of the Clifford gates for the conversion from Steane code to (3, 4)-QPC code. All the gates have to be applied in the named order.
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