A novel blind digital image watermarking scheme is proposed in this paper. It makes full use of the multi-resolution of discrete multiple wavelet transform (DMWT) to embed a binary image watermark into the original image by changing energy difference of cross binding wavelet tree (CBWT). Experimental results indicate that the watermark embedded with the proposed algorithm is invisible, robust and secure.
INTRODUCTION
Watermarking is arising a great deal of interest in both accademia and industry. Watermarking is the process of encoding hidden copyright information into digital data by making small modifications to the data samples. parts of the same MB. In the same method, Wang [7] proposed a watermarking scheme that embeds a watermark bit into a pair of trees [8, 9] using wavelet transform (WT). The total energy of a tree is selectively reduced according to the watermark bit until the remained energy is below the other's. However, this scheme has a serious problem. When the energy difference between two trees is large, the degradation of the image quality cannot be avoided. In fact, most transformed image has the pairs of trees with a high energy difference.
In this paper, we propose an adaptive blind watermarking algorithm based on wavelet tree. Each watermark bit is embedded into two pairs of wavelet trees. To embed a watermark bit into the two pairs which are composed in CBWT, the energy of each tree is selectively discarded.
The rest of this paper is organized as follows. In Section 2, the background on the wavelet trees and the DEW is described. In Section 3, the proposed watermarking algorithm is explained in detail. In Section 4, the experimental results are shown. Finally we present the conclusion of our experiments in Section 5.
BACKGROUND 2.1. DMWT and Wavelet Tree
Wavelets have an associated scaling function ϕ(t) and wavelet function ψ(t), but multiwavelets have two or more scaling and wavelet functions. Multiwavelets can be seen as vector valued wavelets that satisfy conditions in which matrices are involved, rather than scalars, as in the wavelet case. This is an advantage, since it is possible to construct multiwavelet bases possessing several properties at the same time, for example, orthogonality and symmetry, short support and a high number of vanishing moments.
The discrete multiple wavelet transform (DMWT) (for more details, see [6] ) can be described analogously to the discrete wavelet transform. For convenience, we use 3-level multiwavelet transform of a 512 × 512 image as example.
With 3-level decomposition, there are 10 subbands: 
where N is the length of low subband. So, to 3-level multiwavelet transform, if given the root , we can arrange (i, j), (i, j + N), (i + N, j), (i + N, j + N) and their children as a 4 × 4 matrix according to their order in DMWT coefficients, which is named to wavelet tree matrix and marked as , k = 1, 2, 3, 4. Thus, the total number of trees is equal to the number of the coefficients in subband LL 3 . In this example there are 64 × 64 = 4096 trees. Each tree has 16 coefficients corresponding to the same spatial location as shown in Figure 2 (right).
Energy Difference
As Section 2.1, we use 3-level multiwavelet transform of a 512 × 512 image as example. The coefficient of the DMWT are quantified into [0, 1]. Let B be the set of wavelet tree matrix, i.e. . The DCT is performed independently for every , then the coefficients are sorted by ZigZag and denoted by , l = 1,…, 16. The energy of can be calculated using formula shown as follow: where c is cutoff index, which defines the bound that the coefficent can be discarded. The selection of a suitable cutoff index is essential for the robustness and the visibility of the label bit. The larger the cutoff index is chosen, the less degradation the label embedding will introduce. The energy difference is calculate as follows:
The proposed CBWT scheme is illustrated in Figure 3 . CBWT binds the four trees crosswise which are located adjacent to two pairs. Since the four roots of trees are the same spatial location, the energies of each tree are very likely to be similar. By binding the four trees crosswise into two pairs, the energy difference of two pairs can be reduced.
PROPOSED WATERMARKING ALGORITHM 3.1. The Basic Idea
The basic idea of the proposed algorithm is following: if a watermark bit 1 will be embedded, we make D i,j > T, else make D i,j < -T for the bit 0. The value of D i,j is modified by the way of making unimportant wavelet tree coefficients be 0 until the condition is satisfied, where T > 0 is the threshold value. The selection of a suitable threshold is essential for the robustness and the visibility. The larger the threshold value is chosen, the more degradation the label embedding will introduce.
Embedding Watermark
Assume that the carrier image is I, the watermark is 2-value image. Threshold value T > 0 is given. The procedure of the embedding algorithm is as follows:
Step 1, watermark process. Watermark will be placed over again by a key.
Step 2, 3-level discreate multiwavelet decomposition of image is implemented, and (1 ≤ i, j ≤ 32, k = 1, 2, 3, 4) can be obtained.
Step 3, for each (i, j), calculate the differential energy D i,j of CBWT. The watermark bit is embedded: if the watermark bit is 1, then make D i,j > T, else make D i,j < -T for the bit 0.
Step 4, inverse operation is implemented, and the watermarked image is obtained.
Extracting Watermark
The extraction procedure is simple. The original image will not be required. After implementing 3-level DMWT of the watermarked image, we calculate D i,j . Finally the extracted watermark is inversely placed over again by the same key to obtain aim watermark.
In this paper, watermark is a 2-value image. The rate value NC can be used to evaluate the watermarking effect. Assume that the original watermark is w and the extracted watermark is , then NC is defined as:
EXPERIMENTAL RESULTS
In our experiments, the test image is 512 × 512 8-bit Lena and watermark is 32 × 32 2-value image shown in Figure 4 . The cutoff index c = 7, threshold value T = 0.08. The PSNR of the original image and the watermarked image is 31.2779. If no attack, the watermark can be extracted perfectly. We apply various attacks to the watermarked image and examine the rate value NC from the extracted information. Table 1 and Table 2 show the NC value of original watermark and the extracting watermark through the proposed method and reference [11] . Table 3 show the effect of some other attacks:JPEG compression, circumrotate the image 20°then circumrotate -20°, gaussian filter, resize (zoom out to 400 × 400, then zoom in to 512 × 512).
Through simulations, we can find that the proposed method is more robust than the method of reference [11] .
CONCLUSION
In this paper, a new watermarking scheme is proposed. The scheme is based on discreate multiwavelet transform (DMWT), and differential energy watermarking (DEW) are exploited to embed a 2-value image into a gray image. The experimental results show that the proposed algorithm performs better on watermark's visual quality impact and robustness than the original DEW algorithm.
