Radio Frequency Identification (RFID) is considered as an important tool in accurately and efficiently handling large amount of information and automated identification. But a key issue now is on how to enhance the functions of RFID for clinical and medical applications specifically for its usage in the pathology units of hospitals. In the case of viewing tissue biopsy slides, traditional methods do not guarantee that images from the database would not be compromised or leaked. In view of the hospitals' future need on securing medical information, such as microscopic imaging, there is the need to develop a secure system for biopsy microscopic images. The current study developed an automated microscopic imaging system that provides RFID management and security for histopathological images using digital technology combined with the encryption mechanisms of RFID. It would perform pathological analysis and provide safe, clean, fast and automated management capabilities. Lastly, clinical or medical researchers can be provided practical assistance in the management and security of microscopic biopsy slides to effectively reduce image management costs.
Introduction
Radio frequency identification (RFID), has established itself as a well-known automatic identification technology with a wide range of applications. Its functions include large information capacity, automatic identification and reusability. Moreover, the current technology has also enhanced the efficiency of materials management. However, the current RFID applications in hospitals and pathology units are still scarce [1, 2] . In cases involving histological complexity in the patient's tissue biopsy, these sample are required to go through immunohistochemical staining to observe the nuclear apoptosis such as DAPI(4',6-diamidino-2-phenylindole). In addition, TUNEL (Terminal deoxynucleotidyl transferase-mediated dUTP nick-end-labeling) dyeing is used to observe the GFAP(Glial fibrillary acid protein) dye in the cytoplasm before performing further analysis [3] . Afterwards, the dyed biopsy is then forwarded to a pathologist for observation under a microscope. The characteristics of the required parts are then captured as fluorescent images by the image capturing software and saved as jpg or bmp formats. Finally, after the tissue biopsy fluorescent image has pass through different fluorescent dyes, it is often required to be superimposed manually for a more detailed observation and verification [3] . Hence, the method above often requires the user to capture large amount of images but without an efficient way to capture and save fluorescent images it becomes costly to organize fluorescent images and perform follow-up analysis. Therefore, the goal of this research is to develop an automated fluorescence microscope imaging system integrated to an RFID system, microscopic slides with special specifications RFID, microscope, CCD camera, and an automated management system.
Methods

Fluorescence microscope image processing system
The goal of the current system is to store images of tissue biopsy from the fluorescence microscope. The system is designed using a fluorescence microscope with external CCD camera to directly capture images, or use existing saved contents to manage the images and save it to the designed database system. In general, the usual process of shooting or capturing fluorescent images, is that the light source of the tissue fluorescent image is usually projected from the bottom of the fluorescent microscope and changing the color would require switching the light source. However, switching the light source may cause some slight vibration or collision, causing some shift or rotation on the position in capturing the second image. In order to follow-up image superimposition and provide pathologists histological diagnosis and analysis, it is often required to re-position the landmarks of the second image to match the small difference from the first image. These landmarks are the main features of the current system. Concurrently it has both the image rotation and displacement correction function. The initial step is to determine the location of the landmarks of the tissue image. The initial step is to calculate the shift and rotation angle of the two images and locate the smallest moving distance between the two images. Then it automatically performs image superimposition as shown in figure 1. In general, pathologists observe changes in the cell morphology through the fluorescent microscope image and then calculate the number of fluorescent points during pathology diagnosis and analysis. The tissue fluorescent images captured by the system are 24-bit colored images. But in order to calculate the fluorescent points in each fluorescent image it is still not possible to directly apply image processing to determine the points. Hence, the system uses several algorithms such as image gray scaling, binaryzation, erosion, expansion and object connectivity analysis to achieve the goal of automating the computation of fluorescent points. The system architecture is shown in figure 2 .
RFID system
The RFID system used by the current system is a passive UHF RFID module and the equipment used in this section are: RFID reader, RFID antenna, RFID microscope slide, power regulator and notebook computers. The related specification of each component is listed below. 
Results and Discussion
The function of the system accomplished by the research is mainly for managing different programs, related microscope slides and the corresponding tissue fluorescent image of the microscope slides. Once the system develops program related information, a string then serves as the index for the RFID tag to establish related information for the microscope slides and tissue fluorescence image. Each slide can store two kinds of fluorescent image and superimposed fluorescent image. Later on, image processing techniques are applied to compute for the fluorescent points. Finally, all the information is stored in a SQL information database system. Figure 3 illustrates the system flow chart. And figure 4 presents the results for microscope fluorescent images before and after displacement correction. Further, figure 5 shows the user interface for the computed values from the fluorescent points' computation. Lastly, the integration of the fluorescent microscope image RFID technology and a complete information database system that includes an additional storage was accomplished for ease of image storage and modification as shown in figure 6. 
Conclusions
The current research was able to develop a RFID microscope slide management system through the use of a development software and SQL database system combined with fluorescence microscope, CCD camera, RFID devices and specially designed microscope slides. In addition to the microscope slides, each program and relevant information of the microscope slides are very convenient to create and manage in a database. Moreover, the system can also perform image displacement correction and pathological analysis that uses image superimposition and computation of fluorescent points and other functions. This makes it very convenient for managing and developing a system for hospital pathology departments and related laboratories. Currently the design of the system's RFID slides make use of RFID electronic tag sticker, affixed to the side of the microscope slide reduces the management burden. However, after prolonged usage, the electronic tag may deteriorate or may be affected by surrounding noise that may cause errors or other defects. Hence, if a smaller electronic tag can be developed and embedded into the microscope slide, it may effectively solve the problems mentioned above.
On the other hand, we know from a previous published literature [4] that RFID sends data from the RFID tag to the server for recognition. However, some people may use other readers to secretly scan the electronic tag and get the tag index. It then poses a risk of possibly stealing from the slide information database or through the tag index position, invade and obtain certain pathological information. Therefore, to increase the security of the system, additional encryption is another important research focus in the future.
