The rapid growth of mobile devices and mobile communication technologies in recent years has great influence in our daily life. These technologies have also created a huge potential for enabling collaborative work. Usually, a collaborative work is usually composed of multiple tasks and participants. Therefore, messages or information sharing among the group is an issue. In order to avoid SPAM and missing messages, there should be a system to check the messages and recognize all relevant receivers. In this paper, a service-oriented architecture system is presented to solve the problem. A project-based task analysis and an authority-recognition model are used to identify receivers regarding their correspondent tasks. Therefore, members in the system can easily share information without being bothered by SPAM or worrying about missing any important messages.
I. Introduction
The rapid growth of Internet technologies creates great opportunities for modern business model, which includes not only electronic commerce, but also globalized collaboration. Due to the complexity of globalization, all stakeholders might not be at the same place at the same time. Communication becomes an issue. To solve the problem, network communication is necessary. The stability and flexibility of Internet can respond to most questions. Therefore, people who are actually geographically distributed can work in the same project for the same purpose. To ensure that "out of sight" does not cause "out of sync" is an issue ( Hinds & Bailey, 2003) . To coordinate work, information must be correctly transferred to related participants and communication has to be adequately understood (Maier, Echert, & Clarkson, 2006) . Some applications achieve the requirements by means of "fully sharing". Therefore, every message is publicly announced on a bulletin board or privately received in his/her message-box for every participant. The former solution might cause message lost-reading if the messages are too many to read through, and the latter method might disrupt users' work because of irrelevant or unimportant message (SPAM) coming too often. None of them is a perfect solution.
Fig. 1. Message Flow
Another consideration might be based on what kinds of group to receive the messages. "Broadcast" is used for mass communication, so everyone in the system will be included. The text-based advertisement is one example. A "grouped message" would send the same message to a pre-defined group of members, such as an event invitation. An "individual" message means every user should get a personal message, which is customized, such as a telegram.
When people work as a group from distanced places, they can only communicate through mobile devices or cellular phones. They can phone each other, which is an "individual" communication. Alternatively, they can send a group message to "broadcast" to everyone. Although a group message is also possible by selecting specific receivers manually, the sender must know who should or should not receive the message. It might not be easy.
In this paper, a message sharing framework is proposed. In this framework, message sharing and transmission must be processed followed rules to clarify who ( the relevant is ) and what (the subject is about). Partial rules are based on the task analysis and the other are referring to the task-stakeholder authority matrix. In the task analysis, processes can be breakdown into works and relationships between works must be pre-defined. In the taskstakeholder authority matrix, the stakeholders of tasks might be configured and recognized. Therefore, a task related message can only be distributed to the proper receivers. Participants are not necessary to worry about lost message or SPAM. This paper is structured as follows: Section summaries the literature review and Section represents the system model and structure. Finally, a set of discussions is concluded in the last section.
II. RELATED LITERATURE REVIEW

Mobile Network Technologies
Mobile network technology has been making significant progress in the recently years. Mobile network technology generally uses digital cellular phone networks to enable mobile devices to access the Internet, allowing users to maintain access to Internet information while traveling outside. Currently, the digital phone system is used in cellular network technology. A cellular network has to meet certain criteria including (GSM, 2010): 1. Good subjective speech quality. 2. Low terminal and service cost. 3. Support for international roaming. 4. Ability to support mobile terminals. 5. Support for a range of new services and facilities. 6. Spectral efficiency. 7. Integrated Services Digital Network (ISDN) (Everhart, Mamakos, & Ullmann, 1990) , compatibility.
A cellular network requires voice-oriented and data-oriented technologies. The stages of development of cellular networks are introduced next.
The First Generation Mobile (1G) systems were based on analogue signaling designed for voice transmission, rather than data delivery. The main drawbacks were low service quality, long call setup time and inefficient use of bandwidth. Furthermore, the 1G system was susceptible to interference and supported only insecure transmission.
The Second Generation Mobile (2G) systems used digital modulation techniques and call processing methods. Most 2G systems combined Time Division Multiple Access (TDMA) and Frequency Division Multiple Access (FDMA) techniques to increase the number of channels. The Global System for Mobile Communication (GSM) (3GPP, 1997), systems was the most popular 2G system worldwide. In contrary to the 1G system, the 2G system provides better service quality and more efficient bandwidth. Thus, it is able to support data, speech and image services. It can also combine advanced encryption mechanisms. However, its main drawbacks are low data transmission rates and are unsuitability to cooperate with the current Internet.
The General Packet Radio Service (GPRS) (3GPP, 2003) came between 2G and 3G. It applies packet radio principles to transfer data between GSM mobile stations and external packet data networks. GPRS supports X.25 (Malis, Robinson, & Ullmann, 1992) , IPv4 (ISI, 1981) , and IPv6 (Rekhter, and Li, 1995) networks and others data rates up to 150Kbit/s. It offers packet switching to deliver general data and circuit switching to transfer voice data.
The Third Generation Mobile (3G) systems provide high speed transmission of both voice and data. 3G systems integrate all kind of services, including speech, data, audio, video and facsimile. They provide a much better quality of service (QoS) than earlier mobile communication in a relatively smaller call set-up delay. Thus, multimedia transmission becomes possible. (Ericsson, 2009; Motorola, 2009) , is the latest standard in the mobile technology. It is a project of the 3rd Generation Partnership Project (3GPP). The LTE specification provides downlink peak rates of at least 100 Mbps, an uplink of at least 50 Mbps. LTE supports scalable carrier bandwidths, from 1.4 MHz to 20 MHz. Although LTE is marketed as The Fourth Generation Mobile (4G) systems, first-release LTE does not fully compatible with the International Mobile Telecommunications (IMT) Advanced 4G requirements.
3GPP Long Term Evolution (LTE)
Computer Supported Collaborative Work
The term computer supported cooperative work (CSCW) was first coined by Irene Greif and Paul M. Cashman in 1984, at a workshop attended by individuals interested in using technology to support people in their work (CSCW, 2011; Dourish & Bellotti, 1992) . "Are CSCW and groupware synonym" has been debated. In 1991, Wilson defined the terms of CSCW as "CSCW is a generic term, which combines the understanding of the way people work in groups with the enabling technologies of computer networking, and associated hardware, software, services and techniques" (Bannon and Schmidt, 1991; Wilson, 1991) . Many authors provide a classification. For instance, Ellis, Gibbs and Rein (1991) , present a classification of groupware systems based on the work done by DeSanctis and Gallupe(1987) .
Usually, CSCW can be classified into four groups based on two taxonomies: co-location and synchronization (Baecker, Grudin, Buxton, Greenberg, 1995) . They are co-located synchronous (face-to-face interaction), remote synchronous (video conference), co-located asynchronous (shift groupware) and remote asynchronous (Cloud workspace or blogs). The last group requires communication and coordination to succeed.
Process Based Work Breakdown and ARCI Model
In project management and system engineering, to identify and group detailed work elements is a necessary process to manage all possible sources. A Work Breakdown Structure (WBS) is used to define the distinct work elements, also known as tasks (Booz, Allen & Hamilton, 2007) .
WBS was firstly introduced in 1957 to support a missile program. By June 1962, American Department of Defense (DoD), NASA and the aerospace industry published a document for the PERT/COST system which officially described the WBS approach (DOD and NASA Guide, 1962; Hamilton, 1964) . In 1968, the DoD issued "Work Breakdown Structures for Defense Materiel Items" (MIL-STD-881), which shows the top-level templates for defense items and descriptions (MIL-STD-881, 1968 ).
The Work Breakdown Structure is a tree structure, which shows a subdivision of effort required to achieve an objective (NASA, 2001) . Each element (node) represents a terminal element (such as a product or a service) or another compound element (WBS, 2011) . A terminal element is the lowest element (activity or deliverable) in a WBS, which cannot be not further divided. Therefore, a terminal element can be used to estimate in terms of "cost" and "resource requirements".
Since it shows the composition of an element, it is often used in financial cost and duration estimation, project management and responsibility recognition. A WBS can be also used to divide work into definable increments, which the statement of work can be developed and different reports (such as technical, schedule, cost, or labour hour reports) can be established (NASA, 2001 ).
Clear definition of accountability and responsibility is a critical success factor to all projects. Since WBS might be used to identify the accountability of terminal components, in conjunction with the ACRI model, the authority and relationship among participants and tasks can be classified.
The ARCI model is a powerful utility from IT Service Management (ITSM) (ARCI, 2005) . The word "ARCI" stands for Accountability, Responsibility, Consulted, and Informed, which are four kinds of authorities.
According to (ARCI, 2005) , "accountability" can be assigned to one and only one person only. This person ultimately holds accountability for the overall success or failure of the identified task. "Responsibility" shows that each individual, who actually works for the task, is responsible for meeting specific timelines and producing deliverables. The word "consulted" specifies one or several individuals, who overlook the task, as consultants or advisers. They might hold organizational and subject matter knowledge and expertise critical to the task. The last one "informed" shows the person who might be (directly or indirectly) affected by the task-related situations and decisions to be notified.
III. The System requirements
In this section, the requirements of the system are presented. In order to send a proper message to a proper user to avoid SPAM and work interruption, the system must "know" users who are relevant. Therefore, a process authority matrix is used to clarify authorities of tasks and WBS is used to recognize the relationship between tasks.
Model Definition
In the definition of ITIL, a process has an input as a trigger and a deliverable or product as an output. To produce the output, there might be a series of tasks required during the process execution (Fig. 2) . Some tasks might be further divisible and the others might require concurrent or sequential execution.
Working processes INPUT OUTPUT
Fig. 2. Process structure
Eventually, the working processes are divided into terminal tasks based on different responsibilities, functionalities, participants or other characteristics. In order to recognize the stakeholders of each task, the work breakdown structure is used to classify the authorities and relationships between stakeholders and tasks.
Conceptual Model
Conceptually, the system is composed of several roles: a process, several tasks, several users and their authorities, and messages. A user must have a user identity (ID), a password to be authenticated, and a series of personal information. A process can be divided into tasks or other processes. It might be composed of a task and followed by another process. It is also possible to be a task and another process, which should be processed in parallel.
A task is actually a terminal task if it cannot be further delegated. A task must be assigned to one and only one user, who is accountable for the task. "tID" is a task identity, which is unique in this project. "Description" is a memo to describe the details of the task. "Accountable ID" is a user ID (uID) to show who is in charge. Finally, "duration" shows how many working units, such as hours or days, are required to finish the task.
Since each task might have many related participants, who might be responsible, consulted, or should be kept in the loop, there is a rule-base to keep all relationships up to date. A rule is a triplex, including a task ID, a user ID, and an authority. Finally, an authority might be anyone from responsibility, consulted and informed roles to show the authority of the user in the task. A message should be sent by a sender and associated with a task. Therefore, a message can be represented by a triplex as (uID, tID, content) . uID is the identity of message sender. tID is the linked task identity. And content is the message essence. The Backus-Naur Form for definition is shown in . 
IV. The System Design
The system is designed based on cloud computing architecture. In this section, the system detail is briefed. 
System Architecture
There might be two kinds of devices in the system. The first is a service pool, which might be composed of powerful servers. The second kind of device is called clients, which usually possess mobility, such as cellular phones, laptops or PDAs (personal digital assistant) (Fig. 4) . The server in the service pool is a service provider, which is a WWW server with a series of web services installed (Fig. 5) . Since mobile devices might possess less computing ability, lightweight client applications are suggested. In the system, RIA (Rich Internet Application) and mobile applications are chosen to build a thinner client. Message transmission between users (devices) must pass through the central server. The system architecture is designed to be centralized as a cloud computing structure. In Fig. 5 , infrastructure layer is based on the wireless communication environment within the system. Mostly, coworkers might not be in the same area. Therefore, cellular phone communication is assumed to be used for testing. Platform stands for both web based and mobile based applications for clients and servers. Applications are the software and web services proposed in the system. In the system, there are two kinds of interfaces on the centralized server. The first is a web-based interface, so people can access to the system using browsers on any operating systems. The other interface is designed to be a mobile application with built in service-oriented architecture. Thus, web services can be installed and enabled on the servers. However, the installed services would not occupy any computing resources unless it is invoked. A serious disadvantage of central systems is possible bottleneck on the server. In this system, messages happen only when related tasks are performed. Therefore, the corresponding users and messages are partial.
Portal Service
The portal service acts like a gatekeeper to authenticate credentials of users. Only credential holders are authorized to use further services, "Task Manager" and "Message manager". Currently, credentials are simply implemented as a pair of username and password. In order to secure the system, the passwords are encrypted ant then stored in the database. Presumably, a user is using a "Media Access Control (MAC)" address or "subscriber identification module (SIM)" enabled device. Since the MAC address and SIM should be unique, a "single sign-on" mechanism is initiated. The authentication state of the current user can be remembered. However, if a mobile device, such as a cellular phone, is considered to be a personal private device, it should be secured to keep a signed credential on the device. An attribute X.509 certificate can be used for future development.
Task Manager
At the system initiation, the project holder must firstly set up the project structure so the relationship and working priority can be determined. Secondly, the holder must identify each task and the relative accountable user. Afterwards, either the project holder or the task accounted user then set up other authorities to other relevant users through "Task Manager". "Task Manager" and "Message Manager" are two sets of web services installed on the server. When a user sends a message regarding a task, "Task Manager" firstly compiles a list showing the receivers. It checks the authority table to find out the responsible users regarding the task. When the message is a "request for comment" message, consulted users must be listed as well. Consulted receivers are then able to reply for comment. Once the task has been finished or a related decision has been made, a notification must be sent to the "informed" users. The informed receivers might not actually work on the task, but they definitely need to be kept in the loop. "Task Manager" has another important functionality to check if the sender has the privilege to send a message regarding the task. Only an authorized sender can send the message, so SPAM can be reduced.
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Fig. 6. Use Cases Diagram
When "Task Manager" compiles the list of receivers, it might not only consider the current task, but also check the following tasks. In the system, the stakeholders of the following tasks might be considered as informers in the current task. Thus, the messages in the task chain should not be missed. Once the receivers are determined, the message is delivered to the message manager along with the list of receivers (Fig. 7) . 
Message Manager
"Message Manager" works as mail services for both incoming and outgoing messages. When a message is sent to the message manager, it is kept in a database and tagged all relevant users. Once a user is "logged on", "Message Manager" compiles a list (Fig. 8 ) in relation to the user.
Fig. 8. A receiver's List
Prakash Vel/ Procedia -Social and Behavioral Sciences 00 (2011) The example in Fig. 7 and Fig. 8 shows the case. Message "10112" was sent by John in regarding to task "ta01", and three receivers Nance, Bob and Calvin are going to get the message. Nancy and Bob are two responders of the task. Then Bob sends a message asking Nancy to offer some coffee before lunch boxes' arrival. Therefore, there are two messages in Nancy's list. In this case, Calvin is the informer, so it is not necessary for him to respond to the message.
V. Conclusion and Future work
For instance, there was a graduation party preparation in 201. The working group of 30 students was divided into subgroups of catering, leisure, documentation, finance, public relation, invitation and reception. There were 20 faculty staffs and 120 graduations were invited. The preparation period was scheduled for 4 months. During the preparation, there were 4 group meetings and more than 50 unique messages. Supposed all messages were sent via group messages too all participants, including staffs, students, graduations and etc. There should be more than 8000 messages to transfer. However, with the support of proposed framework, transferred messages might be reduced to 1000 in the case simulation. SPAM is reduced.
In the current implementation, the system is designed to be a project-based message management system. Each task is a terminal task in the project. Consider a task as a daily newspaper publication and subscribers are all informers of the task. The message distributing system can be easily turned into an electronic publishing system. Therefore, it is believed that the system has wide usage for different occasions.
