If not well-managed, a mine-tailings facility may become a major source of risks, endangering the community and environment, and damaging the reputation of the minerals industry regarding sustainability. Identifying, characterizing, and mitigating the hazards and risks associated with tailings facilities have been critical to the maintenance of community-safe and environmentally sound mine-tailings facilities. Herein, a complex network model for characterizing the hazards and risks associated with the lifecycle of tailings facilities is presented. In this approach, the hazards are modeled as vertices of the complex network, and the interactions among the hazards are modeled as edges of the complex network. The complex network for modeling the hazard and risk spreading of mine-tailings impoundments is analyzed and characterized by using network metrics such as the network density, geometrical characteristics, characteristic path length, network efficiency, and clustering coefficient. The degree distribution of the network obeys a power-law distribution, indicating that the network for characterizing the risk spreading associated with a tailings facility is scale-free. According to the results of calculations and existing research results, the network is ultrasmall-world. By analyzing the change of the global network efficiency under four kinds of different methods to remove network nodes and edges, network nodes with higher between centrality (BC) are identified as critical. The removal of those critical nodes helps mitigate risks associated with a tailings facility and reveals the vulnerabilities to BC attacks.
Introduction
The safety management of tailings impoundments is very important because it is crucial for the sustainable development of the minerals industry. If these facilities are not well-managed, they will threaten the ecological environment and communities under the sustained action of natural stress and human activities. Studies on tailing impoundments in foreign countries have involved their hazards, risks, and effects on the ecological environment (Nejeschlebová et al 2015 , Duque et al 2015 , Dinis and Fiúza 2013 , Zhang 2013 . In China, most of the research on accidents and disasters involving tailings impoundments are focused on the stability of dams, safety monitoring and evaluation, etc. (Zhang 2013 , Peng et al 2012 , Hu et al 2011 , Li et al 2010 . For a long time, studies on tailings accidents focused on the analysis of a single tailings dam accident; the knowledge and means for characterizing the long-term dynamic evolution of the hazards and risks of tailing impoundments are lacking. The complex network can be used to analyze the interaction and evolutionary process of complex factors, and it has been used in studies focusing on centrality, the small world, the scale-free property, and robustness and vulnerability.
Recently, researchers have applied it to a wide range of scientific and engineering fields, such as the analysis of the spread of computer viruses, the spread and diffusion of information, transportation and aviation networks, power networks, supply chain networks Zhang 2013, Dai 2012) , disease prevention and control (Wang 2011) , and the spread of natural disasters (Weng et al 2007) .
On the basis of previous studies on the state and identification of hazards for tailings impoundments, in this study, we attempt to introduce the complex-network method for analyzing the effect and the evolutionary relationship between the hazards, accidents, and consequences of tailings impoundments. We used the Pajek software to analyze the characteristic parameters of the whole network and the subnet, together with simulations, to determine the statistical characteristics of the network. Finally, by using different methods to remove nodes of the network, the critical nodes were identified.
Hazard Modeling Using a Complex Network
First, through investigation and analysis for tailings impoundments and related accidents at home and abroad, combined with the relevant procedures, norms, standards, guidelines, cases, the hazards and accident risks are systematically identified according to the main stages of the lifecycle for tailing impoundments-including site selection, construction, operation, and closing tailings impoundments-considering factors such as the technology, man-made factors, the environment, and management. The nodes of the complex network represent the hidden dangers of technology, the unsafe behavior of people, the unfavorable conditions of the environment, the lack of management of standard operating procedures, and other hidden problems and accidents, as well as the consequences of these problems. The edges represent the effects and interactions between nodes. The complex network is used to show the risk factors, hazards, and accidents or the consequences, and the evolutionary process of tailings impoundments is shown in Figure 1 . The complex network model of dynamic risks for tailings impoundments consists of 65 hazardous nodes and 228 edges. The yellow-node layer on the left side represents the initial dormant hazards, including the hidden dangers of technology, unsafe human behavior, adverse environmental conditions, and lack of regulatory standard operating procedures such as unreliable monitoring facilities, heavy rainfall, and inadequate safety evaluation. The middle orange-node layer represents armed hazards formed by the impact factors or initial dormant hazards and may lead to accidents in some working environments or conditions, such as excessively high seepage lines, a lack of storage capacity for flood regulation, or the damage or failure of floodingcarrying facilities. These armed hazards indicate that accidents and disasters are imminent. The red-node layer on the right side represents the final active hazards. If these active hazards cannot be effectively controlled, serious consequences and accidents may occur.
Network Characteristics
The complex network has a series of structural characteristics. Thus, analysis methods and the structural characteristic parameters of the complex network can be used to analyze and express some of the characteristics and the regularity of the complex network for characterizing the risks associated with a tailings impoundment.
Characteristic parameters of the network
Taking the complex network of a tailings impoundment as an example, the final accidents or hazards on the right side of Figure 1 include five categories: floods overtopping, slump or collapse, seepage damage, dam break, and environmental pollution. To further analyze the characteristics of the complex network, these final hazards or accidents, dormant hazards, and armed hazards are divided into five sub-networks, and then characteristic parameters are obtained using the Pajek software. The relevant parameter values for the whole network and the five accident subnets are shown in Table 1 . Via further analysis, additional information can be gained, as follows.
(1) Network density
The network density refers to the ratio of the actual number and the theoretical maximum of edges in the network, indicating the degree of closeness between the hazards. The results in Table 1 show that the number of hazardous nodes and the number of edges in the five accident subnets are smaller than the number of hazardous nodes and the number of edges of the whole network, respectively. However, the sum of the nodes and the sum of the edges are greater than the number of dangerous nodes and the number of dangerous edges in the whole network, respectively, which can mean that the whole network is not simply the sum of all the subnets and that a hazard may evolve into multiple types of accidents. The network density of the whole network and the accident sub-network for tailings impoundments is not more than 8%, which indicates that the overall network density is low and that the influence factors, hazards, and path of risk spreading are single and unique. (2) Average degree of network and the degree centralization The degree of a node in a network refers to the number of other nodes directly connected to the node-including the in-degree and out-degree-and indicates the direct influence of the node. The average degree of a network is the average value of all the nodes in the network and can reflect the average level of the direct influence of the nodes. The degree centralization is used to measure the degree of concentration of the network for one or some special nodes and reflects the concentration trend of the degree of the nodes in the whole network. The average degree of the network of risks spreading for tailings impoundments is 7.02, which indicates that there is a direct causal relationship between a hazard and the average of the seven hazards in the whole network. For subnets, the average degree of the slump/collapse and the break dam is larger than that for the other three subnets, which indicates that these two subnets have more hazards. The in-degree centralization is larger than the out-degree centralization in the whole network and the subnets, which suggests that the number of effect factors and hazards in tailingsimpoundment accidents is large but that of accidents is small.
(3) Characteristic path length of the network and network diameter
The characteristic path length of the network represents the average value of the shortest path length between all the pairs of nodes in the network. It reflects the average distance of all the nodes in the network. The network diameter refers to the maximum distance between all the pairs of nodes in the network (Watts 1999) . The characteristic path length of the network of risks spreading for tailings impoundments is 1.61, which indicates that a hazardous node affects other nodes after passing 1.61 network edges. The characteristic path lengths for the five subnets are smaller than that of the whole network, which indicates that the average distance between the hazards in the subnets is smaller than that in the whole network and that it is very easy to trigger the accident. The diameters of the five subnets and the whole network are all less than or equal to 3, which shows that a hazard can reach the final activity hazards and lead to a tailings impoundment accident after three steps.
(4) Global network efficiency
The global network efficiency refers to the average value of the sum of the reciprocal of the shortest path lengths between all the pairs of nodes in the whole network and reflects the propagation speed of matter, information, or energy in the network Marchiori 2003, Latora and Marchiori 2001) . The global network efficiency of the network of risks spreading for tailings impoundments is 0.08.
(5) Clustering coefficient
The clustering coefficient refers to the proportion of all nodes around a node that are interconnecting and can reflect the clustered condition of nodes in the local network (Watts and Strogatz 1998a) . The clustering coefficient of the whole network is 0.21, and the coefficients of five subnets are between 0.17 and 0.32. In contrast, the clustering coefficient of a random network of the same scale is approximately 0.05, which indicates that the whole network and the five subnets have a large degree of clustering.
Characteristic analysis of the network (1) Scale-free property
The complex network is called the scale-free network if its degree distribution obeys the power-law distribution (Almaas and Barabá si 2004, Barabá si and Albert 2000) . We randomly detect a node x in a network. When the degree of the node is exactly k , ( ) denotes the probability of the degree of the node. If the relationship between ( ) and k can be expressed by the power function ( ) = − , the degree of this network is subject to the power-law distribution, and the power exponent is  . In practical applications, we first need to obtain the relationship between ( )and k . Then, the logarithmic operations are performed on both sides of the equation, and we can obtain the linear relationship between ( ) and . If the linear expression can be represented by a straight line with a negative exponent, the degree value of the network obeys the power-law distribution.
After statistical calculation, the degree distribution of the complex network for characterizing the hazards and risks associated with a mine-tailings facility is shown in Figure 2 . We can obtain the relational expression between the degree value and the probability:
Both sides of formula (1) take logarithms, and we can obtain the relational Figure 3 using log-log coordinates and the following linear expression: Figure 2 . Degree distribution of the complex network. Figure 3 Degree distribution of the complex network using log-log coordinates.
The results show that the degree distribution obeys the power-law distribution; thus, the complex network for characterizing the hazards and risks associated with a tailings impoundment is a scale-free network.
(2) Property of the ultrasmall world Watts and Strogatz (1998b) and Strogatz (2001) considered that the small-world network falls between a regular network and a random network. Later, physicists used the clustering coefficients and the characteristic path length to identify whether a network has the small-world property. The clustering coefficient and the characteristic path length of an ideal small-world network are approximately those of the corresponding regular network and random network, respectively (Watts and Strogatz 1998c, Huang 2011a) . If a random network has same the number of nodes and average degree value as the complex network that is used to characterize the risks spreading in a mine-tailings impoundment, the characteristic path length and the clustering coefficients of the random network can be expressed by formula (3). Similarly, these two statistical characteristics of the regular network are given by formula (4).
Here, k represents the average degree value of a network, and the n is the number of nodes. should be greater than L ; however, our result is different. Does this show that the complex network for characterizing the hazards and risks associated with a tailings impoundment lacks the small-world property?
According to related research (Cohen and Havlin 2003a) , if a complex network has the free-scale property, its characteristic path length is smaller than that of the corresponding regular random network. This kind of network is ultrasmall-world. In addition, we can use the Euclidean metric to calculate the small-world measure  , which is defined as (Huang 2011b) :
The result is =0.5962  , which shows that the complex network for charactering the risks spreading associated with a tailings impoundment has a strong small-world property. Comparing the whole network of the risks spreading of a tailings impoundment with the subnets of accidents reveals that the characteristic path length of the whole network is greater than that of subnets, while the clustering coefficients of the subnets of accidents involving floods overtopping and seepage failure are larger than that of the whole network, and those of the other types of accidents are equal or smaller. These results show that the complex network used to characterize the risks in a mine-tailings impoundment has a partial small-world property, which verifies the foregoing evidence and calculation.
(3) Centrality and the identification of critical nodes
Regarding the centrality, we use quantitative methods for each node in the entire network to describe the extent of the center role, thereby finding the core of the whole network . That is, via the centrality analysis, we can determine the position or difference of the hazardous nodes in the network for characterizing the hazards and risks associated with a tailings impoundment. In this study, the centrality includes three aspects: degree centrality (DC), between centrality (BC), and closeness centrality (CC).
1) DC
The DC is used to describe the direct influence of a node in a static network, which can reflect the ability to build direct connections between the node and its surrounding nodes. In a directed network, the degree of each node can be divided into the out-degree and in-degree. The in-degree of a node is the number of other nodes that point to the node, and the out-degree of a node is the number of connections directly made by the node.
For the nodes of the larger out-degree, man-made and management factors account for a large proportion, which can indicate that this kind of factor affects the risk spreading to a greater extent. Among these factors, the out-degree of 'occurrence of earthquake with exceeding design intensity' is largest. After the in-degrees of the nodes in the network are ranked, we discover that accidents involving 'slump and collapse' and 'seepage damage' are arranged in the forefront, indicating that many hazards can cause these accidents.
2) BC
The BC reflects the effects of nodes and edges and is used to measure the control degree of a node for its surrounding edges and nodes. According to the definition and calculation of the BC, the average BC of the network nodes is 0.0011, the maximum value is 0.0099, the minimum value is 0, and the standard deviation is 0.0023. These data show that the BC of the network of the risks spreading for tailings impoundments has very strong heterogeneity. The maximum value is nine times the mean value, and the standard deviation is twice the mean value, which indicates that there are a small number of nodes with a large BC in the network.
3) CC
The CC is an important indicator for centrality analysis and is determined by measuring the closeness or distance between the nodes in the network. If all the distances between a node and the other nodes in the network are small, the node has a higher CC. For directed networks, the distance is measured according to the edge of the same direction; thus, to determine the CC of the directed network, the in-closeness and out-closeness must be calculated separately. The maximum out-CC of the network is 0.1962, the minimum value is 0, the mean is 0.0799, and the standard deviation is 0.0443. For the in-CC, the maximum is 0.5372, the minimum is 0, the mean is 0.0746, and the standard deviation is 0.1385. The mean values for the network indicate that both the in-closeness and outcloseness are very small. The standard deviation of the incloseness is 3 times that of the out-closeness. Clearly, the out-closeness is more concentrated, which can indicate that the armed hazards and eventually active hazards become more concentrated after the hazard states change.
4) Identification of critical nodes
The three aforementioned methods are used to identify the core nodes (hazards). However, for the formation and spreading of risks in a mine-tailings facility, we cannot determine which method can identify the critical nodes having the greatest impact.
To identify these critical nodes, we can observe the change of the global network efficiency by removing the nodes with a high DC, high CC, and high BC, as well as random nodes in the network.
For ensuring a high accuracy, the simulation of removing random nodes was performed 20 times to determine the mean of the global efficiency. The process of removing nodes and edges is known as a network attack (Holme et al 2002) .
According to the results of Pajek, the nodes in the network were removed according to the descending order of values of DC, CC, and BC. Because the nodes of the finally active hazards in the network are the main research objects, we did not remove these hazardous nodes in the attack analysis. Figure 4 shows the change of the global network efficiency under different attack schemes.
According to Figure 3 , the global network efficiency exhibits a decreasing trend under the four kinds of attack schemes. When the global network efficiency is 0, there is no connection between nodes in the network, and risks spreading of the tailings impoundment are effectively controlled. When the proportion of removing nodes is the same under the four kinds of schemes, the global network efficiency of a BC attack decreases rapidly. When the global network efficiency decreases to the same level, the proportion of nodes removed by a BC attack is the smallest. It can be concluded that the critical nodes in the dynamic network for charactering the hazards and risks associated with a tailings impoundment are the nodes with a high BC. These hazardous nodes should be checked and controlled first.
In addition to the aforementioned results, comparing the change of the global network efficiency under a random attack with that under other attack schemes, reveals that the complex network has strong robustness under random attacks but is vulnerable to selective attacks of nodes with a high BC. This conclusion is consistent with the properties of a free-scale network (Cohen and Havlin 2003b) . 
Conclusions
(1) According to hazard identification, a complex network for charactering the hazards and risks spreading associated with a mine-tailings facility is developed. The 65 nodes of the network are divided into three layers (factors, hazards, and accidents and consequences) or two stages (factors to hazards and hazards to accidents and consequences), which shows the spreading path of risks in a mine-tailings facility.
(2) We showed that in the complex network for charactering the risks spreading and hazards associated with a tailing facility, the relationship between each degree value and its probability under log-log coordinates could be represented by a straight line with a negative exponent, which means that the degree distribution of the complex network obeys the power-law distribution and that the network is free-scale.
(3) Comparing the relationship between the clustering coefficient and the characteristic path length for the complex network with a random network and regular network with the number of nodes and average degree value, combined with existing research results, reveals that the complex network has the ultrasmall-world property. When we calculate the small-world measure or compare the whole network with the subnet, we discover that the complex network is partially small-world.
(4) The rate of decrease of the global network efficiency is highest under a BC attack. That is, the nodes with a high BC are the critical nodes. Additionally, comparing the change of the global network efficiency under the random attack with that under other attack schemes reveals that the complex network has the robustness to the random attack and a vulnerability to the BC attack. 
