According to the development of new Information Technologies, firms consistently invest a significant amount of money in IT activities, such as establishing internal and external information systems. However, several anti-Information activitiessuch as hacking, leakage of information and system destructionare also rapidly increasing, thus many firms are exposed to direct and indirect threats. Therefore, firms try to establish information security systems and manage these systems more effectively via an enterprise perspective. However, stakeholders or some managers have negative opinions about information security systems. Therefore, in this research, we study the relationship between multibusiness firms' performance and information security systems.
Ⅱ. 문헌연구

IT 통제 체계로써의 정보보안
IT 인프라 Relatedness는 개별 사업단위에게 IT 인프라에 대한 모든 자율성을 부여하는 것은 옳지 않으며, 일반적인 하드웨어, 소프트웨어나 커뮤니케이션 기술들은 전사적 표준을 사용하는 것 [Huseyin, 2005; 2006 [13] Birman K.P., "The Next-generation Internet:
Unsafe at any speed," IEEE Computer, Vol. [40] Shaun, P. and Rossouw, von S., "A framework for the governance of information se- 
