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ABSTRACT 
Background: In the Internet of Things (IoT) firms, innovation beyond the border of a company is 
important. Furthermore, advantageous positioning in the innovation network is thought to enhance the 
result of innovation and ultimately contribute to profit. Objectives: The objective of this research is to 
clarify empirically the influence of the network structure among companies on innovation in the IoT 
field. Method: In this research, the relationship between the network structure and the result of 
innovation was analysed through social network analysis. Joint application patents related to the IoT 
companies were extracted from the intellectual property database. Results: As a result, the difference 
in the network structure of a company was related to the result of research and profitability. In 
particular, a company with a platform type of business model is considered highly profitable in the 
IoT business field. Conclusion: Drawing on an intellectual property database and employing social 
network analysis, this research quantifies the structure of innovation networks in terms of the results 
and operational efficiency of R&D. 
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INTRODUCTION 
The objective of this research is to clarify empirically the influence of the network structure 
among organizations on innovation in the Internet of Things (IoT) business field. 
At present, IoT businesses are attracting considerable attention and are rapidly advancing. In 
Europe, Industry 4.0 and other trends in automation are mentioned as similar notions. 
Transformations in information and communication technologies before the IoT included 
advances in computing, the spread of the Internet and so on. The IoT directly concerns autonomy 
and the advanced features of all devices in a process termed ‘smartization’. The impact of the 
IoT on changes in industrial structure is important. Various myriad devices collect big data 
autonomously. Big data are shared by the Internet as a database and are analysed through 
artificial intelligence, etc. Moreover, various devices are controlled automatically and in an 
integrative fashion. Porter and Heppelmann [1] compared the IoT using several examples. 
For instance, a farm tractor evolves from a stand-alone farming implement into a complex 
system of agricultural automation. It is thought that the impact of the IoT on industrial 
structure is considerable and its coverage is wide. The IoT constitutes a significant business 
opportunity. Moreover, many companies are beginning to enter into the area of IoT business 
all at once and all around the world and competition in terms of technological development is 
extremely high. For a company to produce excellent results from research in the context of 
such competitive environment, with rapid technological development, it is necessary to 
increase both the speed and efficiency of research and development (R&D). 
Recently, open innovation [2] has attracted attention as a means of enhancing the efficiency 
and speed of R&D. That is, it is a strategy which promotes innovation through cooperation 
with an external organization, leveraging the specific technical resources of the company. It 
is thought that speeding up development and its correspondence with various areas can be 
attained through open innovation, using the technology of an external organization. In 
carrying out business in the IoT field, there are various related technical factors, for example 
ensuring cooperation among various systems in terms of hardware, software, network 
communications, database applications, etc. To enable such cooperation, there is a need for 
technology, such as information and telecommunications, analysis and security. It is difficult 
for a single company alone to bring these various technical developments to bear 
simultaneously. It is thought that by cooperating with many companies, excellent research 
results can be produced. 
However, if a company depends too greatly on external technology, there is a risk that the 
company-specific capability to create technology may decline. If the technological 
capabilities of the company decline, there is also a risk that the capability to understand 
external technology and to utilize it may decline. Therefore, the need to increasing the level of 
cooperation and extending the research area is not necessarily linked to the results of research. 
This is a point also made concerning the relationship between the results of R&D and 
profitability. That is, the results of R&D are not necessarily related to revenue due to various 
problems. In the area of technology management research, the problems of the Death Valley 
Curve and digital Darwinism are widely acknowledged. Regardless of the results of research, 
they do not necessarily expand the revenues of a company. IoT businesses are still on the path 
to development and a number of businesses have begun this process in various industries. 
Moreover, while there are some IoT businesses which have large revenues, many do not. One 
of the aspects addressed in this study is raising awareness of the problem of the difference 
between businesses in which the results of R&D are readily connected with revenues and 
those in which this is not the case. For example, in the computer industry, there are plentiful 
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examples to date in which a restrictive and strong connection in R&D with a specific external 
company has increased the potential for the growth and profitability of a company, as in the 
case of Intel and Microsoft. Furthermore, in the motor vehicle industry, in-depth and narrow 
cooperation with a specific company with strength in R&D has induced strong competitiveness 
and has realized high profitability. Thus, it can be argued that R&D partnerships differ in 
terms of increasing profitability depending on the traits of the product or the industry.  
Thus, this research analysed the actual effect of the R&D relationship empirically in IoT 
firms. The research employed social network analysis, which has attracted attention as an 
analytic tool for examining inter-organizational relationships. The object of the analysis 
comprised the application patents among the major companies related to the IoT business 
field, extracted from the patent information database. 
LITERATURE REVIEW 
INTERPERSONAL TIES 
Granovetter’s article [3] on the strength of weak ties was a seminal work in the study of 
social networks and is an extremely famous publication in sociology more generally. 
According to [4], interpersonal ties generally come in three varieties: strong, weak or absent. 
Weak social ties, it is argued, are responsible for the majority of the embeddedness and 
structure of social networks in society, as well as the transmission of information through 
these networks. Specifically, more information that is novel flows to individuals through 
weak rather than strong ties. As close friends tend to move in the same circles, the 
information they receive overlaps considerably with what is already known. Acquaintances, 
in contrast, know people in other circles and thus receive more information that is novel. 
Granovetter [3] argues that for diffusion across a network, weak ties are most valuable.  
However, according to [5], there are some problems with Granovetter’s definition. 
Krackhardt [5] contends that there are subjective criteria in the definition of the strength of a 
tie, such as emotional intensity and intimacy. He considers that strong ties are very important 
in cases of severe change and uncertainty.  
The notion of structural holes theory [6] is related to some extent to the strength of weak ties 
theory. This theory draws on the fundamental idea that the homogeneity of information, new 
ideas and behaviour is generally higher within any group of people compared to that between 
two groups of people [7]. An individual who acts as a mediator between two or more closely 
connected groups of people could gain important comparative advantage. In particular, the 
position of acting as a bridge between distinct groups allows a person to transfer or gatekeep 
valuable information from one group to another. In addition, the individual can combine all 
the ideas received from different sources and come up with the most innovative idea based on 
all the information. At the same time, a broker also occupies a precarious position, as ties 
with disparate groups can be fragile and time consuming to maintain. 
OPEN INNOVATION 
According to [2], conventional innovation has been performed primarily through vertical 
integration model in one industrial group. However, in terms of the speed of the 
transmutation of management environments, for example resulting from the development of a 
technique or the diversification of a market, innovations will support these developments in a 
network of various companies. Innovation involves a high level of uncertainty and entails a 
necessary process of trial and error. The greater the divergence that a player brings to the 
process of innovation, the more instances of trial and error will be generated by the various 
players. There are many ways for innovation to be achieved. The greater the diversity of 
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different kinds of attempts at innovation, approaching problems from different perspectives, 
such as the external viewpoint, the user’s viewpoint, the viewpoint of a different society, or 
the viewpoint of a different culture, the more it is thought that innovation can be facilitated.  
Dittrich et al [8] describe the different approaches in a joint research network as comprising 
an exploitation strategy and a pursuit strategy. In an exploitation strategy, an alliance partner 
has a funding relationship, generally related to the same technological or business field. It is 
rare for a new alliance partner to participate in a collaborative network and the speed with which 
an alliance partner changes is slow. An exploitation strategy is similar to a closed innovation, 
in which a development is made in an originally outstanding field mostly with a specific 
partner. In a pursuit strategy, an alliance partner does not have a funding relationship and is in 
many cases in a different technological or business field. In the pursuit strategy, many new 
alliance partners participate in a collaborative network and alliance partners change rapidly.  
Christensen [9] defines organizational capability as comprising special technical and 
integration capabilities. The special technical capability is the team's basic capacity to 
mobilize resources for a specific production activity. Integration capability is a high-level 
administrative ability, which mobilizes, cooperates in and develops exchangeable resources 
or capabilities, yielding value and competitive advantage at the system level. Thus, special 
technical capability is promoted through the resources inside an organization, whereas 
integration capability serves as the central resource of open innovation and organizational 
boundaries may differ according to managerial resources. 
PLATFORM LEADERSHIP 
Gawer and Cusumano [10] define external or industry platforms as products, services or 
technologies developed by one or more firms, which serve as foundations upon which a 
larger number of firms can build further complementary innovations in the form of 
specific products, related services or component technologies. Iansiti and Levin [11] note 
the role of the ‘keystone firm’, i.e. one that drives industrywide innovation for an 
evolving system of separately developed components. Industry platforms tend to facilitate 
and increase the degree of innovation in complementary products and services. The 
greater the innovation in such complementary aspects, the more value is created for the 
platform and its users via network effects, creating a cumulative advantage for existing 
platforms. As these grow, they become harder for rivals or new entrants to dislodge; the 
growing number of complements acts as a barrier to entry. Highlighting the complex 
trade-offs between ‘open’ and ‘closed’ innovations, Gawer and Cusumano [12] suggest 
that while opening up interfaces will increase complementors’ incentives to innovate, it is 
important to preserve some source of revenue and profit as proprietary. 
According to [13], switching costs and network effects bind customers to vendors if products 
are incompatible, locking customers or even markets into early choices. Lock-in hinders 
customers from changing suppliers in response to (predictable or unpredictable) changes in 
efficiency and gives vendors lucrative ex-post market power over the same buyer in the case 
of switching costs (or brand loyalty), or over others with network effects. 
RESEARCH HYPOTHESES 
According to existing studies, the network structure regarding innovation with an external 
organization affects the results of innovation and the financial impact. However, there is no 
consensus in terms of what kind of network structure is effective.  
The first issue is the comparison between a broad network and a narrow network. IoT 
companies consider to be involved in more technological areas than conventional businesses. 
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In terms of deriving results from research in an unknown area, it is assumed that 
technological results that are more radical can be achieved by cooperating with a wide range 
of companies. Therefore, it is assumed that a broader network confers an advantage.  
To obtain innovative technological results, homogeneous relationships in the same industry 
may not be appropriate. Connecting with companies in different industries, locations, etc., is 
thought to be helpful in achieving wide-ranging technological results.  
However, to convert a technological result into a profit-making business, considerable 
resource inputs and long-term effort are necessary. The various technical factors necessary 
for a business must be integrated and a revenue-sourcing scheme must be accomplished. In a 
partnership with an external company, business success may be derived from building strong 
fiduciary relations. For this purpose, it may be more effective to build a strong partnership with 
a specific external company than associating with many, unspecified companies more broadly.  
In addition, the opportunities to earn profits can be expanded by developing the spread of the 
technical standard of the company from the viewpoint of a technological strategy. In 
particular, in the dawn or the growth phase of a new industry, as in the IoT, the competition 
for a standard with an exclusive competing product is important to the business. With this in 
mind, it is important to segment the companies concerning complementary technology and 
domain identity and to form a group. Good cases of precedence, for example, are Intel and 
Microsoft in the personal computing industry and Apple in the Smartphone industry. If the 
technology of a company is transformed into an industry aggregate platform technology, it 
may also be possible to promote the product of the company through the evolution of the 
industry aggregate. The spread of technical standards and the increase in revenue are thought 
to result in a virtuous cycle. 
Based on the above, the following hypotheses are developed:  
H1. A broad network between organizations regarding innovation enhances the results of 
innovation. 
H2. Networking with a distant organization enhances the results of innovation.  
H3. A narrow (strong) network between organizations regarding innovation enhances the 
results of such innovation.  
H4. A platform style network between organizations enhances the results of innovation. 
VERIFICATION METHOD 
OBJECT OF ANALYSIS  
As an analytic method, IoT-related patents were extracted from the open Japanese patent 
database. The relationships between companies regarding innovation were surveyed by 
analysing the joint application status of patents. When two or more companies applied for a 
patent jointly, it was assumed that there was cooperation regarding R&D among these companies. 
In detail, concerning each joint application patent, the applicants’ names and number of 
applications, etc., were extracted and an adjacency matrix was created. The adjacency matrix 
data were analysed using social network analysis. Finally, the relationship between each 
network indicator and each indicator regarding the results of R&D were analysed. The 
methods and indicators of social network analysis employed are addressed later.  
IoT-related technology is an emerging and evolving field. In extracting the patents related to 
IoT technology from the [14], various search terms related to engineering were employed as 
keywords, namely the following: information network, big data analysis, artificial 
intelligence, cyber security, software-based technology, etc. In all, 921 open patents (2005 or 
later) entailing joint applications by two or more legal persons regarding IoT-related 
technology were extracted.  
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To investigate R&D networking with external organizations, patent applicants in the same 
industrial group were excluded; for example, joint applications for patents by Toshiba Corp. 
and the Toshiba Solutions Corporation were excluded. In addition, we accounted for the 
name of an old company transposed to a new company or a merged company.  
Moreover, to address the importance of the patent, we not only considered the number of 
patents but also the number of references. An indicator often used as a means of the objective 
evaluation of patent value is reference information. Although there are critiques of this 
method, the number of references is understandable as a patent value indicator. For example, 
according to [15], the number of patent citations can be correlated with the evaluation of the 
significance of the patent by an expert. In addition, Schoenmakers and Duysters [16] value 
innovations by the number of references during observed period, and value patent importance 
with the number of patent citations.  
In terms of financial data, the average of the operating profit for sales in the latest three years 
was computed from the financial statements of each company. It should be noted that in cases 
in which the company was involved in two or more businesses, the information on the 
segment thought to be the IoT-associated business was extracted.  
NETWORK ANALYSIS INDICATORS 
This section addresses the method and indicators of social network analysis used for 
verification in the study. Social network analysis is the process of investigating social structures 
using network and graph theories [17]. It characterizes networked structures in terms of nodes 
(individual actors, people, or things within the network) and the ties, edges, or links 
(relationships or interactions) that connect them. Examples of social structures commonly 
visualized through social network analysis include social media networks [18], message 
propagation in a social network service [19], friendship and acquaintance networks, 
collaboration graphs, kinship, disease transmission and sexual relationships [20, 21]. These 
networks are often visualized through socio-grams, in which nodes are represented as points 
and ties are represented as lines. Network features can be at the level of individual nodes, 
dyads, triads, ties and/or edges, or the entire network. For example, node-level features can 
include network phenomena such as betweenness and centrality, or individual attributes such as 
age, sex, or income [22].  
Social network analysis software generates these features from raw network data formatted as 
an edge list, adjacency list, or adjacency matrix (also called a socio-matrix), often-combined 
with (individual/node-level) attribute data [22]. Although the majority of network analysis 
software uses a plain text ASCII data format, some software packages contain the capability 
to use relational databases to import and/or store network features. Either network analysis 
software generally consists of packages based on graphical user interfaces (GUIs), or 
packages built ztools are more powerful and capable of extension. Widely used and 
well-documented GUI packages include NetMiner, UCINet, Pajek (freeware), GUESS, ORA, 
Cytoscape, Gephi, SocNetV (free software) and muxViz (open source). In this research, 
UCINet 6 for Windows was used.  
With regard to the aforementioned hypotheses, of the various indicators employed in social 
network analysis, ‘degree centrality’ was used as an indicator of network breadth. In graph 
theory and network analysis, indicators of centrality identify the most important vertices within 
a graph. Applications include identifying the most influential person(s) in a social network, key 
infrastructure nodes in the Internet or urban networks and super-spreaders (of disease). 
Centrality concepts were first developed in social network analysis and many of the terms used 
to measure centrality reflect their sociological origin [23]. Degree centrality is defined as the 
number of ties related to a node. UCINet (https://sites.google.com/site/ucinetsoftware/home) 
F. Isada and Y. Isada 
222 
calculates the degree, and normalized degree centrality of each vertex and provides the overall 
network degree centralization. The number of vertices adjacent to a given vertex in a symmetric 
graph is the degree of that vertex. For non-symmetric data, the in-degree of a vertex u is the 
number of ties received by u and the out-degree is the number of ties initiated by u. In addition, 
if the data are valued, the degrees (in and out) will consist of the sums of the values of the ties. 
The normalized degree centrality is the degree divided by the maximum possible degree 
expressed as a percentage. 
Next, ‘constraint’ was used as an indicator of the relationship with a distant organization. A 
structural hole is a relationship with no redundancy between two contacts. Constraint is 
essentially a measure of the extent to which ego is invested in people who are invested in other 
alters of the ego [7]. UCINet (https://sites.google.com/site/ucinetsoftware/home) computes 
several measures of structural holes, including all of the measures developed by Burt. The 
measures are computed for all nodes in the network, treating each one in turn as the ego. 
Constraint is a measure of the extent to which ego is invested in people who are invested in 
other alters of the ego [24].  
Next, ‘ego density’ was used as an indicator of a strong narrow network. Density refers to the 
‘connections’ between participants. Density is defined as the number of connections a participant 
has, divided by the total possible connections a participant could have. For example, if there are 
20 people participating, each person could potentially connect to 19 other people. A density of 
100 % (19/19) is the greatest density in the system. A density of 5 % indicates there is only 1 of 19 
possible connections [25]. UCINet (https://sites.google.com/site/ucinetsoftware/home) computes 
standard ego network measures for every actor in a network. This routine systematically 
constructs the ego network for every actor within the network and computes a collection of ego 
network measures. Both in and out networks can be considered separately or together.  
In addition, ‘brokerage’ and ‘betweenness’ were used as indicators of the style of network 
platform. Brokerage is the number of pairs not directly connected. The idea of brokerage is that 
the ego is the ‘go-between’ for pairs of other actors. In an ego network, the ego is connected to 
every other actor. If these others are not connected directly to one another, the ego may be a 
‘broker’ ego, intervening in the paths between others. UCINet (https://sites.google.com/site/ 
ucinetsoftware/home) computes the number of times the ego lies on the shortest path between 
two alters, i.e. the number of pairs of alters that are not directly connected. Normalized 
brokerage is the brokerage divided by the number of pairs. This assesses the extent to which the 
ego’s role is that of broker. One can be in a brokering position a number of times, but this is a 
small percentage of the total possible connections in a network. UCINet (https://sites. 
google.com/site/ucinetsoftware/home) computes brokerage normalized by the number of 
brokerage opportunities, which is a function of ego network size.  
Betweenness is an aspect of the larger concept of ‘centrality’. Ego is ‘between’ two other actors 
if it lies on the shortest direct path from one to another. The ego betweenness measure indexes 
the percentage of all geodesic paths from neighbour to neighbour that pass through the ego. 
UCINet (https://sites.google.com/site/ucinetsoftware/home) computes the sum of the proportion 
of times the ego lies on the shortest path between each pair of alters. For alters connected to 
each other, the contribution between the pair is zero. For alters connected to each other only 
through the ego, the contribution is 1. For alters connected through the ego and one or more 
other alters, the contribution is 1/k, where k is the number of nodes connecting that pair of 
alters. Normalized betweenness compares the actual betweenness of the ego and the maximum 
possible betweenness in the neighbourhood of the size and connectivity of the ego. The 
‘maximum’ value for betweenness would be achieved in the case that the ego is at the centre of 
a ‘star’ network; that is, no neighbours communicate directly with one another and all 
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communications between pairs of neighbours go through the ego. UCINet (https://sites. 
google.com/site/ucinetsoftware/home) computes Ego Betweenness normalized by a function of 
the number of nodes in the ego network. The notions of ‘brokerage’ and ‘betweenness’ are 
differing ways of indexing just how ‘central’ or ‘powerful’ the ego is within its own 
neighbourhood. This aspect of how an actor’s embedding may provide strategic advantage has 
received a great deal of attention. 
RESULTS AND DISCUSSION 
RESULTS 
Correlation analysis was conducted between the network analysis indicator computed using 
the aforementioned analytic method and the total number of registered patents and an 
operating profit ratio. The number of patents registered is a proxy variable for the results of 
R&D. The number of patents registered is not the number of applications, but the number of 
patents approved. SPSS Version 23 was used for the correlation analysis. The results of the 
correlation analysis are shown in Table 1. 
Table 1. Coefficient of correlation between the network indicator, registered patents and 
profit ratio. 
Network indicator 




Degree Centrality     0,487** –0,006 
Constraint –0,427* –0,297 
Density 0,164     0,383* 
nBroker 0,164     0,383* 
Normalized Ego Betweenness 0,138     0,394* 
*statistically significant at 5 % 
** statistically significant at 1 % 
DISCUSSION 
Each hypothesis is considered based on the results of the aforementioned correlation analysis. 
First, H1 concerns the breadth of the innovation network. ‘Degree centrality’ was used as the 
network analysis indicator. The analysis shows a significant correlation between network 
breadth and the number of registrations of patents. In the IoT field, R&D results can be 
generated through wide-ranging cooperation with many companies. This shows that open 
innovation is effective in R&D within the IoT field. This may be because IoT is realized 
through cooperation among wide-ranging technologies and industries. 
However, there was no significant correlation between network breadth and the 
profitability ratio. The breadth of the innovation network is not necessarily linked to the 
profitability of the IoT business. To advance a joint research project with many 
companies, it is assumed that considerable investment in R&D is necessary. If investment 
in R&D increases, the volume of its results may also increase. However, if the results of 
such research are not connected with the business, cost effectiveness may be lower. 
H2 concerned innovation networks involving companies with a distant relationship. 
‘Constraint’ was used as a network analysis indicator, with the analysis showing a 
negative correlation between constraint and the number of registered patents. Moreover, 
there was no correlation with profitability. That the value of constraint is low shows that 
the degree of freedom of an entity is high. When the constraint is small, it may be easy to 
reproduce the results of research. Granovetter’s hypothesis that ‘weak ties are strong’ is 
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posited to be applicable to IoT-related R&D. However, the volume of research results is 
not necessarily connected to profitability as in the aforementioned centrality. To increase 
profitability, it is argued that it is not only the novelty and number of R&D results that 
matter, but also the existence of a business strategy or scheme. 
H3 concerned the narrowness (depth) of an innovation network. ‘Ego density’ was used as 
the network analysis indicator analysing the correlation with the reciprocal number. The 
results of the analysis were the opposite of those for degree centrality and constraint: that is, 
although the narrowness (depth) of the innovation network was not significantly correlated 
with the number of patents registered, there was a significant correlation with the profitability 
ratio. Thus, the optimal strategy may not necessarily be to undertake R&D with a wide range 
of external companies; rather, IoT companies may seek to narrow the scope of R&D and 
build a close relationship with a specific collaborator. In terms of specialization, the 
capability to understand and utilize the external results of research may also increase. As a 
result, the ratio of operational efficiency over R&D investment may increase.  
H4 concerned innovation related to the style of the platform network. As network analysis 
indicators ‘nBroker’ and ‘Normalized Ego Betweenness’ were employed, considering 
intervention tendency. The results of the correlation analysis were the same as for the 
narrowness (depth) of an innovation network. As mentioned above, the network platform 
style is not simply related to network size or breadth. It is assumed that different 
industrial or technological groups are connected through a certain company. For example, 
in personal computing, Microsoft’s OS came together by uniting hardware and software, 
thus generating profitability. The same structure may apply to the dawn of an IoT 
business. However, the formation of the platform style of an innovation network does not 
necessarily correlate with the volume of research results. This may show the advantage of 
a technological strategy that focuses on the company at the centre of the network, rather 
than distributing R&D resources widely.  
At present, in the dawn and the growth phase of IoT businesses, various large-scale 
corporations, start-up companies, research institutions, etc. globally are investing many 
research resources and are performing a wide range of R&D activities in such firms. To 
succeed in the face of extreme innovation competition, it is important to have an excellent 
technological strategy. It is considered desirable to strengthen strategic cooperation, 
makes the company the platform of an innovation network and selecting an external 
company or companies with which to cooperate carefully rather than distributing R&D 
resources widely, thus increasing the efficiency of R&D. 
CONCLUSIONS 
The objective of this research was to analyse quantitatively the relationship between innovation 
network structure and the results of innovation in relation to the dawn and growth phase of IoT 
firms. Using intellectual property database and employing social network analysis, this research 
investigates quantitatively the structure of innovation networks in terms of the results and 
operational efficiency of R&D.  
As an implication of this research, it is expected that the results of this quantitative analysis 
will serve as criteria for evaluation by managers of companies considering R&D strategy in 
the IoT field, which is in line with numerous previous research [26-28]. In terms of the 
limitations of this research, there is no telling whether the traits of the birth and growth phases of 
such firms will be appropriate in later phases. In addition, the object of analysis concerned only 
Japanese firms and thus the results of the analysis may not be generalizable to other contexts. 
Therefore, further research, particularly undertaking international comparisons, is needed. 
Network analysis of innovation in the internet of things 
225 
REFERENCES 
[1] Porter, M.E. and Heppelmann, J.E.: How smart, connected products are transforming 
competition. 
Harvard Business Review 92(11), 64-88, 2014, 
[2] Chesbrough, H.W.: Open innovation: The new imperative for creating and profiting from 
technology. 
Harvard Business School Press, Boston, 2003, 
[3] Granovetter, M.: The strength of weak ties. 
American Journal of Sociology 78(6), 1360-1380, 1973, 
http://dx.doi.org/10.1086/225469  
[4] Granovetter, M.: The impact of social structure on economic outcomes. 
Journal of Economic Perspectives 19(1), 33-50, 2005, 
http://dx.doi.org/10.1257/0895330053147958, 
[5] Krackhardt, D.: The strength of strong ties: The importance of philos in organizations. 
In: Nohria, N. and Eccles, R., eds.: Networks and organizations: Structure, form, and action. 
Harvard Business School Press, Boston, pp.216-239, 1992, 
[6] Burt, R.S.: Structural holes: The social structure of competition. 
Harvard University Press, Cambridge, 1995, 
[7] Burt, R.S.: Structural holes and good ideas. 
American Journal of Sociology 110(2), 349-399, 2004, 
http://dx.doi.org/10.1086/421787, 
[8] Dittrich, K.; Duysters, G. and de Man, A.-P.: Strategic repositioning by means of alliance 
network: The case of IBM. 
Research Policy 36(10), 1496-1511, 2007, 
http://dx.doi.org/10.1016/j.respol.2007.07.002, 
[9] Christensen, J.F.: Whither core competency for the large corporation in an open 
innovation world? 
In: Chesbrough, H.; Vanhaverbeke, W. and West, J., eds.: Open innovation: Researching a new 
paradigm. Oxford University Press, Osford, pp.35-61, 2006, 
[10] Gawer, A. and Cusumano, M.A.: Industry platforms and ecosystem innovation. 
Journal of Production Innovation Management 31(3), 417-433, 2013, 
http://dx.doi.org/10.1111/jpim.12105, 
[11] Iansiti, M. and Levien, R.: The keystone advantage: What the new dynamics of business 
ecosystems mean for strategy, innovation, and sustainability. 
Harvard University Press, Boston, 2004, 
[12] Gawer, A. and Cusumano, M.A.: How companies become platform leaders. 
MIT Sloan Management Review 49(2), 28-35, 2008, 
[13] Farrell, J. and Klemperer, P.: Coordination and lock-in: Competition with switching costs 
and network effects. 
Handbook of Industrial Organization 3, 1967-2072, 2007, 
http://dx.doi.org/10.1016/S1573-448X(06)03031-7, 
[14] Japanese Cabinet Office: Base technology examples necessary for the construction of IoT 
service platforms (tentative name). In Japanese. 
http://www8.cao.go.jp/cstp/tyousakai/kiban/3kai/sanko2.pdf, 
[15] Albert, M.B.; Avery, D.; Narin, F. and McAllister, P.: Direct validation of citation counts 
as indicators of industrially important patents.  
Research Policy 20(3), 251-259, 1991, 
http://dx.doi.org/10.1016/0048-7333(91)90055-U, 
[16] Schoenmakers, W. and Duysters, G.: The technological origins of radical inventions. 
Research Policy 39(8), 1051-1059, 2010, 
http://dx.doi.org/10.1016/j.respol.2010.05.013, 
F. Isada and Y. Isada 
226 
[17] Otte, E. and Rousseau, R.: Social network analysis: A powerful strategy, also for the 
information sciences. 
Journal of Information Science 28(6), 441-453, 2002, 
http://dx.doi.org/10.1177/016555150202800601, 
[18] Grandjean, M.: A social network analysis of Twitter: Mapping the digital humanities 
community. 
Cogent Arts & Humanities 3(1), No. 1171458, 2016, 
[19] Nasrinpour, H.R.; Friesen, M.R. and McLeod, R.D.: An agent-based model of message 
propagation in the Facebook electronic social network. 
preprint arXiv:1611.07454 [cs.SI], 2016, 
[20] D’Andrea, A.; Ferri, F. and Grifoni, P.: An overview of methods for virtual social 
networks analysis. 
In: Abraham, A., ed.: Computational Social Network Analysis. Springer, London, pp.3-25, 2010, 
http://dx.doi.org/10.1007/978-1-84882-229-0_1, 
[21] Pinheiro, C.A.R.: Social network analysis in telecommunications. 
John Wiley & Sons, Hoboken, 2011, 
[22] Hanneman, R.A. and Riddle, M.: Introduction to social network methods. 
University of California, Riverside, 2005, 
[23] Newman, M.E.J.: Networks: An introduction. 
Oxford University Press, Oxford, 2010, 
http://dx.doi.org/10.1093/acprof:oso/9780199206650.001.0001, 
[24] Burt, R.S.: Structural holes: The social structure of competition.  
Harvard University Press, Cambridge, 2009, 
[25] De Laat, M.; Lally, V.; Lipponen, L. and Simons, R.J.: Investigating patterns of interaction 
in networked learning and computer-supported collaborative learning: A role for social 
network analysis. 
International Journal of Computer-Supported Collaborative Learning 2(1), 87-103, 2007, 
http://dx.doi.org/10.1007/s11412-007-9006-4, 
[26] Leminen, S.; Rajahonka, M. and Westerlund, M.: Actors in the Emerging Internet of 
Things Ecosystems. 
International Journal of E-Services and Mobile Applications 9(1), 57-75, 2017, 
http://dx.doi.org/10.4018/IJESMA.2017010104, 
[27] Pejic Bach, M.; Zoroja, J. and Loupis, M.: RFID usage in European enterprises and its 
relation to competitiveness: Cluster analysis approach. 
International Journal of Engineering Business Management 8, 1847979016685093, 2016, 
http://dx.doi.org/10.1177/1847979016685093, 
[28] Schatten, M.: Smart residential buildings as learning agent organizations in the internet 
of things. 
Business Systems Research Journal 5(1), 34-46, 2014. 
http://dx.doi.org/10.2478/bsrj-2014-0003. 
