In the State of the Cloud article in January 2017, I
said that the cloud would become the de-facto hosting platform for all applications and social innovations. I also mentioned that it is becoming the new normal. And that does seem to be the case. Cloud computing is enabling companies to innovate at their own speed, allowing them to spin up and down images, launch applications and analytics as fast as they need. The cloud also lets consumers make choices from a wide variety of services.
Digitalization is an umbrella term that refers to all the technologies needed to become fully datadriven. There's no specific list of technologies under digitalization, but we usually include cloud, big data and analytics, IoT, intelligence, virtual reality, mixed reality, blockchain, drones, and more. Additionally, digitalization is fueling the further use of cloud computing as companies in all industry sectors are trying hard to leverage whatever data they can get hold of to offer more targeted consumer services, increase operational efficiencies, execute integration of mergers and acquisitions…, mainly to increase their bottom line and provide better experiences for their customers. Although digitalization is a long multi-phase journey with many ups and downs, it's happening everywhere around us and is expected to continuously evolve and develop. Therefore, we expect that the adoption of cloud computing will continue because we do not see any obstacles to slow it down. In fact, adoption will accelerate further, mainly as a result of digitalization.
Let's look at the cloud computing trends we saw in 2017 and consider what we expect to see happening in 2018. I am not going to look at market shares for cloud offerings such as Amazon AWS, Microsoft Azure, and the Google Cloud Platform; rather, I will look at technologies, services and reasons for further cloud adoption.
CLOUD COMPUTING 2017
Containers were spreading like wildfire last year and clearly got elevated to mainstream adoption. Serverless computing became a standard cloud offering. Hybrid-cloud became considerably more prominent; mainly due to the release of Azure Stack, which, along with public Azure, establish a hybrid offering. We also saw private and public cloud offerings grow at a healthy pace with no indication that one would overtake the other. We saw more diversity in cloud services with additional enhancements in terms of capabilities as well as intelligence. Cloud, edge and fog were on many people's minds; sometimes causing more a great deal of confusion.
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As this year progresses, we'll see greater integration between edge and cloud -a trend that will likely increase in the coming years. Containers and serverless computing will remain integral cloud offerings. Cloud management will evolve further and incorporate intelligence and analytics to generate more insights for providers and their consumers. Cloud providers will increase the efficiency of their operations, better control energy and power consumption, and more efficiently move workloads around to better meet service level agreements (SLAs). Cloud providers will continue to tailor their services to meet consumers' needs, for example, by providing enhanced analytics or better visualization techniques for increased visibility of usage, costs, and so on. I am also hoping to see cloud brokers mature along with some pick-up in their adoption.
Cloud security will continue to evolve because it is critical to the survivability of cloud in the market and is a major barrier to the pick-up of cloud technologies. We all know that cloud datacenters get continuously attacked, but clearly cloud providers have done a good job protecting their services and consumers from such attacks. Some may have succeeded, but we have heard of relatively few major hacks in the press. The cyberattacks generated at the national level are an increasing threat as they become more sophisticated. Imagine consumers' reaction if a cloud datacenter gets hacked and all their stored data get stolen. Cloud providers must continuously evolve their cybersecurity technologies/processes and bring more intelligence and analytics to protect their datacenters. Similarly, cloud reliability and enhancements will be required to cement the availability of cloud datacenters.
Expect to see closer integration of cloud and the edge. The edge is everywhere things happen and the cloud is where the backend compute is hosted. The growth of edge computing is happening to support IoT use cases that either exhibit latencies that can't wait for roundtrip travel to the cloud or generate excessive data that doesn't need to be transferred to the cloud or for legal reasons. For example, envisioning autonomous cars becoming the indispensable future transportation method is definitely putting emphasis on further development of the edge as we imagine a future where each autonomous car becomes a micro-datacenter with enough compute infrastructures to support reliable and safe driving on the road. Another example is the use of cameras or drones in airports for security and surveillance. As the resolution of the cameras reaches 1080P or higher, it does not make sense to send all that data to the cloud. Processing can be done on the drone or a local server close to where the cameras reside. Similarly, edge will play an increasingly important role in adversarial environment such as battlefields and urban warfare. 1 
CONCLUSION
I also want to remind readers of the major themes we covered in 2017. We had special issues on Intelligence in the Cloud; Native Cloud Applications; The role of Multiclouds in the enterprise and the integration of edge and cloud computing. In 2018, we will also have four special issues with the following themes: Cloud Reliability; Convergence of IoT, Edge and Cloud Computing in Smart Cities; Reengineering Cloud Datacenters; and Biometric-as-a-Service (Cloud-based technology, systems and applications).
Starting this issue, we are presenting an additional column called "Cloud and the Community." Christine Miyachi from Xerox Corporation will serve as its editor. Her first column will discuss cloud communities of practice. We'll also continue with our regular columns, which are Cloud Economics, Cloud Standards, Cloud Tidbits; Cloud and the Law; and Cloud Research (Blue Skies). I urge all readers to look at the columns closely and share feedback on everything that we publish.
