Computer network information security is more and more attention in the national life, the reason: much important information is stored on the Internet, once these information leaks out will cause immeasurable losses. The network information will leak out, on the one hand, there are many invaders one thousand ways to want to "see" to some concerned data or information; On the other hand the network own existence safe hidden trouble that made the invaders, succeed. To solve these problems, this paper summarized and put forward some methods and strategies of network information security protection.
1) The first it is to limit others into the internal network, filter out the unsafe service and illegal users;
2) The second it is to prevent the intruder is close to your defenses;
3) The third it is to limit users access to specific sites. Four is to monitor the Internet safety and convenience.
Data encryption. Encryption is through a way to make the information become chaos, so that unauthorized people don't understand it. There are mainly two kinds of main types of encryption: private key encryption and public key encryption.
1) Private Key encryption. Private Key encryption is also called the symmetric key encryption, because of the information used to encrypt the key is to decrypt the information using the key [5] . Private key encryption provides a further information of tightness, it does not provide certification, because the use of the key encryption anyone can create an effective message. The advantage of this encryption method is fast, is easy to implement in hardware and software.
2) Public key encryption. Public key encryption private key encryption appear than night, using the same private key encryption key to encrypt and decrypt, and public key encryption to use two keys, one for the encrypted message, the other for decryption [6] . The disadvantage of public key encryption system is that they are usually computation intensive, and therefore much slower than the speed of private key encryption system, but if the two together, you can get a more complex system. Access control. Access control is the main strategy of information security and protection, its main task is to ensure that will not be illegal use of network resources and access to very much. Access control determines who can access the system, what resources can access the system and how to use these resources. Appropriate access control to prevent unauthorized users consciously or unconsciously to get the data [4] . The means of access control including user identification code, password, login control, resource authorization and authorization verification, logging and auditing. It is to maintain information security, protect the principal means of network resources, is also the key means of dealing with hackers.
Virus defense technology. With the continuous development of computer technology, computer viruses have become increasingly complex and advanced, pose a great threat to the computer information system. Widely used in virus defense antivirus software, from the function can be divided into network anti-virus software and single machine of two kinds of antivirus software. Standalone antivirus software generally installed in a single PC, to local and local workstation to connect remote resources with the method of scanning test, remove the virus [6] . Network anti-virus software mainly focuses on network, once the virus invasion of network or spreading to other resources from the network, network anti-virus software will detect and delete immediately. Virus invasion will pose a threat to the system resource, so the user to do after the "prevention first". A lot of the spread of the virus is through the transmission medium, so the user must pay attention to the media spread of the virus. In the course of everyday use computer, we should get into the habit of killing virus on a regular basis. Update the installation of the Windows operating system patches from time to time and do not log in unknown web site and so on.
Security technology trends. Information security research in our country through the communication security, data protection, two stages, and is entering the network information security research stage, has now developed a firewall, security router, security gateway, the hacker intrusion detection, vulnerability scanning system software, etc [7] . But because the information is a comprehensive information security domain, cross disciplines, it integrated the use of mathematics, physics, chemical and biological information technology and computer technology of long-term accumulation of many disciplines and the latest developments, proposes the system and complete and collaborative solutions of information safety, should from the security architecture, security protocols, modern cryptography, information analysis and monitoring, and five aspects to carry out the research of information security system, parts work together to form organic whole.
Due to the continuous improvement of computer operation speed, various cryptographic algorithms is facing new password system, such as quantum cryptography, DNA code, password new technology such as chaos theory is under exploration [7] . So the information security technology in the 21st century will be the key to the development of information network technology
Summary
In general, information security is not only a technical problem, is also a question of safety management. We have to consider safety factor, setting reasonable goals, technical scheme and related supporting regulations, etc. There is no absolute safety network system in the world. With the further development of the computer network technology, the information security protection technology is inevitable with the development of network application and development.
