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Foreword
In April 2012, ISO updated its directives. In particular, there is a new annex -Annex SL -in which Appendix 3 defines the high level structure and identical core text for all new and revised management system standards 1 . The concept is that some requirements, e.g. management review, are common to all management system standards and therefore ought to be identically worded.
Several management system standards have now been published in conformance with these new directives (e.g. ISO 22301:2012 on business continuity and ISO/IEC 27001:2013 on information security) while others are being revised (e.g. ISO 9001 on quality).
The identical core text is very good at defining the essential features of a management system and does so without constraining organizations to do things in a particular way, which some organizations may have felt to be inappropriate or bureaucratic. Moreover, familiar concepts such as PLAN-DO-CHECK-ACT and preventive action have disappeared and have been replaced by new ones. The overall goal is to make it easier to create integrated management systems and to adapt management system standards to the nature and culture of organizations.
The aim of this book is to explain the new requirements and how they are related to those in management system standards published prior to the advent of the new ISO directives; to show how familiar concepts have metamorphosed into new ones; and to give fresh insights into understanding management system standards. The book gives guidance on how to develop a management system for the first time. It gives advice on transitioning existing management systems to the new identical core requirements and on integrated management systems.
This book has been designed so that you can read it from cover to cover to gain a comprehensive understanding of the new standard, and then later use it as a reference book.
I have over 30 years' worldwide experience in working with management systems as a standards maker, consultant, auditor, tutor and management system administrator, the past several years running a number of integrated management systems. Many of the insights that I share with 1 This is correct for the 3rd edition. However, in July 2013, ISO published the 4th Edition, in which Appendix 3 has become Appendix 2.
you in this book are derived from this practical experience, supplemented by the insights afforded by being a member of the international ISO/IEC 27001:2013 development team, where one of the tasks was to achieve consensus and conformity with Annex SL.
This book is a 'must-have' for organizations and individuals keen on ensuring a smooth transition and obtaining maximum benefit from their investment in having a management system.
Dr David Brewer
Foreword 
Motivation
The objective is to ensure that when a requirement ought to be common to more than one management system standard then it is identically worded. This has benefits when an organization wishes to have a single management system (often referred to as an integrated management system) that conforms to more than one management system standard. For example an integrated management system might conform to ISO 9001 (on quality), ISO/IEC 27001 (regarding information security) and ISO 22301 (on business continuity). In this case (once all three standards conform to the new directives) the core requirements, say for documented information, will be identically worded.
Prior to Annex SL, the need for compatibility was not necessarily fully appreciated by standards developers. From an integrated management perspective, there are therefore two issues: organizations must read both standards very carefully in order to identify such differences; and organizations must make a choice. In this case it is to apply the distribution requirement to all documents within scope of the integrated management system, or only apply to information security related documents.
The choice is not necessarily straightforward as some documents could contain elements that are quality and information security related. Choice of option b) could leave one wondering whether a document should be controlled or not; whereas choice of option a) could mean much retrospective work if the quality management system existed first. To simply ignore the difference ought to, of course, lead to a nonconformity. The amount of discipline-specific text varies between standards. In ISO 22301:2012, for example, there is approximately four-and-a-half pages of discipline-specific text in Clause 8, which specifies in detail the requirements concerning business impact analysis, risk assessment, strategy, procedures, exercising and testing. Likewise one might expect the revised version of ISO 9001 to contain about five pages of discipline-specific text also in Clause 8, corresponding to the 'product-realization' requirements which are currently in Clause 7 of ISO 9001:2008. In contrast, ISO/IEC 27001:2013 only has about two pages of discipline-specific text, mostly located in Clause 6. This is because ISO/IEC 27001 traditionally deals with information security controls in an annex, which is actually quite long -13 pages.
Discipline-specific text
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