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INTRODUCTION

"He who must search a haystack for a needle is likely to end up
with the attitude that the needle is not worth the search."' This quote
by Justice Robert H. Jackson unfortunately typifies the attitude and
approach sometimes adopted by parties and their counsel in dealing
with discovery. In some instances, the circumstances can warrant
searching for the needle in a haystack, particularly when you know
what area of the haystack to search. Electing not to even engage in
the search is what lands many in hot water.
Several cases have garnered a great deal of attention with respect to
document retention and preservation, as well as electronic discovery
and its potential pitfalls in the past few years. While some of these
cases relate specifically to patent litigation, such as Qualcomm v.
Broadcom and the Rambus decisions (Micron v. Rambus and Hynix v.
Rambus), cases outside of the patent litigation context, including
Rimkus v. Cammarata, also may inform how patent litigants should
address their discovery obligations.
Hard lessons may be learned from discovery missteps by others, and
this Article will examine the lessons that litigation participants in gen1. Brown v. Allen, 344 U.S. 443, 537 (1953).
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eral as well as clients and outside counsel can learn from the mistakes
of others in failing to comply with discovery obligations.
II. RAMBUS-MICRON DECISION
Recently, the Federal Circuit addressed discovery issues in the case
of Micron Technology, Inc. v. Rambus Inc.' and its companion case,
Hynix Semiconductor Inc. v. Rambus Inc.3 Both cases concerned a
group of United States patents issued to Rambus Inc. ("Rambus")
covering various aspects of dynamic random access memory
("DRAM"). 4 The Federal Circuit was asked to consider whether
Rambus engaged in spoliation in connection with litigation related to
these patents. The facts were detailed in the Micron decision, and
thus, it is fitting to address this case first.
A. Factual and ProceduralBackgroundRambus filed a patent application directed at improving the speed
with which computer memory can function in 1990, the same year that
Rambus was founded.' During this time, the standard setting group,
the Joint Electron Devices Engineering Council ("JEDEC"), was
working to develop industry standard specifications for memory chips
and the interfaces between memory chips and computer processor
chips, eventually adopting its first Synchronous DRAM ("SDRAM")
standard in 1993.6 The founders of Rambus did not initially file patent
applications focused on the new memory technology until after
Rambus's tenure and resignation as a member of JEDEC. Rambus
came to believe that its initial patent application encompassed
SDRAM in about 1992, and Rambus later prosecuted patent claims
that were to cover SDRAM.8
Rambus also began to pursue a two-pronged business strategy: (1)
license chip makers that manufacture chips complying with Rambus's
proprietary technology and (2) demand license fees from, and potentially bring infringement suits against, manufacturers who insist on
adopting the competing SDRAM standard instead.' Rambus licensed
its technology for some time, and during litigation, Rambus contended
that only after its DRAM (or "RDRAM") failed to become a market
leader did it put into action the second prong of the business strat2. Micron Tech., Inc. v. Rambus Inc., 645 F.3d 1311 (Fed. Cir. 2011).
3. Hynix Semiconductor, Inc. v. Rambus Inc., 645 F.3d 1336 (Fed. Cir. 2011).
The Northern District of California was then asked to reconsider the spoliation issue
on remand. See Hynix Semiconductor, Inc. v. Rambus Inc., No. C-00-20905, 2012 WL
4328999 (N.D. Cal. Sept. 21, 2012).
4. Micron Tech., Inc., 645 F.3d at 1315.
5. Id. at 1316.
6. Id.

7. Id. at 1315-16.
8. Id. at 1316.
9. Id.
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egy.i 0 Micron disagreed and claimed that Rambus had been planning
litigation at the same time that it was seeking licensees."
Rambus began developing a strategy for licensing and litigation in
January 1998.12 Joel Karp, vice president in charge of intellectual
property for Rambus, first presented the strategy to the Rambus
board of directors in March 1998." In August/September 1998,
Rambus hired outside counsel to help with licensing and to help in
preparing for litigation.1 4 Karp advised Rambus executives that he
planned to delay asserting the Rambus patents in litigation until the
first quarter of 2000.'5 Infringement claim charts for Micron devices
had been prepared by December 1998.16 In April 1999, Karp met
with outside counsel to discuss a plan for litigation.' 7
In 1998, Rambus began implementing a document-retention policy
as part of its litigation strategy. The policy stated that "destruction of
relevant and discoverable evidence did not need to stop until the commencement of litigation."" The document destruction policy extended to destruction of backups of Rambus's internal email." In
July 1998, Rambus magnetically erased all but one of the 1,269 tapes
storing its email backups from the previous several years.20 The only
one not destroyed included a document that helped Rambus establish
its patent priority date.2 ' On September 3-4, 1998, Rambus held its
first "shred day" to implement the policy.2 2 In April 1999, Rambus
extended implementation of the policy to its outside patent prosecution counsel, and they discarded draft patent applications, draft patent
claims, draft patent amendments, attorney notes, and correspondence
with Rambus.
The first patent-in-suit issued in June 1999.24 Planning for the litigation continued during 1999, and Rambus set a goal to commence litigation on October 1, 1999.25 On August 26, 1999, Rambus held
another "shredding party" and destroyed between 9,000 and 18,000
pounds of documents in 300 boxes that day.26 Litigation did not start
10,
11.
12.
13.
14.
15.
16.
17.
18.
19.
20.
21.
22.
23.
24.
25.

Id. at
Id. at
Id
Id. at
Id. at
Id.
Id.
Id.
Id. at
Id.
Id.
Id.
Id. at
Id.
Id.
Id.

1316-17.
1317.
1316-17.
1317.

1317-18.

1318.

26. See id.
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as planned on October 1, 1999, but Rambus continued to march on
toward litigation.2 7 In December 1999, Rambus instituted a litigation
hold and then sued Hitachi on January 18, 2000.28 Rambus also sued
Infineon on August 8, 2000, but even though litigation had already
commenced, on July 17, 2000, Rambus's in-house counsel reminded
executives to continue destroying drafts and other materials related to
license negotiations.
Micron filed a declaratory judgment action against Rambus in the
District Court of Delaware on August 28, 2000.30 Hynix filed a similar
suit in the Northern District Court of California the next day." Both
courts were asked to consider whether Rambus destroyed documents
after its duty to preserve documents arose.3 2 The Northern District of
California concluded "Rambus did not actively contemplate litigation
or believe litigation against any particular DRAM manufacturer to be
necessary or wise before its negotiation with Hitachi failed, namely in
[November] 1999.""l This court further concluded that the destruction of documents pursuant to Rambus's document-retention policy
did not constitute spoliation.34 The District of Delaware found that
Rambus had engaged in spoliation and entered judgment in Micron's
favor." This court concluded "litigation was reasonably foreseeable
to Rambus 'no later than December 1998, when Karp had articulated
a time frame and a motive for implementation of the Rambus litigation strategy.'" 3 6
B.

Conclusions as to Spoliation

The Federal Circuit noted that "[s]poliation refers to the destruction or material alteration of evidence or the failure to preserve property for another's use as evidence in pending or reasonably
foreseeable litigation."3 The Federal Circuit further noted that spoliation is "an objective standard, asking not whether the party in fact
reasonably foresaw litigation, but whether a reasonable party in the
same factual circumstances would have reasonably foreseen
litigation.",3
27. Id.
28. Id. at 1318-19.
29. Id.
30. Id. at 1319.
31. Id.
32. Id.
33. See id. (citing Hynix Semiconductor, Inc. v. Rambus Inc., 591 F. Supp. 2d 1038,
1064 (N.D. Cal. 2006)).
34. Id. (citing Hynix Semiconductor,Inc., 591 F. Supp. 2d at 1064).
35. Id. at 1319-20.
36. See id. at 1319.
37. See id. at 1319-20 (citing Silvestri v. Gen. Motors Corp., 271 F.3d 583, 590 (4th
Cir. 2001)).
38. See id. at 1320.
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The Federal Circuit focused the inquiry on "whether the [District of
Delaware] clearly erred when it determined that, at some time before
the second shred day in August of 1999, litigation was reasonably foreseeable."3 9 The Federal Circuit agreed with the District of Delaware
that Rambus spoliated evidence for several reasons detailed below.
1. Document Destruction as Part of Litigation Strategy
If a party has a long-standing policy of destruction of documents on
a regular schedule, with the policy being motivated by general business needs, "destruction that occurs in line with the policy is relatively
unlikely to be seen as spoliation."4 0 However, Rambus's policy was
found to further the litigation strategy by "frustrating the fact-finding
efforts of parties adverse to Rambus. This was a natural reading of
getting "[blattle ready." 4 1 The Federal Circuit concluded "the implementation of a document retention policy as an important component
of a litigation strategy makes it more likely that litigation was reasonably foreseeable."4 2
2.

Rambus Aware of Infringing Activities

Rambus was on notice of potentially infringing activities by particular manufacturers. The Federal Circuit concluded that "[w]hile it may
not be enough to have a target in sight that the patentee believes may
infringe, the knowledge of likely infringing activity by particular parties makes litigation more objectively likely to occur because the patentee is then more likely to bring suit."4 3 Examples discussed by the
court included Rambus's campaign to capitalize on non-compliant
products' infringement, preparing claim charts of infringement, and
generally being on notice of activities believed to be infringing. 44 Further, Rambus actively broadened its patent claims to cover JEDEC
standard-compliant products. 4 5
3. Steps Toward Litigation
Rambus took steps in favor of litigation even before the second
shred day that took place on August 26, 1999. Defendants had been
prioritized. Claim charts had been created. The litigation strategy
was spelled out in company goals on June 27, 1999.46 Rambus argued
that the steps it did not yet take in furtherance of litigation (contin39.
40.
41.
42.
43.
44.
45.
46.

See id. at
See id.
Id.
See id. at
See id. at
See id.
Id.
See id. at

1322.
1322-23 (citing various references).
1323.
1323-24.
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gencies) compelled a finding that litigation was not reasonably foreseeable; the Federal Circuit disagreed. 7
4. Rambus Controlled Litigation Decision
Rambus's "decision whether to litigate or not was the determining
factor in whether or not litigation would in fact ensue." 48 This is because Rambus was the patent holder.
5. No Long-Standing Relationship
The relationship between Rambus and the manufacturers involving
RDRAM only delayed litigation until the manufacturers were too invested in RDRAM or until Rambus had no choice to sue because
RDRAM was rejected. 4 9 The Federal Circuit concluded that there
was not a longstanding and mutually beneficial relationship regarding
SDRAM, and the existing relationship did nothing to make litigation
less likely.f0 The Federal Circuit therefore concluded that spoliation
occurred because Rambus destroyed documents during its second
shred day, and this violated its duty to preserve.si
C. Conclusions as to Sanction Imposed by the District Court
The District Court of Delaware imposed the sanction of dismissal.
Rambus argued that this was not a proper sanction because Micron
failed to prove bad faith or prejudice. Rambus further argued that the
district court had to impose a lesser sanction. 2 On appeal, the Federal Circuit noted that the "fundamental element of bad faith spoliation is advantage-seeking behavior by the party with superior access
to information necessary for the proper administration of justice.""
The Federal Circuit was unable to determine whether the district
court performed the proper analysis of determining bad faith that requires doing "more than state the conclusion of spoliation and note
that the document destruction was intentional."S4 The Federal Circuit
concluded that while the district court identified items that might lead
to a determination of bad faith, it did not make clear the basis on
which it reached that conclusion." The Federal Circuit remanded to
the district court to further assess the factual record in reaching a determination on bad faith. 6
47.
48.
49.
50.
51.
52.
53.
54.

Id. at 1324-25.
Id.
See id.
See id. at 1325.
See id. at 1325-26.
Id. at 1326.
See id.
See id. at 1326-27 (citing Mathis v. John Morden Buick, Inc., 136 F.3d 1153,

1155 (7th Cir. 1998)).

55. See id. at 1327-28.
56. Id.
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The Federal Circuit then addressed the prejudice element of the
sanction and noted that
[i]f it is shown that the spoliator acted in bad faith, the spoliator
bears the 'heavy burden' to show a lack of prejudice to the opposing
party because '[a] party who is guilty of . .. intentionally shredding

documents ... should not easily be able to excuse the misconduct by
claiming that the vanished documents were of minimal import.'s7
The Federal Circuit also remanded this issue to the district court
because it hinged on whether Rambus was a bad faith spoliator."
Further, the Federal Circuit noted that a dismissal sanction "should
not be imposed unless there is clear and convincing evidence of both
bad-faith spoliation and prejudice to the opposing party."5 The Federal Circuit further noted that the district court must "select the least
onerous sanction corresponding to the willfulness of the destructive
act and the prejudice suffered by the victim."6 0 The district court did
not explain why only dismissal would "vindicate the trifold aims of:
(1) deterring future spoliation of evidence; (2) protecting the defendants' interests; and (3) remedying the prejudice defendants suffered as
a result of [Rambus's] actions."'
Rambus also appealed the ruling by the District of Delaware that
Micron had made a prima facie showing that Rambus had committed
or intended to commit a fraud or crime sufficient to pierce the attorney-client privilege. Rambus also challenged whether the attorneyclient communications were in furtherance of a crime or fraud.6 2 The
Federal Circuit concluded that there was sufficient evidence to find a
likely violation of section 135 of the California Penal Code. 63 Rambus
destroyed documents in its possession knowing that they would likely
have to produce them in litigation and intending to prevent that production, based, at least in part, on advice of outside counsel. 64 The
Federal Circuit agreed with the district court that "Micron made a
prima facie showing that (1) Rambus willfully destroyed documents it
knew would have to be produced in the litigation it intended to initiate against Hitachi, (2) Rambus destroyed those documents in order
to keep them from being produced, and (3) Rambus began destroying
those documents based on communications from its litigation counsel
advising it to begin destroying discoverable information."6 5
57. Id. at 1328 (citing Anderson v. Cryovac, Inc., 862 F.2d 910, 925 (1st Cir. 1998)).
58. Id.
59. See id. at 1328-29 (citing Shepherd v. ABC, 62 F.3d 1469, 1472, 1477 (D.C. Cir.
1995); Gates Rubber Co. v. Bando Chem. Indus., Ltd., 167 F.R.D. 90, 108 (D. Colo.
1996)).
60. Id. at 1328,
61. See id.
62. See id. at 1329-30.
63. Id.
64. See id. at 1330.
65. Id. at 1330-31.
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Decision on Remand

On January 2, 2013, the district court issued its opinion on remand
where it reconsidered its bad faith and prejudice determinations related to Rambus's spoliation as well as the appropriate sanction, if
any, for Rambus's conduct.66
The district court ruled that there were four categories of facts that
supported a finding of bad faith.67 First, Rambus' document retention
policy was adopted as part of a firm litigation plan (i.e., to gain an
advantage in litigation)." Second, the district court found that
Rambus's document retention policy was executed selectively." As
such, Rambus "attempted to destroy evidence that would be unfavorable to its litigation position and to keep other, more favorable evidence."7 0 Third, Rambus acknowledged the impropriety of the
purpose of its document retention policy." Finally, the district court
found several instances of litigation misconduct that weighed toward a
finding of bad faith, including false testimony of Rule 30(b)(6) witnesses and document destruction." As such, the district court ruled
that these findings "confirm that Rambus not only intended to destroy
selective documents, it did so to impair the ability of potential defendants, such as Micron, to defend themselves" and accordingly, the spoliation was carried out in bad faith.
Since bad faith was found, the burden then shifted to Rambus to
show lack of prejudice. The district court found that Rambus did not
meet its heavy burden to demonstrate lack of prejudice and that
Rambus's spoliation materially affected Micron's substantial rights.74
More specifically, the district court determined that Rambus's spoliation had prejudiced Micron's claims of patent misuse, violation of antitrust and unfair competition laws, and the defense of inequitable
conduct.
66. Micron Tech., Inc. v. Rambus Inc., No. 00-792-SLR, 2013 U.S. Dist. LEXIS
154, at *1-2 (D. Del. Jan. 2, 2013).
67. Id. at *34.
68. Id. at *34-35. The document retention policy was developed as part of a licensing and litigation strategy and was introduced as "necessary to prepare for the
'upcoming battle."' Id. Testimony also was presented that confirmed that the policy
was to prepare for litigation. Id.
69. Id. at *37-39. The district court relied on facts including that Rambus engineers were instructed to "look for things to keep" to help establish that Rambus had
intellectual property and that they were instructed to "expunge documents questioning the patentability of Rambus inventions." Id. at *37. Further, only one email
back-up tape out of 1,270 was not degaussed. Id. at *38.
70. Id. at *39.
71. Id. at *39-41.

72. Id. at
73. Id. at
74. Id. at
75. Id. at
negotiations,
*50.

*41-43.
*44.
*46.
*47. It destroyed documents related to at least contract and licensing
patent prosecution, JEDEC and Board meetings, and finances. Id. at
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The district court then considered what sanction was appropriate,
relying on the facts set forth by the Third Circuit in the Schmid decision. 6 In general, the district court concluded that Rambus recognized but still continued its wrongdoing during litigation and thus, was
Further, as
at fault with respect to the spoliation that occurred.
Rambus's wrongdoing affected many of Micron's defenses, Micron
was prejudiced to the extent that adjudication of the case on its merits
was deemed not possible." The district court then evaluated various
options for sanctions including attorney fees and costs, other monetary sanctions, adverse jury instructions, evidentiary sanctions, dispositive sanctions, or a combination of these sanctions. The district court
concluded that payment of attorney fees and costs would not be sufficient insofar as Rambus might potentially receive a windfall due to its
spoliation." An adverse jury instruction would be ineffective as a
remedy, punishment, or deterrent because "Micron would be 'helpless
to rebut' anything that Rambus might use to try to overcome the adverse presumption" due to the lack of records as to what documents
were destroyed.8 0 The district court also determined that an evidentiary sanction would be inappropriate because "the nature of
Rambus's spoliation has made it impossible to know 'the precise contours of the destroyed materials."'"s
The district court finally concluded that the only appropriate sanction was to hold the patents-in-suit unenforceable against Micron. 2
"[A] dispositive sanction ensures that Micron's interests are protected,
as Micron will not find itself in the position of litigating on an unfair
The district court further stated that "[a]ny lesser
playing field."
sanction would, in effect, reward Rambus for the gamble it took by
spoliating and tempt others to do the same."8 4

III.

RAMBus-HYNix DECISIONS

The spoliation facts in Rambus v. Hynix are essentially the same as
discussed above with respect to the Rambus-Micron decision in Sec76. See generally id. at *59-72. These factors include (1) the degree of fault of the
spoliating party; (2) the degree of prejudice to the adverse party; and (3) whether
there is a less severe punishment that would avoid substantial unfairness to the adverse party while still serving to deter similar spoliation by others in the future. Id. at
*61.
77. Id. at *62.
78. Id. at *63.
79. Id. at *64-65.
80. Id. at *65-67.
81. Id. at *67-68.
82. Id. at *69.
83. Id. at *71.
84. Id. at *72.
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tion II of this Article." Accordingly, the facts are incorporated by
reference.
The district court in Hynix determined that litigation did not become reasonably foreseeable until late 1999, before which, "the path
to litigation was neither clear nor immediate" and was subject to "several contingencies [that] had to occur before Rambus would engage in
litigation."" The district court also concluded that Rambus's destruction of documents was "a permissible business decision" as the second
shred day preceded the IP Strategy update."8
The Federal Circuit determined that the district court's evaluation
of the contingencies failed to consider the likelihood that the contingencies would be resolved." However, the district court's opinion
seemed to indicate that Rambus understood that the contingencies
were reasonably foreseeable but still thought that the litigation itself
was not.co The Federal Circuit concluded "[i]t would be inequitable to
allow a party to destroy documents it expects will be relevant in an
expected future litigation, solely because contingencies exist, where
the party destroying documents fully expects those contingencies to be
resolved."" Further, the Federal Circuit determined that the facts did
not show that litigation was not reasonably foreseeable because no
facts changed as of January 2000, when Rambus sued Hitachi.9 2
In addition, the Federal Circuit concluded that the district court applied a "too-strict standard of foreseeability."I The Federal Circuit
felt that the standard applied by the district court gave
free reign to destroy documents to the party with the most control
over, and potentially the most to gain from, their destruction. This
fails to protect opposing parties' and the courts' interests in uncovering potentially damaging documents, and undermines the level evidentiary playing field created by discovery that lies at the heart of
our adversarial system. 94
The Federal Circuit ruled that litigation was reasonably foreseeable
prior to Rambus's second "Shred Day."" The Federal Circuit remanded the case to the district court to address the spoliation issue
consistent with the Micron decision.96
85.
2011).
86.
87.
88.
89.
90.
91.
92.
93.
94.
1995)).
95.
96.

Hynix Semiconductor, Inc. v. Rambus Inc., 645 F.3d 1336, 1342 (Fed. Cir.
Id.
See id. at 1345.
Id. at 1345-46.
Id.
Id. at 1346.
See id.
Id. at 1346-47.
See id.
See id. (citing Vodusek v. Bayliner Marine Corp., 71 F.3d 148, 156 (4th Cir.
Id. at 1347.
Id.
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On September 21, 2012, the district court issued its opinion following reconsideration of the spoliation issue.97 The district court concluded that its view of the case had changed significantly since its
original decision, based on several factors including that it had "applied too narrow a standard of foreseeability in determining that litigation was not reasonably foreseeable until late 1999," and the fact
that evidence not previously presented suggested that Rambus employees may have been encouraged to dispose of harmful documents.98 Relying on collateral estoppel, the district court concluded
that litigation was reasonably "foreseeable prior to Shred Day 1999
and thus destruction of documents during Shred Day 1999 and thereafter constituted spoliation." 99 However, the district court did not go
so far as to say that the duty to preserve arose in July 1998, as the
district court ruled in Micron.100 This was because "[a]t the time of
the destruction of the back-up tapes, . . . there remained unanswered

questions about the potential success of RDRAM and the advisability
and risks of Rambus bringing suit against any of its RDRAM licensees
who were also manufacturing SDRAM." 10 ' The district court focused
on how in the latter part of July 1998, Rambus employees had been
advised on the document retention policy, and then in August 1998,
Rambus hired outside counsel and began developing a litigation strategy even though the first patent-at-issue was not granted until June 22,
1999.102

The district court then evaluated whether Rambus exhibited bad
faith in destroying documents. The district court concluded that the
evidence did not show that Rambus knowingly destroyed damaging
evidence but that Rambus "engaged in massive destructions of
records in what its CFO described as the 'Karp document retention
purge' and Karp's 'scorched earth' theory of document retention." 0 3
Accordingly, the district court found that because "Rambus deliberately shredded documents it knew to be damaging," Rambus spoliated
evidence in bad faith or at least willfully.' 0 4
97. Hynix Semiconductor Inc. v. Rambus Inc., No. C-00-20905, 2012 WL 4328999
(N.D. Cal. Sept. 21, 2012).
98. Id. at *31.
99. Id. at *34.
100. Id. at *35.
101. Id. at *36. This also included questions about whether Rambus's existing patents covered SDRAM or DDR SDRAM features. Id. Further, no budgeting for litigation had been discussed in any depth and there had only been "very hypothetical
discussions about potential targets of litigation." Id.
102. Id.
103. Id. at *39.
104. Id. The district court based this ruling on the facts that "(1) Rambus destroyed
records when litigation was reasonably foreseeable; (2) Karp, the officer in charge of
the destruction, was experienced in litigation and undoubtedly knew that relevant
documents should not be destroyed when litigation is reasonably foreseeable; (3) the
destruction was part of a litigation plan; (4) one of the motives of the destruction was
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The district court then proceeded to evaluate whether prejudice
arose from spoliation of evidence. The district court noted that Hynix
had not come forward with "plausible, concrete suggestions as to what
destroyed documents might have been helpful to the assertion of an
invalidity defense.""o The district court concluded that Hynix had access to all the prior art and therefore could not have been prejudiced
in its invalidity defenses. 0 6 Then, the district court considered
whether the spoliated evidence might have shed light on the unenforceability defense based on Rambus's disclosure obligations to
JEDEC. The district court found that it was "plausible that spoliated
evidence might have shed additional light on the scope of Rambus's
disclosure obligations."'
The district court noted that it could consider whether evidence that was spoliated might have influenced the
scope of the duty to disclose."0 s Further,
[elven if none of the destroyed documents would have shed new
light on the disclosure obligation, there may have been internal
Rambus documents containing information about Rambus's plans
to gain market power by using information learned at JEDEC
meetings. Such evidence could have been relevant and given support to Hynix's equitable claims and defenses.' 09
Finally, the district court had to determine the appropriate sanction
related to Rambus's spoliation. The district court concluded
"Rambus's fault was significant but not as great as that of a spoliator
who knows of adverse evidence and specifically alters, hides or destroys that evidence.""o Nonetheless, the district court found "because Rambus is the party that destroyed documents by the box and
bag without keeping any record of what was destroyed, Rambus must
suffer the consequences of that uncertainty.""' Hynix was arguably
prejudiced in its ability to litigate its equitable claims and defenses. 12
However, the district court decided not to apply the unclean hands
doctrine as a complete defense to Rambus's patent infringement
to dispose of potentially harmful documents; and (5) Rambus shredded a huge number of documents without keeping any records of what it was destroying." Id.
105. Id. at *40.
106. Id. at *41.

107. Id. ("For example, there may have been JEDEC materials or documents indicating an understanding among JEDEC members that they would disclose an intent
to seek patent coverage of the SDRAM standard.").
108. Id. at *42.
109. Id. at *43.
110. Id. at *44.
111. Id. (citing Anderson v. Cryovac, Inc., 862 F.2d 910, 925 (1st Cir. 1988) ("As
between guilty and innocent parties, the difficulties created by the absence of evidence should fall squarely upon the former . . . .")).

112. Id. at *45 (noting that if Hynix had prevailed on its claims and defenses, it
would have obtained equitable relief from the royalty awarded against it in the patent
phase and thus "the degree of prejudice that Hynix will suffer absent an appropriate
remedy is significant.").
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claims. 1 3 Instead, the district court elected to strike from the record
"evidence supporting a royalty in excess of a reasonable, non-discriminatory royalty," as this sanction allegedly "recognizes that Rambus's
patents have been determined to be valid while at the same time recognizing that Rambus's spoliation of evidence should preclude it from
entitlement to a royalty that places Hynix at a competitive disadvantage."11 4 The parties were then given an opportunity to submit briefing to set that royalty rate.
IV.

RiMKUS V. CAMMARATA

Rimkus Consulting Group, Inc. v. Cammaratainvolved dueling law-

suits.' 1 5 Ex-employees, including Cammarata and Bell, sued Rimkus
in Louisiana state court seeking declaratory judgment that the forumselection, choice-of-law, noncompetition, and nonsolicitation provisions in agreements signed with Rimkus were unenforceable. 1 6 A
few months later, Rimkus sued Cammarata and Bell in Texas alleging
breach of the noncompetition and nonsolicitation covenants in their
employment agreements."' Rimkus also alleged trade secret misappropriation by the ex-employees' setting up and operating their new
business, U.S. Forensic." 8
Rimkus alleged that the ex-employees and their attorneys "conspiratorially engaged" in "wholesale discovery abuse" including destruction of evidence, failure to preserve evidence, lying under oath, and
While the court in
delay or failure to produce requested discovery.'
Rimkus addressed whether the ex-employees lied under oath, the bulk
of the court's opinion focused on the ex-employees' discovery abuses.
This case is very fact-intensive, and understanding some of the key
facts may be helpful in appreciating the court's eventual rulings.
A. FactualBackground
On September 27, 2006, Bell turned in his notice of resignation
from Rimkus, effective October 31, 2006.120 Cammarata then resigned on November 15, 2006, and U.S. Forensic was formed that
same day.1 21 Rimkus and U.S. Forensic both were in the business of
providing investigative and forensic engineering services, and U.S. Fo113. Id. This was due, in part, to the fact that Rambus's patents otherwise were
valid and that the spoliation did not involve intentional destruction of particular damaging documents.
114. Id.
115. Rimkus Consulting Grp., Inc. v. Cammarata, 688 F. Supp. 2d 598 (S.D. Tex.
2010).
116. Id. at 608.
117. Id.
118. Id.
119. Id. at 609.
120. Id. at 622.
121. Id. at 623.
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rensic was in competition with Rimkus.12 2 Bell met with a lawyer,
contracted with a company to host the U.S. Forensic website, and filed
a trademark application for "U.S. Forensic" months before he resigned his employment with Rimkus.12 3 Corporate formation documents for U.S. Forensic were also filed before Bell's resignation

became effective. 1 2 4
In fall of 2007, Rimkus sought documents, including emails related
to the ex-employees' communications with one another and with
other members of U.S. Forensic concerning the creation and inception
of U.S. Forensic, their roles with the company, and contact with
Rimkus clients.125 The ex-employees each received a subpoena along
with a deposition notice. One ex-employee, Cammarata, produced
only two emails allegedly relevant to the formation of U.S. Forensic in

response to the subpoena. 1 2 6
Rimkus renewed its request for all documents, including all emails
among those setting up or working for U.S. Forensic, dated prior to
January 1, 2007.127 The defendant ex-employees objected to the request as overly broad because it might include irrelevant personal
emails and day-to-day emails concerning the operation of U.S. Forensic's business.'12 Then they claimed that they "searched several times
for any such responsive emails and turned over any responsive emails
in their possession. "129 Rimkus made these requests starting in November 2007 up to June 2009, but the defendants never produced any
relevant emails.'s 0 Finally, in June 2009, the defendants produced approximately sixty emails dated from the fall of 2006 between the defendants and others involved with U.S. Forensic.' 3 1
Rimkus noticed depositions of the U.S. Forensic founders (Bell, Janowsky, and DeHarde) in spring 2009.132 They were again asked to
produce any emails about the formation of U.S. Forensic.13 1 Bell testified that he had printed out the responsive emails and gave them to
his attorney early on in the case. 3 4 He also testified that he gave
away his personal computer containing responsive emails after the litigation was underway.13 5 Janowsky was deposed two days later and
admitted to deleting emails concerning the formation of U.S. Forensic,
122.
123.
124.
125.
126.
127.
128.
129.
130.
131.
132.
133.
134.
135.

Id.
Id.
Id.
Id. at 629.
Id.
Id.
Id.
Id.
Id.
Id.
Id. at 629-30.
Id.
Id. at 630.
Id.
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but he claimed he did not remember whether anyone had told him to
preserve records.' 36 DeHarde was deposed several weeks later, and
he admitted that he deleted emails, including emails with the other
founders of U.S. Forensic, based on his concern about the storage capacity of his personal email account.'
Based on this testimony, Rimkus asked the court to force the defendants to do another search for documents.13 8 The court found that
the defendants' efforts to locate and retrieve electronic information,
including emails, had been superficial.'" The defendants looked for
readily accessible emails but did not identify any sources of relevant
information, such as emails still on computers that they had.'4 0 The
defendants never determined whether deleted emails could be recovered or how much time it might take to recover them.1 4 1 The court
ordered the search and allowed a continuation of the deposition of
DeHarde.14 2
In response to the court's order, DeHarde produced a few more
emails from his personal email account, but there still were no emails
between DeHarde and the other U.S. Forensic co-founders.14 3 During
his deposition, DeHarde was forced to admit that they all deleted
those emails.14 4 He also admitted that they had a policy to delete
emails related to the start-up after two weeks.'4 5 Cammarata produced fifteen disks of electronic data and numerous boxes of paper
documents. 1 4 6 Upon review of this information, Rimkus confirmed
that Cammarata did contact individual clients he worked with while
employed by Rimkus, in violation of his employment agreement.147
The produced information also included Rimkus correspondence, client contact information, and Rimkus PowerPoint presentations.148
Rimkus also analyzed Bell's laptop that he used while employed by
Rimkus, and this analysis showed that on the day that Bell resigned,
Bell downloaded financial information from the Rimkus server to that
laptop.149 Bell also tried to conceal and then distance himself from his
personal email account because he used that very account to "go
under the radar" to transfer the Rimkus financial information. 50
136.
137.
138.
139.
140.
141.
142.
143.
144.
145.
146.
147.
148.
149.
150,

Id. at 630-31.
Id. at 631.
Id.
Id. at 631-32.
Id. at 632.
Id.
Id.
Id. at 633.
Id.
Id.
Id. at 636.
Id.
Id.
Id. at 636-37.
Id. at 637.
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Rimkus also confirmed that Cammarata used his personal email address to transfer Rimkus engineering data and reports to his U.S. Forensic email address.' 5 '
Rimkus argued that this intentional deletion of emails violated the
defendants' duty to preserve electronically stored information that
arose when they anticipated litigation with Rimkus.15 2 This was particularly true given the defendants planned to and did preemptively
sue Rimkus before Rimkus sued them.'
Rimkus also alleged that
the defendants schemed to destroy evidence showing the extent to
which they took confidential information from Rimkus to use to set
up, operate, and solicit business for their new company, U.S.
Forensic.'54

B.

Court's Findings

The court found that the defendant ex-employees did take affirmative steps to delete potentially relevant documents. 155 The court considered this to be intentional and bad faith destruction of evidence.' 5 6
Also, the court found that if the defendants had a document destruction policy, it was not a good policy and it was selectively implemented and inappropriate to maintain because they anticipated
litigation.' Further, the documents that were destroyed were clearly
relevant to the disputes-showing what defendants took from Rimkus
to use in their competing business, including information to solicit
Rimkus clients and actual solicitation of clients.'5 The court was not
persuaded by defendants' reasons and explanations for deleting or destroying emails, such as space concerns and fear of retaliation by
Rimkus, finding that these reasons were inconsistent and lacked
support.' 5 9
The court agreed to issue an adverse inference instruction with respect to the deleted emails in order to level the playing field and sanction the defendants' bad faith conduct.16 0 The court was unwilling to
strike the defendants' pleadings because Rimkus still had plenty of
evidence to present to the jury in support of their claims. 1 61 The court
noted that the evidence of the contents of the destroyed records
showed that they would have been favorable to Rimkus.162
151.
152.
153.
154.
155.
156.
157.
158.
159.
160.
161.
162.

Id. at
Id. at
Id.
Id.
Id. at
Id. at
Id. at
Id. at
Id. at
Id. at
Id. at
Id.

636.
640.
642.
644.
642.
645.
643-44.
645.
646.
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The court concluded that the jury could hear evidence about the
email deletion as well as the discovery responses that concealed and
delayed revealing the deletions.'6 The court also decided to instruct
the jury that the defendants had a duty to preserve emails and other
information they knew to be relevant to anticipated and pending litigation." The jury would be permitted to infer that the content of the
deleted emails would have been unfavorable to the defendants.1 65
The jury also could consider evidence about the conduct of defendants
in deleting the emails after the duty to preserve arose.16 6 The court
also ordered the defendants to pay Rimkus's costs and attorneys' fees
incurred in identifying and responding to the spoliation.' 6 7 The parties settled, and the court entered a permanent injunction in response
to the settlement in November 2010.
V.

QUALCOMM v. BROADCOM

Though the oldest of the cases addressed in this Article, Qualcomm
Inc. v. Broadcom Corporation168 remains one of the most recognizable occasions of sanctionable conduct in a patent infringement lawsuit
in recent memory. This is so given the extent of the discovery abuses
that took place prior to, as well as during, trial.
A.

Overview of the Case

On January 7, 2008, United States Magistrate Judge Barbara Major
of the Southern District of California entered an order sanctioning
Qualcomm Inc. ("Qualcomm") and six outside counsel for discovery
abuses that occurred during and following a jury trial in a lawsuit for
patent infringement that Qualcomm brought against Broadcom Corporation ("the Qualcomm case".).' 6 9 The order followed a briefing
and a hearing at which Qualcomm and its attorneys were ordered to
show cause why they should not be sanctioned.o The court found
that Qualcomm and its outside counsel (both trial counsel and local
counsel) failed to-conduct a reasonable investigation to find documents responsive to Broadcom's discovery requests, withheld documents without justification, and therefore advanced misleading
arguments to the court and jury.'71 As a result of the discovery abuse,
more than 46,000 relevant documents totaling over 300,000 pages
163. Id.
164. Id.
165. Id.

166. Id. at 646-47.

167. Id. at 647.
168. Qualcomm Inc. v. Broadcom Corp., No. 05cv1958-B, 2008 U.S. Dist. LEXIS
911 (S.D. Cal. Jan. 7, 2008).
169. Id. at *4-5.
170. Id.
171. Id. at *45.
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were not disclosed.' 7 2 The court's decision to impose sanctions rested
on its conclusion that "Qualcomm intentionally withheld tens of
thousands of decisive documents from its opponent in an effort to win
this case and gain a strategic business advantage over Broadcom.
Qualcomm could not have achieved this goal without some type of
assistance or deliberate ignorance from its retained attorneys." 7 3
The court's order included both financial and professional sanctions. Qualcomm was ordered to pay Broadcom $8,568,633.24, an
amount calculated to cover the costs it incurred in defending the lawsuit, including post-verdict discovery.' 7 4 Additionally, the court's order initially identified six attorneys by name to be referred to the
State Bar of California for an investigation of possible ethical violations."7 The court also initially ordered the six sanctioned attorneys
and Qualcomm in-house counsel to participate in a comprehensive
Case Review and Enforcement of Discovery Obligations ("CREDO")
program and to file their joint report with the court; however, this
portion of the order was later vacated.1 76
B. Factual Background
The discovery abuses in this case occurred in connection with a patent infringement suit Qualcomm brought against Broadcom alleging
infringement of two patents related to digital video signal processing
technology, U.S. Patent Nos. 5,576,767 ("the 767 Patent") and
5,452,104 ("the 104 Patent"). 7 7 Qualcomm's infringement case was
based on its understanding that Broadcom's technology, by virtue of
complying with the national standard for such technology, infringed
Qualcomm's patents. 7 1
Central to Broadcom's defense was a claim that Qualcomm waived
its right to enforce its patents by participating in the development of
the national standard, known as the H.264 standard. To support its
waiver defense, Broadcom sought information showing that
Qualcomm participated in meetings and discussions with the Joint
Video Team ("JVT"), the standards-setting body that created the
H.264 standard."' If Qualcomm participated in JVT in 2002 and
early 2003-before the H.264 standard was published, as Broadcom
alleged-it would have been required to license the patents that were
reasonably essential to the practice of the H.264 on standard royaltyfree or under non-discriminatory terms. Accordingly, the timing and
172. Id. at *33.
173. See id. at *32.
174. Id. at *71.

175. Id. at *71-72.
176. Id. at *69-70; Qualcomm Inc. v. Broadcom Corp., No. 05cv958-RMB, 2008
U.S. Dist. LEXIS 16897, at *9 (S.D. Cal. Mar. 5, 2008).
177. Qualcomm Inc., 2008 U.S. Dist. LEXIS 911, at *5-6.

178. Id. at *6.
179. Id.
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extent of Qualcomm's involvement with the JVT would become a key
issue in discovery. The discovery abuses in this case involved documents, testimony, and argument regarding Qualcomm's participation
in and knowledge of the JVT proceedings. Each of the factors discussed below provided the basis for the court's sanctions.
1. Broadcom Seeks Information About Qualcomm's
JVT Participation
From the start of the litigation, Broadcom sought information concerning Qualcomm's participation in and communications with the
JVT through a variety of discovery devices. In its First Set of Requests for Production, Broadcom requested all communications to or
from any "standards setting body or group that concern any standard
relating to the processing of digital video signals.""so Broadcom
honed its requests with a Second Set of Requests for Production seeking "all documents referring to or evidencing any participation by
Qualcomm in the proceedings of the JVT" and pressed further with
several interrogatories.' '
Qualcomm replied that it would produce any responsive documents
that could be "located after a reasonable search" and noted that its
investigation was continuing. 8 2 Qualcomm's interrogatory responses
expressly denied any JVT involvement during the relevant 2002-2003
timeframe.' 83 For example, Qualcomm asserted that it first attended a
JVT meeting in December 2003 and that it first participated substantially when it submitted a JVT proposal in January 2006.184 In another
response, Qualcomm stated that it submitted four proposals to the
JVT in 2006 but had no earlier involvement. 8 5 Because Qualcomm
noted that its investigation was continuing and that it would supplement its response accordingly, Broadcom did not file a motion to compel further information. The court noted that because Broadcom did
not file a motion to compel, it could only seek Rule 37 sanctions
against Qualcomm, not its outside counsel.' 86 The sanctions of the
attorneys were grounded in the "good faith" requirement of Rule 26
and the court's inherent authority.'

180.
181.
182.
183.
184.
185.
186.
187.

Id. at
Id. at
Id. at
Id. at
Id.
Id.
Id. at
Id, at

*6-7.
*7.
*8-9.
*9.
*29.
*30-31.
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Qualcomm Designates But Does Not Prepare
30(b)(6) Deponents

Qualcomm initially designated Christine Irvine as the company's
30(b)(6) representative on the subject of Qualcomm's involvement
with the JVT.'" Remarkably, when preparing Ms. Irvine for the deposition, Qualcomm's attorneys apparently neither searched her computer nor provided her with any documents to review in preparation
for the deposition.'
After Broadcom impeached Ms. Irvine with documents showing
that Qualcomm likely communicated with the JVT in late 2003 and
showed her lack of knowledge as to the 30(b)(6) topics for which she
was designated, Qualcomm agreed to provide another Rule 30(b)(6)
Qualcomm's outside counsel apparently did
witness, Scott Ludwin.'
not undertake an investigation or take any other action to prepare Mr.
Ludwin for his deposition."' Mr. Ludwin testified falsely that
Qualcomm's JVT involvement began in late 2003, after the H.264
standard was published.19 2 During the deposition, Broadcom showed
Mr. Ludwin a December 2002 email reflector list from the Advanced
Video Coding ("AVC") Ad Hoc Group that included a Qualcomm
email address. 93 Qualcomm later argued against the admissibility of
this email on the grounds that there was no evidence any information
was ever transmitted to this group and that it was essentially only a list
of email addresses.1 94 Despite the existence of this email, Qualcomm
continued to assert that its involvement in any standard-setting group
began after the standard was published.
3. Qualcomm Moves for Summary Adjudication on Waiver
Without conducting further investigation to determine if any
Qualcomm employees had knowledge of, or documents related to,
earlier JVT involvement, Qualcomm and its outside counsel argued
that Broadcom's waiver defense was without evidentiary support.
Following discovery, Qualcomm submitted an expert declaration confirming the absence of any Qualcomm JVT involvement."'
Qualcomm aggressively pursued this argument even moving for summary adjudication on the waiver defense, arguing "facts demonstrate"
Qualcomm "did not participate in JVT deliberations while the H.264
standard was being created."' 6 The expert declaration and motion
188.
189.
190.
191.
192.
193.
194.
195.
196.

Id.
Id.
Id.
Id.
Id.
Id.
Id.
Id.
Id.

at *10.
at *10-11.
at *11.
at *12-15.
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were reviewed by a number of in-house, outside, and local attor-

neys.'9 7 The motion was denied, and the parties proceeded to trial.
4. Trial Testimony Reveals Undisclosed Relevant Documents
At trial, Qualcomm persisted in its argument that Broadcom could
produce no evidence that Qualcomm was involved with the JVT
before the H.264 standard was set.'18 While preparing a Qualcomm
witness, Viji Raveendran, to testify at trial, an attorney representing
Qualcomm came across an August 6, 2002 email indicating that Ms.
Raveendran was added to a mailing list (the "avcce" list) associated
with the JVT.'99 A subsequent search of Ms. Raveendran's computer
revealed twenty-one separate emails that Qualcomm failed to produce
during discovery.20 0 While they revealed that relevant JVT emails
were sent to several Qualcomm employees, the Qualcomm trial team
decided not to disclose the documents to Broadcom on the ground
that the documents allegedly were not responsive to any discovery request. 2 0 1 Neither Qualcomm nor its outside counsel conducted further investigation to determine if any undisclosed responsive
documents existed.2 0 2
During Ms. Raveendran's testimony several days later, Qualcomm's
outside counsel carefully avoided asking any questions that would reveal the fact that she had received the twenty-one emails.20 3 Instead,
he asked whether Ms. Raveendran had "any knowledge of having
read "any emails from the avcce mailing list. 2 04 Only on cross-examination did Ms. Raveendran admit that she received the emails. 2 0 5 At
a sidebar conference, Qualcomm's outside counsel, who was involved
in the decision not to produce the emails just three days earlier, argued that the documents were not responsive to any Broadcom discovery requests.2 06 Nevertheless, Judge Brewster ordered Qualcomm
to disclose the documents, and the jury found in favor of Broadcom
on its waiver defense and rendered the patents not infringed and
unenforceable.2 0 7

197.
198.
199.
200.
201.
202.
203.
204.
205.
206.
207.

Id. at
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Id. at
Id.
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*15-16.
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5. Qualcomm's General Counsel Later Reveals the Extent of the
Discovery Abuses
When Broadcom sought discovery to determine the scope of
Qualcomm's discovery abuses, Qualcomm continued to resist, disputing the responsiveness of the documents it withheld.2 " Qualcomm
asserted that its failure to produce documents was limited and alleged
Broadcom's "negative characterization of Qualcomm's compliance
with its discovery obligation to be wholly without merit." 2 0 1 While
promising to investigate further, Qualcomm's attorneys repeatedly declined to update Broadcom on their search for responsive documents. 2 1 0 The extent of the discovery abuses became clear only after
Qualcomm's general counsel later submitted correspondence to the
court admitting that Qualcomm had thousands of relevant unproduced documents. 2 11 The letter admitted that the withheld documents
"revealed facts that appear to be inconsistent with certain arguments
that [outside counsel] made on Qualcomm's behalf at trial and in the
equitable hearing following trial."2" 2
C.

Sanctions for Most But Not All

The parties engaged in a significant amount of post-trial discovery,
and the court sanctioned Qualcomm and six outside counsel for discovery abuses. Several outside counsel were not sanctioned because
they took steps that weighed against sanctions. For example, the court
took into account that one Qualcomm attorney
made significant efforts to confirm the accuracy of the facts upon
which he relied in drafting various pleadings, including: (1) reviewing numerous deposition transcripts and discovery responses, (2)
circulating drafts of all pleadings he prepared to more senior
outside and inside counsel with the expectation that they would inform him of any factual inaccuracies, and (3) upon learning from
Broadcom's opposition to the MSA of the December 2002 report
listing [Qualcomm's trial witness's] email address, searching the
JVT website for information about the Ad-Hoc Group email list,
contacting numerous ... attorneys for more information, and finally
calling [Qualcomm's trial witness] at home.21 3
These actions demonstrated efforts to comply with the discovery rules
and excused certain attorneys from sanctions.
On March 5, 2008, the court ruled that the self-defense exception to

attorney-client privilege applied, and Qualcomm's outside counsel
208.
209.
210.
211.
212.
213.
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were then able to defend themselves and their conduct concerning
performance of discovery responsibilities. 214
Eventually, in April 2010, the court withdrew sanctions as to the
outside counsel.2 15 The court focused on the ineffective and problematic interactions between Qualcomm and outside counsel, even
though outside counsel made efforts to comply with their obligations. 2 16 There was no evidence that either in-house or outside attorneys met in person with the Qualcomm employees likely to be key
witnesses at the outset of the case to explain the legal issues and discuss document collection. 2 17 "No attorney took supervisory responsibility for verifying that the necessary discovery had been
conducted." 2 18 There was lack of agreement regarding responsibility
for document collection and production. 1 In terms of the critical issues of the case (i.e., Qualcomm's participation in the JVT), the court
concluded that the evidence clarified that "although a number of poor
decisions were made, the involved attorneys did not act in bad
faith." 220 Further, the attorneys acknowledged that they made a mistake in not producing the JVT-related emails discovered during
trial. 2 2 1 However, again the court concluded that the evidence did not
establish that the attorneys acted in bad faith even though "the attorneys should have considered the contents of the documents and their
relevance to the arguments being presented in court and to the adequacy of the discovery process." 2 2 2 Accordingly, the court dissolved
the order to show cause that initiated the proceedings.2 23

VI. LESSONS

TO BE LEARNED

The court in Qualcomm issued the following directive which reinforces the importance placed on abiding by discovery rules and the
standard to which parties and their counsel are to be held:
The [Advisory] Committee's concerns are heightened in this age of
electronic discovery when attorneys may not physically touch and
read every document within the client's custody and control. For
the current 'good faith' discovery system to function in the electronic age, attorneys and clients must work together to ensure that
both understand how and where electronic documents, records and
214. Qualcomm Inc. v. Broadcom Corp., No. 05cv1958-RMB, 2008 U.S. Dist.

LEXIS 16897, at *10 (S.D. Cal. Mar. 5, 2008).
215. Qualcomm Inc. v. Broadcom Corp., No. 05cv1958-B, 2010 U.S. Dist. LEXIS
33889, at *29 (S.D. Cal. Apr. 2, 2010).
216. Id. at *9.
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emails are maintained and to determine how best to locate, review,
and produce responsive documents. Attorneys must take responsibility for ensuring that their clients conduct a comprehensive and
appropriate document search. Producing 1.2 million pages of marginally relevant documents while hiding 46,000 critically important
ones does not constitute good faith and does not satisfy either the
client's or attorney's discovery obligations. Similarly, agreeing to
produce certain categories of documents and then not producing all
of the documents that fit within such a category is unacceptable.
Qualcomm's conduct warrants sanctions. 224
Indeed, Qualcomm demonstrates how seriously courts take the obligation of parties and their counsel to properly search for and disclose
electronically stored information. Playing hide-the-ball in discovery
carries a high risk for parties as well as their counsel. It also reinforces
how important it is for attorneys to ensure that their clients properly
search for and disclose relevant and responsive electronically stored
information. Parties and their counsel therefore must work together
to ensure that proper searching and disclosure is performed to adhere
to the discovery rules that will be strictly enforced by the courts. This
is the only way that the current "good faith" discovery system as set
forth in the Federal Rules of Civil Procedure can function in the electronic age.
Various commentaries have been made with respect to these cases
offering lessons that can be learned on ethical issues in discovery.2 25
There are general lessons for all who are involved in litigation, as well
as lessons more specific to clients and outside counsel that can be
learned. Many of these lessons were not followed by the parties and
their outside counsel in the cases discussed in this Article, but they are
fundamental to follow in conducting discovery, particularly electronic
discovery.

A.

We All Have Lessons to Learn

While there are many lessons to be learned from the cases discussed
in this Article that are specifically directed to clients or outside counsel, there are several lessons that are applicable to all who participate
in litigation particularly involving electronically stored information.

224. Qualcomm Inc. v. Broadcom Corp., No. 05cv1958B, 2008 U.S. Dist. LEXIS
911, at *30-31 (S.D. Cal. Jan. 7, 2008).
225. Some of the lessons described in this Article are gleaned in part from commentary by David Shonka of the FTC electronic discovery team as well as University
of San Diego law professor David McGowan. See, e.g., Nancy McCarthy, Qualcomm Ruling Sends a Warning on Discovery (Feb. 2008), http://archive.calbar.ca.gov/

Archive.aspx?articleld=90471 &categoryld=90541 &month=2&year=2008.

Published by Texas A&M Law Scholarship, 2022

25

Texas Wesleyan Law Review, Vol. 19 [2022], Iss. 4, Art. 3

924

TEXAS WESLEYAN LAW REVIEW

[Vol. 19

1. Do Not Tell a Lie
George Washington cutting down the cherry tree and later admitting his actions to his father by saying "I cannot tell a lie, Pa" is one of
the most well-known tales in American folk history. However, unlike
George Washington, litigants and their counsel in the cases discussed
in this Article often did not fully adhere to the principle of telling the
whole truth and admitting that they were wrong when it came to discovery issues. Parties and their counsel will suffer the consequences,
perhaps in the form of sanctions, when they do not tell the truth or
admit when they have been wrong with respect to discovery issues.
It is critical for clients, outside counsel, and witnesses to make accurate representations to the court. In Qualcomm, as well as in Rimkus,
parties and their counsel made several misrepresentations to the court
through motions, declarations, testimony, and otherwise. As expected, this is never favorably received by courts and often results in
severe sanctions against the party and its attorneys. Thus, a party and
its attorneys must be cognizant of the issues regarding discovery as
they arise in litigation.
The best means to avoid telling a lie is to know the whole truth and
accordingly make accurate representations about the evidence to the
other side as well as to the judge and the jury. Ways to make this
happen may include finding all relevant documents by asking the right
questions and giving thoughtful consideration to the means utilized to
find documents. If a search for electronically stored information results in relevant documents, all persons working on the matter should
be made aware of their existence and engage in the proper efforts to
have that information produced. This is a preferred strategy in contrast to devising scenarios under which the information may not have
to be disclosed. Anyone that may be asked to make representations
to the other side, the judge, or the jury should be made aware of the
existence of the documents and collectively engage in efforts to have
the documents collected and produced. This includes any trial witnesses. As such, this allows both witnesses and counsel to be prepared
to face the truth about the existence and contents of any documents,
preventing them from falling into a pattern of telling lies or halftruths.
2.

Err in Favor of Production

Generally, whenever meetings must be convened to strategize
about an argument as to why information is allegedly not responsive,
the information likely is responsive and should be produced. In the
long run, it is likely less harmful to go ahead and produce information
that appears to be responsive as opposed to devising ways to avoid
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producing it in discovery.2 26 Furthermore, even though a document
may be responsive and discoverable, it may not be admissible. Thus,
there may remain an additional opportunity to potentially prevent its
admission at trial.
Erring on the side of production is synonymous with the attitude
adopted by an increasing number of courts, particularly the Eastern
District of Texas. If a party might consider information to be relevant,
the information should be produced. For example, the Eastern District of Texas Local Rules state that documents relevant to a claim or
defense include "information that would not support the disclosing
parties' contentions."22 7 Accordingly, information that supports a
party's contentions is to be produced, and information that does not
support those contentions also should be produced.
A client and its counsel will not incur the wrath of the court for
production of documents-except in the rare case that the production
is considered to be merely a "document dump" and not a good faith
production of responsive information. However, courts will always
hold the feet of a party and its counsel to the fire for any failure to
produce responsive information. In order to avoid potential sanctions, err in favor of production when at all possible.
Also, it is critical to be mindful that both inside and outside counsel
can be held responsible for discovery issues that may arise. For example, in Swofford v. Eslinger,2 28 inside counsel failed to issue a litigation
hold notice and failed to undertake meaningful actions to preserve
relevant information. The offending party was sanctioned in the form
of adverse inference instructions, and both the offending party and
inside counsel were required to pay fees and costs. It further should
be appreciated that the in-house attorney was not an attorney of record in the case.
3. The More You Have to Explain a Decision to Withhold, the
Less Likely a Court Will Accept It
As previously discussed, courts generally will not ask for an explanation as to why certain documents were produced. However, courts
almost always ask for an explanation as to why documents were not
produced. Therefore, if there has been a mistake in searching for or
producing documents, particularly electronically stored information, it
is critical to engage in early disclosure of these mistakes with a credible explanation.
226. If there remains a possibility that calls may still need to be made as to responsiveness, one suggestion is to appoint one member of the team to act as devil's advocate and to consider a list of conditions that would have to exist for information to be
unresponsive and to ask if all the necessary conditions exist.
227. Local Rule, E.D. Tex. Civ. R. 26(d)(1).
228. Swofford v. Eslinger, 671 F. Supp. 2d 1274 (M.D. Fla. 2009).
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Further, if a challenge is made to the method or the thoroughness of
a search for electronically stored information, it is critical that all persons involved with responding to discovery motions and certifications
are on the same page and can engage in full and frank disclosure with
the opposing party as well as with the court. If the mistake is disclosed promptly and the persons responsible provide a credible explanation for the mistake, then it is more likely that opposing counsel and
the court will accept the mistake.
Delaying the inevitable may result in the party and its attorneys
having to provide more explanation to the court. This often leads to
the court mistrusting the party and its attorneys, which is never a desirable result. Even with all of the excuses and explanations, it still
may not be enough to avoid sanctions. Those involved in litigation
should attempt to avoid the fate of the parties and the attorneys discussed in cases such as Qualcomm by promptly identifying any mistakes made with respect to a decision to withhold information.
4. Keep the Lines of Communication Open
The general importance of cooperation and communication between the requesting party and the producing party cannot be overemphasized. Further, the importance of cooperation and communication between the client and outside counsel is critical. The lines of
communication on both fronts need to be as frank and open as possible in order to ensure a higher likelihood of cooperation and full compliance in discovery as well as to potentially reduce the burden that is
often felt in complying with discovery requests. For example, the opposing party serves discovery requests. In responding to the discovery
requests, a client promises to conduct searches of the files of several
custodians but then only provides a subset of those searches to its
outside counsel. If outside counsel does not receive complete information from the client, outside counsel may make inaccurate representations to the opposing party as to the completeness of the
discovery responses. Presuming that the opposing party later discovers that the discovery responses are incomplete, any chance for open
communication and cooperation between counsel for the parties may
be lost due to mistrust. Further, outside counsel will be less likely to
trust representations made by the client. Loss of communication and
cooperation can have a ripple effect in litigation leading to problems,
including but not limited to sanctions, if the issues are brought to the
court's attention, for example, through a discovery motion.
5. Double Check Your Discovery Efforts
Cases such as Qualcomm reinforce that a party and its counsel must
take steps to adequately search for documents in hard copy form as
well as on computer databases. Person-by-person inquiries also may
be required to ensure contact with anyone reasonably likely to have
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responsive information related to the issues in the lawsuit. If a witness
is to be presented for deposition or trial, the client must ensure that
the witness's files have been searched and confirm this with outside
counsel. If the litigation team believes that a witness should have responsive files but none are reported, the search process should be
reevaluated and modified to ensure that it is as thorough as possible.
Searches should be reviewed to ensure that a custodian is not withholding documents that should be produced. It is not uncommon to
double check discovery efforts, and in fact, such "double checking"
should be encouraged to ensure the defensible nature of the discovery
efforts.
6.

Investigate-Don't Ignore-Potential Problems

If there is a hint of a problem with respect to discovery, a careful
and thorough investigation must be made. If responsive information
has been overlooked, the client as well as its counsel must thoroughly
investigate to ensure that other information has not been overlooked
and that the integrity of the collection process is not subject to challenge. Any additional relevant information identified should
promptly be disclosed. Ignorance is not bliss when it comes to potential problems in discovery, and investigation is critical to avoiding
sanctions and adverse results such as those experienced by many of
the litigants and their counsel in the cases discussed in this Article.
B.

Outside Counsel Have Lessons to Learn

There are many lessons to be learned from the cases discussed in
this Article focusing on potential pitfalls faced by outside counsel
when addressing discovery issues.
1. Take Responsibility for Ensuring Client Compliance
with Discovery
Outside counsel are entrusted with the responsibility for ensuring
that their clients conduct a comprehensive and appropriate search for
responsive information. The court in Qualcomm found that
Qualcomm's outside counsel did not fully comply with this responsibility. Even after all of the post-trial discovery, it is still somewhat
unclear exactly how much, and when, Qualcomm's outside counsel
knew regarding relevant information Qualcomm possessed. However,
the Qualcomm case made it clear that Qualcomm's outside counsel
were aware of at least some portion of the critically relevant information that was not produced. Accordingly, the court found that neither
Qualcomm nor its outside counsel fully complied with their discovery
obligations.
Outside counsel cannot blindly rely on a client's collection and production, cannot shield their eyes from seeing certain documents, and
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cannot blindly trust what a client describes as standard procedures or
formal systems for dealing with discovery. Rather, outside counsel
have an obligation to challenge clients vigorously regarding search
and collection strategies, an obligation apparently not met by outside
counsel in the Qualcomm case. Rather, the court in Qualcomm particularly criticized Qualcomm's outside counsel:
[O]ne or more of the retained lawyers chose not to look in the correct locations for the correct documents, to accept the unsubstantiated assurances of an important client that its search was sufficient,
to ignore the warning signs that the document search and production were inadequate, not to press Qualcomm employees for the
truth, and/or to encourage employees to provide the information
(or lack of information) that Qualcomm needed to assert its nonparticipation argument and to succeed in this lawsuit. These choices
enabled Qualcomm to withhold hundreds of thousands of pages of
relevant discovery and to assert numerous false and misleading arguments to the court and jury.22 9
In essence, the court in the Qualcomm case, through its criticism of
Qualcomm's outside counsel, issued a directive as to what outside
counsel are expected to do to ensure that their clients comply with
their discovery obligations. At the outset, it is imperative that the client and its outside counsel reach an agreement as to how to engage in
the discovery process. This agreement preferably should provide that
outside counsel will have sufficient control over the discovery process
to satisfy outside counsel that all of his or her legal and ethical obligations have been carried out.
With this agreement in place, outside counsel should be granted access to a client's electronic data and other places where a client may
maintain relevant documents and information. This is particularly
critical with electronically stored information because outside counsel
need to ensure that the metadata has been properly extracted, backup tapes are being preserved, and automatic deletion processes are
disabled, among other things. This access allows outside counsel to be
better able to identify the types of data that should be collected, develop a process for collection of data, and ensure that the process is
followed.
Ultimately, outside counsel need to direct the collection efforts, and
if the client refuses to allow their involvement, outside counsel may
need to consider withdrawal from representation. Further, once in
possession of the electronic information, outside counsel must conduct
reasonable searches of the information themselves rather than blindly
rely on the searches conducted by the client. As part of the collection
and review process, it is important for outside counsel to be involved
in interviewing key custodians to confirm that they have complied
229. Qualcomm Inc., 2008 U.S. Dist. LEXIS 911, at *45.
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with the discovery requests. This interview process may include confirming that appropriate office searches were conducted, relevant documents were retrieved from home (if applicable), information on
thumb drives was collected, and of course, that nothing was destroyed.
Further, if the client and its outside counsel are utilizing an outside
consultant or the client's information technology personnel to actually
do the document collection, those persons also should be interviewed.
Finally, while the client may be involved in making decisions as to
what information should be produced, outside counsel must be involved in making the final call as to whether documents are relevant
or privileged. Outside counsel are typically going to be the ones to
initially answer to the court on discovery-related issues, and thus, all
reasonable possible steps should be taken to ensure that the client
meets its discovery obligations.
2. Document Your Discovery Efforts
The Qualcomm case particularly highlights how important it is for
outside counsel to keep a record of efforts with regard to document
search and collection, particularly with respect to electronic discovery.
Each step in the discovery process should be well-documented, and
the client should understand and agree that documentation of efforts
taken to collect documents may be disclosed if issues are raised about
the collection and disclosure process. This understanding protects
outside counsel as well as the client. If outside counsel can defend
decisions relating to the custodians from whom collection is made, the
search terms utilized in making the collection and the manner in
which the discovery is collected (through hard copy documents, use of
an FTP site, and sending via email), outside counsel and their clients
will have a defensible manner of showing the court that an acceptable
methodology for conducting discovery was employed.
3. Establish a Clear Division of Labor
In the Qualcomm case, some attorneys were held responsible for
actions of others. For example, one attorney was held responsible for
the documents that were produced even though he allegedly was not
involved in the document collection and production efforts. This liability resulted, in part, because the attorney had to use the results of
the document production to prepare a witness to testify at trial. If
labor is too deeply divided, then it is less likely that one attorney will
know what another attorney is doing. All attorneys must take steps to
protect themselves and to ensure accountability to fellow outside
counsel, to the client, as well as to the court.
It also is important that clients and outside counsel in charge (i.e.,
lead counsel) have confidence in their subordinates with regard to
electronic discovery. On several occasions during the Qualcomm
case, the general counsel and attorneys-in-charge pointed fingers away
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from themselves; however, attorneys acting in a more supervisory capacity have the responsibility of ensuring that their subordinates act in
a reasonable and defensible manner. If the subordinates cannot be
trusted in these endeavors, more supervision should be provided.
Even if the subordinates can be trusted, it still remains incumbent on
the supervising attorneys to communicate expectations to them and
manage their activities. Even so, this does not eliminate the need for
subordinates also to be accountable and to communicate with their
supervisors. Thus, a proper division of labor always must include accountability and communication both up and down the chain of
command.
The division of labor among attorneys within the same firm is almost always a consideration in intellectual property litigation. However, another layer of confusion as to division of labor arises if
multiple law firms are involved. For example, one firm may be involved in the collection or selection (or both) of documents for potential production. A second law firm may be focused on preparing
expert reports. A clear division of responsibility while maintaining
accountability is critical in these situations to minimize the likelihood
of finger pointing about who is responsible if a problem arises. 230 One
opportunity to document this division of responsibility is when outside
counsel present an estimate of the costs involved in the litigation to
the client.
4. Consider an Advanced Privilege Waiver
Outside counsel for Qualcomm were placed in a bind when it came
to defending themselves against the possibility of court-imposed sanctions for discovery violations. Their hands were tied based on
Qualcomm's invocation of the attorney-client privilege. Outside
counsel for Qualcomm were then given an opportunity to defend
themselves against allegations of discovery misconduct; however, the
long road to self-defense taken by Qualcomm's counsel raises a question as to whether outside counsel should consider asking for an advanced waiver of privilege for communications relevant to any
discovery disputes.
There may be some instances in which having an advanced privilege
waiver may not change the ultimate sanctions that may be levied. For
example, Qualcomm's outside counsel still faced a challenging road
even when they were permitted to disclose attorney-client privileged
information in self-defense. Even in circumstances where it may be
shown that Qualcomm convinced them to lie and to avoid producing
documents, they are still held responsible for going along with-and
230. The clear division of responsibility ensures that, for example, attorneys who
were not involved in either the document collection or selection process do not sign
discovery responses related to document production or make representations about
the completeness of discovery.
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not reasonably challenging-Qualcomm's actions. In fact, they proceeded with the same defense even after becoming aware of several emails that contradicted their argument.
It is good practice to address expectations as to potential privilege
waivers at the outset of an engagement. This may be accomplished by
the addition of language to the engagement letter clarifying that documentation of discovery efforts may be disclosed and that the attorney
may reveal privileged communications should the attorney's actions in
the discovery process be challenged and require disclosure of confidential information to explain what happened. While this may not be
necessary in all jurisdictions,2 3 ' it may still be helpful to incorporate
into engagement letters particularly if litigation associated with the
engagement letter may take place in more than one jurisdiction.
C.

Clients Also Have Lessons to Learn

The sanctions issued in many of the cases discussed in this Article
sometimes took the form of monetary sanctions and adverse inference
jury instructions. Although a litigant may provide excuses for its actions taken with respect to discovery, courts are unlikely to accept
these excuses, and this will ultimately affect clients.
1. If You Don't Have a Plan for Electronic Discovery,
Make One and Follow It
Within the client organization, it is critical to clearly define who is
responsible for ensuring that discovery duties, particularly with respect to electronic data, are carried out. This may be a particular inhouse attorney, paralegal, or even a team of people within the organization. The information technology ("IT") arm of the organization
must be actively involved in developing the electronic discovery
protocols.
The plan should at least provide for issuance of a document-litigation hold or a preservation notice to custodians at the outset of litigation, particularly when litigation becomes reasonably
foreseeable. This document hold letter may be a standard form issued
by the client and modified for each matter, it may be something that
the client has prepared for the specific matter, or it may be a letter
provided by outside counsel. Even if the client uses a standard form,
outside counsel should be involved prior to issuing the document hold
to assure that the appropriate people receive the letter (particularly
those responsible for maintaining the client's electronic files), and to
confirm that those people have in fact received the letter and taken
appropriate action. The letter should go to everyone who might possi231. For example, the law in New York is different from California's, as New York
attorneys can use confidential client information to defend themselves in a sanctions
proceeding.
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bly have relevant information. If, through the course of discovery,
more people are identified who may have relevant information, the
client should be certain that those persons are also notified.
A proper litigation hold must be issued so that everyone within the
organization who might have potentially relevant information will be
notified of the requirement to retain the information and reduce the
chance that the information will be lost. In general, employees should
be informed that they have a duty to manage information in accordance with the organization's written policies. Some consideration
also must be given to confirm that those persons receiving notice take
appropriate action in response to the notice.
Moreover, whether there is pending litigation or not, employees
should know and understand that they have a duty to manage corporate information in accordance with any document retention or other
written policies. It also is key to consider investing in appropriate
management technology and searching tools. This can reduce the
likelihood that discovery is burdensome on the company by allowing
for easier collection and production of data when requested to do so.
An example is being able to search email by criteria such as name,
date, or keyword. This reduces the likelihood of having to engage
outside vendors at all stages of the process, thereby providing added
value to the company.
2.

If You Have a Plan in Place to Approach Electronic Discovery,
Adhere to that Plan

Sometimes litigants have a plan in place that they allegedly use to
collect documents in response to discovery requests. However, it remains incumbent on outside counsel to verify that plan to ensure that
it is defensible. For example, in Qualcomm, declarations submitted by
Qualcomm in the post-trial proceedings described the policies and
procedures Qualcomm allegedly used for addressing issues.23 2
Qualcomm's process involved conference calls with outside counsel to
discuss the discovery requests and to identify custodians who may possess the requested documents.23 3 Outside counsel selected the custodians whose documents should be searched, the types of documents to
be collected, and the method for searching documents.2 3 4 The documents were collected by Qualcomm and placed into a database for
outside counsel to review.2 35 Despite having a plan in place, at least
one Qualcomm declarant admitted that several witnesses who testified in depositions and at trial had documents that were never
232. Declaration of Christine Glathe at 1, Qualcomm Inc., No. 3:05-cv-01958-BBLM, 2008 U.S. Dist. LEXIS 911 (S.D. Cal. Oct. 3, 2007).
233. Id.
234. Id.
235. Qualcomm Inc. v. Broadcom Corp., No. 05cv1958-B, 2008 U.S. Dist. LEXIS
911, at *33-34 (S.D. Cal. Jan. 7, 2008).
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searched for topics relevant to the JVT, which was at issue in the
case."' This was in direct contravention to the plan that Qualcomm
allegedly had in place.
Thus, it is important for the client to have a plan in place to approach document collection in general and more specifically, electronic discovery. However, just having a plan is not enough. It is
critical that if a client has a plan in place, the plan must be followed.
A plan is only as effective as the care that is given in executing it, and
a litigant's failure to execute its plan-which may seem facially effective-can lead to punishment in the form of adverse rulings and
sanctions.
3.

Invest in Management Technology and Searching Tools

It may be helpful to invest in the appropriate management technology and searching tools. Having the right tools in place can reduce
the likelihood that electronic data discovery turns out to be burdensome. More requesting parties are asking for data to be produced in
native format. Being able to appropriately manage data in its electronic form allows the producing party to more easily collect and produce the electronic data when requested to do so. As an example, if
the organization has the ability to search email messages by certain
criteria such as name, date, and keywords, the collection process can
be more routine and not so burdensome.
Having these tools also may reduce the likelihood of having to engage outside vendors specifically to collect and process electronic
data. Further, it provides more flexibility in indexing and retrieving
electronic data. If data can regularly be moved off of active systems
and into other systems, those other systems can be searched without
causing the active system to be taken off-line for extended periods of
time. These tools may make it possible for the organization to further
reduce the likelihood of disruption to its workstations, servers, and
networks. Thus, these tools may provide value both for the discovery
process as well as to the client itself.
4.

Open and Frank Communication with Outside
Counsel is Critical

The client always will know its business better than the outside
counsel engaged to represent it in litigation. Even when outside counsel have a long-standing relationship with the client, each litigation
matter is different, and outside counsel have to rely on the client to
engage in open and frank communication as to issues, particularly in
the discovery process. These communications relate to, among others
(1) understanding the discovery requests; (2) identifying the custodi236. Id.
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ans that possess the relevant discovery; and (3) identifying the places
where relevant discovery may be found.
First, particularly if the litigation is against a competitor or a party
who has had some form of relationship with the client, there may be
times when discovery requests relate to issues that outside counsel
may not have prior knowledge of and must rely on the client for enlightenment. There may be specific types of documents that the requesting party asks for that may only be known to the parties and not
to outside counsel. Thus, it is the client's responsibility to help get
outside counsel up to speed on the issues presented by discovery requests before engaging in document collection and production, electronic or otherwise.
Second, the client will know the custodians who may possess relevant information better than outside counsel. Prompt and complete
identification of these custodians to outside counsel allows outside
counsel to understand who the key players are and to contact the custodians to obtain information and potential testimony in a more effective and efficient manner.
Finally, the client will know the places where relevant information
may be found within the organization better than outside counsel.
Outside counsel may then devise discovery strategies that more accurately reflect the sources of potentially relevant information. Providing outside counsel with complete information at the outset of
litigation may streamline discovery issues and reduce the potential for
repeated and long-term disruption of the business.
VII.

CONCLUSION

Demands for discovery must be taken seriously in order to avoid
the almost inevitable results experienced by the parties and their
counsel in the cases discussed in this Article. The severity of the sanctions imposed in many of these cases should give all litigation participants pause.
The discovery system depends on the good faith of the parties and
the integrity and active participation of their counsel. These cases
demonstrate the breakdowns that occur in the discovery system when
these conditions are not met. Appreciation of the lessons that can be
learned from these cases hopefully will ensure that the likelihood of
breakdowns of the magnitude in these cases are reduced and eventually eliminated.
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