Shaker for introducing me to the research skills and ideas that I needed to complete this project.
4. A person who is good at programming quickly.
5. An expert at a particular program, or one who frequently does work using it or on it; as in a Unix hacker. (Definitions 1 through 5 are correlated, and people who fit them congregate.)
6. An expert or enthusiast of any kind. One might be an astronomy hacker, for example. MIT Press, 1988) 3 Douglas Thomas, Hacker Culture (Minneapolis: University of Minnesota 2002). 4 United States Congress, "The Effects of Nuclear War" by Lionel S. Johns, et al., (Washington, D.C.:GPO, 1979) , http://ota.fas.org/reports/7906.pdf.
5 Eric S. Raymond, "How To Become A Hacker" (20 May 2012), http://www.catb.org/esr/faqs/hacker-howto.html. who identify as hackers don't publicly share their techniques and stories.
The name has been demonized and deified by popular culture. Is it that the evidence of the spread of hacker culture has been lost in the wires, even with only a fifty-five year history?
Hackers, as a codified culture based upon these artifacts, have a simple test on whether someone is a hacker or not. It depends on the definition of Stallman hopes to divorce his definition of hacker from the computational security focus in the popular definition, but for these purposes we cannot completely hack away the strings of history and let language fly free. The influence between the underground groups who may have stolen the word and the institutional culture of hackers runs deep, because the congruence between these groups, if not necessarily in individual people. The overlap can be found in many of their ideals, means, and motivations. This doesn't tell the whole story. We have to be a bit more specific about origins to successfully differentiate the real hackers from the charlatans and script kiddies. 7
The definition that we are running with pins hackers as a distinct cultural phenomenon that began in the US universities, primarily MIT.
These hackers had a common interest in programming the interactive computer systems that were available to students, faculty, and some notable visitors. They developed and codified their jargon and values while creating much of the basis for how we use computers to this day. Their cultural values then spread, some via the ARPANET, some via various communities surrounding electronic bulletin board systems and some via the hackers themselves moving to new institutions. Hackers are the people who get a thrill out of interactive computing. They enjoy computing for its own sake. Maybe in a world out of control, it gave them the ability to at least control a small slice of reality. 1959 -1991 are the years we're naming as key to the creation of the computer hackers as a new cultural group.
1959 is the first encounter of Peter Samson with the TX-0 in the second floor of MIT's Building 26. 1991 is the year when then grad student Linus Torvalds released the first public release of his now ubiquitous operating system kernel, named Linux. We're ending the narrative there to avoid discussing any effects of that, as volumes have already been written.
INTRODUCTION
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Hacker Ethic
The hacker ethic is shorthand for a list of tenets, and it includes a mix of aesthetic and pragmatic imperatives: a commitment to information freedom, a mistrust of authority, a heightened dedication to meritocracy, and the firm belief that computers can be the basis for beauty and a better world. 8
The popular concept of hackers paints hackers as lone genius types, but the hacker ethic was a product of an institutional environment. This is key, because the ten tenets of the ethic are still displayed online, with only a minor addendum, almost thirty years later, by one of the self-identifying hacker groups out of Berlin, the Chaos Computer Congress, or CCC. 9
This suggests a continuity of ideal motivation that is core to the discussion. Moreover, it is doubtful that these ideals hold tractably outside of the institutional environments in which they were born. The goal of this paper is to explore one idea that has recieved a lot of recent attention:
Information should be free. The goal is to to ask the question: Should information be free? Within a university or other research institution, or when the information has little to no commercial, strategic, political, or popular value, the answer is why not? There was no reason to even think about software licensing when the software was written for a Digital (New York: Scribner, 1983) networked computer systems of the day. 12 A single computer is already an extremely complex electronic machine, and when more and more of them are connected together the complexity compounds.
These digital artifacts were transmitted as the ARPANET connected The purpose of this section is to explicitly anchor hackers in a much longer historical narrative. Humans have been tabulating and calculating information for millenia, mostly economic in nature. This gave the kings the ability to keep track of debts and solidified the legitimacy of their way over time. While it may not be an unbroken line from these early computers, made up of arithmetical "computers" in the sense of people trained to do the task. A wide array of sociological and technological factors had to come together to create the cybernetic environment that allowed hackers to flourish. The people with the requisite skills and desire to build and populate it had to be in the right places at the right times: in front of the terminal's otherworldly glow. The intent here is to draw a historical through-line between the ideal systems, like maps and nomenclatures, and the physical computer systems that people interacted with. Many of the ways with which we interact with information have remained fundamentally unchanged from these ideal structures, most of which were created during the Enlightenment and Scientific Revolution.
We still display graphical data on Cartesian coordinate systems in maps and charts and still store sorted, indexed and cross referenced data as we have in dictionaries and encyclopedias and libraries for hundreds of years. The information machine metaphor was made explicit in Hal Draper's history of the Free Speech Movement. Draper, a participant in the movement, wrote that the student in the mass university of today feels that it is an overpow-ering, over-towering, impersonal, alien machine in which he is nothing but a cog going through pre-programmed motions-the IBM syndrome (153).* Punch cards were the symbol of information machines, and so they became the symbolic point of attack.
Todd Gitlin sums up-and dismisses-the Free Speech Movement as a protest against suburban blandness, middle-class impersonality, and folding-spindling-and-mutilating universities 
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to project massively lethal force at any point on the planet at short notice.
The story of hacker culture is intertwined with some key advances in computer and telecommunication technology. The institutional computer networking systems allowed this nascent culture to spread its roots through the networks arterially and the microcomputer allowed hobby users to connect together in local communities. We should follow the line of reasoning that Headrick communicates as the notion that networked computer systems another step along a centuries old track. 18 Humans have been using encoded networks to transmit information for millennium, whether via smoke signals or electric pulses along wires, the results are similar.
18 Daniel Headrick, When Information Came of Age ( 217.
Institutional Revolutionaries
The first part of hacker history is the gestation of the culture within MIT and its ensuing spread to Stanford and other universities during the 1960s. 19 There isn't much to say here that hasn't already been exhaustively documented, discussed, and distributed. The basic story is that the global culture of hacking started in a specific place at a specific (Fig. 7) The first of these devices was developed by Livermore Data Systems in 1963. This box allowed machines to be connected via telephone lines for communication without having a direct electrical link to the system. Anyone who's had a lightning strike take out their telephone knows the possible risks, and when the machines in question cost in the order of hundreds of thousands of dollars, it's a good idea. These simple non-switched links were sufficient for the time, but long distance transmission of the data was prohibitively expensive, considering the speed at which these devices could communicate. These simple links evolved into the development of the ARPANET, packet switching, and the related technologies that underlie the Internet as we experience today.
These developments have been extensively documented and there is no reason for us to rehash this story yet another time. 22
Phreaking
The difference between having a telephone system that can connect the line, amplify, and transmit the voice calls and a system that can do that while also logging this and properly billing the customer is immense. The logging and billing system is as complex, if not more complex than the telephone network itself. It added an entire layer alongside, intertwined with the telephone calls and telegraph messages, Ma Bell wasn't just John Draper, a.k.a. Captain Crunch, and some of his buddies were playing around with the Bell monopoly's telephone system through the late 60s and early 70s. The automation of the switching systems in the network gave a small segment of the creative youth, known colloquially as phreaks or phreakers, the ability to dance across the wires. They knew how the phone system worked and used this knowledge to span a circuit three times around the globe to call the pay-phone in the next booth over, but mostly, this knowledge served to give people the ability to place calls that were billed to someone else, or nobody at all. 24
It's no secret that Apple founders began their forays into business by selling devices that facilitated this exact practice. They're known as Blue Boxes. 25 These devices were a modified tone dialer that allowed a person to generate the system control tones. This meant they had direct control over the telephone switching machinery. This meant that with device smaller than a paperback book, any person tutored in its use could manipulate the system into giving free calls.
Homebrew Computer Club vs. Gates
PRINT "HELLO WORLD!"
All new programmers will undoubtedly run into some variation of the preceding program that allows you to see the basic input and output facilities of your machine. The version you see above is BASIC, one of the first consumer-grade languages and also began the global tradition of pirating Microsoft's software. 26 The most poignant evidence of this is this letter. 27 Bill Gates wrote his "Open Letter to Hobbyists" decrying the widespread practice of piracy. Microsoft was using a per-copy royalty model for payment with their distributers, so each unauthorized copy hurt his bottom line. This is the first time such an issue was even brought up.
It was considered an integral part of hacker culture to openly share the programs that were created, and this is one of the first examples of software piracy, and definitely one of the most famous early examples of conflict between the proprietary and free software ways and generally Phrack does not mention anything about information freedom for quite some time. This is unexpected in one of the most famous hacker cultural artifacts. Instead, Knight Lightning responds to the phrase in a flippant manner. It seems that "information should be free" was a common truism.
"Information shouldn't be free, you should find out things on your own."
33 The slogan was so accepted that it doesn't even need to be discussed Knowledge is the key to the future and it is FREE. The telecommunications and security industries can no longer withhold the right to learn, the right to explore, or the right to have knowledge. The new age is here and with the use of every *LEGAL* means available, the youth of today will be able to teach the youth of tomorrow. 34
This citation from a couple years later was linked to the hacker ethic in that it advocated access for the purposes of education and exploration.
Hackers even began noticing that their community was being discussed by academics, and went as far as to publish copies of the papers within the pages, 'lectronic 35 or otherwise, of their publications. Levy (1984) and Landreth (1985) both note that some computer aficionados have developed a "hacker ethic" allowing harmless computer exploration, including free access to files belonging to other users, bypassing passwords and security systems, outwitting bureaucrats preventing access, and opposing private software and copy protection schemes. The Hacker Ethic, and the generation of a culture surrounding computers necessarily began within the institutional environments ultimately provided by DARPA. A conspiracy theorist might want to argue that it was an intentionally created thing, like an intentionally seeded counter-cultural inoculation that trained a legion of young people in the bread-and-butter of the (then) future of espionage and spy-craft.
The ones who get punished aren't necessarily the technical wizards. 38
Often, those who crafted the programs and wrote the viruses passed them along via an anonymous BBS upload for others to implement and use.
The problem with taking the freedom of information as a personal mandate leads us to ideas like this diatribe from DIzzIE, "Why I Steal from Libraries." 39 Apparently, the restrictions to have to check the books out or read them in the library are incompatible with information freedom.
While it's easy to understand some of this person's concerns, the existence of this 2007 electronic tract illustrates how some people take the second tenet to give them the right to access any information that they seek without barrier and apparently without regard for others' ability to have that same access. This idea has since expanded to suggest not only the right but the moral duty to actively liberate information, so that it can be free for anyone to access.
The Internet is a system that was designed to survive the Apocalypse.
Abstract away the loss of a city to a simple node going down, but the network, and therefore, the nation, civilization, humanity, survives. The laws that we have in place now were created during this time when the US was involved in a war of espionage and secrecy versus foreign powers. The people dialing into military or industrial systems seemed to be domestic enemies of the state. Some claimed the ability to subvert everything that held the social order together. 
GNU ideas and the GPL
During the 1980s, Richard Stallman announces the GNU project and begins constructing a free alternative for the UNIX operating system, which is not independently usable until the 1990s when GNU and Linux both fit together to form a fully functioning operating system. This was the genesis. The culmination of this was realized with the marriage, or at least bizairre mating experiment, of the Linux and GNU projects. The POSIX standards complient applications, GNU, and the POSIX standards complient kernel, Linux, happened to happily steamroll the competition to world domination The kernel is the name of a program that directs the scheduling and resource allocation to other programs. The POSIX standards are a common standard by which an operating system should be contacted to perform certain tasks like saving a file, or allocating resources to begin running a new program that the user has requested.
While most people with access to computing machines were playing games that they bought at their local retailer or happily using BBS systems. They were running whatever software they could get their hands on that would work on their machine. Sometimes there was a certain kind of elite hacker who even had access to the larger university systems and who had larger problems to boot, pun intended. The man in particular is known to hackers as rms, but his government name is Richard Stallman.
He has been the head of the free software movement and the Free Software Foundation since 1985. He is also known as the author of the GNU Public License, which has become the de-facto standard for licensing free software projects. He founded the GNU project, a collection of tools that comprise a free replacement for Unix.
His first conflict with proprietary software concerned the driver for a Xerox printer that the AI Lab at MIT was given in the early 70s. This particular printer had a penchant for jamming itself up, and as it was tucked away in another room, there was often a frustrating wait until someone actually realized the thing was jammed. Stallman had the idea to program the printer to notify users that there was a jam via a message to their terminal so that the printer would be able to be unjammed as needed. Xerox denied his requests for a copy of the source.
And then I heard that somebody at Carnegie Mellon University had a copy of that software. So I was visiting there later, so I went to his office and I said, "Hi, I'm from MIT. Could I have a copy of the printer source code?" And he said "No, I promised not to give you a copy." [Laughter] I was stunned. I was so -I was angry, and I had no idea how I could do justice to it. All I could think of was to turn around on my heel and walk out of his room. Maybe I slammed the door.
[Laughter] And I thought about it later on, because I realized that I was seeing not just an isolated jerk, but a social phenomenon that was important and affected a lot of people. 41
After this incident, he began a crusade to create a world in which these problems would never happen again. The General Public License and GNU project aimed to create a legal framework and a collection of software published underneath this framework. It's known as copyleft, the opposite of copyright. Instead of controlling the work published under such a license, you are giving up those rights, but in an interesting twist of legalese, the license also carries a requirement for anyone who borrows your code to share any modifications, hopefully improvements, with the community as a whole. 
Minix, Linux, and an accidental avalanche
In the late 80s, Andrew Tanenbaum created Minix as a simplified educational replacement for the UNIX operating system. This allowed students, such as then graduate student, Linus Torvalds, to learn how to put together the essential components of an operating system. He did, and then decided to release his operating system kernel under the GNU General Public License.
ALERT! WARNING! NOTE! These sources still need minix-386 to be compiled (and gcc-1.40, possibly 1.37.1, haven't tested), and you need minix to set it up if you want to run it, so it is not yet a standalone system for those of you without minix. I'm working on it. You also need to be something of a hacker to set it up (?), so for those hoping for an alternative to minix-386, please ignore me. It is currently meant for hackers interested in operating systems and 386's with access to minix. 42 With the development of the TCP protocol and continued expansion of the physical medium that gave more people the ability to obtain access, many hackers were able to get it, compile it, and run it. 43 Now, with this kernel, and the rest of the components of the GNU free operating system, any hacker could have a UNIX-like operating system environment on the common Intel 386 platform. It took a few years for this to get really rolling, but today the majority of the servers connected to the Internet are running the Linux kernel, as well as most of the major supercomputing facilities, not to mention the millions of personal computers, a substantial drop in the bucket. 44 After years of being forced into disparate environments by proprietary fragmentation, home users had access to a system that was functionally similar to those being used to do advanced programming, graphics, and chip design tasks. Prior to this system, the programming environments that were available to home users did not have anything in common with the UNIX systems that were doing the heavy lifting in industry. expose corruption, organize citizens to action, even topple governments.
We all need active users such as hackers, who are exploring the limits and edges of the system, to balance against the powerful interests that claim ownership and control of the networks. Hackers have historically driven innovation in unexpected ways.
Hackers are a popular counter-cultural movement that has had an impact on the way almost everyone interacts with the world around them.
It follows that the culture has successfully evolved in an increasingly hostile world. been created based on the general ignorance of the public. This is a bad thing. The largest stash of US dollars in the world was amassed by
charging "for what could be dirt cheap if it wasn't run by profiteering gluttons." 49 And because the industry is so entrenched and much the public is so vehement about keeping their workflow exactly the same, a totally free alternative has a minimal market share on desktop systems. This is contrasted it's in use by the vast majority of supercomputing and server systems. The numbers are almost juxtaposed, with 90 percent Windows usage on desktop systems, versus about 1 percent. Actually, there are only 3 of the top 500 supercomputers using a Windows-based system, so the disparity is even more extreme than that. 50 The people who are making the decisions about important scientific computing are making different choices. Maybe it's time for the rest of the world to catch up and realize that a used computer with a free GNU/Linux based system can perform every mission critical task aside from those that are. 49 The Mentor "The Hacker Manifesto" (Jan 8, 1986 ) http://www.mithral.com/ beberg/manifesto.html.
50 Net Market Share, "Market Share Statistics for Internet Technologies" http://www.netmarketshare.com/ and "Top 500 Supercomputer Sites" http://www.top500.org
