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Cyber Intrusion Conference 
Advisory Committee 
A special thanks to our hard-working and dedicated 
committee members . 
REPRESENTING THE BUSINESS SCHOOL: 
Chon Abraham, Associate Professor, Operations & Information Technology 
David Burg MBA, Principal , US & Global Cybersecurity Leader, 
PriceWaterhouseCoopers 
Rick Kuhn BA, MBA, Computer Scientist, National Institute for Standards 
and Technology 
Andrew Leeth MBA, Sen ior Product Security Engineer, Salesforce 
Stephen McOwen BBA, Vice President, Cyber Defense, Fidelity Investments 
Eliza Parrish , Director of Alumn i Engagement 
REPRESENTING THE LAW SCHOOL 
Mike Ende Esq ., Associate Dean, Office of Career Services 
Anne Fealey JD, Chief Privacy Officer, Prudential Financial 
Morgan Hutter, Director of Alumni Affairs 
Tom Morina JD , Vice President, LIA Goldman, Sachs & Co. 
Patricia E. Roberts JD, Vice Dean and Director of Clinical Programs 
Jay Sinha JD, Cyber Privacy Analyst, Booz Allen Hamilton 
Bob Trono JD, Vice President & Chief Security Officer Lockheed Martin Corporation 
REPRESENTING THE COLLEGE OF ARTS & SCIENCES 
Brian Nicholson BS, MA, Information Systems Security Officer, 





FRIDAY I MARCH 16 
12:00-1:00 PM 
Registration & Networking 
1:00-1:15 PM 
Opening Remarks with 
Dean Davison M. Douglas 
1:15-2:15 PM 
PANEL 
Cyber 101: Intra to Information Security 
pg. 6 
Join this foundational discussion to gain an understanding of what 
cybersecurity and data privacy mean, learn the history of information 
security and cyber attacks, activities, and understand how 
organizations manage cyber risk and technology. A glossary of terms 
you can expect to hear at the conference will be provided. 
Specific discussion points include: 
• Vocabulary/ terminology (block chain , kill chain, cyber, clouds, 
dark web, APT, hacktivist) 
• Differences in cybersecurity vs. privacy implications 
• Common threats (threats & controls) 
• Code of business conduct/ ethics 
ANNE FEALEY JD 
Chief Privacy Officer, Prudential Financial Services 
DAVID BURG MBA 
Global and Co-US Advisory Cybersecurity and Privacy Leader, PwC 
JAY SINHA JD 
Staff Counsel Global Operations and Compliance, Verizon Enterprise Solutions 
NICOLAS VERMEYS I Moderator 
Associate Professor of Law, University of Montreal 
FRIDAY I MARCH 16 
2:30-3:30 PM 
PANEL 
Cyber 201: A Deeper Dive into Security 
Join this discussion to understand a more detailed explanation (as compared 
to Cyber 101) of how information security works, such as the sequence of 
events that take place in a cyber attack, and the change in attitudes on 
what information is private. We will define more advanced terms and field 
more complex questions on the nature of encryption, cybersecurity and data 
privacy to help the audience gain an understanding of the security concerns 
vario us security professions are concerned with each day. 
Specific discussion points include: 
• Threat actors (who, how, types such as hackers/ kill chain 
format, malware/phish, ddos) 
• What data is valuable? (personal, payment cards, healthcare, 
identity, etc.) 
• Risk framework, risk management & the need for education 
• Cyber essentials (internal vs . external threats, 
vendors/third party, critical infrastructure) 
ANNE FEALEY JD 
Chief Privacy Officer, Prudential Financial Services 
DAVID BURG MBA 
Global and Co-US Advisory Cybersecurity and Privacy Leader, PwC 
JAY SINHA JD 
Staff Counsel Global Operations and Compliance, Verizon Enterprise Solutions 
CHON ABRAHAM J Moderator 
Associate Professor, Ray mond A Mason School of Business 
3:30-4:00 PM 
Coffee Break & Networking 
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FR IDAY I MARCH 16 
4:15-5:15 PM 
BREAI<OUT A 
Mind set of a Hacker vs. Internal Errors 
pg.8 
The financial and reputation damage to an entity is equally impacted 
by a cybersecurity event, whether originated by a malicious hacker or 
inadvertently by an internal user error. In this session you will gain a 
better understanding of the motives of hackers as well as some of the 
causes of inadvertent data breaches. 
Specific discussion points include: 
• Defining a hacker (financially driven, ideologically motivated, 
insider threat & nation-state hackers) 
• The change of hacker's mindsets over the years & why that 
matters 
• Intent of hacker vs. inadvertent breaches 
• Persistent threats, destructive attacks & threat intelligence 
ROB COCHRAN 
Cyber Investigations Supervisor, Federal Bureau of Investigation 
ANDREW LEETH MSBA 
Senior Product Security Engineer, Salesforce 
GLENN BALLARD BBA 
President, CEO Dragonfli Group 
LUKE DEMBOSKY JD I Moderator 
Partner Oebevoise & Plimpton 
FRIDAY I MARCH 16 
4:15-5:15 PM 
BREAI<OUT B 
The Technology of Cyber & The Cloud 
Most clouds are public, commercial commodities that carry cybersecurity 
risks. Most users/consumers must accept these risks due to the 
enormous benefits at low cost of these new technologies. The 
cybersecurity risks of today are greater than those posed solely by cloud 
computing, e.g., Internet of Things, ransomware, cryptocurrencies, 
etc. This panel will focus on this set of immediate problems, both from 
technical, standards, and governance perspectives . 
Specific discussion points include: 
• Systems employees are using 
• Kill chain & the cloud 
• Perimeter security, protection of content & internal exploits 
• Balancing technology & understanding its complexity 
JEFF VOAS MS PHD 
Computer Scientist, National Institute of Standards & Technology 
KAREN JACKSON MBA 
Secretary of Technology, Commonwealth of Virginia 
AARON KOEHL I Moderator 
Clinical Associate Professor, Mason School of Business 
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FRIDAY I MARCH 16 
4:15-5:15 PM 
BREAI<OUT C 
A Conversation on a "Day in the Life" 
The field of cybersecurity has matured from a field of generalists to 
a field of very specialized security roles. This session will expose the 
audience to the responsibilities and daily activities experienced in 
these specialized ro les. 
Specific discussion points include: 
• What is a normal day in the cyber field? (external, inte rnal, 
security officer, PR, business, legal, etc.) 
• The value of relationship-building and the role of security 
in one's job 
• How the business, legal & reputational risks are inte rtwined 
• What happens if an incident happens and how to engage at that 
point (incident response plan)? 
• Internal vs. external (insource vs. outsource)- breaking the myth 
that it has to be one or the other 
HOLLY BRADY JD 
Senior Counsel, A/tria Client Services 
VANEK KORFF 
COO, Expel, Inc. 
NATHAN KOTTKAMP BA 
Senior Counsel, McGuire Woods LLP 
STEPHEN MCOWEN BA I Moderator 











SATURDAY I MARCH 17 
7:30-8:30 AM 
Registration, Continental Breakfast 
& Networking 
8:45-09:00 AM 
Opening Remarks with 
Dean Lawrence B. Pulley 
9:00-10:00 A 
I<EVNOTE SPEAI<ER 
Threat Landscape & Universe of 
Threat- Global Level Security 
pg.12 
Today 's cyber threat is incred ibly serious- and growing. Cyber 
intrusions are becoming more commonplace, more dangerous, 
and more sophisticated. Cyber criminals are business savvy and 
have exacted devastating attacks against businesses, government 
entities, and critical infrastructure sectors, through activities ranging 
from multi-million dollar virtual bank heists to intellectual property 
theft. Organizational leaders must incorporate cybersecurity risk 
management as part of their risk profile and consider both the 
domestic and international threat landscape. The keynote wi ll 
highlight current trends, forecast new cyber developments, and share 
how the FBI can aid organizations in becoming more cyber aware. 
PETER MITCHENER 
FBI Senior National Intelligence Officer for Cyber, Federal Bureau of Investigation 
SATURDAY\ MARCH 17 
10:15-11:45 AM 
PANEL 
Preparing for an Attack 
When a company is undergoing a cyber attack, there is no time to waste on 
determining who needs to be involved, who needs to be notified, who is 
doing what, and what needs to be done. In these crisis level situations, being 
"as prepared as you can be" (rather than "be ing prepared") is probably all 
a company can expect to achieve, since every attack wi ll be different. But 
there are things that can and shou ld be done before the attack, and this 
panel of experts will share their experiences and tips on how best to get a 
company ready to respond to a cyber attack, from establishing contractual 
relationships with vendors that will be needed to conducting an "after 
action" review of crisis management, and everything in between. 
Specific discussion points include: 
• Cultural awa~eness (accessing the threat, human error, routine vs . 
privileged users) 
• Vulnerability response (training, strategy & practice) 
• Response plan - "who's who" (comp liance, health, vendors, lawyers, 
PR, etc.) & "call tree" (who do you call? when do you call them? I 
resources & back-up plans) 
• Legal preparations (regulations, new laws, how to protect client/ 
attorney privilege) 
• Breach contract I third party relationships I forensics 
DARREN BOWIE BA 
Chief Privacy Officer/Associate General Counsel, AIG 
JIM RAMSAY BBA 
Vice President of Information Security, Wells Fargo 
SCOTT PRICE MBA 
General Manager National Security Group, Microsoft Corporation 
CHRIS DELACY JD J Moderator 
Partner, Holland & Knight LLP 
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SATURDAY I MARCH 17 
11:45-12:15 PM 
Lunch Break & Networking 
12:15-12:20 PM 
Welcome Remarks with 
President W. Taylor Reveley Ill 
12:20-1:45 PM 
LUNCH CONVERSATION 
Triage and 'Oh $&*!' 
pg.14 
When you realize that a cyber intrusion has taken place or that a cyber 
ransomware attack is underway, one first thought may be "Oh $&*!." 
This program will help you move from the moment of rea lizatio n into a 
mode of smart reaction . We will discuss how to take constructive steps 
to respond to and mitigate a cyber attack from a panel of experts well-
versed in dealing with this difficult business situation . 
Specific discussion points include: 
• Where did the threat come from? 
• Critical infrastructure & forensics 
• Dep loy "call tree" & manage communication/social media plan 
• Putting the plan into action I troubleshooting 
• Legal & business implications 
PETER MCLAUGHLIN 
Partner, Burns & Levinson LLP 
LUKE DEMBOSKY JD 
Partner, Debevoise & Plimpton 
DAN WEBBER BBA I Moderator 
General Manager, Edelman 
SATURDAY I MARCH 17 
2:00-3:00 PM 
BREAI<OUT A 
Third Party Breach 
The well-publicized data breach at Target in 2013 was the result of an intrusion 
into Ta rget's systems by attackers who stole network credentials from one 
of Target's third party vendors (a refrigeration, heating and air conditioning 
subcontractor that worked at a number of Target locations). The most recent 
estimate on the cost of that breach to Target was approaching $300M. That 
breach and its impact highlight the importance of managing privacy and 
security issues relating to third parties. With companies and firms increasingly 
using third party service providers (and third parties increasingly subcontracting 
out parts of the work). the need for companies to conduct deeper reviews and 
have stronger requirements of third parties also must increase . Learn what type 
of due diligence should be done regarding a vendor's data security and privacy 
program and controls, what kind of contractual language is needed to set out 
expectations and requirements, and general best practices with respect to third 
parties that may experience a data breach . 
Specific discussion points include: 
• Appropriate contractual pieces in place & limiting access to 
"need to know" 
• Establishing relationships 
• Expectat ions & communications with vendors 
• Common interests for both client & ve ndor 
• Minimizing bad press 
PETER MCLAUGHLIN 
Partner, Burns & Levinson llP 
GLENN BALLARD BBA 
President and CEO, Dragonfli 
YANEK KORFF 
COO, Expel, Inc. 
RAJIV KOHLI I Moderator 
John N. Dalton Memorial Professor of Business, Raymond A. Mason School of Business 
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SATURDAY I MARCH 17 
2:00-3:00 PM 
BREAI<OUT B 
Legal Landscape & Future Legislation 
and their Impact on Cyber 
pg.16 
This panel will explore how recent and impending legislation, in particular the 
European Union's General Data Protection Regulation, will fundamentally alter 
how companies need to address information security, breach notification and 
their overall governance structures for privacy and cybersecurity compliance. 
Specific discussion points include: 
• Legal landscape & vendor management 
• Compliance & regulatory issues 
• New laws & global impact (new E.U . general data production 
regulation (GDPR)) 
• Board of directors responsibility for cyber oversight 
TOM MORINA JD 
Associate General Counsel, Goldman Sachs & Co. LLC 
JOSEPH MOAN JD 
Associate General Counsel, The Coca-Cola Company 
DR. PHYLLIS SCHNECK 
Managing Director and Global Leader of Cyber Solutions, Promontory Financial Group, 
an IBM Company 
CAROL WOODY BA I Moderator 
Mason School Executive Partner, Software Engineering Institute (SEI) 
SATURDAY j MARCH 17 
2:00-3:00 PM 
BREAI<OUT C 
A Conversation on Getting Into the 
Field & its Evolution - Cybersecurity 
and Data Privacy 
The field of cybersecurity, (which really represents Information Security in the 
age of the Internet, virtual reality, and networked computers), has matured 
drastically over the last two decades. Information security traditionally 
focused on the security of information technologies and the physical security 
of information repositories; cybersecurity is information security on steroids. 
To manage cybersecurity, information security teams now work closely with 
many other experts from a variety of backgrounds and professions, and their 
range encompasses data privacy, disaster recover/ business continuity, risk 
management, supply chain management, audit, and other disciplines, requiring 
professionals from a wide variety of backgrounds and professions. 
Specific discussion points include: 
• Various layers of the field & how they intersect (legal, business, 
government affairs, compliance, technology, etc.) 
• What are potential roles and areas of expertise? (governance, risk 
assessment, technical aspect, client, framework & standards, 
security architecture/ engineers/ developers, incident response, etc.) 
• Primer into the field (What is most helpful?) 
• Available education, conferences, certificates & trainings 
DIANA BALAN JD 
VP, Global Privacy Compliance, JPMorgan Chase 
AMELIA VANCE JD 
Policy Council Education, Future of Privacy Forum 
ANDREW LEETH MSBA 
Senior Product Security Engineer, Salesforce 
ANNE FEALEY JD I Moderator 
Chief Privacy Officer, Prudential Financial Services 
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SATURDAY I MARCH 17 
2:00-3:00 PM 
BREAI<OUT D 
Cyber Insurance Providers 
The cyber insurance market has exploded in recent years, but the clash 
between new information security regulations and concepts with established 
insurance laws create special challenges for private organizations. Join this 
panel to understand more about the challenges facing the cyber insurance 
market, best practices for vetting and purchasing cyber insurance plans, and 
what concerns lie ahead as more and more policies are underwritten. 
Specific discussion points include: 
• Focus on cyber insurance (what does it cover, renewal, what is it, 
assigning professionals) 
• What should insurance companies requi re of companies seeking cyber 
insurance before selling them a policy? What are all of the 
considerations to cyber & risk management, to include insurance? 
• What is happening in adoption from a global aspect? 
• What companies should consider before buying insurance for clients 
(negotiation strategies, pitfalls, etc.) 
• Immediate steps that are necessary in the case of a claim 
NEIL OWENS MBA 
Senior Vice President, E. B. Cohen & Associates 
TOM FINAN 
Client Engagement & Strategy Leader, North America at Willis Towers Watson 
OMID SAFA JD 
Associate, Blank Rome LLP 
DARREN BOWIE BA I Moderator 
Chief Privacy Officer/Associate General Counsel, AIG 
3:00-3:30 PM 
Coffee Break & Networking 
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SATURDAY [ MARCH 17 
3:45-5:00 PM 
Into Action I Electronic War Gaming 
& Table Top 
Join this discussion to understand the process and benefits associated 
with war gaming and the simulation of how cyber attacks unfold as well 
as how companies and personnel in varying functional roles respond and 
learn from cyber attacks - before they occur in the real world. 
Specific discussion points include: 
• Industries of interest: finance, health /insu rance, military/ 
government, international business & law, vendor/third party 
DAVID BURG MBA 
Global and Co-US Advisory Cybersecurity and Privacy Leader, PwC 
5:15-6:15 PM 
Aftermath & Recovery 
Data Breaches can cause substantial harm to an organization-
financially, legally, reputationally, and even politically. This diverse 
panel provides an array of expertise on topics such as how to mitigate 
legal liability after a breach, how to properly investigate a data breach 
to identify what lessons need to be learned, and how to protect and 
rehabilitate an organization's reputation after a breach has occurred . 
Specific discussion points include: 
• Remediation & forensics 
• Civil liability & class actions : trends in data privacy 
& security breach law 
• Post breach investigations, lessons learned & putting 
the new plan in place 
• Communications, public relations & reputation management 
• Long-term impact 
• Rinse & (hopefully not) repeat 
ANDREA D'AMBRA JD 
Partner, Norton Rose Fulbright 
CHRIS CHILBERT MBA 
Chief Information Officer, US Department of He alth & Human Services 
ZACK DEMEOLA JD J Moderator 
Manager, Institute for the Advancement of the American Legal System (JAALS) 
pg.19 
SATURDAY I MARCH 17 








Raymond A. Mason School of Business 
Dorothea La "Chon" Abraham is an associate 
professor of Information Systems in the Operations 
and Information Systems department in the School 
of Business at William & Mary. She received a 
BS in Political Science and Systems Engineering 
and a commission into the US Army from the 
United States Military Academy at West Po int 
in 199S, an MBA from Old Dominion University 
with a concentration in MIS in 2000, and a PhD 
in Management Information Systems from the 
University of Georgia in 2004. 
Chon worked as a systems analyst for American 
Management System in Norfolk, VA after serving 
on active duty as an Army Finance Officer and prior 
to entering the Ph .D. program at UGA in the Terry 
College of Business . Her research interest include 
wi re less/ ubiquitous computing and organizational 
decision-making for information systems and 
technology, and healthcare informatics . 
Chon is a 2008-2009 recipient of a Fulbright 
Research Award to Japan, where she stud ied 
healthcare information technology in itiatives and 
served as a visiting assistant professor at Keio 
University, one of the most prestigious universities 
in Japan. She has also been recognized for her 
accomplishments as the David and Carolyn 
Wakefield Distinguished Associate Professor of 
Business for the 2013-2016 academic period. 
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Diana Balan JD 
VP, Global Privacy Compliance, 
JPMorgan Chase 
Diana Balan is a Vice President at J .P.Morgan's U.S. 
office in New York and a member of the ir Global 
Privacy Team. She focuses on crafting policy and 
controls to mitigate legal and compliance privacy 
risk, acco mplished through the management of 
regulatory changes in data privacy and cyber 
security laws in more than 100 countries. 
Before joining J.P. Morgan Diana served as a Privacy 
Lead for the Global Merchant Servi ces business 
at American Express . Coveri ng the Americas, she 
advised the business on launching new products, 
services, strategic partnerships, marketing 
campaigns, and other initiatives in a manner that 
incorporated Privacy-by-Design principles to protect 
customer and merchant data. 
Diana studied law at William & Mary and earned 
a BA in Eng lish and Media Communications from 
Hunter College. 
Glenn Ballard BBA 
President and CEO , Dragonfli Group 
Glenn is President, CEO, & Founder of Dragonfli 
Group, a DC-based firm that specializes in 
cybersecurity services for private and public sector 
clients. Focusing on assessing, securing, and 
implementing high-end cybersecurity solutions, 
Glenn empowers clients in securing their high-value 
assets and assists organizations with embarking on 
resilient, strategic, cyber initiatives. 
Over the past 17+ years, Glenn has served leading 
Fortune 100 organizations and CFO-Act Federal 
Agencies. Prior to founding the Dragonfli Group 
in 2008, he managed the cybersecurity line of 
business for a professional services organization; 
managing the delivery across multiple clients. Glenn 
is one of the business and technical architects 
for a Presidential Directive that combined logical 
and physical access into a single ID-badge. Glenn 
spent over 5 years working in Accenture's cyber 
practice implementing complex encryption, secure 
messaging, and identity & access management 
solutions for global organizations. He is a contributor 
to multiple panels and cybersecurity conferences. 
Glenn holds a BBA from William & Mary with a 
concentration in Information Technology and a 
minor in Computer Science. He has taken continuing 
education classes at the Raymond A. Mason School 
of Business, Tuck School of Business, and Maxwell 
. School of Law in cybersecurity and counterterrorism. 
He is a member of the FBI's public-private lnfragard 
program and a former board member of JDRF. 
Darren A. Bowie BA 
Chief Privacy Officer and Associate General 
Counsel. AIG 
Darren A. Bowie is Chief Privacy Officer and 
Associate General Counsel at American International 
Group, Inc. (AIG). Darren leads AIG's global 
privacy and records and information management 
compliance program, and advises AIG and its 
businesses on privacy, cybersecurity, and information 
governance legal and compliance matters. Darren 
also manages the AIG policy governance group 
responsible for the development and management 
of corporate policies and standards. 
Before joining AIG, Darren served as Legal Director 
for North America at Nokia's business in the United 
States and Canada. Prior to Nokia, Darren was 
Assistant General Counsel at AOL. Darren began 
his career at the US Federal Trade Commission, 
where he served in a number of positions, including 
a legal advisor to Chairman Timothy J. Muris. 
Darren is a recipient of the FTC Distinguished 
Service Award and the FTC Louis D. Brandeis 
Outstanding Litigator Award. 
Darren graduated from the University of 
Pennsylvania Law School, where he was an 
editor of the Journal of International Business 
Law. He graduated with high honors from William 
& Mary, where he was a member of Phi Beta Kappa. 
Darren is a member of the New York City Bar 
Association Consumer Affairs Committee. He 
is a contributor to Consumer Protection Law 
Developments (American Bar Association (ABA) 
Section of Antitrust Law 2009, 2016), and an 
editor of FTC Practice and Procedure Manual (ABA 
Section of Antitrust Law 2007). Darren is a Certified 
Information Privacy Professional (CIPP/US). 
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Holly Brady JD 
Senior Counse l, Altri a Client Services 
Holl y Brady is Senior Counsel at Altria Cl ient 
Services in the Governance, Compliance and 
Employment practice group . Her primary focus 
is privacy and cybersecurity, counseling the 
company on risk management, lega l compliance, 
and incident preparedness. Prior to joining Altria's 
Law Department, Holly was part of the Global 
Technology, Outsourcing and Privacy practice 
group at Hunton & Williams LLP. Holly also serves 
as adjunct professor of Cybersecurity Law at 
William & Mary Law School. 
pg. 24 
David Burg MBA 
Global and Co-US Cybersecurity and 
Privacy Leader, PwC 
Dave is a principa l in PwC's U.S . Advisory practice 
and Global and U.S. Advisory Cybersecurity leader. 
In th is role, Dave leads a variety of engagements, 
including work in connection with a number of 
sign ificant sensitive data breaches or intellectual 
property thefts for clients across a number of 
industries. He assists cl ients in reactive and proactive 
consulting capacities involving the deployment of 
information technology solutions and their use. Dave 
is also responsible for helping corporate clients, law 
firms , and the U.S. Government, in matters involving 
cybercrime investigations, complex data correlation/ 
analysis, and various business transformation or 
operational initiatives. 
He has lectured at NYU 's Stern School of Business, 
Georgetown University, and Penn State University. 
He regularly contributes to and has been quoted 
in a variety of business and industry journals, 
includ ing The Wa ll Street Journa l CIO Journal , 
The Wa ll Street Journal Ris k & Compliance Journa l, 
Financial Times , SC Magazine , CSO magazine , and 
Consulting magazine. He has presented a wide 
rage of topics at global corporations, law firms, 
industry events, and government agencies . David 
holds an MBA from William & Mary and a BA from 
the Universit y of Pennsylvania . 
Chris Chilbert MBA 
Chief Information Officer, US Department 
of Health & Human Services 
Chris Chilbert serves as the Chief Information 
Officer of the Department of Health and Human 
Services (HHS) Office of Inspector General (OIG). 
He leads OIG's efforts to employ modern 
technology and practices to fight waste, fraud, 
and abuse in federal healthcare spending. While at 
OIG, he has overseen the modernization of legacy 
networking, computing, mobile, and software 
infrastructure in support of the agency's mission. 
Prior to joining HHS, Chris led the enterprise 
architecture program at the Department of 
Homeland Security, spent several years as a 
management consultant, and served as an officer in 
the navy's submarine force. 
Chris holds a BS in Systems Engineering from the 
United States Naval Academy and an MBA from 
William & Mary. 
Rob Cochran 
Cyber Investigations Supervisor, Federal 
Bureau of Investigation 
Robert R. Cochran began his Bureau career in 2002, 
assigned to Jacksonville Field Office, Pensacola 
Resident Agency. While in Pensacola, Robert 
worked all classifications of federal crimes, and 
was the lead FBI Cyber investigator for the Florida 
Panhandle. During his time in Florida, Robert served 
as a member of the FBI Jacksonville's SWAT team, 
and was the FBI Coordinator of the Panhandle 
lnfraGard Chapter. 
In 2009, Robert was promoted and assigned to 
FBIHQ in Washington, D.C. at the Cyber Criminal 
Section of the FBI's Cyber Division. Cochran worked 
as a Program Manager over numerous FBI Field 
Offices and was the primary coordinator of the Cyber 
Division's Romanian Threat Focus Cell, which focused 
heavily on cyber crime and money laundering 
emanating out of Romania and Eastern Europe. In 
2010, he became the Cyber Division's first liaison to 
the International Organized Crime Intelligence and 
Operations Center (IOC-2), a Department of Justice 
led, multi-agency, national level task force directed 
at disrupting and dismantling transnational organized 
criminal enterprises. 
In August, 2012, Robert reported to Norfolk as 
the Supervisor of the Cyber Squad. 
Prior to the FBI, Robert served in the United 
States Army as an Infantry Officer. He is a 1993 
graduate of the United States Military Academy 
at West Point, NY. 
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l<ate Cunningham MBA 
Cyber Security Operations, Naval Network 
Warfare Command 
Kate Cunningham currently serves as the Cyber 
Security Operations Division Officer for Naval 
Network Warfare Command in Suffolk, Virginia. 
Naval Network Warfare Command is responsible for 
operating, maintaining and securing Navy networks. 
Kate is a native of Virginia Beach, Virginia. Her 
experience in the Federal Civilian Service began in 
1998 as a Congressional Intern on Capital Hill. After 
graduating from the University of Virginia, she held 
a variety of positions in the corporate legal field 
in Washington, D.C., specializing in Antitrust and 
Telecommunications law issues. She was hired in the 
Government Sector of Bearing Point in 2002 and she 
re-entered Civil Service in 2005. In 2006 she began 
working for Naval Network Warfare Command 
where she held various positions in the areas of 
programmatic requirement and cyber security. After 
a year serving as an Assistant Program Manager 
for Military Sealift Command, in February 2017 she 
returned to Naval Network Warfare Command in 
her current capacity. 
Kate received her BA in Government from the 
University of Virginia and her MBA from the 
Raymond A. Mason School of Business at William 
& Mary where she was inducted into Beta Gamma 
Sigma International Business Honor Society. 
She is a Certified Information Security Manager 
and is a two-time recipient of the Meritorious 
Civilian Service medal. 
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Andrea D'Ambra JD 
Partner, Norton Rose Fulbright 
Andrea L. D'Ambra is a partner in Norton Rose 
Fulbright's New York office, where she focuses on 
e-discovery, information risk management and 
cross border discovery. As part of her practice, 
Andrea represents a significant number of 
multi-national clients facing cross-border discover 
issues. She also counsels clients on preservation 
and data management issues, and has drafted 
information governance and records management 
policies for a number of multi-national companies. 
Prior to attending law school at William & Mary, 
Andrea served as an officer in the United States 
Navy. In her last tour, she was the legal and 
administrative head of the Navy's Fleet Information 
Warfare center- the home of the Navy's Computer 
Incident Response Team. Building on her early 
exposure to cyber-risk issues, Andrea now chairs 
the Today's General Counsel Institutes' 
Cybersecurity and Data Privacy conferences and 
often speaks on the unique eDiscovery challenges 
posed by cyber-incident response. 
Chris Delacy JD 
Partner, Holland & Knight LLP 
Christopher Delacy is the leader of the Political 
Law Group and a member of the Public Policy & 
Regulation team at Holland & Knight. He has more 
than fifteen years experience representing local 
governments, educational institutions, technology 
companies, non-profits, and trade associations 
before Congress and the executive branch. 
Christopher has extensive experience with 
technology issues, including cybersecurity, data 
breach and privacy. He has helped to develop 
legislation and federal policies in these areas and 
has represented clients during related hearings. 
Prior to entering private practice, Christopher 
served as counsel to Senator John Warner of Virginia. 
In that capacity, Christopher served as the Senator's 
representative to the Senate Republican High Tech 
Task Force. Before working for Senator Warner, 
Christopher served as counsel on the Technology 
Subcommittee of the House Science Committee 
where he oversaw technical standards issues and 
the National Institute of Standards and Technology 
(N IST). Mr. Delacy graduated from William & Mary 
Law School in 1999 and received a B.A. in Foreign 
Affairs from the University of Virginia in 1994. 
Luke Dembosky JD 
Partner, Oebevoise & Plimpton 
Luke Dembosky co-chairs Debevoise & Plimpton's 
global cyber and data privacy practice. He joined 
the firm in March 2016 after serving as Deputy 
Assistant Attorney General for National Security at 
the Justice Department, where he oversaw DOJ's 
first national security cyber portfolio. 
Prior to that, Lu ke served in various roles over 
14 years with DOJ , including as Deputy Chief for 
Litigation at the Computer Crime and IP Section; 
DOJ representative at the U.S. Embassy in Moscow, 
Russia; and as a federal cybercrime prosecutor in 
Pittsburgh. He was the senior DOJ official on the 
Target, Sony Pictures, Home Depot, Anthem and 
OPM breaches, among many others, and received 
the Attorney General's Distinguished Service 
Award for leading the GameOver Zeus botnet 
takedown. He participated in the negotiation of 
a 2013 cyber accord with Russia and the historic 
5-point agreement signed by President Obama and 
President Xi Jinping of China in 2015. 
At Debevoise, Luke advises companies on managing 
cyber risks, responding to cyber incidents, and handling 
related litigation matters. He was recently named by 
the National Law Journal to its list of "Cyber Security 
Trailblazers," and is a member of the first International 
Bar Association Cybersecurity Task Force. 
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Zack DeMeola JD 
Manager. Advancement of the American 
Legal System (IAALS) 
Zack DeMeola is a manager at the Institute 
for the Advancement of the American Legal 
System (IAALS) at the University of Denver. Zack 
focuses on the intersection of technology and 
law and currently manages projects that explore 
opportunities to use technology to improve the 
current legal system. He joined IAALS this year 
from BakerHostetler LLP, where he focused 
on data breach and privacy cases, class action 
litigation defense, and complex commercial 
matters. At BakerHostetler, Zack was one of the 
editors for the firm's Class Action Year-End Review, 
writing on strategic issues regarding identity theft 
in data breach cases, and also contributed to 
the BakerHostetler 2017 Data Security Incident 
Response Report, writing on data security litigation 
trends. Before working at Baker, he was with the 
Privacy and Social Media law groups of Mayer 
Brown LLP in Los Angeles. In private practice, 
Zack worked with clients in the e-commerce, retail , 
health care, pharmaceutical, higher education and 
public safety communications industries. In 2015, 
Zack was recognized as one of seven Colorado 
"up and coming lawyers" by Colorado Law 
Weekly and has previously spoken at the Medical 
Center Security & Privacy Conference regarding 
"Managing Security & Privacy in an Environment 
of Increased Risk & Threats ." Zack graduated from 
William & Mary Law School in 2010, and obtained a 
master's degree in American Studies from William 
& Mary in 2015. He completed his undergraduate 
work at the University of Pennsylvania. 
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Davison M. Douglas 
Dean, William & Mary Law School 
Dean Davison joined the faculty in 1990. Prior to 
joining the law school faculty, he clerked for Judge 
Walter R. Mansfield, U.S. Court of Appeals for 
the Second Circuit, practiced employment law in 
Raleigh and served as the Goldberg Distinguished 
Visiting Professor at Cornell Law School in 2007. 
He has also served as a visiting professor at the law 
schools of the University of Iowa, Emory University, 
University of Auckland and University of Melbourne. 
He was Director of William & Mary's Institute of 
Bill of Rights Law, 1997-2004, and the founding 
Director of William & Mary's Election Law Program. 
Is currently the faculty advisor to the William & Mary 
Law Review. 
Author or editor of several books, including Jim 
Crow Moves North: The Battle Over Northern School 
Segregation, 1865-1954 (2005) and Reading, Writing 
and Race: The Desegregation of the Charlotte 
Schools (1995), and articles too numerous to list. 
He received the Black Law Students Association 
Outstanding Faculty Award in 2004. Was the 
recipient of the State Council of Higher Education 
Outstanding Faculty Award in 2002 and was five 
times honored with the Walter L. Williams, Jr. 
Teaching Award as the law school's outstanding 
teacher. He received the William & Mary Ph i 
Beta Kappa Faculty Award for Advancement of 
Scholarship in 1995. 
Anne Fealey JD 
Chief Privacy Officer, Prudential Financial 
Services 
Anne Fealey joined Prudential as its first Chief 
Privacy Officer in mid-2014. In this role, Anne 
directs Prudential's global businesses and functions 
in privacy program management, data analytics 
projects and digital initiatives. 
Prior to joining Prudential, Anne served as the 
data governance lead for the merchant and 
network businesses at American Express. A lawyer 
by training, she has written several published 
articles including one law review article discussing 
privacy as a property right. She received her JD 
from William & Mary and her BA from the 
University of Colorado. 
Tom Finan 
Client Engagement & Strategy Leader, North 
America at Willis Towers Watson 
Tom is a Practice Leader at Willis Towers Watson. 
He previously served as the Chief Strategy Officer 
of Ark Network Security Solutions. He joined 
Ark following his service as Senior Cybersecurity 
Strategist and Counsel with the Department 
of Homeland Security's National Protection 
and Programs Directorate. While at DHS, Tom 
established and led the agency's cybersecurity 
insurance initiative to help advance implementation 
of Executive Order 13636, "Improving Critical 
Infrastructure Cybersecurity." 
Tom previously served as the Staff Director and 
Counsel for the Subcommittee on Intelligence, 
Information Sharing and Terrorism Risk Assessment 
with the U.S. House Committee on Homeland 
Security. During his time with the Committee, 
he authored two major reports that informed many 
of the statutory provisions he helped develop for 
Title V of the Implementing Recommendations 
of the 9/ 11 Commission Act of 2007 (P.L. 11 0-53) 
and the Reducing Over-Classification Act (P.L. 
111-258). Mr. Finan is a former Assistant General 
Counsel at the FBI and previously worked in private 
litigation practice. 
Tom earned his degrees from the University of 
Minnesota Law School and the University of Virginia. 
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jane Horvath BS 
Senior Director, Global Privacy Law and 
Policy, Apple, Inc. 
Jane is the Senior Director of Global Privacy at 
Apple. She has been with the company since 
September of 2011, and brings more than a decade 
of information privacy and legal experience to the 
role. She is responsible for overseeing Apple's 
compliance with global privacy laws as well as 
working internally and externally on developing 
issues related to privacy. Prior to Apple, Jane was 
Global Privacy Counsel at Google. Before that, 
she served as the DOJ's first Chief Privacy Counsel 
and Civil Liberties Officer. At the DOJ, she was 
a member of the High Level Contact Group and 
leader of the U.S. delegation of experts tasked with 
exploring common ground between the European 
Union's Third Pillar data protection principles and 
U.S. federal privacy laws. Prior to the DOJ , she also 
was the General Counsel of Digital City Inc ., an 
America Online, Inc. (AO L) subsidiary, and Assistant 
General Counsel at AOL, where she helped draft 
the company's first privacy policies. 
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l<aren jackson MBA 
Former Secretary of Technology, 
Commonwealth of Virginia 
As Secretary of Technology for the Commonwealth 
of Virginia, Karen Jackson serves as a senior advisor 
to the Governor on technology matters including 
innovation, data analytics, telecommunication, 
cybersecurity, and unmanned systems. She is also 
responsible for overseeing the Commonwealth's 
IT infrastructure; policy and legislative in itiatives as 
well as developing programs to facilitate innovation, 
entrepreneurship, technology development, and 
adoption. Karen holds a BS in Business Management 
from Christopher Newport University and a MBA 
from William & Mary. 
Aaron l<oehl PhD 
Clinical Associate Professor, 
Raymond A. Mason School of Business 
Dr. Aaron Koehl is a Clinical Associate Professor in 
the areas of Operations and Business Analytics at 
Raymond A. Mason School of Business. He received 
a PhD in Computer Science from William & Mary, 
he recieved a master of engineering in Systems 
Engineering from the University of Virg inia, and a 
BS in Computer Science from Christopher Newport 
University. Dr. Koehl's research interests include 
secure web information systems (cybersecurity), 
cloud scalability and performance, and pharmacy 
healthcare analytics. Before joining Mason, Dr. 
Koehl served as Assistant Professor of Computer 
Science and Program Director for Information 
Systems and Information Science at Christopher 
Newport University. He has published in top 
international venues including ACM Multimedia 
Systems (MMSys), ACM lnt'l Conf. on the World 
Wide Web (WWW), ACM lnt'l Conf. on Middleware, 
IEEE Dependable Systems and Networks (DSN), 
European Symposium on Research in Computer 
Security (ESORICS), and the Journal of Computer 
Networks (COMN ET). 
Rajiv l<ohli 
john N. Dalton Memoria l Professor of 
Business, Raymond A. Mason School of 
Business, Moderator 
Rajiv Kohli is the John N. Dalton Memorial Professor 
of Business in the Raymond A. Mason School of 
Business at William & Mary. Dr. Kohli's research 
interests include Business Va lue of Information 
Technology, Healthcare Information Systems, 
and Managing Innovation with Information 
Technologies. Dr. Koh li is ranked as #1 scholar in 
a Health Information Technology (HIT) thought 
leadership study. 
Dr. Kohli's research is published in MIS Quarterly, 
Management Science, Information Systems 
Research, MIS Quarterly Executive, Journal of 
Management Information Systems, Journal of 
Operations Management, and Decision Support 
Systems, among other journals. He is a coauthor of 
the book The IT Payoff: Measuring Business Value 
of Information Technology Investment, published by 
Financial Times Prentice-Hal l. 
Dr. Kohli has worked in healthcare, 
telecommunications and manufacturing. Prior 
to joining academia, he was a Project Leader in 
Decision Support Services at Trin ity Health. Dr. 
Kohli is an honorary Fe llow of the Cambridge Judge 
Business School and a Research Affiliate at MIT 
Sloan Center for Information Systems Research. 
He is a past Senior Editor for MIS Quarterly and is 
currently serving as a Senior Editor for Information 
Systems Research. 
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Vanek l<orff BS 
COO, Expel , Inc. 
Yanek Korff has served in information technology 
or information security roles for nearly 20 years. As 
VP of Managed Defense at Mandiant and CTO of 
FireEye as a Service at FireEye thereafter. Yanek is 
currently the COO at Expel, a DC-area information 
security startup. 
Yanek joined Mandiant in 2010 to estab lish and 
grow a new managed services business line. In 
five years he grew the business into a global 
follow-the-sun managed threat detection and 
response service helping customers mitigate the 
consequences of security breaches associated 
with state-sponsored attackers. FireEye acquired 
Mandiant in December 2013 when the service 
represented over a third of Mandiant's revenue. 
Branded "FireEye as a Service," it became a major 
focus area for Fire Eye and grew beyond 1OOM in 
sales prior to his departure. 
Prior to Mandiant, Yanek was responsible for 
the vast majority of AOL's security infrastructure 
including authentication, authorization 
management, Public Key Infrastructure (PKI ), 
systems that supported incident response and 
investigations, and a proprietary eDiscovery system 
addressing legal compliance needs. This included 
responsibility for both software development and 
security engineering work supporting AOL's unique 
scope and scale. 
Yanek graduated with a computer science degree 
from William & Mary, a masters in the Management 
of Information Technology from the Mcinti re School 
of Commerce at the University of Virg inia and was 
the principal author for Mastering FreeBSD and 
OpenBSD Security, published by O'Reilly. 
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Nathan l<ottkamp BA 
Senior Counsel, McGuire Woods LLP 
Nathan Kottkamp is a key leader in the firm's 
Data Privacy and Security Industry Group team, 
with a particular focus on HIPAA matters. Nathan 
holds the CIPP/US credential as a Certified 
Information Privacy Professional from the 
International Association of Privacy Professionals 
(lAPP) and has been selected for inclusion as a 
" Leading Lawyer," Cyber law, Virginia , Legal 500 
US, 2017. Furthermore, Nathan serves as the 
HIPAA Privacy Officer for McGuireWoods LLP and 
coord inates HIPAA compliance on behalf of the 
firm. Nathan handles all types of HIPAA issues 
and has served as lead counsel for myriad data 
breach incidents, ranging from single-person 
events to multi-state incidents involving thousands 
of affected individuals. 
Andrew Leeth MSBA 
Senior Product Security Engineer, Salesforce 
As an undergraduate at Indiana University, Andrew 
earned his BS in Informatics with a Cybersecurity 
minor. His course work centered around secure 
protocols, policy, computer science, society, and 
ethics. Fo llowing his undergraduate studies he 
received his MSBA at William & Mary, focusing on 
the big data revolutio n, predicting future data, 
and teasing out analytical trends using techniques 
such as Machine Learning, Neural Networks, and 
Statistical Analysis. Andrew has returned to Indiana 
University to pursue his doctor of philosophy 
in Informatics with a Security focus focusing his 
research on vulnerab ility analysis, patch lag , and risk 
management. 
He began his career as a Senior Security and 
Privacy Consultant at Crowe Horwath, providing 
security services to a variety of businesses both 
large and small, and across many industry verticals. 
In this role helped compan ies assess and manage 
the security ris ks involved with cloud ve ndors, 
such as performing penetration testing of their 
own networks including Social Eng ineering. While 
consulting, he reviewed the security of hundreds 
of cloud providers from larger providers, like 
Amazon and Microsoft. His current role is at 
Salesforce as a Senior Product Security Engineer. 
His responsibilities include application security, 
penetration testing, threat modeling, remed iation, 
defense protections, and security guidance to 
development teams throughout the Software 
Development Lifecycle. 
Andrew holds certifications including the 
CISSP, CSSLP, CEH, GPEN , GWAPT, GCIH, 
GMOB, among others. 
Peter F. Mclaughlin 
Partner, Privacy & Data Security, Burns & 
Levinson LLP 
Peter Mclaughlin is a partner in the Boston office 
of Burns & Levinson and a leader of the firm's 
Privacy & Data Security practice. He has nearly 20 
years of experience advising U.S. and international 
clients on their handling of corporate and personal 
information and complying with cybersecurity, 
privacy, and data protection standards. 
After having been Assistant GC (Privacy & Security) 
and global privacy officer for a multinational as 
far back as 2005, with a total 7 yea rs of in-house 
experience, Peter appreciates the importance 
of practical guidance to clients. Now in private 
practice, Peter counsels clients with respect to a 
broad ra nge of technology transactions, privacy 
and security issues. These predominantly touch: 1) 
the domestic and global handling of personal data, 
including the EU, GDPR preparedness, and Privacy 
Shield compliance; 2) information security programs 
(across industries), Internet of Things, US and 
multinational security reviews, and post-incident 
responses with management of forensic teams; and 
3) innovative uses of info rmation and technology, 
such as digital health and life sciences, advertising 
and consumer marketing, Internet of Th ings , 
autonomous vehicles, facial recognition, 
and analytics. 
Peter is a regular contributor to blogs, 
magazines, and journ als , and he has presented 
at events by: PLI; Privacy Xcha nge Forum ; RSA 
Conference; mHIMSS; lAPP; HIPAA Summit; 
Wo rld IP Forum; and others. 
Peter received his JD from Georgetown 
Law in 1993 and his BA from Columbia in 1986. 
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Stephen McOwen BA 
Vice President of Cyber Defense, Fidelity 
Investments 
Steve McOwen serves as the Vice President of 
Cyber Defense for Fidelity Investments. As a senior 
leader in the Enterprise Cybersecurity Organization, 
Steve is responsible for Incident Response , Security 
Operations, and Vulnerability Management. Prior to 
joining Fidelity, Steve was the Director of Security 
Operations at Cisco Systems for 14 years. 
Steve is a seasoned IT and security professional with 
over 20 years of experience in computer forensics 
and investigation. He has taught Computer 
Crime and Information Warfare to undergraduate 
and g raduate students at Duke University in the 
Terry Sanford Institute of Public Policy, as well as 
Computer Forensics a nd Investigation techniques to 
North Carolina local law enforcement. 
Previously, Steve was a Special Agent with the 
Federal Bureau of Investigation. In this role, he was 
involved primarily in investigating computer crime, 
esp ionage and intellectual property violations. 
Steve also is a licensed attorney. He has practiced 
law, conducted lobbyi ng , and helped draft creditor's 
rights issues and debt collection-related legislation 
prior to joining the FBI. 
McOwen ho lds a JD from George Mason University 
School of Law and a BBA in Finance from William 
& Mary. He is based in the Rale igh, NC area. 
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Peter Mitchener 
Senior National Intelligence Officer for Cyber, 
Federal Bureau of Investigation 
Peter Mitchener is the FBI 's Senior National 
Intelligence Officer for Cyber, acting as the FBI's 
lead analyst for cyber matters. As part of the 
FBI's Bureau Intelligence Council, he provides 
senior leadership with a consolidated, integrated 
perspective on cyber issues. He serves as the 
FBI's chief analytic liaison between the FBI , the 
broader intell igence community, and the private 
sector on cyber issues. Prior to joining the Bureau 
Intelligence Council, Peter was detailed to the 
Office of the Director of National Intelligence, 
National Intelligence Manager of Cyber, where 
he served as a Program Mission Manager. Over 
a 20 year career in the FBI , he has served as a 
manager or sen ior analyst on a number of cyber 
and counterintelligence issues, spanning multiple 
regions and technology issues. He has a master's 
deg ree from the University of Michigan, Ann Arbor, 
and a bachelor's degree from the University of 
North Carolina at Chapel Hill. 
Joseph Moan JD 
Associate General Counsel , The Coca-Cola 
Company 
Joseph P. Moan is Associate General Counsel 
and Chief Ethics and Compliance Officer for The 
Coca-Cola Company in Atlanta, Georgia, and 
manages the Ethics and Compliance, International 
Trade Sanctions, Anti-Bribery, Data Privacy and 
Ombuds teams. Additionally, he is tasked to 
ensure the Company's employees (and system 
partners) understand and adhere to The Coca-Cola 
Company's Code of Business Conduct and Legal 
and regulatory requirements. 
Prior to his current role in the Company, Joseph 
managed the Employment, Data Privacy, Global 
Compensation and Benefits, and Global Immigration 
teams until 2014. Prior to coming to The Coca-
Cola Company in 2001, he was Senior Employment 
Counsel for Texaco, Inc. 
Joseph has significant experience with a wide 
va riety of employment law related matters, 
including class litigations, proactive employment 
counseling, diversity matters and data privacy. 
Joseph received his BS degree, with distinction, 
from the Virginia Military Institute and his JD degree 
from William & Mary. Joseph has served a total 
of 26 years in active and reserve components of 
both the United States Army and Air Force Judge 
Advocate General's Corps and recently retired at 
the rank of Colonel. 
Tom Marina JD 
Associate General Counsel , Goldman 
Sachs & Co. LLC 
Tom joined Goldman Sachs in 1990 and has 
had roles in both the Legal and Compliance 
departments, including a four year assignment in 
the London office. He is the firm 's global privacy 
and information security counsel , and also serves 
as Chief Privacy Officer for Goldman Sachs Bank 
USA, the HIPAA Privacy Officer, and Data Protection 
Officer for a number of the firm's ex-U.S. affiliates. 
Prior to joining Goldman Sachs, Tom worked at 
Salomon Brothers Inc. for four years. 
Tom received his BA in English and Philosophy from 
the Unive rsity of Virgin ia in 1980 and his JD from 
William & Mary Law School in 1983. 
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Neil Owens BBA 
Senior Vice President. E.B Cohen 
& Associates 
As a Principal, Senior Vice President, and team 
builder at El ias B. Cohen & Associates, Neil is 
involved in all aspects of the organization. EB 
Cohen is a full service, independent insurance 
brokerage. Whether you are starting a new 
business or continuing a mu lti-generational 
business tradition, EB Cohen will uniquely serve 
as Your Risk Management Team. EB Cohen 
serves as a broker, agent, and/or consultant 
to a wide variety of clients. Neil manages the 
Commercial Insurance Department and develops 
client relationships with a focus on maximizing 
the client experience. With over 18 years of 
expertise in managing risks, Neil delivers caring, 
professional solutions to complex insurance and 
risk management problems. Early in his career, Neil 
attended Seton Hall law school, earning his JD in 
2005. Neil earned his BBA from William & Mary in 
1999, and earned his Certified Insurance Counselor 
(C IC) designation in 2000 as the youngest ever CIC 
designee. He lectures frequently on various aspects 
of commercial insurance and risk management 
in a variety of industries including real estate, 
healthcare, construction, and hospitality. Neil 
lives in Montclair, NJ with his wife Denise and two 
daughters Waverly and Reese . 
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Scott Price MBA 
General Manager, National Security Group, 
Microsoft Corporation 
Scott joined Microsoft in 2014, as the General 
Manager of the National Security Group (NSG), 
responsible for the sales and delivery of solutions 
and services to Federal clients including the 
Inte ll igence Community, the Department of 
Homeland Security, the Department of Justice and 
the Department of Energy. With leading offerings 
in productivity and collaboration tools, using 
Microsoft's suite of cloud, mobile, CRM and data 
analytic solutions, Scott and the NSG are driving 
digital transformations for their customers to more 
effectively meet their mission requirements. 
Before joining Microsoft, Scott spent the previous 
7 years as the Vice Preside nt and General Manager 
of the Homeland Security Solutions sector for 
General Dynamics Information Technology (GDIT). 
In this capacity, Scott oversaw the strategy, 
development, and execution of contracts performed 
by GDIT for the U.S . Department of Homeland 
Security. In addition, Scott was responsible for 
GDIT's logistics business for both DoD and civilian 
agencies, including GD's flagship Supply Chain 
Management contract with the Department of State 
-a $2.2B program providing secure technologies to 
embassies and high threat posts world-wide. 
Scott received his bachelor's degree in Electrica l 
Eng ineering for the University of North Carolina, 
and his MBA from William & Mary. He serves on 
the Board of Advisors for the Professional Services 
Council (PSC) and the Board of Directors for the 
Homeland Security and Defense Business Council 
(HSDBC). 
Lawrence B. Pulley BA 
Dean, Raymond A. Mason School of Business , 
William & Mary 
Lawrence B. Pulley is Dean and T.C. and Elizabeth 
Clarke professor of the School of Business at 
William & Mary. A 1974 Phi Beta Kappa graduate 
of William & Mary, Pulley received his Ph.D. in 
economics from the University of Virginia. 
Before returning to his undergraduate alma mater as 
a member of the Business School faculty in 1985 he 
was an assistant professor of economics at Brandeis 
University. From 1993 to 1996, Lawrence served 
as associate dean of the School of Business and 
was appointed dean in 1998. Lawrence's academic 
publications have focused on statistical modeling, 
portfolio theory and empirical studies in banking. 
Jim Ramsay BBA 
Vice President of Information Security, 
Wells Fargo 
A seasoned veteran in the Information Technology 
field, Jim has enjoyed a variety of technical , 
consulting and leadership roles, with emphasis in 
Information Security and most recently Vu lnerab ilit y 
Operations. Jim joined Wells Fargo in 1992, 
with leadership roles since including Distributed 
Computing; z/ Series Security Administration; 
HPNonStop , iSeries, and z/Series Security 
Engineering; and z/ Series Security Strategy. Jim 
earned a BBA in Management from William & Mary 
and a MBA from the McColl School of Business at 
Queens University of Charlotte. 
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Omid Safa JD 
Partner, Blank _Rome LLP 
Omid Safa is an insurance attorney at Blank Rome 
LLP in the firm's "policyholder-only" Insurance 
Recovery Practice Group. He serves as co-leader 
for Cyber Insurance Initiatives at the firm and was 
recently recognized by The National Law Journal. 
Omid has successfully represented policyholders in a 
broad range of insurance coverage disputes involving 
a wide array of policies and claims. He has assisted 
clients across the United States secure recoveries and 
judgments worth nearly half a billion dollars. 
Omid counsels Fortune 500 companies on cyber-
related insurance and risk management issues. He 
advises policyholders on the insurance impl ications 
of emerging cyber risks, evaluates the strengths and 
weaknesses of their current insurance programs, and 
provides counseling to clients considering new cyber 
insurance offerings from insurers. He has eva luated, 
negotiated, and drafted several custom cyber 
insurance policies, including one of the largest cyber 
insurance programs assembled to date. 
Omid served on the William & Mary Law Review 
and is a William & Mary Law School alumnus. He 
stud ied accounting at the University of Maryland 
before joining PricewaterhouseCoopers LLP as a tax 
consultant assisting manufacturing and engineering 
firms verify multi-million dollar R&D tax credits. 
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Dr. Phyllis Schneck 
Managing Director and Global Leader Cyber 
Solutions, Promontory Financial Group , an 
IBM Company 
With over 15 years of government and private-
sector experience in senior cybersecurity positions, 
Dr. Schneck leads Promontory's cybersecurity 
practicem focusing on cyber resilience, regulatory 
compl iance and crisis management and response, 
with a growing team of cyber practitioners that also 
understand business. 
She joined Promontory from the Department 
of Homeland Security, where she served as the 
deputy undersecretary for cybersecurity and 
communications and led responses to cybersecurity 
threats against corporations, civilians, and the 
government. During her DHS tenure, Phyllis was 
the chief cybersecurity official and led the defensive 
cybersecurity operational mission to mitigate and 
respond to cyberthreats across the federal civilian 
government and private sector. 
Prior to DHS, Phyllis served as chief technology 
officer for the global public sector at McAfee, where 
she was responsible for products and services used 
by governments to counter global cyberthreats 
and maintain industrial and telecommunications 
security. She also led the development of the firm's 
crowdsourced real-time cyberthreat intelligence and 
analytics used to protect critical infrastructure. 
Phyllis was a member of the Center for Strategic 
and International Studies' commission that advised 
President Barack Obama on cybersecurity. She worked 
with several foreign governments to form partnerships 
with the U.S. for information sharing, infrastructure 
protection, and cybersecurity. Phyllis holds severa l 
information-security and technology patents. 
Phyllis holds a Ph.D. in computer science from the 
Georgia Institute of Technology as well as MS in 
computer science and a BS in computer science and 
mathematics from The Johns Hopkins University. 
Jay Sinha JD 
Staff Counsel, Data Privacy & Cybersecurity, 
Verizon Enterprise Solutions 
Jay Sinha is Staff Counsel for Global Operations 
& Compliance at Verizon Enterprise Solutions. His 
expertise focuses on ensuring Verizon products meet 
the data privacy and cybersecurity needs of Verizon's 
Fortune 50 and Federal Government clients. This 
includes GDPR analysis, third party risk management, 
and managing compliance programs. Previously, Jay 
was a Senior Privacy Consultant at Booz Allen Hamilton 
in Washington D.C., where he focused on privacy 
program management, from Privacy Impact Assessment 
(PIA) reviews to incident response and policy 
implementation. Prior to joining Booz Allen Hamilton, 
Jay served as Special Counsel for Cybersecurity at 
LRH Group, LLC, after being an Associate Attorney in 
LeCiairRyan's Corporate Litigation and Data Privacy & 
Cybersecurity Practice Groups. 
Jay is a Virginia-licensed attorney with a JD from 
William & Mary Law School. While at William & Mary, 
Jay served as a Summer Law Clerk for Governor 
Arnold Schwarzenegger. Jay earned his BA in 
Political Science from University of Mary Washington 
in Fredericksburg, Virgina. Jay is an alumnus of the 
Virginia Governor's Fellow program under Gov. Tim 
Kaine, and the UVA Sorensen Institute. 
Amelia Vance JD 
Policy Council Education, Future of Privacy 
Forum 
Amelia is Education Policy Counsel at the Future 
of Privacy Forum. She leads FPF's work to ensure 
the responsible use of student data and education 
technology in schools, helping educators with 
resources and information, and seeking inputs from 
all stakeholders to ensure students succeed. Among 
other responsibilities, Amelia runs the Education 
Privacy Resource Center website, FERPAISherpa, 
oversees the addition of signatories to the Student 
Privacy Pledge, tracks state and federal legislation, 
and creates publications on both K-12 and Post-
secondary student privacy trends and major topics. 
Prior to FPF, Amelia was the Director of the 
Education Data & Technology Project at the 
National Association of State Boards of Education 
(NASBE). At NASBE, Amelia authored two 
reports, "Policymaking on Education Data Privacy: 
Lessons Learned" and "School Surveillance: The 
Consequences for Equity and Privacy." 
Amelia is a member of the Virginia State Bar, the 
International Association of Privacy Professionals, 
the American Constitution Society, and is a board 
member of the Virginia Equal ity Bar Association. 
She is a graduate of McDaniel College and William 
& Mary Law School. 
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Nicolas Vermeys 
Associate Professor, Faculty of Law, 
University of Montreal 
Visiting Associate Professor of Law, 
William & Mary Law School 
Nicolas W. Vermeys, LL.D. (University of Montreal). 
LL.M. (University of Montreal), CISSP, is a member 
of the Quebec Bar, a Professor at the University 
of Montreal's Faculty of Law, a Researcher at the 
Centre de recherche en droit public (CROP), and the 
Associate Director of the Cyberjustice Laboratory. 
He is currently a Visiting Associate Professor of Law 
at William & Mary, and a guest researcher at William 
& Mary's Center for Legal and Court Technology. 
Nicolas is a certified information system security 
professional (CISSP) as recognized by (ISC)2, and is 
the author of numerous publications relating to the 
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