Introduction
Radio frequency identification (RFID) is an electronic tagging technology which utilizes radio frequency waves to remotely detect and identify a device or an object using RFID system. The RFID system consists of two main elements : RFID tag, where data is encoded, and the RFID reader, which is used for extracting the encoded data from the tag. The tags are typically chip based and generally contain silicon chips and antennas. RFID tags can be classified based on different attributes like sources of power for operation, frequencies used etc. Based on the method by which the tags are powered, the tags can be classified as active tags and passive tags. RFID tag with onboard power source and associated electronics for performing specialized tasks is called active tag. It can be designed with a variety of specialized electronic devices, including microprocessors, different types of sensors, or Input and Output devices etc. Passive tag has neither onboard power source nor an active transmitter. Here, the electromagnetic signal transmitted by the RFID reader inductively powers the tag, which helps it to retransmit its information. Depending on the frequency of operation, RIFD tags are classified as low frequency (120 KHz -150 KHz), high frequency (13.56 MHz), ultra high frequency 866 MHz -868 MHz (European Union),902 MHz -928 MHz (North American continent) and microwave bands (2.45 GHz and 5.8 GHz) [1] . RFID serves as a radio technology to achieve internet of things (IoT) vision to create a worldwide network of smart objects [2] . If all objects are equipped with radio tags, they could be identified and inventoried. To fulfil these functions, RFID tags must be data dense, inexpensive and energy efficient [3] . However, their widespread use is limited due to the high cost of silicon chips and power requirement. Hence, cost effective solutions are of great need. Today, RFID systems are being developed with tags that do not contain silicon chips. These tags are known as chipless tags. When multiple chipless tags are in the interrogation zone of a reader, anticollision algorithms needs to be employed for correct tag identification.
Compared to conventional tags containing silicon chip, chipless RFID tag uses an entirely different technique to encode data. Each chipless RFID tag contains a planar passive circuit. This planar circuit will reflect back a unique electromagnetic signal to the reader. The tag identity is decoded from this reflected signal. Different approaches for designing spectral signature based chipless tags are reported in [4] [5] [6] [7] [8] [9] [10] [11] . In these tags, each data bit is identified as the absence or presence of a resonance at a predetermined frequency. Majority of the tags are designed on microstrip based resonators. Capacitively tuned dipole for RFID barcode was first reported by Jalaly and Robertson [4] . Here the tag consists of arrays of identical microstrip dipoles capacitively tuned to different resonant frequencies. Space-filling curves using fractal geometries such as Hilbert and Peano curves to generate the frequency signature from backscattered resonances are reported in [5] . To encode the data, space-filling curves need significant layout modifications while capacitively tuned dipoles have undesired parasitic effects and size limitations. Chipless RFID tag using meander complementary split ring resonator is proposed in [6] . The tag requires a frequency band of 4 GHz to 7GHz to encode four bits. An eight bit chipless RFID tag using quarter wave open stub resonator is reported in [7] , [8] . The tag encodes eight bits in a frequency band from 2.08 GHz to 4.03 GHz. A two bit planar chipless RFID tag based on group delay encoding is presented in [9] . This tag requires very large area for encoding more number of bits. Chipless RFID tag using coplanar waveguide fed circular monopole antennas and multiresonators is reported in [10] . It reports a multiresonator which requires a frequency band of 6 GHz to 8 GHz to encode seven bits. A dual-polarized directly printable moisture sensor chipless RFID tag for intelligent packaging application is reported in [11] . It reports a 24 bit tag having a bandwidth of 13.5 GHz.
Most of these designs use absence or presence coding technique to encode the tag identity. In absence or presence coding technique, maximum bits that can be represented by an RFID tag is limited by the number of resonators. The bit encoding capacity of the tag can be enhanced using Frequency Shift Coding (FSC) technique, by encoding more than one bit per resonator [12] . This method is more appropriate in the case where large data encoding is required with less number of resonators. Another advantage is the design of high security tags, ie; the tags appear to be similar, but the identification code will be different. This paper focuses on the design of chipless tags using FSC technique with high data encoding capacity and design flexibility for high security applications. The tag identity can be decoded either from amplitude or group delay information.
Resonator Design
The resonator structure has evolved from a single E shaped structure. The performance of E shaped resonator is evaluated in this section to justify its candidature for RFID applications. E shaped resonator excited by a 50 Ω microstrip transmission line is shown in Fig. 1 (a). The prototype is simulated on the substrate C-MET/LK4.3 with dielectric constant 4.3, height 1.6 mm and loss tangent 0.0018 using CST MWS. The simulated transmission characteristics of E shaped resonator is shown in Fig. 1(b) . The design approach is to generate multiple resonances by modifying the middle arm (L i ) of E shaped resonator.
The resonant frequency of the E shaped resonator can be found by the relation
where L i is the length of middle arm, W a is the distance between lower arm and middle arm, L k is the length of lower arm ( Fig. 1(a) ), ∆L is the fringing length, ε eff is the effective permittivity of the substrate and c is the velocity of light. λ g is the guide wavelength evaluated at the resonant frequency given by Surface current distribution of E shaped resonator at its resonant frequency (3.47 GHz) and at a non-resonant frequency (4 GHz) are depicted in Fig. 2 . The surface current distribution is concentrated in the resonator at the resonant frequency. It is clear that there is no transmission from port 1 to port 2 at the resonant frequency and transmission occurs at non-resonant frequency.
Frequency Shift Coding Applied to Multiresonator with Two E Shaped Resonators
Two types of data encoding methods are widely used for Chipless RFID tag namely Absence or presence coding technique and Frequency shift coding technique. In absence or presence coding technique, one resonator represents one Resonant frequency bit of information. The presence of resonance at a particular frequency is used to encode a logic 1 and the absence of resonance is used to encode a logic 0. So with n resonators only 2 n combinations are possible. FSC Technique is utilized to enhance the bit coding capacity of the tag [12] , [13] . Here resonators are assigned with different frequency band (∆f) and each frequency band is divided into different resolution bandwidth (δf). ∆f can be selected depending on the available frequency spectrum and the number of resonators. δf is the required frequency band for each resonator to successfully represent its resonant frequency. Therefore, one resonator can represent more number of states. So this technique allows an enhancement in coding efficiency, by encoding more than one bit per resonator. Moreover the tags appear to be similar, since there is only a slight variation in middle arm length of E shaped resonator from tag to tag, but the identification code will be different. This helps in design of high security tags. Figure 3 shows the layout of multiresonator with two E shaped resonators whose length (L i ) is individually varied for FSC. ∆f and resonant frequency( f ) of each resonator are listed in Tab. 1.
Variation of the middle arm length of the first resonator, keeping the dimensions of the second resonator constant, results in twelve different resonant frequencies as shown in Fig. 4 . Similarly, variation of the middle arm length of the second resonator, keeping the dimensions of the first resonator constant, results in twelve different resonant frequencies as shown in Fig. 5 . While varying the length of each resonator care must be taken that the resonance due to other resonators remain unaffected. In FSC for bit encoding, precautions must also be taken so that merging of ∆f does not occur and harmonics of the lower frequency resonators do not interfere with the resonance of higher frequency resonators. For a particular value of resonance of first resonator twelve different resonances are possible for the second resonator and vice versa.
Unique identification code can be assigned to each combination of resonant frequencies. Since twelve different resonant frequencies are possible for each resonator, combining the two, 144 different codes ranging from [0000 0000] to [1000 1111] are possible with two resonators. Figure 8 shows the photograph of fabricated multiresonator with two E shaped resonators. Measurements are conducted using the PNA E8362B Vector network analyser. Figure 6 shows the measured magnitude and group delay of the multiresonator when middle arm length of second E shaped resonator is kept constant at 9.5 mm and three different values for middle arm length of first E such as 12.6 mm, 12.9 mm and 13.2 mm is chosen corresponding to the code words 0011 0011, 0010 0111 and 0001 1011 respectively. Similarly Fig. 7 shows the measured magnitude and group delay of the multiresonator when middle arm length of first E shaped resonator is kept constant at 13.2 mm and three different values of middle arm length of second E such as 10.6 mm, 10.2 mm 9.9 mm is chosen corresponding to the code words 0001 1000, 0001 1001 and 0001 1010 respectively.
Experimental Results

Experimental Results of Multiresonator
Bistatic Measurement Setup
The proposed RFID tag incorporates two wide band antennas, one for receiving the interrogation signal from reader and the other for retransmitting the encoded signal from the multiresonator to the reader, thereby increasing the read range [14] . Disc monopole antenna is chosen due to its large frequency bandwidth. Figure 11 shows the geometry and measured reflection characteristics of the disc monopole antenna.
Two linearly polarized medium gain (10 dB) reader horn antennas are used for transmission of the continuous wave interrogation signal and reception of the retransmitted signal. The block schematic for the bistatic measurement is shown in Fig. 10 . To provide isolation between the transmitting and receiving signals, the transmitting and receiving antennas are cross polarized. The tag is placed 20 cm away from horn antennas. Figures 9 and 10 show the measured bistatic response for three different configurations by varying the length of middle arm of first E shaped resonator and second E shaped resonator respectively. Figure 9 shows the measured bistatic response for the bit combinations 0011 0011, 0010 0111 and 0001 1011. Figure 10 show the measured bistatic response for the bit combinations 0001 1000, 0001 1001 and 0001 1010. 
Conclusion
In this paper a high security chipless RFID tag using E shaped resonator is presented. Frequency shift coding technique is used to encode the tag identity. The concept is validated from the measurements using bistatic approach. The tag can encode data in magnitude and group delay. The bit encoding capacity can be further increased by adding more E shaped resonators to the multiresonator. The cost of the tag can be reduced if implemented using low cost substrate materials. 
