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Abstract 
In the IEEE 802.11 standard, it provides 
several channels within a wireless local area 
network (WLAN). In the infrastructure scenario, 
the access point (AP) is the particular device for 
connecting mobile stations (STA) and wired 
stations. Each access point occupies one channel in 
WLAN. Traditionally, a STA may not play the role 
as AP does. However, it is possible for STAs to 
equip both the wireless interface and wired 
interface at the same time. By the software support, 
the APs in WLAN can be elected dynamically to 
obtain the best transmission status for all STAs. 
Based on this concept, we propose a dynamic 
access point approach (DAPA) to enhance the 
network throughput. The efficiency of proposed 
DAPA is evaluated by simulations. Simulation 
results showed that the performance of a WLAN 
with DAPA is better than traditional approach. 
Keywords: AP, Infrastructure, STA, WLAN. 
1. Introduction 
The IEEE organization has approved the 
802.11 standard for Wireless Local Area Networks 
(WLAN) [I]. The IEEE 802.11 defines two types of 
wireless networks. One is called as IBSS 
(Independent Basic Service Set) or ad hoc WLAN. 
An ad hoc WLAN is limited in its range. All 
stations need to 'see' or 'hear' each other. Within ad 
hoc WLAN, there is no fixed wired infrastructure to 
provide mobile stations (STAs) 'to communicate 
each other. That is, a collection of STAs with 
wireless network interface may form a network 
immediately without the aid of any established 
infrastructure or centralized administration. The 
other type is the ESS (Extended Service Set) or 
infrastructure WLAN. Infiastructure WLAN 
connects the wireless stations to a wired network 
through access point (AP). Basically, the AP is a 
station that provides other STAs the access to the 
Distribution System (DS). That is, an Infrastructure 
WLAN extends STA's communication range and is 
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often used in realistic wireless networks [2]. 
However, the drawback of the Infrastructure 
WLAN is that only one AP is responsible for a set 
of STAs that using the same channel. 
In the standard, a STA chooses an AP 
according to the maximum received signal strength 
indicator (RSSI) value it received. The RSSI is a 
quality measurement for a station to decide which 
AP will provide the best transmission status [3][4]. 
From the system point of view, the AP should not 
move and power off after setting up. Therefore, 
handoff occurs only when the station senses that the 
RSSI received from current AP is less than the 
predefined threshold [ 5 ] .  However, the STA may 
not find the new AP to re-associate due to no better 
AP exists. This will cause some STAs using worse 
transmission status to transmit packets. In fact, the 
transmitted packet has a higher probability to be 
corrupted by noisy. As a result, the network 
performance is degraded accordingly. The 
instinctive solution is to allocate several APs that 
using a same channel and overlap each other to 
provide seamless handoff. This approach ensures 
that each STA in WLAN will find a best AP to 
connect. However, it is impractical and expensive 
for users. 
In the case that a STA has the ability to install 
both wireless interface and wired interface just likes 
AP has, the role of pure AP can be dynamically 
replaced by these particular STAs if needed. For 
simplicity, a STA with both wired and wireless 
interfaces is named as STNAP (STAP). If a WLAN 
contains STAP(s), when some STAs move toward a 
worse location, the active AP may be replaced by a 
STAP which can provide the higher RSSI for all 
users if any. Therefore, it is desirable to design a 
dynamic access point algorithm (DAPA) for WLAN 
to elect the new AP to accommodate the network 
topology. 
The rest of the paper is organized as follows. 
Section 2 describes the detail of proposed DAPA. 
Section 3 gives an example of DAPA. Section 4 
presents some simulation results and discussions. 
Finally, some conclusions are given in section 5 .  
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2. Dynamic Access Point Approach (DAPA) 
There are two classes of members defined in 
DAPA, one is named STA, and the other is named 
STAP (STA+AP). A STA denotes a notebook only 
equipped with a WLAN card. The STAP is a 
computerhotebook which equipped with two 
network interfaces : one of the network interfaces is 
wire network interface (e.g., Ethernet interface 
card), and the other is WLAN card. Before 
describing the operations of the DAPA, we first 
define some useful parameters as follows: 
0 N : denotes the total nodes (includes STA 
and STAP) in a WLAN. 
0 R,@) : denotes the RSSI value between two 
nodes x and y .  
0 TR,: denotes the total RSSI value received 
by node x. 
0 R,, : denotes the normalized maximum 
RSSI value which can be received and 
estimated by WLAN adapter. 
In order to simplie the problem, we assume 
that the channel is error-free. Each STA belongs to 
the same WLAN can listen each other (That is, we 
do not consider the hidden node case in this paper). 
As described in IEEE 802.11 standard, there are 
two channel scanning method for WLAN. The first 
one is called active scanning, and the other one is 
called passive scanning. Active scanning involves 
the generation of Probe frames and the subsequent 
processing of received Probe Response frames. 
However, with passive scanning, the STA shall 
listen to each scanned channel for no longer than 
maximum duration defined by the ChannelTime 
parameter in IEEE 802.11 standard. To speedup the 
adjust process, the proposed DAPA employs active 
scanning method. Moreover, to distinguish the 
standard approach and the proposed DAPA, the 
IEEE 802.11 standard is denoted as traditional 
approach (TA) in this paper. 
In TA, when a STA powers on, it will send a 
probe request in the first channel and then waits for 
a period of time, MinChannelTime. If there is any 
AP using the same channel, the AP will send probe 
response to the STA before timeout. Each time the 
STA receives a probe response, it records the RSSI 
value between the AP and itself and scans the next 
channel right away. Contrarily, if there is no 
response received after passing MinChannelTime, 
the STA will pass this channel and scan the next 
channel. After scanning all channels, it will select 
the AP with the maximum RSSI value to join. In 
this paper, we assume authentication and 
association procedures are executed without 
rejection. Finally, the STA can start to transmit data 
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to distribution system (DS) via the selected AP. 
In DAPA, the joining process of a STAP is the 
same as the TA does. Since STAP has the ability to 
become the AP, each of them must monitor the 
network status to decide the current AP is still the 
best AP or not. To do this, each STAP has to listen 
all packets transmitting between other STAs and 
current AP. Each time a STAP, say STAP,, collects 
the needed information, it will calculate the TR,. 
The TR, is the summed RSSI value between STAP, 
and all the other STAs in the current WLAN. 
Therefore, we have 
N 
TR,= R, (i) . 
X=l  
Note that the RSSI value between a node and 
itself is defined as 0. Once the TR, is derived, the 
STAP, will send the “Challenge“ control frame 
which contains its TR, to the current serving AP, say 
STAP,. After receiving challenge frame, the current 
STAP, has to decide whether the WLAN needs 
changing AP or not. The way to make decision is 
described as follows. At first, the STAP, compares 
the TR,, which is the summed RSSI value between 
the current STAP, and all STAs belong to this 
WLAN, to TRi. If TR, I TRk, the STAPk ignores the 
challenge fi-ame. On the other hand, if TR, > TR,, it 
indicates that the role of the current AP must to be 
replaced by the STAP,. This is because that the 
STAP, will provide a better transmission status for 
all users. Therefore, the current AP will send the 
“Revolution Request” management frame to STAP,. 
As soon as STAP, receives the “Revolution 
Response” management frame transmitted from 
current AP, it will reply the “Revolution Response” 
management frame to notify the current AP and all 
the STAs in the WLAN. The STAP that sends the 
“Revoluation Response” management frame will 
change its role as AP and start to issue Beacon 
frame periodically. After receiving “Revoluation 
Response” management frame, the current AP will 
change its role to a STA and follow the Beacon 
frame transmitted from the new AP. Of course, all 
the STAs in this WLAN will change their 
connection (i.e., AP information) to the new AP. 
The flowcharts of STA and STAP are shown in 
Figures 1 and 2, respectively. 
3. Example of Dynamic Access Point 
Approach (DAPA) 
Figure 3 demonstrates how DAPA works. In 
this example, we assume there are two STAs and 
two STAPs in the WLAN. Initially, STA, and STA2 
are active and already connect to STAP,. In this 
example we consider a new STAP,powers on and 
join into the WALN. At first, the STAP, performs 
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the join process as ordinary STA does and it will 
also select the STAPb as the serving AP. Since it has 
the ability to act as AP, it keeps monitoring the 
network transmission status. Each time station 
transmits packet to AP, it needs to record the 
received RSSI between this station and itself. After 
passing a observing window, it calculates the total 
RSSI value and pass this information to the current 
AP by the challenge frame. If the current AP finds 
there is another STAP may provide a better 
transmission conditions for members, it will ask the 
STAP to become the AP. In this example, the 
STAPb will finally substitute STAP, as AP. Of 
course, the same challenge processing will be done 
by the STAP, to try to substitute the STAPb to 
provide the best transmission environment for 
users. 
4. Simulation Models and Simulation Results 
4.1 Simulation Models 
The proposed dynamic access point approach 
is implemented by the C language. For simplicity, 
we assume R,,=100 and the RSSI value between a 
pair of stations is randomly generated in the range 
[0, Rma]. We also assume that the joining process of 
all stations is sequential. In the simulation, two 
simulation models are investigated. In the first 
simulation model, we assume there are five STAP 
and the number of STA is considered from 10 to 45 
in step of 5. In the second simulation model, the 
number of STA is 30 and the STAP varies from 5 to 
25. 
4.2 Simulation Results 
The performance of the DAPA is evaluated in 
terms of the total RSSI values in a WLAN (TR). 
Figure 4 shows the obtained TRs by TA and DAPA 
under different numbers of STA. We can see that 
the obtained TR is proportional to the number of 
stations in networks. Moreover, the derived TR by 
DAPA is always smaller (better) than that of TA 
when the number of STAP is constant. This is 
because that the STA will select the best AP at the 
instant it joins into WLAN. Since we do not 
consider the case of stations moving, the TR does 
not allow a STA to re-associate a new AP. Figure 5 
shows the obtained TRs by DAPA and TR under 
different numbers of STAP when the number of 
STA is 30. Similarly, the simulation results 
demonstrates that the DAPA performs better than 
TR does. 
5. Conclusions 
In this paper, we proposed a novel network 
configuration for Infrastructure WALN. By the 
flexible s o h a r e  support, a station may act as AP to 
provide the best network transmission condition. 
The proposed DAPA will dynamically select the 
best AP to maximize the total RSSI in WLAN. In 
some way, the network throughput is being 
maximized. 
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Figure.1 The flowchart for a new STA to join a 
WLAN in DAPA. 
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Figure 2. The flowchart for a new STAP to join a WLAN in DAPA. 
I .  receive Probe Request 
7. receive Revolution Response 
8. reconnect new AP (STAPJ 
I .  receive Probe Request 
2. send Probe Response 
5. receive Challenge with TR 
6. send Revolution Request 
7. receive Revolution Response 
8. becomes STA 
I .  receive Probe Request 
7. receive Revolution Response 
8. reconnect new AP (STAPJ 
I .  send Probe Request 
2. recevive Probe Response 
3. collect R&) 
4. calculate TR 
5. send Challengefiame 
6. receive Revolution Request 
7. send Revolution Response 
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Figure 3. An example of DAPA. 
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Figure 4. Comparisons of derived TR by DAPA and TA under different number of STAs 
when the number of STAP is 5. 
Figure 5. Comparisons of derived TR by DAPA and TA under different number of STAPs 
when the number of STA is 30. 
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