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See Appendix A: Form 1 – 
Program Vocational Learning 
Outcomes. 
See Appendix A: Form 2 - 
Essential Employability Skills 
Outcomes. 
See Appendix B: Program 
Description. 
See Appendix C: Program 
Curriculum. 

















































See Appendix E: Curriculum 




























































































































































































































































































Graduate Count  41  36  69 
Employment Rate**  94  88  91 




Graduate Count  37  28  57 
Employment Rate**  73  95  87 




Graduate Count  24  14  68 
Employment Rate**  67  71  56 
































































































































































        Persona Groups 
          ☒ Direct 
          ☒ Non‐direct 
          ☒ International 























































































































Fall Intake  Fall  Winter  Spring 
Year 1  Level 1  Level 2  Off 
Year 2  Level 3  Co‐op 1  Level 4 
Year 3  Co‐op 2  Level 5  Co‐op 3 
Year 4  Level 6     
 
Winter Intake   Fall  Winter  Spring 
Year 1    Level 1  Level 2 
Year 2  Level 3  Co‐op 1  Level 4 
Year 3  Co‐op 2  Level 5  Co‐op 3 















  2017/18  2018/19  2019/20  2020/21  Ongoing 
Year One  138  154  174  192  192 
Year Two    122  134  154  168 
Year Three      58  122  136 
Year Four           
Number of 
Graduates 
0  0  0  58  72 
Total  
Enrolment 






































  Fees:   Regular   Yes    No  _____ 
 






See Appendix F: Program 
Delivery Information (PDI) Form 
to Calculate Program Funding 
Parameters. 
Centre for Academic Excellence  Quality through Collaboration   20 











































































































































c) Computing requirements     
1. Identify any computers or related hardware devices that are to be funded: 
          ☒ Desktop Computer   ☐ Laptop   ☐ Notebook   ☐ Tablet 
          ☐ PC based   ☐ MAC   ☐ IOS   ☐ Android   ☐ Other: 
2. Identify any connectivity requirements that are to be funded: 
          ☒ Permanent Hardwire   ☒ Pluggable e.g. Laptop   ☒ Wireless 
          ☐ Other:  
3. Identify any data storage requirements that are to be funded (excluding FOL): 
          ☐ Local Hard Drive   ☐ Area Server   ☐ Central Server   ☐ Cloud 





          ☒ Office Professional Plus   ☐ Office Project Professional  
          ☐ Office Proof ☐ English   ☐ French   ☐ Spanish  
          ☐ Office Publisher   ☒ Office Visio 
          ☐ Silverlight    
















































































See Appendix H: Multi-Year 
Budget Projections with Net 

















1 | P a g e  
Ontario College Quality Assurance Service (OCQAS)  
CVS Application Form for Program Proposal 


































J. Date of Submission to CVS:  Click here to enter a date. 
FOR CVS USE ONLY 








Send the completed form and required appendices to: belfer@ocqas.org. For detailed information on how to complete the 
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Ontario College Quality Assurance Service (OCQAS)  
CVS Application Form for Program Proposal 












3 | P a g e  
Ontario College Quality Assurance Service (OCQAS)  
CVS Application Form for Program Proposal 











1. Recommend ideal security solutions 
considering the affordances and limitations 
of the computer operating systems, networks, 
application software, and packages available. 
1. Configure, implement, and manage security 
devices and equipment considering the unique 
features of the computer operating systems, 
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2. Validate security solution designs for 
business processes and applications to secure 
business data. 
3. Recommend the processes and procedures 
for deployment of security solutions. 
4. Select security strategies for business 
communications that respond to the needs of 
all the internal stakeholders. 
2. Implement and evaluate security solutions for 
business processes, applications and 
communications to protect business resources and 
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CVS Application Form for Program Proposal 


















6. Produce project management to effectively 
respond to the needs of the organization’s 
information security requirements. 
 
3. Use project management principles to implement 
security strategies and processes that address the 
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Ontario College Quality Assurance Service (OCQAS)  
CVS Application Form for Program Proposal 
Revised January 13, 2015  
5. Revise security solutions to align with 
policies, standards, and regulations within the 
organization. 
8. Develop appropriate internal security training 
to ensure compliance with security policies. 
9. Recommend security protocols, policies, 
audit results and related documentation for 
communication to any level of the 
organization. 
13. Communicate effectively with all staff and 
management in the workplace. 
4. Develop, implement and evaluate organizational 
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CVS Application Form for Program Proposal 
Revised January 13, 2015  
10. Select appropriate procedures to mitigate 
how intruders escalate privileges and what 
steps can be taken to secure a system. 
12. Manage network security through practical 
work applications. 
5. Perform vulnerability assessments and penetration 
testing for infrastructures, web and applications, using 






















11. Integrate ethical hacking techniques to 
formulate countermeasures designed to 
secure information systems against system 
threats. 
6. Evaluate and apply tools and techniques to 
formulate countermeasures to secure information 
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CVS Application Form for Program Proposal 























2. Validate security solution designs for 
business processes and applications to secure 
business data. 
3. Recommend the processes and procedures 
for deployment of security solutions. 
7. Evaluate the effectiveness of a security 
system through security audits to identify and 
correct security issues. 
7. Perform security audits and forensic analysis to 
evaluate the effectiveness of a security system, and 
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CVS Application Form for Program Proposal 










12. Manage network security through practical 
work applications. 
 
8. Monitor and analyze logs and alerts from security 
devices to determine the extent of a security breach 
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CVS Application Form for Program Proposal 
Revised January 13, 2015  
INFO‐XXXX Secure Network Architecture 
 
Extension outside of business/company of 
9. Recommend security protocols, policies, 
audit results and related documentation for 
communication to any level of the 
organization. 
13. Communicate effectively with all staff and 
management in the workplace. 
9. Identify, collect and log relevant data as evidence 
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 analyse, evaluate, and apply relevant  INFO‐1135 Networking Fundamentals
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Revised January 13, 2015  
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APPENDIX E – Program Outcomes – Curriculum Map
PROGRAM MAPPING Cyber Security 




The graduate has reliably demonstrated the ability to: (Source: MTCU 
Code  )
1. Configure, implement, manage and secure devices and equipment considering the 
unique features of the computer operating systems, networks, applications and software.
1 1 1 1 2 1 1 2 1 1 10
2. Design, implement and evaluate security solutions for business processes, 
applications and communications to protect business resources and respond to the 
needs of all the internal stakeholders. 1 1 1 1 2 1 1 2 1 1 10
3. Use project management principles to implement security strategies and processes 
that address the organization’s information security requirements. 1 1
4. Develop, implement and evaluate organizational security policies, standards and 
regulations to promote internal security. 1 1 1 1 2 1 1 1 1 1 10
5. Perform vulnerability assessments and penetration testing for infrastructures, web and 
applications, using both manual and automated techniques. 1 1 1 3
6. Evaluate and apply tools and techniques to formulate countermeasures to secure 
information systems against security threats. 1 1 1 1 2 1 1 2 1 9
7. Perform security audits and forensic analysis to evaluate the effectiveness of a security 
system, and identify and correct security vulnerabilities. 1 1
8. Monitor and analyze logs and alerts from network devices to determine the extent of a 
security breach and what data has been compromised. 1 2 1 3
9. Identify, collect, and log relevant data as evidence for a sample case within a business 
or in the Canadian Justice System. 1 1 1 3
TOTAL # OF OUTCOMES EVALUATED BY EACH COURSE 5 5 4 4 1 0 5 5 7 4 3 2 5
GM = General Education (mandatory) G = General Education (elective)
NB - Only indicate the outcomes that are Taught & Evaluated (TE or TRE) in a course
PROGRAM COORDINATOR: TBD Analysis of Mapping Results:
ACADEMIC CHAIR: Jim Edwards

























































































































































































































































































































































































PROGRAM MAPPING (Name of Program)     




The graduate has reliably demonstrated the ability to: (Source: MTCU 
Code )
1. Configure, implement, manage and secure devices and equipment considering the 
unique features of the computer operating systems, networks, applications and software.
2 2 2 1 3 2 2 2 2 2 10
2. Design, implement and evaluate security solutions for business processes, applications 
and communications to protect business resources and respond to the needs of all the 
internal stakeholders. 1 2 2 2 3 2 2 2 2 2 10
3. Use project management principles to implement security strategies and processes 
that address the organization’s information security requirements. 1 2 2 3
4. Develop, implement and evaluate organizational security policies, standards and 
regulations to promote internal security. 1 2 2 2 1 2 2 2 2 2 2 2 12
5. Perform vulnerability assessments and penetration testing for infrastructures, web and 
applications, using both manual and automated techniques. 1 2 2 3
6. Evaluate and apply tools and techniques to formulate countermeasures to secure 
information systems against security threats. 1 2 2 2 1 3 2 2 2 2 2 2 12
7. Perform security audits and forensic analysis to evaluate the effectiveness of a security 
system, and identify and correct security vulnerabilities. 1 1 1 2 2 5
8. Monitor and analyze logs and alerts from network devices to determine the extent of a 
security breach and what data has been compromised. 1 2 2 2 3 2 2 2 2 9
9. Identify, collect, and log relevant data as evidence for a sample case within a business 
or in the Canadian Justice System. 1 2 1 2 3 3 6
TOTAL # OF OUTCOMES EVALUATED BY EACH COURSE 0 0 7 4 5 7 6 5 5 5 9 8 1 4 4
V = Vocational Courses   E = Essential Employability Skills Courses
GM = General Education (mandatory) G = General Education (elective)
NB - Only indicate the outcomes that are Taught & Evaluated (TE or TRE) in a course
PROGRAM COORDINATOR: TBD Analysis of Mapping Results:
ACADEMIC CHAIR: Jim Edwards
Date Completed: October 2015




















































































































































































































































































































































































































































PROGRAM MAPPING (Name of Program)     




The graduate has reliably demonstrated the ability to: (Source: MTCU 
Code )
1. Configure, implement, manage and secure devices and equipment considering the 
unique features of the computer operating systems, networks, applications and software.
3 3 3 3 3 2 3 3 3 9 29
2. Design, implement and evaluate security solutions for business processes, 
applications and communications to protect business resources and respond to the 
needs of all the internal stakeholders. 3 3 3 3 2 3 3 3 3 9 29
3. Use project management principles to implement security strategies and processes 
that address the organization’s information security requirements. 3 3 3 3 7
4. Develop, implement and evaluate organizational security policies, standards and 
regulations to promote internal security. 3 3 3 3 3 2 3 7 29
5. Perform vulnerability assessments and penetration testing for infrastructures, web and 
applications, using both manual and automated techniques. 3 3 3 3 3 2 3 3 8 14
6. Evaluate and apply tools and techniques to formulate countermeasures to secure 
information systems against security threats. 3 3 3 3 3 3 3 3 8 29
7. Perform security audits and forensic analysis to evaluate the effectiveness of a security 
system, and identify and correct security vulnerabilities. 3 3 3 3 3 3 6 12
8. Monitor and analyze logs and alerts from network devices to determine the extent of a 
security breach and what data has been compromised. 3 3 3 3 3 2 3 7 19
9. Identify, collect, and log relevant data as evidence for a sample case within a business 
or in the Canadian Justice System. 2 1 2 2 4 13
TOTAL # OF OUTCOMES EVALUATED BY EACH COURSE 7 8 7 7 2 9 0 0 9 4 3 1 4
V = Vocational Courses   E = Essential Employability Skills Courses
GM = General Education (mandatory) G = General Education (elective)
NB - Only indicate the outcomes that are Taught & Evaluated (TE or TRE) in a course
PROGRAM COORDINATOR: TBD Analysis of Mapping Results:
ACADEMIC CHAIR: Jim Edwards
Date Completed: October 2015
































































































































































































































































































































































































































































APPENDIX E – Program Outcomes – Curriculum Map
PROGRAM MAPPING Cyber Security 
PROGRAM ESSENTIAL EMPLOYABILITY SKILLS OUTCOMES
4 = R               5 = RE                  6 = TE               7 = TRE 
1. communicate clearly, concisely and correctly in the written, spoken, and visual form 
that fulfills the purpose and meets the needs of the audience. 4 6 5 4 6 6 5 6 5 5 5 5 4 13
2. respond to written, spoken, or visual messages in a manner that ensures effective 
communication. 5 5 6 6 4 5 4 5 4 5 10
3. execute mathematical operations accurately. 4 6 5 7 7 6 7 4 4 7 10
4. apply a systematic approach to solve problems. 7 6 7 7 6 7 6 7 7 7 7 11
5. use a variety of thinking skills to anticipate and solve problems. 7 4 7 7 6 7 4 7 5 7 7 11
6. locate, select, organize, and document information using appropriate technology 
and information systems. 6 6 7 6 6 6 7 6 6 5 7 6 12
7. analyze, evaluate, and apply relevant information from a variety of sources. 6 4 5 5 6 6 4 4 6 5 6 5 12
8. show respect for the diverse opinions, values, belief systems, and contributions of 
others. 5 4 5 4 7 4 4 4 4 4 4 4 12
9. interact with others in groups or teams in ways that contribute to effective working 
relationships and the achievement of goals. 4 4 5 4 4 4 4 4 4 4 10
10. manage the use of time and other resources to complete projects. 7 4 5 5 4 7 4 5 6 5 6 5 12
11. take responsibility for one’s own actions, decisions, and consequences.
6 4 5 5 7 4 4 4 4 5 4 5 12
TOTAL # OF OUTCOMES SUPPORTED BY EACH COURSE 11 10 10 10 6 10 11 10 4 11 11 11 10
PROGRAM COORDINATOR: TBD Analysis of Mapping Results:
ACADEMIC CHAIR: Jim Edwards



























































































































































































































































































































































































PROGRAM MAPPING (Name of Program)      
PROGRAM ESSENTIAL EMPLOYABILITY SKILLS OUTCOMES
4 = R               5 = RE                  6 = TE               7 = TRE 
T =   Taught             R =   Reinforced           E =   Evaluated
The graduate has reliably demonstrated the ability to: (Source: 
MTCU Code)
1. communicate clearly, concisely and correctly in the written, spoken, and visual form 
that fulfills the purpose and meets the needs of the audience. 7 4 4 4 4 4 4 4 6 4 5 4 5 4 4 15
2. respond to written, spoken, or visual messages in a manner that ensures effective 
communication. 7 4 5 5 4 4 4 4 5 4 5 5 5 5 14
3. execute mathematical operations accurately.
4 4 6 6 4 7 4 4 5 9
4. apply a systematic approach to solve problems.
7 7 7 5 6 5 6 7 7 7 4 5 6 13
5. use a variety of thinking skills to anticipate and solve problems.
4 7 7 7 4 6 4 4 7 7 7 7 5 6 14
6. locate, select, organize, and document information using appropriate technology and 
information systems. 7 5 6 6 7 7 4 6 6 7 6 7 5 6 14
7. analyze, evaluate, and apply relevant information from a variety of sources.
7 5 6 6 7 7 4 4 6 4 6 7 5 6 14
8. show respect for the diverse opinions, values, belief systems, and contributions of 
others. 4 4 5 5 4 4 4 4 5 4 5 5 4 13
9. interact with others in groups or teams in ways that contribute to effective working 
relationships and the achievement of goals. 7 4 4 4 4 4 4 4 4 4 4 4 7 4 14
10. manage the use of time and other resources to complete projects. 
7 4 7 7 4 5 4 5 4 7 7 7 4 6 14
11. take responsibility for one’s own actions, decisions, and consequences.
4 4 6 6 4 4 4 4 4 6 4 6 4 6 14
TOTAL # OF OUTCOMES SUPPORTED BY EACH COURSE 10 8 11 11 9 7 10 11 10 11 11 11 10 7 11
PROGRAM COORDINATOR: TBD Analysis of Mapping Results:
ACADEMIC CHAIR: Jim Edwards























































































































































































































































































































































































































































PROGRAM MAPPING (Name of Program)      
PROGRAM ESSENTIAL EMPLOYABILITY SKILLS OUTCOMES
4 = R               5 = RE                  6 = TE               7 = TRE 
T =   Taught             R =   Reinforced           E =   Evaluated
The graduate has reliably demonstrated the ability to: (Source: 
MTCU Code)
1. communicate clearly, concisely and correctly in the written, spoken, and visual form 
that fulfills the purpose and meets the needs of the audience. 4 4 4 4 4 6 6 4 4 4 4 11 39
2. respond to written, spoken, or visual messages in a manner that ensures effective 
communication. 5 5 5 5 5 6 6 5 5 5 5 11 35
3. execute mathematical operations accurately.
4 4 4 4 7 4 4 4 4 4 10 29
4. apply a systematic approach to solve problems.
7 7 7 7 6 4 7 7 7 7 7 11 35
5. use a variety of thinking skills to anticipate and solve problems.
7 7 7 7 5 4 7 7 7 7 7 11 36
6. locate, select, organize, and document information using appropriate technology 
and information systems. 6 6 6 6 5 6 7 6 6 6 6 11 37
7. analyze, evaluate, and apply relevant information from a variety of sources.
6 6 6 6 5 6 7 6 6 6 6 11 37
8. show respect for the diverse opinions, values, belief systems, and contributions of 
others. 5 5 5 5 6 6 4 5 5 5 5 11 36
9. interact with others in groups or teams in ways that contribute to effective working 
relationships and the achievement of goals. 4 4 4 4 6 4 4 4 4 4 4 11 35
10. manage the use of time and other resources to complete projects. 
7 7 7 7 7 4 6 7 7 7 7 11 37
11. take responsibility for one’s own actions, decisions, and consequences.
6 6 6 6 6 5 4 6 6 6 6 11 37
TOTAL # OF OUTCOMES SUPPORTED BY EACH COURSE 11 11 11 11 11 10 0 0 11 11 11 11 11
PROGRAM COORDINATOR: TBD Analysis of Mapping Results:
ACADEMIC CHAIR: Jim Edwards



































































































































































































































































































































































































































































Program Delivery Information (PDI) Form to Calculate Program Funding Parameters 
Total Hours Required per Student 
 
 
College:  Fanshawe College Program title:  Cyber Security 
 
Indicate the number of hours that a student is required to spend in each instructional 
setting in each semester or level of this program.  All hours in all instructional settings 
are to be noted. 
 
Funded Instructional Settings* 
Semester/Level  
1 2 3 4 5 6 7 8 9 Total 
Classroom instruction 210 195 186    195     225    120 1131 
Laboratory/workshop/ fieldwork 120 135 150    150     120    225 900 
Independent (self-paced) learning                                    
One-on-one instruction                                    
Clinical placement                                    
Field placement/work placement                                           
Small group tutorial                                    
TOTAL 330 330 336    345     345    345 2031 
 
Non-funded Instructional Settings* Semester/Level  
 1 2 3 4 5 6 7 8 9 Total 
Co-op work placement - Mandatory          300    300     300    900 
Co-op work placement - Optional                                    
TOTAL          300    300     300    900 





Appendix G: Detailed Course Delivery
Term: Fall
School: School of Information Security




















INFO-1135 Networking Fundamentals 75 15 Existing 1 30 5 Networking/Security lab
INFO-1150 Programming Fundamentals 75 15 Existing 1 30 5
INFO-1120 Datbase Fundamentals 45 15 Existing 1 30 3
INFO-1178 Configuring Windows Client 45 15 Existing 1 30 3 Networking/Security lab
PHIL-XXXX Ethics 45 15 New 1 30 3
WRIT-1043 Reasoning & Writing 1 for IT 45 15 Existing 1 30 3
or WRIT-1034 Reasoning & Writing 1 - EAP 60 15 Existing 1 30 4
Total: 330 or 345
Level 2
INFO-XXXX Network Components 60 15 New 1 30 4 Networking lab
INFO-XXXX PHP Fundamentals 45 15 New 1 30 3
INFO-1124 Computer Security Concepts 45 15 Existing 1 30 3 Networking/Security lab
INFO-XXXX Cryptography & Authentication Systems 45 15 New 1 30 3 Networking/Security lab
INFO-XXXX Introduction to UNIX 45 15 New 1 30 3
CRIM-XXXX Cyber Crime 45 15 New 1 30 3
INFO-XXXX Securing Windows Systems 45 15 New 1 30 3
Total: 330
Level 3
COMM-3047 Communication for IT Professionals 45 15 Existing 1 30 3
COOP-1020 Co-operative Education Employment Prep 6 15 Existing 1 30 6
INFO-XXXX Security Management 45 15 New 1 30 3
INFO-XXXX Web Security 45 15 New 1 30 3
INFO-XXXX Wireless and Mobile 45 15 New 1 30 3 Networking/Security lab
INFO-XXXX Network Protocols 60 15 New 1 30 4 Networking/Security lab
INFO-XXXX Security Mechanisms 45 15 New 1 30 3 Networking/Security lab





INFO-XXXX Secure Scripting and Automation 45 15 New 1 30 3
INFO-XXXX LAMP Security 60 15 New 1 30 4
INFO-XXXX Network Monitoring and Change Management 60 15 New 1 30 4 Networking lab
INFO-XXXX Auditing and Security Controls 45 15 New 1 30 3
INFO-XXXX Evolving Technologies and Threats 45 15 New 1 30 3 Networking/Security lab
INFO-XXXX Computational Intelligence 45 15 New 1 30 3 Networking/Security lab





INFO-XXXX Perimeter Defense and Design 60 15 New 1 30 4 Networking/Security lab
INFO-XXXX Attack Vectors and Analysis 45 15 New 1 30 3
INFO-XXXX Penetration Testing 60 15 New 1 30 4 Networking/Security lab
INFO-XXXX Incidence Handling and Response 45 15 New 1 30 3
INFO-XXXX Technical Writing and Presentation 45 15 New 1 30 3
GEED-XXXX Gen Ed - Elective 45 15 New 1 30 3





INFO-XXXX Research Project and Entrepreneurship 75 15 New 1 30 5
INFO-XXXX Hacking Techniques and Exploits 60 15 New 1 30 4 Networking/Security lab
GEED-XXXX Gen Ed - Elective 45 15 New 1 30 3
INFO-XXXX Advanced Penetration Testing 60 15 New 1 30 4 Networking/Security lab
INFO-XXXX Secure Network Architecture 45 15 New 1 30 3 Networking/Security lab
INFO-XXXX Malware Analysis and Response 60 15 New 1 30 4 Networking/Security lab
Total: 345
TOTAL: 2031 or 2046
Program: Cyber Security
Course Delivery Space (hours distribution per week)
Starting Year: 2017
APPENDIX H - Multi Year Budget with Proforma Analysis and Net Present Value Rating
Program Name CyberSecurity
Program type Advanced Diploma
Year 1 Year 2 Year 3 Year 4 Year 5 Year 6 Year 7 Year 8 Year 9 Year 10 Total
Incremental revenues
Grants: Notes
 - program name 1 n/a 310,000 620,000 825,000 1,052,500 1,052,500 1,052,500 1,052,500 1,052,500 1,052,500 8,070,000
Tuition:
 - program name 2,3,4 258,032 516,064 678,923 872,770 872,770 872,770 872,770 872,770 872,770 872,770 7,562,411
Program Specific fee ** 5 6,900 13,800 18,300 23,400 23,400 23,400 23,400 23,400 23,400 23,400 202,800
Other associated revenue 0 0 0 0 0 0 0 0 0 0 0
sub-total 264,932 839,864 1,317,223 1,721,170 1,948,670 1,948,670 1,948,670 1,948,670 1,948,670 1,948,670 15,835,211
Incremental expenses
Indirect salaries:
  Admin/Support staff 0 0 0 0 0 0 0 0 0 0 0
Teaching salaries:
Full time - number required 2 2 2 2 2 2 2 2 2 2
                   - cost @ $129,061 258,122 258,122 258,122 258,122 258,122 258,122 258,122 258,122 258,122 258,122 2,581,220
Part time - hours per week req'd 16 106 152 196 196 196 196 196 196 196
                   - cost @ see below 19,958 132,224 189,605 244,490 244,490 244,490 244,490 244,490 244,490 244,490 2,053,220
One time costs - facilities 0 0
                              fitup/equipment 0 0
Other startup 132,000 132,000
Operating expenses 0 0
Capital expenses 440,000 440,000 150,000 150,000 1,180,000
sub-total 850,080 390,346 887,727 502,612 652,612 502,612 502,612 652,612 502,612 502,612 5,946,440
incremental cash inflows -585,149 449,517 429,496 1,218,558 1,296,058 1,446,058 1,446,058 1,296,058 1,446,058 1,446,058 9,888,770
CTO% 54% 33% 71% 67% 74% 74% 67% 74% 74%
Net present value @ 8% $5,810,720
Notes:
1.  Grant based on existing ISN program
2.  Tuition based on existing CTY/CPA program
3.  90%/10% domestic/international enrolments assumed
4.  Based on lvl 1 enrolment total of 72 (for 2 intakes)
INPUT FIELDS
Tuition - domestic lvl 1/2 $1,383.16
(per term) lvl 3/4 $1,383.16
Grant all levels $2,500.00
(per term)
Program specific fee all levels $50.00
Tuition - international lvl 1/2 $6,180.00
(per term) lvl 3/4 $6,180.00
Enrolment split domestic 90%
international 10%
Part time / Partial load split % PT 40%
PL 60%
hrly rate PT $51.15
(incl. ben's) PL $104.50
Number of weeks for PT/PL 15
YEAR 1
Enrolment table Program name
Domestic Int'l
Fall total 32 4 36
Winter total 62 7 69





level 1 1,383.16 6,180.00
level 2 1,383.16 6,180.00
level 3 1,383.16 6,180.00
level 4 1,383.16 6,180.00
Grant values
Domestic Int'l
level 1 2,500.00 0.00
level 2 2,500.00 0.00
level 3 2,500.00 0.00
level 4 2,500.00 0.00
YEAR 2
Enrolment table Program name
Domestic Int'l
Fall total 92 10 102
Winter total 69 8 77





level 1 1,383.16 6,180.00
level 2 1,383.16 6,180.00
level 3 1,383.16 6,180.00
level 4 1,383.16 6,180.00
Grant values
Domestic Int'l
level 1 2,500.00 0.00
level 2 2,500.00 0.00
level 3 2,500.00 0.00
level 4 2,500.00 0.00
YEAR 3
Enrolment table Program name
Domestic Int'l
Fall total 102 11 113
Winter total 131 14 145





level 1 1,383.16 6,180.00
level 2 1,383.16 6,180.00
level 3 1,383.16 6,180.00
level 4 1,383.16 6,180.00
Grant values
Domestic Int'l
level 1 2,500.00 0.00
level 2 2,500.00 0.00
level 3 2,500.00 0.00
level 4 2,500.00 0.00
YEAR 4
Enrolment table Program name
Domestic Int'l
Fall total 169 19 188
Winter total 144 16 160





level 1 1,383.16 6,180.00
level 2 1,383.16 6,180.00
level 3 1,383.16 6,180.00
level 4 1,383.16 6,180.00
Grant values
Domestic Int'l
level 1 2,500.00 0.00
level 2 2,500.00 0.00
level 3 2,500.00 0.00









2011 2012 2013 2014 2011 2012 2013 2014 2011 2012 2013 2014
FLEMING 89 80 78 84 36 34 29 25 0 0 1 1
LA CITÉ COLLÉGIALE 55 55 8 0 21 0 0 0 0 0 0 0
144 135 86 84 57 34 29 25 0 0 1 1
WHERE IS FANS CATCHMENT GOING?
2011 2012 2013 2014 2011 2012 2013 2014
FLEMING 0 2 3 2 0 2 0 0
LA CITÉ COLLÉGIALE 0 1 0 0 0 0 0 0










































Region  2014 Jobs  2021 Jobs  Change  % Change 
London CMA  1,642  1,818  176  11% 
Ontario  81,289  85,678  4,389  5% 








































Centre Wellington (35531)  60  71 11 18% 0.54  0.58
Norfolk (35547)  121  139 18 15% 0.52  0.57
Guelph (35550)  588  672 84 14% 0.64  0.68
Kitchener ‐ Cambridge ‐ Waterloo 
(35541) 
2,429  2,771  342  14%  0.89  0.96 
Hamilton (35537)  2,880  3,219 339 12% 0.85  0.89
Brantford (35543)  339  376 37 11% 0.54  0.57
London (35555)  1,642  1,818 176 11% 0.66  0.69
Ingersoll (35533)  36  40 4 11% 0.41  0.41
Woodstock (35544)  84  91 7 8% 0.35  0.35
Windsor (35559)  575  591 16 3% 0.42  0.41
Toronto (35535)  48,898  50,176 1,278 3% 1.57  1.52
Sarnia (35562)  173  177 4 2% 0.38  0.38
Chatham‐Kent (35556)  165  168 3 2% 0.37  0.36
Stratford (35553)  57  57 0 0% 0.26  0.24





























   Job Change  Expected change  Competitive effect  
London CMA  176  104  104 
Ontario  4,388  5,156  5,156 












Location quotient  is a way of quantifying how concentrated a particular occupation  is  in a 














London CMA  0.66  0.69  4.55% 
Ontario  1.23  1.22  ‐0.81% 
Nation  1.00  1.00  0.00% 
 
Notes: 
 Source:  Employees and Self‐Employed EMSI 2015.1 
Centre for Academic Excellence  Quality through Collaboration    
Appendix K: Support for the Program 
 
Please find attached a letter of support for the program from Darlene O’Neill, Senior Manager of Employment 
and Student Entrepreneurial Services.  
   

Centre for Academic Excellence  Quality through Collaboration    
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