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A Study on the Use of Information and 
Communication Technology for Combating Corruption:







?Corruption is one of the serious crimes in the world. Not only developing countries but 
also developed countries have suffered from corruption. Transparency and Accountability 
are the two sides of a coin to eradicate corruption. Supreme Audit Institution (SAI) 
is the highest authority in a country for assessing and evaluating accountability of 
government institution. As an institution whose mandate on assessing the accountability 
of government agencies, SAI has roles and responsibility for combatting corruption. 
Many studies have found that Information and Communication Technology (ICT) is an 
engine of transparency. ICT is able to deliver information at the speed of the light and 
broadcast the information to a huge audience instantly. As a state level government 
institution that intensively uses information from other agencies, SAI uses ICT to improve 
the performance and quality of works regarding information process. There are several 
ways implemented by SAI to collect and to verify such information. SAI Japan uses an on-
premises-application for accepting government financial data. SAI Indonesia, on another 
hand, uses a component installed on government agencies infrastructure for delivering 
the financial electronic data to a database center in SAI Indonesia. This paper explores the 
use of ICT in SAI for improving SAI?s roles in fighting corruption. This study investigates 
how the ICT enable the SAI to actively involved in anti-corruption initiatives. In addition 
to that, this study attempted to compare those practices in a developing country and a 
developed country, i.e., SAI Indonesia and SAI Japan. The findings show that institutional 
policy affects the effort of SAI in combating corruption. Through a series of procedures 
in qualitative research, this study found that there are three key elements in developing 
ICT solution for reducing corruption. Those are transparency among government 
agencies, traceability on every government financial transaction, and collaboration among 
government institutions that will create a mutual control system.










?Combating corruption is one of the biggest agenda in most developing countries. Developing 
countries suffered severe losses because of corruption (Peyton & Belasen, 2012). The cost 
of corruption impedes the national economic development. It hampers the quality of regional 
development in a country. Also, corruption distracts the trust in a society that may hinder the global 
development in a country (Prasad, R.D., Pathak, 2005). As a result, the high level of corruption 
prevents a developing country for transforming to be a developed country. Developing countries 
require consistent, yet, extraordinary actions in combating corruption.
?Many scholars agree that Information and Communication Technology (ICT) is a tool for fighting 
corruption. Because of its importance in improving the quality of the process; time, accuracy, and 
information distribution, most organization integrated ICT within their business process at all 
organizational levels (Gates, 2001). Many studies had stated that ICT gives a significant negative 
impact on corruption. Using a panel data of 149 countries, Andersen found that the higher the 
Internet usage in a country, the less possible the corruption to occurred (Andersen, 2009). Ionescu 
(2013) examined several empirical studies and concluded that e-Government offers a high degree 
of transparency, which is vital for curbing corruption (Ionescu, 2013). Kim et al. (2009) analyzed 
and documented the implementation of the Online Procedure for Enhancing public service 
(OPEN) system in the Seoul Metropolitan Government for reducing corruption. They linked three 
institutional mechanisms to four anti-corruption strategies (Kim, Kim, & Lee, 2009). 
?In contrast to the previous studies on ICT and corruption that mainly addressed reducing 
corruption through the improvement of public service delivery using ICT, this study attempts to 
explore the use of ICT in Supreme Audit Institutions (SAI), a state-level agency that holds the 
highest authority on government auditing. SAI is one of the pillars of National Integrity System 
(NIS) (Transparency International, 2012). SAI refers to a government organization in each country 
that has the mandate to conduct an audit of government institutions and thereby, sets standards 
for government audit works (OECD., 2013). In order to accomplish their tasks objectively and 
efficiently, SAI is required to be independent and protected from outside influence. However, since 
SAI is part of the state as a whole, SAI cannot be fully independent. 
?In 1977, International Congress of Supreme Audit Institution (INCOSAI) reached a consensus 
that SAI should be independent in which SAI should be free from any interference from other 
entities when conducting the audit. Then, the participants named the agreement with Lima 
Declaration. Furthermore, SAI from all countries settled that Lima Declaration is a Magna Carta of 
government auditing (INTOSAI, 1998).
?Lima Declaration was established on top of the rule of law and democracy. The rule of law and 
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democracy are essential for an independent and accountable government auditing. Independence, 
accountability, and transparency of SAI are necessary prerequisites in a democracy, which enable 
SAIs to lead by example and enhance their credibility. These elements can improve governance, 
promote accountability, and, therefore, can help SAIs to fight corruption (INTOSAI, 2010). SAIs has 
responsibility for combating corruption and actively involved in eradicating corruption activities. 
ISSAI1 20 Principle No.4 states that ?SAIs prevent internal conflicts of interest and corruption and 
ensure transparency and legality of their operations?.
?SAI is the institution with the intensive use of the information for conducting its function. The 
presence of ICT enables SAI to connect to auditee, a government institution whom SAI audit 
periodically. While connecting the information systems are commonplace permitting real-time 
data communication among governments and the current state of ICT enables SAI to receive some 
information online from other governments, the utilization of such capability is still immature 
among developing countries (Waseda, 2015). The more common practice is for one government 
to receive the information from others, generally by request, by using email or secondary storage 
devices such as a compact disc or flash disk. These practices, based on author's experience when 
conducting an audit, create an unnecessary delay for concerning agency to process further. The 
delayed data may also create the possibility that it was manipulated or fraudulent data (Lanza, 1998).
?The main objective of this paper is to explore the perception of auditors on the role of ICT in 
combating corruption activities within the Supreme Audit Institution context. Among SAIs in Asia, 
only SAI Indonesia and SAI Japan have an ICT infrastructure that provides SAI with a persistent 
connection to government institutions. Therefore, the study focuses on the use of ICT by the SAI 
Indonesian and Japan for combating corruption. Moreover, due to the fact that Japan is not only a 
country with a very low rate of corruption but also a high-tech country, there is an expectation from 
this study that SAI Indonesia can take some insights from SAI Japan context case about the use of 
ICT for curbing corruption.
?The research contributes to reframe the profile of ICT on combating corruption initiatives. The 
question in this paper is: what is the perception of auditors in Supreme Audit Institution concerning 
the role of ICT in performing anti-corruption behavior?
2. Research Methodology
?The research uses a qualitative method. Qualitative data coded, paraphrased, summarized or 
subsumed in a larger structure are a part of the data reduction process. This research uses semi-
structure interviews as the tool. A semi-structured interview appears informal and conversational 
with a set of clearly defined goals and guidelines (Pretty, 1995).
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?A semi-structure interview and Focus Group Discussion (FGD) was conducted with the senior 
auditors from the SAI Indonesian in April 2015 and SAI Japan in September 2015. The targeted 
respondents are those whose audit experience is more than ten years. In designing the interview 
questions, the objective was to gather as much relevant information as possible. The study will 
uncover the respondents? perception of their use of ICT purposively for curbing corruption, i.e., 
preventing and detecting corruption. 
?15 respondents involved in this process. The question during a semi-structure interview was 
designed to obtain a clear understanding of the respondent?s experience of using ICT for detecting 
an indication of corruption. During the FGD with auditors of SAI Japan, the participants share their 
experience in interacting with ICT for identifying irregularities in government financial transactions. 
Table 1 shows the number of participants in interview and FGD.
3. Context Cases
3.1 Anti-Corruption in Japan
?Transparency International, World Economic Forum, and World Bank have considered Japan 
as one of the lowest corruption countries. According to the Global Competitiveness Report 2014-
2015 by World Economic Forum, corruption is not the main problem in Japan with the index scale 
zero together with public health service (World Economic Forum, 2014, p.226). Japan achieves that 
reputation without the presence of a dedicated and independent anti-corruption agency. Among top 
50 countries in Corruption Perception Index (CPI2) 2014, Japan is the only Asian country that does 
not have a special anti-corruption body as shown in Table 2.
?Corruption in Japan does not have particular attentions in term of law nor the prosecution. Since the 
corruption is not the problematic issues in Japan, there is no specific law and regulation on prosecuting 
corruption. Corruption is an ordinary crime. It is less problematic than suicide, stealing, and kidnapping. 
Corruption-related crimes are coded in the Japan Penal Code Act No. 45 / 1907. The Act states certain 
corruption crimes in chapter 25. According to that law, corruption covers the following engagements:
Note: Compiled by the author based on a conducted field research
Table 1 List of interviewee
Interviewee Number of Person 
SAI Indonesia 
 Director 









Focus Group Discussion at SAI Japan 
 Auditor from the 5th Bureau; IT Audit Unit 
 
5 
Total respondent (Interview and FGD) 15 
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?-?Abuse of authority by public officers; article 193, 194, 196
?-?Assault and cruelty by public officers; article 195
?-?Bribery, exertion of influence; article 197, 198
3.2 The use of ICT in SAI Japan
?Japan is recognized globally as one of the advanced countries in ICT research and development. 
ICT is ubiquitous in all level of government; central and local government. The best quality of 
network infrastructure contributes to the affordability of information system in government 
agencies. Ministry of Internal Affairs and Communication (MIC) embraces the ICT in governments. 
MIC creates a policy regarding the ICT implementation in government agencies.
?ICT gives organizations the opportunity to be more productive by increasing the efficiency, 
effectiveness, and speed. SAI, an organization that relies on the quality of information, requires the 
information system for calculation, analysis, sampling, and simulation on various audit related data. 
The availability of reliable information system helps auditor to be more focus on the substance of 
audit objectives rather than collecting and analyzing the preliminary data. 
?SAI Japan introduced a tool for collecting and analyzing financial data. The main objective of the 
tool is to improve the processing speed and the accuracy of the financial data analysis. Using these 
measures, SAI can conduct the field audit more effective and more efficient. Furthermore, SAI has 
developed the Audit Information System to enhance and to strengthen the audit works; desk audit and 
field audit. SAI named the system as ?Certification of the Final Account Computer System?(CEFIAN).
?SAI developed CEFIAN to accept the financial data submission from government agencies, the 
Central Bank (Bank of Japan), and Ministry of Finance. The Board of Audit Act, Article 24, stated 
Table 2 List of Asian countries in the top 50 countries of CPI 2014
Note: Compiled by author from CPI 2014 and Web search.
Rank in 
CPI 
Country Dedicated and Independent 
Anti-corruption Agency 
URL 
7 / 175 Singapore The Corruption Practice 
Investigation Bureau (CPIB) 
https://www.cpib.gov.sg/ 
15 / 175 Japan N/A  
17 / 175 Hong Kong The Independent Commission 
Against Corruption (ICAC)  
http://www.icac.org.hk/ 
30 / 175 Bhutan The Anti-Corruption 
Commission (ACC) 
http://www.acc.org.bt/ 
35 / 175 Taiwan The Agency Against Corruption 
(AAC) 
http://www.aac.moj.gov.tw/  
43 / 175 South 
Korea 
The Korean Anti-Corruption and 
Civil Rights Commission 
http://www.acrc.go.kr/  




that all government agencies should submit the financial data transaction electronically every 
month to SAI-Japan. Therefore, there is no resistance from auditee to submit the data electronically. 
All financial data includes the budget information.
?As for data submission from Ministry of Finance, CEFIAN communicates with ADAMS 
(Governmental Accounting Affairs Data Communication Management System), an application 
owned by Ministry of Finance since 1978 to collect the financial transactions from other ministries. 
Since 2008, ADAMS has been replaced by its successor ADAMS II due to a continuous change in 
Ministry of Finance regarding state financial procedure during 1987-2005. 
?Accounting Center of Ministry of Finance operates the ADAMS II  to conduct accounting activity 
of income and expenditure for all government agencies and branches so that ADAMS II can collect 
all accounting data automatically. Figure 1 shows the position of CEFIAN among other government 
information systems.
?Using CEFIAN, auditors compare the data submitted by auditees with the data submitted by 
Bank of Japan and the aggregate transaction information submitted by ADAMS II. There are 
Fig. 1 CEFIAN and its surrounding systems
Note: Redraw by author from discussion with auditors of SAI Japan
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three data sources compared among them. If the CEFIAN triggered an alert where the amount of 
transaction in one ministry is different from other sources, SAI will submit the confirmation letter to 
the respected ministry.
?CEFIAN only verify the accuracy of the amount of state expenditure and revenue. The substance 
of transactions and the occurrence of such transactions are beyond the function of CEFIAN. 
Instead, those are within the scope of the audit fieldwork. Therefore, there is no adequate evidence 
that SAI uses CEFIAN as a tool to curb corruption neither for preventing nor detecting corruption. 
3.3 Anti-Corruption in Indonesia
?Indonesia does not have a good reputation for corruption based on Transparency International, 
World Economic Forum, and World Bank. World Economic Forum in its Global Competitiveness 
Report 2014-2015 stated that corruption is the most problematic factors in doing business Indonesia 
(World Economic Forum, 2014, p.214). Although Indonesia has established the independent anti-
corruption agency, the corruption is still high in Indonesia. Indonesia has got ranked 107 out of 175 
countries on the CPI 2014 published by Transparency International as shown in Table 3.
?In 1999, Indonesia ratified the Law No. 31 about Corruption Eradication. The law then amended 
in 2001 by Law No.20.  The Corruption Eradication Law formulates 30 types of corruption that have 
clustered into seven categories. The categories are as follow:
Rank in 
CPI 
Country Dedicated and Independent 
Anti-corruption Agency 
URL 
7 / 175 Singapore The Corruption Practice 
Investigation Bureau (CPIB) 
https://www.cpib.gov.sg/ 
85 / 175 Thailand National Anti-Corruption 
Agency 
https://www.nacc.go.th 
50 / 175 Malaysia Malaysian Anti-Corruption 
Commission 
http://www.sprm.gov.my/  
85 / 175 Philippines Office of the Ombudsman http://www.ombudsman.gov.ph/  
107 / 175 Indonesia Corruption Eradication 
Commission 
https://www.kpk.go.id 
119 / 175 Vietnam Central Steering Committee for 
Anti-Corruption 
N/A 
156 / 175 Cambodia The Anti-Corruption Unit http://www.acu.gov.kh/  





145 / 175 Lao PDR Government Inspection 
Authority and Anti-Corruption 
N/A 
Table 3 List of ASEAN Countries on the CPI 2014
Note: Compiled by author from CPI 2014 and Web search.
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?-?Abuse of power that caused a state loss; Article 2, 3
?-?Bribery; Article 5 ,6, 11, 12, 13 
?-?Embezzlement; Article 8, 9, 10
?-?Extortion; Article 12
?-?Fraud; Article 7, 12
?-?Conflict of Interest; Article 12
?-?Illegal Gratuities; Article 12
3.4 The use of ICT in SAI Indonesia
?As an institution of 5621 audit professionals with state-wide coverage including 33 regional offices 
and tight audit schedules, the SAI Indonesia needs an IT Solution that is expected to improve audit 
efficiency, to promote audit consistency, to provide a centralized repository for audit program and 
the result, and to automate testing and analytical procedure. 
?In 2010, SAI Indonesia had announced a national project named the National Synergy on 
Information System (SNSI3). The initial objective of this project is for collecting electronic data from 
all auditees and matching the data across auditees. The purposes of this project are to improve the 
whole audit process and to equip the auditors with the ability to access information from auditees 
using the advanced utilization of Information and Communication Technology (ICT). According to 
Article 10 of the Audit on State Finance Management and Accountability Act 2004 (No. 15/2004), in 
performing the audit, BPK4 has the authority to:
??? Request any mandatory documents to the respective officers regarding the audit on state 
finances
??? Access all data stored in any media, assets, location, and all types of assets or document 
managed and controlled by auditee or other parties as needed for the audit purposes
??? Put seal to any custody of money, goods or documents related to the state finance 
management
??? Request information to relevant people or parties
??? Take pictures, record and sample for the audit evidence purposes.
?Under this project, SAI Indonesia has built a national database that is a very large database of 
national financial data. The database will consist of the financial-related electronic data from 2000+ 
auditees that are scattered all over 33 provinces in Indonesia. IT Bureau, whose responsibility 
for providing SAI Indonesia with IT solution to support core activities, got a mandate from board 
member to define and to deploy the appropriate platform and technology concerning the SNSI 
Project.
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?Also, through the SNSI project, SAI Indonesia has built an automated analysis and measurement 
so that the auditors can validate every batch of data thus providing SAI with Early Warning System 
(EWS). Due to the existence of this EWS, SAI Indonesia will be able to notify the auditee if, in some 
circumstances, the anomaly occurred. 
?Using SNSI, auditors could have a valid preliminary data for preparing their audit assignment. As 
a result, when in the field audit, the auditor will have adequate time to complete their audit cycles 
including preparing audit working paper and audit reporting. On this cycle, SNSI is expected to 
improve some audit processes such as confirmation technique, audit correspondence and follow-up 
the audit recommendation.
?The main engine of SNSI is a system namely e-Audit. E-Audit is a combination of three 
components; Consolidator, Data Model, and Portal. Each component has a specific function. Figure 
2 illustrates the architecture of e-Audit. Consolidator is a pair of two applications; Consolidation 
Agent (AK5) and Master Consolidation Agent (MAK6). AK is the application service that is installed 
on auditee?s premise. Its job is to extract, compress, encrypt, and send the data from auditee?s 
database to the MAK. MAK is deployed on SAI?s premise. Its job is to receive the packet from AK, 
decrypt it, decompress it, and load to the operational database. 
Fig. 2 e-Audit Architecture
Note: Redraw by the author based on the Grand Design e-Audit (BPK RI, 2010)
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?Once the data resides in the operational database, the system will transform and load the data into a 
data warehouse schema that is available for auditors. The data warehouse schema is formulated using 
auditor's analytical procedure as a reference. Auditors access the information through the portal. 
?The Portal provides the auditor with a list of functions that represented the audit program that 
is commonly used by auditors. Using the portal, the auditor will get an instant result of a particular 
audit program. In all, the portal enables the auditors executing less procedure than the traditional 
approach does to obtain the equivalent results. 
4. Analysis and Findings
?Global Competitiveness Report 2014-2015 (World Economic Forum, 2014, p.226) stated that Japan 
does not have a problematic issue on corruption. The result of discussion with auditors from SAI 
Japan pointed out that auditors in SAI Japan rarely found the corruption case in audit assignments. 
Some opinions about this matter are as follow:
?. . .  Since Meiji era, the focus of Japanese government is national economy. . .  so that 
our division does not prioritize on finding corruption. . .?
 [Auditor, SAI Japan, Discussion]
?. . .  in field audit, the corruption case is never found... audit office has mandate to 
report the fraud case to the inspector. . .  in fact, the auditee had reported such cases 
directed to the inspectorate so that when auditors come, the case was closed. . .  ? 
[Auditor, SAI Japan, Discussion]
?. . .  in case we found some irregularities that cause a state loss, the Adjudication Unit 
in our office will decide who should be responsible for the loss and how much money he/
she should pay to the National Bank. . .? [Auditor, SAI Japan, Discussion]
?. . .  there is no case of the fake invoices. . .  government agencies submit the original 
invoice to our Office, therefore, there is no chance for falsifying the evidence. . .? 
[Auditor, SAI Japan, Discussion]
?The Japan auditors?opinions on corruption show that the corruption eradication is the 
responsible of all government agencies. It is not necessary to rely on another government agency. 
All government agencies should be aware of the risk of corruption so that the ministry could 
mitigate the risk.
?On the contrary, Global Competitiveness Report 2014-2015 (World Economic Forum, 2014, p.214) 
has highlighted that corruption is the most problematic factors in doing business in Indonesia. 
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Corruption appears in many forms at any level of bureaucracy from the lowest to the highest. The 
result of discussion pointed out that auditors may find some indications of corruption cases during 
a financial audit or performance audit. SAI Indonesia declares an investigative audit to proceed 
such indications further. The conclusion of the investigative audit will be submitted to the law 
enforcement agencies; Public Prosecutor Office, Police, and Corruption Eradication Agency. The 
following statement supports the practices as mentioned earlier. 
?. . . From the financial audit, BPK found that there is an overpayment in public 
service advertising expense amounting to USD112,000. . . From the above audit 
finding, it is visible that a corruption indication case exists. BPK then considered to 
conduct an investigative audit regarding the case. . .? 
[Auditor, SAI Indonesia, Interview]
?Corruption is the outcome of the lack of law enforcement, economy, and a political regime. 
Corruption existed when the management of the state was not going well.  It is an indication of 
misconduct in managing the state (Rose-Ackerman, 1999). From the discussion, it is revealed that 
interconnectivity among government information system may contribute to close the opportunity 
of corruption. The interconnectivity increases the traceability level of government financial 
transactions. Such connectivity enables SAI not only to monitor the accuracy of financial transaction 
thus discouraging the government officer to misrepresent the government expenditure. It also 
enables SAI to create a mutual control system with other government institutions. The following 
opinions illustrate a condition where the Government Financial System is inter-connected and such 
system reduces the opportunity for corruption.
?. . .  CEFIAN was developed from scratch by SAI. . . Auditors use CEFIAN only to check 
accuracy of the amount only not the detailed payment. . . thus, it is not intended to 
detect corruption even if it is possible to do so. . .? [Auditor, SAI Japan, Discussion]
?. . .  CEFIAN accept financial data submission from all government agencies, 
Ministry of Finance, and the Central Bank. . .  Auditors use CEFIAN to measure the 
accuracy of financial data record among those three parties. . .?
 [Auditor, SAI Japan, Discussion]
?. . . accounting control system in government is integrated. . . Data communication 
among Board of Audit and other government agencies is conducted through Central 
Government WAN. . .? [Auditor, SAI Japan, Discussion]
?. . . Since the control system is integrated, the inaccuracy in financial data submission 
from government never happens. It increases the confident level of financial record, 
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thus, gradually less auditor use CEFIAN. . .?
[Auditor, SAI Japan, Discussion]
?. . . Japan SAI received all the government expenditure record from the central bank 
automatically. . . Central Bank has responsibility to send the money to the citizen or 
company on behalf of the government. The government office only has a single bank 
account. . .? [Auditor, SAI Japan, Discussion]
?There is no evidence that Japan SAI has some experiences in using ICT for combating corruption. 
CEFIAN, which is a legitimate software application for supporting audit activities, has never found 
any irregularities in government financial transaction. CEFIAN case has been showing that the 
good collaboration among government information system enables a mutual control system that 
discourages the government officers to conduct corruption. This case has shown that the mutual 
control system between CEFIAN and other government information system reduced the human 
intervention in detecting irregularities. ICT has taken some parts of those activities. This practice 
supports the concept of IT Alignment in which all ICT implementation should follow the business 
goal, support the business process, and give value added to the organization (Weill & Ross, 2004).
?Using the similar context of questions, the result of interviewing the auditors from SAI Indonesia 
shows the different opinions on the use of ICT in SAI. E-Audit system has helped the auditors in 
detecting the indications of fraud faster than without e-Audit. Similar to the function of CEFIAN at 
SAI Japan, one of the functions of e-Audit is to accept the financial transaction from all government 
agencies both local and central governments. However, there are some different aspects of e-Audit 
that the CEFIAN does not have. The following extractions of interview script describe the technical 
capacity of both systems; CEFIAN and e-Audit.
?. . . auditors use e-Audit during field audit. . .  it simplifies some audit procedures. . .? 
[Auditor, SAI Indonesia, Interview]
?. . . it is easier to find some indications of fraud related to travel expense since e-audit 
was providing us with raw data from one airline company. . . we hope e-audit can 
be extended to be able to access such information from other airline companies..? 
[Auditors, SAI Indonesia, Interview]
?. . . we can create a financial report from information available in e-audit. . . we can 
compare such report to the one issued by auditee. . .? 
[Auditors, SAI Indonesia, Interview]
 ? . . . auditor uses CEFIAN only to make sure the accuracy of the amount of 
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government revenue and expenditure. . .  we don?t check the detailed description of the 
transaction. . .  the accuracy is validated to other data submission from ministry of 
finance and central bank. . .  ? [Auditor, SAI Japan, Discussion]
?. . . during field audit auditor do not use CEFIAN. They are too busy with finding 
irregularities related to the economy, efficiency, and effectiveness. . .  clerical and 
document analytical tasks are dominant during field audit. . .?
[Auditor, SAI Japan, Discussion]
?. . . computer-assisted audit technique using specific audit software is rarely 
implemented. . .  they use excel. . .? [Auditor, SAI Japan, Discussion]
5. Conclusions
?Both SAI Indonesia and Japan have utilized ICT for supporting their audit activities to be more 
effective and more efficient. In general, the use of ICT in SAI is predominantly for collecting the 
financial data electronically from government agencies. Both SAIs have performed an ICT-based 
collaborative work with other government agencies to simplify one part of their business process; 
collecting data for audit purposes. SAI Japan uses CEFIAN for accepting financial transaction 
electronically related to government revenue and expenditure as required by audit law and for 
checking the accuracy of such transaction in term of the transaction amount. The similar scenario 
applies to SAI Indonesia on e-Audit system except on the legal aspect. SAI Japan created CEFIAN 
due to the mandatory of government agencies to submit electronic financial information to SAI 
Japan while SAI Indonesia created e-Audit due to the need of strengthening SAI?s capability on 
monitoring government financial transaction. Creation of e-Audit and CEFIAN increases the 
transparency level among government agencies to SAI. A certain level of transparency may enhance 
the traceability of the transaction. These systems enable one government agencies to find out other 
government financial transactions. 
?CEFIAN and e-Audit have the similar basic function, i.e., providing a channel for transferring the 
financial information from auditee to SAI. BPK has extended the functions in e-Audit so that e-Audit 
is able to provide the auditor with certain automatic audit procedures. SAI Japan, on another hand, 
preserves the CEFIAN at its origin. There are some possibilities of CEFIAN to be extended with 
some features so that auditors use CEFIAN not only during desk audit but also at the field audit. 
The advance technology in Japan enables SAI Japan to do so. 
?The basic policy on corruption influences how SAI use ICT as a collaborative work. Since Japan 
does not have a serious problem on corruption, the SAI Japan does not intend to use CEFIAN for 
detecting nor combatting corruption. As a consequence, auditors from SAI Japan do not perceive 
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the ICT in SAI Japan as a tool for combatting corruption. Indonesia, which has problematic issues 
on corruption, creates e-Audit as a tool to detect thus reducing corruption. SAI Indonesia has 
equipped the e-Audit with embedded audit procedures in which auditors can use them during the 
field audit. As a result, auditors from SAI Indonesia have experience on using ICT for detecting 
fraud, consequently, taking a role in curbing the corruption.
?In all, there are three key measures from ICT that contribute to anti-corruption strategies; 
transparency, traceability, and mutual control system. Among these three key elements, 
transparency is the engine for other two elements.
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Endnotes
1 ISSAI is the abbreviation of International Standard of Supreme Audit Institutions.
2 Corruption Perception Index (CPI) is an annual report published by Transparency International expose how 
public seen the corruption in the country.
3 SNSI is the abbreviation of Sinergi Nasional Sistem Information. It is translated into English as the National 
Synergy of Information System.
4 BPK is the name of SAI Indonesia. BPK is the abbreviation of Badan Pemeriksa Keuangan, which is 
referred to the Supreme Audit Institution.
5 AK is the local terminology for Consolidation Agent. The full name of AK is Agen Konsolidasi.
6 MAK is the local terminology for Master of Consolidation Agent. The full name of MAK is Master Agen 
Konsolidasi
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