Introduction
Radio data transmission systems have been around for a long time but because of the very high costs involved, they were only used by big companies and government agencies. Over the last few years however, technological advances have seen many new solutions in this area appear on the market. Standards such as WiFi and WiMax have emerged and alongside them, at least five or six proprietary solutions.
New legal regulations permitting unlicensed access to radio frequencies from 2.40GHz to 2.48GHz and from 5.4 to 5.8GHz have also had more than a little influence in the growth of these technologies. The only condition attached to using these unlicensed frequencies is that the broadcast strength must be kept within 100mW for 2.40GHz to 2.48GHz and 1W for 5.4 to 5.8GHz. These technological and regulatory changes have been accompanied by price reductions for these solutions. This means that radio systems are the perfect tools for building data transmission networks for local government.
The most popular solutions on unlicensed bandwidths are those that are compatible with the standard 802.11b/g between 2.40 and 2.48GHz with a maximum EIRP (Effective Isotropical Radiated Power) strength of 100mW. These solutions are mostly used to build local WirelessLAN radio networks, as well as for cable-free Internet access points known as hot spots, but they also enable point to point connections. The maximum range of one access point is between 100 meters indoors and over 2km in open terrain with a theoretically possible bit rate of 54Mb/s. The true rate achieved -in ideal conditions and with no interference -is from five or six to a maximum of fifteen or sixteen Mb/s.
In theory, the technology and equipment available would allow for significantly greater ranges, but this would mean breaking the EIRP strength limits stipulated in Polish law many times over.
It is also important to recognize that the general availability and low cost of equipment operating on the 2.4GHz band has meant that a large number of these types of installation have been established recently -mainly to provide cheap Internet access. Very often, the companies and people using these solutions have disregarded the legal regulations and exceeded the accepted norms. This as well as the lack of a decisive response from the regulator, means that the 2.4 GHz band cannot be used to build a data transmission network where the emphasis is on quality.
Standard 802.11a was developed in 1999 and uses frequencies in the band above 5GHz. In Poland equipment working at frequencies between 5.4 and 5.8 GHz with a maximum EIRP strength of 1W may be used without a license. Because of the limitations enforced by the transmission protocol, these solutions have a theoretical range of up to a few hundred meters in open terrain, significantly less than the solutions working on the 2.4GHz band. But this system has the great advantage in that it is much less susceptible to interference.
Standard 802.11a served hardware producers as a platform for designing their own transmission protocols and eliminating the constraints of the early short ranged versions. At least five or six different proprietary solutions dedicated both to point to point connections and to point to multipoint connections were developed. The most popular of these solutions have a theoretical range of up to 20 km for point to point and 6km for point to multipoint, with a transmission speed of up to 54 Mb/s. These solutions are much more expensive than those on the 2.4GHz band, which makes them less popular among private users. However, they are eminently suitable for building networks with minimum guaranteed transmission parameters.
Open bandwidth solutions
In comparing the solutions of this type that are available on the market, it is first of all necessary to look at the radio bandwidths the equipment operates on. This is important. But the basic distinction is whether the frequencies we want to use are open to all, or whether they must be reserved and will require licenses from the Office of Electronic Communication.
Wherever a network must guarantee high data transmission parameters, solutions running on open frequency bands may prove insufficient. Systems working on licensed frequency bands that have been reserved and bought up in a given area for a specific solution are those that guarantee the required transmission quality. There are many systems like this on the market. They range from very expensive solutions used by telecommunications companies working on frequencies from 6GHz and above, to WiMax, which is becoming more and more popular. WiMax is a radio technology enabling access to last mile broadband services established as an alternative to cable solutions such as DSL. The equipment in use at the moment operates to standard 802.16-2004 and uses the frequency range from 3.6 to 3.8GHz, which requires reservations and permits in Poland. It must be said however, that the Office of Electronic Communication is looking for solutions to make using these frequencies easier for local government. The great advantage of this type of solution is its range which, depending on the equipment used, may be as high as 50km with a data transmission rate of 70 Mb/s. What is more, the available equipment may also be used to launch a series of extra services, for example those available via telephones.
Another solution available on the Polish market which works in the same frequency range is a solution based on the WCDMA protocol. Up until now, this was used in third generation mobile phones. The range of an individual base station, a maximum of a few kilometers, is much less extensive than when using WiMAX. But the WCDMA protocol ensures full mobility and smoothly functioning equipment, even inside buildings.
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WiMax solutions use the 3.6 to 3.8 GHz licensed frequency range, but it should be emphasized that the Office of Electronic Communication is looking for solutions to make using these frequencies easier for local government.
When designing radio data transmission systems the basic factors in deciding on a solution are what the network is for and the area it is to be built in. It is also important to know whether the network range has only to cover public administration sites, or whether it needs, for example, to give members of the public access to the Internet. The type and topography of the terrain the network is to be built on is also significant because most of the available solutions require full visibility between the points to be connected. Some of the solutions working in the 5.4 to 5.8 GHz range, as well as WiMax and WCDMA enable non-line-of-sight (NLOS) transmission. But this has a detrimental effect on throughput and on maximum range.
Depending on the terrain the network is meant to cover, there are several possible solutions:
• Networks for small towns.
• Networks for municipalities.
• Networks for medium sized towns.
• Networks for counties.
Networks for small towns Basic requirements:
• Covering the small town with a radio signal providing free access to the Internet.
The ideal solution for networks built in a comparatively small area whose first priority is providing free access of services to members of the public is equipment working in the 2.4GHz band according to the 802.11b/g standard. The basic advantage of this standard in this case is universal access at attractive prices to the customer (network cards, access points working in AP client mode) of a variety of producers. It is important to remember however, that for this standard the maximum EIRP strength is 100mW, which means that the maximum range of an individual service area is 2km. If a larger area needs to be covered by a radio signal, it is essential to use several base stations. The base stations can be linked using dedicated point to point connections, and it is also possible to use signal replicators, which are special base stations that expand network range.
Radio infrastructure costs
To make a cost estimate for building a simple radio network let us assume that one base station with an omnidirectional antenna and a maximum user connection capacity of 255 will be used.
The approximate cost of one base station with antennae lies between $2,000 and $5,000 USD depending on the type and functionality of the equipment. Depending on the type of antenna used, the cost of the most basic 802.11b/g standard compatible mobile station is 200 to 300 PLN. The amounts given so far concern only the equipment costs (at producer prices) and do not take into account installation, and other infrastructure costs such as masts and cabling.
General network architecture for public administration Municipalities network
Basic requirements:
• Making connections between public administration units (schools and libraries) in a municipality and enabling Internet access.
• Covering the municipality with a radio signal that provides Internet access to members of the public. These solutions are designed as an alternative to services provided by telecommunications operators.
A network which does this could successfully be built using frequencies that do not require licenses. Using a ready-made production solution working in the 5.4 to 5.8 GHz frequency range would, both for end user access and the network backbone, ensure the required transmission quality. The terrain that needs to be covered by the radio signal should be divided into service areas with a radius of 2 to 4 Km, and then divided further into sectors.
The size of a given sector should be chosen so that the radio signal covers no more than 70 potential subscribers. However, it is important to bear in mind that there may be no more than 6 sectors in one service area.
The fi nal decision when devising a plan for base stations must take into account the topography, and the type and density of the buildings. It is also important to consider the connections between the base stations. The best solution in this case would be a confi guration of point to point microwave radio relays working on the same frequency range. Yet for this to be possible between the base stations that are to be linked, there must be full optical visibility with no obstruction by trees, buildings or topographical features. It is in fact the case that this equipment can function without full visibility, but a decision to build a microwave radio relay in these circumstances would only be possible after conducting tests and measurements.
In a network constructed like this, both public administration units and potential users would be able to communicate using the same equipment. This makes security an extremely important factor in this type of infrastructure. As well as encoding the entire transmission, the equipment available on the market also makes it possible to fully separate the users and confi gure service quality parameters. This makes it possible, for example, to reserve a dedicated band for public administration units.
Example municipality network Wireless LAN connection via intermediate points

Radio infrastructure costs
For the purposes of making a cost estimate for building the infrastructure described above, let us assume that base stations with additional theoretical range are built with three sectors and the central station is built with four sectors. Connection between individual base stations is achieved using point to point microwave radio relays. To build this infrastructure it is essential to use six base stations with three sectors, one base station with four sectors and six point to point confi gurations. De-pending on the solution deployed, the approximate cost of the radio equipment and antennae is between $40,000 and $70,000 USD. Depending on the type of antenna, the cost of one mobile station is between $100 and $1,000 USD. The amounts given so far concern only the equipment costs (at producer prices) and do not take into account installation, and other infrastructure costs such as masts and cabling.
Networks for medium sized towns
• Providing connections between all public administration units in the town.
• Making broadband Internet connections available to schools and libraries.
There are two ways to build a network that meets these requirements:
• Using an open band between 5.4 and 5.8 GHz and point to point, or point to multipoint, micro-wave radio relays.
• Using the licensed band between 3.6 and 3.8 GHz and building a WiMax base station.
The decision regarding which solution to fi nally adopt should be taken after a preliminary consideration of the following factors:
• The availability of free bands in the 3.6 to 3.8GHz range.
• Can the public administration unit reserve the bandwidth? • The topography.
• The type and density of the buildings.
• The spatial distribution of the buildings that need to be connected to each other.
• Will the network need to be expanded in the future?
Where there is no possibility of reserving a licensed band, there is no choice but to use equipment working on open bands. But where this reservation is possible, it is essential to very carefully consider the range that can be achieved from the WiMax base station, and also to consider the on-site survey for specifi c buildings. This will make it possible to estimate whether all the planned network terminations can be achieved. If, after the analysis has been carried out, a small number of the public administration units have no chance of being connected with the planned base station, it is necessary to consider using point to point microwave radio relays on unlicensed bands and achieving connections using intermediate points.
Radio infrastructure costs
In making a cost estimate for building the infrastructure described above let us assume that the network will connect 15 public administration units, and that there will be one point to point micro-wave radio relay. In this case, it is necessary to use one base station working in WiMax technology, 14 WiMax subscriber stations and one point to point microwave radio relay confi guration. Depending on the solution deployed, the cost of the radio equipment for this infrastructure is between $50,000 and $100,000 USD. The amounts given so far concern only the equipment costs (at producer prices) and do not take into account installation, and other costs involved in building and using the infrastructure, such as masts, cabling and payments for band use.
A county network
• Providing connections between all the public administration units in the town.
• Providing broadband Internet connections for schools and libraries.
• Providing free broadband Internet access to members of the public within a range of 2km of all the public administration units, schools and libraries. When building a radio network to cover an entire county, it is vitally important to precisely defi ne the area to be covered and the bit rate to be achieved at the specific points. With point to multipoint radio transmission systems it is generally the case that bit rates decline the further apart the sub-scriber stations are from the base stations. In this case the network range and bit rates have a signifi cant infl uence on the distribution and quantity of base stations. Of course, it also remains important to consider topography and building density.
If the appropriate radio bands can be reserved, then the radio network covering the entire county should be established using WiMax technology. Connection between individual base stations should be achieved using microwave radio relays on licensed bands. Free broadband access for members of the public may be successfully secured using the 2.4GHz band and equipment compatible with the 802.11g WiFi standard. This enables Internet access using common and especially inexpensive radio equipment.
Radio infrastructure costs
To make a cost estimate for building the infrastructure described above, let us assume that the net-work will link 60 public administration units in the county using 3 WiMax base stations. Each of the public administration units will also be equipped with a WiFi base station and omnidirectional antenna working in the 2.4GHz band. It is therefore essential to use three base stations working in WiMax, 60 WiMax subscriber units and 60 WiFi base stations. Depending on the solution deployed, the cost of the radio equipment for this infrastructure is between $250,000 and $500,000 USD. The amounts given so far concern only the equipment costs (at producer prices) and do not take into account installation, and other costs involved in building and using the infrastructure, such as masts, cabling and payments for band use.
Example county network
When designing radio network solutions it is particularly important to remember the legal regulations that must be complied with. Both the equipment and all the work carried out in the installation process must conform to relevant acts and regulations.
A valid document stating compliance with the principal requirements of article153 of the telecommunications law is necessary for all radio transmission equipment in operation within Poland (including antennae and cabling). Depending on the technology we wish to use, it is also necessary to comply with the requirements stipulated in the regulations of the Infrastructure Minister concerning radio broadcasting and radio broadcasting and receiving equipment which may be used without a license for equipment working on open bands. Otherwise, use of frequencies and equipment on licensed bandwidths requires a license from the Office of Electronic Communication.
Legal aspects of building radio networks 9 Building a radio network demands technological knowledge as well as an understanding of the legal regulations concerning the equipment and installation work (issues such as maximum power and bandwidth).
• Development of a complete radio network design and project including measurements, on-site surveys and feasibility studies.
• Assistance in drawing up and submitting an application to reserve radio bandwidth.
• Supplying all essential equipment and components.
• Installing and launching the radio networks.
• Infrastructure maintenance and support with a guaranteed 4 hour repair time.
• Network management and consultation, including assistance in solving problems arising in the customer's everyday use of the network.
Comarch's broadband radio network services: 
COMARCH
Telecommunications consulting department
Comarch established the telecommunications consulting department to answer the needs and re-quirements of its customers. In order to offer our customers optimum solutions at optimum prices we realized that we must keep pace with the ever increasing dynamics of change occurring in the telecommunications market.
Comarch's telecommunications consulting department takes a broad approach to design and consulting in the field of data transmission. Its group of engineers and technical consultants is responsible for designing and developing network projects. They begin by determining the nature and extent of the project with the customer. At this stage we suggest optimum solutions, and specify security and cost levels. The next stage involves working closely with the customer to produce the network design and work out the details for the implementation. This approach guarantees our customers the highest quality and service levels for the solutions proposed.
The benefits of working with Comarch
• QUALITY -an SLA guarantees the highest level of quality from us.
• EXPERTISE -highly qualified engineers and managers.
• EXPERIENCE -we have been on the market for 12 years and have 2000 customers in the telecommunications, finance and banking, industry, trade and services and public administration sectors, as well as 40,000 small and medium enterprises customers.
• STABILITY -a stable company with a global reach.
• KNOWLEDGE -we are partners with the biggest IT suppliers in the world.
• DEVELOPMENT -we constantly monitor the IT market in order to keep pace with costs, trends and solutions.
Contact
Please contact network_consulting@comarch.pl if you are interested in our products and services or have any further questions.
