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Abstract 
Over the last few years, almost every day, the media has reported increasing fraud and abuse cases. The 
cases reported are irrespective of being committed by for-profit organisations or non-profit organizations 
(NPOs). This proves that fraud has become a disease that is spreading and increasing worldwide, and 
Malaysia is not an exception. As NPOs are formed to further charity and noble purposes, it comes as a 
surprise that NPOs have become conduits for fraudulent acts such as the embezzlement of funds by 
fraudsters and the misuse of the collection of charitable funds for personal benefit. In line with this, the 
objective of this paper is to provide review of warning signals from both financial and non-financial 
indicators influencing the occurrence of fraud and abuse. The overall review contributes to the literature on 
warning signals of fraud and abuse in NPOs. It will also provide useful insight for the relevant regulators 
and NPOs, in establishing and implementing effective risk management, using a risk-based approach and 
board effectiveness perspectives in protecting the NPOs from being a victim of fraud and abuse. 
© 2015 The Authors. Published by Elsevier B.V. 
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1. Introduction 
Increasing occurrence of fraud and abuse globally has increased the concerns among the public, investors, 
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auditors, creditors and other stakeholders (Berry, 2014; Brown, 2013; Cumming & Johan, 2013; Mohamed Zawawi, 
2014; Idowu & Filho, 2009; Vincent, 2014; Young, 2013). Regardless of the type of organisation, whether it is a 
business, government or non-profit organisation (NPO), its occurrence has huge impact on the organisations. For 
instance, the consequences of fraud and abuse practices can erode public confidence with regards to the credibility 
of the organisation and this in turn can affect the long-term survivability of the organisation. Hence, it is crucial to 
detect and identify fraud and abuse in safeguarding the interests of the multiple stakeholders. However, there are 
frauds that are never detected and discovered, and also frauds that are never made public (Zimbelman and Albrecht, 
2012; Bloomfield, 1997). 
Fraud, sometimes referred to as “the fraudulent act” according to Kranacher, Riley and Wells (2011), is an act 
that uses deception as their principal technique. Fraud is the intentional deception that covers any crime for gain that 
causes the victim to endure a loss and causes the perpetrator to realise a gain. In a simple word, fraud is a theft by 
deception. Meanwhile, Kranacher et al. (2011) also explain that the term abuse is often used to portray any 
unacceptable or improper behavior that does not fall within the categories that are clearly wrong. Nevertheless, if 
not detected, it can potentially lead to fraudulent act.  
The rising and rampant incidences of fraud and abuse in NPOs throughout the world have led to a concerted 
effort at a global level to protect these organisations (Brown, 2013; Idowu & Filho, 2009; Zack, 2003). NPOs are 
generally established as societies, associations, charities, and other voluntary organisations not for making profits 
but rather to provide social values. Hence, Greenlee et al. (2007) argue that fraud may be easier to perpetrate in this 
sector as NPOs operate in an atmosphere of public trust, difficulty in verifying certain revenue streams, weaker 
internal controls, lack of business and financial expertise relative to for-profit organisations. Failure to effectively 
manage risks can lead the NPOs into being a conduit for fraud and abuse. In safeguarding the NPOs from fraud and 
abuse, one particular organisation, the Financial Action Task Force (FATF) has issued the Special Recommendation 
(SR) VIII to assist member countries in assessing the adequacy of their current laws and regulations relating to 
NPOs (FATF, 2002, 2013). FATF promotes member countries to adopt risk-based approach in their assessment, i.e. 
assessors should focus on high-level issues and not fine details in assessing whether their current laws and 
regulations are reasonable. Following this approach, this paper aims to review relevant literatures in identifying the 
indicators that can signal the potential risks associated with the occurrence of fraud and abuse in NPOs. These 
indicators can facilitate screening, monitoring, and decision making processes for various stakeholders.     
2. Fraud and Abuse in Non-Profit Organisations 
The fraud and abuse cases involved all economic sectors, including the NPOs (Greenlee, Fischer, Gordon and 
Keating, 2007). In recent years, these cases involved a few of the largest and well-respected NPOs, such as the 
American Cancer Society, the American Federation of Teacher, the Bavarian Red Cross, the Baptist Foundation of 
Arizona, the Women’s Royal Voluntary Service and the Youth Motor Sport Foundation (Idowu & Filho, 2009; 
Zack, 2003). 
While NPOs are formed to further charity and social purposes, it has not been spared from becoming a conduit 
for fraudulent acts, such as the embezzlement of funds by fraudsters and the misuse of the collection of charitable 
funds for personal benefit (Zack, 2003). What actually makes NPOs vulnerable to fraud? What makes NPOs an 
attraction to fraudsters and financial criminals? The unique characteristics that make NPOs vulnerable to fraud may 
include having access to considerable sources of funds and often being cash-intensive, having high levels of trust 
among the public, little or no governmental oversight and in relation to some NPOs, having a global presence that 
provides a framework for national and international operations and financial transactions (FATF, 2010; APG, 2011). 
In many developing countries including Malaysia, NPOs are generally subjected to less stringent regulatory 
requirements than for-profit organisations and have the advantage of having high levels of trust among the public. 
These exacerbate the NPOs’ vulnerability to fraud and abuse through many illegal activities such as embezzlement, 
financial fraud statements, asset misappropriation, corruption, money laundering and terrorist financing (Ali, 2013; 
Idowu & Filho, 2009). In line with this, the ACFE 2014 report shows that the frequency of fraud cases and the loss 
of NPOs were increasing from 2010 to 2014. The report shows that the frequency of cases has increased from 9.6 
per cent in 2010 to 10.8 per cent. The associated losses were reported to have increased from 90,000 dollars to 
116   Roshayani Arshad et al. /  Procedia Economics and Finance  28 ( 2015 )  114 – 120 
 
108,000 dollars.  
3. Catch the Warning Signals 
The consequences of fraud and abuse acts in NPOs can undermine donor confidence towards NPOs’ credibility, 
as well as jeopardizing the reputation of NPOs. As such, it is really important for each organisation to identify 
warning signals that could lead to the possibility of fraud and abuse, at an early stage, so that appropriate actions 
could be taken. Hence, it is a need for every organisation to have risk management teams as well as an effective 
oversight board in order to prevent any possibility of threat that may harm their organisation (Carcello, Hermanson, 
Neal and Riley, 2002). In addressing this need, management of NPOs must have relevant information to identify the 
potential risks that can provide warning signals of fraud and abuse in their organisations. Hence, the aim of this 
paper is to provide a review of the relevant risks, which consists of financial indicators (financial vulnerability) and 
non-financial indicators (unique risks i.e. strategic, operational, financial, compliance) in NPOs that will be used as 
warning signals for fraud and abuse activities in NPOs. This paper is expected to assist regulators and management 
of NPOs in identifying the financial and non-financial risks in NPOs, hence preventing NPOs from succumbing to 
fraud and abuse activities.  
As it is difficult to detect and measure fraud and abuse occurrences, red flags are important to their discovery, in 
order to further the advancement of investigations. A red flag is a set of circumstances that are unusual in nature or 
vary from the normal activity of an organisation (DiNapoli, 2008). It is a warning signal that indicates that 
something out of the ordinary may be happening, and may need to be investigated further. One should bear in mind 
that red flags do not always indicate guilt or innocence, but merely provide possible warning signs of threats 
vulnerable to the NPOs (Ridley, 2008; Pincus, 1989). This indicates that warning signals can be from financial as 
well as non-financial perspectives. The following sections discuss these signals.   
4. Financial Vulnerability in Non-Profit Organisations  
Financial vulnerability refers to an organisations’s financial system that is vulnerable to financial crisis, which 
could lead to financial distress and hence create loopholes to the possibility of fraud and abuse.  Based on previous 
studies, it is believed that financially distressed organisations tend to commit fraud compared to those organisations 
that are not financially distressed (Brazel et al., 2009; Perols and Lougee, 2011; Spathis, 2002).  
In assessing financial vulnerability in NPOs, previous studies have developed financial vulnerability model in 
estimating the organisation’s overall financial health (Tuckman & Chang, 1991; Trussell, Greenlee & Brady, 2002). 
Basically, financial vulnerability model consists of several indicators that are classified under four main categories, 
which are solvency, stability, efficiency and operating margin. A financial vulnerability model is used as a proxy for 
financial distress, as these risks could be an early warning sign of the possibility of fraud and abuse occurrence in 
NPOs that would threaten the NPOs’ survival.  
In relation to NPOs, problems associated with financial vulnerability is of concern to the stakeholders as it 
reduces the availability of resources in achieving social objective, compliance with various regulatory requirements 
and a range of other potential risks associated with the survivability of the NPO. Even if this financial vulnerability 
problem persists without any action taken, it would affect the long term survivability of the organisations (Chang &  
Tuckman, 1991; Trussel, 2002; Mwenja & Lewis, 2009). 
According to Zack (2003), in certain respects, there are several similar factors that are present in both for-profit 
organisations and NPOs that make them financially vulnerable. For example, both type of organisations handle large 
amounts of cash and also hire employees they do not know and some of the employed staff are bound to be 
dishonest in handling such a large amount of cash. However, NPOs sometimes have different characteristics 
compared to for-profit organisations that make them financially vulnerable, which could lead to financial distress 
and would result in fraud and abuse occurrence. For example, NPOs have the advantage of having high levels of 
trust among the public, less stringent regulatory requirements, weak internal control and lack of expertise in 
managing and operating  the NPOs. 
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5. Unique Risk in Non-Profit Organisations 
For non-financial red flags, the signs are related to the unique risks in non-profit organisations. Generally, risk 
can be defined as any threat to the success of an organisation or threat to the organisation in achieving their missions 
and having an adverse impact on objectives (Laroche and Corbett, 2010).The likelihood of an event occurring is 
influenced by a number of factors such as poor strategic planning, poor operation, poor financial control and non-
compliance towards regulations and the consequences taken into consideration of the effect of an event occurring 
where it could expose the NPOs to the fraud and abuse. As the NPOs’ nature of activity is diverse, the organisations 
are likely to face a variety of risks at a range of levels. In the current economic environment, NPOs face many 
complex challenges; strategic, operational, compliance and financial risks and these have been increasingly 
recognised as crucial issues that could lead to potential threat towards NPOs survivability. 
5.1. Strategic Risks 
Different organisations have different strategic planning for their organisations’ success. Like for-profit 
organisations, NPOs also have their own strategic planning. Strategic planning is one of the main tasks of leaders in 
an organisation. According to Stonehouse & Pemberton (2000), the term strategic planning can be defined as a 
process by which leaders plan their long term objective and future goals, and communicate their goals to those 
involved in the organisation concerning the ways they aim to accomplish them. In other words, Jonas (2000) in his 
study stated that strategy is not concern about the objective or goal of the organisation. Instead, strategy defines how 
the organisations are going to plan to achieve those things. To add, strategic planning also involves decision-making 
on how to allocate their resources in order to achieve their goals. 
Based on previous studies, the organisations that have unclear social objectives, an unstructured organisational 
structure, activities that do not align with their social objectives and no details on their future plan and budget, are 
indicated symptoms of poor strategic planning in organisations (Ansari, 2010; Allison, 2010; Laroche and Corbett, 
2010; Mckinsey, 2003). Poor strategic planning has adverse consequences for NPOs as it causes loopholes in 
organisations and exposes NPOs to the possibility of fraud and abuse. 
5.2. Operational Risks 
Operational risk involves the disruption of day-to-day activities in organisations due to the failure of the systems 
or process that would lead to the potential loss of productivity (Razali et al., 2013). The failure of the systems or 
process may be caused by high employee turnover and a lack of employee training (Sultana, Irum, Ahmed and 
Mehmood 2012; Appiah, 2010; Midkiff, 2004). Based on previous studies, there are claims that stated a high 
turnover rate among staffs in organizations can result in poor organizational performance with consequent financial 
loss (Tariq et. al, 2013; Bax and Glebbeek, 2002). Butali, Wesang’ula and Mamuli (2013) also claim that high 
turnover among staff can affect the smooth running of the organization operation as it could lead to the loss of 
productivity, profitability, skills and competencies as well as corporate knowledge. Besides, staff turnover can also 
disrupt day-to-day operations in the organisations as all the works which are supposed to be completed by the 
former staff will now have to be transferred to the other remaining staff members before new staffs are appointed. 
The failure of the systems or process caused by this is a result of poor operations in organisations. Poor operation 
can have negative consequences for NPOs as it could create loopholes in the organization and expose them with a 
possibility of fraud and abuse. 
5.3. Financial Risks 
In every organization, it is essential to have good and effective financial planning and control in order to plan 
and monitor the organization's operations as well as mitigating financial risk. Financial risks involve failure by 
organizations to manage their financial resources effectively and this could lead to financial loss.  
Based on previous studies, for the organizations that have no three-year plan, no details on budget for next year, 
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no expertise in financial, no cash control and  incomplete financial reporting  are the indicated symptoms of poor 
financial planning and control in organizations (Garner, 1975). In addition, CIMA (2004) identifies several 
indicators that can be used as warning signs for the likelihood of financial risk; these are complex transactions, the 
rapid increase or decrease in profitability, complex organizational structures and management pressure to get 
additional finance to support their organization. Zurich (2008) also argued that the red flags of financial risk can be 
detected based on accurate and timely financial information, a variety of income sources, the sufficiency of reserves 
and cash flow and investment policies. 
As many NPOs work in cash-intensive environments, this nature of the NPOs activity makes it difficult to track 
where the funds go (Houque, 2006; Perri and Brody, 2011). However, according to Garner (1975), when an 
organization has their own budget plan and cash control plan that are being implemented, they can effectively 
manage their financial. 
The weakness of financial planning and control can hint us to loopholes in the organizations, through which 
there is high possibility that organizations are being abused (Charity Commission, 2009). 
5.4. Compliance Risks 
The term compliance can be defined as the practice of obeying a law, rule or request, as NPOs need to comply 
with regulatory requirements. Regardless of the type of organization, such as for-profit and non-profit organizations, 
each organization has common laws and regulations they must comply with. Compliance is not just a local risk; it is 
a global risk (BDO, 2010).  
The consequences of non-compliance are not limited to statutory or legal penalties. It includes the difficulty and 
cost of correcting what is wrong, the damage to the company's reputation and the worst part which is the possibility 
of losing the contract and demolishing the trust of the public (Maalouf, 2012; BDO, 2010). 
For example, for NPOs registered and classified as Company Limited by Guarantee (CLBG), according to the 
Companies Act 1965, the mode of funding for every Company Limited by Guarantee (CLBG) is through donations, 
membership fees and other income, and yet, the highest source of funding is from donation. Thus, each NPO is 
required to get permission from the minister to collect donations from the public. In addition, the Companies Act 
1965, Section 143 (1) also require each NPO to hold an annual general meeting (AGM) at least once a year, and 
failure to do this indicates that the organisation does not comply with the requirements. In relation to the preparation 
and presentation of financial statements, NPOs are required to comply with the Financial Reporting Standards (FRS) 
and again, failure to comply with these standards indicates non-compliance.  
As non-compliance towards regulatory requirements could affect the NPOs and have negative consequences for 
the organisations, it is believed that the risk of non-compliance towards regulations would create loopholes in NPOs 
and expose the NPOs to the possibility of fraud and abuse occurrence. 
6. Combating Fraud and Abuse in Non-Profit Organisations 
There is a need for NPOs to have control as close to the risk as possible. It is argued that control needs to be 
‘close’ to the associated risks because the shorter the chain, the quicker the reaction (KPMG, 1999). Therefore, to 
ensure that control is effective in minimising the risk factors in NPOs, the board of directors can be a useful 
mechanism to detect and minimise risks in NPOs. The board’s responsibility to review the effectiveness and the 
management’s responsibility to develop, operate, and monitor the control systems and provided guarantee to the 
board that it has done so (Cornforth, 2001; ACEVO, 2005). 
According to Bland (2013), the Director of Canada’s Charities Directorate, it is crucial for each NPO to assess 
the risks in their organisation in order to mitigate the risks and prevent their organisation from facing the possibility 
of fraud and abuse. In addition, Bland (2013) also highlighted that board effectiveness is key to good prevention and 
can be a self-regulation mechanism for the NPOs.  In line with this, ACEVO (2005) concurs that in today’s complex 
environment, the most effective way to ensure that organisations are not vulnerable to any abuse from fraudsters and 
financial criminals is to have a knowledgeable and effective board. This is because the cost of abuse in NPOs can 
have a detrimental impact on multiple stakeholders. Hence, NPOs should be controlled and lead by an effective 
board to ensure that the organization can continue to achieve their social objectives, have strategic directions and 
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upholds their values. 
7. Conclusion  
This paper has been motivated by the FATF 40 Recommendations and SR VIII. Specifically, these 
recommendations focus on assisting NPOs in evaluating the sufficiency of their current laws and regulations 
pertaining to NPOs, with special emphasis on a risk-based approach. In this context, this paper highlights that 
warning signals from financial and nonfinancial indicators are crucial as these indicators could be early warning 
signals of the possibility of fraud and abuse occurrences in NPOs and minimize the negative impact on the NPO’s 
survival. These indicators can provide useful information that can facilitate screening, monitoring, and decision 
making processes to various stakeholders. For example, it can also facilitate relevant regulatory authorities in 
monitoring the NPOs. The information can also be used by directors and managers of NPOs as an initial screening 
in detecting the likelihood of fraud and abuse activities. 
Overall, the reviews highlighted in this paper provide useful insight to the relevant regulators and NPOs in 
establishing and implementing effective risk management using a risk-based approach in protecting the NPOs from 
being a victim of fraud and abuse occurrences. While this paper makes several contributions, the review on the 
warning signals are not empirically tested. Hence, future research may use the warning signals in assessing the 
possible occurrences of fraud and abuse in NPOs, examine the relationship between warning signals as mechanisms, 
and effective board oversight responsibilities in NPOs.   
 
Acknowledgments 
 
The authors would like to express their gratitude to the Accounting Research Institute, Ministry of Education, 
Malaysia and Faculty of Accountancy, Universiti Teknologi MARA for funding and facilitating this research 
project. 
 
References 
 
ACEVO, 2005. Good Governance. A Code for the Voluntary and Community Sector. The National Hub of Expertise in Governance. 
Ali, N. 2013. Transparent Financial Reporting: Expectations and Realities in Non-Profit Organisations. UiTM Press, UiTM. 
Allison, 2010. Code of Ethics. 
Ansari, N. 2010. Recommendations for Improved Nonprofit Board Member Recruitment and Retention .Written for: American Lung Association. 
Appiah, B. 2010. The impact of training on employee performance: a case study of HFC Bank (Ghana) Limited . Ashesi University College. 
Asia/Pacific Group On Money Laundering (APG), 2011. Typologies Report: NPO Sector Vulnerabilities. Adopted by APG Members at the 14th 
Annual Meeting India, 22: APG Secretariat. 
Association of Certified Fraud Examiners (ACFE), 2014. Report To The Nations On Occupational Fraud And Abuse. 2014 Global Fraud Study. 
Bax, E.H., Glebbeek, A.C. 2002. Labour Turnover and Its Effects on Performance: An Empirical Test Using Firm Data . SOM-theme A: Primary 
processes within firms. 
Berry, M.D. 2014. Healthcare Fraud and Abuse Recoveries Break Records in 201, Thomson Reuters. Extract from 
http://blog.thomsonreuters.com/index.php/healthcare-fraud-abuse-recoveries-break-records-2013/ 
BDO, 2010. The Consequences of Non-Compliance in Global Business. www.bdo.co.uk 
Bland, A., 2013. Director at Canada’s Charities Directorate. Protecting Non-Profit Organizations From Terrorist Financiers. Security Council 
Counter-Terrorism Committee. 
Bloomfield, R.J., 1997. Strategic dependence and the assessment of fraud risk: A laboratory study. Accounting Review, 517-538. 
Brazel, J.F., Jones, K.L., Zimbelman, M.F. 2009. Using Nonfinancial Measures to Assess Fraud Risk. Journal of Accounting Research, 47(5)  
Brown, A. M. 2013.Auditing Solomon Islands' health and medical governance. Clinical Governance: an International Journal, 18(3), 200-209. 
Butali, N.D., Wesang’ula, P.M., Mamuli, L.C. 2013. Effects of Staff Turnover on the Employee Performance of Work at MasindeMuliro 
University of Science and Technology. International Journal of Human Resource Studies, 3 (1). 
Carcello, J.V., Hermanson, D.R., Neal, T.L., Riley, R.A. 2002. Board Characteristics and Audit Fees. Contemporary Accounting Research, 19(3), 
365-384. 
Chang, C.F.,Tuckman, H.P. 1991. Financial vulnerability and attrition as measures of nonprofit performance. Annals of public and cooperative 
economics, 62(4), 655-672. 
Cornforth, C. 2001. What Makes Boards Effective? An examination of the relationships between board inputs, structures, processes and 
effectiveness in nonǦprofit organisations. Corporate Governance: An International Review, 9(3), 217-227 
Cumming, D., Johan, S. 2013. Listing standards and fraud. Managerial and Decision Economics, 34 
(7-8), 451-470. 
DiNapoli, T. P. 2008. Red Flags for Fraud. State of New York Office of the State Comptroller. 
120   Roshayani Arshad et al. /  Procedia Economics and Finance  28 ( 2015 )  114 – 120 
 
Financial Action Task Force (FATF), 2013. Combating the Abuse Of Non-Profit Organizations (Recommendation 8). 
Financial Action Task Force (FATF), 2002. International Best Practices Combating the Abuse of Non-Profit Organisations. 
Stonehouse, G., Pemberton, J. 2002. Strategic planning in SMEs – some empirical findings. Management Decision, 40 (9), 853 – 861. 
Garner, B.R. 1975. Financial Control at Cope Allman International Limited. Managerial Finance, 1 (3), 165 – 172. 
Greenlee, J.S., Tuckman, H. 2007. Financial health. Financing nonprofits: Putting theory into practice, 315-335. 
Idowu, S.O. Filho, W.L. 2009. Professionals´ Perspectives of Corporate Social Responsibility. Springer Science & Business Media.  
Jonas, R., 2000. STRATEGIC PLANNING. Handbook of Business Strategy, 1(1), 141 – 143  
KPMG, 1999. The KPMG Review, Internal Control: A Practical Guide. Service Point (UK) Limited. 
Kranacher, M.J., Riley, R.A., Wells, J.T. 2011. Forensic Accounting and Fraud Examination. John Wiley &Sons. Inc 
Laroche, D.B., Corbett, R. 2010. Risk Management Guide for Community Sport Organizations. 2010 Legacies Now. 
Midkiff, K.A. 2004.Catch the Warning signs of fraud in NPOs. Journal of Accountancy, 24. 
Mohamed Zawawi, S.N.H. 2013. Roots of Fraud. UiTM Press, UiTM 
Mwenja, D., Lewis, A. 2009. Exploring the impact of the board of directors on the performance of not-for-profit organizations. Business Strategy 
Series, 10(6), 359-365. 
Nada Maalouf, 2012. When white is too white. A Middle East Point of View, 19-21 
National Fraud Authority, 2013.Annual Fraud Indicator. 
Perols, J.L., Lougee, B.A. 2011. The relation between earnings management and financial statement fraud. Advances in Accounting, 
incorporating Advances in International Accounting, 27, 39 -53. 
Pincus, K.V., 1989. The efficacy of a red flags questionnaire for assessing the possibility of fraud. Accounting, Organizations and Society, 14(1), 
153-163. 
Razali, W.A.A.W.M., Arshad, R., Omar, N. 2013. Exploring Risk Management Disclosure Practices In Non Profit Organisations In Malaysia. 
Journal of Energy Technologies & Policy, 3(11). 
Ridley, N. 2008. Organized crime, money laundering, and terrorism. Policing, 2(1), 28-35. 
Spathis, C.T. 2002. Detecting false financial statements using published data: some evidence from Greece. Managerial Auditing Journal, 17(4), 
179-191. 
Sultana, A., Irum, S., Ahmed, K., Mehmood, N. 2012. Impact of training on employee performance: a study of telecommunication sector in 
Pakistan. Interdisciplinary Journal of Contemporary Research in Business, 4(6), 646-661. 
Tariq, M.N., Ramzan, M., Riaz, A., 2013. The impact of employee turnover on the efficiency of the organization. Interdisciplinary Journal of 
Contemporary Research in Business, 4(9), 700-711. 
Trussel, J., Greenlee, J.S., Brady, T., 2002. Predicting financial vulnerability in charitable organizations. The CPA Journal, 72(6), 66-69. 
Trussel, J.M. 2002. Revisiting the prediction of financial vulnerability. Nonprofit Management and Leadership, 13(1), 17-31. 
Tuckman, H.P., Chang, C.F. 1991. A methodology for measuring the financial vulnerability of charitable nonprofit organizations. Nonprofit and 
Voluntary Sector Quarterly, 20(4), 445-460. 
Vincent, L. 2014. Fight Back! Stop Healthcare Fraud and Abuse From Happening to You!. Extract from http://fraudavengers.org/2014/09/fight-
back-stop-healthcare-fraud-and-abuse-from-happening-to-you-2/ 
Young, D.R. 2009. How Nonprofit Organizations Manage Risk. Paid and Unpaid Labour in the Social Economy, 33, 33-46. 
Zack, G.M. 2003. Fraud and Abuse in Nonprofit Organizations. John Wiley & Sons, Inc. 
Zimbelman, M.F., Albrecht, C.C. 2012. Forensic Accounting 4th Edition. Cengage Learning. 
