Abstract-In a recent paper [J. Opt. B: Quantum Semiclass. Opt. 5 (2003) 155-157], a quantum key distribution scheme based on entanglement swapping was proposed, which exhibited two improvements over the previous protocols. In this Comment, it is shown that the scheme has no properties as been discussed.
Chong Li et al. presented a quantum key distribution (QKD) scheme based on entanglement swapping [1] . Two improvements over the previous protocols were exhibited : (1) If the communicators share enough known entangled pairs before the key supply, the sender (Alice) need not send any particle to the receiver (Bob).
(2) The efficiency can approach four-bit secret communication per two entangled pairs (in the BB84 protocol, only one bit per pair of particles is achieved).
The aim of this comment, however, is to point out that there are no such two advantages in Ref. [1] .
As to advantage (1), after finishing the communication, Alice and Bob no longer share any entangled pair. That is these entangled pairs shared before cannot be reused as in [2, 3] . So the communicators must share enough known entangled pairs before the key supply in every communication. i.e. sharing entangled pairs is the premise. So for a complete protocol, we must consider how to share entangled pairs first. There are many ways to accomplish this. For example, Alice (Bob) prepares a sequence of EPR pairs and then sends one particle of each pair to Bob (Alice); or a trusted third party prepares a sequence of EPR pairs and then sends each particle from each pair to Alice and Bob respectively; or Alice and Bob share EPR pairs in other ways. However, particles are sent in all these methods. Many protocols [4, 5] need not send any particle if communicators share enough known entangled pairs initially. So we have no reason to confess that the advantage (1) stands.
As to advantage (2), the following equality holds according to the feather of entangle swapping (For convenience, we use the same notation as in Ref. [1] 
So the efficiency can only approach two bit keys per two entangled pairs. According to the above analysis, we show that there are no such two advantages in Ref. [1] .
