INTRODUCTION
As the digital watermarking is extensively used in digital products, people increasingly realize its importance, which prompted many experts and scholars to conduct in-depth research on digital watermarking, thus making the development level of digital watermarking technology have a qualitative leap, that is, it progresses from original single watermarking scheme to double watermarking scheme even multiple watermarking scheme. Peter H.W. Wong et al. [1] a new multiple blind watermarking technology for images, which suggests that the watermarking should be embedded in digital image for different purposes, and the watermark should be designed to show no original image when decoding or detecting. The experimental results show that, the proposed watermark embedding technology can provide good image quality, and have good robustness against attacks to some extent, such as JPEG compression, low-pass filter, noise pollution, print and scan. With some experts and scholars' further research on double digital watermarking applied in image processing, some papers [2] [3] [4] [5] [6] on digital watermarking based on the combination of DCT and SVD are published, but so far, there is no papers on double digital watermarking based on the combination of SVD and DFT yet. This paper puts forward a double digital watermarking scheme based on their combination, which embeds DFT authentication watermark into image containing watermark on the basis of SVD embedding watermark thereby embedding double watermarking into the host image, and then verifies the feasibility of the double watermarking scheme by theoretical and experimental results.
DOUBLE WATERMARKING SCHEME BASED ON THE COMBINATION OF SVD AND DFT
Just as the name implies, double watermarking means there are two watermarks. In fact, it can be understood that there are at least two watermarks, which implies that there are more than two watermarks, because some algorithms are likely watermark nested watermark. Even though two watermarking algorithms are added together, it can only be called a new algorithm, or single watermark [7] instead of double watermarking. ABSTRACT: As the most current methods based on Fourier transform domain can well resist geometric attacks, and embed large information, which cannot well resist the shearing attack, a double watermarking algorithm based on the combination of singular value decomposition and discrete Fourier transform is put forward. In this algorithm, by singular value decomposition on images, then carry out the DFT spectrum amplitude image watermark embedding on the decomposed matrix image, namely sub block division; by DFT transform on each image block, select important coefficients relative to the predefined threshold; add the watermark information into the corresponding amplitude components, and preserve the embedding position and the original component as a key for watermark extraction, and then the watermarked image will be obtained. The experimental results show that this method can achieve better visual effect and has good robustness against the shear, noise and rotation attacks.
Keywords: SVD-DFT algorithm; dual digital watermarking; algorithm *Corresponding author: peixiaogeng1@sina.com termarking based on the combination of SVD and DFT, a new kind of watermarking technology is proposed in this paper. Generally speaking, the watermarking system always consists of watermark embedding and watermark extraction (except for special request validation), so this paper arranges and designs as above, but only enrich and modify the content. The concrete plan is as follows:
Watermarking embedding
Considering the strong robustness of SVD algorithm in geometric distortion of image, and the good anti-shear ability of DFT algorithm, the two algorithms are adopted to embed watermark. Two frameworks are used to implement the overall design of watermark embedding method: the first one is using SVD algorithm for watermark embedding to acquire a preliminary carrier images; the second one is using DFT algorithm to embed the secondary watermark into the acquired carrier image, thus obtaining the carrier image with double watermarks. We should define before embedding the watermarking into the carrier image: 
Here V i is the eigenvector of A corresponding to characteristic value λ i . There is N eigenvectors in matrix A in total. Definition 3 SVD (Singular Value Decomposition) is the inherent characteristics of matrix, which play an important role in digital image processing. Assuming matrix A ∈ R m×n , rank(A) = r, r ≤ n, the singular value decomposition of matrix A are defined as follows: Because of the good stability of singular value of matrix, when the matrix A vibrates slightly, the variation of the singular value is not greater than the 2-norm of vibration matrix. Matrix SVD can be used in image compression to some extent. Decompose the image to obtain the singular value matrix Σ, zero out some of its smaller diagonal elements, carry on SVD inverse transform, and then the lossy compression of image can be complete. The basic principle of SVD algorithm is as follows: firstly, carry out matrixing process for the digital image and then the singular value decomposition of the image matrix A m×n , two orthogonal matrixes U and V, and a diagonal matrix S can be obtained, and then embed the watermark into this diagonal matrix S again; overlay the watermark W ∈ R n×n onto the matrix S, and by the singular value decomposition of new acquired matrix S+αW, U 1 , S 1 and
can still be obtained, in which the constant α > 0 is the superposition of watermark; multiply the matrix U, S 1 and V T , and then the processed watermarked image ‫ܣ‬ መ can be obtained. Here, the matrix A and W represent the original image matrix and digital watermark, respectively. The SVD algorithm and DFT algorithm can get double the watermark with complex carrier images ‫ܣ‬ መ ᇱᇱ through the following eight steps, and the details are as follows:
Step 1: Carry out matrixing process for the original image and then the singular value decomposition of matrix A:
Step 2: Read the watermark image W, and overlay it onto the diagonal matrix S decomposed by the image matrix to get the new matrix S′:
Step 3: After digital watermark embedding, carry out the singular value decomposition on the new produced matrix S′:
Step 4: Multiply S 1 and V T decomposed by the new matrix, orthogonal matrix U to get the watermarked image:
In order to further improve the robustness and safety of image transmission, it is necessary to adopt DFT algorithm to embed the watermark into the watermarked image. At present, there are two types of research on the discrete Fourier transform: one is carrying out the Fouier-Millin transform on the carrier image to implement the watermark embedding based on the geometrical invariability of translation, scale and rotation of DFT domain, to resist the geometric attacks. However, it is hard to implement, because this algorithm will cause distortion after watermark embedding by using interpolation approximate computation, which is also very complex. The other one is using spectrum information of Fourier domain to embed watermark. The study found that the watermark should be inserted in the important component to get good robustness, and the embedding methods mainly included amplitude spectrum, phase spectrum, and the combination of phase spectrum and amplitude spectrum on some, so this paper proposed the DFT amplitude spectrum watermarking algorithm. That is, divide the original image into sub-blocks, then carry out DFT on each image block, choose the important coefficient relative to a predetermined threshold, insert watermark information into the corresponding amplitude component, preserve the embedding position and the original component as a key for watermark extraction, and then obtain the watermarked image. The flow diagram is shown as Figure 1 : If the watermark is embedded into the low frequency region of DFT domain of watermarking image, it is easy to be noticed, which also reduces the quality of watermarking image; if that is embedded into the high frequency region, it is easy to be destroyed by some commonly used image processing operations, such as JPEG compression, low pass filtering, and its robustness is poorer. Thus, this paper chooses to embed the watermark signal into the medium frequency region of DFT domain of image sub-blocks. The details of DFT amplitude spectrum watermarking algorithm are:
Step 5: The sub-block partition of carrier image: firstly divide the carrier image into 8×8 sub-blocks, which don't cover each other.
Step 6: Carry out DFT on the image sub-blocks one by one:
Step 7: Determine the important coefficient of the spectrum. If the coefficient meets:
F k (r,c) relative to the predetermined threshold t is the important coefficient. That is equivalent to choose the coefficient of frequency domain, which uses the components corresponding to the lower frequency coefficients for watermark embedding to improve the robustness of the algorithms. Besides, more remarkable, the key for watermark extraction is generated in the process of selecting important coefficients, which are the position and the corresponding spectrum component used for watermark information embedding.
Step 8: Modify the spectrum component accordingly. Because of the symmetry of DFT amplitude spectrum domain, in order to maintain this symmetry after watermark embedding, and also to ensure the recovery image pixel value is real number, the watermark is embedded symmetrically, namely: Thereinto, Amplitude(•) is the amplitude of the corresponding spectrum components, m i is watermarking information, and α is constant, which represents the strength of amplitude of watermarking embedding. Choose the validation watermark, of which the image is 40×40 pixels, in the watermark information. Here, if the carrier image is 384×384 pixels, 1600 factor matrixes with 8×8 pixels are obtained, and the top left corner of factor matrix is the part of low frequency components, while the lower right corner of that is the part of high frequency components, so the complex carrier image ‫ܣ‬ መ ᇱᇱ with double watermarking is finally obtained.
Watermark extraction
For double watermarking scheme, the watermark extraction algorithm is still the inverse process of watermark imbedding algorithm. The process of watermark extraction is: firstly, extract watermark from the double carrier image ‫ܣ‬ መ ᇱᇱ based on SVD algorithm; in the process of watermark detection, if the given matrix U 1 S and V 1 , and the possible damaged watermark image A * are obtained, the possible distorted watermark W * can be extracted by inverse process, and the detailed steps of watermark extraction are as follows:
Step 1: For complex carrier images, whether the watermark has been damaged is unknown. Assuming that the watermark may be damaged here (prepare for the worst), carry out the singular value decomposition on the watermark image A * , to verify the integrity:
Step 2: Calculate the intermediate matrix:
Step 3: Obtain the needed digital watermarking images:
Thereinto, α is the superimposed intensity of adjusting the watermark. In the process of SVD experiment, it is found that the bigger value is not better, which can result in poor concealment of the watermark image, as shown in Figure 2 ; After many SVD experiments, it can be found that, there exists a moderate range for the values of the superimposed intensity α of adjusting the watermark, and 0 0.18 α = − is advisable generally. In order to verify the reliability and safety of the watermarking extraction above based on SVD method, the method of continuously extracting forgery-proof watermark from the complex carrier images are used, which is different from the past (the past method is mostly verifying the extractive watermark). The IDFT method are adopted in the extraction process, and the detailed step is as follows:
Step 4: The process of DFT watermark extraction on the carrier image is the inverse process of embedding, that is, after the first watermark extraction, carry out the inverse discrete Fourier transform (IDFT) on each sub block of the complex carrier images, determine the important coefficient according to the threshold t which is the same as the embedding algorithm, use the key preserved when embedded to extract the embedded watermark, and then ultimately obtain the validation watermark image.
By comparing the extracted watermark and embedded watermark with original watermark respectively, the security and robustness of this scheme can be verified.
THE SIMULATION EXPERIMENT
The watermark image selected in the simulation experiment is 384×384 binary image, the host image is 384×384 Lena grayscale image, and the used simulation software is matlab7.0. The image quality of embedded watermark is objectively measured by PSNR, and the test result of watermark is objectively measured by the normalized correlation coefficient (NC). In order to validate the robustness of the algorithm, this paper carried out the following experiments:
Shearing attack experiment
Firstly, by the shearing experiment on the watermark image of carrier, Figure 3(a) shows the watermarked image when the shear area is 30%, and then the PSNR = 6.8600dB. It can be seen from Figure 3(b) that, in spite of the slash in the extracted watermark, the extracted watermark is still very clear, and the NC = 0.9979. From the specific experiment data in Table 1 , it can be found that when the shear area is as high as 50%, the watermark still can be detected. Secondly, by the anti-shearing attack experiment on verification watermark image, take the 40×40 pixels Stamper.BMP binary image of anti-counterfeiting mark as validation watermark, Figure 4 (a) shows the watermarked image when the shear area is 30%, and then the PSNR = 6.8600dB. From Figure 4(b) , it can be seen that, in despite of some black spots, the extracted watermark is still very clear, and the NC = 0.9184. By the specific experimental data in Table 2 , it can be found that, when the shear area is as high as 50%, the watermark still can be detected. In comparison of the various data, it can be seen that, SVD algorithm is better than the DFT algorithm, which is because the former doesn't disrupt the layout of matrix image on the whole, resulting in better effect. In the experiment data, the NC value is notable, and it can be seen from two tables that the NC values acquired by experiments are both greater than 0.8. To sum up, from the perspective of anti-shearing, the double watermarking scheme based on SVD and DFT is feasible and robust. Table 3 , it can found that when the angle of rotation is 270 degrees, the watermark can also be clearly extracted. According to the analysis of above data, it can be seen that, although the position of the rotated image changed, the carrier image did not change from the original image in content, and the value of peak value signal-to-noise ratio (PSNR) is still high; because of the relatively fixed position of embedded watermark, the normalization correlation coefficient (NC) of the extracted watermark after rotation is also very high, namely, the scheme has strong robustness.
Rotation attack experiment

Noise attack experiment
Use imnoise ( ) function to overlay the salt-and-pepper noise with the noise density being 0.02 onto the watermarked images, and there are many particles in the image. In spite of gray imprint in the background image of extracted watermark, the extracted watermark can still be observed, as shown in Figure 6(b) , and then NC = 0.9992, PSNR = 18.5464; overlay the Gaussian noise into the complex carrier image again, set the mean value to 0 and increase the variance from 0.01 to 0.05 in sequence, use the imnoise ( ) function to overlay the Gaussian noise with the noise density being 0.02 onto the watermarked image, and there are still plenty of particles in the image. In spite of gray imprint also in the background image of extracted watermark, the extracted watermark can still be observed, as shown in Figure 6(d) , and then NC = 0.9993, PSNR = 13.9862; it can be seen from the experiment data in Table 4 that, this algorithm has good anti-noise ability.
(a) (b) (c) (d) Figure 6 . The complex carrier image and extracted watermark after overlaying noise attacks. 
Noise or variance
From the above data we can see that, whether for salt-and-pepper noise or Gaussian noise, the PSNR values based on the original image and the carrier image both are not very big. This is mainly because the carrier image has changed after noise embedding, which can be observed visually, and become an evidence for us to judge whether the image is attacked by noise. On the contrary, whether for salt-and-pepper noise or Gaussian noise, its normalization correlation coefficient NC value is still very big, which means the extracted watermark is very close to the original image, and this is what we expected.
CONCLUSION
This paper put forward a double watermarking algorithm based on the combination of the singular value decomposition and discrete Fourier transform, and verified the feasibility by the embedding and extraction of double watermark of carrier images. In order to verify the robustness of this algorithm, use the PSNR (peak signal to noise ratio) and NC (normalized correlation coefficient) as the objective evaluation bases to carry out the simulation experiments, and the results shown that this method can acquire better visual effect, and has good robustness against the shear, noise, and rotation attacks. The watermark algorithm can also be applied in the copyright protection of other digital media, such as digital audio and digital video, which provide a new thought for the digital watermark research.
