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Abstract:    The  interest  in  data  hiding  has  raised  with  the  recent  activity  in  digital  copyright  protection 
schemes. One way to protect the ownership of a digital image is to secretly embed data in the content of the 
image  identifying  the  owner.  In  particular  we  will  describe  how  one  can  use  watermarking  to  hide 
information in a digital image. Multiple watermarking is used for embedding multiple watermarks into the 
host  single  to  provide  authentication  without  bearing  on  the  optical  quality  of  the  image.  Some  digital 
watermarking  techniques  ensure  the  host-signal  noise  while  associating  the  watermark  in  chronological 
sequence on experienced image data. Our aim is to embed an watermark which contains information into an 
edge  image  and  find  out  that  if  there  will  be  any  attack  on  images  such  as  .jpeg  then  the  information 
embedded in an image will not be change that is the attack will survive on such images. 
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1-INTRODUCTION 
Watermarking is defined as the practice of imperceptibly altering a work to embed a message about the work [I. J. 
Cox (2002)].Hiding watermark information in image data files is one method of enhancing security and protecting 
patient privacy. Data hiding in multimedia signals has been an active research area in recent years. The objective of 
digital image watermarking is the insertion of a hidden message within the body of an image. This message can be 
extracted by receiver to prove ownership, identify if an image has been altered, and highlight the location of any 
alterations. One approach to solving this problem would be to use a digital image watermarking system where an 
imaging specialist could open a tampered image and receive a warning message that part of the image has been 
altered. The availability of digital data such as multimedia services on the internet leads to exponential growth of 
multimedia traffic (image, text, audio, video, etc). Watermarks added to digital content serve a variety of purposes. 
The most common among them are ownership assertion, fingerprinting, authentication and integrity verification, 
content labeling, usage control, control protection, etc. These methods are intended for use in image verification 
applications, where one is interested in knowing whether the content of an image has been altered. We focus on 
jointly enhancing the robustness and security of core embedding mechanisms that can be used as building blocks for 
authentication.  Basically  watermarking  is  of  two  types  one  is  visible  watermarking  and  another  is  invisible 
watermarking. In visible digital watermarking, the information is visible in the picture or video. For example when a 
television broadcaster adds its logo to the corner of transmitted video, this is also a visible watermark. In invisible 
watermarking, information is added as digital data to audio, picture or video, but it cannot be perceived as such 
(although it is possible to detect the hidden information). 
To achieve the robustness in large range of images one might embed multiple watermarks into same image for 
example, one can embed first watermark to convey ownership information, second watermark to verify  content 
integrity and third watermark to convey a caption that might describe the content of image [7]. The embedding must 
be done such that the embedded signal causes no serious degradation to its host. Multiple watermarking algorithms 
can be classified into three classes: re-watermarking segmented watermarking and composite watermarking [8].Re-
watermarking is a straight forward method of embedding. It places one watermark on the top of another and the 
watermark signal is detected by using former watermarked signal as the original image. Segmented watermarking 
partition  the  space  available  for  watermarking  into  blocks  and  allocate  each  block  to  a  different  watermark. 
Composite watermark builds a single composite watermark from a collection of watermarks.Here we have used 
Composite watermarking that builds a single composite watermark from a collection of watermarks.   
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The rest of this paper is organized as follows: section II gives the used methodology. Section III explains the 
procedure technique in detail. The experimental results are given in the section IV. Finally the paper is concluded & 
future work in section V followed by the references.
The methodology used in this paper 
2.2  Edge Detection Using Gabor Filters
Gabor filter is a linear filter that is created by modulating a 
used for edge recognition. This process involves firstly super positioning different Gabor filters which are at different 
phases and orientations, and secondly performing a convolution of the filters with
given by equation: (Grigorescuet al. 2003; Petkov & Wieling 2006)
Where 
 
 
The parameters used in the above equation 
1-   is the standard deviation of the Gaussian factor and determines the (linear) size of its receptive field.
2-   specifies the wavelength of the cosine factor of the Gabor filter.
3-   specifies the orientation of the normal to the parallel stripes of the
4-  is the phase offset of the cosine factor and determines the symmetry of the Gabor filter.
5-   is called the spatial aspect ratio and specifies the ellipticity of the Gaussian factor.
2.2  DCT & Quantization 
The baseline of JPEG encoding 
scan. Firstly using two-dimensional DCT the host image is transformed into the 8x8 block data unit, after which most 
of the block intensity is packed into only a few top
DCT coefficient by its corresponding quantizer step size, followed by rounding to the nearest integer: In this step the 
less important DCT coefficients are wiped out. This (lossy) transformation 
in the 8x8 DCT matrices by a weight taken from a quantization table. If all weights are equal the transformation does 
nothing but if they increase sharply from origin, higher spatial frequencies are dropped quic
applied to the coefficients to obtain a sequence, which includes leading low frequencies and useless high frequency 
values followed. Because the DC coefficients (Top left coefficient) of neighbouring 8x8 block data units are large. 
That invariant property for JPEG images is utilized in selecting the image’s feature vector
    Quantizers can be used to identity functions to embed the watermark information. The number of possible 
values of watermark Wi determines the number of required
i  =  2  we  have  a  binary  quantizer. 
reconstruction point representing the information of
2.3  Different Attacks on Image 
In this research work we used bitmap (.bmp) images. And perform all operation on it. Then convert the Bitmap 
images to JPEG (.jpeg) images. Because 
of image becomes unchanged but not r
Bitmap images.  
                                                                      
The rest of this paper is organized as follows: section II gives the used methodology. Section III explains the 
procedure technique in detail. The experimental results are given in the section IV. Finally the paper is concluded & 
future work in section V followed by the references. 
2. USED METHODOLOGY 
The methodology used in this paper is divided into following different techniques:  
Edge Detection Using Gabor Filters 
Gabor filter is a linear filter that is created by modulating a sinusoid with a Gaussian.
process involves firstly super positioning different Gabor filters which are at different 
phases and orientations, and secondly performing a convolution of the filters with the original
given by equation: (Grigorescuet al. 2003; Petkov & Wieling 2006). 
 
sed in the above equation are explained below: 
is the standard deviation of the Gaussian factor and determines the (linear) size of its receptive field.
specifies the wavelength of the cosine factor of the Gabor filter. 
specifies the orientation of the normal to the parallel stripes of the Gabor filter. 
is the phase offset of the cosine factor and determines the symmetry of the Gabor filter.
is called the spatial aspect ratio and specifies the ellipticity of the Gaussian factor. 
The baseline of JPEG encoding process can be separated into several phases, such as DCT, quantization, zigzag 
dimensional DCT the host image is transformed into the 8x8 block data unit, after which most 
of the block intensity is packed into only a few top-left coefficients [9]. Quantization is defined as division of each 
DCT coefficient by its corresponding quantizer step size, followed by rounding to the nearest integer: In this step the 
less important DCT coefficients are wiped out. This (lossy) transformation is done by dividing each of the coefficients 
in the 8x8 DCT matrices by a weight taken from a quantization table. If all weights are equal the transformation does 
nothing but if they increase sharply from origin, higher spatial frequencies are dropped quic
applied to the coefficients to obtain a sequence, which includes leading low frequencies and useless high frequency 
values followed. Because the DC coefficients (Top left coefficient) of neighbouring 8x8 block data units are large. 
at invariant property for JPEG images is utilized in selecting the image’s feature vector. 
can be used to identity functions to embed the watermark information. The number of possible 
determines the number of required quantizers. Index is i that select the quantizer
2  we  have  a  binary  quantizer. To  embed  one  bit  i,  i  Є  {0,  1}  and  image  pixel  is  mapped  to  the  nearest 
reconstruction point representing the information of i. 
used bitmap (.bmp) images. And perform all operation on it. Then convert the Bitmap 
Because JPEG is most widely used compression standard for image. By this the color 
of image becomes unchanged but not recognized by the necked eyes. So the JPEG is the most powerful attack on 
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The rest of this paper is organized as follows: section II gives the used methodology. Section III explains the 
procedure technique in detail. The experimental results are given in the section IV. Finally the paper is concluded & 
sinusoid with a Gaussian. Gabor filters can also be 
process involves firstly super positioning different Gabor filters which are at different 
the original image. This filter is 
is the standard deviation of the Gaussian factor and determines the (linear) size of its receptive field. 
is the phase offset of the cosine factor and determines the symmetry of the Gabor filter. 
 
process can be separated into several phases, such as DCT, quantization, zigzag 
dimensional DCT the host image is transformed into the 8x8 block data unit, after which most 
oefficients [9]. Quantization is defined as division of each 
DCT coefficient by its corresponding quantizer step size, followed by rounding to the nearest integer: In this step the 
is done by dividing each of the coefficients 
in the 8x8 DCT matrices by a weight taken from a quantization table. If all weights are equal the transformation does 
nothing but if they increase sharply from origin, higher spatial frequencies are dropped quickly. A zigzag scan is 
applied to the coefficients to obtain a sequence, which includes leading low frequencies and useless high frequency 
values followed. Because the DC coefficients (Top left coefficient) of neighbouring 8x8 block data units are large. 
.  
can be used to identity functions to embed the watermark information. The number of possible 
that select the quantizer. For the case 
and  image  pixel  is  mapped  to  the  nearest 
used bitmap (.bmp) images. And perform all operation on it. Then convert the Bitmap 
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3. Flowchart of the process 
 
 
Figure1Flow chart for watermark embedding                Figure 2 Flowchart for attack & verification 
4.  WATERMARK EMBEDDING MECHANISM 
1-Read the input image (cover) to be watermarked and use the Gabor Filter for detecting the edge of Hrithik.bmp. 
 
                                                            Figure 3:Hrithik.bmp Figure 4:HrithikEdge.bmp 
2-Extract the cover vectors from the cover (original) image by first dividing the image into blocks of 8 × 8 pixels 
and compute DCT for each block. 
START 
Take the cover image 
Edge detection of cover image 
using Gabor filter 
Divide the Edge image into    
8 x 8 blocks of pixels 
Compute 2D DCT on 
these blocks & Quantize 
Zigzag scan 
Select AC coefficient 
& store in 1D array 
Take 2 binary 
images as 
watermark 
Inverse DCT & Normalize 
Watermarked image 
STOP 
Store DC 
coefficient in 
separate array 
START 
Take Watermarked image 
Apply JPEG attack 
IF Watermarked 
image pixel == 
JPEG image 
pixel 
Approximate 
original 
image 
Distorted 
image 
STOP 
 
Yes 
 
No 
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Figure 5: 8×8 block of DCT of HrithikEdge.bmp 
3- Now, quantize the DCT coefficients with the quantization table of quality factor 75 by dividing each DCT 
coefficient with the weighting factor of the quantization table and rounding to nearest integer. Quantization table of 
quality factor 75 is given as: 
 
 
 
 
 
Figure 6 
4- Next step is to scan the quantized coefficient of each block in zigzag order. 
                                                      
 
Figure 7 
5- Thus converting a 8x8 squared array of quantized DCT coefficients to a 1-D string of 64 elements with the first 
left representing the DC component and the others 63 representing AC elements called cover vector, because most of 
the block energy is packed into only a few top-left coefficients, through quantizing so we left DC coefficient for 
embedding. 
6.  Take 2 binary images as watermark 
                                                                                                 
                                                                              Figure 8: (a) Logo1                    (b) Logo2          
7-After getting the cover vectors, select the vectors Vi =V1......Vn which are orthogonal to each other for getting 
the different orientation. 
8-Take binary watermarks Wi & insert it into the n highest magnitude coefficients of orthogonal vectors excluding 
the DC component. It results in Vi’=V 1’...Vn’.  
              V’i = Vi + a Vi Wi = Vi (1+a Wi)         
where  Wi  is  the  corresponding  watermark  component  and  α  is  the  scaling  factor  to  control  the  strength  of 
watermark (e.g., α = 0.1). 
Q 75 =     IJECSE,Volume1,Number 2  
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                                                                              Figure 9: Multiple Watermark Embedding  
9.  Apply the inverse DCT and normalize the coefficients. 
10.  Finally we get the watermarked image as  shown in figure 10: 
 
 
                                                                                                Figure 10: Watermarked Image 
5.  EXPERIMENTAL RESULTS 
Grayscale image is used as the cover work and binary images are used as the watermark signals. For simplicity, 
we had used the size of the cover work as 256´256.The two watermarks namely logo1 and logo2 are used as it is 
multiple watermarking. Both the watermarks are the binary images of size 32´32. 
Now, we perform attack of JPEG on the watermarked image of Hrithik which contains the logo1 and logo2, i.e. 
attack on image. Because JPEG is most widely used compression standard for image. By this the color of image 
become changed but not recognized by necked eyes. We find that watermarked image pixel are  equal to the JPEG 
image pixel which are approximately same as original image. So the JPEG is the power full attack on Bitmap images 
 
                                                                        
                                                     Figure 11: HrithikEdge.bmp                 Figure 12: HrithikEdge.jpeg 
Experimental results also show that the presented method can avoid the interference of one watermark with 
another very well, which is one of the most important and difficult problems for a multiple watermarking algorithm. 
6.  CONCLUSION AND FUTURE WORK 
The experimental results show that our scheme is robust against various image processing operations such as, 
filtering, lossy jpeg compression and noise addition leading to the access of better quality of the image by the 
authorized users. The scheme is simple, fast, cost effective and easy to implement. Future work should focuses on the 
design of extraction function and synchronization schemes against the geometric attacks. This technique can also be 
applied to the moving images by constructing frames. Because animated image is nothing but a combination of 
multiple frame which is projected simultaneously.  
JPEG 
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