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Abstract
The reliability performance of a safety instrumented system (SIS) can be determined by several
analytical methods, such as simplified formulas, fault tree analysis and Markov analysis. These
methods are mentioned in annex B of IEC 61508-6, but this part is not normative and the user
may choose which method to use based on the specific operational characteristics of the SIS.
Moreover, since it does not provide detailed explanations, proofs and generalized formulas for
koon architecture, it is difficult for the users to understand and use it as a guideline. The pur-
pose of this report is to provide background and rationale for these and some other commonly
used methods, i.e., the PDS method and Rausand’s method, to compare them and suggest alter-
native methods to overcome some of their weaknesses, and to outline a procedure for their use.
This report provides detailed proofs of the IEC 61508 simplified formulas, i.e., the reliabil-
ity block diagram approach, and extend them to general koon architectures. Due emphasis is
given to critically evaluate the PDS method and several issues are discussed; for example, the
conditional relationship of DU and DD failures. As far as these failures required to be quantified
separately, as the PDS method does, an alternative formula is developed that takes this relation-
ship into account. Among the simplified methods the Rausand’s method is the least detailed
and the PDS method is the most. Nevertheless, the analytical and numerical results show that
these simplified methods are very similar except some slight differences resulted from the re-
spective levels of details they consider.
It is recognized that fault tree analysis (FTA) is always a good start during SIS reliability quan-
tification, especially if the SIS is in the design phase. The report sets out a procedure and ex-
plores the proper formula in terms of correcting the optimistic approach used in the FTA. It is
also noted that a hybrid of FTA and Markov analysis represents a SIS better since some flexibility
in the quantification can be taken care of by Markov analysis.
Beside the advantages that has already been explored in Markov analysis, it is acknowledged
and exemplified in the report that the model is appropriate to calculate “the average probability
iii
that the SIS fails and the process demand occurs”, whilst the existing tradition is limited to cal-
culating “the average probability that the SIS fails” without directly taking the process demands
into account.
All these and other existing methods in the area assume constant failure rate though it is,
indeed, unrealistic. This report introduces a new approach to quantify SIS reliability perfor-
mance under the assumption of other lifetime distributions and is demonstrated thoroughly
with Weibull distribution. The approach is verified both analytically and numerically for accu-
racy.
Furthermore, the report establishes a simple procedure that may help users to choose the
most adequate method, among the methods covered in this report, based on the specific oper-
ational characteristics of the SIS. This is further demonstrated in a case study.
Finally, the limitations of the present work are noted and suggestions for some areas of fur-
ther researches are given.
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Chapter 1
Introduction
1.1 Background
Many operations in the process industry and other application sectors involve inherent risks
due to different hazards. A safety instrumented system (SIS) is installed to prevent the devel-
opment of a hazard to an accident or to reduce the associated consequences. A SIS comprises
sensors, logic solvers and final elements as illustrated in Figure 1.1. IEC 61508 [4] and IEC 61511
[5] are the two important standards in the process industry that provide a general framework
and requirements for the design, development and operation of a SIS1.!! ! !!!!!!!!!!!"#$%&'%!! !!!!!!!!!!!!!!!!!!!!!!!!(&)*+!"&,-#'!!! !!!!!!!!!!!!!!!!!!!.*$/,!0,#1#$2!!!!
3&1452#'!!
Figure 1.1: A simplified illustration of a safety instrumented system [20]
Beside other qualitative and semi-quantitative measures, the standards require the reliabil-
ity performance of a SIS to be quantified. For a SIS operating in a low demand, i.e. where the
1These standards use the term electrical/electronic/programmable electronic (E/E/PE) safety systems as SISs.
1
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frequency of demands is no greater than once per year, the average probability of failure on de-
mand (PFDavg) is used as a quantitative measure. The PFDavg is the mean unavailability of a SIS
to perform the specified safety function when a demand occurs [4].
The PFDavg can be determined on the basis of several analytical methods, such as simplified
formulas, fault tree analysis, Markov analysis, and Petri nets. These methods are mentioned in
annex B of IEC 61508-6, but this part is not normative and the user may choose which method
to use based on the specific operational characteristics of the SIS.
Many users choose the most simplified methods, i.e., the simplified formulas. However, the
standard provides formulas only for some typical architectures without proof. It is, therefore,
difficult for users to understand and use the standard as a guideline. Some authors [10, 12, 14]
provide the proofs for these architectures by using different approaches (simple probabilistic
approach and Markov analysis). Nevertheless, none of them provide general formulas for koon
architectures.
Beside IEC 61508, simplified formulas in the PDS method [23], and in Rausand and Høyland
(2004) [20], hereafter referred to as Rausand’s method2, are also the commonly used methods.
The PDS method is developed to overcome some of the weaknesses of the IEC 61508 simpli-
fied formulas and incorporates several factors that affect the unavailability of a SIS. Depending
on the characteristics of the SIS under consideration, the most adequate method, among these
simplified formulas, can be chosen. Failure to understand their limitations and differences may
lead to unnecessary computational burden and/or erroneous results.
IEC 61508 provides a limited discussion on fault tree analysis (FTA) as a PFDavg calcula-
tion method. FTA has been used for many years and several references are available such as
[2, 18, 20]. A detailed discussion of FTA as a PFDavg calculation method is presented by [16] and
ISA [6]. Due to its static nature and the independency assumption of basic events, the method
2The approach is proposed by Professor Marvin Rausand. Although it is the foundation for many PFDavg calcu-
lation approaches and has been used in many application sectors, the approach has never been mentioned after
him.
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does not sufficiently capture some relevant system behaviors and maintenance strategies. But,
with a hybrid model of FTA and Markov analysis, it is possible to overcome this limitation [1].
Generally, there are two PFDavg calculation methods in Markov analysis [9], i.e., based on
time dependent and steady state probabilities. In IEC 61508, the former is regarded as the cor-
rect approach though no sufficiently detailed discussion is given. This approach of calculating
PFDavg is also cumbersome unless appropriate procedure is implemented to reduce sufficiently
the number of states.
The term PFDavg is less appropriate [12] since with the existing methods the average un-
availability of a SIS is calculated without directly taking the process demands into account. All
methods in the standards and books [4, 5, 6, 19, 20, 23] consider the process demand into ac-
count indirectly by roughly classifying the demand rate as low and high. It is argued in [7] that
the explicit incorporation of process demand is necessary to assess SIS safety performance appro-
priately, and a simple arbitrary division between low demand and high demand is insufficient;
and this argument is supported by some empirical results from Markov analysis.
All the PFDavg calculation methods that have been developed so far are based on the as-
sumption of constant failure rate. The primary argument is that the failure rate function of most
equipment during the useful life period is flat so that it can be approximated to a time invariant
constant failure rate λ, and exponential distribution can thus be used. Moreover, since the ex-
ponential distribution is fully characterized by its mean, the calculation is much more tractable
than other lifetime distributions. However, it is recognized by analysts and researchers that the
assumption is invalid in most real life situations, especially for rotating equipment.
1.2 Objectives
The main objective of this master thesis is to rationalize and compare selected methods for
PFDavg calculation, provide alternative methods to overcome their weaknesses (if any), discuss
their applicability in different situations, and give recommendations to their use. To achieve
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these, we consider the following specific objectives:
1. Describe the background and rationale for the simplified formulas in IEC 61508, the PDS
method, and Rausand’s method.
2. Provide a detailed comparison of these simplified formulas.
3. Provide a procedure for PFDavg calculation based on FTA.
4. Describe the background and rationale of Markov analysis, and assess and illustrate with
examples the different PFDavg calculation approaches.
5. Present and discuss the assumptions that are required to use the methods mentioned
above.
6. Develop methodologies to overcome some of the limitations of the methods mentioned
above.
7. Provide a procedure to choose the nearest possible approach based on the specific oper-
ational characteristics of the SIS.
8. Perform a case study and quantify the PFDavg by each of the method mentioned above,
and compare and comment the result.
1.3 Limitations
The focus of this thesis is on the reliability quantification methods of a SIS operating in a low
demand mode of operation. It does not include methods for a SIS operating in a high demand
mode. Moreover, qualitative and semi-quantitative aspects as well as organization interventions
are outside the scope of the thesis.
The thesis uses IEC 61508 as a base and its main principles are inherited in the analysis. The
quantification methods are thus based only on the random hardware failures, and so systematic
failures are not taken into account in the analysis, as is IEC 61508. Safe failures and software
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failures are also not part part the analysis. As method evaluation, the thesis does not assess
modeling of common cause failure (CCF).
1.4 Structure of the Report
The report is organized as follows: The first two chapters include brief descriptions, based on
IEC 61508, on the design, development and operation of a SIS, and some clarification of terms
and concepts used in the analyses. Chapter 2 provides a brief overview of parts of IEC 61508,
and the requirements in the overall safety life cycle (SLC) as presented in the standard. Chapter
3 discusses the qualitative and quantitative aspects of functional safety requirements. Failure
classification, and clarification of the definition and interpretation of the PFDavg are also pre-
sented. Chapter 4 provides proofs and assumptions of simplified formulas, i.e., simplified for-
mulas in IEC 61508 and the PDS method, Rausand’s method, and an alternative method. Fault
tree analysis is treated in Chapter 5. However, some of the important limitations of FTA (e.g., its
static nature) are overcome by Markov analysis and it is considered in Chapter 6. It covers time
dependent and steady state probabilities, and PFDavg calculation by incorporating the process
demand. All the SIS reliability quantification methods are based on constant failure rate as-
sumption and to overcome this limitation a new approach is introduced in Chapter 7. In Chap-
ter 8, the methods considered in the preceding chapters are discussed, compared and summa-
rized. The analyses performed from Chapter 4-8 are demonstrated in a case study in Chapter 9.
Finally, Chapter 10 presents concluding remarks and issues require further researches.
Chapter 2
Introduction to Safety Lifecycle
2.1 Introduction
A SIS is installed on the equipment under control (EUC) to perform the designated safety func-
tion1. An EUC can be any equipment (e.g., machinery, apparatus or plant used for manufactur-
ing, processing, transportation and so on) that the SIS is installed for.
Several qualitative and quantitative aspects should be taken into account while implement-
ing a SIS. These aspects normally encompass the whole life span of the SIS, i.e., each relevant
activity from cradle to grave. Accordingly, IEC 61508[4] and IEC 61511[5], set out relevant re-
quirements through the overall safety lifecycle (SLC). The focus of this chapter is to present the
main issues in the overall SLC established in IEC 61508.
IEC 61508 is a generic standard for all lifecycle activities of systems comprising one or more
electrical and/or electric and/or programmable electronic (E/E/PE) elements (SISs). Although
the standard is restricted to E/E/PE safety systems, the principles can still be utilized, with spe-
cial care, to systems that depend on other technologies such as mechanical, hydraulic, pneu-
1Safety function is a function to be implemented by a SIS or other risk reduction measures that is intended to
achieve or maintain a safe state of the EUC, in respect of a specified hazardous event. Other risk reduction measures
are measures to reduce or mitigate risk that is separated and distinct from SIS [4]. For example, in oil, gas and water
separator a pressure relief valve may be installed beside the SIS. If the SIS is unable to act upon demand to maintain
the safe state of the separator, the pressure level further increases; and then the relief valve may ruptures. It is the
worst scenario but keeps the separator against over pressure. It is a typical instance of other risk reduction measure.
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matic and so on.
It appears that the overall SLC is the fundamental concept of IEC 61508. Overall technical
and nontechnical requirements of a SIS during design, development, operation, and mainte-
nance to decommissioning are addressed using the overall SLC as a framework.
This general framework creates common understanding between involving parties (e.g., sup-
pliers, system integrators, operators, consultants, regulatory bodies and so on) in the life span
of the SIS. That is, the requirements in the SLC serve as common references for parties who are
taking part in any phase.
The standard provides an overall risk-based approach for the implementation of a SIS. If the
risk with respect to a certain hazardous event is above the specified tolerable level, one or more
safety systems should be employed to prevent its escalation to an accident and/or to reduce the
associated consequences. Thus, the SLC starts out with understanding the EUC and its potential
hazards and end up with decommissioning of the implemented SIS. A discussion on the main
activities in each phase of the SLC is presented in section 2.4. Before that, we briefly see the
parts of the standard and their relationship.
2.2 Parts of IEC61508
In each step of the overall SLC, the standard gives a breadth and depth requirements for both
software and hardware parts of a SIS. Examples and guidelines for the application of these re-
quirements are also made available. As can be seen from Table 2.1, the standard consists of
seven parts, of which the first three are normative meaning they are required for compliance
and the last four are informative which solely provide information and examples.
Figure 2.1 shows the relationship among parts of the standard and phases of the overall SLC
activities. Part one is the main part of the standard where the overall SLC is treated. In the
realization phase of the overall SLC, part two and three take responsibility to set out the require-
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ments using their respective lifecycle. The remaining parts supplement part one, two and three.
The requirements are classified as technical and nontechnical as shown in the figure. To give
a little more insight on the main objectives of the parts of the standard, we briefly summarize
them as follows.
Table 2.1: Parts of IEC 61508 [4]
Parts Title
Part 1 General requirements (required for compliance)
Part 2 Requirements for electrical/electronic/programmable electronic
safety-related systems (required for compliance)
Part 3 Software requirements (required for compliance)
Part 4 Definitions and abbreviations (supporting information)
Part 5 Examples of methods for the determination of safety integrity levels
(supporting information)
Part 6 Guidelines on the application of parts 2 and 3 (supporting
information)
Part 7 Overview of techniques and measures (supporting information)
Part one: Fundamental requirements of the standard are presented in this part. One has
to understand this part before starts working with the other parts. We have given emphasis on
both technical and nontechnical issues presented in this part. This chapter discusses techni-
cal requirements through the overall SLC whereas nontechnical requirements are highlighted
in Chapter 3.
Part two: This part is devoted to provide the requirements related to the hardware part of
a SIS. Hardware related general framework is therefore provided so as to achieve the required
safety function. Requirements are presented in a specific hardware SLC along with functional
safety and functional safety assessment requirements. This part and part three are intended to
be used by manufacturers since requirements are related to design and development of a SIS.
It gives also information on installation, commissioning and final safety validation activities.
However, it does not include requirements on operation and maintenance, which are covered
under part one.
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Part three: This part deals with the requirements related to software part of a SIS. Under the
scope of part one and part two, softwares that are used in a SIS or used to develop a SIS should
obey requirements set out in this part. To implement this part properly, it requires thorough
understanding of part one and part two. Like in part two, software requirements are established
through software SLC. Requirements are further extended on how to provide information and
procedures on the operation, maintenance and modification of softwares to make available to
the end users.
Part four: This part contains definitions and explanations of the terms and abbreviations
used in the standard. It is important for both experienced and less experienced users to under-
stand and implement the standard correctly.
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Figure 2.1: Safety lifecycle phases and parts of IEC 61508
Part five: Part five consists of seven informative annexes. These are examples and discus-
sions on the application of part one, particularly on the analysis part of the overall SLC (see
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Section 2.3). The focus is on the concepts and methods related to risk based safety integrity
level (SIL) determination. A number of quantitative and qualitative methods are discussed with
examples.
Part six: This part and part seven provide information and examples on the application of
part 2 and part 3. Quantitative and semi-quantitative measures discussed to quantify hardware
failures, for example PFDavg. An example on the application of software integrity is also pre-
sented.
Part seven: This part provides information mainly for manufacturers regarding the tech-
niques and measures required during the design and development of a SIS. These are related
to controlling of random hardware failures, avoidance of systematic failures, achieving software
safety integrity and some other concepts.
2.3 Overall Safety Lifecycle
The overall SLC is the keystone of the requirements in IEC 61508. All requirements and parts of
the standard are directly linked to this fundamental concept. Broadly, the purpose is to demon-
strate the development and documentation of a safety plan and its execution until decommis-
sioning. It enables to approach all relevant activities during the whole life span of the SIS in a
systematic manner so that the required safety performance can be achieved.
The overall SLC is shown in Figure 2.2. It should be noted that activities related to verifi-
cation, management of functional safety and functional safety assessment are not shown in the
figure for brevity reason. These requirements are however crucial to be considered in all the ac-
tivities shown in the figure.
The objectives and requirements in each box of the overall SLC are presented in clauses 7.2-
7.17 of IEC 61508-1. However, in box 10 a reference is made to part two and three of the standard,
and thus the objectives and requirements of the realization phase are presented in these parts.
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Note that box 11 is connected through hidden line because it is outside the scope of the stan-
dard.
The overall SLC model can roughly be classified into three phases such as analysis, realiza-
tion and operation. In the first phase all possible hazards in the EUC shall be identified and their
associated risk levels should be estimated. All possible risk reducing measures should be as-
sessed, and determine whether or not a SIS is required afterwards. If so, a document called safety
requirements specification (SRS) should be established after allocating the overall integrity re-
quirements to the SIS. The second phase is the realization phase that deals with designing and
manufacturing of the SIS based on the requirements in the SRS. The last phase encompasses
the initial start up through operation, maintenance, repair and modification to final decommis-
sioning.
To implement the standard properly, from the onset the organization should appoint one
or more persons who take care of one or more activities in the overall SLC. Persons need to be
competent and knowledgeable for the activity they are assigned (see clause 6 of IEC 61508-1).
2.3.1 Analysis
The analysis phase starts out with proper understanding of the EUC, its function and the en-
vironment around it. This is a prerequisite to identify comprehensively the likely sources of
hazards and harmful events. During hazard identification all modes of operation (including
abnormal and infrequent) and all reasonably foreseeable circumstances (including fault condi-
tions, reasonably foreseeable misuses and malevolent or unauthorized actions) should be taken
into account. An assessment shall then be done to decide whether or not the identified hazards
are worth to be studied further. The following are some important checkpoints that should be
considered before commencing a full-scale risk analysis:
• Make sure that the boundary of EUC and its control system are defined such that all equip-
ments and systems associated with the relevant hazards and harmful events are included.
• Make sure that relevant external events are considered.
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Figure 2.2: Overall safety lifecycle [4]
CHAPTER 2. INTRODUCTION TO SAFETY LIFECYCLE 13
• Interaction of the EUC with other EUC should be taken into account from the develop-
ment of a hazardous event point of view.
• Make sure that the types of the initiating events are clearly identified.
Once hazards are identified, sequences that lead to a hazardous event should be determined
by using an appropriate risk analysis method. IEC 61508-5 suggests some well-known risk analy-
sis techniques. The risk level for each hazardous event, often as a combination of likelihood and
consequence, should be estimated. The standard stresses on the things that should be consid-
ered while conducting risk analysis (e.g., the tolerable risk for each hazardous event, measures
taken to reduce or remove hazards and risks, the assumptions, and so on.). Note that priority
should always be given to eliminate any of these event sequences by either modifying the pro-
cess design or materials used.
Based on the results obtained from risk analysis, overall SRS (in terms of overall safety func-
tion requirements and overall safety integrity requirements) for both safety instrumented func-
tions (SIFs)2 and other risk reduction measures shall be established. Note that such require-
ments should be set out for each relevant hazardous event.
Overall safety function requirements at this level are specified in general terms since the
method and technology that will be implemented is not yet known. Specifying what function
the system is supposed to do when a demand occurs from the EUC is sufficient. For each safety
function an overall safety integrity requirements, qualitatively and quantitatively, should then
be established.
Risk can be reduced either by reducing the consequence or by reducing the frequency. To
achieve the desired risk reduction for a certain hazardous event, one or more SIFs and/or other
risk reduction measures may be implemented (see also Figure 3.1).
2A SIF is a safety function performed by SIS. A SIS may consist of one or more safety instrumented functions.
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Therefore, the overall safety requirements should be allocated to SIFs and other risk reduc-
tion measures (the standard is applicable only if the risk reduction is done at least partly by a
SIF). First the overall safety function is allocated to SIFs and other risk reduction measures, and
then the target failure (safety integrity) is allocated to each safety function carried out by SIFs.
Note that the overall integrity requirement also affects the allocation of the overall safety
functions. Consideration shall also be given on the effects of common cause failure (CCF) and
whether or not there is dependency among the EUC control system, SIFs and other risk re-
duction measures. It is also important to consider the skills and resources available during the
whole lifetime of the SIS. Allocation is not a straightforward issue, but some methods are sug-
gested in IEC 61508-5.
The safety integrity requirement for each SIF is specified in terms an average probability of
a dangerous failure on demand (PFDavg). As can be seen from Table 2.2, IEC 61508 uses four
categories where SIL 1 is the lowest (least reliable) and SIL 4 is the highest (most reliable). After
proper allocation, each SIF falls in one of these four levels and the lowest possible probability
that can be achieved with the current technology is 10E-5. That is, no single SIF shall claim a
probability lower than this value. Together with semi-quantitative and qualitative measures, a
SIL measures the reliability a SIF.
Table 2.2: Categories of target failure measures (SIL) for a SIF operating in a low demand mode of opera-
tion [4]
Safety Integrity Average probability of a dangerous
level (SIL) failure on demand of the safety function (PFDavg)
4 ≥ 10−5 to < 10−4
3 ≥ 10−4 to < 10−3
2 ≥ 10−3 to < 10−2
1 ≥ 10−2 to < 10−1
Finally, the safety requirements (in terms of safety function and integrity) shall be estab-
lished neatly and made available to the developer(s). It shall contain as much relevant infor-
mation in a clear and precise manner as possible. The standard provides detailed requirements
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regarding:
• how the structure and expressions of a SRS should look like
• the content related to safety functions requirements specification of SIFs
• the content related to safety integrity requirements specification of SIFs
2.3.2 Realization
This is the phase where the SIS is designed and developed such that requirements in the SRS are
met. Part 2 (related to hardware) and part 3 (related to software) of the standard are devoted in
realizing the required SIF. This phase can further be classified into three: pre-design and devel-
opment, design and development, and post-design and development.
Pre-Design and Development
Realization begins with describing the design/architecture of the SIS under the so-called SIS de-
sign requirements specification. It is primarily derived from the SRS, but in here design require-
ments are specified at subsystem, element and/or component level. The specification should
contain detailed descriptions in terms of hardware and software of the SIS.
Since it is the foundation for the realization of the SIS, ultimate care should be exercised to
be able to demonstrate, with reasonable detail, how requirements in the SRS are fulfilled. In
addition, appropriate methods shall be implemented to avoid some misspecification problems.
The development of SIS design requirements specification is an iterative process where it
is updated over time and becomes more mature as the design progresses. Like in any other
activities in the SLC, the document needs to be comprehensive and traceable for those who
may use it in any activity in the SLC.
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Design and Development
This phase is normally performed parallel with safety validation planning (box 7 in Figure 2.2).
This is a plan containing proper procedures (activities) to be implemented to validate whether
or not the SIS performs the safety function as desired, i.e., a plan to demonstrate, before com-
missioning, that the SIS satisfies all the requirements in the SRS and SIS design requirements
specification. For example, the plan may include the environment under which the test is to
take place, the pass/fail criteria (policy), words on how to deal with the results and the like.
Design and development is a broad, time consuming and resource-intense part of the overall
SLC. The design, hardware or software, of a SIS shall meet all requirements related to
1. hardware safety integrity
2. systematic safety integrity
3. architecture of integrity circuits (ICs) with one chip redundancy
4. system behavior on detection of a fault
5. data communication processes
A slight overview of the first two requirements is presented below:
1) Hardware Safety Integrity: Hardware safety integrity requirement consists of requirements
related to both
A) architectural constraints on hardware safety integrity, and
B) quantification of the random hardware failure
A) Architectural Constraints on Hardware Safety Integrity: Two possible routes have been
suggested to achieve the maximum safety integrity level that can be claimed for a SIF.
I) Based on Hardware Fault Tolerance (HFT) and Safe Failure Fraction (SFF) Con-
cepts: Based on the characteristics they possess, elements are classified as type
A and B (see IEC 61508-2 p. 24). An element can be regarded as type A if for the
components required to achieve the safety function:
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• The failure modes of all constituent components are well defined; and
• the behavior of the element under fault conditions can be completely deter-
mined; and
• there is sufficient dependable failure data to show that the claimed rates of
failure for detected and undetected dangerous failures are met
An element can be regarded as type B if for the components required to achieve
the safety function
• The failure mode of at least one constituent component is not well defined;
or
• The behavior of the element under fault conditions can be completely de-
termined; or
• There is insufficient dependable failure data to support claims for rates of
failure for detected and undetected dangerous failures.
The estimates for HFT and SFF can be obtained as follows:
• HFT is the number of faults that can be tolerated before loss of the safety
function (e.g., A HFT of n means that n+1 is the minimum number of faults
that could cause a loss of the safety function).
• Procedures to determine SFF are described in Annex C of IEC 61508-2. Ac-
cordingly,
SFF=
∑
λs +∑λDD∑
λs +∑λDD +∑λDU (2.1)
where λs , λDD and λDU are safe, dangerous detected and dangerous unde-
tected failure rates respectively.
Once the above attributes are estimated, the maximum possible SIL that can be
claimed for a SIF can be determined based on Table 2.3. Moreover, depending
on the situation the table can also be used:
• To determine the HFT requirements for an element/subsystem given the re-
quired SIL of the safety function and the SFFs of the elements/subsystems
used.
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• To determine the SFF requirements for elements given the required SIL of
the safety function and the HFT of the subsystem.
Table 2.3: Maximum allowable safety integrity by type A and type B element or subsystem [4]
SFF of an element HFT - Type A HFT - Type B
0 1 2 0 1 2
<60% SIL 1 SIL 2 SIL 3 Not Allowed SIL 1 SIL 2
60% −<90% SIL 2 SIL 3 SIL 4 SIL 1 SIL 2 SIL 3
90% −<99% SIL 3 SIL 4 SIL 4 SIL 2 SIL 3 SIL 4
≥ 99% SIL 3 SIL 4 SIL 4 SIL 3 SIL 4 SIL 4
II) Based on Component Reliability Data from Feedback from End Users, Increased
Confidence Levels and HFT for Specified SIL: The effect of random hardware
failures based on component reliability data is quantified. In here, failure data
uncertainty analyses need to be performed in relation to target failure measures.
The system then has to be improved to make sure that the confidence of attain-
ing the target failure measure is greater than 90%.
B) Quantification of Random Hardware Failures: For each SIF, the achieved SIL has to
be demonstrated through an appropriate reliability quantification method. If the
integrity requirement for a particular SIF is not achieved, different factors (e.g., com-
ponent reliability, diagnostic coverage, test interval, redundancy, and so on) should
be reassessed and improved. Several PFDavg calculation methods are studied in de-
tail in Chapter 4-8, and a case study on the application of these methods is presented
in Chapter 9.
2) Systematic Failures: During design and development, hardware and software, necessary at-
tentions should be given to avoid systematic failures. Often due to their nature, it is diffi-
cult to avoid or control such failures. There are always some residuals left in the system,
especially the ones related to operational failures. However, it is possible to reduce their
effect up to some extent by exploiting appropriate methods, procedures and/or documen-
tation.
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It is also necessary to make sure that the design could not cause other safety system(s) to
fail. Analysis should be conducted to determine this, and if it causes the design has to be
changed (preferred) or the likelihood has to be reduced.
In most cases employing a proven element/subsystem will reduce the effect of system-
atic failures. According to the standard, an element/subsystem is said to be proven if it
has a clear restricted and specified functionality and when there is adequate documen-
tary evidence to demonstrate that the likelihood of any dangerous systematic faults is low
enough that the required safety integrity levels of the safety functions that use the element
is achieved.
There are several causes of systematic failures (see Section 3.5.1), and due to their de-
terministic nature the standard does not require them to be quantified (see Section 3.4).
However, the PDS method [23] proposed methods and data to model their effect statisti-
cally (see Chapter 4 and 8).
Post-Design and Development
Once the design and development of the SIS is completed, components/elements/subsystems
need to be integrated correctly to have a complete SIS. It shall then be tested to see whether they
interact each other as intended or not. It should also be tested to see whether or not it performs
only its intended function. If tests reveal any unpleasant result, design change or modification
is required and the procedures should again obey all the requirements. Whenever changes are
made, version numbers should be written clearly on the document.
It is part of the realization phase to provide procedures that will be implemented during op-
eration and maintenance activities so as to maintain the achieved performance. It may consist
issues related to the proper actions that need to be done by the operators (e.g., during start up,
fault condition, shut down), maintenance procedures (e.g., fault diagnoses, repair, revalidation),
documentation of system failure and component failure data, and so on.
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SIS validation can be considered as the final activity of realization phase. This has to be done
according to the plan developed in the beginning of the phase. It encompasses all aspects of the
requirements. The integrated system needs to be tested for validity against the requirements
in the SRS and SIS design requirements specification as well as the procedures developed to be
implemented during operation and maintenance. Note that in some cases validation activity
may be performed after installation is completed.
If the validation activity is not satisfactory, appropriate modifications, corrections or en-
hancements should be done. After these activities the system should be revalidated, reverified
and documented with another version.
In parallel with the realization phase, it has suggested in the standard to make an overall
plan related to
• operation and maintenance,
• safety validation, and
• installation and commissioning
The objectives and requirements of these plans are mentioned in IEC 61508-1, p. 35-38.
2.3.3 Operation
This is the longest phase of the overall SLC. According to our classification, operation phase be-
gins with installation and commissioning. This has to be done according to the plan established
earlier. If discrepancies occur during installation, it has to be documented properly— including
the decision made to deal with it.
After installation and commissioning, and before proper operation commences, the SIS has
to be tested for validation. This is the overall validation activity performed to compare the result
with the overall safety requirements. This activity has to be done in accordance with the overall
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validation plan. If the validation result does not meet with the desired result, the problem area
and the decision taken to correct the problem has to be documented.
To maintain the achieved safety performance, the manufacturer should provide a technical
document containing proper activities to be done during operation, maintenance and repair.
Any failure and corrective actions made during operation, maintenance and repair need to be
documented chronologically.
If modification is required, first a procedure needs to be established to make sure that the
requirements are maintained during and after the activity. Procedures in turn are based on the
results gained from impact analysis, i.e., an assessment to predict whether or not the proposed
modification could have effect on the overall functional safety.
The very end activity of the overall SLC will then be decommissioning or disposal. Impact
analysis should be conducted to assess whether or not the proposed decommissioning activity
has an effect during or after the activity. Based on the result, a decision needs to be made and a
detailed procedure shall be established.
Chapter 3
Functional Safety
3.1 Introduction
To be able to install and operate a SIS that complies with IEC 61508, all functional safety require-
ments need to be satisfied. These requirements are broad that cover the whole lifecycle of the
SIS. In this chapter, a brief discussion of functional safety and functional safety requirements is
presented.
3.2 What is Functional Safety?
IEC 61508 differentiates the term functional safety from safety and they are defined as follows
(IEC 61508-4):
• Safety is the freedom from unacceptable risk1.
• Functional safety is part of the overall safety relating to the EUC and the EUC control sys-
tem that depends on the correct functioning of the SIS and other risk reduction measures.
The standard uses the term functional safety instead of safety 2. The difference is, however,
not clear enough and many use them interchangeably. What conditions demarcate functional
1Risk is the combination of the probability of occurrence of harm and the severity of that harm. Harm is a
physical injury or damage to the health of people or damage to property or the environment (IEC 61508-4).
2It is also believed that the term functional SLC is the correct term instead of just SLC though the adjective
function is removed
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safety from safety? What term do we use in situations where safety depends only on passive sys-
tems? An example of passive system may be a separator is equipped with a strong material that
resists extreme pressure. Does functional safety limited to the safe state of the EUC, and safety
does not?
It seems that active and passive systems in the functional safety definition are mixed up since
other risk reduction measures can also be passive systems. Safety systems are used as a barrier
to cut the development of a hazard to an accident, and these systems are either SISs or other risk
reduction measures. This implies that functional safety is a safety that depends on any barrier.
However, this does not seem the intention of IEC 6508 to use the term functional safety.
We therefore believe that the definitions can be understood or altered in such a way: Safety,
as defined in IEC 61508, is the freedom from unacceptable risk. But, a safety is regarded as a
functional safety if it depends on the well functioning of active systems that act upon a demand.
That is, a safety that depends on passive systems (e.g., fire wall) cannot be regarded as functional
safety.
3.3 Safety Instrumented Systems
Based on the risk calculated for the EUC, a decision should be made on whether or not a SIS is
required to achieve the desired functional safety, see Figure 3.1. During risk evaluation, priority
must always be given for the elimination of a hazard at source, if possible. If this is not possible,
one or more SISs and/or other risk reduction measures needs to be implemented to achieve a
tolerable risk level.
A SIF receives requirements in terms of both safety function and safety integrity. Thus, to
maintain the desired risk reduction satisfactorily, these two requirements shall be satisfied. The
safety function requirements for an SIF imply two things [20]: First, it should perform the in-
tended (predefined) function when a process demand occurs within a reasonable period of
time. Second, it should not be activated without a process demand from the EUC with respect
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Figure 3.1: General risk reduction concept [4]
to the hazardous event under consideration.
Safety integrity requirements can further be classified as qualitative, semi-quantitative and
quantitative. Qualitative requirements are mainly concerned with techniques and measures
that should be implemented to avoid and control both hardware and software systematic fail-
ures (see Section 3.4). Semi-quantitative requirements are related to the behavior of compo-
nents, and are expressed in terms of architectural constraints (see Section 2.3.2). Quantitative
requirements measure the probability that an SIF satisfactorily performs specified safety func-
tions under all the stated conditions within a stated period of time (see Section 3.5).
3.4 Qualitative Requirements
The following are key qualitative requirements to achieve the required functional safety.
• Management of functional safety
• Verification
• Functional safety assessment
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The main objectives of the management of functional safety in IEC 61508 as described in
Exida[17] are the follows:
• Structure, in a systematic manner, the phases in the overall safety lifecycle that shall be
considered in order to achieve the required functional safety of the SISs
• Specify the management and technical activities during the overall, hardware and soft-
ware SLC phases which are necessary for the achievement of the required functional safety
of the SIS.
• Specify the responsibilities of the persons, departments and organizations responsible for
each overall, hardware and software SLC phase or for activities within each phase.
• Specify the necessary information to be documented in order that the management of
functional safety, verification and the functional safety assessment activities can be effec-
tively performed.
• Document all information relevant to the functional safety of SIS throughout its SLC.
• Document key information relevant to the functional safety of SIS throughout the overall
SLC.
• Specify the necessary information to be documented in order that all phases of the overall,
hardware and software SLC can be effectively performed.
• Select a suitable set of tools, for the required safety integrity level, over the whole SLC
which assists verification, validation, assessment and modification.
Verification is the process of demonstrating by examination that the objectives and require-
ments of each activity (a box in the SLC) in the SLC (overall, hardware and software) are fulfilled.
Given the inputs for an activity the output should by analyzed using appropriate techniques,
including logical reasoning, to see whether it is in line with the standard. Note that verification
does not have the same meaning as validation. Validation is a process of demonstrating by ex-
amination that particular requirements for a specific use are fulfilled.
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Functional safety assessment is the process of assessing whether the achieved functional
safety by a SIS is adequate enough and compliance with IEC 61508. It is an overall assessment
in the sense that all activities in the SLC (overall, hardware and software) including management
of functional safety, verification and documentation need to be assessed for adequacy. One or
more competent persons may carry out this activity.
3.5 Quantitative Requirements
IEC 61508 requires the failure probability of a SIF due to random hardware failures to be quanti-
fied statistically, i.e., the PFDav g . The main factors for the unavailability of a SIF are component
failure rate, capability and frequency of function testing, and diagnostic coverage. To quantify
the PFDavg with reasonable accuracy, better understanding of the nature of failure causes and
effects is important.
3.5.1 Classification of Failure
Component failures can be classified as random hardware failures (physical) and systematic
failures (nonphysical) based on the nature of their causes. According to the standard, the de-
marcation feature between them is that the failure rate arising from random hardware failures
can be estimated statistically with reasonable accuracy whereas the failure rate arising from sys-
tematic failures cannot be estimated with reasonable accuracy due to their deterministic nature.
Systematic failures often arise due to design, installation and human error whereas random
hardware failures are due to natural degradation (aging) and stress [15]. Some of the respec-
tive common causes are shown in Figure 3.2. For detail discussion on the features of systematic
failure causes refer ISA [6].
In the PDS method [23] a slightly different and detailed classification is proposed. Unlike
IEC 61508, aging is regarded as the only cause for random hardware failures, and failures due to
excessive stresses are categorized under systematic failures.
As shown in the figure, random hardware failures and systematic failures can further be clas-
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Figure 3.2: Failure classification (adopted from [15])
sified based on their effects as safe/dangerous, and based on detectability as detected/undetected
failures.
Dangerous Failure is a failure of a component that:
• prevent a safety function from operating when required (demand mode) such that
the EUC is put into a hazardous or potentially hazardous state, or
• decreases the probability that the safe function operates correctly when required
Dangerous Undetected (DU) is a dangerous failure that is revealed only by testing or when
a demand occurs.
Dangerous Detected (DD) is a dangerous failure that is detected by diagnostic testing im-
mediately when it occurs.
Safe Failure is a failure of a component that:
• results in the spurious operation of the safety function to put the EUC (or part thereof)
into a safe state or maintain a safe state, or
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• increases the probability of the spurious operation of the safety function to put the
EUC (part thereof) into a safe state or maintain a safe state
These failures can further be classified as
Safe Undetected (SU) is a non-dangerous failure that is not detected by diagnostic test-
ing.
Safe Detected (SD) is a non-dangerous failure that is detected by diagnostic testing.
For a better understanding of the above classification we recommend the reader to consult
the discussion and example given by Rausand and Høyland [20] (2004), p. 423-426.
A failure rate splits into detected and undetected failure rates based on the extent to which
the diagnostic testing is able to detect immediately when it occurs. This is measures by diag-
nostic testing coverage factor designated as DC and quantified as percentage. (The method for
calculating DC is given in Annex C of IEC 61508-2 and examples are given in Annex C of IEC
61508-6). Mathematically
λDetected =λ ·DC and λUndetected =λ · (1−DC)
Failures can further be classified as failures due to independent causes or common causes.
Independent failures are failures that affect a certain component independent of the others
whereas common cause failure (CCF) is a concurrent failure that causes more than one com-
ponents in parallel. Beta factor model is a commonly used approach to model CCF. The factor
(β) is used to partition the total failure rate into failures due to independent and CCF. (Annex D
of IEC 61508-6 gives informative guidance for the quantification of β).
Beta factor model assumes that a component only fails due to either of these two causes so
that λ=λI +λC . Therefore
λC =β ·λ and λI = (1−β) ·λ, Where β= λC
λI+λC
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Generally, there are two approaches of modeling beta factor model: the standard and multiple
beta factor model. The standard is the simplest approach that assumes given a CCF occurs, all
n identical parallel components fail with probability β regardless of the size of n and the type
of architecture. IEC 61508, ISA and several standards and guidelines use this approach whereas
the PDS method uses multiple beta factor model instead. But, IEC 61508 also suggests multiple
beta factor model and some estimates are presented. In this model, for example, given a CCF
occurs, the probability that all components in 1oo3 architecture fail is half of the probability that
two components in parallel fail. The architecture of a system determines the factor to be used,
and there is a non-zero probability that only a subset of components fails, given a CCF occurs.
A detailed derivation and discussion as well as comparison with the standard beta factor model
is given in the PDS method handbook [23].
In IEC 61508, unlike the PDS method, the beta factor associated with DU failures (β) is dis-
tinguished from DD failures (βD), and a relation βD = 1M ·β is established3. Among those failures
that are detected by diagnostic testing a fraction that has CCF is equals to βD.
3.5.2 The Average Probability of Failure on Demand (PFDavg)
Generally, there are two approaches of calculating PFDavg [9]. The average probability can be
computed as a steady state probability or as an arithmetic mean of instantaneous probabilities
over a certain period of time (usually the test interval). The steady state probability measures
the unavailability and the arithmetic mean measures the unreliability of a system.
IEC 61508 recommends the unreliability approach. Under the assumption of perfect func-
tion testing and exponential distribution, since the item is renewed after each function test,
the PFDavg in the first test interval can represent the rest test intervals (see, e.g., the Rausand’s
method in Chapter 4).
In the unavailability approach the PFDavg is not a function of time since the steady state is
achieved by setting the time to infinity. Thus, this approach may not be suitable to quantify the
3Often M = 2, i.e., if β= 10%, then βD = 5%.
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performance of a SIS as it is subject to periodic function testing. The well-known unavailability
formula for a single component is
A¯ = λ
λ+µ
Where the failure rate (λ) and repair rate (µ) are assumed to be constant with respect to time
(refer [22] for the derivation of the formula).
The unreliability approach is used in the methods presented in Chapter 4, 5 and 7, and both
unreliability and unavailability approaches are used in Chapter 6.
Several methods have been suggested to calculate PFDavg but none of them fit well with
all kinds of systems/situations so that it is up to the analyst to choose the best method for his
particular system. Due to its tractable nature all methods assume exponential distribution, i.e.,
the failure rate is constant with respect to time. A new method of calculating PFDavg under the
assumption of other lifetime distributions is proposed in Chapter 7.
Remark: The probability of failure on demand measures simply the probability that a SIF fails
to perform the intended function. Unless the analyst deliberately includes, no SIS reliability
formula takes the the process demand into account. Therefore, the results from these formu-
las should be interpreted as the probability that a SIF fails — not as the probability that a SIF
fails upon demand. A method of incorporating a process demand directly into the calculation is
discussed in Chapter 6.
Chapter 4
Simplified Formulas
4.1 Introduction
In this chapter some well-known simplified formulas for PFDavg calculation are studied. The
first purpose is to make available a sound proof for the reliability block diagram approach sug-
gested in IEC 61508 as design, development and operation of a SIS should be in line with this
standard. Some authors, for example [10, 14], have provided proof and discussion on this ap-
proach. Nonetheless, different approaches have been used and none of them provide a general
formula for koon architecture. We are thus aimed to prove and present the approach in a simple
and intuitive manner so that it will be accessible for engineers even outside the field, and further
to establish a general formula for koon architecture.
Moreover, three simplified formulas are discussed: the Rausand’s method, the PDS method
and a method introduced in this report. Since the Rausand’s method explains in a simple man-
ner what we are actually quantifying during PFDavg computation and further the last two meth-
ods are dependent on it, we start out our presentation with it. The last two methods are more or
less the extension of the Rausand’s method.
31
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4.2 Rausand’s Method
This method has been widely used in several application sectors. It has also been served as input
for other PFDavg calculation approaches, for example in fault tree analysis (this is discussed in
Chapter 5). The following are the main features of the method:
• It is developed under solid mathematical reasoning.
• It is easy to understand and apply.
• It captures the main contributor of the PFDavg (dangerous undetected (DU) failures).
In reliability analyses, formulas are meaningful only if the analyst has due understanding
about the underlying assumptions. Before we present the formulas, it is important to look at the
assumptions.
• The failure rate of a component is assumed to be constant over its lifetime, i.e., the time
to DU failure is assumed to follow the exponential distribution.
• Components are statistically independent, i.e., the failure of one component does not af-
fect the failure of any other component either positively or negatively.
• The average of the instantaneous probabilities is assumed to represent the PFDavg. There-
fore, the resulting probabilities out of this model should always be interpreted on average.
• Hidden failures are detected by function testing and its coverage is assumed to be 100%.
Moreover, repair actions are assumed to be perfect to restore a failed component without
introducing any other potential failures. Therefore, the component is as good as new after
function testing and repair.
• A component is assumed to be performing its intended function without any problem as
long as DU failures are not occurred. This means that either there is no diagnostic testing
(all failures are DU) or upon detection of DD failures, it is assumed that the system goes
into safe state and/or perfect compensating measures are available.
• The required time to test and repair a component is assumed to be negligible.
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• For each subsystem there is a single function test interval.
• The term λDU ·τ should be small enough to allow e−λDU·τ ≈ 1−λDU ·τ, that is λDU ·τ≤ 0.2
[23].
The approach treats DU failures only. For systems that have significant diagnostic testing
with relatively long online restoration this approach cannot solely be used.!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!"#$#%!!!!! ! !!&'!!!!!!!!!!!!!!!!($)*%+!!!!!!,-!!!!!!!!.-!!!!!!!!!!!!!!!,/!!!!!!!!!!!!!!!!!!!!!!,0!!!!!!!!!!!!!!!!!!,1!!!!!!!!.1!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!2!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!/!! !!!!!!!!!!!!!!!!!!!!!!0!!!!!!!!!!!!!!!!!!!!1!!! !!!#!!!!!!!!!!!!.3!
Figure 4.1: Possible DU failure propagation over time
Figure 4.1 shows a possible trajectory on how DU failures could occur over time. As can be
seen from the figure, for test interval i we have down time and up time, that are respectively des-
ignated as Di and Ti . The trajectory of course depends on the DU failure rate. Since constant
failure rate is assumed, the distribution function of exponential distribution with parameter
λDU,i (Fi (t )) can be used to generate the probability of the occurrence of DU failure before time
t in the i th test interval.
Let Ti be the time to DU failure for a component in the i th test interval. Hence, for (i −1)τ≤
t < iτ
Fi (t )= P (Ti ≤ t )= 1−e−λDU,i t = 1−e−λDUt = F (t )
With the assumptions of constant failure rate and perfect function testing, the distribution
functions are exactly the same in every test interval. Thus, the above equality holds. Figure 4.2
shows how it appears over several test intervals. It is therefore straightforward that the first test
interval can represent all test intervals.
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Figure 4.2: A saw tooth curve
It has been a custom to express the failure probability as an average probability. It seems
more reasonable and handy than expressing it with instantaneous failure probability. It has also
an important implication especially when we are working with exponential distribution, i.e.,
with average failure probability, we can tell the long-run proportion that the system is unavail-
able. Therefore, as long as proper function testing, repair and maintenance are performed, the
system can maintain the calculated failure probability throughout its lifetime. This is one of the
reasons why people always tend to assume constant failure rate. However, under the assump-
tion of increasing failure rate, e.g. Weibull distribution, it is not possible to find the long-run
proportion that the system is unavailable since the average failure probability increases contin-
uously over the test intervals. This means that if we plot the average PFD over time, it will be a
step function plot. This topic is further discussed in detail in Chapter 7.
Averaging can be done by adding instantaneous probabilities in a test interval and divide it
by the interval.
PFDavg = 1
τ
∫ τ
0
F (t )dt = 1− 1
τ
∫ τ
0
R(t )dt (4.1)
Where R(t ) is the survival function of a component or system that is equal to 1−F (t ). This
is simply the average proportion of time that the system is down. Intuitively, it is the ratio of
expected down time and the test interval (τ) (see Figure 4.1). Mathematically
PFDavg = E(D)
τ
Where E(D)=
∫ τ
0
F (t )dt is the MDT. (4.2)
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We can calculate PFDavg for a single component as
PFDavg = 1− 1
τ
∫ τ
0
e−λDUt dt ≤ λDUτ
2
(4.3)
The PFDavg can thus be interpreted as the product of constant failure rate over time (λDU)
and the expected down time (τ/2) given that the failure occurs in a random point in time in a
test interval. With this interpretation, several factors that affect the unavailability of a SIF can
be quantified, for example, safety unavailability during planned testing and unplanned testing
(it is repeatedly used in the subsequent sections).
Suppose all components in a koon architecture have the same failure rate. The architecture
fails if and only if all n−k+1 components fail, and we have ( nn−k+1) such combinations (MCSs).
If all MCSs were independent, PFDavg is the sum of the individual average PFDs. That is,
PFDavg ≈
(
n
n−k+1
)
· 1
τ
∫ τ
0
(
1−e−λDUt
)n−k+1
dt
≈
(
n
n−k+1
)
· 1
τ
∫ τ
0
(λDUt )
n−k+1 dt =
(
n
n−k+1
)
· (λDUτ)
n−k+1
n−k+2 (4.4)
However, MCSs are not independent since one or more components appear in different
MCSs. Consequently, the true PFDav g is always less than (4.4) [20]. If we model CCF explic-
itly [16] using standard beta factor model, we get
PFDavg ≈
(
n
n−k+1
)
· ((1−β)λDUτ)
n−k+1
n−k+2 +
βλDUτ
2
(4.5)
As shown in Chapter 8, this approach is in line with IEC 61508 in situations where the effect
of DD failures is insignificant. This approach is also discussed in relation to FTA in Chapter 5.
4.3 The IEC 61508 Simplifed Formulas
Annex B of IEC 61508-6 provides simplified formulas for 1oo1, 1oo2, 2oo2, 1oo3, 2oo3 and
1oo2D architectures. Neither proof nor generalized formula for koon architecture is estab-
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lished. In this section, we prove formulas for these architectures and a generalized formula
for koon architecture. Before that, we briefly discuss reliability block diagram (RBD) and the
underline assumptions1.
4.3.1 Reliability Block Diagram
RBD is an intuitive graphical method that represents all possible component combinations
(routes) such that if all components in at least one of these routes are functioning, we secure
that the system is functioning. It is a success-oriented diagram that often uses series (AND)
and parallel (OR) logics to connect individual components. But, we may have a situation where
parallel and series logics cannot easily be seen. Nevertheless, it is always possible to make trans-
formation to have a RBD with parallel and series logics since any RBD can be redrawn based on
minimal cut sets ( MCSs)2 or based on minimal path sets (MPSs)3. In RBD we can describe only
one specific function of a system at a time, i.e., if a SIS has more than one SIF we need one RBD
for each. Figure 9.3 is a practical instance of RBD that shows how the PSD function for LAHH
works.
Based on RBD we can assess system performance measures both qualitatively and quantita-
tively. A fault tree can be transformed into RBD and vice versa. A discussion on possible analyses
that can be performed based on these diagrams is presented in Chapter 5, and for further dis-
cussion we recommend the reader to consult IEC 60300 [1].
4.3.2 Assumptions
The following are the assumptions underlying the IEC 61508 simplified formulas:
• The failure rate of a component is assumed to be constant over time.
• Components are statistically independent .
1The assumptions can be seen in IEC 61508-6, p. 25-28
2A MPS is a set of irreducible components such that if all are functioning, we secure that the system is function-
ing.
3A MCS is a set of irreducible components such that if all components failed, we secure system failure.
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• Function testing coverage is assumed to 100%.
• PFD is calculated as average value.
• All channels4 in an architecture have the same failure rate and diagnostic coverage.
• The overall failure rate of a channel of the subsystem is the sum of the dangerous failure
rate and safe failure rate for that channel, which are assumed to be equal.
• The function test interval is at least an order of magnitude greater than the mean repair
time (MRT).
• For each subsystem there is a single function test interval and MRT.
• The required time to test a subsystem is assumed to be negligible.
• The expected interval between demand is at least an order of magnitude greater than the
function test interval.
• The term λDU ·τ should be small enough to allow e−λDU·τ ≈ 1−λDU ·τ, that is λDU ·τ≤ 0.2.
The PFDavg of a SIF can be determined by summing up the average PFDs of all subsystems
that altogether implement the SIF (see Figure 3.2). A SIS often comprises of three subsystems:
sensor (S), logic solver (L) and final element (FE). Thus, the PFDavg will be
PFDavg-SYS = PFDavg-S+PFDavg-L+PFDavg-FE−PFDavg-SPFDavg-L−PFDavg-SPFDavg-FE
−PFDavg-LPFDavg-FE+PFDavg-SPFDavg-LPFDavg-FE
≈ PFDavg-S+PFDavg-L+PFDavg-FE (4.6)
The approximation is obvious, regardless of the approach used, since product terms are neg-
ligible. Note that we also assumed that subsystems are independent of each other.
Remark: The fundamental idea behind this method is to find a mathematical relationship be-
tween PFDavg and mean down time (MDT) as shown in Rausand’s method in equation 4.3.
4Channel is element or group of elements that independently implement an element safety function. The term
can be used to describe a complete system, or a portion of a system (for example, sensor or final element).[4]
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4.3.3 Equivalent MDT
Notations
tc j MDT for component j in a channel.
tCE Channel equivalent MDT (combined MDT for all components in a channel).
tGE Voted group equivalent MDT for koon architecture where n−k +1 = 2 (combined MDT
for two channels in the voted group).
tG j E Voted group equivalent MDT for koon architecture where j = 2,3, . . . ,n−k provided that
n − k + 1 > 2 ( tG2E is MDT for three channels in the voted group, tG3E is MDT for four
channels in the voted group and so on).
Consider an architecture that has one channel with one component. This channel can be
seen as two components connected in series as the one shown in Figure 4.3. As can be seen from
the figure, the system is down for length tc1 = E(τ−t ′|T ≤ τ)+MRT with probability λDUλDD+λDU and
tc2 =MTTR with probability λDDλDD+λDU , where T is the random variable for time to DU failure and
MTTR is the mean time to restoration. Therefore, channel equivalent MDT can be calculated as
tCE = λDU
λDU+λDD
tc1+ λDD
λDU+λDD
tc2 (4.7)
Although it is apparent that the expected time to DU failure is τ/2 due to the randomness
assumption, we shall support it mathematically as follows. The unconditional expected down-
time
(
E(D)= E(τ− t ′)) in the interval (0,τ] can be expressed as ∫ τ0 (τ− t ′) f (t )dt or τ−E(t ′). But,
our interest here is the expected down time in the interval [0,τ] given that the component is in
failed state at time t = τ. Therefore,
E(τ− t ′|T ≤ τ)= E(τ− t
′)
P(T ≤ τ) =
∫ τ
0 (τ− t ′) f (x)dx
F (τ)
≈ τ
2
(4.8)
The equivalent MDT for 1oon architecture can be obtained by using the above formula. The
proof for (4.8) and for 1oo2 is presented in Appendix D.
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Figure 4.3: Decomposition of dangerous failures (top) and their associated MDT propagation (Bottom)
We can alternatively express (4.8) in a more tractable manner using Rausand’s method [20].
E(τ− t ′|T ≤ τ)= E(D)
F (τ)
= τ
F (τ)
· 1
τ
∫ τ
0
F (t )dt = τ
F (τ)
·PFDavg (4.9)
Hence, for 1oon architecture,
E(τ− t ′|T ≤ τ)≈ τ(
1−eλDUτ)n · (λDUτ)
n
n+1 ≈
τ
(λDUτ)
n ·
(λDUτ)n
n+1 =
τ
n+1 (4.10)
For 1oo1, as can be seen from Figure 4.3 and (4.10), the equivalent MDT associated with DU
failure is
tc1 = τ
2
+MRT
It is evident that the estimate for tc2 is E(t ′′− t ′)=MTTR. The equivalent MDT for this archi-
tecture is thus obtained by substituting these results into (4.7). Hence
tCE = λDU
λD
(τ
2
+MRT
)
+ λDD
λD
MTTR (4.11)
Given the assumptions, the above equation measures the expected length that the archi-
tecture is down. It should be noted that tCE is highly dependent on the diagnostic coverage
DC factor. That is, for system with high DC the equivalent MDT is significantly low. For ex-
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ample with λD = 10E−06,τ = 8760, and MRT = MTTR = 8 hrs the expected down time when
DC= 0%,60% 90% and 100% is 4388, 1760, 446, 8 respectively.
We can calculate tGE and tG j E, respectively, as follows.
tGE = λDU
λD
(τ
3
+MRT
)
+ λDD
λD
MTTR (4.12)
and
tG j E = λDU
λD
(
τ
j +2 +MRT
)
+ λDD
λD
MTTR (4.13)
Some authors established a relation that tGE = 0.5·tCE [10]. This is however problematic because
it disagrees with the fact that, for example, for 1oo2 architecture the MDT resulted from DU
failures is τ/3. But, according to this relation it will be τ/4
Equivalent MDT in the Density Function
Suppose a channel is down from somewhere in a test interval until function testing and repair,
as illustrated in Figure 4.4. Let the length be tE. Due to the assumption of perfect function test,
the PFDavg is equal to the red area under the density curve, and this can be computed as
PFDavg =
∫ τ
τ−tE
f (t )dt =
∫ τ
0
f (t )dt −
∫ τ−tE
0
f (t )dt
=
(
1−e−λDτ
)
−
(
1−e−λD(τ−tE)
)
≈ λDτ−λD (τ− tE)=λDtE =
∫ tE
0
f (t )dt = F (tE) (4.14)
This means that regardless of where the equivalent MDT is located the PFDavg can be calculated
as P (T ≤ tE) = F (tE), due to the memoryless property of exponential distribution. Accordingly,
the PFDavg for a 1oo1 architecture is
PFDavg =λD tCE = (λDU+λDU) tCE (4.15)
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Figure 4.4: Density function for a channel withλD = 10E−06,τ= 8760, MRT=MTTR= 8hrs and DC= 60%
.
4.3.4 PFDavg for Some koon Architectures
Figure 4.5 shows the RBD and physical block diagram of 1oo2, 2oo2 and 1oon architectures.
If a failure encounters in one channel, the output voting does not update to use the other ok
channel(s). That is, if a failure occurs in one or more channels the system continues as if nothing
has happened. The situation where the output voting updates the diagnostic result is discussed
later in 1oo2D architecture.
2oo2
In 2oo2 architecture we need two of them to function for the system to function. Conversely,
only one component failure is sufficient for the system to fail. The probability that component
1 OR component 2 fails is actually equal to the sum of the individual probabilities, since the
product term is negligible. Therefore
PFDavg =λDtCE+λDtCE = 2λDtCE = 2(λDU+λDD)tCE (4.16)
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Figure 4.5: Reliability block diagram (left) and physical block diagram (right)
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1oo2
Two independent component failures cannot occur at the same time unless it results from shared
or common cause failure (CCF)5. Upon the second failure, the system fails given that either the
first component failed due to DU failure or repair action is not completed after DD failure is
encountered.
The equivalent MDT for 1oo2 architectures is tGE (marked as red in Figure 4.6) and is ex-
pected to occur with rate 2λD. Before the repair action is completed for the first failed compo-
nent, the second must fail (its equivalent MDT is tCE that occurs with rate λD and marked as
yellow in Figure 4.6 ) to secure system failure. Therefore, the average PFD due to independent
failures is
!!!!!!!!!!!! ! !!!!!!!!"!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!#$%&'!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!#$%('!!!!!!!!!!!!!!!!!!!!#!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!)#$%&'!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!)#$%('!!!!!!!!!!!!!!!!!)#!!!!!!!!!!
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Figure 4.6: Failure development in a 1oo2 architecture
PFDIavg = (1−e2λtGE )(1−eλtCE )≈ 2λDtGE ·λDtCE
≈ 2λ2DtCEtGE = 2
(
(1−β)λDU+ (1−βD)λDD
)2 tCEtGE (4.17)
where βD is the common cause factor associated with DD failure. As seen from Figure 4.5 A,
common cause can be treated as 1oo1 architecture by its own right. Then, the corresponding
equivalent MDT can be written as
t CCE =
βλDU
βλDU+βDλDD
(τ
2
+MRT
)
+ βDλDD
βλDU+βDλDD
MTTR (4.18)
5A CCF is a failure that the result of one or more events, causing concurrent failure of two or more separate
channels in a multiple channel system, leading to system failure [4] whereas failures outside this are independent
failures.
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Thus, the average PFD due to CCF is
PFDCavg =
(
βλDU+βDλDD
)
t CCE =βλDU(
τ
2
+MRT)+βDλDDMTTR (4.19)
Hence
PFDavg = PF D Iavg+PF DCavg
= 2((1−β)λDU+ (1−βD)λDD)2 tCEtGE+βλDU(τ
2
+MRT)+βDλDDMTTR (4.20)
2oo3
RBD for 2oo3 architecture can normally be redrawn as three 1oo2 architectures connected in
series. The failure of one of these combinations is sufficient for the system to fail. Therefore,
PFDavg for 2oo3 architecture is three times that of the PFDavg for 1oo2 architecture.
PFDavg = 6((1−β)λDU+ (1−βD)λDD)2tCEtGE+βλDU(τ
2
+MRT)+βDλDDMTTR (4.21)
1oo3
As seen in Figure 4.7, system failure occurs if the third channel fails before no restoration on the
previously failed channels is completed. The equivalent mean down time for 1oo3 architecture
is tG2E with rate 3λD. After one of these channels failed the system continues as 1oo2, and its
equivalent MDT is tGE with rate 2λD. After one of these two channels failed, the system runs
with one channel, and its equivalent MDT is tCE with rate λD. Therefore
PFDIavg = (3λDtG2E) · (2λDtGE) · (λDtCE)= 6λ3DtCEtGEtG2E (4.22)
Hence
PFDavg = 6((1−β)λDU+ (1−βD)λDD)3tCEtGEtG2E+βλDU(τ
2
+MRT)+βDλDDMTTR (4.23)
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Figure 4.7: Failure development in a 1oo3 architecture
1oo2D
As it is shown in Figure 4.7 and described in the standard that during normal operation, both
channels need to demand the safety function before it can take place. In addition, if the diag-
nostic tests in either channel detect a failure then the output voting is adapted so that the overall
output state then follows that given by the other channel. If the diagnostic tests find failures in
both channels or a discrepancy that cannot be allocated to either channel, then the output goes
to the safe state. In order to detect a discrepancy between the channels, either channel can
determine the state of the other channel via a means independent of the other channel. The
channel comparison / switching over mechanism may not be 100% efficient therefore k rep-
resents the efficiency of this inter-channel comparison/ switching mechanism, i.e. the output
may remain on the 2oo2 voting even with one channel detected as failed [4].
In addition to those failures considered in a channel in the previous architectures, in 1oo2D
we have safe detected failures as illustrated in Figure 4.8 B. This failure occurs when both chan-
nels are detected failure or a diagnostic result that cannot be allocated to one of the channels.
Whenever this failure is encountered the channel is down for MTTR and thus detected failures,
in this case, is the sum of safe and dangerous detected failures. Therefore, channel equivalent
MDT will be
tCE’ =
λDU
(
τ
2 +MRT
)+ (λDD+λSD)MTTR
λDU+ (λDD+λSD)
(4.24)
Unlike other architectures, 1oo2D updates the results gained from diagnostic testing. If the
diagnostic tests find failure in one channel, the system continues with the other channel so that
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Figure 4.8: Physical block diagram (A), reliability block diagram (B) and reliability block diagram for the
common cause (C), for a 1oo2D architecture
detected failures have no contribution in the voted group equivalent MDT. Therefore
tGE’ =
τ
3
+MRT (4.25)
Hence
PFDIavg = 2λDUtGE′ · (λDU+λDD+λSD)tCE′ = 2λDU(λDU+λDD+λSD)tCE′ tGE′ (4.26)
Authors, for example [10, 14], treated tGE’ in the same way as they treat tGE. But, no argument is
given why they tend to compute it in this manner. The first reference treats in such a way that
tGE’ = 0.5 · tCE’ and the second
tCE’ =
λDU
(
τ
3 +MRT
)+ (λDD+λSD)MTTR
λDU+ (λDD+λSD)
The efficiency of the switching over mechanism or (1−k) determines the proportion of DD fail-
ures that leads to architecture failure. A channel compares itself with the other channel inde-
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pendently so that malfunctioning can be either in channel 1 and 2. Therefore, CCF related to
DD failure occurs at a rate of (1− k) · 2 ·λDD. Total CCF rate for this architecture will then be
λ
′
C =βλDU+2(1−k)λDD, and the corresponding equivalent MDT is
t c
CE
′ = βλDU
λ
′
CC
(τ
2
+MRT
)
+ 2(1−k)λDD
λ
′
CC
tCE′ (4.27)
Therefore
PFDCavg =λ
′
CCt
cc
CE
′ =βλDU
(τ
2
+MRT
)
+2(1−k)λDDtCE′ (4.28)
Hence
PFDavg = 2((1−β)λDU)((1−β)λDU+ (1−βD)λDD
+λSD)tC E ’ tGE ’+βλDU(
τ
2
+MRT)+2(1−K )λDDtCE’ (4.29)
4.3.5 Generalized Formula for koon Architectures
A koon architecture has
( n
n−k+1
)
MCSs and each of them are of order n−k+1. The architecture
fails if and only if all channels in any of these MCSs are failed. Following previous arguments,
PFDIavg for a MCS (1oo(n−k+1)) is
PFDIavg =
(
(n−k+1)λDtG(n−k)E
) · ((n−k)λDtG(n−k−1)E)
·((n−k−1)λDtG(n−k−2)E) . . . (2λDtGE) · (λDtCE)
= (n−k+1)!λn−k+1D tG(n−k)EtG(n−k−1)EtG(n−k−2)E. . .tG2EtCE (4.30)
For koon
PFDIavg =
n!
(k−1)!(n−k+1)! (n−k+1)!λ
n−k+1
D tG(n−k)EtG(n−k−1)EtG(n−k−2)E. . .tG2EtCE
= n!
(k−1)!λ
n−k+1
D tG(n−k)EtG(n−k−1)EtG(n−k−2)E. . .tG2EtCE (4.31)
CHAPTER 4. SIMPLIFIED FORMULAS 48
Thus for k < n
PFDavg = n!
(k−1)! ((1−β)λDU+ (1−βD)λDD)
n−k+1tG(n−k)EtG(n−k−1)E. . .tG2EtCE
+βλDU(τ
2
+MRT)+βDλDDMTTR (4.32)
For k = n
PFDavg = nλDtCE = n(λDU+λDD)tCE (4.33)
4.4 The PDS Method
The focus of this section is to assess in detail the arguments of the PDS6 method in relation to
PFDavg calculation. However, in this section we refrain from providing proves (mathematically)
for formulas in detail due the following reasons:
• The method utilizes the basic ideas in the above two methods in a slightly different way,
and it can thus be seen more or less as a hybrid of the above two.
• Since the method is aimed to provide information for engineers even who are outside the
field, formulas are presented in a detailed and intuitive manner.
Therefore, we strongly recommend the reader to consult the handbook throughout this sec-
tion.
4.4.1 How the PDS Method Addresses the Weaknesses of IEC 61508 Formulas
The PDS method has tried to address the weaknesses of IEC 61508 formulas by
• using a more detailed failure classification,
• using a multiple beta factor model,
• incorporating systematic failures in the quantification,
• modeling imperfect function testing,
6PDS is a Norwegian acronym for reliability of safety instrumented systems
CHAPTER 4. SIMPLIFIED FORMULAS 49
• incorporating the time required for function testing into the model, and
• providing a technique that takes into account a particular operational philosophy
Attempt is made to develop a model that includes all possible factors that contribute to the
unavailability of a SIF. Unlike IEC 61508, a model is developed to include systematic failures and
a slightly more detailed failure classification is established. Systematic failures are further clas-
sified as software failures, design related failures, installation failures, excessive stress failures
and operational failures. However, it is not clear that the PDS method adopts IEC 61508 defi-
nitions for random hardware failures and systematic failures. According to IEC 61508, random
hardware failures are random in nature resulted from one or more degradation mechanisms in
the hardware, whereas systematic failures are related to a certain cause in a deterministic way.
The same definition applies also in ISA [6].
In the PDS method, random hardware failures are failures resulting from the natural degra-
dation mechanism of the component whereas systematic failures are failures resulting from
causes outside this. Accordingly, in the PDS method failures due to excessive stresses are catego-
rized under systematic failures since it is not due to natural degradation (though it is a hardware
(physical) failure). Thus, it does not seem that it is in line with the definitions of IEC 61508.
Systematic failures are classified as detected/undetected and safe/dangerous. According to
the PDS method, DU failure rate (λDU) consists of DU random hardware failures and DU sys-
tematic failures. Mathematically
λDU =λDU−RH+λDU−SYS (4.34)
where λDU−SYS = (1− r )λDU and thus 1− r is the fraction of DU failure rate originated from
systematic failures, and data is available in the PDS handbook for the estimates of λDU in this
case.
The arguments behind such an intention to quantify systematic failures is that since most
systematic failures are operation related, the failure probability calculation in the design phase
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without considering future operating environments cannot be realistic. This means that failure
probability calculations should not be limited to the intrinsic characteristics of the system, but
what it might face in the operational phase shall also be considered. If we are able to do so, the
result reflects the actual risk reduction that may be experienced in the operational phase.
Once the estimate for λDU based on (4.34) is obtained, ordinary formula can be used to
quantify its contribution. It is pointed out that while applying formulas to calculate the prob-
ability, splitting of λDU is not necessary. Thus, λDU in this case can simply be considered as a
conservative estimate of DU failure rate that incorporates systematic failures.
Figure 4.9: Loss of safety contributors [23]
In addition to this, since emphasis is given in the PDS method to incorporate all possible fac-
tors that affect the unavailability of a SIF (loss of safety), the model is developed to include them
explicitly. In the PDS method, the term critical safety unavailability (CSU) is used to measure
the quantitative reliability performance of a SIS and has three contributors as shown in Figure
4.9. These are
• PFD - Unavailability due to DU failures.
• DTU - Unavailability due to known or planned downtime. It is further classified as
– DTUR - due to repair of dangerous failures (DU and DD), and
– DTUT - due to function testing/preventive maintenance.
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• PTIF - Unavailability due to TIF (test independent failures)
Since the product terms are negligible, we have
CSU= PFD+DTUR+DTUT+PTIF (4.35)
In line with IEC 61508, an extended (multiple) beta factor model is introduced. Unlike the
standard beta factor model, this model distinguishes the effect of CCF in different types of archi-
tectures. Accordingly, the following relation is established for koon architecture, where k < n.
β(koon)=Ckoonβ (4.36)
Ckoon is the modification factor for various architectures and β is a factor for 1oo2 architecture.
Proof and discussion of the factor is given in Annex B of the PDS method handbook [23]. The
estimates of Ckoon for some typical architectures is presented in Table 4.1.
Table 4.1: C(koon) factors for different architectures [23]
aaaaaa
k
n 2 3 4 5 6
1 1.0 0.5 0.3 0.2 0.15
2 - 2.0 1.1 0.8 0.6
3 - - 2.8 1.6 1.2
4 - - - 3.6 1.9
5 - - - - 4.5
Given that CCF occurs, the probability that two components in parallel fail is β (C1oo2 = 1).
But, given CCF occurs, the probability that three components in parallel fail is 0.5 ·β, that is
C1oo3 = 0.5. However, in the IEC 61508 formulas, it is assumed that given CCF occurs the proba-
bility that n components in parallel fail is β, regardless of the size of n and the voting.
Terms in (4.35) are determined based on Rausand’s method in one way or another. A sim-
plified description about the terms are presented below. The first term (PFD) that is due to DU
failures is given by
PFDavg ≈
(
n
n−k+1
)
· (λDUτ)
n−k+1
n−k+2 +
CkoonβλDUτ
2
(4.37)
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This is exactly the same as (4.5) except two modifications related to CCF. First, it is chosen to
use a conservative failure rate for independent failures by eliminating the reduction by common
cause factor, for example λDU instead of (1−β)λDU for 1oo2 architecture. Second, architecture
specific beta factor (Ckoonβ) is implemented in the CCF term.
DTUR is also calculated in the same way except replacing the mean down time (τ/(n−k+2))
by MTTR. For example, for 1oo1 architecture DTUR = λD ·MTTR. In the handbook DTUR for-
mulas are developed for some typical architecture by considering the operational philosophies.
A similar approach is also applied for DTUT. The mean down time associated with this con-
tributor is just t , time required for function testing, if the philosophy is to test all channels at the
same time. Therefore, for koon architecture, DTUT = λD · t . For philosophies other than this,
the handbook provided formulas for some typical architectures.
When it comes to quantifying the contribution from TIF, two methods are suggested, i.e.,
based on TIF formula or incorporating function testing coverage (FTC) into the PFDavg. TIF for-
mula for koon architecture is Ckoon ·β·PTIF, and n ·PTIF for noon. PTIF can be estimated based on
expert judgment. But, for some typical components data is available in the PDS method hand-
book.
The second alternative, for example for 1oo1 architecture, is given by
PFDavg = FTC ·
(
λDUτ
2
)
+ (1−FTC) ·
(
λDU T
2
)
(4.38)
where T is the assumed interval of complete testing when the residual failure modes can be
detected. Note that in this case PFDavg is a function of time and always increasing. A sufficiently
detailed discussion of the approaches is presented in the handbook.
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4.5 Alternative Method
The mean down time of a component originated from DU failures is τ/2, given it is known that
DD failures do not occur. In other words, if DD failure occurs, the mean down time will obvi-
ously be less than τ/2 depending on when DD failure is encountered in a test interval. Based on
this argument a mathematical relation is established such that the conditional relationship of
DU and DD failures is maintained.
Let us define the following events
A be the event that the system fails due to DU failure, and
B be the event that the system fails due to DD failure.
Rausand’s formula gives us the conditional PFDavg given it is known that DD failures do not
occur, that is P (A|Bc), where Bc is the complement of event B. As we shall see in Chapter 8, IEC
61508 and the PDS method reduce to Rausand’s formula if we ignore other contributors except
DU failures. An extension is made here in the formula by including the contribution during
repairing of DU failures (MRT). It is the product of average system failure rate and MRT (the last
term in the equation below).
P (A|Bc) =
(
n
n−k+1
)(
(1−β)λDUτ
)n−k+1
n−k+2 +
βλDUτ
2
+
(
n
n−k+1
)
λn−k+1DU τ
n−k MRT
=
(
n
n−k+1
)
τn−k+1
((
(1−β)λDU
)n−k+1
n−k+2 +
λn−k+1DU MRT
τ
)
+ βλDUτ
2
(4.39)
≈
(
n
n−k+1
)
(λDUτ)
n−k+1
(
1
n−k+2 +
MRT
τ
)
+ βλDUτ
2
Similarly, P(B) can be calculated as the product of average system failure rate and the ex-
pected down time while detecting and repairing of DD failures (MTTR).
P(B)=
(
n
n−k+1
)(
(1−βD)λDD
)n−k+1
τn−k MTTR+ βDλDDτ
2
(4.40)
Our interest is to find P(A∪B) that measures PFDavg due to DU failures or DD failures or both.
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Mathematically
P (A∪B)= P (A)+P (B)−P (A∩B) (4.41)
We know from Baye’s theorem that
P (A|Bc)= P (A)−P (A∩B)
1−P (B) (4.42)
After rearranging we get
P (A∪B)= P (A|B c)(1−P (B))+P (B) (4.43)
Hence,
PFDavg = PFDDUavg
(
1−PFDDDavg
)
+PFDDDavg (4.44)
As expected the contribution of DU failure is reduced by a factor of
(
1−PFDDDavg
)
though it
can be approximated to one.
Chapter 5
Fault Tree Analysis
5.1 Introduction
In Chapter 4, we discussed quantification methods based on simplified formulas. The simplified
formulas are developed using reliability block diagrams (RBDs). As a graphical representation,
RBD and fault tree represent the same thing, but in opposite ways. In RBD we think of all the
possible ways the functionality of a system can be secured whereas in fault tree it is the other
way around. Any fault tree can be converted to a RBD and vice versa, as long as only AND and
OR gates are used. Thus, the result we get out of these models is the same. Although fault tree
and RBD are transposable, it should be noted that starting with fault tree is always advantageous
and recommended [20].
In IEC 61508, the method for simplified formulas named as “the RBD approach”. However,
the quantification principle is not directly related to the diagram. It is therefore important to
note that the RBD approach and the FTA approach are different in principle. In this chapter we
discuss fault tree analysis (FTA) as SIS reliability quantification method.
5.1.1 Why FTA?
With fault tree we can graphically represent possible causes of system failure. It shall be con-
structed in such a way that the undesired event (Top event) is stated beforehand in a specific
55
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and unambiguous manner, and failure (fault) breakdown is carried out to find all possible routes
(combinations of events) that contribute to the occurrence of the Top event. Top event is an out-
come of combinations of input events [2]. In SIS reliability quantification, it may be stated as
SIF fails to act upon demand during normal operation.
FTA is a mature technique, and one of the recommended methods in IEC 61508. It has been
used in several application sectors both qualitatively and quantitatively. Construction and qual-
itative analysis of fault tree are straightforward, and several references are available, for example
[2, 6, 18, 16, 20]. Of course, it requires extra caution, for example, when there is a rather com-
plex dependency between components. A simple example of such scenarios may be, in 2oo4
architecture, when two components are dependent and the other two are independent of any.
A plain way of modeling such situations may lead to an overwhelmingly big fault tree and/or
unable to represent the reality.
FTA has had a great success in the reliability quantification theory of SISs. The reasons for
this are three:
1. Graphical representation of the logical developments of component failures to system fail-
ure is easily conceivable and communicable. It is understandable even by engineers who
are not trained in risk and reliability analysis. It therefore helps to deal with system per-
formance from different point of view, as it facilitates communication among different
specialists such as design engineers, system engineers, maintenance personnel, and so
on.
2. Since it has widely been used for many years, references are sufficiently available such as
books, articles, handbooks, standards, guidelines, and the like.
3. Several efficient algorithms have been developed to carry out the analysis both qualita-
tively and quantitatively, for example RiskSpectrum.
5.1.2 Assumptions
The assumptions listed here are influenced by [6].
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• The failure rate is constant over time
• The failures of individual components are statistically independent; this means that the
failure of any component does not affect the failure of any other component
• The expected interval between demands is at least an order of magnitude greater than the
function test interval
• Function test coverage is assumed to be 100%
• The function test interval is at least an order of magnitude greater than the MRT
• For each subsystem there is a single function test interval and MRT
• A component can only fail again after it has first been repaired
• If DD failure occurs, the SIF will take the process to a safe state or plant personnel will take
necessary action to ensure the process is safe
5.2 Fault Tree Analysis Procedures
The objective of fault tree construction is to establish the relationships between the lowest level
events and the Top event. The lowest level events are called basic events and usually related
to component failure or human error that are located at the bottom of the tree. The reliability
quantification of a SIS based on fault tree may be carried out in six steps:
1. SIF familiarization
2. Top event identification
3. Decision on how to model systematic failures and CCF
4. Construction of the fault tree
5. Qualitative analysis of the fault tree
6. Quantitative analysis of the fault tree
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5.2.1 SIF Familiarization
Like any other risk and reliability analysis techniques, FTA starts out with thorough understand-
ing of the system under consideration. The first thing to do is to identify the SIF, its function
and system behavior in different modes of operation such as normal, activation, testing, repair,
start-up, fault and so on. It should be well understood how the SIF responds to a process de-
mand, and further how and to which extent a component’s functionality is required in order for
the SIF to function. It is also crucial at this stage to understand how individual components fail,
for example due to normal degradation, misuse, excessive stresses from operation or the envi-
ronment [16] and so on.
IEC 61025 recommends FTA to be carried out by personnel with detailed knowledge about
the system, its design features and operation; as well as by those who are trained in FTA and
other relevant reliability modeling techniques. Lack of engineering knowledge of the product
design and potential failure modes will produce a FTA that might not be a true representation
of the product functionality and, thus, the analytical results would become meaningless [2].
5.2.2 Top Event Identification
Once the system is fully understood, the next step is to identify and state the Top event as pre-
cisely as possible, since it is the event that the whole analysis depends on. It is the state of a
SIF where it is not able to perform the required functions under the stated conditions. The de-
scription of the Top event must be clear, unambiguous and should answer the questions what,
where, and when [20].
Before commencing construction of the fault tree, the scope of the analysis and system
boundary need to be established, given that the overall objective is met. Scope definition may
in this case be the extent to which the analysis is going to take care of the attributes that may
affect the unavailability of the SIF. For example,
• how to treat systematic failures and common cause failures
• coverages of function testing and self diagnostic testing
CHAPTER 5. FAULT TREE ANALYSIS 59
• online or offline testing and repair
• significance of the time requires for testing and repair
• human error (skills and knowledge of operators and maintenance personnel)
• environmental and operational stresses, and so on
The physical boundary [2], such as electrical, mechanical and operational interfaces with
the system, shall be identified and stated in an unambiguous manner. One has to have a clear
idea about these and other relevant factors before commencing the next step.
In quantitative FTA, consideration is given to those factors for which failure data is available
and have significant effect on the Top event. However, for qualitative judgment it may be im-
portant to consider several factors that affect the unavailability of SIF, even if it is known that
failure data is unavailable or their effect is insignificant.
5.2.3 Systematic and Common Cause Failures
It is not a straightforward issue to quantify systematic failures and common cause failures. From
the onset, it requires to understand the system in terms of its operation, maintenance, diagnos-
tic testing, and so on to identify systematic failures and common cause failures that should be
included in the fault tree[6]. Second, there must be a clear understanding on how to incorporate
them in the model. Different authors have different views, and the common ones are presented
below. We suggest the reader to first look at a discussion on failure classification in Chapter 3.
Systematic Failures
According to IEC 61508, systematic failures are controlled by qualitative measures. However, if
these qualitative measures are not secured properly, the PFDavg value will be too optimistic.
As discussed in Chapter 4, failure classification and thus the PFDavg calculation in the PDS
method is different from IEC 61508. In the PDS method, DU failures encompass both random
hardware failures and systematic failures. To be able to include systematic failures in the PFDavg
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calculation, no explicit modeling is required since DU failures are conservative to take into ac-
count systematic failures.
In ISA [6], two possible ways are suggested to model systematic failures in a fault tree:
• Explicitly by adding systematic failures in the fault tree as independent events, or
• By using conservative failure rates to take into account the effect of systematic failures in
the analysis. This is analogous to the PDS method.
Unlike the above approaches, OLF 070[19] requires a separate quantification for systematic
failures called probability of systematic failure (PSF). The argument is that while having several
major contributors to the unavailability of a SIF related to systematic failure, calculating PFDavg
without considering them is senseless. The following are examples of systematic failures listed
in the OLF 070 to illustrate the above argument:
• Failure of detector to react due to "wrong" location of detectors
• Failure of detector to discriminate between true and false alarm
• Insufficient functional test procedure
• Human error during functional test
– detector left in by-pass
– wrong calibration of transmitter
• Failure of shutdown valve to close since operator has left the isolation valve on the bleed
off line in closed position
• Failure to execute safety function due to software error
Thus, according to OLF 070, safety unavailability is the sum of PSF and PFD, where PFD is
based on random hardware failure that can be calculated, for example, by IEC 61508 formula.
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Common Cause failures
We have two ways of modeling CCF depending on the situation: explicitly and implicitly [6, 16,
18]. In situations where components are identical, with the same CCF, it is straightforward to
include in the fault tree. For example, a koon architecture has
( n
n−k+1
)
cut sets with an order
of n−k +1 each so that the corresponding fault tree can be depicted as Figure 5.1. This is the
simplest situation where CCF can be modeled explicitly.
In order to reduce the effect of CCF, diversified components could be used. Moreover, we
may have a SIF that has more than one type of components in a subsystem, say sensor. For
example, smoke detectors and temperature detectors can be used in a SIF to protect the EUC
against fire. In such situations, explicit modeling is no longer practical since more than one type
of dependency appear in a MSC. For these and situations like these we should use implicit mod-
eling.
Implicitly we can model CCF in two ways:
• CCFs can be treated as basic events and integrated into the MCSs that are already obtained
from the fault tree. This approach is discussed further in detail in [16].
• The contribution of CCFs can be treated indirectly by adding their failure rate into the
respective DU failures [6]. This is analogous to modeling systematic failures [6, 23].
In most standards and guidelines [4, 19, 23], the beta factor model is adopted to model CCF.
There are two different ways of thinking, as we discussed in Chapter 3. In the standard beta fac-
tor model, which is the commonly used model, β ·λDU is the failure rate of the CCF, regardless
of the type of the architecture. But, in the PDS method, an architecture factor
(
C(koon)
)
is imple-
mented such that β(koon) = β ·C(koon). The estimates of C(koon) can be seen from Table 4.1 for
some typical architectures.
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5.2.4 Fault Tree Construction
Construction is carried out in such a way that the specified Top event is broken down into lower
level failures (faults) connected through logic gates in a binary fashion. It assumes only two
states, failed or not failed. This is the static nature of the model and that can be considered as
one of its demerits. In principle, fault tree construction continues until all basic events are iden-
tified. However, as far as quantitative FTA is concerned, the inclusion of those basic events with
very low probability to affect the Top event is not only waste of time but also increment of the
uncertainty of the Top event probability —‘‘too much detail, too much uncertainty” [18]. Thus,
we should exclude those events that have insignificant effect on the Top event. The continu-
ation also depends on how far detailed analysis is required. Figure 5.1 shows a fault tree for a
koon architecture with identical components using standard beta factor modeling.
In a fault tree we only deal with one failure mode. It is thus important to keep this in mind all
the time going down to basic events. Caution should also be exercised not to switch to different
failure modes.
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Figure 5.1: Fault tree for koon architecture with identical components
Before going further in the analysis, the constructed fault tree should be confirmed for com-
pleteness and adequacy. There is no way that an inadequate fault tree gives adequate result.
Therefore, due emphasis should be given during construction. An adequate fault tree shows
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comprehensively how failure of basic events could develop into the Top event.
5.2.5 Qualitative Analysis of Fault Tree
In some applications, for example nuclear industries, identifying potential causes that con-
tribute to the Top event is sufficient, without further performing any quantitative analysis [2].
Qualitative analysis is a qualitative judgment on MCSs. A MCS is a set containing irreducible
number of basic events such that the failure of all such events leads directly to the occurrence of
Top event. As far as this kind of analysis is concerned, the likelihood of the occurrence of the Top
event may be manifested in terms of two dimensions, the number and nature of basic events in
a MCS.
Keeping other factors constant, a MCS of order 1 is more “important” than a MCS of order 2
or more; a MCS of order 2 is more “important” than a MCS of order 3 or more, and so on. For
example, in Figure 5.1 there is a MCS containing only one basic event, i.e., the CCF. Therefore,
effort on the reduction of the likelihood of the occurrence of this event would substantially re-
duce the likelihood of the occurrence of the Top event.
The reliability of basic events in a MCS is also equally valuable on the decision to identify
the most critical MCSs. For example, we may have a situation where a MCS of order 1 with ba-
sic event that is as strong as two basic events in parallel (order 2). In this case we cannot say
that the former is more important than the second. Thus, nature and number of basic events
are both equally important to be considered simultaneously. Beside the number of basic events
in a MCS, in [20] it is described that the nature of basic events can be ranked as human error,
active equipment failure and passive equipment failure according to their importance respec-
tively. The assumption behind this ranking is that human errors are more frequent than active
components and active components are more frequent than passive ones.
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5.2.6 Quantitative Analysis of Fault Tree
Quantitative FTA, especially PFD calculation, requires a clear understanding of the underlining
assumptions; otherwise the mathematics is rather easy. Failure to understand the assumptions
leads to wrong perception of the results gained.
In quantitative FTA, we employ basic set mathematics and Boolean algebra on the MCSs.
Once they are identified from the constructed fault tree it can easily be transformed into a RBD
as a series structure of those minimal cut sets, like the one shown in Figure 5.2. Such transfor-
mation is important because it is easier to visualize and change it into mathematical equation
than fault tree. Assume now that a minimal cut set contains r identical and independent com-
ponents. The average PFD is
PFDavg = 1
τ
∫ τ
0
(
1−eλDUt
)r
dt
≈ 1
τ
∫ τ
0
(λDUt )
r dt = (λDUτ)
r
r +1 (5.1)
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Figure 5.2: Corresponding RBD of koon architecture based on MCSs
Note that the above result is valid only for small λDUτ. If we now assume that MCSs are
independent, we can calculate PFDav g for an architecture that has M MCSs (including CCFs) as
PFDavg ≈ 1−
M∏
i=1
(
1−PFDavg,i
)
(5.2)
CHAPTER 5. FAULT TREE ANALYSIS 65
If the product terms are negligible, we can simply combine them as
PFDavg ≈
M∑
i=1
PFDavg,i (5.3)
In the above two equations we assumed independency between MCSs, which is not of course
true as a component(s) may appear in more than one MCSs. The formulas thus give an upper
bound of the true PFDavg and consequently they are called upper bound approximation formu-
las. The validity of the inequality in (5.2) is shown in [20]. It can also be verified that (5.3) is more
conservative than (5.2), and hence (5.2) is more closer to the true value.
It is important to understand that the above formulas take the dependency among compo-
nents into account twice. It is normally considered as a product of events by simple probability
formula and again by CCF. However, this does not cause serious problem in the calculation since
the product terms are almost always negligible and that presumes it is taken care of by only CCF.
Notice that the above result is obtained by averaging after computing the failure probability
of a MCS. But, if the averaging is carried out before finding the failure probability of a MCS, the
result will be wrong (optimistic). For 1oo1 architecture, PFDavg = λDUτ2 , thus
PFDavg =
(
λDUτ
2
)r
(5.4)
It is straightforward to see that (5.4) gives lower result than (5.1). A numerical comparison
and discussion on these approaches is presented in part 3 of [6]. In IEC 61508 this approach is
considered as wrong.
Several computer programs, including the CARA FaultTree program, compute Top event
probability based on (5.4) and (5.2). Although we are sure that for a MCS (5.4) gives optimistic
result, it is not possible to say that the final PFDavg based on (5.4) and (5.2) is optimistic. This is
because the optimistic results in (5.4) may be compensated afterwards by the conservative re-
sult from (5.2). To make the calculation safer, nonetheless, we shall impose the correction factor
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in (5.4) as
(λDUτ)
r
r +1 =
(λDUτ)
r
r+1(
λDUτ
2
)r ·(λDUτ2
)r
= 2
r
r +1
(
λDUτ
2
)r
(5.5)
Therefore, the correction factor 2
r
r+1 multiplies the PFDavg in each MCS to arrive at the cor-
rect solution.
In some large fault trees with many AND and OR gates, the Top event probability may not be
reasonably accurate. This accuracy problem is serious, especially, when high-probability events
appear in the fault tree [18]. In such situations, binary decision diagram (BDD) can be used and
gives an efficient and exact result. It is an alternative way of analyzing fault tree based on disjoint
minimal paths instead of MCSs. Since the analysis is based on disjoint minimal paths, the result
is exact. However, notice that the standard FTA approach is important for both qualitative and
quantitative analyses whereas BDD is important mainly to get accurate Top event probability in
an efficient way.
Chapter 6
Markov Analysis
6.1 Introduction
The methods discussed in Chapter 4 and 5 represent the static nature of a system, i.e., time
or sequence independent picture of a system. In other words, a component/system has two
states (failed or functioning) and there are always sufficient repairmen and resources available
to restore failed components. It is thus difficult with these methods to model complex system
behaviors and maintenance strategies (e.g., prioritization, resources availability, the minimum
number of failed components required to initiate repair action, and so on) [1, 3].
Markov analysis can model the time-dependent movement or transition of a system from
one state to another state by taking into account the behavior of the system and attributes re-
lated to maintenance strategies and the performance of the repair actions.
Markov analysis can also be used together with the methods that we discussed in Chapter 4
and 5. That is, the solution for a subsystem obtained from Markov analysis can be plugged into
RBD and FTA models. But, caution is required here to preserve the independency assumption
between events in the RBD and FTA models.
In this chapter we present the theoretical background of Markov analysis and examples to
illustrate some possible SIS reliability quantification approaches.
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6.2 Assumptions and Limitations
6.2.1 Assumptions
An important assumption of Markov analysis is that the transition rates (failure and repair) from
one state to another state are constant with respect to time. But, since repair times are not expo-
nentially distributed, it requires justification before modeling unless the mean time to restora-
tion of components is very small in comparison with the corresponding mean times to failure
[3]. A comparative research in [8] shows that the steady state probabilities for constant and non-
constant repair times are identical. Therefore, a conclusion is made that in the situations where
steady state probabilities are used as a measure of PFDavg, a model with constant repair rate
assumption can be used and will give identical results as non-constant repair rate.
It should also be noted that a Markov process is memoryless, i.e., the future state of a sys-
tem depends only on the state it has today and is independent of all the states it had before.
This is the fundamental property of the Markov analysis that users need to understand, and a
discussion of a Markov process is given in Section 6.3.
6.2.2 Limitations
Although the flexible nature of Markov analysis enables to incorporate relevant system behav-
iors in the analysis, the number of states increases exponentially as the number of components
increases. This creates intractability problem (especially when time dependent solutions are
required) and that may also lead to erroneous results due to wrong specification of states and
transitions. It is therefore important to employ appropriate procedures to keep the number of
states as small as possible.
In [11] a step-wise technique is presented to generate a Markov model for complex system in
a simple manner. The technique simplifies the number of states mainly by eliminating the in-
termediate states. A straightforward approach is also suggested in IEC 61165 [3]. It recommends
that before defining the states, a RBD shall be drawn, and collect any group of n series elements
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in one element with failure rate λ1+λ2+ ...+λn and restoration rate (λ1+ ...+λn)/(λ1/µ1+ ...+
λn/µn), provided that λi ¿ µi . This procedure simplifies the calculation to a great extent, and
is applied in Chapter 9.
One of the potential limitations of Markov analysis, in reliability analysis, is that it is difficult
for users to apply and it requires specific computer programs [1].
6.3 Markov Process
Consider a 1oo2 architecture with identical components, and assume that there is no CCF. It is
thus natural to have three states as shown in Table 6.1. The following discussion is influenced
by [20, 22].
Table 6.1: Simplified states of a 1oo2 architecture
States Description
2 Both are functioning
1 One functioning and one is failed
0 None is functioning
Consider a discrete time for the moment. Let X (t ) be the state of the 1oo2 architecture and
takes a value either 0,1 or 2 in each time period t ∈ {0,1,2,3, ...}. The SIF is able to perform the
required function if it is either in state 2 or 1, and fails if it is in state 0. That is, P (X (t )= 0) tells
us the probability that the SIF is not able to perform the safety function at time t . The purpose
is therefore to establish a probability model that represents successive values of X (t ).
One could assume independency between these values to simplify the modeling, but it hardly
represents the realty as it is not reasonable to say the state of a system at time t +1 is indepen-
dent of the states at times t ∈ [0,1,2, ..., t ]. For example, in order for the system to be in state 0
at time t +1, the system has to be in state 1 at time t . Therefore, X (t ) are obviously not inde-
pendent. It is, of course, reasonable to assume that the state of the system at time t +1 is only
dependent on the state of the system at time t . This means that today’s information is sufficient
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to predict for tomorrow. In other words, given the present state, the future is independent of the
past. This assumption characterizes a type of stochastic process called Markov chain.
So far, we considered a discrete time, called discrete-time Markov chain, to make the discus-
sion smoother. For the purpose of estimating the reliability of a SIS, however, from now on we
consider a continuous-time Markov chain with finite state space. A state space is a set contain-
ing all possible values of X (t ) and is designated asΩ.
Based on the argument above, we can define a continues-time Markov chain X (t ) such that
given the present X (s) and the history of the system up to, but not including, time s X (u),0 ≤
u < s, the conditional distribution of X (t + s) depends only on the present and is independent
of the history [20]. Mathematically,
P
(
X (t + s)= j |X (s)= i , X (u)= x(u),0≤ u < s) = P (X (t + s)= j |X (s)= i )
= Pi j (s, s+ t ) ∀u : 0≤ u < s (6.1)
The above relation is the fundamental equation of the Markov process. We can further im-
pose stationarity (in time) in the process and gives us
Pi j (s, s+ t )= P
(
X (t + s)= j |X (s)= i )= P (X (t )= j |X (0)= i )= Pi j (t ) ∀s, t ≥ 0 (6.2)
A Markov process satisfying (6.2) is said to have stationary or homogenous transition prob-
abilities. This is an important property of the Markov process for our problems because if we
let the transition probabilities being dependent of the global time, the model will not obviously
be tractable due to environmental, operational, and other seasonal factors [20]. Therefore, from
now on, we assume stationarity.
If Pi j is the probability that the system makes a transition from state i to j and r is the
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number of possible states, it satisfies the following:
0≤ Pi j (t )≤ 1 and
r∑
j=0
Pi j (t )= 1 ∀i ∈Ω
The equality is intuitive since given the system is in state i , will make transition to either one
of the rest of the states or stay in state i with probability 1—exhaustivity. It is commonly given
in matrix form as
P(t )=

P00(t ) P01(t ) . . . P0r (t )
P10(t ) P11(t ) . . . P1r (t )
. . . .
. . . .
. . . .
Pr 0(t ) Pr 1(t ) . . . Pr r (t )

where P(t ) is called the probability transition matrix (PTM).
As we already assumed, the probability of being in any state i at time t depends on the time
independent transition rates. A famous differential equation is developed, by a Russian math-
ematician Andrey N. Kolmogorov in 1931, which characterizes the random dynamic Markov
process as
lim
∆t→0
Pi j (t +∆t )−Pi j (t )
∆t
= P˙i j (t )=
r∑
k=0
αk j Pi k (t ) (6.3)
or in matrix form
P˙(t )=P(t ) ·A (6.4)
where P˙(t ) is a time derivative of the transition probability at time t andA is a transition rate
matrix. Thus, (6.4) can be rewritten in matrix form as
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
P˙00(t ) P˙01(t ) . . . P˙0r (t )
P˙10(t ) P˙11(t ) . . . P˙1r (t )
. . . .
. . . .
. . . .
P˙r 0(t ) P˙r 1(t ) . . . P˙r r (t )

=

P00(t ) P01(t ) . . . P0r (t )
P10(t ) P11(t ) . . . P1r (t )
. . . .
. . . .
. . . .
Pr 0(t ) Pr 1(t ) . . . Pr r (t )

·

α00(t ) α01(t ) . . . α0r (t )
α10(t ) α11(t ) . . . α1r (t )
. . . .
. . . .
. . . .
αr 0(t ) αr 1(t ) . . . αr r (t )

where
α j j =−
r∑
k=0
k 6= j
αk j
This is called the Kolmogorov forward equation (KFE). The proof of backward and forward
Kolmogorov equations is provided in Appendix D, and can also be seen from [20, 22].
In SIS reliability quantification, the aim is to predict the performance the system given that
the system is at a specific state at time 0. Therefore, we can simplify the differential equation
(6.3) as
P˙ j (t )=
r∑
k=0
αk j Pk (t ) (6.5)
or in matrix form
(
P˙0(t ) P˙1(t ) . . . P˙r (t )
)
=
(
P0(t ) P1(t ) . . . Pr (t )
)
·

α00(t ) α01(t ) . . . α0r (t )
α10(t ) α11(t ) . . . α1r (t )
. . . .
. . . .
. . . .
αr 0(t ) αr 1(t ) . . . αr r (t )

(6.6)
Hence, (6.6) is an important equation that shows the relationship between probabilities and
transition rates, and is the key to find several system performance measures.
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6.4 Unreliability and Unavailability
As discussed in Chapter 3, the performance of a SIS can be computed in terms of unreliability or
unavailability (steady state probability). The PFDavg computed in Chapters 4 and 5 is the aver-
age unreliability of a system in a test interval. Due to the assumption of perfect function testing,
however, it turns out that the PFDavg is considered as an average long-run unavailability. In
Markov analysis, these two concepts have entirely different approaches and interpretations [9].
In the unreliability approach, the PFDavg is computed as a time dependent solution for the
state(s) where the system is unavailable and then arithmetically averaged over the test interval
[20]. Mathematically (assuming test intervals are the same):
PFDavg = 1
τ
∫ τ
0
P (X (t ) ∈ F)dt (6.7)
where F is a set containing the states where the system is unavailable for safety. In IEC 61508,
this approach is considered to be the correct approach of computing PFDavg and is discussed
further with examples in Section 6.5.1.
In the unavailability approach, we compute the steady state probabilities of the states where
the system is unavailable for safety and their arithmetic sum will then be the PFDavg. Mathe-
matically:
PFDavg =
∑
i∈F
P (X (t )= i ) (6.8)
This is by far the easier and faster way of calculating PFDavg. We have discussed this ap-
proach in section 6.5.2.
6.5 Examples
This section presents some examples to illustrate SIS reliability quantification approaches in
terms of both unreliability and unavailability. We consider 1oo1 and 1oo2 architectures. Notice
that the same architectures are also treated in the cases study in Chapter 9. In this section, no
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state reduction is employed, but an appropriate procedure [3] is employed in the case study.
Therefore, by comparing the analysis in this chapter with Chapter 9, the reader can see how the
analysis will be complicated if the number of states is not reduced.
6.5.1 Time Dependent Solution
With time dependent solutions we can quantify two types of system performance.
Type 1: The average probability that the SIS is unavailable for safety regardless of the occur-
rence of the process demand from the EUC.
Type 2: The average probability that the SIS fails and the process demand occurs from the EUC.
Neither IEC 61508 [4] nor ISA [6] requires the reliability quantification methods to take di-
rectly the process demand into account. Except the classification of demand rates as low, high
and continuous, in all the suggested methods the performances of SISs are quantified regardless
of the characteristics of the process (condition) in which they operate, i.e., type 1. Nevertheless,
with simple probabilistic approach it is possible to estimate type 2 probability, roughly, as
PFDavg, type 1 = PFDavg, type 2 ·λP (6.9)
where λP is the demand rate.
However, it is argued in [7] that such a simple classification of demand rates is not sufficient
and an explicit incorporation of demand rate (λP) in the models is necessary. It is further argued
that the issue in determining acceptable risk is not in measuring the probability that the SIS is in
a failed (dangerously) state regardless of whether or not a shutdown is required but in measuring
the probability that the SIS is in a failed state and the process requires shutdown (type 2). The
potential limitation of this approach is, however, the fact that data for process demand rate is
hardly available.
Unlike (6.9), with Markov analysis an exact estimate of type 2 probabilities is possible. Below
we present examples of both type 1 and type 2 quantification techniques.
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Type 1
Example 1: 1oo1 Architecture
As can be seen from the RBD of this architecture in Figure 4.3, the system fails due to one of the
two mutually exclusive failure modes, i.e., dangerous detected or dangerous undetected. The
state transition diagram is shown in Figure 6.1.
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Figure 6.1: State transition diagram for a 1oo1 architecture
The state equations based on (6.6) will be
(
P˙1(t ) P˙2(t ) P˙3(t )
)
=
(
P1(t ) P2(t ) P3(t )
)
·

−(λDU+λDD) λDD λDU
µDD −µDD 0
0 0 0
 (6.10)
Therefore
P˙1(t ) = −(λDU+λDD)P1(t )+µDDP2(t ) (6.11)
P˙2(t ) = λDDP1(t )−µDDP2(t ) (6.12)
P˙3(t ) = λDUP1(t ) (6.13)
To establish state equations, we do not need to remember (6.6) all the time. For example,
to be in state 1 at time (t +∆t ), either the system is in state 2 at time t and make transition to
state 1 with probability 1−e−µDD∆t ≈ µDD∆t , OR in state 1 at time t and make no transition to
anywhere, i.e., with probability 1− (λDU+λDD)∆t . Mathematically
P1(t +∆t ) = [1− (λDU+λDD)∆t ]P1(t )+µDD∆tP2(t )
lim
∆t→0
P1(t +∆t )−P1(t ))
∆t
= −(λDU+λDD)P1(t )+µDDP2(t )
P˙1(t ) = −(λDU+λDD)P1(t )+µDDP2(t )
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Any way, to solve the above differential equations we make use of Laplace transformation and
their transform, respectively, is
sP1(s)−1 = −(λDU+λDD)P1(s)+µDDP2(s) (6.14)
sP2(s)−0 = λDDP1(s)−µDDP2(s) (6.15)
sP3(s)−0 = λDUP1(s) (6.16)
From (6.15) we have
(s+µDD)P2(s)=λDDP1(s)⇒ P2(s)= λDD
s+µDD
P1(s) (6.17)
Substituting this into (6.14) gives
P1(s) = s+µDD
s2+ s(µDD+λDU+λDD)+µDDλDU
= s+µDD
(s+ r1)(s+ r2)
(6.18)
where
r1 = −1
2
(
−(µDD+λDU+λDD)−
√
(µDD+λDU+λDD)2−4µDDλDU
)
(6.19)
r2 = −1
2
(
−(µDD+λDU+λDD)+
√
(µDD+λDU+λDD)2−4µDDλDU
)
(6.20)
If we substitute (6.18) into (6.17), we get
P2(s)= λDD
(s+ r1)(s+ r2)
(6.21)
and if we do the same into (6.16), we get
P3(s)= λDU
(s+ r1)(s+ r2)
+ λDUµDD
s(s+ r1)(s+ r2)
(6.22)
Now we need to transform the equations from Laplace domain back to time domain, and we
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need the following inverse Laplace transforms, where a and b are constants:
1
(s+a)(s+b) =
1
b−a
(
e−at −e−bt
)
(6.23)
s
(s+a)(s+b) =
1
b−a
(
ae−at −be−bt
)
(6.24)
1
s(s+a)(s+b) =
1
ab
(
1− b
b−a e
−at − a
b−a e
−bt
)
(6.25)
Therefore, the probability that we find the system in state i = 1,2,3 at time t , can be obtained,
respectively, as follows:
P1(t ) = 1
r2− r1
(
r1e
−r1t − r2e−r2t
)+ µDD
r2− r1
(
e−r1t −e−r2t )
=
(
r1+µDD
r2− r1
)
e−r1t −
(
r2+µDD
r2− r1
)
e−r2t (6.26)
P2(t ) = λDD
r2− r1
(
e−r1t −e−r2t ) (6.27)
P3(t ) = λDU
r2− r1
(
e−r1t −e−r2t )+ λDUµDD
r1r2
(
1− r2
r2− r1
e−r1t + r1
r2− r1
e−r2t
)
= 1+
(
λDU− r2
r2− r1
)
e−r1t +
(
r1−λDU
r2− r1
)
e−r2t (6.28)
We can observe that P1(∞) = 0, P2(∞) = 0. But, P3(∞) = 1, i.e., the system will eventually goes
to state 3 and get trapped there forever.
Since λ and µ are too small to allow er t ≈ 1− r t , we have for state 2
PFDavg−2 = 1
τ
∫ τ
0
P2(t )dt ≈ λDD
τ(r2− r1)
∫ τ
0
(r2− r1)tdt = λDDτ
2
(6.29)
and similarly for state 3
PFDavg−3 = 1
τ
∫ τ
0
P3(t )dt
≈ 1+
(
λDU− r2
r2− r1
)(
1− r1τ
2
)
+
(
r1−λDU
r2− r1
)(
1− r2τ
2
)
(6.30)
Therefore, the average SIS unreliability is
PFDavg = PFDavg−2+PFDavg−3 (6.31)
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Example 2: 1oo2 Architecture
The RBD of a 1oo2 architecture is shown in Figure 4.5. Under the assumption that two repair-
men are available, the state transition diagram is shown in Figure 6.2.!!!!!!!!!! !!!!!!!!!!!!!!!!!"#$##!!!!!!!!!!!!!!!!!!!!!!!!$##!!!!!!!!!!!!!!!!!!!!!!!%&##!!!!!!!!! !!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!"$#'!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!%()*"#+$##!!! &##!!! ! ! ! ! !!!!!!!!%()*"+$#'!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!$#'! $#'! !!! $##!! &##!
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Figure 6.2: State transition diagram for a 1oo2 architecture
The state equations are
P˙1(t ) = −
(
2(1−βD)λDD+2(1−β)λDU+βDλDD+βλDU
)
P1(t )+µDDP2(t )
P˙2(t ) = 2(1−βD)λDDP1(t )−
(
λDD+λDU+µDD
)
P2(t )+2µDDP4(t )
P˙3(t ) = 2(1−β)λDUP1(t )− (λDD+λDU)P3(t )+µDDP5(t )
P˙4(t ) = βDλDDP1(t )+λDDP2(t )−2µDDP4(t )
P˙5(t ) = λDUP2(t )+λDDP3(t )−µDDP5(t )
P˙6(t ) = βλDUP1(t )+λDUP3(t )
The solution of the above set of differential equations is computed in Maple, but it is too large
to be presented in this report. A time dependent analytical solution for a Markov process with
five or more states is always very hard. However, it is still possible to find a numerical solution
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using an appropriate software, and thus the required probability will be
PFDavg = PFDavg−4+PFDavg−5+PFDavg−6 (6.32)
Type 2
In this section we offer the state transition diagrams and the corresponding state equations of
the examples considered above when demand rate is incorporated. The computational proce-
dure is the same as the one shown above to the 1oo1 architecture.
Example 1: 1oo1 Architecture
The accident occurs only if the process demand occurs and the SIS is either in state 2 or state 3
in Figure 6.1. Therefore, the state transition diagram can be redrawn as shown in Figure 6.3, and
the state equations can be established accordingly as follows:
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Figure 6.3: State transition diagram for a 1oo1 architecture (with process demand)
P˙1(t ) = −(λDU+λDD)P1(t )+µDDP2(t )
P˙2(t ) = λDDP1(t )− (µDD+λP)P2(t )
P˙3(t ) = λDUP1(t )−λPP3(t )
P˙4(t ) = λPP2(t )+λPP3(t )
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Therefore, the probability that the SIS is in a failed state and the process requires activation is
PFDavg = 1
τ
∫ τ
0
P4(t )dt (6.33)
Example 2: 1oo2 Architecture
Figure 6.4 shows the state transition diagram for a 1oo2 architecture taking into account the de-
mand rate. In the diagram, state 7 represents the accident resulted from SIS failure due to either
DD, DU or a combination of them and a demand occurs from the EUC. The corresponding state
equations are as follows:!!!! "#!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!"#!!!!!!!!!!!!!!!!!!!!!!!$%"%%!!!!!!!!!!!!!!!!!!!!!!!!"%%!!!!!!!!!!!!!!!!!!!!!!!&'%%!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!"#!! !!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!$"%(!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!&)*+$%,"%%!!! '%%!!! ! ! ! ! !!!!!!!!&)*+$,"%(!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!"%(! "%(! !!! ! ! ! ! ! ! ! !"%%!! '%%!!
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Figure 6.4: State transition diagram for a 1oo2 architecture (with process demand)
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P˙1(t ) = −
(
2(1−βD)λDD+2(1−β)λDU+βDλDD+βλDU
)
P1(t )+µDDP2(t )
P˙2(t ) = 2(1−βD)λDDP1(t )−
(
λDD+λDU+µDD
)
P2(t )+2µDDP4(t )
P˙3(t ) = 2(1−β)λDUP1(t )− (λDD+λDU)P3(t )+µDDP5(t )
P˙4(t ) = βDλDDP1(t )+λDDP2(t )− (2µDD+λP)P4(t )
P˙5(t ) = λDUP2(t )+λDDP3(t )− (µDD+λP)P5(t )
P˙6(t ) = βλDUP1(t )+λDUP3(t )−λPP6(t )
P˙7(t ) = λPP4(t )+λPP5(t )+λPP6(t )
Hence, the probability that the SIS is in a failed state and the process requires activation is
PFDavg = 1
τ
∫ τ
0
P7(t )dt (6.34)
6.5.2 Steady State Solution
If a Markov process is irreducible1 and positive recurrent2, then [22]
lim
t→∞Pk (t )= Pk for k = 1,2,3, ...,r (6.35)
Now, take a limit to infinity on both sides in (6.5), that is
lim
t→∞ P˙ j (t )= limt→∞
r∑
k=0
αk j Pk (t ) (6.36)
But, the left hand side in (6.36) converges to 0 since otherwise (6.35) does not hold. Therefore
0=
r∑
k=0
αk j Pk (6.37)
1A Markov Process is said to be irreducible if, starting in state i , there is a positive probability of ever being in
state j , for all i , j .
2A Markov process is said to be positive recurrent if, starting in any state, the mean time to return to that state is
finite.
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or in matrix form
(
0 0 . . . 0
)
=
(
P0 P1 . . . Pr
)
·

α00(t ) α01(t ) . . . α0r (t )
α10(t ) α11(t ) . . . α1r (t )
. . . .
. . . .
. . . .
αr 0(t ) αr 1(t ) . . . αr r (t )

(6.38)
and we also have
r∑
k=0
Pk = 1 (6.39)
Therefore, r −1 linear equations from (6.38), and (6.39) can be used to solve the steady state
probabilities. The steady state probability Pk is the long-run probability that the system stays in
state k. In other words, Pk is the long-run proportion of time that the process is in state k. Note
that the steady state probabilities are independent of the periodic function testing (τ).
Example 1: 1oo1 Architecture
To be able to quantify the steady state probabilities, we must first establish an irreducible state
transition diagram for the architecture under consideration. Assume that upon detection of
the DU failures during function test, a repair action initiates and restore the system back to
functioning state, i.e., state 1 (note however that this duration is assumed to be exponentially
distributed). Thus, Figure 6.1 can be amended as shown in Figure 6.5. Thus, the state equations
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Figure 6.5: State transition diagram for a 1oo1 architecture
are
(
0 0 0
)
=
(
P1 P2 P3
)
·

−λD λDD λDU
µDD −µDD 0
µDU 0 −µDU
 (6.40)
and we also have
r∑
k=0
Pk = 1 (6.41)
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It is always advisable to eliminate a column that has most non-zero elements to make the cal-
culation easy. Hence,
0 = λDDP1−µDDP2
0 = λDUP1−µDUP3
1 = P1+P2+P3
The steady state probabilities are therefore,
P1 = µDDµDU
µDDµDU+λDDµDD+λDDµDU
(6.42)
P2 = λDDµDU
µDDµDU+λDDµDD+λDDµDU
(6.43)
P2 = λDDµDD
µDDµDU+λDDµDD+λDDµDU
(6.44)
The above probabilities tell us the proportion of times that we find the system in a particular
state at a random point of time. For example, P3 is the long-run proportion of time that the
system is in a dangerously undetected failed state.
Example 2: 1oo2 Architecture
Assume that upon detection of DU failures in both channels, the repair crews restore both chan-
nels to a functioning state (state 1), i.e., full restoration. We further assumed that the time re-
quired to do the restoration is exponentially distributed with rate µDU. The situation in Figure
6.2 is modified accordingly and produce an irreducible state transition diagram as shown in
Figure 6.6.
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Figure 6.6: State transition diagram for a 1oo2 architecture
The state equations therefore are (the first linear equation is eliminated)
0 = 2(1−βD)λDDP1−
(
λDD+λDU+µDD
)
P2+2µDDP4
0 = 2(1−β)λDUP1− (λDD+λDU)P3+µDDP5
0 = βDλDDP1+λDDP2−2µDDP4
0 = λDUP2+λDDP3−µDDP5
0 = βλDUP1+λDUP3−µDDP6
1 = P1+P2+P3+P4+P5+P6
Since the analytical solutions for the steady state probabilities are large, we only present the
solution for P6, which is an important solution from a safety viewpoint.
P6 =
2λDU
(
βλ2DD+A+B
)
λ3DD
(
2βD−2
)+C+D+E (6.45)
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Where
A = λDD
(
2βλDU−2βλD−βDλDU−βµDD
)
B = −2βλDUλD−2βλDUµDD+2λDUλD+2λDUµDD+βλDµDD+βλ2D
C = λ2DD
(
6βλDU−3βDλD+2λD+βDµDD−4λDU−2µDD
)
D = λDD(−2βDλ2DU+4βλ2DU−2βDλDUµDD+4λDUµDD−2µ2DD−βDλDµDD−2βDλDλDU
+8λDλDU−8βλDλDU+λ2DβD−2βλDUµDD)
E = 4λDUµ2DD−2βλDDλDUλD+2βλDUλ2D−4βλDUµ2DD−4βλ2DUλD−4βλ2DUµDD+4λ2DUµDD
+2λ2DµDD+4λDUλDµDD+4λ2DUλD+2λDµ2DD
It should be noted that once the state transition diagram is drawn, the numerical solution
for steady state probabilities is not difficult at all, regardless of the number of states.
Chapter 7
What if the Failure Rate is not Constant
7.1 Introduction
Most, if not all, risk and reliability analysis techniques are based on the assumption of constant
failure rate, i.e., a component is as good as new during its useful life period. The main argument
of the assumption results from the fact that the failure rate distribution of most components
look like a bathtub curve as illustrated in Figure 7.1. The curve decreases during the burn-in
(infant mortality) period, as some design and manufacturing problems are revealed over time,
and increases in the wear-out period due to aging. However, during the useful life period the
failure rate appears to be flat and thus is approximated to a time invariant failure rate λ, and so
exponential distribution can be used.
Figure 7.1: Bathtub curve [20]
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With the assumption of exponential distribution the mean fully characterizes the distribu-
tion. However, with other lifetime distributions, e.g. Weibull, usually two parameters describe
the distribution. Since existing reliability databases are not too sufficient to estimate these pa-
rameters with reasonable accuracy, it has been a challenge to work with more realistic lifetime
distributions, and even an attempt may lead to a result that is susceptible to high uncertainty.
In 1998 a research [21] is conducted to study the consequence of estimating the PFDavg under
the assumption of Weibull distribution. The result shows that, due to lack of data to estimate
the parameters with reasonable accuracy, the estimates were non-robust. This and its compu-
tational tractability contribute for exponential distribution to widespread in system reliability
analysis.
Nevertheless, it is not simply deniable the fact that the reliability of man-made equipment
deteriorate over time. Even in the useful life period, the failure rate of the majority of mechanical
components increases over time [20] though the extent may vary over the types of components
that we are looking at. For example, for rotating equipment this assumption hardly represents
the reality.
It is evident in most cases that the assumption suppresses the value of time. For example,
preventive maintenance can not be done since a component is as good as new, i.e., as long as a
component is functioning no repair or maintenance is required. However, since this assumption
has been perpetuated in all the standards, guidelines, books, articles and so on, its feasibility is
overlooked.
We are not, however, trivializing the role of exponential distribution in reliability analysis
and not also aimed to argue on its pitfalls, but the aim is to provide a generalized method for
PFDavg calculation that is not limited to constant failure rate assumption.
7.2 Proposed Method
Assumptions:
CHAPTER 7. WHAT IF THE FAILURE RATE IS NOT CONSTANT 88
• All components in a 1ook architecture are independent and identical. It implies that indi-
vidual components in a MCS follow the same distribution with identical parameters.
• In a test interval, the distribution of the time to failure (T ) for a 1ook architecture inherits
the distribution of 1oo1 architecture with appropriate parameters.
The cumulative distribution functions (CDF) of 1ook and 1oo1 architectures are illustrated
in Figure 7.2. In each time point there exists a multiplier A(t ) that equates the two CDFs. We can
mathematically express it as
F1ook (t )=
1
A(t )
·F1oo1(t ) (7.1)
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Figure 7.2: RBD for a 1ook architecture (left), and the CDFs of 1oo1 and 1ook architectures (right)
The implication of the proposed method can be seen under the assumption of Weibull dis-
tribution. Throughout this chapter we consider this distribution but the basic principle could
also be applied under the assumption of other lifetime distributions.
7.3 The PFDavg Under Weibull Distribution
Weibull distribution was first described in detail by the Swedish Professor Waloddi Weibull and
so named after him. It is a very flexible lifetime distribution that has been widely used in sev-
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eral areas where lifetime analysis is important. Exponential distribution is the special case of
this distribution. The density, survival and cumulative distribution functions are presented as
follows, respectively.
f (t ) = α(λ)αtα−1e1(λt )α (7.2)
R(t ) = e−(λt )α (7.3)
F (t ) = 1−e−(λt )α (7.4)
where λ and α are referred to as scale and shape parameters, respectively. If α= 1 Weibull dis-
tribution reduces to exponential distribution, i.e., constant failure rate. If α> 1, the failure rate
function is increasing, and decreasing if α< 1.
Let Fk (t ) and Fn(t ), k ≥ n, be the CDFs of 1ook and 1oon architectures respectively (from
now on we use i instead of 1ooi ). The ratio of these distributions can thus be simplified as
follows:
Fk (t )
Fn(t )
= 1−e
−(λk t )α
1−e−(λn t )α ≈
(λk t )
α
(λn t )α
=
(
λk
λn
)α
=
( 1
λn
Γ( 1α +1)
1
λk
Γ( 1α +1)
)α
=
(
µn
µk
)α
(7.5)
where µ is the mean of the distribution. The approximation is obvious because λt is always
small and so is (λt )α (since α≥ 1 for all components).
Consider 1oo1 and 1oo2 architectures. F1(t ) is the probability that a component fails before
time t , and F2(t ) is the probability that both components fail before time t . The ratio (multiplier)
of this probabilities at time t is (µ1/µ2)α. However, this multiplier is conditional on the second
component failure in a 1oo2 architecture and that occurs with probability F (t ). In other words,
the multiplier manifests upon the failure of the second component after the first has already
failed. Therefore
F2(t )=
[(
µ1
µ2
)α
F (t )
]
F1(t ) (7.6)
Notice that since we assumed that components are identical, F (t ) and F1(t ) are identical but
their purpose is different, as it shall be seen later.
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If we express 1oo3 with respect to 1oo2, we get
F3(t ) =
[(
µ2
µ3
)α
F (t )
]
F2(t )
=
[(
µ2
µ3
)α
F (t )
][(
µ1
µ2
)α
F (t )
]
F1(t )=
[(
µ1
µ3
)α
(F (t ))2
]
F1(t ) (7.7)
We can thus generalize for 1ook architecture as
Fk (t )=
[(
µ1
µk
)α
(F (t ))k−1
]
F1(t ) (7.8)
Now let us find a simplified expression for the multiplier in (7.5). The survival function for
1ook architecture is given by:
Rk (t )= 1−
(
1−e−(λt )α
)k
If we use binomial expansion, we get
Rk (t ) = 1−
k∑
x=0
(
k
x
)(
−e−(λt )α
)x
=
k∑
x=1
(
k
x
)
(−1)x+1
(
e−(λt )
α
)x
=
k∑
x=1
(
k
x
)
(−1)x+1
(
e−(x
1
α λt )α
)
Therefore,
µk =
k∑
x=1
(
k
x
)
(−1)x+1
∫ ∞
0
e−(x
1
α λt )αdt
=
k∑
x=1
(
k
x
)
(−1)x+1 1
λx
1
α
Γ(
1
α
+1)
= 1
λ
Γ(
1
α
+1)
k∑
x=1
(
k
x
)
(−1)x+1x− 1α (7.9)
Let AWk denotes a multiplier for a 1ook architecture where all components have a Weibull
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time to failure. Hence
AWk =
(
µ1
µk
)α
=
[
k∑
x=1
(
k
x
)
(−1)x+1x− 1α
]−α
(7.10)
As (7.10) shows, the multiplier depends only on the shape parameter (α) and the order of
the architecture (k), as it should be. A table consists of the values of AWk for some selected α’s
(1.0-5.0) versus the first fifteen 1ook architectures is presented in Appendix B.
Hence (7.8) can be rewritten as
Fk (t )=
[
AWk (F (t ))
k−1
]
F1(t ) (7.11)
The above equation should be interpreted as the expected CDF of 1ook architecture as seen
from 1oo1 architecture.
Let PFDavg,ki be the average PFD for 1ook architecture in the t
th test interval. Thus, PFDavg,ki
is the arithmetic average of the CDF of 1ook architecture from (i−1)τ to iτ. But, for the first test
interval we have (for other test intervals see Section 7.4)
PFDavg,k1 =
[
AWk (F (τ))
k−1
] 1
τ
∫ τ
0
F1(t )dt
=
[
AWk (F (τ))
k−1
]
PFDavg,k1 (7.12)
Therefore, (7.12) signifies that to calculate the PFDavg for any architecture, what we all need
to calculate is the PFDavg for a single component and then multiply with the constant. We can
further simplify (7.12) as
PFDavg,k1 =
AWk
τ
(
1−e−(λτ)α
)k−1 ∫ τ
0
1−e−(λt )αdt
≈ A
W
k
τ
(λτ)α(k−1)
λατα+1
α+1
≈ A
W
k
α+1 (λτ)
αk (7.13)
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For an architecture with n MCSs with all order k, the PFDavg,k1 is
PFDavg,k1 ≈ n ·
AWk
α+1 (λτ)
αk (7.14)
Particularly, for MooN architecture the PFDavg can be calculated as
PFDavg,k1 ≈
(
N
N −M +1
)
· A
W
k
α+1 (λτ)
αk (7.15)
Where k =M −N +1
7.3.1 Comparison with Rausand’s Method
If α= 1, we get exponential distribution with parameter λ and thus the multiplier (AWk ) reduces
to
AEk =
[
k∑
x=1
(
k
x
)
(−1)x+1
x
]−1
(7.16)
where E stands for exponential distribution, and (7.15) reduces to
PFDavg,k1 =
(
N
N −M +1
)
AEk
2
(λτ)k (7.17)
Remember that Rausand method is given by (see Section 4.2):
PFDavg,k1 =
(
N
M −N +1
)
(λτ)k
k+1 (7.18)
Table 7.1 shows the PFDavg,·1 for some typical architecture based on the two methods. Rau-
sand’s formulas are differentiated by bracket below each proposed formula. The second row
is the multiplier for the first five 1ook architectures (see the second raw in the AWk table in Ap-
pendix B). As can be seen from the table that the proposed method is almost exactly identical
with Rausand method. If we have to compare, however, the proposed method gives a slightly
conservative result than Rausand’s method.
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Table 7.1: PFDavg for some MooN architectures when α= 1; elements in bracket are based on Rausand’s
method
aaaaaaa
M N 1 2 3 4 5
(AEk ) 1
2
3
6
11
12
25
60
137
1 λτ2
(λτ)2
3
3(λτ)3
11
6(λτ)4
25
30(λτ)5
137(
λτ
2
) (
(λτ)2
3
) (
(λτ)3
4
) (
(λτ)4
4
) (
(λτ)5
6
)
2 - λτ (λτ)2 12(λτ)
3
11
6(λτ)4
5
- (λτ)
(
(λτ)2
) (
(λτ)3
) (
(λτ)4
)
3 - - 3λτ2 2(λτ)
2 30(λτ)3
11
- - 3λτ2 2(λτ)
2 10(λτ)3
4
4 - - - 2λτ 10(λτ)
2
3
- - - (2λτ)
(
10(λτ)2
3
)
5 - - - - 5λτ2
- - - -
(
5λτ
2
)
7.3.2 Empirical Conformation of the Proposed Method
We shall now see numerically whether or not the proposed method is valid, especially when
α 6= 1. Comparing the results that we get from the proposed method with the exact values car-
ries out the validation. We have done for 1oo2, 1oo3 and 1oo4 architectures by using some
typical parameters and test intervals (Table 2 & 3).
The exact PFDavg,·1 values for these architectures are calculated, respectively, based on the
following formulas:
PFDavg,21 = 1− 1
τ
∫ τ
0
2e−(λt )
α −e−(2λt )αdt (7.19)
PFDavg,31 = 1− 1
τ
∫ τ
0
3e−(λt )
α −3e−2(λt )α +e−3(λt )αdt (7.20)
PFDavg,41 = 1− 1
τ
∫ τ
0
4e−(λt )
α −6e−2(λt )α +4e−3(λt )α −e−4(λt )αdt (7.21)
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The last column in the table shows the percentage change in the proposed method with
respect to (wrt) the exact, for example, 100% means that the proposed method is twice as large
as the exact value. As can be seen from the tables, it is evident that the proposed method is
almost exact by itself.
Table 7.2: PFDavg,21 under Weibull distribution
Specification methods
Architecture τ β α Exact Proposed Proposed wrt Exact in %
0.1 2.140E-01 2.130E-01 -0.448
0.5 9.742E-03 9.711E-03 -0.316
5.0E-06 1 1.577E-04 1.569E-04 -0.182
1.5 2.619E-06 2.613E-06 -0.253
4380 2.5 8.395E-10 8.369E-10 -0.307
0.1 2.680E-01 2.660E-01 -0.792
0.5 4.233E-02 4.163E-02 -1.648
2.5E-05 1 3.684E-03 3.651E-03 -0.907
1.5 3.197E-04 3.180E-04 -0.533
1oo2 2.5 2.616E-06 2.607E-06 -0.343
0.1 2360E-01 2.340E-01 -0.590
0.5 1.858E-02 1.844E-02 -0.767
5.0E-06 1 6.189E-04 6.166E-04 -0.364
1.5 2.087E-05 2.080E-05 -0.303
8760 2.5 2.685E-08 2.677E-08 -0.313
0.1 2.930E-01 2.910E-01 -0.954
0.5 7.642E-02 7.442E-02 -2.619
2.5E-05 1 1.361E-02 1.336E-02 -1.803
1.5 2.439E-03 2.412E-03 -1.093
2.5 8.264E-5 8.222E-05 -0.500
7.4 Forecasting the PFDavg,ki
With exponential distribution, since the failure rate is constant with respect to time, the PFDavg
of the first test interval serves as a long-run PFDav g . But, with the proposed method (when
α 6= 1), we are able to calculate only a time dependent PFDavg for a particular test interval. We
understand that this method cannot easily be welcomed by practitioners since it requires an
update in each test interval for each SIF, and also whenever any change/modification is carried
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Table 7.3: PFDavg,31 and PFDavg,41 under Weibull distribution
Specification methods
Architecture τ β α Exact Proposed Proposed wrt Exact in %
0.1 9.956E-02 1.011E-01 1.581
0.5 1.080E-03 1.150E-03 6.482
5.0E-06 1 2.558E-06 2.782E-06 8.772
1.5 6.165E-09 6.757E-09 9.593
4380 2.5 ≈ 0 ≈ 0 -
0.1 1.394E-01 1.407E-01 0.915
0.5 9.700E-03 1.009E-02 4.097
2.5E-05 1 2.882E-04 3.098E-04 7.507
1.5 8.289E-06 9.044E-06 9.109
1oo3 2.5 7.314E-09 8.069E-09 10.324
0.1 1.154E-01 1.168E-01 1.303
0.5 2.836E-03 2.997E-03 5.673
5.0E-06 1 1.994E-05 2.162E-05 8.455
1.5 1.385E-07 1.517E-07 9.506
8760 2.5 7.583E-12 8.401E-12 10.778
0.1 1.601E-01 1.610E-01 0.603
0.5 2.339E-02 2.395E-02 2.362
2.5E-05 1 2.029E-03 2.151E-03 5.944
1.5 1.737E-04 1.878E-04 8.142
2.5 1.296E-06 1.426E-06 10.054
0.1 1.046E-01 1.073E-01 2.592
0.5 2.198E-02 2.329E-02 5.997
5.0E-05 1 3.655E-03 4.074E-03 11.459
1.5 6.337E-04 7.329E-04 15.678
8760 2.5 1.941E-05 2.317E-05 19.407
0.1 1.158E-01 1.185E-01 2.301
0.5 3.960E-02 4.101E-02 3.564
7.5E-05 1 1.333E-02 1.431E-02 7.411
1.5 4.996E-03 5.541E-03 10.908
1oo4 2.5 7.854E-04 9.107E-04 15.957
0.1 1.158E-01 1.185E-01 2.301
0.5 3.960E-02 4.101E-02 3.565
5.0E-05 1 1.332E-02 1.431E-02 7.417
1.5 5.000E-03 5.541E-03 10.832
13140 2.5 7.839E-04 9.107E-04 16.182
0.1 1.260E-01 1.305E-01 2.001
0.5 6.843E-02 6.892E-02 0.712
7.5E-05 1 4.232E-02 4.302E-02 1.648
1.5 3.027E-02 3.111E-02 2.751
2.5 1.885E-02 1.969E-02 4.475
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out. However, we hope in the future that this would be easy when softwares are developed to do
the calculations.
As far as the proposed method is concerned, there are two types of PFDavg that are worth to
quantify; the current and the i step ahead conditional PFDavg.
7.4.1 The Current PFDavg,ki
We want to compute the average PFD for 1ook architecture in the i th test interval while we are
standing at time (i − 1)τ. It actually depends on what has been done to the architecture from
time 0 to (i−1)τ. If changes are done during this period, we should update the CDF accordingly.
However, this report does not cover the updating mechanisms and is left for other researchers.
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Figure 7.3: Possible propagation of CDFs over test intervals
Let F pki (t ) be the CDF for 1ook architecture and is updated in the p
th test interval, at the lat-
est. It should, therefore, be used to calculate the PFDavg,k for the i
th test interval and denote it
as PFDpavg,ki where i ≥ p.
Consider a simple situation where the change is made in the first test interval and the CDF
is updated accordingly in the beginning of the second test interval (p = 2) as illustrated in Fig-
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ure 7.3. Since the multiplier is independent of time t and the failure rate, we presume that it is
independent of the change.
Suppose we are at time 2τ and want to calculate the average PFD, i.e., PFD2avg,k3. We must
thus find the probability that a component fails in the interval (2τ,3τ] and is equal to F 2(3τ)−
F 2(2τ). Therefore, (7.12) can be modified as follows:
PFD2avg,k3 =
[
AWk
(
F 2(3τ)−F 2(2τ))k−1] 1
τ
∫ 3τ
2τ
F 213(t )dt
=
[
AWk
(
F 2(3τ)−F 2(2τ))k−1]PFD2avg,13 (7.22)
Thus, given no change is ever made since the pth test interval, the average PFD for 1ook
architecture in the i th test interval is
PFDpavg,ki =
[
AWk
(
F p (iτ)−F p ((i −1)τ))k−1] 1
τ
∫ iτ
(i−1)τ
F p1i dt
=
[
AWk
(
F p (iτ)−F p ((i −1)τ))k−1]PFDpavg,1i (7.23)
To simplify the notation in (7.23), assume that whenever the CDF is updated, the test interval
counter starts from 1, i.e., p = 1 and i starts counting from this test interval. Thus, (7.23) can be
rewritten as
PFDavg,ki =
[
AWk (F (iτ)−F ((i −1)τ))k−1
]
PFDavg,1i (7.24)
Therefore,
PFDavg,ki ≈
AWk λ
α
(1+α)τ
[
(iτ)α+1− ((i −1)τ)α+1][(λiτ)α− (λ(i −1)τ)α]k−1 (7.25)
Note that if we set i = 1 then (7.25) reduces to (7.13), and further if we set α= 1 then we get
Rausand’s formula.
Note also that the simplest situation in this type of calculation is that if no change has ever
been made until (i −1)τ so that the CDF established in the first test interval, i.e. F11(t ), is used
to calculate the current PFDavg,ki (see also Figure 7.3).
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7.4.2 The i Step Ahead Conditional PFDavg,k
It is also worth to calculate the PFDavg one or more test intervals ahead given that the system is
functioning till the end of the preceding test interval. We want to answer the question: What is
the PFDavg for a 1ook architecture in the i th test interval given that the system is survived the first
(i−1) test intervals? Let us denote this as PFDavg,ki (iτ|·). Assume that i starts counting from the
latest CDF update.
The conditional survival probability for a 1ook architecture in the i th test interval is
Pki (T ≥ t + (i −1)τ|T ≥ (i −1)τ)=
Pki (T ≥ t + (i −1)τ∩T ≥ (i −1)τ)
Pki (T ≥ (i −1)τ)
= Pki (T ≥ t + (i −1)τ)
Pki (T ≥ (i −1)τ)
Thus,
Rki (t + (i −1)τ|(i −1)τ)=
Rki (t + (i −1)τ)
Rki ((i −1)τ)
(7.26)
Hence,
PFDavg,ki (iτ|·) = AWk · (1−P (T ≥ iτ|T ≥ (i −1)τ))k−1 ·
1
τ
∫ iτ
(i−1)τ
(1−P1i (T ≥ t + (i −1)τ|T ≥ (i −1)τ))dt
= A
W
k
τ
· (1−R(iτ|(i −1)τ)k−1 ·
∫ iτ
(i−1)τ
(1−R1i (t + (i −1)τ|(i −1)τ)dt
= A
W
k
τ
·
(
1− R(iτ)
R((i −1)τ)
)k−1
·
∫ iτ
(i−1)τ
(
1− R1i (t + (i −1)τ)
R1i ((i −1)τ)
)
dt
= AWk ·
(
1− R(iτ)
R((i −1)τ)
)k−1
·
(
1− 1
τR1i ((i −1)τ)
∫ iτ
(i−1)τ
R1i (t + (i −1)τ)dt
)
(7.27)
This measures the conditional long-run reliability performance of a SIS.
Chapter 8
Discussion
8.1 Introduction
No single reliability analysis method can effectively comprehend all relevant system features in
a complete and flexible manner. To obtain a reasonably meaningful result it is important to con-
sider several qualitative/quantitative as well as bottom-up/top-down approaches altogether. In
this report four SIS reliability quantification approaches are discussed from Chapter 4-7, namely
simplified formulas, FTA, Markov analysis and a newly proposed approach, respectively. Four
simplified formulas (methods) are also discussed in Chapter 4, which are Rausand, IEC 61508,
the PDS method, and a newly (another) proposed method. The methods covered in this report
are shown in Figure 8.1.
Many users prefer the simplified formulas. In the Norwegian petroleum industry, the PDS
method has been widely used. In this chapter, we compare the simplified formulas each other
with especial emphasis on the PDS method. However, before that we shall start with the first
level approaches (see Figure 8.1).
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Figure 8.1: Summary of the methods covered in this report
8.2 Comparison of the Methods
It has always been a challenge to choose the right approach for a particular situation. It has
been practically proven that performing the top-down and bottom-up analyses together for a
particular problem is an effective approach [1]. Inevitably, FMECA is used effectively as input
for more complex quantitative analysis techniques like FTA and Markov analysis [13].
Consider FMECA and FTA in the reliability quantification of SISs. The benefit is twofold: first
to secure completeness, i.e., to make sure that all relevant causes are taken into account in the
FTA since FMECA is a bottom-up analysis and FTA is a top-down. For example, a single failure
found in the FMECA that leads to system failure should appear in the FTA as a single MCS. Sec-
ondly, FMECA enables to perform complete hazard identification at component level and some
safety standards require single failure analysis [2].
As discussed in Chapter 5, FTA can be performed qualitatively and quantitatively. Moreover,
since we think in terms of failure while we are establishing a fault tree, we get a better under-
standing of all potential causes of failure [16, 20]. It is thus an important method, in addition to
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quantifying the PFDavg, to suggest proactive actions to be performed in eliminating the causes
at source by design modification or some other techniques. Therefore, in SIS reliability quan-
tification process FTA, especially in combination with FMECA, is always a good start.
Moreover, all other approaches, i.e., simplified formulas [4], Markov analysis [3] and the pro-
posed approach require RBD to be established beforehand. Fault tree and RBD are transposable
but as argued above and in [20] RBD should be derived from fault tree – not in other way around.
The obvious limitations of FTA, nonetheless, as described in IEC 60300 [1], are
• It is not able to represent time or sequence dependency of events correctly.
• It has limitations with respect to architecture or state dependent behavior of the system.
With FTA we can only represent the instantaneous behavior of a system. Therefore, complex
system behavior and maintenance strategies cannot be modeled. This problem is often over-
come by Markov analysis either fully or as a hybrid of the two. A simple example of a hybrid of
FTA and Markov analysis is illustrated in Figure 8.2.!!!! "#$!%&!&'#()#*&+!#,!&-.-!/!!! ! "#$!%&!0'#()#*&+!#,!&-.-!1!!!!!!!!!!!!!!!!!!!!!!2$!"3#4*&5!6!!!!!!!!!!!!!!!!!!!!!!! ! ! ! !!!!!!!!!!2$!"3#4*&5!6!!! !
787!9#2(&+!!
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Figure 8.2: A simple hybrid model of FTA and Markov analysis
The system fails if either component 1 fails or component 2 and 3 fail. These two MCSs (1oo1
and 1oo2) can be evaluated by Markov analysis as example 1 and 2 presented in Chapter 6, re-
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spectively. Then, the average probability that the SIS fails is evaluated by using the upper bound
approximation formula. Note that the part of fault tree that is analyzed by Markov analysis is
considered as a basic event in the FTA.
Therefore, if FTA is not a sufficient method for a particular SIS, based on the complexity of
the system and its operational characteristics, we look for Markov analysis or simplified formu-
las, or a combination of both.
The IEC 61508 simplified formulas can be seen as a simplified version of Markov analysis and
an extension of quantitative FTA. The average system failure rate and equivalent mean down
times are the inputs used to derive the IEC 61508 formulas, and equivalent mean down times in
turn can be derived by Markov analysis [12, 24]. All other simplified formulas are also consid-
ered as the extension of the quantitative FTA because with the simplified formula we can take
into account both DU and DD failures. But, due to the assumption of independency between
basic events we cannot model DU and DD failures directly in the fault tree.
All the approach discussed so far are based on the assumption of constant failure rate. The
newly introduced approach is based on Weibull distribution and the aim is to relax the restrictive
assumption of constant failure rate.
8.3 Simplified Formulas
8.3.1 Introduction
In this section, we discuss how the simplified formulas can be applied in real life situations. To
be able to choose one against the others, it is important to understand the major differences
among them. The primary difference among the first three methods is the extent to which fac-
tors that affect the unavailability of SIF are included. Rausand’s method is the least detailed and
the PDS method is the most. The new method is, however, closely related to IEC 61508. The only
difference is the manner in which DD and DU failures are treated.
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Attempt is made to evaluate critically the PDS method as a method and also by comparing it
with other methods. We finally conclude the section by establishing a procedure to choose the
nearest possible method based on the operational characteristics of the system under consider-
ation.
8.3.2 Brief Comments on the PDS Method
Is it Worth/Practical to Model Systematic Failures?
1. According to IEC 61508 [4] and ISA [6], the major distinguishing feature between random
hardware failures and systematic failures is that system failure rates arising from random
hardware failures can be predicted with reasonable accuracy but systematic failures, by
their very nature, cannot be accurately predicted. The reason for this is that the events
that lead to systematic failures do not occur randomly.
Randomness is the key assumption in probability distributions. That is, probability dis-
tributions, including exponential, are practical only for random variables (stochastic vari-
ables). Therefore, modeling of systematic failures is not a question of data availability or
choice of appropriate statistical model, it is rather the deterministic nature of the events
leading to these type of failure. It is not justified in the PDS method that with what statis-
tical ground that these two different failures are combined just like (4.34) and used expo-
nential distribution afterwards. Does randomness assumed to systematic failures? If so,
how far is this assumption valid?
It seems that the PDS method is likely to high uncertainty due to the non-randomness
effect of systematic failures since they are modeled implicitly with DU random hardware
failures. No limit or caution is also stated in the handbook to remind the users if the inclu-
sion in case causes some modeling problem.
However, unlike the PDS method, in ISA an explicit way of modeling systematic failures is
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suggested. Accordingly, if data for systematic failures is available, it can be treated, with
special care, as DU failures. The average PFD is thus the sum of average PFDs due to
independent failures, CCFs, during repair action and systematic failures. Mathematically
PFDavg = PFDavg-ind+PFDavg-CCF+PFDavg-repair+PFDavg-sys (8.1)
Where PFDavg-sys =λD−sys ·τ/2 regardless of the type of architecture, as PFDavg-CCF, which
is equal to β ·λDU ·τ/2, and λD−sys is dangerous systematic failure rate.
Remark: Some systematic failures do not manifest themselves randomly, but exist since
the first time the system is installed (e.g., installation failure). Therefore, the expected
down time will be τ, and then PFDav g−s y s =λD−sys ·τ [6].
In situations where treating PFDavg-sys at subsystem level is inappropriate, ISA suggested
to incorporate the contribution at system level. That is
PFDavg-SYS = PFDavg-S+PFDavg-LS+PFDavg-FE+PFDavg-sys (8.2)
where the first three terms are the average PFDs for the sensor, logic solver and final ele-
ment respectively.
It is repeatedly mentioned in the standard that systematic failures are hard to model sta-
tistically with reasonable accuracy. Therefore, rather strict qualitative measures are estab-
lished to reduce their effect sufficiently to a tolerable level. These qualitative measures
are developed by the system integrator and made available to the system operator in a
manual form.
2. Even if we assume that randomness assumption is satisfied and then modeled according
to the PDS method, it gives unnecessary confidence for decision makers. One of the ar-
guments in the PDS method for the inclusion of systematic failures is that they are often
dominant contributors towards the overall failure probability. If we quantify them in this
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manner, the attention towards qualitative measures set out in IEC 61508 would eventually
be dropped.
3. Furthermore, since it is the nature of systematic failures to cause redundant components
simultaneously, their effect is partly taken care of by CCF [4, 23]. This shows that depen-
dent failures (CCF) are overly modeled. Surprisingly, we quantify them three times:
(a) as CCF (partly),
(b) as systematic failures and
(c) when we combine average PFDs of the MCSs that are due independent failures
How Significant is 2b)?
It is explicitly mentioned in the standard that the required time to detect and repair DD failures
is MTTR. However, how to deal with the required time to detect DU failures (function testing) is
not explicitly mentioned. To use IEC 61508 formulas we need to assume that the required time
for function testing is negligible. If the operational philosophy is to test all components at the
same time, its contribution to the safety unavailability is simply t/τ, regardless of the type of
architecture, where t is the required time for testing. This is more or less the worst contribution,
in comparison with other operational philosophies, that we may encounter since λDU is almost
always by far less than 1/τ (see DTUT formulas in the PDS method handbook [23]). Consider
the following example.
Example: Consider 1oo1, 1oo2 and 2oo3 architectures with t = 5 hours, τ= 8760 hours and
λDU= 5.0E-6. If we are testing all components at a time the contribution will be 5· 1.14E-4=5.70E-
4. But, if the philosophy is to test one component at a time, the contributions are approxi-
mately t ·λDU=2.5E-5 and t · 2λDU=5.0E-5, respectively, for 1oo2 and 2oo3 architectures. The
most significant contributor for 1oo1 architectures is λDUτ/2= 2.2E-2 and for 1oo2 and 2oo3 it
is βλDUτ/2= 1.1E-3 (according to the PDS formula for 2oo3 it is C2oo3βλDUτ/2= 2.2E-3 ).
As can be seen from the above example, with philosophies other than testing all channels at
a time, the contribution of DTUT is almost always negligible that can be neglected. Thus, this
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cannot be a sufficient reason to deviate from IEC 61508 formulas since t/τ can simply be added
on it.
Therefore, the following conclusions are drawn:
• If the philosophy is to test all channels at the same time and t/τ is significant, it is evident
that it should be added to any PFDavg formula (e.g., IEC 61508 or Rausand’s formulas)
since the associated down time is independent of any contributor (or simply independent
of the failure rates).
• If the philosophy is to test one at a time (or while some other channels are operating), the
contribution is always insignificant. For example, for 1oo2 architecture it is easy to see
the order of magnitude difference between βτ/2 and t . The former is at least two orders
of magnitude higher than the second. Therefore, formulas to quantify this have no worth
than making the formulas complicated.
Imperfect Testing
It is always important to have a clear idea about the extent to which function testing is perfect.
Although it is not practical in most cases to assume all hidden failures are detected during func-
tion testing, most formulas persist working under this assumption. Thus, the PDS method has
been devoted to find a mathematical relation to quantify the contribution of failures which re-
mains undetected after function testing.
To get more realistic prediction we must also ask ourselves another obvious question in re-
lation to the reliability of a SIS in the next term after function testing is performed. Suppose
τ=1 year and we are able to manage to have 100% coverage to uncover all hidden failures. The
question is then: Is it realistic to believe that the SIS is as good as new in the coming year? In
one of the suggested methods, i.e. incorporating the FTC into the already computed PFDavg, we
get a time dependent PFD. Thus, our comment in this regard is that if we are willing to deal with
time dependent PFDavg, FTC is not the only one which is responsible for that, we should also
look at how far constant failure rate assumption is valid. Obviously, it is not a valid assumption
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in most situations since a component that has been used for one or two years is hardly possible
to be as good as new.
Conditionality
Like the PFDavg is conditional on FTC, it is also conditional on DTU due to repair of DD failures.
Despite the fact, this conditionality has never been stated or used in any PFDavg calculation
where DD and DU failures are treated separately, for example in [6, 19, 23]. The conditionality is
obvious because if DD failures occur, a repair or replace action initiates immediately to restore it
in an as good as new state so that the contribution of DU failures should be reduced accordingly.
We cannot simply add two events where one is conditional on the other.
In IEC 61508 this conditionality is treated in a systematic manner. The equivalent mean
down times balance the unavailability of safety due to DU and DD failures according to their
rates, i.e., if DD failures are likely the contribution from DU failures decreases (see equations for
MDTs in section 4.3.3).
We believe that a correct mathematical approach should be employed to combine the con-
tributions from DU and DD failures or if it is believed that its impact is small, an assumption
should be made. Accordingly, in this paper a new approach is introduced and is presented in
Section 4.5.
8.3.3 Pairwise Comparison
The PDS Method Versus Rausand Method
The PDS method uses the main principle advocated in Rausand’s method but four more factors
(factors other than DU failures) and multiple beta factor model are introduced. It is a more
conservative method than the Rausand’s method since in the PDS method
1. contribution from systematic failures is implicitly incorporated in the DU failures,
2. contribution during repair of dangerous failures is added (DTUR),
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3. contribution during function testing is added (DTUT),
4. contribution from imperfect testing is added, and
5. multiple beta factor model is used against standard beta factor model
Both methods are in line with IEC 61508 under the respective assumptions. In real life situ-
ation the choice depends on whether the above five points have significant impact or not
The PDS Method and IEC 61508
The most significant differences between these two methods are the following:
• Unlike the PDS method, IEC 61508 formulas incorporate only DU and DD failures, and a
standard beta factor model is employed. The standard, however, suggests point 4 and 5
above to be treated with appropriate formulas.
• Two methods are suggested in the PDS method to handle point 4, and one of them, i.e.
using FTC, is recommended in the standard.
• Although it is suggested in the standard to consider the type of architecture while using
beta factor model, it is not far from presenting the associated correction factors in a table
(Table D.5 of IEC 61508-6). However, in the PDS method a relatively detailed discussion
and formulas are developed. A slightly different results from IEC 61508 are also gained.
• In the standard no explicit statement or formula is established for point 3 but it is intuitive,
as long as its effect is significant, that the associated down time should be considered. In
the PDS handbook due emphasis is given to quantify the effect and formulas are devel-
oped.
• Systematic failures are hard to quantify statistically and that is repeatedly mentioned in
the standard. But in the PDS method they are quantified in such a way that DU systematic
failure rate and DU hardware failure rate are combined together and Rausand’s formula is
then used.
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• The developments of formulas in these approaches are quite different thought they give
almost identical results (see also IEC 61508 vs. Rausand’s method below). In the PDS
method the probabilities for factors are quantified explicitly whereas in the standard they
are treated implicitly through the so-called equivalent mean down time. Moreover, in the
standard the repair time due to DU failure (MRT) and DD failure (MTTR) are differenti-
ated. But, in the PDS method only MTTR is used to measure a planned down time due to
both DU and DD failure.
• Unlike IEC 61508, in the PDS method relevant operational philosophies during test and
repair are considered, and formulas are developed accordingly. In IEC 61508, it is assumed
that all channels have a single MRT, and it is perhaps the worst scenario among other
operational philosophies.
• In IEC 61508 a clear approach of incorporating CCF related to DD failures is provided and
the factor is designated as βD. But, the PDS method does not distinguish these types of
CCFs and thus lets the users to use the most applicable β.
IEC 61508 Versus Rausand’s Method
The differences between Rausand’s method and IEC 61508 formulas are just two:
• In IEC 61508, DD failures are considered whilst in Rausand’s method it is assumed that the
system is functioning as long as DU failures do not not occurred, and
• In IEC 61508, the time to repair due to DU failures (MRT) is considered whilst in Rausand’s
method it is assumed to be negligible
Under the above two assumptions favorable to Rausand’s method, if we reduce IEC 61508
formula, the equivalent mean down times will get the following forms:
tCE = τ
2
, tGE = τ
3
, tG2E = τ
4
and tG j E = τ
j +1 for j > 2
The IEC 61508 formula (4.32) will then be reduce to
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PFDavg = n!
(k−1)!(n−k+2)!
(
(1−β)λDUτ
)n−k+1+ βλDUτ
2
(8.3)
and if k=n
PFDavg = nλDUτ
2
(8.4)
Remember that Rausand’s method for koon architecture, where k ≤ n, can be rewritten as
PFDavg = n!
(k−1)!(n−k+1)!
((1−β)λDUτ)n−k+1
n−k+2 +
βλDUτ
2
= n!
(k−1)!(n−k+2)! (1−β)λDUτ)
n−k+1+ βλDUτ
2
(8.5)
As can be seen above, both methods are absolutely the same although they are developed
based on different concepts. As we have seen in section 4.2, Rausand’s formula is developed in
such a way that failure distribution of an architecture is computed, as such, and then averaged
over the test interval whereas IEC 61508 formulas are developed based on the concept that the
PFDavg is the product of average system failure rate and equivalent mean down time. Since we
already have confirmed that Rausand’s method is in line with IEC 61508, under the conditions
mentioned above, we recommend the users to apply this formula — as it is easy to manipulate.
Note that we can extend Rausand’s formula by including the contributions from MRT and
MTTR as we did in section 4.5.
8.3.4 Procedure for Method Identification
We are concerned in this section to develop a simple procedure while choosing an appropriate
method based on specific operational characteristics of the SIS under consideration.
It should be noted that the procedure set out here does not take into account modeling of
CCF and systematic failures. Modeling of CCF is out side the scope of this report so that no
assessment is done to see the appropriateness of the multiple beta factor model against the
standard or any other possible models. Moreover, no sufficient reason is mentioned either in
the PDS method or IEC 61508 why we use multiple beta factor model against the standard. We
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are therefore neutral when it comes to CCF modeling to choose an appropriate method.
We believe that implicit modeling of systematic failures may lead to high uncertainty as we
have discussed in section 4.2.2. Thus, in this section in the PDS method λDU measures only
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Figure 8.3: Flowchart for the decision to choose the nearest possible method
.
If there is, however, a strong reason to quantify systematic failures and data is available, we
recommend the users to calculate the associated mean down time carefully by taking the po-
tential causes into account. The appropriate choice for most systematic failures may be τ rather
than τ/2. There should also be a clear idea whether or not it is a shared cause for several chan-
nels in parallel. If so, we must treat this probability as we treat the probability of CCF. It is also
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our recommendation that the users should consult at least IEC 61508[4], IEC 61511[5], PDS[23],
ISA[6] and OLF[19] handbooks for the better understanding and modeling of such failures.
The flowchart in Figure 8.3 is constructed to suggest the easiest (nearest) method based on
the factors that we want to include or believe that they have significant affect on the unavail-
ability of the system. It should be noted however that the identified method is not the only
best method. For example, the figure directs to the PDS method if the function testing coverage
(FTC) is not perfect. It is true that SIF unavailability due to this failure is treated only in the PDS
method but one can use one of the other methods and then incorporate the contribution with
some appropriate techniques.
As it has been mentioned above, Rausand’s method is the least detailed and easiest method
so that if we have the characteristics of a system that let the figure to direct to this method, we
should make use of this method otherwise utilizing other models is waste of time and resource.
This situation happens if the following three conditions are fulfilled altogether (see also the fig-
ure):
• the function testing coverage is 100%,
• the time required to detect and restore DD failures (MTTR) is negligible or the system goes
into safe state upon DD failures, and
• either
– the required time for testing is negligible
– the test in all channels performs at the same time, or
– the process is shut down during function testing
The new method and IEC 61508 use the same parameters. If there are situations where the
probability of DU and DD failures are required to be quantified separately or are already quan-
tified by some other methods, the new method is useful to combine them with sound mathe-
matical reasoning.
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A numerical analysis based on these four methods is performed using some typical architec-
tures such as 1oo1, 1oo2, 1oo3 and 2oo3. We compared numerically how these three methods
deviate from IEC 615081, and the results are shown in Appendix C. In all computations we used
MTTR=MRT=8 hours. Multiple beta factor model is employed in case of the PDS method (but no
CCF related to DD failures) whilst standard beta factor model is used for the rest three methods.
In Rausand’s method we used only DU failures and ignored the contribution from DD failures.
The purpose of this numerical analysis is not to conclude that methods that deviate from
IEC 61508 are wrong or less important. It is rather to provide information on how big the differ-
ences will be for some selected architectures and parameters. Accordingly, Rausand’s formula is
not that far from IEC 61508 even for architectures with 90% diagnostic test, but remember that
restoration period is just 8 hours. Thus, it is evident that for architectures with relatively small
restoration time, Rausand’s formula is good enough. Although we employed multiple beta fac-
tor model in the PDS method, the results (in many cases) are not far from IEC 61508. As can be
seen from the last columns, the new method more or less systematically increases over diagnos-
tic coverage. This means that it is highly sensitive to the changes from DD failures, unlike the
PDS method.
1Note that in the last three columns, for example 100% means that the PFDavg based on that method is two times
higher /lower than the PFDavg based on IEC 61508, depending on the sign.
Chapter 9
Case Study
9.1 Introduction
A SIS has been widely used in the oil and gas industry to achieve a certain safety level for a spe-
cific hazard. Such a system is installed to act upon a process demand so that its escalation can
be stopped before it develops into an uncontrollable situation. Since they are used to protect
people, environment and assets against unwanted events, their reliability is important. That is,
if a SIS is unable to act upon a demand, the associated fatalities, environmental damages and
material costs may be significant.
There are several standards and guidelines that deal with the qualitative and quantitative
requirements of a SIS to achieve satisfactorily the desired functional safety, but IEC 61508 and
IEC 61511 are the prominent ones. This report assessed several methods to measure the quan-
titative requirement of a SIS, namely the PFDavg, with special focus on the IEC 61508 formulas.
In this chapter a case study from Aker Solutions AS is carried out. The objective is twofold:
first to see how the methods discussed in this report can be applied for compliance, and second
to give some suggestions that whether or not the SIF fulfills the quantitative requirement, keep-
ing other qualitative and semi-quantitative requirements constant.
The SIF considered here is a process shutdown (PSD) function intended to protect a subsea
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compressor against liquid inflow. As can be seen from Figure 9.1 that when an excess liquid
level in the separator is detected by either of the two level transmitters, the SIF is required to
stop the compressor and at the same time to close the two inlet valves to the separator. The SIL
requirement for this function is SIL 2, i.e., PFDavg ≤ 0.01. It should be noted that for the sake of
confidentiality the system is slightly changed and anonymized, and the data used in the analysis
are the generic ones — not project specific.
As discussed in Chapter 8, among the methods, FTA is an appropriate method to start with
since it helps to visualize, understand and communicate the system. We therefore start with FTA
to analyze the reliability of the SIF.
9.2 Fault Tree Analysis
This section is a continuation of chapter 5. The assumptions listed in Section 5.1.2 govern the
validity of the result gained from this method. The last assumption may not be realistic since the
system does not shut down the process upon DD failures and also the MTTR is relatively long as
most components are located subsea. For this system, therefore, SIL compliance based on this
method may not be adequate.
9.2.1 SIF Familiarization
Figure 9.1 shows a simplified schematic diagram of the SIF under consideration. The figure is
prepared based on the drawings and descriptions of the actual SIF that is made available by the
company as well as through thorough discussion with engineers. It should be noted that the
actual SIF is by far more complex than the one shown here. In here, only components that are
thought to have significant effect on the reliability quantification of the SIF are included. Other
components either have nothing to do with the PFDavg (e.g., compressor downstream valve and
pump downstream valve) or have negligible contribution to the PFDavg (e.g., communication
items like jumpers, junction boxes, switches, modems and so on). Therefore, in the figure such
valves are not connected to SEMs. However, it should be noted that in practice it might be rea-
sonable to close them upon a demand since the process is supposed to be closed. For brevity
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Figure 9.1: Simplified schematic representation of the PSD function
communication items are not shown at all. Notice also that all items, except the SAS are located
subsea.
The unwanted event liquid enters into the compressor may occur only if the level is increased
beyond the specified limit, and that could happen as a consequence of two different causes. The
first is due to failure from the Process Control System (PCS). The PCS regulates the amount of
liquid in the separator based on the readings from level transmitters. The level is maintained
by speeding up the pump upon high level readings. The second cause is due to the pump, OR
its downstream valve spurious tripping, OR any blockage of this outlet. If one of these causes
occurs, the level increases to/beyond the specified level and then the SIF is supposed to act at a
reasonable speed.
We have two inlet valves: the Primary valve and the Bypass valve. In normal operation, the
bypass valve is closed and the production proceeds while the primary valve (only) is opened.
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It might be reasonable not to include the bypass valve in the PFDavg calculation since it is al-
ready closed. However, there are situation where this valve may erroneously be kept open by
the operator or due to some other reasons. We, therefore, consider a conservative avenue such
that the two valves are treated as if both are functioning during normal operation. This means
that the PFDavg we get from this calculation will obviously be larger than the PFDavg that can
be calculated with a single inlet valve. For the calculation, we assume that the probability that
the bypass valve is erroneously opened at any time t is 0.5, and thus its failure rate is half of the
failure rate of the primary valve.
To summarize how the SIF is designed, there are two level transmitters from which signal
transmits through the respective SEM to the topside logic (SAS), which is the master PSD con-
troller. After the logic a signal transmit back to SEMs. The received signals in the SEMs will then
be forwarded to the valves (to stop inflow to the separator) and the VSD to open the relay (de-
energize) so that the compressor will stop.
Items included in the analysis are described as follows:
Level Transmitter (LT): is used to measure the level (liquid-gas interface) in the separator. If
the level reaches at the specified high level, a signal goes to the respective SEM. There are
two redundant level transmitters that are connected in series to their own SEMs.
SEM A/B: is a subsea electronic module that contains several components. The failure of one
of these components leads the SEM to fail so that its failure rate is the result of the combi-
nation of all the failure rates of these components.
SAS: is the topside master process shutdown (PSD) controller and all actions are thus initiated
from here. It is a 1oo2 logic and if demand occurs the action initiation message will nor-
mally go through SEMs.
Separator Inlet Valve (PV/BV): is a fail-safe valve to stop inflow to the separator upon demand.
In normal operation, the primary valve is open and the bypass is closed.
VSD: contain a fail-safe relay used to stop the compressor upon demand.
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9.2.2 Definition of the Top event
It is an interesting discussion that whether the two final elements should be designed in series,
parallel or stopping the compressor only is sufficient. If we connect them in series, it means that
two actions that are stoppage of the compressor and closure of the inlet valves to the separator
need to take place simultaneously to achieve a safe state upon demand. The question here is,
do we necessarily need both actions at the same time?
Since our aim is to protect the compressor, stopping the compressor (only) can be a suffi-
cient action. If we secure this, it does not matter actually whether or not the inlet valves are
closed because the pressure in the separator is always higher than the upstream pressure, and
that eventually leads the liquid flow to achieve a steady state.
What will happen to the compressor if the SIF manage to close the inlet valves but not to
stop the compressor? In this case, the safe state depends mainly on three inter-related condi-
tions: the upcoming liquid pressure (speed), the distance between the separator and the inlet
valves, and the distance between the level at which the alarm rises and the level at which the
liquid makes contact with the compressor. These three conditions can collectively be measured
as the speed of the SIF to stop inflow before the liquid in the separator makes contact with the
compressor. Therefore, if we can achieve this with a reasonable speed to protect the compressor,
we can use it as redundant measure — and this is the case in this case study. We thus have two
final elements in parallel.
Therefore, the Top event is the SIF failed to stop the compressor AND the inflow to the separa-
tor when the liquid-gas interface level is too high in the separator during normal operation.
9.2.3 Fault Tree Construction
As discussed in Chapter 5, due care must be given while modeling CCFs in the FTA. There are
two ways of modeling [16], explicitly where a CCF is included as a (basic) event in the fault tree
or implicitly where it is incorporated after identifying the MCSs. Implicit modeling is helpful
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if the system under consideration is rather complex, having different types of CCFs in a MCS.
However, in our case, explicit modeling is sufficient as it can be seen from Figure 9.2 (drawn with
the CARA FaultTree software). The adequacy of the fault tree is communicated before going to
further analyses.
CARA Fault Tree version 4.1 (c) Sydvest Sotfware 1999
Academic Licence for NTNU, Trondheim, Norway
Educational purposes only - not for commercial use
SIF fails to prevent 
the compressor 
against liquid inflow
LT(s) and/or SEM(s) 
fail  
Input channel A fails
LT A fails to give 
alarm
LT A
SEM A fails to 
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transmit the received
signal to SAS
SEM A
Input channel B fails
LT B fails to give 
alarm
LT B
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transmit the received
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SEM B
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SEM
SAS
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VSD fails to 
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close
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C-LT
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CCF
C-SEM
New fault tree
Pagename: P1
Figure 9.2: Fault tree for the PSD function
It is almost always a good idea to transform the constructed fault tree into RBD before com-
mencing any further analysis. It can easily be transformed to a series structure of all MCSs where
components in a MCS are in parallel. The SIF has nine MCSs.
Figure 9.3 shows the equivalent RBD of the fault tree. Such transformation is helpful at least
for two reasons: first it can be used as a cross-check for the adequacy of the fault tree, and
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Figure 9.3: RBD for the PSD function
second, it is easier in the RBD than in the fault tree to visualize the MCSs and how the system
functions as well as to establish associated formulas.
9.2.4 PFDavg Calculation
PFDavg calculations are performed based on all possible alternatives to point out how they de-
viate from the correct one. As discussed in Chapter 5, averaging before logic is a wrong way of
calculating PFDavg but still some computer programs, including CARA FaultTree, uses this ap-
proach. With this approach PFDavg is 1.12E-03. With the correct approaches we also tried to see
how the result varies for the IEC 61508 and the PDS method1.
The PDS method advocates multiple beta-factor model but this does not bring any differ-
ence in our analysis since the maximum order of the MCSs is two. The only difference is that the
PDS method uses (not strictly) a conservative failure rate for independent failures, i.e., λ instead
of (1−β)λ for the 1oo2 architecture. This does not even bring any significant difference since
the beta factors are small. We, therefore, ended up with identical result from these methods, i.e.,
PFDavg = 1.14E-03.
The last row in Table 9.1 is based on (5.3) where we simply sum up the individual average
PFDs of all the MCSs. As expected, they are identical with the results from the exact formula
(5.2) since the product terms are negligible.
1Note that the PDS method suggests both formulas with and without the CCF factor in the PFDavg due to inde-
pendent failures.
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Table 9.1: PFDavg calculation based on different possible approaches
MCS MCS Average before Average After logic
No. logic IEC 61508 the PDS method
(order) Formula Estimate Formula Estimate Formula Estimate
1(1) {C-SEM}
λCDUτ
2 9.81E-05
λCDUτ
2 9.81E-05
λCDUτ
2 9.81E-05
2(1) {C-LT} " 2.63E-04 " 2.63E-04 " 2.63E-04
3(1) {SAS} λDUτ2 7.01E-04
λDUτ
2 7.01E-04
λDUτ
2 7.01E-04
4(2) {LT A, LT B}
(λIDUτ)
2
4 5.54E-06
(λIDUτ)
2
3 7.39E-06
(λDUτ)2
3 8.02E-06
5(2) {SEM A, SEM B} " 1.18E-05 " 1.57E-05 " 1.72E-05
6(2) {LT A, SEM A}
λIDU,1λ
I
DU,2τ
2
4 1.18E-05
λIDU,1λ
I
DU,2τ
2
3 1.57E-05
λDU,1λDU,2τ
2
3 1.72E-05
7(2) {LT B, SEM B} " 2.49E-05 " 3.32E-05 " 3.68E-05
8(2) {VSD, PV} " 9.98E-07 " 1.33E-06 " 1.33E-06
9(2) {VSD, BV} " 4.99E-07 " 6.65E-07 " 6.65E-07
PFDavg based on (5.2) 1.12E-03 1.14E-03 1.14E-03
PFDavg based on (5.3) 1.12E-03 1.14E-03 1.14E-03
Conclusion
- The function meets the requirement of SIL 2 since 1.14E−03< 1.00E−02.
- Almost 93% of the PFDavg is consumed by the first three MCSs individually with 8.6%, 23%
and 61%, respectively. On one hand, the function can be considered as good, because the
result implies that system failure occurs mainly due to SAS failure, but it is known that
computers are more reliable than detectors and final elements. Furthermore, unlike the
other components, the SAS is located topside. On the other hand, such huge amount of
consumption by one component may be considered as the weakness of the design. With
this and other qualitative and semi-quantitative measures, appropriate decision should
be made on whether or not reallocation is required to improve the reliability of the system.
9.3 Simplified Formulas
Four simplified formulas are covered in Chapter 4. The suitability of the formulas depend on
the specific operational characteristics of the system, and this issue is discussed in Chapter 8.
For this particular system:
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• The FTC is assumed to be 100% (this assumption is partly influenced by lack of data).
• The safety unavailability contribution during function testing is negligible as argued in
Chapter 8. However, sensitivity analysis can be performed by incorporating t/τ into the
already computed PFDavg.
• There is no diagnostic coverage for the final elements, i.e., for the VSD and the valves.
• There is no special desire to separately quantify the safety unavailability due to DU and
DD failures.
As can be seen from Figure 8.1, the above points lead to either the PDS method or IEC 61508
(for all subsystems). However, we proceed by using the IEC 61508 formula. The calculation will
then be based on the assumptions listed in Section 4.3.2, and further we assume that the sub-
systems are statistically independent.
The RBD in Figure 9.3 is subjected to the functionality path of the system and can thus be
redrawn by eliminating the redundant MCS {SEM A, SEM B}. Figure 9.4 shows the resulting RBD
that also takes into account the failure modes. Note that in the first subsystem both channels
are identical.
!!!! !!!!!!!!!!!!!!!!!!!!!!!!!!!!! !!!!!
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Figure 9.4: Reduced RBD for PSD function
The fifth assumption of IEC 61508 in Section 4.3.2 states that all channels have the same fail-
ure rate and diagnostic coverage. As can be seen from Figure 9.4, the final elements violate this
assumption, and no IEC 61508 formula is available for this case. Let us now digress to see what
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will happen to the IEC 61508 formula if the channels were equipped with a built-in diagnostic
testing having different DC factors. The PFDavg formula can thus be modified as follows:
PFDFEavg =
(
λVDt
V
CE
) · (λPBD t PBGE)+ (λPBD t PBCE) · (λVDt VGE) (9.1)
where
t VCE =
λVDU
λVD
(τ
2
+MRT
)
+ λ
V
DD
λVD
MTTR
t PBCE =
λPDU+λBDU
λPD+λBD
(τ
2
+MRT
)
+ λ
P
DD+λBDD
λPD+λBD
MTTR
t PBGE =
λPDU+λBDU
λPD+λBD
(τ
3
+MRT
)
+ λ
P
DD+λBDD
λPD+λBD
MTTR
t VGE =
λVDU
λVD
(τ
3
+MRT
)
+ λ
V
DD
λVD
MTTR and
λPBD = λPDU+λPDD+λBDU+λBDD
where FE is the final element; and V and PB stands for VSD channel and valves (primary and
bypass) channel respectively.
But, for the system under consideration λDD = 0, therefore (9.1) reduces to
PFDFEavg =
(
λVDU
(τ
2
+MRT
))
·
(
λPBDU
(τ
3
+MRT
))
+
(
λPBDU
(τ
2
+MRT
))
·
(
λVDU
(τ
3
+MRT
))
= 2λPBDUλVDU
(τ
2
+MRT
)(τ
3
+MRT
)
(9.2)
(Note that if MRT=0, then (9.2) reduces to Rausand’s formula, i.e., λVDU(λ
P
DU+λBDU)/3)
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Hence, the PFDavg for the system is
PFDavg = 2
(
(1−βT)λTDU+ (1−βS)λSDU+ (1−βTD)λTDD+ (1−βSD)λSDD
)2
t TSCEt
TS
GE
+λLDt LCE
+2λPBDUλVDU
(τ
2
+MRT
)(τ
3
+MRT
)
+βTλTDU(
τ
2
+MRT)+βTDλTDDMTTR
+βSλSDU(
τ
2
+MRT)+βSDλSDDMTTR (9.3)
The first three terms are contributions from independent failures of the subsystems shown in
Figure 9.4, respectively. The last two terms are contributions from the CCF of level transmitters
and SEMs respectively. T, S, and L stand for level transmitter, SEM and SAS, respectively. The
equivalent MDTs are computed as follows:
t TSCE =
λTDU+λSDU
λTD+λSD
(τ
2
+MRT
)
+ λ
T
DD+λSDD
λTD+λSD
MTTR
t TSGE =
λTDU+λSDU
λTD+λSD
(τ
3
+MRT
)
+ λ
T
DD+λSDD
λTD+λSD
MTTR
t LCE =
λLDU
λLD
(τ
2
+MRT
)
+ λ
L
DD
λLD
MTTR*
In the calculations, we assumed that β = 2 ·βD, λPDU = 2 ·λBDU and MRT = MTTR = 2 ·MTTR∗
(remember that all except SAS are located subsea).
Table 9.2: Some PFDavg estimates for various values of MTTR and τ (hours)
aaaaaaaaa
τ
MTTR 16 183 365 548
4380 5.68E-04 7.56E-04 9.64E-04 1.18E-03
8760 1.16E-03 1.36E-03 1.58E-03 1.80E-03
13140 1.78E-03 1.99E-03 2.22E-03 2.46E-03
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The calculation is performed in Excel and some results are presented in Table 9.2. Sensitivity
analysis is also performed to see whether or not t/τ has significant effect on the PFDavg results.
For example, if we assume that the required time for function testing is 8 hours, the unavail-
ability contribution to be added on the PFDavg results will be 9.13E-04 (if all the subsystems are
tested at the same time) and 3*9.13E-04=2.74E-03 (if the subsystems are tested staggeringly). It
is thus evident that the SIF fulfills the SIL 2 requirement even for large test intervals, MTTRs as
well as with online function testing with 8 hour duration.
9.4 Markov Approach
In Chapter 6, we discussed three approaches of calculating system performance by using Markov
analysis, i.e., using type 1, type 2 and steady state probabilities as a measure of PFDavg (see Sec-
tion 6.5.1). As can be seen from the examples in that chapter, Markov analysis is cumbersome
unless a simplification technique is employed to reduce the number of states. In this case study
we employed the suggestion given by IEC 61165 [3]. Accordingly, series components in a sub-
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Figure 9.5: Further reduced RBD for the the PSD, for the purpose of Markov analysis
system are combined and treated as a single component as shown in Figure 9.5. That is, the
failure rate of a channel is the sum of the failure rates of the components in that channel, and
the repair rate is computed as (λ1+ ...+λn)/(λ1/µ1+ ...+λn/µn), provided that λi ¿µi
With this technique we cannot calculate type 1 probability since the Markov process will not
have an absorbing state. That is, since the DD and DU failures are combined, the process can
always leave that state with some positive probability. Therefore, in the following section we
calculate steady state probability and type 2 probability.
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We assumed that there are two repair crews available to restore failed channel(s). Upon
failure of two channels, the one that is repaired first will start performing the safety function
regardless of the status of another channel.
9.4.1 Steady State Solution
Figure 9.6 shows the state transition diagrams of the subsystems shown in Figure 9.5. Now, let us
calculate the repair rates. Since constant repair rate is assumed, for DU failures the repair rate
is 1/MRT and for DD failure it is 1/MTTR. The minimum repair time we used in the calculation
is 8 hours (for SAS) that gives a rate of 9.13E-04 and is significantly greater than the failure rates.
Therefore, the repair rate for the first subsystem can be calculated as
µTSD =
λTDU+λTDD+λSDUλSDD
λTDU/
(
MRTT
)−1+λTDD/(MTTRT)−1+λSDU/(MRTS)−1+λSDD/(MTTRS)−1
Subsystem 1 ! !!!!!!!!!!!!!!!!!!!"#$%&!! ! ! !!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!#$%&!
μTSD                  2μTSD!                                          !!!!!!!!!!! #'()$!#$&*!+!)$&#$&&+!)%!#%&*!+!)%&#%&&!!! #,&!
Subsystem 2!
              μLD!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!
  
                                      !!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!! ! #-.&!!
Subsystem 3!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!#/!&!!!! ! ! !!!!!!!!!!!!!!!!0-.&!!!!!!!!!!!!!!!! ! !!!!!!!!0/&!! ! !!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!! ! ! ! !!!#-.&!! !! #-.&! ! ! ! !!!!!!!!!0/&!0-.&!!!
1!2"345!
"!216789:;5!
<!2"6789:;5!
1!2=45! "!2>789:;5!
1!2"345!
<!2-.!6789:;5!
"!2/!6789:;5!
?!2"6789:;5!
Figure 9.6: State transition diagrams of the subsystems of the PSD function
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But, we assumed for all components that MRT=MTTR= 2·MTTR∗, where MTTR∗ is for SAS
and hence
µTSD = µVD =µPBD =
1
MTTR
(9.4)
µLD =
λLD
MTTR
(
λLDU+2λLDD
) (9.5)
Let P ji be the steady state probability that the system is in state i , and j is used to indicate the
subsystem. Therefore,
PFDavg = P 13 +P 22 +P 34 (9.6)
The corresponding state equations are established as follows:
(
0 0 0
)
=
(
P 11 P
1
2 P
1
3
)
·

−(2λTSD +λC) 2λTSD λC
µTSD −
(
µTSD +λTSD
)
λTSD
0 2µSTD −2µSTD
 and
P 11 +P 12 +P 13 = 1 (9.7)
(
0 0
)
=
(
P 21 P
2
2
)
·
 −λLD λLD
µLD −µLD
 and
P 21 +P 22 = 1 (9.8)
(
0 0 0 0
)
=
(
P 31 P
3
2 P
3
3 P
3
4
)
·

−(λVD+λPBD ) λVD λPBD 0
µVD −
(
µVD+λPBD
)
0 λPBD
µPBD 0 −
(
µPBD +λPBD
)
λPBD
0 µPBD µ
V
D −
(
µPBD +µVD
)
 and
P 31 +P 32 +P 33 +P 34 = 1 (9.9)
The steady state probabilities are computed in R for some selected MTTR values and the
results are shown in Table 9.3. The table depicts that the function satisfies well the SIL 2 require-
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ment. The second subsystem, namely the SAS, consumes the majority of PFDavg as we already
saw in FTA.
Table 9.3: Some PFDavg estimates for various values of MTTR (hours)
aaaaaaaaa
τ
MTTR
16 183 365 548
P13 1.35E-06 1.73E-05 3.80E-05 6.25E-05
P22 4.86E-05 5.55E-04 1.11E-03 1.66E-03
P34 3.76E-06 4.29E-05 8.57E-05 1.30E-04
PFDavg 5.37E-05 6.15E-04 1.23E-03 1.86E-03
SIL SIL 4 SIL 3 SIL 2 SIL 2
9.4.2 Time Dependent Solution - Type 2
In this section, we tried to calculate a time dependent probability as a PFDavg measure. LetλP be
process demand rate. The state transition diagrams for the subsystems are illustrated in Figure
9.7.
Subsystem 1 ! !!!!!!!!!!!!!!!!!!!"#$%&!! ! ! !!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!#$%&!
μTSD                  2μTSD!                                          ! #'!!!!!!!!!! #()*$!#$&+!,!*$&#$&&,!*%!#%&+!,!*%&#%&&!!! #-&!
     #' !Subsystem 2       
              μLD!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!
  
                                      !!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!! ! #'.&!!
Subsystem 3!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!#/!&!!!! ! ! !!!!!!!!!!!!!!!!0'.&!!!!!!!!!!!!!!!
λP! !! ! !!!!!!!!0/&!!! ! ! ! !!!!!!!!!!! ! !!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!! ! ! ! !!!#'.&!! !! #'.&! ! ! ! !!!!!!!!!0/&!0'.&!!!
1!2"345!
"!216789:;5!
<!2"6789:;5!
1!2=45! "!2>789:;5!
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<!2'.!6789:;5!
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Figure 9.7: State transition diagrams of the subsystems of the PSD function (with process demand)
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The corresponding set of differential equations for each subsystem respectively are

P˙ 11 (t )
P˙ 12 (t )
P˙ 13 (t )
P˙ 14 (t )
=

−(2λTSD +λC) µTSD 0 0
2λTSD −
(
µTSD +λTSD
)
2µSTD 0
λC λ
TS
D −
(
2µSTD +λP
)
0
0 0 λP 0
 ·

P 11 (t )
P 12 (t )
P 13 (t )
P 14 (t )
 (9.10)

P˙ 21 (t )
P˙ 22 (t )
P˙ 23 (t )
=

−λLD µLD 0
λLD −
(
µLD+λP
)
0
0 2λP 0
 ·

P 21 (t )
P 22 (t )
P 23 (t )
 (9.11)

P˙ 31 (t )
P˙ 32 (t )
P˙ 33 (t )
P˙ 34 (t )
P˙ 35 (t )

=

−(λVD+λPBD ) µVD µPBD 0 0
λVD −
(
µVD+λPBD
)
0 µPBD 0
λPBD 0 −
(
µPBD +λPBD
)
µVD 0
0 λPBD λ
PB
D −
(
µPBD +µVD+λP
)
0
0 0 0 λP 0

·

P 31 (t )
P 32 (t )
P 33 (t )
P 34 (t )
P 35 (t )

(9.12)
and their Laplace transforms are

−1
0
0
0
=

−(2λTSD +λC+ s) µTSD 0 0
2λTSD −
(
µTSD +λTSD + s
)
2µSTD 0
λC λ
TS
D −
(
2µSTD +λP+ s
)
0
0 0 λP s
 ·

P 11 (s)
P 12 (s)
P 13 (s)
P 14 (s)
 (9.13)

−1
0
0
=

−(λLD+ s) µLD 0
λLD −
(
µLD+λP+ s
)
0
0 2λP s
 ·

P 21 (s)
P 22 (s)
P 23 (s)
 (9.14)

−1
0
0
0
0

=

−(λVD+λPBD + s) µVD µPBD 0 0
λVD −
(
µVD+λPBD + s
)
0 µPBD 0
λPBD 0 −
(
µPBD +λPBD + s
)
µVD 0
0 λPBD λ
PB
D −
(
µPBD +µVD+λP+ s
)
0
0 0 0 λP s

·

P 31 (t )
P 32 (t )
P 33 (t )
P 34 (t )
P 35 (t )

(9.15)
We assume the process demand rate to be once every two years, i.e., λP=5.71E-05. However,
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the numerical analysis performed in Maple is turned out to be zero since the probabilities are
negligible.
As can be seen from all the results, the SIF is in accordance with the SIL 2 requirement,
and the SAS is the huge contributor of the PFDavg. Thus, an appropriate measure should be
carried out to improve the reliability of the system by taking into account these results and other
qualitative and semi-quantitative aspects.
Chapter 10
Conclusions and Recommendations for
Further work
10.1 Conclusion
Several methods, with different backgrounds, assumptions and limitations, are available to quan-
tify the reliability of a SIS. The PFDavg result depends on the choice of a method, its assumptions
and limitations, and the assumptions made to simplify the calculation. The result is “lame” if
the calculation is carried out without understanding the assumptions and the limitations of the
method employed. Theoretical and empirical analyses indicate that if two analysts, indepen-
dently, calculate the PFDavg for the same SIS, they will likely come up with different results. If
so, what is the point of the calculation then? After all, the calculation is performed as a basis for
decision-making about the reliability performance of the SIS.
We have documented the background, rationale, assumptions, limitations and applications
of several analytical methods that are available for analysts. The analytical methods suggested
in IEC 61508, except Petri net, are presented, discussed and compared to each other, and fur-
ther two approaches are introduced. Moreover, a procedure is set up to choose and apply these
methods, and is demonstrated in a case study, i.e., a SIF installed to prevent a subsea compres-
sor against liquid inflow.
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Proper understanding of the nature of failure causes and operational characteristics of the
SIS will substantially reduce the computational burden and increase the accuracy of the result.
It is always beneficial to start with FTA, especially if the SIS is in the design phase, because of
four reasons. Firstly, since we think in terms of failure while constructing the fault tree, we have
the opportunity to uncover and understand failure causes. Secondly, since the method is in-
tuitive, it gives the chance to communicate among several experts. Thirdly, FTA can fully be
utilized as a PFDavg calculation method under the respective assumptions. Fourthly, a hybrid of
FTA and Markov analysis gives a good estimate of the PFDavg, especially for a relatively complex
SIS. Thus, the report provides a procedure to implement FTA and distinguishes the associated
optimistic and pessimistic approaches to calculate the PFDavg.
It is recognized that many users choose the most simplified formulas; particularly, in the
Norwegian petroleum industry, the PDS method is the most common method. A detailed proof
of the IEC 61508 simplified formulas and an extension to koon architectures are performed.
Rausand’s formula is absolutely the same as the IEC 61508 formula under the assumptions that
MRT is negligible and the SIS is functioning as long as DU failures are not occurred. Some factors
incorporated in the PDS method, e.g., DTUT, are shown to be less significant to require devia-
tion from the IEC 61508 formulas. Moreover, the conditional relationship of DU and DD failures
is overlooked. An alternative formula is suggested in this report that utilizes this conditionality.
Nonetheless, the analytical and numerical analyses show that these methods are very similar
except some slight differences resulted from their level of details. To the extent that simplified
methods are considered appropriate for PFDavg calculation, with these four approaches, a pro-
cedure is developed to choose the nearest possible method based on the specific operational
characteristics of the SIS.
For a more complex SIS with complex maintenance strategies, Markov analysis gives a bet-
ter result though the computation is difficult and requires some special computer programs.
We have shown some practical examples to calculate both time dependent and steady state
probabilities as a measure of PFDavg. It is also exemplified that the number of states increases
exponentially as the number of components increase and its consequence in calculating a time
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dependent solution. It is always a problem to calculate a time dependent solutions if the num-
ber of states is greater than five so that care has to be exercised to keep it as small as possible.
Based on the suggestion from IEC 61165, i.e., by collecting all series component in one compo-
nent, the number of states can significantly be reduced. This is illustrated in the case study.
Most PFDavg calculation methods do not directly take the process demands into account.
In this report it is shown that the average probability that the SIS fails and the process demand
occurs can be computed rigorously with Markov analysis, provided that reliable data for the de-
mand rate is available.
Although it is recognized that the constant failure rate assumption is unrealistic, all PFDavg
formulas are persisting with it. A new approach is introduced in this report that enables us to
calculate PFDavg under the assumption of other lifetime distributions and is demonstrated un-
der Weibull distribution. The analytical and numerical verifications indicated that the approach
estimates the PFDavg with high degree of accuracy.
10.2 Recommendations for Further Work
With Markov analysis, the PFDavg can be computed in terms of time dependent probability (un-
reliability) or steady state probability (unavailability). In IEC 61508 the unreliability approach is
considered as the correct approach but its computational burden is incomparably higher than
the unavailability approach. Therefore, research should be performed to explore and provide a
firm conclusion on the consequences of the unavailability approach.
The PFDavg calculation under the assumption of Weibull distribution is dependent on the
availability of data to estimate the parameters. It is, therefore, important to collect data such
that model parameters can be estimated with reasonable accuracy. Moreover, further studies
are necessary to verify the proposed approach as well as to extend it to other lifetime distribu-
tions, for example lognormal.
Appendix A
Acronyms
CCF common cause failure
CDF cumulative distribution function
DC diagnostic coverage
FTC function testing coverage
E/E/PE electrical/electronic/programmable electronic
EUC equipment under control
FMECA failure modes, effects, and criticality analysis
FTA fault tree analysis
IEC international Electrotechnical Commission
KBS kolmogorov backward equations
KFE kolmogorov forward equations
LT level transmitter
MDT mean down time
MTTR mean time to restoration
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MTTF mean time to failure
PCS process control system
PFD probability of failure on demand
PSD process shutdown
SAS safety and automation system
SEM subsea electronic module
SIF safety instrumented function
SIL safety integrity level
SIS safety instrumented system
SLC safety lifecycle
SRS safety requirements specification
Appendix B
Some Typical Values of the Multiplier
(
AWk
)
The approximated PFD formula for a MooN architecture under the assumption of Weibull dis-
tribution is given by
PFDavg,k1 ≈
(
N
N −M +1
)
· A
W
k
α+1 (λτ)
αk
Where k =M −N +1 and AWk is a multiplier that is given by
AWk =
[
k∑
x=1
(
k
x
)
(−1)x+1x− 1α
]−α
The table below provides the values of the multiplier for various values of α and k. Note that
AW1 = 1, for all α> 0.
Note that we presented the values only for increasing failure rate (α≥ 0), which follows from
the fact that all components, at least for our purpose, have increasing failure rate.
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Table B.1: The values of AWk for some typical α and k
aaaa
α k 2 3 4 5 6 7 8 9 10 11 12 13 14 15
1.0 0.667 0.545 0.480 0.438 0.408 0.386 0.368 0.353 0.341 0.331 0.322 0.314 0.308 0.301
1.1 0.656 0.533 0.468 0.426 0.397 0.374 0.357 0.343 0.331 0.321 0.312 0.304 0.298 0.292
1.2 0.646 0.523 0.457 0.416 0.387 0.365 0.347 0.333 0.322 0.312 0.303 0.296 0.289 0.283
1.3 0.638 0.514 0.448 0.407 0.378 0.356 0.339 0.325 0.314 0.304 0.296 0.288 0.282 0.276
1.4 0.630 0.506 0.440 0.399 0.371 0.349 0.332 0.318 0.307 0.298 0.289 0.282 0.276 0.270
1.5 0.624 0.498 0.433 0.392 0.364 0.343 0.326 0.312 0.301 0.292 0.283 0.276 0.270 0.264
1.6 0.618 0.492 0.427 0.386 0.358 0.337 0.320 0.307 0.296 0.286 0.278 0.271 0.265 0.259
1.7 0.612 0.486 0.421 0.381 0.353 0.332 0.315 0.302 0.291 0.282 0.274 0.267 0.261 0.255
1.8 0.607 0.481 0.416 0.376 0.348 0.327 0.311 0.298 0.287 0.278 0.270 0.263 0.257 0.251
1.9 0.602 0.476 0.412 0.372 0.344 0.323 0.307 0.294 0.283 0.274 0.266 0.259 0.253 0.248
2.0 0.598 0.472 0.407 0.367 0.340 0.319 0.303 0.290 0.280 0.271 0.263 0.256 0.250 0.245
2.1 0.594 0.468 0.404 0.364 0.336 0.316 0.300 0.287 0.277 0.268 0.260 0.253 0.247 0.242
2.2 0.591 0.464 0.400 0.360 0.333 0.313 0.297 0.284 0.274 0.265 0.257 0.250 0.245 0.239
2.3 0.587 0.461 0.397 0.357 0.330 0.310 0.294 0.281 0.271 0.262 0.255 0.248 0.242 0.237
2.4 0.584 0.457 0.394 0.354 0.327 0.307 0.292 0.279 0.269 0.260 0.252 0.246 0.240 0.235
2.5 0.582 0.455 0.391 0.352 0.325 0.305 0.289 0.277 0.266 0.258 0.250 0.244 0.238 0.233
2.6 0.579 0.452 0.388 0.349 0.322 0.302 0.287 0.275 0.264 0.256 0.248 0.242 0.236 0.231
2.7 0.576 0.449 0.386 0.347 0.320 0.300 0.285 0.273 0.262 0.254 0.246 0.240 0.234 0.229
2.8 0.574 0.447 0.384 0.345 0.318 0.298 0.283 0.271 0.260 0.252 0.244 0.238 0.232 0.227
2.9 0.572 0.445 0.381 0.343 0.316 0.296 0.281 0.269 0.259 0.250 0.243 0.236 0.231 0.226
3.0 0.570 0.443 0.380 0.341 0.314 0.295 0.280 0.267 0.257 0.249 0.241 0.235 0.229 0.224
3.1 0.568 0.441 0.378 0.339 0.313 0.293 0.278 0.266 0.256 0.247 0.240 0.234 0.228 0.223
3.2 0.566 0.439 0.376 0.337 0.311 0.292 0.276 0.264 0.254 0.246 0.239 0.232 0.227 0.222
3.3 0.564 0.437 0.374 0.336 0.309 0.290 0.275 0.263 0.253 0.245 0.237 0.231 0.226 0.221
3.4 0.562 0.435 0.373 0.334 0.308 0.289 0.274 0.262 0.252 0.243 0.236 0.230 0.224 0.219
3.5 0.561 0.434 0.371 0.333 0.307 0.287 0.272 0.260 0.251 0.242 0.235 0.229 0.223 0.218
3.6 0.559 0.432 0.370 0.332 0.305 0.286 0.271 0.259 0.249 0.241 0.234 0.228 0.222 0.217
3.7 0.558 0.431 0.368 0.330 0.304 0.285 0.270 0.258 0.248 0.240 0.233 0.227 0.221 0.216
3.8 0.557 0.429 0.367 0.329 0.303 0.284 0.269 0.257 0.247 0.239 0.232 0.226 0.220 0.216
3.9 0.555 0.428 0.366 0.328 0.302 0.283 0.268 0.256 0.246 0.238 0.231 0.225 0.220 0.215
4.0 0.554 0.427 0.365 0.327 0.301 0.282 0.267 0.255 0.246 0.237 0.230 0.224 0.219 0.214
4.1 0.553 0.426 0.364 0.326 0.300 0.281 0.266 0.254 0.245 0.236 0.229 0.223 0.218 0.213
4.2 0.552 0.425 0.362 0.325 0.299 0.280 0.265 0.254 0.244 0.236 0.229 0.223 0.217 0.212
4.3 0.551 0.424 0.361 0.324 0.298 0.279 0.264 0.253 0.243 0.235 0.228 0.222 0.216 0.212
4.4 0.550 0.422 0.361 0.323 0.297 0.278 0.264 0.252 0.242 0.234 0.227 0.221 0.216 0.211
4.5 0.549 0.422 0.360 0.322 0.296 0.278 0.263 0.251 0.242 0.233 0.226 0.220 0.215 0.210
4.6 0.548 0.421 0.359 0.321 0.296 0.277 0.262 0.251 0.241 0.233 0.226 0.220 0.214 0.210
4.7 0.547 0.420 0.358 0.320 0.295 0.276 0.261 0.250 0.240 0.232 0.225 0.219 0.214 0.209
4.8 0.546 0.419 0.357 0.320 0.294 0.275 0.261 0.249 0.240 0.232 0.225 0.219 0.213 0.209
4.9 0.545 0.418 0.356 0.319 0.293 0.275 0.260 0.249 0.239 0.231 0.224 0.218 0.213 0.208
5.0 0.544 0.417 0.355 0.318 0.293 0.274 0.260 0.248 0.238 0.230 0.223 0.217 0.212 0.207
Appendix C
Numerical Comparison Between Simplified
Formulas
Table C.1: Comparison between the methods, 1oo1 architecture
Parameter Specification Approaches Comparison with IEC in %
Test Int. λD DC IEC 61508 PDS Rausand New PDS Rausand New
0% 1.28E-02 1.10E-02 1.10E-02 1.28E-02 -14.29 -14.29 0.00
5.0E-06 60% 7.30E-03 6.57E-03 4.38E-03 7.29E-03 -10.00 -40.00 -0.15
4380 hr 90% 4.56E-03 4.38E-03 1.10E-03 4.56E-03 -4.00 -76.00 -0.09
0% 6.39E-02 5.48E-02 5.48E-02 6.39E-02 -14.29 -14.29 0.00
2.5E-05 60% 3.65E-02 3.29E-02 2.19E-02 3.62E-02 -10.00 -40.00 -0.77
90% 2.28E-02 2.19E-02 5.48E-03 2.27E-02 -4.00 -76.00 -0.46
0% 2.56E-02 2.19E-02 2.19E-02 2.56E-02 -14.29 -14.29 0.00
1.0E-05 60% 1.46E-02 1.31E-02 8.76E-03 1.46E-02 -10.00 -40.00 -0.31
90% 9.13E-03 8.76E-03 2.19E-03 9.11E-03 -4.00 -76.00 -0.18
0% 2.37E-02 2.19E-02 2.19E-02 2.37E-02 -7.69 -7.69 0.00
5.0E-06 60% 1.17E-02 1.10E-02 8.76E-03 1.17E-02 -6.25 -25.00 -0.18
8760 hr 90% 5.66E-03 5.48E-03 2.19E-03 5.65E-03 -3.23 -61.29 -0.14
0% 1.19E-01 1.10E-01 1.10E-01 1.19E-01 -7.69 -7.69 0.00
2.5E-05 60% 5.84E-02 5.48E-02 4.38E-02 5.79E-02 -6.25 -25.00 -0.89
90% 2.83E-02 2.74E-02 1.10E-02 2.81E-02 -3.23 -61.29 -0.69
0% 4.75E-02 4.38E-02 4.38E-02 4.75E-02 -7.69 -7.69 0.00
1.0E-05 60% 2.34E-02 2.19E-02 1.75E-02 2.33E-02 -6.25 -25.00 -0.36
90% 1.13E-02 1.10E-02 4.38E-03 1.13E-02 -3.23 -61.29 -0.28
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Table C.2: Comparison between the methods, 1oo2 architecture
Parameter Specification Approaches Comparison with IEC in %
Int. λD DC β IEC 61508 PDS Rausand New PDS Rausand New
0% 2% 4.79E-04 3.73E-04 3.73E-04 4.11E-04 -22.29 -22.29 -14.29
10% 1.47E-03 1.22E-03 1.22E-03 1.26E-03 -16.49 -16.49 -14.29
5.0E-06 60% 2% 2.07E-04 1.75E-04 1.12E-04 2.12E-04 -15.57 -45.81 2.52
10% 6.94E-04 6.95E-04 4.59E-04 8.18E-04 0.11 -33.93 17.86
90% 2% 9.59E-05 9.62E-05 2.34E-05 1.86E-04 0.34 -75.55 93.84
10% 3.26E-04 4.46E-04 1.11E-04 6.62E-04 36.65 -66.04 103.01
0% 2% 6.88E-03 4.93E-03 4.93E-03 5.89E-03 -28.24 -28.24 -14.29
10% 1.11E-02 8.71E-03 8.71E-03 9.52E-03 -21.57 -21.57 -14.29
4380 2.5E-05 60% 2% 2.69E-03 1.74E-03 1.05E-03 2.24E-03 -35.34 -60.93 -16.89
10% 4.95E-03 4.23E-03 2.71E-03 5.12E-03 -14.38 -45.25 3.57
90% 2% 1.23E-03 6.53E-04 1.48E-04 2.24E-03 -46.88 -87.96 82.03
10% 2.32E-03 2.38E-03 5.80E-04 4.51E-03 2.99 -74.95 94.82
0% 2% 1.41E-03 1.05E-03 1.05E-03 1.21E-03 -25.20 -25.20 -14.29
10% 3.31E-03 2.71E-03 2.71E-03 2.84E-03 -18.20 -18.20 -14.29
1.0E-05 60% 2% 5.80E-04 4.36E-04 2.73E-04 5.42E-04 -24.75 -52.83 -6.49
10% 1.54E-03 1.47E-03 9.59E-04 1.74E-03 -4.56 -37.57 13.27
90% 2% 2.67E-04 2.10E-04 4.99E-05 5.02E-04 -21.42 -81.27 88.40
10% 7.21E-04 9.07E-04 2.24E-04 1.44E-03 25.84 -68.90 100.39
0% 2% 1.22E-03 1.05E-03 1.05E-03 1.13E-03 -13.97 -13.97 -7.69
10% 3.00E-03 2.71E-03 2.71E-03 2.77E-03 -9.85 -9.85 -7.69
5.0E-06 60% 2% 4.11E-04 3.55E-04 2.73E-04 4.74E-04 -13.58 -33.41 15.31
10% 1.24E-03 1.21E-03 9.59E-04 1.68E-03 -1.87 -22.39 35.78
90% 2% 1.35E-04 1.30E-04 4.99E-05 3.75E-04 -3.78 -62.96 177.90
10% 4.51E-04 5.66E-04 2.24E-04 1.33E-03 25.34 -50.32 194.03
0% 2% 2.11E-02 1.75E-02 1.75E-02 1.95E-02 -16.79 -16.79 -7.69
10% 2.76E-02 2.39E-02 2.39E-02 2.55E-02 -13.55 -13.55 -7.69
8760 2.5E-05 60% 2% 6.03E-03 4.49E-03 3.33E-03 5.70E-03 -25.54 -44.75 -5.52
10% 9.72E-03 8.41E-03 6.45E-03 1.13E-02 -13.45 -33.60 15.92
90% 2% 1.76E-03 1.05E-03 3.73E-04 4.55E-03 -40.30 -78.89 157.73
10% 3.25E-03 3.19E-03 1.22E-03 9.08E-03 -1.89 -62.35 179.20
0% 2% 3.94E-03 3.33E-03 3.33E-03 3.64E-03 -15.48 -15.48 -7.69
10% 7.27E-03 6.45E-03 6.45E-03 6.71E-03 -11.25 -11.25 -7.69
1.0E-05 60% 2% 1.22E-03 9.81E-04 7.43E-04 1.28E-03 -19.50 -39.02 5.04
10% 2.82E-03 2.66E-03 2.08E-03 3.64E-03 -5.85 -26.25 28.97
90% 2% 3.79E-04 3.00E-04 1.12E-04 1.02E-03 -20.80 -70.38 168.52
10% 1.00E-03 1.17E-03 4.59E-04 2.90E-03 16.50 -54.23 189.24
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Table C.3: Comparison between the methods, 2oo3 architecture
Parameter Specification Approaches Comparison with IEC in %
Int. λD DC β IEC 61508 PDS Rausand New PDS Rausand New
0% 2% 9.27E-04 8.89E-04 6.80E-04 7.95E-04 -4.09 -26.70 -14.29
10% 1.84E-03 2.54E-03 1.48E-03 1.58E-03 37.55 -19.55 -14.29
5.0E-06 60% 2% 3.73E-04 3.35E-04 1.61E-04 3.30E-04 -10.13 -56.73 -11.47
10% 8.42E-04 1.37E-03 5.00E-04 9.22E-04 62.69 -40.58 9.52
90% 2% 1.71E-04 1.80E-04 2.65E-05 3.17E-04 5.22 -84.48 85.36
10% 3.95E-04 8.79E-04 1.13E-04 7.82E-04 122.87 -71.27 98.25
0% 2% 1.81E-02 1.35E-02 1.26E-02 1.55E-02 -25.45 -30.22 -14.29
10% 2.06E-02 1.96E-02 1.52E-02 1.76E-02 -4.56 -26.10 -14.29
4380 2.5E-05 60% 2% 6.84E-03 3.12E-03 2.28E-03 5.18E-03 -54.38 -66.65 -24.27
10% 8.63E-03 7.96E-03 3.74E-03 7.71E-03 -7.85 -56.63 -10.72
90% 2% 3.10E-03 9.89E-04 2.25E-04 5.50E-03 -68.12 -92.76 77.45
10% 4.03E-03 4.47E-03 6.45E-04 7.51E-03 10.96 -83.99 86.58
0% 2% 3.20E-03 2.68E-03 2.28E-03 2.74E-03 -16.16 -28.69 -14.29
10% 4.82E-03 5.77E-03 3.74E-03 4.13E-03 19.60 -22.34 -14.29
1.0E-05 60% 2% 1.24E-03 8.14E-04 4.70E-04 1.01E-03 -34.48 -62.19 -18.48
10% 2.13E-03 2.85E-03 1.12E-03 2.15E-03 34.05 -47.10 1.33
90% 2% 5.66E-04 3.68E-04 6.22E-05 1.03E-03 -34.95 -89.01 81.04
10% 9.94E-04 1.77E-03 2.35E-04 1.92E-03 77.57 -76.42 93.55
0% 2% 2.72E-03 2.68E-03 2.28E-03 2.51E-03 -1.43 -16.16 -7.69
10% 4.27E-03 5.77E-03 3.74E-03 3.94E-03 35.15 -12.25 -7.69
5.0E-06 60% 2% 8.09E-04 7.27E-04 4.70E-04 8.07E-04 -10.11 -41.87 -0.15
10% 1.59E-03 2.41E-03 1.12E-03 1.97E-03 51.74 -29.24 23.79
90% 2% 2.44E-04 2.37E-04 6.22E-05 6.42E-04 -2.81 -74.49 163.36
10% 5.51E-04 1.11E-03 2.35E-04 1.57E-03 101.29 -57.42 185.42
0% 2% 5.85E-02 4.95E-02 4.83E-02 5.40E-02 -15.39 -17.53 -7.69
10% 5.92E-02 5.66E-02 4.98E-02 5.47E-02 -4.49 -15.89 -7.69
8760 2.5E-05 60% 2% 1.60E-02 9.41E-03 8.25E-03 1.40E-02 -41.11 -48.40 -12.32
10% 1.86E-02 1.65E-02 1.06E-02 1.85E-02 -11.16 -42.93 -0.51
90% 2% 4.49E-03 1.55E-03 6.80E-04 1.12E-02 -65.57 -84.87 150.11
10% 5.74E-03 5.82E-03 1.48E-03 1.52E-02 1.39 -74.16 164.79
0% 2% 9.93E-03 8.97E-03 8.25E-03 9.17E-03 -9.65 -16.97 -7.69
10% 1.23E-02 1.43E-02 1.06E-02 1.14E-02 16.10 -14.00 -7.69
1.0E-05 60% 2% 2.81E-03 2.03E-03 1.53E-03 2.62E-03 -27.73 -45.58 -6.96
10% 4.24E-03 5.27E-03 2.75E-03 4.80E-03 24.20 -35.24 13.25
90% 2% 8.15E-04 5.10E-04 1.61E-04 2.09E-03 -37.40 -80.21 156.12
10% 1.40E-03 2.25E-03 5.00E-04 3.88E-03 60.33 -64.29 177.02
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Table C.4: Comparison between the methods, 1oo3 architecture
Parameter Specification Approaches Comparison with IEC in %
Int. λD DC β IEC 61508 PDS Rausand New PDS Rausand New
0% 2% 1.33E-04 1.12E-04 2.21E-04 2.22E-04 -15.59 67.08 67.70
10% 6.42E-04 5.49E-04 1.10E-03 1.10E-03 -14.53 70.73 70.83
5.0E-06 60% 2% 7.43E-05 9.38E-05 8.78E-05 1.54E-04 26.28 18.19 107.23
10% 3.66E-04 3.53E-04 4.38E-04 7.67E-04 -3.55 19.69 109.49
90% 2% 4.61E-05 5.43E-05 2.19E-05 1.22E-04 17.80 -52.46 164.13
10% 2.29E-04 2.28E-04 1.10E-04 6.03E-04 -0.15 -52.08 164.01
0% 2% 1.24E-03 8.47E-04 1.40E-03 1.51E-03 -31.66 13.27 21.58
10% 3.66E-03 2.94E-03 5.71E-03 5.79E-03 -19.68 56.17 58.35
4380 2.5E-05 60% 2% 5.22E-04 1.05E-03 4.58E-04 8.39E-04 100.43 -12.24 60.76
10% 1.96E-03 2.27E-03 2.21E-03 3.89E-03 15.87 12.72 98.82
90% 2% 2.84E-04 4.81E-04 1.10E-04 7.57E-04 69.41 -61.32 166.76
10% 1.19E-03 1.32E-03 5.48E-04 3.15E-03 11.37 -53.94 164.60
0% 2% 2.94E-04 2.38E-04 4.58E-04 4.64E-04 -18.97 55.73 57.98
10% 1.31E-03 1.11E-03 2.21E-03 2.21E-03 -15.25 68.70 69.09
1.0E-05 60% 2% 1.56E-04 2.44E-04 1.76E-04 3.11E-04 56.57 13.10 99.46
10% 7.38E-04 7.56E-04 8.77E-04 1.54E-03 2.34 18.77 108.06
90% 2% 9.48E-05 1.29E-04 4.38E-05 2.51E-04 36.56 -53.79 164.52
10% 4.59E-04 4.75E-04 2.19E-04 1.21E-03 3.34 -52.32 164.07
0% 2% 2.65E-04 2.38E-04 4.58E-04 4.61E-04 -10.25 72.51 73.75
10% 1.21E-03 1.11E-03 2.21E-03 2.21E-03 -8.29 82.56 82.77
5.0E-06 60% 2% 1.21E-04 1.67E-04 1.76E-04 3.10E-04 37.54 45.72 155.60
10% 5.88E-04 5.97E-04 8.77E-04 1.53E-03 1.64 49.25 161.21
90% 2% 5.73E-05 7.57E-05 4.38E-05 2.46E-04 32.09 -23.54 328.99
10% 2.84E-04 2.92E-04 2.19E-04 1.21E-03 3.03 -22.75 326.31
0% 2% 4.70E-03 3.49E-03 4.66E-03 5.07E-03 -25.72 -0.83 7.94
10% 8.65E-03 7.09E-03 1.29E-02 1.32E-02 -18.09 48.67 52.35
8760 2.5E-05 60% 2% 1.12E-03 2.10E-03 1.03E-03 1.90E-03 87.03 -7.74 69.50
10% 3.37E-03 4.06E-03 4.50E-03 7.95E-03 20.56 33.58 136.00
90% 2% 3.75E-04 8.00E-04 2.21E-04 1.83E-03 113.12 -40.97 386.78
10% 1.49E-03 1.83E-03 1.10E-03 6.57E-03 22.35 -26.62 339.22
0% 2% 6.99E-04 5.91E-04 1.03E-03 1.06E-03 -15.44 47.87 51.63
10% 2.55E-03 2.29E-03 4.50E-03 4.52E-03 -9.95 76.80 77.60
1.0E-05 60% 2% 2.68E-04 4.52E-04 3.61E-04 6.37E-04 68.72 34.54 137.59
10% 1.20E-03 1.30E-03 1.76E-03 3.08E-03 8.39 47.04 157.61
90% 2% 1.19E-04 1.93E-04 8.78E-05 5.22E-04 62.44 -26.29 338.09
10% 5.71E-04 6.21E-04 4.38E-04 2.44E-03 8.77 -23.26 327.97
Appendix D
Supplementary Derivations
This appendix provides some supplementary mathematical derivations for the mean down times
due to DU failure for some architectures and kolmogorov differential equations.
D.1 Equivalent MDT
The equivalent MDT are derived in a simple manner in Chapter 4. It has also been shown with
Markov analysis [12, 24]. Moreover, they can also be derived based on the approach presented
below:
1oo1
The exponential probability density function of 1oo1 architecture is f (t )=λDUe−λDUt . Thus, the
expected down time given that the architecture is failed at time τ is (see also Figure 4.3)
E(τ− t |T ≤ τ) = E(τ− t )
P(T ≤ τ) =
∫ τ
0 (τ− t ) f (t )dt
F (τ)
(D.1)
=
∫ τ
0 (τ− t ′)λDUe−λDUt dt
1−e−λDUτ
= λDUτ+e
−λDUτ−1
λDU
(
1−e−λDUτ)
If we take second order Maclaurins series for the numerator and first order for the denomi-
nator, we get
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E(τ− t |T ≤ τ) ≈ λDUτ−λDUτ+ (λDUτ)
2/2
λ2DUτ
= τ
2
(D.2)
1oo2
The probability density function for this architecture is f (t )= 2λDU (e−λDU t −e−2λDU t ).
E(τ− t |T ≤ τ) = E(τ− t )
P(T ≤ τ) =
∫ τ
0 (τ− t ) f (t )dt
F (τ)
=
∫ τ
0 (τ− t ′)2λDU (e−λDU t −e−2λDU t )dx∫ τ
0 2λDU (e
−λDU t −e−2λDU t )dx
= 2λDUτ−e
−2λDUτ+4e−λDUτ−3
2λDUe−2λDUτ
(
eλDUτ−1)
If we take third order Maclaurins series for the numerator and second order for the denomi-
nator, we get
E(τ− t |T ≤ τ) ≈ 2λDUτ−1+2λDUτ− (2λDUτ)
2/2+ (2λDUτ)3/6+4(1−λDUτ+ (λDUτ)2/2− (λDUτ)3/6)+3
2λDU
(
1−2(1−λDUτ+ (λDUτ)2/2)+ (1−2λDUτ+ (2λDUτ)2/2)
)
≈ 2(λDUτ)
3/3
2λDU(λDUτ)2
= τ
3
(D.3)
We can thus apply a similar procedure to find the MDTs of any architecture.
D.2 Kolmogorov Differential Equations
The following derivations are strongly influenced by [22]. Let
αi transition rate from state i , or departure rate from state i .
αi j transition rate from state i to j .
Pi j the probability that the process makes a transition from state i to j
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Then, we have the following relations:
αi j =αi Pi j and αi =∑ j αi Pi j =∑ j αi j ⇒ Pi j = αi jαi = αi j∑ j αi j
and α j j =−α j
This shows that given the transition rates from i to j , we can determine system performance
characteristics.
Consider the following results:
1. lim∆t→0 1−Pi i (∆t )∆t =αi ⇒ 1−Pi i (∆t )=∆tαi +o(∆t )
2. lim∆t→0
Pi j (∆t )
∆t =αi j ⇒ Pi j (∆t )=∆tαi Pi j +o(∆t ) where i 6= j
3. Pi j (t + s)=∑∞k=0 Pi k (t )Pk j (s) for all s, t ≥ 0 (Chapman-Kolmogorov equation)
Where o(∆t ) is very small compared to ∆t .
A. Kolmogorov Backward Equations
As can be seen from Figure D.1, the probability of being in state j at time t +∆t given transition
from state i at time 0 is
Pi j (t +∆t ) =
r∑
k=0
Pi k (∆t )Pk j (t )
Pi j (t +∆t )−Pi j (t ) =
r∑
k=0
Pi k (∆t )Pk j (t )−Pi j (t )
=
r∑
k=0
k 6=i
Pi k (∆t )Pk j (t )− (1−Pi i (∆t ))Pi j (t )
=
r∑
k=0
k 6=i
[αi k∆t +o(∆t )]Pk j (t )− [αi∆t +o(∆t )]Pi j (t )
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Figure D.1: Markov transition (KBE)
Hence, if we divide both sides by ∆t , we get
Pi j (t +∆t )−Pi j (t )
∆t
=
r∑
k=0
k 6=i
(
αi k Pk j (t )+
o(∆t )
∆t
)
−
(
αi Pi j (t )+ o(∆t )
∆t
)
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But, lim∆t→0 o(∆t )∆t = 0, thus if we take the limit, we get
P˙i j (t )=
r∑
k=0
k 6=i
αi k Pk j (t )−αi Pi j (t )=
r∑
k=0
αi k Pk j (t ) (D.4)
B. Kolmogorov Forward Equations
The derivation of KFE is similar with the derivation of KBE, except the initial condition. Thus,
we only present the result. The probability of being in state j at time t +∆t can be written as
(see also Figure D.2)
Pi j (t +∆t )=
r∑
k=0
Pi k (t )Pk j (∆t )
If we following similar procedure as above, we
get
P˙i j (t )=
r∑
k=0
αk j Pi k (t ) (D.5)
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Figure D.2: Markov transition (KFE)
Notice that both (4.37) and (4.38) have the same unique solution.
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