I. INTRODUCTION
Suppose it is required to easily and effectively connect two office floors using short range wireless communication devices. Every employee has one of these mobile devices, and some fixed devices-computers, printers, and so on-have the same capability.
It is possible to connect these devices to the existing wired infrastructure using access points, but this option offers limited mobility, adds load on the wired networking and relies on existing protocols for wired communication. Another possibility is to build a network of dedicated and mutually connected base stations that enable cellular communication, but this is expensive with respect to time, installation, and maintenance.
The best solution is to create a mobile Adhoc network using surrounding electronic devices as intermediate switches when they are idle and if they are capable of performing this task. For example, the packet from one device can hop to the mobile phone of a person passing through the corridor in front of the office, then from the mobile phone to the shared laser printer in the next office, then to someone's digital wristwatch on the floor below, then from the wristwatch to the coffee machine, and, finally, from the coffee machine to its ultimate destination -say another colleague's device or computer. To date, MANETs have been used primarily for military purposes, while commercial applications are just beginning to emerge. One of the potential practical usage scenarios of MANETs is in a conference room where a group of people that possibly have not met before come together for an Adhoc meeting. They may wish to exchange data securely with their notebook computers or PDAs without any additional infrastructure support [1] .
Small scale MANETs are also effective for emergency search and rescue, battlefield surveillance and other communication application in hazardous environments. For example, robots or autonomous sensors deployed in an area inaccessible to humans could use simple MANET routing protocols to transmit data to a control centre. Even if many robots or sensors are disabled or destroyed, the remaining ones would be able to reconfigure themselves and continue transmitting information.
II. ROUTING IN MANETS
The major challenges that a routing protocol designed for Adhoc wireless networks faces are mobility of nodes, resource constraints, error-prone channel state, and hidden and exposed terminal problems.
Due to the issues in an Adhoc wireless network environment mentioned above, wired network routing protocols cannot be used in Adhoc wireless networks. Hence Adhoc wireless networks require specialized routing protocols that address the challenges described above. A routing protocol for Adhoc wireless networks should have the following characteristics [2] .
 It must be fully distributed, as centralized routing involves high control overhead and hence is not scalable. Distributed routing is more fault-tolerant than centralized routing, which involves the risk of single point of failure.
 It must be adaptive to frequent topology changes caused by the mobility of the nodes.
 Route computation and maintenance must involve a minimum number of nodes. Each node in the network must have quick access to routes, that is, minimum connection set up time is desired.
 It must be localized, as global state maintenance involves a huge state propagation control overhead.
http://ijacsa.thesai.org/  It must be loop-free and free from stale routes.
 The number of packet collisions must be kept to a minimum by limiting the number of broadcasts made by each node. The transmissions should be reliable to reduce message loss and to prevent the occurrence of stale routes.
 It must converge to optimal routes once the network topology becomes stable. The convergence must be quick.
 It must optimally use source resources such as bandwidth, computing power, memory power, and battery power.
 Every node in the network should try to store information regarding the stable local topology only. Frequent changes in local topology and changes in the topology of parts of the network with which the node does not have any traffic correspondence, must not in any way affect the node, that is, changes in remote parts of the network must not cause updates in the topology information maintained by the node.
 It should be able to provide a certain level of quality of service (QoS) as demanded by the applications, and should also offer to support for time-sensitive traffic.
III. CLASSIFICATION OF ROUTING PROTOCOLS
Routing protocols for Adhoc wireless networks can be classified into several types based on different criteria. The routing protocols for Adhoc wireless networks can be broadly classified into four categories based on  Routing information update mechanism  Use of temporal information for routing  Routing topology  Utilization of specific resource
A. Based on the Routing Information Update Mechanism
Adhoc wireless network routing protocols can be classified into three major categories based on the routing information update mechanism. They are
1) Proactive or Table-Driven Routing Protocols
In table-driven routing protocols, every node maintains the network topology information in the form of routing tables by periodically exchanging routing information. Routing information is generally flooded in the whole network. Whenever a node requires a path to a destination, it runs an appropriate path-finding algorithm on the topology information it maintains. The table-driven protocols are DSDV -Destination-Sequenced Distance-Vector [3] WRP -Wireless Routing Protocol [4] CGSR -Clustered Head Gateway Switch Routing [5] STAR -Source Tree Adaptive Routing [6] OLSR -Optimized Link State Routing [7] FSR -Fisheye State Routing [8] HSR -Hierarchical State Routing [8] GSR -Global State Routing [9] 2) Reactive or On-demand Routing Protocols Protocols that fall under this category do not maintain the network topology information. They obtain the necessary path when it is required, by using a connection establishment process. Hence these protocols do not exchange routing information periodically. Some of the existing routing protocols that belong to this category are given below.
DSR -Dynamic Source Routing [10] AODV -Adhoc On-Demand Distance Vector Routing [11] ABR -Associativity Based Routing [12] SSA -Signal Stability Based Adaptive Routing [13] FORP -Flow-Oriented Routing Protocol [14] PLBR -Preferred Link-Based Routing [15] 
3) Hybrid Routing Protocols
Protocols belonging to this category combine the best features of the above two categories. Nodes within a certain distance from the node concerned, or within a particular geographical region, are said to be within the routing zone of the given node. For routing within this zone, a table-driven approach is used. For nodes that are located beyond this zone, an on-demand approach is used. Some of the protocols in this category are CEDAR -Core Extraction Distributed Adhoc Routing [16] ZRP -Zone Routing Protocol [17] ZHLS -Zone-Based Hierarchical Link State Routing [18] 
B. Based on the Use of Temporal Information for Routing
This classification of routing protocols is based on the use of temporal information used for routing. Since Adhoc wireless networks are highly dynamic and path breaks are much more frequent than in wired networks, the use of temporal information regarding the lifetime of the wireless links and the lifetime of the paths selected assumes significance. The protocols that fall under this category can be further classified into two types:
1) Routing Protocols Using Past Temporal Information
These routing protocols use information about past status of the links or the status of the links at the time of routing to make routing decisions. For example, the routing metric based on the availability of wireless links (which is the current / present information here) along with a shortest path-finding algorithm, provides a path that may be efficient and stable at the time of path-finding. The topological changes may http://ijacsa.thesai.org/ immediately break the path, making the path undergo a resource-wise expensive path reconfiguration process. Some of the protocols in this category are given below.
DSDV -Destination-Sequenced Distance-Vector [3] WRP -Wireless Routing Protocol [4] STAR -Source Tree Adaptive Routing [6] DSR -Dynamic Source Routing [10] AODV -Adhoc On-Demand Distance Vector Routing [11] FSR -Fisheye State Routing [8] HSR -Hierarchical State Routing [8] GSR -Global State Routing [9] 
2) Routing Protocol That Use Future Temporal Information
Protocols belonging to this category use information about the expected future status of the wireless links to make approximate routing divisions. Apart from the life-time of wireless links, the future status information also includes information regarding the lifetime of the node (which is based o the remaining battery charge and discharge rate of the nonreplenish able resources), prediction of location and prediction of link availability. The protocols in this category are FORP -Flow-Oriented Routing Protocol [14] RABR -Route-Lifetime Assessment -based Routing [19] LBR -Link Life-time based Routing Protocol [20] 
C. Based on the Routing Topology
Routing topology being used in the Internet is hierarchical in order to reduce the state information maintained at the core routers. Adhoc wireless networks, due to their relatively smaller number of nodes, can make use of either a flat topology or a hierarchical topology for routing.
1) Flat Topology Routing Protocols
Protocols that fall under this category make use of a flat addressing scheme similar to the one used in IEEE 802.3 LANs. It assumes the presence of a globally unique (or atleast unique to the connected part of the network) addressing mechanism for nodes in an Adhoc wireless networks. These are DSR -Dynamic Source Routing [10] AODV -Adhoc On-Demand Distance Vector Routing [11] ABR -Associatively Based Routing [12] SSA -Signal Stability Based Adaptive Routing [13] FORP -Flow-Oriented Routing Protocol [14] PLBR -Preferred Link-Based Routing [15] 2) Hierarchical Topology Routing Protocols Protocols belonging to this category make use of a logical hierarchy in the network an associated addressing scheme. The hierarchy could be based on geographical information or it could be based on hop distance. Some of these protocols are CGSR -Clustered Head Gateway Switch Routing [5] FSR -Fisheye State Routing [8] HSR -Hierarchical State Routing [8] 
D. Based on the Utilization of specific Resources 1) Power-aware Routing
This category of routing protocols aims at minimizing the consumption of very important resources in the Adhoc wireless networks: the battery power. The routing decisions are based on minimizing the power consumption either locally or globally in the network.
PAR -Power-Aware Routing Protocol [21] 2) Geographical Information Assisted Routing:
Protocols belonging to this category improve the performance of routing and reduce the control overhead by effectively utilizing the geographical information available.
LAR -Location-aided routing [22] IV. CONCLUSION In this paper, the major issues involved in the design of a routing protocol and the different classifications of routing protocols for Adhoc wireless networks were described. The classifications of the Adhoc routing protocols is given in Table  1 in the Annexure. Comparison of Unipath routing protocols and the Multipath routing protocols are given in Table 2 and  Table 3 respectively in the Annexure. The major challenges that an Adhoc wireless routing protocol must address are the mobility of nodes, rapid changes in topology, limited bandwidth, hidden and exposed terminal problem, limited battery power, time-varying channel properties, and locationdependant contention. The different approaches upon which the protocols can be classified include the classification based on the type of topology maintenance approach, the routing topology used, the use of temporal information, and the type of specific resource utilization considered for making routing decisions. 
