The aim of this research is to investigate project commitment in the information systems security context. In doing so, a survey takes place in order to investigate organizational commitment to information security projects within a financial institution. Achieving the required level of information security within organizations usually requires more than security awareness and control but also a better understanding of the organizations' culture in which security measures are tailored, too. In effect, organizations have a clearer insight into how to commit more effectively to such security measures and so, project commitment to information systems security can be efficient.
I. INTRODUCTION
As the society and its economic patterns have evolved from the heavy-industrial era to that of information, in terms of providing new products and services to satisfy people's needs, organizational strategies have changed too. In effect, corporations have altered their organizational and managerial structures as well as work patterns in order to leverage technology to its greatest advantage. Economic and technology phenomena such as downsizing, outsourcing, distributed architecture, client/server and e-banking, all include the goal of making organizations leaner and more efficient. However, information systems are deeply exposed to security threats as organizations push their technological resources to the limit in order to meet organizational needs [1;2] .
A number of major studies recently conducted, including the Ernst and Young survey [3] , the Quocirca, survey [4] , and the Computer Weekly survey [5] , indicated that security threats continue to rise. While security attacks are either internal or external, 66% of computer attacks in Greece come from employees within organizations [6] . To this end, the success of information security appears to depend, in part, upon the effective behavior and understanding of the individuals involved in its use. Constructive behavior by employees and system administrators can improve the effectiveness of information security.
The present research takes a different perspective on this issue by focusing on the organizational commitment to information systems security projects in the context of behavioral theory through a survey. To this end, this research examines the extent to which information security behaviors relate to security project commitment. The main research assumption is that information systems security project commitment would relate positively to the enactment of information security behaviors such as understanding project goals and communicating security messages that are in effect of the organizations' business objectives. Hence, information security should support the mission of the organizations, it must be cost effective and must be in sync with employees' information security understanding seamlessly, that is integrate technology, processes and people through an efficient project commitment.
II. ORGANIZATIONAL INFORMATION SECURITY BACKGROUND
Although a number of IS security approaches have been developed over the years that reactively minimize security threats such as checklists, risk analysis and evaluation methods, there is a need to establish mechanisms to proactively manage IS security. That said, academics' and practitioners' interest has turned on social and organizational factors that may have an influence on IS security development and management. For example, Orlikowski and Gash [7] have emphasized the importance of understanding the assumptions and values of different stakeholders to successful IS implementation. Such values have also been considered important in organizational change [8] , in security planning [9] and in identifying the values of internet commerce to customers [10] . Dhillon and Torkzadeh [2] have also used the value-focused thinking approach to identify fundamental and mean objectives, as opposed to goals, that would be a basis for developing IS security measures. These value-focused objectives were more of the organizational and contextual type.
Table 1. Example of questions
A number of studies investigated interorganizational trust in a technical context. Some of them have studied the impacts of trust in an e-commerce context [11; 12; 13] and others in virtual teams [14; 15] . Workman [16] studied trust as a factor in social engineering threat success and found that people who were trusting were more likely to fall victims to social engineering than those who were distrusting. Koskosas [17] used a goal setting approach to identify weaknesses in security management procedures in terms of the trust employees put on other group members to communicate security goals efficiently.
Siponen and Willison [18 p . 1551] also reviewed 1043 papers of the IS security literature for the period 1990-2004 and found that almost 1000 of the papers were categorized as 'subjective-argumentative' in terms of methodology with field experiments, surveys, case studies and action research accounting for less than 10% of all the papers. In respect of that, in this paper we followed a survey research since it counts for less than 10% on security research and apart from the survey results presented in the following, an example of questions also posted to research candidates is presented in Table 1 above.
III. ORGANIZATIONAL COMMITMENT
Locke et al. [19] suggest that commitment is the determination to try for a goal and the persistence in pursuing it over time. In the current research paper, commitment is defined as a state of mind that holds people and organizations in line of behaviour [20] and encompasses psychological factors that force individuals to take action [21] in effect to information security planning.
The successful development of an information system has long been believed to depend on the commitment to the project [22; 23] . It also affects an organization's effectiveness in converting information technology investments into useful outputs [24] . On the contrary, lack of commitment could lead to indifference or deliberate resistance [25] and may even cause project development to be abandoned [26] .
In a similar vein, commitment is clearly important to the success of IS development projects, but managers may sometimes become too committed to certain IS projects [27] . Sometimes decision makers are too committed to an information system project, even though, they are faced with indications that the project may be failing. In some cases, information systems development projects may take too much time, or even fail, if commitment is erratic, as in situations where the champion for the project departs in the middle of the project [28] .
Considering that there is feedback on goal achievement, goal commitment, and task knowledge and given requisite ability and task familiarity, the more difficult and specific the project, the higher the performance [29; 30] . Also, Crown and Rosse [31] reported that when individual and group goals were congruent, group members were committed to increasing group performance. A major need for effective information security arises from the poor state of security caused by low awareness levels within organizations. To this end, there is need for increased security awareness in all employees and users at all levels, in terms of task knowledge and familiarity to information security. Share their passwords with other employees. Access files they are not authorized for.
Question#: For each of the following activities, please indicate how risky you perceive each activity to be: Share your password with another employee. Access files you are not authorised for.
Question#: Please indicate your perception of others committing to these activities: Challenge the knowledge of another employee on security related tasks. Hide information from a co-employee in order to prove your skills.
Question#: For each of these activities, please indicate the likelihood of you engaging in the activity: Do not meet project expiration dates or given tasks. Do not share your knowledge with others due to competitive reasons.
There was a belief that information technology and security were difficult issues to be understood by non-IT staff. Today, it is believed that people make the difference to information technology and security and that training on the ethical, legal and security aspects of information technology usage should be ongoing at all levels within organizations [32] . Since people react differently to poorly constructed security messages, communication will broken down and may confuse task knowledge and security risk awareness among the employees. Thus, the main implication for information security management is to focus on changing attitudes and human behaviour which are part of the organizational culture in order to enhance awareness among the employees about information security task related tasks. In doing so, organizational commitment will increase since it is important to realize that awareness is one of the first steps to obtain active employee's participation in the information security process and vice versa. That is, a well established security awareness will ensure project commitment though active participation of employees to security task related projects.
IV. SURVEY OF PERCEPTIONS
Two hundred and twenty seven (93 women and 134 men) employees of a large sized bank in Greece took part in the survey. The respondents ranged from junior staff to senior management and were between the ages of 22 and 65. They completed an anonymous survey questionnaire that was circulated personally by the principal researcher and consisted by 18 items. The questions were designed to solicit a response on the participant's perception of risk, their perception of the likelihood of others being committed to security projects and their perception of information security as part of the business overall goals. Figure 1 shows the relation between project commitment and information security.
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Figure 1. The relation of project commitment and information security
For the participant's perception of risks based questions, respondents evaluated their likelihood of engaging in such activities (i.e., '…indicate the likelihood of engaging in each activity) on a five point rating scale raging from 'Very likely' (1) to Very unlikely' (5). For the information security perception questions, respondents rated their perception of the risk presented by each risky behaviour (i.e., indicate how risky you perceive each activity to be) on a five point scale ranging from 'Very significant' (1) to 'Very insignificant' (5).
For the commitment based questions, respondents rated their perception of the likelihood of other people in the organization committing in activities (i.e., …your opinion what is the likelihood of people in the organization committing in the following activities) on a five point rating scale raging from 'Very likely' (1) to 'Very unlikely' (5).
The information in this report is based on the initial response of the a hundred and twenty seven participants. Using a variation of Cochran's (1977) formula suggested by Israel (2002) to determine sample sizes necessary for given combinations of precision, confidence levels and variability, this survey should have a confidence level of 95% with a precision level of greater that  4%.
The main purpose of the survey was to find out mainly the following: What is the individual's perception of the risk involved with certain activities? What is the individual's perception of the likelihood of other in the organization committing to certain security activities? What is the individual's perception of information security as part of the business overall goals?
The intended outcome of this research is to develop a strategy to improve information security project management through an improved organizational commitment to security activities within the organizations. The questions analyze the different components relating to information security: 1) individual perception of risk, 2) individual perception of other committing to information security activities, 3) individual perception of information security in the business-organizational context. Table 2 below, shows the responses in percentages of the individual perception of risks for certain activities (perceived values), the individual perception of other committing to security activities (commitment), and the individual perception of information security (organizational behaviour). The results give interesting insights and reveal gaps in the individual's perception of information security and commitment in the context of business-organizational context. Male and female respondents don't differ significantly in their perceptions of risk in all activities with the exception of challenging another's knowledge on security tasks where 62% of females perceived very significant risk in undertaking this activity. It would appear that generally female respondents are less likely to engage in risky behaviour. Surprisingly 38% of both male and female respondents perceive that it is likely or very likely that people within the organization are sharing passwords with other people. In addition, 84% of male and Table 2 . Risk perception, perception of commitment and information security ratings by gender 78% of female respondents perceive it to be a significant risky activity. While 11% of male and 13% of female respondents implied that they would share a password with other people. Thus, it appears that while sharing passwords with others is considered risky, the culture of the organization ignores such behaviour. In the context of committing to risky activities, 23% of male and 33% female respondents perceive hiding information from a co-employee as a risky activity yet 82% of male and 73% of female respondents said it was unlikely or very unlikely they would participate in the activity. This may imply that while individuals don't perceive this as a very risky activity, they intent to share information with others which means that the organization's culture enables cooperation and overall commitment among the employees.
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V. CONCLUSIONS
The more organizations rely on information systems to survive in competitive markets, the more increasing becomes the need to succeed in project management with regards to information security. However, the technology advancement rate for the use and management of these information systems is more radical than the development of means for ensuring successful project commitment. Specifically, as organizations become aware of security issues, security threats remain high and project commitment is more difficult to achieve.
Although succeeding in project management within organizations requires security awareness and control, a better understanding of the determinants of project commitment is also important. In this way, organizations may have a clearer insight into how to commit more effectively to security development and management.
This research examined the extent to which information security, as part of the business-organizational goals, relate to a common work attitude variable known as project commitment. The main research assumption was that project commitment would relate positively to the enactment of information security behaviors such as following new security policies and new technologies that are in effect of the organizations' business objectives. Information security needs to be embedded in the business-organizational context though which organizational commitment can be achieved by having a clear insight into the security measures and objectives of the organization. Overall, security project commitment should support the mission of the organizations, it must be cost effective and fit into the organizations' information security management seamlessly, that is, integrate technology, processes and people.
Future research should focus further on the determinants of project commitment both in relation to business-organizational goals and information systems security development and management.
