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Abstract 
With the continuous development of mobile communication technology, Ad Hoc access network has become a hot 
research, Ad Hoc access network nodes can be used to expand capacity of multi-hop communication range of mobile 
communication system, even business adjacent to the community, improve edge data rates. When the ad hoc network 
is the access network of the internet, the gateway discovery protocol is very important to choose the most appropriate 
gateway to guarantee the connectivity between ad hoc network and IP based fixed networks. The paper proposes a 
QoS gateway discovery protocol which uses the time delay and stable route to the gateway selection conditions. And 
according to the gateway discovery protocol, it also proposes a fast handover scheme which can decrease the 
handover time and improve the handover efficiency. 
© 2011 Published by Elsevier Ltd. Selection and/or peer-review under responsibility of [name organizer] 
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1. Introduction  
The conventional wireless ad hoc networks have been defined as pure multi-hop infrastructure wireless 
networks. It is unlike other so-called wireless technologies – such as cellular or wireless local area 
networks (WLANs). They do not relay on wired infrastructure at any point on their configurations. Many 
researches have been done on MAC access, routing, QoS and security of ad hoc networks. With the need 
of integration of heterogeneous network technologies, it is now widely recognized that using IPv6 as the 
foundation for next-generation mobile networks can make strong economic and technical sense. First, it 
can take advantage of the ubiquitous installed IP infrastructure. Second, IPv6 can integrate uses, services, 
heterogeneous technologies and provider’s requirements. If the ad hoc networks are connected with an 
infrastructure IPv6 networks, we can extent the coverage of the infrastructure networks. 
Ad hoc network in this paper is defined as a wireless multihop network integrated with the IPv6 
infrastructure network, which is called multihop access networks. If connectivity with the infrastructure is 
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broken, the ad hoc nodes can interconnect to each other as a pure ad hoc network. The access point that 
can connect the ad hoc networks and infrastructure is called gateway. The functions of gateway include 
routing through the infrastructure, handover between the gateways, admission control and charging. The 
scenario of ad hoc networks integrated with the IPv6 infrastructure networks is illustrated in Figure 1. 
It is important for the mobile nodes to discover available Internet Gateways (IGWs) to be able to 
perform handovers between them. In this paper, we take a closer research look at the interconnection of 
MANET and fixed network at the network layer.  
It is assumed the MANET is connected to the fixed access network over multiple Internet gateways 
(IGW). We assume all the mobile nodes have a common time reference (i.e., using GPS). Before a node 
in a MANET can communicate with the fixed network, it has to detect available Internet Gateways. 
Generally, three approaches for the gateway discovery have been proposed: reactive, proactive and hybrid 
discovery. 
a. Reactive Discovery: The mobile node broadcasts a message throughout the MANET soliciting the 
required service. Any Internet gateway receiving the message will then reply to the mobile node offering 
the service. This is the reactive approach. 
b. Proactive Discovery: The internet gateway periodically broadcasts its service throughout the 
MANET. This is the proactive approach.  
c. Hybrid Discovery: The Reactive Discovery and Proactive Discovery approaches are combined to 
yield a hybrid gateway discovery scheme [2][3]. In [2], agent advertisements are flooded within a limited 
number of hops from the foreign agents. Nodes outside this hop limit use reactive techniques to solicit 
foreign agents when needed. 
The remainder of this paper is organized as follows. Section 2 provides the proposed gateway 
discovery which uses the QoS gateway discovery protocol. In section 3, we describe the fast handover in 
ad hoc access networks. 
Figure 1. Ad Hoc networks integrated with the IPv6 infrastructure networks 
2. QoS Gateway Discovery 
We use the hierarchical foreign agent management [4] to reduce the administrative overhead of 
frequent local handoffs. The downside of a wireless network with small cells is that a mobile node may 
cross gateways often, which results in frequent handoffs. If the mobile node leaves one registration area 
before registering its next care-of address, packet losses may occur. Frequent handoffs aggravate this 
performance problem. The FAs in a MANET domain are organized into a hierarchy to handle local 
movements of MN. There are three layer FAs in the figure and in the lowest layer GW and FA are co-
located. We can conclude there are three handover scenarios as follows. 
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a. Local handover: nodes move within the ad hoc networks, which can be handled by the traditional 
MANET routing protocol, such as AODV, DSR, and OLSR. 
b. Intra-domain handover: nodes are moderately mobile and change IGWs, but mostly stay within the 
coverage of one MANET domain. 
c. Inter-domain handover: nodes are highly mobile and move between different MANET domains. 
In the proposed scheme, in order to provide gateway information with minimum overhead, the use of a 
periodic advertisement is proposed. And each mobile node needs to maintain two tables. One is the 
IGW_Info_Table and the other is routing table.  
Table 1 IGW_Info_table 
MAIN_GW_INFO Information concerning the current using 
gateway. 
B_S_GW_INFO Information concerning the backup route to 
the same gateway. 
B_D_GW_INFO Information concerning the backup route to a 
different gateway 
There are three items in the IGW_Info_table, which are MAIN_GW_INFO, B_S_GW_INFO and 
B_D_GW_INFO. MAIN_GW_INFO is the information concerning the current using gateway. 
B_S_GW_INFO is the information concerning the backup route to the current gateway. And 
B_D_GW_INFO is the information concerning the backup route to a gateway which is different from the 
current gateway.  
It is noted that the B_S_GW_INFO is used for the local handover and B_D_GW_INFO is used for the 
intra-domain handover. When the node finds that the current route to the gateway is broken, it can judge 
whether the broken link is in the route of the B_S_GW_INFO. If yes, the MN uses the B_D_GW_INFO 
to register to the different gateway. If no, the MN can send the ongoing packets to the route of 
B_S_GW_INFO.  
In table 2, the IGW_Info_Table contains the IP address of the gateway, a sequence number, the 
gateway lifetime of the entry and other general information concerning the gateway. The sequence 
number is set to the sequence number indicated in the gateway advertisement. The gateway lifetime is a 
function of the gateway advertisement transmission rate, and it can generally be set to three times this 
interval. 
There is a path accumulation list in the GW_Info_Table which has been used in AODV routing [6]. 
When a MN receives a IGW_Info, the node increments the Hop Count field in the GW_Info by one, to 
account for the previous hop. If the MN decides to broadcast the GW_Info to neighbors, it appends its IP 
address to the accumulated path list. After updating the GW_Info, it broadcasts the GW_Info to address 
255.255.255.255 on each of its configured interfaces.  
 Whenever a mobile node receives a gateway advertisement, it adds or updates IGW_Info_Table and 
the routing table. Then the mobile node decides whether to rebroadcast the advertisement or not according 
to the gateway selection scheme. 
When a mobile node detects several Internet gateways, it should select the best gateway according to 
the QoS demands and then start the data transmission. This selection could be based on the distance to the 
internet gateways or certain QoS parameters including maximum data throughput or minimum delay. 
To obtain an end-to-end QoS, the entire path form the border gateway to the mobile node should be 
considered. Thus, there should be an interaction between the QoS routing in the ad hoc access networks 
and the QoS routing in the fixed access networks. This may provide the best path from the border gateway 
to the mobile node for delivering the packets. End-to-end QoS routing also enables load balancing and 
avoids congestion and packet loss caused by selecting an Internet gateway only based on minimum 
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number of hops. Therefore, it is necessary to design and extend a QoS-aware route discovery mechanism 
that monitors resources and accordingly determines the best route in a hybrid access network. 
In order to support delay sensitive applications, such as video, voice, or pervasive devices, such as 
sensors and monitors, supporting applications sensitive to delay and delay jitter. First is to choose the 
route from current gateway to the mobile node. 
3. Periodic Advertisement  
The IGW between the ad hoc network and Internet is configured as a Mobile IP Agent. All Internet 
Gateways periodically broadcast their services and IP prefix address throughout the MANET. When an 
intermediate node receives a request for gateway information and the gateway has a valid gateway entry 
in the IGW_Info_Table and a valid routing table entry or route cache entry for that gateway. The routing 
table entry has not expired and the path can be used without validation.        
Table 2: IGW_Info entry format 
Distance 
Sequence number 
Gateway Global Address 
Prefix length 
Advertisement generating time 
PET 
Path Accumulation List 
4. The gateway selection algorithm 
When the MN selects the most appropriate gateway, there are two selection principles:  
Principle 1: The path to the gateway should guarantee the delay requirement.  
An ad hoc node i should keep the up-to-date local state about all outgoing links. The state 
information of link (i,j) includes: 1) delay(i,j), the channel delay of the link, including of the radio 
propagation delay, the queuing delay, and the protocol processing time; the path 
P i j k l o o o o"  are defined as follows: 
),(),()( lkdelayjidelayPdelay " 
The delay_limit is the maximum allowable delay for the time sensitive service. If 
( ) _delay p delay limit , the according gateway should be choose as the candidate gateway. And if 
there are multiple gateway that  
Principle 2: Choose the most stable route to the gateway.   
It is assumed that all the mobile nodes can use the Global Position System (GPS). The method can 
know the exact position of the mobile, the speed and heading of a mobile can also be obtained from GPS, 
or the mobiles own instruments and sensors (e.g., compass, odometer, speed sensors, etc). We use the 
Flow Oriented Routing Protocol (FORP) [5] which uses the mobility information obtained from the 
mobiles to predict topologies changes to predict topologies changes. When the node receives multiple 
gateway advertisement, it can choose the most stable route to the gateway.  
When the gateway broadcast the gateway advertisement, intermediate nodes append Link Expiration 
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Time (LET) to the gateway advertisement. Then the expiration time of route between the MN and 
gateway can calculate very easily. If define the path between the MN and gateway as P. The path 
{ , , , , }P i j k l "  is  defined as follows:  
),(),()( lkdelayjidelayPdelay " 
If the Link Expiration Time of the link between node i and j is defined as ( , )LET k l , the path 
expiration time (PET) is the minimum time of the set of LETs along the route. 
        
^ `min , ( , )PET PET LET k l 
Then the MN can choose the most stable path to the gateway which has the maximum PET. 
5. Fast handover in ad hoc access networks 
A node performs a handover if it changes its IGW while communicating with a correspondent node 
(CN) in the Internet. In conventional mobile networks, the quality of the wireless link between mobile 
node and base stations determines when to handover from one base station to another. The performance of 
these types of handovers depends on the mobility management protocol in the access network.  
In multihop access networks the situation is more complicated. Some nodes don’t have a direct 
wireless link to a base station but are connected via relay nodes. As a consequence, they cannot initiate 
handovers that are based on the link quality to the base station. The complete multihop path to the base 
station that serves the current IGW must be taken into consideration. A handoff can occur if the mobile 
node itself or any of the intermediate relay nodes moves or breaks the active path.  
In general, if the path between a MN and the IGW breaks and there is no other path to the same IGW, 
the MN has to perform gateway discovery to establish a path to different IGW. If the MN has a backup 
path of similar gateway, the node first judge whether the breaking link is in the path accumulation list.   
If the MN has a backup path of different gateway, and the PET of current gateway is going to expire. 
The MN begins to register to the new gateway and get a new globally routable IP address. At the same 
time, the MN must inform the old gateway about its handover intention. When the old gateway receives 
the handover request, it should transfer the MN’s context to the new gateway in order to increase the 
handover speed. 
6. Conclusion 
With the continuous development of mobile communication technology, Ad Hoc access network has 
become a hot research, Ad Hoc access network nodes can be used to expand capacity of multi-hop 
communication range of mobile communication system, even business adjacent to the community, 
improve edge data rates. When the ad hoc network is the access network of the internet, the gateway 
discovery protocol is very important to choose the most appropriate gateway to guarantee the connectivity 
between ad hoc network and IP based fixed networks. The paper proposes a QoS gateway discovery 
protocol which uses the time delay and stable route to the gateway selection conditions. And according to 
the gateway discovery protocol, it also proposes a fast handover scheme which can decrease the handover 
time and improve the handover efficiency. The paper proposes a QoS gateway discovery protocol which 
uses the time delay and stable route to the gateway and the gateway selection parameters. And according 
to the gateway discovery protocol, it also proposes a fast handover scheme which can decrease the 
handover time and improve the handover efficiency. 
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