We present a Bayesian approach for the Contamination Source Detection problem in Water Distribution Networks. Given an observation of contaminants in one or more nodes in the network, we try to give probable explanation for it assuming that contamination is a rare event. We introduce extra variables to characterize the place and pattern of the first contamination event. Then we write down the posterior distribution for these extra variables given the observation obtained by the sensors. Our method relies on Belief Propagation for the evaluation of the marginals of this posterior distribution and the determination of the most likely origin. The method is implemented on a simplified binary forward-in-time dynamics. Simulations on data coming from the realistic simulation software EPANET on two networks show that the simplified model is nevertheless flexible enough to capture crucial information about contaminant sources.
I. INTRODUCTION
Contamination Source Detection (CSD) is an inverse problem where, after detecting the presence of contamination in some few nodes of a water distribution network (see Fig. 1 for an example), it is required to estimate the most probable origin. It has received a lot of attention in the recent past, both for economical and safety reasons.
The network is generally considered to be known, to some level of detail. A first challenge arises from the inverse nature of the problem, even assuming a perfect knowledge of the parameters of the model. In such cases, a trial and error scheme has been normally attempted [1] [2] [3] [4] . A further challenge comes from all the sources of stochasticity, as could be the fluctuating demand, non reliable sensors or uncertainty in the parameters defining the network. Researchers have approached this more realistic case in a probabilistic manner [5] [6] [7] [8] [9] [10] [11] [12] [13] [14] [15] [16] [17] [18] . Both previous approaches regard as the main magnitude the time pattern of concentration of contaminants C i (t) in each node i ∈ W DN. It is what they read from the sensor, and what they want to infer in the source node. Many studies relies on a two steps approach, first selecting a reduced set of candidates nodes (by discarding those that can not reach the sensor, for instance) and then try some brute force trial and error approach, in which possible origins are proposed and then the corresponding pattern is optimized to match the observation. In the search for more simple approaches, we showed in [19] how to transform the CSD problem into a linear optimization one, under a strong simplification, that of considering only binary states for the process such that C i (t) ∈ {0, 1}. The underlying idea being that the temporal binary pattern (something like ..0, 0, 1, 1, 1, 0, 0, 1, 0, 1, 0, 0, 0.. using some time discretization) observed at the sensor could carry enough information to locate the source.
In the present work we built upon the same simplification, that of binary clean/contamination states to approach the CSD problem from the perspective of statistical mechanics. Other statistical mechanics approaches have shown in the past to be useful in the formally similar problem of source detection in epidemic compartment models on networks [20] [21] [22] [23] . To the extent of our knowledge this approach is new in the context of contamination source detection. It should be noted that the proposed inference method can also be applied to other discrete (or comparment) propagation models on networks, such as SI, SIR, SIS and variants. Similar to SIS, the model treated here is not microscopically irreversible, so an approach such as the one in [23] would be impractical. Moreover, as the set of spatio-temporal configurations of contaminant sources is exponentially large, time-forward methods such as [20] seem also inadapt.
While having information from multiple sensors may narrow down the search space of origins of a contamination event (by a simple intersection of the domain coverages of each sensor affected [17] ), our approach is able to locate sources efficiently even with information coming from a single sensor.
In next section we detail the simplifications made for the forward in time contamination model. In such setting, we can write the inverse problem in a formal bayesian approach in section III. The resulting problem is similar to standard statistical mechanics problems of spin models, and we propose a solution based on Belief Propagation algorithm in subsection III A. The bayesian approach relies on the assumption of some prior information that is parametrized with a set of "fields". We discuss the relation between solutions and the prior fields in a 4-node network in section IV, passing then to testing our method on Anytown and Modena cities in V where we show that it effectively recovers the origin and the pattern even from a single sensor information.
II. DISCRETE MODEL FOR THE CONTAMINATION
Water distribution networks (WDN) are represented by graphs, as show in figure 1 , in which nodes represent reservoirs, pumps, tanks, demand points or simply junctions of two or more pipes, while edges represent the pipes connecting them. The fluid dynamics is ruled by pressure differences along the pipes, which in turn depend on the pressure at pumps or reservoirs and the demand, corresponding within some approximations to the Todini-Pilati equations [24] .
While focusing on our inverse problem (contamination source detection (CSD)) we assume the direct problem of the fluid dynamics as already solved, either by simulation or by direct measuring in the real system. This means that times required for the fluid to go from one point in the network to another are known. If fluid velocities are known, for instance, the transport times between nodes i and j connected by a pipe of length L i, j can be computed as ∆ i, j = L ij /v ij . In this sense, the water network is represented by a weighted directed graph G = (V, E, ∆) as in the first panel in Fig. 2 where each node i ∈ V corresponds to a physical node of the water network, and every pipe is represented by an edge (i → j) ∈ E, with transport time ∆ i, j . For simplicity (but not a fundamental assumption) we stick to stationary models, those where pressures don't change in time, and therefore transport times are not changing either.
We will consider the eventual incursion of non-self-propelled contaminants into the system that are transported by the bulk of the moving fluid from the insertion point downstream through the system. Modeling of such a process in commercial software like EPANET considers non trivial aspects of its dynamics as diffusion within the fluid bulk and chemical degradation, among others. For the Bayesian modeling, however, we will keep a simplified version of this process, as done previously in [19] :
• discrete time: we will measure time (including pipe delays ∆ i, j ) in some discrete units;
• binary states: any node in the network is in one of two states, clean state 0 or contaminated state 1;
• non-degrading contaminant: once in the system the contaminant will propagate downstream without fading out.
In this setting, the relevant quantity for the forward dynamics of the contaminant in the network is s t i ∈ {0, 1} signaling the state (clean/contaminated) of node i at discrete time t. This corresponds to extending our graph to consider nodes in space and time (Fig. 2) . The edges (i → j) ∈ E of G (the original spatial network) now are replaced by edges ((i, t) − ( j, t + ∆ i, j )) ∈ E ′ in G ′ , and therefore the information about the pipe time delays is embedded in the directed graph structure. We will use the upstream neighborhood of nodes in the extended graph, defined by The conservation of the contaminant implies that for every node i, its state in time t is related to the states of the nodes connected to it ∂ + i,t in the upstream direction s
). Since variables take values in {0, 1}, this formula is just an algebraic mapping of the assertion that node (i, t) will be contaminated if and only if at least one its upstream nodes are contaminated. Furthermore, in our bayesian treatment of the inverse problem we will need two extra variables to describe the process of introducing contaminants in the system:
• the contaminant-pouring variable y t i ∈ {0, 1} representing the external addition of contaminants at time t on node i, • and the contamination exposure υ i ∈ {1, 0} saying that node i will or will not incorporate contamination coming from the exterior.
such that the forward in time behavior of the system is:
This deterministic formula implies that the contaminant in any given point s t i will appear for one of two reasons: either it comes from some neighboring node in the upstream network ∂ + i,t , or it is being directly poured by some external agent into the system at point i and time t. Please notice that the exposure variable υ i acts as a gate: if υ j = 0 for some spatial node j, then this node will never produce contamination of its own, regardless the value of y t i . Also notice that there is one equation (5) for each node of the time extended graph s t i , and that while these variables characterize the contamination process, we are mostly interested in inferring the most likely values of ∀ j υ j and the patterns y t i : υ i = 1 , since these are the variables related to the contamination source.
III. BAYESIAN APPROACH TO INVERSE CONTAMINATION DETECTION
Using the vector notation ì s i to refer to all times of a given spatial node i, we have four sets of variables relevant to our problem:
The sensors report on the state of the observed nodes.
• S = {ì s 1 , ì s 2 . . . ì s N } The state of all nodes (including those sensed).
• V = {υ 1 , υ 2 . . . υ N } The variables signaling which nodes are actively introducing contamination into the system.
• Y = { ì y 1 , ì y 2 . . . ì y N } The contamination patterns introduced at each node.
Only the values of the first set are given, and the remaining three sets are to be inferred. We can state the Source Detection Problem problem in the following way: Consistent means that these values explain the observation in the sense of equation (1). Efficient means that an explanation involving less nodes i as origins (υ i = 1), and less pouring times t (y t i = 1) is preferred. Efficient explanations are chosen since we fundamentally assume that contamination is a rare event, therefore an explanation with one single origin seems more credible that one involving two or more, even if both correctly reproduce the sensed contamination.
Formally, we can write the conditional probability P(S, V, Y |O) of a state of the system using Bayes theorem
where Z = P(O) is the (here irrelevant) normalization constant. Disregarding multiplicative constants (with respect to S, V, Y ), the probability of the observation will be given by
penalizing a discrepancy between the real states s t o of the observed nodes and the ones reported by the sensors s * t o . In the limit η → ∞ sensors make no mistake and their report s * t o is truly the state s t o , however we will work with a big but finite η > 1. The second factor in equation (2) is (again neglecting normalization)
The first exponential term is
with
An infinite value of β would give 0 the probability of having inconsistent processes of contamination, therefore enforcing the deterministic dynamics of eq. (1). We rather run with a high value of β ∼ 10 2 , which gives a very low probability (but still finite) to states that violate the deterministic dynamics. The last two factors in (4) are the priors P(υ i ) and P(y t i ) parameterized with the fields λ and γ:
Field λ defines the prior probability for having node i actively introducing contaminant in the network, while γ gives the probability of finding contamination being introduced at a particular time t. The fact that both fields are positive is the mathematical expression of our basic assumption, i.e. that contamination is a rare event. Finally, our posterior probability is given by:
which has a familiar Boltzmann probability distribution form. In statistical mechanics jargon, the observation acts as a fixed (quenched) disorder and the dynamical variables are S, V, Y . This probability measure (and all the relevant moments) depend on the parameters we have introduced:
• β A temperature like parameter enforcing the consistency of the contamination dynamics in the network.
• η A field penalizing discrepancies between the observed state and the real state of the observed nodes.
• λ A field forcing the contamination to be a rare event (in space).
• γ A field forcing the contamination to be a short event (in time).
To the effect of the contamination source detection, we are mostly interested in v i , which will take value v i = 1 for nodes i that are the source of contamination. We, therefore, want to compute v i over the measure defined by eq. (9), which we intend to compute using belief propagation [25] , and we will infer as the origins of the contamination the nodes i such that v i > 0.5.
A. Belief Propagation
In the exponent of the measure (9) complication arises from the energetic part i,t E i,t , since the energy defined in (6) is the only element of this measure that is not fully factorized over variables. In absence of this term, of course, every variable would be independent and P(S, V, Y |O)
and moment computation would be trivial. However, the interactions given by the dynamics of the contaminants in the network makes the measure (9) a non factorized one. Computing marginals naively can be an impossible task, since the direct marginalization has a cost O(2 N ), where N is the number of binary variables in the model. We will resort to an approximative variational method called Belief Propagation [25] .
We can not reduce P(S,V, Y |O) to a set of factorized probability measures
But we can try to represent the full distribution by all this factorized measures plus a collective measure for the small groups of variables that interact in every energetic term (6) . Lets simplify the notation a bit by relabeling x q with q ∈ [1 . . . N] all the variables of our problem, indistinctly of whether they are s-type, y-type or υ-type. Let us also relabel a q , in agreement with the factor graph representation of the appendix 1, every energetic term E i,t , and
} the set of all the variables entering that interaction (e.g. Fig. 3 ). We can attempt a description of the model by considering also the distributions over every set of interacting variables {∀ a b a (x a )}. Belief Propagation [25] consists in a system of fixed-point equations for positive real quantities (messages) m a→i (x i ) (see appendix 2 for more details). From a fixed point, approximated marginal distribution "beliefs" can be computed as
while the belief over every set of interacting variables is given by
where the term between square brackets is only present if the node is among the observed (sensed) nodes O. The equations for the messages are obtained by iteratively trying to satisfy the consistency that they are supposed to enforce (14) . For instance, by equating the first equation in (10) with (11), we obtain
A graphical representation for this update equation, for instance, would look like Fig. 3 (using the same example of the appendix). The equations for m a i, t →υ i , m a i, t →y i and m a i, t →s t−∆ j, i j are similarly derived.
The overall approach then consists of the following steps (see also algorithm 2 in appendix 2):
1. Construct a time extended graph for the Water Distribution Network, as schematized in Fig. 2 .
2. Construct a factor graph representation for the Bayesian inverse problem (as explained in the appendix).
3. Iteratively update the self-consistent equations for the messages in the network (similar to (12)), until they stop changing.
4. When (if) converged, evaluate the probabilities eq. (10).
5. Propose as origing of the contamination nodes with high probability b i (υ i = 1).
IV. CHARACTERIZATION IN SIMPLE EXAMPLES
Example in figure 4 is handy to understand the whole procedure and the role of the new parameters λ, γ and η in the solution of CSD problem. Let us assume that a pattern s * t There are two explanations more parsimonious as shown in figure 4 . One involving two nodes (1 and 2) and two moments for the contaminant to be pushed into the system, and one other involving only node (2) with 3 moments in which contamination is being poured. This two explanations are more efficient than those with nodes 4 or 3. Which of them our algorithm would prefer, however, depends on the relative weight given to the fields λ − γ that control space-time parsimony.
After convergence, our algorithm forecast low probabilities for nodes 3 and 4 of being the origin of the contamination, and high probability b 2 (υ 2 = 1) ≃ 1 for node 2, for all fields values tested. As of node 1, figure 5 shows the probability b 1 (υ 1 ) to be an active contamination node for different values of λ and γ. Roughly speaking, whether λ > γ or not defines the type of solution found in this case, from one that is optimal in space (only node 2 is origin) to one that is optimal in time (nodes 1 and 2 are origin, but only with 2 moments of contamination).
A similar interplay is seen between the γ and η parameters, at fixed λ = 4.0, in figure 6 . Let us remember that η-field enforces the dynamics to fully reproduce the sensor's report (see eq. (11)), and a low value of η allows the inference procedure to maximize space or time in the contamination source by sacrificing the consistency with the observation. The second panel in Fig. 6 
is divided in regions:
A corresponds to the solution with only node 2 as origin, since the field γ that forces time-optimal solutions, is low.
B corresponds to both nodes 1 and 2 being the origin since γ is bigger. C is interesting: a solution with only node 1 as the origin, at the expense of not reproducing the last two signals observed at the sensor in node 4. See also the central panel in figure 4 Fig. 6 also shows that outside of regions A, B and C, corresponding to low values of fidability η < 3 that produce a trivial answer: since contamination is such a rare event and you can not trust the sensor too much, just consider there has been no contamination whatsoever! When using belief propagation for the contamination source detection problem we should bear in mind the role of these fields λ, γ and η, since as this simple examples show, by varying them we can select different solutions. Instead of considering this flexibility a handicap of the procedure, we retain it as a relevant feature. As will be seen in the last section, the fact that we can disregard some of the information given by the sensor, allows the method to be useful even when tested again realistic simulations of contamination that do not exactly fit the that assumed for the forward model. 
V. BENCHMARKING ON ANYTOWN AND MODENA
In this section we will present some examples of the application of the inference method in two different networks Anytown and Modena.
A. Anytown
In the figure 7 is shown the network of the WDN of Anytown viewed with EPANET. Being Anytown a small example, we tried our inference procedure by sensing the most downstream node 9 a contamination that entered the system at the most upstream node 1. In figure 8 we show the directed weighted graph of the part of the Anytown network that could originate a contamination in node 9 (notice nodes 5,6 and 7 are not present). This is the part of the nodes that belong to the domain of coverage of node 9, using terms from [17] .
Sensing and origin nodes are colored green and blue respectively. The times ∆ t (in minutes) that contaminants take to propagate along each pipe are obtained from the EPANET output of a stationary regime in Anytown WDN with standard parameters of pressure and demand. A simple proxy for such times is ∆ ij = L ij /v ij , where L ij is the length of the pipe between nodes i and j, and v ij is the mean speed of the fluid as obtained from the solution of the Todini-Pilati equations, for instance. However, we took the values of ∆ t "experimentally" by considering contaminants in each node of the network, and measuring the time in which they appear in their neighbors nodes.
Panel in the right of figure 8 shows the source pattern, which is consistent with the basic assumptions made in this work: is poured in few places (actually only node 1) and it is of short duration (5 time bins). We used a discretization of time in minutes for this network. The corresponding factor graph contained 25588 nodes of type s t i and the same amount of y t i nodes. We needed n = 16 υ i nodes, one for each node involved in the contamination of node 9.
Simplified dynamics
We will first propagate this pattern down the network with the simplistic dynamics of equation (1). The resulting observation made at sensor node 9 is plotted in green at the bottom of the right pannel. We run our inference algorithm with standard parameters η = 100.0, λ = 4, γ = 4, and it converges with diff f = max(|m old − m new |) < 10 −7 after 37 iterations in 20 seconds on a desktop (4x Intel Core i5, 3.2GHz). As expected, the algorithm recovers correctly the origin node with b 1 (υ 1 = 1) = 1, and the remaining ∀ k 1 b k (υ k ) < 10 −7 for all other nodes. It also recovers the contamination pattern at the source with b 1 (y t 1 ) ∼ 1 only for the values of 0 < t < 6. The contamination observed at other nodes in the system is also faithfully reproduced from b i (s t i ). We don't plot any of these results in the right panel of Fig. 8 since in this scale they are not distinguishable from the true patterns.
Realistic EPANET simulation in Anytown
Real contamination obeys less neat laws than the simple dynamics of eq. (1). For instance, contaminants diffuse inside the fluid, and therefore a deltaic in time event of contamination spreads over more than one time interval when it propagates . Blue node 1 is the source of contamination, and a sensor has been placed in the green node 9. Right panel: temporal patterns for the contamination as it moves from the source to the sensor node. Reconstruction using belief propagation is perfect in this case, recovering the correct source and the correct patterns.
through the pipes. Furthermore, for this very reason, if not others, its concentration decays, and eventually it might go below sensors sensitivity. Therefore it is expected that our inference method will have a hard time trying to reconstruct the origin of contamination when paths are long since the reported sensed pattern might be inconsistent with the simplified dynamics assumed.
To test the resilience of our method, we start from the same source contamination of the previous example (5 times bins in node 1) but we simulate its propagation with EPANET. The real contamination C 9 (t) at sensor 9 is shown in green in figure 9. Since our model assumes a binary state for the sensor, we consider the following definition for the sensor state:
The realistic simulation takes into account diffusion as well as chemical decay of contamination (the nature of the contamination is irrelevant for us). Therefore, the largest path (say T > 1000) connecting node 1 with node 9 do not contribute with a measurable amount of contaminant at node 9 and EPANET reports 0 contamination in times where there should have been.
Fortunately the Bayesian approach used allow us to give lower relevance to the sensed reports compared to that given to short explanations. This means that we can run our algorithm with typically low value for η = 2 while having large fields λ = 6 and γ = 6. The factor graph in this case was made of 30852 nodes s t i and the same amount for the y t i and only 16 υ i nodes. The algorithm converged in 228 iterations after 2 minutes 10 seconds and reports correctly node 1 to be the origin with high expectation b 1 (υ 1 = 1) = 1 while giving ∀ k 1 b k (υ k ) < 10 −3 for the other possible origins. Consistently with the simplifications of our model, the predicted pattern at the observed node obtained from b 9 (s t 9 ) differs with the real report s * t 9 of the sensors (Fig.  9) , showing that the algorithm indeed chose an efficient explanation at the cost of considering sensors not fully reliable. Plots for nodes 18 and 16 are examples of the matching between the real concentration in those nodes, and the probability of being contaminated b 16, 18 (s 16,18 = 1) as obtained from our algorithm.
The solutions found depend on the set of parameters chosen. Running the algorithm with η = 8, for instance, will report two nodes as origins, instead of the true unique source node 1. This example also shows a typical drawback of message passing and belief propagation equations: if we run with some other set of parameters (say λ = 4, γ = 4) the algorithm gets confused by the impossibility to satisfy all the equations and does not converge. Observed Node 9
Concentration BP probability Fig. 9 . Comparison between temporal patterns for the contamination as it moves from the source to the sensor node. Reconstruction of contamination pattern using belief propagation vs real patterns of contamination obtained from the direct process simulated with EPANET.
B. Modena
Finally we try to infer a deltaic contamination pattern on a real city network, that of Modena, in Italy, using the network and flow parameters provided in [26] . In Fig. 1 the position of a sensor at node 28th is marked in green, while the area of the network that connects with this location is marked in gray. We located a deltaic in time contamination at node 19th, which is just after the elevated tank. We simulated the propagation with EPANET, and detected the signal shown in the right-bottom plot of figure Fig.  10 at the sensor. With this information we try to individualize the source of contamination from all candidate nodes (left panel in Fig. 10 ).
Our inference method run with parameters γ = λ = 6 and η = 4 signaling a high probability for node 10 to be the only origin of a deltaic contamination event. We compare the actual concentration at node 10 and node 5 and the (binary) one predicted by our method. In spite of the node 10 not being the correct origin, the method does predict the correct patterns in time at the intermediary nodes of the process. The reason why the algorithm produces 10 and not 19 as the origin is clear: they are connected by a single line of nodes, and therefore there can not be any efficiency distinction between 10 and any of the nodes up this chain up to nodes 19 and 209. In general, every time a chain like this appears, it has to be understood that a high probability for any of this nodes to be the origin is also applicable to any node in the chain.
VI. CONCLUSIONS
We have developed a Bayesian approach to infer the origin of a contamination event from the information gathered in few sensor nodes in a water distribution network. The method relies on some strong simplifications, the stronger of which is considering only binary (0/1 = clean/contaminated) states in the nodes of the network. It completely disregards all the relevant information coming in the detected real-valued concentration. It also relies on a fundamental assumption: contamination events are short events coming from few nodes.
Despite this simplifications, the method is quite efficient in recovering the source of contamination in the tested toy networks. Furthermore, its probabilistic character allows for certain flexibility that achieve correct results even for realistic networks with realistic contaminant diffusion dynamics. This method substantially improves over our previous work [19] where the solution coming from integer linear programing used to be highly degenerate. The bayesian inference we implemented results in a single probabilistic description (that could represent several individual solutions). Furthermore, the requirement that the solution to involves as few nodes as possible is directly embedded into the prior, concentrating the posterior probability on such configurations. We pay the prize of having at least 3 parameters to handle and facing convergence problems when the model is set to reconstruct complicated patterns (in the sense that they don't follow the simple dynamics assumed).
We consider that this work opens the approach of statistical mechanics to CSD. Along this path, the next step would be to treat the concentration information in the same bayesian setting by relaxing the binary variables to take continuous values. Factor graph representation for a small network. Real graph of a example network. Circles are nodes of the network and the connection is directed an characterize by ∆t the delay time in appear contamination in node 2 once appeared in node 1.
Appendix 1: Factor graph representation
A factor graph is a bipartite representation of the interactions between variables in a graphical model. In our case, we want to represent the probability
with two types of nodes, round nodes, representing variables (s t i , υ i , y t i ) and angular nodes representing interactions. By interaction we mean every additive term in the exponent of the former probability distribution involving one or more variables. In Fig. 11 we show a representative part (for only 3 time intervals) of the factor graph of the small network of The interactions between these variables are represented (in the same order they appear in eq. (13)) as
• empty squares corresponding to interactions
) where i, t correspond to the closest variable s t i ,
• full gray squares corresponding to interactions λυ i ,
• full black squares corresponding to interactions γy t i ,
• full black rhomboids corresponding to the interaction with the observation η|s t i − s * t i | and is only present in the observed nodes.
Formally speaking, the construction of the factor graph, starting from the water distribution network graph and the observation given at some sensor nodes is outlined in algorithm 1.
Algorithm 1 Factor Graph
Input: Directed weighted graph G(V, E, ∆ T ) for the water distribution network and sensed pattern O(N, T). Output: Bipartite factor graph G * (V v , V f , E).
1: V v = {}, V f = {}. E = E ∪ {(a t i − n t−∆ i j j )} // Add edges between factor and variables nodes 10: end if 11: end for 12: end for 13: for n t i ∈ V v do 14: if i > 0 then 15: V v = V v ∪ {n t −i } // Add y t i nodes 16: E = E ∪ {(a t i − n t −i )} // and connect to factor node 17: if n i V v then 18 :
if not yet present 19: end if 20: E = E ∪ {(a t i − n i )} // and connect to factor node 21: end if 22 : end for 23: return G * (V v , V f , E)
Appendix 2: Belief Propagation
Formally speaking, a consistent description of the full measure in terms of single variables and interacting variables distributions is achieved through a variational representation of the free energy F = − log Z of the problem in (9) as
The free energy approximation sums the contribution of each factor node free energy, and subtracts the over-counting of the free energies of individual variables (d i is the number of factors that a variable interacts with). Each free energy term F = U − T S consists, as usual, of an energetic part U = x ∂ a b a (x ∂a )E a (x ∂a ) and S = − x ∂ a b a (x ∂a ) log b a (x ∂a ), where the energetic term E a (∂a) contains only the corresponding additive term in the exponential (13) Minimization of this free energy over the distributions b(·) needs to respect the consistency among them: if two distributions share a common variable, the marginals should agree:
In order to achieve this, we introduce a set of Lagrange multipliers m a→i (x i ) that are finally interpreted as messages flowing from every interaction towards every variable in it [25] . The beliefs then are found in terms of these multipliers as in eq. (10) while the belief over every set of interacting variables in E i,t are given as in eq. (11) In algorithm 2 we outline the main steps of the whole procedure presented in this paper, starting from the WDN graph up to the Belief Propagation fixed point iteration.
