Intelligent Transportation Systems (ITS) have been receiving significant interest from various stakeholders worldwide. ITS promise major enhancements to the efficiency, safety, convenience and sustainability of transportation systems. To satisfy the diverse vehicular application requirements, this paper proposes an integration of IEEE 802.11-based VANET and LTE cellular network using mobile vehicular gateways. IEEE 802.11 g is used for V2V communications and LTE for V2I communications. A burst communication technique is applied to prevent packet losses in the critical uplink ITS traffic. A performance simulation-based study is conducted to validate the feasibility of the proposed system in an urban vehicular environment. The system performance is evaluated in terms of data loss, data rate, delay and jitter. The results indicate that the proposed Multi-RAT system offers acceptable performance that meets the requirements of the different vehicular applications.
Introduction
Intelligent Transportation Systems (ITS) have been receiving significant interest from various stakeholders worldwide. Automotive companies, governmental entities, standardization organizations and the research community are all focusing on the design and deployment of ITS. ITS promise major enhancements to the efficiency, safety, convenience and sustainability of transportation systems. Specifically, ITS aim at improving road safety, alleviating urban traffic congestion and offering ubiquitous Internet access for passengers [1] .
Vehicular networks are believed to play a crucial role in future ITS due to the wide variety of services that they can offer. Vehicular network applications can be broadly classified into 3 main categories, namely active road safety, traffic efficiency and management, and infotainment applications [2] . Safety applications are the first type of applications that aim at enhancing passengers' safety on the roads by notifying vehicles about dangerous incidents in their vicinity. This can be accomplished by exchanging information like vehicle speed, position and distance heading between vehicles and the infrastructure, which is then used to predict and avoid risky situations [3] . Besides safety applications, vehicular networks also support traffic efficiency and management applications. The primary objective of applications in this category is to improve traffic flow and enhance traffic coordination and management. Drivers can avoid congestion and find the most efficient route to their destinations with minimum delay. Additionally, vehicular traffic on the streets will be balanced which will lead to efficient use of the capacity of streets and junctions. This will in turn result in energy savings, pollution reduction and a decrease in travel time. The third type of vehicular applications is infotainment applications, also called comfort or entertainment applications. This class of applications provides information that delivers global Internet services and enhances the passengers' comfort, convenience and entertainment.
In summary, vehicular applications enable the gathering and dissemination of information among vehicles (V2V), and between transportation infrastructure and vehicles (V2I) with the goal of assisting passengers to travel safely, efficiently and conveniently. Reliability, mobility support and low-latency are thus critical to satisfy the performance requirements of the different vehicular applications. On one side of the spectrum, infotainment applications have high-bandwidth demands and QoS-sensitive requirements [4] . While, on the other side of the spectrum, safety-critical applications are characterized by low latency and high message delivery rate. To support safety application demands, a large amount of data traffic needs to be exchanged between vehicles and Base Stations (BSs). This will consequently add a heavy burden to the BSs, which is not likely to be accepted by network operators. Additionally, these extra traffic connections increase the effect of interference and thus increase data error rate. Moreover, this also causes an increase in packet delays due to resource depletion. Furthermore, the scheduler at the BS may have difficulties scheduling transmissions within the tight delay bounds required for safety-critical applications [5] .
To cater to the diverse vehicular application requirements, this paper proposes an integration of IEEE 802.11-based VANET and LTE cellular network using mobile vehicular gateways. The proposed heterogeneous vehicular network combines two technologies with long-range and short-range coverage, namely LTE and Wi-Fi (IEEE 802.11) respectively. Each technology has a different objective and their integrated deployment will improve the vehicular system performance. On one hand, Wi-Fi offers a relatively high capacity at a very low cost and it has a high market penetration. However, it has a low coverage range compared to LTE. This makes it suitable for use as an access network inside the vehicle and for V2V communication between nearby vehicles. On the other hand, LTE offers a wide coverage and better Quality of Service (QoS) but, it requires costly licensed spectrum and is lacking behind Wi-Fi in terms of economies of scale [6] . These characteristics fit with the long range communication requirements of the V2I backhaul network. By integrating Wi-Fi with LTE, high capacity is coupled with long-range communication to improve the overall performance of the vehicular system. IEEE 802.11 g (Wi-Fi) has been selected because of its popularity and low cost. It offers users a uniform and mass-standard connectivity as the same standard is widely used in various parts of cities like hot-spots, tourist centers and information points [7] .
In the proposed heterogeneous network, there are mainly two types of vehicles: Gateway Vehicles (GVs) and Ordinary Vehicles (OVs). GVs are equipped with both LTE and Wi-Fi interfaces while OVs are only Wi-Fi enabled. A GV can be connected to two networks simultaneously: the LTE network using its E-UTRAN interface and to other OVs through its Wi-Fi interface. The GV can thus serve as a mobile gateway (i.e., relay node) for other OVs in its vicinity to access the LTE network. This can be accomplished by receiving data from OVs (using the Wi-Fi interface) and relaying it to the LTE network (via the LTE interface). OPNET Modeler [8] is used for the design, implementation and evaluation of the proposed network model.
The rest of the paper is organized as follows. Section 2 provides a background about vehicular networking research. Section 3 describes the proposed architecture. Section 4 presents the results and performance evaluation of the proposed architecture. Finally, the paper is concluded in Section 5.
Background
This section presents some studies that evaluated the feasibility of using IEEE 802.11 and cellular networks to support vehicular networking applications.
In [9] , an attempt was made to solve the traffic control problem in an urban environment using Wi-Fi where a burst communication technique was used to eliminate packet losses. The authors in [10] proposed a heterogeneous LTE/Wi-Fi vehicular system that supports both infotainment and ITS traffic control data. Other studies ( [1] [5] [11] - [14] ) evaluated the performance of heterogeneous LTE-VANET (Vehicle Ad-hoc Networks) networks, where LTE was the backhaul network and VANET was used for inter-vehicle communication. In [5] , LTE was used to exchange Cooperative Awareness Messages (CAMs) between clusters while, Wi-Fi delivered in-cluster information. Reference [11] envisioned a heterogeneous LTE/IEEE 802.11p network that provides multimedia communication services over spatially apart vehicular groups and a cluster head election mechanism was proposed. A cooperative protocol based on coalition game theory was introduced in [12] to disseminate data in LTE/VANET network. Reference [13] investigated the delivery of real-time streaming of scalable video coded (SVC) video over vehicle-to-infrastructure (V2I) links. The inter-vehicles to infrastructure (V2V2I) model considered in [1] again used IEEE 802.11p for V2V communications and LTE for V2I communications. In [14] , the LTE network was used as a cluster management infrastructure for the IEEE 802.11p VANET. The performance was compared with the decentralized VANET architecture for an urban sensing application. Many of the studies in the field of vehicular communications only investigate a single type of application and either cover V2I or V2V communication only. The simultaneous support of safety, traffic and infotainment applications using both V2I and V2V communication has not been addressed in the literature. Accordingly, this perspective will be investigated in this study.
Proposed Model

Network Architecture
The envisioned WiFi-based VANET-LTE heterogeneous network architecture is shown in Figure 1 . Vehicles that are equipped with both LTE and Wi-Fi interfaces are referred to as Gateway Vehicles (GVs) whereas, only Wi-Fi is supported on-board Ordinary Vehicles (OVs). A GV is under the coverage region of at least one LTE eNodeB, and its LTE and Wi-Fi interfaces are both activated. On the other hand, an OV either lacks an LTE interface or is not present in an LTE coverage area. In other words, it is assumed that the LTE interface is either absent or disabled on OVs. This paper builds on the model introduced in [10] which consists of seven cells arranged in a hexagonal honey-cell layout where each cell is covered by one eNodeB. The vehicles are modeled moving in a radial path between the 7 cells in an urban traffic model where vehicles move at the maximum speed of 60 Km/hr. The proposed architecture divides the vehicular network into Vehicle-to-Vehicle (V2V), Vehicle-to-Infrastructure (V2I), On-board Vehicle Communication (OVC), and backhaul connection. The V2V network allows communication between GVs and OVs through Wi-Fi. The V2I network between the vehicle and LTE eNodeB provides access to the LTE core network. The OVC network consists of a Wi-Fi Access Point (AP), passengers' devices and a vehicular OnBoard Unit (OBU) for ITS data. In this scenario, LTE is the backhaul link used to access the Internet and the connectivity is shared to vehicular users using Wi-Fi as the last mile link. The LTE backhaul links are full duplex. Typically, an LTE eNodeB is deployed alongside the road and the vehicles are under the coverage of the different eNodeBs. More details about the system architecture can be found in [10] .
From the data flow perspective, GVs sample and gather the information from OVs (through Wi-Fi) then, in turn send periodically the relevant data to the infrastructure (via LTE). Data is exchanged between the GVs and LTE eNodeBs in both the downlink and uplink directions. On the downlink, LTE eNodeBs unicast the data to the GVs where both ITS and infotainment traffic are sent over the LTE link yet, they are routed differently inside the vehicle based on the intended destination. ITS data is sent to the vehicle's OBU via Ethernet for further processing and decision making. On the other hand, infotainment traffic is sent to the passengers' devices through Wi-Fi. On the uplink, GVs forward the traffic data (collected from OVs) to the LTE infrastructure at a pre-determined transmission rate.
In order to reduce the amount of traffic exchanged between vehicles and eNodeBs, a clustering strategy is employed. The GV is the cluster head which maintains the status of the cluster. Only the LTE-enabled cluster head is allowed to receive/transmit data from/to eNodeBs through LTE interfaces. Every OV transmits small data packets called Cooperative Awareness Messages (CAMs) to their corresponding cluster head/GV, providing state information such as speed or location. Such CAMs are transmitted every 100 ms [5] . It is considered that the vehicle clusters are already formed and that in each cluster, vehicles are moving together across all seven cells along the trajectory described in [10] . Thus, cluster members can be assumed not to vary throughout the journey. A single cluster of vehicles consists of 1 GV and 5 OVs.
Simulation Parameters
The network model is simulated using OPNET Modeler [8] network simulator. The various network configuration parameters are shown in Table 1 . eNodeB, GV LTE and downlink ITS parameters are all obtained from the model explained in [10] . CAMs are transmitted from OVs to GV where CAM size is 40 Bytes and transmission interval is 100 ms [5] . GV then aggregates CAMs' data (12000 Bytes) and sends it on the LTE uplink channel every 30 seconds. 33 simulation runs were performed with different random seeds in order to ensure statistical accuracy. It is important to note that all results presented in this paper are subjected to a 95% confidence analysis.
Performance Evaluation Metrics
This section describes the performance evaluation metrics of the proposed model. The network performance is evaluated in terms of data rate, Data Loss Ratio (DLR), delay and jitter parameters, defined as follows:
• Data Rate (in Bytes/sec) is defined as the sum of the data bytes received at the destination averaged over time.
• Data Loss Ratio (DLR) is defined as the ratio between dropped packets that do not reach the destination and the total number of packets sent from the source to the destination.
• Delay (in seconds) specifies the time elapsed between sending the request from the source and the reception of the response at the source. This metric serves as a measure of the average overall delay of the packets for a particular node.
• Jitter (in seconds) is defined as the packet delay variation. This metric is calculated as the standard deviation of packet delay for all packets sent over the network for a particular node.
Simulation Results
In this paper, the overall system performance, as specified by the communication requirements imposed by different types of vehicular networking applications, is investigated. For this purpose, the foremost emphasis is on evaluating the data loss, data rate, delay and jitter of vehicular V2V and V2I applications in a realistic urban simulation environment. For all presented scenarios, the aforementioned performance evaluation metrics (data rate, DLR, delay and jitter) were analyzed. A 95% confidence analysis was performed for all presented results.
No Burst Model
In a video streaming service environment, it is important to maintain the DLR threshold below 1% [15] [16] such that the QoS requirement of video streaming service users is satisfied. Additionally, the performance of video streaming depends greatly on delay and jitter. According to [17] , the maximum acceptable video packet delay is set to 150 ms and the maximum allowable jitter is 50 ms. For traffic control data, since most of the applications are time-critical, the end-to-end delay must be between 100 and 500 ms [18] . Table 2 shows the results obtained for vehicular video, downlink and uplink ITS traffic. It can be seen that the maximum video streaming traffic delay is 12.94 ms, while the maximum jitter is 5.84 ms. For downlink ITS traffic, a maximum delay of 22.27 ms and jitter of 6.7 ms is observed. As for uplink ITS traffic, the maximum delay is 23.82 ms and the maximum jitter is 9.69 ms. The obtained values are all below the above-mentioned benchmarks for ITS applications. It can be noted that the DLR for uplink traffic is 1.73%. Figure 2 shows two packet losses in the uplink data traffic; one of them happens when the GV is in LTE cell 1 while the other one is in LTE cell 2. Due to the criticality of the safety-related information communicated in the uplink direction, a zero DLR is desired. So, in the next section, a burst recovery technique will be proposed to mitigate data losses in uplink ITS traffic.
The Wi-Fi V2V traffic results are presented in Table 3 . Worst case values are considered where the DLR, delay and jitter values represent the upper bound of the resulting confidence interval. No data drops were reported for any of the OVs. In other words, all V2V data was successfully received by the GV via Wi-Fi. Additionally, the obtained delay values are far below the 100 ms constraint of the CAM V2V communication.
Burst Recovery Mechanism
Burst is a communication technique used to reduce or prevent data losses in wireless communication systems. This is accomplished by sending successive identical packets within a certain time frame and separated by a pre-defined period of time. In essence, if one of the original packets is lost, the other redundant packets will still carry the same information to the desired destination.
There are basically 3 parameters that characterize burst communication, namely T packet , T F2L and T burst [9] . T packet is the time between two successive packets within the same burst. T F2L is the time between the first and the last packet in the same burst. Finally, T burst is the time between the first packets of two successive bursts.
T packet depends on the Inter-Packet Transmission Time (IPT) of the uplink traffic and on number of packets used in one burst, as follows: 
where IPT is the Inter-Packet Transmission Time of the uplink traffic and N burst is the number of packets per burst. T F2L depends on the number of packets used in one burst and must satisfy the following constraint:
T burst must be less than or equal the IPT, which corresponds to the time needed for traffic and routing updates.
The minimum number of packets that can be used in one burst is two. A two-packet burst is studied to optimize the LTE channel utilization and minimize the network load. From Equation (1) and for a 30-sec uplink IPT, Tpacket must be smaller than or equal to 15 sec. In case of 2 packets per burst, T F2L = T packet from Equation (2) . Figure 3 shows a typical burst communication for ITS uplink traffic. It is clear that two packets were lost from the original uplink traffic, however their burst replicas arrived successfully which indicates that no actual uplink ITS data was lost. Table 4 shows the results obtained for vehicular video, downlink and uplink ITS traffic for the Burst model. To conclude, the delay, jitter and data drops for both uplink and downlink ITS traffic, and video traffic are within the acceptable limits using the burst technique with only two packets per burst. The obtained simulation results thus show that the proposed system simultaneously satisfies vehicular and infotainment application requirements.
Conclusions
It is anticipated that ITS will play a vital future role in improving traffic efficiency, safety, comfort and emissions. Such systems rely on advanced mobile and wireless communication systems to satisfy the different vehicular applications' requirements and to accommodate the increasing vehicles' fleet. In this paper, an integrated IEEE802.11g-based VANET and LTE heterogeneous vehicular network was proposed where infotainment traffic was sent in addition to ITS control traffic in an urban vehicular environment. The system performance was evaluated in terms of data loss ratio, data rate, delay and jitter.
Data losses in uplink ITS data traffic were initially observed so, a Burst technique was proposed to prevent packet losses. A quantitative analysis was performed to determine the number of packets per burst, the interpacket and inter-burst intervals. It was found that a substantial improvement was achieved using a two-packet Burst, where no packets were lost in the uplink direction. Additionally, for the given simulation scenario and network traffic load, it was shown that the proposed system meets both the video and ITS traffic application requirements. Thus, the feasibility of the proposed VANET-LTE heterogeneous system in urban vehicular environments was verified. Future work will focus on investigating more applications in the area of ITS.
