Abstract-In this paper, we develop a novel transform called semisubsampled wavelet transform (SSWT) and employ it to image watermarking. SSWT consists of two parts, one is nonsubsampled tight frame transform, the other is critically sampled wavelet transform (WT). Embedding watermark into the low-frequency sub-band of SSWT, the imperceptibility and robustness of watermark can be significantly improved comparing with some existing watermarking schemes. Experimental results show that proposed blind watermarking scheme is robust against JPEG compression, Gaussian noise, Wiener filtering and median filtering attacks. For rotation attack, we propose a novel watermarking resynchronization approach, the ideal watermark can be always successfully extracted after resynchronization operation to any angle rotated watermarked image. Experimental results show that the proposed resynchronization approach is considerably effective and feasible.
I. INTRODUCTION
As the rapid development of internet, multimedia security are becoming increasingly important issues [1] , [2] . The watermarking system has been viewed as a possible solution to control unauthorized duplication and redistribution of those multimedia data [2] - [5] . Robustness, imperceptibility, and security are the basic requirements for a robust watermarking system [6] . Seeking new watermark embedding strategy to achieve better performance is a very challenging problem [6] . In this paper, we develop a novel image transform which is called semisubsampled wavelet transform (SSWT) and employ it to image watermarking.
For all the existing watermarking methods, the watermark can be embedded either in the spatial domain or in the transform domain, while the latter watermark embedding strategy has been demonstrated to be more robust against most of attacks [3] . We take that latter watermarking embedding strategy in our image watermark embedding scheme, particularly a binary informative watermark is embedded into the lowfrequency sub-band of SSWT, higher imperceptible watermark than those traditional methods based on transform domain can be guaranteed.
For traditional critically subsampled wavelet, there are lots of watermarking schemes available. For instance, N. Bi et al. [4] proposed a watermarking scheme based on multiband wavelets transform and empirical mode decomposition (MWT-EMD) which is high robust to common signal processing attack. Lahouari et al. [7] suggested a watermarking algorithm based on the balanced multiwavelet transform and the well-established perceptual model, which is adaptive and highly robust. Ng et al. [8] put forward a maximum-likelihood detection scheme that is based on modeling the distribution of the image DWT coefficients using a Laplacian probability distribution function.
In this paper, we use the semisubsampled wavelet domain, instead of critically subsampled wavelet domain, to embed the watermark for the reason that the nonsubsampled pyramid transform via the à trous algorithm achieves shift invariance. Because the shift invariance can efficiently remove the Gibbs phenomenon, the better imperceptibility can be guaranteed, on the other hand, the higher robustness can be obtained as embedding watermark into critically sampled WT domain, due to watermark can much sufficiently spread in the reconstructed image. Besides, if watermark is just directly embedded into DWT domain, as the embedding strength increasing, the watermarked image will appear mosaic effect. However, in our method, the watermarked image can avoid this effect to a certain extent, this thanks to the nonsubsampled frame transform. Thus, watermarking imperceptibility can be further improved.
Digital watermarking robust to geometric attacks is a difficult problem that constrains the practical value of watermarking technique. Geometric attacks examples include rotation, scaling, translation etc. [9] [10] [11] . These attacks can destroy the watermark signal synchronization, so that they prevent the normal extraction of the watermark signal.
Several approaches that counterattack the general geometric attacks have been developed in recent years. These schemes [12] [13] [14] can be roughly divided into invariant transform, template insertion.
The most obvious way to achieve resilience against general geometric attacks is to use an invariant transform. In [15] [16] [17] , the watermark is embedded in an affineinvariant domain by using Fourier-Mellin transformation, generalized Radon transformation, and Zernike moment, respectively. Despite that they are robust against certain global affine transformations, those techniques involving invariant domain suffer from implementation issues. Another solution to cope with general geometric attacks is to identify the transformation by retrieving artificially embedded references. In [18] [19] , the template is embedded in the Discrete Fourier Transform (DFT) domain as local peaks in predefined positions. The embedded local peaks are searched during the watermark detection process in order to yield information about the affine transformations that the image has undergone. However, this kind of approach can be tampered by the malicious attack since anyone can access the peaks in the DFT and easily eliminate them. Due to wavelet transform is not rotation invariant, so there is still not a efficient method to deal with geometric attack problem in wavelet domain.
In this paper, we neither embed the watermark into invariant transform domain nor embed a template into DWT transform domain, we just propose a novel watermarking resynchronization approach to resynchronize watermark in SSWT domain that undergoes any angles rotation attacks . Employ our method, the watermark is always robust to any angles rotation attack.
The rest of this paper is organized as follows. In section 2, we propose a new image transformation called semisubsampled wavelet transform. In section 3, we propose a public watermark method based on SSWT. In section 4, a novel efficiently resisting rotation attacks watermarking resynchronization algorithm is proposed. Section 5 with a large number of experiments to verify efficiency of the proposed method and algorithm. Finally, we give the conclusion of this paper in Section 6.
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II. SEMISUBSAMPLED WAVELET TRANSFORM
In order to remove the Gibbs phenomenon of wavelet transform, M. J. Shensa [20] proposed the nonsubsampled wavelet transform (NSWT). Due to NSWT is shift invariant, it can efficiently remove Gibbs phenomenon, this is useful for image watermarking technique to improve the watermarking imperceptibility. A. L. Cunha et al [21] proposed a NSP transform to develop a nonsubsampled contourlet transform (NSCT) based on the idea of NSWT, however, all sub-bands of NSP have the same size, watermark can not achieve sufficient spread in the reconstructed image, this is unfavorable for watermarking robustness, so we develop a novel SSWT. In our scheme, we firstly implement NSP transform, then implement critically sampled WT on the low-frequency sub-band of NSP. The watermark is embedded into the low-frequency sub-band of SSWT, the higher robustness and better imperceptibility can be obtained simultaneously. [21] NSP is a shift invariant filter structure, which is subband decomposition method similar to Laplace pyramid decomposition, it can be realized through the two channels nonsubsampled two-dimensional filter banks. Fig.1 
A. NSP Transform
. All the levels of later sequence filters are obtained through upsampling the first level filter, so one can get a multiscale decomposition need not other filter design. Fig.2 . displays the nonsubsampled pyramid filter banks where 0 ( ) H z and 1 ( ) H z are low-pass and high-pass decomposition filter respectively. From the analysis in [21] , Finite Impulse Response (FIR) filter is easier to implement in multiple dimensions. For a general FIR two-channel NSFB, perfect reconstruction is achieved provided the filters satisfy the Bezout identity as follows:
B. Nonsubsampled Pyramid Filter Banks (NSPFB)
The NSPFB can be interpreted in terms of analysis/synthesis operators of frame systems. A family of vectors { } i i N f ∈ constitute a frame for a Hilbert space if there exist two constants
In the event A B = , the frame is said to be tight. The frame bounds are the tightest positive constants satisfying (2) . Consider the NSPFB of Fig. 2 . The family
is a frame for 
Thus, the frame bounds of an NSPFB can be computed by 2 2 [ , ] [ , ] . inf ( ), . sup ( ) (4), we see that the frame is tight whenever is almost everywhere constant.
C. SSWT Filter Banks Structure
NSP transform can implement image multiscaledecomposition with shift invariance, shift invariance in image analysis is a very important property. However, due to upsampling, each sub-band has the same size with the original image, this is not conducive to the image watermarking. In order to improve the transparency and robustness of the watermark, we need a transformation with gradually reduced sub-band size so that the embedded watermark signal in the smaller low-frequency sub-band can obtain sufficient spread in the host image after the inverse transformation, which is conducive to enhance watermarking imperceptibility and robustness simultaneously. By the above analysis, we develop a new filtering scheme, that is, implement NSP transform to an image at first, and then implement critically sampled WT on the low-frequency sub-band of NSP, that is so called semisubsampled wavelet transform. After NSP transform, an image has the same size for all the sub-bands, one has a flexible choice of NSP transform and wavelet transform levels respectively based on the specific application. Because the wavelet filter banks holds the following Bezout identity:
So wavelet transform can be completely reconstructed; Besides, NSP transform can completely reconstruct as well, so the proposed semisubsampled wavelet filter banks can achieve perfect reconstruction. Fig. 3 gives the details of SSWT filter banks design. 
For the above scaling filter 00 ( , )
H ξ η and frame filter 11 ( , )
H ξ η , we may use à trous [20] I into four subimages. In Fig.4 , we use SSWT decompose the image "Lena" with one level à trous decomposition and three levels Mallat's discrete wavelet decomposition. Where the 1-D scaling filter and frame filter for à trous decomposition are chosen as the "maxflat" filters in [21] , and the 1-D scaling filter and frame filter for Mallat's discrete wavelet decomposition are chosen as "Haar" filters. In fact, the number of decomposition level for NSP and DWT in SSWT can be chosen flexibly. Besides, note that, although in the whole process of decomposition, so called nonsubsampled transform does not subsample image, but upsample the filters is always needed to obtain the multiresolution decomposition.
For image reconstruction, we use 2-D scaling filter and wavelet filter by Mallat's reconstruction method to reconstruct the subimage of NSP decomposition, then use 2-D scaling filter and dual frame filter to reconstruct original image. 
III. IMAGE WATERMARKING ALGORITHM BASED ON SSWT
In this section, we present a novel watermarking algorithm:
Step 1: Implement NSP transformation on the host image to obtain a low-frequency sub-band and a series of high-frequency sub-bands; Step 2: Implement WT on the low-frequency subband to obtain a smaller low-frequency subband and a series of high-frequency subbands;
Step 3: Design a binary image watermark which has the same size with the low-frequency subband of step 2, embed it into low-frequency sub-band according to watermarking embedding rules.
Step 4: Implement inverse transform of the WT.
Step 5: Implement the inverse transform of NSP Transform, the watermarked image can be obtained.
A. Watermarking Embedding Algorithm
The low-frequency sub-band 
0 ( , ) 0.
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A is watermarked image, 1 2 , T T are thresholds of watermark embedding, S is the embedding strength factor, take S value as big as possible under the condition of watermarking imperceptibility to improve robustness of the watermark, 1 2 , T T take 3 /4 S and / 4 S respectively. rem is an operator similar to mod ，The only difference is that mod operation rounds down (floor) but rem rounds to zero (fix): ( , ) [ / ] rem x y x x y y = − (9) ( , ) / mod x y x x y y = − ⎢ ⎥ ⎣ ⎦
B. Watermarking Extracting Algorithm Implement Step 1 and Step 2 aforementioned on the watermarked image to obtain the low-frequency sub-band of wavelet transform and denote it as Y , by the following formula to extract the embedded watermark information:
if rem Y i j S T T Y i j if rem Y i j S T T ≥ +
Where Y ′ is the extracted watermark. 
From Eq.13, we can see that whether the size of original image is odd or even, the size of rotated image will be odd. It will lead to different results for watermarking extracting after rotation attacks due to different parity of image size. We will discuss that in section 4.2.
B. Watermarking Resynchronization Algorithm to Rotation Attacks a) Rotation Attacks Model
Given a (2 1) (2 1 
2(
).
Since even d is an even number, there are n n ′ − additive pixels around the image respectively. One can crop out the informative part from the center of r I that has not any pixel deviation, the details is shown in Fig.5(a) .
If a given image I is 2 2 , n n n N × ∈ , the situation will be completely different, this because with an any angle θ rotation, the size of resulting image will be odd, and then rotate the resulting image, we still get an odd size image r I , i.e., a ( 2 1 
b) Watermarking Resynchronization Algorithm
From the model in section 4.2.1, we can see that watermark embedded into the odd size image can resynchronized only by rotating the attacked image back to original situation, then crop it out from the resulting image; for even size image, only rotate it back, there will be 0.5 pixel deviation incurred. If this deviation can not removed, the watermark could not always be extracted successfully. In this paper, we propose an efficient method to remove the deviation. Based on the aforementioned model, because the corrected image size is odd, if we crop out the informative part with the same size as original image and then implement rotation and counter rotation process once again with any angle, the deviation can be removed. This because repeat two times rotation and counter rotation, two 0.5 pixel deviation can be incurred, the sum is 1, sub-pixel deviation has already been removed. If we crop out the informative part from the resulting image, the watermark can be resynchronized. According to the above analysis, we give the watermarking resynchronization algorithm as follows:
Let A be an watermarked image with size N N × , A′ is the rotated version of A with an angle θ , the size of A′ is N N ′ ′ × .
Step 1: If θ is known, go to step 3.
Step 2: If θ is unknown, estimate it, estimated value is denoted as θ ′ . The estimate formula is as the following:
The estimation error θ θ ′ − is denoted as ε , in our experiments, we take ε as 1 ± . Because there is an error, if one want to get the accurate value, a local searching algorithm is needed, the searching range is
⎦ , in our simulation, the step length is set to 0.01 .
Step 3 
Then crop out the informative part denoted as A′′′ from A′′ . If the size of original image is odd, go to step 5.
Step 
Step 5 ： Extract the watermark from B′ by the watermarking extracting algorithm in section 3.2.
V. EXPERIMENTAL RESULTS
In all the experiments, NSP transform is 2 levels, wavelet transform is 5 levels, the Haar wavelet basis is used in wavelet transform.
A number of experiments are conducted for 512 512 × Lena, Barbara, Baboon and Peppers images employing the aforementioned methods. A binary image is used as watermark, Fig.6 shows watermarked images. In order to demonstrate the effectiveness of the proposed methods, we compare our method with the traditional wavelet based watermarking algorithm. We use bit error rate (BER) and peak signal to noise ratio (PSNR) to assess watermarking robustness and imperceptibility respectively. The formula to compute PSNR is as the following: 
B. Robustness to Common Signal Processing Attacks
We present results for the study of the robustness of the proposed watermarking system against typical attacks namely Additive White Gaussian Noise( AWGN), median filtering, Wiener filtering, and JPEG compression.
To compare our watermarking algorithm with the watermarking scheme based on SSWT and the wellestablished perceptual model in [7] and the MWT-EMD watermarking method in [4] , we perform the simulation to embed same watermark with 256 bits and PSNR (38 dB) for the watermarked image (instead of 52.4672 dB in our demonstration simulation) as in [7] into the "Lena" image. For every image and every kind of attacks, we conduct 10000 times experiments then calculate the mean as our the final results.
For AWGN, the results shown in Fig.7 clearly indicate that the proposed scheme is able to withstand AWGN attacks. Using the same watermark, results for the robustness of the proposed scheme against median filtering are shown in Fig.8 . The median filtering is applied using a window of size 3 3,5 5 × × and 7 7 × , respectively. Fig.9 illustrates results for the mean performance of the decoder in the presence of Wiener filtering. Finally, we present results for the performance of the proposed watermarking system in the presence of JPEG compression. The robustness of the proposed system against JPEG compression is clearly demonstrated in Fig. 10 .
C. Robustness to Rotation Attacks
Rotate watermarked image with randomly selected angle, we only use the size of the original image and rotated image to estimate the rotation angle by Eq.16, then use a local searching algorithm to implement the resynchronization to rotation attacks in section 4. In the course of searching to extract watermark, get 201 watermarks, then select optimal one as the result. The resynchronization process is shown in Fig. 11 . The BERs of extracted watermarks and the BERs given by [4] are listed in table 2. BERs to extract watermarks using our watermarking scheme and the method in [7] in the presence of Gaussian noise attacks with additive noise variance from 1 to 5.
Figure 8.
BERs to extract watermarks using our watermarking scheme and the methods in [4] and [7] in the presence of the median filtering attack with filter length 3, 5, and 7. BERs to extract watermarks using our watermarking scheme and the method in [7] in the presence of the Wiener filtering attack with filter length 3, 5, and 7. Figure 10 . BERs to extract watermarks using our watermarking scheme and the method in [4] in the presence of the JPEG compression with JPEG quality factor from 10 to 50. In this paper, we develop a novel transform called SSWT by combining NSP tight frame transform with critically sampled WT. We employ it to image watermarking technique and proposed a novel watermarking algorithm to achieve higher robustness and better imperceptibility. The experimental results showed that our watermarking scheme is considerably effective comparing with some existing state-of-the-art watermarking algorithms in transform domain. For the robustness of watermarking to rotation attack, we give the rotation attack desynchronize watermarking model and propose a novel watermarking resynchronization algorithm to rotation attack, experimental results show that the proposed resynchronization algorithm is considerably effective and feasible.
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