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Abstract: Security is the main concern for everyone. Everyone wants to live securely in his/her house. 
Everybody wants themselves to keep safe or secure from various incidents like theft in their house or 
accidents caused due to LPG gas leakage or accidents due to fire in their house. Now days many times we 
hear news about house robbery or theft in some houses, bungalows, flats. These robberies or thefts take 
place when nobody is in house or in some cases we find that robbery take place even if people are in their 
houses. This thesis discusses about an ongoing project that serves the needs of people with physical 
disabilities at home. It uses the Bluetooth technology to establish communication between user's 
Smartphone and controller board. The prototype support manual controlling and microcontroller 
controlling to lock and unlock home door. By connecting the circuit with a relay board and connection to 
the Arduino controller board it can be controlled by a Bluetooth available to provide remote access from 
tablet or smart phone. This thesis addresses the development and the functionality of the Android-based 
application (Android app) to assist disabled people gain control of their living area. 
I. INTRODUCTION 
In Malaysia the number of disabled people keeps 
increasing year by year probably because of two 
common factors. Some are born this way while 
others have unfortunate accidents. According to the 
statistics from the Department of Social Welfare, the 
total number of disabled people in Malaysia in 
December 2012 is 305640. Among them, 27,363 are 
visual, 39,303 hearing, 180 speech 106,252 physical, 
117,699 learning, 2,130 mental and 12,713 multiple 
disabled people [I]. According to [2], disabled 
people have a limited ability to control electrical and 
electronics devices (On and OFF) at their home 
because normally the switches are placed at a height 
of 15m while the comfortable height for a 
wheelchair user is up to 13m only. It is also 
mentioned that the number of disabled friendly 
facilities in Malaysia are still minimum. Therefore, 
providing a very practical facility that can ease 
accessing home appliances is really required which 
can greatly improve the lives of the disabled. 
People with disabilities (PWDs) in Malaysia can be 
considered as one of the most vulnerable of the 
minority group in the Malaysian population [1]. 
WHO and World Bank (2011) estimated that there 
are 15% of the world population have some form of 
disabilities. According to the statistics from the 
Department of Social Welfare, the registered 
number of disabled people is 197,519 [2]. Total 
359,203 disabled people were registered with the 
Department of Social Welfare in December 2012. 
Rashid mentioned that total number of disabled 
people in Malaysia is 305640. Among them, 27,363 
are visual, 39,303 hearing, 180 speech, 106,252 
physical, 117,699 learning, 2,130 mental and 12,713 
multiple disabled people [3]. However, these data 
are incomplete as registration of persons with 
disabilities in Malaysia is not compulsory, and is 
done only on a voluntary basis. In addition, the data 
are not up to date, as the names of those who have 
died are not deleted from the main record [4]. See 
and Hashim argue that the lack of a comprehensive 
database on the specific problems faced by people 
with disabilities in Malaysia poses a great challenge 
[5], [6]. The number of people with disabilities is 
expected to increase due to population ageing, rapid 
increase of chronic diseases and improvements in 
methodologies used to measure disability. 
There are various forms of open discussion on the 
equal rights and the quality lifestyle of the people 
with disabilities in Malaysia. Their opinions are 
often excluded from the decisions that affect their 
welfare and livelihood. Most important thing is that 
a large numbers of disabled people are socially 
excluded in Malysia and they are now out of the 
main development stream [7]. There is no complete 
statistics on this number, but this process is very 
influential. Disablity in one hand and social 
exclusion in another, intesifies the lives of disabled 
people so challenging. Persons with disabilities are 
usually the nation‟s largest minority and they tend 
to be marginalized in all aspects of life. They 
usually experience substantially poorer quality of 
life and are more likely to be unemployed due to 
institutional discrimination [4]. Amar-Singh 
mentions a number of challenges of the disabled 
people, which include continued charity model with 
lack of respect, lack of uniform professional and 
quality services by the Health, Welfare & Education 
Departments, growth of poorly trained professional 
manpower, lack of integration between various 
sectors, unhealthy rise in financially motivated 
services, and vulnerable segments of the population 
[8]. 
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Recently, lot of researches have been devoted to a 
technology-based home security and automation. 
Smart Key Door with Wireless Security System 
using RF Signal [3] and Door Locking System using 
RFID Technology [4] using different mechanism to 
lock and unlock the door namely RF identification 
card (RFID). Both using PIC 16F87XA as a micro 
controller. Besides that, the Main Door Security 
System using SMS [5] propose the uses of Short 
Message Service Text Messaging (SMS) as a 
mechanism to control the system via mobile phone 
to lock and unlock the door. Rabbit Microprocessor 
is use as a micro controller to perform this 
operation. Face Recognition Based on Auto-
Switching  
Magnetic Door Lock System using Microcontroller 
[6] use face recognition as a mechanism to lock and 
unlock the door. With the rapid development in the 
fields of communication/networks and other related 
wireless technologies such as RFID (Radio 
Frequency Identification), UWB (Ultra Wide Band), 
Zigbee, NFC (Near Field Communication) and 
Bluetooth enable us to develop various kinds of 
wireless systems via handsets or smart phones. 
Research by [7] use handset and actuator for remote 
operation of various electrical devices at home. 
By pressing a single button on the handset, the 
signal is sent through the Zigbee technology to the 
actuator and subsequently switches ON/OFF the 
intended device. Research [8] on the other hand, 
demonstrated a handwriting recognition technology 
as a security tool to manage a security of the door. 
Once the disabled user enter the handwriting on the 
Smartphone, the door will immediately opened after 
going through the process of identification by the 
system. Researcher [9] develops a home automation 
through Bluetooth on Android mobile device. This 
system allows the user to lock and unlock a door in a 
short range. 
Since Bluetooth has become so prevalent in mobile 
devices, it was seen as a simple, low cost and secure 
solution for wirelessly connecting a mobile device to 
a home automation system. Therefore, this paper 
developed a security system by exploiting Bluetooth 
as a wireless connection protocol on Android 
Mobile Device to control only one electrical 
appliance which is magnetic door lock. This project, 
however, focuses on those who are paralyzed from 
the legs up to waist level, in particularly those who 
use wheelchairs. The disabled user can easily use the 
Graphic User Interface (GUI) application that has 
been created in the Android Smartphone to lock or 
unlock the magnetic door through Bluetooth 
Protocol. A pop-up block will automatically appear 
on the screen to show the status of the door. At the 
same time, a small bulb that is attached to the door 
will switch "ON" once the door is opened. 
II. RELATED WORKS 
Security is the main concern for everyone. Everyone 
wants to live securely in his/her house. Everybody 
wants themselves to keep safe or secure from 
various incidents like theft in their house or 
accidents caused due to LPG gas leakage or 
accidents due to fire in their house. Now days many 
times we hear news about house robbery or theft in 
some houses, bungalows, flats. These robberies or 
thefts take place when nobody is in house or in some 
cases we find that robbery take place even if people 
are in their houses. Another bad news we hear is 
about accidents are caused or blast happens because 
of LPG gas cylinder leakage. In house we find that 
LPG gas is commonly and widely used for cooking 
purpose. So in every kitchen we find that LPG gas 
cylinder is placed. 
However due to some reasons, LPG gas might leak 
from these cylinders. And because of this LPG gas 
leakage, fire might be ignited or it can even cause 
the LPG gas cylinder blast. Which can damage the 
house or in even worst situations, it can cause life 
threat to the person living inside the house. Another 
problem / fear are about fire in our house. There can 
be various reason of this fire being ignited or house 
getting caught in fire. Reason of fire can be 
electrical short circuit or due to some other things 
like candles or oil lamps kept inside our house or 
because of fireworks in festival season. Early 
detection of all these problems is really necessary. 
Sometimes fire lighted is small but if proper 
attention is not paid to it or if proper actions are not 
taken to control this fire, then it can convert into big 
tragedy as this fire can spread in complete house. 
Same with LPG gas leakage, if it is detected on time 
and if it is controlled on time then it can avoid a big 
accident. Also in case of robbery it would be 
beneficial if we can blow some alarm. Let’s take an 
example that we are out of our home and theft is 
going on in our house. In such case if we are 
intimated about theft then we can inform our 
neighbors, then they can create some noise or take 
some appropriate action so that this theft can be 
avoided. Let’s take another problem; sometimes key 
of our home is lost. If we do not replace our lock 
and if these keys are found by thieves then it can 
cause robbery. We all know that duplicate key can 
be created within few minutes and also key 
duplication is easy.  These are the disadvantages of 
traditional locking system which uses a key and a 
lock. To overcome all the above stated 
disadvantages of existing system we have designed a 
GSM based home security system. It can avoid these 
undesirable situations, hazardous conditions like 
LPG gas leakage, fire ignition and theft. 
III. SYSTEM DEVELOPMENT 
The architecture of the proposed home door locks 
application via Bluetooth technology is depicted in 
Fig, 1. 
      Putluru Sravani * et al. 
 (IJITR) INTERNATIONAL JOURNAL OF INNOVATIVE TECHNOLOGY AND RESEARCH 
Volume No.5, Issue No.6, October - November 2017, 7644-7648.  
 
2320 –5547 @ 2013-2017 http://www.ijitr.com All rights Reserved. Page | 7646 
 
Fig: 1. System architecture 
An Android Apps called Lock lt Door is designed to 
allow user choose their selection whether lock or 
unlock the door. The Locklt Door Apps is developed 
using Eclipse software and programmed using Java 
language. Fig. 3.8 shows its graphical user interface 
(GUI) and algorithm. 
 
Fig: 2. Android apps (a) GUI and (b) algorithm 
Once wireless communication between Smartphone 
B1uetooth and B1uetooth module is established 
through a pairing process, user's key selections are 
sent as radio frequency (RF) signal to the main 
controller board installed at home. Then Arduino 
Uno controller is used to interpret key selections and 
determines whether to release or not the 
electromagnetic (EM) lock home door. The Arduino 
is programmed with C language. It sensed the RF 
signal at the input port of the controller. The relay 
circuit that is connected to Arduino released the EM 
lock to open the door if the relay circuit is triggered 
at 12V. 
IV. RESULTS AND DISCUSSION 
Fig. 3 shows the hardware set-up for the entire 
project which compose with three main parts; Locklt 
Door Apps on the Smartphone, main controller 
board and EM lock. 
 
Fig: 3. Hardware set-up 
Fig. 4 shows the experimental setup using smart 
phone as transmitter, Bluetooth module as receiver 
and LED as output. Basically, signal strength is 
depends on B1uetooth RF transmitted power, 
receiver sensitivity, and the absorption rate of the 
medium. When the medium absorbs transmitted 
energy higher than the signal at the receiver, it 
seems like the receiver sensitivity is low, then, the 
connection is lost. 
 
Fig: 4.Experimental set-up 
The Bluetooth Module of Blue Bee type can receive 
the RF signal from 20 to 30 meter in non-obstacle 
environment. Due to these, two experiments are 
conducted to compare with the theoretical part. 
Measurement set-up for different location 
There are three (3) different types of measurements 
have been done; (i) indoor and, (ii) outdoor with 
non-obstacle area and (iii) indoor with obstacle area. 
As shown in Table I, it is found that, for indoor 
(obstacle and non-obstacle area), the maximum 
distance that the receiver can detect the RF signal 
from the Smartphone is around 15 meters in house 
while for outdoor area, the maximum distance is 20 
meters. In this case, it can be said that for non-
obstacle area, the system can communicate between 
input and output at a distance of at least 20 m. 
However, the effectiveness of the system is reduced 
up to 20% for an obstacle area. 
 
TAB LE I. SIGNAL STRENGTH FOR 
DIFFERENT LOCA nONs. 
5.1. Bluetooth power strength measurement 
B1uetooh power strength measurement has been 
done in Electromagnetic Compatibality Center (EM 
C), UTHM. Based on the data, three (3) different 
types of analysis can be analyzed in terms of (i) 
frequency range, (ii) power strength for two 
different distances and (iii) Frequency Hoping 
Spread Spectrum (FHSS). 
 Frequency range 
Theoretically, Bluetooth is a wireless technology 
standard for exchanging data over short distances 
(using short-wavelength UHF radio waves in the 
ISM band from 2.4 to 2.485 GHz) from fixed and 
mobile devices, and building personal area networks 
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(PAN s) [lO].Thus, from the measurement set-up as 
shown in Fig. 6.3 and 6.4 it is proved that the 
frequency range is still in the range of Bluetooth 
frequency even in a different distance and condition.  
 
Fig: 5.Bluetooth power strength for 2m. 
 
Fig: 6.Bluetooth power strength for 3m. 
Power strength 
The reading of the graph in Fig. 6.3 and 6.4 are 
converted from dB(IlV/m) to the dBm to calculate 




Pr is power strength in dB 
E is level in dB(IlV/m) 
d is distance between B1uetooth module and 
antenna. 
Basically, the received power from B1uetooth 
module (Blue Bee) is 2-4dBm which is Class 2 radio 
[10]. Thus, the measurement has proved the data 
which is mentioned in [10] whereby the power 
strength is greater than 4dBm for both distances as 
illustrated in Fig 6.3 and 6.4. 
FHSS 
Frequency hopping is the one of the most secure 
modulation techniques available. Its primary 
responsibility is to receive the data signal input to be 
transmitted and modulate it with a carrier signal 
such that the modulated signal hops from one 
frequency to another at the different time slots and is 
spread over a wide band of frequencies. Spread 
spectrums spread a signal's power over a wider band 
of frequencies, for example there is a band width 
trade-off in order to gain signal-to-noise 
performance, This contradicts the normal approach 
to conserve frequency bandwidth, but the spreading 
process makes the data signal much less susceptible 
to electrical noise and other interference than 
conventional radio modulation technique, Other 
transmission and electrical noise, typically narrow in 
bandwidth, will only interference with a small 
portion of the spread spectrum signal, resulting in a 
much less interference and less errors when the 
receiver demodulates the signal, From these theory, 
we can know that why the graph at fig, 6.3 and 6.4 
have too many peak in the range from 2AGHz to 
2A8 GHz when the B1uetooth start communicate 
between the Smartphone and the Bluetooth module, 
EM lock for door consists of a magnet bar, a steel 
plate and mounting accessories. 
 When current flow, they will be bonded together 
strongly until the current is cut off. The relationship 
between the magnetic field contribution and its 
source current element is called the Biot-Savart law 
as written in Eq. 2.  
 
where 
dB is perpendicular both to ds (which is the 
direction of the current) and to the unit vector r 
directed from the element to the point. 
 Puo is the magnetic constant 
I is steady current 
dl is a vector whose magnitude is the length of the 
differential element of the wire 
r is the distance from the element to the point P 
When electrical current flow through a conductor, a 
very weak magnetic field is generated due to the 
positively and negatively charge atoms. Fig. 6.5 
shows the direction of the magnetic field 
contribution follows the right hand rule illustrated 
for a straight line wire. 
 
Fig: 7. Direction of magnetic field contribution 
From Eq. 2, we can see that, the current flow can 
produce the electromagnetic. According to Biot-
Savart's Law when the signal "Lock" from the 
Smartphone is transmitted to the B1uetooth module, 
the current will flow to trigger the relay circuit and 
the relay is normally close condition. In this 
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condition, Magnetic Door Lock will bind together. 
When the signal "Unlock" is transmitted from the 
Smartphone, it will trigger back the relay and the 
relay was in a nonnally open condition, so the 
Magnetic Door Lock will release because no more 
the current flow. 
V. CONCLUSION AND FUTURE WORKS 
The goal of this study is to propose a system that can 
help disabled people to open a magnetic door 
wirelessly using Android smart phone. The range 
and security aspects were considered through the use 
of Bluetooth technology that is embedded in the 
mobile device. The system was able to actuate a pin 
to Lock or Unlock the door from a short distance 
away by just pressing a button on a smart phone. 
The status of the door also has been created to make 
the system more complete. In future, the LockIt 
Door Apps should offer assistance in controlling 
more doors, windows and basic home electronic 
appliances. Battery backup system should also be 
considered to ensure the completeness of the system. 
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