"Design of Dedicated/Shared Backup Paths", and "Models and Algorithms of Survivable Networks Design and Modeling".
After the event, presented papers were carefully examined again by the Co-chairs, and authors of 14 best papers were invited to submit the extended version of their papers to this Special Issue. These extended papers were also extensively reviewed. Acceptance of final papers included in this Special Issue was conditional upon carefully addressing the reviewers' remarks. Each of the papers is briefly introduced below.
In In Evaluation and Estimation of the Availability of p-Cycle Protected Connections, János Szigeti and Tibor Cinkler provide two interesting methods to be used to evaluate or to estimate the availability of connections protected by the p-cycle protection scheme. In particular, they show that the estimated availability is always less than the exact one, and define an upper bound onto the inaccuracy of the estimated unavailability.
The next paper entitled Effective Algorithms for Finding Optimum Pairs of Link-Disjoint Paths in α + 1 Path Protection by Ming-Lee Gan and Soung-Yue Liew presents a new protection scheme, called "α + 1 Path Protection", where α is the ratio of the protection bandwidth to the full bandwidth (of primary path). In their approach only critical real-time information of the primary path is protected.
In Risk Based Resilient Network Design, Korn Vajanapoom, David Tipper, and Sira Akavipat propose a riskbased approach to the design of resilient networks. In their paper, the term "risk" is used to measure two related quantities: the likelihood of failure or attack, and the amount of damage caused by the failure or attack.
The Aubin Jarry in Fast Reroute Paths Algorithms investigates the problem of minimizing the time of service restoration. In particular, he focuses on the algorithmic aspects of computing original paths along with their backups so that they satisfy the delay constraints for single link or multiple link failure.
In Reliable Anycast and Unicast Routing: Protection against Attacks, Jacek Rak and Krzysztof Walkowiak propose a new approach to provide protection of anycast flows against attacks. They achieve this goal by using a new metric to find the working paths, as well as by locating the replica servers at low-degree nodes.
The issue of network re-optimization for dynamic traffic is addressed by Fernando Solano and Michał Pióro in their paper entitled WDM Network Re-optimization Avoiding Costly Traffic Disruptions. In particular, the authors present two procedures that collaboratively determine the best network performance without incurring on penalization fees.
The last paper by Gayan de Silva et al. entitled On Formal Reachability Analysis in Networks with Dynamic Behavior also refers to the case of dynamic routing. The authors introduce the formal verification process, namely, formal modeling and the reachability analysis process.
The papers included in this Special Issue were selected in hope that they show the big picture of the best ideas on network reliability presented during RNDM 2010. The editors of this Special Issue would like to express their gratitude to the Editor of TSJ for his consent to publish RNDM 2010 materials in the Journal, as well as to reviewers for delivering the detailed reviews.
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