As the most well-known application of the Internet of Things (IoT), remote monitoring is now pervasive. In these monitoring applications, information usually has a higher value when it is fresher. A new metric, termed the age of information (AoI), has recently been proposed to quantify the information freshness in various IoT applications. This paper concentrates on the design and analysis of age-oriented random access for massive IoT networks. Specifically, we devise a new stationary threshold-based age-dependent random access (ADRA) protocol, in which each IoT device accesses the channel with a certain probability only its instantaneous AoI exceeds a predetermined threshold. We manage to evaluate the average AoI of the proposed ADRA protocol mathematically by decoupling the tangled AoI evolution of multiple IoT devices and modelling the decoupled AoI evolution of each device as a Discrete-Time Markov Chain. Simulation results validate our theoretical analysis and affirm the superior age performance of the proposed ADRA protocol over the conventional age-independent scheme.
I. INTRODUCTION
Internet of Things (IoT) represents one of the most significant paradigm shifts recently, which can revolutionize the information technology and several aspects of everyday life such as living, e-health and driving; it envisions to transform every physical object into an intelligent individual that is capable of sensing, communicating and computing [1] . Ericsson predicts that by 2021, there will be around 28 billion IoT devices and a large share of them will be empowered by wireless communication technologies [2] . Analysts predicted that by 2025, the economic impact of the IoT could reach US$11 trillion, or 11% of global economic value, and by 2030 the IoT could influence nearly the entire economy [3] .
A typical IoT network is made up of three main ingredients: 1) IoT devices, 2) communication network, and 3) information fusion nodes. The IoT devices are often deployed to observe a physical characteristic of the environment, e.g., temperature, pollution levels, or speed and location of a vehicle. The sensed data are transmitted through the communication network to the information fusion nodes where they are processed to extract meaningful information, e.g., control decisions or remote source reconstruction for predicting its information status evolution. Clearly, the accuracy of such output decisions, which affects the performance of various IoT-enabled applications, is heavily determined by the freshness of the data measurements of IoT devices at the information fusion nodes [4] .
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Conventional performance metrics (e.g., throughput and delay) cannot adequately capture the information freshness. Specifically, due to random network delay, maximizing throughput or minimizing delay does not necessarily guarantee the freshest information to be observed at the receivers [5] . In this context, the AoI concept was first introduced in [6] as a new metric to measure the information freshness at the receiver side. AoI is a function of both how often packets are transmitted and how much delay packets experience in the system. The metric of AoI is of great importance in the IoT applications where timeliness of information is crucial, and thus has attracted enormous attention recently, see e.g., [7] - [15] and references therein.
With this new metric of AoI, a fundamental design problem for large-scale wireless IoT networks is "how to schedule the status updates of massive IoT devices to achieve a low network-wide AoI". Though the analysis and optimization of AoI for various network setups have been a hot topic recently, there has only been limited work that attempted to answer the fundamental question [16] - [21] . Specifically, [16] - [18] investigated age-independent stationary randomized policies, in which each transmitter sends its packet with some fixed probability that can be optimized ahead of time. These stationary randomized policies are easy to implement in a distributed manner; however, they have the shortcoming of not leveraging the instantaneous AoI information at the transmitter side. The work in [19] designed a round-robin scheme for AoI minimization; however, such a scheme is sensitive to the change of number of nodes in the network and thus may not be suitable for IoT applications with nodes joining and leaving the system in a dynamic way. The follow-up work [20] additionally assumed that nodes are provided with carrier sensing capabilities and proposes distributed schemes that have good performance in simulations; nevertheless, [20] does not address how the parameters of the proposed algorithms should be designed. Very recently, [21] designed distributed scheduling policies that can utilize the latest AoI at the transmitter and receiver sides to make age-based decisions at the transmitters. However, such policies require the IoT devices to frequently estimate the number of backlogged nodes in the network, which could be a challenging task for low-end IoT devices.
Inspired by the aforementioned work, in this paper we aim to design and optimize an age-dependent stationary ran- domized policy for large-scale IoT networks which can be easily implemented in a decentralized manner. In our policy, the channel access probability (CAP) of each IoT node is predetermined as in [16] , [17] but the CAP is age-dependent, in contrast to the age-independent counterpart schemes in [16] , [17] . This paper makes two main contributions: (1) We devise a threshold-based distributed age-dependent random access (ADRA) protocol for massive IoT networks. Specifically, each device accesses the channel with a constant probability only when its instantaneous age exceeds a predetermined threshold; otherwise it will keep salient. (2) We develop an analytical framework for deriving a closed-form expression of the average AoI for each node in the network when the CAP and age threshold are given. Simulation results are provided to validate our analytical results and demonstrate the superiority of the proposed ADRA protocol over its conventional ageindependent counterpart.
II. SYSTEM MODEL
Consider an uplink IoT network consisting of an access point (AP) and N IoT devices, denoted by D 1 , D 2 , · · · , D N , which aim to report their status as timely as possible to the AP via a common wireless channel, as depicted in Fig. 1 . The timeliness and freshness of the status updates from various IoT devices at the AP is quantified by the recently proposed AoI metric. As in [16] , time is divided into slots of equal durations and the transmission of each status update packet takes exactly one time slot. All IoT devices implement a slotted ALOHAlike random access protocol. Specifically, during each time slot, each IoT device can become either active or inactive according to a certain probability. If D i is active during one time slot, it first samples fresh information and generates a status update packet at the beginning of the time slot, which is known as the "generate-at-will" model in the literature. D i then sends the generated status update to the AP. Otherwise, if D i chooses to be inactive, it stays idle during the said time slot. Moreover, it is assumed that collisions happen if more than one devices become active during the same time slot. We consider the interference-limited regime such that the transmission of status updates fails only when there is a collision. If no collision occurs, the status update of the IoT device is correctly decoded by the AP.
In the following two subsections, we first formally define the average AoI, and then describe the proposed age-dependent random access (ADRA) protocol.
A. Average AoI
Denote by t = 1, 2, 3, · · · the index of time slots and denote by ∆ i (t), i ∈ {1, 2, · · · , N }, the instantaneous AoI of the i-th IoT device in time slot t. We use I i (t) to denote the indicator of the active or inactive status for the device D i in time slot t. Particularly, I i (t) = 1 means that D i is active during time slot t, and I i (t) = 0 otherwise. Based on the definition of the AoI, the instantaneous AoI of D i drops to one when D i is active and all other devices keep inactive, i.e., D i successfully delivers a status update to the AP. Otherwise, the instantaneous AoI of D i increases by one for each time slot. Mathematically, the evolution of the instantaneous AoI for the device D i can be expressed as
To ease understanding, we illustrate the evolution of the instantaneous AoI of D i for 14 consecutive time slots with a starting value of 1 in Fig. 2 . Based on the AoI evolution, the average AoI for each IoT device is defined as
B. Age-Dependent Random Access
We now introduce the proposed ADRA protocol, which is an ALOHA-like stationary random access policy. It is worth pointing out here that [16] , [17] , [21] also studied ALOHAlike stationary random access policies. However, they all considered age-independent random access (AIRA) protocols. More specifically, devices will access the channel with the same probability no matter whether their instantaneous AoI values are low or high. Our consideration of the age-dependent policy is motivated by the intuition that those devices with relatively lower AoI should access the channel with a smaller probability such that other devices with higher AoI can achieve a higher success probability to update their statuses by encountering less collisions. In such a way, all devices co-exist in a more harmonic way to lower the network-wide AoI.
In our ADRA protocol, all IoT devices maintain a fixed age-dependent channel access probability (CAP) vector p = {p 1 , p 2 , p 3 , · · · , }, where p l denotes the active probability when the instantaneous AoI is equal to l. As the first attempt to design and evaluate the ADRA policy, in this paper we consider the preliminary case that the elements in the CAP vector p can only equal to either 0 or p. Specifically, if the instantaneous AoI is no less than a threshold δ, the IoT device becomes activate with a fixed probability of p. Otherwise, the IoT device will stay inactive with probability 1. Hereafter, we refer to this simplified protocol as the threshold-based ADRA. The general case of the CAP will be left as a future work for this paper.
In the subsequent section, we will analyze the average AoI of the threshold-based ADRA protocol. Note that all devices will statistically have the same average AoI due the symmetric structure of the considered model, we thus can drop the subscript of device index i in our subsequent analysis.
III. PERFORMANCE ANALYSIS
In this section, we analyze the average AoI of each IoT device for the proposed threshold-based ADRA policy. Here, we clarify that the approaches used in [16] , [17] , [21] for analyzing AIRA policies are no longer suitable for our case. Specifically, in age-independent policies, the CAP for each IoT device admits a fixed value p , which is independent of its instantaneous AoI. That is, p l = p , ∀l. Recall that the IoT device can successfully transmit a status update only when all other N − 1 IoT devices are inactive at the same time. Let q denote the successful status update probability when an IoT device becomes active, we thus have q = (1 − p ) N −1 . With reference to [16, Eq. (9) ], the average AoI of each IoT device for AIRA policies can be readily given by 1
From the above analysis, we can see that for the existing AIRA policies, the successful status update probability q of one device is independent of the instantaneous AoI of all other devices. In contract, in our proposed threshold-based ADRA protocol, the CAP vector of each IoT device (i.e., p) depends on its instantaneous AoI. Therefore, q depends on the instantaneous AoI of all IoT devices and thus the AoI evolutions of all devices tangle together, which makes the performance analysis of the threshold-based ADRA protocol non-trivial. Although the performance of the threshold-based ADRA scheme can be analyzed by applying a multi-dimension Markov Chain (MC), the computational complexity of this method grows exponentially as the number of devices N increases, preventing us from further optimizing the proposed scheme.
To resolve the above issue, we adopt a widely-used approximation approach to decouple the tangled evolution of the AoI for all IoT devices. The key assumption that we adopt is that the successful probability q for all IoT devices is a constant when they decide to transmit a status update. Note that with this assumption, the value of q is independent of the instantaneous AoI of all other IoT devices, but it is still a function of the age threshold δ and the CAP p. Such an approximation has been used in the literature to analyze the performance of various random access protocols using conventional metrics like throughput and delay, see e.g., [22] , [23] and references therein. Good accuracy has been demonstrated especially when the number of nodes N is large. We later show that our simulation results presented in Sec. IV once again confirm the good accuracy of the adopted approximation.
With the approximation described in the previous paragraph, all devices follow an identical state transition process, which can be described by a Discrete-Time Markov Chain (DTMC) depicted in Fig. 3 characterized by the parameters δ, p, and q. To analyze the average AoI of the proposed protocol, we now derive the stationary distribution of the DTMC.
A. DTMC of Each IoT Device
We consider a DTMC with infinite states and define each state S l , l ∈ {1, 2, · · · }, as the instantaneous AoI being l. The transition probability T m,n is defined as the probability of the transition from state S m to S n , m, n ∈ {1, 2, · · · }. In the proposed threshold-based ADRA, the AoI of each IoT device drops to one when it becomes active and all the other IoT devices stay inactive. Otherwise, the AoI increases by one. Recall that each IoT device can become active with a fixed probability p, when the instantaneous AoI is not less than the threshold δ. Based on this fact, all the non-null transition probabilities of the DTMC can be summarized as
It is readily to verify that the considered DTMC is irreducible and thus it admits a stationary distribution. Denote by π = {π 1 , π 2 , · · · } the stationary distribution of the AoI for the IoT device. Each element π l , l = 1, 2, · · · , denotes the stationary probability of the instantaneous AoI being l. With the derived transition probabilities, we can deduce that the stationary probabilities π 1 = π 2 = · · · = π δ , and π l = π δ (1 − pq) l−δ , for l > δ. With the fact that ∞ l=1 π l = 1, we can attain the stationary distribution of the DTMC given by
We note that the only unknown parameter in (5) is q. In the following, we will figure out the relationship between q and the known parameters δ and p. Recall that q is assumed to be independent of the instantaneous AoI. If we use η to denote the stationary CAP of each IoT device in a randomly chosen time slot, we then can express q as
which follows due to the fact that the status update of one device can be successfully delivered only when all other devices are inactive in the said time slot. Moreover, based on the derived stationary probabilities given in (5) , and the fact that each IoT device transmits with a fixed probability p when the AoI is no smaller than δ, we can express η by the following equation
Jointly considering (6) and (7), we now have the following equation for the successful probability q
where
It is worth pointing out that for the conventional AIRA policy where δ = 1, it can be solved from (8) 
This observation coincides with the conventional analysis given above (3) . In the proposed threshold-based ADRA, we need to solve the successful probability q from the equation given in (8) . We notice that the network may have multiple stationary points, i.e., multiple stationary successful probability q, for an arbitrary active probability p. However, we find out that when the active probability p ≤ 2 N , the proposed thresholdbased ADRA only has one stationary point, i.e., equation (8) admits one and only one solution of q. Note that this condition for p is reasonable because it is meaningless for the IoT devices to have a high active probability when the number N is large. As a reference, the optimal active probability for minimizing the average AoI of the AIRA policy is 1 N [16] . To obtain the stationary q, we now let g (q) = 1 f (q) + q 1 N −1 − 1, and present the following three lemmas. Specifically, Lemma 1 characterizes the range of q for a feasible solution. Lemma 2 describes the monotonicity of the function g (q). Finally, Lemma 3 indicates the uniqueness of the solution to (8) . Note that the equalities for the bounds only hold when p = 2 N , δ = 1, and p = 0, respectively. This completes the proof. Lemma 2. The function g (q) is a monotonically increasing function for N −2 N N −1 ≤ q ≤ 1, N ≥ 3 and p ≤ 2 N . Proof. We now prove that function g (q) is a monotonically increasing function of q for N −2 N N −1 ≤ q ≤ 1. The firstorder derivative of g (q) with respect to q can be calculated as
where df (q) dq = δ − 1. It is not straightforward to prove dg(q) dq > 0 directly due to the complicated structure of dg(q) dq given in (10) . Therefore, we now derive an upper bound of df (q) dq to further simplify (10), and then prove dg(q) dq > 0.
Based on the results derived in (10) and (11) , dg(q) dq > 0 can be further simplified to
A sufficient condition for inequality (12) 
, leading to the inequality
Recall that N −2 N N −1 ≤ q ≤ 1, and it can be readily verified that the above inequality holds for N ≥ 3. This completes the proof. 
Therefore, we can attain It can also be verified that g (1) = 1 f (1) ≥ 0. Note that the equality in (15) holds only when p = 2 N , δ = 1, and the equality for g (1) = 1 f (1) = 0 holds only when p = 0. In these cases, the solution of q is given by q = N −2 N N −1 , and q = 1, respectively.
For other general cases, we have g N −2 N N −1 < 0 and g (1) > 0. With the monotonicity proved in Lemma 2, we can deduce that there must exist a unique solution N −2 N N −1 < q * < 1 such that g (q * ) = 0. This completes the proof.
Based on the above Lemmas 1-3, we can obtain the successful probability q by solving (8) using numerical methods like the bisection method. With the solution of q, we can then obtain the stationary distribution of the AoI given in (5) for the proposed threshold-based ADRA scheme.
B. Analysis of the Average AoI
The average AoI for each IoT device applying thresholdbased ADRA policy can be derived as
Remark 1. We can clearly see from (16) that the average AoI of the proposed threshold-based ADRA protocol can be reduced by increasing the active probability p or decreasing the age threshold δ. However, increasing p and decreasing δ also result in frequent collisions which reduces the successful probability q, leading to an increase of the average AoI. Therefore, we can conclude that there exists optimal values of p and δ, which minimize the average AoI evaluated in (16) . Due to the complicated structure of the derived analytical expressions, it is hard for us to characterize closed-form solutions to the optimal p and δ. Fortunately, the optimal values of p and δ can easily be obtained via a two-dimension search based on the derived analytical expressions.
Moreover, for the special case with δ = 1 (i.e., conventional AIRA policy), we can obtain that the average AoI can be simplified to∆
which coincides with the expression given in [16, Eq. (9) ].
IV. SIMULATION RESULTS AND DISCUSSIONS
In this section, we first present simulation results to validate the theoretical analysis performed in Section III. Besides, we also compare the optimal performance of the proposed threshold-based ADRA with that of the existing AIRA in terms of the average AoI.
In Fig. 4 , we illustrate the stationary distribution of the instantaneous AoI for different system setups. From Fig. 4 , we can first observe that the simulation results coincide well with their analytical counterparts for all the simulated cases. More importantly, the simulation curves and analytical curves match each other tightly when N is relatively large and p is relatively small. This is understandable since we adopt the approximation of a fixed successful probability for all IoT devices in this paper and such approximation has a good accuracy when the number of IoT devices is large and the CAP of each device is small. Because the analytical results agree well with the simulation results, we will only plot the analytical curves in the remaining two figures.
We next plot the average AoI of the proposed thresholdbased ADRA versus threshold δ for different system setups in Fig. 5 . We can observe that there exists an optimal value of δ which minimizes the average AoI of the proposed scheme in all the simulated cases, which validates the analysis provided in Remark 1. Recall that increasing δ will on one hand decrease the active probability of each IoT device, but on the other hand, reduce the collision probability of the network. Thus, the optimal value of the average AoI for the proposed threshold-based ADRA can be tuned by finding the optimal δ. Furthermore, the optimal δ decreases as N, p reduce. The rationale is that each IoT device should transmit aggressively, i.e., using a lower δ, when the number of nodes are small, and the active probability is low. Similar results can also be found for the active probability p.
Lastly, we compare the performance of the proposed threshold-based ADRA with the existing AIRA in terms of the average AoI in Fig. 6 . The optimal average AoI of the ADRA scheme is obtained by finding the optimal values of δ and p through an exhaustive search. The optimal active probability for the existing AIRA is set to 1 N according to [16] . From Fig. 6 , it is clearly that our proposed threshold-based ADRA can boost the average AoI performance significantly compared with the AIRA. This is because all the IoT devices adopting threshold-based ADRA co-exist in a more harmonic way by letting the nodes with higher AoI transmit at a relatively higher probability.
V. CONCLUSIONS
In this paper, we proposed a threshold-based age-dependent random access (ADRA) scheme for massive IoT networks. In ADRA, each IoT device can only become active and transmit its latest status when its instantaneous age is no less than a predefined threshold. To analyze the average performance of ADRA, we adopted an approximation to decouple the tangled AoI evolution of all IoT devices. Specifically, we approximately modelled the AoI evolution for each IoT device by a discrete-time Markov chain with a fixed successful probability that is irrelevant to the instantaneous AoI of all IoT devices. Simulation results verified the tightness of our approximation and the correctness of our theoretical analysis, and showed that the proposed threshold-based ADRA scheme can significantly outperform the existing age-independent random access scheme in all simulated cases.
