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Reporting to External Parties
Summary: Many public companies include management reports on internal control in their annual 
reports to shareholders. Those reports address internal control over preparation of the entity's 
published financial statements. Legislative and regulatory initiatives have also called for such 
reporting. The reporting guidelines presented here suggest, where reports on internal control are 
issued, that they address the effectiveness of such controls; and identify the criteria against which the 
system is measured and the date as of which management's conclusion is made. Illustrative reports 
are presented.
Significant attention has been given to the subject of public reporting on internal control. 
Recommendations and proposals have been put forth over the years by private and public 
sector bodies, and a number of companies currently include a management report that 
addresses internal control in their annual shareholders’ report.
The Cohen Commission, the Financial Executives Institute and the Treadway Commission 
are among the private sector bodies that recommended management reporting on internal 
control. A federal law was recently enacted that mandates management reporting by certain 
banks. Rules proposed by the SEC (not yet finalized) and other legislation and rules continue 
to be considered.
About one public company in four includes in its annual shareholders’ report1 a management 
report discussing some aspects of internal control. For Fortune 500 companies, the number is 
about 60%. As discussed below, the content of these reports varies widely.
The vast majority of such management reports address internal control over preparation of 
published financial statements. The aforementioned recommendations and proposals simi­
larly deal exclusively with that subject. Except as otherwise noted, this discussion focuses only on 
issues related to internal control over the preparation of an entity’s published financial statements.
Management reports often discuss matters in addition to internal control. Reports can discuss, 
for example, management’s responsibility for financial statements, use of estimates and 
judgments in their preparation, responsibility of the independent public accountant in audit­
ing the financial statements, changes in auditors, the entity’s social responsibilities and 
uncertainties the entity faces. Except as otherwise noted, the guidance in this report 
addresses only management reporting on internal control.
The term “management report” traditionally has been used to mean an entity’s report, signed 
by top management officials on behalf of the entity. Because of its common usage, the term 
“management report” is used in this discussion to mean such entity reports.
1 Based on 1989 annual reports.
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The purpose of this report is to provide guidance to entities that report or are considering 
reporting publicly on their internal control systems. The merits of management reporting on 
internal control are being addressed by public and private sector bodies with responsibility for 
or an interest in this issue. This report does not express a position on the issue. Independent 
public accountants’ involvement with public management reporting on internal control is also 
being considered by various public and private sector bodies, and that, too, is an issue beyond 
the scope of this report.
It should be recognized that public reporting on internal control is not a component of, or 
criterion for, effective internal control. An entity can have an effective internal control system 
without making a public statement to that effect. Although a management anticipating 
issuance of a report on internal control might look more closely at the entity’s system and 
initiate improvements to it, in the end internal control effectiveness is determined by the 
adequacy of the system, not by what is said about it.
Scope of Report
A particularly important aspect of a management report on internal control is a statement 
about what is being reported on. As discussed in the Framework volume of this report, the 
following basic definition of internal control can encompass all of an entity’s objectives:
Internal control is a process, effected by an entity’s board of directors, management and 
other personnel, designed to provide reasonable assurance regarding the achievement of 
objectives in the following categories:
• Effectiveness and efficiency of operations.
• Reliability of financial reporting.
• Compliance with applicable laws and regulations.
Reports used exclusively within an entity may deal with internal controls related to any or all 
of those objectives. But public management reports have almost always been confined to 
controls over preparation of the entity’s published financial statements. A definition of 
internal control consistent with this focus, drawn from the above basic definition of internal 
control, is:
Internal control over the preparation of published financial statements is a process, effected 
by an entity’s board of directors, management and other personnel, designed to provide 
reasonable assurance regarding the reliability of such financial statement preparation.
Internal control over the preparation of published financial statements can be judged effective 
if the entity’s board of directors and management have reasonable assurance that such 
financial statements are being prepared reliably. “Published financial statements” in this 
definition relates to financial statements, interim and condensed financial statements and 
selected data derived from such statements, such as earnings releases, reported publicly. 
“Reliability” relates to preparation of financial statements that are “fairly presented” in 
conformity with generally accepted or other relevant and appropriate accounting principles
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and regulatory requirements for external purposes. The term “fair presentation” and underly­
ing financial statement assertions are defined in the Framework volume of this report. In 
considering whether internal control adequately addresses these objectives, one looks to the 
five internal control components, within the context of the limitations inherent in all internal 
control systems (discussed in the Framework volume) and the material weakness threshold 
(discussed later in this volume).
Such reporting coincides with the needs of securityholders and other external parties who 
may look to internal control reports for management’s statements about the process by which 
it prepares published financial statements. Focusing reports on controls over financial report­
ing puts an appropriate fence around internal control reporting, recognizing limitations and 
the state of the art. If the scope of reporting is extended to operations and compliance 
objectives, not only would efforts and related costs increase very substantially, but other 
problems would be encountered. This is because evaluating and reporting on controls over 
financial reporting are more well-developed disciplines.
Controls over Compliance with Laws and Regulations
An evolving area of management reporting on internal control is controls over compliance 
with laws and regulations. Such reporting has been principally if not exclusively in the 
government arena. The Federal Managers Financial Integrity Act requires reporting on 
compliance controls, but such reporting can be viewed as intended essentially for internal 
“management,” rather than for public users of financial reports.
In a different arena, the Federal Deposit Insurance Corporation Improvement Act of 1991 will 
soon require certain banks to report on compliance with laws. Although the Act speaks to 
reporting on actual compliance, future requirements on compliance might call for reporting 
on compliance controls. Indeed, focusing on the control system would better address the 
underlying objective of preventing non-compliance. By reporting on controls, management 
would focus more on systemic conditions and preventive actions, and less on attempting to 
detect past instances of non-compliance.
If regulators ultimately call for management reporting on compliance controls, the Framework 
volume can be used as relevant criteria. However, an appropriate threshold for measuring the 
severity of control deficiencies, perhaps similar to the material weakness concept, would need 
to be identified. The material weakness concept, applicable to reporting on controls over 
financial reporting, is not as relevant to compliance controls, for two reasons. One is that it 
would be cumbersome to attempt to relate control weaknesses regarding, for instance, worker 
or environmental safety, to financial statement materiality. The other is that regulators are not 
likely to want to limit such reporting to a financial statement threshold. Accordingly, if public 
reporting on compliance controls is to become viable, a reporting threshold will need to be 
developed.
Differentiating Control Categories
Because there is overlap among objectives, it can be difficult to determine which controls are 
within the scope of a report dealing with controls over financial reporting. Despite this
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difficulty, it is important to set boundaries to ensure that reasonable expectations of report 
users are matched with the reality of the report’s scope.
T hree categories of objectives — operations, financial reporting and compliance — are 
described in the Framework volume and examples of each are presented. Additional guide­
lines for distinguishing financial reporting controls from other controls are provided in the 
following paragraphs. For each component, examples of financial reporting controls are 
presented. Also discussed are controls that, because they are directed primarily to the 
operations or compliance objectives, would not ordinarily have to be considered in determin­
ing whether the entity’s internal control system provided reasonable assurance that its 
financial reporting objectives are being achieved.
In considering the following paragraphs, two concepts should be kept in mind:
• First, in most internal control systems, controls often serve to accomplish more than one 
objective. Frequently, controls established primarily to accomplish operations or compli­
ance objectives may also accomplish financial reporting objectives. In those instances, 
where traditional financial reporting controls are not present, management may be able to 
look to other controls that serve the same purpose. Those latter controls may be “pulled” 
into the scope of the management report.
• Second, controls directed at operations or compliance may deal with events, transactions 
or other occurrences that must be reported in the entity’s financial statements. This does 
not mean that operations and compliance controls fall within the scope of the manage­
ment report. Rather, results of the activities subject to those other controls must be 
properly reflected in the financial statements.
Control Environment
The Framework volume identifies seven factors that should be part of the control environ­
ment. An evaluation of the extent to which an entity’s control environment enhances its 
financial reporting objectives would likely focus on certain aspects of those factors.
Integrity and Ethical Values. Indications of lack of integrity or ethical values in any endeavors 
of top management— be it executive, operating or financial management— cast a pall over the 
reliability of the financial reporting process. It is difficult, if not impossible, to draw a clear 
distinction between aspects of integrity and ethical values that are related to financial 
reporting and those that are not. Questions on integrity or ethics of an entity’s personnel 
should, at a minimum, trigger concern as to whether or not such shortcomings are likely to 
affect the reliability of financial reporting.
Areas that relate directly to reliability of financial statement preparation include the following:
• Management’s attitude toward bypassing established control procedures aimed princi­
pally at achieving financial reporting objectives.
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• Management’s interactions with internal and external auditors and outside counsel on 
financial reporting matters, such as the extent to which management provides full 
disclosure of information on matters that may have an adverse impact on the financial 
statements.
• Management’s integrity in preparing financial statements (addressed further under 
“Management’s Philosophy and Operating Style”).
Commitment to Competence. Reliability of an enterprise’s financial statements can be compro­
mised if incompetent or unassertive people are involved in the financial reporting process. 
Directly affecting reliability of financial statements are the knowledge and skills of personnel 
involved in the preparation process relative to the nature and scope of operating and financial 
reporting issues, and whether such knowledge and skills are sufficient to properly account for 
any new activities, products and services, or existing ones in the face of downsizing.
Management’s Philosophy and Operating Style. The delegation of authority for financial report­
ing is important in achieving the entity’s financial reporting objectives, in particular for 
making the accounting judgments and estimates that enter into financial reporting. Related 
issues include reasonableness of accounting policies and estimates in connection with prepa­
ration of financial statements, especially whether management’s estimates and policies are 
conservative or aggressive (that is, on the boundary of “reasonableness”). Deficiencies in this 
area should be considered for inclusion in management’s report on internal control. On the 
other hand, whether or not management is risk averse in entering new markets may affect the 
entity’s operations objectives, but would generally not affect financial reporting.
Management’s attitude toward financial reporting also affects the entity’s ability to achieve its 
financial reporting objectives. For example, the way management views the accounting 
function, and the authority assigned to it—without unwarranted interference in obtaining 
relevant facts and reaching proper conclusions — can have a significant impact on achieving 
financial reporting objectives. Are accounting personnel viewed as an important vehicle for 
exercising control? Do divisional accounting personnel also have reporting responsibilities to 
corporate management? Does corporate or senior operating management apply unreasonable 
pressure for favorable reports?
Organizational Structure. Aspects of an entity’s organizational structure that are specifically 
related to financial reporting objectives include factors related to accounting personnel, such as:
• Appropriateness of reporting lines;
• Adequacy of staffing and experience levels;
• Clarity of delegation of authority and duties;
• Extent to which the organizational structure allows accounting personnel to interact with 
other departments and activities in the organization, to have access to key data and to 
properly account for resulting conclusions.
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If control functions important to financial reporting are performed by non-accounting person­
nel — such as by production personnel who reconcile reported and on-hand work-in-process 
inventories or analyze cost variances for financial reporting purposes — they may also be 
relevant to a report on internal control. However, non-accounting aspects of the organizational 
structure, such as the organization and responsibilities of the entity’s marketing department 
or its office of general counsel, are normally relevant only to achieving operations and 
compliance objectives.
Assignment of Authority and Responsibility. Deficiencies in the way that authority and respon­
sibility are assigned to employees in accounting, custodial and asset management functions 
may affect the entity’s ability to achieve its financial reporting objectives. Such deficiencies, 
therefore, should usually be considered in reporting on internal control. Matters to consider 
include the adequacy of the work force and whether employees are deployed to promote 
segregation of incompatible duties. Assignment of authority and responsibility to employees 
in other areas — such as in the sales function — is generally aimed at achieving operations 
rather than financial reporting objectives.
Human Resource Policies and Practices. Personnel policies and procedures usually are opera­
tions oriented. However, an entity’s ability to achieve its financial reporting objectives may 
reflect its recruiting, training, promotion, retention and compensation policies and procedures 
insofar as they affect performance of accounting personnel and employees outside of the 
accounting function who administer controls over financial reporting. Where such perfor­
mance is critical to effective controls over financial reporting, potential weaknesses in human 
resource policies and practices should be considered.
Board of Directors or Audit Committee. Key aspects of the control environment are the 
composition of the board and its audit committee and how its members fulfill responsibilities 
related to the financial reporting process. Of particular interest for controls over financial 
reporting is the involvement of the board or audit committee in overseeing the financial 
reporting process, including assessing the reasonableness of management’s accounting judg­
ments and estimates and reviewing key filings with regulatory agencies. Other committees of 
the board often are not a key part of controls over financial reporting.
Risk Assessment and Control Activities
Within the context of the control environment and entity-wide objectives, management 
establishes activity-level objectives and mechanisms for identifying and analyzing risks 
related to their achievement, and develops the necessary actions and control activities to 
address those risks. These components of the internal control system —risk assessment and 
control activities — are considered here together.
Generally within the scope of a management report on internal control are risks associated 
with achievement of objectives related to preparation of fairly presented financial state­
ments, and the five financial statement assertions, along with control activities to ensure 
actions directed at satisfying those objectives are carried out. For the most part, recognizing 
those financial reporting-related objectives, risks and control activities is relatively straight­
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forward. A control is within the report scope if it is important to satisfying requirements for 
fair presentation, or financial statement assertions. If not, it is outside the scope. Considera­
tion also must be given to concepts discussed earlier dealing with controls serving more than 
one objective, and the distinction between controls over operations and compliance activities 
and controls over properly reporting results of those activities in financial statements.
To illustrate, consider an operations objective that vendors supply quality materials that meet 
the entity’s engineering specifications. Associated risks include customer dissatisfaction with 
the entity’s product, failure to meet product sales targets, unworkable or unnecessarily costly 
production processes, and substantial recall, rework or warranty costs. This objective, and 
related risk assessments, action plans and control activities, are operations-oriented and 
outside the scope of the management report. Although there are financial reporting implica­
tions — since resulting defective materials may require inventory write-downs and may affect 
management’s estimate of warranty reserves — traditional financial reporting controls will 
usually be in place to capture the information needed to reflect these risks for financial 
reporting purposes. If that is not the case, management should focus on the operations- 
oriented controls in determining whether the financial reporting objectives are being 
satisfied. Only in that circumstance would those controls be brought within the management 
report’s scope.
As another example, an entity’s operations objective of achieving specified sales and profit 
goals is affected by a new competitor entering the company’s market. This also has financial 
reporting implications — the possible need to write inventory down to its net realizable value 
as a result of impending mark-downs. But controls related to achievement of this objective 
would fall outside the report’s scope, so long as controls effected by personnel with financial 
reporting responsibility are in place to identify the effect on selling price of the company’s 
product.
Information and Communication
The information and communication component of internal control requires that relevant 
information be identified, captured, processed and communicated throughout the organiza­
tion. Some of those messages are relevant to achieving the entity’s financial reporting 
objectives. Examples of information and communications that enable the organization to 
achieve its financial reporting objectives are downstream communication of standards of 
ethical conduct and sending monthly statements to customers, with related follow-through on 
reported discrepancies.
Many aspects of information and communication systems address operations and compliance 
objectives, and are generally outside the scope of a report on internal control. An example is 
capturing data from sales personnel about potential product improvements to meet custom­
ers’ future needs and communicating that data to engineering and production personnel. 
Other examples are procedures for receiving and responding to customer complaints about 
product defects and sending and following through on complaints to vendors about defects in 
purchased materials. In each of these cases, the control is instituted to achieve operations 
objectives, not financial reporting objectives.
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Although communications in the latter two examples may contain information of financial 
reporting significance — namely, information helpful in valuing receivables and inventory and 
establishing liabilities — an organization would ordinarily have a mechanism within the 
accounting function for identifying the need to make the necessary adjustments to those 
accounts for financial reporting purposes. If that were not the case, appropriate follow-through 
on the customer and vendor communications could serve as an alternative means of achieving 
the entity’s financial reporting objectives in the areas noted and could be incorporated within 
the scope of a management report.
Monitoring
Ongoing monitoring activities address effectiveness of the other internal control components 
in achieving financial reporting objectives, for example:
• Monitoring the accuracy and completeness of inventory balances by accounting person­
nel in connection with monthly inventory cycle count procedures.
• Monitoring accounts receivable valuation by the credit manager through his or her 
monthly communications with customers whose account balances are past due.
• Monitoring recorded accounts payable by purchasing department personnel in connec­
tion with their dealings with vendors.
These types of ongoing monitoring procedures, or procedures serving similar purposes 
performed in conjunction with separate evaluations, usually fall within the scope of a 
management report.
Many monitoring activities address controls over operations and compliance objectives, and 
those activities are generally outside the scope of a report on internal control. As an example, 
management may regularly review operating reports to monitor production and sales. In each 
case, the primary purpose of the monitoring control is to help the entity achieve its operations 
objectives, not its financial reporting objectives. Nonetheless, as discussed above, in perform­
ing those operations-oriented controls, the reviewer may be in a position to identify inaccurate 
or incomplete financial data. If so, and if the traditional types of financial reporting monitor­
ing controls were not present, these operations and compliance-oriented controls could be 
“pulled” into the scope of the management report.
Management’s use of findings of internal and external auditors will fall within or outside the 
management report’s scope depending on the nature of the activities and related controls to 
which the findings relate.
Timeframe
Reports can pertain to internal control during a period of time or as of a point in time. For 
example, management may report on internal control for an entire year (period of time) or as 
of one day during the year (point in time). The timeframe is significant in two respects: It
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affects the assessment process and the disclosure of deficiencies identified and corrected 
during the period.
When management reports on controls for a period of time, its evaluation process usually will 
be considerably more extensive than when it reports as of a specific date. When the report is as 
of a point in time — year end, for example2 — the evaluation can be narrowed to focus solely on 
the effectiveness of controls in place on that date.3 On the other hand, a report covering an 
entire year will require an assessment on effectiveness of the control system for the entire 
timeframe, a much more extensive process.
With regard to disclosure of deficiencies, when a report is as of a point in time, management 
often will have had an opportunity to correct a deficiency identified earlier in the period. In 
such instances, management would be in a position to report the existence of an effective 
internal control system as of the point in time. On the other hand, if the report were to cover a 
period of time, such as an entire year, the existence of a significant deficiency for any 
meaningful time during the year might bar management from stating that the internal control 
system was effective during the full-year period covered by the report.
Reporting either for a period of time or at a point in time, such as an entity’s year end, should 
meet the needs of securityholders and other report users. Point-in-time reporting is, however, 
likely to be considered the preferred alternative. It provides an environment more conducive 
to identification and correction of deficiencies. Internal control systems and conditions they 
address are continually changing, and it is important to understand that deficiencies are likely 
to arise from time to time. Point-in-time reporting provides a constructive focus, where 
management can focus primary attention on fixing problems on a timely basis, rather than on 
disclosing deficiencies that were identified during the year and promptly corrected.
Annual/Interim Reporting
Although many of the same controls apply to both the annual and interim (e.g., quarterly) 
financial reporting processes, different controls may be applied.4 Accordingly, for a manage­
ment report that addresses internal control as of a point in time, such as year end,5 a question 
arises as to whether the report covers only the annual reporting process, or the interim 
reporting process as well.
2 Management may prefer to report as of another point in time, such as the date the annual report is issued.
3 From a practical standpoint, an evaluation will not be done at one point in time. The internal control system’s 
ongoing monitoring activities, which identify control weaknesses and opportunities for improvement, will usually 
serve as a basis for evaluation. Some managements carry out evaluative procedures at various times through the year, 
with attention given to subsequent system changes occurring before year end.
4 Accounting Principles Board Opinion No. 28, Interim Financial Reporting (New York: AICPA, 1973), notes the 
“inherent difficulties” present in reporting results of operations for interim periods and discusses the types of 
estimates required by the interim reporting process (para. 4).
5 The subsequent discussion assumes that only point-in-time reporting is used.
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Because the management report deals with internal control over preparation of all of an 
entity’s published financial statements, it is appropriate that it address controls over interim as 
well as annual reporting. It must be recognized, however, that the report covers the state of 
internal control over the annual and interim reporting processes as of a point in time, such as 
year end.
Accordingly, this does not mean that internal control over interim reporting necessarily was 
effective at the end of each interim period. For example, management might have been aware 
of deficiencies in controls over interim reporting existing during the year, but if management 
corrected those deficiencies before year end and determined that the corrections were 
effective, it could report that the system at year end was effective.
Notwithstanding that control weaknesses identified and corrected before year end need not 
be reported, there are circumstances where management may find it beneficial to report 
them. Where, for example, a control weakness existed giving rise to the issuance of interim 
financial statements later requiring correction, report users might not immediately recognize 
why a management report would state that the internal control system was effective. In such 
circumstances, management might wish to use the management report as a vehicle to discuss 
the weakness, stating that it was identified and corrected before year end.
Future Periods
A question arises as to the degree of comfort readers can draw from internal control reports 
regarding future effectiveness of systems. From a very practical standpoint, securityholders or 
others reading a company’s most recent annual report that includes a management report on 
the company’s controls and audited financial statements (both as of the end of the past year), 
will probably be looking at the controls report more from the standpoint of conclusions to be 
drawn regarding the state of control in the next year than in the past year.
What, then, can be assumed with respect to periods after the date covered by a report on 
internal control? In many cases, readers might justifiably assume that an internal control 
system that was effective at the end of one year will continue to be effective into the next. 
The existence of mechanisms to manage changing conditions, and ongoing monitoring 
procedures, provide some basis to expect that the system will continue to be effective.
A realistic question, however, is: “For how long?” If management were to communicate to 
report readers, for example, that it continues to review the entity’s change managing and 
monitoring controls, and it believes the system continues to be effective, then report readers 
would have a basis for making conclusions on continuing system effectiveness. Without such a 
communication, however, report readers wouldn’t know whether internal changes occurred 
that affected critical control mechanisms.
Accordingly, although it would be unusual for a control system effective one day to immedi­
ately become ineffective the next, assumptions about continuing effectiveness usually 
become less valid as time passes. In the end, to have comfort with respect to the effectiveness 
of internal control at a particular point in time, a current report is needed.
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Report Content
As noted, many companies currently include management reports covering internal control in 
their annual reports to shareholders. The following paragraphs address the contents of these 
reports. The next section, “New Report Guidelines,” contains suggestions for reports that 
would be consistent with the criteria of this study.
Statement of Management’s Responsibility
Published management reports on internal control have followed one of two broad approaches 
to discussing management’s responsibilities. Under one approach, management acknowledges 
its responsibilities for internal control, sometimes addressing one or more specific matters, 
but stops short of explicitly stating that management has fulfilled particular responsibilities. 
The report might state, for example, that management is responsible for devising and 
maintaining a system of internal control that has specified characteristics or objectives. It 
might say that the internal control system was established, or designed, to achieve certain 
objectives.
In the other approach, management states its belief as to whether it has fulfilled specific 
responsibilities. For example, the report might state that management has established and 
maintains a system of internal control that provides reasonable assurance that certain actions 
are taken or objectives are met. Or, management might address the effectiveness or the 
adequacy of the entity’s internal control system.
These approaches are different in that one recognizes particular responsibilities for internal 
control while the other addresses whether those responsibilities have been met.
Discussion of Specific Elements
A discussion of specific elements of the entity’s internal control system has been suggested in 
recommendations put forth by various individuals and groups. Specific areas addressed in 
reports published to date vary, but the focus generally is on some or all of the following items6:
• Audit Committee —The composition and role of the entity’s audit committee is frequently 
a part of the discussion of internal control. This discussion may emphasize the audit 
committee’s role and describe its duties.
• Establishing and Communicating Written Policies— Some published reports contain a state­
ment that management has established written internal control policies and procedures 
consistent with the objectives of internal control. Reports often state that management 
regularly communicates these policies and procedures to employees.
• Organizational Relationships—Published reports sometimes recognize the significance of 
the delegation of authority and segregation of responsibility to effective internal control. 
This recognition might be given through a statement that the internal control system 
provides for appropriate reporting relationships and division of responsibility.
6 As noted under “New Report Guidelines,” reports on internal control based on this study will refer to somewhat 
different matters.
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• Personnel— Published reports sometimes address the careful selection and training of 
personnel and may also mention recruiting and development. The statements are made 
with respect to personnel or staff in general, or to financial and operating personnel or 
managers in particular.
• Code of Conduct—A number of published reports discuss an entity’s code of conduct. The 
discussion may encompass communication of the code’s provisions; the major subjects 
addressed in the code (such as open communication within the entity, potential conflicts 
of interest, compliance with domestic and foreign laws, adherence to ethical standards 
and protecting the confidentiality of the entity’s proprietary information); and existence 
of a systematic program to assess compliance with the code.
• Program of Internal Auditing—Many reports refer to the entity’s program of internal 
auditing. These references usually are limited to a statement that the entity maintains an 
effective (or strong or comprehensive) internal auditing program that independently 
assesses the effectiveness of the internal control system and recommends potential 
improvements in it.
Inherent Limitations of Internal Control
It is well established that no internal control system can guarantee reliable financial reporting. 
With few exceptions, reporting guidelines suggested by others and published reports include 
language to remind report readers of this limitation.
The emphasis on inherent limitations varies from a simple mention of reasonable assurance to 
a one- or two-sentence discussion of cost-benefit considerations and the need for judgment by 
management in evaluating internal control. A decision about the extent of discussion devoted 
to inherent limitations of internal control needs to be weighed against the possibility that it 
could overburden the report with negative or defensive language.
Management’s Response to Deficiencies
Management may be informed of internal control deficiencies from numerous sources includ­
ing internal auditors, independent auditors or regulators. Some individuals or groups have 
suggested that a management report on internal control should explicitly state when manage­
ment has been informed of deficiencies, and describe what the deficiency is, together with an 
indication of whether management has responded to or corrected such deficiencies. Published 
management reports on internal control, however, typically do not do this.
There are arguments on both sides of this issue. Such reporting does affirm that the channels 
for communicating deficiencies to management are functioning and thereby helps improve 
the effectiveness of internal control. Also, it notifies report readers that management has 
considered the deficiencies and responded to them.
On the other hand, reporting these deficiencies may raise questions about how their effect 
should be considered in the context of the entire report. That is, if management has stated 
that it believes its internal control system is effective, report readers might be confused as to
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whether the reporting of corrected deficiencies is intended to qualify management’s belief or 
has been considered in forming its opinion. Or, identifying these deficiencies in the report 
might cause report readers to second-guess management’s overall assessment of internal 
control or question the appropriateness of its actions in dealing with the deficiencies. All in all, 
the arguments against reporting corrected deficiencies outweigh those for it.
Some management reports state that the internal control system is subject to continuous 
review resulting in recommendations for improvement, and that management takes appro­
priate corrective action. Such discussion communicates that the system includes a process for 
identifying deficiencies and reacting to them.
Signatures
Who signs the management report on internal control may initially appear to be simply an 
administrative issue, but it has important implications. Current practice finds reports typically 
signed by the chief executive officer, who might also serve as chairman of the board of 
directors, along with the chief financial officer or chief accounting officer.
This practice is appropriate, because the chief executive must have “ownership” of the control 
system. That individual’s signature publicly acknowledges such responsibility. And because 
the report focuses on financial reporting controls, it is similarly appropriate for the person 
directly responsible for that function also to sign the report. This practice is consistent with 
recommendations and proposals of private and public sector bodies.
New Report Guidelines
As seen in the preceding section, the contents of internal control reports have varied 
considerably. This has been due in part to the absence of a generally accepted definition of 
internal control, criteria for effectiveness and reporting guidelines.
This study’s report presents a definition, criteria and guidelines. Their use as a foundation for 
management reporting on internal control will enable report issuers and readers to have a 
common understanding of what is being communicated.
A fundamental issue, as discussed earlier under “Statement of Management’s Responsibility,” 
is whether the management report speaks only to what management is responsible for or 
perhaps what the internal control system is designed to do, or whether it also speaks to 
internal control system effectiveness. There are several reasons why reporting on effectiveness 
is most appropriate:
• The Treadway Commission report states that management should report on the effec­
tiveness of the company’s internal controls. The Treadway report explains that the 
investing public has a legitimate interest, not only in the extent of management’s 
responsibilities for internal control, but also in the means by which management dis­
charges its responsibilities.
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• A statement on management’s responsibilities or the design of the internal control system 
is much less substantive than reporting on effectiveness, and might mislead readers who 
do not recognize the subtle distinction in wording. Such reporting may in fact be one 
reason for the so-called expectation gap.
• One might think that reporting only on management’s responsibilities or system design, 
without any reference to effectiveness, would alleviate liability concerns in the event the 
financial statements were subsequently found to contain a material misstatement. How­
ever, reporting on system effectiveness already carries the requisite caveats and 
protections, through recognition of the reasonable assurance concept and the limitations 
inherent in all internal control systems. Reporting that the internal control system is 
effective is not saying that there cannot be a material misstatement in published financial 
statements.
The following reporting guidelines, which include the concept of reporting on internal control 
system effectiveness, are consistent with the thrust of the Treadway recommendations, and 
should be followed by entities that want to adhere to Treadway. Management report content 
should include:
• The category of controls being addressed (controls over the preparation of the entity’s 
published financial statements).
• A statement about the inherent limitations of internal control systems.
• A statement about the existence of mechanisms for system monitoring and responding to 
identified control deficiencies.
• A frame of reference for reporting — that is, identification of the criteria against which the 
internal control system is measured.7
• A conclusion on the effectiveness of the internal control system. If one or more material 
weaknesses exist,8 which would preclude a statement that the criteria for system effec­
tiveness are met, a description of the material weaknesses should be included.
• The date as of which (or the period for which) the conclusion is made.
• The names of the report signers.
Terminology used in the report should be consistent with the standard against which the 
system is measured. If this study’s criteria serve as such standard, the report wording should 
be consistent with the terms and concepts herein. Consistent use of terminology is essential 
for meaningful communication and helps to avoid misunderstandings.
7 The criteria contained in the Framework volume of this report, or other criteria, may be used. Explicit reference to the 
standard against which an entity’s internal control system is measured is important to effective communication with 
report readers. Identification of the Framework volume incorporates by reference its discussions of important 
concepts including reasonable assurance and the various inherent limitations of internal control systems, the 
components and possible trade-offs among them, and the definition of internal control over the preparation of 
published financial statements.
8 If a material weakness was corrected before the date as of which the conclusion on system effectiveness is made, say, 
year end, the weakness would not need to be described, so long as management determined that the new or revised 
controls were operating effectively as of that (year end) date. Management’s determination might be made subse­
quent to that “as of” date, but before the date the management report is issued.
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While consistency in reporting enhances communication, there is no need for total unifor­
mity, or “boilerplate” language. Managements may want to emphasize different matters, or 
may simply have a desired reporting style. It is anticipated that management reports issued 
using the guidelines suggested in this report will evolve over time, as managements experi­
ment with different approaches.
An illustrative report that conforms to these guidelines and uses the criteria contained in this 
report is as follows:
XYZ Company maintains a system of internal control over financial reporting, which is 
designed to provide reasonable assurance to the Company’s management and board of direc­
tors regarding the preparation of reliable published financial statements. The system contains 
self-monitoring mechanisms, and actions are taken to correct deficiencies as they are identi­
fied. Even an effective internal control system, no matter how well designed, has inherent 
limitations — including the possibility of the circumvention or overriding of controls — and 
therefore can provide only reasonable assurance with respect to financial statement prepara­
tion. Further, because of changes in conditions, internal control system effectiveness may vary 
over time.
The Company assessed its internal control system as of December 31, 19XX in relation to 
criteria for effective internal control over financial reporting described in “Internal Control — 
Integrated Framework” issued by the Committee of Sponsoring Organizations of the 
Treadway Commission. Based on this assessm ent, the Company believes that, as of 
December 31, 19XX, its system of internal control over financial reporting met those criteria.
XYZ Company
b y -----------------------------------------------------------
Signature (CEO)
---------------------------------------  b y -------------------------- ---------------------------------
Date Signature (CFO/Chief Accounting Officer)
The wording of this illustrative report is provided as a guide, which may be particularly useful 
to managements with little or no experience with reporting on internal control. The illustra­
tive report’s wording is not intended as an absolute standard — managements may modify or 
expand on its contents. For example, management might provide more information on certain 
components of its system, such as the control environment—perhaps discussing the role of 
the board of directors and audit committee. Or management may discuss monitoring, perhaps 
speaking to the role of the internal audit function.
If matters other than internal control are addressed in a management report covering internal 
control, they should not be presented in a manner that might confuse readers regarding the 
discussion and conclusions on internal control. Discussed separately should be such matters
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as management’s responsibility for preparing the financial statements, the use of estimates 
and judgments in their preparation and the responsibility of the independent public accoun­
tant in auditing the financial statements. Such matters might be addressed under a separate 
heading within the management report. In any event, the paragraphs describing the assess­
ment of internal control and the conclusion on the effectiveness of the system should be 
presented together.
Management should consider reviewing report wording with legal counsel. Such a review 
could help ensure that the report wording does not undermine the requisite caveats and 
protections intended to be embodied in reporting on system effectiveness. It may be particu­
larly useful to obtain the advice of legal counsel when considering how to disclose a material 
weakness.
An illustrative report that both provides more information about certain components of the 
enterprise’s system of internal control and addresses matters in addition to internal control is 
presented below. Certain other wording differs slightly from that used in the preceding report 
to emphasize that, as stated above, complete uniformity in reporting is not necessary.
Financial Statements
XYZ Company is responsible for the preparation, integrity and fair presentation of its pub­
lished financial statements. The financial statements, presented on pages xx to yy, have been 
prepared in accordance with generally accepted accounting principles and, as such, include 
amounts based on judgments and estimates made by management. The Company also pre­
pared the other information included in the annual report and is responsible for its accuracy 
and consistency with the financial statements.
The financial statements have been audited by the independent accounting firm, ABC & Co., 
which was given unrestricted access to all financial records and related data, including minutes 
of all meetings of stockholders, the board of directors and committees of the board. The 
Company believes that all representations made to the independent auditors during their audit 
were valid and appropriate. ABC & Co.’s audit report is presented on page ww.
Internal Control System
The Company maintains a system of internal control over financial reporting, which is 
designed to provide reasonable assurance to the Company’s management and board of direc­
tors regarding the preparation of reliable published financial statements. The system includes a 
documented organizational structure and division of responsibility, established policies and 
procedures including a code of conduct to foster a strong ethical climate, which are communi­
cated throughout the Company, and the careful selection, training and development of our 
people. Internal auditors monitor the operation of the internal control system and report 
findings and recommendations to management and the board of directors, and corrective 
actions are taken to address control deficiencies and other opportunities for improving the 
system as they are identified. The board, operating through its audit committee, which is 
composed entirely of directors who are not officers or employees of the Company, provides 
oversight to the financial reporting process.
16
There are inherent limitations in the effectiveness of any system of internal control, including 
the possibility of human error and the circumvention or overriding of controls. Accordingly, 
even an effective internal control system can provide only reasonable assurance with respect to 
financial statement preparation. Furthermore, the effectiveness of an internal control system 
can change with circumstances.
The Company assessed its internal control system as of December 31, 19XX in relation to 
criteria for effective internal control over financial reporting described in “Internal Control — 
Integrated Framework” issued by the Committee of Sponsoring Organizations of the 
Treadway Commission. Based on its assessment, the Company believes that, as of December 
31, 19XX, its system of internal control over financial reporting met those criteria.
Where a material weakness exists at year end, the last sentence illustrated above might be 
modified along the following lines:
Based on its assessment, except for the matter noted below, the Company believes that, as of 
December 31, 19XX, its system of internal control over financial reporting met those criteria.
During 19XX, the Company established new warranty terms for certain products, but did not 
have the necessary engineering expertise at year end to calculate the related liability accu­
rately. That expertise has since been acquired, and has been applied in calculating the liability 
represented in the December 31, 19XX financial statements.
Material Weaknesses
Because the management report contains a conclusion on the effectiveness of the entity’s 
internal control system, the question arises as to whether any deficiencies exist that are so 
serious as to preclude such a statement.
The concept of internal control effectiveness has, in various writings, been associated with 
the term “material weakness.” Coming from the independent public accounting literature, 
“material weakness” is put forth in relation to an entity’s financial reporting objectives, and is 
defined as a condition in which:
... the design or operation of the specific internal control structure elements do not reduce to a 
relatively low level the risk that errors or irregularities in amounts that would be material to the 
financial statements being audited may occur and not be detected within a timely period by 
employees in the normal course of performing their assigned functions.
Material weakness, thus, includes several concepts: level of risk (which relates to reasonable 
assurance), materiality in relation to the entity’s financial statements, and timeliness of the 
detection of errors or irregularities.
The material weakness concept establishes boundaries around the concept of effectiveness
— the threshold of seriousness against which deficiencies are measured. It has probably been 
used more frequently than any other term as a measure of effectiveness. It is the threshold that 
should be used for public reporting: The existence of a material weakness precludes the 
entity from expressing its belief that an effective system of internal control exists.
17
Another threshold for deficiencies is “reportable conditions,” which are “significant deficien­
cies in the design or operation of the internal control structure, which could adversely affect 
the organization’s ability to record, process, summarize and report financial data consistent 
with the assertions of management in the financial statements.”
This threshold — lower than that of material weaknesses —was developed by independent 
public accountants for reporting matters identified during an audit to the entity’s audit 
committee. It was not intended to serve, and many observers believe it does not serve, as a 
yardstick for determining whether or not an internal control system is “effective.” Those 
observers point to the different intent of the concept, and note that the need to report a 
finding to an entity’s audit committee does not necessarily mean that the internal control 
system is ineffective.
This hierarchy of reporting thresholds is consistent with the concepts introduced in the 
Framework volume (Chapter 6, under “Reporting Directives”). Matters to be reported can be 
defined in the context of the needs of the different parties. Management and the board of 
directors or audit committee need to be apprised of matters defined as reportable conditions, 
whereas investors, creditors and other report readers should be informed of the existence of 
any material weaknesses. It is those internal control deficiencies that would justifiably affect 
investors’ views of the entity’s ability to produce reliable financial statements.
Although the material weakness threshold is the relevant one for public reporting on internal 
control, the reader should not expect an easy answer to the question, “How do I know a 
material weakness when I see one?” Unfortunately, the process of making that determination 
cannot be expressed in only quantitative terms. Considerable judgment is needed that takes 
into account all of the facts and circumstances in a particular case. The concepts of both 
materiality and material weakness have long been debated. While the discussion here will not 
end the debate, it may provide some additional guidance.
Because of its importance, the material weakness concept should be studied by the appro­
priate bodies as a basis for providing additional guidance on its application. In the meantime, 
the following paragraphs provide some guidance for identifying material weaknesses.
Relating Deficiencies to Financial Statement Assertions
The definition of material weakness embraces the concept of the level of risk of errors or 
irregularities occurring and not being detected in timely fashion. The term “errors and 
irregularities” in the definition provides a link to the entity’s financial statements and, as such, 
the basic financial reporting objectives — namely, the concept of fair presentation and the five 
assertions that underlie an entity’s financial statements.
In considering whether the entity’s financial reporting objectives are achieved, findings in 
each of the five components of internal control should be considered for the relevant asser­
tions related to material accounts. Deficiencies in some of the components of internal control 
may relate not to just one or a few financial statement assertions and accounts; their effects
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could be pervasive. For example, a conclusion that top management lacks integrity may call 
into question the reliability of every assertion for every account. The possible financial 
statement effects of other deficiencies, however, can often be pinpointed more precisely. For 
example, control deficiencies associated with communications from customers may raise 
questions about the adequacy of the allowances for uncollectible receivables and defective 
inventory. Those deficiencies, by themselves, would not call into question the carrying value 
of other assets.
The Significance of Specific Deficiencies
As used in this study, the term “deficiency” refers to a perceived, potential or real internal 
control shortcoming, or an opportunity to strengthen the system to provide a greater likeli­
hood that the entity’s objectives are achieved. Not every shortcoming is a material weakness. 
For one thing, other controls may be in place that accomplish the same objective. When a 
deficiency is noted, the evaluator should look for control strengths in the same or other 
components that will help to achieve the particular financial reporting objective affected by 
the deficiency.
For example, in considering control related to management’s estimate of the allowance for 
uncollectible accounts, management reviews of operating data, such as the number of days 
sales in accounts receivable, could serve the same purpose as another control, such as 
follow-through on customer complaints. Both the management reviews and the follow- 
through are desirable procedures. But the former alone might focus sufficient attention on the 
adequacy of the allowance for uncollectible accounts and keep the absence of adequacy in the 
follow-through from being a material weakness. To cite another alternative, if the entity 
institutes special year end reviews of the collectibility of receivables that include following up 
on long-outstanding accounts, that action might also enable management to assert that it had 
adequate controls to ensure the proper valuation of accounts receivable. Management may 
consider controls that are present anywhere in the system in forming a conclusion as to 
whether the entity’s system, taken as a whole, is appropriately designed and operating to 
achieve each specific financial reporting objective.
Quantitative Materiality Considerations
Once a weakness in financial reporting controls has been identified, the materiality of the 
possible misstatements in relation to the entity’s financial statements must be considered 
before a conclusion is reached as to whether the control deficiency is a material weakness. 
The public accounting literature provides some guidance in making these judgments.9 While 
this guidance was written for auditors, it may be relevant to management as well.
To the extent applicable to current conditions, knowledge of past errors that were not 
prevented or detected by the system of internal control may be helpful in judging the amounts
9 Among guidance provided in Statement on Auditing Standards No. 30, Reporting on Internal Accounting Control (New 
York: AICPA, 1980), is that the combined effect of individually immaterial weaknesses should be considered (para. 32).
19
and likelihood of future possible misstatements. But a word of caution is necessary. Just 
because a material misstatement has occurred or may later occur does not necessarily mean 
that a material weakness existed in the past or exists today. Concepts of the limitations of 
internal control systems — application of human judgment, costs versus benefits, management 
override, collusion and the unavoidability of breakdowns — are all relevant to a discussion of 
whether actual known misstatements can be traced to a material weakness in the internal 
control system.
Notwithstanding that the cost-benefit concept should be considered in determining whether a 
deficiency is a material weakness, this concept by itself may not be the overriding factor. If, for 
example, a particular control is absolutely essential to reduce the risk of material misstate­
ment to a relatively low level (the definition of material weakness), then even if the cost of 
such a control is high, its absence would constitute a material weakness. It must be recog­
nized, however, that “relatively low level” necessarily requires the application of business 
judgment, which may bring in cost as one relevant factor.
Tailoring the Judgment
The factors discussed above suggest that deciding whether an internal control deficiency is a 
material weakness requires both a detailed understanding of the relevant facts and circum­
stances, and a considerable amount of judgment. Accordingly, a judgment that a material 
weakness exists cannot be made in the abstract. A particular situation may be deemed a 
material weakness for one entity, but not for another, depending on the industry, the products 
or services being produced or the presence of other controls, to name just a few reasons. 
Because of differences in control systems established to achieve financial reporting objectives 
and facts and circumstances related to a particular situation for an entity, examples may be the 
best way to illustrate how management can know a material weakness when it sees it. Several 
such examples are presented to illustrate the thought process one might go through.
• Formal codes of corporate conduct can be an important part of the control environment 
component of internal control. Issue: How should an evaluator of an internal control 
system view the absence of a formal code of conduct? In a large entity, the absence of a 
code would be conspicuous, and the evaluator might lean toward viewing that as a 
material weakness. The evaluator might lean even further in that direction if unethical 
behavior were to expose the entity to greater than average risk that unrecorded liabilities 
or unrecoverable assets might make the organization’s financial statements misleading. 
For example, this might be the case if a government contractor fraudulently charged costs 
to a contract. An entity could, however, accomplish objectives similar to those of a written 
code of conduct in a less formal manner. One way is by periodic meetings of top 
management and employees at which acceptable and unacceptable behavior is discussed. 
If the evaluator believed that those meetings were effective, he or she might conclude 
that the absence of a formal code of conduct did not create an unacceptable risk of 
material errors or irregularities. That conclusion would be even more appropriate if 
reliability of the entity’s financial statements were less at risk from occurrence of an act 
that would ordinarily be prohibited in a formal code of conduct.
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• Lack of integrity on the part of management could have such pervasive effects on the 
financial statements that it could well constitute a material weakness. However, not all 
unethical acts are alike or have the same impact on the financial reporting process. For 
example, making “bill and hold” arrangements (designed to inflate reported revenues) 
would usually evidence a “higher order” lack of integrity than using a company car for 
personal purposes. Both acts evidence less than total integrity, but the former seems, at 
least on the surface, to be more egregious than the latter, and would have more direct and 
significant implications for the reliability of the entity’s financial statements. Similarly, 
unethical behavior by a lower level manager is less consequential in reaching a conclusion 
about the ability of the entity’s internal control system to generate reliable financial 
statements than is such behavior by the chief executive or by management generally.
• As another example, assume that a high technology company’s contracts with customers 
provide for an extended warranty period for its products. Employees who provide service 
to customers or are otherwise aware of customer problems with the product are required 
to communicate their knowledge of the extent of customer dissatisfaction to accounting 
personnel. In this case, that process is critical to the accounting function’s arriving at a 
reasonable estimate for a warranty reserve. In this case, there are no other controls to 
accomplish the same financial reporting objectives. The absence of such communication
— either because there is no channel or because the channel exists but is not 
used — could, if the amounts involved are material, lead to the conclusion that a material 
weakness exists. Variations in the surrounding facts and circumstances, however, might 
lead to a different conclusion. If the contract terms for the company’s products were 
substantially different from those cited, for example, a very short warranty period, the 
potential exposure might be far below any reasonable materiality threshold. Or, internal 
audit or another designated group could correspond with customers at year end to 
determine the extent of potential claims, thereby achieving the relevant financial report­
ing objectives by other means. In either of these situations — and others could 
exist—management would likely conclude that a material weakness did not exist.
• A fourth example involves assessing and responding to new risks. The absence of a 
mechanism in a financial services company for identifying financial statement-related 
risks associated with new financial instruments that it regularly enters into is more likely 
to be a material weakness than the absence of a similar identifying mechanism in a 
manufacturing company that only occasionally engages in transactions involving more 
traditional financial instruments with well-recognized risks.
• As another example, assume accounting clerks who perform reconciliations and other 
critical control functions receive no training, or marginally effective training. In the 
abstract, this might be a material weakness. In reality, however, the clerks would likely be 
subject to effective supervision. Or, management reviews of reported data might identify 
material misstatements, effectively removing the training issue from the material weak­
ness category.
• Lastly, the absence of procedures to review the reliability of purchased software used to 
generate sales reports and related sales commissions might, again in the abstract with no 
other controls in place, be a material weakness. That would not be the case if reported
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sales are reconciled to shipping data, and if reported commissions, which in this case are 
assumed to be at a uniform rate, are verified by an overall calculation.
Documentation
When an entity issues a public report on internal control, it should develop and retain 
documentation to support the statements made. As noted in the Framework volume, Chapter 
6, the type and extent of documentation will vary by entity. The Evaluation Tools volume 
presents one way in which an internal control system, and the evaluation process, may be 
documented. Other methods of documentation are acceptable, as long as they support the 
statements made.
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APPENDIX
Consideration of Comment Letters
T h is  appendix summarizes the more significant comments generated from the public 
exposure of a draft of this material and from input received on a revised draft. It lists the 
resulting modifications reflected in this final document. It also includes reasons why certain 
views were accepted and others were not.
The draft of this material was included as part of a one-volume report exposed for public 
comment. Consistent with comments received, the material is now presented in this separate 
volume. The reasons for that decision are described in Appendix D to the Framework volume 
of the report. Other significant comments on the subject of management reporting to external 
parties are presented here.
Scope of Reporting. The exposure draft stated that the management report should encompass 
only control over financial reporting. Some respondents supported this position. They agreed 
with the exposure draft’s statements that reports addressing financial reporting controls 
coincide with the needs of securityholders, and that extension of reports to other objectives 
would elevate costs and raise new questions needing study. Other respondents, however, 
stated that management reporting also should cover operations and compliance controls. 
They argued that investors want information on whether the organization has controls to help 
ensure that it is operating efficiently and effectively, and is complying with legal and regula­
tory requirements. Some respondents stated that limiting the discussion of management 
reporting to financial reporting controls is inconsistent with the rest of the document, which 
addresses internal control from a broad perspective.
It was concluded, for a number of reasons — including those set forth in the exposure draft and 
the lack of a measurement standard for operations and compliance similar to the material 
weakness concept for financial reporting — that the final document should take the position 
that reporting on financial reporting controls is most relevant to today’s circumstances. 
However, a discussion of the evolutionary nature of reporting on compliance controls has been 
added.
Endorsement of Management Reporting. Some respondents indicated that the final document 
should endorse mandatory reporting. They argued that mandatory reporting would heighten 
management’s awareness of their responsibility to maintain effective internal control over 
financial reporting, and would provide relevant and important information to users.
The final document, similar to the exposure draft, does not take a position either for or 
against mandatory management reporting. This is because the document was prepared in 
response to the Treadway recommendation to provide, among other things, a basis for 
management reporting on internal control. Any attempt at resolution of the debate regarding 
the need for or advisability of mandatory reporting is beyond the scope of this study.
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External Auditor Involvement with Management Reports. Although it was not addressed in the 
exposure draft, respondents commented on whether or not management reports should be 
attested to by independent public accountants. Some respondents argued against external 
auditor involvement, presenting views on the relative costs and benefits. Others argued in 
favor, citing the added value external auditor involvement would bring.
It was concluded, because of the level of interest, that the issue should be acknowledged in 
the final document. It was decided that the final document should state, as with the issue of 
making management reporting mandatory, that resolution of the issue is beyond the scope of 
this study.
Reporting Timeframe. The exposure draft supported “point-in-time” reporting. Some respon­
dents agreed with this position, while others said that point-in-time reporting is inconsistent 
with internal control as a process and with the concept of continual monitoring of internal 
control. They suggested that “period-of-time” reporting should be presented as most appro­
priate.
It was concluded that the final document should retain the preference for point-in-time 
reporting. Point-in-time reporting meets the needs of securityholders, is less costly and 
provides an environment conducive to identification and correction of control deficiencies.
Interim Reporting. T he exposure draft stated that management reports on internal control 
should address controls over both the interim and annual reporting processes. Some respon­
dents indicated that it was not clear how reporting at a point in time relates to controls over 
interim reporting. Other respondents said that management reports should explicitly state 
that they cover interim reporting controls.
The final document more clearly describes the relationship between covering interim report­
ing controls and point-in-time reporting. It states that the management report should address 
internal controls in effect at the point in time (e.g., year end) over the preparation of interim 
(e.g., quarterly) published financial information; the internal controls reported on are those in 
effect at year end related to the preparation of such information, rather than controls that 
might have been in place at the end of each quarter.
Design vs. Effectiveness. The exposure draft stated that the management report should 
include management’s conclusion on the effectiveness of the internal control system. Some 
respondents said the management report should cover only system design, rather than 
effectiveness, primarily to help avoid liability in the case of a subsequent alleged failure.
The final document retains the basic thrust of reporting on effectiveness. It states that the 
Treadway Commission called for reporting on effectiveness, and entities intending to comply 
with Treadway should report accordingly. The final document also presents additional reasons 
why reporting on effectiveness is appropriate.
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Reporting Deficiencies. Some respondents expressed concern that because only material 
weaknesses existing at the point-in-time reporting date are included in a management report, 
report readers might not recognize that internal control systems, by their very nature, result in 
the identification and correction of deficiencies on an ongoing basis.
To avoid any such misunderstanding, the final document calls for a statement in the manage­
ment report as to the existence of such self-monitoring mechanisms.
Illustrative Management Report. The exposure draft provided an illustrative management 
report demonstrating how the reporting guidelines might be applied. Some respondents 
indicated that presenting only one illustrative report might cause that illustration to become 
viewed as a required standard, resulting in use of “boilerplate” language. In order to foster 
flexibility in reporting, some respondents suggested the illustration be deleted, while others 
suggested that more examples, containing topics currently addressed in management reports, 
be provided. Some respondents said illustrative management reports are particularly useful to 
managements with little experience with reporting on internal control. Respondents also 
suggested that an example be provided of how the existence of a material weakness might be 
reported.
It was decided that the illustrative management report is useful and should be retained, but 
that additional examples should be provided to promote flexibility. The final document 
contains three illustrative reports, including one discussing other topics addressed currently in 
management reports, and one describing the existence of a material weakness. The final 
document also emphasizes management’s tailoring reports to entity circumstances and avoid­
ing use of “boilerplate” language.
Criteria for Management Reporting. The illustrative management report in the exposure draft 
named the study in identifying the criteria used in assessing internal control effectiveness. 
Some respondents said that the illustrative management report should not refer to the name of 
the study because this might imply that these are the only criteria available. They suggested 
clarifying that other criteria might be used to conduct an evaluation and to report against.
It was decided that it is important for readers to be advised as to which criteria management 
uses for determining effectiveness. The illustrative management report continues to name 
the study, but the document clearly states that other criteria may be used.
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