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Namen tega diplomskega dela je raziskati trenutno stanje in smernice pasivnih RFID 
tehnologij za področje sledenja inventarja. Prav tako je namen podati predlog 
izvedbe sledenja inventarja na primeru večpredalnega delavniškega vozička. 
V diplomski nalogi je v prvih dveh poglavjih predstavljena RFID tehnologija, njen 
zgodovinski razvoj in osnove delovanja. Predstavljeni so sestavni deli RFID sistemov, 
mehanizmi delovanja, uporabljene modulacije, tehnike sodostopa in vrste ter pomen 
standardov, regulacij. V poglavju tri in štiri sta posebej predstavljena trenutno najbolj 
razširjena in uveljavljena mednarodna standarda na področju pasivne 
visokofrekvenčne (VF) in ultravisokofrekvenčne (UVF) RFID tehnologije. Poglavje pet 
se ukvarja s smiselnostjo uporabe RFID tehnologije za sledenje inventarja in pod 
drobnogled vzame najbolj pogoste izzive pri njeni implementaciji v realno okolje. V 
poglavju 6 so opisani izzivi, problemi in rešitve vpeljave pasivne RFID tehnologije na 
primeru večpredalnega delavniškega vozička pri UV in UVF frekvencah; iz tega je 
izpeljana tudi primerjava in primernost teh dveh RFID tehnologij. 
Ključne besede: pasivna RFID tehnologija, visoke frekvence, ultravisoke frekvence, 





Purpose of this thesis is to research the current state and directives of passive RFID 
technologies in respect to item management and inventory tracking applications. The 
objective is also to propose the implementation of the inventory tracking of a multi-
drawer workshop trolley. 
The first two chapters deal with introduction to RFID and it's history. The 
fundamental of RFID systems are presented: basic elements and principles of 
operation, multiple access techniques and the importance of standards, regulations. 
The chapter three and four overview currently most adopted and established 
international standards in the field of passive high frequency (HF) and ultrahigh 
frequency (UHF) RFID technology. The chapter five deals with feasibility of 
implementing RFID technology for item management by examining the most 
frequent challenges, experienced when implementing in real environment. Chapter 6 
is concerned with challenges, problems and solutions of applying passive HF and UHF 
RFID technology to a multi-drawer workshop trolley; concluding with comparison and 
adequacy of those two technologies for the suggested application. 
Key words: passive RFID technology, high frequencies, ultrahigh frequencies, trolley, 





Identifikacija je postopek nad množico elementov (enim ali več), v kateri skušamo 
določiti katerega izmed elementov te množice – ga identificirati. Posamezen element 
lahko identificiramo na podlagi enega ali skupine več parametrov. Vsakdanji primeri 
identifikacije so: izkazovanje istovetnosti z osebnim dokumentom pred bančnim 
okencem, opremljanje e-pošte z overjenim digitalnim podpisom, pridobivanje 
dostopa do pametnega telefona s pomočjo prstnega odtisa, identifikacija izdelka na 
blagajni in tako dalje. 
Identifikacijske tehnologije so tehnologije, s katerimi si čim bolj olajšamo 
(avtomatiziramo) in pohitrimo postopek identifikacije. Odvisno od področja uporabe, 
delovanja in izida ločimo več različnih tehnologi, kot so: tehnologija črtnih kod, 
biometrične tehnologije (prstni odtisi, zaznavanje glasu, …), identifikacija s pomočjo 
radijskih frekvenc in druge. S črtnimi kodami navadno identificiramo razne produkte 
in izdelke. Biometrične tehnologije so primarno namenjene prepoznavanju ljudi. 
Identifikacija s pomočjo radijskih frekvenc pa je namenjena identificiranju izdelkov, 
živali in ljudi. 
Nas bo zanimala predvsem tehnologija radiofrekvenčne identifikacije (angl. Radio-
Frequency IDentification – RFID). Pri RFID za uspešno identificiranje potrebujemo 
vsaj dva elementa: bralnik (interrogator, reader) in značko (tag, transponder). 
Značka je pritrjena na objekt, ki ga s pomočjo bralnika identificiramo. Sam postopek 
identifikacije poteka preko radijskih frekvenc. 
Prvi znan primer uporabe tehnologije RFID je za namen identifikacije vojaških letal 
med drugo svetovno vojno. Od takrat naprej je tehnologija napredovala, se razvijala 
in iskala primerne uporabe. V današnjem svetu jo uporabljamo veliko, a je navadno 
niti ne opazimo. Primeri takih uporab so: smučarske karte, izposoja knjig, varovanje 
dražjih artiklov, plačilne kartice in tako naprej. 
RFID tehnologije so se v zadnjem času zaradi enostavnosti in sorazmerne cenovne 
ugodnosti izjemno razmahnile in jih je mogoče srečati na vsakem koraku. Trendi v 




tehnologije verjetno še bolj popularizirali, naredili dostopnejše, lažje za uporabo in 
omogočili nadaljnji razvoj. 
V svoji diplomski nalogi se želim posvetiti problemom in izzivom uporabe tehnologije 
radiofrekvenčne identifikacije za sledenje inventarja. Poleg pasivne RFID tehnologije, 
ki deluje pri ultravisokih frekvencah (UVF), želim raziskati tudi možnost uporabe 
pasivne RFID tehnologije, delujoče pri visokih frekvencah (VF), saj ta obljublja 
nekatere prednosti pred UVF RFID: uveljavljeni standardi, enotno frekvenčno 
območje, lažja in bolj predvidljiva uporaba, nižje cene VF RFID produktov, itn. 
Podrobneje se bom posvetil implementaciji pasivne RFID tehnologije za sledenje 





2 OSNOVE RFID 
2.1 KAJ JE RFID TEHNOLOGIJA? 
Beseda RFID ima zelo široko uporabo in v splošnem pomeni identifikacijo preko 
radijskih frekvenc ali valov; torej kadarkoli lahko s pomočjo radijskih valov 
identificiramo kakšen predmet, gre za zgoraj omenjen pojem. V vsakdanjem življenju 
pod pojmom tehnologija RFID navadno razumemo malo ožjo, tehnično definicijo, in 
tako na tehnološkem področju predstavlja tak sistem vsak sistem, sestavljen vsaj iz 
dveh osnovnih gradnikov – bralnika (reader) in značke (tag). Ključna za povezavo 
obeh elementov je vmesniška programska oprema (middleware), ki poveže in uskladi 
medsebojne elemente. 
Značka je sestavljena iz 2 delov, in sicer iz integriranega vezja in antene. Integrirano 
vezje je odgovorno za obdelovanje in shranjevanje podatkov, modulacijo in 
demodulacijo radijskega signala in napajanje iz radijskih valov bralnika. Antena skrbi 
za sprejemanje in oddajanje radijskih signalov. [1] 
Bralnik je v splošnem sprejemnik in oddajnik, ki značkam pošilja signale in čaka na 
odgovore. Temu pravimo, da bralnik prebere značko. Nekateri bralniki lahko izvajajo 
tudi druge operacije nad značkami: (re)aktiviranje, blokiranje, pisanje, uničenje. 
Bralnik je po zasnovi dosti bolj zapleten kot značka in zaradi tega veliko dražji. 
Razmerje med gradnikoma v RFID sistemih je skoraj vedno 1:n, kjer n pomeni število 
značk, ki pridejo na posamezen bralnik. [1] 
2.2 ZGODOVINA TEHNOLOGIJE RFID 
Kadar govorimo o začetkih tehnologije RFID, moramo omeniti radarje in njihovo 
vlogo v drugi svetovni vojni. Radar je naprava, ki lahko s pomočjo sevanja in odboja 
radijskih valov določi (ne)prisotnost, smer in hitrost zračnih plovil v njegovi okolici. 
Takoj po postavitvi obrambnih radarskih sistemov Chain Home na svojem ozemlju so 
Britanci naleteli na nov problem. Izkazalo se je, da je ločevanje domačih letal od 
morebitnih sovražnih težavna naloga, zato so zasnovali sistem, imenovan IFF M I – 
Identification Friend or Foe Mark I. Na signal radarjev sistema Home Chain so se 
letala z vgrajenim sistemom IFF M I radarskim operaterjem primerno odzvala in se 
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tako predstavila kot prijateljska. Ta standardizirana uporaba naravnega pojava 
odboja radijskih valov je hkrati pomenila prvi delujoči aktivni RFID sistem. Podobne 
sisteme so razvijali tudi drugi vojaško močni narodi in izboljševanje te uporabe se je 
nadaljevalo vse do poznih 70. let. [2-4] 
Omembe vredno je tudi leto 1948, ko je raziskovalec Harry Stockman objavili članek 
»Communications by means of reflected power«, v katerem se je ukvarjal s 
tehnikami RFID in na koncu zaključil, da bo na tem področju potrebno še veliko dela 
in raziskav. [5] 
Šestdeseta leta so bila uvod v resnejša raziskovanja v tej smeri in tipanje, kje bi 
lahko pojav izkoristili v praktične namene. Proti koncu šestdesetih let so se pojavili 
EAS (electronic article surveillance) sistemi. Danes jih najdemo v vsaki malo večji 
trgovini, knjižnici in povsod tam, kjer se kraja prevede v zadosten delež stroškov. 
Obstaja več različnih tehničnih izvedb takih sistemov, ki so si po konceptu delovanja 
zelo podobni. Ideja je sestavljena iz 2 gradnikov: elektronskih vrat in elektronske 
značke. Na stvari pripnemo, prilepimo ali kako drugače zataknemo 1-bitno značko, ki 
zapiska ali na nek drug način opozori pristojne za varnost na ukrepanje v primeru, da 
označeno stvar morebitni tat želi pretihotapiti mimo elektronski vrat – RFID bralnik. 
Pravimo jim 1-bitne značke, ker lahko javijo samo (ne)prisotnost v okolici 
elektronskih vrat. Za razvoj in trženje takih sistemov sta bili v 60. ustanovljeni 2 RFID 
podjetji, aktivni še danes – Checkpoint in Sensormatic. Komercialni uporabniki so te 
rešitve množičneje začeli uporabljati v 70. letih. [6-7] 
V sedemdesetih letih je veliko raziskovalcev, izumiteljev in tehnoloških navdušencev 
raziskovalo možnosti uporabe tehnologije RFID. Leta 1975 so trije znanstveniki iz Los 
Alamos Laboratories objavili članek z naslovom »Short-Range Radio-Telemetry for 
Electronic Identification«, v katerem so predstavili razvoj pasivnega RFID sistema za 
identifikacijo živine in spremljanje temperature vsake glave živine na razdalji nekaj 
metrov. [6] 
RFID je v osemdesetih letih 20. stoletja pustil pečat na pilotnih projektih komercialne 
uporabe. Leta 1987 so na Norveškem postavili RFID sistem za pobiranje cestnine in 
temu so kmalu sledile tudi nekatere druge države: Združene države Amerike (ZDA), 
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Francija, Italija. V teh letih sta se znižali cena in velikost RFID značk, kar je dodatno 
spodbudilo nove rabe in aplikacije; na primer podkožne značke za sledenje živalim. 
[6-7] 
V 90. letih se je uporaba tehnologije RFID v razvitem svetu bliskovito razmahnila in 
prodrla v vse pore sodobne družbe – plačilni in potniški sistemi. Z razširjenostjo je 
prišla potreba po usklajevanju in ureditvi nove panoge – RFID panoge. Takrat so se 
pojavile prve smernice, standardi in področja prava – zakonske podlage za delovanje.  
Leta 1999 je s pomočjo skoraj 100 globalnih podjetij in 7 priznanih univerz (MIT v 
ZDA, univerza Cambridge v Veliki Britaniji, avstralska univerza Adelaide, japonska 
univerza Keio, univerza St. Gallen v Švici, kitajska univerza Fudan in univerza KAIST v 
Koreji) nastal Auto-ID Center (leta 2003 ukinjen) z namenom raziskovanja in 
snovanja odprtih standardov v tehnologijah avtomatične identifikacije z velikim 
poudarkom na RFID področju. [8] 
Danes RFID obljublja veliko. Napredek elektronskih elementov je tehnologijo naredil 
cenejšo, bolj prilagodljivo in zato dosegljivo večjemu številu ljudi. Bolje dorečeni 
standardi, njihovo postopno širjenje in napredovanje pomeni večjo združljivost 
produktov posameznih proizvajalcev in s tem integracijo različnih sistemov, zato je 
RFID resen kandidat za eno izmed tehnologij prihodnosti v skladu s filozofijo Internet 
of Things, prepletenost vseh stvari. 
2.3 GRADNIKI RFID 
2.3.1 RFID ZNAČKA 
RFID značka je stvar, ki jo nalepimo, pripnemo ali kako drugače nataknemo na želeni 
predmet, da ta dobi neponovljivo identiteto, analogno uporabi črtnih kod. Večina je 
sestavljena iz 3 osnovnih komponent: antene, integriranega vezja in spomina. 
Podobno kot pojem miza ima tudi RFID značka mnogo oblik, uporab in lastnosti. 
Njihove lastnosti so odvisne od predvidene uporabe in dostopne tehnologije za 
izdelavo. Med najbolj karakteristične lastnosti štejemo: način napajanja, frekvenco 
uporabe, velikost in obliko, kapaciteto spomina, funkcionalnosti, ki jih lahko izvaja in 
standard, kateremu se pokorava. 
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2.3.2 RFID BRALNIK 
Posamezni RFID bralniki se med seboj lahko zelo razlikujejo. Namen uporabe je 
najbolj omejujoč faktor. Kadar sta namen in uporaba bralnikov dobro znana, lahko 
postavimo množico zahtev, ki jim mora bralnik zadostiti. Lahko so nepremični ali 
prenosni, imajo vgrajeno anteno ali ne, lahko podpirajo zelo različne nabore funkcij, 
delujejo na različnih frekvencah in uporabljajo različne tehnološke rešitve.  
Med glavne naloge bralnika spadajo bujenje značke, vzpostavitev pravilnega poteka 
komunikacije in uspešen prenos podatkov. Zahtevnejše implementacije  izvajajo 
druge naprednejše funkcije: antikolizijske postopke (anti-collision procedures), 
avtenticiranje, šifriranje (enkripcija) in dešifriranje (dekripcija) signalov. 
Večino bralnikov lahko posplošimo na 2 logični enoti, in sicer so sestavljeni iz 
radijskofrekvenčnega (RF) vmesnika in nadzorne enote. RF vmesnik je odgovoren za 
zagotavljanje visokofrekvenčne moči na mestu značke, ki služi napajanju in bujenju 
značke. Poleg tega mora RF vmesnik znati modulirati prenosni signal za pošiljanje 
podatkov k znački in biti sposoben sprejema in demodulacije značkinega odgovora. 
Nadzorna enota pa skrbi za ustrezno komunikacijo s programsko opremo in 
izvrševanje programskih ukazov. Nadzorovati mora komunikacijo z značko in 
poskrbeti za (de)kodiranje signala. Zahtevnejše enote vsebujejo še module za 
izvajanje antikolizijskih algoritmov, izvedbo avtentikacije ter enkripcije in dekripcije 
podatkov. [9] 
2.3.3 VMESNIŠKA PROGRAMSKA OPREMA 
RFID sistemi velikokrat zahtevajo dodatno prilagojeno programsko opremo, ki 
povezuje RFID sisteme z ostalimi. Vmesniška programska oprema integrira in 
obdeluje RFID podatke, usklajuje in upravlja posamezne RFID naprave med seboj, 
poleg tega pa skrbi za integracijo RFID sistemov v širšo shemo nekega podjetja. 
2.4 NAČINI PRENOSA 
Ponudba značk z različnimi pomnilnimi in ostalimi zmožnostmi je obsežna. Najdemo 
vse od 1 bitnih značk do takih, katerih pomnilne kapacitete presegajo 100 kB. 
Enobitne značke sporočajo eno samo informacijo, svojo (ne)prisotnost in so zato zelo 
enostavne in poceni. Če ima značka spomin večji od 1 bita, bi s tako značko radi kaj 
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delali – jo prebrali, kaj napisali vanjo, itn. Za izvedbo takih operacij mora biti 
poskrbljeno, da se med seboj bralnik in značka lahko sporazumevata. Tu govorimo o 
poteku izmenjavanja informacij. Glede na potek komunikacije ločimo 3 možne načine 
prenosa: polovični dupleks (Half-Duplex – HDX), polni dupleks (Full-Duplex – FDX) in 
sekvenčno (Sequential – SEQ). [9] 
V HDX načinu bralnik in značka v izmenično pošiljata/sprejemata podatke; torej 
kadar govori eden, je drugi tiho in obratno.  
FDX način pomeni, da lahko hkrati govorita in poslušata oba. Prenos podatkov 
bralnika k znački imenujemo »downlink«; prenos v obratni smeri »uplink«. Govor na 
istem frekvenčnem pasu bi pomenil zmedo in izpad komunikacije, zato se podatki od 
značke do bralnika prenašajo po drugi frekvenci (subharmonični ali aharmonični). [9] 
Sekvenčne sisteme srečamo redkeje. Podobnosti sistemov HDX in FDX je v tem, da 
pri obeh bralnik ves čas komunikacije zagotavlja znački energijo, ne glede na smer 
prenosa podatkov. Pri sekvenčnih sistemih traja prenos podatkov značke k bralniku 
med odmori, ko bralnik značko napaja. [9] 
2.5 SKLAPLJANJE 
Za kakršenkoli brezžični prenos podatkov morata biti obe napravi – značka in bralnik 
– v nekakšnem stiku ali sklopu preko katerega lahko komunicirata. Pri brezžičnih 
sistemih prenašamo informacije z različnimi osnovnimi metodami. Pri veliki večini 
RFID primerov se uporabijo naslednje sklopne tehnike: induktivna, kapacitivna in 
sevalna. Navadno se za sisteme na frekvencah pod 30 MHz uporablja induktivni, tudi 
kapacitivni; pri frekvencah nad 100 MHz pa prevladuje sevalni spoj. V večini 
implementiranih RFID sistemov srečamo induktivno sklopitev. [9-10]  
2.5.1 INDUKTIVNA SKLOPITEV 
Induktivno sklopljene značke so navadno sestavljene iz enega mikročipa in zanke, ki 
deluje kot antena. Take značke so skoraj izključno pasivne, brez lastnega vira 
energije, zato mora za njihovo napajanje poskrbeti bralnik, ki mora na mestu značke 
ustvariti dovolj močno elektromagnetno (EM) polje. Navadno je valovna dolžina 
frekvence nekajkrat večja od razdalje med bralnikom in značko, zato EM polje lahko 
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obravnavamo kot preprostejše izmenično magnetno polje. Okoli 90 % vseh RFID 
sistemov uporablja induktivno sklopitev, predvsem sistemi, delujoči na področju 
nizkih in visokih frekvenc. Induktivni sklop je podoben transformatorskemu, le da 
kovinskih zank skupaj ne povezuje material z visoko permeabilnostjo, temveč 
»prazen« prostor (zrak). Zaradi tega je medsebojna induktivnost – sklop – zank 
precej manjši kot pri transformatorjih, zato so tudi prenosi moči manjši. Ker 
induktivni sklop deluje le v bližnjem polju, je doseg komunikacije teoretično omejen z 
valovno dolžino preko enačbe             , ki podaja mejo med bližnjim in daljnim 
poljem za elektromagnetno kratke antene. Učinkovitost prenosa moči je sorazmerna 
s frekvenco, številom navojev v zankah, ploščino zanke, oddaljenostjo med zankama 
in kotom med njima. [9][11] 
2.5.2 SEVALNA SKLOPITEV 
Sevalni RFID sistemi so redkejši, a se pojavijo tam, kjer moramo zadostiti večjim 
razdaljam in hitrostim prenosa med značko in bralnikom. V nasprotju z induktivnimi 
sistemi delujejo sevalni v daljnem polju EM valovanja po principih radarske 
tehnologije. Iz področja radarjev nam je znano, da se EM valovi odbijajo od 
predmetov. Učinkovitost, s katero predmet odbije EM valove, označujemo s pojmom 
radarski presek. Kadar je predmet v resonanci z EM valom, povzroči še posebno velik 
radarski presek – na primer signalu ustrezno prilagojena antena. Za delovanje takega 
sistema morata biti izpolnjena vsaj 2 pogoja. Signal od bralnika mora biti dovolj 
močan, da značka lahko obratuje, in signal od značke do bralnika mora biti dovolj 
močan, da ga bralnik lahko zazna. [9][10][12] 
2.6 KODIRANJE IN MODULIRANJE 
2.6.1 KODIRANJE V OSNOVNEM PASU 
Digitalno sporočilo, sestavljeno iz binarnega niza podatkov, pred prenosom čez izbran 
medij lahko linijsko kodiramo – kodiranje v osnovnem pasu. S tem dejanjem želimo 
doseči čim boljšo prilagoditev na uporabljen prenosni kanal in čim večjo zaščito pred 
motnjami in kolizijami, kar pomeni manj napak in hitrejši prenos. 




Modulacija je postopek, s katerim periodičnemu signalu (nosilcu) spreminjamo točno 
določen parameter (bodisi amplitudo bodisi frekvenco bodisi fazo), in sicer na tak 
način, da v nosilec zakodiramo želeno sporočilo. Podatke z linijskimi kodami navadno 
kodiramo v osnovnem pasu, potem pa s pomočjo modulacijske tehnike signal 
spremenimo in prestavimo na željen/predpisan frekvenčni pas in se s tem ognemo 
motenju drugih uporabnikov in obratno. 
Poznamo 3 osnovne tipe digitalnih modulacij: amplitudno (Amplitude Shift Keying – 
ASK), frekvenčno (Frequency Shift Keying – FSK) in fazno modulacijo (Phase Shift 
Keying – PSK). Te tehnike so: 
 ASK je oblika modulacije, pri kateri nosilni frekvenci spreminjamo velikost 
amplitude glede na niz prenesenih bitov. Preprost primer take modulacije je 
On-Off Keying (OOK), kjer odvisno od prenesenega bita prižgemo ali 
ugasnemo nosilec analogno s spreminjanjem položaja stikala.  
 Pri FSK se za prenašanje podatkov poslužujemo spreminjanja frekvence. Pri 
BFSK to pomeni, da predstavimo bit '0' z uporabo ene frekvence in bit '1' z 
uporabe druge frekvence. 
 Parameter spreminjanja PSK je faza nosilnega vala. Pri BPSK imamo tako 2 
fazi, ločeni za 180 stopinj. [13] 
2.7 SODOSTOP 
Kadar več uporabnikov uporablja isti prenosni medij (npr. vlakno, zrak, žica), lahko 
prihaja do motenj in s tem slabše komunikacije. V izogib izpadanju komunikacije se 
je tako oblikovalo več načinov, kako lahko posamezen medij in komunikacijo po njem 
razdelimo na način, da lahko kar največ uporabnikov/naprav uspešno komunicira po 
njem. Ločimo jih po načinu razmejevanja posameznih kanalov komunikacije; osnovni 
načini: 
 Frequency DMA (FDMA)  
Pri frekvenčnem sodostopu razdelimo ponujeni frekvenčni pas na več 
podpasov, ki jih potem dodelujemo uporabnikom/napravam. Želimo čim več 
čim ožjih podpasov, ki ne bodo motili eden drugega in bodo hkrati izpolnjevali 
12 OSNOVE RFID 
 
 
potrebe po hitrosti prenosa podatkov. Ena prednost takega razdeljevanja 
skupnega medija je, da ne potrebujemo sinhronizacije med porabniki. Primer 
take implementacije je hkratna uporaba telefona in ADSL povezave na istem 
telefonskem priključku (PTSN + ADSL). 
 Time DMA (TDMA) 
Pri časovnem sodostopu nam je na voljo celoten frekvenčni pas za območje 
uporabljane tehnologije. Vsakemu uporabniku se dodeli časovna rezina, v 
kateri lahko prenaša podatke. Porabnike je potrebno med seboj sinhronizirati. 
Primer takega sodostopa je mobilna tehnologija druge generacije (GSM 2G). 
 Code DMA (CDMA) 
Kodni sodostop operira s kodami. Vsak uporabnik ima na voljo cel čas celoten 
frekvenčni pas. Vsakemu se dodeli koda, po kateri se ločijo. UMTS 3G je ena 
izmed implementacij CDMA. 
 Space Division Multi Access (SDMA) 
SDMA se ukvarja s prostorskim ustvarjanjem območij, kjer spet lahko 
uporabimo iste frekvenčne pasove. Za SDMA sistem lahko smatramo načrt 
grajenja baznih postaj in ponovno uporabo frekvenc. [13] 
2.8 FREKVENCE IN REGULACIJA 
Radijski spekter spada v naravne dobrine in je zato opredeljen kot javno dobro, zato 
je reguliran s strani države. V Sloveniji za ta namen deluje Agencija za 
komunikacijska omrežja in storitve – AKOS, ki med drugim skrbi za red, pripravo 
zakonske podlage in ozaveščanje na tem področju. Drugje po svetu imajo podobne 
organizacije, ki predpisujejo, kateri del spektra bo namenjen določeni uporabi. 
Predpisana področja za enake elektronske storitve se lahko od države do države 
razlikujejo. Marsikatera država šele sprejema potrebne ukrepe za umestitev RFID 
frekvenc, nekatere za to nimajo postavljenih niti temeljev. 
Izraz RFID se nanaša na radijske frekvence, na katerih RFID sistemi delujejo – 30 
kHz do 300 GHz. V praksi se za veliko večino praktičnih namenov uporablja dosti ožji 
razpon nekako od 30 kHz do 6 GHz. RFID sisteme glede na delovno frekvenco 
razvrščamo v 4 razrede: nizke frekvence (NF), visoke frekvence (VF), ultravisoke 
frekvence (UVF) in mikrovalovno področje (MV). 
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Izbor frekvenčnega področja je ena pomembnejših odločitev pri snovanju in uporabi 
RFID sistema v določen namen. Izbor frekvenčnega področja vpliva na hitrost, domet 
in obnašanje EM valovanja v prostoru. Hitrost prenosa in domet takih sistemov raste 
s frekvenco, z višjimi frekvencami pa se viša tudi cena in zahtevnost vzpostavitve 
sistema. 
2.8.1 NIZKE FREKVENCE 
Med nizke frekvence štejemo vse frekvence na intervalu (30 - 300 kHz), a večina NF 
RFID sistemov deluje na področju (125 - 134,2 kHz). Značilni RFID implementaciji sta 
sistem kontrole dostopa in sistem identifikacije in sledenja živine. [14] 
2.8.2 VISOKE FREKVENCE 
Področje visokih frekvenc je (3 - 30 MHz); velika večina VF RFID sistemov uporablja 
frekvenco 13,56 MHz. Večina sistemov na tej frekvenci je pasivnih. Značilne uporabe 
teh frekvenc so brezkontaktna plačila, kreditne kartice, potni listi in nadzor 
železniškega prometa. [14] 
2.8.3 ULTRAVISOKE FREKVENCE 
Ultravisoke frekvence opredelimo kot frekvence na (300 - 3000 MHz). Standardi 
zapovedujejo uporabo frekvenc na intervalu (860 - 960 MHz). Lokalni predpisi 
navadno predvidevajo uporabo nekega ožjega frekvenčnega pasu znotraj zgornjega 
intervala – na primer Severna Amerika (902 - 928 MHz), Evropska Unija (865 - 868 
MHz). Uporabljeno pri transportu in logistiki (identifikacija in sledljivost palet). [14] 
2.8.4 MIKROVALOVNO PODROČJE 
Mikrovalovno področje so frekvence intervala (300 MHz - 300 GHz). Najpogosteje 
uporabljeni frekvenci sta 2,45 GHz in 5,8 GHz. Značilen namen uporabe je 
elektronsko cestninjenje. [14] 
2.9 STANDARDI IN REGULACIJA 
2.9.1 STANDARDI 
Dve glavni in najpomembnejši standardizacijski telesi za področje RFID tehnologij 
sta: International Organization for Standardisation (ISO) in GS1 – prej znan pod 
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imenom EAN International. ISO zase pravi, da je neodvisna nevladna mednarodna 
organizacija, ki ima 163 držav članic in skrbi za poenotenje in vzpostavitev ustreznih 
standardov za različne tehnologije. GS1 je privatna organizacija, sestavljena iz 
multinacionalk in drugih podjetij, ki se osredotoča na popularizacijo in prodor 
elektronske črtne kode in posledično RFID rešitev. [15-19] 
Standardov, ki se ukvarjajo z različnimi aspekti RFID tehnologije, je veliko, kar 
manjša preglednost in enostavnost uporabe. Niso vsi enako pomembni in različni 
standardi se posvečajo različnim vidikom tehnologije. 
S stališča načrtovanja uporabe RFID tehnologije so najpomembnejši tisti, ki določajo 
način in protokole za komunikacijo med RFID napravami: ISO 14443, ISO 15693, 
EPC Class 1 HF, EPC Class 1 Generation 2 in serija ISO 18000. Sploh serija ISO 
18000 je novejša ter skuša opisati in poenotiti fizične parametre in komunikacijske 
protokole različnih RFID tehnologij za namene upravljanja s predmeti. 
2.9.2 REGULACIJA 
RFID naprave ali sistemi se morajo podrediti regulacijskim pravilom, ki služijo kot 
ukrep, namenjen ščitenju človeškega zdravja, omejitvi EM sevanja/onesnaženja ... 
Regulacijski standardi uvrščajo RFID naprave v skupino naprav kratkega dosega 
(short range devices – SRD), ki se morajo podrediti tehničnim določilom (na primer 
najvišja dovoljena moč sevanja) in deklariranim metodam testiranja, s katerimi se te 
karakteristike pridobi. 
Najpomembnejše evropsko regulacijsko telo za RFID področje je European 
Telecommunications Standards Institute (ETSI), v ZDA pa Federal Communications 
Commission (FCC). 
Pomembni regulacijski standardi za Evropo so: EN 300 330, EN 300 220, EN 300 440. 
V ZDA pa se morajo RFID sistemi podrejati standardu FCC 47 Part 15. Poleg 
osnovnih regulacijskih standardov obstajajo še bolj specifični. [9] 
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3 PASIVNI VF RFID SISTEMI IN STANDARD ISO/IEC 
15693 
3.1 ZAKAJ ISO/IEC 15693 
Na področju VF RFID bralnikov in značk obstaja več zanimivih standardov: ISO 14443 
(A in B), ISO 15693, ISO 18000-3 (MODE 1, MODE 2, MODE 3). Starejša standarda 
ISO 14443 in 15693 sta dobro uveljavljena in podprta s številnimi izdelki in 
preverjenimi realizacijami. ISO 18000-3M1 je kontinuirani standard 15693 v preobleki 
z nekaj dodatki/spremembami. ISO 18000-3M2 je standard, za katerega je težko 
dobiti RFID elemente, ker jih ščiti patentna pravica podjetja Satovicinity. Najnovejša 
pridobitev ISO 18000-3 je način ISO 18000-3M3, ki bo združljiv s standardom (EPC 
C1 G2) področja UVF. Standard je relativno nov, nepreverjen in še nima razvitih RFID 
produktov. 
Čeprav razvoju RFID tehnologij kaže dobro, je trenutno najboljša izbira produktov, 
združljivih s standardom ISO 15693, saj je za ta standard na voljo daleč največ 
izdelkov in realizacij ter s stališča dosega ponuja največ. Je najbolje podprt, 
preverjen, uporabljan in utečen standard. Njegova zgodba se nadaljuje v 
posodobljeni verziji – ISO 18000-3M1. Pomemben dodatek je podpora večjemu 
številu značk v antikolizijskih postopkih. [20-22] 
3.2 RADIOFREKVENČNE SPECIFIKACIJE 
Radiofrekvenčne specifikacije tega standarda so: 
 Nosilna frekvenca RF polja mora biti 13,56 MHz +/- 7 kHz. 
 Vicinity Integrated Circuit Card (VICC) mora nemoteno obratovati med      in 
     močjo magnetnega polja, kjer ima      vrednost 150          in 
     vrednost 5        . 
 Moč magnetnega polja H, ki ga mora ustvariti Vicinity Coupling Device (VCD) 
na predpisanih mestih proizvajalca, je med vrednostma      in     . [20][22] 




3.3.1 VCD (BRALNIK) -> VICC (ZNAČKA) 
3.3.1.1 MODULACIJA 
Standard ISO 15693 določa za pasivne sisteme v smeri bralnik -> značka uporabo 
modulacije ASK z dvema različnima modulacijskima indeksoma, in sicer: ASK 10% in 
100% ASK. Pri ASK je binarna '1' predstavljena z nosilno frekvenco; nivo '0' pa je 
odvisen od izbranega modulacijskega indeksa. V primeru, da imamo ASK z indeksom 
10%, to pomeni, da ničla doseže 90% amplitude logične enke. [20] 
 
Slika 1: 100% ASK [20] 
Poseben in hkrati najpreprostejši je primer na sliki (Slika 1), kjer imamo ASK z 
modulacijskim indeksom 100% ali On-Off Keying (OOK), kjer je binarna '1' kodirana z 
nosilno frekvenco, bit '0' pa predstavlja nosilna frekvenca z amplitudo nič. 
3.3.1.2 KODIRANJE PODATKOV 
Za kodiranje podatkov se uporablja tehnika PPM (Pulse Position Modulation); na voljo 
sta 2 različici te modulacije, in sicer '1 of 4' ali '1 of 256'. Vsak VF bralnik mora znati 
uporabljati obe. [20] 
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PPM tehnika prenaša podatke s pomočjo položaja impulza v periodi. Pri PPM metodi 
prenašamo naenkrat n število bitov, zato periodo signala razdelimo na 2n 
podintervalov. Vsak podinterval predstavlja eno izmed možnih kombinacij bitov, zato 
pri prenosu določene sekvence bitov dolžine n postavimo impulz na ustrezen 
podinterval. Najlažje si bomo predstavljali koncept na spodnji sliki (Slika 2), ki 
prikazuje način '1 od 4'. 
 
Slika 2: PPM: 1 od 4 [20] 
 
Na sliki vidimo, da celotna perioda signala traja okoli 75,52 μs. Tu je naš n = 4 in 
periodo enega signala razdelimo na 4 enake podintervale, dolge 18,88 μs. Impulz se 
pojavi v drugi polovici izbranega podintervala in zaznamuje vrednost prenesenih 
podatkov. Imamo 4 možne lege, zato naenkrat prenesemo 2 bita informacije. 
Pri načinu '1 od 256' so stvari identične, le da je možnih 256 različnih podintervalov 
in tako prenašamo po 8 bitov naenkrat (Slika 3). Ustrezno se podaljša perioda 
signala. 




Slika 3: PPM 1 od 256 [20] 
3.3.1.3 HITROST PRENOSA PODATKOV 
Odvisno od izbrane tehnike kodiranja podatkov lahko prenos podatkov poteka z 
dvema različnima hitrostma 26,48 kbps pri izbiri '1 od 4' ali 1,65 kbps pri izbiri '1 od 
256' (Tabela 1). [20] 
KODIRANJE PODATKOV HITROST PRENOSA 
1 od 256 1,65 kbps 
1 od 4 26,48 kbps 
Tabela 1: Hitrost prenosa podatkov [20] 
3.3.2 VICC (ZNAČKA) -> VCD (BRALNIK) 
3.3.2.1 MODULACIJA 
Zaradi ogromne razlike med signalom bralnika in značke naletimo na problem, ko je 
signal značke za več razredov manjši od signala bralnika – približno 80 dB razlike. 
Zaznavanje zelo majhnih napetosti med napajanjem značke je za bralnik zelo 
zapleteno, zato značka podatke prenaša izven spektra nosilne frekvence (na 
podnosilnih frekvencah – subcarrier frequency). Uporaba podnosilcev pomeni, da 
značka oddaja na frekvenci, premaknjeni za frekvenco podnosilca, kar se lepo vidi na 
spodnji sliki (Slika 4). [9] 




Slika 4: Modulacija s podnosilcem [9] 
Podatke lahko prenašamo z enim ali dvema podnosilcema. Kadar uporabljamo prenos 
z enim podnosilcev, ima ta frekvenco       (423,75 kHz), kjer    nosilna frekvenca 
(carrier frequency); pri uporabi 2 podnosilcev ima eden frekvenco       (484,28 
kHz), drugi pa      . [20] 
3.3.2.2 KODIRANJE PODATKOV 
Podatke kodiramo s kodo Manchester. Pri prenosu podatkov z enim podnosilcem 
moduliramo podnosilno frekvenco z ASK. Pri kodiranju z enim podnosilcem (     ) v 
intervalu 37,76 μs prenesemo 1 bit. Interval je razdeljen na 2 enaka dela (18,88 μs) 
in v enem od podintervalov se pojavi 8 pulzov frekvence      , na preostalem 
intervalu modulacije ni. Če se pulzi pojavijo v prvi polovici periode, se prenese bit '0' 
(Slika 5), v obratnem primeru pa bit '1'. [20] 
 
Slika 5: Logična '0' – en podnosilec [20] 
Pri prenosu podatkov z dvema podnosilcema moduliramo podnosilno frekvenco s 
FSK. Celoten interval bita je tu dolg približno 37,46 μs in se deli na 2 neenaka dela. 
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Logična '0' se tu začne z 8 pulzi frekvence       in nadaljuje z 9 pulzi frekvence 
      (Slika 6) in obratno za logično '1'. [20] 
 
Slika 6: Logična '0' – dva podnosilca [20] 
3.3.2.3 HITROST PRENOSA PODATKOV 
Hitrost prenosa podatkov značke poteka lahko z dvema hitrostma: nižjo in višjo 
(Tabela 2). [20] 
HITROST PRENOSA EN PODNOSILEC DVA PODNOSILCA 
Nizka 6,62 kbps 6,67 kbps 
Visoka 26,48 kbps 26,69 kbps 
Tabela 2: Hitrost prenosa podatkov [20] 
3.4 STANJA ZNAČKE 
Predvidena so različna stanja in dovoljeni prehodi med njimi (Slika 7). Imamo 4 
možna stanja: 
 Power-off (izključena značka) 
Kadar bralnik značke ne napaja, je izključena. 
 Ready (stanje pripravljenosti) 
Kadar bralnik napaja značko, ta preide iz izključenosti v stanje pripravljenosti 
in čaka na bralnikove zahtevke. Iz stanja pripravljenosti lahko preide še v 2 
drugi stanji: tihi način in izborni način. 
 Quiet (tihi način) 
Kadar značka prejme ukaz, naj bo tiho, se znajde v tihem načinu. Značka v 
tihem načinu se ne oglaša, razen če jo naslovimo. Iz tihega načina v ostala 
stanja pridemo na naslednje načine: izguba napajanja (izključena značka), po 
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zahtevku naj se vrne v stanje pripravljenost (v stanje pripravljenosti), po 
zahtevku za izborni način (v izborni način). 
 Selected (izborni način) 
Izborni način ni nujno izveden, tako da ni zahtevan. V tem stanju naj bi bila 
naenkrat le ena značka. [21] 
 
Slika 7: Diagram stanj in prehodov [21] 
3.5 NASLAVLJANJE IN ANTIKOLIZIJSKI MEHANIZEM 
3.5.1 NAČINI NASLAVLJANJA 
Sporazumevanje poteka po pravilu »bralnik govori prvi« (interrogator talks first – 
ITF). Izmenjava poteka tako, da VCD pošlje zahtevo in VICC na to zahtevo odgovori. 
[21] 
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ISO 15693 pozna tri načine naslavljanja značk: 
 Addressed mode (način naslavljanja),  
 Non-addressed mode (način brez naslavljanja) in  
 Select mode (izborni način). 
Pri Addressed mode zahteva vsebuje neponovljivo identifikacijsko številko (Unique 
Identification – UID). Vsaka značka primerja prejeto UID s svojo in če se ujemata, 
odgovori na zahtevo in skuša izvesti morebitne ukaze, sicer ostane tiho. Na ta način 
izberemo znano značko izmed mnogih. [21] 
Non-addressed način je podoben broadcastu pri IP. Bralnik pošlje zahtevo ali 
ukaz, na katero se vse razpoložljive značke javijo ali/in opravijo zahtevane ukaze. 
[21] 
Obstaja lahko še tretja možnost, katere sicer ni treba realizirati, in to je način 
Select. Kadar je izbran ta način, na zahtevo odgovarja le značka, ki je bila pred tem 
izbrana. [21] 
3.5.2 ANTIKOLIZIJSKI MEHANIZEM 
Bralnik z zahtevo po inventarju želi spoznati (njihove UID) vse značke v bralnem 
polju. Poleg zahtevka po inventarju sta obvezna parametra v sporočilu še maska in 
število razpisanih časovnih rezin. V izogib trkom in neberljivosti zaradi hkratnega 
oddajanja, bralnik razpiše 16 časovnih rezin, namenjenih oddajanju značk. Vsaka 
značka si na podlagi maske in svoje UID izračuna zaporedno številko časovne rezine, 
v kateri bo oddajala. Po tem bralnik začne z zaporednim proženjem časovnih rezin. V 
vsaki rezini lahko UID odda največ ena značka. V kolikor bo v isti rezini oddajala več 
kot 1 značka, bo prišlo do trka in bralnik si bo trk zabeležil. Po koncu vseh 16 
časovnih mest bralnik preveri, če se je zgodil kakšen trk. V primeru, da je število 
trkov večje od ena, se pošlje novi zahtevek po inventarju in izračuna nova maska. 




4 PASIVNI UVF RFID SISTEMI IN STANDARD EPC C1 G2 
4.1 ZAKAJ EPC C1 G2 
ISO 18000-6C ali EPC CLASS 1 GENERATION 2 (EPC C1G2) sta 2 verziji istega 
protokola – evropska in severnoameriška. Organizacija ISO je uvrstila protokol EPC 
C1 G2 kot protokol ISO 18000-6C. Izdelke namenjene severnoameriškim trgom za 
podporo temu protokolu uporabljajo oznako EPC C1 G2, za evropski trg pa najdemo 
navadno pod oznako ISO 18000-6C. Treba je opozoriti, da se zaradi drugačnih 
lokalnih predpisov glede uporabe frekvenc sama uporaba in učinkovitost izdelkov 
lahko pomembno razlikuje. 
Večina UVF RFID izdelkov ima podprt ta protokol, poleg njega nekateri ponujajo tudi 
možnost podpore starejšemu protokolu ISO 18000-6B. 
4.2 RADIOFREKVENČNE SPECIFIKACIJE 
Radiofrekvenčne specifikacije so: 
 Značka bo prejemala moč in komunicirala z bralnikom v predpisanem 
frekvenčnem pasu 860-960 MHz.  
 Natančno delovno frekvenco bralnika določajo lokalni predpisi. 
 Minimalna delovna moč RF polja in sevalna moč (backscatter strength) 
značke: proizvajalec je dolžan specificirati občutljivost v praznem prostoru 
(free-space sensitivity), minimalno sevalno modulirano moč (ASK) ali 
spremembo radarskega preseka ali ekvivalent (PSK) in proizvajalčeve 
normalne delovne pogoje za značko, pričvrščeno na enega ali več materialov 
po izbiri proizvajalca. [23] 
4.3 KOMUNIKACIJA 
4.3.1 INTERROGATOR (BRALNIK) -> TAG (ZNAČKA) 
4.3.1.1 MODULACIJA 
Komunikacija v smeri bralnik -> značka po standardu EPC C1G2 zahteva možnost 
uporabe naslednjih modulacijskih tehnik: DSB-ASK, SSB-ASK in PR-ASK (Slika 8). 
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Razlike med DSB in SSB-ASK je v številu bokov, ki jih prenesemo. Posebnost PR-ASK 
modulacije je v tem, da vsakemu naslednjemu simbolu obrne fazo za 180°. [23] 
 
Slika 8: ASK in PR-ASK [23] 
4.3.1.2 KODIRANJE PODATKOV 
Podatke kodiramo s postopkom PIE (pulse interval encoding). Spodnja slika (Slika 9) 
jasno pokaže razliko med bitom '0' in '1'. PIE kodiran bit '0' je sestavljen iz dveh 
enako dolgih pulzov; prvi ima visoko vrednost, drugi nizko. Razlika je pri kodiranju 
bita '1' v tem, da je čas trajanja simbola sedaj 4 pulze, od katerih imajo prvi trije 
visoko vrednost in zadnji nizko. [23] 
 
Slika 9: PIE koda [23] 
4.3.1.3 HITROST PRENOSA PODATKOV 
Hitrost prenosa zavisi od parametra Tari, ki ima lahko dolžino med  6,25 in 25 μs. Pri 
PIE kodiranju je časovna perioda ničle in enke različna, zato je hitrost odvisna tudi od 
samih poslanih podatkov. [23] 
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4.3.2 TAG (ZNAČKA) -> INTERROGATOR (BRALNIK) 
4.3.2.1 MODULACIJA 
Značka mora uporabljati vsaj eno izmed 2 modulacijskih tehnik: ASK ali/in PSK. 
Bralnik mora znati demodulirati oba načina. [23] 
4.3.2.2 KODIRANJE PODATKOV 
Za kodiranje podatkov se uporabi FM0 v osnovnem pasu ali Millerjevo modulacijo 
podnosilca; uporabljen tip kode določi bralnik. [23] 
Koda FM0 v osnovnem pasu je bifazna koda. Na vsakem začetku in koncu simbola se 
faza obrne; logična nič vsebuje še dodaten obrat faze na sredini simbola. Na sliki 
(Slika 10) imamo generator stanj, iz katerega lahko razberemo, da je generiranje 
prihodnjega pulza odvisno od sedanjega stanja, zato gre za kodo s spominom. 
Prehod iz stanja S2 v S3 in obratno ni mogoč, saj bi se kršilo pravilo prehoda na meji 
simbola. [23] 
 
Slika 10: FM0 koda: simbola in generator stanj [23] 
Na spodnji sliki (Slika 11) vidimo simbola za označevanje logične enke in ničle ter 
tudi sekvenco 2 bitov, ki prikazuje odvisnost kodiranja bitov od predhodnika. [23] 




Slika 11: FM0 sekvence [23] 
Millerjevo kodiranje v osnovnem pasu obrača fazo med prenosom zaporednih ničel, 
pri prenosu enke dodamo en obrat faze na sredino periode simbola. Stanja S1-S4 
predstavljajo 4 možne kodirane simbole. Na diagramu stanj se vidi, da ne smemo 
prehajati iz vseh stanj v vsa stanja. Recimo prehod iz stanja S1 v S3 je prepovedan, 
saj bi se na prehodu simbolov '0' in '1' pojavil fazni obrat. Kot pri FM0 kodi gre tudi tu 
za kodo s spominom, o čemer pričajo prehodi stanj na diagramu (Slika 12). [23] 
 
Slika 12: Millerjeva koda v osnovnem pasu: simbola in generator stanj [23] 
Po Millerjevem kodiranju dobljeno obliko pred prenosom pomnožimo z vlakom 
kvadratnih impulzov, M-krat hitrejši od hitrosti prenosa simbolov. Na sliki (Slika 13) 
so primeri kodiranja za M = 2 in 4. [23] 




Slika 13: Millerjeve sekvence za M = 2 in M = 4 [23] 
4.3.2.3 HITROST PRENOSA PODATKOV 
Hitrost prenosa je odvisna od uporabljene kode in drugih parametrov. Hitrosti za 
kodo FM0 so med 40 kbps to 640 kbps in za millerjev moduliran podnosilec med 5 
kbps to 320 kbps. [23] 
4.4 STANJA ZNAČKE 
Diagram prehajanja stanj značke je prikazan na spodnji sliki (Slika 14). Poleg samih 
stanj je veliko odvisno od prejetih in poslanih parametrov pri komunikaciji, zato je v 
splošnem diagram stanja zapleten, zato jih bomo le navedli in kratko opisali. Stanja 
so: 
 Ready (stanje pripravljenosti) 
Značka v energijskem polju bralnika vstopi v stanje pripravljenosti razen, če je 
v mrtvem stanju ali sodeluje v procesu prepoznavanja. V stanju pripravljenosti 
značka čaka na ukaze. 
 Arbitrate (stanje arbitraže) 
Značka med procesom prepoznavanja vstopi v stanje arbitraže. Po prejetju 
določenega zahtevka vstopi v stanje odgovora in sporoči potrebne podatke. 
 Reply (stanje odgovora) 
Ob prehodu v stanje Reply značka bralniku pošlje naključno 16-bitno število. 
Po odgovoru bralnika preide v stanje Acknowledged; če ni odgovora ali je 
nepravilen, se vrne v stanje arbitraže. 
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 Acknowledged (stanje potrditve) 
Iz tega stanja glede na prejeto sporočilo lahko značka preide v vsa druga 
stanja razen v mrtvo stanje. Če v stanju potrditve značka ne dočaka ukaza, se 
vrne v stanje arbitraže. 
 Open (odprto stanje) 
Značka v stanju Acknowledged bo po prejetju ustreznega ukaza prešla v 
odprto stanje. V odprtem stanju značka izvaja različne ukaze in prehaja lahko 
v vsa stanja razen v stanje potrditve. 
 Secured (varno stanje) 
Značka v varnem stanju lahko izvede vse naročene ukaze. Iz tega stanja lahko 
preidemo v vsa razen v stanje potrditve. 
 Killed (mrtvo stanje) 
Značko lahko z ukazom ubijemo. Po prejetju pravilnega gesla in nekaterih 
drugih parametrov značka preide v mrtvo stanje. To je nepovratno stanje, v 
katerem značka ostane za vedno in se na pozive ne oglaša več. [23] 




Slika 14: Diagram stanj in prehodov [23] 
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4.5 UPRAVLJANJE IN ANTIKOLIZIJSKI MEHANIZEM 
4.5.1 UPRAVLJANJE 
Sporazumevanje poteka po postopku »bralnik govori prvi« (ITF – interrogator talks 
first). Za upravljanje množice značk so na voljo 3 osnovne operacije: Select, 
Inventory in Access. Vsako izmed operacij sestavlja več posameznih ukazov. Te 
operacije so: 
 Select 
Z operacijo Select bralnik izbere določeno podmnožico celotnega inventarja 
značk za nadaljnjo komunikacijo. 
 Inventory 
Inventory je proces, preko katerega bralnik identificira značke. 
 Access 
Z operacijo Access bralnik dostopa do posamezno izbrane značke, pred tem jo 
mora izločiti iz množice ostalih. [23] 
4.5.2 ANTIKOLIZIJSKI MEHANIZEM 
Bralnik s pomočjo operacije Select izbere neko podmnožico celotne skupine značk in 
nad njimi izvaja S-ALOHA algoritem. Bralnik razpiše število časovnih rezin, v katerih 
bodo značke lahko oddale svojo UID. [23] 
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5 UPORABA RFID ZA UPRAVLJANJE Z ORODJEM 
5.1 POMEMBNOST UPRAVLJANJA Z ORODJEM 
Dobra organizacija delovnih procesov in učinkovito razpolaganje z viri, potrebnimi za 
delo, sta pomembni vodili vsake organizacije. Pri vsakem delu potrebujemo takšna in 
drugačna orodja. Pod besedo orodje spada mnogo različnih predmetov, a tu mislimo 
predvsem na predmete, ki se uporabljajo pri raznih vzdrževalnih in popravljalnih delih 
(maintenance, repair, operations/overhaul – MRO), kjer se vzdržuje, popravlja ali 
pregleduje razne mehanske ali električne sisteme. Pri teh delih pogosto potrebujemo 
obsežen inventar najrazličnejših pripomočkov ali orodij. Obsežni inventarji prinašajo s 
seboj razne probleme pri organizaciji dela. Malomarnost, napake in kraja predmetov, 
potrebnih za delovni proces, povzroča pomembno škodo, zaradi tega so podjetja 
primorana opravljati konstantno inventuro trenutnega stanja, nadomeščati 
manjkajoče dele in uvajati določen nadzor nad zaposlenimi ali/in uporabo orodja. To 
vse stane. Rešitev je vzpostavitev sistema, ki bi navedene nezaželenosti uspel 
zmanjšati na neko sprejemljivo raven. 
Tak sistem mora ponujati točne odgovore na nekaj ključnih vprašanj: 
 Koliko in katera orodja so na voljo? 
 Kdo, kdaj in katero orodje si je nekdo izposodil/vrnil? 
 Kakšna je zgodovina uporabe orodja? 
5.2 ROČNO UPRAVLJANJE, S ČRTNIMI KODAMI ALI RFID? 
Upravljanja inventarja se lahko lotimo na več načinov: ročno, s črtnimi kodami ali z 
uporabo RFID tehnologije. V študiji [24] so primerjali vse 3 načine za uporabo pri 
nadzoru udeležbe študentov na predavanjih. Prvi način je bil klasični pristop, kjer 
predavatelj individualno kliče imena in čaka na odgovore in jih zabeleži. Drugi način 
je bil uporaba črtnih kod in tretji način je bil uporaba RFID tehnologije. Med sabo so 
primerjali 3 parametre: učinkovitost, ceno in zadovoljstvo uporabnikov. Ugotovljeno 
je bilo, da je ročni način glede na RFID in črtno kodo zelo neučinkovito, počasno in 
duhamorno rutinsko opravilo. Čeprav problem udeležbe pri predavanjih ni 
neposredno povezan z upravljanjem inventarja, imata določene elemente skupne. Ta 
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raziskava pokaže, da ročno opravljanje nekaterih rutinskih del ni dovolj učinkovito in 
tako se vprašanje realizacije izvede na izbiro med posvojitvijo črtne kode ali RFID 
tehnologije. 
Preden se odločimo za katero od primernih tehnologij, je pomembno poznati 
primerjalne prednosti in slabosti. Viri [25], [26] in [27] se ukvarjajo prav s 
primerjanjem tehnologij črtnih kod in RFID (Tabela 3). Glavni slabosti RFID 
implementacije sta draga implementacija in vprašanje zanesljivosti. Prednosti RFID 
pa sta možnost avtomatskega branja brez človeka posredi (avtomatizacija) in 
dejstvo, da RFID ne zahteva vidne linije za uspešno branje. 
RFID tehnologija Tehnologija črtnih kod 
Branje/pisanje brez vidne linije Za branje potrebna vidna linija 
Preberemo več značk naenkrat Naenkrat lahko preberemo le eno kodo 
Možnost realno-časovne inventure Ni možnosti realno-časovne inventure 
Draga implementacija Poceni implementacija 
Možno posodabljanje podatkov Brez možnosti posodabljanja podatkov 
Značke imajo lahko veliko spomina Labela nosi lahko le malo podatkov 
Značke so lahko robustne Labele se zlahka deformirajo 
Zapletena vzpostavitev Preprosta vzpostavitev 
Tabela 3: Primerjava tehnologij črtnih kod in RFID 
Eden od ciljev RFID aplikacije na področju upravljanja z orodjem je, da imamo 
orodjarno, kontejner ali sobo, vstop v katero je možen le z RFID avtentikacijo. Po 
vstopu, naberemo potrebno orodje in sobo zapustimo. Za pravilno beleženje orodja 
in ostala opravila je odgovoren avtomatičen sistem, za uporabnika čim bolj 
transparenten, hiter in zanesljiv. [24-27] 
5.3 IZZIVI RFID 
5.3.1 STANDARDIZACIJA IN REGULACIJA 
Regulacija VF RFID sistemov ni problematična, saj so frekvence in delovne omejitve 
za to območje (razen nekaterih posebnih aplikacij) mednarodne uveljavljene in tako 
podprte s strani standardov. Drugače kot pri VF je pri UVF RFID, kjer ni predpisanega 
UPORABA RFID ZA UPRAVLJANJE Z ORODJEM  33 
 
 
obče veljavnega frekvenčnega območja, kar je eden večjih problemov pri globalnem 
uveljavljanju in razvoju tehnologije. Lokalni predpisi za večja geografska področja so 
predstavljeni v tabeli (Tabela 4). [28] 
Država Frekvenca [MHz] 
Države EU 865,6 – 867,6 
ZDA, Kanada 902 – 928 
Brazilija 902 – 907,5 in 915 – 928 
Rusija 866 – 867,6 
Indija 865 – 867 
Kitajska 865 – 868 in 920 – 925 
Japonska 916,7 – 920,9 
Tabela 4: Lokalni predpisi za UVF-področje [28] 
5.3.2 VPLIV KOVINE NA ZAZNAVO ORODJA 
Večina orodja je v celoti ali vsaj v nekem delu sestavljena iz kovinskih materialov. Da 
bi označili posamezen kos in omogočili zaznavo, moramo orodje opremiti z RFID 
značko. Namesto značke same moramo upoštevati sedaj tudi značaj materiala v 
sistemu značka-kovina. Kovine so znane kot dobri prevodniki električnega toka, zato 
je pomembno vedeti kako bo bližina prevodnih materialov vplivala na zaznavanje 
značk. 
Pri induktivnih VF RFID sistemih se moramo vprašati, kako vpliva bližina prevodnih 
materialov na delovanje sistema. Glavni efekti zaradi pojava vrtinčnih tokov se 
odražajo predvsem v 3 ustvarjenih posledicah, ki navadno zmanjšujejo doseg in 
učinkovitost branja: v motnji magnetnega polja, razglasitvi in oklopitvi. [9][12][29-
30] 
Kadarkoli imamo izmenično magnetno polje in v bližini prevodne materiale, se bodo 
inducirali vrtinčni tokovi. Vrtinčni tokovi ustvarijo magnetno polje pravokotno na 
površino prevodnika. V prevodni kovinski podlagi se inducirajo vrtinčni tokovi po 
Lenzovem pravilu. Lenzovo pravilo pravi, da bo inducirana napetost vedno poskušala 
poganjati tok v prevodniku v nasprotno smer od originalnega toka in tako skušala 
nasprotovati spremembi, ki ga je povzročila. Na novo ustvarjeno magnetno polje 
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torej nasprotuje originalnemu magnetnemu polju. Razlika magnetnih poljskih 
komponent se kaže v šibkejšem skupnem polju, na račun katerega se zmanjša doseg 
branja značk; v skrajnem primeru je branje onemogočeno. 
Zaradi vrtinčnih tokov pride tudi do razglašenja in s tem do neučinkovitega prenosa 
energije med bralnikom in značko. Na prevodne materiale blizu značke ali bralnika 
lahko gledamo kot na dodatno vzporedno induktanco, ki spremeni resonančno 
frekvenco antene in s tem povzroči razglašenje. [29-30] 
Vrtinčni tokovi so krivi tudi za pojav oklopitve. Zaradi njih magnituda 
elektromagnetnega polja pri razširjanju skozi kovino eksponentno pada. Hitrost 
upadanja je določena s Skinovo formulo, vdorno globino in drugimi snovnimi 
parametri posameznega materiala. [9][12] 
UVF RFID uporablja sevalni sklop in deluje preko daljnega polja. Drugače kot pri 
»hipnem« induktivnem stiku se pri sevalnem sklopu pošilja in sprejema EM valove. 
Kovine se odvisno od velikosti in vpadnega kota obnašajo kot zrcala, lomilci ali sipalci 
EM valovanja. Zaradi bližine kovinskih predmetov se lahko pojavi več problemov. 
Nepredvidljivi odboji se lahko odrazijo v destruktivni interferenci z uporabnim 
signalom in tako onemogočajo branje ali vsaj pomembno vplivajo na doseg sistema. 
Poleg tega zaradi interference valovanj lahko nastanejo, t.i. gluhe cone, v katerih 
ležeča značka ne more biti prebrana. [9][12] 
Podobno kot prej se tudi tu lahko antena in prevodnik sklopita, kjer prevodnik doda 
pomembno kapacitivnost (reaktanco) k celotni impedanci antene. Na zunaj se vidi, 
kot bi se resonančna frekvenca nihajnega kroga antene spremenila. Slabša uglasitev 
pa zopet pomeni manjši prenos moči in posledično manjši doseg sistema značka-
bralnik. [9][12] 
5.3.3 PROBLEM ISTOČASNEGA ZAZNAVANJA MNOŽICE ZNAČK 
Orodjarna, orodjarski voziček ali police z orodji so namenska mesta z veliko gostoto 
orodja, in ker mislimo orodja prepoznavati, bo na vsak kos nameščena RFID značka. 
Velika gostota orodja odraža veliko gostoto RFID značk. 
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V splošnem vse značke uporabljajo isti kanal za komuniciranje z bralnikom, zato 
lahko pričakujemo, da bo prihajalo do trkov zaradi poskusa istočasnega oddajanja 
značke bralniku. Več značk kot bo v področju posameznega bralnika, več kolizij lahko 
pričakujemo. Prav problem trkov je eden od ozkih grl pri uporabi RFID tehnologije, 
saj se zaradi njih kritično zniža učinkovitost sistema – manj uspešnih in bolj počasna 
branja, nepotrebna uporaba spektralne širine in višja poraba energije. [31-33] 
Kadar v vidno polje posameznega bralnika postavimo veliko značk, se bosta 
učinkovitost in zanesljivost sistema zaradi naraščajočih trkov zmanjšali. Te probleme 
do določene mere rešijo antikolizijski algoritmi. Antikolizijskih algoritmov je veliko in 
jih v grobem lahko delimo v 2 skupini: deterministične (Slika 15) in verjetnostne 
(Slika 16). Trenutno je trend v spajanju prednosti obeh algoritmov obeh omenjenih 
skupin; tako je nastala podveja pri determinističnih algoritmih, ti. hibridni – tree-
aloha algoritmi. [31-33] 
 
Slika 15: Deterministični algoritmi [31] 
Verjetnosti algoritmi manjšajo verjetnost trka s tem, ko značkam dovoljujejo, da 
naključno izberejo čas, v katerem bodo sporočile svoj UID. Ti algoritmi ne 
zagotavljajo prepoznave vseh značk v določenem časovnem intervalu, so pa zelo 
prilagodljivi in zahtevajo malo bralnik-značka ukazov. Deterministični algoritmi na 
osnovi binarnega drevesa (binary tree) in iskalnega drevesa (query tree) pa 
načeloma zagotovijo prepoznavo vseh značk, vendar je njihova implementacija 
navadno bolj zapletena, prepoznavanje značk pa vzame več časa (več bralnik-značka 
ukazov) primerjalno z verjetnostnimi algoritmi. [31-33] 




Slika 16: Verjetnostni algoritmi [31] 
Različni standardi predvidevajo implementacijo različnih antikolizijskih protokolov, ki 
si jih lahko ogledamo v spodnjih 2 tabelah (Tabela 5 in Tabela 6). Opazimo lahko, da 
so se pri induktivnih sistemih bolj uveljavili verjetnostni algoritmi, pri sevalnih pa 
detereministični.[31-33] 
Standard Frekvenca Antikolizijski protokol 
ISO 14443-3 Type A VF Dynamic BS Algorithm (DBSA) 
ISO 14443-3 Type B VF Dynamic Frame Slotted Aloha (DFSA) 
ISO 15693 VF Frame Slotted Aloha 
ISO 18000-3 Mode 1 VF Pure Aloha in DFSA 
ISO 18000-3 Mode 2 VF FTDMA 
EPCglobal Class 1 VF Basic Frame Slotted Aloha 
Philips I Code VF DFSA 
Philips Mifare VF DBSA 
Tabela 5: Implementirani antikolizijski mehanzimi VF RFID standardov [31] 
Standard Frekvenca Antikolizijski protokol 
ISO 18000-6A UVF FSA (muting, early-end) 
ISO 18000-6B UVF ID Binary Tree Stack 
(ID-BTS) 
EPCglobal Class 0 UVF ID-BTS 
EPCglobal Class 1 UVF Advanced ID-BTS 
EPCglobal Class 1 Gen 2 
ali ISO 18000-6C 
UVF Q protocol 
Philips U code UVF Q protocol 
Tabela 6: Implementirani antikolizijski mehanizmi UVF RFID standardov [31] 
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5.3.4 PROBLEMI PRI POSTAVITVI ZNAČK IN BRALNIKOV 
Neugodna orientacija in pozicija značk relativno na anteno ali vidno polje antene 
lahko povzroči marsikatero težavo, ki se odrazi v neučinkovitem delovanju sistema. 
Prostoru implementacije se je treba prilagoditi, oceniti možne zaplete in zasnovati 
rešitve. 
5.3.4.1 POLOŽAJ ANTENE ZNAČKE RELATIVNO NA ANTENO BRALNIKA 
Pri induktivnih sistemih, kjer prenos informacije poteka preko magnetnega polja H, 
uporabljamo zančne antene. Ponovimo: v splošnem je učinkovitost prenosa energije 
sorazmerna s frekvenco, številom navojev v zankah, ploščino zanke, oddaljenostjo 
med zankama in kosinusom kota med njima. Če se osredotočimo na parameter kota, 
to pomeni, da bomo dosegli maksimalni pretok energije, kadar bosta anteni značke 
in bralnika vzporedni. Polje H ima vrtinčni značaj, zato temu ni čisto tako. Za 
učinkovit prenos energije moramo anteno značke obrniti v položaj, da bo čim bolj 
pravokotna na gostotnice polja H, ki jo prebadajo. Na sliki spodaj (Slika 17) vidimo 
preprost sevalni diagram zančne antene in potek gostotnic H polja. Vidimo lahko, da 
v določenih pozicijah s primernim zasukom značkine antene efektivno povečamo 
bralno cono. Obratno velja, da z neprimernim kotom med antenama bralno cono 
zmanjšujemo. Omeniti je treba tudi, da moč prenosa z oddaljenostjo upada s kubom 
razdalje – zelo hitro. [9] 




Slika 17: Bralno območje zančne antene [9] 
Pri RFID UVF sistemih je glede na vrsto bralnikove antene – linearno ali krožno 
polarizirana – zelo pomembna orientacija značkine antene. Pri linearno polarizirani 
bralnikovi anteni moramo paziti, da orientaciji antene značke in bralnika čim bolj 
sovpadata. V primerih, kjer sta ena na drugo obrnjeni za 90 stopinj, prenos moči 
strmo upade proti 0. Pri krožno polarizirani anteni ta problem izgine, je pa res, da že 
na začetku razpolagamo s pol manjšim možnim izkoristkom. Prav tako je treba 
oceniti, kje se zaradi geometrije prostora lahko pojavi problem razširjanja signala po 
več poteh in kako se takim interferencam v največji meri izognemo. [12] 
5.3.4.2 VEČ ZNAČK NA KUPU 
Tako pri VF kot pri UVF moramo biti pri postavitvi označenega inventarja pozorni, da 
se orodja med seboj ne prekrivajo, saj v nasprotnem primeru lahko prihaja do 
nezaznavanja določenega kosa orodja zaradi nezadostnega prenosa napajalne 
energije in otežkočenega oddajanja značke. Pojav je znan pod izrazom senčenje 
(shadowing). [12] 
Drug potencialen problem pri zgostitvi več značk na dovolj majhnem prostoru je 
možnost, da se posamezne antene med seboj sklopijo in tako lahko pride do 
razglasitve (detuning) anten posameznih značk in s tem do slabšega režima 
delovanja. [9] 
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5.3.4.3 VEČ BRALNIKOV NA KUPU 
Pri pokritju prostora z RF signalom včasih uporabimo tudi več bralnikov z namenom 
povišanja zanesljivosti, redundance. Pri induktivnih sistemih srečamo relativno 
preprosta in lepo definirana območja delovanja, zato je načeloma bralne cone lažje 
razmejevati. Pri sevalnih sistemih pa je predvidevanje bralnih con dosti bolj 
nepredvidljivo, zato pride do nenamernega prekrivanja bralnih con ali celo želimo, da 
se cone prekrivajo, ker bi se radi znebili gluhih con. Posledice tega so lahko 
pomembne medsebojne motnje zaradi katerih pride lahko do napak pri branju, da 
kakšne značke zaradi tega ne zaznamo, zaznamo neželene značke ali kakšno značko 
zaznamo z več antenami. [9][12][34] 
5.3.5 ŠUM OKOLJA 
Pri načrtovanju RFID sistemov je treba biti pozoren na njihovo umestitev v prostor. 
RFID sisteme za upravljanje z orodji lahko umestimo v različna okolja, kot so na 
primer mehanične delavnice, kovinske galanterije, medicinske prostore, tovarne, 
podatkovne centre, itn. V takih okoljih je prisotno polno drugih sistemov, naprav in 
strojev, ki potencialno lahko motijo RFID sistem, zato se je dobro vnaprej zavedati 
virov motenj in oceniti morebiten vpliv. Obratno je tudi res; paziti je treba, da 
morebitno sevanje in delovanje RFID sistemov ne škoduje kakšnim ključnim 
elementov. Vpliv RFID na okolje je problem, sploh občutljiv v medicini, kjer imamo 
na majhnem prostoru veliko aparatur in raznih medicinskih pripravkov – zdravila, 
cepiva, infuzije. [35] 
Frekvenčni pas okoli 13.56 MHz je mednarodno opredeljen kot ISM (Industrial, 
Scientific, Medical) in SRD (short range devices) pas. To frekvenčno območje 
uporablja širok nabor radijskih storitev (Tabela 7). [35] 
Pri UVF frekvencah – 858 MHz do 930 MHz – namenjenih za RFID se malo zaplete. 
Regulacija in zahteve se lahko spreminjajo od države do države. V tem frekvenčnem 
območju delujejo mobilni sistemi in brezžični telefoni (Tabela 7).[9][12][35] 
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Potencialni viri motenj RFID sistemov 



















Brezžični avdio prenosi 
Obrambni sistemi 
Tabela 7: Možni viri motenj glede na frekvenčni pas uporabe [35] 
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6 PREDLOG RFID VOZIČKA ZA UPRAVLJANJE Z ORODJEM 
6.1 CILJ IN PREDMET NADGRADNJE 
Za načrtovanje RFID vozička moramo imeti pred očmi določen fizični model vozička 
za bolj plastično predstavo. Na sliki je primer takega vozička dimenzij A x B x H; A = 
80 cm, B = 50 cm in H = 90 cm (Slika 18). Ima 7 predalov s krogličnimi vodili; 5 
navadnih predalov (55 cm x 35 cm x 7 cm) in 2 večja (55 cm x 40 cm x 15 cm). 
Narejen je iz pločevine. V predale bo položeno orodje in nastavki raznih oblik in 
velikosti. 
 
Slika 18: Primer vozička [36] 
Nadgradnja s tehnologijo RFID mora delovati kot samostojni avtomatični sistem 
izposoje orodja. Delovati mora dovolj hitro in zanesljivo kot realno-časovni 
popisovalec inventure. Sproti mora beležiti izposojena orodja in izposojevalce. Tak 
sistem bi v delovnem okolju pomenil boljšo izrabo virov, sledljivo odgovornost in 
večjo skrb za orodje. 
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6.2 DOSTOPNA TEHNOLOGIJA 
Tehnologija RFID obljublja veliko, v praksi pa se je treba informirati in preveriti 
dejanske zmožnosti opreme, trenutno prisotne na trgu. Podatki v specifikacijah 
posameznih elementov – bralnikov, značk, anten – služijo kot izhodišče, na podlagi 
katerega lahko čez palec ocenimo zmožnosti in omejitve pri vzpostavitvi RFID 
sistemov. Na vsakem področju smo pregledali nekaj bolj znanih proizvajalcev in 
skušali predstaviti nekaj tipičnih vrednosti za orientacijo. 
6.2.1 BRALNIKI 
Možgani RFID sistema so bralniki; najdražji in najbolj zapleten kos opreme.  
6.2.1.1 VF BRALNIKI 
Proizvajalci: Datamars, Feig Electronic, GAO RFID, Idtronic, Technology Ltd., 
Satovicinity, Xiamen Xindeco IOT. 
 Teža: 1 – 3 kg. 
 Dimenzije: različno od produkta do produkta (okvirno 25 cm x 20 cm x 5 cm).  
 Napajanje: priključek za omrežno napajanje, 100-240 VAC, 50/60 Hz. Nekateri 
modeli podpirajo PoE (Power over Ethernet). 
 Frekvenčno območje: 13.56 MHz. 
 Izhodna RF moč: 1-12 W. 
 Število antenskih priključkov: 1-24 (tipično: 1).  
 Podpora RFID protokolom: ISO 15693,  ISO 18000-3 M1, ISO 18000-3M2 in 
EPC Class-1 HF. Tipična je podpora ISO 15693 ali/in ISO 18000-3M1. 
 Fizični vmesniki: 2 GPIO, 10/100 Ethernet (RJ-45), RS-232, RS-485, USB, ...  
 Podprte storitve: DHCP, FTP, HTTP, NTP, ... 
 Zmogljivost branja značk: 30-90 značk na sekundo. 
6.2.1.2 UVF BRALNIKI 
Proizvajalci: Alien, CaenRFID, GAO RFID, Impinj, Invengo, Omron, ThingMagic, 
Zebra. 
 Teža: 1-3 kg. 
 Dimenzije: različno od produkta do produkta (okvirno 25 cm x 20 cm x 4 cm). 
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 Napajanje: priključek za omrežno napajanje, 100-240 VAC, 50/60 Hz. Nekateri 
modeli podpirajo PoE (Power over Ethernet). 
 Frekvenčno območje: 860-960 MHz. Najbolj pogosto so upoštevana FCC 
(ZDA), ETSI (EU) določila.  
 Izhodna RF moč: tipično ERP (EU) = 32 dBm, EIRP (USA) = 30 dBm. 
 Število atenskih priključkov: 1-16 (tipično: 4). 
 Podpora RFID protokolom: ISO 18000-6C (EPC Class-1 Generation 2), redkeje 
ISO 18000-6B. 
 Fizični vmesniki: 4 GPIO, 10/100 Ethernet (RJ-45), RS-232, RS-485, ... 
 Podprte storitve: DHCP, DTP, FTP, HTTP, NTP, SNMP, SSH, SSL, TELNET, ... 
 Zmogljivost branja značk: 150-400 značk na sekundo. 
6.2.1.3 KOMENTAR 
Ponudba UVF bralnikov je znatno večja od VF bralnikov. V povprečju so VF bralniki 
cenejši. Različni proizvajalci specifikacije za svoj izdelek podajajo različno. Marsikje ni 
razvidno, pod kakšnimi pogoji so prišli do določenih rezultatov, zato je treba biti še 
posebej pozoren, katere in kako upoštevati določene podatke. Le redki proizvajalci 
navajajo občutljivost sprejemnika svojega izdelka, ki je ena ključnih lastnosti teh 
naprav. 
6.2.2 ANTENE 
Tipala RFID bralnikov. 
6.2.2.1 VF ANTENE 
 Proizvajalci: metraTec, OptAntenna. 
 Dimenzije: različne (lahko po meri). 
 Teža: odvisna od dimenzij in izvedbe. 
 Frekvenčno območje: 13,56 MHz. 
 RF izhodna moč: 2 – 8 W. 
6.2.2.2 UVF ANTENE 
Proizvajalci: Alien, GAO RFID, Impinj, MTI Wireless Edge, RFMAX, Zebra. 
 Dimenzije: različne (tipično 25 cm x 25 cm x 3,5 cm).  
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 Teža: 0,5 – 2 kg. 
 Frekvenčno območje: 865-868 MHz, 902 – 928 MHz, 865 – 928 MHz. 
 Vrsta polarizacije: VP, HP, RHCP, LHCP. 
 Dobitek: 2 – 12 dBi. 
 Snop Azimut/Elevacija: 60-100°/60-100°. 
6.2.2.3 KOMENTAR 
Ponudba anten za obe področji je bogata. Izkazalo se je, da je cena VF RFID anten 
zelo odvisna od lastnih izmer in hitro preseže vrednosti UVF RFID anten. 
6.2.3 ZNAČKE 
6.2.3.1 VF ZNAČKE 
 Proizvajalci: Avery Dennison, Fujitsu,HID, Holland 1916, LAB ID,NXP 
Semiconductors, Omnia, Sag, Texas Instruments. 
 Oblika: kvadratna, pravokotna, okrogla. 
 Dimenzije: različne (od 150 mm x 150 mm do 4 mm x 4 mm – debelina 
navadno manjša od 5 mm). 
 Ohišja: plastična, kovinska, papirnata, steklena. 
 Nameni: splošni, kovinska okolja, tekočinska okolja, fizično zahtevna okolja.  
 Podprti RFID standardi: ISO 14443, ISO 15693, ISO 18000-3M1, ISO 18000-
3M2 (redko), ISO 18000-3M3 (redko). 
6.2.3.2 UVF ZNAČKE 
 Proizvajalci:Alien, Confidex, Impinj, Omni-ID, RFcamp, Xerafy. 
 Oblika: pravokotna. 
 Dimenzije: različne (okvirno od 10 mm x 6mm x 3 mm do 120 mm x 30 mm x 
15 mm). 
 Doseg: 1-15 m (tipično: 5 m). 
 Ohišja: tipično plastična. 
 Nameni: splošni, kovinska okolja, tekočinska okolja, fizično zahtevna okolja. 
 Podprti RFID standardi: EPC C1G2, ISO 18000-6C. 
6.2.3.3 KOMENTAR 
Tako VF kot UVF značke se dobi v najrazličnejših dimenzijah tudi za kovinska okolja. 
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6.3 IZBIRA PRIMERNIH RFID ELEMENTOV 
6.3.1 IZBIRA BRALNIKA 
Izbiro bralnika narekuje nekaj osnovnih ključnih lastnosti. Odvisno od države, kjer ga 
bomo uporabljali, mora znati delovati na frekvenčnem področju skladno z lokalnimi 
regulacijskimi predpisi. Treba je predvideti tudi koliko anten bomo potrebovali, da se 
odločimo za bralnik z ustreznim številom antenskih priključkom ali možnostjo dodatka 
večkanalnega multiplekserja. Tretja ključna lastnost je vodilo, preko katerega bomo 
komunicirali z bralnikom: serijski, USB ali ethernet priključek. 
Bralniki, ki ustrezajo zgornjim trem pogojem, se uvrstijo v drugi krog izbire, kjer se je 
potrebno natančno pozanimati o podprtih protokolih bralnika, možnostih nastavljanja 
po meri, strojni in programski opremi bralnika. Zadnja in najpomembnejša stvar je 
delovanje v praksi, zato so dobrodošli podatki o hitrostih branja posameznih značk in 
značk v večji množici. 
6.3.2 IZBIRA ANTENE 
Pri VF RFID so navadno v uporabi zančne antene zelo različnih velikostih. V našem 
primeru bi želeli tako velikost antene, da bi s signalom čim bolje pokrila prostornino 
predala. Za najboljše delovanje in nastavljanje na samem mestu postavitve bo 
morala imeti primerno kompenzacijsko vezje. Antena naj bo čim tanjša, taka naj bo 
tudi velikost kompenzacijskega vezja. 
V RFID UVF področju se večinoma uporablja panelne, usmerjene antene z 
deklariranim dobitkom (gain), vrsto polarizacije, širino (azimuth beamwidth) in višino 
snopa (elevation beamwidth) ter podanimi sevalnimi diagrami. Najdemo jih v zelo 
različnih dimenzijah navadno pravokotne ali kvadratne oblike. Uporabili bi antene z 
eno izmed krožnih polarizacij, saj bodo manj občutljive na orientacijo značk. 
Prostorsko bomo omejeni, zato bomo dali prednost antenam s širšim vidnim poljem. 
6.3.3 IZBIRA ZNAČKE 
Manjša kot je VF RFID značka, na več vrst predmetov jo bomo lahko pričvrstili in 
večja kot je, večji bo imela doseg. Obstaja kar nekaj velikosti in oblik VF RFID značk: 
od miniaturnih, velikosti 3,2 mm x 3,2 mm  do standardne velikosti 76 mm x 45 mm, 
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od okroglih do pravokotnih oblik. Iskati bo potrebno ustrezna razmerja med obliko, 
velikostjo značke, tako da bo značko možno nemoteče pričvrstiti na orodje in bo 
imela kar največji domet. Za pritrjevanje na kovino bo potrebno izbrati značke, ki 
zagotavljajo ustrezno delovanje na kovinskih in ostalih prevodnih površinah. 
UVF značke ponujajo dober razpon dimenzij in so kot take primerne za montažo na 
raznovrstne oblike in veličine predmetov. Prav tako obstaja kar nekaj modelov, ki 
obljubljajo dobro delovanje, kadar so nameščeni na prevodne podlage.  
6.4 NAČRTOVANJE RFID PREDALA 
Za osnovno enoto vozička z orodjem lahko vzamemo en tipičen predal. Za lažjo 
predstavo bomo vzeli predal iz pločevine, dimenzij 55 cm x 35 cm x 7 cm. Kadar bo 
zaprt, bo na vseh 6 straneh omejen s ploskvami pločevine. Pri načrtovanju predala se 
bomo osredotočili na opremljanje predala z RFID elementi, predvsem s postavitvijo 
anten in značk ter razporeditvijo orodja. Z načrtovanjem nadgradnje enega takega 
predala želimo dobiti razumevanje in vpogled, ki nam bo pomagal pri razširitvi RFID 
nadgradnje na celoten voziček. 
6.4.1 PREDAL Z VF RFID 
6.4.1.1 POSTAVITEV ANTENE 
Izbrano začno anteno želimo postaviti v predal. Umestitev antene v kovinski kvader 
se odrazi v naslednjih efektih: višja resonančna frekvenca antene, manjša prenesena 
moč in popačena porazdelitev magnetnega polja. Izkaže se, da na tovrstne navadno 
nezaželene efekte najbolj vpliva kovinska ploskev vzporedna z zančno anteno. V 
primerjavi z vzporedno kovinsko ploskvijo so kovinske ploskve pravokotno na zančno 
anteno dosti manj problematične. Vsi omenjeni efekti z naraščajočo razdaljo med 
zančno anteno in kovinsko ploščo hitro padajo. [30][37] 
Z magnetnim poljem H želimo pokriti čim več prostornine predala, zato želimo 
velikost antene prilagoditi izmeram predala. Dno in strop predala bosta vzporedna z 
zančno anteno pravokotne oblike. Velikost antene je dogovor med razdaljo od 
stranskih stranic in čim večjo pokritostjo  predala s signalom. Za izhodiščno velikost 
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bi si izbrali anteno, ki bi imela malo manjšo površino kot predal. Antena mora biti čim 
tanjša in njeno kompenzacijsko vezje čim manjše za lažjo umestitev v sam predal. 
Anteno moramo postaviti še po višini. Pomembne so 3 višine: dno, sredina in strop 
predala. Postavitev na dno ali pod strop je s stališča prej naštetih efektov najslabša, 
zato se ponuja sredina kot primeren in s stališča električnega delovanja zaradi 
največje odmaknjenosti od kovinskih ploskev najprimernejši kandidat. Nismo pa 
upoštevali dejstva, da bo treba anteno nekam priključiti. V kolikor izberemo dno ali 
sredino predala pomeni, da se bo antena vozila skupaj s predalom, ter da bo moral 
biti antenski priključni kabel za izmet – navadno manj kot širina – predala daljši. 
Dodatne preglavice zna povzročati tudi samo umeščanje kabla. Rešitev bi bila lahko v 
poglobljenem stropu predala, s katerim bi dosegli odmik od zgornje kovinske ploskve 
in stacionaren položaj antene. Za dodatno omilitev neželenih efektov bi veljalo 
premisliti in preizkusiti nekaj namenskih feritnih folij in materialov, s katerimi bi lahko 
obložili predal in dosegli manjšanje vpliva kovine na polje signala v predalu. 
6.4.1.2 DOSEG SISTEMA   
Čeprav proizvajalci RFID anten navajajo bralne dosege do 1,5 metra, je v realnosti 
slika veliko bolj skromna. Te maksimalne številke navadno dosežejo z značkami 
velikosti 76 mm x 45 mm (t.i. elektronska kartica), orientirane vzporedno z anteno na 
mestu najmočnejšega polja – pogosto na točki (0,0) v XY ravnini zančne ali podobne 
antene. Privzamemo lahko, da so dejanski uporabni dosegi branja za nas zanimivih 
značk okoli 10 cm ali raje še dosti manj. 
Preden bi se lotili razvrstitve orodij bi bilo pametno izmeriti in s tem testirati bralni 
doseg naše antene. Antena mora biti že v svojem končnem položaju (v zaprtem 
predalu) in tudi sicer naj bi bili pogoji čim bolj podobni končnemu delovanju. Z 
nastavljanjem kompenzacijskega vezja bi jo uglasili na frekvenco 13,56 MHz. V 
predalu bi bila stiroporna plošča na nastavljivem nekovinskem stojalu, s katerim bi 
spreminjali razdaljo stiroporja od/do antene. Na stiroporni plošči bi bila narisana 
mreža, na katero bi smiselno postavljali izbrane RFID značke, jih skušali prebrati in 
tako določili nominalno bralno razdaljo sistema za izbran model značke. Narisan 
diagram takih meritev bi nam predstavil grobo prostorsko bralno cono v določeni 
orientaciji značk. Tak test bi izvedli z nekaj različnimi značkami, ki bi nas zanimale. 
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Taka bralna razdalja bi podala okviren doseg našega sistema, kjer še ni upoštevano 
orodje, ki je pod/nad RFID značko. 
6.4.1.3 POSTAVITEV ORODJA 
Za postavitev orodja želimo, da je nespremenljiva in čim bližje anteni bralnika, da 
dosežemo kar najboljši stik med značko in anteno. Orodje ne bi ležalo razmetano v 
predalu, ampak bi bilo pregledno organizirano in fiksirano. Za to nalogo je 
predvidena katera izmed pen, ki se uporablja v ta namen. V primeren penast relief bi 
položili orodje in ga na tak način fiksirali. Postavitev orodja mora biti čim bližja anteni 
in orientacija taka, da bo antena značke vzporedna z anteno bralnika. Na tak način 
bomo poskrbeli za največji možni induktivni sklop in s tem domet. Prav tako bo treba 
posamezne kose primerno razmakniti, da ne bodo motili eden drugega. 
6.4.1.4 KOLIČINA ORODJA  IN PREPUSTNOST SISTEMA 
V predalu bo večinoma časa počivalo več RFID označenih orodij, zato bo treba 
ugotoviti, koliko označenih kosov orodja naš sistem še prenese in jih vse pravilno 
identificira. 
Proizvajalci industrijskih VF bralnikov navajajo zmožnosti prepoznavanja kopice značk 
naenkrat na okoli 30 do 90 značk na sekundo preko standardnih in zasebnih 
antikolizijskih mehanizmov. Deklaracije teh številk so brez navedenih testnih pogojev 
in uporabljenih metod, zato je njihova točnost in uporabnost vprašljiva. Prav tako ne 
omenjajo števila različnih značk, morebitnih neprepoznanih značk ali dosežene 
zanesljivosti branja. Neprepoznane tarče se prevedejo v zmanjšano zanesljivost, zato 
je treba določiti, koliko značk naš sistem prenese, ne da bi se to poznalo na 
neprebranih značkah. V ozir je treba vzeti tudi čas trajanja za dosego želenega cilja. 
Načina za to sta vsaj dva. V prvem primeru povečujemo število značk in jih z 
bralnikom skušamo prebrati; značke povečujemo toliko časa, dokler ne pridemo do 
prve neprebrane značke. Ko dosežemo najvišjo vrednost še razpoznanih značk, 
začnemo spreminjati časovne intervale branja in s tem poskušamo optimizirati hitrost 
razpoznave. Rezultat tega načina odraža zmožnosti hkratnega branja več značk. Pri 
drugem načinu se lotimo neposrednega naslavljanja posameznih značk v predhodno 
nastavljenem seznamu značk, kjer v predal in na seznam vsakokrat dodamo nov 
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značk. Značke dodajamo toliko časa, dokler jih bralnik uspe uspešno prebrati.  
Rezultati, torej hitrost in število značk, se pri teh dveh načinih v splošnem lahko 
razlikujeta in bi veljalo preveriti oba ter se na koncu odločiti za metodo, ki daje 
primernejši dogovor med hitrostjo prepoznavanja in številom značk. 
6.4.1.5 NAMESTITEV ZNAČK NA ORODJE 
Velikost RFID značke, velikost, oblika in material, iz katerega je sestavljeno orodje, 
so pomembne lastnosti, na katere je treba biti pozoren. Veliko orodja, če ne v celoti, 
je vsaj v kakšnem delu kovinskega in tako predstavlja probleme pri montaži značk. 
Prav tako orodje prihaja v mnogih oblikah in velikostih; lahko se izkaže za 
problematično pri označevanju z RFID značko. Pri nameščanju značke na orodje 
moramo paziti na več stvari: značka ne sme ovirati uporabe orodja, biti mora manjša 
od orodja, imeti fizično odporno ohišje in pravo orientacijo za čim večji bralni doseg. 
Pri nameščanju značke na kovinska orodja bi se zagotovo pojavil problem 
neberljivosti tega orodja, zato bi tu morali poskrbeti za ustrezne ukrepe. Obstaja kar 
nekaj specializiranih značk, katere se lahko pričvrsti neposredno na kovinsko 
podlago. Nekaj je tudi feritnih različnih folij ali materialov, ki jih nanesemo med 
značko in kovinsko podlago, ta dodatni sloj služi kot oklop proti pojavu vrtinčnih 
tokov v bližini antene in s takim ukrepom dobimo delno povrnjen bralni domet.  
Po opravljenih testih dometa in prepustnosti sistema bi dobili neko osnovno 
predstavo o delovanju sistema v navezi z različnimi značkami. Naslednji korak bi bil 
priprava testne garniture. Testna garnitura bi zajemala nekaj karakterističnih 
predmetov, opremljenih z različnimi RFID značkami. Sestavljena bi bila iz večjih in 
manjših, kovinskih in nekovinskih orodij. Posamezne kose bi v RFID predalu skušali 
uspešno identificirati in optimizirati namestitev značke na določen kos. Prav tako bi s 
tem načinom odkrili morebitna orodja, neprimerna za RFID identifikacijo. 
6.4.1.6 KOMENTAR 
Nadgradnja kovinskega predala z VF RFID tehnologijo ni preprosta. Glavne težave se 
lahko pojavijo v premajhnem doseženem bralnem področju, premajhni doseženi 
množici orodja, neprimernosti značk z določenimi kosi orodja in predolgem času 
posameznega branja.  
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6.4.2 PREDAL Z UVF RFID 
6.4.2.1 POSTAVITEV ANTENE 
Sevalna sklopitev bralnikove in značkine antene poteka preko daljnega polja. Čez 
palec lahko rečemo, da se prehod med bližnjim in daljnim pri UVF frekvencah začne 
nekje pri 5 cm (    ). Pri predalu gornjih dimenzij (55 cm x 35 cm x 7 cm ) zaradi 
majhne globine odpade pritrditev antene na dno ali strop predala.  
Ostane nam še možnost montaže antene na eno izmed stranskih stranic predala. 
Montiramo jo lahko na daljšo ali krajšo stranico. Antena se bo premikala skupaj s 
predalom, zato bo potrebno poskrbeti za primerno dolžino in umestitev priključnega 
kabla. Računati je treba tudi na možnost dodatne antene, najverjetneje montirane na 
nasprotno stranico. V takem primeru pride bolj v poštev montaža anten na krajših 
stranicah predala. 
6.4.2.2 DOSEG SISTEMA 
Pred umestitvijo antene v predal bi morali z nekaj poizkusi preveriti bralno območje v 
obeh postavitvah antene - enkrat na krajši, drugič na daljši stranici. Izbrali bi 
stranico, ki bi v tehtanju z ostalimi parametri dala boljše rezultate – največje bralno 
območje. Bralno območje bi preverjali z nekaj izbranimi značkami, tako da bi jih v 
predalu postavljali na različna mesta v smiselnih orientacijah; podobno kot pri 
načrtovanju VF predala bi dobili okvirno predstavo o bralnem območju antene. 
Preveriti bi bilo treba, kako je z branjem značk, ki bodo najbližje anteni. V kolikor bi 
nam nagajali raznovrstni odboji, bi predal skušali oblepiti s kakšnim absorbcijskim 
materialom za frekvenčno področje okoli 900 MHz. 
6.4.2.3 POSTAVITEV ORODJA 
Predal zadostno opišejo trije različni prerezi: tloris (55 cm x 35 cm), naris (55 cm x 7 
cm) in stranski ris (35 cm x 7 cm). S stališča komunikacije z značkami je najboljša 
postavitev antene tista, ki omogoča neposredno vidljivost čim večje površine (tloris), 
vendar mora biti zaradi potrebne minimalne razmaknjenosti med anteno bralnika in 
značkami antena postavljena na eno izmed stranskih stranic. 
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V predalu imamo namen imeti več kosov orodja, zato bo dobro treba premisliti 
njihovo konfiguracijo. Nekateri kosi bodo prostorsko umeščeni pred druge in bodo 
zato s stališča antene na njih metali senco, jih zakrivali. Velikost orodja bo naraščala 
z oddaljevanjem od antene. Prav tako bo treba izkoristi celotno globino (višino) 
predala in temu zasnovati primerno obliko penastega reliefa. Določiti in poskrbeti bo 
treba tudi za minimalno razdaljo med anteno in orodjem, tako da bodo značke še 
pravilno prebrane. V primeru dveh nasproti si postavljenih anten bi se naši problemi 
zasenčevanja znatno zmanjšali, a je potem treba načrtovati dve minimalni razdalji in 
se s tem manjša prostor postavitve orodja. 
6.4.2.4 KOLIČINA ORODJA IN PREPUSTNOST SISTEMA 
V viru [12] je navedeno, da se hitrosti branja značk razpenjajo od 200 do 500 značk 
na sekundo, v populacijah okoli 50 do 100 značk, v pogojih predpisanih s strani 
regulatorja FCC (ZDA). V povprečnem predalu bo verjetno še dosti manj kosov 
orodja, tako da verjetno tu ne pričakujemo večjega problema v smislu ozkega grla 
antikolizijskih algoritmov ali hitrosti prenosa. Potrebno bo le poskrbeti, da bodo 
prebrane prav vse značke. 
Število kosov, ki jih z gotovostjo vedno preberemo, bo tu odvisno od števila, velikosti 
in materiala, iz katerega bo orodje sestavljeno, ter od postavitve orodja. Dodatna 
antena bi zelo verjetno število kosov lahko povečala. 
6.4.2.5 NAMESTITEV ZNAČK NA ORODJE  
V zadnjih letih so UVF značke doživele velik napredek v smislu mnogih novih različnih 
oblik, ohišij in prilagoditev na razne neprijetne pogoje – bližina tekočin, kovin, ... 
Velik nabor oblik in sposobnosti nam olajša opremljanje orodja z UVF RFID značkami. 
Paziti je treba, da sama pritrditev značke na orodje ne zmanjšuje njegove 
uporabnosti in ima neko robustnost.  
6.4.2.6 KOMENTAR 
Pri UVF nadgradnji predala je hitrost branja značk in njihov domet zadosten. Značke 
obljubljajo dobro delovanje na kovinskih predmetih. Največji problemi so tu v 
učinkovitem razporedu orodja, zmanjševanju gluhih področij in motečih odbojih 
signala. 
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6.4.3 PRIMERJAVA VF IN UVF NADGRAJENEGA PREDALA 
Obe tehnologiji opravljata isto nalogo, a na temeljno drugačen način, zato imata 
vsaka svoje slabosti/prednosti. Sama postavitev RFID elementov in označenega 
orodja je pri VF RFID predalu enostavnejša in bolj predvidljiva. Pri VF RFID se kot 
ozki grli predstavljata domet in hitrost delovanja. V nasprotju s tem je pri UVF RFID 
domet znaten in hitrost delovanja primerna; problemi UVF RFID se kažejo v nejasni 
postavitvi orodja, morebitnih motečih odbojev in gluhih conah. 
Pri nadgradnji predala s katerokoli od obeh pasivnih RFID tehnologij se srečamo z 
nekaj neznankami, ki so pogojene s samo geometrijo in snovnimi lastnostmi predala. 
Te neznanke pomenijo določeno negotovost (nepredvidljivost) v delovanju sistema, 
ki jo je treba eksperimentalno preveriti in določiti. Po tem koraku je treba sistem čim 
bolje fino nastaviti za ustrezno delovanje. Sama optimizacija sistema bi nujno 
vključevala tudi preizkušanje drugačnih izmer predala. 
6.5 RFID VOZIČEK 
6.5.1 NAČRTOVANJE VF RFID VOZIČKA 
Uporabni dosegi VF RFID tehnologije so relativno kratki, zato iz izmer vozička (80 cm 
x 50 cm x 90 cm) ugotovimo, da bo najverjetneje treba opremiti vsak predal posebej. 
Opremljanje vozička z VF RFID bo zato razširitev rešitve enega VF RFID predala na 
vseh 7 predalov v vozičku. Dva izmed predalov sta širša in globlja (40 cm x 15 cm), 
zato je vprašanje, kako dobro ju bomo lahko pokrili s koristnim signalom. Mogoče bo 
za njiju treba predvideti večji anteni in morebitno drugačno umestitev. 
Sedem predalov zahteva 7 posamičnih anten in vsako izmed njih bo treba nekam 
priključiti, zato bo treba napeljati tudi 7 kablov. Povečini imajo VF RFID bralniki le 
enega ali dva antenska priključka, zato bo treba najti takega, ki jih ima več oziroma 
razmisliti o 8-kanalnem preklopniku (switcher) ali multiplekserju (multiplexer). 
Na bralnik bomo imeli priključenih preko multiplekserja 7 anten. Multiplekser ni 
magična naprava in bo zaporedoma preklapljal med antenami in prožil branja. 
Naenkrat je lahko aktivna samo ena antena, razen če predvidimo več bralnikov. 
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Vidimo, da se bo čas branja podaljševal ustrezno z naraščajočim številom sevalnih 
anten in številom orodja v posameznem predalu. 
6.5.1.1 KOMENTAR 
Z razširitvijo rešitve za en predal na celoten voziček se povečajo tudi nekateri 
problemi. Perioda branja celotnega vozička se lahko neprimerno poveča – za faktor 
7+, kar naredi celotno rešitev manj privlačno. S preslikavanjem rešitve se ustrezno 
povečuje tudi število uporabljenih RFID elementov, kar dodatno zvišuje ceno, 
obremenjuje voziček in otežkoča primerno umestitev. 
Čas branja bi se v nekaterih primerih dalo skrajšati s tem, da bi sistem prepoznal, 
kateri izmed predalov so bili odprti in bi zaznavanje omejil na te določene predale.  
Naš modelni voziček ima 7 predalov. Dva izmed predalov sta višja (15 cm) od ostalih 
petih (7 cm). Veljalo bi premisliti, kako primerneje razdeliti predale in njihove 
dimenzije oziroma najti ustreznejši voziček za nadgradnjo. Skupna višina predalov je 
tako 79 cm. Mogoče bi bilo bolje narediti samo 6 predalov, ki bi imeli poglobljen 
strop in tako tudi primeren prostor za postavitev antene; sama uporabna globina pa 
bi ostala na okoli 7 cm. S takim načinom bi sicer zmanjšali količino orodja na vozičku, 
bi pa zmanjšali pritisk RFID elementov na sam voziček in čas branja. Skratka, tudi 
število predalov, dimenzije in oblikovanje vozička so lahko predmet spremembe, ki bi 
jih bilo za najboljše rezultate podvreči omejitvam/zmožnostim in pričakovanjem te 
tehnologije.  
6.5.2 NAČRTOVANJE UVF RFID VOZIČKA 
Načrtovanje vozička bi se lotili drugače kot v predlogu UVF nadgradnje predala. 
Drugače kot pri VF RFID imamo tu kakšno možnost načrtovanja več, zato moramo 
težiti k številčno najmanjši in najboljši postavitvi vseh RFID elementov. 
6.5.2.1 POSTAVITEV ANTEN 
Dober doseg UVF RFID sistemov in visoke hitrosti branja bo treba maksimalno 
izkoristiti, zato bo antene potrebno postaviti drugače. Imeli bi štiri panelne antene: 
dve bi postavili na zgornjo ploskev vozička, dve na spodnjo ploskev vozička, 
usmerjene v notranjost vozička, tako da bi iz obeh strani presvetlile celotno 
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prostornino vozička. Večina UVF bralnikov prihaja že z integriranim multiplekserjem, 
navadno 4-kanalnim, zato ne bo treba dodatnega priklopa multiplekserja. 
Voziček je zgrajen iz pločevine in antene sevajo EM valove frekvence okoli 900 MHz, 
zato se ploskve in površina vozička obnašajo za te EM valove kot ogledalo in jih 
odbijajo. Zaradi tega je slabljenje pri razširjanju valov skozi kovino znatno. Pločevina 
kot dober prevodnik ima pri frekvenci 900 MHz zelo majhno vdorno globino (okoli 5,5 
µm). Vdorna globina je tista razdalja, pri kateri amplituda signala skozi določen 
material pade za faktor     (slabih 37 %) prvotne vrednosti. Hitro lahko vidimo, da 
bo vnos slabljenja znatno prevelik že za zelo skromne debeline pločevinastih plošč 
(primer: dno predala). Kovinske plasti vozička delujejo kot oklep, ki nasprotuje 
širjenju EM valov skozi voziček. [38]  
Pri vozičku s 7 predali bo s stališča anten bralnika 7 kovinskih plošč. Da se ognemo 
slabljenju med antenami in značkami ne sme biti kovinskih plošč. Vsak predal ima 
neprekinjeno kovinsko dno, zato bo potrebna njegova sprememba, a vseeno morajo 
predali ohraniti določeno nosilnost in robustnost. Predvideti bo treba čim redkejšo 
nosilno mrežo na dnu predala, na kateri bi počivala vložna struktura za vlaganje 
orodja. Vložna struktura mora biti čim bolj prozorna za EM valovanja okoli frekvence 
900 MHz. Več kot se znebimo kovine iz podna, boljše (močnejše, manj moteno) 
presevanje bomo dosegli. 
6.5.2.2 BRALNO OBMOČJE 
Snopi anten morajo biti enakomerno razporejeni, tako da prekrivajo celotno 
prostornino vozička. Bralnik bo zaporedoma prožil posamezne antene in prebiral 
identifikacijske številke značk. Snop antene ne bo vzporeden s stenami vozička, zato 
pričakujemo odboje, ki bodo povzročali motnje. Mejne ogradne ploskve vozička – 
strop, dno, leva, desna, zadnja, sprednja stran – bi bilo treba oblepiti s kakšno 
absorbcijsko peno ali podobnim materialom, ki bi motnje zmanjšal in ne bi zavzel 
preveč prostornine.  
Bralne cone posameznih anten se bodo v splošnem prekrivale in tudi razni odboji 
bodo poskrbeli, da bodo značke prebrane pri več antenah. Zaradi raznih motenj se 
lahko znotraj vozička pojavijo gluhe cone, kjer značke ne bo moč prebrati, zato bo s 
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poizkušanjem treba poiskati najbolj učinkovito postavitev anten, ki bo znižala gluha 
področja. 
6.5.2.3 POSTAVITEV ORODJA 
Podobno kot pri UVF predalu bomo tudi tu naleteli na problem senčenja, tj. orodje 
bližje antenam bo zastiralo tisto zadaj. Večje, širše kose bo verjetno pametno 
umestiti v sredinske predale in s tem minimalizirati senčenje. S stališča manjšega 
senčenja je dobro, če gostota orodja narašča s približevanjem sredini vozička. Treba 
je paziti, da s tem pretirano ne zmanjšamo stabilnosti vozička. 
6.5.2.4 KOLIČINA ORODJA IN PREPUSTNOST SISTEMA 
S količino orodja narašča tudi čas branja in možnost neprebranih značk. Kljub visokim 
hitrostim branja UVF sistemov bo treba preizkusiti, koliko orodja naš sistem prenese, 
ne da bi se poznalo na zanesljivosti in da časi branja ne bi presegli neke razumne 
meje. 
6.5.2.5 KOMENTAR 
Ta rešitev omogoča minimalno uporabo RFID elementov, zaradi katere so primerno 
obremenjeni in izkoriščeni. Problem je, da moramo za vzpostavitev te rešitve 
spremeniti strukturo predala, kar je dodatna nevšečnost in morebitno zmanjšanje 
nosilne zmožnosti vozička. Problemi ostajajo podobni kot pri UVF RFID predalu: 
učinkovita postavitev orodja, gluhe cone in moteči odboji. 
6.5.3 PRIMERJAVA VF IN UVF NADGRADNJE VOZIČKA 
Slabost nadgradnje z VF RFID je v tem, da zahteva več elementov. Več elementov 
pomeni višjo ceno in večje težave pri samem umeščanju na voziček. Pri VF RFID 
presvetlimo vsak predal posebej, zaradi česar se poveča čas branja. Prednost 
zaznavanja posameznega predala je v tem, da so bralna področja ustrezno 
razmejena, predvidljiva in omogočajo preglednejši nadzor nad prisotnimi kosi. 
Rešitev z UVF RFID omogoča manjše število elementov, a vseeno težavno umeščanje 
na voziček, kjer so potrebni posegi v samo zasnovo predalov. Naenkrat presvetlimo 
celotno prostornino vozička, s katerim primerno izrabljamo zmožnosti tehnologije. So 
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pa bralna področja manj predvidljivo definirana, zaradi katerih je treba biti pazljiv pri 
postavitvi orodja in odkrivanju gluhih con. 
6.5.4 NADZOR DOSTOPA 
Pomembno si je zamisliti proces izposojanja/vračanja predmetov v voziček. Uporabili 
bi uveljavljene rešitve za VF RFID sistem nadzora dostopa. Vsaki osebi bi poverili VF 
RFID kartico, s katero bi se pred izposojanjem/vračanjem izkazala sistemu. 
Dostop do predmetov brez izkaza ne sme biti možen, zato bi sistem za nadzor do 
dostopa morali povezati z zaklepnim mehanizmom vozička, ki bi predale odklenil šele 
po potrjeni avtorizaciji. Za primer težav mora biti predviden tudi čisto mehanični 
način odklepa. 
Proces izposojanja je sestavljen iz 4 faz: 
 začetna avtorizacija – prijava, pri kateri se sistemu predstavimo in v kolikor 
nas prepozna in imamo ustrezne pravice, nam dovoli dostop do orodja 
(odklene predale vozička); 
 nabiranje/vračanje predmetov iz/v voziček; 
 RF zaznavanje, pred katerim se predali zaklenejo; 
 zaključna avtorizacija – odjava, po kateri je proces zaključen. 
Prijava nam omogoča, da uporabnik začne proces izposoje/vračanja in sistem ga 
zabeleži, tako da se ob prijavi njegova zaporedna številka VF RFID kartice zapiše. Po 
uspešni prijavi nam sistem odklene predale, kjer si lahko izberemo potrebne 
predmete. Po končani izposoji ali/in vračanju uporabnik sproži RF zaznavanje. Pred 
RF zaznavanjem morajo biti vsi predali zaprti, da jih sistem lahko zaklene. Po RF 
zaznavanju sistem uporabnika obvesti o izposojenih ali/in vrnjenih predmetih. 
Uporabnik nato izvede še zadnji korak in proces uspešno zaključi z odjavo. Vse 
prijave, odjave in zgodovina izposoje orodja se shranjuje. Ves proces izposoje bi bil 
pregledno prikazan in voden preko vgrajenega mini računalnika s priključenim LCD 
zaslonom z možnostjo upravljanja na dotik. 
Treba bi bilo predvideti tudi scenarije za dogodke, ko bo proces izposoje naletel na 
težave – odprti predali, manjkajoča odjava, izpad elektrike ... 
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6.5.5 VMESNIŠKA PROGRAMSKA OPREMA 
Same rezultate RF presvetlitev in stanje v vozičku bo treba ustrezno obdelati in 
prikazati. V ta namen je treba razviti/kupiti programsko opremo, ki bo učinkovito 
integrirala podatke RFID bralnika in jih prikrojene za naše potrebe prikazovala na 
ekranu ter shranjevala v zgodovino. Uporaba sistema mora biti s stališča uporabnika 
hitra, pregledna in enostavna. 
6.5.6 AVTONOMIJA 
Voziček z orodji je predalnik na kolesih, zato moramo pričakovati mobilnost. Poleg 
priključka za omrežno napajanje bo potrebno na voziček dodatno umestiti pomožno 
baterijo/akumulator, ki bo zagotavljala primerno avtonomijo delovanja vozička med 
premikanjem na drugo lokacijo ali naključnimi izpadi elektrike.  
6.5.7 KOMENTAR 
Sama vgradnja pasivne RFID tehnologije na voziček je možna, ni pa preprosta. Na 
končno delovanje celotnega sistema vpliva prostor same umestitve in delovne 
zmožnosti posameznih vgrajenih komponent. Komponente je treba preizkusiti v 
okolju uporabe, zato je treba veliko testiranja, prilagajanja in zmožnosti konstruiranja 
novih rešitev. Veliko je parametrov, ki so pogojeni izključno z geometrijo prostora in 
materialov prisotnih v njem, zaradi katerih je precej negotovosti glede končnega 





Pri nastajanju diplomske naloge sem prišel do nekaj ugotovitev. Z izjemo nekaj 
trivialnih rešitev sta pasivni VF in UVF RFID tehnologiji zahtevni za implementacijo. 
Prav občutljivost na okolje vzpostavljanja je največji zaviralni vzrok tehnologije. 
Pokaže se, da je s stališča RFID tehnologije kovinski voziček z/s (ne)kovinskim 
orodjem zelo zahtevno in razmeroma nepredvidljivo okolje. Ravno ta nepredvidljivost 
je neugodna in dodatno zvišuje stroške vzpostavitve, saj je mogoče določene 
probleme z delovanjem sistema zaznati šele ob testiranju delovanja – hitrost, 
zanesljivost branja. 
Želel sem preveriti, če lahko za nadgradnjo uporabimo cenejšo, bolj predvidljivo, 
uveljavljeno in manj zahtevno VF RFID tehnologijo. Primerjava med VF in UVF RFID 
tehnologijo pokaže, da je sicer VF verzija bolj predvidljiva, a ima velik manko na 
področju hitrosti branja značk (perioda branja) in maksimalnega dosega. Prav tako 
se je izkazalo, da je cenovno v primerljivem razredu kot ali celo dražja od UVF RFID 
tehnologije. Čeprav je načeloma nadgradnja vozička možna z obema tehnologijama, 
je trenutno glede svojih zmogljivosti in cene bolj primerna UVF tehnologija. V vsakem 
primeru bi bilo treba nadgradnji prilagoditi ali celo na novo oblikovati cel voziček. 
Nadgradnja vozička z orodjem za namen samodejnega izposojevalca orodja je več 
kot samo nadgradnja z RFID tehnologijo. Poleg implementirane RFID tehnologije je 
treba vzpostaviti in medsebojno povezati še druge podsisteme: nadzor dostopa, 
povezljivost z okolico, avtonomijo delovanja, zaklepni mehanizem in še kaj. Vsak tak 
podsistem prinese dodatne elemente in zavzema dodaten prostor na vozičku ter viša 
kompleksnost samega sistema. Zaradi tega bi bilo ob načrtovanju nadgradnje vozička 
treba pomembno preoblikovati ali ustvariti nov voziček, bolje prilagojen na 
nameščanje dodatne opreme in delovanje RFID. 
Pasivne RFID so perspektivne tehnologije. V zadnjih letih je vse več pritiska RFID 
tehnologije in se zaradi tega pospešeno razvijajo. Glavna ovira za njihov razvoj so 
visoke cene glede na konkurenčne tehnologije in problemi z negotovimi rezultati 
delovanja takih sistemov. 
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