





























木井 はつこ GBS 理論に基づいた SNS 利用におけるセキュリティ学習を支援する女性向け教材の開発 
近年, スマートフォンの普及に伴い, インターネットの利用方法が多様化している. 中でも, 
Line, Twitter, Facebook といった SNS(Social Networking Service)は, コミュニケーションツ
ールとして日常的に利用されている. SNS は, ユーザ同士が簡単に連絡を取り合い, 情報交換
できることから利用者は多い. 一方で, SNS を利用した犯罪被害が増加し, 特に女性の被害者
が多い. しかし, セキュリティを自ら学びたいという女性は少なく, 女性のセキュリティにつ
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高井 勇輝 三軸加速度センサおよびジャイロセンサを用いた正しい歯磨き方法習得支援システム 
歯磨きはその単調性ゆえにしばしば忘れられ, 誤った方法で行われることがある. 事実日本人
の約 8 割が磨き残しを気にしているにも関わらず, 1 日の歯磨き回数が 3 回未満の人が 7 割近く
存在しており, 歯磨きに対する意識低下, つまりモチベーションの欠如が指摘されている. ま
た, 正しい歯磨き方法を一度習得したとしても, モチベーションの欠如が原因で誤った磨き方
に逆戻りしてしまうことも考えられる. 以上から, 歯磨きにおける問題点として「モチベーショ




高橋 啓太 背景画像を用いたタブレット端末における個人認証手法の提案 
近年, タブレット端末の利用者数は 2011 年度を境に増加の一途をたどっている. したがって, 
今後も利用者の割合は増えていくと考えられる. 従来のタブレット端末における個人認証手法
では, 4 桁の数字によるパスワード方式による認証や, 認証パターンを用いた認証が主である. 
























防ぐための対策のひとつとして, パスワードによる個人認証があげられる. 最近の研究では, 
スマートフォンの各センサから得られる特徴量を利用したスマートフォン向けの個人認証手法
がある. その他, フリック入力とトグル入力を対象としたものがあるが, パスワード入力時に
フリック入力とトグル入力を織り交ぜた入力手法（フリック＋トグル入力）を対象にしたもの







五百川 貴史 秘密分散法を用いたセキュアな WSN の構築 
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吉田 優介 SNSユーザを対象とした暗黙的な個人情報流出の検出手法に関する研究 






漏洩対策は, 数多くの研究によって比較的進んでおり, 加えてSNS利用者の意識改善により, 
有害な発言の数は減少傾向にあると考えられる. しかし, SNS利用者が無害な発言と判断した発
言を分析する事で, 個人情報の特定に至る場合が存在する. 本稿では, SNS利用者の発言のう
ち, 表面上は個人情報の漏洩とは無関係な無害な発言であっても, 第三者によるデータ解析作
業により個人情報の取得に至り, 結果として有害な発言と成り得る発言を「間接的有害発言」
と定義する. 本稿では, SNSのTwitterを対象に, SNS利用者の「間接的有害発言」から抽出した
共通パターンを利用する事で, 無害な発言とされたSNS利用者の発言からの個人情報特定を防
ぐ間接的有害発言検出手法を提案する. 
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 夏季ゼミ合宿 (8 月 31 日～9 月 1日, 大沢温泉 (花巻市)) 
 冬季ゼミ合宿 (2 月 1 日～2 日, 国立岩手山青少年交流の家 (滝沢市)) 
  
