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 Semakin berkembangnya jaringan internet dapat mempermudah proses 
pertukaran informasi. Ketika suatu informasi bersifat rahasia ditransmisikan lewat 
jaringan komputer/internet, maka diperlukan jaminan bahwa informasi tersebut 
hanya dapat diakses oleh pihak yang berkepentingan. Permasalahan tersebut dapat 
di selesaikan dengan salah satu cara  yaitu penyembunyian pesan dalam 
pengiriman adalah merubah data menjadi yang tidak dimengerti dengan cara di 
sisipkan ke dalam pixel yang dinamakan teknik steganografi. Pada Teknik 
steganografi ini salah satu metode yang dapat di gunakan adalah metode Modified 
Least Significant Bit (MLSB). MLSB merupakan pengembangan dari metode LSB 
yaitu dengan memodifikasi data dengan cara merubah dari 8 bit menjadi 5 bit. 
Selain metode MLSB tersebut kita juga dapat menggunakan fungsi hash MD5 
sebagai tambahan pengamanan.  Dengan menggunakan fungsi hash MD5 serta 
dengan menggunakan metode MLSB (modified least significat bit) ini kualitas 
dari file citra yang di hasilkan menunjukkan nilai baik karena dari rata - rata nilai 
dari gambar sampel dengan nilai MSE 0.0037 serta PSNR di atas 60db. 
 






Nowadays, people can be easy to acces the internet as changing information. 
People who wants to transfer information (undercover) through the internet, then 
the internet needs a guarantee that can only be accesed by profesional person. In 
sending hiden messages, we can changes the data that is not understood by 
inserting into pixels which is called by steganography techniques. Therefore, this 
steganography techniques used the modified least significant bit (MLSB) method. 
MLSB is the development of the LSB method. LSB method is modifying data be 
changing from 8 bit to 5 bit. In addition, we can also use the hash MD5 function as 
an ancillary security. Using both hash MD5 function and MLSB method showed a 
good result from quality of images file which hasthe average value of sample 
images with MSE 0,0037 balues and PSNR above 60dB. 
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