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Kampus UKSW khususnnya faktultas teknologi informasi telah membangun 
sebuah gedung baru yang memerlukan sistem untuk pengaksesan fasilitas internet, 
dan pengaturan manajemen user pada setiap lab komputer yang ada di fakultas 
teknologi informasi. Diperlukan sistem yang mampu memenuhi keperluan seluruh 
user yang ada dan tentunya memperbaiki kekurangan sistem pada gedung FTI 
yang lama, sistem yang akan di rancang nantinya akan mempermudah user untuk 
mendapat penyimpanan yang terpusat sehingga user tidak perlu membawa 
penyimpanan portable dalam mengakses data untuk proses belajar mengajar 
dalam lab. Selain itu kekurangan pada sistem gedung FTI yang lama yaitu user 
mengalami kesulitan untuk login pada komputer yang ada di dalam lab, dimana 
banyaknya otentikasi yang harus di lakukan pada saat login dalam sebuah 
komputer sehingga cukup membuang waktu user untuk login pada sebuah 
komputer yang ada di dalam lab. Seiring pengembangan sistem operasi yang terus 
di lakukan oleh Windows maka ditemukanlah konsep Roaming Profile, yaitu 
sebuah konsep dalam keluarga Windows NT, yaitu sistem operasi yang 
memungkinkan user dengan komputer yang ada masuk ke domain Windows 
Server untuk log-on ke komputer manapun pada jaringan yang sama, dan 
mengakses dokumen yang mereka miliki dengan pengalaman desktop yang 
konsisten, sehingga  posisi toolbar dan tampilan desktop tetap sama. Untuk 
menunjang Roaming Profile maka di perlukan layanan directori yang terintegrasi 
dan mampu menyediakan layanan penyimpanan yang bisa diterapkan pada server 
untuk menyimpan konfigurasi jaringan baik itu user, group, komputer, hardware, 
serta berbagai policy dalam satu database terpusat, sehingga pengaksesan data 
yang di simpan dalam direkrori tertentu bisa di akses oleh komputer client yang 
terhubung dengan server dalam jaringan, sehingga digunakanlah Active Directory 
untuk memenuhi layanan directory yang di butuhkan sistem. Dari masalah yang 
ada maka diterapkanlah konsep Roaming Profile dengan di tunjang layanan Active 
Directory pada server, sehingga user akan menadapat tampilan dekstop dan 
directory yang sama pada setiap komputer dalam jaringan. User Profile yang di 
simpan di server itu lah yang di sebut sebagai Roaming Profile, sehingga user 
yang log-on akan mendapatkan Profile yang sama di setiap komputer yang 
tergabung dalam domain yang sama. Dalam Penerapannya Roaming Profile 
membutuhkan Group Policy Object (GPO) yang digunakan sebagai alat bantu 
mengatur dan memperketat konfigurasi keamanan dalam sistem, di dalam GPO 
juga dapat di lakukan pengaturan hak akses kedalam directory tertentu, seperti 
siapa saja yang berhak mengakses local disk (U:) atau local disk (V:), tidak hanya 
sebatas itu GPO juga dilengkapi dengan fitur untuk membatasi sebuah aplikasi 









1. Tinjauan Pustaka   
 
Penelitian yang sudah ada dengan judul “Implementasi Roaming Profile untuk 
Flexibilitas pada Aplikasi Distributed Billing Warnet”. Penelitian ini 
mengimplementasikan Roaming Profile pada aplikasi billing warnet berbasis 
client-server, dengan cara membuat kedua server saling berkomunikasi. Membuat 
aplikasi server billing mampu me-relay request dan response untuk aplikasi server 
billing lainnya. Adapun perbedaan dengan penelitian yang sudah ada yaitu 
terletak pada penerapanya tentang membuat kedua server saling berkomunikasi, 
sedangkan penelitian ini hanya membahas komunikasi pada client dan server. 
Sedangkan persamaaan dengan penelitian yang sudah ada yaitu terletak pada 
penerapan Roaming Profile untuk kesatuan data yang dapat di akses di beberapa 
komputer yang berbeda [1]. 
Penelitian yang sudah ada selanjutnya berjudul “Perancangan Aplikasi Sistem 
Billing untuk Warnet Prabayar”. Penelitian ini menghasilkan sebuah aplikasi 
billing berbasis web dengan sistem pembayaran prabayar. Aplikasi ini bisa 
berjalan pada platform Windows dan LINUX sekaligus, namun aplikasi ini belum 
mampu mendukung implementasi Roaming Profile karena aplikasi server billing 
tidak dirancang untuk saling terkoneksi. Adapun perbedaan dengan penelitian 
yang sudah ada yaitu terletak pada penggunaan web, sedangkan penelitian ini 
tidak membahas tentang penggunaan web dalam pengimplementasiannya. 
Sedangkan persamaaan dengan penelitian yang sudah ada yaitu terletak pada 
penerapan Roaming Profile untuk kesatuan data atau bisa di sebut dengan 
konsistensi data [2]. 
Manajemen User adalah proses penambahan, mempertahankan, mengubah, 
dan menghapus akun pengguna, password, otorisasi, dan atribut dari (biasanya 
jaringan) sumber daya file, printer, aplikasi, database, situs Web, dan perangkat 
keras atau perangkat lunak lainnya. Dalam jaringan saat ini, fungsi ini biasanya 
melibatkan layanan directory [3]. 
File Manajemen atau Manajemen data, adalah bagian dari sistem operasi 
yang mengontrol menyimpan dan mengakses data dengan program aplikasi. Data 
dalam penyimpanan internal (misalnya, database), pada media eksternal (disket, 
tape, printer), atau pada sistem lain. Mengajukan manajemen, kemudian, 
menyediakan fungsi yang menggunakan aplikasi dalam menciptakan dan 
mengakses data pada sistem dan memastikan integritas data sesuai dengan definisi 
dari aplikasi [4]. 
 
2. Metode dan Perancangan Sistem 
 
Dalam penelitian ini metodelogi penelitian yang digunakan adalah Network 
Analysis and Design Methodology, Metode ini dibagi dalam beberapa tahapan 
yang nantinya akan dilakukan secara berurutan sesuai dengan tahapan yang ada 
dalam Network Analysis and Design Methodology, Alur penelitian dapat di lihat 




Gambar 1. Tahapan Network Analysis and Design 
 
Tahap pertama yang di lakukan adalah problem definition and feasibility 
study dimana konsep kebutuhan  sistem yang nantinya akan dikembangkan 
menjadi masukan dalam kebutuhan sistem yang akan di bangun. Dalam tahap ini 
juga dilakukan identifikasi tentang kebutuhan sistem serta mencari spesifikasi 
yang di butuhkan server dan berbagai komponen yang ada di dalamnya seperti 
kuota hardisk yang harus di penuhi dalam server. Hasil analisis dari kekurangan 
sistem terdahulu yaitu semua pengajar memiliki satu user dan password untuk 
megakses data yang digunakan untuk belajar mengajar di lab, dimana dalam satu 
komputer ada banyak data pengajar sehingga memungkinkan pengajar untuk 
mengakses data yang bukan miliknya masalah ini lah yang menyebabkan celah 
dalam keamanan sistem yang harus di perbaharui, dengan menerapkan konsep  
roaming profile dimana mikrotik dan active directory (berfungsi sebagai 
manajemen user) saling terhubung sehingga setiap user dapat mengakses file di 
setiap lab yang terhubung dalam domain yang sama, dalam konsep ini user 
memiliki account yang bisa di pakai di setiap lab yang terhubung dengan domain 
yang sama sehingga setelah user logon, maka posisi desktop dan database yang 
sudah di buat sebelumnya akan tetap sama tanpa menampilkan data user yang 
lain. Di dalam active directory juga terdapat GPO (Group Policy Object) yang 
berfungsi sebagai sehingga menutup celah keamanan dalam permasalahan 
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sebelumnya. Sedangkan mikrotik memiliki fungsi sebagai gateway untuk 
mendapatkan akses internet setelah login dengan account yang sudah ada dalam 
active directory. 
 
Selanjutnya adalah melakukan tahap strategic information system design, 
develope evaluation criteria, pada tahap ini diperlukan hasil dari tahap 
sebelumnya yaitu problem definition and feasibility study untuk dijadikan sebagai 
patokan dalam tahap ini. Dibuatlah topologi jaringan untuk memetakan jaringan 
yang akan di bangun dengan memanfaatkan data-data yang sudah di dapat untuk 
membangun sistem jaringan yang terpusat. Untuk melihat topologi jaringan dapat 
di lihat pada Gambar 2. 
 
 
Gambar 2. Topologi Jaringan 
 
Topologi jaringan Gambar 2. router akan menghubungkan beberapa jaringan 
local untuk membuat satu jaringan dan menghubungkan semua lantai yang ada, 
khusus untuk lab 4E dipasang sebuah router untuk menghubungkanya dengan lab 
komputer. Active directory server nantinya berfungsi untuk mendistribusikan 
akun yang sudah di buat dan menerapkan policy yang sudah di atur sedemikian 
rupa sesuai group user yang ada, active directory juga mengatur masalah alokasi 
bandwidth yang akan berkomunikasi dengan router mikrotik, semua user yang di 
buat akan tersimpan kedalam active directory beserta policy yang kemudian 
terhubung dengan router mikrotik yang akan memberikan akses internet. Pada 
penyimpanan untuk dosen dan mahasiswa akan di bedakan share drivenya, untuk 
share file maka dibuat drive public sehingga penyimpanan dosen dan mahasiswa 





Gambar 3. Active Directory Diagram 
 
Gambar 3. Adalah forest dengan nama fti.uksw.edu, dalam forest tersebut 
terdapat beberapa OU (organizational unit) yang berfungsi mengelompokkan 
user, dibuat 5 OU berdasarkan profesi diantaranya yaitu OU mahasiswa, OU 
dosen, OU staff. OU visitor dan OU mk, di setiap OU terdapat sub OU, contoh 
OU mk dengan sub OU mk prodi. Dalam sub OU terdapat group sesuai dengan 
sub OU tersebut yang berfungsi untuk memberikan storage dan policy, disetiap 
OU maka storage dan policy juga akan berbeda, dapat di sesuaikan dengan 
kondisi dan kebutuhan tertentu dalam sistem, Contoh pada sub OU mk prodi S1-
TI mempunyai kebutuhan akan aplikasi pemrograman yang tentunya 
membutuhkan policy untuk mengakses aplikasi pemrograman, maka pengaturan 
hak akses untuk aplikasi pemrograman akan di sesuaikan dengan kebutuhan OU 
dan sub OU tersebut. 
 
Pada tahap request for proposal and vendor demonstration didapatkan 
hardware berupa router mikrotik dari vendor, yang digunakan untuk simulasi dan 
menghubungkan mikrotik dengan active directory. Sehingga apa saja yang bisa di 
terapkan dengan menggunakan router mikrotik dalam perancangan sistem 
manajemen user bisa diketahui sepenuhnnya. 
 
Tahap approval and implementation, setelah melalui beberapa tahap dan 
mendapatkan data user yang di butuhkan, maka data user dapat dimasukkan 
kedalam active directory, ada dua cara untuk memasukan data user k dalam active 
directory yaitu manual dan import data, untuk menghemat waktu maka dipilih 
import data, dengan menggunakan command  di windows powershell dengan 
format file data.csv. 
 
Alokasi Bandwidth di sisi lain pada kampus baru FTI nantinya akan 
memiliki 9 lab komputer yang masing-masing lab akan tersedia 40 PC client 
dengan demikian total user yang diperkirakan aktif secara bersamaan sekitar 360 
PC client. Ditambah dengan 100 staff FTI (dosen dan pegawai) juga memiliki 
kemungkinan aktif secara bersamaan, maka terdapat total 460 user aktif secara 
bersamaan dan nantinya akan menggunakan jaringan kabel. Sehingga nantinya 
akan dibuat alokasi management bandwidth secara otomatis atau dynamic user. 
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Pada Storage & Hak Akses yang di berikan antara dosen dan mahasiswa 
akan di bedakan. Setelah melakukan login dosen akan di berikan storage lebih 
yaitu storage private (U:) dan storage public (V:) serta bandwidth sebesar 2 Mbps 
sedangkan untuk mahasiswa akan di berikan satu storage saja yaitu (V:) atau 
storage public yang digunakan untuk pengambilan file server dan pengumpulan 
tugas disertai dengan pembatasan hak akses lain terhadap perangkat tersebut serta 
akan mendapatkan bandwidth sebesar 1 Mbps. 
GPO (Group Policy Object) pada GPO dapat diberikan batasan apa saja yang 
akan diberikan kepada user sesudah login dalam sistem. GPO sendiri nantinya 
akan terhubung dengan OU (Organizational Unit) agar dapat melakukan 
sinkronisasi terhadap policy yang akan dibuat. Seperti pada pada forest 
fti.uksw.edu terdapat beberapa OU yang salah satu diantaranya adalah OU 
mahasiswa dimana terdapat GPO-TI yang merupakan policy yang ditujukan untuk 
OU mahasiswa sehingga semua mahasiswa yang berada pada OU mahasiswa 
nantinya setelah login bisa dibatasi untuk mengakses beberapa aplikasi sesuai 
kebutuhan mahasiswa permatakuliah, contoh aplikasi yang bisa di beri batas 
untuk tidak di akses yaitu task manager, recycle bin dan melihat properties pada 
my computer. 
 
Konfigurasi AD (Active Directory) 
Pada konfigurasi active directory dibutuhkan dua client pada NPS (Network 
Policy Server) yaitu client untuk server dan client untuk mikrotik. Pada sisi client 
server dengan friendly name “SERVER-2012” diberikan IP address 192.168.34.1, 
sedangkan untuk client mikrotik dengan friendly name “Mikrotik” diberikan IP 
address 192.168.34.2. Untuk shared secret (yang merupakan kunci untuk di 
bagikan ke komputer client secara transparant) pada sisi server dan mikrotik harus 
sama karena akan digunakan untuk membangun koneksi antara keduanya. 
 
 
Gambar 4. Active Directory Configuration 
Pada konfigurasi Network Policies untuk tab “overview” terdapat 2 pilihan 
access permission yaitu grant access yang berfungsi menerima request dari 
mikrotik untuk menggunakan policy sehinga dapat saling terhubung, sedangkan 
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deny access akan menolak secara otomatis terhadap request yang akan masuk ke 
active directory sehingga tidak dapat mengakses policy tersebut. Pada konfigurasi 
ini policy diberi nama “hotspot” dan menerapkan aturan “grant access” pada 
access permision, konfigurasi dapat di lihat pada Gambar 5. 
 
 
Gambar 5. Policy Configuration 
 
Pada tab “conditions” terdapat windows group yang akan memperbolehkan 
user untuk login jika sudah dimasukkan pada satu group/domain yang telah 
ditentukan. Untuk contoh kasus dalam penelitin ini hanya user yang telah 
terkoneksi dengan domain “PROJECT” saja yang dapat melakukan login, untuk 
user yang tidak terkoneski pada group “PROJECT” maka tidak dapat melakukan 
login menggunakan policy ini.  
Untuk tab “constraints” digunakan  protocol EAP (Extensible Authentiction 
Protocol) yaitu merupakan protocol yang menggunakan TLS (Transport Layer 
Security) sebagai media enkripsi yang digunakan untuk proses autentikasi antar 
client. Sedangkan untuk secure authentication methods akan menggunakan CHAP 
(Challenge-Handshake Authentication Protocol) yang merupakan protokol dari 
microsoft untuk dapat melakukan autentikasi user dan password secara dua arah. 
CHAP digunakan sebagai metode keamanan jaringan khususnya pada wireless 
untuk mencegah terjadinya serangan brute force maupun sniffing karena mampu 
melakukan enkripsi. pengaturan tab “conditions” dan “constraints” dapat di lihat 




Gambar 6. tab Condition and Constraint 
 
PS E:\Users\Administrator> Import-Csv e:\scripts\file.csv | New-ADUser -Enabled $true-
AccountPassword (ConvertTo-SecureString Password123 -AsPlainText -Force) 
Pada bagian data user yang akan digunakan admin dapat mengimport data 
user melalui file.csv dengan menggunakan command seperti diatas melalui 
windows powershell. Dimana nantinya user akan diberikan password default yang 
kemudian wajib diganti pada saat pertama kali login, user akan di bagi ke dalam 
beberapa group sesuai dengan yang ada pada tahap desain yang telah dirancang.  
Setelah pembuatan user pada pengaturan tab “account” diberikan user logon 
name, dengan nama “672012087” untuk login sebagai client dengan domain 
“@fti.uksw.edu” atau menyesuaikan domain yang telah dibuat. Dalam account 
options terdapat beberapa pilihan untuk menyesuaikan pengaturan password 
sesuai kebutuhan setiap kelas matakuliah, seperti “user must change password at 
next logon” yaitu kondisi dimana password harus diganti saat pertama kali login, 
atau “password never expires” yaitu kondisi dimana user menggunakan password 
yang diberikan admin tanpa harus mengganti password. Pengaturan tab 





Gambar 7. tab Account 
 
Dalam pengaturan user yang terdapat pada tab “Member Of” digunakan 
admin untuk mengelompokkan user berdasarkan dengan group yang telah dibuat. 
Seperti contoh pada pada mahasiswa terdapat OU (Organizational Unit) 
mahasiswa yang didalamnya terdapat sub OU berdasarkan dengan prodi masing-
masing, contoh didalam OU prodi S1-TI terdapat user mahasiswa S1-TI dan 
group S1-TI berfungsi sebagai parent dari user dalam menentukan GPO (Group 
Policy Management). Satu user dapat bergabung dengan banyak group sesuai 








Pada pengaturan GPO Admin dapat memberikan batasan-batasan yang akan 
diberikan kepada user ketika sudah berhasil login. GPO sendiri nantinya akan 
terhubung dengan OU agar dapat melakukan sinkronisasi terhadap policy yang 
akan dibuat. Didalam forest fti.uksw.edu terdapat beberapa OU yang salah satu 
diantaranya adalah OU mahasiswa dimana terdapat GPO-TI yang merupakan 
policy yang ditujukan untuk OU mahasiswa sehingga setelah login semua 
mahasiswa yang berada pada OU mahasiswa nantinya tidak bisa mengakses 
aplikasi yang di block sesuai peraturan yang akan di terapkan, contoh aplikasi 
yang dapat di block, task manager, recycle bin dan melihat properties pada my 
computer. Pengaturan tab “Member Of” dapat di lihat pada Gambar 8. 
 
3. Hasil dan Pembahasan 
 
Pada tahap monitoring and managaement dirancang disk kuota yang akan 
memberikan batasan alokasi untuk memanajemen penyimpanan yang di perlukan 
user, diterapkan Quota Type hard limit yaitu penyimpanan dibatasi dengan 
alokasi kuota yang sudah di tentukan. Dalam membatasi kuota dan memudhakan 
user untuk mengetahui apakah kuota penyimpanan yang dimiliki hampir 
mencapai limit, maka di buat notifikasi atau peringatan jika user akan mencapai 
batas yang di tentukan dan harus mengurangi file yang ada untuk membebaskan 
ruang pada hard disk. Contoh kasus user “Doni” memiliki kuota 5 MB dan sudah 
menggunakan 4 MB, dengan demikian sisa kuota yang “Doni” miliki adalah 1 
MB, jika kemudian “Doni” mencoba untuk menyimpan file maka sistem akan 
menampilkan notifikasi/peringatan berupa script yang memberi tahu bahwa batas 
kuota yang tersisa adalah 1 MB, yang berfungsi memperingatkan user “Doni” 
untuk tidak menyimpan file lebih dari 1 MB dalam hard disk. 
 
Pada manajemen bandwidth diterapkan metode simple queue (pengaturan 
bandwidth untuk upload dan download setiap user) sehingga bandwidth akan 
terbagi secara dinamis dan merata sesuai jumlah user yang mengakses pada satu 
waktu. Pada simulasi ini terdapat bandwidth dengan nama “bandwidth_mhs” dan 
target IP address 192.168.34.0/24 dengan bandwidth download dan upload 
sebesar 1 MB, queue ini adalah parent bagi queue “mahasiswa”. Sehingga user 
dengan nama “mahasiswa” IP address 192.168.34.7 sedang dalam kondisi login 
maka akan mendapatkan bandwidth upload dan download maksimal sebesar 128 










Berdasarkan penelitian dan simulasi yang sudah dilakukan dapat disimpulkan 
bahwa perancangan manajemen user membuat penerapan konsep roaming profile 
semakin efektif, dimana fungsi roaming profile akan mengintergerasikan setiap 
lab komputer dalam jaringan, yang nantinya memberikan kemudahan dalam 
proses login dengan menggunakan satu user yang sama pada setiap komputer 
yang terhubung dalam satu domain, ditambah dengan layanan active directory 
sebagai tools manajemen user yang akan memberikan akses penyimpanan secara 
terpusat, dengan tujuan untuk memudahkan setiap user dalam mengakses file atau 
data yang dimiliki. 
 
5. Daftar Pustaka 
 
[1] Prasetyo, Eko Widhi. 2012, Implementasi Roaming User untuk Fleksibilitas 
pada Aplikasi Distributet Billing Warnet, 
http://repository.uksw.edu/bitstream/123456789/1073/1/T1_672005056_Ab
stract.pdf. Diakses Tanggal 25 Agustus 2016. 
[2] Diartono, Dwi Agus, 2007, Perancangan Aplikasi Sistem Billing untuk 
Warnet Prabayar, Jurnal Teknologi Informasi 7 : 75-87. 
[3] Kearns, Dave, 2004, The Administrator Shortcut Guide To, User 
Management and Provisioning. San Fransisco: RealTimePublishers. 
[4] IBM, 2001, File Management Version 5, New York: IBM. 
[5] James E, Goldman, Philips T. Rawles, 2003, Applied Data 
Communications, A business-Oriented Approach / Edition 4. New York: 
Wiley. 
