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まずLinux 2.4上のファイルアクセス制御機能として，セキュアファイルシステムSAS（Storage Add-on 
Security）を提案する．SASでは「プログラム中でオープンされたファイルオブジェクトはプログラム実行（exec
システムコール）時に継承される」というLinuxの標準規約を利用することでOSの変更は不要としている．ま
た，継承を用いてプロセスアクセス制限に利用する認証情報をアプリケーションに付与するため，認証情報
を埋め込むといったアプリケーションの変更も不要としている．次にLinux 2.6上の仮想化技術として，組込
みLinuxであるuClinux上でも動作するOSレベル仮想化システムuClinux-VServerを提案する．uClinux-VServer
では，Linuxが提供する資源管理フレームワークcgroupをOSレベル仮想化機能として利用することで，OSへ
の変更点を最小限としている． 
本研究で実装したSASとuClinux-VServerの性能評価の結果，目的とする機能が実用上問題のない速度で動
作することを確認した．今後の課題として，現在も機能拡張が行われているLinuxの資源管理フレームワーク
cgroupの変化に追従して，提案するuClinux-VServerを修正することが挙げられる． 
 論文審査結果の要旨 
 
本論文では，組込み機器向けのOSとして，近年，その利用が広まっている組込みLinuxの高信頼化に
関する２つの研究成果を報告している．Linuxは，オープンソースソフトウエアとして，世界中のソフ
トウエアエンジニアによって，その開発が進められており，仕様の公開性，機能の多様性，導入コス
トなどの面から非常に注目されている． 
本論文では，組込みLinuxの高信頼化技術として，具体的には，ファイルアクセス制御のためのセキ
ュアファイルシステムSAS，組込み機器上でのセキュアなソフトウエア開発環境のためのOSレベル仮
想化機能uClinux-VServerを提案・実装している．セキュアファイルシステムでは，提案システムをカー
ネルモジュールとして実装することで，OSカーネルの変更不要，および，ファイルメタデータの暗号
化を実現している．また，認証プログラムとプロセス間継承に関するLinuxでの標準規約を用いること
で，特定のアプリケーションプログラムのみが本システムを利用可能としている．OSレベル仮想化機
能では，OSレベル仮想化技術であるVServerと資源フレームワークcgroupを用いることで，提案システ
ムが低性能の組込み機器上で動作すること，そのためのOSカーネル修正量を最小とすることを実現し
ている．また，組込み機器に利用される，メモリ管理機構MMUを持たない低性能プロセッサ向けのOS
であるuClinuxでも，提案システムの利用が可能となるように，主としてメモリ管理に関する修正も行
っている．それぞれのシステムにおいて，ベンチマークテストを通じて実装システムの性能評価を行
い，実用性を示している． 
本論文のいずれの提案においても，Linuxカーネルやその関連ソフトウエア技術を駆使することで，他
の類似システムにはない特徴を有する組込みLinux高信頼化のためのシステムを実現しており，その成果
は，学位（工学）に値すると判断する．
