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VOORWOORD 
 
Op een winterse dag viel tijdens een symposium van de universiteit van Maastricht de 
term ‘horizontaal toezicht’. Mede dankzij het enthousiasme van de sprekers en debaters  
ben ik met dit onderwerp aan de slag gegaan. 
 
Mijn fascinatie die vervolgens gaandeweg voor het onderwerp horizontaal toezicht is 
gegroeid, hangt mede samen met de diversiteit van de thematiek. Horizontaal toezicht 
kent raakvlakken met disciplines als het fiscale recht, bedrijfseconomie, 
managementwetenschappen en rechtsbeginselen. Tijdens een vooronderzoek constateerde 
ik dat het onderwerp ‘horizontaal toezicht’ heel breed is en er binnen de accountancy, het 
belastingrecht en managementwetenschappen op het terrein van de wetgever, noch op het 
terrein van de makers van besluiten en richtlijnen en dat van de rechter een integraal 
onderzoek is uitgevoerd. Om het onderzoek beheersbaar te houden met behoud van 
grensoverschrijdende verdiepingen, heb ik het onderwerp nader afgebakend tot 
horizontaal toezicht bij zeer grote ondernemingen. Het multidisciplinaire karakter van het 
onderwerp heeft de zoektocht naar het antwoord op mijn probleemstelling zeer 
bevredigd. 
 
Het schrijven van een scriptie is een intensief proces. Veel mensen zijn daar op enigerlei 
wijze bij betrokken geweest. Ik wil ze hier allen van harte bedanken. Een aantal noem ik 
hier bij naam. 
 
Mijn dank voor het prettige verloop van het onderzoek gaat met name uit naar mijn 
begeleider Dr. P.C.M. Claes. Hij was altijd beschikbaar voor overleg en heeft mij alle 
gelegenheid gegeven om het onderzoek in mijn eigen tempo uit te voeren en af te ronden. 
Zijn inspirerende terugkoppelingen zijn voor mij van onmisbare waarde geweest. Voorts 
hebben zijn kritische opmerkingen en zijn belangstelling voor het onderwerp zeker 
bijgedragen aan een verbetering van de kwaliteit van mijn scriptie.  
 
Speciale dank ben ik ook aan Theo Schmit (Philips), Eric Kuiten (Philips), Erik Fredriks 
(NXP) en Michiel van Iersel (ASML) verschuldigd, met wie ik leuke en interessante 
gesprekken hebben gevoerd. Van hun input heb ik veel profijt gehad. 
 
Naast de ondersteuning van voornoemde personen is de steun van het thuisfront voor mij 
van onmisbare waarde geweest. Mijn echtgenote heeft me in de gelegenheid gesteld en 
gestimuleerd om het tot een goed einde te brengen. Ten slotte mag ook mijn dank aan 
mijn ouders, broers, schoonfamilie, vrienden en collega’s voor hun belangstelling en 
begrip niet onvermeld blijven. 
 
De scriptie is afgerond op 20 januari  2013. 
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HOOFDSTUK 1 
 
Inleiding 
 
De algemene beleidsdoelstelling van de Belastingdienst, zoals vermeld in Beheersverslag 
2009, is dat burgers en bedrijven hun wettelijke verplichtingen aan de Belastingdienst 
nakomen. De bereidheid om de wettelijke verplichtingen na te komen wordt 
“compliance” genoemd. De Belastingdienst bevordert compliance onder meer door 
vanuit een dienstverlenende houding te zorgen voor goede communicatie met burgers en 
bedrijven. Naast dienstverlening houdt de Belastingdienst adequaat toezicht op de 
naleving van wettelijke verplichtingen en dwingt die naleving desnoods af. De 
belastingdienst beschikt over diverse instrumenten ter realisatie van deze doelstelling 
zoals kantoor- en veldtoetsen, acties en opsporing. Deze kun je allen scharen onder 
traditionele vormen van (verticaal) toezicht.  
 
De eerste stap naar andere vormen van toezicht blijkt uit de volgend passage afkomstig 
uit Rapport WRR 2002:  
“De moderne eisen die aan het openbaar bestuur worden gesteld, vragen veeleer om een 
aangepaste manier van besturen en reguleren in combinatie met vormen van 
zelfregulering en zelfhandhaving, gecomplementeerd met toezicht en rechterlijke 
toetsing”. Hiermee geeft de Wetenschappelijke Raad voor het Regeringsbeleid (WRR)  
aan dat er in hun visie meer sprake dient te zijn van horizontaal bestuur.  
 
Ottow (2009) geeft hiervoor twee verklaringen. Ten eerste als antwoord op een steeds 
complexer wordende samenleving, welke complexiteit het in feite onmogelijk maakt om 
alles en iedereen verticaal te blijven aansturen. Ten tweede is er een duidelijk geloof dat 
een horizontalere manier van werken tot betere resultaten leidt.  
 
De toenmalige staatssecretaris van Financiën, Wijn, geeft hier concreet invulling aan. De 
Belastingdienst zal de komende jaren meer vormen van horizontaal toezicht verkennen. 
Naast de verzwaring van handhavingsregimes voor fraudeurs, ontstaat zo een balans door 
het introduceren van lichtere handhavingsregimes voor de belastingplichtigen die hun 
verplichtingen correct nakomen1. 
 
“Bij horizontaal toezicht gaat het om wederzijds vertrouwen tussen belastingplichtige en 
Belastingdienst, het scherper naar elkaar aangeven wat ieders verantwoordelijkheden en 
mogelijkheden zijn om het recht te handhaven en het vastleggen en naleven van 
wederzijdse afspraken. De onderliggende verhoudingen en de communicatie tussen 
burger en overheid verschuiven daarmee naar een meer gelijkwaardige situatie. 
Horizontaal toezicht sluit aan bij de ontwikkelingen in de samenleving waar eigen 
verantwoordelijkheid van de burger gepaard gaat met het gevoel dat handhaving van het 
recht ook een groot goed is”2. 
 
 
 
1 Kamerstukken II, 2003-2004, 29 643, nr.2, p.6 
2 Bron: brief over horizontaal toezicht (d.d 8 april 2005) van de staatssecretaris aan de Tweede Kamer 
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De afspraken van horizontaal toezicht worden vastgelegd in handhavingsconvenanten.  
In 2005 is de belastingdienst een pilot gestart om met twintig zeer grote organisaties een 
handhavingsconvenant te sluiten. In 2006 is er een tweede tranche van de pilot van start gegaan. 
Ook in de toekomst zet de Belastingdienst deze ontwikkeling door. 
Inmiddels zijn er behalve met zeer grote ondernemingen ook handhavingsconvenanten gesloten 
met middelgrote ondernemingen, provincies, gemeentes en intermediairs3. Klaarblijkelijk is de 
opmars van horizontaal toezicht niet te stuiten.  
 
De titel van het 19e Maastrichtse fiscale symposia 2010 luidde dan ook:  
“ De onstuitbare opmars van horizontaal toezicht” 
 
Voordeel voor de belastingdienst kan zijn een efficiëntere en effectievere uitvoering van 
belastingwetten. Vooraf sturen op kwaliteit, duidelijkheid en zo dubbel werk voorkomen doordat 
problemen zo vroeg mogelijk in het traject worden opgelost. Daarnaast is het volume van de 
aangiften zo groot dat horizontaal toezicht voor de belastingdienst praktisch is. Dit geeft de 
belastingdienst de mogelijkheid zich te concentreren op controles die wezenlijk zijn. Hoewel de 
gezagrelatie zal blijven bestaan tussen de ondernemer en de belastingdienst zal deze horizontaler 
worden. Echter zal deze meer gebaseerd zijn op vertrouwen, samenwerking en transparantie. De 
ondernemer weet precies, door snellere standpuntbepaling waar deze aan toe is door de gesloten 
convenanten waar de vooraf gemaakte afspraken over horizontaal toezicht zijn vastgelegd. 
Daarnaast zorgen de convenanten ervoor dat er vooraf duidelijkheid wordt geschapen over de 
verplichtingen van de ondernemers wat aansluit bij de ontwikkelingen over IFRS, Sarbanes Oxley 
Act (SOX) en code Tabaksblat die bijdragen aan het steeds groter worden van de maatschappelijke 
verantwoording. Ingegeven door de boekhoudschandalen rond 2000 (Enron, Worldcom, Ahold). 
 
Horizontaal toezicht mag zich in een toenemende belangstelling verheugen. Hierdoor rijst de 
vraag: welke factoren spelen een rol bij het ontwerp van een Management Control Systeem 
(MCS) bij horizontaal toezicht ? Dit is de probleemstelling die ik graag wil beantwoorden in 
deze thesis. Hiervoor heb ik de volgende deelvragen geformuleerd.  
Wat wordt verstaan onder horizontaal toezicht ? 
Welke factoren spelen een rol bij het ontwerp van een MCS ?  
 
Beantwoording van bovenstaande (deel)vragen is mogelijk door het theoretisch kader te schetsen 
en te toetsen in de praktijk middels casestudy. 
In hoofdstuk 2 beschrijf ik MCS, vertrouwen, compliance, tax control framework en tenslotte 
toezicht.  
 
In hoofdstuk 3 volgt een samenvatting en conclusie van het theoretisch kader. In hoofdstuk 4 
staat onderzoeksmethodologie centraal om vervolgens in hoofdstuk 5 de onderzoeksresultaten te 
presenteren. In het laatste hoofdstuk wordt in de vorm van de conclusie aandacht besteed aan de 
vraag of en in hoeverre de theorie overeenkomt met de praktijk? Daarnaast zal ik in dit hoofdstuk 
de beperkingen van mijn eigen onderzoek bespreken en suggesties voor toekomstig onderzoek 
geven. 
 
3 Maastrichtse fiscale symposia 19, 2010, De onstuitbare opmars van horizontaal toezicht, p. 1 
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HOOFDSTUK 2 
  
In dit hoofdstuk komen aan bod Management Control Systemen (hierna te noemen MCS), 
vertrouwen, compliance, tax control framework en tenslotte toezicht. 
 
2.1 Management Control Systemen 
 
Een MCS is een systeem dat ervoor zorgt dat taken binnen een organisatie op een efficiënte 
en effectieve manier worden uitgevoerd, zodanig dat zij in lijn zijn met de strategie van de 
organisatie door gedragsbeïnvloeding van managers en medewerkers (Anthony, 2007). 
 
2.1.1 Definitie en doel van management control systemen 
 
In deze paragraaf ga ik in op de definitie en het doel van MCS en behandel ik vervolgens enkele 
theoretische invalshoeken voor MCS.  
 
Uit mijn literatuuronderzoek blijkt dat de diversiteit voor de definitie van MCS groot is. 
Hieronder is een aantal definities geciteerd waarna ik in de laatste alinea de gemeenschappelijke 
kenmerken beschrijf.  
 
Anthony (2007) onderscheidt management control van strategische planning en operational 
control, door management control te definiëren als het proces met behulp waarvan managers 
andere leden van de organisatie beïnvloeden teneinde de strategieën van de organisatie te 
implementeren. Hieruit blijkt zowel de gedragsmatige kant alsmede het aspect van strategie 
implementatie van management control. Meerdere auteurs delen deze visie.  
 
Merchant zoekt aansluiting bij Anthony. Zo stelt Merchant dat management control gaat over de 
algemene vraag of medewerkers geneigd zijn zich te gedragen zoals ze zich zouden moeten 
gedragen met het oog op de organisatiestrategie Merchant (1998, p. 5).  
 
Merchant en Van der Stede definiëren het doel van een MCS om medewerkers in staat te stellen 
en het stimuleren, soms ook controlerend, om in het belang van de organisatie te handelen. 
Daarmee neemt de waarschijnlijkheid toe dat de doelen van de organisatie worden bereikt 
(Merchant en Van der Stede, 2003). 
 
Merchant en Otley (2007, p.785-804) omschrijven management control als volgt: “a MCS is 
designed to help an organization adapt to the environment in which it is set and to deliver the key 
results desired by stakeholder groups”. 
 
Simons (1994, p.170) defineert MCS als “the formal, information-based routines and procedures 
managers use to maintain or alter patterns in organizational activities”. 
 
Volgens Maciariello et al. (1994), betreft management control: coördinatie, inzet van personeel, 
motivatie en prestatie beoordeling.  
 
Bij de aanvaarding van het ambt van hoogleraar Controlling aan de Business Universiteit 
Nyenrode op vrijdag 3 februari 2006 van Prof. dr. ir. Jan M. Bots komt MCS in zijn rede in “In 
control ?” aan bod. Hij omschrijft een MCS als volgt:  
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“ een Management Control Systeem is het geheel van verantwoordelijkheden, procedures, 
taakverdelingen, informatiesystemen, organisatorische regelingen en hulpmiddelen die managers 
hanteren om te bereiken dat het gedrag en de besluiten van medewerkers aansluiten op het doel 
en de strategie van de organisatie”.  
 
Hoewel er vele verschillende definities worden gehanteerd voor Management Control Systemen 
zit er wel een rode draad in. Management control systemen worden gebruikt door organisaties 
om te beoordelen of en in hoeverre de doelstellingen van de organisatie worden behaald 
gerelateerd aan de planning. Hiervoor worden de resultaten die behaald worden (tussentijds) op 
regelmatige basis gemeten en afgezet tegen de planning. Hiermee is het mogelijk om bij 
afwijkingen bij te sturen. Het begint dan ook met het stellen van (strategische) doelen, die 
vervolgens geoperationaliseerd dienen te worden en gekoppeld aan een planning. Over de 
gestelde doelen en realisatie hiervan wordt op regelmatige basis gerapporteerd. MCS worden dus 
gebruikt ter realisatie van de organisatiedoelstelling met name door gedragsbeïnvloeding van 
managers en medewerkers. 
 
2.1.2 Theoretische modellen van Management Control Systemen 
 
In de vorige paragraaf ben ik ingegaan waarom MCS worden gebruikt. Het doel hiervan is te 
waarborgen dat organisatiedoelstellingen worden gerealiseerd. Hiervoor staan verschillende  
modellen ter beschikking. Achtereen volgens komen modellen van MCS van de volgende 
auteurs aan bod: Simons, Merchant en Anthony & Dearden.  
 
Volgens Simons (1995) kunnen door zijn framework “Levers of Control”, creativiteit en control 
in evenwicht worden gehouden. Het model van Simons ziet er als volgt uit: 
 
Figuur 1  Levers of control (Bron: Simons, 1995) 
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De vier levers of control worden hieronder toegelicht. 
 
De “diagnostic control systems” gaat uit van het stellen van kritische succesfactoren, prestatie 
indicatoren en het meten en evalueren van prestaties die moeten bijdragen aan het realiseren van 
de strategie. Hierbij vindt een vergelijking plaats tussen het gestelde doel en het behaalde 
resultaat en worden verschillen verklaard. Deze systemen dienen te bewerkstelligen dat niet alle 
details worden gemonitord. 
 
De “interactive control systems” richten zich op het lerend vermogen van de organisatie en het 
zoeken naar kansen, het waarnemen van veranderingen in de markt en het verzamelen en 
bespreken van allerlei informatie om nieuwe kansen en bedreigingen te signaleren. Hierbij staat 
centraal het delen en communiceren van strategische ontwikkelingen met de medewerkers. 
 
De “beliefs systems” hebben betrekking op het uitdragen van de visie, strategie, missie en 
waarden en normen van de organisatie, alsmede het motiveren van personeel zodat ze worden 
gestimuleerd om organisatiedoelstellingen na te streven en te realiseren.   
 
De “boundary systems” bepalen het speelveld en niet-wenselijk gedrag. Zij geven de grenzen 
aan die werknemers niet mogen overtreden door het vastleggen van bevoegdheden.  
 
Merchant (1997) acht control systems nodig omdat: 
 
1. mensen niet weten wat van hen wordt verwacht (lack of direction) 
2. mensen iets niet willen (motivational problems) 
3. mensen iets niet kunnen (personal limitations) 
 
Volgens Merchant (1997) dienen personnel and cultural controls, action controls en result 
controls in evenwicht te zijn om optimale beheersing te realiseren. Schematisch wordt dit als 
volgt weergegeven.  
 
Figuur 2 Objects of control van Merchant (Bron: Merchant,1997) 
 
Personeel, resultaten en processen/activiteiten zijn objecten van control. 
De controls worden hierna verder toegelicht. 
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Result controls 
Pay-for-performance is een voorbeeld van result controls als management control systeem, 
omdat het gaat over het belonen van goede resultaten en het straffen bij slechte resultaten. Het 
gaat hier niet alleen om financiële beloningen, maar bijvoorbeeld ook om erkenning, autonomie 
en promotie. Door het toepassen van result control ontstaat een prestatiemaatschappij. Results 
control motiveert niet alleen, het beïnvloedt ook het gedrag doordat werknemers stil staan bij de 
gevolgen van hun acties. Werknemers worden op die manier aangemoedigd om zelf voor die 
acties te kiezen, waarvan ze denken dat ze het gewenste resultaat opleveren. Results control 
motiveert werknemers bovendien om hun talent verder te ontwikkelen. Kortom, een goed 
ontwikkeld results control systeem kan bijdragen aan de gewenste resultaten. Results control is 
alleen effectief wanneer de gewenste resultaten beïnvloed kunnen worden door de werknemers 
en de resultaten goed meetbaar zijn. Naast congruentie met het doel wordt nog een aantal andere 
criteria gesteld. Deze zijn: 
- Precisie 
De precisie geeft aan dat de spreiding rondom een bepaald resultaat niet te groot mag zijn, omdat 
anders de waarde van de informatie aangetast wordt. Er moet voldoende zekerheid over een 
bepaalde uitkomst zijn, waardoor het risico van foutieve conclusies geminimaliseerd wordt. 
- Objectiviteit 
De mate van objectiviteit hangt vaak af van de onafhankelijkheid van degene die de maatstaf 
oplegt. De objectiviteit wordt vergroot door de maatstaven door onafhankelijke personen op te 
laten stellen of controleren. 
- Tijdigheid 
Deze voorwaarde refereert aan het tijdsbestek tussen het gedrag van de werknemer en de meting 
van resultaten. Een kort tijdsbestek is in eerste instantie van belang voor de motivatie van de 
werknemers. Als er veel tijd tussen het gedrag en de beloning zit, neemt de motivatie af.  
Daarnaast kan er sneller ingegrepen worden bij eventuele problemen.            
- Begrijpelijkheid  
In de eerste plaats moeten verantwoordelijke managers begrijpen waar ze verantwoordelijk voor 
gehouden worden. Verder moeten ze begrijpen hoe ze de resultaten kunnen beïnvloeden.  
  
Action controls 
Dit is de meest directe vorm van management control omdat het zich richt op de acties van de 
werknemers. Hiermee probeert men te bereiken dat werknemers die activiteiten uitvoeren die in 
het belang zijn van de organisatie en activiteiten nalaten die nadelig kunnen zijn voor de 
organisatie. Deze vorm van control is alleen bruikbaar en effectief wanneer het management 
weet welke activiteiten voor- of nadelig zijn voor de organisatie en ze de mogelijkheid hebben 
vast te stellen of die gewenste activiteiten worden uitgevoerd. Het gewenste gedrag dient voor de 
medewerkers duidelijk en begrijpelijk te zijn. Hierdoor kunnen de uitgevoerde activiteiten 
worden beoordeeld op basis van objectieve indicatoren. 
 
Action controls kunnen ongewenst gedrag voorkomen of detecteren. Effectieve “controls” die dit 
gedrag voorkomen zijn de meest machtige instrumenten omdat er geen kosten van ongewenst 
gedrag ontstaan. Controls die alleen ongewenst gedrag detecteren kunnen natuurlijk deze kosten 
wel verminderen en kunnen ongewenst gedrag ontmoedigen.  
De bovenstaande vormen van action control hebben als doel preventie van ongewenst gedrag. 
Action accountability heeft daarnaast ook een detectie-functie. 
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Personnel controls 
Personnel controls zijn gebaseerd op de natuurlijke neiging van werknemers om zichzelf te 
motiveren en te “beheersen”. Ze kunnen drie doelen dienen: verduidelijken wat de organisatie 
wil en verwacht van de medewerkers, het in staat stellen van medewerkers om hun werk goed uit 
te voeren en het vergroten van de kans op “self-monitoring” door medewerkers. Bij self-
monitoring gaat het om de natuurlijke neiging van de meeste medewerkers om hun werk goed te 
doen en de organisatiedoelen te bereiken. Dit is gebaseerd op zaken als self-control, intrinsieke 
motivatie, ethiek en moraal, vertrouwen en loyaliteit door medewerkers. 
 
Cultural controls 
Het doel van cultural controls is het bereiken van “mutual monitoring” door medewerkers. Dit is 
een krachtige vorm van groepsdruk op individuen wanneer die afwijken van de normen en 
waarden van de groep. Deze controls zijn het meest effectief wanneer de groepsleden emotioneel 
verbonden zijn met elkaar. Een organisatiecultuur is gebaseerd op gedeelde tradities, normen, 
waarden, ideologieën, attitudes en gedeeld gedrag en is meestal redelijk stabiel. Een sterke 
organisatiecultuur kan ervoor zorgen dat medewerkers samenwerken op een energieke en 
goedgecoördineerde manier. 
 
Personnel/cultural controls hebben daarnaast als voordeel ten opzichte van action en result 
controls dat ze bijna overal te gebruiken zijn, ze minder kostbaar zijn (en dus 
financieel/economisch voordeel opleveren) en ze meestal minder disfunctionele effecten 
opleveren. Daar staat tegenover dat de effectiviteit ervan sterk afhangt van individuen, groepen 
en de samenleving.  
 
Tenslotte sta ik stil bij de vier fasen van het cybernetisch MCS van Anthony en Dearden (1980). 
 
Figuur 3. Fasen management control (Anthony en Dearden, 1980, p.19) 
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De gekozen strategie van een organisatie fungeert als input voor het planningsproces. Bij 
strategische planning worden doelen gesteld voor de organisatie. Strategische planning dient als 
input voor de fase programmeren. Hierbij worden specifieke activiteiten vastgesteld die 
geïmplementeerd dienen te worden. Tevens wordt beoordeeld welke middelen hiervoor nodig 
zijn. De middelen die vereist zijn om de activiteiten uit te voeren worden vastgelegd in 
budgetten, waarin de financiële consequenties van de activiteiten tot uitdrukking komen 
(budgetteren). Voor het uitvoeren van activiteiten worden de budgetten aangewend. Deze fase 
wordt omschreven als uitvoering en meten. Dit stelt de organisatie in staat om een vergelijking 
te maken tussen geplande en werkelijke resultaten. In de laatste fase, rapportage en analyse, 
worden de werkelijke resultaten gerapporteerd en geanalyseerd.  
 
Kort samengevat komen de visies van Simons, Merchant en Anthony en Dearden neer op 
waarborging dat organisatiedoelstellingen worden gerealiseerd. Hiertoe hebben de genoemde 
auteurs hun eigen modellen ontwikkeld. 
Simons tracht door zijn model “Levers of Control” creativiteit en control in evenwicht te houden. 
Visie, strategie en missie liggen opgesloten in belief systems.  
In diagnostic control systems worden prestatie indicatoren vastgelegd om visie, strategie en 
missie te bereiken. Vervolgens worden in boundary systems de grenzen aangegeven waarbinnen 
de doelen bereikt dienen te worden. De interactive control systems dienen ervoor te zorgen dat 
strategische ontwikkelingen worden gedeeld en gecommuniceerd met de medewerkers.  
 
Volgens Merchant is er behoefte aan beheersing omdat mensen niet weten wat er van hen wordt 
verwacht, mensen iets niet kunnen of iets niet willen. Hij maakt onderscheid tussen personnel 
controls and cultural controls, action controls en result controls. 
 
Anthony en Dearden beschrijven vier fasen om organisatiedoelstellingen te realiseren. 
Strategische planning dient als input voor de fase programmeren. In de fase budgetteren worden 
de financiële middelen vastgelegd die nodig zijn voor uitvoering van de activiteiten. Deze horen 
bij de fase uitvoering en meten. In de laatste fase rapportage en analyse wordt de vergelijking 
gemaakt tussen geplande en werkelijke resultaten. 
 
2.2 Vertrouwen  
 
Vertrouwen is voor velen nog altijd ontastbaar en soft maar volgens Covey (2008) is vertrouwen 
een economisch meetbaar managementinstrument. Achtereenvolgens komen aan bod definitie en 
doel van vertrouwen, vormen van vertrouwen en tenslotte het ontstaan van vertrouwen. 
 
2.2.1 Definitie en doel van vertrouwen 
 
In de vorige paragraaf is stilgestaan bij MCS en het nut van MCS.  
Geconcludeerd is dat MCS worden gebruikt ter realisatie van organisatiedoelstellingen. Dit moet 
effectief en efficiënt geschieden zoals ook Anthony (1965) betoogt. Vertrouwen speelt hierbij 
een rol. Zo stelt Strickland (1958), zoals we later zullen zien, dat laag vertrouwen zal leiden tot 
toename van controle.  
 
Merchant en Van der Stede (2007) beweren, zoals we hebben gezien in paragraaf 1, dat MCS 
controlerend kunnen worden gebruikt om ertoe bij te dragen dat medewerkers in het belang van 
de organisatie handelen. 
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Vertrouwen speelt een rol bij het MCS van Merchant en dan specifiek bij personnel controls. 
Later zal blijken dat vertrouwen ook een rol speelt bij horizontaal toezicht, daarom ga ik er in 
deze paragraaf dieper op in. Achtereenvolgens wordt aandacht besteed aan de definitie en doel 
van vertrouwen om vervolgens stil te staan bij vormen van vertrouwen en het onstaan van 
vertrouwen. Deze paragraaf wordt afgesloten met een samenvatting. 
 
“Wie op niemand vertrouwt weet dat hij zelf niet te vertrouwen is” 
Berthold Auerbach, Duits-Joods schrijver en dichter (1812-1882). 
 
Johnson-George en Swap (1982) lichten vertrouwen als volgt toe: “willingness to take risks may 
be one of the few characteristics common to all trust situations”. Kee and Knox (1970) en  
Zand (1972) beweren dat er iets belangrijks op het spel staat dat verloren kan gaan. Jezelf 
kwetsbaar opstellen is het nemen van risico waarbij vertrouwen niet synoniem is aan risico maar 
aan de bereidheid om risico te nemen.  
 
Good (1988) beweert dat vertrouwen is gebaseerd op verwachtingen hoe de andere persoon zal 
reageren gebaseerd op die persoons vorige en huidige impliciete en expliciete claims.  
 
Gambetta (1988, p. 217) definieert vertrouwen als volgt: 
“when we say we trust someone or that someone is trustworthy, we implicitly mean that 
the probability that he will perform an action that is beneficial or at least not detrimental to us is 
high enough for us to consider engaging in some form of coöperation with him”. 
Hieruit blijkt de relatie tussen vertrouwen en samenwerking. Het is geaccepteerd dat vertrouwen 
wordt beïnvloed door ervaringen uit het verleden en veranderingen in toekomstige interactie.  
Lewicki and Bunker (1996), Buskens (1999) en Gautschi (2002) verwoorden dit als volgt:  
“if others live up to prior expectations, this good repute will further positive expectations in the 
future, enhance the level of trust, and promote actor’s willingness to coöperate”.  
“Vertrouwen gaat over voorspelbaarheid van andermans gedrag: het kunnen voorspellen dat de 
ander (impliciete) afspraken en beloftes nakomt,” aldus Kees Cools (2005). 
 
Nooteboom (2002) beschrijft dat iemand een ander vertrouwt in zeker opzicht en onder bepaalde 
omstandigheden. 
 
Wanneer het vertrouwen toeneemt zal dit leiden tot positief opbouwend gedrag 
(Klein Woolthuis, 1999a). Dit komt in de volgende paragraaf aan de orde. 
 
2.2.2 Vormen van Vertrouwen 
 
Vertrouwen kan verschillende vormen aannemen. Een veel geciteerde indeling is die van  
Shapiro et al. (1992) en Lewicki and Bunker (1995). Zij beschrijven drie dimensies van 
vertrouwen die in deze paragraaf benoemd en beschreven worden.  
 
1    “Calculus based trust”: hierin worden relaties bepaald door de aanname dat de samenwerking 
goed zal verlopen maar telkens bewezen dient te worden. Daarnaast bestaat hier de mogelijkheid 
om te straffen wanneer de samenwerking niet goed verloopt.  
 
2   “Knowledge based trust”: partijen hebben voldoende informatie over de ander om van daaruit 
goede voorspellingen te doen en elkaar te beoordelen.  
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In plaats gebaseerd te zijn op “control” is hier de kern om kennis over elkaar op te doen, elkaar 
in meerdere contexten te ervaren en gezamenlijke ervaringen op te bouwen. Voorspelbaarheid 
speelt hierbij een belangrijke rol.  
 
3    “Identification based trust”: hierbij is sprake van partijen die elkaar zo goed kennen en 
begrijpen dat de één de ander toestaat in zijn belangen te handelen (toevertrouwen).  
Een belangrijk aspect hierbij is wederzijdse acceptatie. 
 
Initieel vertrouwen heeft betrekking op de basishouding van personen ten opzichte van anderen 
(Mayer et al., 1995). Terwijl de één iemand al snel in vertrouwen neemt en dat bij zal stellen 
wanneer het vertrouwen beschaamd wordt, zal de ander iemand pas vertrouwen wanneer hij 
bewezen heeft dat waard te zijn. Bedrijven die minder geneigd zijn te vertrouwen, zullen minder 
snel tot samenwerking over gaan. 
 
Volgens Klein Woolthuis (1999a) bestaat er ook habituatie of gewenningsvertrouwen. Hierbij 
zijn partijen zo aan elkaar gewend dat de samenwerking vanzelfsprekend is. Men is zich niet 
meer bewust van vertrouwen. Het bewust omgaan met vertrouwen, afhankelijkheid en contracten 
is belangrijk om de relatie te beheersen en plezierig te houden. Deze drie elementen staan niet los 
van elkaar: een te sterke afhankelijkheid of actief gebruik van contracten kan het vertrouwen 
schaden; anderzijds kan vertrouwen juist weerstand tegen afhankelijkheid verminderen en het 
makkelijker maken om tot goed gespecificeerde contracten te komen. Goed relatiemanagement 
dient dus altijd een gebalanceerde mix van de genoemde mechanismen te bevatten.  
 
2.2.3 Het ontstaan van Vertrouwen 
 
In de vorige paragraaf hebben we gezien dat er verschillende vormen c.q. dimensies van 
vertrouwen bestaan. Hoe ontstaat echter vertrouwen? Het niet eenduidige antwoord op deze 
vraag staat in deze paragraaf centraal.  
 
Het niveau van vertrouwen ontwikkelt zich indien er sprake is van interactie.  
Strickland's (1958) stelt dat laag vertrouwen zal leiden tot toename van controle op voortgang 
van het werk. In de literatuur vindt dit standpunt bijval door de auteurs Cummings and Bromiley 
(1996), Curral and Judge (1995) en Smith and Barclay (1997), die de mening zijn toegedaan dat 
naarmate er in een relatie meer vertrouwen is de kosten van monitoring en andere controle 
mechanismen lager zijn.  
 
Vertrouwen speelt een rol bij relaties alsmede op controle mechanismen aldus het volgende 
citaat : “Trust in partner’s goodwill and capabilities may strongly influence the strength of 
association between the relationship’s control problems and the use of control mechanisms” 
(Dekker, 2004, p.46). 
 
Vertrouwen kan worden gezien als een proces. Wanneer er in een relatie vertrouwen heerst,  
zal dit een positief effect hebben op een aantal zaken die de relatie beïnvloeden (Zand, 1972). 
Openheid wordt tussen partijen bevorderd. Partijen zullen eerder iets van elkaar aannemen. 
Openheid vergt, dat men problemen voor de andere partij tijdig meldt, en dat men bezwaren 
tegen het gedrag van de andere partij meldt en bespreekt, met de inzet om problemen samen op 
te lossen.  
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Vertrouwen kan zichzelf versterken. 
Omdat men de ander vertrouwt, verwacht men dat de ander hetzelfde doet (Ouchi, 1980). 
Creativiteit en doelmatigheid van de relatie kan hierdoor sterk toenemen (Klein Woolthuis, 
1999a). Wanneer een relatie op deze manier goed verloopt zal het vertrouwen alleen maar 
toenemen, en bevinden de partners zich aldus in een spiraal van positief, opbouwend gedrag.  
 
Vertrouwen als proces kent vier fasen (Ring & Van de Ven, 1994). De eerste fase is gebaseerd 
op de voorspelbaarheid van de prestaties en goodwill van de partners. De tweede fase is die van 
efficiency en gelijkwaardigheid. Efficiency als het gaat om de snelheid van de transacties tussen 
beide partners, gelijkwaardigheid als reciprociteit in de relatie en het gevoel serieus genomen te 
worden. De derde fase is probleemoplossing. Hierbij spelen sociaal-psychologische factoren 
tussen sleutelfunctionarissen een grote rol. De vierde fase behelst de rol van de sleutel-
functionarissen in samenwerkingsrelaties. Hierbij is belangrijk dat deze sleutelfunctionarissen in 
het belang van hun organisatie een rol en attitude van coöperatie en samenwerkingsbereidheid 
kunnen aannemen. 
 
Gaski (1984), Hunt & Nevin (1974) en Lush (1976) geven hierover aan dat het gebruik van 
dwang door macht leidt tot een toename in conflicten. Zand (1972) en Hirschman (1984) 
beschrijven hoe het gebruik van macht defensief gedrag van partners in relaties tot gevolg heeft. 
Kortom, als machtsmechanismen gebruikt worden om interorganisationele relaties te managen, is 
het niet meer mogelijk om een beroep te doen op vertrouwen en loyaliteit, hetgeen belangrijke 
voorwaarden zijn voor een samenwerkingsrelatie op basis van vertrouwen.  
 
Het opstellen van een contract heeft volgens Klein Woolthuis, Hillebrand en  Nooteboom (2002) 
de volgende functies: 
 
•  het kan een psychologische waarde hebben en dienen als de bezegeling van het 
vertrouwen tussen de partijen, 
•  het kan als een soort project- of stappenplan worden opgesteld en als zodanig dienen als 
een handvat om de samenwerking in goede banen te leiden en misverstanden te 
voorkomen, 
•  het kan als safeguard dienen om de belangen van de partijen veilig te stellen voor het 
geval 1) partijen zich opportunistisch gedragen, 2) zich onvoorziene omstandigheden 
voordoen en 3) partijen in gebreke blijven omdat ze niet in staat zijn het contract na te 
leven (onvoldoende competenties, capaciteit e.d.). 
 
Een alternatief voor het opstellen van contracten is vertrouwen. Vertrouwen maakt het mogelijk 
om het gedrag van de partner in de interorganisationele samenwerkingsrelatie te controleren en 
te beïnvloeden. Vertrouwen is gebaseerd op het principe dat A een vertrouwensrelatie met B tot 
stand brengt. Door deze vertrouwensrelatie zal B waarschijnlijk minder opportunistisch reageren 
en handelen, vanwege het feit dat hij A nu vertrouwt en een goede band met A heeft, aldus Klein 
Woolthuis (1999a). 
Ouchi (1980) geeft aan dat wederkerigheid in samenwerkingsrelaties een centraal begrip is. 
Wederkerigheid is de basis waarop de samenwerking plaatsvindt en deze wederkerigheid 
verandert naarmate het socialisatieproces tussen de partners vordert, bijvoorbeeld elkaar beter 
leren kennen in samenwerkingsverband.  
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Socialisatie maakt vertrouwen mogelijk, hetgeen op haar beurt weer de toekomstige 
samenwerking en samenwerking in onzekere situaties mogelijk maakt.  
Anderson en Narus (1990) voegen toe dat het verleden, de toekomst en de dynamiek een 
belangrijke rol spelen in het ontwikkelingsproces van een relatie. Zij geven aan dat 
afhankelijkheid in relaties een subjectief begrip is en dat de afhankelijke partner door haar 
beperkte onderhandelingsmogelijkheid meer conflicten in de relatie kent.  
 
Nooteboom (1996) geeft aan dat vertrouwen zowel de oorzaak als het gevolg van samenwerking 
is. Hij stelt dat vertrouwen het gebruik van contracten overbodig maakt.  
 
Terwijl Dekker (2004) pleit voor het vastleggen van controles in contracten. “Formal controls 
included in the contract provide mutual transparency and facilitate the achievement of the 
alliance’s goals, the partners strongly believe they add to the quality of their relationship, instead 
of being deteriorating to it”, aldus Dekker (2004, p.46). 
 
Samenvattend kun je stellen dat bij vertrouwen een inschatting wordt gemaakt over iemands 
gedrag waarbij ervaringen uit het verleden een rol spelen. Bij gebrek aan vertrouwen zal de 
controle toenemen en vervullen contracten een prominentere rol.  
Er zijn verschillende vormen van vertrouwen. Calculus based trust, knowledge based trust, 
identification based trust alsmede initieel vertrouwen. Vertrouwen kan worden gezien als een 
proces met verschillende fasen (voorspelbaarheid, goodwill, efficiency en gelijkwaardigheid) en 
verschillende factoren (onzekerheid, complexiteit en opportunisme). 
 
2.3 Compliance  
 
Compliance is een algemene Engelse term waarmee wordt aangegeven dat men voldoet aan de 
betreffende wet- en regelgeving. De term compliance betekent letterlijk “naleving”.  
Hierna zal ik ingaan op de betekenis van compliance, komen vervolgens compliance factoren aan 
bod en sta ik stil bij het meten van compliance. 
 
2.3.1 Definitie en doel van compliance 
 
In paragraaf 2.1 zijn MCS aan bod gekomen. Deze dienen ter ondersteuning voor het realiseren 
van organisatie doelstellingen. In het “Levers of Control” framework van Simons, zoals dit 
beschreven is door de Belastingdienst in “Het Tax Control Framework”,  staat “compliance with 
Law and Regulations” centraal.  
 
In het MCS van Anthony & Dearden komt strategie aan bod. Een organisatiestrategie dient 
compliant te zijn aan wet- en regelgeving. Denk hierbij aan ondernemingen die dienen te 
voldoen aan bijvoorbeeld de Sarbanes Oxley act of Basel II.  
 
 
 
 
 
 
17  
Uit het Beheersverslag 2009 van het Ministerie van Financiën wordt compliance als volgt 
uitgelegd: De bereidheid om wettelijke verplichtingen na te komen. De Belastingdienst bevordert 
compliance onder meer door vanuit een dienstverlenende houding te zorgen voor goede 
communicatie met burgers en bedrijven. Naast dienstverlening houdt de Belastingdienst 
adequaat toezicht op de naleving van wettelijke verplichtingen en dwingt die naleving desnoods 
af 4.  
 
2.3.2 Compliance en horizontaal toezicht 
 
Zoals we hebben gezien in de vorige paragraaf verstaat het Ministerie van Financiën onder 
compliance de bereidheid om wettelijke verplichtingen na te komen. De fiscus tracht dit te 
bereiken door in te zetten op horizontaal toezicht waarbij onverlet de mogelijkheid bestaat om 
naleving af te dwingen. In deze paragraaf staat compliance en horizontaal toezicht centraal.  
 
Handhavingsuitgaven vormen een reële kostprijs voor de economie, terwijl de opbrengst kan 
worden beschouwd als een loutere overdracht van de particuliere naar de publieke sector 
(Slemrod, 1992, p. 1-2). Verhoogde handhaving van het belastingstelsel kan zijn ontmoedigende 
effecten hebben die vergelijkbaar zijn met een verhoging van het belastingtarief of verbreden van 
de belastinggrondslag en moet daarom worden uitgevoerd met de nodige voorzichtigheid en 
terughoudendheid (Franzoni, 2000, p. 62).  
Gribnau (2008) is de mening toegedaan dat de belastingdienst kiest voor horizontaal toezicht op 
basis van wederzijds vertrouwen. Dit tracht zij te bereiken door bewust een grondslag van 
vertrouwen te leggen onder de betrekkingen met de belastingplichtigen. Vertrouwen is een 
essentiële voorwaarde voor samenwerking en compliance (Gribnau, 2008). 
 
Een specifieke vorm van samenwerking met belastingplichtigen. Zo wordt horizontaal toezicht 
omschreven door Gribnau (2008). Hieronder vallen met name het afsluiten van ondermeer 
handhavingsconvenanten met grote ondernemingen, brancheorganisaties en hun leden, en  
intermediairs. Volgens Gribnau gaat het hierbij om ondernemers en hun brancheorganisaties bij 
wie een hoge mate van professionaliteit en deskundigheid aanwezig is. 
  
Een belangrijke uitdaging voor de Belastingdienst is niet zozeer om belastingontduikers te 
straffen, maar om met belastinggeld om te gaan op een wijze die bevorderlijk is voor goodwill en 
samenwerking. Zodat verzet en steun bij het beheer van conflicten bij de belastingplichtige, die 
zich desondanks voordoen, verminderen (Braithwaite, 1985; Murphy, 2005b). 
 
Een tax control framework is veelal onderdeel van het overleg met de Belastingdienst om tot het 
sluiten van een convenant over te gaan. Volgens een publicatie van Eerste kamerlid Essers in 
Weekblad Fiscaal Recht ontbreekt het aan objectieve criteria ten aanzien van de vraag of een 
handhavingsconvenant kan worden gesloten of moet worden beëindigd.  
Daarnaast is hij van mening dat in plaats van de mate van vertrouwen als toetssteen er behoefte 
is aan concrete objectieve criteria om vast te stellen of er sprake is van een adequaat tax control 
framework. 
 
 
4 Bron: http://www.minfin.nl/dsresource?objectid=80504&type=org 
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2.3.3 Meten van compliance 
 
Naleving van wet- en regelgeving indien dit niet vrijwillig geschiedt is, zoals in de vorige 
paragraaf aan de orde is geweest, afdwingbaar. Een belangrijke vraag hierbij is: hoe meet je 
compliance? Mogelijke antwoorden op deze vraag worden hieronder gekenschetst.  
 
Naleving van policy’s en verantwoording afleggen over veel verschillende aspecten van de 
bedrijfsvoering is een alsmaar uitdijende taak geworden (Leeftink, 2009).  
Deze grotere complexiteit wordt veroorzaakt door toename van steeds meer en gedetailleerdere 
externe wetten en regels (Bedrijfsplan, 2008-2012) én aangescherpte bedrijfspolicy’s. Om deze 
complexiteit te kunnen hanteren moet een effectief en efficiënt intern beheersingsproces worden 
opgezet. Dit moet betrouwbare managementinformatie opleveren ter ondersteuning van de 
benodigde managerial control. Structurering is vereist om aan de verschillende toezichthoudende 
partijen te kunnen aantonen dat aan al deze regels echt wordt voldaan. Controle op het naleven 
van eigen interne bedrijfspolicy enerzijds en het hele proces van verantwoording afleggen over 
externe wet- en regelgeving anderzijds. Voor beide zijn in de loop der tijd verschillende 
methodieken en softwaretools ontwikkeld (Leeftink, 2009). 
 
Sarbanes Oxley, Tabaksblat, IFRS, Solvency II, Bazel II en III, accountants, belastingdiensten, 
wetten, zijn allemaal codes en regelingen van lokale en/of internationale instanties en 
toezichthouders (Leeftink, 2009). 
 
Volgens het Organisation for Economic Co-operation and Development (OECD) is er een aantal 
methoden voor het meten van tax compliance. Deze zijn:  
1) Audit Based Studies waarbij onderscheid wordt gemaakt tussen “random audit sample data” 
en “operational audit data”,  
2) Changes in Tax Return Items waarbij de nadruk ligt op vergelijking van aangiften van de 
belastingbetaler van de verschillende periodes, 
3) Financial Data; dit omvat methoden die gericht zijn om de waarschijnlijkheid te voorspellen 
van een belastingplichtige of een groep belastingplichtigen die niet compliant zijn met behulp 
financiële indicatoren (vergelijkingen, ratio’s). 
4) Other Methods (zoals Surveys, Direct Observation, Analytical Modelling, Laboratory/Field 
Experiments). 
 
“Today there are still no simple or off-the-rack models for precisely measuring the level of 
taxpayer compliance”, aldus het OECD (2001, p.11). 
 
Her Majesty’s Revenue & Customs (HMRC) en International Revenue Service (IRS) bepalen de 
mate van compliance door de “tax gap” te berekenen. De “tax gap” is het verschil tussen het 
bedrag van de belastingen dat de overheid moet incasseren en het bedrag van de belastingen de 
overheid feitelijk incasseert.  
 
HMRC gebruikt hiervoor zowel de “top-down benadering” als de “bottom-up”. 
• De top-down benadering houdt raming in van de BTW verliezen als het verschil tussen de 
theoretische BTW ontvangsten (met volledige compliance) en de werkelijke BTW-ontvangsten.  
• De bottom-up aanpak maakt gebruik van operationele gegevens van inlichtingendiensten van 
HMRC's evenals andere bronnen van informatie voor raming van de inkomsten verliezen  
(OECD, 2008). 
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De IRS maakt gebruik van de National Research Program (NRP) voor het analyseren van 
compliance en het beoordelen van effectiviteit  van compliance programma’s die gebruikt 
worden bij de IRS (OECD, 2008). 
 
“Under the NRP, IRS will review randomly selected individual tax returns to determine whether 
the taxpayer has complied with statutory income, expense, and tax reporting requirements. The 
major components of the program include: 1) a random sample of individual tax returns large 
enough to meet program objectives; 2) a specially trained cadre of examiners; 3) an assortment 
of case building tools to verify as many items reported on tax returns as possible without 
contacting the taxpayer; 4) a tax return classification process for determining the level of audit, if 
any, that a return warrants and which items must be verified; and 5) an examination process that 
uses structured procedures and managerial reviews” (OECD, 2008, p.71). 
 
Bij een compliance audit wordt getoetst aan de norm (De Goffau, 2008). Relevante 
normenkaders voor een compliance audit zijn de externe wet- en regelgeving, interne 
beleidsregels, normen en gedragscodes alsmede de van toepassing zijnde beroepsregels. Het 
voldoen aan de wet- en regelgeving is veelal een compliance issue voor iedere organisatie. 
Veelal wordt tijdens de compliance audit beoordeeld in hoeverre de organisatie adequate 
beheersmaatregelen voor dit compliance risico heeft getroffen, volgens een case study 
“Handreiking Compliance (risico) en Internal Audit” door Zeijlemaker et al. (2005). 
 
Voor het meten van compliance kunnen regulier gehanteerde audit methoden worden gebruikt 
maar eveneens kunnen bij het testen van de opzet en werking van de soft controls medewerkers 
actief worden betrokken, aldus Kiewit en Pleunis-Caljouw (2006).  
 
In 1994 heeft het ministerie van Justitie de mogelijkheid bestudeerd om periodiek het niveau  
van naleving van de wet te controleren. Tijdens dat project is de “Tafel van Elf” ontstaan. Dit 
instrument moet inzicht bieden in de mate van naleving van wetgeving. Elf dimensies geven 
samen een totaalbeeld van de mate van naleving. 
De “Tafel van Elf” gaat uit van een brede kijk op handhaving. Dat wil zeggen: niet alleen het 
verrichten van controles en sancties (handhaving in “enge” zin), maar ook andere activiteiten 
zoals het geven van voorlichting en het organiseren van informele controle. Handhaving  
gaat over alle activiteiten van de overheid die de naleving van regelgeving moeten bevorderen 
(Ministerie van Justitie, 2010). 
 
De compliance audit is voor organisaties die onderworpen zijn aan toezichtwetgeving van 
essentieel belang. De compliance audit geeft inzicht in de mate waarin specifieke wet- en 
regelgeving van toezichthouders wordt nageleefd. Daarnaast geeft deze inzicht in: 
 
*) De mate waarin medewerkers volgens die specifieke wet- en regelgeving handelen                                             
zoals dat van ze wordt verwacht.  
*) De mate waarin specifieke wet- en regelgeving in processen en procedures is verankerd.  
*) De mate van compliance risico's als onderdeel van het intern risicobeheersings- en 
controle systeem. 
(Bron: http://www.risicomanager.nl/nl/advies/compliance-audit/) 
 
Organisaties dienen aan te tonen dat zij aan wet- en regelgeving voldoen oftewel compliant zijn. 
Dit kan middels een compliance audit, waarbij toetsing aan normen centraal staat.  
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De compliance audit dient een wezenlijk onderdeel te zijn van de interne risicobeheersings- en 
controle systemen van een organisatie waarvan de resultaten zullen worden neergelegd in een 
risicorapportage. Een specifiek gedeelte van zo’n risicobeheersings- en controle systemen is een 
tax control framework dat in de volgende paragraaf aan bod komt. 
 
2.4 Tax Control Framework 
 
2.4.1 Definitie en doel Tax Control Framework 
 
Een MCS wordt door organisaties, zoals besproken in paragraaf 2.1, gebruikt ter realisatie van 
organisatie doelstellingen. 
In deze paragraaf sta ik stil bij een Tax Control Framework (hierna TCF). Dit item wordt 
benaderd vanuit twee invalshoeken, namelijk de Belastingdienst en de advieswereld.  
Uit onderstaande blijkt dat er grote overeenkomsten kunnen bestaan tussen een MCS en een TCF 
aangezien beide controle, beheersing en organisatiedoelstellingen nastreven. Hierbij dient wel 
opgemerkt te worden dat een TCF specifiek toeziet op controle en beheersing van fiscaliteit in 
organisaties. 
 
Bij grote ondernemingen is veelal een risk management framework opgesteld, waarvan fiscaliteit 
een onderdeel uitmaakt (Den Boer, 2009). De fiscale risico’s hebben hierin vaak een zeer 
uitgebreide werking, niet alleen naar fiscale compliance, maar ook naar bijvoorbeeld accounting 
en algemene operaties. Sommige beheersingsmechanismes zijn gebaseerd op cijfermatige 
risico’s en andere op tax planning. Het TCF richt zich op de interne beheersing van de fiscale 
processen, heeft betrekking op alle belastingmiddelen en is afgestemd op de omvang van de 
organisatie5. 
 
Een TCF is een instrument van interne beheersing specifiek gericht op de fiscale functie binnen 
een bedrijf. Een TCF maakt integraal onderdeel uit van het Business- of Internal Control 
Framework van een bedrijf (Belastingdienst, 2008). 
 
Het TCF maakt integraal deel uit van het Business Control Framework (hierna BCF) en beoogt 
de fiscaliteit in haar geheel te beheersen om te komen tot juiste, volledige en tijdige aangiften 
voor alle belastingen om tot een getrouwe weergave van de fiscale positie in de jaarrekening te 
komen (Van der Laan en Weerman, 2008).  
 
Vertrouwen wordt ontleend aan functionerende fiscale beheersingsmaatregelen die geborgd zijn 
in de reguliere bedrijfsvoeringen en bedrijfsadministratie (“ business controls”) van de 
onderneming. De beheersingsmaatregelen worden ook wel aangeduid als TCF  
(De Groot en Van der Enden, 2010). 
 
De uitgave “Horizontaal Toezicht. Samenwerken vanuit vertrouwen”, een uitgave van de  
Belastingdienst (2008) schenkt aandacht aan horizontaal toezicht en het TCF. 
 
 
5 Bron: http://www.mazars.nl/Startpagina/Nieuws/Nieuws/Horizontaal-toezicht-een- nieuwe-wijze 
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Hierin wordt duidelijk vermeld dat de Belastingdienst inzicht wenst te hebben in de opzet, het 
bestaan en de werking van het fiscaal relevante deel van de interne beheersing, door de 
Belastingdienst aangeduid als TCF. Een TCF is een instrument van interne beheersing, specifiek 
gericht op de fiscale functie binnen een bedrijf.  
Een TCF maakt integraal onderdeel uit van het BCF van een bedrijf en dat is voor iedere 
onderneming anders; beide worden op maat gemaakt. De belastingdienst wil vaststellen of het 
TCF goed genoeg is om betrouwbare informatie (fiscale standpunten en aangiften) op te leveren.  
 
Het TCF heeft als doel beheersing van de totale fiscaliteit: de vennootschapsbelasting, de 
invoerrechten en accijnzen, de loonheffing, de regulerende energiebelasting, de omzetbelasting, 
de kansspelbelasting, de milieubelastingen, de verpakkingenbelasting, de BPM, maar ook de 
tijdige en juiste betaling vallen alle binnen het bereik van een TCF. De fiscale functie speelt een 
rol in nagenoeg alle bedrijfsprocessen.  
Wie fiscale en andere risico’s wil beheersen, moet kunnen beschikken over een controle 
instrument als het (T)CF (Van der Enden, 2009). 
 
2.4.2 Het Tax Control Framework 
 
In de vorige paragraaf zijn verschillende definities alsmede het doel van TCF aan bod gekomen, 
bezien vanuit twee invalshoeken. Hierna zal ik ingaan op een TCF.  
 
Ondernemingen die financiële en overige risico’s willen beperken en “in control” willen zijn 
passen enterprise risk management (ERM)-modellen toe of zullen dat de komend drie jaar gaan 
doen (PricewaterhouseCoopers, 2006). Een voorbeeld van zo’n ERM-model is het Committee of 
Sponsoring Organizations of the Treadway Commission (COSO)-model 2.  
COSO identificeert de relaties tussen de ondernemingsrisico’s en het interne beheersingsysteem 
(COSO, 2004). COSO hanteert hierbij de gedachten dat interne beheersing een proces is dat 
gericht is op het verkrijgen van een redelijke mate van zekerheid omtrent het bereiken van 
doelstellingen in de categorieën: 
• bereiken van de strategische doelstellingen (Strategic)  
• effectiviteit en efficiëntie van bedrijfsprocessen (Operations) 
• betrouwbaarheid van de (financiële) informatieverzorging (Reporting)  
• naleving van relevante wet- en regelgeving (Compliance).  
In paragraaf 2.1 hebben we gezien dat een MCS een systeem is dat ervoor zorgt dat taken binnen 
een organisatie op een efficiënte en effectieve manier worden uitgevoerd, zodanig dat zij in lijn 
zijn met de strategie van de organisatie. Dit komt overeen met bovenstaande COSO 
doelstellingen.  
De fiscale functie kan beheerst worden door specifieke belastingrisico’s te identificeren en te 
koppelen aan interne beheersmaatregelen. Door het COSO model specifiek op de fiscale functie 
van een onderneming toe te passen ontstaat een TCF (Bron:http://financieel-
management.nl/content/afdrukken/12077). 
Een TCF, als onderdeel van een intern controle systeem, speelt een cruciale rol in het opbouwen 
en versterken van het vertrouwen tussen een bedrijf en de Belastingdienst. 
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Het TCF bestaat er uit dat ook de processen van de fiscale afdeling beschreven zijn en dat 
voor risico’s key controls zijn ontworpen en getest (Belastingdienst, 2008). 
 
De leiding beheerst de bedrijfsprocessen in de onderneming. Hiertoe voert zij 
organisatorische maatregelen en procedures in. Onderdeel hiervan is de interne beheersing en 
controle van de processen waarin fiscaliteit een rol speelt. De fiscaal relevante 
administratieve organisatie en interne beheersing vormt het TCF. Een TCF heeft betrekking 
op alle belastingmiddelen en heeft vele verschijningsvormen, afhankelijk van de grootte en 
complexiteit van de onderneming. Het TCF biedt de onderneming permanent een actueel 
inzicht in haar belastingpositie. Vanuit de belastingdienst worden geen minimale eisen 
opgelegd waaraan een TCF moet voldoen (Belastingdienst, 2008). Op de site van de 
belastingdienst (www.belastingdienst.nl) is een uitgebreide notitie te vinden over de visie van 
het TCF. 
 
Het COSO framework is algemeen aanvaard als interne controle van de financiële 
verslaggeving in overeenstemming met de Amerikaanse Sarbanes-Oxley Act van 2002 ( 
SOX) en soortgelijke wettelijke vereisten in andere landen (COSO, 2010).  
 
De Belastingdienst stelt dat voor de methodologie van een tax control framework de keuze 
voor het COSO-risicobeheersingsmodel voor de hand ligt, omdat COSO de facto al als 
standaard voor veel organisaties fungeert (Belastingdienst, 2008).  
 
Een TCF kan worden uitgewerkt langs de zogenoemde componenten uit het COSO-model. 
Op basis van de methodologie die PWC hanteert komt de organisatie tot een optimalisering 
van zijn fiscale risicobeheersings- en controleprocessen, terwijl interne beheersing als proces 
wordt aangemerkt en specifiek gericht is op de fiscale functie (Janssen en Geerse, 2009). 
 
KPMG Meijburg & Co heeft in samenwerking met een risk-managementsoftwarebedrijf een 
applicatie ontwikkeld waarin een TCF volledig kan worden opgezet en beheerd en dat 
volledig kan worden geïntegreerd of uitgebreid met (de aanwezige) risk-
managementapplicaties. Deze applicatie is gebaseerd op COSO en bevat voorbeeldrisico's en 
-controls voor nagenoeg alle fiscale middelen (KPMG Meijburg & Co, 2009). 
 
Entiteiten moeten hun activiteiten uitvoeren in overeenstemming met de toepasselijke wet-en 
regelgeving. Deze eisen kunnen bijvoorbeeld betrekking hebben op: prijzen, belastingen, 
milieu, welzijn van de werknemers en de internationale handel. Deze wet-en regelgeving 
stellen minimumnormen van gedragingen vast die de entiteit dient te integreren in haar 
compliance-doelstellingen  (COSO, 1994). 
 
De basis van horizontaal toezicht is behalve wederzijds begrip, vertrouwen en transparantie, 
ook zelfregulering door ondernemingen. Specifiek betekent dit dat ondernemingen een TCF 
hebben waardoor de fiscale risico’s inzichtelijk worden en de fiscale processen beheerst 
kunnen worden.  
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Zoals eerder aangegeven heeft een TCF betrekking op alle belastingmiddelen en de feitelijke 
invulling is afhankelijk van de grootte en complexiteit van de onderneming. Een TCF is 
maatwerk en voor iedere onderneming specifiek, het maakt onderdeel uit van het 
organisatorisch control systeem waarmee een onderneming zijn risico’s in kaart brengt en 
beheerst. De intensiteit van en het aantal controles dat de Belastingdienst vervolgens 
uitoefent onder het horizontaal toezicht is afhankelijk van de vormgeving van het TCF6.  
 
Een TCF biedt de Belastingdienst een basis om de mate, vorm en intensiteit van het toezicht 
op de onderneming af te stemmen. Het toezicht verschuift van een controle van de 
ingediende aangifte naar een oordeel over de wijze waarop de aangifte tot stand komt en het 
vooroverleg. Dit betekent dat de Belastingdienst inzicht moet hebben in het TCF. Bij dit 
inzicht zijn ook de maatregelen van externe controle van belang. Als het TCF betrouwbare 
fiscale informatie oplevert, concentreert het toezicht zich op de werking van de interne 
beheersingsmaatregelen en het vooroverleg (Belastingdienst, 2008). 
 
2.4.2.1 Aandachtspunten bij het opstellen van een TCF 
 
Een TCF is voor elke organisatie anders. Het betreft maatwerk. Desondanks zijn er wel 
handvatten voor het opstellen van een TCF. Deze komen nu aan bod. 
 
Eelco van der Enden heeft onderstaande gepubliceerd omtrent het tax control framework in 
Spotlight jaargang 15 - 2008 uitgave 2. 
 
Een tax control framework is een fiscale risicobeheersings- en controlesysteem dat: 
 
*) De onderneming in staat stelt de fiscaal-operationele en fiscale doelen te bereiken en de 
fiscale strategie uit te voeren op een controleerbare en beheersbare wijze; 
*) Het gedrag van mensen met betrekking tot fiscaliteit in de juiste richting stuurt; 
*) De onderneming helpt om helder te communiceren met betrekking tot fiscaliteit in de      
richting van haar externe en interne belanghebbenden. 
 
Hij onderkent een viertal fasen voor optimalisering van fiscale risicobeheersings- en controle 
processen. Deze zijn. 
 
Fase 1 Bewustzijn creëeren  
Fase 2 Ontwerpen en implementeren van een TCF 
Fase 3  Testen, evalueren en optimaliseren van TCF 
Fase 4  In control verklaring.  
 
De “In control verklaring” is een instrument dat met succes wordt ingezet om risico 
management als onderdeel van de reguliere planning- en beheersingscyclus blijvend te 
verankeren in de organisatie (De Groot en Van der Enden, 2010). 
 
 
 
 
6 (Bron: http://www.ey.com/NL/nl/Services/Tax/About-Tax/Tax-Control-Framework) 
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Figuur 4 Tax Control Framework – methodologie (Bron: Van der Enden, 2008) 
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De volgende onderdelen verdienen aandacht bij het beheersen van fiscaliteit  
(Van der Enden, 2008): 
 
• Organisatie: het gaat om mensen, verantwoordelijkheden en bevoegdheden, het kunnen 
meten van doelstellingen, coördinatie van activiteiten. 
• Tax risk management: hoe duiden organisaties fiscale risico’s aan en hoe beheersen ze 
deze? 
• Tax planning: het optimaliseren van de fiscale positie door binnen de grenzen van de fiscale 
wetgeving de best passende fiscale structuur te kiezen voor de onderneming om 
aandeelhouderswaarde te creëren. 
• Tax accounting & reporting: juiste rapportage en verslaglegging conform jaarrekeningrecht 
is noodzakelijk om fiscaliteit te kunnen managen. Juist inzicht in fiscale gegevens en 
correcte verwerking in de jaarrekening is vereist. 
• Compliance: fiscale aangiften en jaarrekeningen dienen binnen gestelde wettelijke 
termijnen te worden ingediend. 
• Communicatie: de organisatie zal doordrongen moeten zijn dat fiscaliteit onlosmakelijk 
vebonden is met het ondernemingsproces.  
• Training van personeel: medewerkers die fiscale processen moeten managen dienen te 
begrijpen wat er van ze verwacht wordt rondom de fiscaliteit.  
• Fiscale IT-infrastructuur (betrouwbaarheid, stabiliteit): een stabiele fiscale IT-omgeving die 
fiscale rapportages en processen borgt in de bedrijfsadministratie voorkomt tijdrovende 
handmatige processen die kostbaar en foutgevoelig zijn. 
 
Peter Eimers, accountant en partner bij PriceWaterhouseCoopers haalt drie aandachtspunten  
aan in het Controllers Magazine. Deze zijn: 
De beperkingen van een beheersingsproces, ten tweede de aanwezigheid van geschikte 
toetsingcriteria en tenslotte de verspreidingkring van de eventueel af te geven opinie over de 
opzet en/of effectiviteit van de fiscale beheersingsprocessen.  
Vervolgens zegt Eimers “Elk beheersingssysteem, hoe goed ook, kent zijn beperkingen”. 
 
 2.5 Integratie TCF in MCS 
 
Zoals gesteld, is een TCF, specifiek gericht op de fiscaliteit, onderdeel van een groter 
omvattend geheel van interne beheersings- en controle maatregelen als een Business Control 
Framework (BCF). Aansluiting van TCF bij een BCF kan gezocht worden bijvoorbeeld bij 
het COSO model of het framework “Levers of Control” van Simons. Beide mogelijkheden 
komen hierna aan bod.   
 
De Belastingdienst lijkt een TCF toetsing te willen doen aan de hand van het model “levers 
of control” van Simons zoals eerder behandeld 7.  
 
 
 
7 Tax Control Framework From a focus on risks to being in control: a different approach,  
TCF Working Group 18 March 2008, p.16 
 
 26  
De beliefs systems betreffen de waarden van de onderneming. Hierbij gaat het meer om “soft 
controls” zoals activiteiten, gedrag en communicatie van de leiding (“tone at the top” is een 
belangrijke factor in de bedrijfscultuur) maar tevens de houding en bereidheid tot naleving 
van regels, ethiek en integriteit. 
 
Boundary systems zijn de normen die op deze waarden zijn gebaseerd zoals bijvoorbeeld 
interne richtlijnen en key performance indicators.  
De diagnostic control systems betreffen de beheersmaatregelen om ervoor te zorgen dat 
fiscale processen goed verlopen. Bij de interactive control systems gaat het om de beheersing 
van niet-routinematige processen en om de wijze waarop de organisatie op veranderingen 
anticipeert (Van der Laan en Weerman, 2008). 
 
Volgens de belastingdienst maakt een TCF integraal onderdeel uit van een BCF. Aangezien 
veel ondernemingen het COSO model hanteren wordt dit een standaardmethodologie voor 
een TCF. De belastingdienst benadrukt in het op 25 april 2008 openbaar gemaakt rapport “ 
Tax Control Framework” dat het gaat om bedrijfsprocessen. Het COSO model definieert 
“internal control” eveneens als een proces met als doel een redelijke mate van zekerheid te 
krijgen bij de realisatie van de vier doelstellingen (Van der Laan en Weerman, 2008). 
 
Een TCF wordt in de praktijk beschouwd als het raamwerk dat nodig is om de vele fiscale 
risico’s waaraan organisaties onderworpen zijn te kunnen beheersen en maakt onderdeel uit 
van het BCF. Een standaard TCF bestaat niet, noch een blauwdruk hiervoor, en algemeen 
aanvaarde normen ontbreken nog. De belastingdienst en de staatssecretaris van Financiën 
hebben geen richtlijnen uitgevaardigd. Afhankelijk van de grootte van een organisatie en de 
mate waarin deze al volgens procesbeschrijvingen werkt is het opstellen van een TCF 
maatwerk. Ondernemingen moeten nadenken hoe het TCF vorm moet krijgen en de mate 
waarin zij de fiscale risico’s willen beheersen.  
 
Naleving van fiscale wet- en regelgeving en de wijze waarop de organisatie fiscale processen 
in de bedrijfsadministratie borgt, is een kwestie van behoorlijk bestuur (Van der Enden, 
2009). 
 
In het rapport “Tax Control Framework, Van risicogericht naar ‘in control’: het werk 
verandert”, stelt de Belastingdienst dat voor de methodologie van een tax control framework 
de keuze voor het COSO-risicobeheeringmodel voor de hand ligt, omdat COSO de facto al 
als standaard voor veel organisaties fungeert. Het COSO-model is een algemeen 
geaccepteerd risicobeheersings-model. Dit COSO-model onderscheidt doelen van “internal 
control”. Het COSO-model onderkent vier verschillende doelstellingen. 
 
Bezien vanuit de fiscale functie gaat het erom dat: 
 
• de fiscaal-strategische doelen aansluiten op de ondernemingsstrategie; 
• de processen binnen het tax control framework doelmatig en doeltreffend zijn; 
• de fiscale positie betrouwbaar in de financiële verslaggeving wordt weergegeven; 
• de uitkomsten van de processen voldoen aan wet- en regelgeving. 
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Het proces van internal control bestaat volgens het COSO model uit de vijf volgende 
componenten: 
 
• risk assessment. Het bepalen van (fiscale) risico’s in een proces. 
• control activities. Ontwerpen, implementeren en uitvoeren van key controls met als doel         
de risico’s in het proces te beheersen. 
• information and communication. Verzorgen van informatie om een oordeel te vormen in 
hoeverre de doelen worden behaald en de communicatie daarover aan de betrokkenen.  
• monitoring. Bewaking van kwaliteit van het internal control systeem 
• control environment. Het geheel waarin integriteit, ethiek en competenties van de      
organisatie ligt opgesloten. 
 
Weliswaar is er geen wettelijke verplichting om de fiscale doelstellingen te bepalen, echter 
voor het realiseren van een efficiënt en effectief TCF is het belangrijk dat, in lijn met COSO, 
de fiscale doelstellingen worden vastgesteld. Deze doelen kunnen in een fiscaal beleidsplan 
worden opgenomen. In lijn met de code Tabaksblat kan dit beleidsplan dan tevens dienen als 
basis voor het jaarlijks overleg met de controlecommissie over de belastingplanning en de in-
controlverklaring.  
 
Een TCF kan worden uitgewerkt langs de zogenoemde componenten uit het COSO-model. 
Deloitte gebruikt het COSO ERM model om belangrijke fiscale aandachtsgebieden te 
identificeren (Bakker en Kloosterhof, 2010). 
 
PriceWaterhouseCoopers maakt gebruik van TCF dat onderdeel uit maakt van een business 
control framework. Hiermee komt de organisatie tot een optimalisering van zijn fiscale 
risicobeheersings- en controleprocessen, terwijl interne beheersing als proces wordt 
aangemerkt en specifiek gericht is op de fiscale functie. Een BCF is voor elke organisatie 
anders en daarmee is ook het raamwerk van een TCF maatwerk. Belangrijk uitgangspunt is 
dat een TCF praktisch en doeltreffend moet zijn (Janssen en Geerse, 2009). 
 
Een TCF is een onlosmakelijk verbonden onderdeel van het internal control framework of 
het BCF. De organisatie is immers niet in control indien een belangrijk onderdeel van 
bedrijfsvoering, fiscaliteit, niet is geborgd in de ondernemingssystemen. Iedere onderneming 
heeft een systeem om haar fiscale processen heen (Van der Enden, 2008). De volwassenheid 
en effectiviteit hiervan en de wijze van aansturing verschilt per onderneming. Elke 
onderneming is anders. Dat verklaart dan ook dat er niet zoiets bestaat als een standaard tax 
control framework (Van der Enden, 2008). 
 
Resumerend kunnen we stellen dat, ondanks een diversiteit aan definities, een TCF een 
instrument is met als doel interne beheersing gericht op fiscaliteit om te komen tot juiste, 
volledige en tijdige aangiften voor alle belastingen. Voor het bereiken van interne beheersing 
kan aansluiting worden gezocht bij het MCS  “Levers of Control” van Simons of 
bijvoorbeeld bij het COSO model. Beide modellen dienen dan toegespitst te worden op 
fiscaliteit. 
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2.6 Toezicht 
 
2.6.1 Definitie en doel van toezicht 
 
In voorgaande paragrafen zijn MCS, TCF, BCF aan bod gekomen. Systemen die ertoe  
bijdragen dat organisaties voldoen aan wet- en regelgeving, met andere woorden compliant 
zijn. Toezicht is nodig om vast te kunnen stellen of en in hoeverre organisaties voldoen aan 
wet- en regelgeving. In deze paragraaf zal ik ingaan op definitie en doel van toezicht om 
vervolgens stil te staan bij vormen van toezicht en af te sluiten met kenmerken van toezicht.  
 
De Rekenkamer definieert toezicht als volgt:  
“Het verzamelen van informatie over de vraag of een zaak of handeling aan de daaraan 
gestelde eisen voldoet, het vormen van een oordeel daarover en het eventueel naar aanleiding 
daarvan interveniëren” (Algemene Rekenkamer, 1997).  
  
De regering verstaat onder toezicht “ zowel de controle op de naleving van wet- en 
regelgeving door burgers, bedrijven, maatschappelijke organisaties en overheden als ook het 
bestuurlijke toezicht op mede overheden en zelfstandige bestuursorganen” 8.   
 
Door middel van toezicht wordt het gedrag van de onder toezichtstaande beïnvloed zodat 
deze aan de gestelde eisen voldoet. Het toepassen van maatregelen wordt handhaving 
genoemd. De regering heeft nieuwe kaderstellende principes vastgesteld in “Visie op 
Toezicht”. Deze zijn weergegeven in onderstaand figuur. 
 
Figuur 5. Visie op toezicht. (Bron: Aanbiedingsbrief Tweede Kamer 2005) 
 
8 “Kaderstellende visie op toezicht” kamerstukken II 2000/01, 27831, nr1, blz 7. 
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Toezicht vormt een schakel tussen de eisen uit beleid en wet- en regelgeving aan de ene kant 
en het handelen van burgers, bedrijven, instellingen en de overheid aan de andere kant 
(Janssens, 2005). 
 
De Belastingdienst definieert horizontaal toezicht als “ binnen zekere randwoorwaarden het 
toezicht mede overlaten aan private partijen en maatschappelijke organisaties”  
(Belastingdienst, 2006). 
 
2.6.2 Vormen van toezicht 
 
Zoals uit voorgaande blijkt is toezicht gewenst om vast te stellen of en in hoeverre wet- en 
regelgeving wordt nageleefd. In de brief van 3 juni 2004, kamerstuk 29 643, nr. 2, is 
aangekondigd dat de Belastingdienst in aanvulling op zijn bestaande vormen van verticaal 
toezicht, ook vormen van horizontaal toezicht zal verkennen. 
Bij verticaal toezicht worden vooral traditionele toezichtinstrumenten, zoals dwangsom en 
bestuurlijke boete, ingezet. Kenmerkend bij verticaal toezicht is dat gedrag van bovenaf 
wordt gecorrigeerd. De tegenhanger is horizontaal toezicht. Hierbij wordt uitgegaan van 
vertrouwen tussen toezichthouder en diegene die onder toezicht staat (Ottow, 2009). 
 
De Belastingdienst is een groot voorstander van horizontaal toezicht getuige de onderstaande 
passage. 
 
De term “horizontaal toezicht” refereert aan het rapport van de Wetenschappelijke Raad voor 
het Regeringsbeleid uit 2002, “De toekomst van de rechtstaat”. In dit rapport wordt 
horizontalisering van de samenleving als belangrijke ontwikkeling beschreven en 
aanbevelingen gedaan. In het Kabinetsprogramma Andere Overheid is een groot aantal van 
deze aanbevelingen overgenomen. 
 
Momenteel is een tendens waarneembaar naar meer horizontaal gericht toezicht. In 2005 is 
de Belastingdienst een pilot gestart met twintig zeer grote ondernemingen. In 2006 is er een 
tweede tranche van de pilot van start gegaan. Sindsdien heeft de belastingdienst verder 
ingezet op deze koers en zijn er met zo’n zestig zeer grote organisaties convenanten gesloten. 
Dezelfde aanpak is  geïntroduceerd voor middelgrote ondernemingen. Hier zijn eveneens 
convanten mee gesloten (Poolen et al., 2010). 
 
De toezichthouder kijkt kritischer naar de inzet van middelen en streeft de juiste combinatie 
van verticale en horizontale instrumenten na (Ottow, 2009). 
 
In het onderzoek “Systeemtoezicht, Een onderzoek naar de condities en werking van 
systeemtoezicht in zes sectoren” (Helderman en Honingh, 2009) wordt niet gesproken over 
horizontaal toezicht maar over systeemtoezicht.  
Systeemtoezicht concentreert zich niet zozeer op de output en outcome, maar op de 
bedrijfsprocessen en strategieën die tot die uitkomsten leiden en de interne procedures in 
bedrijven of sectoren die de naleving van regels en normen bewaken. Om zicht te krijgen op 
de vraag of en in welke situatie systeemtoezicht een alternatief kan zijn voor klassiek 
verticaal toezicht, werd in deze studie de volgende vraag geformuleerd:  
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Onder welke contextuele en institutionele condities is systeemtoezicht een geschikt 
arrangement voor het uitvoeren van toezicht en in welke omstandigheden juist niet? 
 
Voor het empirisch onderzoek is een zestal casus geselecteerd, te weten: 
 
1.  Inspectie Verkeer en Waterstaat (IVW) en toezicht op de luchtvaart; 
2.  Het Staatstoezicht op de Mijnen (SodM). 
3.  De Autoriteit Financiële Markten (AFM) en het toezicht op financiële dienstverlening 
door grote financiële instellingen; 
4. De Voedsel en Warenautoriteit (VWA) en het toezicht op de vleesverwerkende 
industrie; 
5.  De Inspectie van het Onderwijs (IvhO) en het toezicht op de voor- en vroegschoolse 
educatie (VVE); 
6.  Inspectie Gezondheidszorg (IGZ) en de Harmonisatie Kwaliteitsbeoordeling in de 
Zorgsector (HKZ)-certificatie in de Geestelijke Gezondheidszorg (GGZ). 
 
Helderman en Honingh (2009) definiëren systeemtoezicht als volgt (p.7): “Systeemtoezicht 
is al het toezicht waarbij de opzet, reikwijdte en werking van (kwaliteits)systemen en 
bedrijfsprocessen bij organisaties wordt vastgesteld. Dit door auditachtige onderzoeken met 
realitychecks uit te voeren.”  
De toezichthouder concentreert zich derhalve op het beoordelen en monitoren van de 
werking van interne borgingssystemen. In een ideale setting bewaakt de onder toezicht 
gestelde zelf via haar interne borgingssysteem of er aan de regels en normen van de 
toezichthouder is voldaan. Interne borgingssystemen kunnen gericht zijn op het beheersen 
van mogelijke risico’s met negatieve externe effecten (veiligheid, economie, milieu) of het 
bewaken van een minimaal kwaliteitsniveau.  
 
Helderman en Honingh (2009) hebben in het genoemde onderzoek 23 interviews afgenomen 
waarin 19 vragen zijn gesteld aan toezichthouders en 15 vragen aan de onder toezicht 
gestelde. De conclusie is dat in veel sectoren het ontwikkelen van systeemtoezicht vrijwel 
altijd zinvol is. Systeemtoezicht levert immers inzicht op in kritische ketenafhankelijkheden 
en procesfactoren. Tegelijkertijd constateren Helderman en Honingh dat in een aantal 
sectoren de condities voor systeemtoezicht niet of nauwelijks aanwezig zijn. Daarnaast 
stellen ze vast dat systeemtoezicht in belangrijke mate afhankelijk is van sectorspecifieke 
condities en dat de praktijk van systeemtoezicht daarom ook per sector verschilt. 
 
De kunst van systeemtoezicht, vanuit het perspectief van de toezichthouder, is om de onder 
toezicht gestelde verantwoordelijk te maken voor het naleven en bewaken van de norm. 
Systeemtoezicht is daarom ook gebaat bij objectiveerbare normen die eenduidig kunnen 
worden geoperationaliseerd. Dat is lang niet altijd goed mogelijk. In de VVE en de GGZ 
blijkt kwaliteit bijvoorbeeld een moeilijk te objectiveren begrip te zijn en ook in de financiële 
dienstverlening is er discussie over wat nu precies goede financiële dienstverlening moet 
zijn.  
In situaties waarin risico’s nog onbekend zijn en er nog geen normen bestaan, kan thematisch 
toezicht een rol spelen in het detecteren van risico’s en het normeren daarvan. 
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Hoewel systeemtoezicht in belangrijke mate afhankelijk blijkt van sectorspecifieke condities, 
is er wel een aantal algemene condities te benoemen dat van kritieke betekenis lijkt te zijn 
voor de effectiviteit van systeemtoezicht. Van groot belang zijn de capaciteiten van 
zelfregulering en de kwaliteit van het interne borgingssysteem. Laatstgenoemde factoren zijn 
optimaal wanneer de onder toezicht gestelde een direct eigen belang heeft bij het beheersen 
van het risico.tivatie tot zelfregulering: 
 
De motivatie tot zelfregulering 
Mogelijkheid tot externaliseren van risico’s Als de negatieve effecten van risico’s 
makkelijker zijn te externaliseren, neemt de 
prikkel tot zelfregulering af. 
Afstand tussen risiconemer en risico effecten Als de afstand tussen de risiconemer en de 
effecten groter is, neemt de prikkel tot 
zelfregulering af. 
Complexiteit en inzichtelijkheid van de markt: Als de markt complexer is en minder 
transparant, neemt de motivatie tot 
zelfregulering af. 
Onderlinge (keten)afhankelijk van binnen het 
systeem: 
Als de (ervaren) ketenafhankelijkheid van en 
door actoren groter is, neemt de motivatie tot 
zelfregulering toe. 
 
De kwaliteit van interne borging 
Afbakening van het systeem: Wanneer een substantieel deel van het systeem 
buiten de reikwijdte van het interne 
borgingssysteem valt, neemt de bruikbaarheid 
van het borgingssysteem af. 
Interne organisatie van het borgingssysteem: Wanneer het borgingssysteem niet eenduidig en 
gezaghebbend is georganiseerd binnen de 
organisatie van de onder toezicht gestelde, 
neemt de betrouwbaarheid van het systeem af. 
Risicoanalyse en risico indicatoren: Als de discrepantie tussen risicoanalyse en 
indicatoren groter is, neemt de kans op 
schijnveiligheid toe en neemt de bruikbaarheid 
van het interne borgingssysteem af. 
Objectiveerbaarheid van normen: Als normen beter zijn te objectiveren, neemt de 
kans op het gebruik van een intern 
borgingssysteem toe 
 
Tabel 1:  Motivatie tot zelfregulering – De kwaliteit van interne borging 
   (Helderman en Honingh, 2009, p.12) 
 
Zelfregulering omvat de handelingsbekwaamheid en handelingsverantwoordelijkheid van de 
betreffende actoren en is van cruciaal belang voor de uitvoering van systeemtoezicht. 
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Naarmate de kwaliteit van het interne borgingssysteem (haar stabiliteit, voorspelbaarheid en 
effectiviteit) groter is, neemt de bruikbaarheid van deze systemen voor de externe 
toezichthouder toe. 
 
Helderman en Honingh concluderen dat effectiviteit van systeemtoezicht afhankelijk is van 
de kwaliteit van het interne borgingssysteem. Zoals we hebben gezien is een TCF een intern 
beheersingssysteem gericht op de fiscaliteit. Dit sluit aan bij de keuze of een 
belastingplichtige horizontaal danwel verticaal benaderd dient te worden. Beoordeling zal in 
ieder geval plaats dienen te vinden op de navolgende aspecten: De bereidheid die de 
belastingplichtige heeft om open en transparant te zijn (“tone at the top”) en de kwaliteit van 
de fiscalebeheersingsmaatregelen (TCF) (De Groot en Van der Enden, 2010). 
 
De Belastingdienst bepaalt aan de hand van objectieve criteria welke toezichtintensiteit en 
controle methodiek voor de belastingplichtige wordt ingezet (Van der Enden, 2009). 
 
“ Enforced selfregulation” wordt door Ayres en Braithwaite (1992) beschreven als een 
combinatie van regulering door de overheid en door het bedrijf dat onder toezicht staat.  
Het begrip ‘responsive’ geeft aan dat de wijze waarop gereageerd wordt op 
regelovertredingen afgestemd moet zijn op de houding en beweegredenen van de 
regelovertreder. Soms zal straffen de aangewezen reactie zijn, dan weer overleg en 
overreding. “Responsiveness implies that there are no universal solutions” (p. 5). Bedrijven 
gaan vanuit hun verantwoordelijkheid zelf na of regelnaleving wordt bereikt en welke 
procedures moeten worden ingevoerd om naleving te bereiken. In het model van responsief 
handhaven wordt veel belang gehecht aan een vertrouwensrelatie en aan goede afstemming 
van de manier van toezicht houden op het specifieke gedrag van de betreffende bedrijven  
(Braithwaite en Makkai, 1994).  
In Nederland staat deze vorm van toezicht bekend als horizontaal toezicht.  
 
2.6.3 Kenmerken en principes van toezicht 
 
De Wetenschappelijke Raad voor het Regeringsbeleid (WRR) geeft aan9 dat voor het in stand 
houden van de rechtstaat een effectieve rechtshandhaving een belangrijke randvoorwaarde 
vormt. De WRR verkondigt het volgende: “de moderne eisen die aan het openbaar bestuur 
worden gesteld, vragen veeleer om een aangepaste manier van besturen en reguleren in 
combinatie met vormen van zelfregulering en zelfhandhaving, en gecomplementeerd met 
toezicht en rechterlijke toetsing” (rapport WRR, 2002 p. 257). 
 
In het nieuwe toezicht verschuift de focus van controle op gegevens (informatie in de 
aangiftes) naar de fiscale interne beheersingsmaatregelen in de processen achter de aangiftes 
(de systemen) waaronder natuurlijk ook de “soft controls” worden begrepen (De Groot en 
Van der Enden, 2010). 
 
Er is een duidelijk geloof dat een horizontalere manier van werken tot betere resultaten leidt 
(Essers, 2009).  
 
9 Rapport WRR “De toekomst van de nationale rechtstaat”  nr. 63 
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Beperkte personeelscapaciteit kan efficiënter en effectiever worden ingezet. Ook zal men 
minder procedures hoeven te voeren bij de rechter. Doordat de belastinginspecteur in het 
kader van een handhavingsconvenant eerder informatie van de belastingplichtige krijgt, kan 
hij ook veel sneller en adequater inspelen op actuele ontwikkelingen. 
 
Ottow deelt de conclusie van Essers en merkt hierbij op dat het uitgangspunt bij een 
horizontalere manier van werken een effectievere naleving en handhaving van regels is 
doordat meer verantwoordelijkheid wordt overgelaten aan bedrijven. Horizontaal toezicht is 
daarbij gericht dat er geen overtredingen plaatsvinden (Ottow, 2009). 
  
De belastingdienst wint vooral doordat er menskracht vrijgemaakt wordt die op een andere 
wijze kan worden ingezet, bijvoorbeeld in het verticaal toezicht. Bovendien rekent de 
belastingdienst op een positieve invloed op de nalevingsbereidheid. Potentiële winstsituaties 
voor bedrijven kunnen onder ander bestaan uit zekerheid vooraf, voorkomen van 
concurrentievervalsing en vermindering van administratieve lasten (De Goffau, 2008). 
 
Het begrip “toezicht” kent drie kenmerken: waarnemen, oordelen en beïnvloeden  
(Visser, 1986). Toezicht vindt altijd plaats binnen een gezagsrelatie en is derhalve altijd 
verticaal. Horizontaal toezicht bestaat niet (Algemene Rekenkamer, 2002). Het is beter in dit 
verband te spreken van intern en extern toezicht.  
Intern toezicht is het toezicht binnen een organisatie, zoals bijvoorbeeld uitgevoerd door een 
Raad van Toezicht. Extern toezicht komt van buiten.  
 
De belastingdienst houdt vast aan de terminologie van horizontaal toezicht vanwege de 
verschuiving van onderliggende verhoudingen en communicatie tussen burger en overheid 
naar een meer gelijkwaardige situatie10. 
 
Enerzijds worden toezichthouders geconfronteerd met een roep om meer en strenger toezicht. 
Tegelijkertijd wordt van toezichthouders verwacht dat zij meer afstand nemen van de onder 
toezicht staanden en toezicht houden vanuit vertrouwen in plaats van wantrouwen. Modern 
toezicht gaat immers verder dan alleen deskundig toezicht. “Een moderne inspecteur houdt 
toezicht vanuit vertrouwen. En dat zo efficiënt en effectief mogelijk” (Van den Berg, 2009, 
p.34).  
 
Bij horizontaal toezicht is sprake van een meer horizontale benadering, waarbij 
samenwerking met de onder toezicht gestelde wordt gezocht. Deze variant is gebaseerd op 
vertrouwen dat het uitgangspunt vormt in de relatie tussen toezichthouder en onder toezicht 
gestelde. Naast de traditionele bestuursrechtelijke instrumenten lijkt de toezichthouder op 
zoek te gaan naar nieuwe toezichtvormen, die gericht zijn op het leggen van 
verantwoordelijkheid bij de onder toezichtgestelde.  
 
Er wordt niet meer automatisch gegrepen naar de klassieke, meer verticaal gerichte 
toezichtinstrumenten (zoals sancties), maar de toezichthouder kijkt kritisch naar de inzet van 
middelen en streeft naar de juiste combinatie van verticale en horizontale instrumenten, 
zowel het gebruik van preventieve als repressieve instrumenten (Ottow, 2009).  
 
10 Bron: brief over horizontaal toezicht (d.d. 8 april 2005)  van de staatssecretaris aan de Tweede Kamer. 
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De kern van de werkwijze van toezicht is de drieslag: informatie verzamelen, 
oordelen en interveniëren (Janssens, 2005). Om toezicht te kunnen houden is een 
waarderingskader nodig dat de eisen bevat waaraan het object van toezicht moet voldoen.  
 
Vervolgens moet bij het object van toezicht worden nagegaan of deze eisen in voldoende 
mate zijn gerealiseerd. Dit gebeurt door middel van het beschrijven van feiten die nodig zijn 
om te bepalen of aan de eisen is voldaan. Vervolgens vindt er een beoordeling van deze 
feiten plaats tegen het licht van het waarderingskader. Indien geoordeeld wordt dat niet aan 
de eisen is voldaan, vinden interventies plaats (Janssens, 1997; De Ridder, 2004). 
 
Kort samengevat is toezicht gewenst om vast te stellen of wet- en regelgeving wordt 
nageleefd waarbij onderscheid gemaakt kan worden naar de meer traditionele vorm als 
verticaal toezicht of horizontaal toezicht. Waarnemen, oordelen en beïnvloeden zijn drie 
kenmerken van toezicht. 
 
Onderstaande tabel is een samenvatting van het literatuuronderzoek dat als uitgangspunt 
heeft gediend voor het uitvoeren van het empirisch onderzoek. In de tabel staan de factoren 
vermeld alsmede de auteurs die deze factoren hebben genoemd die een antwoord geven op de 
probleemstelling en de wijze waarop deze factoren het controlsysteem beïnvloeden.
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Nr Hoofdthema's Subthema's auteur Jaar 
 
1 
 
Management 
Control 
 
Strategie implementatie en operational control. Beïnvloeding met als doel strategie 
implementatie. 
 
Anthony 
 
2007 
   
 
Evenwicht tussen de volgende controls: personnel & cultural, actions en result voor optimale 
beheersing. 
 
Merchant 
 
1998 
   
 
Medewerkers in staat stellen, stimuleren, controleren in belang van de organisatie te handelen. 
 
Merchant & Van der 
Stede  
 
2003 
   
 
Fasen management control (programmeren, budgetteren, uitvoeren en meten). 
 
Anthony & Dearden 
 
1980 
   
 
Levers of control (in evenwicht houden van creativiteit en control) Belief- Boundary- Diagnostic-, 
Interactive control systems. 
 
Simons 
 
1995 
 
2 
 
Vertrouwen 
(Trust) 
 
Verwachting hoe de ander reageert. Aanname dat samenwerking goed zal verlopen maar 
telkens bewezen zal moeten worden. Voorspelbaarheid, vertrouwen wordt beïnvloed door 
ervaringen uit het verleden en veranderingen in toekomstige interactie. Wederzijdse acceptatie. 
 
Good / Shapiro / 
Lewicki & Bunker 
 
1988 / 
1992 / 
1996 
   
 
Controle. Vastleggen van controles in contracten. Laag vertrouwen zal leiden tot toename van 
controle. Naarmate er meer vertrouwen is zijn de kosten van monitoring en andere controle 
mechanismen lager. 
 
Dekker / Strickland  
 
2004 / 
1958 
   
 
Contracten. Te sterke afhankelijkheid of actief gebruik van contracten kan vertrouwen 
schaden.Vertrouwen maakt gebruik van contracten overbodig 
 
Klein Woolthuis / 
Nooteboom / Dekker 
 
1999a 
/ 1996 
/ 2004 
 
3 
 
Compliance 
 
Bereidheid wettelijke verplichtingen na te komen door goede communicatie tussen overheid en 
bedrijven. Desnoods af te dwingen. 
 
Ministerie van 
Financiën/Belastinding-
dienst 
 
2008 
   
 
Toetsen aan de norm (audit) aan wet en regelgeving maar ook interne beleidsregels, normen en 
gedragscodes. Meten van compliance via audit methoden maar ook via soft controls 
(interviews). 
 
De Goffau / Kiewit & 
Pleunis 2006 
 
2008 
   
 
Handhaving (controles, sancties, voorlichting geven). 
 
Tafel van Elf 
 
2004 
   
 
Controle op het naleven van eigen bedrijfspolicy en verantwoording afleggen over externe wet- 
en regelgeving. 
 
Leeftink  
 
2009 
 
4 
 
Risk 
Management 
 
TCF. Instrument van interne beheersing specifiek gericht op fiscale functie die onderdeel 
uitmaakt van BCF. 
 
Belastingdienst / Visser 
 
2008 
   
 
Risico beheersingsmodel ( ERM ) relatie tussen ondernemingsrisico en het interne 
beheersingssysteem. (strategie, operations, reporting, compliance). 
 
COSO 
 
2004 
   
 
Risico's / fiscale aandachtsgebieden identificeren. 
 
Bakker & Kloosterhof 
 
2010 
   
 
Opzet en beheer van TCF. Risico's en (Key)Controls voor nagenoeg alle fiscale middelen. 
 
KPMG Meijburg  
 
2010 
   
 
TCF. Beheersing van fiscaliteit om te komen tot juiste, volledige en tijdige aangifte voor alle 
belastingen voor een getrouwe weergave van de fiscale positie in de jaarrekening. 
 
Van der Laan & 
Weerman / Van der 
Enden  
 
2008 /  
2009 
   
 
Fasen risico beheersings- en controle processen (bewustzijn creëren, ontwerpen en 
implementeren TCF, testen evalueren en optimaliseren TCF, in control verklaring).  
 
Van der Enden 
 
2008 
 
5 
 
Toezicht 
 
Gedragsbeïnvloeding zodat de onder toezicht gestelde aan eisen voldoet. Controle op naleving 
wet - en regelgeving (Kaderstellende visie op toezicht) 
 
Regering 
 
2005 
   
 
Horizontaal toezicht waarbij wordt uitgegaan van vertrouwen. Verticaal toezicht met traditionele 
toezichtinstrumenten als dwangsom en bestuurlijke boete. 
 
Ottow  
 
2009 
   
 
Naleving, bewaken norm, capaciteiten zelfregulering, kwaliteit intern borgingsysteem. 
Concentratie op bedrijfsprocessen, strategieën en de interne procedures die tot de uitkomsten  
leiden en niet zozeer op output. 
 
Helderman & Honingh 
 
2009 
    
 
Toezicht is schakel tussen eisen uit wet- en regelgeving aan de ene kant en handelen van 
burgers, bedrijven en de overheid aan de andere kant. Aspecten, kenmerken van toezicht (info 
verzamelen, oordelen, beinvloeden / interveniëren). 
 
Janssen / Visser 
 
2005 / 
1986 
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HOOFDSTUK 3 
 
3.1 Beschrijving en verantwoording case study 
 
Een case study is een onderzoek waarbij de onderzoeker probeert om een diepgaand inzicht 
te verkrijgen in een of enkele tijdsruimtelijk begrensde objecten of processen (Verschuren 
2000). Een casestudy verschilt op een aantal punten ten opzichte van een survey.  
Een belangrijk onderscheidend kenmerk is dat men in een case study werkt met een relatief 
klein aantal onderzoekseenheden, waarbij meer in de diepte dan in de breedte wordt gewerkt. 
Het voordeel hiervan is dat op deze manier diepgaand onderzoek kan worden verricht. De 
diepgang in een case study kan worden bereikt door te werken met een arbeidsintensieve 
manier van het houden van een face-to-face interviews. Het voordeel is gelegen in de 
mogelijkheid voor de onderzoeker om door te vragen. Bij een enquête met gesloten vragen, 
waarvan bij een survey wordt gebruik gemaakt, is dit niet mogelijk. 
Een ander kenmerk van een case study is dat de onderzoeker zelf zijn te onderzoeken 
eenheden kan selecteren. De meest relevante eenheden kunnen op deze manier in het 
onderzoek worden betrokken.  
 
Yin (1994) onderscheidt de volgende factoren die de kwaliteit van het onderzoek kunnen 
beïnvloeden. Deze zijn: constructvaliditeit, interne validiteit, externe validiteit en 
betrouwbaarheid. De factoren worden hierna toegelicht. 
 
Constructvaliditeit is validiteit waarbij wordt nagegaan in hoeverre de juiste methode voor 
beantwoording van de onderzoeksvraag is gebruikt. Constructvaliditeit wordt vergroot bij 
gebruik van meerdere informatiebronnen (Yin, 1994).  
 
Interne validiteit wordt verkregen door een logische redenering binnen het onderzoek om een 
antwoord te verkrijgen op de centrale deelvraag (Yin 1994). Het gaat bij interne validiteit om 
de redenering indien relaties worden aangetoond. Dit wordt gerealiseerd door de 
onderzoeksvraag, theorie, analyse en de uitwerking van de resultaten op een juiste manier te 
verbinden.  
 
Externe validiteit is de generaliseerbaarheid van de resultaten van onderzoeken. Hoe meer de 
resultaten van wetenschappelijke onderzoeken generaliseerbaar zijn, des te groter de externe 
validiteit is (Yin 1994).  
 
Betrouwbaarheid van het onderzoek houdt in dat de resultaten reproduceerbaar zijn bij een 
herhaling van de uitvoering van het onderzoek (Yin 1994). Betrouwbaarheid van het 
onderzoek wordt vergroot indien binnen het onderzoek gebruik wordt gemaakt van een 
systematische werkwijze. 
 
Horizontaal toezicht, waarbij de basis vertrouwen is mag zich in een toenemende mate van 
belangstelling verheugen. Lange tijd heeft de Belastingdienst geacteerd vanuit wantrouwen 
naar burgers en bedrijven. Door de weg in te slaan van horizontaal toezicht maakt 
wantrouwen plaats voor openheid en transparantie op basis van vertrouwen.  
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In het rapport WRR 2002 wordt melding gemaakt dat er ruimte dient te komen voor 
zelfregulering en zelfhandhaving, gecomplementeerd met toezicht en rechterlijke toetsing. 
Dit is de eerste stap naar horizontaal toezicht met als basis vertrouwen in plaats van 
wantrouwen. In 2005 is de pilot gestart met enkele zeer grote ondernemingen. Om een zo 
reëel mogelijk beeld te schetsen en de praktijk te toetsen aan de theorie is besloten om 
Philips, NXP en ASML te benaderen aangezien deze bedrijven aan de wieg hebben gestaan 
van horizontaal toezicht. 
 
3.2 Data verzameling 
 
Literatuuronderzoek, als variant van het bureauonderzoek, heb ik toegepast voor het vergaren 
van theoretische kennis als basis voor mijn eigen empirisch onderzoek.  
Het verzamelen van gegevens voor empirisch onderzoek kan op meerdere manieren 
gebeuren. Er zijn drie hoofdtypen te onderscheiden: de documentenstudie, het interview en 
de observatie (Hutjes & Van Buuren, 1992). De belangrijkste bron voor mijn onderzoek is 
het materiaal van gedeeltelijk gestructureerde interviews met drie personen die vanuit hun 
functie nauw betrokken zijn bij horizontaal toezicht. Een aantal case beschrijvingen, 
voornamelijk gericht op kwalitatieve gegevens maakt toetsing mogelijk of en in hoeverre de 
theorie aansluit bij de praktijk. De afweging die ik heb gemaakt voor het houden van 
interviews is dat er goed doorgevraagd kan worden naar achterliggende motivaties, 
gedachten en ideeën. Hierdoor is  gedetailleerde informatie vrij gekomen. De gesprekken 
hebben plaatsgevonden op de werkplek van de geïnterviewden waardoor deze zich wellicht 
zich beter op zijn gemak voelt en eerlijker antwoordt. Een nadeel bij het houden van 
interviews is dat er geen algemene conclusies kunnen worden getrokken die voor de hele 
doelgroep gelden en dat de interviewer onbewust de geïnterviewde kan beïnvloeden.  
 
3.3 Beschrijving en verantwoording interviews 
De Belastingdienst is in 2005 een pilot gestart met twintig zeer grote ondernemingen 
waarmee een convenant is gesloten voor horizontaal toezicht. De keuze om drie 
beursgenoteerde multinationals (Philips, NXP en ASML) te benaderen voor een interview is 
ingegeven door het feit dat zij aan de wieg hebben gestaan van horizontaal toezicht en 
daarmee ruime ervaring hebben met horizontaal toezicht en anderzijds doordat zij dienen te 
voldoen aan SOX wetgeving en code Tabaksblat waardoor hun interne risicobeheersings- en 
controlesysteem op orde moet zijn. De geselecteerde bedrijven voor het houden van 
interviews zijn Philips, NXP en ASML. De gesprekspartners hadden een uur gereserveerd 
voor de interviews. 
De fundamenten van Philips werden in 1891 gelegd toen Anton en Gerard Philips Philips & 
Co. oprichtten in Eindhoven. Het bedrijf begon met de productie van gloeilampen en rond de 
eeuwwisseling was Philips een van de grootste producenten in Europa. Koninklijke Philips 
Electronics N.V. is een onderneming met een veelzijdig aanbod op het gebied van 
gezondheidszorg en welzijn, dat gericht is op verbetering van de kwaliteit van leven van 
mensen door middel van tijdige innovaties. Als toonaangevende onderneming op het gebied 
van gezondheidszorg, lifestyle en lighting integreert Philips technologieën en design in op de 
mens gerichte oplossingen. 
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ASML, opgericht in Nederland in 1984, is wereldleider in de productie van geavanceerde 
technologische systemen voor de halfgeleiderindustrie. Het bedrijf biedt een geïntegreerd 
portfolio voor de productie van complexe geïntegreerde circuits (ook wel bekend als IC's of 
chips ). ASML ontwerpt, ontwikkelt, integreert, verkoopt en onderhoudt geavanceerde 
systemen die gebruikt worden door klanten om chips te maken. Het hoofdkantoor van ASML 
is gevestigd in Veldhoven, Nederland. Productievestigingen, reasearch en development zijn 
gevestigd in Connecticut, Californië en Nederland.  
NXP Semiconductors NV (Nasdaq: NXPI) biedt High Performance Mixed Signal en 
Standard Product oplossingen die gebruikmaken van haar toonaangevende RF, Analog, 
Power Management, Interface, veiligheid en Digital Processing expertise. Deze innovaties 
worden gebruikt in een breed scala van automotive, identificatie, draadloze infrastructuur, 
verlichting, industriële, mobiele, consumenten-en computing-applicaties. NXP is een 
wereldwijde halfgeleiders bedrijf met activiteiten in meer dan 25 landen en  een omzet van $ 
4,2 miljard in 2011. 
De uitwerking van de gespreksverslagen, waarbij het gesprek met Philips en NXP zijn 
opgenomen, staan vermeld in de bijlagen. Bij Philips heb ik een interview af mogen nemen 
bij de heer Theo Schmit (Head of Tax Policy) en de heer Eric Kuiten (Deputy Head & Senior 
Vice President Corporate Fiscal) waarvan ik na het interview nog aanvullende informatie heb 
mogen ontvangen. Bij NXP heeft het gesprek plaatsgevonden met de heer Erik Fredriks 
(Head of Group Taxation) en bij ASML met de heer Michiel van Iersel (Vice President 
Corporate Tax Affairs). 
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HOOFDSTUK 4 
In dit hoofdstuk komen aan bod de resultaten van het empirisch onderzoek naar Management 
Control, vertrouwen, compliance, tax control framework en tenslotte toezicht als centrale 
thema’s die uit mijn literatuuronderzoek naar voren kwamen. 
4.1 Management Control 
 
Het eerste thema dat ik met de respondenten besprak was management control. Hierbij zijn 
hen de volgende vragen gesteld. 
 
Hoofdvraag 
 
Hoe waarborgt u dat taken in uw organisatie efficient en effectief worden uitgevoerd ? 
 
Subvragen 
 
Met welk MCS zoals beschreven door bovengenoemde auteurs heeft u de meeste affiniteit en waarom ? 
Komt dit overeen of zijn er verschillen zoals in uw organisatie gebruikt ? Zoja wat zijn de afwijkingen ? 
Zo nee, hoe zorgt u voor efficiente en effectieve taakuitvoering ? 
Wat kunt u vertellen over het MCS zoals dat in uw organisatie wordt gehanteerd ? 
Is aandacht, controle mbt fiscaliteit ingebed in uw organisatie middels een MCS ?  (maw maakt fiscaliteit 
onderdeel uit van MCS ?) 
Hoe heeft u fiscaliteit (TCF) ( juiste, tijdige, volledige afdrachten van belastingen en betaligen) geïntegreerd in 
uw Business Control Framework ? 
 
 
 
 
Integratie van Management Control in dagelijkse activiteiten is het doel dat wordt 
nagestreefd van het Philips BCF waarbij het risico- en controle beleid er op gericht is om met 
redelijke zekerheid vast te stellen dat de doelstellingen worden gehaald en integere 
verslaggeving te waarborgen. Het doel van BCF van NXP is controle van activiteiten in de 
bedrijfsprocessen te waarborgen. ASML streeft Control na via SOX en het TCF. De Raad 
van bestuur is verantwoordelijk voor de strategie, het risicoprofiel & beleid, het bereiken van 
doelstellingen en resultaten. Hierbij zijn lopende processen beschreven, risico’s en controles 
geïndentificeerd en processen gestroomlijnd c.q. aangepast. 
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Bij alle betrokkenen vinden er evaluaties van controles plaats. Bij Philips wordt het BCF en 
de audit besproken. De externe accountant onderzoekt, adviseert NXP over interne controle, 
verslaggeving en procedures terwijl Corporate Internal Audit controle uitoefent op processen 
en procedures. 
 
4.2 Vertrouwen 
 
Het tweede thema, dat in lijn ligt met het theoretisch kader dat is besproken, is vertrouwen. 
Hierbij zijn de volgende vragen de revue gepasseerd. 
 
Hoofdvraag 
 
Wat kunt u vertellen over vertrouwen ? 
 
Subvragen 
 
Heeft u stilgestaan bij het onderwerp vertrouwen toen u de beslissing nam om deel te nemen aan horizontaal 
toezicht ? 
Waarop is volgens u het vertrouwen gebaseerd wanneer u benaderd werd door de Belastingdienst voor 
horizontaal toezicht ?  
Op welke dimensie is volgens u het vertrouwen gebaseerd met uw relatie de Belastingdienst ? 
Sommige auteurs zijn van mening dat laag vertrouwen zal leiden tot toename van controles. Naarmate er meer 
vertrouwen is zijn kosten van monitoring en controle mechanismen lager. 
Wat is u mening hierover ? Graag motiveren ? 
De Belastingdienst sluit convenanten (1 A4) voor HT met organisaties waar zij vertrouwen in hebben. 
Daarentegen dient er een TCF te zijn cq te komen. Hierin staan de processen, met risico's en key controls 
beschreven. Vervolgens toetst, beoordeelt de Belastingdients dit TCF. 
Wat is uw mening over de stelling dat er sprake is van vertrouwen maar van de andere kant dient er een TCF te 
zijn of te komen. Staat dit haaks op het begrip vertrouwen ?  
Is er naar uw mening wat veranderd op gebied van vertrouwen tussen u en de Belastingdienst na ondertekening 
van convenant voor horizontaal toezicht ? 
In welk opzicht ?  
 
Stelling 
Bij horizontaal toezicht geeft de Belastingdienst vertrouwen maar wil dit vervolgens wel bevestigd zien via een 
controle instrument als een TCF. 
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Alle geïnterviewden noemen wederzijds vertrouwen als basis voor horizontaal toezicht. 
Volgens ASML is dit gebaseerd op personen. Dit sluit aan bij Philips die van mening is dat 
vertrouwen onstaat door persoonlijke interactie, onderhandelingen en begrip voor wederzijdse 
belangen. Vertrouwen is dan gebaseerd op het verleden, openheid die wordt betracht en 
transparantie. Philips spreekt dan over gefundeerd, objectief vertrouwen. NXP noemt hoogste 
mate van transparantie en verantwoordelijkheid waarbij openheid van zaken wordt gegeven, 
inzicht wordt verschaft in processen, risico’s en de genomen maatregelen. Tevens is NXP de 
mening toegedaan dat een onderhandelingsproces een mogelijkheid is om vertrouwen te 
creëren. 
NXP alsmede Philips geven aan dat er tegenwoordig meer vertrouwen is. Daarentegen is er 
bij ASML geen verandering waargenomen voor en na het ondertekenen van het convenant. 
Door het vertrouwen vinden er volgens NXP en Philips geen diepgaande audits meer plaats. 
ASML schaart dit onder de noemer dat er sprake van verminderde inspanning van externe 
accountant en Belastingdienst mogelijk is. Volgens Philips zijn verminderde controles 
mogelijk door self-assessments, opzet en werking van een TCF. 
 
4.3 Compliance 
 
Het volgende thema dat aan de orde is gesteld is compliance. Hierbij zijn de volgende vragen 
aan bod gekomen. 
 
Hoofdvraag 
 
Waar denkt u aan bij compliance ? Welke associatie roept compliance bij u op ? 
 
Subvragen 
 
Wat verstaat u onder compliance ? Sluit dit aan bij een van bovengenoemde visies ? 
Is compliance bij uw organisatie intern - extern gericht of beiden ? 
Hoe belangrijk vindt u organisatie het om te voldoen aan alle wet- en regelgeving ? 
Is uw houding/gedrag veranderd tav compliance sinds uw organisatie een horizontaal toezicht convenant heeft 
getekend ? 
Er is in toenemende mate sprake van regels en toezicht (SOX, Bazel, IFRS, Tabaksblatt)  Hoe waarborgt u dat 
compliance bent ?  
Hoe stelt u vast dat u compliance bent ? Hoe meet u compliance ? 
De belastingdienst investeert veel tijd en energie in bedrijven die een convenant hebben of willen gaan tekenen. 
Dit zijn bedrijven waar de belastingdiest vertrouwen in heeft dat zij kunnen, willen en voldoen aan wet- en 
regelgeving. Besteed de belastingdienst deze tijd nuttig of kunnen zij zich beter richten op organisaties waarbij 
de Belastingdienst een "gezond" wantrouwen hebben?  Graag uw mening. 
 
Stelling 
 
Wat is uw mening over de volgende stelling. Wel of geen convenant (horizontaal toezicht) maakt geen verschil 
compliant dient iedereen te zijn. 
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De doelstelling van het Philips BCF is management control, integriteit van de financiële 
verslaggeving en naleving van wet-en regelgeving te waarborgen. Dit sluit naadloos aan bij 
de formulering van NXP’s BCF, waarvan de doelstelling luidt: een geintegreerd beheer over 
controle van activiteiten om te voldoen aan wet- en regelgeving en zorgdragen voor 
integriteit van financiele verslaggeving en bedrijfsprocessen. De Raad van Commissarissen 
van ASML houdt toezicht op het beleid van de Raad van Bestuur en de algemene gang van 
zaken en adviseert de Raad van Bestuur in de uitvoering van naleving van wet- en 
regelgeving. 
Als onderdeel van het jaarverslag van Philips volgt een uitgifte van een verklaring over de 
Business Controls en een Letter of Representation aan de Raad van Bestuur.  
Rapportage over naleving van BCC van NXP is een integraal onderdeel van de verklaring 
over Business Controls die worden verstrekt door het management van elk bedrijf dat 
uiteindelijk leidt tot goedkeuring van het jaarverslag door de CEO/CFO. De externe 
accountant controleert de interne “statement of control”.  
ASML heeft uitgebreide interne procedures voor de voorbereiding en publicatie van 
jaarverslagen, jaarrekeningen, kwartaalcijfers, en andere financiële informatie. 
De Raad van Bestuur van ASML verstrekt een “in control statement” over ontwerp, 
implementatie en werking van de interne risicobeheersings- en controle systemen. 
De interne auditors houden bij Philips toezicht op de kwaliteit van de business controls door 
het uitvoeren van op risico’s gebaseerde operationele audits, compliance audits en controle 
op de financiële verslaggeving. 
Compliance bij ASML is gericht op het financieel verslag, de Nederlandse wet- en 
regelgeving en US-GAAP. NXP streeft via de Financial Code: eerlijk, ethisch gedrag en 
naleving van wet- en regelgeving na, waaronder rapportage over schendingen van de 
Financial Code. 
Philips waarborgt integriteit van verslaggeving, controles en resultaten inclusief het 
documenteren van maatregelen in ICS. 
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4.4 Risk Management 
 
De geïnterviewden zijn ook om een reactie gevraagd over het vierde thema: Risk 
Management. Bij de gesprekken over dit thema hebben de volgende vragen als leidraad 
gefungeerd. 
 
Hoofdvraag 
 
Elke organisatie in welke vorm dan ook doet aan Risk Management. Wat kunt u vertellen 
over Risk Management ? 
 
Subvragen 
 
Heeft u sympathie met een of meerdere bovengenoemde inzichten ? Zoja welke ?  
Zo nee, Hoe gaat u om met Risk Management op fiscaal gebied ? 
Hoe ziet Risk Management eruit in uw organisatie ?  Wat kunt u daarover vertellen ? 
Wat is de achtergrond, aanleiding, reden om aan Risk management te doen ? 
Wat zijn in uw beleving fiscale risico's ? 
 
Hoe heeft Risk Mangement vervolgens gestalte gekregen in uw organisatie ? Hoe heeft u hier invulling 
aangegeven ?  (gebruikt u hiervoor ERM modellen zoals COSO) 
Wat is de toegevoegde waarde van Risk Management in uw organisatie ? 
Hoe waarborgt u dat fiscaliteit (juiste, volledige, tijdige belastingafdracht en betaling) is ingebed in Risk 
Management ? maw wanneer is een onderneming fiscaal "in control" ?  
Hoe creeert u bewustzijn over Risk Management in uw organisatie (tone at the top, communicatie in de 
organisatie) en dat er adequaat op risico's wordt geanticipeerd. 
Gaat u anders om met Risk Management op fiscaal gebied na ondertekening van het convenant ? In welk 
opzicht? 
 
 
 
Risk Management, interne controle is bij allen gebaseerd op het COSO model waarbij ze 
allen dienen te voldoen aan SOX regelgeving.  
 44  
Risk Management bij Philips omvat oa tijdig zekerheid over de fiscale positie in de 
jaarrekening en SOX. Het management van NXP beoordeelt de opzet en werking van 
controles in het kader van art. 404 SOX. De interne auditfunctie bij ASML is een belangrijk 
element van risk management en interne controle van de financiele verslaggeving zoals 
vereist op basis van Nederlandse Corporate Governance Code en SOX. 
De Raad van Commissarissen van NXP begeleidt en adviseert de Raad van Bestuur in de 
uitvoering van haar beheerstaken waaronder de werking van interne risicobeheersings-en 
controlesystemen. Risicobeheersing en business control maken integraal onderdeel van de 
bedrijfsvoering uit. De Raad van Bestuur van Philips rapporteert aan Raad van 
Commissarissen en audit committee over het risicobeheersings- en controlesysteem.  
De Raad van Bestuur en Raad van Commissarissen bij ASML zijn verantwoordelijk voor de 
corporate goverance structuur en voor het beheer van de interne en externe risico's. 
Het risicobeheersings- en controlesysteem is gebaseerd op de identificatie van externe en 
interne risico factoren die van invloed kunnen zijn op operationele en financiele 
doelstellingen van ASML. Hierbij wordt gebruik gemaakt van monitoring, rapportage en 
operationele evaluaties. 
Risk Management is bij Philips ingebed in corporate governance, Philips BCF en Philips 
GBP die is gericht op consistente "Tone at the Top" en is gericht op strategische, 
operationele, compliance en financiele risico's. Risico management, het Business Control 
beleid en de principles zijn een integraal onderdeel van het corporate governance model bij 
NXP. ASML onderschrijft het belang van goede corporate governance met als pijlers: 
onafhankelijkheid, verantwoordelijkheid en transparantie. 
Op de Raad van Bestuur van Philips berust de verantwoordelijkheid voor het beheersen van 
significante risico's. De Raad van Bestuur rapporteert en legt verantwoording af over interne 
risicobeheersings- en controlesysteem. Het management van NXP is verantwoordelijk voor 
het identificeren van kritische bedrijfsrisico's en voor mitigerende acties op deze risico's. De 
resultaten, belangrijke wijzigingen en verbeteringen bij ASML worden regelmatig 
gerapporteerd aan het Audit Committee en de externe accountants. 
 
4.5 Toezicht 
 
Als laatste thema is toezicht aan de orde geweest. 
 
Hoofdvraag 
 
Wat is uw zienswijze op toezicht ? 
 
Subvragen 
 
Wat verstaat u onder toezicht ?  
Met welke auteur kunt u zich het meest vereenzelvigen als het over toezicht gaat ? En waarom ?  
De regering (belastingdienst) is belast met inning van belastingen. Hiertoe houden zij toezicht. Horizontaal 
toezicht is in opmars. 
Is naar uw mening horizontaal toezicht de juiste manier dat de onder toezicht gestelden zich conformeert aan 
wet- en regelgeving ? Graag motiveren. 
Kan horizontaal toezicht, het klassieke Verticaal Toezicht vervangen ? Of zal er altijd een rol weggelegd zijn 
voor Verticaal Toezicht ?  
Welke consequenties (voordelen, nadelen) ziet u bij horizontaal toezicht  
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Wat is voor u de belangrijkste reden geweest om een convenant voor HT te ondertekenen? 
 
Stellingen 
De wijze van toezicht (horizontaal en verticaal) van de Belastingdienst komt overeen met de auteurs Ayres en 
Braithwaite. 
Horizontaal toezicht bestaat niet. Hoewel horizontaal toezicht impliceert dat er sprake is van gelijkwaardigheid 
is er altijd een gezagsrelatie en dus Verticaal Toezicht.  
Horizontaal toezicht sluit naadloos aan bij doel en strekking van een MCS (op efficiente en effectieve manier 
organisatiedoelstellingen realiseren) 
 
 
 
Zowel bij Philips als bij NXP staat het audit committee de Raad van Commissarissen bij in 
het toezicht. Bij ASML houdt de Raad van Commissarissen toezicht op het beleid van de 
Raad van Bestuur.  
ASML noemt als voordelen voor horizontaal toezicht dat de aangifte definitief is, de snelheid 
van handelen, het afwikkelen van openstaande punten in oude jaren en dat er wordt gewerkt 
in het heden. Dit sluit aan bij NXP die onderschrijft het werken in het heden, risico’s die 
worden geëlimineerd door het delen van informatie en oplossen van onzekerheden. Daarnaast 
wordt fiscaliteit beter planbaar en voorspelbaar. Philips noemt eveneens zekerheid omtrent de 
fiscale positie, het werken in de actualiteit en het niet of nauwelijks plaatsvinden van 
controles als gevolg van self- assessments, opzet en werking van een Tax Control 
Framework. Voor allen geldt dat horizontaal toezicht leidt tot transparantie waarbij Philips 
noemt openheid van fiscale risico’s, het Business Control Framework, TCF en 
auditrapporten. ASML typeert horizontaal toezicht als het “afkopen” van klassieke audits en 
risico eliminatie. Volgens ASML is de basis voor HT, vertrouwen waarbij feiten worden 
voorgelegd en men snel antwoorden krijgt. NXP sluit hierbij aan door een betrouwbare 
verslaggeving en juiste feitenvoorstelling aan de toezichthouders waarbij onvolkomenheden 
worden gemeld aan de Belastingdienst. Philips spreekt van wederzijds vertrouwen, openheid 
en een verbeterde relatie dat leidt tot wederzijds begrip en belastingafdracht conform wet- en 
regelgeving waar geen ruimte is voor agressieve taxplanning. 
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HOOFDSTUK 5 
 
Samenvatting en conclusies 
 
De onwikkelingen rond horizontaal toezicht zijn sinds de publicatie in het Rapport WRR 
2002 in een stroomversnelling geraakt. In dit hoofdstuk worden conclusies beschreven die 
getrokken zijn door enerzijds de theorie, verkregen door een literatuuronderzoek, en 
anderzijds de praktijk, door het houden van interviews, te vergelijken. De conclusie geeft een 
antwoord op de probleemstelling: welke factoren spelen een rol bij het ontwerp van een 
Management Control Systeem (MCS) bij horizontaal toezicht ? 
Daarvoor zijn de volgende deelvragen geformuleerd.  
Wat wordt verstaan onder horizontaal toezicht ? 
Welke factoren spelen een rol bij het ontwerp van een MCS ? 
 
Voor de beantwoording van de (deel)vragen komen de volgende thema’s aan bod: 
MCS, vertrouwen, compliance, tax control framework en tenslotte toezicht. 
Vervolgens worden suggesties voor vervolgonderzoek gegeven. 
 
5.1 Management Control 
 
Management control systemen worden gebruikt door organisaties om te beoordelen of en in 
hoeverre de doelstellingen van de organisatie worden behaald gerelateerd aan de planning.  
 
Integratie van Management Control in dagelijkse activiteiten is het doel dat wordt 
nagestreefd van het Philips BCF waarbij het risico- en controle beleid er op gericht is om met 
redelijke zekerheid vast te stellen dat doelstellingen worden gehaald en integere 
verslaggeving is gewaarborgd. Het doel van BCF van NXP is controle van activiteiten in de 
bedrijfsprocessen te waarborgen. ASML streeft Management Control na via SOX en  TCF. 
De Raad van Bestuur is verantwoordelijk voor de strategie, het risicoprofiel & beleid, het 
bereiken van doelstellingen en resultaten. Hierbij zijn lopende processen beschreven, risico’s 
en controles geïndentificeerd en processen gestroomlijnd c.q. aangepast. 
 
Bovenstaande sluit aan bij de publicatie van Van der Laan en Weerman (2008),  
waarbij het COSO model “internal control” definieert als een proces met als doel een 
redelijke mate van zekerheid te krijgen bij de realisatie van de vier doelstellingen. 
 
Bij alle betrokkenen vinden er evaluaties van controles plaats. Bij Philips wordt het BCF en 
de audit besproken. De externe accountant van NXP onderzoekt, adviseert over interne 
controle, verslaggeving en procedures terwijl Corporate Internal Audit controle uitoefent op 
processen en procedures. 
 
Geconcludeerd kan worden dat Philips, NXP en ASML allen management control 
nastreven. Toegespitst op fiscaliteit, waar het omgaat bij horizontaal toezicht, houdt dit 
in dat Philips, NXP en ASML gebruik maken van een TCF. Een TCF is onderdeel van 
een groter omvattend geheel van interne beheersings- en controle maatregelen als een 
Business Control Framework (BCF).  
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5.2 Vertrouwen 
 
Volgens Ottow (2009) zoals we hebben gezien in paragraaf 2.6.2 wordt er bij horizontaal 
toezicht uitgegaan van vertrouwen. Dit vertrouwen blijkt in de praktijk te bestaan bij de 
geïnterviewden. Philips spreekt van wederzijds vertrouwen. Dit is geen blind vertrouwen 
maar gefundeerd en objectief. Wederzijds vertrouwen is van toepassing op de 
belastingplichtige en de Belastingdienst. Dit is conform de theorie van Gribnau (2008) die de 
mening is toegedaan dat de Belastingdienst kiest voor horizontaal toezicht op basis van 
wederzijds vertrouwen. 
 
Zonder wederzijds vertrouwen is er geen basis voor horizontaal toezicht. Dit vertrouwen 
dient wel verdiend te worden waarbij eerlijkheid het langst duurt, integriteit de sleutel is en 
vertrouwen te voet komt en te paard gaat. Aan bovenstaande kan de theorie van Ouchi (1980) 
ten grondslag liggen. Die zegt: “omdat men de ander vertrouwt, verwacht men dat de ander 
hetzelfde doet”. 
 
Het gefundeerd vertrouwen waar Philips over spreekt is gebaseerd op ervaringen uit het 
verleden, het betrachten van openheid, begrip tonen en afspraken nakomen. De opzet, 
bestaan en werking van een BCF draagt hier mede aan bij. Dit komt overeen met de visie van 
Dekker (2004), De Groot & Van der Enden (2010) en de Belastingdienst ( 2008). Zij zijn van 
mening dat vertrouwen wordt ontleend aan functionerende fiscale beheersingsmaatregelen 
die geborgd zijn in de reguliere bedrijfsvoeringen en bedrijfsadministratie (“ business 
controls”) van de onderneming.  
 
Goede ervaringen uit het verleden die zowel de Belastingdienst als Philips had en de wijze 
van werken c.q waarop jarenlang met elkaar is omgegaan was al een grote stap in de richting 
wat nu horizontaal toezicht heet. Dit sluit aan bij de theorie van Good (1988), Lewicki & 
Bunker (1996), Buskens (1999) en Gautschi (2002)  die stellen dat vertrouwen wordt 
beïnvloed door ervaringen uit het verleden en veranderingen in toekomstige interactie. 
Anderson & Narus (1990) voegen toe dat het verleden, de toekomst en de dynamiek een 
belangrijke rol spelen in het ontwikkelingsproces van een relatie. 
 
Shapiro et al. (1992) en Lewicki & Bunker (1995) hebben verschillende dimensies van 
vertrouwen beschreven. Op basis van de interviews kom ik tot de slotsom dat de dimensie 
knowledge based trust hier het beste bij aansluit aangezien de interviewers hebben 
aangegeven dat vertrouwen gebaseerd is op openheid, transparantie en begrip. 
 
Volgens de theorie van Zand (1972) wordt openheid tussen partijen bevorderd. Openheid 
vergt, dat men problemen voor de andere partij tijdig meldt, dat men bezwaren tegen het 
gedrag van de andere partij meldt en bespreekt, met de inzet om problemen samen op te 
lossen. De praktijk sluit aan bij deze theorie. Eventuele discussiepunten worden gedeeld met 
de Belastingdienst en middels vooroverleg besproken. ASML meldt: feiten worden 
voorgelegd waarop snel antwoorden volgen. NXP verwoordt dit door te stellen dat 
belastingaangiftes gedurende het jaar plaatsvinden. 
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Vertrouwen kan zichzelf volgen Klein Woolthuis (1999a) versterken waardoor creativiteit en 
doelmatigheid van de relatie kan toenemen. Wanneer een relatie op deze manier goed 
verloopt zal het vertrouwen alleen maar toenemen en bevinden de partners zich in een spiraal 
van positief, opbouwend gedrag. Bij NXP is vertrouwen gegeven aan betrokken personen en 
is na ondertekening van het convenant het vertrouwen gegroeid op verschillende niveau’s. 
Volgens Philips is er tegenwoordig meer vertrouwen door persoonlijke interactie, 
onderhandelingen en begrip voor wederzijds belangen. ASML meldt dat er geen 
noemenswaardige ontwikkeling in vertrouwen is geweest vóór of na het tekenen van het 
convenant.  
 
Strickland (1958) stelt dat laag vertrouwen zal leiden tot toename van controle. Bij de 
geïnterviewden is sprake van wederzijds vertrouwen wat de basis is voor horizontaal 
toezicht. Philips noemt hierbij dat er minder fiscale controles zijn als gevolg van self-
assesments en opzet en werking van een TCF. NXP meldt dat er geen diepgaande audits 
meer plaatsvinden. ASML heeft dit verwoord als het “afkopen” van klassieke audits. Allen 
geven volledig openheid van zaken (transparantie) over processen,  procedures en  
controlemaatregelen. 
 
Volgens Strickland (1958) ontwikkelt het niveau van vertrouwen indien er sprake is van 
interactie. Dit sluit aan bij hetgeen Philips noemt. Uit het interview met NXP is naar voren 
gekomen dat onderhandelingen, waarbij dus sprake is van interactie, een mogelijkheid is om 
vertrouwen te kweken. Bij ASML is het vertrouwen gebaseerd op personen. 
 
Resumerend kunnen we stellen dat er vóór het fenomeen horizontaal toezicht  
reeds veelvuldig contact was tussen belastingplichtigen (Philips, NXP en ASML) en de 
Belastingdienst. Tussen partijen bestond reeds een gezonde basis vertrouwen gebaseerd 
op ervaringen uit het verleden. Dit is de aanleiding geweest om met deze 
ondernemingen de pilot voor horizontaal toezicht te starten. Het wezenlijke verschil, na 
het sluiten van het convenant voor horizontaal toezicht, schuilt erin dat nu vooraf alle 
feiten worden gedeeld met de Belastingdienst en door het optreden van de partijen het 
vertrouwen alleen maar is gegroeid. 
 
5.3 Compliance 
 
De Belastingdienst bevordert compliance onder meer door vanuit een dienstverlenende 
houding te zorgen voor goede communicatie met burgers en bedrijven (Beheersverslag 2009 
van het Ministerie van Financiën) waarbij naleving desnoods kan worden afgedwongen.  
 
Helderman en Honingh (2009) stellen dat in een ideale setting de onder toezicht gestelde zelf 
bewaakt, via haar interne borgingssysteem, of er aan de regels en normen van de 
toezichthouder is voldaan. Philips, NXP en ASML hebben vergaande maatregelen genomen 
voor een adequaat intern borgingsysteem zodat de theorie van Helderman en Honingh 
aansluit bij de geïnterviewden. 
 
Hieronder zet ik uiteen hoe Philips,  NXP en ASML compliance hebben geborgd in hun 
organisaties en hoe zij een effectief en efficiënt intern beheersingsproces hebben opgezet om 
 49  
grotere complexiteit, die wordt veroorzaakt door toename van steeds meer en 
gedetailleerdere externe wetten en regels (Bedrijfsplan, 2008-2012) én aangescherpte 
bedrijfspolicy’s, te kunnen hanteren (Leeftink, 2009). 
 
De doelstelling van het Philips BCF is management control, integriteit van de financiële 
verslaggeving en naleving van wet-en regelgeving te waarborgen. Dit sluit naadloos aan bij 
de formulering van NXP’s BCF, waarvan de doelstelling luidt: een geïntegreerd beheer over 
controle van activiteiten om te voldoen aan wet- en regelgeving en zorgdragen voor 
integriteit van financiële verslaggeving en bedrijfsprocessen. 
 
De Raad van Commissarissen van ASML houdt toezicht en adviseert de Raad van Bestuur in 
de uitvoering van naleving van wet- en regelgeving. Als onderdeel van het jaarverslag van 
Philips volgt een uitgifte van een verklaring over de business controls en een letter of 
representation aan de Raad van Bestuur.  
 
Het management van elk bedrijf van NXP geeft een verklaring af over business controls, 
waarvan rapportage over naleving van BCC een onderdeel is, die uiteindelijk leiden tot 
goedkeuring van het jaarverslag door de CEO/CFO. 
De externe accountant controleert de interne “statement of control”.  
 
ASML beschikt over uitgebreide interne procedures die van toepassing zijn op voorbereiding 
en publicatie van jaarverslagen, jaarrekeningen, kwartaalcijfers, en andere financiële 
informatie. 
De Raad van Bestuur van ASML verstrekt een “in control statement” over ontwerp, 
implementatie en werking van interne risicobeheersings- en controle systemen. 
 
Uit bovenstaande blijkt dat NXP en ASML een “statement of control” uitgeven. Dit is in lijn 
volgens theorie van De Groot & Van der Enden (2010) die schrijven dat een  
“In control verklaring” een instrument is dat met succes wordt ingezet om risico 
management, als onderdeel van de reguliere planning- en beheersingscyclus, blijvend te 
verankeren in de organisatie. 
 
De Goffau (2008) beschrijft dat bij een compliance audit wordt getoetst aan de norm. Een 
compliance audit is één van de audits die door interne auditors bij Philips worden uitgevoerd 
als toezicht op de kwaliteit van de business controls. 
Compliance bij ASML is gericht op het financieel verslag, de Nederlandse wet- en 
regelgeving en US-GAAP. NXP streeft via de Financial Code: eerlijk, ethisch gedrag en 
naleving van wet- en regelgeving na, waaronder rapportage over schendingen van de 
Financial Code. Philips waarborgt in ICS integriteit van verslaggeving, controles en 
resultaten met inbegrip van documentatie van maatregelen. 
 
Geconcludeerd kan worden dat de Belastingdienst compliance bevordert onder meer 
door vanuit een dienstverlenende houding te zorgen voor goede communicatie met 
bedrijven. Zoals aangegeven draagt horizontaal toezicht, bij de geïnterviewde 
bedrijven, hier sterk aan bij. Desalniettemin was en is compliance sterk verankerd bij 
Philips, NXP en ASML vanwege de SOX wetgeving en code Tabaksblat. 
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5.4 Risk Management 
 
Den Boer (2009) stelt dat bij grote ondernemingen veelal een risk management framework is 
opgesteld, waarvan fiscaliteit een onderdeel uitmaakt.  
Van der Enden (2009) heeft dit als volgt verwoord: Wie fiscale en andere risico’s wil 
beheersen, moet kunnen beschikken over een controle instrument als het (T)CF. 
 
Het COSO framework is algemeen aanvaard als interne controle van de financiële 
verslaggeving in overeenstemming met de Amerikaanse Sarbanes-Oxley Act van 2002  
(SOX) en soortgelijke wettelijke vereisten in andere landen (COSO, 2010). 
In het rapport “Tax Control Framework, Van risicogericht naar ‘in control’: het werk 
verandert”, stelt de Belastingdienst dat voor de methodologie van een TCF de keuze voor het 
COSO-risicobeheersingmodel voor de hand ligt, omdat COSO de facto al als standaard voor 
veel organisaties fungeert. 
 
Bij Philips, NXP en ASML is risk management gebaseerd op het COSO model, zoals gesteld 
door de Belastingdienst, waarbij ze allen dienen te voldoen aan SOX regelgeving. Dit komt 
overeen met de publicatie van PricewaterhouseCoopers (2006) waarin is vermeld dat 
ondernemingen die financiële en overige risico’s willen beperken en “in control” willen zijn 
enterprise risk management (ERM)-modellen toepassen of dat de komende drie jaar gaan 
doen. 
 
Risk Managment bij Philips omvat o.a. tijdig zekerheid over de fiscale positie in de 
jaarrekening en SOX. Het management van NXP beoordeelt de opzet en werking van 
controles in het kader van art. 404 SOX. De interne audit functie bij ASML is een belangrijk 
element van risk management en interne controle van de financiële verslaggeving zoals 
vereist op grond van de Nederlandse Corporate Governance Code en SOX.  
 
De Raad van Commissarissen van NXP begeleidt en adviseert de Raad van Bestuur over de 
werking van interne risicobeheersings- en controlesystemen. Risicobeheersing en business 
control maken integraal onderdeel uit van de bedrijfsvoering. Dit sluit aan bij de theorie zoals 
van De Groot & Van der Enden (2010). Die stellen dat vertrouwen wordt ontleend aan 
functionerende fiscale beheersingsmaatregelen die geborgd zijn in de reguliere 
bedrijfsvoeringen en bedrijfsadministratie (“ business controls”) van de onderneming. 
 
Van der Enden (2009) stelt dat wie fiscale en andere risico’s wil beheersen, moet kunnen 
beschikken over een controle instrument als het (T)CF. 
Het TCF bestaat er dan ook uit dat de processen van de fiscale afdeling beschreven zijn en 
dat voor risico’s, key controls zijn ontworpen en getest (Belastingdienst, 2008). 
 
Philips, NXP en ASML onderschrijven dit en hebben hier de volgende invulling aan 
gegeven. De Raad van Bestuur van Philips rapporteert aan de Raad van Commissarissen en 
het audit committee over het risico beheersings- en controlesysteem. De Raad van Bestuur en 
Raad van Commissarissen bij ASML zijn verantwoordelijk voor de corporate goverance 
structuur en voor het beheer van interne en externe risico's. Het risicobeheersings- en 
controlesysteem is gebaseerd op de identificatie van externe en interne risico factoren die van 
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invloed kunnen zijn op operationele en financiële doelstellingen van ASML. Hierbij wordt 
gebruik gemaakt van monitoring, rapportage en operationele evaluaties. 
Risk Management is bij Philips gericht op strategische, operationele, compliance en 
financiële risico's. Risk management is ingebed in corporate governance, BCF, GBP en 
gericht op consistente "Tone at the Top".  
Risico management, het Business Control beleid en de principles zijn een integraal onderdeel 
van het corporate governance model bij NXP. ASML onderschrijft het belang van goede 
corporate governance met als pijlers: onafhankelijkheid, verantwoordelijkheid en 
transparantie. Op de Raad van Bestuur van Philips berust de verantwoordelijkheid voor het 
beheersen van significante risico's. De Raad van Bestuur rapporteert en legt verantwoording 
af over interne risicobeheersings- en controlesystemen. Het management van NXP is 
verantwoordelijk voor het identificeren van kritische bedrijfsrisico's en voor mitigerende 
acties op deze risico's. De resultaten, belangrijke wijzigingen en verbeteringen bij ASML 
worden regelmatig gerapporteerd aan het Audit Committee en de externe accountants. 
 
Samenvattend kan geconcludeerd worden dat risk management bij Philips, NXP en 
ASML ruime aandacht krijgt op het hoogste nivo (Raad van Commissarissen, Raad van 
Bestuur). Hiermee is de “tone at the top” gewaarborgd. Risk Management is gebaseerd 
op het COSO model waarbij het TCF  het fiscale risicobeheersings- en controlesysteem 
is. 
 
5.5 Toezicht 
 
Bij horizontaal toezicht wordt uitgegaan van vertrouwen tussen toezichthouder en diegene 
die onder toezicht staat (Ottow, 2009). Vertrouwen is de basis voor ondertekening van het 
convenant met Philips, NXP en ASML. 
 
De Groot & Van der Enden (2010) pleiten ervoor dat bij de keuze of een belastingplichtige 
horizontaal danwel verticaal benaderd dient te worden in ieder geval plaats dient te vinden op 
de navolgende aspecten: De bereidheid die de belastingplichtige heeft om open/transparant te 
zijn (“tone at the top”) en de kwaliteit van de fiscale beheersingsmaatregelen (TCF). 
Bovenstaande is in lijn conform de situatie bij de geïnterviewden. 
 
Zowel bij Philips als bij NXP staat het audit committee de Raad van Commissarissen bij in 
het toezicht. Bij ASML houdt de Raad van Commissarissen toezicht op het beleid van de 
Raad van Bestuur.  
ASML noemt als voordelen voor horizontaal toezicht dat de aangifte bij indiening definitief 
is, de snelheid van handelen, het afwikkelen van openstaande punten uit oude jaren en dat er 
wordt gewerkt in het heden. Dit sluit aan bij NXP die onderschrijft het werken in het heden, 
risico’s die worden geëlimineerd door het delen van informatie en oplossen van 
onzekerheden. Daarnaast wordt fiscaliteit beter planbaar en voorspelbaar. Philips noemt 
eveneens zekerheid omtrent de fiscale positie, het werken in de actualiteit en het niet of 
nauwelijks plaatsvinden van controles als gevolg van self- assessments, opzet en werking van 
een TCF. Hetgeen aansluit bij de definitie van Helderman en Honingh (2009) die spreken 
over systeemtoezicht waarbij de opzet, reikwijdte en werking van (kwaliteits)systemen en 
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bedrijfsprocessen bij organisaties wordt vastgesteld. Dit door auditachtige onderzoeken met 
reality checks uit te voeren. 
 
Voor allen geldt dat horizontaal toezicht leidt tot transparantie waarbij Philips noemt 
openheid van fiscale risico’s, het BCF, TCF en auditrapporten. ASML typeert horizontaal 
toezicht als het “afkopen” van klassieke audits en risico eliminatie. Volgens ASML is de 
basis voor horizontaal toezicht vertrouwen waarbij feiten worden voorgelegd en men snel 
antwoorden krijgt.  
Dit komt overeen het geen Essers (2009) heeft gepubliceerd. Doordat de belastinginspecteur 
in het kader van een handhavingsconvenant eerder informatie van de belastingplichtige 
krijgt, kan hij ook veel sneller en adequater inspelen op actuele ontwikkelingen. 
NXP sluit hierbij aan door een betrouwbare verslaggeving en juiste feitenvoorstelling aan de 
toezichthouders waarbij onvolkomenheden worden gemeld aan de Belastingdienst. Philips 
spreekt van wederzijds vertrouwen, openheid en een verbeterde relatie die leidt tot 
wederzijds begrip en belastingafdracht conform wet- en regelgeving waar geen ruimte is voor 
agressieve taxplanning. 
 
De factoren die een rol spelen bij MCS zijn vertrouwen, compliance, TCF en toezicht. 
Met horizontaal toezicht kom ik tot de conclusie dat bij de geïnterviewden een andere 
weg is ingeslagen dan bij verticaal toezicht. De basis voor horizontaal toezicht is 
vertrouwen waarbij er minder controle op gegevens plaatsvindt en meer openheid en 
inzicht wordt gegeven in de fiscale interne beheersingsmaatregelen (TCF). De bedrijven 
geven daarom ook volledig openheid van zaken over hun beheersings- en 
controlesystemen. Er vinden dan ook geen diepgaande audits meer plaats maar 
steekproeven. De effectiviteit van horizontaal toezicht is afhankelijk van de kwaliteit 
van de fiscale interne beheersingsmaatregelen (TCF).  
Een TCF is een instrument met als doel interne beheersing gericht op fiscaliteit om te 
komen tot juiste, volledige en tijdige aangiften voor alle belastingen en dus compliant te 
zijn aan wet- en regelgeving. 
 
Een TCF biedt de Belastingdienst een basis om de mate, vorm en intensiteit van het 
toezicht op de onderneming af te stemmen. Het toezicht verschuift van een controle van 
de ingediende aangifte naar een oordeel over de wijze waarop de aangifte tot stand 
komt en het vooroverleg. Als het TCF betrouwbare fiscale informatie oplevert, 
concentreert het toezicht zich op de werking van de interne beheersingsmaatregelen en 
het vooroverleg.  
Door het wederzijds vertrouwen tussen belastingplichtigen en de Belastingdienst 
worden onvolkomenheden vooraf gemeld. 
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5.6 Beperkingen van het onderzoek 
 
Aan het onderzoek zijn de nodige beperkingen verbonden. Zo is horizontaal toezicht in 
Nederland geïntroduceerd in 2005. Horizontaal toezicht is dus een redelijk nieuw fenomeen. 
Destijds is er een pilot gestart met 20 zeer grote ondernemingen. 
De onderzoeksresultaten zijn afkomstig van drie beursgenoteerde multinationals die allen 
dienen te voldoen aan SOX wet – en regelgeving en code Tabaksblat. Dit impliceert dat er 
veel aandacht bestaat voor interne controle- en beheersingsmaatregelen. 
Alle bedrijven zijn in een vroeg stadium betrokken bij horizontaal toezicht en de interviews 
zijn afgenomen in 2011 waardoor zowel de ondernemingen alsmede de Belastingdienst 
gezamelijke enkele jaren “ervaring” op hebben kunnen doen. 
Als laatste heb ik me bij de interviews beperkt tot de visie van de ondernemingen en blijf ik 
dus verstoken van de mening van de Belastingdienst. Er is bij drie organisaties onderzoek 
uitgevoerd, waardoor conclusies niet kunnen worden gegeneraliseerd. 
 
5.7 Aanbevelingen tot verder onderzoek 
 
Horizontaal toezicht is nog in ontwikkeling. Na de pilot met zeer grote ondernemingen zijn 
er later convenanten gesloten met middelgrote ondernemingen en met branche organisaties 
alsmede met accountants kantoren. Enerzijds zou het de moeite waard kunnen zijn om verder 
onderzoek te doen bij andere grote (niet beursgenoteerde) ondernemingen of daar dezelfde 
resultaten uit voortkomen of anderzijds juist onderzoek te doen bij middelgrote 
ondernemingen. Daarnaast zou het interessant kunnen zijn om de Belastingdienst te 
betrekken over haar bevindingen over horizontaal toezicht met ondernemingen.  
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BIJLAGEN 
 
Philips 
 
Risk Management 
 
Risicobeheer vormt een integraal onderdeel van de business planning en evaluatie cyclus. 
Het  risico-en controle beleid van Philips is erop gericht om een redelijke zekerheid te 
verschaffen dat doelstellingen worden behaald. Dit tracht men te bereiken door het integreren 
van management control in de dagelijkse activiteiten, door te zorgen voor naleving van de 
wettelijke vereisten en door bescherming van de integriteit van financiële verslaggeving en 
de bijbehorende toelichtingen.  
Philips risk management aanpak is ingebed in corporate governance, Philips Business 
Control Framework (BCF) en de Philips General Business Principles (GBP). 
 
Philips richt zich op: strategische, operationele, compliance en financiële risico's.  
In het risico-overzicht worden de belangrijkste risico’s vermeld die bij Philips bekend zijn en 
die het bereiken van de strategische en financiële zakelijke doelstellingen kunnen 
belemmeren.  
 
 
Figuur 1 Philips’ risk management approach (Bron: annual report, 2011) 
 
De kwaliteit van de business control systemen en bevindingen van de interne en externe 
audits worden besproken in het Audit Committee en gerapporteerd aan de Raad van 
Commissarissen. Interne auditors houden toezicht op de kwaliteit van de business controls 
door het uitvoeren van op risico’s gebaseerde operationele audits, compliance audits en 
controle op de financiële verslaggeving. Audit commitees op corporate niveau en sector-
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niveau  bespreken elk kwartaal de zwakke punten van de business controls zoals die 
gerapporteerd zijn door interne en externe accountants om, waar nodig, corrigerende 
maatregelen te nemen. Audit commissies zijn ook betrokken bij het bepalen van de gewenste 
interne audit planning, zoals goedgekeurd door het Audit Committee van de Raad van 
Commissarissen.  
 
Philips Business Control Framework (BCF) 
Het Philips BCF is afgeleid van het Committee of Sponsoring Organizations of the Treadway 
Commission model (COSO). 
De doelstelling van het BCF is management control, integriteit van de financiële 
verslaggeving en naleving van wet-en regelgeving te waarborgen. Als onderdeel van het 
BCF, heeft Philips een wereldwijde standaard geïmplementeerd voor interne controle van de 
financiële verslaggeving (ICS). ICS is ingezet in alle belangrijke rapportage-eenheden, waar 
proceseigenaren een aantal controles uitvoeren en de resultaten per kwartaal documenteren. 
Waar nodig worden corrigerende maatregelen genomen. ICS ondersteunt de sector in een 
driemaandelijkse cyclus van beoordelen en monitoren van de controle-omgeving. De 
bevindingen van de evaluatie worden door het management gerapporteerd aan de Raad van 
Bestuur. Als onderdeel van het jaarverslag volgt een uitgifte van een verklaring over de 
Business Controls en een Letter of Representation per sector aan de Raad van Bestuur.   
De Philips GBP zijn van toepassing op zakelijke beslissingen en acties van individuele 
werknemers over de hele wereld. De Philips GBP is een integraal onderdeel van 
arbeidscontracten in vrijwel alle landen waar Philips bedrijfsactiviteiten uitoefend. De 
verantwoordelijkheid voor naleving van de principles rust in de eerste plaats op het 
management van elk bedrijf. Elke landen-organisatie en elke belangrijk productie-site heeft 
een compliance officer. Bevestiging van naleving van de Philips GBP is een integraal 
onderdeel van het jaarlijkse overzicht van Business Controls die moeten worden afgegeven 
door het management van elke business unit. Philips GBP voorziet in een 
klokkenluidersregeling, gestandaardiseerde klachten rapportage en een formele escalatie 
procedure. De wereldwijde implementatie van het One Philips Ethiek hotline dient ervoor te 
zorgen dat vermeende schendingen zijn geregistreerd en consequent behandeld. Vanuit 
praktisch oogpunt is een set van richtlijnen gepubliceerd, die van toepassing is op alle 
werknemers. Philips heeft een wereldwijd intern communicatieprogramma geïmplementeerd 
om het lokale management te ondersteunen in hun communicatie over de Philips GBP 
richtlijnen, gericht op een consistente “tone at the top”. 
Het Philips GBP self-assessment proces is volledig ingebed in de Philips-ICS tool, een 
workflow-applicatie die de sector / functie ondersteunt bij het toezicht op het beheer van 
internal controls. Inbedding van de Philips GBP self-assessments in ICS zorgt voor naleving 
van Philips GBP en is onderdeel van de sector/functie ICS kwartaal rapportage van het 
management.  
 
Corporate Control voert ten minste jaarlijks, samen met de sector en het functioneel 
management, een beoordeling uit over risico’s van de financiële rapportage. Voor elk 
geïdentificeerd risico is een risico rating toegekend op basis van de kans van 
waarschijnlijkheid en potentiële impact van het risico op de jaarrekening en de bijbehorende 
toelichtingen. Bij het bepalen van de kans dat een risico zal resulteren in een afwijking van 
materiële aard, worden de volgende factoren als kritiek beschouwd: complexiteit van de 
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administratie van de activiteit of transactie proces, het melden van fouten, de 
waarschijnlijkheid van significante (voorwaardelijke) verplichtingen die voortvloeien uit de 
activiteiten, de blootstelling aan verliezen, het bestaan van transacties tussen verbonden 
partijen, de omvang van activiteit en de homogeniteit van de individuele transacties verwerkt 
en wijzigingen in de boekhouding over voorgaande periode.  
 
Belangrijke kritische rapportages binnen de aangewezen risicogebieden naar aanleiding van 
de risico-evaluatie zijn: 
• complexe boekhouding voor verkoop verband houdende overlopende posten, garanties- 
voorzieningen, belastingvorderingen en -verplichtingen, pensioenuitkeringen en fusies & 
overnames 
• complexe verkooptransacties met een combinatie van levering van goederen en diensten 
• waarderingsprocedures met betrekking tot de activa (inclusief goodwill en voorraden) 
• ervaringen uit het verleden van controle fouten met betrekking tot functiescheiding 
• significante (voorwaardelijke) verplichtingen zoals milieuvorderingen en andere geschillen 
• uitbesteding van hoog volume / homogeen transactionele finance- en IT-activiteiten aan 
derden dienstverleners. 
 
Processen en controles in verband met de geïdentificeerde kritische risicogebieden worden 
onderworpen aan een gedetailleerd pakket van eisen met betrekking tot controle 
documentatie en monitoring per sector en het management vanwege hun belang voor de 
betrouwbaarheid van de jaarrekening en bijbehorende toelichtingen. Philips is blootgesteld 
aan een aantal verschillende fiscale onzekerheden die kunnen leiden tot dubbele belasting, 
boetes en rente betalingen. Deze omvatten onder andere, transfer pricing onzekerheden op 
interne grensoverschrijdende leveringen van goederen en diensten, fiscale onzekerheden met 
betrekking tot acquisities en desinvesteringen, fiscale onzekerheden in verband met het 
gebruik van belastingvoordelen en permanente vestigingen, fiscale onzekerheden als gevolg 
van voorwaartse verliescompensatie en potentiele wijzigingen in de fiscale wetgeving die 
kan leiden tot hogere belastingen. Deze onzekerheden kunnen een significante impact op de 
lokale fiscale resultaten hebben die een negatieve invloed kunnen hebben op de financiële 
situatie van Philips en operationele resultaten. De waarde van de overgedragen verliezen is 
niet alleen onderworpen aan het hebben van voldoende beschikbaar belastbaar inkomen 
binnen de loss-carry-forward periode, maar ook onderworpen aan het hebben van voldoende 
belastbare inkomsten in de nabije toekomst in het geval van verliezen met een onbepaalde 
voorwaartse compensatie periode. De uiteindelijke realisatie van de door Philips uitgestelde 
belastingvorderingen, met inbegrip van fiscale verliezen, is afhankelijk van het toekomstige 
belastbare inkomen in de landen waar de tijdelijke verschillen, de ongebruikte fiscale 
verliezen werden gemaakt en tijdens de perioden waarin de uitgestelde belastingvorderingen 
aftrekbaar worden. Bovendien is, in bepaalde gevallen, de realisatie van een dergelijke 
latente belastingvorderingen afhankelijk van de succesvolle uitvoering van fiscale 
strategische planning.  
 
Als gevolg hiervan kan geen absolute zekerheid worden gegeven dat alle fiscale verliezen 
kunnen worden verrekend.  
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Philips gelooft dat een goede corporate governance een kritische factor is in het bereiken van 
zakelijk succes. Goede corporate governance is afgeleid uit, onder andere, solide interne 
controles en hoge ethische normen. In de afgelopen decennia heeft Philips een consistent 
beleid gevoerd ter verbetering van de corporate governance in overeenstemming met de 
Nederlandse, de Amerikaanse en internationale (codes van) best practices. Philips is verplicht 
om onder andere te voldoen aan: Nederlandse Corporate Governance-regels, de Amerikaanse 
Sarbanes-Oxley Act en New York Stock Exchange regels. 
 
De Raad van Commissarissen en de Raad van Bestuur is verantwoordelijk voor de corporate 
governance-structuur van Philips. Afwijkingen van de corporate governance structuur, wordt 
indien nodig geacht in het belang van de Philips, vermeld in het jaarverslag. 
 
Binnen Philips vormt risk management een integraal onderdeel van de bedrijfsvoering. De 
Raad van Bestuur is verantwoordelijk voor het beheer van significante risico’s waarmee 
Philips wordt geconfronteerd. Daarom heeft zij een risicobeheer- en interne controlesysteem 
geïmplementeerd dat is ontworpen om redelijke mate van zekerheid te verkrijgen dat 
strategische doelstellingen worden gehaald door te zorgen voor naleving van geldende wet-
en regelgeving en door het waarborgen van betrouwbaarheid van financiële verslaggeving en 
de bijbehorende toelichtingen. De Raad van Bestuur rapporteert en legt verantwoording af 
over het interne risicobeheersings-en controlesystemen aan de Raad van Commissarissen en 
het Audit Committee. Philips heeft haar interne controle systeem in overeenstemming met de 
aanbevelingen van de Committee of Sponsoring Organizations of the Treadway Commissie 
(COSO) opgezet. Risk management is ingebed in de periodieke planning en evaluatie cyclus 
en vormt een integraal onderdeel van de bedrijfsvoering. Het management bepaalt op basis 
van risicobeoordelingen de risico's en passende reacties op deze risico's met betrekking tot de 
het bereiken van bedrijfsdoelstellingen en kritische bedrijfsprocessen. Significante 
veranderingen en verbeteringen in het risicoprofiel van de onderneming en interne controle 
worden besproken met de Raad van Commissarissen, Audit Committee en de externe 
accountant. Met betrekking tot de financiële verslaggeving wordt in de hele organisatie een 
gestructureerde zelfevaluatie en monitoring gebruikt ter beoordeling en naleving van de 
interne controles. Interne verklaringen van het management, regelmatige management 
reviews, reviews over de opzet en werking van de interne controles en beoordelingen van 
corporate en divisie audit-commissies zijn een integraal onderdeel van de risk management 
aanpak. Op basis hiervan, bevestigt de Raad van Bestuur enerzijds dat de interne controle van 
de financiële rapportage een redelijke mate van zekerheid geeft dat de financiële 
verslaggeving geen materiële onjuistheden bevat en anderzijds dat deze controles naar 
behoren hebben gefunctioneerd in het betreffende jaar. De jaarrekening geeft dan een 
getrouw beeld van de financiële situatie en resultaat van activiteiten van de organisatie en de 
vereiste toelichtingen. Dit hoeft overingens niet te betekenen dat deze systemen en 
procedures zekerheid bieden over de realisatie van operationele en financiële bedrijfsdoelen. 
Dit is overigens geen garantie dat er geen onjuistheden, onnauwkeurigheden, fouten, fraude 
en niet-naleving van wet-en regelgeving plaats kan vinden. 
 
De Raad van Commissarissen begeleidt en adviseert de Raad van Bestuur in de uitvoering 
van haar beheerstaken, waaronder de realisatie van de ondernemingsdoelstellingen, de 
strategie en de risico's die inherent zijn aan de business activiteiten, de structuur en de 
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werking van de interne risicobeheersings- beheers-en controlesystemen, het financiële 
verslaggevingsproces, de naleving van wet-en regelgeving en de operationele en financiële 
doelstellingen. De Raad van Commissarissen bespreekt op advies van het Audit Committee 
de belangrijkste risico's van het bedrijf en het resultaat van de beoordeling over de opzet en 
werking van het interne risicobeheersings- en controlesystemen.  
 
Het Audit Committee ondersteunt de Raad van Commissarissen in de uitvoering van zijn 
toezichthoudende verantwoordelijkheden voor de integriteit van de jaarrekening, het 
financiële verslaggevingsproces, het systeem van interne controle en risicobeheer van 
bedrijfsprocessen, het interne en externe audit proces, de kwalificaties van de interne en 
externe accountant, alsmede het toezicht op de naleving van wet-en regelgeving en de GBP. 
Het Audit Committee bespreekt periodiek het bedrijfsbeleid van business controls, de 
General Business Principles inclusief implementatie, geschillen en juridische procedures, 
milieurisico's, financiële risico’s op gebied van treasury, onroerend goed en pensioenen.  
 
Het doel van General Business Principles is naleving van wet-en regelgeving te 
bewerkstellingen alsmede de waarden en normen van Philips te borgen. De General Business 
Principles is een integraal onderdeel van de arbeidcontracten. 
 
De verantwoordelijkheid voor naleving van de General Business Principles berust 
voornamelijk op het management van elke organisatie. Elk land en elke organisatie met een 
belangrijke productie-site heeft een compliance officer. De directie van elke business unit is 
verplicht naleving van General Business Principles te bevestigingen als integraal onderdeel 
van het jaarlijkse overzicht van Business Controls. De General Business Principles bestaat uit 
een klokkenluidersregeling, een gestandaardiseerde rapportage tool voor klachten en 
geschenken en een formele escalatie procedure. Klachten kunnen worden gemeld bij een 
General Business Principles Compliance Officer of via een gratis hotline.  
 
Er is een monitoring en rapportage structuur opgezet voor implementatie en naleving, die 
gebruik maakt van bestaande controlemechanismen, zoals de verklaring over Business 
Controls, business reviews en andere controles. Dit heeft geresulteerd in een gevestigde 
General Business Principles infrastructuur (netwerk van compliance officers, half-jaarlijkse 
verslaglegging, wereldwijde klachten database, de wereldwijde uitrol van meldpunten en e-
learning. 
 
Ter versterking van het bewustzijn van en de naleving van de General Business Principles, is 
een web-based training hulpmiddel binnen Philips uitgerold die meer dan 95% van de 
werknemers online toegang verschaft. 
 
Op jaarbasis zijn wereldwijde interne communicatie-programma's uitgerold met de 
medewerking van de Raad van Bestuur, Group Management Committee en het 
desbetreffende sector en Country Management. 
 
Een schriftelijk convenant voor horizontaal toezicht betekent een nieuwe manier van werken 
tussen de Belastingdienst en de belastingplichtige. De achtergrond bestaat uit:  
- IFRS / US Generally Accepted Accounting Principles (US GAAP) / SOX / FIN 48 
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- Tabaksblat 
- Maatschappelijke Code of Conduct / zelfregulering 
 
Philips noemt de volgende voordelen bij horizontaal toezicht: 
 
*) Eerder zekerheid over de fiscale positie  
*) Er wordt gewerkt in de actualiteit en behoort het zoeken naar feiten over oude jaren tot het 
verleden. Eventuele discussiepunten uit het verleden zijn cq worden op korte termijn 
afgewikkeld. 
*) Door het werken in de actualiteit wordt er vooraf zekerheid geboden over de financiële 
positie. Dit kan een positief effect hebben op het vestigingsklimaat in Nederland  
*) Controles achteraf  komen niet of nagenoeg niet meer voor 
*) Fiscaliteit komt in alle geledingen van de onderneming onder de aandacht 
*) Door wederzijds vertrouwen en openheid kan de relatie tussen belastingdienst en 
onderneming verbeterd worden. 
 
Aan de andere kant vergt horizontaal toezicht ook een investering in opzet en onderhoud van 
TCF.  Er worden interne beheersingsmaatregelen opgesteld inclusief toetsing op naleving 
hiervan. Voor de Belastingdienst leidt dit tot minder fiscale controles als gevolg van self-
assessments, opzet en werking van een TCF en transparantie.  
 
Fiscale wetten, voorschriften blijven de grenzen waarbinnen het convenant zal worden 
uitgevoerd waarbij alle belastingen worden afgedekt. Dit levert voor zowel de 
belastingplichtinge als de Belastingdienst een win-win situatie op gebaseerd op transparantie, 
begrip en wederzijds vertrouwen. 
 
Transparantie, gezien vanuit de belastingplichtige, houdt in dat deze volledig inzage geeft in 
fiscale risico’s met de bijbehorende bedragen van alle belastingen die vallen onder het 
convenant. De totale tax exposure wordt dus gedeeld. Hieronder vallen tevens management 
letters gericht aan de raad van bestuur inzake fiscaliteit. Daarnaast wordt openheid gegeven 
over het BCF en TCF, inclusief de auditrapporten van de interne en externe auditor. De 
ervaring van Philips is dat de Belastingdienst daar goed mee omgaat en dat er niet te extreme 
standpunten worden ingenomen waardoor over alles een discussie kan ontstaan. 
Voor de Belastingdienst geldt dat men openheid moet geven over de materiële fiscale risico’s 
en de plan van aanpak voor horizontaal toezicht. Verborgen agenda’s bij de Belastingdienst 
passen niet bij transparantie en horizontaal toezicht.  
Tevens zal openheid moeten worden gegeven enerzijds in het plan van aanpak voor 
horizontaal toezicht en anderzijds bijvoorbeeld de controlestrategie.  
 
Volgens Philips is het privédomein onder horizontaal toezicht beperkt omdat door het 
convenant maximale openheid van zaken wordt gegeven en “verstoppertje spelen” er niet 
meer bij is.  
 
Belastingplichtige en de Belastingdienst dienen begrip te hebben voor elkaars situatie. Voor 
Philips houdt dit in dat belastingen worden afgedragen conform wet- en regelgeving en dat 
de routes die fiscaal gedreven zijn, vooraf met alle facetten worden besproken met de 
Belastingdienst waarbij men realiseert dat met grensverkenning prudent dient te worden 
 66  
omgegaan. Belastingoptimalisatie mag worden nagestreefd maar niet via gekunstelde 
constructies aangezien dit niet past binnen het kader van horizontaal toezicht. 
 
Dat Philips haar volledige tax exposure (fiscale risico’s) deelt met de belastingdienst wil niet 
automatisch zeggen dat de daarmee samenhangende belastingen afgedragen dienen te 
worden. Eventueel gevormde voorzieningen in de jaarrekening hoeven er niet toe te leiden 
dat deze volledig betaald worden.  
 
Tijdig zekerheid bieden over de fiscale positie door de Belastingdienst wordt belangrijk 
gevonden in het kader van de jaarrekening en SOX. Daarnaast  wordt door Philips op prijs 
gesteld dat de Belastingdienst elders geaccepteerde fiscaalvriendelijke structuren worden 
meegedeelt en dat fouten gemaakt kunnen worden en dat “in control” zijn niet uitsluit dat er 
onjuiste aangiften kunnen worden gedaan.  
 
Wederzijds vertrouwen is van toepassing op de belastingplichtige en de Belastingdienst. 
Zonder wederzijds vertrouwen is er geen basis voor horizontaal toezicht. Dit vertrouwen 
dient wel verdiend te worden waarbij eerlijkheid het langst duurt, integriteit de sleutel is en 
vertrouwen te voet komt en te paard gaat.  
 
Het gefundeerd vertrouwen waar Philips over spreekt is gebaseerd op ervaringen uit het 
verleden, het betrachten van openheid, begrip tonen en afspraken nakomen. De opzet, 
bestaan en werking van een BCF draagt hier mede aan bij. De manier van werken was al een 
groot stuk in het verlengde wat nu horizontaal toezicht heet. Goede ervaringen uit het 
verleden die zowel de Belastingdienst als Philips had met de manier waarop jarenlang met 
elkaar is omgegaan.  
Vertrouwen is iets dat moet groeien door veel persoonlijke interactie, onderhandelingen met 
belasting inspecteurs. Op een bepaald moment zijn beiden partijen niet in staat alles in detail 
te gaan controleren. Philips zal moeten aannemen als de inspecteur iets zegt, dat is redelijk, 
dat wordt geaccepteerd. Philips blijft in feite weg van al te strenge standpunten 
(grensverkenning). Er wordt rekening gehouden met elkaars standpunten en belangen. Philips 
neemt in standpunt in waavan duidelijk is dat er een compromis uitkomt. Dat is wat voor 
Philips vertrouwen inhoudt. Als er geen wederzijds vertrouwen is bemoeilijkt dit de 
onderhandeling en is er alleen nog maar de weg naar de rechter. Philips wil dit als 
multinational graag vermijden. 
Philips ziet bij de Belastingdienst, sinds de invoering van horizontaal toezicht, een heel ander 
denken. De Belastingdienst bewandelt niet zo graag de weg naar de rechter. Dit betekent 
gezamelijk in goed overleg er vandaag uitkomen maar ook morgen.  
 
Tegenwoordig is er meer vertouwen dan vroeger. Vroeger kwam de Belastingdienst controles 
uitvoeren. Nu wordt het controle systeem TCF, BCF gecontroleerd.  
 
Als er laag vertrouwen is kan Philips zich voorstellen dat de Belastingdienst zegt meer 
controles toe te passen dan wanneer er sprake is van meer vertrouwen. 
 
Vertrouwen mag niet blind zijn. De Belastingdienst zal dus op een aantal punten controles 
moeten uitoefenen. Deze zijn veel minder en anders dan in het verleden. Er moet moet een 
gefundeerde, objectieve manier zijn om dat vertrouwen te hebben. Als management wil 
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Philips zelf ook in control zijn. Uitgangspunt is dat de Belastingdienst best mag toetsen en 
daar kunnen verbeterpunten uitkomen. Philips probeert maatregelen te nemen om te 
voorkomen dat dit in de toekomst zich weer voordoet. Als het essentiële bevindingen zijn 
moet de opzet, onderhoud van het framework verbeterd worden.  
 
Op jaarbasis zal het convenant tussen Philips en de Belastingdienst worden geëvalueerd. 
Zowel Philips alsmede de Belastingdienst kan het convenant met onmiddellijke ingang 
opzeggen. Dit zal echter niet worden gedaan voordat het voornemen daartoe met 
argumentering schriftelijk aan de andere partij kenbaar wordt gemaakt. 
De beëindiging zal niet eerder plaatsvinden indien ten minste een van de partijen de wens 
heeft uitgesproken om mondeling overleg te plegen. 
 
Philips definieert de volgende randvoorwaarden bij horizontaal toezicht: 
 
• Kwaliteit, die tot uitdrukking komt in voldoende fiscaal technisch niveau en een goed 
werkend TCF 
• Timing, leveren wat is afgesproken en op tijd 
• Goodwill om het te laten gebeuren 
• Agressieve fiscale planning ? 
 
De Belastingdienst heeft verschillende interviews gehouden bij Philips. Deze waren met: 
 
• Corporate Fiscal: Wat is de status quo ? Hoe is het TCF opgebouwd ?  In een van de sessies 
heeft Philips het TCF gepresenteerd en overhandigd aan de Belastingdienst inclusief alle 
details. De Belastingdienst heeft haar reactie hierop opgegeven. 
 
• Interne Auditor: Wat is de rol van IA in verband met Tax ? De aanpak maakt deel uit van 
het zogenaamde "onion-skin model". 
 
• Externe accountant (KPMG): Welke werkzaamheden verricht KPMG op het gebied van 
belastingen ? 
 
• CFO en Audit Committe betreffende “tone at the top”  en de controle van het Audit 
Committee betreffende fiscaliteit 
 
Tevens heeft de Belastingdienst twee random inspecties (voor alle belastingen) op twee 
business units van de verkooporganisatie van Philips Lighting in Nederland uitgevoerd.  
 
Het convenant betekent voor de business meer frequent contact over fiscale risico's, prioriteit 
geven indien om informatie wordt gevraagd, het trainen van mensen uit de business om 
aandacht te hebben voor fiscaliteiten, het transparant maken dat er verschillen kunnen 
bestaan tussen (bedrijfs) economische en fiscale behandeling, onderzoeken of  SOX/ ICS-
raamwerk een goed hulpmiddel is om fiscale risico's vooraf te ontdekken. Acties worden 
duidelijk gedocumenteerd tijdens het proces om vooraf rulings te vergemakkelijken op de 
betrokken fiscale risico's. 
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Bij het TCF / Risk Control Matrix (Controle van het Controle Systeem) staat inzicht in 
fiscale risico’s centraal.  
 
Hierbij is een Risk Control Matrix model gebruikt waarbij: 
 
1) Fiscale risico’s in kaart zijn gebracht middels audit historie en nieuwe 
ontwikkelingen. Vervolgens dienen deze risico’s beheerst te worden. Hierbij is 
gebruik gemaakt van het  Deming wheel, Plan Do Check Act (PDCA):  
 
Philips heeft dit geconcretiseerd door aandacht te vestigen op: 
 
      - Policy’s / richtlijnen / do-do not  (OECD, WTO, verdragen) 
      - Advisering 
      - Controle op de uitvoering.  
 
Enerzijds via ICS. Controle vragen en statements zijn opgesteld ten aanzien van de 
gehele fiscale positie en tax management agreement. Anderzijds via SOX. Het 
beschrijven en testen van procedures. Verantwoordelijkheden zijn gedocumenteerd en 
afgebakend en is de scope en materialiteit bepaald.  
Daarnaast vinden er Do en do not audits plaats waarbij het Management Team 
jaarlijks de scope bepaalt. Frequent wordt er een tax questionnaire gestuurd waarin 
specifieke informatie wordt gevraagd. De interne auditor en de externe auditor richten 
zich op systeem audits onder ICS/SOX  (latenties en voorzieningen) en fiscale audits.  
 
   -Verbeterpunten / correcties 
 
2) Procesbeschrijvingen zijn gemaakt met documentatie van alle proces stappen inclusief tax 
compliance, tax accountig en tax consolidatie. 
 
3) De verwerking van de uitkomsten correct in de jaarrekening worden gepresenteerd. 
 
De onderstaande aandachtspunten zijn hierbij genoemd: 
 
- Kennis van United States-Generally Accepted Accounting Principles (US-GAAP) en 
International Financial Reporting Standards (IFRS) 
- Materialiteit 
- Corporate Income Tax (CIT) en andere operationele belastingen 
- SOX, waarbij kosten, tijd en automatisering (SSC) een rol spelen 
- FIN 48  
 
De conclusie van “in control” denken is: transparantie en vertrouwen. Het is werk in 
uitvoering waarbij samen keuzes worden gemaakt en beperkte middelen beschikbaar zijn. 
Daarnaast is het een leerproces voor de Belastingdienst alsmede voor de organisatie. 
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NXP 
 
De Raad van Commissarissen begeleidt en adviseert de Raad van Bestuur in de uitvoering 
van haar beheerstaken en bepaalt de richting van de groep, waaronder het bereiken van 
doelstellingen, bedrijfsstrategie en risico's die inherent zijn aan de business activiteiten, de 
structuur en werking van het interne risicobeheersings-en controlesystemen, het proces van 
financiële verslaggeving en de naleving van wet-en regelgeving.  
 
Het auditcomité staat de Raad van Commissarissen bij in het toezicht en controle. Daarnaast 
adviseerdt zij de Raad van Bestuur over: financiële rapportage, risicobeheer, naleving van 
relevante wet- en regelgeving en de code of conduct. Het auditcomité controleert ook de  
jaarlijkse en tussentijdse financiële resultaten en andere openbare publicaties, voorafgaand 
aan  publicatie. 
 
NXP wenst actief alle toepasselijke wet-en regelgeving en gedragscodes na te leven en gaat 
waar mogelijk en praktisch verder dan gespecificeerde normen.  
 
NXP wil een verantwoordelijke partner in de samenleving zijn door integer te handelen 
tegenover haar aandeelhouders, klanten, medewerkers, leveranciers en business partners, 
concurrenten, overheden die beïnvloed kunnen worden door haar activiteiten. NXP probeert 
zich aan te passen aan lokale situaties om mogelijke problemen te voorkomen binnen de 
grenzen van het toepasselijke recht en verantwoord gedrag. In dit opzicht steunt NXP het 
principe van de dialoog en samenwerking met alle betrokken partijen. 
 
De code of conduct van NXP is gericht op integriteit en ethiek in het zakendoen. De code of 
conduct betreft beslissingen en acties over de hele wereld en het gedrag van individuele 
werknemers terwijl ze zijn onderworpen aan de van toepassing zijnde lokale wet-en 
regelgeving. De code of conduct is niet allesomvattend, maar formuleert minimumeisen van 
gedrag. Er zijn aparte richtlijnen, die gelden voor bepaalde categorieën van werknemers, 
zoals de Financial Code of Ethics voor senior medewerkers, die een "ethische code" vormt 
zoals deze term gedefinieerd is door de SEC en de Inkoop & Supply Management code. In 
aanvulling daarop, geeft NXP ook richtlijnen uit met meer uitgebreide regels en 
voorschriften. Zij vormen een integraal onderdeel van de Business Code of Conduct. 
(Gezamenlijk aangeduid als "BCC"). De Business Code of Conduct, die is aangenomen door 
de Raad van Bestuur, wordt op regelmatige basis beoordeeld en wordt indien nodig herzien. 
Er is een wereldwijd trainingsprogramma om bewustwording te vergroten en te zorgen voor 
strikte naleving van de Business Code of Conduct. 
 
In de code of conduct liggen de regels vast die NXP als organisatie nastreeft en waaraan de 
medewerkers zich dienen te conformeren. De Business Code of Conduct schetst het 
algemene streven naar een verantwoorde sociale partner en de manier waarop NXP probeert 
te acteren met haar stakeholders: aandeelhouders, leveranciers, klanten, medewerkers en de 
markt. De code of conduct legt de nadruk op het streven naar een economisch, sociaal en 
ethisch duurzame manier van werken. Het heeft betrekking op het beleid van uiteenlopende 
reeks van onderwerpen zoals geschenken, kinderarbeid,  werktijden, seksuele intimidatie, 
vrije markt concurrentie, omkoping en integriteit van de financiële verslaggeving. 
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Het is van cruciaal belang voor NXP om in overeenstemming met de hoogste normen van 
internationaal aanvaarde beginselen van goede corporate governance te handelen. NXP hecht 
veel waarde aan haar relaties met aandeelhouders en de financiële markten en biedt tijdige, 
regelmatige en betrouwbare informatie over haar activiteiten, structuur, financiële positie en 
prestaties. 
 
NXP dringt aan op eerlijkheid en integriteit in alle aspecten van haar activiteiten. 
Steekpenningen zijn, in welke vorm dan ook, onaanvaardbaar. Commissie betalingen en 
persoonlijke geschenken of gunsten mogen alleen worden gedaan of geaccepteerd in strikte 
overeenstemming met de BCC richtlijnen. NXP streeft ernaar te voldoen aan de hoogste mate 
van transparantie en verantwoordelijkheid in de onderneming. Verslagen van de transacties 
moeten nauwkeurig, volledig en tijdig worden gehandhaafd in overeenstemming met NXP’s 
grondslagen.  
 
Alle medewerkers van NXP moeten voldoen aan de Business Code of Conduct. Overtreding 
kan leiden tot disciplinaire maatregelen, waaronder ontslag, ongeacht eventuele verdere 
civielrechtelijke of strafrechtelijke acties die genomen kunnen worden. 
 
Er bestaat een klokkenluidersregeling om schendingen van de Business Code of Conduct te 
rapporteren waardoor medewerkers op een anonieme basis klachten kunnen indienen, zonder 
angst te hebben dat dit tot disciplinaire maatregelen leidt. 
 
Naleving van de Business Code of Conduct wordt via een wereldwijd netwerk van 
compliance officers bewaakt, die regelmatig verslag uit brengen aan het Corporate Review 
Committee BCC. Rapportage over naleving van de Business Code of Conduct is ook een 
integraal onderdeel van de verklaring over Business Controls die jaarlijks worden verstrekt 
door het management van elk bedrijf, eenheid / afdeling als onderdeel van een cascade 
proces dat leidt tot goedkeuring van het jaarverslag door de Cief Executive Officer / Chief 
Financial Officer. Compliance processen en procedures worden door de afdeling Corporate 
Internal Audit gecontroleerd. 
 
NXP wil aan het hoogste niveau van transparantie en verantwoording voldoen in 
overeenstemming met regels en voorschriften zoals gepubliceerd door de US Securities and 
Exchange Commissie (de "SEC"). NXP  beschikt over een Financial Code of Ethics met als 
doel het bevorderen van: 
- Eerlijk en ethisch gedrag, inclusief ethische behandeling van feitelijke of schijnbare 
belangenconflicten; 
- Volledige, eerlijke, accurate, tijdige en begrijpelijke informatieverstrekking  
- Naleving van toepassing zijnde wetten, regels en voorschriften; 
- Prompte interne rapportage aan de juiste persoon of personen bij schendingen van de 
Financial Code; 
- Verantwoordelijkheid voor naleving van de Financial Code, en 
- Afschrikking van wangedrag binnen NXP. 
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De Financial Code is, als ondersteunend beleid, integraal onderdeel van de   
Code of Conduct. De Financial Code is van toepassing op de volgende medewerkers: 
 
1. De Chief Executive Officer; 
2. De Chief Financial Officer; 
3. De managers van Corporate Control, Corporate Treasury, Fiscaal en Corporate Internal 
Audit; 
4. De Business Unit controllers; 
5. De regionale controllers en de landen controllers; 
6. De controllers van andere bedrijven of rechtspersonen die van tijd tot tijd door de Chief 
Financial Officer worden aangewezen; 
7. De controllers van organisaties die informatie verstrekken voor groepsconsolidatie 
doeleinden voor zover deze niet gedekt zijn door een van de voorgaande categorieën, en 
9. Medewerkers die betrokken zijn bij het uitvoeren van een boekhoudkundige of financiële 
functie en zijn aangewezen dat ze tot de doelgroep behoren.  
 
Elk individu behoort: 
1. Eerlijk en ethisch te handelen 
2. Belangenconflicten te vermijden 
3. Te voldoen aan de geldende wetten, regels en voorschriften 
• voeren hun taken in overeenstemming uit met zowel de vorm en de geest van alle relevante 
wetten, regels en regelgeving. Is het de persoonlijke verantwoordelijkheid van elke 
(doelgroep) werknemer zich te houden aan de normen en beperkingen opgelegd door wetten, 
regels en regelgeving, waaronder die betrekking hebben op de administratie en auditing. 
4. Activa en middelen te beschermen van NXP 
• Door te zorgen voor een juist gebruik, bescherming en behoud van activa en 
middelen van NXP. Dit geldt ook voor financiële gegevens, bedrijfsgeheimen, 
bedrijfsinformatie en andere rechten van NXP. 
5. Te zorgen voor betrouwbare financiële verslaggeving en toelichtingen 
• Bekend te zijn met en voldoen aan Disclosure, controles en procedures die van toepassing 
zijn op hem of haar. 
• Voor volledige, eerlijke, accurate, tijdige en begrijpelijke financiële informatie en 
openbaarmaking in rapporten en documenten te zorgen. Hiervoor dient elke werknemer, voor 
zover passend binnen zijn of haar verantwoordelijkheidsgebied, overleg te plegen met andere 
NXP medewerkers en alle andere passende maatregelen die nodig zijn, waaronder het 
grondig beoordelen en kritisch analyseren van de voorgestelde publicatie voor juistheid en 
volledigheid of het delegeren van deze taak aan anderen. 
• Niet bewust feiten verkeerd voor te stellen, of ervoor te zorgen dat anderen feiten verkeerd 
voor te stellen, feiten over NXP aan anderen, binnen of buiten NXP, met inbegrip van 
onafhankelijke auditors van NXP, de toezichthouders en zelfregulerende organisaties. 
• Zelf of die handelen onder hun leiding, zich te onthouden van direct of 
indirect, het ondernemen van stappen om frauduleuze wijze te beïnvloeden, te dwingen, te 
manipuleren, of personen te misleiden bij het opstellen van de jaarrekening of anderszins 
actie te nemen, die zou leiden tot materieel onjuist of misleidende financiële rapportages. 
• Te zorgen dat administratie en rapportages voldoen aan de geldende boekhoudregels, in alle 
materiële opzichten. 
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• Externe en interne accountants volledige toegang te geven tot alle informatie die voor hen 
noodzakelijk is. 
6. Te zorgen voor betrouwbare interne controles 
• Door de nodige aandacht te geven aan het beoordelen van de kwaliteit van business 
controls, waaronder interne controle van de financiële verslaggeving en het implementeren 
van controle verbeteringen  
• Onmiddellijk actie te nemen om eventuele lacunes in controles die wezenlijk zouden 
kunnen zijn op de betrouwbaarheid van de financiële verslaggeving en toelichtingen op te 
lossen. 
7. Een goed professioneel competentie niveau te handhaven 
8. De Financial Code te respecteren 
• Door de regels van de Financial Code op te leggen aan hun ondergeschikten 
die bepaalde boekhoudkundige of financiële functies uitvoeren en dat ze volledig op de 
hoogte zijn van deze verplichtingen. 
• Het initiëren van beheersmaatregelen van (mogelijke) schending van regels van de 
Financial Code. 
 
Alle (doelgroep) medewerkers moeten zich houden aan de Financial Code. Aan het eind van 
elk jaar, bevestigen de Senior (Financial) Officers schriftelijk dat de Financial Code werd 
nageleefd en dat inbreuken tijdig en naar behoren zijn gemeld.  
 
Elke persoon die zich bewust wordt van bestaande of potentiële schending van de Financial 
Code dient de Compliance Officer onmiddellijk in kennis te stellen. Als dit niet geschiedt, is 
op zichzelf een schending van de Financial Code. De Compliance Officer neemt alle acties 
die hij / zij nodig acht om eventuele schendingen van de Financial Code die werden gemeld, 
met inbegrip van de Internal Audit of de externe accountant van NXP, te onderzoeken. De 
Compliance Officer zal disciplinaire of preventieve acties (laten) nemen tot en met ontslag 
of, in het geval van ernstige schendingen van de wet, strafrechtelijke vervolging, 
kennisgeving aan de SEC of andere passende wet handhavingsautoriteiten. 
 
De Compliance Officer brengt per kwartaal verslag uit aan het Audit Committee en de 
Business Code of Conduct Review Committee. Belangrijke onderwerpen worden direct 
gerapporteerd. Het Audit Committee van NXP Semiconductors NV is verantwoordelijk voor 
de toepassing van deze Financial Code.  
 
Ter bescherming van klokkenluiders zal elke persoon die te goeder trouw een inbreuk 
rapporteert worden beschermd tegen represailles. Klachten kunnen anoniem worden 
ingediend bij de Compliance Officer of rechtstreeks bij het Audit Committee. 
 
Elke wijziging van de Financial Code wordt meegedeeld aan alle financiële medewerkers en 
wordt gerapporteerd in het jaarverslag en/of op de website. 
 
Auditdiensten die worden uitgevoerd omvatten: 
1) het uitvoeren van een audit en de afgifte van goedkeurende verklaring bij de 
geconsolideerde jaarrekening; 
2) het uitvoeren van een audit en de afgifte van goedkeurende verklaringen bij de statutaire 
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jaarrekening van de holding en de dochterondernemingen van de vennootschap; 
3) interim reviews op financiële rapportages; 
4) audit en andere diensten die nodig zijn op grond van wet- of regelgeving, waaronder 
verklaringen van het management over de interne controle; 
5) afgifte van accountantsverklaringen en toestemmingen en hulp bij en beoordeling van 
documenten ingediend voor regelgeving en toezicht doeleinden, waaronder documenten en 
formulieren ingediend bij de SEC en 
6) afgifte van verklaringen die verband houden met de financiering van transacties door 
NXP.  
 
Controle gerelateerde diensten zijn assurance services door de externe accountant verstrekt 
aan NXP. Deze diensten omvatten onder andere: 
(A) de financiële administratie, audits en due dilligence diensten in verband met overnames, 
fusies en desinvesteringen; 
(B) onderzoek van en advies over de interne controle van de financiële verslaggeving en 
procedures. 
 
Fiscale dienstverlening kan naleving betreffen van belastingwetgeving, advies over fiscale 
planning en advies over transfer pricing kwesties. 
 
De Audit Commissie helpt de Raad van Bestuur in het begeleiden, monitoren en adviseren op 
het gebied van financiële verslaggeving, risicomanagement, naleving van relevante wet-en 
regelgeving en de code of conduct. De Audit Commissie ziet toe op de voorbereiding van de 
jaarrekening, het financiële rapportage proces, het systeem van interne business controls en  
risicobeheer, het interne en externe audit proces inclusief onafhankelijkheid en prestaties en 
kwalificaties van de interne en externe auditor. De externe accountant woont alle 
vergaderingen van de Audit Commissie bij. De bevindingen van de externe accountant, de 
controle aanpak en de risico-analyse worden in deze vergaderingen besproken.  
 
Risicobeheersing en business control vormen een integraal onderdeel van de bedrijfsvoering. 
Het risico-en controlebeleid en de uitgangspunten moedigen het management aan activiteiten 
op de voet te volgen en te zorgen voor strikte naleving van alle wettelijke eisen en de 
integriteit van de financiële verslaggeving, inclusief toelichtingen, te waarborgen. Het 
management is verantwoordelijk voor het identificeren van kritische bedrijfsrisico's en voor 
mitigerende acties op deze risico's. Interne controles worden regelmatig beoordeeld en indien 
nodig aangepast. 
NXP is van mening dat een state-of-the-art corporate governance model een kritische factor 
is bij het bereiken van zakelijk succes. Risico-management, het business control beleid en de 
principles zijn een integraal onderdeel van het corporate governance model. 
De kwaliteit van het risicobeheersings-en business control beleid, de uitgangspunten en de 
bevindingen van interne en externe audits worden door de Audit Commissie gerapporteerd 
aan de Raad van Commissarissen.  
 
Interne auditors houden toezicht op de kwaliteit van risk management, business control 
policy’s door op risico’s gebaseerde operationele audits, inspecties van de financiële controle 
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rapportage en compliance audits uit te voeren. 
 
Het NXP Business Control Framework stelt de norm voor risicobeheer en business controls 
bij NXP. De doelstelling van het Business Control Framework is een geïntegreerd beheer 
over controle van activiteiten, te voldoen aan alle van toepassing zijnde wet-en regelgeving, 
alsmede te zorgen voor integriteit van de financiële verslaggeving en bedrijfsprocessen. Met 
betrekking tot de financiële verslaggeving, is een gestructureerd bedrijfsbrede beoordeling en 
monitoring proces aanwezig om de Chief Executive Officer en Chief Financial Officer in 
staat te stellen de effectiviteit van financieel risico management en business controls te 
beoordelen. Elk kwartaal, geven entiteiten een formele verklaring af om de adequaatheid 
over het ontwerp, effectiviteit van de interne controle over de financiële verslaggeving te 
bevestigen. Als onderdeel van het jaarverslag, wordt verantwoording van het management 
afgedwongen door formele uitgifte van een verklaring over Business Controls en een Letter 
of Representation. 
 
Het management beoordeelt de opzet en werking van controles in het kader van artikel 404 
van Sarbanes-Oxley Act. Tekortkomingen die zijn geconstateerd in het ontwerp en de 
exploitatie van controles waarvan de effectiviteit niet volledig is hersteld worden formeel op 
jaareinde geëvalueerd.  
 
Het management heeft de volgende maatregelen genomen om interne controle over de 
rapportage procedures te borgen: 
- Het uitvoeren van een volledige herziening van de belastingen met betrekking tot de 
acquisitie accounting; 
- Re-evaluatie van de operationele effectiviteit van inkomstenbelasting, boekhoudkundige 
controles; 
- Het uitvoeren van trainingen voor de belangrijkste financiële en fiscale medewerkers ten 
aanzien van aquisities en overnames en 
- Versterking van middelen op het gebied van fiscale boekhoudkundige aangelegenheden. 
 
Ondanks naleving van procedures door het management, kunnen er zwakke plekken in 
controle systemen voorkomen die een negatieve invloed kunnen hebben op de 
nauwkeurigheid en de betrouwbaarheid van periodieke rapportages. Periodieke rapportages 
zijn de basis voor investeerders en andere (professionele) marktpartijen. 
Onvolkomenheden in de periodieke rapportage kunnen rechtsonzekerheid scheppen over de 
betrouwbaarheid van resultaten van de activiteiten en financiële resultaten, die op hun beurt 
een wezenlijke nadelige impact op de business kunnen hebben. 
Op grond van de Sarbanes-Oxley Act van 2002, is het management ten minste jaarlijks 
verplicht te rapporteren over de effectiviteit van interne controle op financiële verslaggeving. 
De regels voor normen waaraan moet worden voldaan voor het management om interne 
controles te beoordelen van de financiële verslaggeving zijn complex. Het proces van 
evalueren, documenteren en testen van interne controle van financiële verslaggeving vereist 
de inzet van management en andere interne middelen.  
 
Vanwege de omvang van NXP is gekozen voor een specialist op gebied van Employee 
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benefits, indirect taxes (OB)  en winst belasting. De verschillende soorten risico’s zijn 
gemitigeerd met specialismen. 
In financiële kwartaal rapportages komen de effecten van processen tot uiting. Accouting 
(impact) heeft zijn weerslag als tax impact. In het verleden en heden. Belasting aangiften 
worden gemaakt na afloop van een accounting periode waarbij de risico’s in de aangifte 
worden beoordeeld. Kwartaal afsluitingen vinden plaats in het heden.  
 
NXP is een organisatie die genoteerd is aan de Amerikaanse beurs waardoor ze zijn 
onderworpen aan SOX regelgeving. Dit legt zware eisen op het hele rapportage systeem en 
op het beheersysteem erachter. De externe accountant controleert tevens het interne 
“statement of control”.  
 
De processen in de organisatie zijn gedefinieerd met als doel deze te beheersen. Dit is het 
control framework dat NXP nastreeft. Primair is dit ingegeven door de verantwoordelijke 
manager omdat die de wens heeft om iets op een bepaalde manier uit te voeren. Als 
organisatie dient NXP SOX compliant te zijn. Daarom zijn de beheersmaatregelen 
beschreven zoals die bestaan en waar NXP voor staat en achter staat.  
Medewerkers van het fiscale team zijn actief betrokken bij het opstellen en definiëren van 
beheersmaatregelen.  
Uiteindelijk vindt er afstemming plaats met de eindverantwoordelijke zodat medewerker en 
eindverantwoordelijk er beiden het nut en noodzaak van inzien en op een lijn zitten. De 
ervaring is dat het op deze manier niet als een verzwaring van taak wordt ervaren  maar het 
juist gemakkelijker wordt.      
 
Vanuit NXP wordt geïnvesteerd in tools die de processen en de beheersmaatregelen goed 
zichtbaar maken. Het beheerssysteem wordt zo geborgd. Dit beheerssysteem is niet beperkt 
tot SOX controls maar ook business controls.  
 
De interne en externe auditors beoordelen het beheerssysteem. Aan veel partijen wordt 
verantwoording afgelegd. Een van die partijen bij horizontaal toezicht is de Belastingdienst. 
De Belastingdienst heeft vertrouwen in het proces bouwwerk. Zij wensen inzicht in het 
beheerssyteem en hoe dat werkt. Als dit bevredigend is, is er geen noodzaak om inzicht te 
geven in alle details. Bij geven input, en de voorwaarde dat het proces goed verloopt, zal de 
output goed zijn. Het voordeel voor de Belastingdienst is dat NXP controles uitvoert die 
anders de Belastingdienst had dienen uit te voeren. Normaliter wordt een belasting aangifte 
aan het einde van het jaar gedaan. Bij horizontaal toezicht worden belastingaangiftes 
eigenlijk gedurende het jaar gedaan. Dit betekent als er belangrijke gebeurtenissen 
plaatsvinden zoals aquisities of verkoop dan kunnen daar complexe fiscale consequenties aan 
verbonden zijn. Gedurende het jaar, binnen de kwartaalafsluiting, vindt er dan (voor)overleg 
plaats met de Belastingdienst over de standpuntbepaling en verwerking in de aangifte.  
 
Uiteindelijk volgt er een discussie en komt er, al dan niet na een aanpassing, een akkoord uit. 
Dit wordt vervolgens opgenomen in de aangifte. Hierdoor wordt er altijd in de actualiteit 
gewerkt. 
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Omzet Belasting is een maandelijk proces van het doen van aangifte. Bij NXP wordt veel 
omzet geboekt en is het aantal facturen groot. Aangezien er altijd wat mis kan gaan heeft 
NXP rond omzetbelasting een stevig procesbouwwerk opgezet om de grote hiermee gepaard 
gaande risico’s te beperken.  
 
Het hele BTW proces is in kaart gebracht en op juiste nivo’s bestaan beheerspunten. NXP 
heeft volledig openheid van zaken gegeven waardoor de Belastingdienst volledig inzicht 
heeft in het proces, de risico’s en de genomen maatregelen om te risico’s te beperken.  
 
Beoordeling vindt plaats over opzet en onderhoud van het  proces bouwerk en hoe dat 
feitelijk in de praktijk werkt. Als de Belastingdienst daar een goed gevoel aan overhoudt, 
vertrouwen in heeft, wordt niet elke keer het proces doorlopen. Dit wordt overgelaten aan 
NXP. De Belastingdienst beperkt zich tot houden van steekproeven.  
Als de Belastingdienst het proces accordeert waar langs NXP tot iets komt en zij het het 
vertrouwen kunnen hebben dat NXP het op die manier verwerkt, nu en in de toekomst, hoeft 
de Belastingdienst niet meer diepgaand te auditen. Op deze manier vergt dit minder 
tijdsinspanning van de Belastingdienst en kunnen zij zich richten op Belastingplichtigen waar 
geen basis voor vertrouwen is.  
 
Het voordeel voor NXP is dat er in het heden wordt gewerkt. De aangiften zijn verzorgd met 
daarin de verwerkte standpunten. De belastingpositie zoals verantwoord in de jaarrekening is 
actueel. Het gevolg is dat er zekerheid bestaat over de belastingpositie wat een enorm 
voordeel is. Dit leidt er toe dat voor Nederland geen onzekere belastingposities bestaan. 
 
Belasting is een resultante van de financiële administratie. Dit proces is beschreven met de 
betreffende controles. Mocht desondanks, bijvoorbeeld in het buitenland, tijdens een audit of 
over een ingediende aangifte vragen komen over het verleden waarbij onvolkomenheden aan 
het licht komen wordt daar een voorziening voor gevormd. Er wordt een inschatting gemaakt 
wat de waarschijnlijke uitkomst zal zijn met de betreffende belastinginspecteur. Het 
onderhandelingproces, om uitsluitsel over de belastingpositie te krijgen, is een mogelijkheid 
om  vertrouwen creëren. Op deze manier wordt een relatie opgebouwd. Eventuele correcties 
vinden dan plaats zonder boetes en/of sancties.   
 
Vertrouwen geniet je niet van het ene op het andere moment, dit moet groeien. Als NXP 
aantoont, kunt laten zien, dat de daad bij het woord wordt gevoert. De belastingdienst heeft 
NXP het voordeel van de twijfel gegeven omdat ze op de hoogte waren dat destijds bij de 
moedermaatschappij het control framework goed voor elkaar was en NXP heeft dit 
gecontinuïeerd waarbij het op onderdelen is verbeterd. 
Sinds de ondertekening van het convenant is het vertrouwen niet beschaamd. Integendeel het 
is steviger geworden. Er is vertrouwen gekweekt op verschillende niveau’s. Daarnaast is het 
onvermijdelijk dat het vertrouwen wordt gegeven aan de mensen die ermee omgaan.   
 
Door omstandigheden is het fiscale team in Nederland vertrokken en is er een nieuw team 
voor in de plaast gekomen. Het vertrouwen is niet beschaamd maar het vertrouwen is juist 
gegroeid. Op een gegeven moment was er wel sprake van een dip omdat er nieuwe mensen in 
het veld waren gekomen die zich toch moeten bewijzen dat wat ze zeggen ook doen.  
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De fiscale mensen van NXP hebben zelf het proces beschreven en de risico’s aangeduid 
waarbij de verantwoordelijkheid is gedelegeerd naar de personen. De Head of Tax blijft 
eindverantwoordelijk en beoordeelt het geheel. NXP heeft een risk en control matrix 
opgesteld met aan de ene kant de processen met daarin de gedefinieerde risico’s en aan de 
andere kant de controle maatregelen. Dit wordt de risk en control matrix genoemd die 
wereldwijd toegankelijk is. Als er sprake is van mutaties in de risk en control matrix is dit 
direct voor iedereen wereldwijd zichtbaar.  
 
Risico’s kunnen bestaan uit transfer pricing, dividenden. De focus is: “get it right”. NXP 
tracht onderbouwde en verdedigbare (pleitbare) standpunten in te nemen. Weliswaar kan er 
discussie ontstaan maar dit zal tot een positieve uitkomst leiden al dan niet uitmondend in 
een compromis. Risico’s komen voor in zaken die afwijken van het normale proces, de 
incidenten. Risico’s bestaan eveneens als je opeens te maken krijgt met een nieuwe groep 
mensen. Een nieuwe (fiscale) auditor. Daarnaast is ignorance een risico. Zit de fiscale 
organisatie voldoende kwalitatief en kwantitatief in elkaar om in ieder geval zeker te stellen 
om alles te zien wat fiscaal relevant is. Als de fiscale afdeling niet alles kan zien, niet kan 
duiden, dan zit er een risico. Als je niet weet waar je het over hebt, als je het risico niet ziet 
 
Compliance is niet alleen extern gericht om veranwoording af te leggen over het voldoen aan 
SOX vereisten. Dit is een klein onderdeel daarvan. Compliance is tevens gericht op interne 
processen. Een associatie die compliance bij de tax director oproept is “fun”. Het is vaak een 
ondergeschoven kindje in de organisatie omdat mensen compliance eigenlijk maar een 
zinloze activiteit vinden.  
 
Het is vervelend als de Belastingdienst vier jaar na dato vragen stelt over iets waarbij de 
betrokken personen niet meer werkzaam zijn bij de organisatie, de organisaties niet meer 
bestaat, systemen zijn veranderd en vervolgens wel vragen over het verleden beantwoord 
dienen te worden. Het is “fun” om te zorgen dat het op zodanige manier efficiënt is neerzet 
en gedocumenteert. Compliance effort als het gaat over documentatie, is dan de juiste vraag 
stellen aan de juiste mensen op het juiste moment. Zorgdragen dat een dossier goed is 
opgebouwd dan vergt het niet zo’n inspanning.  
Compliance betekent voldoen aan wet- en regelgeving. Dit wordt soms enorm moeilijk 
gemaakt. Een voorbeeld hiervan is de (onzinnige) verpakkingenbelasting. Hoewel de 
gedachte mooi is blijkt die in de praktijk niet uitvoerbaar.   
 
Met compliance ligt er een boeiende taak voor de autoriteiten die aan de bron van wet- en 
regelgeving staan waarbij NXP altijd bereid is om haar visie te geven. 
NXP ziet alleen maar voordelen van horizontaal toezicht. Er wordt in het heden gewerkt 
omdat je risico’s van tevoren elimineert, door alle informatie met de Belastingdienst te delen 
(het zogenaamde vooroverleg) zodat je onzekerheid kunt oplossen. Hiermee wordt 
voorkomen dat er enkele jaren na dato teruggegaan moet worden naar de “good all times” en 
dan gereconstrueerd moet worden hoe het destijds precies zat op basis van de audit. Dat is 
verlies van nuttige tijd. Het heeft alleen maar voordelen, als er bijzonderheden zijn, om met 
de Belastingdienst aan tafel te gaan zitten. 
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NXP verwacht vertrouwen en openheid van beide kanten. De ervaring leert dat dit heel goed 
werkt. Verticaal toezicht is dan geen enkel voordeel. Er is veel te veel capaciteit nodig aan de 
zijde van de Belastingdienst maar ook bij de belastingplichtige. Het verleden wordt dan 
opnieuw doorgespit wat tijdsverspilling is. 
 
Voorwaarde is wel dat alles open en eerlijk op tafel gelegd moet worden en bespreekbaar 
moet zijn. Er ontstaat een probleem als er wordt gedacht, dit is net even een beetje te pikant 
en de durf ontbreekt om dit bij de belastinginspecteur op tafel te leggen, als die houding 
wordt aangenomen dan werkt horizontaal toezicht niet. NXP is een groot voorstander van 
horizontaal toezicht maar dat betekent als er onvolkomenheden gesignaleerd worden, dan 
wordt dit gedeeld met de Belastingdienst.  
Anderzijds schept dit de verwachting dat als de belastinginspecteur een standpunt inneemt, 
dat niet voordelig is voor NXP, terwijl er elders een ontwikkeling is waardoor het wel is 
toegestaan, de belastinginspecteur meldt, het beleid is gewijzigd we nemen een ander 
standpunt in.  
 
ASML 
 
Corporate Governance 
 
ASML onderschrijft het belang van goede corporate governance, waarbij onafhankelijkheid, 
verantwoordelijkheid en transparantie de belangrijkste pijlers zijn. In het kader van corporate 
governance, is het belangrijk dat een vertrouwensrelatie bestaat tussen de Raad van Bestuur, 
de Raad van Commissarissen, de werknemers en de aandeelhouders. De doelstelling van 
ASML is om zo open en transparant mogelijk te informeren over de structuur, de financiële 
rapportage, interne controles & procedures en het besluitvormingsproces. 
ASML controleert en beoordeelt voortdurend de voorstellen, aanbevelingen, initiatieven en 
regelgeving met betrekking tot corporate governance. ASML heeft de nodige maatregelen 
genomen om te voldoen aan de Sarbanes-Oxley Act en de Nederlandse Corporate 
Governance Code. 
 
De corporate governance structuur heeft tot doel te waarborgen dat: 
 
• de aandeelhouders regelmatig, betrouwbare, relevante en transparante informatie ontvangen 
over de activiteiten, structuur en financiële situatie 
• hoge kwaliteitsnormen voor publicatie, boekhouding en controle worden nageleefd en 
• strenge regels met betrekking tot de effectenhandel met voorkennis worden gerespecteerd 
 
ASML is onderworpen aan de Nederlandse Corporate Governance Code (de "Code") 
alsmede aan de Amerikaanse Sarbanes-Oxley Act vanwege de notering aan de NASDAQ 
beurs. Daarom controleert en beoordeelt ASML continu de van toepassing zijnde 
Nederlandse, Amerikaanse en andere relevante corporate governance codes, regels en 
voorschriften. 
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De Raad van Commissarissen en de Raad van Bestuur is verantwoordelijk voor corporate 
governance-structuur, zij spannen zich in om te waarborgen dat praktijk en procedures in 
overeenstemming is met zowel de Amerikaanse en Nederlandse corporate governance.  
 
Wezenlijke wijzigingen in de corporate governance structuur van ASML en/of in de 
naleving van de Code worden, indien van toepassing, besproken tijdens de jaarlijkse 
Algemene Vergadering van Aandeelhouders. 
 
De Raad van Bestuur blijft verantwoordelijk voor de strategie, het risicoprofiel & beleid, het 
verwezenlijken van haar doelstellingen, de resultaten en de relevante maatschappelijke 
verantwoordelijkheden.  
 
Belangrijke beslissingen van de Raad van Bestuur die de goedkeuring van de Raad van 
Commissarissen vereisen zijn onder andere: 
• de operationele en financiële doelstellingen; 
• de strategie ontworpen om de doelstellingen te bereiken; 
• de parameters die moeten worden toegepast met betrekking tot de strategie om de 
doelstellingen te bereiken en 
• relevante maatschappelijke aspecten voor ASML. 
 
De belangrijkste elementen van de operationele en financiële doelstellingen, de strategie om 
de doelstellingen te bereiken worden opgenomen in het Verslag van de Raad van Bestuur. In  
"Risk Factors"  van de  statutaire jaarreking beschrijft ASML de gevoeligheid van de 
resultaten voor zowel interne als externe factoren en variabelen. 
 
De Raad van Bestuur is er verantwoordelijk voor dat ASML voldoet aan de 
toepasselijke wet-en regelgeving. Zij is ook verantwoordelijk voor het beheer van de interne 
en externe risico's verbonden aan haar activiteiten. De opzet van het interne 
risicobeheersings-en controlesysteem van ASML is gebaseerd op de identificatie van externe 
en interne risicofactoren die van invloed kunnen zijn op de operationele en financiële 
doelstellingen van ASML en bevat een systeem van monitoring, rapportage en operationele 
evaluaties. ASML maakt gebruik van een formele risico management aanpak, bestaande uit  
een reeks risico's definities (Risk Universe), die tijdens een jaarlijks terugkerend risico 
workshop worden besproken met het senior management. Op basis van een risico 
beoordeling, worden acties genomen om de risico’s te beperken.  
 
De Raad van Bestuur geeft in de “In Control Statement”  aan verantwoordelijk te zijn voor 
het ontwerp, de implementatie en de werking van de interne risicobeheersings-en 
controlesystemen. Het doel van deze systemen is om adequaat en effectief significante 
risico's te beheersen waaraan de onderneming is blootgesteld. Dergelijke systemen kunnen 
nooit absolute zekerheid bieden ten aanzien van het bereiken van bedrijfsdoelstellingen, noch 
kunnen zij volledig uitsluiten dat materiële fouten, verliezen, fraude en schending van wet-en 
regelgeving niet zullen optreden.   
 
ASML erkent het belang van interne controle en risicobeheers systemen. 
Daarom heeft ASML in 2004 een adequaat beheer van de interne controle van financiële 
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verslaggeving ingevoerd dat gebaseerd is op het "COSO" model. De resultaten evenals 
belangrijke wijzigingen en verbeteringen, worden regelmatig gerapporteerd aan en besproken 
met het Audit Committee en de externe accountants. Het Audit Committee rapporteert op 
regelmatige basis over deze onderwerpen aan de Raad van Commissarissen. Daarnaast 
bespreekt de Raad van Bestuur een keer per jaar de uitvoering van deze interne controle, 
evenals belangrijke wijzigingen en sterke verbeteringen in de interne controles met het Audit 
Committee en de voltallige Raad van Commissarissen.  
 
De Raad van Bestuur stelt dat:  
1. de bovengenoemde maatregelen zorgen voor een redelijke mate van zekerheid dat de 
jaarrekening van ASML's op en voor het afgesloten boekjaar een getrouw beeld geven.  
2. de interne risicobeheersings-en controlesystemen een redelijke mate van zekerheid geven 
dat de financiële verslaggeving geen materiële fouten bevat en  
3. Er geen aanwijzingen zijn dat de interne controles op financiële verslaggeving in de 
toekomst niet goed zal functioneren. 
 
ASML maakt gebruik van diverse maatregelen om te voldoen aan verplichtingen op het 
gebied van interne risicobeheersings-en controlesystemen met betrekking tot de operationele 
/ strategische risico's en risico’s die gepaard gaan met wet-en regelgeving. Deze zijn onder 
andere: 
 
• strategische evaluaties van activiteiten door de Raad van Bestuur in overleg met  
de Raad van Commissarissen; 
• semi-jaarlijkse senior management vergaderingen, die worden uitgevoerd om   
zakelijke initiatieven te beoordelen die zijn gestart om de strategie uit te voeren; 
• maandelijkse operationele review meetings van de Raad van Bestuur met  
senior management over de financiële prestaties en de realisatie van de operationele 
doelstellingen; 
• halfjaarlijkse financiële planning vergaderingen van de Raad van Bestuur met  
senior management; 
• maandelijks (intern) en per kwartaal (publieke) financiële verslaglegging; 
• letters of representation die op halfjaarlijkse basis zijn ondertekend door het belangrijkste 
senior management, waarin zij hun verantwoordelijkheid bevestigen voor het beoordelen van 
bedrijfsrisico's en het zorgen voor mitigerende maatregelen; 
• jaarlijks risico-onderzoek, inclusief een risico-workshop, door de Raad van Bestuur met het 
senior management om de belangrijkste strategische risico’s te beoordelen en passende 
mitigerende acties te nemen. Jaarlijks wordt de evaluatie en voortgang gemeld aan het Audit 
Commitee; 
• de Business Control Principles van ASML; 
• interne richtlijnen op de ethische Business Conduct, inclusief de klachtenregeling en de 
klokkenluidersregeling en  
• het anti-fraude beleid, die de ontwikkeling van de controles vergemakkelijkt zullen helpen 
bij de preventie, afschrikking en opsporing van fraude tegen ASML. 
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ASML past geen prioritering toe bij de geïdentificeerde risico's, aangezien ASML van 
mening is dat het selecteren van risico’s geen zin heeft, omdat alle genoemde risico’s van  
significant belang zijn. 
 
ASML heeft uitgebreide richtlijnen voor het opstellen van jaarverslagen. Deze richtlijnen zijn 
vooral gebaseerd op de geldende wet- en regelgeving. Voor het statutair jaarverslag volgt 
ASML de eisen van de Nederlandse wet-en regelgeving. Voor het jaarverslag over 
Form 20-F, past ASML de eisen toe van de US Securities and Exchange Act en bereidt de 
jaarrekening in overeenstemming met US GAAP voor.  
Bij de voorbereiding van financiële verslaggeving, rapporten, gelden interne procedures om 
volledigheid en juistheid te waarborgen als onderdeel van haar controles en procedures. 
 
Het Disclosure Committee, dat bestaat uit verschillende leden van het senior management, 
rapporteert aan en helpt de CEO en CFO in het onderhoud, toetsing en evaluatie van 
controles en procedures.  
 
De belangrijkste verantwoordelijkheid van het Disclosure Committee is naleving van de 
toepasselijke informatieverplichtingen door de beursnotering in de Verenigde Staten en het 
Nederlandse recht. De voorzitter van het Disclosure Committee rapporteert aan het Audit 
Committee en aan de CEO en CFO over onderwerpen zoals besproken in de Disclosure 
Committee vergaderingen. De Internal Control commissie bestaat uit onder andere drie leden 
van de Disclosure Committee en adviseert de CEO en de CFO over hun beoordeling van 
controles, procedures en interne controle van de financiële verslaggeving. De voorzitter van  
Internal Control rapporteert over de voortgang van de beoordeling aan het Audit Committee 
en aan de Raad van Bestuur.  
 
De Code of Conduct bevat regels en richtlijnen op het gebied van integriteit. De Code of 
Conduct, en indien van toepassing ingediende klachten, worden regelmatig besproken in de 
Audit Committee vergadering.  
 
De Raad van Commissarissen houdt toezicht op het beleid van de Raad van Bestuur en de 
algemene gang van zaken van ASML en adviseert de Raad van Bestuur in het uitvoeren van 
de volgende taken: 
• de realisatie van ASML’s doelstellingen; 
• de strategie van ASML en het beheer van risico's verbonden aan de activiteiten; 
• de structuur en werking van het interne risicobeheersings-en controlesystemen; 
• het proces van financiële verslaggeving; 
• naleving van de toepasselijke wet-en regelgeving; 
• de relatie met aandeelhouders en 
• de maatschappelijke aspecten die van belang zijn voor ASML. 
 
Belangrijke beslissingen van het management zoals strategie, belangrijke investeringen en 
begroting, behoeft de goedkeuring van de Raad van Commissarissen. De Raad van 
Commissarissen houdt ook toezicht op de structuur en het beheer van de interne controle en 
risicobeheer management systemen, en het proces van financiële verslaggeving.  
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Het Audit Committee charter wordt jaarlijks beoordeeld, om te controleren of het charter nog 
steeds voldoet aan de van toepassing zijnde wet-en regelgeving, die met name betrekking 
hebben op de Sarbanes-Oxley Act. 
 
De leden van het Audit Committee zijn onafhankelijk, niet-uitvoerende leden van de Raad 
van Commissarissen. Het Auditcomite vergadert minstens vier keer per jaar  voor de de 
publicatie van de kwartaal-en jaarcijfers.  
 
Tijden deze vergaderingen worden de interne controle en risicobeheersystemen, het testen 
van de interne controle van de financiële verslaggeving (in het kader van Section 404 van de 
Sarbanes-Oxley Act), en het toezicht op de naleving van de relevante wet-en regelgeving 
besproken. ASML voorziet het Audit Committee met alle relevante informatie om adequaat 
en efficiënt toezicht te kunnen houden op de voorbereiding en publicering van de financiële 
resultaten. Dit omvat onder andere informatie over de toepassing van de jaarrekeningen 
standaarden in Nederland, de keuze van de grondslagen voor financiële verslaggeving en het 
werk van interne en externe auditors.  
 
Wanneer de externe accountant onregelmatigheden constateert op de inhoud van de 
financiële rapportages is het Audit Commitee het eerste aanspreekpunt. In het algemeen zal 
de externe accountant aanwezig zijn bij vergaderingen van het Audit Committee.  
Het Audit Committeee nodigt de CEO, CFO, Corporate Controller en Chief Accountant uit 
voor haar vergaderingen waarbij tevens de interne accountant aanwezig is.  
 
ASML heeft uitgebreide interne procedures voor de voorbereiding en publicatie van 
jaarverslagen, jaarrekeningen, kwartaalcijfers, en andere financiële informatie. Deze interne 
procedures worden vaak besproken met het Audit Committee en de Raad van 
Commissarissen. Het Disclosure Committee staat de Raad van Bestuur bij in het toezicht op  
publicaties en zorgt voor naleving van de toepasselijke informatieverplichtingen uit hoofde 
van de Amerikaanse en Nederlandse wet- en regelgeving. Het Audit Committee beoordeelt 
en stemt in met het Audit Plan van de externe accountant voor de geplande audits tijdens het 
boekjaar. De beoordelingen zijn gebaseerd op de afgesproken procedures en worden 
goedgekeurd door het Audit Committee. De externe accountant ontvangt regelmatig 
informatie van het Audit Committee over de voortgang van de controles.  
 
De bevindingen van de externe accountant worden besproken in de Audit Committee 
vergaderingen. Het Audit Committee rapporteert over alle onderwerpen die besproken zijn 
met de externe accountant aan de Raad van Commissarissen. Dit is inclusief het verslag van 
de externe accountant met betrekking tot de accountantscontrole van de jaarrekening, 
alsmede de inhoud van de jaarrekening. In het audit rapport verwijst de externe accountant 
naar de financiële verslaggeving risico's en problemen die werden vastgesteld tijdens de 
audit, interne controle, en alle andere zaken in het kader van de Generally Accepted 
Accounting Principles in Nederland en in de Verenigde Staten. 
 
De Code of Conduct  ("Code") beschrijft de waarden die richting geven aan het werken voor 
ASML. De Code bevat geen gedetailleerde regels voor elke situatie die zich kan voordoen 
maar dient als richtlijn bij het dagelijks handelen. Deze Code dient als ondersteuning om 
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goede, ethische beslissingen te nemen in het belang van alle stakeholders van ASML. 
 
ASML streeft naar diversiteit in de werkomgeving met wederzijds respect met aandacht voor 
werknemers en sociale omgeving. De Code ziet onder meer toe op: 
 
1) Actief inzetten op naleving van de code van de Electronic Industry Citizenship Coalition 
of Conduct, die extra verplichtingen bevat voor ASML en leveranciers inzake arbeid, 
gezondheid, veiligheid en milieu. 
 
2) Dat ASML voldoet aan alle van toepassing zijnde wet-en regelgeving, die met name 
betrekking heeft op: mededinging / antitrust, handel met voorkennis en export compliance. 
 
ASML beschikt over “Principles of Ethical Business Conduct. Deze interne richtlijnen zijn 
op alle medewerkers wereldwijd van toepassing, evenals de Raad van Commissarissen en de 
Raad van Bestuur.  
 
De interne richtlijnen bevatten, onder andere, schriftelijke normen die zijn ontworpen om 
wangedrag te voorkomen en ter bevordering van: 
 
- Eerlijk en ethisch gedrag,  
- Volledige, eerlijke, accurate, tijdige en begrijpelijke informatieverstrekking in rapporten en 
documenten die ASML  indient bij de SEC en andere openbare publicaties door ASML; 
- Naleving van toepassing zijnde overheidsvoorschriften, wetten en regels; 
- Prompte interne rapportage van schendingen van interne richtlijnen inzake ethisch 
verantwoord zaken doen en 
- Verantwoordelijkheid voor de naleving van de richtlijnen. 
 
De interne audit functie vormt een van de belangrijkste elementen van risicomanagement en 
interne controle van de financiële verslaggeving zoals vereist op grond van de Nederlandse 
Corporate Governance Code en de Sarbanes-Oxley Act. De primaire rol van de interne audit 
functie was gericht op het bevorderen van de implementatie van een verbetert (intern) control 
framework. Om de onafhankelijkheid van deze functie te waarborgen  rapporteert de 
directeur interne audit aan de Raad van Bestuur en het Audit Committee. De externe 
accountant en het Audit Committee worden betrokken bij het opstellen van het auditplan en 
de reikwijdte van de interne auditor waarbij ook rekening wordt gehouden met de 
bevindingen van de interne accountant. 
 
De Raad van Bestuur is er verantwoordelijk voor dat ASML voldoet aan de 
toepasselijke wet-en regelgeving en het beheer van de interne en externe risico's verbonden 
aan de activiteiten. Het interne risicobeheersings-en controlesysteem van ASML is gebaseerd 
op het identificeren van externe en interne risicofactoren die van invloed kunnen zijn op de 
operationele en financiële doelstellingen van ASML en bevat een systeem van monitoring, 
rapportage en operationele evaluaties. 
 
ASML maakt gebruik van een formele risico management aanpak, bestaande uit een reeks 
risico's definities (Risk Universe), die worden besproken met het senior management tijdens 
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een jaarlijks terugkerende risico workshop. Op basis van deze risico beoordeling worden 
acties gestart om risicobeperking verder te verbeteren.  
 
 
In de jaarrekening van ASML is de volgende “In Control Statement” opgenomen: 
"Als Raad van Bestuur van ASML Holding NV verklaren wij hierbij dat wij 
verantwoordelijk zijn voor het ontwerp, de implementatie en werking van het interne 
risicobeheersings-en controlesystemen. Het doel van deze systemen is significante risico's 
adequaat en effectief te beheren waaraan de onderneming is blootgesteld. Dergelijke 
systemen kunnen nooit absolute zekerheid verschaffen met betrekking tot behalen van 
ondernemingsdoelstellingen, noch kunnen zij zorgen voor een absolute zekerheid dat 
materiële fouten, verliezen, fraude en schending van wet-en regelgeving niet optreden”. 
 
ASML dient SOX compliant te zijn vanwege de notering aan de Amerikaanse beurs. Bij het 
voldoen aan SOX vereisten zijn de lopende processen beschreven. Hieruit zijn risico’s naar 
voren gekomen en controles geïdentificeerd. Waar nodig zijn processen gestroomlijnd en 
aangepast. 
 
Dit is het uitgangspunt geweest van waaruit het TCF is opgesteld. De volgende fiscale 
processen zijn hierbij geïdentificeerd: LB, VpB, BTW, en invoerrechten (waarvan de sign off 
heeft plaatsgevonden). Geëvalueerde controles worden structureel beoordeeld als onderdeel 
van een continue proces. 
 
Een doelstelling cq taak van de taxafdeling is het mitigaten van risico’s. Hieronder valt niet 
de effectieve tax rate. De Tax rate is een resultante van de feiten. Tot de taak van de de tax 
afdeling behoort wel de voorspelbaarheid van tax rate door zogenoemde Advanced Pricing 
Agreements.  
 
Vertrouwen komt te voet en gaat te paard. Het vertrouwen is gebaseerd op de personen bij de 
Belastingdienst. Zij hebben het vertrouwen aan ASML gegeven. Op haar beurt heeft ASML 
vertrouwen in de personen bij de belastingdienst. Vertrouwen is sterk afhankelijk van de 
persoon.  
Het wederzijds vertrouwen bestond reeds voor ondertekening van het convenant voor 
horizontaal toezicht dat ondertekend is door de heer Wennink (CFO en boardmember) zodat 
“tone at the top” gewaarborgd is. Communicatie was en is nog steeds open en transparant. 
Op het punt van vertrouwen is er geen sprake van een noemenswaardige ontwikkeling voor 
en na het ondertekenen van het convenant. 
 
ASML wil het vertrouwen met de belastingdienst niet beschamen hiertoe verzorgt ASML 
zelf een aantal extra controles op het proces. Zij vinden dit een een goede tijdsinvestering 
aangezien zij “in control” willen zijn . De belastingdienst en de externe accountantsdienst 
doen een stapje terug. Dit zou moeten leiden tot minder controles.  
Vervolgens wordt de belastingdienst uitgenodigd om een beeld te vormen over de 
procesbeschrijvingen inclusief de controlemaatregelen. Daarnaast kunnen zij toetsen of delen 
van het proces feitelijk lopen zoals ze zijn beschreven.  
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Er wordt veel tijd en energie gestoken om transparantie te laten blijken om te voorkomen dat 
wantrouwen ontstaat door miscommunicatie. Vanuit ASML vindt er op regelmatige basis 
terugkoppeling plaats naar de fiscus of zij het gevoel hebben overal voldoende van op de 
hoogte te worden gehouden. 
 
Mogelijke discussie punten worden in een vroeg stadium gemeld aan de fiscus om open en 
transparant te communiceren. Wanneer er een volledig beeld over de feiten bestaat en een 
mening is gevormd over standpuntbepaling worden alle feiten gedeeld met de fiscus.  
 
Het doel en streven is om er gezamelijk uit te komen waarbij ASML niet louter en alleen 
naar de letter van de wet kijkt maar zeker ook naar doel en strekking zoals de wetgever die 
bedoeld heeft. De mogelijkheid tot agree to disagree bestaat waarbij een rechtsgang tot de 
mogelijkheden behoort hoewel getracht wordt dit te vermijden gezien het langdradig en 
tijdrovende aspect. 
 
Compliance bij ASML is meer dan louter en alleen voldoen aan wet- en regelgeving zoals uit 
de hierboven beschreven codes.  
