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Resumo: No âmbito da PráUca de Ensino Supervisionada no 1.0 CEB foi realizada urna
investigação qualitativa corn o objetivo de consciencializar as alunos para Os perigos na
utilizaçäo cia internet. Foram implernentadas atividades onde, para além dos conteUdos
explorados, foram transmitidos as principais cuidados para urna navegaçâo segura na
internet. Na investigação forarn tambem envolvidos as pais e Os professores do
agrupamento de escolas do 1.° CEB no sentido de recolher opiniOes acerca cia
importncia da utilizaçâo segura cia internet em contexto educativa. Dos resultados
obtidas, foi possivel verificar-se que as professores ainda não dominam aspetos
importantes na utilização segura da internet e o facto de muitos pais näo terem
consciéncia e conhecimento das utilizaçOes que as respetivos fllhos fazem na internet.
A utilizaçaa segura da internet, na investigação realizada, permitiu vir a esclarecer
dUvidas e a promover condiçOes para futuras utilizaçOes mais seguras em contexto
educativo.
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Abstract: Under the Supervised Teaching Practice in the 1st CEB qualitative research
was conducted in order to raise awareness arnong students of the dangers in using the
internet. Activities were implemented where, in addition to the content explored, the
main care for safe navigation on the Internet were transmitted. In the investigation were
also involved parents and teachers of the 1st CEB school cluster in order to gather
opinions about the importance of safe Internet use in educational context. From the
results, we found that teachers have not mastered aspects important in safe use of the
Internet and the fact that many parents do not have awareness and knowledge of the
uses that the respective children do on the internet. The safe use of the internet. that
investigation allowed to come to answer qvestions and to promote conditions for future
safer use in an educational context.
Keywords: Supervised Teaching Practice, 1.0 CEB, Safe Internet, CT.
Introducao
Nos Ultirnos 20 anos, desde que surgiram as tecnologias de informaçào, houve urna
reorganização no modo coma as pessoas vivern, comunicam e aprendern. Essas
alteraçOes permitirarn novos hãbitos e novas prãticas associadas corn as novas
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geraçöes (Simoes e Gouveia, 2009). Devido a rapida adesao da internet por parte das
crianças, existiu a necessidade de sensibilizar Os pais e educadores dos riscos que as
mesmas corrern aos navegarem na Internet. E a partir desta realidade que surgem
inicitiavas como a e-seguranca, depadamentos governarnentais, institutos de
investigaçäo e firmas de software que apresentarn toda a informaçáo necessãria sobre
os perigos que as crianças correm ao navegarern na internet, bern como soluçoes que
podern mitigar esses mesmos perigos (Whitby, 2012). A presente investigaçao teve
como objetivo colaborar para o conhecirnento sobre as potencialidades e os riscos que
as criancas corrern ao navegar na Internet sern que tenham cuidados Cu precauçöes
adequadas.
As TIC em contexto Educativo
Durante muitos anos a sociedade tern vindo a adaptar-se as tecnologias, assumindo
diferentes questOes sociais, econôrnicas, culturais e politicas. As TIC tern sido
associadas a algurnas das mais significativas rnudanças ocorridas na sociedade a
padir do século XX. A irnplementaçào de estratégias para a introduçao do uso das TIC
nas escolas ern Portugal tern sido discutidas nas Ultirnas duas decadas. E 80 longo
dos anos 80 e 90 que houve urna progressiva instalaçao e utilizaçao curricular das
TIC, pois esta passou a ser entendida corno recurso e corno urn ambiente de trabalho
(Vieira, 2005). As tecnologias devem ser usadas pelos professores e alunos de forma
Iivre e criativa na realizaçao das atividades. Esta perspetiva pode possibilitar ao aluno
diferentes aprendizagens devido ao seu maior envolvirnento na utilizaçao das TIC. A
utilização das TIC, conic ferramenta, pode ser utilizada corno auxilio para atividades
de projeto, investigagão, cornunicação ou, sirnplesrnente, para uma sirnples
aprendizagem através da vtilizaçao de software e de programas adequados. As TIC
podern contribuir para a rnudança da escola e 0 seu papel na sociedade, passando
esta a ser urn lugar de exploraçao de culturas, de realizaçao de projetos, de
investigaçäo e de debate (Ponte, 2000).
As TIC podern ser consideradas ern duas vertentes: contexto pessoal e contexto
educativo. No que diz respeito ao contexto pessoal, as vantagens dos computadores
sentern-se corn o ganho de ternpo na execuçäo de tarefas e a cornputador pode vir a
possibilitar e facilitar a execução destas tarefas pela troca de saberes e experiencias
que estas tecnologias proporcionarn. No contexto educativo, deve-se referir a
interacäo diferenciada que ocorre entre os professores e alunos quando e utilizado urn
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software especifico, pesquisa online (sob a orientação do professor), cornunicação P01
e-mail para retirar dUvidas ou ate mesmo no envio de trabalhos de casa (Paiva et al,
2002). No atual contexto, a utilizaçáo da internet tern vindo a ser realizada quer por
professores quer por alunos. No entanto, são conhecidos Os perigos que a utilização
da internet pode trazer se não forern tidos os cuidados necessários. A titulo de
exernplo, perspetivando-se a sua utilizaçao ern contexto educativo, ha uma
necessidade para promover a forrnaçao de professores nesta area especifica.
As Crianças e a Internet
Atualmente, a Internet é uma presença inevitavel na vida das crianças, estas fazem
parte da sociedade da informaçao. Este rneio de cornunicação depressa se afirrnou
como urn sistema de enorme cornplexidade técnica e social, fazendo pane deste
universo recente rnilhoes de redes e computadores (Candeias, 2008). Neste universo
de redes e cornputadores fazern parte Os nativos digitais que utilizarn Cada vez rnais a
Internet, No que respeita a dados mundiais, os nativos digitais ocuparn cerca de 56%,
que equivale a 648 rnilhOes da populaçao. Podernos concluir que os nativos digitais
constituern o seu próprio grupo social, formando urn “rnundo a parte” e influenciando
cada vez rnais a sociedade que os rodeia. Os professores são rnais conhecidos 01
“irnigrantes digitais”. Esta tipologia foi dada aos professores, devido ao facto dos
rnesrnos não terern nascido no rnundo da ((Era Digitab, ao contrário dos nativos
digitais, que “respiram” a tecnologia desde tenra idade, esta e urna grande diferença
que se observa entre os nativos e irnigrantes (Prensky, 2001). Do rnesrno rnodo,
Candeias (2008), refere que atualmente e urn facto que o nUrnero de crianças e
adolescentes que utilizam o cornputador e a Internet tern vindo a aurnentar
freneticarnente nos ultirnos anos. Para as crianças, estar online é urns condição de
integração social e, posteriorrnente, o seu sucesso entre Os seus pares. Assirn, a
televisão ou a radio foram excluidos pelas crianças sendo a Internet a mais requisitada
entre os diferentes meios de cornunicação.
Perigos na Internet
Se o leque de oportunidades é amplo, o mesrno acontece corn os perigos. IDe facto, se
ha alguns anos o espaço püblico conternporâneo começou a ser associado a urn
espaço inseguro e de risco para as crianças, essa arneaça começa agora a desviar-se
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para a ciberespaço fl) urn sitio contemporáneo de ansiedade” (Vieira, 2005, 32). Os
riscos online a que as chanças estäo sujeitas, levantam grandes dilemas aos pals,
sabretudo quando as plataformas de acesso a Internet se multiplicarn, as seiviços e
conteUdos disponiveis não param de se expandir. Neste sentido passa-se a
apresentar a figura 1, onde se destacarn Os principais perigos na utilizaçao da Internet,
de acordo corn Livingstone (2003) e Santos & Manteigas (2010).
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Figura 2 Tecnologias e seMços disponibilizados pela Internet que são utilizados pelas chances (Adaptado
de Santos e Manteigas 2010 e Livingstone, 2003)
Para Martins e Pinto (2008) Os perigos que gerarn malor preocupação são os que tern
urna natureza social, ou seja, são aqueles que tern rnaior impacto na vida social e
ernocional das crianças. De acordo corn a opinião de Ponte e Vieira (2007) ate ao
inicio de 2007, forarn identificados e analisados 235 estudos, realizados entre 2000 e
2006, sobre as questöes relacionadas corn os riscos online. 0 projeto EU Kids Online,
refere que Portugal foi urn dos paises corn rnais baixa incidencia declarada de risco
entre Os paises estudados: apenas 7% das crianças inquiridas referiu ter ficado
incornodado par urn ou rnais riscos abordados, contra urna rnédia europeia de 12%.
Jorge et al. (2012), referern que a rnaioria das crianças afirmararn não terern tido
qualquer experiência perturbadora online, parecendo sentirern-se confortàveis ern
atividades na Internet. De acordo corn a figura 1 apresentada anteriorrnente, serão
agora analisados os vários tipos de riscos online: a) Fishing: De acordo corn a
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informaçao disponibilizada no site da Internet Segura “phishing” (trocadilho corn
fishing, ou ir a pesca, consiste em utilizar metodos pare que o cibernauta revele Os
seus dados pessoais e canfidenciais. 0 phishing e uma “vigadce” que utilize SPAM ou
mensagens de pop-up pare as pessoas revelarern os seus nUrneros pessoais do
cartão de credito, informaçOes bencáries, nUmeros de segurança social, passwords ou
outro tipo de informaçao confidencial. b) Aliciarnento: 0 aliciarnento, e uma conduta de
urn suspeito de pedofilia que de a urna pessoa racional motivos de preocupaçào de
quelquer encontro pessoal Corn urns criança, derivado dessa conduta, se pode
destinar a fins ilicitos. c) Pornogretia infantil: A pornografie infantil online constitui
tambern uma forma rentãvel de exploracäo de crianças e adolescentes, incentivando a
prostituição infantil corn fotos, DVDs e videos, rnostrando nus de adolescentes em
poses de indole sexual e erotica, ainda neste contexto, a conduta criminosa des
pessoas que trabalharn as redes internacionais de pornografia infantil consiste, entre
outras, em enganar e seduzir familias que deixern as filhos posarem pare fotos
pseudoartisticas (Santos e rnanteigas, 2010). d) Cyberbulling: De acordo corn o site da
Internet Segura a expressãa cyberbullying 0 urns palavra composta par “cyber” diz
respeito so uso des novas tecnologias de comunicaçao (correio eletrOnico, telernOveis)
e o bullying relativo so fenOmeno dos meus- tratos por parte de “rufiäo” (bully) ou
grupo de ruUOes. 0 cyberbullying pare Santos e Manteigas (2010), verifica-se quando
uma crianca ou adolescente, que se esconde atrás do anonimato da Internet, provoce,
intimida, ameaga, atormenta, irnportuna ou arnedronte outra criança ou adolescente.
Em Portugal, a cyberbullying não e cansiderado urn crirne, mas as atividades que
constituern a cyberbullyng permitem que sejarn tornadas medidas legais (Whitby,
2012). Os predadores sexuais são normalmente do sexo masculino e de meia- idade e
pertencem a todas as Classes sociais, norrnalrnente sabem manusear bern as
tecnologias de informaçao e comunicação navegando em fOruns, sales de
canversação, Instant Messaging, blogues e sitios de relacionamento social. As
crianças que se encontrarn mais vulneréveis as açOes dos predadores sexuals são
aquelas qua tern problernas, estão desinformadas des açöes deste tipo de predadores,
estao a explorer a sua sexualidade e que tentarn afastar-se do controlo dos pais,
procurando novos relacionamentos fora do ãmbito familiar (Santos e Manteigas, 2010).
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Orientaçoes e propostas de segurança
Para Santos e Manteigas (2010), muitos pais e educadores par desconhecirnento
acerca do funcionamento da Internet e pela falta de controlo sabre a mesma, não tern
capacidade de supervisionar e acompanhar as suas crianças que utilizam este melo
através de tecnologias rnOveis ou por urna ligação fixa. Ainda de acordo corn Santos e
Manteigas (2010), existem estratégias de rnediaçao adotadas pelos pais relativamente
as atividades online dos flihos, que se passam a enunciar: a) Mediaçao ativa dos usos
da Internet em geral: a presença dos pals junta das crianças e jovens, quer seja
através da simples proximidade fisica, quer seja através da partllha das rnesrnas
atividades (co-utilizando o cornputador); b) Mediação ativa dos usos seguros da
Internet: ter ern conta a forrna corno antes, durante e depois, Os pals tentarn gular os
flihos através do uso seguro da internet, ajudando-os em caso de dificuldade ou
discutindo o que estes devern fazer nurna situação de risco; c) Restriçao ativa: definir
regras explicitas que restrinjarn as usos das crianças e jovens que dizem respeito as
aplicaçoes (ou tipos de software) particulares; d) Monitorização: os pals devern
confirmar ‘a posteriori” a utilizaçao que os seus flihos fizerarn da internet, consultando
para isso o histOrico das atividades realizadas; e) Mediaçao técnica: os pals utilizarn
software de controlo, para filtrar, restringir ou rnonitorizar a uso da Internet e problemas
relativos a segurança online.
Na opinião de Santos e Manteigas (2010), existern várias forrnas de monitorizar as
atividades que as crianças realizam na Internet. Uma delas é a aplicação de urn
software desenvolvido para controlar as atividades que fazem online. No entanto, na
maior parte das vezes, não sabern que software existe para esse efeito, nem o sabern
utilizar. Para o efeito, passa-se a referir algumas destas ferramentas digitais: Sisternas
operativos (Estes sisternas tern diversas opgöes e politicas que podern ser
configuradas de rnodo a conferir rnais segurança quer na utilização do cornputador,
quer no acesso a Internet); Filtros de conteüdo (São softwares que tOrn uma base de
dados de palavras ou categodas de palavras, tais coma sexo, masturbaçao, pedofllla,
álcool, drogas, violencia, racisrno, jogos, entre outras. Quando estas palavras são
pesquisadas no motor de busca nao e retornado nenhurn resultado); Firewall
(Software que monitoriza e Ultra o acesso ao trafego de dados entre o computador e a
Internet, Impede que os utilizadores nao autorizados tenharn acesso, através da
Internet ao cornputador); Browser (Software tern opcoes de conflguração de acordo
corn aspetos de segurança que permitern: bloquear ou condicionar a acesso a
determinados sitios da Internet, registando as sitios e conteüdos consultados);
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Bloqueador (E urn software que mantern urna base de dados de sitios proibidos e que,
nao podern ser acedidos pelos motores de busca); Keylogger (E urn tipo de software
que depois de instalado permite monitorizar as teclas que são premidas e capturar
ecrãs, guardando esses dados no computador).
Metodologia da investigação
A investigação foi qualitativa nurn ambito de investigaçao-açao no ãmbito da Prãtica
de Ensino Supervisionada. Nesta investigação o objetivo fol analisar se a internet é
segura para Crianças do 1.0 CEB e quals as melhores propostas ou estrategias para
meihorar essa segurança. Para o efeito, reCorreu-se a entrevista sernidiretiva, a
aplicação de questionãrios e a observaçao, a firn de se poderern recoiher opiniöes e
dados que pudessern sustentar a intervengão. A investigação teve urna orientação
naturalista e interpretativa, visto que ocorreu no contexto natural (sala de aula de urna
turma do 2 0 ano Ensino Básico) do fenomeno analisado (as potencialidades e riscos
da internet) e pretendeu urna anälise interpretativa da experiencia dos participantes
(professores, alunos e pals).
A questão problerna que se pretendeu investigar fol a seguinte: c<Sera a internet
segura para as crianças do 1.° ciclo? Quais Os proCedirnentos preventivos mais
adequados para meihorar essa segurança?>> Para o efeito, passarn-se a apresentar Os
objetivos e a questão de investigação que norteararn a intervenção: 1. Conhecer Os
padroes de conduta nas pesquisas efetuadas na internet pelas crianças e pelos pals.
2. Identificar as principals ameaças na utilizaçao da internet por parte das crianças,
pals e professores. 3. Recolher a opinião de crianças, pals e professores relativamente
a segurança da Internet fora e dentro da sala de aula. 4. Propor possiveis soluçOes
para dirninuir o impacto das ameaças e prornover a divulgaçao das rnesrnas. 5.
Desenvolver estratégias seguras nas atividades relacionadas corn Internet ern
contexto educativo. Para o efeito, na presente investigagão, considerando os objetivos,
as notas de campo, as observaçOes, o inquêrito por questionario e a entrevista
semiestruturada forarn consideradas os instrurnentos rnais irnportantes de recolha de
dados. A entrevista semiestruturada foi realizada as quatro professoras titulares da
escola, incluindo a professora cooperante. Os inquéritos por questionario forarn
aplicados aos 20 alunos da turma do 2.° A do 1.°CEB de rnodo a recoiher opinioes e
inforrnaçOes sobre a utilizaçao da Internet, os seus riscos e perigos. E tarnbern
importante referir, que as reflexOes realizadas no final da aula juntarnente corn a
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professora cooperante e o ‘par pedagagico” ajudaram a tirar a conclusOes sobre as
atividades propostas.
Apresentacão, analise e tratamento dos dados
a. SessOes de intervenção
A implementaçao das quatro sessöes de intervenção permitiram retirar várias
conclusoes, De urna forma positiva, verWicou-se que a turma em estudo estava
predisposta e interessada para aprender mais e mais. S no que concerne as TIC, no
geral, Os alunos mostrararn muito interesse pelas tecnologias facilitando assirn a
transrnissão de inforrnaçao. Outro aspeto positivo nestas sessöes de intervençào foi a
caoperaçào e o sentido de entreajuda que a turma demonstrou. A professora
cooperante e a “par pedagOgico” foram pilares importantes para que todo este
processo fosse concluido Corn sucesso. Tarnbérn foi gratificante poder-se observar o
senUdo de responsabilidade que as alunos tiverarn ao utilizar a Internet de uma forrna
consciente. Coma aspeto negativo ou urna proposta que poderá ser melhorada ern
investigaçOes futuras era a facto de cada aluno ter urn computador porque tens
enniquecido e aprofundado as sessöes devida a urn malor envolvirnento ativa par parte
de cada aluno. No entanto, rnesrna corn o canstrangirnento de existirem pouco
cornputadores, foram criadas condiçoes para que todos os alunos utilizassem 0
computador.
b. Questionarios
Na turma A do 2.° ano, todos os alunos possulam acesso a Internet em casa. Hoje em
dia, para alern de ser quase “obrigatáho” existir urn computador em casa, é tarnbern
cada vez rnais necessário ter a passibilidade de nos Iigarrnos ac mundo através da
Internet. Urn dado bastante interessante e a facto de que 65% da nossa arnostra já
conseguir aceder a Internet de forrna autônoma. Alern das crianças de hoje ern dia
possuirern cornputadores, terem acesso a Internet e acederern a mesrna, tern tarnbem
a conhecirnento necessário para là a fazerern sern a ajuda de adultos. Da turrna
analisada apenas 60% possula qualquer conta numa rede social. Urn dos perigos
associadas as redes socials é falar corn pessoas que não sào nossas conhecidas,
dado que essas pessoas podem ser haquers ou pedOfilos. E, portanto, preocupante
saber que duas das vinte crianças inquiridas tern arnigos virtuais que nunca virarn na
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vida real. Apenas 70% das crianças da turma se sentiam seguras so navegar na
internet. E de realçar que crianças tao jovens ja conseguem identificar qua a internet
pode não ser urn lugar tao seguro corno aparenta ser. Todas as crianças gostararn de
utilizar a internet na sala de aula, ficando provado qua a internet, se barn aproveitada,
poderã ser uma ferramenta rnuito ütil para motivar as Crianças a adquirirem
conhecimento essencial no ãrnbito das suas aprendizagens. Os dados recoihidos
mostram que 94% dos pais sabem que Os seus filhos utilizam a internet em casa. Mais
urna vez, pela resposta dos pais, existe uma criança que usa o cornputador mas que
não utiliza a internet. Comparando corn as respostas das crianças, todas elas
afirmaram usar a internet em casa. Uma vez rnais, se veriflcou nao haver coerência
entre pals e fllhos. Em relaçáo as redes sociais, quatro pals indicam que o seu filho
utiliza o Facebook, urn menciona que o seu fllho utiliza o Youtube e onze afirrnam que
Os seus fllhos não utilizam qualquer rede social. Mais uma vez, apercebe-se que 0
desconhecirnento dos pais em relação aos sitios frequentados na internet pelos flihos
é significativo. Isto porque dez crianças afirmarn ter conta no Facebook e outras
crianças tern conta noutras redes socials e apenas oito crianças dizern não ter
qualquer conta nurna rede social, dados que nao correspondern 80 que ê afirmado
pelos pals. Quanto as fontes de informaçao/ferrarnentas que conhecern em terrnos de
segurança na internet, oito pais rnencionaram o site Disney.pUphineaseferb, seis o site
do “clube penguin”, cinco o site da “Seguranet”, quatro o site da “Internetsegura” e trés
a aplicação Magic Desktop. Todos os pais afirmaram que o seu fllho não fala corn
ninguérn pela Internet que não conheça pessoalmente. Dado a sensibilidade desta
questão, é preocupante confirmar que apesar de duas crianças terern adrnitido que
falam corn desconhecidos, nenhum pal está ao corrente de tal situação. A opinião
acerca de se as crianças devem usar a internet nas aulas náo foi unánime dado que
65% concords corn a utilizaçao da internet e 35% näo concorda.
c. Entrevistas
As professoras concordam que as escolas deveriarn estar meihor equipadas para dar
respostas aos alunos no que respeita a recursos informaticos. As professoras afirrnam
ainda que a existência da internet proporciona SOS alunos novas experiências e
diferentes aprendizagens. Por outro lado, quando se coloca a questao de implernentar
as TIC nas metas e no programa do 1.° CEB, as professoras acharn desnecessário a
sua implementaçao. 0 argumento associado a esta opinião é a facto de que já existern
muitas metas ao nivel das outras areas. Neste sentido, estas professoras são da
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opiniao qua as TIC correspondem a uma area a parte”, devendo as mesmas serem
prornovidas e utuizadas no árnbito das AEC. No entanto, as docentes mostrararn
preocupação em adquirirem major conhecimento e formaçao nests area, manifestando
interesse em frequentar açães de formação que Ihes permitam a sus melhor
integração numa sociedade digital. A entrevoista realizada a urna professora
especialista em seguranca na internet, vem afirmar que existem mais vantagens do
que desvantagens. A internet, no seu entender, faz parte da vida das crianças e Os
alunos tem uma vasta garna de dispositivos corn Iigacao a Internet de que podern
usufruir, dentro e fora da sala de aula. A escola deixa assim de ter muros e paredes
perrnitindo as chanças trabalharern corn as mesmas realidades corn que trabalham
fora da escola. A especialista refere que, em relaçao as desvantagens, por vezes,
existe 0 receio de as alunos quando tern urna atividade por realizar, estes não a
conclua porque estão a navegar na internet (Facebook). Como foi referenciado pela
entrevistada, as crianças são nativos digitais e, par vezes tern dificuldades em
saberern diferenciar a mundo real do mundo virtual, achando que se podem cornportar
da mesma rnaneira no rnundo real corno se cornportam no mundo online. De acordo
corn os riscos mencionados pela especialista forarn mais evidenciados: bulliyng e as
predadores sexuais. Naiguns cujas as crianças tern urn cornportamento agressivo
derivado aos jogos virtuais, vivéncias e televisáa fazendo corn se exponharn a
situacOes de perigo (predadores sexusis).
Conclusaes
Os resultados desta investigação, atraves da realizaçao do questionãrio as crianças e
da elaboraçao de atividades em contexto sala de aula, perrnitern concluir que as
crianças ainda não possuem urn conhecimento suficiente para estarem
cornpletarnente a vontade para realizararn pesquisas de forma autónorna na Internet.
No entanto, as rnesrnas admitem tarnbérn que a ajuda da professora é essencial na
tarefa online. Tendo em consideraçao as respostas dos inquiridos, consegue-se
averiguar quais as principais arneaças na utilizaçao da internet: bullying, pedofilia e
roubo. Pelos dados recolhidos, pode-se inferir que Os pais não se sentem seguros
quando as seus flihos navegam na Internet, so invés das chanças que aflrrnam saber
que estão seguras, apesar de se sentir que nào estäo rnuito conscientes dos reais
riscos. Coma tal e fundarnental existir urn acompanhamento de adultos (pais e
professores) quando as crianças se encontrarn a navegar na internet. A
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implernentaçao de estrategias seguras nas atividades relaCionadas Corn internet em
contexto educauvo fol outro objetivo atingido. E crucial informar as crianças acerca dos
perigos que correm quando utilizam a Internet. A realizaçao de atividades que
envolveram pesquisa online, come acompanhamento da professora ou de urn
responsável tambErn é urn aspeto importante. As crianças ganharn confiança e
conhecirnento pars poderern usufruir do potencial da internet de forrna segura.
Ac chegar ac final da investigaçâo, pode-se concluir que pode ter contribuido pars
urns melhor tornada de consciéncia em relaçäo a urna utilizaçào mais segura da
internet. Contudo, sente-se que e necessário fazer mais, envolvendo pals e
professores, pars que ambos possam ser capazes de ajudar as crianças a utilizar a
internet de uma forma mais segura de forma a poder incluir nas práticas docentes, em
contexto de sala de aula, uma ferramenta tao poderosa e corn tantas possibilidades,
no sentido de porder tornar o processo de ensino e de aprendizagem mais interativo,
mais colaborativo e corn urna rnaior qualidade.
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