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Abstrak
Teknologi Informasi memberikan kemudahan bagi penggunanya untuk melakukan pertukaran
data dengan berbagai media. Telepon genggam yang sudah umum dipakai, menjadi salah satu
pilihan untuk menjadi media pertukaran data. Multimedia Message Service (MMS) adalah salah
satu aplikasi pada telepon genggam yang dapat mengirimkan file berupa gambar, audio, video
dan tentu saja teks.
Dalam implementasinya, ada saatnya MMS yang ingin dikirim oleh pengguna, membutuhkan
keamanan yang dapat membatasi jumlah pengguna untuk membacanya, sehingga MMS tersebut
tidak dapat dibaca oleh pengguna lain yang tidak memiliki wewenang. Kriptografi adalah salah
satu solusi untuk membatasi wewenang tersebut, dengan aplikasi kriptografi yang ditanamkan di
telepon genggam, maka pengguna dapat memastikan MMS yang ingin dikirim tak dapat dibaca
oleh orang lain kecuali pengguna yang diijinkan.
Enhanced Chaotic Key Based Algorithm (ECKBA) adalah salah satu metode kriptografi yang
memakai sistem chaotic yang mengacak gambar sehingga benar-benar tidak dapat dilihat lagi
aslinya. ECKBA juga tidak membutuhkan resource yang banyak, sehingga cocok untuk diterapkan
pada telepon ganggam yang memiliki memory yang terbatas.
Dari penelitian ini dihasilkan bahwa algoritma ECKBA yang diimplementasikan di telepon
genggam hanya membutuhkan 0,1 % dari keseluruhan memory telepon genggam. Gambar yang
dienkripsi benar-benar tidak dapat dilihat lagi aslinya, namun saat didekripsi menampilkan
gambar awal yang hampir sama berdasarkan histogramnya.
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Abstract
Information Technology gives an easy way for the user to transfer data with every media. Mobile
Cellular has been generally used become one of choice to transfer data media. Multimedia
Message Service (MMS) is one of application on mobile cellular that sending file such as image,
audio, video and text
Transfer data have advantage and disadvantaged, the benefit that we get must do balancing with
a good without miss quality of data sending. And Cryptography becomes one of solution to secure
data in other that cannot be read by anyone without the intended person. So the security side only
for the certain people
Using cryptography on mobile cellular beside must attention a security side, it must attention a
memory required on mobile cellular that can influence the response time on mobile cellular on
one application. On this Final Project, Enhanced Chaotic Key Based Algorithm (ECKBA) that
implemented on mobile cellular needed a low memory, a response time and not miss the quality of
image that process
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1.1 Latar Belakang 
Seiring dengan berkembangnya teknologi informasi, kemudahan yang menjadi 
andalan masyarakat saat ini seperti komputer dan perangkat seluler menjadi sebuah 
perpaduan yang sangat berguna dalam kehidupan berinteraksi. Kemudahan itu tentunya 
timbul dari kebutuhan dan perubahan pola hidup yang pada akhirnya akan mengubah 
pola masyarakat dalam berkomunikasi. 
Salah satu dampak yang lahir dari perpaduan itu adalah teknologi seluler yang 
dengan kemudahannya, kita dapat bertukar pesan dalam bentuk apapun. Short Message 
Service (SMS) adalah aplikasi yang sudah umum dipakai saat ini, dan Multimedia 
Message Service (MMS) menjadi pengembangan yang sangat inovatif karena 
memudahkan pengguna perangkat seluler dalam bertukar pesan dengan berbagai 
bentuk file. 
Dalam implementasinya, ada saatnya MMS yang ingin dikirim oleh pengguna, 
membutuhkan keamanan yang dapat membatasi jumlah pengguna untuk membacanya, 
sehingga MMS tesebut tidak dapat dibaca oleh pengguna lain yang tidak memiliki 
wewenang. Kriptografi adalah salah satu solusi untuk membatasi wewenang tersebut, 
dengan aplikasi kriptografi yang ditanamkan di telepon genggam, maka pengguna 
dapat memastikan MMS yang ingin dikirim tak dapat dibaca oleh orang lain kecuali 
pengguna yang diijinkan. 
Kriptografi menjadi salah satu solusi terbaik untuk saat ini menyangkut dengan 
keamanan data dan informasi. Penggunaan kriptografi itu sendiri dalam teknologi 
seluler saat ini belum begitu lazim, karena terbatas dengan algoritma dan platform yang 
dipakai dalam teknologi seluler tersebut. 
Dalam tugas akhir ini penyusun memadukan algoritma kriptografi ECKBA 
(Enhanced 1-D Chaotic-key based Algorithm) dengan platform J2ME dan 
diimplementasikan pada telepon genggam untuk mengirimkan pesan berupa MMS 
yang dalam hal ini dikhususkan untuk file berupa Gambar. Dengan perpaduan ini 
diharapkan pengiriman data dari Mobile Seluler berupa MMS dapat lebih aman dan 
terjamin integritasnya dengan tidak mengurangi kualitas waktu pengirimannya. 
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1.2 Perumusan Masalah 
 
Berdasarkan latar belakang yang telah dikemukakan di atas, dapat dirumuskan 
masalah yang ingin diteliti sebagai berikut: 
• Memastikan informasi gambar yang dikirim pada MMS tidak mengalami 
modifikasi dan kompresi sebagai syarat integrity dalam kriptografi. 
• Memastikan gambar yang ingin dikirim dengan MMS tidak dapat dibaca oleh 
orang lain kecuali pengirim dan penerima yang diberikan ijin sebagai syarat 
confidentiality 
• Memastikan gambar yang ingin dikirim melalui MMS adalah benar berasal dari 
pengirim dan benar sampai ke tujuan sebagai syarat authentication 
• Mengananalisa algoritma ECKBA yang diimplementasikan dengan kecepatan 
proses enkripsi dan dekripsi, pemakaian memori pada prosesnya, dan integritas 
data yang dienkripsi 
• Memastikan mekanisme dan akses terhadap MMS terbatas hanya untuk 
pengguna yang diijinkan 
 
Perumusan masalah diatas, akan dibatasi oleh beberapa kondisi untuk 
menetapkan ruang lingkup kerja dan membuat sebuah batasan penelitian agar dapat 
memfokuskan diri pada pengerjaan. Batasan tersebut yaitu: 
• Data yang dikirim berupa gambar bertipe PNG 
• Aplikasi menggunakan J2ME, oleh karena itu diasumsikan telepon genggam 
yang Java enable dan memiliki fasilitas aplikasi MMS. 
• Tidak menangani masalah yang terjadi pada sisi tranmisi 
 
1.3 Tujuan Pembahasan 
 Penelitian ini bertujuan untuk: 
• Mengimplementasikan algoritma ECKBA pada aplikasi MMS dalam telepon 
genggam 
• Menganalisa algoritma berdasarkan kecepatan proses enkripsi dan dekripsi, 
pemakaian memori dan integritas data yang dienkripsi 
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1.4 Metodologi Penyelesaian 
 Metodologi dalam penelitian ini sebagai berikut: 
• Mengumpulkan data melalui studi literatur dari buku-buku referensi dan jurnal 
yang terkait.  
• Merancang dan mengimplementasikannya dengan menggunakan software 
J2ME Wireless Toolkit 2.2 untuk aplikasi MMS.  
• Mengaplikasikannya pada perangkat telepon genggam Nokia 3230 berbasisi 
Java atau simulasinya dengan Emulator J2ME Wireless Toolkit 
• Menganalisis kemampuan algoritma untuk keamanan data dan kemampuan 
telepon genggam dalam mengimplementasikannya 
• Melakukan pengujian terhadapat waktu respon, pemakaian memori dan 
integritas data yang diproses 
 
1.5 Sistematika Penulisan 
BAB I PENDAHULUAN 
Berisi latar belakang, perumusan masalah, tujuan pembahasan, 
batasan masalah, metodologi penyelesaian masalah dan 
sistematika penulisan. 
BAB II LANDASAN TEORI  
Berisi penjelasan umum tentang landasan teori yang berkaitan 
dengan penyusunan tugas akhir. 
BAB III ANALISIS DAN DESAIN 
Berisi analisis sistem yang akan dikembangkan mencakup 
analisa kebutuhan sistem, perancangan dan desain sistem. 
BAB IV IMPLEMENTASI DAN PENGUJIAN 
Mengimplementasikan sistem dengan memperhatikan analisa 
kebutuhan sistem, perancangan dan desain sistem, serta 
melakukan pengujian fungsional dan performansi sistem. 
BAB V KESIMPULAN DAN SARAN 
Diuraikan kesimpulan  dan saran yang didapat dari hasil 
pengembangan     sistem. 
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5. Kesimpulan dan Saran 
5.1 Kesimpulan 
  Beberapa kesimpulan yang dapat diambil adalah sebagai berikut : 
1. Dalam pengimplementasiannya, Algoritma ECKBA untuk mengekripsi 
gambar memerlukan memory yang relatif kecil yaitu sebesar 0,1 % dari 
kapasitas memory telepon genggam  
2. Algoritma ECKBA memiliki kecepatan yang lebih baik daripada 
algoritma AES untuk mengenkripsi gambar pada telepon genggam dan 
input gambar yang sama. Perbedaannya secara rata-rata sebesar 1-2 
KB/detik 
3. Untuk menguji integrity dilakukan pengujian histogram.Berdasarkan 
histogram dan nilai properties nya, gambar sebelum dan sesudah 
dilakukan enkripsi dengan ECKBA memiliki perbedaan antara 0-2 pixel 
untuk pengukuran Mean, antara 0-5 pixel untuk pengukuran standar 
deviasi, dan antara 0-2 pixel untuk pengukuran median untuk masing-
masing gambar. 
4. Algortima ECKBA pada telepon genggam memenuhi syarat kriptografi 
yang baik yaitu confidentiality, Integrity, authentication, non-repudiation 
dan access method. Yang dibuktikan melalui perbandingan histogram, 
identifikasi nomor pengirim, pengacakan data yang tidak dapat dilihat 
sama sekali pada perangkat telepon genggam 
5. Aplikasi menjamin bahwa gambar yang dikirim, adalah benar dari 
pengirim dan benar sampai ke penerima yang diberikan ijin untuk 
membuka gambar terenkripsi 
6. Algortima ECKBA yang diimplemntasikan pada telepon genggam 
terbukti benar-benar mengacak gambar sehingga gambar terenkripsi tidak 
dapat ditebak sama sekali, menunjukkan kriteria confidentiality 
7. Aplikasi menjamin pembatasan akses dan prosedur hanya untuk 
pengguna yang memiliki aplikasi ini dalam telepon ganggamnya. 
 
5.2 Saran 
  Beberapa saran untuk pengembangan sistem selanjutnya adalah sebagai 
berikut : 
1. Sistem memiliki 3 parameter perhitungan, disarankan untuk membuat 
parameter lain untuk lebih membuktikan keamanan dari aplikasi 
2. Sistem tidak hanya melakukan proses enkripsi dan dekripsi image saja, 
tapi juga melengkapi bagian MMS yang lain seperti Audio dan Video. 
3. Sistem yang dibuat dapat memakai protokol yang sama dengan protokol 
telepon genggam, sehingga sistem menjadi dapat diimplementasikan oleh 
pemakai siapa saja 
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