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ELECTRÓNICA: la electrónica de red es la parte de la infraestructura que nos 
permite interconectar ordenadores y periféricos utilizando principalmente dos tipos 
de equipos: Routers y Switches, estos dispositivos permiten conectarse entre sí en 
una red local, y a su vez con otras redes. 
 
IPV4: es la cuarta versión del protocolo de internet, es el que identifica los diferentes 
dispositivos conectados a la red, se representa normalmente en formato decimal 
separado por puntos, los 32 bits están subdivididos en octetos de 8 bits cada uno.  
 
IPV6: es una versión de protocolo de internet (IP), el cual permite transmitir datos a 
través de una red a las direcciones IP, este protocolo es la solución al reducido 
número de IP disponible que presenta actualmente IPV4. 
 
PROTOCOLO DE RED: conjunto de normas standard que especifican el método 
para enviar y recibir datos entre varios ordenadores. Es una convención que 
controla o permite la conexión, comunicación y transferencia de datos entre dos 
puntos finales.  
 
 
ROUTER: dispositivo físico que permite la interconexión de redes, es un dispositivo 
que permite operar en nivel tres, así mismo compartan una misma conexión a 
internet.  
 
SWITCH: dispositivo usado para intercomunicar redes internas a otros periféricos 
activos, el cual se encarga de trasmitir frames, puede agregar mayor ancho de 
banda, acelerar la salida de paquetes, reducir tiempo de espera y bajar el costo por 
puerto.  
 
VLAN: es una red virtual, la cual permite crear redes que lógicamente son 






El desarrollo del presente trabajo se contextualiza sobre el uso y configuración de 
las redes de internet, a través de este diplomado de profundización CISCO CCNP 
que brinda la universidad Nacional Abierta y a Distancia, se desarrollan habilidades 
y competencias las cuales permiten ser aplicadas en el campo de las 
telecomunicaciones, desarrollando de manera óptima y efectiva unos escenarios 
que simulan a la realidad, a través del desarrollo de los laboratorios usando 
herramientas educativas y optimas que simulan a la realidad, realizando 
configuraciones  sobre administración de equipos activos de red, lógica en cuanto 
a conexiones y protocolos de enrutamiento vistos durante el presente diplomado. 
 
 






The development of this work is contextualized on the use and configuration of 
internet networks, through this CISCO CCNP in-depth diploma offered by the 
National Open and Distance University, skills and competencies are developed 
which allow them to be applied in the field of telecommunications, optimally and 
effectively developing scenarios that simulate reality, through the development of 
laboratories using educational and optimal tools that simulate reality, making 
configurations on administration of active network equipment, logic in terms of 
connections and routing protocols seen during this course. 
 
 






El presente trabajo se muestra el desarrollo de los escenarios 1 y 2, donde se 
trabajan los protocolos de enrutamiento entre áreas deOSPF y EIGRP y la 
distribución de rutas entre ambos protocolos, actividad perteneciente a la prueba de 
Habilidades CCNP de la actividad de evaluación final del diplomado de 
profundización cisco CCNP. 
En el escenario aplicamos los conocimientos de switching adquiridos, referentes a 
puertos troncales, protocolo VTP y EtherChanel, para lograr la administración 
centralizada de VLANs en la red.  
A través de los archivos de simulación desarrollados durante el presente trabajo, se 
opera en cada escenario para obtener una correcta configuración de los equipos 
activos de red, los cuales fueron solucionados teniendo en cuenta los diferentes 
protocolos de interconexión vistos en el presente diplomado de profundización que 




















DESARROLLO DEL CONTENIDO 
 
Primer Escenario 
Teniendo en la cuenta la siguiente imagen: 
 
 





Figura 2. Topología de la actividad enel simulador Packet tracer. 
 
1. Aplique las configuraciones iniciales y los protocolos de enrutamiento para 
los routers R1, R2, R3, R4 y R5 según el diagrama. No asigne passwords en 
los routers. Configurar las interfaces con las direcciones que se muestran en 
la topología de red. 
 
Como se requiere y es buena practica realizar, ejecutamos los siguientes 
compandos como configuración inicial en cada uno de los enrutadores:  
 
 




Enter configuration commands, one per line.  End with CNTL/Z. 
Router(config)#hostname R1 
R1(config)#no ip domain-lookup 
13 
 
R1(config)#line con 0 
R1(config-line)#logging synchronous 









Enter configuration commands, one per line.  End with CNTL/Z. 
Router(config)#hostname R2 
R2(config)#no ip domain-lookup 
R2(config)#line con 0 
R2(config-line)#logging synchronous 










Enter configuration commands, one per line.  End with CNTL/Z. 
Router(config)#hostname R3 
R3(config)#no ip domain-lookup 
R3(config)#line con 0 
R3(config-line)#logging synchronous 








Enter configuration commands, one per line.  End with CNTL/Z. 
Router(config)#hostname R4 
R4(config)#no ip domain-lookup 




R4(config-line)#exec-timeout 0 0 
R4(config-line)#exit 
 




Enter configuration commands, one per line.  End with CNTL/Z. 
Router(config)#hostname R5 
R5(config)#no ip domain-lookup 
R5(config)#line con 0 
R5(config-line)#logging synchronous 




Ahora procedemos a configurar las interfaces de cada uno de los 
enrutadores. Según la información suministrada en la figura 1, contruimos la 
siguiente tabla:  
Tabla 1. Tabla de enrutamiento. 
Router Interfaz Dirección IP Mascara 
R1 S0/0/0 10.113.12.1 255.255.255.0 
R2 
S0/0/0 10.113.12.254 255.255.255.0 
S0/0/1 10.113.13.254 255.255.255.0 
R3 
S0/0/0 10.113.13.1 255.255.255.0 
S0/0/1 172.19.34.1 255.255.255.0 
R4 
S0/0/0 172.19.34.254 255.255.255.0 
S0/0/1 172.19.45.254 255.255.255.0 
R5 S0/0/0 172.19.45.1 255.255.255.0 
 
Procedemos a realizar las configuraciones respectivas:  
 
 Configuración inicial en R1: 
 
R1#conf t 
Enter configuration commands, one per line.  End with CNTL/Z. 
R1(config)#int s0/0/0 
R1(config-if)#ip address 10.113.12.1 255.255.255.0 
R1(config-if)#clock rate 64000 





%LINK-5-CHANGED: Interface Serial0/0/0, changed state to down 
 
 








%LINK-5-CHANGED: Interface Serial0/0/0, changed state to up 
 
R2(config-if)# 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Serial0/0/0, 
changed state to up 
 
R2(config-if)#int s0/0/1 
R2(config-if)#ip address 10.113.13.254 255.255.255.0 
R2(config-if)#no shut 
 
%LINK-5-CHANGED: Interface Serial0/0/1, changed state to down 
R2(config-if)# 
 




R3(config-if)#ip address 10.113.13.1 255.255.255.0 




%LINK-5-CHANGED: Interface Serial0/0/0, changed state to up 
 
R3(config-if)# 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Serial0/0/0, 
changed state to up 
 
R3(config-if)#int s0/0/1 


















%LINK-5-CHANGED: Interface Serial0/0/0, changed state to up 
 
R4(config-if)# 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Serial0/0/0, 
changed state to up 
 
R4(config-if)#int s0/0/1 
R4(config-if)#ip address 172.19.45.254 255.255.255.0 
R4(config-if)#no shut 
 





 Configuración inicial en R5: 
 
R5#conf t 




R5(config-if)#ip address 172.19.45.1 255.255.255.0 









%LINEPROTO-5-UPDOWN: Line protocol on Interface Serial0/0/0, 





Ahora procedemos a configurar el enrutamiento OSPF: 
 
 Para R1:  
 
R1(config)#router ospf 1 
R1(config-router)#do show ip route connected 
 C   10.113.12.0/24  is directly connected, Serial0/0/0 
 




 Para R2: 
 
R2(config)#router ospf 1 
R2(config-router)#do show ip route connected 
 C   10.113.12.0/24  is directly connected, Serial0/0/0 
 C   10.113.13.0/24  is directly connected, Serial0/0/1 
 
R2(config-router)#network 10.113.12.0 0.0.0.255 area 5 
R2(config-router)#network 10.113.13.0 0.0.0.255 area 5 
03:24:56: %OSPF-5-ADJCHG: Process 1, Nbr 10.113.12.1 on 
Serial0/0/0 from LOADING to FULL, Loading Done 
 









Enter configuration commands, one per line.  End with CNTL/Z. 
R3(config)#router ospf 1 
R3(config-router)#do show ip route connected 
 C   10.113.13.0/24  is directly connected, Serial0/0/0 




R3(config-router)#network 10.113.13.0 0.0.0.255 area 5 
R3(config-router)# 
03:00:53: %OSPF-5-ADJCHG: Process 1, Nbr 10.113.13.254 on 





Ahora configuramos el enrutamiento EIGRP: 
 Para R4: 
 
R4(config)#router eigrp 15 
R4(config-router)#do show ip route connected 
 C   172.19.34.0/24  is directly connected, Serial0/0/0 
 C   172.19.45.0/24  is directly connected, Serial0/0/1 
 




R4(config)#router eigrp 15 





 Para R5: 
 
R5(config)# 
R5(config)#router eigrp 15 
R5(config-router)#do show ip route connected 
 C   172.19.45.0/24  is directly connected, Serial0/0/0 
 
R5(config-router)#network 172.19.45.0 0.0.0.255 
R5(config-router)# 
%DUAL-5-NBRCHANGE: IP-EIGRP 15: Neighbor 172.19.45.254 











2. Cree cuatro nuevas interfaces de Loopback en R1 utilizando la asignación de 
direcciones 10.1.0.0/22 y configure esas interfaces para participar en el área 
5 de OSPF. 
 
Las interfaces loopback son las siguientes:  
Tabla 2. Loopbaks R1. 
Loopback 1 10.1.0.1 255.255.255.0 
Loopback 2 10.1.1.1 255.255.255.0 
Loopback 3 10.1.2.1 255.255.255.0 
Loopback 4 10.1.3.1 255.255.255.0 
 
Configuración de la interfaces en R1: 
 
R1(config-if)#int lo1 




%LINK-5-CHANGED: Interface Loopback1, changed state to up 
 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback1, changed 
state to up 
 
R1(config-if)#int lo2 





%LINK-5-CHANGED: Interface Loopback3, changed state to up 
 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback3, changed 
state to up 
 








%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback4, changed 
state to up 
 




Ahora configuramos el enrutamiento OSPF: 
 
 
R1(config)#router ospf 1 
R1(config-router)#do show ip route connected 
 C   10.1.0.0/24  is directly connected, Loopback1 
 C   10.1.1.0/24  is directly connected, Loopback2 
 C   10.1.2.0/24  is directly connected, Loopback3 
 C   10.1.3.0/24  is directly connected, Loopback4 
 C   10.113.12.0/24  is directly connected, Serial0/0/0 
 
R1(config-router)#network 10.1.0.0 0.0.0.255 area 5 
R1(config-router)#network 10.1.1.0 0.0.0.255 area 5 
R1(config-router)#network 10.1.2.0 0.0.0.255 area 5 





3. Cree cuatro nuevas interfaces de Loopback en R5 utilizando la asignación de 
direcciones 172.5.0.0/22 y configure esas interfaces para participar en el 
Sistema Autónomo EIGRP 15. 
 
Las interfaces loopback son las siguientes:  
Tabla 3. Loopbaks R5. 
Loopback 1 172.5.0.1 255.255.255.0 
Loopback 2 172.5.1.1 255.255.255.0 
Loopback 3 172.5.2.1 255.255.255.0 
Loopback 4 172.5.3.1 255.255.255.0 
 








%LINK-5-CHANGED: Interface Loopback1, changed state to up 
 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback1, changed 
state to up 
 




%LINK-5-CHANGED: Interface Loopback2, changed state to up 
 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback2, changed 
state to up 
 




%LINK-5-CHANGED: Interface Loopback3, changed state to up 
 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback3, changed 
state to up 
 




%LINK-5-CHANGED: Interface Loopback4, changed state to up 
 
%LINEPROTO-5-UPDOWN: Line protocol on Interface Loopback4, changed 
state to up 
 








R5(config)#router eigrp 15 
R5(config-router)#do show ip route connected 
 C   172.5.0.0/24  is directly connected, Loopback1 
 C   172.5.1.0/24  is directly connected, Loopback2 
 C   172.5.2.0/24  is directly connected, Loopback3 
22 
 
 C   172.5.3.0/24  is directly connected, Loopback4 
 C   172.19.45.0/24  is directly connected, Serial0/0/0 
 
R5(config-router)#network 172.5.0.0 0.0.0.255 
R5(config-router)#network 172.5.1.0 0.0.0.255 
R5(config-router)#network 172.5.2.0 0.0.0.255 




4. Analice la tabla de enrutamiento de R3 y verifique que R3 está aprendiendo 
las nuevas interfaces de Loopback mediante el comando show ip route. 
 
Verificamos en el router R3 si se está actualizando la tabla de ruteo, 
aplicando el comando show ip route.  
 
 




5. Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo de 
50000 y luego redistribuya las rutas OSPF en EIGRP usando un ancho de 
banda T1 y 20,000 microsegundos de retardo. 
 
R3(config)#router eigrp 15 
R3(config-router)#net 172.19.34.1 0.0.0.255  
R3(config-router)# 
%DUAL-5-NBRCHANGE: IP-EIGRP 15: Neighbor 172.19.34.254 
(Serial0/0/1) is up: new adjacency 
 
 
R3(config)#router ospf 1 
R3(config-router)#redistribute eigrp 15 metric 50000 subnets 
R3(config)#exit 
R3(config)#router eigrp 15 




6. Verifique en R1 y R5 que las rutas del sistema autónomo opuesto existen en 



















Una empresa de comunicaciones presenta una estructura Core acorde a la 
topología de red, en donde el estudiante será el administrador de la red, el cual 
deberá configurar e interconectar entre sí cada uno de los dispositivos que forman 
parte del escenario, acorde con los lineamientos establecidos para el 
direccionamiento IP, etherchannels, VLANs y demás aspectos que forman parte del 
escenario propuesto.  
 
Topología de red  
 
 
Figura 6. Topología de red, escenario 2. 
Para el desarrollo de este escenario se utiliza el simulador GNS3, que facilita el uso 
de switches con ISO 15.0. La topología desarrollada en este simulador se aprecia 




Figura 7. Topología de red en simulador GNS3 
 
Parte 1: Configurar la red de acuerdo con las especificaciones.  
 
a. Apagar todas las interfaces en cada switch.  
Switch>ena 
Switch#conf t 
Enter configuration commands, one per line.  End with CNTL/Z. 
Switch(config)#ip domain-name CCNP.NET 
Switch(config)#no ip domain lookup 
Switch(config)#int ran e0/0-3,e1/0-3,e2/0-3,e3/0-3 
Switch(config-if-range)#shutdown 
Switch(config-if-range)#exit 
Switch(config)#vtp mode transparent 
Setting device to VTP Transparent mode for VLANS. 







b. Asignar un nombre a cada switch acorde con el escenario establecido.  
Para DLS1:  
Switch#conf t 
















c. Configurar los puertos troncales y Port-channels tal como se muestra en el 
diagrama.  
Para DLS1:  





















1) La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 utilizando 
LACP. Para DLS1 se utilizará la dirección IP 10.12.12.1/30 y para DLS2 
utilizará 10.12.12.2/30.  
Para DLS1: 
DLS1(config)#int ran e1/1-2 
DLS1(config-if-range)#no switchport 
DLS1(config-if-range)#no shutdown 
DLS1(config-if-range)#channel-group 12 mode active 











DLS2(config)#int ran e1/1-2 
DLS2(config-if-range)#no switchport 
DLS2(config-if-range)#no shutdown 
DLS2(config-if-range)#channel-group 12 mode active 




DLS2(config-if)#ip addr 10.12.12.2 255.255.255.252 
DLS2(config-if)# 
 
2) Los Port-channels en las interfaces Fa0/7 y Fa0/8 utilizarán LACP.  
 
Para DLS1:  
 
DLS1(config)#int ran e0/1-2 
DLS1(config-if-range)#switchport trunk encapsulation dot1 
DLS1(config-if-range)#switchport mode trunk 
DLS1(config-if-range)#channel-group 1 mode active 
Creating a port-channel interface Port-channel 1 
 
DLS1(config-if-range)#int po1 
DLS1(config-if)#switchport trunk encapsulation dot1q 








DLS2(config)#int ran e0/1-2 
DLS2(config-if-range)#switchport trunk encapsulation dot1q 
DLS2(config-if-range)#switchport mode trun 
DLS2(config-if-range)#switchport mode trunk 
DLS2(config-if-range)#channel-group 2 mode active 
Creating a port-channel interface Port-channel 2 
 
DLS2(config-if-range)# int po2 
DLS2(config-if)#switchport trunk encapsulation dot1´ 
DLS2(config-if)#switchport mode trunk 
 
Para ALS1: 
ALS1(config)#int ran e0/1-2 
ALS1(config-if-range)#switchport trunk encapsulation dot1q 
ALS1(config-if-range)#switchport mode trunk 
ALS1(config-if-range)#channel-group 1 mode active 




ALS1(config-if)#switchport trunk encapsulation dot1q 





ALS2(config)#int ran e0/1-2 
32 
 
ALS2(config-if-range)#switchport trunk encapsulation dot1q 
ALS2(config-if-range)#switchport mode trunk 
ALS2(config-if-range)#channel-group 2 mode active 




ALS2(config-if)#switchport trunk encapsulation dot1q 




3) Los Port-channels en las interfaces F0/9 y fa0/10 utilizará PAgP.  
Para DLS1:  
DLS1(config)# 
DLS1(config)#int ran e0/3,e1/0 
DLS1(config-if-range)#switchport trunk encapsulation dot1q 
DLS1(config-if-range)#switchport mode trunk 
DLS1(config-if-range)#channel-group 4 mode desirable 
Creating a port-channel interface Port-channel 4 
 
DLS1(config-if-range)#int po4 
DLS1(config-if)#switchport trunk encapsulation dot1q 








DLS2(config)#int ran e0/3,e1/0 
DLS2(config-if-range)#switchport trunk encapsulation dot1q 
DLS2(config-if-range)#switchport mode trunk 
DLS2(config-if-range)#channel-group 3 mode desirable 




DLS2(config-if)#switchport trunk encapsulation dot1q 




ALS1(config)#int ran e0/3,e1/0 
ALS1(config-if-range)#switchport trunk encapsulation dot1q 
ALS1(config-if-range)#switchport mode trunk 
ALS1(config-if-range)#channel-group 3 mode desirable 




ALS1(config-if)#switchport trunk encapsulation dot1q 









ALS2(config)#int ran e0/3,e1/0 
ALS2(config-if-range)#switchport trunk encapsulation dot1q 
ALS2(config-if-range)#switchport mode trunk 
ALS2(config-if-range)#channel-group 4 mode desirable 




ALS2(config-if)#switchport trunk encapsulation dot1q 
ALS2(config-if)#switchport mode trunk 
ALS2(config-if)# 
 
4) Todos los puertos troncales serán asignados a la VLAN 500 como la VLAN 
nativa.  




DLS1(config)#int ran e0/1-3,e1/0 
DLS1(config-if-range)#switchport trunk native vlan 500 
DLS1(config-if-range)#int po1 
DLS1(config-if)#switchport trunk native vlan 500 
DLS1(config-if)#int po4 






DLS2(config)#int ran e0/1-3,e1/0 
DLS2(config-if-range)#switchport trunk native vlan 500 
DLS2(config-if-range)#int po2 
DLS2(config-if)#switchport trunk native vlan 500 
DLS2(config-if)#int po3 







ALS1(config)#int ran e0/1-3,e1/0 
ALS1(config-if-range)#switchport trunk native vlan 500 
ALS1(config-if-range)#int po1 
ALS1(config-if)#switchport trunk native vlan 500 
ALS1(config-if)#int po3 







ALS2(config)#int ran e0/1-3,e1/0 




ALS2(config-if)#switchport trunk native vlan 500 
ALS2(config-if)#int po4 
ALS2(config-if)#switchport trunk native vlan 500 
ALS2(config-if)# 
 
d. Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3  
1) Utilizar el nombre de dominio CISCO con la contraseña ccnp321  
Para DLS1:  
DLS1(config)#vtp domain CISCO 
Changing VTP domain name from NULL to CISCO 
DLS1(config)# 
*Nov 13 19:10:42.745: %SW_VLAN-6-VTP_DOMAIN_NAME_CHG: VTP 
domain name changed to CISCO. 
DLS1(config)#vtp password ccnp321 
Setting device VTP password to ccnp321 
DLS1(config)#vtp version 3 
DLS1(config)# 
*Nov 13 19:12:44.655: %SW_VLAN-6-OLD_CONFIG_FILE_READ: Old 
version 2 VLAN configuration file detected and read OK.  Version 3 
    files will be written in the future. 
 
2) Configurar DLS1 como servidor principal para las VLAN.  
Para DLS1:  
 
DLS1(config)#vtp mode serve 
Setting device to VTP Server mode for VLANS. 
 
3) Configurar ALS1 y ALS2 como clientes VTP.  
Para ALS1: 
ALS1(config)#vtp domain CISCO 
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Changing VTP domain name from NULL to CISCO 
ALS1(config)#vtp password ccnp321 
Setting device VTP password to ccnp321 
ALS1(config)#vtp version 3 
*Nov 13 19:17:30.561: %SW_VLAN-6-OLD_CONFIG_FILE_READ: Old 
version 2 VLAN configuration file detected and read OK.  Version 3 
    files will be written in the future. 
ALS1(config)#vtp mode client 




ALS2(config)#vtp domain CISCO 
Changing VTP domain name from NULL to CISCO 
*Nov 13 19:19:17.251: %SW_VLAN-6-VTP_DOMAIN_NAME_CHG: VTP 
domain name changed to CISCO. 
ALS2(config)#vtp password ccnp321 
Setting device VTP password to ccnp321 
ALS2(config)#vtp version 3 
*Nov 13 19:19:47.472: %SW_VLAN-6-OLD_CONFIG_FILE_READ: Old 
version 2 VLAN configuration file detected and read OK.  Version 3 
    files will be written in the future. 
ALS2(config)#vtp mode client 








e. Configurar en el servidor principal las siguientes VLAN:  
 
 
Número de VLAN  Nombre de VLAN  Número de VLAN  Nombre de VLAN  
500  NATIVA  434  PROVEEDORES  
12  ADMON  123  SEGUROS  
234  CLIENTES  1010  VENTAS  
1111  MULTIMEDIA  3456  PERSONAL  
 
Primero configuramos DLAS1 como Servidor principal.  
DLS1#vtp primary 
This system is becoming primary server for feature vlan 
No conflicting VTP3 devices found. 
Do you want to continue? [confirm] 
DLS1# 
*Nov 13 19:38:16.968: %SW_VLAN-4-VTP_PRIMARY_SERVER_CHG: 
aabb.cc80.0100 has become the primary server for the VLAN VTP feature 
DLS1# 
 






















Figura 8. VLANs creadas en DLS1 
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g. Configurar DLS2 en modo VTP transparente VTP utilizando VTP versión 2, 
y configurar en DLS2 las mismas VLAN que en DLS1.  
Configuración modo transparente en VTP v2: 
 
DLS2(config)#vtp version 2 
DLS2(config)#vtp mode tran 
DLS2(config)#vtp mode transparent 
























Figura 9. VLANs Creadas en DLS2 






i. En DLS2, crear VLAN 567 con el nombre de PRODUCCION. La VLAN de 







Figura 10. VLAN 567 creada en DLS2. 
j. Configurar DLS1 como Spanning tree root para las VLAN 1, 12, 434, 500, 
1010, 1111 y 3456 y como raíz secundaria para las VLAN 123 y 234.  
 
DLS1(config)#spanning-tree vlan 1,12,434,500,1010,1111,3456 root 
primary 
DLS1(config)#spanning-tree vlan 123,234 root secondary 
 
k. Configurar DLS2 como Spanning tree root para las VLAN 123 y 234 y como 




DLS2(config)#spanning-tree vlan 1,12,434,500,1010,1111,3456 root 
secondary 
DLS2(config)#spanning-tree vlan 123,234 root primary 
l. Configurar todos los puertos como troncales de tal forma que solamente las 
VLAN que se han creado se les permitirá circular a través de éstos puertos.  
 
DLS1(config)#int ran e0/1-3,e1/0 




m. Configurar las siguientes interfaces como puertos de acceso, asignados a 









DLS1(config-if)#switchport mode acc 
DLS1(config-if)#switchport mode access 
DLS1(config-if)#sw 
DLS1(config-if)#switchport acc 
DLS1(config-if)#switchport access vlan 3456 
DLS1(config-if)#int e2/1 
DLS1(config-if)#switchport mode access 
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DLS1(config-if)#switchport access vlan 1111 
DLS1(config-if)# 
 
Para DLS2:  
 
DLS2(config)#int e0/0 
DLS2(config-if)#switchport mode access 
DLS2(config-if)#switchport access vlan 12 
DLS2(config-if)#switchport access vlan 1010 
 
DLS2(config-if)#int e2/1 
DLS2(config-if)#switchport mode access 
DLS2(config-if)#switchport access vlan 1111 
 
DLS2(config-if)#int ran e2/2-3,e3/0 
DLS2(config-if-range)#switchport mode access 
DLS2(config-if-range)#switchport access vlan 567 
DLS2(config-if-range)#end 
 
Para ALS1:  
 
ALS1(config)#int e0/0 
ALS1(config-if)#switchport mode access 
ALS1(config-if)#switchport access vlan 123 
ALS1(config-if)#switchport access vlan 1010 
ALS1(config-if)# 
ALS1(config-if)#int e2/1 
ALS1(config-if)#switchport mode access 
ALS1(config-if)#switchport access vlan 1111 
ALS1(config-if)# 
 
Para ALS2:  
 
ALS2(config)#int e0/0 
ALS2(config-if)#switchport mode access 
ALS2(config-if)#switchport access vlan 234 
ALS2(config-if)# 
ALS2(config-if)#int e2/1 
ALS2(config-if)#switchport mode access 








Parte 2: conectividad de red de prueba y las opciones configuradas.  
 
a. Verificar la existencia de las VLAN correctas en todos los switches y la 
asignación de puertos troncales y de acceso.  
 
 












Figura 14. Configuración VLANs en ALS2 
 
 





Figura 15. Configuración EtherChanel entre DLS1 y DLS2 
 









Figura 17. Spanning tree VLAN 12 
 
















Puede desarrollar y cumplir con todos los requisitos requeridos en este escenario, 
para que los sistemas OSPF y EIGRP puedan reconocerse y distribuirse en el 
Router R3. 
En el escenario 2, se realizó de manera efectiva la configuración para llevar a cabo 
la administración centralizada de VLANs, utilizando VTP que permite crear VLANs 
y propagarlas utilizando un método cliente-servidor. 
A través del protocolo de protección de bucles STP, podemos determinar quién es 
el puente raíz primaria y secundaria a nivel de VLAN, a fin de determinar y evitar 
bucles en el dominio de conflicto de segmento. 
mediante el desarrollo de los escenarios propuestos en el presente diplomado, se 
logra adquirir mayores habilidades en el software de simulación Packet Tracert y 
GNS3,  así mismo, se aplicaron los protocolos vistos dentro de los módulos, para 
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