



ANALISA DAN PERANCANGAN 
 Pada bab ini membahas mengenai analisis masalah, perancangan sistem, 
desain sistem, serta pemodelan sistem yang akan dibuat, sehingga dari 
pembahasan ini dapat diketahui gambaran mengenai sistem yang akan dibuat. 
Selain itu dapat mempermudah dalam tahap pembuatan dan pemahaman sistem.  
3.1 Analisa Kebutuhan Sistem 
3.1.1 Topologi  
Dalam pengerjaan tugas akhir ini penulis menggunakan topologi star 
dimana jaringan terpusat pada satu titik yaitu hub/switch dengan node – node 
yang terhubung pada titik tersebut. Node yang terhubung pada switch/hub adalah 
server dan beberapa client. 
Arsitektur yang digunakan dalam tugas akhir ini menggunakan 1.server 
dan 1 client. Server di install dengan Ubuntu Server 12.04, Squid3, Ldap-tools 
dan beberapa kebutuhan lainnya, sedangkan pada Client di install dengan 
Microsoft Windows 7. 
3.1.2 Kebutuhan Perangkat Keras/Hardware 
 Perangkat keras yang di gunakan dalam pengerjaan tugas akhir ini adalah 
1 buah komputer  dimana komputer tersebut  terinstall virtual machine, virtual 
machine tersebut di gunakan sebagai manipulasi perangkat keras. Spesifikasi 
komputer yang dibutuhkan sebagai berikut: 
Tabel 3.1 Spesifikasi Perangkat Keras 
No Perangkat Spesifikasi Jumlah 
1 Laptop 









3.1.3 Kebutuhan Perangkat Lunak/Software 
1) Virtual Machine 
Virtual Machine Merupakan Sebuah mesin virtual yang dapat 
mensimulasikan perangkat keras walaupun tidak ada perangkat keras aslinya 
sama sekali. 
2) Ubuntu Server 12.04 
Ubuntu Server merupakan salah satu varian dari linux. Sistem operasi 
yang mendukung banyak sekali aplikasi – aplikasi karena Ubuntu mempunya 
repository. Repository adalah sebuah dukungan dari Ubuntu yang berisi 
progam-progam dari beberapa paket perangkat lunak yang dijadikan satu 
bandel atau generalisasi untuk mendukung end user dalam hal menginstal 
beberapa aplikasi. 
3) Apache 
Apache Web Server yang paling umum digunakan di sistem linux. Web 
server digunakan untuk melayani halaman web yang diminta oleh komputer 
client. 
3.2 Perancangan dan Implementasi Sistem 
 Perancangan sistem adalah merancang atau mendesain suatu sistem yang 
baik, yang isinya adalah langkah-langkah operasi dalam proses pengolahan data 
dan prosedur untuk mendukung operasi sistem. Adapun langkah-langkah dalam 
perancangan sistem penulis menggunakan klasifikasi pengguna, spesifikasi 









3.2.1 Skema perancangan sistem 
 
 
 Gambar 3.1 Skema Perancangan  
Secara garis besar cara kerja sistem diatas adalah 
 Apache2 sudah terinstall di server yang berfungsi untuk melayani request 
dari HTTP client (web browser) ke computer server. 
 LDAP akan memproses user yang nantinya akan menjadi userlogin untuk 
squid proxy server 
 Setelah semua user sudah terbuat dan tersimpat pada LDAP, squid proxy 
server akan memproses untuk mengauthentikasi user LDAP dengan proxy 
server. 
3.2.2 Perancangan Sistem 
 Tahapan ini dimulai dari proses awal instalasi sebuah sistem operasi linux 
Ubuntu menggunakan virtualbox, kemudian dilanjutkan dengan proses booting, 
kemudian pemilihan lokasi instalasi, pemilihan keyboard layout, penentuan 
username dan password dan setelah selesai dilanjutkan dengan konfigurasi squid 
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proxy server, LDAP, menghubungkan antara squid proxy server dengan LDAP, 
dan sampai dengan konfigurasi server to client. 
1. Instalasi Ubuntu 12.04 pada Virtual Machine 
2. Konfigurasi dan Instalasi Interfaces, LDAP, Squid Proxy Server 
 Setelah selesai instalasi server, kemudian pada tahapan selanjutnya adalah 
tahap konfigurasi server. Konfigurasi meliputi pengaturan IP Address server, 
pengaturan hosts dan juga pengaturan squid proxy server beserta service yang 
dibutuhkan seperti LDAP dan squid proxy server. 
 Setelah proses instalasi selesai tahapan selanjutnya adalah proses 
pengupdatean sistem, yang berfungsi untuk mensinkronkan dan mengunduh daftar 
indeks paket dari repository. Dengan cara memasukkan script berikut: 
 
 
Gambar 3.2 Masuk ke super user 
 
Gambar 3.3 Command untuk mengupdate sistem 
a) Konfigurasi Jaringan 
 Pada konfigurasi pertama yang kan dilakukan adalah memberikan IP 
Address pada server yang akan menjalankan server samba secara manual, proses 
ini dapat dilakukan dengan mengedit file /etc/network/interface. Untukk mengedit 
file konfigurasi network, pengguna harus masuk kedalam mode superuser terlebih 
dahulu dengan mengetik perintah sudo su, nantinya akan diminta password dan 
masukan password Ubuntu server. Setelah itu edit file konfigurasi network pada 
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Ubuntu server, sesuai dengan konfigurasi yang dibutuhkan dengan mengetikkan 
perintah. 
 
Gambar 3 4 Perintah untuk mengedit konfigurasi network 
 
 Kemudian tambahkan baris berikut, dengan IP Address pada squid proxy 
server  yaitu 192.168.10.1, netmask 255.255.255.0, network 192.168.10.0, 
gateway 192.168.10.1. 
 
Gambar 3.5 Menambahkan perintah untuk mengkonfigurasi IP Address 
 Proses selanjutnya adalah mengedit hostname, nama domain harus sebaris 
dengan 129.0.1.1 localhost, dengan cara mengetik perintah.  
 
Gambar 3.6 Perintah untuk merubah hostname 
 
Gambar 3.7 Menambahkan command sebaris dengan 127.0.1.1 
b) Install dan konfigurasi LDAP 
 Install paket yang dibutuhkan untuk instalasi openldap melalui jaringan 
internet dengan menggunakan perintah seperti berikut. 
 
Gambar 3.8 Instalasi paket ldap 
 Sekarang perlu mengkonfigurasi LDAP yang terdapat pada direktori 




Gambar 3 9 Menambah konfigurasi ldap.conf 
 Selanjutnya mengedit file config.conf yang berada di /etc/phpldapadmin/ 
dengan mengganti beberapa baris agar dapat menjalankan LDAP dengan tampilan 
gui yang dapat diakses melalui browser di pc server maupun client  yang terdapat 
pada gambar 3.10 sampai 3.11. 
 
Gambar 3.10 Mengganti host pada config.conf 
 




Gambar 3.12 Mengganti login bind_id pada config.conf 
 Selanjutnya mengedit file ldap.conf yang berada di /etc/ldap/ dengan 
mengganti BASE dan URI agar dapat membaca domain server yang terdapat pada 
gambar 3.13 
 
Gambar 3.13 Mengedit ldap.conf 
c) Install dan konfigurasi Squip Proxy Server 
 Setelah mengkonfigurasi LDAP yang menyediakan login/password untuk 
client windows via LDAP, maka selanjutnya menginstall dan mengkonfigurasi 
squid proxy server. 
 
Gambar 3.14 Install squid3  
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 Edit beberapa konfigurasi squid.conf yang berfungsi sebagai authentikasi 
squid proxy server dengan LDAP yang berada di direktori /etc/squid3/ seperti 
pada gambar berikut 
 
Gambar 3.15 Authentikasi ldap dengan squid proxy server 
 Pada gambar 3.25 squid proxy server meminta authentikasi terhadap group 
dan user LDAP agar dapat login menggunakan user LDAP seperti pada gambar 
berikut 
 
Gambar 3.16 Authentikasi group dan user LDAP 
 Uji coba konfigurasi squid.conf apakah ada konfigurasi yang salah atau 
tidak terbaca dengan menggunakan command seperti pada gambar 3.17 
 




Pada gambar 3.18 dan 3.19 restart service squid dan apache2 
Gambar 3.18 Restart service squid3 
Gambar 3.19 Restart service apache2 
 Setelah merestart service squid3 dan apache2, buat sebuah file dokumen 
untuk menggolongkan website yang tidak diperbolehkan untuk diakses oleh client 
yang terdapat pada gambar 3.20 dan 3.21 
Gambar 3.20 Website yang di block pada file key.txt 
Gambar 3.21 Website yang di block pada file keyword.txt 
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3.3 Metode Pengujian Sistem 
3.3.1 Flowchart 
 
Gambar 3.22 Flowchart Sistem Squid Proxy Server 
3.3.2 Pengujian Sistem 
Pengujian ini menggunakan pengujian Black-Box. Pengujian Black-Box 
merupakan pengujian sistem berdasarkan fungsi dari sistem. Tujuan dari metode 
Black-Box adalah untuk menemukan kesalahan fungsi pada sistem. Pengujian 
dengan Black-box dilakukan degan cara memberikan input pada sistem yang 
kemudian diproses sesuai dengan kebutuhan fungsionalnya untuk melihat apakah 
sistem tersebut menghasilkan output yang diinginkan dan sesuai dengan fungsi 
dari sistem tersebut. Apabila dari input yang diberikan proses menghasilkan 
output yang sesuai dengan kebutuhan fungsionalnya, maka sistem tersebut telah 
benar, tetapi jika output yang dihasilkan tidak sesuai dengan kebutuhan 
fungsionalnya, maka masih terdapat kesalahan pada sistem tersebut. 
 Pengujian dilakukan dengan mencoba semua kemungkinan yang terjadi 
dan pengujian dilakukan berulang-ulang. Jika dalam pengujian ditemukan 
kesalahan, maka akan dilakukan penelusuran dan perbaikan untuk memperbaiki 
28 
 
kesalahan yang terjadi. Jika selesai melakukan perbaikan, maka akan dilakukan 
pengujian kembali. Pengujian. Pengujian dan perbaikan dilakukan secara terus 
menerus hingga diperoleh hasil yang terbaik 
