





 Ένα φλέγον ζήτημα της σημερινής εποχής συ-
νιστά η προστασία των προσωπικών δεδομένων. 
Θεωρείται πάντα σύγχρονο το θέμα, επειδή η αν-
θρώπινη διάνοια συνεχώς εξελίσσει τα επιτεύγματα 
της πληροφορικής με αποτέλεσμα τα προσωπικά 
δεδομένα να καθίστανται όλο και πιο ευάλωτα στο 
όνομα της τεχνολογικής προόδου και της παγκο-
σμιοποίησης1. Αυτό φαίνεται να απασχολεί και τον 
ευρωπαϊκό νομοθέτη τελευταία με αποτέλεσμα 
να επέλθει μια τομή στην εξέλιξη του δικαίου των 
προσωπικών δεδομένων με τη θέσπιση του Γενι-
κού Κανονισμού 2016/679/ΕΕ2 για την προστασία 
των φυσικών προσώπων έναντι της επεξεργασίας 
των δεδομένων προσωπικού χαρακτήρα και την 
ελεύθερη κυκλοφορία των δεδομένων αυτών.
Ο νέος Κανονισμός ψηφίστηκε στις 27 Απριλίου 
2016 με πρόταση του Ευρωπαϊκού Κοινοβουλίου 
και Συμβουλίου. Η ισχύς του άρχισε 20 μέρες μετά 
1 Παναγοπούλου-Κουτνατζή Φερενίκη, «Ο Γε-
νικός Κανονισμός για την Προστασία Δεδομένων 
679/2016/ΕΕ», Εκδόσεις Σάκκουλα, 2017, σελ.1-
7,17-19
2 Αλεξανδροπούλου-Αιγυπτιάδου Ευγενία, «Προ-
σωπικά Δεδομένα», Νομική Βιβλιοθήκη, 2016, 







τη δημοσίευση και η εφαρμογή του σε όλα τα κρά-
τη-μέλη επιβάλλεται να πραγματοποιηθεί στις 25 
Μαΐου 2018 σύμφωνα τη διάταξη 99 του Κανονι-
σμού (Κ στο εξής). Γίνεται αντιληπτό, λοιπόν, πως η 
χώρα μας επηρεάζεται άμεσα από τον Κανονισμό, 
καθώς ως μέλος της ΕΕ οφείλει εφαρμόζει το ευρω-
παϊκό δίκαιο, πράγμα που κατοχυρώνεται συνταγ-
ματικά στο άρθρο 28παρ.2 και παρ.3Σ3. 
Διαχρονικό δίκαιο
Μέχρι το 2016 ο νομοθέτης της Ένωσης επέ-
λεγε να ρυθμίσει την προστασία των προσωπικών 
δεδομένων κυρίως μέσω των Οδηγιών ικανοποι-
ώντας τις επιταγές του πρωτογενούς δικαίου κατά 
τα 6ΣΕΕ,16ΣΛΕΕ,8ΕΣΔΑ και 8ΧΘΔ. Ειδικότερα, τα 
σχετικά νομοθετήματα4 είναι: α)η Οδηγία 95/46/
ΕΚ περί προστασίας των φυσικών προσώπων ένα-
ντι της επεξεργασίας προσωπικών δεδομένων και 
της ελεύθερη κυκλοφορία αυτών, β)βάσει αυτής 
ο Κανονισμός 2001/45/ΕΚ για την τήρηση των δι-
καιωμάτων και των ελευθεριών των προσώπων, 
την ελεύθερη κυκλοφορία των δεδομένων μετα-
ξύ κρατών, οργάνων και οργανισμών της ΕΕ και 
3 Κώστας Χ. Χρυσόγονος, «Συγνταγματικό Δί-
καιο», Εκδόσεις Σάκκουλα, Έκδοση Β’, 201, σελ.190-
214 και Σαχπεκίδου Ρ. Ευγενία, «Ευρωπαϊκό Δίκαιο», 
Εκδόσεις Σάκκουλα, 2013, Β’ εκδοση, σελ.442-484
4 Αλεξανδροπούλου-Αιγυπτιάδου Ευγενία, «Προ-
σωπικά Δεδομένα», Νομική Βιβλιοθήκη, 2016, 
σελ.207-218 και στην ιστοσελίδα της ΑΠΔΠΧ: http://
www.dpa.gr/portal/page?_pageid=33,123482&_
dad=portal&_schema=PORTAL
Ä ΙΚΑΙΟ ΤΗΣ ΠΛΗΡΟΦΟΡΙΚΗΣ
Κανονισμός 2016/679/ΕΕ: Νέα προστασία 
προσωπικών δεδομένων
Σουρτζή Κατερίνα
4ο έτος Νομικής ΑΠΘ
«Σκοπός του νομοθέτη είναι αφενός η διασφάλιση της ορθής χρήσης των δεδομένων από οποιονδήποτε και 
αφετέρου η δημιουργία νέας ρύθμισης προληπτικού χαρακτήρα απομακρυσμένης από τον κατασταλτικό».














τον θεσμό του Επόπτη Προστασίας Δεδομένων, γ)
η Οδηγία 2002/58/ΕΚ αναφερόμενη στην επεξερ-
γασία των δεδομένων και την προστασία στις ηλε-
κτρονικές τηλεπικοινωνίες, δ)η Οδηγία 2006/46/ΕΚ 
περί διατήρησης των δεδομένων, που παράγονται 
ή υποβάλλονται σε επεξεργασία σε συνάρτηση με 
την παροχή διαθέσιμων στο κοινό υπηρεσιών ηλε-
κτρονικών επικοινωνιών και η οποία τροποποίησε 
την προηγούμενη, ε)η Οδηγία 2009/136/ΕΚ περί 
τροποποίησης των προηγούμενων και του Κανονι-
σμού 2006/2004/ΕΚ και στ)ο Κανονισμός 2013/611/
ΕΕ για τα μέτρα κοινοποίησης των παραβιάσεων 
δεδομένων της Οδηγίας 2002/58/ΕΚ.
Εύκολα αντιλαμβανόμαστε ότι ο νομοθέτης 
επανειλημμένα προσπαθεί να θεσμοθετήσει κα-
τευθυντήριες γραμμές για το δίκαιο της προστα-
σίας των προσωπικών δεδομένων. Οι ραγδαίες 
τεχνολογικές εξελίξεις αλλά και η αναποτελεσματι-
κότητα5 στις ευρωπαϊκές έννομες τάξεις λόγω των 
χαμηλών προστίμων σε περίπτωση παραβίασης 
των προσωπικών δεδομένων καθώς και των ελλι-
πών νομοθετικών ρυθμίσεων σε σχέση με τις δια-
τάξεις της Οδηγίας 95/46/ΕΚ οδήγησαν στη θέσπι-
ση του Γενικού Κανονισμού 2016/679/ΕΕ και των 
συμπληρωματικών του Οδηγιών 2016/680/ΕΕ 6 και 
2016/681/ΕΕ7 . Ο Κανονισμός καταργεί και αντικα-
θιστά την Οδηγία 95/46/ΕΚ εμπεριέχοντας ανανε-
ωμένους κανόνες για την προστασία των φυσικών 
προσώπων έναντι της επεξεργασίας προσωπικών 
δεδομένων και την ελεύθερη κυκλοφορία αυτών. 
Απόρροια αυτού συνιστά αναμφισβήτητα η πλή-
ρης αλλαγή της ελληνικής νομοθεσίας, η οποία βα-
σιζόταν στην καταργούμενη Οδηγία με την έκδοση 
του Ν.2472/1997.
5 Παναγοπούλου-Κουτνατζή Φερενίκη, «Ο Γε-
νικός Κανονισμός για την Προστασία Δεδομένων 
679/2016/ΕΕ», Εκδόσεις Σάκκουλα, 2017, σελ.1-7
6 Αφορά στην προστασία φυσικών προσώπων 
της επεξεργασίας προσωπικών δεδομένων από 
αρμόδιες αρχές για σκοπούς πρόληψης, διερεύνη-
σης, ανίχνευσης ή δίωξης ποινικών αδικημάτων ή 
εκτέλεσης ποινικών κυρώσεων και για την ελεύθε-
ρη κυκλοφορία αυτών των δεδομένων και καταρ-
γεί την απόφαση πλαίσιο 2008/977/ΔΕΥ του Συμ-
βουλίου. 
7 Σχετίζεται με τη χρήση δεδομένων που περι-
έχονται στις καταστάσεις επιβατών (PNR) για την 
πρόληψη, ανίχνευση, διερεύνηση και δίωξη τρομο-
κρατικών και σοβαρών εγκλημάτων.
Γιατί επιλέχθηκε ο Κανονισμός;
Ο ευρωπαϊκός νομοθέτης - εν προκειμένω το 
Ευρωπαϊκό Κοινοβούλιο και το Συμβούλιο- έκρινε 
ότι η ρύθμιση πλέον χρήζει ανάγκης να γίνει μέσω 
της μορφής του Κανονισμού, ενώ πρότερα έγινε 
μέσω Οδηγίας. Προκειμένου να αντιληφθεί κανείς 
την επιλογή του νομοθέτη, θα πρέπει να αναφερ-
θούν εν συντομία οι διαφορές μεταξύ Κανονισμού 
και Οδηγίας, που αποτελούν δεσμευτικές νομικές 
πράξεις της ΕΕ 8. 
Ο Κανονισμός σύμφωνα με το 288 παρ. 2 ΣΛΕΕ 
διαθέτει γενική ισχύ με την έννοια ότι σ’ αυτόν πε-
ριλαμβάνονται γενικοί και αφηρημένοι κανόνες 
δικαίου ρυθμίζοντας πολλές έννομες σχέσεις με 
δέκτες τα θεσμικά όργανα της ΕΕ, κράτη-μέλη, τα 
φυσικά και νομικά πρόσωπα με κατοικία ή έδρα 
στην ΕΕ. Επίσης, δεσμεύει καθολικά, επειδή όλο το 
περιεχόμενο πρέπει να υιοθετηθεί ως έχει από τα 
μέλη της ΕΕ. Τέλος, η ισχύς του είναι άμεση, διότι τα 
έννομα αποτελέσματα επέρχονται στις εθνικές έν-
νομες τάξεις δίχως να απαιτείται κάποια διαδικασία 
μετατροπής9.
Αντιθέτως, προσδιορίζονται τα κράτη-μέλη ως 
αποδέκτες της Οδηγίας στο άρθρο 288 παρ.3ΣΛΕΕ10 
διαφοροποιώντας την από τον Κανονισμό. Δεσμευ-
τικό είναι μόνο το επιδιωκόμενο αποτέλεσμα, γεγο-
νός που υποδεικνύει μεν την δεσμευτικότητά της 
κατά ένα μέρος, σηματοδοτεί δε την μη υποχρε-
ωτική μορφή για τους αποδέκτες της. Φυσικά, τα 
αποτελέσματά της δεν είναι άμεσα, αφού θα επέλ-
θουν με την μεταφορά της οδηγίας στο εσωτερικό 
δίκαιο του εκάστοτε κράτους με την κατάλληλη 
διαδικασία και τον καταλληλότερο τύπο και μέσο. 
Γι’ αυτό υπάρχει διακριτική ευχέρεια και ελευθερία 
κινήσεων για την ένταξη των ευρωπαϊκών ρυθ-
μίσεων στις εθνικές νομοθεσίες προκειμένου να 
εναρμονιστούν όσο το δυνατόν περισσότερο με το 
δίκαιο της ΕΕ.
Η προσπάθεια εναρμόνισης των εθνικών νο-
μοθεσιών για το δίκαιο των προσωπικών δεδομέ-
νων μέσω Οδηγιών απέβη άκαρπη, αφού τα κράτη 
συμμορφώνονταν κατά τρόπο ωφέλιμο για εκείνα 
8 Σαχπεκίδου Ρ. Ευγενία, «Ευρωπαϊκό Δίκαιο», Εκ-
δόσεις Σάκκουλα, 2013, Β’ εκδοση, σελ.450-478
9 Σαχπεκίδου Ρ. Ευγενία, «Ευρωπαϊκό Δίκαιο», Εκ-
δόσεις Σάκκουλα, 2013, Β’ εκδοση, σελ.461-462
10 Σαχπεκίδου Ρ. Ευγενία, «Ευρωπαϊκό Δίκαιο», 
Εκδόσεις Σάκκουλα, 2013, Β’ εκδοση, σελ.462-476














λόγω της υφιστάμενης ευχέρειας11. Οι ίδιες οι Οδη-
γίες παρουσιάζουν ρυθμιστικές ελλείψεις, αλλά και 
ασυμβίβαστα στοιχεία με τη σύγχρονη τεχνολο-
γική εξέλιξη και πρακτική12. Έχοντας λάβει υπόψη 
τα ανωτέρω και την επιτακτική ανάγκη της συνε-
κτικότητας και επαρκούς έννομης προστασίας των 
δεδομένων ο νομοθέτης αποφάσισε να χρησιμο-
ποιήσει τον Κανονισμό εξαιτίας των αναλυθέντων 
ιδιοτήτων. Έτσι, επιδιώκεται η πλήρης ομοιομορ-
φία, η ταυτόχρονη έναρξη της ισχύος του, η επαρ-
κής και ουσιώδης προστασία των προσωπικών δε-
δομένων σε όλα ανεξαιρέτων τα κράτη-μέλη του 
ευρωπαϊκού χώρου13. 
Ας μην παραβλεφθούν, όμως, κάποια σημεία 
του Κανονισμού σε σχέση με τη φύση του, που 
παραπέμπουν στα χαρακτηριστικά Οδηγίας λόγω 
της διακριτικής ευχέρειας του εθνικού νομοθέτη 
να επιλέξει μεταξύ ορισμένων δυνατοτήτων14. Η 
παρέκκλιση από την καθολική δεσμευτικότητά του 
Κανονισμού ως τέτοιου δεν εγείρει ανησυχίες, επει-
δή είναι ελάχιστα και συγκεκριμένα τα σημεία της 
διακριτικής ευχέρειας, τα οποία δεν πρέπει να χρη-
σιμοποιηθούν καταχρηστικά από τους κρατικούς 
νομοθέτες. Μόνο έτσι θα αρθούν τυχόν διαφωνίες 
που σχετίζονται με την κοινωνική αντίληψη δικαίου 
κάθε κράτους-μέλους της ΕΕ15.
11 Παναγοπούλου-Κουτνατζή Φερενίκη, «Ο Γε-
νικός Κανονισμός για την Προστασία Δεδομένων 
679/2016/ΕΕ», Εκδόσεις Σάκκουλα, 2017, σελ.5-
8,17-19,21-24
12 Παναγοπούλου-Κουτνατζή Φερενίκη, «Ο Γε-
νικός Κανονισμός για την Προστασία Δεδομένων 
679/2016/ΕΕ», Εκδόσεις Σάκκουλα, 2017, σελ.1-24 
και Σαχπεκίδου Ρ. Ευγενία, «Ευρωπαϊκό Δίκαιο», Εκ-
δόσεις Σάκκουλα, 2013, Β’ εκδοση, σελ. 465
13 Σαχπεκίδου Ρ. Ευγενία, «Ευρωπαϊκό Δίκαιο», 
Εκδόσεις Σάκκουλα, 2013, Β’ εκδοση, σελ.461-
462,465
14 Παναγοπούλου-Κουτνατζή Φερενίκη, «Ο Γε-
νικός Κανονισμός για την Προστασία Δεδομένων 
679/2016/ΕΕ», Εκδόσεις Σάκκουλα, 2017, σελ.1-
8,17-19
15 Παναγοπούλου-Κουτνατζή Φερενίκη, «Ο Γε-
νικός Κανονισμός για την Προστασία Δεδομένων 
679/2016/ΕΕ», Εκδόσεις Σάκκουλα, 2017, σελ.51-52 
για την ευχέρεια περί του κατώτερου ορίου ηλικίας 
για την προστασία των παιδιών
Πεδίο εφαρμογής
Πρώτο πεδίο εφαρμογής είναι το ουσιαστικό 
κατά το 2Κ. Περιλαμβάνει ρυθμίσεις για την αυτο-
ματοποιημένη επεξεργασία δεδομένων προσωπι-
κού χαρακτήρα εν όλω ή εν μέρει, αλλά και την μη 
αυτοματοποιημένη επεξεργασία, που εντάσσονται 
σε αρχεία ή επρόκειτο να περιληφθούν σε σύστη-
μα αρχειοθέτησης. Ωστόσο, υπάρχουν τρεις ρητές 
εξαιρέσεις: δραστηριότητες εκτός του πλαισίου 
της ΕΕ ή σχετικές με το κεφάλαιο 2 τίτλου V ΣΕΕ, 
δραστηριότητες φυσικού προσώπου αποκλειστικά 
οικογενειακές ή οικιακές και ποινικού χαρακτήρα 
εντασσόμενες στην Οδηγία 2016/680/ΕΕ.
Το δεύτερο πεδίο εφαρμογής που μας ενδιαφέ-
ρει είναι το εδαφικό, όπου παρατηρείται μια προ-
σπάθεια παγκοσμιοποίησης του νέου Κανονισμού 
λόγω της εφαρμογής του και σε χώρες εκτός ΕΕ 
(3Κ). Οι ρυθμίσεις ισχύουν στις δραστηριότητες 
εγκατάστασης του υπεύθυνου επεξεργασίας ή του 
εκτελούντος την επεξεργασία των δεδομένων, οι 
οποίες πραγματοποιούνται αφενός εντός της ΕΕ, 
αφετέρου εκτός της ΕΕ για υποκείμενα ευρισκό-
μενα εντός της Ένωσης. Με αυτόν τον τρόπο προ-
ωθείται η επιθυμητή ομοιομορφία της προστασί-
ας των δεδομένων εφαρμόζοντας την αρχή του 
τόπου της επιχειρήσεως και του υποκειμένου των 
δεδομένων16.
Οι θεμελιώδεις αρχές επεξεργασίας
Ο γενικός Κανονισμός επιβεβαιώνει και ενισχύει 
τις ήδη υπάρχουσες αρχές στο δίκαιο των προσω-
πικών δεδομένων, που διέπουν ολόκληρο το φά-
σμα της επεξεργασίας τους(5Κ). Πιο συγκεκριμένα, 
καταγράφεται η αρχή της νομιμότητας, της αντικει-
μενικότητας και της διαφάνειας, η αρχή του περιο-
ρισμού του σκοπού, η αρχή της ελαχιστοποίησης 
των δεδομένων, η αρχή της ακρίβειας, η αρχή του 
περιορισμού της περιόδου αποθήκευσης, η αρχή 
της ακεραιότητας και εμπιστευτικότητας. Φυσικά, η 
νέο-προστεθείσα αρχή της λογοδοσίας είναι σημα-
ντική, καθώς αποτελεί μια νέα υποχρέωση για τον 
Υπεύθυνο Επεξεργασίας κατά την οποία οφείλει να 
μεριμνά για την εφαρμογή των ανωτέρω αρχών 
στην επεξεργασία των προσωπικών δεδομένων. 
Έτσι, ο Υπεύθυνος υποχρεούται να χρησιμοποιεί τα 
16 Παναγοπούλου-Κουτνατζή Φερενίκη, «Ο Γε-
νικός Κανονισμός για την Προστασία Δεδομένων 
679/2016/ΕΕ», Εκδόσεις Σάκκουλα, 2017, σελ.26-
27














κατάλληλα μέτρα ανάλογα με τη περίπτωση προ-
κειμένου να διασφαλιστεί η εφαρμογή του Κανο-
νισμού17.
Παράλληλα, κατοχυρώνονται διάφοροι λόγοι 
νόμιμης επεξεργασία δεδομένων προσωπικού χα-
ρακτήρα. Η σύννομη επεξεργασία πρέπει να πλη-
ροί τουλάχιστον μια εκ των απαριθμημένων προ-
ϋποθέσεων του 6παρ.1Κ, όπως και να γίνεται στο 
πλαίσιο ενός ή περισσότερων σκοπών του άρθρου 
6 παρ.4Κ, για να ικανοποιείται η αρχή του περιορι-
σμού του σκοπού της επεξεργασίας18. Η συναίνε-
ση του ατόμου αφορά συγκεκριμένο σκοπό κάθε 
φορά και δεν δύναται να χρησιμοποιηθεί για τυχόν 
μεταγενέστερους σκοπούς δίχως να έχει προηγηθεί 
η σαφής αίτηση για ειδική συγκατάθεση. Ο έλεγχος 
αυτός μεταξύ του αρχικού και του επακόλουθου 
σκοπού επεξεργασίας πραγματοποιείται από τον 
υπεύθυνο επεξεργασίας. Αυτός θα αποφασίσει, αν 
απαιτείται εκ νέου συγκατάθεση, γεγονός που ίσως 
γεννήσει συμβάντα καταχρηστικότητας λόγω της 
πλήρους ελεύθερης κρίσης του19.
Αξιοσημείωτο είναι ζήτημα του άρθρου 6 παρ.1 
περ.α’Κ για τη συγκατάθεση(4 περ.11Κ), 20που δίνε-
ται υπό τις προϋποθέσεις του άρθρου 7Κ. Αυτή η 
δήλωση βούλησης απαιτείται να είναι ρητή χωρίς 
αυτό να σημαίνει έγγραφο τύπο. Αρκεί να προκύ-
πτει και από ενδείξεις. Πρέπει η δήλωση να είναι 
επιβεβαιωμένη, ελεύθερη, συγκεκριμένη και με 
πλήρη επίγνωση των συνεπειών. Ο υπεύθυνος επε-
ξεργασίας κάθε φορά οφείλει να αποδεικνύει τη 
λήψη τέτοιων δηλώσεων βούλησης, γεγονός που 
αβίαστα γεννά την ανάγκη απόδειξης με οποιο-
δήποτε τρόπο. Βεβαίως, δεν αφαιρείται από το 
υποκείμενο η δυνατότητα ελεύθερης ανάκλησης 
της συγκατάθεσης του χωρίς αναδρομικά αποτε-
λέσματα.
17 Γιαννακόπουλος Γ. Θεμιστοκλής, «6+1 αλ-
λαγές στην προστασία των προσωπικών δεδο-
μένων», διαθέσιμο στο: http://www.capital.gr/
me-apopsi/3225427/6-1-allages-stin-prostasia-
ton-prosopikon-dedomenon
18 Παναγοπούλου-Κουτνατζή Φερενίκη, «Ο Γε-
νικός Κανονισμός για την Προστασία Δεδομένων 
679/2016/ΕΕ», Εκδόσεις Σάκκουλα, 2017, σελ.41-42
19 Παναγοπούλου-Κουτνατζή Φερενίκη, «Ο Γε-
νικός Κανονισμός για την Προστασία Δεδομένων 
679/2016/ΕΕ», Εκδόσεις Σάκκουλα, 2017, σελ.42
20 Παναγοπούλου-Κουτνατζή Φερενίκη, «Ο Γενικός Κα-
νονισμός για την Προστασία Δεδομένων 679/2016/ΕΕ», 
Εκδόσεις Σάκκουλα, 2017, σελ.42-44
Κρίνεται απαραίτητο να επισημανθεί ότι σύμ-
φωνα με το άρθρο 9 παρ.2Κ, τα ευαίσθητα προ-
σωπικά δεδομένα (9 παρ.1Κ και 4Κ)επιβάλλουν την 
ρητή συναίνεση του υποκειμένου και ιδιαίτερες 
περιπτώσεις, για να επεξεργαστούν. Ειδάλλως, θα 
θεωρηθεί παράνομη η επεξεργασία τους βάσει της 
ρητής απαγόρευσης της επεξεργασίας τους κατά 
το 9 παρ.1Κ. Βέβαια, δεν γίνεται δεκτή η γενική 
συναίνεση του υποκειμένου κατά την αιτιολογική 
σκέψη 43Κ, που απαιτεί την ξεχωριστή συναίνεση 
κάθε φορά, με μοναδική εξαίρεση αυτή της επιστη-
μονικής έρευνα κατά την αιτιολογική σκέψη 33Κ21.
Ανανεωμένα δικαιώματα
Γενικά
Ο κανονισμός αυτός ενδυναμώνει τα προϋπάρ-
χοντα δικαιώματα του υποκειμένου και τα εκσυγ-
χρονίζει. Το άτομο αποκτά ενεργό ρόλο στην επε-
ξεργασία των προσωπικών του δεδομένων με τα 
ανανεωμένα δικαιώματα που ικανοποιούν εν γένει 
την πληροφοριακή αυτοδιάθεση (9Α του ελληνικού 
Συντάγματος). Σαφώς, η άσκηση των δικαιωμάτων 
δεν πραγματοποιείται άνευ όρων, αλλά αντιθέτως 
υπόκειται στους γενικούς περιορισμούς του 23Κ. 
Οι νέες διατάξεις για την προστασία των προσω-
πικών δεδομένων ναι μεν ανανεώνουν τα δικαιώ-
ματα, επιβάλλουν δε αυστηρότερες και βαρύτερες 
κυρώσεις σε σχέση με το παλιό καθεστώς σε πε-
ρίπτωση παραβίασης τους, όπως σε κάθε παραβί-
αση των διατάξεων του Κανονισμού22. Ειδικότερα, 
υπάρχουν αφενός οι διοικητικές κυρώσεις, δηλαδή 
τα υψηλά πρόστιμα όπως αυτά ορίζονται στο άρ-
θρο 83 παρ.5Κ και αφετέρου αστική ευθύνη προς 
αποζημίωση από τον υπεύθυνο επεξεργασίας ή τον 
εκτελούντα την επεξεργασία βάσει του άρθρου 82 
παρ.1Κ με στόχο την αποτροπή της παραβίασης. 
21 Παναγοπούλου-Κουτνατζή Φερενίκη, «Ο Γε-
νικός Κανονισμός για την Προστασία Δεδομένων 
679/2016/ΕΕ», Εκδόσεις Σάκκουλα, 2017, σελ.43-
44
22 Παναγοπούλου-Κουτνατζή Φερενίκη, «Ο Γε-
νικός Κανονισμός για την Προστασία Δεδομένων 
679/2016/ΕΕ», Εκδόσεις Σάκκουλα, 2017, σελ.13-
15,45-48,119-124 και Γιαννακόπουλος Γ. Θεμιστο-
κλής, «6+1 αλλαγές στην προστασία των προσω-
πικών δεδομένων», διαθέσιμο στο: http://www.
capital.gr/me-apopsi/3225427/6-1-allages-stin-
prostasia-ton-prosopikon-dedomenon















Ένα σπουδαίο κατόρθωμα του Κανονισμού εί-
ναι η προστασία των δικαιωμάτων των παιδιών, 
που αποτελούν μια ευάλωτη κοινωνική ομάδα. Ως 
«παιδί» νοείται ο ανήλικος έως τα δεκαέξι του βάσει 
του 8Κ, το οποίο παρέχει την ευχέρεια να οριστεί η 
ηλικία του «παιδιού» από τα δεκατρία ως τα δεκα-
έξι. Για τη συμμετοχή παιδιού στο διαδίκτυο απαι-
τείται η συγκατάθεση των γονέων του. Ευθύνη για 
την λήψη αυτής φέρει ο υπεύθυνος επεξεργασίας 
υποχρεούμενος να βρίσκεται εγρήγορση για την 
επαλήθευση με κάθε τεχνολογικό μέσο της συγκα-
τάθεσης και της έγκρισης από άτομα την γονική 
μέριμνα του παιδιού.
Σημαντικότατο είναι το δικαίωμα της ενημέ-
ρωσης(12Κ), που επεκτείνεται και στην παραβίαση 
των προσωπικών δεδομένων του υποκειμένου και 
στην εποπτική αρχή κατά το άρθρο 33Κ, αλλά και 
στο υποκείμενο των δεδομένων κατά το 34Κ ενι-
σχύοντας την διαφάνεια της επεξεργασίας. Εμπε-
ριέχει γενική ρήτρα λήψης όλων των κατάλληλων 
μέτρων από τον υπεύθυνο επεξεργασίας με σκοπό 
την πληροφόρηση των υποκειμένων για τα παρε-
χόμενα δικαιώματα. Η πληροφόρηση πρέπει να 
παρασχεθεί από τον υπεύθυνο επεξεργασίας χωρίς 
καθυστέρηση μετά την σχετική αίτηση χρησιμοποι-
ώντας σαφή και καθημερινή γλώσσα. Διαφορετικά, 
οφείλει να ενημερώσει το υποκείμενο εντός ενός 
μήνα για τους λόγους της τυχόν αδυναμίας ενημέ-
ρωσης, την δυνατότητα δικαστικής προσφυγής και 
καταγγελίας στην εποπτική αρχή. Βέβαια, διακρίνο-
νται οι πληροφορίες που επιτρέπονται να παρασχε-
θούν εντός συγκεκριμένου χρόνου ανάλογα με το 
αν συλλέγει τα δεδομένα προσωπικού χαρακτήρα, 
το υποκείμενο των δεδομένων(13Κ) ή τρίτος(14Κ). 
Από το προηγούμενο εξαρτάται το εκσυγχρονι-
σμένο δικαίωμα πρόσβασης του υποκειμένου(15Κ) 
αποσκοπώντας στον έλεγχο νομιμότητας της επε-
ξεργασίας των δεδομένων και στην άσκηση του 
δικαίωμα πληροφόρησης, διαγραφής, αντιταξιμό-
τητας και της διόρθωσης(16Κ). Το υποκείμενο των 
δεδομένων έχει τη δυνατότητα να συμπληρώσει 
στοιχεία ή να διορθώσει αναληθή προσωπικά στοι-
χεία υποδεικνύοντας την αλληλένδετη σχέση με 
την διαγραφή των δεδομένων (17Κ) και τον περιο-
23 Η ανάλυση των κατωτέρω δικαιωμάτων 
έγινε συνδυαστικά από το εξής: Παναγοπούλου-
Κουτνατζή Φερενίκη, «Ο Γενικός Κανονισμός για την 
Προστασία Δεδομένων 679/2016/ΕΕ», Εκδόσεις 
Σάκκουλα, 2017, σελ.27-31,50-113
ρισμό της επεξεργασίας(18Κ). Άλλωστε, εναλλακτι-
κή έκφανση του 16Κ είναι το δικαίωμα «λήθης», που 
μετατρέπεται στο δικαίωμα «διαγραφής»(17Κ) και 
επιτρέπει στο υποκείμενο να ζητήσει την διαγραφή 
των δεδομένων από τον υπεύθυνο επεξεργασίας 
υπό της συνδρομής μιας τουλάχιστον προϋπόθε-
σης του 17παρ.1Κ, προστατεύοντας την ελεύθερη 
ανάπτυξή της προσωπικότητάς του και τη δημόσια 
αυτοπαρουσίαση 24του. Βέβαια, το άτομο δικαιού-
ται να εναντιωθεί απρόθεσμα και χωρίς ειδικό τύπο 
τόσο στη νόμιμη επεξεργασία των προσωπικών 
του δεδομένων, όσο και πριν από αυτή βάσει του 
21Κ. Έτσι, ο υπεύθυνος επεξεργασίας υποχρεούται 
να αποφύγει την επεξεργασία του.
Προέκταση των ανωτέρω είναι το εκσυγχρονι-
σμένο δικαίωμα περιορισμού της επεξεργασίας, το 
οποίο αφορά την αίτηση προσωρινής προστασίας 
έναντι αυτής. Αυτό συμβαίνει στις περιπτώσεις που 
ορίζει το άρθρο 19Κ στοχεύοντας στην εκκαθάρι-
ση της αβεβαιότητας των δεδομένων. Το δικαίωμα 
αυτό χορηγείται και χωρίς αίτηση από τον υπεύ-
θυνο επεξεργασίας, ώστε να μην ενεργήσει λαν-
θασμένα και χρειαστεί η άσκηση του δικαιώματος 
διαγραφής. Σε κάθε περίπτωση, ο υπεύθυνος επε-
ξεργασίας οφείλει να ενημερώνει για οποιαδήποτε 
δράση. Άρα, τα δικαιώματα αυτά εκσυγχρονίζονται 
και ανανεώνονται, ώστε τα επεξεργαζόμενα προ-
σωπικά δεδομένα να αντικατοπτρίζουν την πραγ-
ματικότητα.
Ένα καινούριο μη προϋπάρχον δικαίωμα είναι 
αυτό της φορητότητας(20Κ), το οποίο έμμεσα ήταν 
γνωστό από άλλα δικαιώματα . Κατά το 20Κ και την 
αιτιολογική σκέψη 68Κ προσφέρεται η ευκαιρία στο 
άτομο να λάβει δεδομένα συγκεκριμένης μορφής, 
που τον αφορούν και δίνονται στον υπεύθυνο επε-
ξεργασίας, για να διαβιβάζεται η πληροφορία στον 
άλλο υπεύθυνο επεξεργασίας με αυτοματοποιημέ-
να μέσα. Με τη νέα διάταξη επιδιώκεται η ελευθε-
ρία διακίνησης των δεδομένων, η διευκόλυνση με-
ταφοράς μεταξύ των υπεύθυνων και η δυνατότητα 
ανάκτησης από τα υποκείμενα των δεδομένων25.
Τέλος, ο Κανονισμός ενισχύει το δικαίωμα στην 
24 Παναγοπούλου-Κουτνατζή Φερενίκη, «Ο Γε-
νικός Κανονισμός για την Προστασία Δεδομένων 
679/2016/ΕΕ», Εκδόσεις Σάκκουλα, 2017, σελ.76-
78
25 Παναγοπούλου-Κουτνατζή Φερενίκη, «Ο Γε-
νικός Κανονισμός για την Προστασία Δεδομένων 
679/2016/ΕΕ», Εκδόσεις Σάκκουλα, 2017, σελ.89-
93














ανθρώπινη παρέμβαση(22Κ) υπογραμμίζοντας την 
μη εργαλειοποίηση του ατόμου. Καθίσταται κρίσιμη 
η ανθρώπινη επέμβαση σε μια εποχή που η τεχνο-
λογία κυριαρχεί στην σύγχρονη ζωή και περιορίζει 
την ανθρώπινη επαφή. Η επεξεργασία απαιτείται 
να πραγματώνεται με τα σύγχρονα αυτοματοποιη-
μένα μέσα αλλά και με την αξιολόγηση ενός φυσι-
κού πρόσωπου λαμβάνοντας υπόψη περιστάσεις, 
συμφέροντα, και προτιμήσεις. Έτσι, αποτρέπεται η 
πλήρως αυτοματοποιημένη λήψη αποφάσεων και 
κατάρτιση προφίλ.
Ανασχεδιασμός εξουσιών εποπτικών αρχών
Στο σημείο αυτό πρέπει να τονιστεί ότι οι αρμό-
διες εποπτικές αρχές παύουν να εκτελούν πολλές 
δράσεις με τον Κανονισμό, καθώς αυτές μεταβι-
βάζονται στον υπεύθυνο επεξεργασίας ή και στον 
εκτελούντα την επεξεργασία. Είναι επιθυμητό να 
διασφαλιστεί τοιουτοτρόπως η αποτελεσματικότε-
ρη η προστασία της επεξεργασίας των δεδομένων 
των υποκειμένων. Τα καθήκοντα των εποπτικών 
αρχών καταγράφονται αναλυτικά στον εκτενή κα-
τάλογο του 57Κ και συμπληρώνονται με την απο-
σαφήνιση των αρμοδιοτήτων τους στο 58Κ. Οι κα-
τηγορίες των εξουσιών του 58Κ είναι ερευνητικές, 
διορθωτικές, αδειοδοτικές και συμβουλευτικές. 
Οι αρμοδιότητες των αρχών αυτών και οι νέες 
υποχρεώσεις του υπεύθυνου επεξεργασίας δημι-
ουργούν το στοιχείο της καλής συνεργασίας με-
ταξύ τους επιτυγχάνοντας την πλήρη προστασία 
των προσωπικών δεδομένων. Επακόλουθο αυτών 
είναι η καθιέρωση της αρχή της επιλογής της κύ-
ριας εγκατάστασης του υπεύθυνου σε περίπτωση 
πολλαπλής εγκατάστασής του και διασυνοριακής 
επεξεργασίας. Γι’ αυτό προβλέφθηκε ο επονομα-
ζόμενος μηχανισμός «one stop shop» 26μέσω του 
οποίου διασφαλίζεται η συνεργασία της εποπτικής 
αρχής του κράτους της κύριας εγκατάστασης και 
των ενδιαφερόμενων εθνικών αρχών με στόχο την 
εποικοδομητική και ομοιόμορφη προστασία των 
δεδομένων.
Υπεύθυνος Επεξεργασίας Δεδομένων και 
Εκτελών την Επεξεργασία
Ο Κανονισμός εισάγει στο δίκαιο της προστα-
σίας των δεδομένων έναν υπεύθυνο επεξεργασίας 
26 Παναγοπούλου-Κουτνατζή Φερενίκη, «Ο Γε-
νικός Κανονισμός για την Προστασία Δεδομένων 
679/2016/ΕΕ», Εκδόσεις Σάκκουλα, 2017, σελ. 40
(4 στ.7Κ) με πρόσθετες και ενισχυμένες υποχρεώ-
σεις, οι οποίες φυσικά ενισχύουν περισσότερο τα 
δικαιώματα των πολιτών αποτελούσαν αρμοδιότη-
τες των εποπτικών αρχών στο παλιό καθεστώς. Οι 
αυξημένες υποχρεώσεις του επισύρουν αυστηρές 
διοικητικές κυρώσεις (υψηλά πρόστιμα) σύμφωνα 
με το άρθρο 83Κ. 
Στα νέα καθήκοντα 27του υπεύθυνου επεξεργα-
σίας εντάσσεται η λήψη των κατάλληλων τεχνικών 
και οργανωτικών μέτρων(24Κ) αποτελώντας από-
δειξη της ευθύνης του υπεύθυνου και της δραστη-
ριοποίησής του κατά την επεξεργασία. Παράλληλα, 
υποχρεούται ο υπεύθυνος να δημιουργεί κατά τον 
σχεδιασμό και να διαμορφώνει κατάλληλη δομή, 
τεχνολογία και διαδικασίες επεξεργασίας βάσει 
των διατάξεών του 25Κ. Φυσικά, όπως αναφέρθη-
κε, οφείλει να ενημερώνει πάντοτε την εποπτική 
αρχή και το υποκείμενο επεξεργασίας για τυχόν 
παραβίαση των δεδομένων προσωπικού χαρακτή-
ρα(33,34Κ). 
Σημαντικότατη χαρακτηρίζεται η υποχρέωση 
του άρθρου 35Κ για την κατάρτιση της εκτίμη-
σης του αντίκτυπου της προστασίας δεδομένων 
που εφαρμόζει την αρχή της λογοδοσίας, επειδή 
ο υπεύθυνος οφείλει να βεβαιώνει την ουσιαστι-
κή προστασία των δεδομένων σύμφωνα με τον 
Κανονισμό. Στην πραγματικότητα, περιγράφει την 
επικείμενη επεξεργασία, κρίνει την αναγκαιότητα 
και προσφορότητα και αντιμετωπίζει τυχόν ελλο-
χεύοντες κινδύνους σχετικά με τα δικαιώματα εκ 
της επεξεργασίας. Σε περίπτωση παράλειψης του 
καθήκοντος επιβάλλονται τόσο υψηλά διοικητι-
κά προστίμα(83παρ.4 στ.α’ Κ) όσο και αποζημίω-
ση(82Κ).
Επιπρόσθετη υποχρέωση συνιστά η διαμόρφω-
ση πολιτικής ασφαλείας και κωδίκων δεοντολογί-
ας(40Κ) με στόχο την δημιουργία ενός ασφαλούς 
πλαισίου εφαρμογής του Κανονισμού, το οποίο θα 
αποπνέει εμπιστοσύνη στους πολίτες, θα προσαρ-
μόζεται κάθε φορά με τις ανακύπτουσες ανάγκες 
και θα προωθεί τις αρχές της επεξεργασίας δεδο-
μένων28. Το άρθρο 30Κ για την τήρηση των αρχείων 
27 Παναγοπούλου-Κουτνατζή Φερενίκη, «Ο Γε-
νικός Κανονισμός για την Προστασία Δεδομένων 
679/2016/ΕΕ», Εκδόσεις Σάκκουλα, 2017, σελ.32-
36
28 Παναγοπούλου-Κουτνατζή Φερενίκη, «Ο Γε-
νικός Κανονισμός για την Προστασία Δεδομένων 
679/2016/ΕΕ», Εκδόσεις Σάκκουλα, 2017, σελ.34-
35














δραστηριοτήτων συνδράμει στο σκοπό αυτό δε-
σμεύοντας τόσο τον υπεύθυνο επεξεργασίας όσο 
και τον εκτελούντα την επεξεργασία. Ειδικά, στην 
περίπτωση μιας μεγάλης επιχείρησης ή οργανι-
σμού υφίστανται πολλοί κίνδυνοι για τα δεδομένα. 
Έτσι, το ηλεκτρονικό αρχείο πρέπει να είναι πάντο-
τε διαθέσιμο στην εποπτική αρχή προκειμένου να 
ασκήσει τις αρμοδιοτήτες της.
Τέλος, στο σημείο αυτό χρήζει ανάγκης να δια-
κριθεί ο εκτελών την επεξεργασία από τον υπεύθυ-
νο βάσει του 4στ.8Κ. Άλλωστε, ο εκτελών την επε-
ξεργασία διορίζεται από τον υπεύθυνο και δρα για 
λογαριασμό του αποσκοπώντας στην ελάφρυνση 
του. Ακόμη και σ’ αυτόν ο Κανονισμός εισάγει και-
νοτομίες ως προς τις υποχρεώσεις του(28Κ). Ειδικό-
τερα, συνάπτει ειδική σύμβαση με τον υπεύθυνο, 
τηρεί εγκεκριμένο κώδικα επεξεργασίας ή μηχα-
νισμό πιστοποίησης(28παρ.5Κ) και παρέχει άμεση 
ενημέρωση του υπεύθυνου για τυχόν παραβίαση 
δεδομένων(33παρ.2Κ). Θεμελιώδης είναι η αλλαγή 
που τον καθιστά συνυπεύθυνο με τον υπεύθυνο 
επεξεργασίας (83παρ.3Κ), αλλά και αυτοτελώς υπό-
χρεο σε καταβολή αποζημίωσης (82παρ.2Κ).
Νέος θεσμός: Υπεύθυνος Προστασίας 
Δεδομένων29
Η εισαγωγή του θεσμού αυτού είναι νέα, άλλα 
όχι παντελώς άγνωστη στο δίκαιο της προστασί-
ας των δεδομένων(37-39Κ), αφού στην ΕΕ υπήρχε 
αναφορά στον Υπεύθυνο Προστασίας Δεδομένων 
(ΥΠΔ) και στο ελληνικό δίκαιο30. Ο ΥΠΔ πρέπει να 
διορίζεται υποχρεωτικά από τον υπεύθυνο επεξερ-
γασίας ή τον εκτελούντα την επεξεργασία στις πε-
ριπτώσεις που καθίσταται αναγκαία η ύπαρξή του 
(37 παρ.1-4Κ31), γεγονός που εγείρει έριδες στον 
επιχειρηματικό κόσμο32. 
29 Ανάλυση ειδικότερα του θεσμού στο εξής 
βιβλίο: Σωτηρόπουλος Α. Βασίλης, «Υπεύθυνος Προ-
στασίας Δεδομένων», Εκδόσεις Σάκκουλα,2017
30 Παναγοπούλου-Κουτνατζή Φερενίκη, «Ο Γε-
νικός Κανονισμός για την Προστασία Δεδομένων 
679/2016/ΕΕ», Εκδόσεις Σάκκουλα, 2017, σελ.34, 
υποσ.75
31 Πρόβλημα δημιουργεί στην Ομάδα Εργασί-
ας (άρθρο 29) ο ασαφής όρος του 37παρ.1στ.γ’ Κ 
«μεγάλης κλίμακας επεξεργασία δεδομένων».
32 Παναγοπούλου-Κουτνατζή Φερενίκη, «Ο Γε-
νικός Κανονισμός για την Προστασία Δεδομένων 
679/2016/ΕΕ», Εκδόσεις Σάκκουλα, 2017, σελ.45
Βασικότατο χαρακτηριστικό του ΥΠΔ είναι 
η πλήρης ανεξαρτησία του εντός του προσωπι-
κού μιας επιχείρησης ή οργανισμού (δημόσιου 
ή ιδιωτικού τομέα), αφού δεν δεσμεύεται από το 
διευθυντικό δικαίωμα του εργοδότη. Άλλωστε, ο 
ρόλος του είναι συμβουλευτικός προς την τήρη-
ση της προστασίας των προσωπικών δεδομένων 
και δεν επιβάλλει ο ίδιος στην επιχείρηση ή στον 
οργανισμό νόμους ή κυρώσεις. Αντιθέτως, είναι γε-
νικό καθήκον του να επιβλέπει την εφαρμογή του 
Κανονισμού, να ενημερώνει άμεσα τον υπεύθυνο 
επεξεργασίας ή τον εκτελούντα την επεξεργασία 
για τις υποχρεώσεις του και να αποτελεί τον δίαυλο 
επικοινωνίας με την εποπτική αρχή για τυχόν σχετι-
κά ζητήματα, κατά τα ειδικώς οριζόμενα στο 39Κ. 
Ο ΥΠΔ δεν διορίζεται αυθαίρετα από τον υπεύ-
θυνο επεξεργασίας ή τον εκτελούντα την επεξεργα-
σία αλλά με κριτήρια τα επαγγελματικά προσόντα 
και ιδίως την εμπειρογνωσία του δικαίου και των 
πρακτικών προστασίας δεδομένων, καθώς και την 
ικανότητα εκπλήρωσης των καθηκόντων του κατά 
το 39Κ(37παρ.5Κ). Μάλιστα, δημοσιεύεται ο εκά-
στοτε διορισμός μαζί με τα στοιχεία επικοινωνίας 
με τον ΥΠΔ, ώστε να διευκολύνεται η επικοινωνία 
με τα υποκείμενα των δεδομένων και τις ανεξάρ-
τητες εποπτικές αρχές(37παρ.7Κ). Δεν αποκλείεται 
κατά το 37παρ.6Κ και 38παρ.6 να υπάρχει κάποια 
σύγκρουση καθηκόντων, αν ο ΥΠΔ είναι μέλος του 
προσωπικού του υπεύθυνου επεξεργασίας ή του 
εκτελούντα την επεξεργασία ή υπάρχει σύμβαση 
παροχής υπηρεσιών, που αίρεται μέσω των καλών 
πρακτικών προωθούμενων από τον υπεύθυνο ή 
εκτελούντα την επεξεργασία.
Κεντρικός καθίσταται ο ρόλος του ΥΠΔ με την 
ανάληψη ιδιαίτερα σοβαρής θέσης στην προστα-
σία των δεδομένων (38Κ). Ειδικότερα, ο θεσμός του 
ΥΠΔ ενισχύεται με την συμμετοχή του σε όλες τις 
δράσεις σχετικά με τα προσωπικά δεδομένα σύμ-
φωνα με τις εγγυήσεις του 38Κ για την άσκηση του 
έργου του. Υποβοηθείται από τους παρεχόμενους 
πόρους και την διευκόλυνση πρόσβασης στα δε-
δομένα, χωρίς να αναιρείται η ανεξαρτησία του, 
η οποία περιορίζεται από τον υπεύθυνο επεξερ-
γασίας και τον κώδικα δεοντολογίας. Ωστόσο, δεν 
ευθύνεται για παραβιάσεις προερχόμενες από τον 
υπεύθυνο επεξεργασίας ή τον εκτελούντα την επε-
ξεργασία. Πάντως, σε κάθε περίπτωση, οφείλει να 
λογοδοτεί, να παρέχει ετήσιες εκθέσεις, να τηρεί το 
απόρρητο και την εμπιστευτικότητα και την εύκολη 
επικοινωνία με τους ενδιαφερομένους. 















Είναι πασιφανές από τις προαναλυθείσες ρυθ-
μίσεις του Γενικού Κανονισμού 2016/679/ΕΕ πως 
σκοπός του νομοθέτη είναι αφενός η διασφάλιση 
της ορθής χρήσης των δεδομένων από οποιονδή-
ποτε και αφετέρου η δημιουργία νέας ρύθμισης 
προληπτικού χαρακτήρα απομακρυσμένης από 
τον κατασταλτικό. Το προηγούμενο κατασταλτικό 
καθεστώς απέβη αναποτελεσματικό και ελλιπές ως 
προς την παροχή ασφάλειας δικαίου εξαιτίας των 
ραγδαίων εξελίξεων και των αρρύθμιστων κατα-
στάσεων33. 
Γι’ αυτό, από τις 25/5/2018 εισάγεται η εκσυγ-
33 Παναγοπούλου-Κουτνατζή Φερενίκη, «Ο Γε-
νικός Κανονισμός για την Προστασία Δεδομένων 
679/2016/ΕΕ», Εκδόσεις Σάκκουλα, 2017, σελ.4-
8,123-124
χρονισμένη νομοθεσία των προσωπικών δεδομέ-
νων. Αντικαθιστά, μάλιστα, τους εθνικούς ισχύοντες 
νόμους με ένα νέο και άμεσα εφαρμόσιμο πλαίσιο 
σε όλα τα κράτη-μέλη και φυσικά στη χώρα μας. Τα 
υποκείμενα των δεδομένων ενεργοποιούνται και 
ανακτούν τον έλεγχο των προσωπικών τους δεδο-
μένων μέσω των νέων υποχρεώσεων, δικαιωμάτων 
και θεσμών. Φυσικά, καμία από τις καινοτομίες των 
διατάξεων του καινούριου νομοθετικού πλαισίου 
δεν πραγματώνεται χωρίς κόστος, γεγονός που 
ίσως στην χώρα μας δημιουργήσει οικονομικά ζη-
τήματα λόγω της χρόνιας υφιστάμενης οικονομι-
κής κρίσης.
