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  第二条  法第二条第三項の主務省令で定める基準は、電子署名の安全性が次のいずれかの有する困難性に基づくも
のであることとする。  
  一  ほぼ同じ大きさの二つの素数の積である千二十四ビット以上の整数の素因数分解   
  二  大きさ千二十四ビット以上の有限体の乗法群における離散対数の計算   
  三  楕円曲線上の点がなす大きさ百六十ビット以上の群における離散対数の計算   
  四  前三号に掲げるものに相当する困難性を有するものとして主務大臣が認めるもの  
これは、素因数分解問題や離散対数問題といった一定の計算量的に難しいとされている問題を仮
定しているものと考えられる。 











































































 電子署名に利用されるパラメータについては、RSA での安全性を基準にしたとき 1990 年代前半





















                         
2 Gを素数位数qの巡回群、gをGの原始元、a, b, cをランダム値とする。このとき、(G, q, g, ga, gb, gab)と(G, q, g, ga, 
gb, gc)を識別する問題のことをいう。 
