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Magistrsko delo »Filtriranje uporabniških vsebin na internetu kot ukrep varstva avtorske pravice« 
je namenjeno analizi dopustnosti oziroma obveznosti uporabe presejalnih filtrov uporabniških 
vsebin s strani ponudnikov storitev dostopa do interneta in predvsem ponudnikov storitev deljenja 
vsebin.  
Magistrska naloga je v grobem razdeljena na tri vsebinske sklope. Prvi del se osredotoča na 
trenutno veljavno nacionalno zakonodajo in tehničen vpogled v filtriranje vsebin. Naslednji sklop 
predstavlja relevantna aktualna evropska sodna praksa, ki načeloma nasprotuje filtriranju vsebin 
na internetu. Sodna praksa se utegne spremeniti predvsem glede obveznosti filtriranja ponudnikov 
storitev deljenja vsebin, o čemer pa sem razpravljal v zadnjem delu. Zadnji del tako zajema analizo 
novo sprejete direktive o avtorskih pravicah na enotnem digitalnem trgu. Predvsem sem se 
osredotočil na analizo spornega 17. člena omenjene direktive, ki glede filtriranja uporabniških 
vsebin vnaša korenite spremembe glede na sedanjo ureditev in sodno prakso evropskih sodišč. 
Jasnega odgovora, ali bo filtriranje uporabniških vsebin v luči preprečevanja kršitev avtorskih 
pravic obvezno, ne morem podati. Tolmačenje sprejetega besedila direktive je še vedno precej 
negotovo, odgovor na to ključno vprašanje pa bo verjetno postavila šele sodna praksa. 
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The master's thesis "Filtering user content on the Internet as a measure of copyright protection" is 
intended to analyze the admissibility or obligation to use filters of user content by Internet access 
service providers and, above all, content sharing service providers. 
The master's thesis is roughly divided into three sections. The first part focuses on current national 
legislation and technical insight into content filtering. The next strand is the relevant current 
European case law, which is in principle opposed to content filtering on the Internet. The case-law 
may change in particular regarding the obligation to filter content sharing providers, which I have 
discussed in the last section. The final section thus presents an analysis of the newly adopted 
Directive on Copyright in the Digital Single Market. In particular, I focused on the analysis of the 
controversial Article 17 of the said Directive, which, with regard to filtering user content, is making 
fundamental changes in the light of the current rules and case-law of the European Courts. I cannot 
give a clear answer as to whether it will be mandatory to filter user content in the light of preventing 
copyright infringement. The interpretation of the adopted text of the directive is still rather 
uncertain, and it is only case law that will answer this crucial question. 
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Filtriranje uporabniških vsebin na internetu kot eden izmed možnih ukrepov varstva avtorskih 
pravic že nekaj časa buri duhove, tako uporabnikov, ponudnikov storitev informacijske družbe, 
kot tudi imetnikov avtorskih pravic. Filtriranje ima predvsem v očeh širše javnosti oziroma 
uporabnikov spleta  izrazito negativno konotacijo. Ravno nasprotno stališče načeloma zagovarjajo 
imetniki avtorskih pravic, predvsem predstavniki kolektivnih organizacij, ki v filtraciji vidijo 
arbitraren način reševanja problemov na področju (pogostih) kršitev avtorskih pravic. Tretji 
deležnik na raziskovanem področju pa so platforme za deljenje vsebin kot eni izmed ponudnikov 
storitev informacijske družbe. Le-ti načeloma svojo stališče orientirajo na lastno ekonomsko 
korist, zato za njih enoznačen odgovor na vprašanje podpore filtracije ni mogoč. Ponudniki 
deljenja vsebin zasledujejo cilj ekskulpacije svoje (ekonomske) odgovornosti, čeprav si ravno ti v 
celotnem procesu odrežejo največjo finančno pogačo, saj tako Facebook kot Google zasedata 
mesto med šestimi največjimi podjetji na svetu1.  
Filtriranje vsebin na internetu v skladu s trenutno veljavno zakonodajo in v luči trenutne sodne 
prakse načeloma ni dovoljeno. To pa se utegne spremeniti s sprejemom Direktive o avtorskih 
pravicah na enotnem digitalnem trgu2, ki je bila v evropskem parlamentu sprejeta v mesecu marcu 
2019. Magistrska naloga tako zajema analizo trenutno veljavne nacionalne zakonodaje, ki je 
implementirana direktiva o odgovornosti internetnih posrednikov iz leta 20003 in prenesena v 
slovensko zakonodajo z Zakonom o elektronskem poslovanju na trgu (ZEPT).4  Dokaj tehnično 
natančna direktiva in omenjeni zakon sta na področju filtriranja vsebin na internetu razvila 
zanimivo sodno prakso na ravni EU. Le-ta bo predstavljena v nadaljevanju s poudarki na mestih, 
kjer je možno pričakovati odstopanja oziroma določene spremembe po implementaciji nove 
direktive na tem področju. 
                                                             
 
1 Owuor Otieno, Sophy. "The Largest Companies in the World by Market Cap." WorldAtlas, 8. 7. 2019, URL: 
https://www.worldatlas.com/articles/largest-companies-in-the-world-by-market-cap.html (7.9.2019) 
2 Direktiva 2019/790 Evropskega parlamenta in Sveta z dne 17. aprila 2019 o avtorski in sorodnih pravicah na 
enotnem digitalnem trgu in spremembi direktiv 96/9/ES in 2001/29/ES, UL L 62, 17. 5. 2019 
3 Direktiva 2000/31/ES Evropskega parlamenta in Sveta z dne 8. junija 2000 o nekaterih pravnih vidikih 
storitev informacijske družbe, zlasti elektronskega poslovanja na notranjem trgu, UL L 178, 17. 7. 2000,  




Prav tako velja opozoriti na trenutno tehnično neizvedljivost pravilnega filtriranja vsebin in 
pomanjkljivosti umetne inteligence, ki popolnoma pravilnih rezultatov ne more zagotoviti. Na to 
dejstvo se sklicujejo tudi ponudniki storitev deljenja vsebin, ki povzema bistvo problema 
avtomatičnega  filtriranja vsebin, saj se niti lastniki avtorskih pravic velikokrat ne morejo strinjati 
glede dejanskega imetništva pravic, zato je nemogoče pričakovati, da bodo platforme, ki gostijo 
to vsebino, same sprejemale popolnoma pravilne odločitve o pravicah.5 
Na področju filtriranja vsebin na internetu je tako relevanten sporni 17. člen nove direktive, ki 
konkretneje opredeljuje obveznosti iz naslova filtriranja vsebin. Zadnji del raziskovane teme tako 
predstavlja analizo 17. člena  Direktive o avtorskih pravicah na enotnem digitalnem trgu6 vključno 
s prvim predlogom komisije iz leta 2016, vmesnimi spremembami in končnim, v marcu 2019 
sprejetim besedilom direktive. Analiza bo pokazala, ali bo po implementaciji direktive v 
nacionalne zakonodaje držav članic filtriranje uporabniških vsebin na internetu kot eden izmed 
možnih ukrepov varstva avtorskih pravic obvezno ali ne.  
 
2. SEDANJA UREDITEV VAROVANJA AVTORSKIH PRAVIC NA 
INTERNETU 
2.1. Splošno 
V evropski zakonodaji in zakonodaji ZDA se je izoblikovalo stališče, po katerem internetni 
posredniki torej ponudniki storitev dostopa do interneta (ISP - Internet service providers) in 
ponudniki storitev deljenja vsebin ne odgovarjajo za kršitve tretjih strank, če so pripravljeni na 
zahtevo prizadetih oseb odstraniti nezakonite uporabniške vsebine ali preprečiti dostop do njih.7 
Glavne platforme za izmenjavo vsebin, ustanovljene v ZDA, kot so YouTube, Facebook in Twitter 
so uvedla postopke, ki izpolnjujejo obveznosti iz zakona Digital Millennium Copyright Act 
(DMCA)8, ki izvajalce storitev oprošča kakršnih koli odgovornosti za kršitve avtorskih pravic, če 
                                                             
 
5 Susan Wojcicki. "The Potential Unintended Consequences of Article 13." Creator Blog, 12. 11. 2018, URL: 
https://youtube-creators.googleblog.com/2018/11/i-support-goals-of-article-13-i-also.html (7.9.2019) 
6 Direktiva 2019/790  
7 Damjan, Matija: Odškodninska odgovornost internetnih posrednikov, v Pravni letopis, (2010), str. 139-155 




izbrišejo ali onemogočijo dostop do vsebine kršitve prijav takoj, ko prejmejo zahtevo, ki ustreza 
določenim zahtevam.9  
V ZDA se je sicer vzpostavil ločen režim odgovornosti ponudnikov internetnih storitev glede 
kršenja avtorskih pravic oziroma intelektualne lastnine in glede ostalih kršitev tako civilnih kot 
kazenskih, medtem ko je princip reševanja tovrstnih kršitev v evropsko skupnost prenesla 
Direktiva 2000/31/ES, ki je vzpostavila enoten režim odgovornosti za vse vrste vsebin na 
internetu.10  Pred sprejetjem te direktive so namreč različne klasifikacije avtorstva, odgovornosti 
in uredniškega nadzora za različne vrste vsebine povzročile razvoj različnih režimov pravne 
odgovornosti v regionalnih in nacionalnih pravnih sistemih.11 
Direktiva o elektronskem poslovanju je poskušala uskladiti vključevanje EU v sfero enotnega trga 
za storitve informacijske družbe, z razjasnitvijo storitev na način, ki zagotavlja pravno varnost, 
spodbuja zaupanje potrošnikov in ustvarja enake pogoje za spletne transakcije. Zato je bil namen 
sprejete direktive poskus uravnoteženja interesov vseh strani s spodbujanjem podjetij, k vlaganju 
v spletno trgovino in storitve na spletu ter povečanju zaupanja potrošnikov v splet.12 
Direktiva tako splošno določa, da posrednik načeloma ni odgovoren za podatke, uporabnikov 
njegovih storitev. To pravilo glede ekskulpacije odgovornosti pride v poštev samo takrat, kadar se 
njegova dejavnost omejuje zgolj na tehnični prenos in omogočanje dostopa do medmrežja. 
Podatki, ki se po medmrežju prenesejo ali začasno shranijo, so povsem v domeni tretjih in je 
ponudnikova dejavnost bolj tehnična in pasivna, kar pomeni, da posrednik ne pozna in ne more 
nadzorovati podatkov, ki se prenašajo ali shranjujejo.13 Takšno stališče je jasno potrdilo tudi 
Sodišče Evropske unije v zadevi Tobias Mc Fadden proti Sony Music Entertainment Germany 
GmbH.14 
                                                             
 
9 Japiot, Olivier: copyright protection on digital platforms, final report: existing tools, good practice and limitations, 
(2017), str. 11 
10 Damjan, Matija: Odškodninska odgovornost internetnih posrednikov, (2010), str. 139-155 
11 Edwards, Lilian: The Role and Responsibility of Internet Intermediaries in the Field of Copyright and Related 
Rights, (2010), str. 4. 
12 Edwards, Lilian: The Role and Responsibility of Internet Intermediaries in the Field of Copyright and Related 
Rights, (2010), str. 4. 
13 Levovnik, Odgovornost ponudnikov posredovalnih storitev informacijske družbe (2010), str. 6. 





2.2. Evropska zakonodaja 
Trenutno zakonodaja EU o avtorskih pravicah predstavlja sklop desetih direktiv15, ki usklajujejo 
bistvene pravice avtorjev in izvajalcev, producentov in izdajateljev televizijskega programa. Z 
določitvijo usklajenih standardov zakonodaja EU zmanjšuje nacionalne razlike, zagotavlja raven 
zaščite, ki je potrebna za spodbujanje ustvarjalnosti in naložb v ustvarjalnost, spodbuja kulturno 
raznolikost in potrošnikom in podjetjem zagotavlja boljši dostop do digitalnih vsebin in storitev 
po vsej Evropi.  
Na področju avtorskih pravic in filtriranja vsebine na internetu je tako (trenutno) najpomembnejša 
direktiva 2000/31/ES, ki uvaja poenoten režim odgovornosti internetnih posrednikov. V direktivi 
urejen režim odgovornosti velja za vse ponudnike storitev informacijske družbe, ki opravljajo 
tovrstne posredovalne storitve za tretje osebe. Naslov 4. oddelka II. poglavja Direktive 2000/31/ES 
navaja odgovornost posrednih ponudnikov storitev; v naslovu 8. člena slovenskega ZEPT je v 
enakem pomenu uporabljen izraz ponudniki posredovalnih storitev (ki je ustreznejši prevod izraza 
intermediary service providers iz angleške različice direktive).16 
Tudi teoretiki sicer zagovarjajo stališče, da je potrebno ponudnika storitev informacijske družbe 
razlagati čim širše, ureditev odgovornosti je namreč za nezakonite vsebine uporabnikov 
vzpostavljen v luči zaščite teh ponudnikov in njihove razbremenitve odgovornosti.17 Podobno kot 
država ali upravitelj cest, ne more biti odgovoren za nesreče, ki jih povzročijo uporabniki le-teh, 
razen ob izjemnih primerih, kjer so kot taki neposredno odgovorni. 
 
 
                                                             
 
15 Evropska komisija, pojasnilo https://ec.europa.eu/digital-single-market/en/eu-copyright-legislation (7.9.2019) 
16 Damjan, Matija: Odstranitev na zahtevo ali obveznost filtriranja nezakonitih uporabniških 
vsebin na internetu, (2018), str. 57 
17 Bogataj, J. M., Makarovič, B., Toplišek, J., Klemenčič, G., & Tičar, K. (2007). Pravni vodnik po internetu. 




2.3. Slovenska zakonodaja 
V slovenski pravni red je bila v celoti prenesena Direktiva 2000/31/ES o nekaterih pravnih vidikih 
storitev informacijske družbe, zlasti elektronskega poslovanja na notranjem trgu z Zakonom o 
elektronskem poslovanju na trgu18 (v nadaljevanju: ZEPT). Sicer je bila omenjena direktiva v 
slovenski pravni red najprej prenesena z Zakonom o spremembah in dopolnitvah zakona o varstvu 
potrošnikov19 in Zakonom o spremembah in dopolnitvah zakona o elektronskem poslovanju in 
elektronskem podpisu,20 vendar je prvi v slovenski pravni red prenesel le določbe o sklepanju 
pogodb, obveznosti obveščanja in pošiljanju komercialnih sporočil, drugi pa je posebej uredil 
odgovornost posrednih ponudnikov storitev.21 
Zakon tako usklajuje nekatere notranje pravne določbe o storitvah informacijske družbe glede 
notranjega trga, sedeža ponudnikov storitev, komercialnih sporočil, elektronskih pogodb, 
odgovornosti posrednikov, kodeksov ravnanja, zunajsodnih poravnav sporov, sodnega varstva in 
sodelovanja med državami članicami. Direktiva je zelo tehnična in je zato večinoma zahtevala 
neposreden prenos posameznih določb. Posledično so si zakoni držav članic, ki so direktivo 
prenesle, precej podobni in se razlikujejo le v manjšem številu členov.22 
Osrednji vsebinski učinek ZEPT je bila večja pravna varnost elektronskega poslovanja pri 
opravljanju storitev informacijske družbe, ki natančno ureja pogodbena razmerja vseh udeležencev 




                                                             
 
18 Zakon o elektronskem poslovanju na trgu (ZEPT) (Uradni list RS, št. 96/09 19/15) 
19 Zakon o spremembah in dopolnitvah Zakona o varstvu potrošnikov (ZVPot-F), Uradni list RS, št. 38/14 
20 Zakon o elektronskem poslovanju in elektronskem podpisu (ZEPEP), Uradni list RS, št. 98/04 
21 Predlog zakona o spremembah in dopolnitvah zakona o elektronskem poslovanju na trgu (ZEPT) Uradni list RS, 
št. 61/06 
22 Predlog zakona o spremembah in dopolnitvah zakona o elektronskem poslovanju na trgu (ZEPT) Uradni list RS, 
št. 61/06 





2.4. Relevantni členi ZEPT 
Glede odgovornosti ponudnikov storitev za kršitve avtorskih pravic so po ZEPT relevantni 
predvsem 8., 9., 10. in 11. člen, ki poleg splošnih pravil o odgovornosti ponudnikov posredovalnih 
storitev urejajo odgovornost ponudnika storitev izključnega prenosa, shranjevanja v 
predpomnilniku in gostiteljstva. Glede na to, da tako slovenska, kot evropska pravna ureditev, po 
kateri je povzeta slovenska, ne ločuje oziroma samostojno zajema kršitev avtorskih pravic, so za 
naše raziskovanje pomembni vsi štirje členi, ki lahko zajamejo tudi kršitve avtorskih pravic.  
Direktiva 2000/31/ES v 22. uvodni izjavi tako določa, da mora nadzor nad storitvami 
informacijske družbe potekati pri viru dejavnosti, zato da se zagotovi učinkovita zaščita ciljev 
javnega interesa.24 Zakonodajalec tako zasleduje cilj, da je potrebno sankcionirati storilce 
protipravnih ravnanj in da so le podredno za protipravno ravnanje tretjih lahko odgovorni tudi 
internetni posredniki. V skladu s tem normativnim izhodiščem 8. člen ZEPT določa, da za podatke, 
ki jih ponudnik storitev za opravljanje storitve informacijske družbe zagotovi sam, sam tudi 
odgovarja po splošnih pravilih obligacijskega in kazenskega prava. 25 
Splošna odgovornost je tako predvidena za lastne avtorske vsebine, ki jih je ponudnik ustvaril sam, 
kot so na primer članki (delo.si), izgled spletne strani, obvestila ponudnika itd. Glede podatkov, ki 
jih zagotovijo prejemniki storitve (torej uporabniških podatkov), pa kot temeljno načelo velja, da 
jih ponudnik posredovalnih storitev ni dolžan nadzirati ali hraniti ali dejavno raziskovati okoliščin, 
nakazujočih na njihovo morebitno protipravnost in posledično morebitno kršitev avtorskih pravic 
(15. člen Direktive 2000/31/ES in tretji odstavek 8. člena ZEPT).26 
Direktiva tako državam članicam ne nalaga implementacije splošne obveznosti nadzora podatkov 
ponudnikom posredovalnih storitev. Načelo izključitve splošne obveznosti nadzora vsebine je 
sodišče večkrat potrdilo s svojo sodno prakso, kot bo predstavljeno v nadaljevanju, vendar se le-
ta s sprejetjem nove direktive utegne vsaj v določeni meri tudi spremeniti. 
                                                             
 
24 Direktiva 2000/31/ES  
25 Damjan, Matija: Odstranitev na zahtevo ali obveznost filtriranja nezakonitih uporabniških 
vsebin na internetu, (2018), str. 58 
26 Damjan, Matija: Odstranitev na zahtevo ali obveznost filtriranja nezakonitih uporabniških 




8. člen (splošna pravila o odgovornosti ponudnikov posredovalnih storitev) 
(1) Ponudnik storitev odgovarja za podatke, ki jih zagotovi prejemnik njegove storitve, po 
določbah tega zakona. 
(2) Ponudnik storitev odgovarja za podatke, ki jih za opravljanje storitve informacijske družbe 
zagotovi sam, po splošnih pravilih obligacijskega in kazenskega prava. 
(3) Ponudnik storitev ni dolžan nadzirati ali hraniti podatkov, ki jih pošilja ali hrani, ali dejavno 
raziskovati okoliščin, nakazujočih na protipravnost podatkov, ki jih zagotavlja prejemnik storitve. 
(4) Ponudniki storitev morajo vsem pristojnim organom na njihovo zahtevo najkasneje v roku treh 
dni od njenega prejema sporočiti podatke, na podlagi katerih je mogoče identificirati prejemnike 
njihove storitve (ime in priimek, naslov, firma, elektronski naslov). Navedene podatke morajo 
ponudniki storitev sporočiti zaradi odkrivanja in preprečevanja kaznivih dejanj na podlagi 
odredbe sodišča, brez odredbe sodišča pa, če tako določa področni zakon.27 
9. člen (odgovornost ponudnika storitev izključnega prenosa) 
(1) Kadar se storitev informacijske družbe nanaša na prenos podatkov v komunikacijskem 
omrežju, ki jih zagotovi prejemnik storitve, ali zagotovitev dostopa do komunikacijskega omrežja 
prejemniku storitve, ponudnik storitev ni odgovoren za poslane podatke, če: 
-       ne sproži prenosa podatkov, 
-       ne izbere naslovnika in 
-       podatkov, ki jih prenaša, ne izbere ali spremeni.28 
 
To pomeni, da mora ponudnik za izognitev odgovornosti ravnati popolnoma nevtralno, kot goli 
posrednik, odločitev o pričetku prenosa določenih podatkov pa mora torej sprejeti prejemnik 
storitev sam.  
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(2) Prenos in zagotovitev dostopa iz prejšnjega odstavka vključujeta samodejno, vmesno in 
prehodno shranjevanje poslanih podatkov, če je namenjeno samo izvajanju prenosa v 
komunikacijskem omrežju in če se podatki ne shranijo za daljši čas, kolikor je za njihov prenos 
upravičeno potrebno.29 
Tovrstna storitev informacijske družbe je povsem tehnične narave, samodejna in pasivna, saj 
ponudnik ne pozna podatkov, ki jih prenaša oziroma shranjuje, niti jih ne more nadzorovati.30 
Ob tem velja poudariti, da  v teh primerih ponudnik storitev  ni odgovoren za nezakonite vsebine. 
Ponudnik izključnega prenosa ni odgovoren niti v primeru, če ga imetnik prizadete pravice izrecno 
obvesti o protipravni vsebini na določenem spletnem mestu, saj ponudnik ni dolžan blokirati 
spletnih naslovov oziroma to lahko stori le na podlagi odredbe pristojnega organa, kar določa tretji 
odstavek istega člena. V tem pogledu se izključitev odgovornosti pri izključnem prenosu najbolj 
razlikuje od tiste pri gostiteljstvu. 31  
 (3) Sodišče lahko ponudniku storitve naloži ustavitev ali preprečitev kršitve. Ne glede na 
izključitev odgovornosti ponudnikov storitev iz prvega odstavka tega člena, pa jim lahko sodišče 
odredi odstranitev nezakonitih vsebin ali onemogočanje dostopa do njih zaradi odkrivanja in 
preprečevanja kaznivih dejanj, varstva zasebnosti, varovanja tajnih podatkov in poslovne tajnosti. 
Takšen predlog lahko sodišču v javnem interesu posredujejo tudi za nadzor pristojni upravni 
organi, skladno s področno zakonodajo.32 
Pomemben »neviden« način za hitro nalaganje spletnih strani je sistem predpomnenja oziroma 
(caching).  »Cache« v računalniškem žargonu pomeni način shranjevanja vmesnih podatkov in 
tehnologija, ki omogoča nalaganje oziroma prejemanja datotek z višjo hitrostjo oziroma 
odzivnostjo.33 Gre torej za postopek avtomatskega, vmesnega in začasnega shranjevanja podatkov, 
ki je namenjeno zgolj učinkovitejšemu posredovanju podatka drugim prejemnikom storitve na 
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njihovo zahtevo. Ponudnik predpomnjenja ima večje tehnične možnosti nadzora nad 
prejemnikovimi podatki, kot ponudnik čistega prenosa, saj podatke začasno hrani.34 
Ob tem velja izpostaviti, da ob izvajanju te storitve vloga ponudnika ostaja tehnično nevtralna brez 
vpliva na začasno shranjene podatke. Glede odgovornosti ponudnika tako veljajo enaka pravila, 
kot ob izključnem prenosu, vendar pod pogojem, da ne upravlja in spreminja začasno shranjenih 
podatkov tretjih. 35  
10. člen (odgovornost ponudnika storitev shranjevanja v predpomnilniku) 
(1) Kadar se storitev informacijske družbe nanaša na prenos podatkov v komunikacijskem 
omrežju, ki jih zagotovi prejemnik storitve, ponudnik storitev ni odgovoren za samodejno, vmesno 
in prehodno shranjevanje teh podatkov, če je namenjeno izključno učinkovitejšemu posredovanju 
podatka drugim prejemnikom storitve na njihovo zahtevo, pod pogojem, da ponudnik storitev: 
-       podatkov ne spremeni, 
-       ravna v skladu s pogoji za dostop do podatkov, 
-       ravna v skladu s pogoji o sprotnem dopolnjevanju podatkov, ki so določeni v splošno priznanih 
in uporabljenih industrijskih standardih, 
-       ne posega v zakonito uporabo tehnologij za pridobivanje informacij o rabi podatkov, ki so 
določene v splošno priznanih in uporabljenih industrijskih standardih in 
-       brez odlašanja odstrani ali onemogoči dostop do podatka, ki ga hrani, takoj ko je obveščen, 
da je bil vir podatka odstranjen iz omrežja ali da je bil dostop do njega onemogočen ali da je 
sodišče ali upravni organ odredil njegovo odstranitev ali omejitev.36 
(2) Sodišče lahko ponudniku storitve naloži ustavitev ali preprečitev kršitve. Ne glede na izključitev 
odgovornosti ponudnikov storitev iz prejšnjega odstavka, pa jim lahko sodišče odredi odstranitev 
nezakonitih vsebin ali onemogočanje dostopa do njih zaradi odkrivanja in preprečevanja kaznivih 
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dejanj, varstva zasebnosti, varovanja tajnih podatkov in poslovne tajnosti. Takšen predlog lahko 
sodišču v javnem interesu posredujejo tudi za nadzor pristojni upravni organi, skladno s področno 
zakonodajo. 
Ponudnik predpomnjenja ni dolžan (niti ne sme) ukrepati že na podlagi obvestila prizadete osebe 
o kršitvi, ampak šele tedaj, ko je nezakonita vsebina odstranjena pri viru kršitve (spletnem mestu, 
kjer je dostopna) ali ko mu odstranitev take predpomnjene vsebine odredi pristojni organ.37 
11. člen (odgovornost ponudnika storitev gostiteljstva) 
(1) Kadar se storitev informacijske družbe nanaša na shranjevanje podatkov, ki jih zagotovi 
prejemnik storitve, ponudnik storitev ni odgovoren za podatke, ki jih je shranil na zahtevo 
prejemnika storitve, ki ne deluje v okviru njegovih pooblastil ali pod njegovim nadzorom, pod 
pogojem, da ponudnik storitev: 
-       ne ve za protipravno dejavnost ali podatek in mu v zvezi z odškodninsko odgovornostjo niso 
znana dejstva ali okoliščine, iz katerih izhaja protipravnost, ali 
-       nemudoma, ko mu je protipravnost znana, ukrepa tako, da podatke odstrani ali onemogoči 
dostop do njih.38 
Ponudnik v skladu z določili zakona, ki so prenesena iz relevantnih direktiv, tako ni odgovoren za 
protipravno vsebino, ki ji ponudnik s svojo storitvijo omogoči, da je le-ta dostopna na medmrežju. 
V luči kršenja avtorskih pravic lahko zaključimo, da se skladno z zakonskimi določili ponudnik 
svoje odgovornosti (tako civilne kot kazenske) reši, če nemudoma, ko mu je protipravnost znana, 
ukrepa tako, da podatke odstrani ali onemogoči dostop do njih.39 Slovenska sodišča (višja in 
vrhovna) glede vprašanj v zvezi s kršitvami avtorskih pravic v okviru ponujanja internetnih storitev 
oziroma omogočanja internetnih storitev niso razvila sodne prakse, so pa prvostopenjska sodišča 
v morebitnih primerih odločanja definitivno sledila sodnim praksam evropskih sodišč, ki bodo 
predstavljene v nadaljevanju. 
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3. FILTRIRANJE VSEBINE NA INTERNETU 
3.1. Tehnološki ukrepi na splošno 
Tehnološki ukrepi lahko preprečujejo splošni dostop do informacij in njihovo uporabo in imajo 
podobno funkcijo kot filtri vsebine. Med temi vrstami ukrepov lahko ločimo štiri grobe tipe 
ukrepov:  
(1) tehnologija, ki nadzira dostop na spletni strani;  
(2) ukrepi, ki nadzirajo dostop na strani uporabnika;  
(3) ukrepi, ki nadzirajo dostop do pridobljene kopije; in 
(4) ukrepi, ki ne preprečujejo dostopa, kot to počnejo prej našteti tipi, ampak omogočajo druge 
vrste nadzora nad dostopom.40  
Vendar pa te vrste ukrepov pridejo v poštev šele po tem, ko je kršitev avtorskega prava že odkrita. 
 
3.2. Filtri 
Za nas so tako pomembnejši segment tehnoloških ukrepov namenski filtri. Teorija  razvršča 
naslednjih pet širokih kategorij filtrov. Filtri na osnovi brskalnika filtrirajo vsebine na 
brskalnikih, kar predstavlja preprosto rešitev za filtriranje vsebine, v kateri ni treba nameščati 
dodatne programske opreme. Uporabniški filter predstavlja program nameščen neposredno na 
napravi. To vrsto filtrov lahko uporabniki prilagajajo glede njihovih posebnih potreb in se največ 
uporabljajo za domačo uporabo ali v podjetjih.   Filtri iskalnih pogojev pomagajo uporabnikom 
pri filtriranju gradiva na ravni iskalnika, kot je Google ali Yahoo. Uporabniki lahko vklopijo filtre 
in ta filter prepreči uporabniku obisk spletnega mesta z neprimerno vsebino. Strežniški filtri  so 
filtri strežnika, ki vplivajo na vse uporabnike v omrežju v katerem predvsem podjetja ali institucije 
                                                             
 




postavijo en filter za vse računalnike in uporabnike. Vsebinski filtri ponudnika internetnih 
storitev so filtri, ki jih ustvari ponudnik internetnih storitev, ki ni omejen na določene uporabnike 
temveč zajame vse, ki storitev uporabljajo.41 Ravno zadnji, torej filtri ponudnika internetnih 
storitev ali ponudnikov storitev deljenja vsebin bi v luči direktive o avtorskih pravicah lahko 
prevzeli pomembno vlogo pri vzpostavitvi nove prakse filtriranja nezakonitih vsebin. 
Uvodoma velja opozoriti, da ima lahko samo blokiranje in filtriranje v luči varovanja avtorskih 
pravic obsežnejše posledice: na primer blokiranje celotnih spletnih mest tvega kolateralno škodo 
v obliki prepovedi dostopa do povsem zakonite vsebine, ki se gosti na istem naslovu.42 
 
3.3. Tehnološki ukrepi na področju varovanja avtorskih pravic 
Trenutna tehnologija na področju varovanja avtorskih pravic in avtomatskega prepoznavanja 
kršitev uporablja predvsem tri načine zaščite oziroma prepoznavanja kršitev. Prvi način je 
»hashing«, kjer avtor vsaki datoteki dodeli edinstven alfanumerični niz znakov, ki omogoča 
zaznavanje vseh popolnoma enakih datotek. Uporaba tega načina je problematična, saj datoteka, 
ki ni popolnoma enaka referenčni datoteki, ne bo prepoznana. Vendar jo Google uporablja posebej 
na svoji platformi YouTube za preprečevanje ponovnega nalaganja predhodno odstranjenih 
datotek (videov) po obvestilu in postopku odstranjevanja.43  
Naslednji način je označevanje z vodnim žigom, ki se lahko uporablja predvsem za prepoznavanje 
videoposnetkov, zvokov ali slik. Je neke vrste (ponavadi nevidna) črtna koda, integrirana v 
avtorsko delo, kar omogoča razlikovanje izvirnikov kopije z uporabo posebnega orodja za 
odkrivanje. Pogosto se uporablja s slikovnimi ali video datotekami, lahko pa se tudi uporablja za 
zvočne datoteke. Ta tehnologija se pogosto uporablja v filmski industriji, da z njo prepoznajo vir 
piratstva, kot primer nepooblaščene reprodukcije dela ali nezakonitega snemanje v kinu. Vsak 
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izvod je ponavadi posamično označen z vodnim žigom, tako da imetnik pravice lahko natančno 
ugotovi, kateri izvod je bil vir nezakonite reprodukcije.44  
Naslednji način je prepoznavanje »prstnih odtisov«, ki  temelji na edinstveni digitalni predstavitvi 
vsebine (prstni odtis), ki ni integriran v samo delo, ampak je ustvarjen z uporabo nekaterih 
njegovih edinstvenih značilnosti. V referenčni podatkovni bazi lahko ta način tehnologije 
prepoznava zaščiteno vsebino iz vseh objavljenih vsebin. Za razliko od »hashinga«, ta tehnologija 
za prepoznavanje vsebine prepozna originalna dela tudi ko so bile izvedene določene spremembe. 
To je zato, ker tehnologija prepozna vsebino namesto datoteke. 45  
Prav tako se razvijajo druge tehnologije kot je na primer, ciljno iskanje z uporabo metapodatkov, 
ki jih je posredoval uporabnik, na primer ime dela ali izvajalca ali z uporabo umetne inteligence 
za prepoznavanje določene vsebine kot so igralčeve obrazne poteze itd.46 
 
3.4. Zakaj spremembe? 
Ponudnikom gostiteljstva, ki imajo ekonomsko korist od prikazovanja avtorskih vsebin njihovih 
uporabnikov, bi lahko posledično utemeljeno naložili filtriranje uporabniških vsebin, ki kršijo 
avtorske pravice in s tem zagotovili zakonitost vseh vsebin objavljenih na njihovih straneh. S 
trenutno ureditvijo in sodno prakso, namreč tovrstno breme pade na imetnike avtorskih pravic, ki 
morajo samoiniciativno oziroma z uporabo lastnih filtrov iskati kršitve. Zato bi imetniki pravic 
podprli tendenco in smer v katero dejansko gre politika Evropske unije do vprašanja filtriranja.47 
Tehnična nezanesljivost in nepopolnost tovrstnih filtrov pa se pri določeni eksperimentalni uporabi 
že kaže. Tako po spletu že kroži več primerov popolnoma neustreznega filtriranja vsebin. Tako je 
na primer Youtubov filter 12 sekundni posnetek predenja mačke prepoznal kot kršitev avtorskih 
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pravic imetnika EMI Music.48 Prav tako je podoben filter odstranil posnetek predavanja s Harvarda 
na podlagi zahteve za odstranitev družbe Sony Music. Spletni tečaj je namreč  vključeval  izseke 
uspešnic Jimija Hendrixa, in za katerega je jasno, da je uporaba v izobraževalen namen popolnoma 
legitimna in primer poštene uporabe.49 Avtorsko pravo seveda predvideva več izjem glede 
priznanih avtorskih pravic. Tako je v določenih primerih dovoljena uporaba predvsem parodija, 
citiranje, uporaba v izobraževalne namene in časovna omejitev trajanja materialnih avtorskih 
pravic.50 
Znanih je še več primerov naknadne filtracije predhodno naloženih posnetkov, ki jih je »premagal« 
kasnejši videoposnetek renomiranih lastnikov avtorskih pravic, iz katerih so dejansko le-ti 
uporabili kratke posnetke.51 
Samodejni sistemi, ki trenutno pošiljajo obvestila o odstranjevanju, so v bistvu prototipi filtrov. 
Kršitve iščejo kot filtri, vendar za razliko od njih trenutno ne morejo neposredno in avtomatsko 
ukrepati. Vendar pa veliko število pritožb, ki jih ustvarijo, pogosto vodijo sistemi, ki so tudi 
avtomatizirani.52 Le-ti bi verjetno vodili do mnogih napačnih odločitev, predvsem pa bi kot 
ugotavlja Matija Damjan: »Filtriranje posameznih nezakonitih vsebin ponudnik internetnega 
dostopa lahko izvršil le s tehnologijo temeljitega pregleda paketov (deep packet inspection), ki 
temelji na samodejnem pregledovanju celotnega podatkovnega prometa in iskanju vzorcev v njem. 
Odreditev takšnega ukrepa za filtriranje morebitnih nezakonitih vsebin na internetu pa bi bila 
nedvomno protiustavna, saj bi očitno nesorazmerno posegla v komunikacijsko zasebnost, ki jo 
zagotavlja 37. člen Ustave RS.23.«53 
                                                             
 
48 Ernesto Van der Sar " YouTube Flags Cat Purring as Copyright Infringing Music" URL: 
https://torrentfreak.com/youtube-flags-cat-purring-as-copyright-infringing-music-150211/ (7.9.2019) 
49 Ernesto Van der Sar " YouTube Copyright Complaint Kills Harvard Professor’s Copyright Lecture (Update)" 
URL: https://torrentfreak.com/youtube-copyright-complaint-kills-harvard-professors-copyright-lecture-160217/ 
(7.9.2019) 
50 Damjan, Matija: Odstranitev na zahtevo ali obveznost filtriranja nezakonitih uporabniških 
vsebin na internetu, (2018), str. 65 
51 Sean F" Fox 'Borrows' YouTube Clip for Family Guy, Then DMCA Blocks the Original" URL: 
http://www.digital-digest.com/news-64386-Fox-Borrows-YouTube-Clip-for-Family-Guy-Then-DMCA-Blocks-the-
Original.html (7.9.2019) 
52 Reda Julia " When filters fail: These cases show we can’t trust algorithms to clean up the internet" URL: 
https://juliareda.eu/2017/09/when-filters-fail/ (7.9.2019) 
53 Damjan, Matija: Odstranitev na zahtevo ali obveznost filtriranja nezakonitih uporabniških 





4. NADALJNJA POLITIKA EU GLEDE VPRAŠANJA FILTRIRANJE 
VSEBINE NA INTERNETU 
Tendenca zakonodajalca EU pa je postala zaostritev odgovornosti internetnih posrednikov tako, 
da se le-tem nalagajo nove obveze glede ukrepov v zvezi z nezakonitimi avtorskimi vsebinami. 
Ob tem se bolj ločuje varovanje avtorske pravice od drugih nezakonitih vsebin.54 
Očitno je, da so bili pri sprejemanju zakonodaje prisotni precejšnji pritiski s strani industrije vsebin 
(zlasti glasbenih in filmskih založniških hiš ter programerskih podjetij), ki želijo, da se sedanja 
temeljna rešitev z ex post nadzora, kar je sistem notice and take down in ki terja aktivnost 
imetnikov pravic, premakne na sistem ex ante nadzora, ki bi ga morali zagotavljati internetni 
posredniki z vzpostavitvijo sistemov filtriranja vsebin, do katerih omogočajo dostop, sicer bi bili 
sami odškodninsko odgovorni za kršitve.55  Imetniki avtorskih pravic imajo seveda interes za 
uvedbo dodatnih obveznosti ponudnikom spletnih storitev za izmenjavo vsebin, z namenom 
prenehanja brezplačnega razširjanja vsebine, zaščitene z avtorskimi pravicami, brez njihovega 
dovoljenja. Pri pripravi direktive je Evropska komisija očitno namenila posebno pozornost 
ponovnemu uravnoteženju delitve zaslužka med platformami in imetniki pravic, kar je razvidno iz 
vzpodbujanja po sklepanju »pravičnih« licenčnih pogodb.56 Prav tako velja opozoriti, da bo za 
platforme precej tvegano, če bi gostile vsebino manjših ustvarjalcev avtorskih vsebin, ker bi 
platforme zdaj za te vsebino lahko bile neposredno odgovorne.57 S takšno politiko pa EU samo 
zapira vrata svobodnemu internetu in svobodni avtorski pobudi, ki ji tovrstne omejitve nikakor ne 
koristijo. Tako ne samo male platforme, razloge proti smeri politike EU izpostavljajo tudi največji 
igralci na trgu, kot je Youtube. Tako Susan Wojcicki, izvršna direktorica Youtuba ugotavlja, da je 
pristop parlamenta v mnogih primerih nerealen, saj se že lastniki avtorskih pravic pogosto ne 
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strinjajo, kdo je lastnik pravic, in ob tem izpostavila: »Če se lastniki ne morejo strinjati, je 
nemogoče pričakovati, da bodo platforme, ki gostijo to vsebino, sprejele pravilne odločitve o 
pravicah.«58 
 
5. SEDANJA UREDITEV V LUČI SODNE PRAKSE 
Osnovno vodilo odločevalcev je bilo »fair balance«, torej pravično ravnotežje med avtorskimi 
pravicami in drugimi temeljnimi pravicami. Tako so sodišča iz tega izhodišča razvila načelo 
pravičnega uravnoteženja za več primerov glede intelektualne lastnine in kršenja avtorskih 
pravic.59 
Evropska sodišča so v dosedanji sodni praksi zavzela stališča, ki splošno gledano precej omejujejo 
odgovornost ponudnikov internetnega dostopa in ponudnikov storitev deljenja vsebin. Izpostaviti 
velja predvsem prelomne sodbe  Sodišča Evropskih skupnosti SABAM proti Scarlet60, SABAM 
proti NETLOG61, UPC Telekabel Wien GmbH proti Constantin Film Verleih GmbH, Wega 
Filmproduktionsgesellschaft mbH62, Tobias Mc Fadden proti Sony Music Entertainment Germany 
GmbH63.  
5.1. SABAM proti Scarlet 
5.1.1. Povzetek 
Konkretna sodba predstavlja precedens večine sodb, glede (ne)obveznosti uporabe filtrov 
ponudnikov storitev informacijske družbe.  Junija 2004 je belgijska kolektivna organizacija, ki 
zastopa avtorje, skladatelje in urednike glasbenih del pri izdaji dovoljenja za uporabo svojih 
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avtorsko zaščitenih del tretjih oseb, sprožila postopek (v nadaljevanju SABAM), (ekvivalent 
slovenskemu SAZASu) proti Scarletu, ponudniku internetnega dostopa, da bi onemogočal 
izmenjavo datotek in prenos storitev, ki kršijo avtorske pravice. SABAM je trdil, da so tretje osebe, 
internetni uporabniki storitev podjetja Scarlet, brez avtorizacije prenesle avtorsko zaščitena dela v 
katalogu SABAM-a z uporabo programske opreme peer-to-peer.64 Poleg tega, da je SABAM 
zahteval ugotovitev, da so uporabniki interneta kršili avtorske pravice z uporabo storitev podjetja 
Scarlet, je združenje zaprosilo tudi za sodno odredbo, s katero bi se naložilo ponudniku, da svojim 
strankam onemogoči pošiljanje ali prejemanje datotek, ki vsebujejo avtorsko zaščitena glasbena 
dela.65 
Evropsko sodišče je presodilo, da bi bil tak ukrep nezdružljiv z direktivami EU, in sicer s 15. 
členom Direktive 2000/31, ki prepoveduje naložitev obveznosti ponudniku internetnih storitev, da 
opravi splošni nadzor nad informacijami, ki jih posreduje na spletni strani njenega omrežja in bi 
nasprotoval temeljnim pravicam uporabnikov interneta do varstva njihovih osebnih podatkov in 
svobode izražanja, ki jih zagotavlja Listina EU o temeljnih pravicah.66 
5.1.2. Dejstva 
Uporabniki internetnih storitev, ki jih je zagotavljala družba Scarlet, so namestili programsko 
opremo za izmenjavo datotek, da bi lahko delili in prenesli avtorsko zaščitena glasbena dela. 
Medtem ko je SABAM imel neposredno pooblastilo, da dovoli uporabo teh avtorsko zaščitenih 
glasbenih del tretjih oseb. SABAM je zoper Scarlet vložil zahtevek pred sodiščem prve stopnje v 
Bruslju, pri čemer je trdil, da je Scarlet kot ponudnik internetnih storitev v najboljšem položaju, 
da sprejme ukrepe proti kršitvam avtorskih pravic, ki so jih storile njihove stranke oziroma 
uporabniki internetnih storitev. Najprej je zahtevala izjavo, da so kršitve avtorskih pravic storile 
stranke družbe Scarlet. Poleg tega je od sodišča zahteval, da izda odredbo, ki »zahteva, da Scarlet 
konča s takimi kršitvami, tako da svojim strankam onemogoči pošiljanje ali sprejemanje kakršnih 
                                                             
 
64 P2P (peer to peer) omrežja omogočajo izmenjavo datotek (npr. glasbe, filmov, računalniške opreme) preko 
interneta. Gre za enega od načinov skupne rabe datotek, pri čemer je potrebno opozoriti, da nekatere storitve niso 
zakonite. https://safe.si/pojmi/p2p-peer-to-peer-omrezja 
65 Columbia University in the City of New York" Scarlet Extended SA v. SABAM" URL: 
https://globalfreedomofexpression.columbia.edu/cases/scarlet-extended-sa-v-sabam/ (7.9.2019) 





koli datotek, ki vsebujejo glasbeno delo z uporabo programske opreme peer-to-peer brez 
dovoljenje imetnikov pravic.« 67 
Belgijsko sodišče je ugotovilo, da so kršitve avtorskih pravic storile stranke družbe Scarlet. Vendar 
je Sodišče pred odločitvijo o prošnji SABAMa za prenehanje imenovalo strokovnjaka, ki je 
preučil, ali so predlagani ukrepi proti Scarletu, da bi preprečili nezakonito souporabo datotek in 
spremljali uporabo programske opreme med uporabniki, tehnično izvedljivi. Strokovnjak je 
ugotovil, da »kljub številnim tehničnim oviram ni bilo mogoče popolnoma izključiti izvedljivosti 
filtriranja in blokiranja nezakonite izmenjave elektronskih datotek.« 68 Zato je belgijsko sodišče 
družbi naložilo, naj preneha s kršitvami avtorskih pravic, s tem da svojim strankam onemogoča 
izmenjavo  avtorsko zaščitenih datotek s programsko opremo peer-to-peer. 
Scarlet je nato vložil pritožbo zoper sklep pred pritožbenim sodiščem, pri čemer je trdil, da 
uvedenih ukrepov ni mogoče izvajati, ker blokiranje in filtriranje ne bi bila popolnoma učinkovita 
mehanizma in bi taki ukrepi podjetju povzročili številne nerazumne tehnične nevšečnosti. Trdil je 
tudi, da bi odredba družbi naložila dejansko obveznost, da spremlja vse internetne komunikacije, 
da bi izločila in blokirala nezakonito uporabo skupne rabe datotek. Zoper to obveznost se je Scarlet 
skliceval na Direktivo EU 2000/31, v skladu s katero »države članice ne zagotavljajo splošne 
obveznosti ponudnikom, da pri opravljanju storitev, zajetih v členih 12, 13 in 14, spremljajo 
informacije, ki jih posredujejo. ali splošne obveznosti, da aktivno iščejo dejstva ali okoliščine, ki 
kažejo na nezakonito dejavnost.«69 
Pritožbeno sodišče v Bruslju je prekinilo postopek in zadevo predložilo Sodišču EU v predhodno 
odločanje, med drugim o tem, ali lahko  nacionalno sodišče v skladu z zakonodajo EU »izda 
prepoved, s katero se odredi »internetna storitev« ponudnika (ISP) da za vse svoje stranke, 
abstraktno in preventivno, namestijo izključno na stroške tega ponudnika internetnih storitev in za 
neomejeno obdobje, sistem za filtriranje vseh elektronskih komunikacij, tako vhodnih kot 
odhodnih, ki potekajo prek njihovih storitev, zlasti tistih, ki vključujejo uporabo programske 
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opreme enakovrednih računalnikov, da se v njenem omrežju ugotovi gibanje elektronskih datotek, 
ki vsebujejo glasbeno, kinematografsko ali avdiovizualno delo, v zvezi s katerim prijavitelj trdi, da 
ima pravice, in pozneje, da prepreči prenos takih datotek, bodisi na mestu, kjer so zahtevani ali 
na mestu kjer so poslani.«70 
5.1.3. Odločitev 
Glavno vprašanje pred Sodiščem EU je bilo, ali je v skladu z direktivami EU in glede na temeljne 
človekove pravice primerno, da se izda odredba za ponudnika dostopa do internetnih storitev, da 
uvede sistem za filtriranje vseh elektronskih komunikacij, da se prepreči nezakonita uporaba ali 
prenos avtorsko zaščitenih del. SEU je najprej ugotovilo, da na podlagi 3. odstavka 8.  člena 
Direktive 2001/29 in 11. člena Direktive 2004/48 »imetniki pravic intelektualne lastnine lahko 
zaprosijo za odredbo proti posrednikom, kot so ponudniki internetnih storitev, katerih storitve 
uporablja kršitelj njihovih pravic.« 71 Sodišče se je sklicevalo na svojo sodno prakso in nadalje 
pojasnilo, da te direktive nacionalnim sodiščem dovoljujejo izdajanje odredb proti »posrednikom, 
da sprejmejo ukrepe, katerih cilj ni le ustavitev kršitev, ki so že bile storjene zaradi kršitev pravic 
intelektualne lastnine, z uporabo njihovih storitev, ampak tudi za preprečevanje nadaljnjih 
kršitev.«72 Vendar pa je Sodišče poudarilo, da taki sklepi ne smejo kršiti 1. odstavka 15. člena 
Direktive 2000/31 proti sprejetju ukrepov, ki »zahtevajo, da ponudnik internetnih storitev opravi 
splošni nadzor nad informacijami, ki jih posreduje v svojem omrežju.«73 Poleg tega odredba o 
prepovedi proti ponudniku dostopa do internetnih storitev ne sme biti nezdružljiva s 3. členom 
Direktive 2004/48,74 ki prepoveduje nepoštene, nesorazmerne ali pretirano drage ukrepe, naložene 
ponudnikom dostopa do internetnih storitev. 
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Na podlagi zgoraj navedenih standardov je sodišče ugotovilo, da je obveznost, naložena Scarletu, 
da vzpostavi sistem za filtriranje, da bi ugotovil in preprečil nezakonito souporabe datotek preko 
sistema peer-to-peer, nesorazmerna. Imetnik pravic je tako dejansko zahteval, da podjetje izvede 
drago splošno nadzorno funkcijo za nedoločeno obdobje, ki je v nasprotju z Direktivo 2000/31. 
Poleg tega je Evropsko sodišče ugotovilo, da mora biti temeljna pravica do lastnine, ki vključuje 
varstvo pravic intelektualne lastnine, »uravnotežena z varstvom drugih temeljnih pravic.«75 V tem 
primeru je nalog za namestitev sistema filtriranja zadeval le interese imetnikov avtorskih pravic v 
glasbenih delih. Vendar pa ukrep ne bi omejil le pravice družbe Scarlet do nemotenega poslovanja, 
temveč bi lahko kršil tudi temeljne pravice uporabnikov interneta, in sicer pravice do varstva 
osebnih podatkov in svobode izražanja, ki sta zagotovljeni z 8. in 11. členom  Listine EU o 
temeljnih pravicah.76 
Glede na zgoraj navedene razloge je Sodišče sklenilo, da je bila sodna odredba družbe Scarlet 
nezdružljiva z direktivami, razlaganim v luči temeljnih pravic varstvu osebnih podatkov in svobodi 
izražanja. S čimer je  ponudnike dostopa do internetnih storitev (ISP) razbremenila uporabe 
tovrstnih filtrov.77 »S filtriranjem prometa pa bi bile kršene tudi temeljne pravice uporabnikov, in 
sicer pravica do varstva osebnih podatkov ter svoboda sprejemanja in širjenja vesti. Če filter ne 
bi dovolj dobro razločeval nezakonitih vsebin od zakonitih, bi njegova uporaba namreč 
onemogočila tudi prenašanje nekaterih zakonitih vsebin, kar pa je nesprejemljivo.«78 
5.2. SABAM proti NETLOG 
5.2.1. Povzetek 
Naslednja v vrsti omembe vrednih sodnih odločb je sodba v zadevi SABAM proti Netlogu. Za 
razliko od sodbe v zadevi SABAM proti Scarlet, ki zajema problematiko kršenja avtorskih pravic 
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s strani ponudnika dostopa do interneta (ISP) se naslednja sodba nanaša na razmejitev 
odgovornosti ponudnikov storitev deljenja vsebin. Netlog, kot eno izmed prvih socialnih omrežij, 
ki ga je »nasledil« Facebook, Instagram in ostali, je tako oral ledino tudi na področju ugotavljanja 
odgovornosti ponudnikov storitev deljenja vsebin. Ravno sodna praksa na tem področju bi bila 
lahko v prihodnosti popolnoma spremenjena, kot bo obrazloženo v nadaljevanju.79 
V konkretni sodbi je sodišče ugotovilo, da bi uvedba široke obveznosti filtriranja na socialnih 
omrežjih zahtevala aktivno spremljanje datotek uporabnikov kar bi bilo v nasprotju z zakonodajo 
EU in bi lahko ogrozilo svobodo izražanja državljanov. 
Odločitev SABAM proti Netlogu tako sledi prej izpostavljeni prelomni sodbi Sodišča Evropskih 
skupnosti v zadevi SABAM proti Scarletu.80 Ob tem pa velja poudariti, da bi se ravno ta sodna 
praksa, glede odgovornosti ponudnikov deljenja vsebin utegnila s sprejetjem direktive o avtorskih 
pravicah na enotnem digitalnem trgu, ki posredno nalaga nove obveznosti  tovrstnim ponudnikom. 
5.2.2. Dejstva 
SABAM, ki zastopa glasbenike in ščiti avtorsko zaščiteno delo, je na belgijskem sodišču vložilo 
tožbo proti družbenemu omrežju Netlog, da bi le-to uvedlo sistem filtriranja, ki bi svojim strankam 
onemogočal, da bi brez dovoljenja dajale na voljo avtorsko vsebino za katero SABAM izkazuje 
materialno upravičenje. Pred izdajo odločbe je belgijsko sodišče Sodišču postavilo predhodno 
vprašanje - ali je predlagani mehanizem filtriranja združljiv s pravnim redom EU.81  
Tožena stranka Netlog je socialno omrežje, ki deluje kot Facebook in druga podobna omrežja. Do 
primera je prišlo, ko je SABAM zatrdil, da uporabniki Netlog-a delijo avtorsko zaščiteno delo 
njihovih strank. Zato je SABAM zahteval, da Netlog plača nadomestilo za uporabo zaščitenih 
avtorskih del in ga pozval, naj Netlog preneha z deljenjem gradiva.82 
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SABAM je pred sodiščem prve stopnje v Bruslju vložil tožbo zoper Netlog, da bi preprečil kršitev 
pravic intelektualne lastnine SABAM. Netlog je v odgovoru trdil, da bi takšna odredba zahtevala 
uvedbo splošnega filtrirnega ukrepa, namenjenega vsem uporabnikom, za nedoločen čas na lastne 
stroške, zato bi odredba kršila načelo »brez splošne obveznosti nadzora« 83, kodificiranega v 
direktivi o elektronskem poslovanju ES 2000/31 ter v 8. in 10. členu  Evropske konvencije o 
človekovih pravicah.84 
Belgijsko sodišče je ustavilo postopek in Sodišču predložilo vprašanje kot predhodno vprašanje, 
»Ali direktivi 2001/29 in 2004/48 v povezavi z direktivama 95/46, 2000/31 in 2002/58, zlasti v 
smislu 8. in 10. člena Evropske konvencije o varstvu človekovih pravic in temeljnih svoboščin 
dovoljujejo državam članicam, da pooblastijo nacionalno sodišče, pred katerim je bil sprožen 
materialni postopek in na podlagi zgolj zakonske določbe, ki določa, da »nacionalna sodišča« 
lahko izdajo tudi odredbo zoper posrednike, katerih storitve tretja oseba uporablja za kršitev 
avtorskih ali sorodnih pravic, da ponudniku storitev gostovanja naloži, da na svoje stroške in za 
neomejeno obdobje za vse svoje stranke uvede, kot preventivni ukrep, sistem za filtriranje večine 
informacij, ki so shranjene na njegovih strežnikih, da na svojih strežnikih prepozna elektronske 
datoteke, ki vsebujejo glasbeno, kinematografsko ali avdiovizualno delo, za katere SABAM trdi, 
da ima pravice in pozneje blokirati izmenjavo takih datotek?« 85 
5.2.3. Odločitev 
Glavno vprašanje pred sodiščem je bilo, ali bi moral  ponudnik storitev gostovanja za nedoločen 
čas uvesti splošno filtriranje, da bi preprečil nadaljnje kršitve intelektualne lastnine s strani svojih 
uporabnikov. Sodišče se je sklicevalo na zgoraj izpostavljeno sodbo,86 ko je ugotovilo, da sporni 
filtrirni sistemi, ki zahtevajo spremljanje vseh podatkov, da bi preprečili nadaljnje kršitve 
intelektualne lastnine, niso združljivi s 15. členom Direktive o elektronskem poslovanju 2000/31. 
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Čeprav je ta zahteva namenjena varstvu pravic intelektualne lastnine in Listina Evropske unije o 
temeljnih pravicah priznava kot legitimno pravico do intelektualne lastnine, je treba te pravice 
kljub temu uskladiti z drugimi pravicami. Uvedba filtrirnega sistema, ki bi zahteval spremljanje 
vseh informacij za nedoločen čas in preprečevanje prihodnjih kršitev, bi nasprotovala 
gospodarskim pravicam podjetja, saj bi bil tak nadzor zapleten in pretirano drag. Poleg tega bi tak 
sistem spremljanja zahteval analizo podatkov uporabnikov Netloga, kar bi nasprotovalo 
uporabnikovi pravici do varstva njihovih podatkov. Končno bi lahko sistem spremljanja kršil 
svobodo informacij, saj bi Netlogu omogočil, da se sam odloči, katere informacije so zaščitene in 
katere ne.87 
Sodišče je tako ugotovilo, da je »odgovor na zastavljeno vprašanje Direktivi 2000/31, 2001/29 in 
2004/48, ki ga je treba razlagati ob upoštevanju zahtev, ki izhajajo iz varstva veljavnih temeljnih 
pravic, treba razlagati tako, da prepreči odredbo zoper ponudnika gostiteljske storitve, ki zahteva, 
da namesti sporni sistem filtriranja.« 88 
Sodišče EU tako sledi prejšnji predstavljeni sodni praksi v zadevi89 in poudarja, da bi s filtriranjem 
hudo kršili svobodo gospodarske pobude ponudnika storitev in hkrati ne ekvivalentno  posegli v 
pravice uporabnikov do varstva osebnih podatkov ter komunikacijske svobode. Sodišče tako tudi 
ponudniku gostovanja, ne sme naložiti vzpostavitve preventivnega sistema filtriranja vseh 
uporabniških podatkov.90 
5.3. UPC Telekabel Wien GmbH proti Constantin Film Verleih GmbH, Wega 
Filmproduktionsgesellschaft mbH  
Konkretna sodna odločba odgovarja na vprašanje ali ponudnik internetnih storitev, ki 
uporabnikom omogoča dostop do avtorskega gradiva na svoji spletni strani, deluje kot posrednik 
v smislu 3. odstavka 8. člena Direktive Evropske unije 2001/29 /ES. Od tega vprašanja je odvisno 
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ali lahko nacionalno sodišče izda odredbo proti ponudniku internetnih storitev, ki na svojem 
spletnem mestu omogoča dostop do avtorsko zaščitenega gradiva. To pa mora biti uravnoteženo z 
javnim interesom za dostop do informacij.91 
Spletna stran je omogočala prenos in pretakanje filmov brez dovoljenja dveh filmskih podjetij, 
Constantin Film in Wega. Podjetji sta zadevo predložila sodiščem, da bi pridobila sodno odredbo, 
zaradi katere bi UPC Telekabel (UPC), ponudnik dostopa do interneta (ISP), uporabnikom 
onemogočil dostop do teh filmov. Gospodarsko sodišče v Avstriji je odločilo v korist filmskih 
podjetij in zahtevalo, da UPC blokira vsebino. UPC je vložil pritožbo na avstrijsko višje deželno 
sodišče, ki je odločbo delno odpravilo, vendar le v zvezi s sredstvi, s katerimi je UPC moral 
blokirati omenjeno vsebino. UPC se je nato pritožila na Vrhovno sodišče v Avstriji, ki je prekinilo 
postopek in predložilo vprašanje Sodišču Evropske unije. 
Sodišče Evropske unije  (SEU) je najprej preučilo vprašanje, ali je v skladu s 3. odstavkom 8. člena 
Direktive Evropske unije 2001/29 /ES »oseba, ki zaščiteno vsebino, omogoči dostopno javnosti na 
spletni strani brez soglasja imetnika pravice, v smislu 2. odstavka 3. člena te direktive, uporablja 
storitve ponudnika internetnih storitev, ki dostopajo do tega predmeta, ki se šteje za posrednika.«92 
UPC je trdila, da se ne more šteti za posrednika za namene te določbe. Sodišče se ni strinjalo, saj 
je ugotovilo, da je ponudnik dostopa do internetnih storitev, ki uporabnikom omogoča dostop do 
avtorskega gradiva na njeni spletni strani, v skladu z direktivo opredeljen kot posrednik in da ni 
nobenega pogodbenega razmerja med posrednikom in tistimi, katerih avtorske pravice, ki jih 
posrednik krši. Sodišče je izpostavilo tudi vprašanje, ali je treba temeljne pravice, ki jih priznava 
pravo EU, razlagati tako, da nasprotujejo sodni odredbi, ki ponudniku internetnih storitev 
prepoveduje, da bi svojim strankam omogočila dostop do spletne strani, na kateri so zaščitene 
vsebine objavljene na spletu brez soglasja imetnikov pravic, kadar ta odredba ne določa ukrepov, 
ki jih mora ta ponudnik dostopa sprejeti in ko se ponudnik dostopa lahko izogne naložitvi prisilnih 
kazni za kršitev navedene odredbe, s tem da dokaže, da je sprejel vse razumne ukrepe. Sodišče je 
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ugotovilo, da je to vprašanje povezano z določbami Listine Evropske unije o temeljnih pravicah 
in da mora sodišče, kadar gre za temeljne pravice, vzpostaviti ravnovesje med zaščitenimi 
pravicami in pravnim redom Evropske unije. Nacionalno pravo je treba razlagati v skladu z 
direktivami Evropske unije in ne sme posegati v temeljne pravice.93 Sodišče je ugotovilo, da sodna 
odredba v tem primeru ne bi kršila temeljne pravice do opravljanja poslov, ker bi sodna odredba v 
zadevi, v kateri je bila izrečena sodba, omogočila UPCju, da odloči o ukrepu, ki ga je treba sprejeti 
za zaščito pred to vrsto kršitve avtorskih pravic. Odredba bi družbi UPC prav tako omogočila, da 
se izogne odgovornosti s tem, da je dokazala, da je sprejela vse potrebne ukrepe. Sodišče je tudi 
ugotovilo, da izdaja sodne prepovedi ne bi kršila pravic intelektualne lastnine, ker ta pravica ni 
popolnoma zaščitena in mora biti uravnotežena z javnim interesom. Sodišče je ugotovilo, da »je 
treba temeljne pravice, ki jih priznava pravo EU, razlagati tako, da ne nasprotujejo sodni odredbi, 
ki ponudniku internetnih storitev prepoveduje, da bi svojim strankam omogočila dostop do spletne 
strani, na kateri so zaščiteni predmeti objavljeni na spletu, ko sodna odredba ne določa ukrepov, 
ki jih mora ta ponudnik dostopa sprejeti in ko se ponudnik dostopa lahko izogne nalaganju 
prisilnih kazni za kršitev te odredbe s tem, da dokaže, da je sprejel vse razumne ukrepe, pod 
pogojem, da 
(i) sprejeti ukrepi po nepotrebnem ne odvzemajo dostopa do interneta in do razpoložljivih 
informacij uporabnikom in 
(ii) ti ukrepi preprečujejo nepooblaščen dostop do zaščitene vsebine ali vsaj otežujejo 
doseganje dostopa do interneta uporabnikom,  ki uporabljajo storitev naslovnika te 
odredbe, do vsebine, ki so jim bile dane na voljo v nasprotju s pravicami intelektualne 
lastnine, kar je naloga nacionalnih organov in sodišč.«94 
 
 
                                                             
 
93 Columbia University in the City of New York" UPC Telekabel Wien GmbH v. Constantin Film Verleih GmbH" 
URL: https://globalfreedomofexpression.columbia.edu/cases/upc-telekabel-wien-gmbh-v-constantin-film-verleih-
gmbh/ (7.9.2019) 
94 Zadeva C-314/12, UPC Telekabel Wien GmbH proti Constantin Film Verleih GmbH in Wega 




5.4. Tobias Mc Fadden proti Sony Music Entertainment Germany GmbH 
Evropsko sodišče je razsodilo, da bi imetnik avtorskih pravic lahko pridobil sodno odredbo zoper 
ponudnika storitev, da bi preprečil kršitev s prenosom informacij od tretje osebe, vendar obenem 
ni bil upravičen zahtevati odškodnine od ponudnika storitev zaradi kršitve. Sony Music je zahteval 
odškodnino za kršitev avtorskih pravic zoper g. McFaddena, nemškega prodajalca, ki je širši 
javnosti ponudil brezplačno in prosto dostopno storitev WiFi, ki je bila v konkretnem primeru 
uporabljena za prenos glasbenega dela, na katerem ima izključne pravice glasbena družba Sony. 
Sodišče je moralo uravnotežiti temeljne pravice imetnika avtorskih pravic do zaščite intelektualne 
lastnine, pravico ponudnika storitev, da opravlja dostop do komunikacijskega omrežja, in pravico 
do prostega pretoka informacij prejemnikov te storitve. Evropsko sodišče je obrazložilo, da je 
trgovec na drobno posredni ponudnik storitev informacijske družbe opredeljen v direktivi o 
elektronskem poslovanju in oproščen odgovornosti za kršitev avtorskih pravic, če izpolnjuje 
potrebne pogoje. Gospoda McFaddena ni možno prisiliti, da z geslom zaščiti svojo storitev, da bi 
lahko pridobil osebne informacije o uporabnikih, ki storijo kršitve. Sodišče je zlasti potrdilo, da 
ponudniki dostopa do omrežja nimajo splošne obveznosti za spremljanje informacij, ki se 
prenašajo po omrežju, z drugimi besedami, v tem primeru McFadden ni bil odgovoren za 
preverjanje, ali uporabniki uporabljajo storitev za nedovoljena sredstva.95 
Sodišče prve stopnje je opredelilo, da je dostop javnosti do brezplačne povezave WiFi, da bi 
pritegnili potencialne stranke, »storitev informacijske družbe«, kot je določeno v 2a. členu  
Direktive 2000/31/EC.96 Sodišče je razlikovalo oprostitve odgovornosti, ki veljajo za različne vrste 
posredniških storitev, in poudarilo, da 12., 13. in 14. členi omenjene direktive določajo različne 
pogoje za oprostitev glede na dejavnost ponudnika. Sodišče je glede izključnega prenosa g. 
McFaddna opredelilo tri kumulativne pogoje, ki jih mora takšen ponudnik izpolniti, da se izogne 
odgovornosti za informacije, ki jih posreduje tretja oseba:  
(i) ponudnik storitve ne sme sam sprožiti nezakonitega prenosa;  
(ii) ne sme izbrati prejemnika nezakonitega prenosa; in  
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(iii) informacij, ki jih vsebuje nezakonit prenos, ne sme niti izbrati niti spremeniti. Na 
podlagi tega je bil gospod McFadden oproščen odgovornosti, zato Sony Music ni imel 
pravice zahtevati odškodnine. Glede sodne odredbe pa je Sodišče povedalo, da 
direktiva o elektronskem poslovanju ne izključuje imetnika pravice, da od pristojnega 
organa zahteva onemogočanje dostopa do spornih vsebin. 
Zato je bilo potrebno najti odvračilni ukrep, ki bi zagotovil ravnotežje med temeljnimi pravicami. 
Sodišče je poudarilo, da mora biti ukrep strogo usmerjen v smislu, da mora odpraviti kršitev 
avtorskih pravic s strani tretjih oseb, ne da bi to vplivalo na možnost, da uporabniki interneta 
zakonito dostopajo do informacij s pomočjo ponudnikovih storitev. V nasprotnem primeru bi 
namreč vmešavanje ponudnika v svobodo obveščanja teh uporabnikov pomenil prekomeren poseg 
glede na zasledovani cilj.97 
Sodišče je skratka utemeljilo odločitev, da se lahko na pravila o omejitvi odgovornosti upravljalec 
javnega prostora, bodisi trgovine, gostiln, restavracij, ki tako nastopa kot ponudnik storitev 
informacijske družbe in v okviru svojih storitev ponuja tudi brezplačno uporabo dostopa do 
medmrežja oziroma WiFi ja in to počne z namenom oglaševanja proizvodov, v tem delu reši 
odgovornosti zaradi kršitev avtorskih pravic ob zgoraj izpostavljenih pogojih.98 
 
5.5. Sklep 
Do implementacije Direktive o avtorskih pravicah na enotnem digitalnem trgu99 lahko v luči 
predstavljene sodne prakse zaključimo, da predhodno filtriranje uporabniških vsebin na internetu 
s strani ponudnikov dostopa do interneta in ponudnikov deljenja uporabniških vsebin  ni potrebno 
oziroma je v določeni preveč invazivni meri celo prepovedano.100 Predstavljene sodne prakse 
pokrivajo vsaka svoje področje deležnikov, na katere pomembno vplivajo. SABAM proti 
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NETLOG predstavlja področje ponudnikov deljenja uporabniških vsebin, SABAM proti 
SCARLET in UPC proti Constantin, Wega zajemata področje ponudnikov dostopa do internetnih 
storitev medtem ko Mc Fadden proti Sony širi področje storitev informacijske družbe in s tem 
povezanih izjem zajetih v relevantnih direktiva celo na podjetja, ki jim to ni niti sekundarna 
dejavnost, temveč le postranska dodatna storitev.  
Kot bo natančneje obrazloženo tudi v nadaljevanju, sprejetje Direktive o avtorskih pravicah na 
enotnem digitalnem trgu101 na predstavljeno sodno prakso ne bi smelo vplivati. Edini pomislek 
oziroma bojazen nasprotnikov direktive je na področju ponudnikov deljenja uporabniških vsebin 
oziroma konkretna sodna praksa v zadevi SABAM proti NETLOG. Dejstvo je, da novo sprejeta 
direktiva eksplicitno zajema ravno ponudnike storitev deljenja uporabniških vsebin. Podjetja, ki 
se ukvarjajo s tovrstno dejavnostjo, tako utegnejo biti posredno prisiljena v filtriranje uporabniških 
vsebin, s čimer bi se popolnoma rešile odgovornosti zaradi morebitnih kršitev njihovih avtorjev. 
Na tem področju je torej v vsakem primeru potrebno vzeti v obzir dejstvo, da se bo izoblikovala 
nova, precedenčna sodna praksa, od le-te pa bo odvisno tudi celotno tolmačenje v nadaljevanju 
predstavljenega spornega 17. člena sprejete Direktive o avtorskih pravicah na enotnem digitalnem 
trgu.102 Od stališča odločevalca, pa bo odvisno, ali bo filtriranje obvezno, zaželeno ali pa bo 
sodišče upoštevalo temeljne pravice uporabnikov interneta do varstva njihovih osebnih podatkov 
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6. DIREKTIVA O AVTORSKIH PRAVICAH NA ENOTNEM 
DIGITALNEM TRGU 
6.1. Cilji direktive o avtorskih pravicah na enotnem digitalnem trgu 
Cilje direktive o avtorskih pravicah zakonodajalec utemeljuje v treh točkah, ki jih zasleduje. Več 
čezmejnega dostopa do vsebin na spletu; Širše možnosti za uporabo avtorskih del v izobraževanju, 
raziskavah in kulturni dediščini; Bolje delujoč trg z avtorskimi pravicami.104 Direktiva naj bi 
avtorski industriji pomagala, da se bo razmahnila na enotnem digitalnem trgu, evropskim avtorjem 
bo omogočeno doseči novo občinstvo, evropska dela pa bodo široko dostopna vsem evropskim 
državljanom. 105 
Dejstvo je, da je evropska zakonodaja na tem področju potrebna prenove, vendar je potrebno 
opozoriti na preveč invaziven poseg, ki je posledica sprejetja zadnjega besedila direktive in 
predvsem glede »morebitne« obveznosti filtriranja zaradi spornega 17. člena direktive. 
 
6.2. Sprejetje direktive o avtorskih pravicah na enotnem digitalnem trgu 
Tako je predlog za prenovo avtorskih pravic EU Evropska komisija predstavila leta 2016. Predlog 
je predvideval omejitve možnost aktivnega sodelovanja v spletu in močno favoriziral poslovne 
modele medijskih multinacionalk in predvidel uporabo filtrov na internetnih platformah, »davek 
na povezave« za vsebino posredovanih novic in zožil izjeme pri dovoljenem podatkovnem 
preučevanju in posredovanju besedil, kar bi močno vplivalo na dosedanje prakse deljenja povezav, 
nalaganja vsebin in obdelave podatkov.106 
Vlade držav članic EU so v Svetu odobrile načrte (z rahlimi spremembami). Parlament pa je zaradi 
nasprotovanja mnogih interesnih skupin najprej zavrnil predlog Komisije, a ga je pozneje potrdil 
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le s kozmetičnimi spremembami. Končni kompromis je privedel do besedila, ki načelno podpira 
filtre za nalaganje vsebin in »davek na povezavo« z nedoločljivimi zaščitnimi ukrepi.107 
26. marca 2019 pa so poslanci v Evropskem parlamentu v Strasbourgu sprejeli končno besedilo 
Direktive o avtorskih pravicah na enotnem digitalnem trgu108, kar za mnoge nasprotnike besedila 
direktive pomeni konec svobodnega interneta.  
Glede filtriranja uporabniških vsebin na internetu kot ukrepa varstva avtorske pravice pa je 
relevanten predvsem 17. člen sprejete direktive, ki je bil v prejšnjih noveliranih predlogih 
obravnavan kot 13. člen omenjene direktive. 
1.  Države članice zagotovijo, da ponudnik storitev deljenja vsebin na spletu izvaja dejanje 
priobčitve javnosti ali dajanje na voljo javnosti za namene te direktive, kadar javnosti omogoči 
dostop do avtorsko varovanih del ali drugih varovanih predmetov varstva, ki jih na strežnik 
naložijo njegovi uporabniki. Ponudnik storitev deljenja vsebin na spletu zato pridobi dovoljenje 
imetnikov pravic iz člena 3(1) in (2) Direktive 2001/29/ES, na primer s sklenitvijo licenčnega 
sporazuma, da lahko dela ali druge predmete varstva priobči javnosti ali da na voljo javnosti. 
2.  Države članice zagotovijo, da kadar ponudnik storitev deljenja vsebin na spletu pridobi 
dovoljenje, na primer s sklenitvijo licenčnega sporazuma, to dovoljenje zajema tudi dejanja 
uporabnikov storitev iz področja uporabe člena 3 Direktive 2001/29/ES, kadar ne delujejo na 
komercialni podlagi ali kadar njihova dejavnost ne ustvarja znatnih prihodkov. 
3.  Kadar ponudnik storitev deljenja vsebin na spletu v skladu s pogoji iz te direktive izvaja dejanje 
priobčitve javnosti ali dajanje na voljo javnosti, se omejitev odgovornosti iz člena 14(1) Direktive 
2000/31/ES ne uporablja za primere, ki jih zajema ta člen. 
Prvi pododstavek tega odstavka ne vpliva na morebitno uporabo člena 14(1) Direktive 2000/31/ES 
za te ponudnike storitev za namene, ki ne spadajo na področje uporabe te direktive. 
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4.  Če se dovoljenje ne podeli, so ponudniki storitev deljenja vsebin na spletu odgovorni za 
nedovoljena dejanja priobčitve javnosti, vključno z dajanjem na voljo javnosti, avtorsko varovanih 
del in drugih predmetov varstva, razen če ponudniki storitev dokažejo, da so: 
(a)  si po najboljših močeh prizadevali za pridobitev dovoljenja in 
(b)  si po najboljših močeh in v skladu z visokimi panožnimi standardi poklicne skrbnosti 
prizadevali, da bi zagotovili nerazpoložljivost specifičnih del in drugih predmetov varstva, za 
katere so imetniki pravic ponudnikom storitev zagotovili ustrezne in potrebne informacije, in v 
vsakem primeru 
(c)  po prejemu zadostno utemeljenega obvestila imetnikov pravic ravnali hitro, da so odstranili 
priglašena dela ali druge predmete varstva s svojih spletnih mest ali onemogočili dostop do njih, 
ter si po najboljših močeh prizadevali preprečiti prihodnja nalaganja na strežnik v skladu s točko 
(b). 
5.  Pri ugotavljanju, ali ponudnik storitev izpolnjuje svoje obveznosti iz odstavka 4, in glede na 
načelo sorazmernosti, se med drugim upoštevajo naslednji elementi: 
(a)  vrsto, občinstvo in obseg storitev ter vrsto del ali drugih predmetov varstva, ki so jih na strežnik 
naložili uporabniki storitve, ter 
(b)  razpoložljivost ustreznih in učinkovitih sredstev in njihovih stroškov za ponudnike storitev. 
6.  Države članice zagotovijo, da so v primeru novih ponudnikov storitev deljenja vsebin na spletu, 
katerih storitve so bile javnosti v Uniji na voljo manj kot tri leta in katerih letni promet je manjši 
od 10 milijonov EUR, izračunan v skladu s Priporočilom Komisije 2003/361/ES(20), pogoji, ki se 
zanje uporabljajo v okviru ureditve odgovornosti iz odstavka 4, omejeni na skladnost s točko (a) 
odstavka 4 in da ob prejemu zadostno utemeljenega obvestila hitro onemogočijo dostop do 
priglašenih del ali drugih predmetov varstva ali odstranijo ta dela ali druge predmete varstva s 
spletnih mest. 
Če povprečno število enkratnih obiskovalcev teh ponudnikov storitev v enem mesecu presega 5 
milijonov, izračunano na podlagi prejšnjega koledarskega leta, morajo tudi dokazati, da so si po 




predmetov varstva, za katera so imetniki pravic predložili ustrezne in potrebne informacije, na 
strežnik. 
7.  Sodelovanje med ponudniki storitev deljenja vsebin na spletu in imetniki pravic ne sme 
povzročiti preprečitve razpoložljivosti del ali drugih predmetov varstva, ki jih na strežnik naložijo 
uporabniki, ki ne kršijo avtorske in sorodnih pravic, tudi kadar za takšna dela ali druge predmete 
varstva velja izjema ali omejitev. 
Države članice zagotovijo, da se lahko uporabniki v vsaki državi članici zanesejo na vse naslednje 
obstoječe izjeme ali omejitve pri nalaganju na strežnik in dajanju na voljo vsebin, ki jih ustvarijo 
uporabniki na področju storitev deljenja vsebin na spletu: 
(a)  citati, kritika, ocena; 
(b)  uporaba v namene karikature, parodije ali pastiša. 
8.  Uporaba tega člena ne sme privesti do splošne obveznosti spremljanja. 
Države članice zagotovijo, da ponudniki storitev deljenja vsebin na spletu imetnikom pravic na 
njihovo zahtevo zagotovijo ustrezne informacije o delovanju njihovih praks v zvezi s sodelovanjem 
iz odstavka 4 in, če so licenčni sporazumi sklenjeni med ponudniki storitev in imetniki pravic, 
informacije o uporabi vsebin, zajetih v sporazumih. 
9.  Države članice zagotovijo, da ponudniki storitev deljenja vsebin na spletu zagotovijo učinkovit 
in hiter mehanizem za pritožbe in povrnitev škode, ki je uporabnikom njihovih storitev na voljo v 
primeru sporov glede odstranitve del ali drugih predmetov varstva, ki so bili naloženi na strežnik, 
oziroma onemogočenjem dostopa do njih. 
Kadar imetniki pravic zahtevajo, da se onemogoči dostop do specifičnih del ali drugih predmetov 
varstva ali da se ta specifična dela ali drugi predmeti varstva odstranijo, ustrezno utemeljijo svoje 
zahteve. Pritožbe, predložene v okviru mehanizma iz prvega pododstavka, se obravnavajo brez 
nepotrebnega odlašanja, odločitve o odstranitvi ali onemogočanju dostopa do na strežnik 
naloženih vsebin pa so predmet pregleda, ki ga izvajajo ljudje. Države članice zagotovijo tudi, da 
so na voljo mehanizmi za povrnitev škode v okviru izvensodnega reševanja sporov. Takšni 




varstva, ki ga zagotavlja nacionalno pravo, ter ne posegajo v pravice uporabnikov do uporabe 
učinkovitih pravnih sredstev pred sodiščem. Države članice tudi zagotovijo, da imajo uporabniki 
dostop do sodišča ali drugega pristojnega pravosodnega organa za uveljavljanje izjeme ali 
omejitve avtorske in sorodnih pravic. 
Ta direktiva na noben način ne vpliva na zakonite načine uporabe, kot so načini uporabe na 
podlagi izjem ali omejitev iz prava Unije, in ne vodi v identifikacijo posameznih uporabnikov niti 
obdelavo osebnih podatkov, razen v skladu z Direktivo 2002/58/ES in Uredbo (EU) 2016/679. 
Ponudniki storitev deljenja vsebin na spletu uporabnike v svojih splošnih pogojih obvestijo, da 
lahko uporabljajo dela in druge predmete varstva v skladu z izjemami ali omejitvami avtorske in 
sorodnih pravic iz prava Unije. 
10.  Komisija v sodelovanju z državami članicami organizira dialoge z deležniki, v katerih se 
razpravlja o najboljših praksah za sodelovanje med ponudniki storitev deljenja vsebin na spletu 
in imetniki pravic. Komisija ob posvetovanju s ponudniki storitev deljenja vsebin na spletu, 
imetniki pravic, organizacijami uporabnikov in drugimi ustreznimi deležniki ter ob upoštevanju 
rezultatov dialogov z deležniki izda smernice o uporabi tega člena, zlasti v zvezi s sodelovanjem 
iz odstavka 4. Pri razpravi o najboljših praksah se med drugim posebno pozornost nameni potrebi 
po iskanju ravnovesja med temeljnimi pravicami in uporabo izjem in omejitev. Za namene 
dialogov z deležniki imajo organizacije uporabnikov dostop do ustreznih informacij ponudnikov 
storitev deljenja vsebin na spletu o delovanju njihovih praks v zvezi z odstavkom 4.109 
 
7. TOLMAČENJE 17. ČLENA DIREKTIVE 
Uvodoma velja poudariti, da sprejeta direktiva eksplicitno naslavlja Ponudnike storitev deljenja 
vsebin na spletu. V skladu z jezikovno razlago in argumentom a contrario to pomeni, da nikakor 
ne zajema tudi ponudnikov dostopa do interneta. Kot že omenjeno, zakonodajalec v 17. členu v 
bistvu zasleduje popolnoma legitimen cilj in sicer zmanjševanje »value gapa« oziroma asimetrije 
                                                             
 




zaslužka avtorjev in ponudnikov storitev deljenja. To asimetrijo želi zakonodajalec rešiti s 
spodbujanjem licenčnih sporazumov.110 Avtorske pravice so sicer lahko prenesene na podlagi 
pogodbe oziroma licence ali na podlagi zakona. Pri pogodbenem prenosu govorimo o različnih 
modalitetah oziroma omejitvah prenosa vedno pa se prenašalo materialne pravice in nikoli 
moralne.111 
Nadalje zakonodajalec s spodbujanjem  sklepanja licenčnih sporazumov tudi za izvajanja dejanj 
priobčitve javnosti, širi odgovornost  ponudnikov storitev deljenja vsebin, s tem da jim odreka 
omejitev odgovornosti iz člena 14(1) Direktive 2000/31/ES.112 
 
7.1. Prvotni predlog (13.) sedaj 17. člena direktive 
13. člen besedila direktive, ki ga je prvotno predlagala Komisija o uporabi zaščitenih vsebin s 
strani ponudnikov storitev deljenja vsebin, je posebej omenjal »uporabo učinkovitih tehnologij za 
prepoznavanje vsebine«. Potrebno je opozoriti da bi takšna dikcija določbe direktive neposredno 
nasprotovala določbam prepovedi splošne obveznosti nadzora iz 15. člena Direktive 2000/31/ES 
in bi torej posegala v temelje dosedanje ureditve odgovornosti internetnih posrednikov v Evropi.113  
13. člen prvotno predlaganega besedila direktive je tako določal, da morajo ponudniki »storitev 
informacijske družbe«, ki shranjujejo in javnosti zagotavljajo dostop do obsežnih količin del ali 
drugih predmetov urejanja, ki jih naložijo njihovi uporabniki, v sodelovanju z imetniki pravic 
sprejeti ukrepe za zagotovitev izvajanja sporazumov za uporabo njihovih del.114 Kot že omenjeno 
je to eden izmed ciljev evropske komisije, da vzpodbuja sklenitev tovrstnih sporazumov. Potrebno 
je opozoriti, da je predlog v tem delu naslavljal vse ponudnike storitev informacijske družbe, 
medtem ko je sprejeto besedilo natančneje definiralo oziroma zožilo, koga bo direktiva sploh 
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zajela. Prav tako je predlog direktive primeroma navajal ukrepe, kot je na primer »uporaba 
učinkovitih tehnologij za prepoznavanje vsebine.« Prvotni predlog je bil tako zelo konkreten in kot 
tak brez dvoma predvideval, vzpodbujal in verjetno celo nalagal uporabo filtrov za prepoznavanje 
kršitev. 13. člen direktive je ciljnim platformam nalagal neposredno odgovornost za kršitve 
avtorskih pravic, ki jih izvajajo njihovi uporabniki na spletu. Platformam pa je ponudil dve osnovni 
možnosti in sicer sklenitev licenčnih pogodb z imetniki avtorskih pravic ali pa sprejeti ukrepe za 
preprečevanje objavljanja avtorskih del na svojih spletnih straneh.115 Kot je že takrat ugotavljal 
Prof. Martin Senftleben je prva možnost praktično nemogoča, saj platforme nikakor ne morejo  
pridobiti vseh  avtorskih pravic zaradi širokega spektra  imetnikov avtorskih pravic v EU.116 Zato 
je večina strokovnjakov na tem področju takšni ureditvi vseskozi ostro nasprotovala.  Druga 
možnost, torej filtriranje vsebin pa bi posegla na več področij in predvsem kršila temeljne pravice 
uporabnikov interneta.117 
Kot že omenjeno je predlog nasprotoval določbam prepovedi splošne obveznosti nadzora iz 15. 
člena Direktive 2000/31/ES in bi diametralno nasprotoval tudi stališču EU v prej omenjenih sodnih 
praksah v zadevah SABAM proti Scarlet in SABAM proti Netlog. Nasprotniki prvotnega predloga 
so prav tako izpostavili, da bi enak sklep veljal tudi za »učinkovite tehnologije« predvidene v 13. 
členu. Tudi če platforma ne bi filtrirala vsebin in bi izvajala na primer ročno pregledovanje vsebin, 
še vedno ne bi mogla preveriti, ali kateri del vsebine na spletnem mestu krši pravila ali ne, če ob 
tem ne bi preverila celotne vsebine. Splošno spremljanje je namreč nujna lastnost filtriranja.118 
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Nadalje velja izpostaviti, da so uporabniški podatki zaščiteni osebni podatki, ker načeloma 
omogočajo identifikacijo teh uporabnikov. Posledično bi filtriranje prav tako bilo nezdružljivo z 
8.  členom  Listine o varstvu osebnih podatkov. Prav tako pa sistem »morda ne bi ustrezno ločil 
med nezakonito in zakonito vsebino, kar bi povzročilo, da bi njegova uvedba lahko povzročila 
blokiranje zakonitih komunikacij.«119 Zaradi tega bi bilo filtriranje nezdružljivo tudi z načelom 
pravičnega ravnotežja in z 11. členom  Listine EU o temeljnih pravicah, ki izhajajo iz pravice do 
svobode izražanja in informiranja uporabnikov. Pomanjkanje pravičnega ravnotežja pa bi prav 
tako spodbudilo obveznosti sprejemanja učinkovitih tehnologij za prepoznavanje vsebine, 
predvidenih v 13. členu predloga.120  
 
7.2. Kompromisni predlog in sprejet 17. člen direktive 
Po več kot triletni debati, nasprotovanju civilnih iniciativ in neposrednih deležnikov je evropski 
parlament sprejel končno besedilo predlagane direktive. Relevanten 13. člen predlagane direktive 
je postal 17. člen. Predlagani člen se je iz treh odstavkov razvlekel na kar deset odstavkov, ki v 
največji meri določajo izjeme od uporabe samega člena in na novo definira nekaj pojmov.121 
Predvsem sprejeti člen oziroma sama sprejeta direktiva uvaja nov pojem naslovnikov direktive. 
Direktiva namreč eksplicitno omenja ponudnike storitev deljenja vsebin na spletu, kot naslovnike, 
katerih delovanje ureja sprejeta direktiva. Kot omenjeno že prej, gre za pomembno razlikovanje 
med ponudniki storitev informacijske družbe in storitev deljenja vsebin na spletu. S tem 
poimenovanjem je namreč direktiva močno zožila ciljne subjekte, ki jih zavezuje. Ponudniki 
storitev informacijske družbe predstavljajo namreč precej širši spekter deležnikov, kot so to 
ponudniki storitev deljenja vsebin na spletu. Tovrstna varovalka je v luči svobode interneta izredno 
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pomembna.122 Poleg sprememb samega člena z amandmaji so nasprotniki prvotnega besedila 
oblike uspeli tudi z nekaj predlogi sprememb uvodnega besedila direktive. Opredelitev ponudnika 
storitev deljenja vsebin na spletu iz te uredbe bi morala zajemati samo spletne storitve, ki so na 
trgu spletnih vsebin pomembne, ker so konkurenčne drugim storitvam spletnih vsebin, kot so 
spletne storitve avdio in video prenosov za isto občinstvo. Uspeli so zamejiti krog platform, ki jih 
direktiva sploh zajame. 123 Tako zasledimo v uvodnih izjavah določilo, da storitve, ki so predmet 
te direktive, ne bi smele zajemati storitev, katerih glavni namen ni omogočiti uporabnikom, da na 
strežnik nalagajo in delijo večjo količino avtorsko varovanih vsebin za namene ustvarjanja dobička 
s to dejavnostjo. Med te storitve na primer spadajo storitve elektronske komunikacije v smislu 
Direktive (EU) 2018/1972 Evropskega parlamenta in Sveta(14) ter ponudniki storitev v oblaku 
med podjetji in storitev v oblaku, ki uporabnikom omogočajo nalaganje vsebin za lastno uporabo 
na strežnik, kot so platforme za shranjevanje vsebin tretjih strani (cyberlocker), ali spletne tržnice, 
katerih glavna dejavnost je spletna prodaja na drobno in ki ne omogočajo dostopa do avtorsko 
varovanih vsebin.124 
17. člen sprejete direktive prav tako eksplicitno ne omenja več »tehnologij«, ampak vzpostavlja 
režim odgovornosti, ki pa še vedno vzpodbuja platforme h vzpostavitvi avtomatskih orodij za 
prepoznavanje vsebine. Zlasti 4. odstavek omenjenega člena določa, da če imetniki pravic ne 
podelijo dovoljenja, bodo ponudniki spletnih storitev deljenja vsebin odgovorni za nepooblaščeno 
objavo javnosti, razen če ponudniki storitev dokažejo, da so se po svojih »najboljših močeh trudili 
pridobiti dovoljenje«. Prav tako bodo morali ponudniki dokazati, da so »v skladu z visokimi 
industrijskimi standardi« zagotovili, da vsebina ni na voljo, in po uradnem obvestilu hitro ukrepali 
in odstranili vsebino in preprečijo nadaljnje nalaganje.125 Direktiva tako precej nedoločno 
opredeljuje obveznosti ponudnikov. Kaj pomeni, potruditi se po najboljših močeh za pridobitev 
licenčnih pogodb, bo lahko definirala samo sodna praksa. Zato konkretni odstavek na predmetno 
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področje prinaša samo dodatno pravno negotovost vseh deležnikov, ki je bila s sedanjo sodno 
prakso jasno definirana. Prav tako je nedoločno opredeljeno nadaljevanje četrtega odstavka 17. 
člena. Visoki standardi industrije nikakor ne morejo biti določljiv pojem, sploh pa tovrstno urejanje 
vprašanja ne pripomore k jasnosti in harmonizaciji evropskega in nacionalnega prava. Tehnologija 
preprosto še ni v fazi, ko bi bila sposobna prepoznati parodijo ali odločiti, ali eno delo kritizira ali 
recenzira  drugo.126 Zaradi navedenega večina strokovnjakov nikakor ne podpira urejanja področja 
na takšen način.127 Direktiva tudi določa, da je potrebno kar zadeva orodja za tehnično 
prepoznavanje, upoštevati naslednja merila: vrsto storitve, ki jo ponuja platforma, razpoložljivost 
tehnologij in njihovo učinkovitost. Ravno ta del besedila je skrajno nejasen in glavni vir pravne 
negotovosti tako za platforme kot za imetnike pravic. Dejansko ustvarja ogromno sivo območje in 
posledično nakazuje na nove spore glede opredelitve »ustreznih in sorazmernih« ukrepov.128 
Pri oblikovanju pravnega okolja na tem področju se je potrebno zavedati, da niso vsi ponudniki 
storitev internetni velikani, kakršna sta Youtube ali Facebook. Vzpostavitev splošne obveznosti 
filtriranja uporabniških vsebin lahko za manjše ponudnike predstavlja veliko breme, zlasti ker je 
povezana z možnostjo odškodninske odgovornosti za primer kršitve. Restriktivno tolmačenje 
direktive bi predvsem ogrozila neodvisne internetne posrednike in pospešila centralizacijo 
interneta, ki bi ogrozila tiste prednosti odprtega interneta, ki naj bi jih varovalo načelo internetne 
nevtralnosti.129 Ta stališča, so bila deloma upoštevana, zato direktiva nalaga izjemo za nove 
ponudnike storitev deljenja vsebin na spletu, katerih storitve so bile javnosti v Uniji na voljo manj 
kot tri leta in katerih letni promet je manjši od 10 milijonov EUR.130 
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Ravno šesti odstavek 17. člena direktive, ki uvaja ekonomsko definirano izjemo določb četrtega 
odstavka glede odgovornosti ponudnikov storitev, v besedilo direktive vnaša nov signal, da bo 
filtriranje uporabniških vsebin po tej direktivi obvezno. V skladu z argumentom a contrario, bi 
lahko izjemo za zgoraj navedene platforme, da ob prejemu zadostno utemeljenega obvestila hitro 
onemogočijo dostop, tolmačili, v luči, da je potemtakem filtriranje za ostale deležnike, ki jih 
direktiva zajema obvezno. S takšnim besedilom namreč zakonodajalec »staro prakso« izjemoma 
dopušča le še platformam, ki zaradi ekonomskih razlogov niso zajeta v direktivi.  Kljub sprejetim 
varovalkam tako še vedno pa ostaja zaskrbljenost širše javnosti po sprejetju direktive, da bo le-ta 
kljub vsemu pripeljala do filtriranja vsebin in s tem ustvarila cenzorski stroj, ki bo omejil svobodo 
komuniciranja in svobodo sprejemanja informacij. Obveznosti filtriranja pa bi lahko zmanjšala 
konkurenčnost evropskih podjetij in ogrozile svobodo znanstvenega komuniciranja v obliki 
odprtodostopnih javnih repozitorijev. 131 
Direktiva sicer določa, da se dela lahko še vedno prosto uporabljajo za namene citatov, kritike in 
ocene ter za uporaba v namene karikature, parodije ali pastiša.132 Ob tem velja poudariti, da je sicer 
že v skladu z določbami ZASP,133 do določene meje dovoljena prosta predelava dela zaradi 
pomembnosti in spodbujanja svobode ustvarjalnosti in svobode izražanja mnenj. Vendar je 
potrebno poudariti, da je tudi prosta predelava omejena z določbo 46. člena ZASP in spoštovanjem 
moralnih avtorskih pravic, še posebej pravice do spoštovanja dela.134 
Države članice naj bi prav tako zagotovile, da ponudniki storitev uporabnikom zagotovijo možnost 
učinkovite pritožbe glede teh ukrepov135, kar bo dodatna administrativna ovira pri implementaciji 
sprejete direktive. Izvajanje postopkov obveščanja in nadzorovanja je trenutno znatno breme za 
imetnike pravic, saj morajo biti nezakonite vsebine najprej locirane, da se lahko sploh sprožijo 
nadaljnji postopki. Prav tako je več predstavnikov imetnikov pravic izrazilo zaskrbljenost, da 
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standardna orodja za poročanje niso uporabniku prijazna in s tem zavirajo prijavljanje morebitnih 
kršitev s strani tretjih oseb.136 Ravno ti pritiski so očitno pripeljali tudi do eksplicitnega urejanja 
področja glede pritožb in povrnitev škode. Zanimivo pa direktiva reševanje pritožb v okviru 
novega mehanizma nalaga izključno ljudem. Gre torej za paradoks, kjer namesto, da bi človek sam 
odločal o kršitvah avtorskih pravic na podlagi prijav, kot je to trenutna praksa, človek odpravlja 
napake, ki jih bo storila umetna inteligenca oziroma filter. 
Primernejša rešitev bi bila najprej določitev minimalnih zahtev glede zmogljivosti orodja za 
prepoznavanje137 in drugič vzpostavitev sistema označevanja oziroma certificiranja teh orodij.138 
Sporni člen sprejete direktive torej vključuje dovolj varovalk, ki so jih tekom parlamentarne 
razprave izpostavljali deležniki.139 Kljub temu pa še vedno ne moremo odgovoriti na vprašanje ali 
je oziroma ali filtriranje bo obvezno. Vsekakor pa sprejeti člen odpira vrata obvezni uporabi 
filtriranja uporabniških vsebin, ki ga je sicer »prepovedala« oziroma vsaj omejila dosedanja sodna 
praksa.   
 
7.3. Sklep glede  direktive o avtorskih pravicah na enotnem digitalnem trgu 
Direktiva uporablja t. i. metodo regulacije v senci, kjer določba sicer neposredno ne nalaga 
obveznosti filtriranja uporabniških vsebin, posredno pa ponudnike storitve gostovanja sili k temu, 
da se o uporabi takšnih tehnologij prostovoljno dogovorijo z imetniki pravic.140 Poleg 
(ne)posrednega siljenja ponudnikov k sklepanju licenčnih sporazumov sprejeta direktiva vnaša 
dodatno pravno negotovost. Še enkrat velja izpostaviti »tiho odpiranje« vrat  obvezni uporabi 
filtrov. Še enkrat, direktiva filtriranja neposredno ne določa, vendar pa mu s perfidnim manevrom 
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na stežaj odpira vrata, čeprav filtriranje uporabniških vsebin ne rešuje osnovnega cilja 
zmanjševanja »value gapa« deležnikov na področju deljenja uporabniških oziroma avtorskih 
vsebin, temveč jih morda še povečuje zaradi monopolizacije ponudnikov, ki so tehnično gledano 
sploh sposobni ustvariti potrebne filtre in ji po potrebi za finančno nadomestilo tudi zagotoviti 
manjšim ponudnikom. 
Evropska unija bi morala bolj upoštevati Manilska načela odgovornosti internetnih posrednikov 
(Manila Principles on Intermediary Liability), ki  postavljajo smernice pri razvoju svobodnega 
interneta in postavljajo smernice dobrih praks glede reguliranja internetnih vsebin prek pravil, ki 
zavezujejo deležnike, ki sodelujejo pri omogočanju dostopa do internetnih storitev.141 
Razvita so bila ob upoštevanju dotedanjega razvoja zakonodaje in sodne prakse ter s tem 
povezanih problemov, ki se pojavljajo v praksi. Na kratko so manilska načela naslednja:  
1. Posrednike mora zakon ščititi pred odgovornostjo za vsebine tretjih oseb.  
2. Omejitev vsebine se ne more zahtevati brez sodne odredbe.  
3. Zahteva za omejitev vsebine mora biti jasna, nedvoumna in v skladu s predpisanim 
postopkom.  
4. Zakoni, odredbe in prakse, ki omejujejo vsebino, morajo biti v demokratični družbi nujni 
in sorazmerni.  
5. Zakoni ter politike in prakse omejevanja vsebine morajo spoštovati predpisani postopek.  
6. Zakoni ter politike in prakse omejevanja vsebine morajo zagotavljati preglednost in 
odgovornost. 142 
Dejstvo je, da se glasbena industrija že leta bojuje z Youtubom, ki imetnikom avtorskih pravic ne 
plačuje dovolj za predvajanje glasbe, ki ga sam monetizira. Takšne pritožbe so upravičene, a 
predlog direktive potencialno še veča moč velikanov. Če platformam naložiš neposredno 
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odgovornost za kršitve avtorskih pravic, bodo te začele uporabljati presejalne filtre in bodo na 
platformo dovolile naložiti le tisto, za kar bodo prepričane, da imajo sklenjeno licenčno pogodbo. 
To pa je lahko udarec za tiste, ki jih ne zastopajo kolektivne organizacije za upravljanje avtorskih 
pravic, pa tudi za manjše platforme, ki nimajo denarja za razvoj filtrov. Imata pa podobno 
tehnologijo že Youtube in Google. Tako na nek način ustvarjamo nov poslovni model za velikane, 
da bodo lahko tehnologijo presejalnih filtrov prodajali drugim.143 
 
8. IMPLEMENTACIJA DIREKTIVE O AVTORSKIH PRAVICAH NA 
ENOTNEM DIGITALNEM TRGU 
Besedilo, ki ga je sprejel Evropski parlament, bodo morale države članice v dveh letih prenesti v 
svojo nacionalno zakonodajo.144 Zaradi političnih pretresov v zakonodajnem postopku je nastalo 
besedilo direktive izjemno zapleteno. Zaradi tega zdaj obstaja resno tveganje, da bodo države 
članice porabile še eno desetletje in razpravljale o tem, v čem so se pravzaprav dogovorile aprila, 
ta pravna negotovost pa nikakor ne bo koristila enotnemu digitalnemu trgu.145 Države članice pri 
implementacije sicer nimajo veliko manevrskega prostora prilagajanja določb sprejete direktive. 
Kljub temu pa velja izpostaviti poizkus poljske vlade, ki je pred SEU v skladu z določbami 263. 
člena Pogodbe o delovanju EU146 vložila tožbo zaradi domnevne kršitve pogodbe. Po mnenju 
poljske vlade »ta mehanizem uvaja rešitve s funkcijami preventivne cenzure. Taka cenzura je 
prepovedana tako s poljsko ustavo kot z zakonodajo EU - Listina o temeljnih pravicah zagotavlja 
svobodo izražanja.«147 Žal trenutno besedilo tožbe še ni na voljo, razvidna je samo opravilna 
številka, ki jo je dodelil SEU. Zato je predvideno, da Poljska v svoji vlogi izpodbija ravno sporne 
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določbe 17. člena direktive. Napotitev presoje direktive na Sodišče je po mnenju mnogih nevladnih 
organizacij dober korak, ki lahko pomaga pri odpravljanju polemik glede 17. člena. Sodišče bo 
tako presojalo vprašanja, ki jih politične debate tekom sprejemanja direktive običajno deležniki 
niso izpostavili zaradi »ustrahovanja ali dezinformacij« s strani predstavnikov imetnikov pravic.148  
Tekom same implementacije bo Evropska komisija prav tako organizirala dialog z zainteresiranimi 
stranmi za razpravo o najboljših praksah za sodelovanje med ponudniki spletnih storitev in 
imetniki pravic o uporabi zaščitene vsebine. Cilj dialoga bo slišati stališča zainteresiranih strani in 
razpravljati o možnih praktičnih rešitvah glede uporabe17. člena, vključno z ukrepi, ki jih bodo 
sprejeli ponudniki storitev deljenja vsebin v zvezi s spornimi vsebinami, ob upoštevanju interesov 
vseh deležnikov. Rezultat razprav naj bi vključeval pripravo smernic Komisije o uporabi 17. 
člena.149 Komisija, bo tako celoten proces sprememb še dodatno zavlekla, samo upamo pa lahko, 
da bodo smernice pokazale pravo smer - ohranitve svobode na internetu. 
 
9. ZAKLJUČEK 
Evropska unija s sprejetjem direktive o avtorskih pavicah na enotnem digitalnem trgu in predvsem 
17. členu te direktive v pravni red vnaša pravno negotovost. Ta zaključek je podprt že z dejstvom, 
da z natančno analizo sprejete direktive ne morem enoznačno odgovoriti na vprašanje ali bo po 
implementaciji direktive v nacionalne zakonodaje filtriranje uporabniških vsebin s strani 
ponudnikov storitev deljenja vsebin obvezno, v luči ekskulpacije njihove odgovornosti zaradi 
kršitev avtorskih pravic s strani samih uporabnikov. 
Kljub temu, da jasnega odgovora na osnovno vprašanje ne morem podati, pa lahko z gotovostjo 
trdimo, da so interesne skupine, ki so nasprotovale sprejetju direktive in nasploh nasprotujejo 
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filtriranju vsebine na internetu uspele vnesti nekaj varovalk. Najpomembnejši dosežek je v tem, 
da direktiva zajema samo platforme za deljenje vsebin, medtem ko ne zajema ostalih ponudnikov 
storitev informacijske družbe, kot je bilo to predvideno v prvem predlogu Komisije. Vsled 
navedenega lahko zaključimo, da obveznosti filtriranja tudi v prihodnosti ne bo mogoče naložiti 
ponudnikom storitev dostopa do interneta, kot osnovnim subjektom omogočanja dostopa do 
interneta in s tem povezanih informacij. Navedeno je potrdila že sodna praksa v predstavljenih 
primerih. Tudi ostale omejitve oziroma izjeme v direktivi dolžnosti filtriranja precej omejujejo. 
Na drugi strani pa ne moremo mimo dejstva, da sprejeta direktiva vsaj odpira vrata uporabi, do 
sedaj načeloma prepovedanih filtrov. 
Ali bodo platforme za deljenje vsebin primorane  uporabljati avtomatske filtre, ki bodo 
preprečevali kršitve pa bo pokazala predvsem sodna praksa. Ob tem velja poudariti, da bo v 
primeru pozitivnega odgovora na to vprašanje, zasledovan cilj pri sprejemu same direktive, 
zmanjševanje »value gapa«, manifestiran v povečanju neenakosti ali monopolizaciji podjetij s 
sposobnostjo zagotavljanja in nadaljnjega prodajanja tehnično zapletenih filtrov. 
Izhajajoč iz premise, da avtomatski filtri družbi ne prinašajo dodane vrednosti, ter omogočajo 
posege v temeljne človekove pravice, zagotovljene tudi s temeljnimi akti EU, predvsem poseg v 
zasebnost in možnost dostopa do informacij, upam, da države članice direktivo implementirajo še 
z dodatno mero previdnosti. Predvsem pa upam in želim, da filtriranje vsebin na internetu na 
splošno ne bo vodilo nadaljnje politike EU, ter da bo komunikacijska zasebnost in prost dostop do 
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