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U ovom diplomskom radu opisani su različiti načini pristupa usmjerivačima domaćih 
pružatelja internet usluga, također postavljane su različite postavke sigurnosti usmjerivača, te su 
razine sigurnosti testirane na razne načine. Testiranja su provedena korištenjem prijenosnog 
računala, tablet uređaja i programa za sniffing. Testiranjem je pokazano kako se može bolje 
zaštiti bežična mreža od napada. 




ROUTERS SECURITY SETTINGS OF DOMESTIC INTERNET 
SERVICE PROVIDERS 
This paper describes the different ways of accessing routers of domestic Internet service 
providers, also there are set up different security settings of the router, and the level of security 
that was tested on different ways. The tests are conducted using laptop, tablet and sniffing 
program. Testing demonstrated how to better protect wireless network from attacks. 
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