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O CIBERESPAÇO NO CONTEXTO DAS SOCIEDADES 
MODERNAS
A IMPORTÂNCIA DE DEFENDER, VIGIAR E 














 Dependência das Tecnologias de 
Informação e Comunicação;
 Mais vantagens e novas 






 Garantir o seu correto 
funcionamento;
 Criar confiança na utilização dos 
serviços.
01
O Ciberespaço no 
Contexto das Sociedades 
Modernas
02
Qual o impacto do digital na Sociedade?
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 Redução de distâncias;
 Difusão de notícias;
 Facilidade de disponibilizar 
conteúdos.
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 Pesquisas por assuntos.
O Ciberespaço no 





 Downloads de música, filmes e 
livros;
 Simplesmente navegar na web.
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 Modificação na forma da organização 
do trabalho;
 Criação de empresas virtuais.
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 Serviços de saúde;
 Serviços bancários;
 Outros (Portal das Finanças, Portal do 
Cidadão, etc).
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Comunicações do tipo 
Machine to Machine (M2M)
 Comunicar e atuar sobre máquinas 
e/ou sistemas específicos;
 Obtenção de informação;
 Implementar sistemas remotos de 
comando e controlo.
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Em síntese, o 
Ciberespaço oferece….
 Novas fontes de riqueza;
 Oportunidades de negócio;
 Recursos, facilidades e serviços.
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Porque devemos cuidar do nosso ecossistema 
“Ciber”?
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 Crescimento das vendas “online”;
 Portugal cresceu 15,7% acima da 
média da EU;
 Volume de negócio da ordem dos 
3,3mil milhões de euros.
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 Roubo de Identidade;
 Credibilidade das Instituições;
 Evitar situações de fraude.
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 Um dos principais riscos cibernéticos 
em 2017;
 Roubo de propriedade intelectual;
 Exposição e influência externas que 
os Estados ficam sujeitos.
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 Um espaço de conflito e de 
confrontação;
 Cenário de maior competição para 
controlar o ciberespaço;





A defesa e segurança 
do Ciberespaço …
 Fator de geração de confiança;
 Privacidade dos cidadãos;
 Resiliência do Ciberespaço.
Comentários Finais04
Como é que podemos 
proteger o Ciberespaço?
 Consciencializar os utilizadores;
 Desenvolver e implementar medidas 
e mecanismos de proteção e defesa;
 Utilização de sistemas inteligentes e 
autónomos.
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Qual o nosso 
contributo …
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