there is a discussion on how an IoT type platform is developed, various devices, which makes to overall composition. Various software and hardware systems are enlisted, which it is considered for the successful IoT type operation.
In this respect, the FP7 project RERUM aims to improve the IoT technology making it more reliable, trustworthy and secure for enabling both users and service providers to adopt it and enjoy its benefits.
III. METHODOLOGY PROPOSED AREAS OF APPLICATION:
TRAFFIC CONTROLLING (E.g.: AMBULANCE)
Existing System: Making way for Ambulance: RFID reader will be placed at the place such that it can detect the ambulance whenever it approaches the traffic around 100 meters near the traffic control system and will be connected to the controller.
When the ambulance RFID tag will be read the RF transmitter will send signal to RF receiver which changes the traffic signal from red to green and makes way for the ambulance.
IV. LITERATURE REVIEW
To address the notion of Trust, RERUM will introduce the concept of trust in the core of the system and facilitate this through all its layers developing a cross-layer reputation management framework. The key concept is that using advanced fusion techniques only trusted SOs will be allowed to exchange data and malicious or misbehaving nodes sending false data will be excluded from the network.
Thus, the reliability of the gathered data will be ensured. To measure the trustworthiness of SOs, a weight model capturing the data context will be used.
Weight will not only determined by the input provided by users, but also by the time it was last updated and by the effect that the context really has in the related service.
Additionally, the reputation management framework will use advanced fusion techniques for the data gathered by all SOs for evaluating the results to identify malicious or misbehaving objects. Finally, the cryptographic mechanisms that RERUM will employ are also able to identify the source, integrity and accuracy of the information exchanged by the SOs.
V. CONCLUSION
This work discusses the visions of the newly launched FP7 project RERUM towards enhancing the reliability and the security of SC applications. This in return makes service providers also reluctant to investing in SC applications. RERUM has the citizen at the center of attention and by including city administrations in all phases of the project; it ensures that the citizens' requirements will drive the system design. Additionally, RERUM adopts the concept of "reliability, security and privacy by design" and employs a number of security, privacy and trust mechanisms, most of which will be embedded on the SOs to provide inherent security and reliability to the SC applications.
