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Vers un Fukushima des données personnelles 
L’affaire de la NSA nous indique à quel point nous avons construits nos systèmes d’information sur 
des sables mouvants numériques et juridiques. Le réseau PlayStation (PlayStation Network) fut piraté 
en 2011 et dix millions de comptes comportant toutes les données personnelles y compris bancaires, 
furent récupérés, ce qui entraina l’arrêt du réseau pendant six mois. Deux répliques qui annoncent 
un Fukushima des données qui submergera cette fois toutes les défenses supposées.  
Trois grandes forces se liguent de fait pour rendre impossible une véritable politique de prévention: 
le crime organisé, les grands groupes et plates‐formes, les états voyous, totalitaires, et même, nous 
le voyons avec la NSA, démocratiques. Face à ces entités trop grosses et trop secrètes pour l’exercice 
de la citoyenneté ordinaire,  que trouve‐t‐on ? Des barrières juridiques inadaptées, des barrières 
techniques poreuses, des barrières militantes au coup par coup. Mais pas d’architecture technico‐
légale, pensée et débattue pour décider des propriétés de ce monde que nous habitons désormais. 
La réaction moderneà ce type d’événement consiste, comme pour Fukushima, à se rassurer en 
réduisant le risque à des probabilités, mathématiques qui, on le sait, ne sont d’aucun secoursdans 
ces crises écologiques pas plus que dans les crises financières lorsque les cas extrêmes peuvent 
entrainer la faillite de tout le système.  
Face à cela, les plus critiques eux‐mêmes prétendent défendre nos « droits de propriété » sur ces 
données personnelles, notre « capital », leur lien intrinsèque avec la « vie privée ».  Construire ce 
type de  murailles, c’est vivre dans la nostalgie d’un monde qui n’a jamais existé. Une autre vision 
pourrait donner une chance de reprendre la main sur ce nouvel environnement artificiel que nous 
avons créé. Ce « personal data ecosystem » , nous l’habitons en effet et c’est pourquoi je l’ai appelé 
« habitèle », nouvelle enveloppe, qui nous colle à la peau puisque nous sommes désormais 
connectés en permanence avec nos portables, passant d’un monde social à l’autre à la seconde 
même et jouissant du stress de l’alerte permanente. Dans ce cadre, les donnéesne sont en rien 
personnelles maispar définition relationnelles ou transactionnelles : toutes les données qui 
permettent de nous identifier sont en fait prises dans une relation, souvent institutionnelle mais 
aussi informelle, avec des sites, des services ou même des « amis ». Cette donnée est par définition 
partagée, c’est même sa condition d’existence. Dès lors, cette donnée n’est plus localisable, elle est 
« distribuée ». Ni personnelle, ni localisable, ni permanente, on comprend dès lors qu’il n’est pas 
possible d’appliquerun quelconque modèle fantasmé de la propriété exclusive. Nous entrons ainsi 
dans un nouveau régime de « communs » qu’il faut apprendre à accepter et en même temps à 
réguler. Dire cela, ce n’est pas vanter le laisser‐faire ou absoudre les abus évidents des trois 
prédateurs de données que nous avons décrits. C’est avant tout s’obliger à repenser le cadre qui 
permet de réguler un univers de données qui n’est pas à portée de main mais au sein duquel nous 
habitons.  
 
