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ИНФОРМАЦИОННАЯ БЕЗОПАСНОСТЬ  
В ЗАКОНОДАТЕЛЬСТВЕ СОЮЗНОГО ГОСУДАРСТВА 
 
Аннотация. Тезисы направлены на краткое освещение выявленных пробелов 
законодательства в сфере обеспечения информационной безопасности на основе 
исследования доктринальных подходов и анализа правоприменительной практики в 
Союзном государстве Российской Федерации и Республики Беларусь.  
 
Ввиду прогрессирующего информационного развития общества, информационной 
инфраструктуры, субъектов, осуществляющих сбор и дальнейшее регулирование 
информации, становится весьма актуальным вопрос о правовой защите информации, а 
точнее о юридическом обеспечении безопасности в информационной сфере в государствах-
членах Союзного государства России и Беларуси. 
Создание эффективной союзной системы обеспечения информационной безопасности 
требует разработки и совершенствования действующего организационного механизма, что 
влечет необходимость гармонизации, а в идеале и унификации, национальных 
законодательств и формирования союзного нормативного массива информационной 
безопасности. 
К правовым методам обеспечения информационной безопасности, как известно, 
относится: разработка нормативных правовых актов, регламентирующих отношения в 
информационной сфере, и нормативных методических документов по вопросам обеспечения 
информационной безопасности; законодательное разграничение полномочий в области 
обеспечения информационной безопасности; принятие нормативных правовых актов, 
устанавливающих ответственность юридических и физических лиц за несанкционированный 
доступ к информации; нормативное закрепление приоритета развития национальных сетей 
связи и отечественного производства космических спутников связи; законодательное 
определение правового статуса организаций, предоставляющих услуги глобальных 
информационно-телекоммуникационных сетей на территории Российской Федерации и 
Республики Беларусь; создание правовой базы для формирования в региональных структур 
обеспечения информационной безопасности и др.  
В целях обеспечения информационной безопасности в государствах членах Союзного 
государства приняты стратегические политико-программные документы. В Российской 
Федерации Указом Президента № 646 от 5.12.2016 г. утверждена Доктрина информационной 
безопасности Российской Федерации, согласно которой стратегической целью обеспечения 
информационной безопасности России является защита жизненно важных интересов 
личности, общества и государства как от внутренних, так и от внешних угроз, которые 
связаны с применением информационных технологий. В частности, речь идет о таких целях, 
как осуществление враждебных действий и актов агрессии, направленные на подрыв 
суверенитета, нарушение территориальной целостности государств и стратегической 
стабильности. В Доктрине сказано о том, что в области стратегической стабильности и 
равноправного стратегического партнерства важной целью является формирование 
устойчивой системы неконфликтных межгосударственных отношений в информационном 
пространстве. Кроме того, приняты законы о борьбе с «фейковой» информацией, штрафах за 
ее распространение, а также о противодействии распространению информации, содержащей 
оскорбление государства и общества и другие акты информационного законодательства. 
18 марта 2019 опубликована Концепция информационной безопасности Беларуси, в 
которой отражены основные риски для республики в информационной сфере, а также 
методы борьбы с ними. Отметим, что имеет большое значение сохранность традиционных 
информационных устоев, безопасность массовой информации, а также информационное 
обеспечение деятельности государства. Концепция систематизирует знания о рисках в 
информационной сфере и методах снижения этих рисков. Систематизация этих знаний 
соответствует объективным потребностям населения и национальным интересам Беларуси. 
Цель этой Концепции – конкретизация целей, задач и принципов обеспечения национальной 
безопасности в информационной сфере, а также основных направлений нейтрализации 
внутренних источников угроз и защиты от внешних угроз национальной безопасности в 
данной сфере. 
Концепция информационной безопасности Беларуси основана на Концепции 
национальной безопасности Беларуси, базируется на геополитических интересах страны, 
исходит из отношений, основанных на сотрудничестве в рамках СНГ, ОДКБ, а также 
учитывает рекомендации соответствующих резолюций Генеральной ассамблеи ООН и 
рекомендаций ОБСЕ.  
Россия и Беларусь успешно достаточно плодотворно и длительно сотрудничают в сфере 
информационной безопасности. С 2019 года наши страны намерены активизировать 
совместные усилия в данной области общественных отношений, что нашло отражение в 
подписании 10 сентября 2019 года Плана реализации основных направлений белорусско-
российского сотрудничества в сфере информационной безопасности.  
Однако, на взгляд автора, необходимо обеспечить теоретико-правовую и научно-
методологическую направленность разработки и внедрения единых подходов к 
формированию общего законодательства, регулирующего сферу информационной 
безопасности Союзного государства. К основаниям формирования единых подходов следует 
считать: наличие общих источников угрозы национальной безопасности Беларуси и России в 
информационной сфере; усиление союзной интеграции информационных сфер Беларуси и 
России; схожесть правовых систем и Концепций информационной безопасности; создание 
общего (единого? в будущем) научного, технологического и информационного пространства 
Союзного государства; координация действий братских государств и позиций во внешней 
политике, в особенности в системе ООН, с целью регулирования международной 
информационной безопасности России и Беларуси.  
Таким образом, считаем достаточно востребованным и необходимым в современных 
условиях развития Союзного государства разработку и принятие единого правового акта в 
сфере информационной безопасности Союзного государства. Исходя из современного 
научного конструирования системы политико-программных и прогнозных документов 
представляется обоснованным и правильным, а также логически оправданным в силу 
уменьшения юридической абстрактности и возрастания степени нормативности документов, 
последовательное принятие союзных актов: сначала доктрина, затем последовательно: 
концепция и стратегия информационной безопасности Союзного государства. 
