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ABSTRAK 
Internet merupakan sebuah media yang dapat dipergunakan oleh banyak 
orang untuk mengerjakan banyak hal, namun untuk dapat menggunakan internet 
masih memerlukan biaya yang mahal dalam mempergunakannya.Sehingga dalam 
penggunaannya internet hanya diperbolehkan dipakai oleh orang yang berhak 
saja.  
 
Adanya suatu fasilitas internet yang dapat digunakan oleh orang yang 
berhak menggunakannya, namun dikarenakan lemahnya sistem keamanan  
jaringan banyak orang yang tidak berhak dapat menggunakanya. Ada pula yang 
sudah menerapkan sebuah sistem keamanan penggunaan internet dengan 
menggunakan sistem username dan password, dimana setiap pengguna internet 
dapat login dengan menggunkan username dan password yang dimiliki agar dapat 
menikmati fasilitas internet yang disediakan. Akan tetapi pada penerapannya, para 
pengguna sering memberikan username dan password yang dimilki kepada orang 
lain, sehingga fasilitas internet tersebut dipergunakan oleh orang yang tidak 
berhak. Sedangkan pada sisi lain Administrator membutuhkan sebuah sistem yang 
dapat membantunya dalam menagani para pengguna yang tidak berhak tersebut, 
dan membantu dalam membuat laporan bandwith yang telah diperbunakan oleh 
masing-masing para pengguna internet. 
 
Sebuah sistem pengganti yang dapat diterapkan dalam menanggulani dan 
membantu administrator adalah sebuah sistem pengguna internet dengan 
menggunakan metode one time password dan memanfaatkan daloradius sebagai 
pemantau bandwith para pengguna internet. Pada penerapan dalam tugas akhir 
yang berjudul “management user dengan sistem one time password untuk koneksi 
internet menggunakan mikrotik dan freeradius”, yang merupakan alternatif dari 
permasalahan yang terjadi, maka diperlukan freeradius, mikrotik dan daloradius. 
 
Kata kunci : One time password, Mikrotik, dan freeradius. 
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BAB I 
PENDAHULUAN 
1.1 Latar Belakang 
Di jaman modern ini, kebutuhan akan internet menjadi sesuatu yang 
penting dalam berbagai aspek kegiatan di masyarakat. Internet dapat digunakan 
sebagai alat mencari informasi serta alat komunikasi yang efektif dan handal. Bila 
ditelusuri lebih lanjut penggunaan internet yang kini menjadi sebuah kebutuhan. 
Maka terbentuklah sistem yang bertujuan untuk mengatur penggunaan dan 
perawatan dari setiap komponen internet.  
Dalamsistem pemakaian internet, seorang user diwajibkan melakukan 
proses loginyang dalam proses tersebut memerlukan sebuah username dan 
password. Hal-hal yang perlu dilakukan oleh useruntuk mengamankan username 
dan passworddari para pengguna yang tidak berhak adalah tidak memberitahukan 
hal tersebut kepada siapa pun. Serta diperlukan penggantian password secara 
berkala, agar kerahasiaan kode-kode tersebut aman terjaga. 
Namun dalam kenyataannya, hal-hal yang seharusnya perlu 
dilakukandalam menjaga keamanan username dan password sering tidak 
dilakukan oleh para pengguna internet.Baik passwordyang tidak pernah diganti, 
hingga membagikan username dan password kepada banyak orang. Hal-hal 
tersebutlah yang menyebabkan keamanan menjadi lemah. Sehingga banyak 
muncul ketidakpuasan dari para user kepada administratorakan sistem 
penanganan internet yang dinilai kurang aman. 
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Di sisi lain administrator memiliki kebutuhan untuk memantau jalur 
internet yang digunakan oleh para user. Baik dari kuotaupload maupun kuota 
download yang telah digunakan oleh user. Ataupun lebar jalur yang digunakan 
oleh setiap pengguna internet. Administratormemerlukan hal tersebut 
untukmelakukan perawatan jaringan komputer, agar terhindar dari para pengguna 
yang berniat jahat. Selain sebagai perawatan jaringan, selain itu 
administratormemerlukan data untuk membuat sebuah laporan pemakaian 
internet yang telah digunakan oleh pengguna internet. 
Dari berbagai masalah yang telah terjadi, baik dari segi kelemahan sistem 
jaringan yang dikarenakan kelalaian user, serta kebutuhan administrator akan 
pembuatan laporan pemakaian internet oleh user.Maka dari hal-hal tersebut 
muncul sebuah ide untuk membuat sebuah sistem penggunaan internet yang 
menggunakan sebuah kode sandi yang teracak di setiap akhir penggunaan, 
sehingga keamanan dari kode sandi lebih terjaga dengan menggunakan sistem 
pengguna internet ini. Dan mengurangi resiko dari para pengguna internet yang 
tidak berhak. Serta sistem yang dapat mempermudah pengguna pengendali untuk 
membuat laporan penggunaan internet. Dari situlah hal-hal yang melatar 
belakangi pembuatan tugas akhir ini, dengan judul “Management user dengan 
sistem one time password untuk koneksi internet menggunakan mikrotik dan 
freeradius.” 
1.2 Rumusan Masalah 
Berdasarkan latar belakang yang telah diuraikan di atas,  maka 
didapatkan rumus masalah, antara lain: 
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1) Bagaimana mengatur akses pengguna internet dengan menggunakan 
username dan  password ? 
2) Bagaimana membuat laporan pemakaian kuota internet yang digunakan 
oleh pengguna internet ? 
3) Bagaimana pembuatan sistem pengguna internet dengan one time 
password ? 
1.3  Batasan  Masalah 
Berdasarkan perumusan masalah yang telah dipaparkan di atas, maka dapat 
batasan masalah yang ada, antara lain : 
1) Sistem pengguna internet dengan metode one time password. 
2) Penerapan sistem laporan pemakaian kuota pangguna internet. 
3) Pengguna wajib melakukan proses login agar dapat menggunakan 
internet. 
4) Dalam melakukan proses login tidak diperbolehkan menggunakan 
password kosong. 
5) Pengguna diwajibkan melakukan proses logout setelah menggunakan 
internet. 
6) Pemberian password pada usersecara manual. 
1.4  Tujuan 
Tujuan dari Tugas Akhir ini adalah: 
Membangun sebuah sistem yang memberikan laporanpenggunaan internet 
dengan menggunakan sistem pengguna one time password. 
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1.5  Manfaat 
Adapun manfaat dari tugas akhir ini adalah : 
1. Dapat diterapkan sebuah sistem keamanan jaringan yang aman dengan 
menggunakan sekali penggunaan password. 
2. Dapat mengetahui pengguna internet secara cepat. 
3. Dapat mengetahui pemakaian kuota internet yang digunakan oleh 
pengguna internet. 
4. Dapat menjadi alternatif dalam sistem keamanan jaringan pengguna 
internet. 
1.6  Sistematika Penulisan 
Adapun Sistematika Penulisan LaporanTugas Akhirkali ini adalah sebagai 
berikut : 
BAB I PENDAHULUAN 
Berisi latar belakang yang menjelaskan tentang pentingnya proyek tugas akhir 
yang dilakukan, ruang lingkup, tujuan, manfaat, dan sistematika penulisanyang 
digunakan dalam tugas akhir ini. 
BAB II TINJAUAN  PUSTAKA 
Bab ini akan menjelaskan tentang Landasan Teori yang dipakai sebagai penunjang 
pembuatan laporan ini. Penjelasannya meliputi pengetahuan tentang jaringan 
komputer, sejarah dan pengenalan linux, pengenalan tentang ubuntu, mikrotik 
OS dan freeradius sebagai sistem pengelola pengguna. 
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BAB IIIANALISA DAN PERANCANGAN SISTEM 
Bab ini menjelaskan tentang metode pelaksanaan Tugas Akhir dan perancangan 
sistem yang akan diterapkan.  
BAB IV HASIL  DAN  PEMBAHASAN 
Bab ini menjelaskan tentang gambaran konsep jaringan yang dipakai dalam 
penerapan sistem pengelolahan pengguna internet dengan menggunakan metode 
one time password. 
BAB V  UJI COBA 
Bab ini akan menjelaskan tentang langkah-langkah yang dilakukan dalam 
melakukan uji coba sistem. Dalam melakukan percobaan terdapat beberapa 
parameter yang merupakan penentu dari uji coba yang dilakukan dapat dikatakan 
berhasil ataupun gagal.  
BAB VI  PENUTUP 
Bab ini akan menjelaskan tentang Kesimpulan dari keseluruhan isi dari laporan 
dan tugas akhir serta Saran yang disampaikan untuk pengembangan sistem yang 
ada demi kesempurnaan sistem yang lebih baik. 
DAFTAR  PUSTAKA 
Pada bagian ini akan dipaparkan tentang sumber-sumber literatur yang digunakan 
dalam pembuatan laporan ini.  
 
 
 
