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Theoretischer Hintergrund
Obwohl es nach Aussage von Derek
Haank, dem neuen Geschäftsführer des
Springer-Verlags, keine Zeitschriftenkrise
mehr gibt [1], so fördert zumindest ein
Rest von Unbehagen die verstärkte Dis-
kussion des Open-Access-Prinzips inner-
halb des wissenschaftlichen Publizie-
rens. Zwei Wege zu diesem Ziel haben
sich in der Diskussion etabliert. Zum
einen eine grundlegende Reform des
Publikationssystems, basierend auf an-
deren Geschäftsmodellen (goldene Stra-
tegie), und zum anderen das parallele,
frei zugängliche Archivieren von ander-
weitig erschienenen Publikationen
(grüne Strategie) [2]. 
Im Rahmen der goldenen Strategie
ermöglichen Open-Access-Zeitschriften
wie z. B. von BioMed Central oder der
Public Library of Science über das Internet
weltweit einen offenen, das heißt vor al-
lem auch kostenfreien Zugang zu ihren
Inhalten [3]. In diesem Modell bezahlt
der Autor bzw. seine Institution oder
Fördereinrichtung die Publikationskos-
ten. Beiträge dürfen unter Angabe des
Urhebers frei heruntergeladen, genutzt,
kopiert, gedruckt oder verteilt werden.
Die Qualitätssicherung erfolgt bei diesen
Zeitschriften ebenso durch Peer Review
wie bei den Titeln des tradierten kom-
merziellen Geschäftsmodells. Auch
Springer versucht mit seinem open-choice-
Modell beide Ansätze zu verfolgen.
Neben diesen so genannten goldenen
Open-Access-Zeitschriften erlauben im-
mer mehr Verlage die Speicherung von
Pre- bzw. Postprints in digitalen Biblio-
theken oder Archiven von Universitäten
oder Forschungseinrichtungen [4] im
Rahmen der grünen Strategie. Mit tech-
nischen und organisatorischen Aspekten
dieses Weges beschäftigt sich der vorlie-
gende Artikel. Durch den Aufbau einer
entsprechenden Infrastruktur an Hoch-
schulen oder anderen Einrichtungen
wird die Möglichkeit geschaffen, die an
der jeweiligen Hochschule oder in einem
bestimmten Fachgebiet entstehenden
wissenschaftlichen Publikationen welt-
weit zugänglich zu machen und länger-
fristig zu sichern. Dies trägt entschei-
dend zur Verbreitung des elektronischen
Publizierens als neues Instrument des
wissenschaftlichen Arbeitens bei. Der
Begriff Dokumenten- und Publikations-
server steht dabei synonym für eine
Dienstleistung, die nicht nur aus Hard-
und Software besteht, sondern auch
Personen, Organisationen und Prozesse
notwendigerweise mit einschließt.
Mit dem Bereitstellen von Publikatio-
nen auf lokalen Servern lassen sich aber
auch wesentliche Verbesserungen beim
Publizieren von kommerziell weniger
interessanten wissenschaftlichen Ver-
öffentlichungen (grauer Literatur) errei-
chen. Die Publikation von Dissertationen
im Internet ist ein erfolgreiches Beispiel
für diesen Prozess. Wesentliche Voraus-
setzungen für den Erfolg in Deutschland
waren dabei
• die einheitliche Entwicklung von
Standards für die Erfassung und den
Austausch von Metadaten,
• die Bereitstellung auf lokalen Servern
in Zusammenarbeit von Rechen-
zentren und Bibliotheken sowie
• ein Workflow für die geregelte Abgabe
an Die Deutsche Bibliothek, die auch
für die langfristige Archivierung zu
sorgen bereit ist.
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Das DINI-Zertifikat für Dokumenten- und
Publikationsserver führt durch die Defini-
tion von Mindeststandards und Empfehlun-
gen erstmals eine Qualitätskontrolle für
Dokumentenserver ein. Es definiert damit
technologische und organisatorische Rah-
menbedingungen für den zuverlässigen Be-
trieb und die Interoperabilität dieser Server.
Eine frühere Version dieses Artikels wurde
im Bibliotheksdienst 39. Jg. (2005), H. 2









Der Aufbau lokaler Server an den
Hochschulen wird deshalb vom Wissen-
schaftsrat ebenso empfohlen wie von der
Deutschen Hochschulrektorenkonferenz.
Sowohl die Deutsche Forschungsgemein-
schaft fördert ihre Entwicklung als auch
das Bundesministerium für Bildung und
Forschung. Nationale Wissenschaftsein-
richtungen wie die Max-Planck-Gesell-
schaft bereiten ihren breiten Einsatz vor
[5]. Auch international setzt sich z. B.
SPARC (Scholarly Publishing and Acade-
mic Resources Coalition) auf breiter
Front für die Entwicklung ein. Es stehen
praxiserprobte Open-Source-Software-
Pakete für die Einrichtung einer derarti-
gen Dienstleistung bereit [6]. In den Nie-
derlanden wird im Projekt DARE (Digital
Academic Repositories) [7] die breite
Nutzung vorbereitet.
Dokumentenserver in Deutschland
Seit 1995 werden in Deutschland an den
Hochschulen Dokumentenserver auf-
gebaut, die elektronische Publikationen
aufnehmen. Autoren werden dabei oft
geworben, indem sie auf die Vorteile hin-
gewiesen werden, die diese neue Mög-
lichkeit des Publizierens bringt: Eine di-
gitale Publikation ist schneller verfügbar,
preiswert, für Bibliotheken und Nutzer
Platz sparend und weltweit recherchier-
bar. Das bringt dann Zweifler dazu,
ebenso auf die Nachteile hinzuweisen:
Digitale Publikationen gelten als flüch-
tig, anfällig für Veränderungen und
Missbrauch, beliebig veränderbar und
nicht zitierbar. Bibliotheken und Institu-
tionen, die sich also der Aufgabe stellen,
einen Dokumentenserver zu etablieren,
müssen Lösungen finden, um die er-
wähnten Nachteile auszuräumen. Hierzu
ist es notwendig, bestimmte Standards,
Verfahren und Technologien einzuset-
zen, die in Analogie zum gedruckten
Buch die Qualität und Stabilität des In-
halts gewährleisten, die Dauerhaftigkeit
und Verfügbarkeit der Publikation garan-
tieren, ebenso deren Sichtbarkeit und
Auffindbarkeit, und die Autoren und
Nutzern eine gewisse Sicherheit im
Umgang mit den digitalen Dokumenten
garantieren. Um den klassischen
Sammelauftrag von Bibliotheken zu er-
weitern, müssen sich die Bibliotheken zu
digitalen Bibliotheken entwickeln.
Inzwischen gibt es an fast jeder deut-
schen Hochschule einen Dokumenten-
server. Die Deutsche Bibliothek sammelt
seit 1998 die digitalen Dissertationen der
Hochschulen und stellt mit dem Diss-
Online-Portal [8] eine entsprechende
Unterstützung für Autoren, Institute,
Bibliotheken und Universitäten zur
Verfügung.
Dennoch hat sich in den letzten Jahren
eine Vielzahl von Lösungen entwickelt,
die mitunter nicht miteinander kompa-
tibel sind. In einer Umfrage [9], die die
DINI-Arbeitsgruppe Elektronisches Pub-
lizieren (DINI-AG E-Pub) gemeinsam
mit dem DFN-Projekt Proprint [10]
2002/2003 durchgeführt hat, wurde
deutlich, dass die dringende Notwendig-
keit besteht, Dokumentenserver zu ver-
einheitlichen, um die Einhaltung natio-
naler und internationaler Standards, wie
Dublin Core oder OAI [17], zu garantie-
ren, die Benutzung proprietärer Datei-
formate zu vermeiden, die Authentizität
und Integrität der Dokumente und des
Dokumentenservers zu bewahren sowie




Ziel des DINI-Zertifikats für Dokumen-
ten- und Publikationsserver ist es, eine
detaillierte Beschreibung der Anforde-
rungen an einen Dokumenten- und
Publikationsserver vorzulegen, Entwick-
lungsrichtungen bei der Gestaltung von
Servern und beim Austausch von Infor-
mationen über diese Server aufzuzeigen
sowie eine für Nutzende und Betreiber
sichtbare Dokumentation der Einhaltung
von Standards und Empfehlungen zu
generieren.
Um ein Zertifikat zu erhalten, sind
Mindestanforderungen an einen Server
und seine Betreiber gestellt, die zur Wah-
rung einer modernen wissenschaftlichen
Kommunikation unabdingbar sind.
Gleichzeitig werden Empfehlungen
gegeben, die die heute vorhersehbare
Entwicklung charakterisieren und damit
künftige Serveranforderungen darstel-
len. Mindestanforderungen und künftige





• Authentizität und Integrität des Diens-






Als Mindesstandard wird verlangt, dass
der Betreiber des Dokumentenservers
Leitlinien für inhaltliche Kriterien sowie
den Betrieb des Servers formuliert und
diese veröffentlicht. Darin müssen die
Rechte und Pflichten des Betreibers des
Dokumentenservers sowie die der Auto-
ren und Herausgeber festgeschrieben
sein. Weiterhin muss eine Policy Fest-
legungen zur inhaltlichen, funktionalen
und technischen Qualität der Dokumen-
te enthalten, die auf dem Dokumenten-
server veröffentlicht werden. Es müssen
Garantien für bestimmte Archivierungs-
zeiträume in Abhängigkeit der inhalt-
lichen, funktionalen und technischen
Qualität der Dokumente festgelegt wer-
den. Schließlich müssen Verfahren beim
Betrieb des Dokumentenservers und
bestimmte Leistungen, die der Betreiber
des Dokumentenservers den Autoren
und Herausgebern anbietet, beschrieben
werden.
Autorenbetreuung
Als Mindeststandard für Dokumenten-
server gilt das Vorhandensein eines nach
außen sichtbaren Beratungsangebotes
(z. B. WWW-Seiten und E-Mail-Kontakt-
adressen, telefonische und persönliche
Autorenbetreuung) und die




Empfohlen wird, Kurse zum elektro-
nischen Publizieren mindestens einmal
im Semester anzubieten sowie Angebote
zum strukturierten Schreiben für Auto-
ren bereitzustellen. Die Verwendung von
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Helpdesk-Systemen wird als eine zu-




müssen für den Dokumentenserver
mindestens geklärt sein. Diese sind: Die
Berechtigung des Betreibers, die ein-
gereichten Dokumente auf dem Server
zu veröffentlichen (Recht zur elektro-
nischen Speicherung, insbesondere in
Datenbanken, und zum Verfügbarma-
chen für die Öffentlichkeit zum indivi-
duellen Abruf, zur Wiedergabe auf dem
Bildschirm und zum Ausdruck beim
Nutzer [Online-Nutzung], auch auszugs-
weise), die Berechtigung, die Dokumente
an eine Archivierungsinstitution weiter-
zugeben und das Recht, die Dokumente
durch den Betreiber zum Zweck der
Sicherung der Langzeitverfügbarkeit
technisch verändern zu können. Des
Weiteren muss ein Haftungsausschluss
in einem Disclaimer formuliert sein.
Als Empfehlung wird die Verankerung
der unterschiedlichen Rechte in den
Metadaten ausgesprochen.
Authentizität und Integrität 
Bei der Garantie der Authentizität und
Integrität gibt es zwei Aspekte: Zum
einen werden Anforderungen an die
Sicherheit des Servers gestellt. Hier wird
als Mindeststandard das Vorliegen einer
Dokumentation des technischen Systems
angesehen und es wird davon ausgegan-
gen, dass der Server darauf ausgelegt ist,
365 Tage im Jahr zur Verfügung zu ste-
hen. Es muss ein System zur Sicherung
der Server, Metadaten und Dokumente
verfügbar sein und die Aufnahme von
Dokumenten aus technischer Sicht muss
kontrollierbar und nachweisbar sein. 
Empfohlen wird die Nutzung einer
SSL-Zertifizierung für den Server, um
sichere Übertragungen z. B. über WWW-
Schnittstellen bereitstellen zu können.
Zum anderen werden Anforderungen
an die Gewährleistung der Sicherheit der
Dokumente gestellt. Hier gilt als Min-
deststandard die Verwendung von Persis-
tent Identifiers, wie zum Beispiel URNs,
wie sie durch Die Deutsche Bibliothek
vergeben werden [11]. Dabei gilt als Regel:
Ein inhaltlich verändertes Dokument ist
wie ein neues Dokument zu behandeln.
Pflicht ist die Archivierung der einge-
reichten Dateien des Autors im Abliefe-
rungsformat.
Folgende Empfehlungen werden gege-
ben: Es sollten ein Verfahren zum Nach-
weis der Unversehrtheit der Dokumente
(z. B. Hash-Wert) und eine fortgeschritte-
ne digitale Signatur nach § 2 Abs. 2 SigG
2001 zum Einsatz kommen. Weiterhin
wird empfohlen, Archivierungsformate
aus den gelieferten Dokumentformaten
zu erzeugen, um diese dann in Langzeit-
archivierungssysteme exportieren zu
können. Die Darstellung der Dokumente
sollte in einem gängigen Präsentations-
format geschehen. Wenn dies nicht mög-
lich ist, sollte ein Viewer zum Herunter-
laden oder eine Internetreferenz für den
Viewer angeboten werden.
Erschließung
Hier gibt es Anforderungen an die Sach-
erschließung, an den Export von Meta-
daten und an bereitzustellende Schnitt-
stellen.
Mindeststandards sind das Vorhanden-
sein einer definierten Policy zur Sach-
erschließung, verbale Sacherschließung
durch freie Schlagwörter oder klassifi-
katorische Erschließung, die Gewährleis-
tung der freien Zugänglichkeit der Meta-
daten und die Nutzung von einfachem
Dublin Core (ANSI/NISO Z39.85-2001)
[12] sowie die Bereitstellung einer OAI-
Schnittstelle und einer Webschnittstelle
für Nutzer.
Empfohlen wird die Anwendung der
Dewey-Dezimalklassifikation (DDC) ge-
mäß der Verwendung in der Deutschen
Nationalbibliografie als allgemeine klas-
sifikatorische Erschließung aller Doku-
mente und eines weiteren normierten
Systems verbaler oder klassifikatorischer
Erschließung (z. B. Schlagwortnorm-
datei, LoC, CCS, MSC, PACS etc.) sowie
die Vergabe englischsprachiger Schlag-
wörter und die Bereitstellung eines deut-
schen und eines englischsprachigen
Abstracts.
Für den Metadatenexport empfiehlt
DINI die Nutzung von qualified Dublin
Core oder von ONIX-Daten [13], das
Anbieten weiterer technischer und/oder
Archivierungsmetadaten (z. B. METS
[13]) bzw. Print-on-Demand-Daten.
Ebenso wird der Export in Langzeitarchi-
vierungssysteme und bibliographische
Datenbanken (z. B. Literaturverwaltungs-
programme, Verbünde, OPACs) empfoh-
len. Dazu sollten Schnittstellen bereit-
gestellt werden, die z. B. SOAP [15] als
Webserviceschnittstelle, Z39.50 [15] oder
auch Erweiterungen des OAI-Protokolls
[16] für den Austausch komplexerer
Metadatenschemata nutzen.
Zugriffsstatistik
Jeder Dokumentenserver muss im Rah-
men der rechtlichen Bestimmungen
mindestens eine eigene konsistente Zu-
griffsstatistik führen (Webserver-Logs). 
Empfohlen wird, die Statistik als dyna-
misches Metadatum dem jeweiligen
Dokument zuzuordnen. 
Dieser für die Sichtbarkeit der Publika-
tionen sehr wichtige Bereich der Statistik
wird gegenwärtig durch die DINI-Arbeits-
gruppe »Elektronisches Publizieren«
überarbeitet, um auch hier standardisier-
te Empfehlungen geben zu können.
Langzeitverfügbarkeit
Um die Dokumente des Dokumenten-
servers später für eine Langzeitarchi-
vierung nutzen zu können, muss es eine
dauerhafte Verbindung der Metadaten
mit den Dokumenten (z. B. Verbindung
über Persistent Identifiers) geben. Wei-
terhin ist eine Mindestdauer der Doku-
mentverfügbarkeit, die 5 Jahre nicht
unterschreiten darf, in der Policy zu
definieren und umzusetzen.
Die Sicherstellung der Langzeitver-
fügbarkeit durch Kooperation mit einer
Archivierungsinstitution wird dringend
empfohlen, z. B. im Rahmen von nestor
[18], der »Kooperationsplattform Lang-
zeitarchivierung«.
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Das DINI-Zertifikat – ein Binde-
glied zwischen Dokumenten- und
Publikationsservern
Mit der Vergabe eines Zertifikats ermög-
licht DINI erstmals eine Qualitätskon-
trolle für Dokumenten- und Publikati-
onsserver als Dienstleistung. Die zentrale
Rolle des Zertifikats liegt daher in der
technischen und organisatorischen Be-
schreibung der Dienstleistung Publikati-
onsserver, nicht in der Beschreibung des
wissenschaftlichen Publizierens oder sei-
ner Qualitätssicherung selbst. Es dient
daher auch nicht der argumentativen
Differenzierung der verschiedenen An-
sätze des Open-Access-Publizierens [19].
Die zertifizierten Server werden Binde-
glieder einer Kette von Content Providern
sein, die entsprechend dem OAI-Modell
durch standardisierte Metadatenbereit-
stellung spezialisierten Service Providern
die Aggregation von fachlich relevanten
Publikationen ermöglichen. An dieser
Stelle können sie durchaus auch ein Bin-
deglied zu kommerziellen Dienstleistern
werden.
Wenn es gelingt, die weltweite Bewe-
gung zum Aufbau lokaler Server in stan-
dardisierter Form auf die solide Grundlage
der Informationsinfrastruktureinrich-
tungen1 zu bringen, bestehen berechtig-
te Chancen, dass ein neues Fundament
für die Kommunikationsgrundstruktur
der Wissenschaft aufgebaut werden
kann. Dabei können die sowieso uner-
lässlichen Investitionen in die Informati-
onsinfrastruktur ohne großen Zusatzauf-
wand, aber mit hohem Zusatznutzen für
die Wissenschaft und die Kostensituation
der Hochschulen im Informationswesen
besonders effizient eingesetzt werden.
Die Zertifizierung von Servern zur
Garantie ihrer weltweiten Kompatibilität
im entstehenden Kommunikationsnetz
der Wissenschaft für qualitativ hochwer-
tige Publikationen muss nicht auf Hoch-
schulserver beschränkt bleiben. Zum
Beispiel wäre es auch für Verlagsserver
wünschenswert, wenn sie sich in die
standardisierte Wissenschaftskommu-
nikation der Zukunft integrieren. Hier
schließt sich wieder der Kreis zu den
alternativen Verlagen der goldenen
Strategie des Open-Access-Publizierens
einerseits und zu den Verlagen des tradi-
tionellen Geschäftsmodells andererseits.
Das verbindende Schlüsselwort heißt
Zugänglichkeit.
Vergabemodus
Vergeben wird das DINI-Zertifikat für
Dokumenten- und Publikationsserver
durch die DINI-Geschäftsstelle bzw.
durch die von ihr beauftragte Arbeits-
gruppe gegen eine Gebühr. Vorausset-
zung ist die Antragstellung über einen
Fragebogen auf der DINI-Webseite [19]
Erläuternde Informationen zu den ein-
zelnen Fragen sind im DINI-Zertifikat
beschrieben.
Der ausgefüllte Fragebogen wird von
der DINI-Geschäftsstelle an zwei Gut-
achter weitergeleitet, die aus verschiede-
nen Institutionen kommen und jeweils
einen eher technischen bzw. einen eher
inhaltlich-bibliothekarischen Schwer-
punkt vertreten [21]. Die beiden Gutach-
ter evaluieren den angegebenen Dienst
anhand des ausgefüllten Fragebogens
innerhalb einer Frist von sechs Wochen
und prüfen, ob die Anforderungen für
die Erteilung eines DINI-Zertifikats er-
füllt sind. Die Gutachter arbeiten ehren-
amtlich.
Das Ergebnis der Begutachtung wird
den Antragstellern durch die DINI-Ge-
schäftstelle mitgeteilt. Bei positiver Eva-
luierung erhalten die Antragsteller eine
entsprechende schriftliche Mitteilung
durch die DINI-Geschäftsstelle und die
Datei mit dem Logo »Zertifizierter Doku-
menten- und Publikationsserver«. Der
Antragsteller verpflichtet sich mit der
Entgegennahme des Logos, dafür Sorge
zu tragen, dass die Mindestanforderun-
gen dauerhaft erfüllt bleiben. Wenn der
Antrag auf Zertifizierung eines Doku-
menten- und Publikationsservers abge-
lehnt wurde, haben die Antragsteller die
Möglichkeit, innerhalb von acht Wochen
die Mängel abzustellen und den Antrag
erneut einzureichen. Dieselben Gutach-
ter werden dann erneut evaluieren, ob
das DINI-Zertifikat erteilt werden kann.
Ist dies der Fall, so wird ohne zusätzliche
Rechnungsstellung das DINI-Zertifikat
wie oben beschrieben erteilt. Bei erneu-
ter negativer Begutachtung muss die
Zertifizierung wiederholt werden. Nicht-
kommerzielle DINI-Mitglieder zahlen
einen Kostenbeitrag von 50 Euro pro
Zertifizierungsvorgang (Sonstige zahlen
100 €). Firmen, die Mitglied von DINI
sind, bezahlen 150 Euro pro Zertifizie-
rungsvorgang (sonst 250 €).
Auf dem DINI-Server werden die Na-
men der Institutionen, die ein Zertifikat
erhalten haben, und die URL des Doku-
menten- und Publikationsservers doku-
mentiert. Weitere Angaben aus dem
Fragebogen werden nicht veröffentlicht
oder an Dritte weitergegeben. Sie werden
innerhalb der DINI-AG E-Pub bzw. der
Gutachtergruppe vertraulich behandelt
und dienen lediglich anonymisierten
statistischen Auswertungen.
DINI behält sich vor, die Mindestan-
forderungen in Zukunft zu ergänzen
bzw. zu erweitern. In diesem Fall kann
ein erneuter Antrag für die Zertifizie-
rungsprozedur gestellt und bei erfolg-
reicher Evaluierung ein neues DINI-
Zertifikat (mit aktualisierter Jahreszahl)
erteilt werden.
Bisher wurden 13 Anträge auf Zertifi-
zierung eingereicht, 12 davon wurden
positiv begutachtet, ein Verfahren wird
gegenwärtig noch durchgeführt. Die mit
dem DINI-Zertifikat für Dokumenten-
und Publikationsserver versehenen
Dienste sind (Stand Juni 05):
• MONARCH (Multimedia ONline
ARchiv CHemnitz) der Technische
Universität Chemnitz,
• OPUS – Online Publikationsverbund
der Universität Stuttgart,
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Abb. 1: Logo für ein vergebenes DINI-Zertifikat,
das auf dem zertifizierten Dokumentenserver
angebracht werden kann.
1 Rechen- und Medienzentren sowie Biblio-
theken in ihrer internationalen Vernetzung
• Duisburger Elektronische Texte (DuetT)
der Universität Duisburg-Essen,
Standort Duisburg,
• edoc – der Dokumenten- und Publika-
tionsserver der Humboldt-Universität
zu Berlin,
• TOBIAS-lib der Universität Tübingen,
• SciDok – der Wissenschafts-Server der
Universität des Saarlandes,
• PsyDok – Volltextserver der Virtuellen
Fachbibliothek Psychologie,
• HeiDok – Dokumentenserver der
Ruprecht-Karls-Universität Heidelberg,
• OPUS Hohenheim – Elektronische Pub-
likationen der Universität Hohenheim,
• ArchiMeo – Hochschulpublikations-
Server der Uni Mainz und 
• MADOC –Mannheim Electronic




Das Zertifikat und der Vergabeprozess
dienen der gemeinsamen Entwicklung
der Systeme, d. h. der Beratungs- und
Coaching-Gedanke steht im Vordergrund.
Daher nehmen die Gutachter entweder
direkt oder über die DINI-Geschäftsstelle
während oder nach der Durchführung
der Evaluation Kontakt mit den Betrei-
bern des Dienstes auf, wenn Zertifikats-
kriterien ganz oder teilweise nicht erfüllt
sind, um Lösungsmöglichkeiten zu
diskutieren und Entwicklungswege auf-
zuzeigen. Die bisherigen Erfahrungen
zeigen, dass die Bereitstellung von
Persistent Identifiers (z. B. URNs) eines
der größten Hindernisse ist, um das
DINI-Zertifikat zu erreichen. 
Internationalisierung
International ist das Zertifikat als eine
Sammlung von Kriterien für eine stan-
dardisierte und vertrauenswürdige
Dienstleistung, vor allem in Österreich,
der Schweiz, Großbritannien und den
USA, auf eine gute Resonanz gestoßen.
Auch ohne eine tatsächliche Evaluation
anhand der Kriterien durch DINI dient
das Zertifikat so als Referenz für den ge-
genwärtigen Zustand und die möglichen
Entwicklungslinien von institutionellen
oder fachlichen Dokumenten- und Pub-
likationsservern weltweit. Es ist jedoch
nicht angedacht, die Zertifizierung über
Deutschland hinaus auszudehnen. Statt-
dessen zielen die Aktivitäten von DINI
darauf, Partner zu finden, die ihrerseits
im eigenen Land das Zertifikat anpassen
und so für die Verbreitung eines gewis-
sen Niveaus beim Aufbau von Institutio-
nal Repositories sorgen. Angedacht ist
hier zum Beispiel eine Kooperation mit
dem schwedischen DIVA-Projekt.
Auch in internationalen Organisatio-
nen, wie der Networked Digital Library of
Theses and Dissertations (NDLTD) wurde
das DINI-Zertifikat als Möglichkeit, ei-




Das Zertifikat wird regelmäßig an aktuel-
le technische und organisatorische Rah-
menbedingungen angepasst. Es ist nach
Ausstellung zeitlich nicht befristet. Auf-
grund des eingetragenen Ausstellungs-
jahres ist jedoch jederzeit überprüfbar,
welchen Leistungsanforderungen der
zertifizierte Server bzw. Teile des Servers
genügen.
Zurzeit arbeitet die DINI-AG E-Pub
daran, das Zertifikat so anzupassen, dass
die zertifizierten Server die technologi-
sche Basis für ein echtes Self-Archiving
darstellen können und damit zur ver-
stärkten Unterstützung des Open-Access-
Gedankens an den Universitäten und
wissenschaftlichen Einrichtungen ein-
gesetzt werden können.
Weitere Erläuterungen zu den einzel-
nen Punkten sowie Beispiele können aus
der DINI-Schrift »DINI-Zertifikat für
Dokumenten- und Publikationsserver«
[22] entnommen werden.
Bei inhaltlichen Fragen zum DINI-
Zertifikat wenden Sie sich bitte an die
Sprecher der DINI-Arbeitsgruppe
Elektronisches Publizieren:
Frau Susanne Dobratz, 
E-Mail: dobratz@cms.hu-berlin.de, 
Telefon: (030) 2093-7070 oder 
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