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ABSTRAK 
 
 Dewasa ini perkembangan sistem informasi semakin pesat. Salah satu 
teknologi yang dapat dijadikan indikator adalah perkembangan internet yang 
berkembang dengan sangat cepat sehingga memungkinkan arus perpindahan 
informasi menjadi tinggi. Suatu informasi dapat ditransmisikan dengan berbagai cara 
baik melalui sinyal di udara maupun dengan saluran kabel. Penggunaan media 
transmisi ini memungkinkan pihak – pihak yang tidak bertanggung jawab membaca 
bahkan mengubah isi informasi tersebut, oleh karena itu diperlukan adanya 
penyandian data untuk mengamankan informasi yang ditransmisikan. Untuk 
mengatasi hal tersebut diperlukan suatu sistem penyandian data yang dikenal sebagai 
ilmu Kriptografi, salah satunya adalah dengan menggunakan tanda tangan digital ( 
digital signature ). 
 Tanda tangan digital adalah suatu nilai kriptografis yang bergantung pada isi 
berkas digital dan kunci pemilik berkas digital. Adapun metode yang digunakan 
penulis dalam sistem penyandian data adalah metode RSA. Metode RSA merupakan 
salah satu algoritma kriptografi asimetris yang menggunakan sepasang kunci, yaitu 
kunci pubik dan kunci privat. Tingkat  keamanan penyandian RSA sangat 
bergantung pada ukuran kunci sandi tersebut, semakin kecil ukuran kunci, maka 
semakin besar juga kemungkinan kombinasi kunci yang bisa dijebol. Sedangkan 
bahasa pemrograman yang akan digunakan adalah bahasa pemrograman Java. 
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