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l ne fait plus guère de doute, aujourd'hui, que nos économies 
et nos sociétés ne peuvent plus se passer des technologies de 
l’information et de la communication (TIC)1. Celles-ci sont 
devenues si présentes dans la vie humaine qu’on a l’impression 
qu’elles ont toujours existé. Leurs différentes applications 
tendent, jour après jour, à repousser les limites de l’imaginable. 
Désormais, l’intelligence artificielle n’est plus une fiction. 
D’ailleurs, les robots qui en sont dotés assistent l’humain dans 
diverses activités, qu’elles soient domestiques ou professionnelles. 
C’est grâce à elles que le commerce se fait en ligne, que les 
paiements se font à distance et sans contact, que la monnaie se 
dématérialise, etc. 
La dénomination de ces technologies, en ce qu’elle faisait croire 
qu’il s’agissait juste d’outils servant à l’information et à la 
communication, ne laissait pas présager l’importance qu’elles 
auraient dans la société. Elles sont, aujourd’hui, le moteur du 
développement de tous les pans de la société. Leur sphère 
d’impact s’est démesurément étendue grâce à leur capacité à 
intégrer les différents aspects de la vie humaine et à les 
transformer de manière radicale. Dans le domaine de l’économie 
notamment, l’OCDE observe que « tous les secteurs de 
l’économie ont adopté les TIC pour accroître leur productivité, 
créer de nouveaux débouchés sur les marchés et réduire leurs 
coûts d’exploitation »2. Même si, malgré cette mouvance, certains 
auteurs continuent d’affirmer que l’introduction des TIC comme 
support des activités économiques n’a pas débouché sur une « 
nouvelle économie, au sens propre du mot, la théorie économique 
n'ayant pas véritablement changé »3, il faut néanmoins reconnaitre 
qu’elle a contribué à une évolution de la manière dont plusieurs 
activités sont exercées. Ce n’est pas seulement le canal qui change, 
mais l’ouverture de nouvelles possibilités d’affaires, mieux, de 
nouvelles sources de richesses. C’est en cela que les TIC sont 
considérées comme des outils pouvant non seulement permettre 
d’accroître la productivité et la capacité d’innovation, de stimuler 
 
1 O. NDIAYE, « L'économie numérique, parlons-en ! »  
[http://www.osiris.sn/IMG/pdf/economie_numerique.pdf] 
2 OCDE, Relever les défis fiscaux posés par l’économie numérique, Action 1 - Rapport final 2015, 
Projet OCDE/G20 sur l’érosion de la base d’imposition et le transfert de bénéfices, 
Éditions OCDE, Paris [http://dx.doi.org/10.1787/9789264252141-fr], 2017, p. 60. 
3 O. NDIAYE, idem. 
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la croissance4, de favoriser l’employabilité et la création des 
emplois, mais aussi d’améliorer la qualité de vie des populations5.  
Pour que cela soit effectif, il est nécessaire qu’un cadre juridique 
approprié soit mis en place pour réguler le nouveau monde qui en 
résulte : l’économie numérique. Il conviendra d’emblée de donner 
à cette notion une définition ouverte, c’est-à-dire, ne renvoyant 
pas uniquement au commerce électronique. Il est important en 
effet de relever que ce n’est pas seulement « l’économie qui 
devient numérique »6, mais, la société toute entière7. Partant, la 
notion d’économie numérique ne doit pas se limiter à désigner les 
seules activités portant sur la production, la circulation ou la 
consommation de biens ayant une valeur pécuniaire, mais, elle 
doit englober toutes les activités, économiques et sociales, qui se 
réalisent au moyen des technologies du numérique8. 
L’utilité de cette approche est qu’elle permet de mieux 
appréhender, sous tous ses angles, l'introduction des technologies 
de l'information et du savoir9 dans l’économie en particulier et 
dans la société en général. Partant, le risque de réglementations 
fragmentées, susceptibles de donner lieu à des incohérences 
textuelles et à une insécurité juridique est réduit par la mise en 
place d’un cadre juridique global plus apte à garantir la stabilité et 
la simplicité des règles10. Forcément, il serait illusoire d’espérer 
qu’un seul texte puisse réglementer toute l’économie numérique. 
Il s’agit donc, tout simplement, de prévenir, en la matière, le 
risque d’une inflation législative.  
Le Cameroun étant partie au Traité de la CEMAC, c’est 
principalement au sein de cette instance sous-régionale que la 
réglementation de l’économie numérique est impulsée à travers 
précisément les textes relatifs aux communications 
 
4 Cf. PEARSON R, Communication au colloque « Commerce électronique et avenir des 
circuits de distribution : de l’expérience des États-Unis aux perspectives françaises, 
aspects juridiques et fiscaux », 13 mai 1998, in La Gazette du Droit des Technologies Avancées 
n° 291 à 293 du 18-20 octobre 1998, p. 5. [http://www.creda.ccip.fr] 
5 Cf. ANTIC, Stratégie nationale de développement des technologies de l’information et de la 
communication, septembre 2007, p. 10. [www.antic.cm].  
6 N. COLIN et al., « Économie numérique », in Notes du conseil d'analyse économique  
2015/7 (n° 26), pp. 1-12. [https://www.cairn.info/revue-notes-du-conseil-d-analyse-
economique-2015-7-page-1.htm]. 
7 SOMMET DE LA SOCIÉTÉ DE L’INFORMATION (SMSI) – Genève 2003 – Déclaration de 
principes – Construire la société de l'information : un défi mondial pour le nouveau 
millénaire. Cette déclaration indique la volonté des peuples du monde à « développer 
une société de l'information dans laquelle chacun a la possibilité de créer, d'obtenir, 
d'utiliser, et de partager l'information et le savoir et dans laquelle les individus, les 
communautés et les peuples puissent ainsi mettre en œuvre toutes leurs potentialités en 
favorisant leur développement durable et en améliorant leur qualité de vie, 
conformément aux buts et aux principes de la charte des Nations Unies ainsi qu'en 
respectant pleinement et en mettant en œuvre la Déclaration universelle des droits de 
l'homme ». 
8 Comme le souligne bien l’Observatoire du numérique du Ministère français de 
l’Économie et des finances, l’e-santé, l’e-éducation sont notamment différentes 
applications de l’économie numérique [https://www.entreprises.gouv.fr/observatoire-
du-numerique/definition-economie-numerique].  
9 O. NDIAYE, préc. 
10 A. MILLERAND, « Il ne faut pas que la régulation de l’économie numérique devienne 
étouffante », in Le Monde, 24 février 2017. 
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électroniques11. En plus, il faut citer les lois type de la CEEAC, 
adoptées en novembre 2016, relatives à la protection des données 
personnelles, au commerce électronique et à la lutte contre la 
cybercriminalité. L’OHADA y contribue aussi d’une part, en 
réglementant certains usages des documents électroniques en 
droit commercial12, et, d’autre part, en consacrant la possibilité de 
recourir au numérique dans le cadre du fonctionnement tant du 
registre du commerce et du crédit mobilier (RCCM)13 que des 
sociétés commerciales14. Doit aussi être mentionnée le projet du 
règlement de la CIMA sur l’assurance électronique. Sur le plan 
interne, en plus des textes qui intègrent les règles issues de la 
réglementation communautaire15, l’arsenal juridique est complété 
par d’autres lois à l’instar de la loi n° 2010/021 du 21 décembre 
2010 régissant le commerce électronique au Cameroun et la loi 
n°2014/007 du 23 avril 2014 fixant les modalités de 
dématérialisation des valeurs mobilières au Cameroun. 
Ces différents textes témoignent bien de l’existence d’une 
réglementation qui, bien que jeune et de construction inachevée, 
servent de piliers juridiques au développement de l’économie 
numérique16. Partant de la logique benthamienne qui veut qu’une 
loi soit « évaluée par rapport à sa capacité de promouvoir le « 
bonheur » des membres de la société, à dégager un surplus de 
plaisir »17, et en considérant que l’économie numérique est source 
 
11 Ces textes sont : le Règlement n° 21/08-UEAC-133-CM-18 du 19 décembre 2008 
relatif à l’harmonisation des réglementations et des politiques de régulation des 
communications électroniques au sein des États membres de la CEMAC ; la Directive 
n° 06/08-UEAC-133-CM-18 du 19 décembre 2008 Fixant le Régime du service 
universel dans le secteur des communications électroniques au sein des États membres 
de la CEMAC ; la Directive n° 09/08-UEAC-133-CM-18 harmonisant les Régimes 
juridiques des activités de communications électroniques dans les États membres de la 
CEMAC ; la Directive n° 08/08-UEAC-133-CM-18 du 19 décembre 2008 Relative à 
l’Interconnexion et à l’accès des réseaux et des services de communications 
électroniques dans les pays membres de la CEMAC ; la Directive n° 07/08-UEAC-133-
CM-18 du 19 décembre 2008 Fixant le Cadre juridique de la protection des droits des 
utilisateurs de réseaux et de services de communications électroniques ; la Décision n° 
45 /08-UEAC-133-CM-18 du 19 décembre 2008 portant création du Comité Technique 
de Régulation des communications électroniques des États membres de la CEMAC ; et, 
la Décision N° 49 /08-UEAC-133-CM-18 DU 19 décembre 2008 Donnant mandat au 
Président de la Commission de la CEMAC pour l'élaboration des Directives dans le 
domaine des télécommunications/TIC. 
12 Cf. notamment l’article 5 de l’Acte uniforme portant droit commercial général 
(AUDCG) qui dispose que « Les actes de commerce se prouvent par tous moyens 
même par voie électronique à l'égard des commerçants ». 
13 Cf. art. 79 et suivants AUDCG. 
14 Voir notamment les articles 93, 133-1 et 265-1 de l’Acte uniforme relatif au droit des 
sociétés commerciales et du groupement d’intérêt économique (AUSCGIE). 
15 Dans ce registre, il y a notamment la Loi n° 2010/013 du 21 décembre 2010 régissant 
les communications électroniques au Cameroun telle que modifiée par la loi du 20 avril 
2015 ; la loi n° 2010/012 du 21 décembre 2010 relative à la cyber sécurité et la 
cybercriminalité au Cameroun, ainsi que leurs différents décrets d’application. 
16 D’après article 1er, loi n° 2010-013 précitée, l’objectif est de « promouvoir le 
développement harmonieux et équilibré des réseaux et services de communications 
électroniques, en vue d’assurer la contribution de ce secteur au développement de 
l’économie nationale et de satisfaire les besoins multiples des utilisateurs et de la 
population ». 
17 B. DEFRAINS, « Droit - Économie du droit’ », Encyclopédie Universalis, version DVD 
Rom, 2017. 
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de bonheur pour la société, on peut alors se poser la question de 
savoir si ces piliers sont capables de porter, avec efficacité, son 
développement. Cette question permet non seulement de 
comprendre la place de la norme juridique comme instrument de 
régulation économique et sociale, mais surtout et, par conséquent, 
la nécessité d’élaborer des normes adaptées à l’évolution 
technologique de la société et capables de garantir la compétitivité 
de l’économie numérique camerounaise. 
Évidemment, l’on ne saurait, dans le cadre d’une étude soumise à 
des contraintes de volume, faire l’étude minutieuse de tous les 
aspects relatifs au sujet traité, le thème étant bien vaste. Cela 
étant, le concept d’économie numérique, ayant en son cœur, mais 
pas seulement18, les activités économiques, peut s’analyser suivant 
une logique de marché. De façon générale en effet, comme tout 
marché, elle fait intervenir deux grandes catégories d’acteurs : 
d’une part les fournisseurs de biens et/ou de contenus 
numériques et, d’autre part, les destinataires ou les 
consommateurs desdits biens ou contenus. Le cadre juridique 
idéal serait alors celui qui, ayant en son cœur le souci de la 
compétitivité, vise aussi à garantir la confiance de tous les acteurs 
du marché. C’est, dans une certaine mesure, l’ambition du cadre 
juridique camerounais de l’économie numérique dont les 
principes directeurs sont l’ouverture du marché (I) et sa 
sécurisation (II). 
§ 1 – L’OUVERTURE DU MARCHÉ DES ACTIVITÉS DE L’ÉCONOMIE 
NUMÉRIQUE  
On dit qu’un marché est ouvert lorsqu’il ne subit aucune 
contrainte légale particulière, ou que les acteurs qui y exercent 
n’ont pas une puissance concurrentielle suffisante pour en 
interdire l’entrée. Le fait qu’il soit ouvert ne signifie pas pour 
autant que le marché ne bénéficie d’aucun cadre légal. En 
revanche, la concurrence y est non seulement autorisée, mais le 
plus souvent encouragée par les autorités19. Donc, si l’on peut dire 
que le droit camerounais favorise l’ouverture des marchés du 
numérique, c’est parce que la liberté d’accès auxdits marchés est 
consacrée (A) en même temps que le souci de la libre concurrence 
est affirmé (B). 
A) La consécration de la liberté d’accès au marché dans le 
cadre de l’économie numérique  
Sous l’impulsion de la réglementation communautaire de la 
CEMAC, le législateur camerounais a posé deux principes 
 
18 Car, comme il a été précisé plus haut, tous les secteurs qui utilisent les technologies 
numériques sont aussi concernés. 
19 E-MARKETING.FR, « Définition deMmarché ouvert », Glossaire  
[http://www.e-marketing.fr/Definitions-Glossaire/Marche-ouvert-
242223.htm#EeDu07Sgy1YXAcMw.] 
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majeurs qui garantissent le droit d’accéder aux marchés du 
numérique : le principe de la liberté des communications 
électroniques (1) et le principe de la liberté du commerce 
électronique (2). 
1) Le principe de liberté des communications 
électroniques 
La contribution des technologies du numérique à la performance 
des unités locales de production, au développement des échanges 
économiques et culturels, à la promotion sociale et à la protection 
des personnes et des biens est désormais reconnue20. Ce constat 
conforte l’idée selon laquelle l’accès à ces outils et notamment à 
l’internet « est devenu si central dans nos vies et nos démarches » 
et qu’il doit de ce fait « être reconnu comme un droit fondamental 
»21. C’est sans doute conscient de cette importance que le 
législateur CEMAC a consacré le principe de la liberté des 
communications électroniques. Ce principe se présente sous deux 
aspects majeurs. 
Dans un premier temps, il signifie, la liberté pour tout citoyen 
d’accéder aux outils de communications électroniques pour ses 
divers besoins. Il est en effet prévu que « toute personne a le droit 
de bénéficier des services de communications électroniques, 
quelle que soit sa localisation géographique sur le territoire 
national »22. Clairement donc, la situation géographique du citoyen 
ne fait pas obstacle au bénéfice de cette liberté. Son effectivité 
oblige cependant l’État à doter le territoire national 
d’infrastructures suffisantes, et de garantir ainsi l’inclusion 
numérique23 de toutes les populations, laquelle est une condition 
du développement social à l’ère de l’économie numérique. C’est 
donc en vue de parvenir à un taux d’inclusion numérique24 
amélioré que les autorités de la CEMAC ont consacré une 
Directive25 communautaire à l’institution du service universel des 
communications électroniques. Ce concept est défini comme un « 
ensemble minimal des services définis de bonne qualité qui est 
accessible à l’ensemble de la population dans des conditions 
tarifaires abordables, indépendamment de la localisation 
 
20 Cf. Synthèse deuxième édition des Dîners-débats du GICAM de l’année 2011, tenue 
le 21 avril sur le thème « Développement des télécommunications : que gagnent le pays, 
les entreprises et les usagers ? », www.legicam.org.  
21 M. FAURE et al., Pour de nouveaux droits et libertés numériques, Les livrets de la France 
insoumise, 2017, p 14 
22 Art. 4, loi n° 2010-013 précitée 
23 « L’inclusion numérique, ou e-inclusion, est un processus qui vise à rendre le 
numérique accessible à chaque individu, principalement la téléphonie et internet, et à 
leur transmettre les compétences numériques qui leur permettront de faire de ces outils 
un levier de leur insertion sociale et économique ». Cf. https://www.inclusion-
numerique.fr/definition-inclusion-numerique/  
24 Le Cameroun occupe actuellement le 149ème rang au classement de l’Indice de 
développement des TIC. Cf. UIT, Mesurer la société de l’information, rapport 2017. 
[https://www.itu.int/net4/ITU-D/idi/2017/index.html]  
25 Directive n° 06/08 
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géographique »26. S’il est effectivement mis en œuvre, le service 
universel des communications électroniques va contribuer au 
désenclavement numérique de certaines localités et au recul, par 
voie de conséquence, de la fracture numérique qui caractérise 
encore beaucoup d’État en voie de développement à l’instar du 
Cameroun. La liberté de communiquer par voie électronique et de 
faire usage des outils de communication électronique prendra 
alors tout son sens. 
Dans un second temps, le principe de la liberté des 
communications électroniques est synonyme de liberté d’accès à 
ce secteur d’activités27. En droit camerounais, ce secteur est, 
comme la plupart des secteurs économiques, régi par le principe 
de la liberté du commerce et de l’industrie28. Évidemment, le 
caractère sensible de certaines activités relevant du domaine des 
communications électroniques et, parfois, la rareté de certaines 
ressources techniques29, rendent nécessaires des mesures 
d’encadrement restreignant la liberté. Mais, il demeure que la 
liberté reste le principe.  
En effet, ayant pris le soin d’énumérer de façon limitative les 
activités soumises aux régimes restrictifs que sont l’autorisation30 
et la déclaration31, le législateur communautaire précise par la suite 
que l’établissement et/ou l’exploitation de réseaux de 
communications électroniques et la fourniture de services de 
communications électroniques qui ne sont pas expressément 
soumis aux régimes de l’autorisation ou de la déclaration sont 
libres, sous réserve du respect des réglementations nationales qui 
leur sont applicables32. Ainsi, il est raisonnable de conclure qu’à 
défaut d’assujetissement à un régime restrictif, les activités de 
communications électroniques s’exercent librement.  
Dans tous les cas, parce que le principe de la liberté ne doit pas 
être vidé de son essence, le droit communautaire a non seulement 
allégé les modalités de mise en œuvre des régimes restrictifs, mais 
surtout, il a obligé les autorités nationales à faire preuve de 
transparence et de cohérence dans leur mise en œuvre33. 
Notamment, les textes nationaux sont tenus de préciser de la 
façon la plus détaillée possible les services qui sont soumis aux 
régimes dérogatoires d’autorisation et de déclaration, ainsi que 
ceux qui peuvent être exercés librement, sans formalités 
administratives préalables. Aussi, les autorités nationales doivent 
s’abstenir d’étendre le domaine des régimes restrictifs. 
Même si le législateur camerounais s’efforce à la précision, il ne 
s’empêche cependant pas de se mettre parfois en marge du cadre 
 
26 Art. 1er, Directive n° 06/08 
27 Ce principe résulte de l’article 17 de la Directive n° 09/08. 
28 V. not. l’article 5 de la loi n°2015/018 du 21 décembre 2015 régissant l’activité 
commerciale au Cameroun 
29 Le nom de domaine par exemple 
30 Cf. art. 8 Directive n° 0 9/08 
31 Cf. art. 14, Directive CEMAC n° 09/08 
32 Cf. art. 17, Directive CEMAC n° 09/08 
33 Cf. art. 3, Directive CEMAC n° 09/08 
Les piliers juridiques du developpement de l’économie numérique au Cameroun -   
 Hervé Martial Tchabo Sontang 
 
– 237 – 
International Journal of Digital and Data Law [2020 – Vol 6] 
http://ojs.imodev.org/index.php/RIDDN 
 
communautaire. À titre d’illustration, l’article 14 de la Directive n° 
09/08 impose aux États de ne soumettre à déclaration que deux 
activités à savoir la fourniture de services internet et la fourniture 
de services à valeur ajoutée. Malgré la clarté de ce texte, le 
législateur camerounais a soumis à ce régime, en plus de ceux 
visés par la directive, le service de la revente du trafic 
téléphonique et ceux concernant tout service de communications 
électroniques à partir des terminaux de systèmes globaux de 
communication par satellite (GMPCS) de même que le service 
relatif à l’utilisation d’une liaison louée de capacité supérieure à 10 
mégabits par seconde34. Il en est encore ainsi de l’activité 
d’installateur que la loi camerounaise soumet pourtant à 
l’autorisation sous forme d’agrément35 alors qu’elle ne figure 
nullement dans la liste prévue à l’article 8 de la Directive sus citée. 
Ce comportement a pour conséquence de limiter la portée et 
l’effectivité du principe de la liberté d’accès, consacré par le 
Conseil des Ministres de l’UEAC. On peut déjà craindre, au 
regard de ces exemples d’incohérence constatés dans la 
réglementation camerounaise, que la réglementation 
communautaire qui se voulait libérale et harmonisée s’endurcisse 
et se nationalise. Il va falloir que la Commission de la CEMAC 
fasse preuve de vigilance pour que la stratégie communautaire de 
développement et de vulgarisation des services de 
communications électroniques, condition de développement et de 
compétitivité de l’économie numérique sous-régionale, ne soit pas 
sapée du fait de mesures nationales incohérentes. Elle doit 
empêcher que les États, à l’instar du Cameroun, compliquent 
davantage une réglementation dont la singularité, en Afrique, est 
d’être déjà parmi les plus contraignantes36. Cette situation peut par 
ailleurs limiter la portée du principe de la liberté du commerce 
électronique. 
2) Le principe de liberté du commerce 
électronique  
L’une des particularités de l’économie numérique est d’avoir 
parfois modifié certaines catégories juridiques. Alors que dans son 
sens traditionnel, le terme commerce est utilisé pour désigner des 
activités spéculatives37, mais suivi de l’adjectif « électronique », il 
s’élargit pour intégrer des activités sans caractère spéculatif et se 
confond avec la notion d’activité économique38. C’est pourquoi le 
législateur le définit simplement comme « l’activité économique 
par laquelle une personne effectue ou assure par voie électronique 
 
34 Cf. art. 15, loi n° 2010-013 
35 Cf. art. 14 Nouveau, (issu de la loi n° 2015/06) de la loi n° 2010-013 
36 Cf. HIPPSA, Harmonisation réglementaire des TIC : Étude comparée des initiatives régionales, 
Décembre 2009, www.itu.int/ITU-D/projects/ITU_EC_ACP/. 
37 L’article 2 AUDCG précise que l’acte de commerce par nature est celui qui est posé 
« avec l’intention d’en tirer un profit pécuniaire ». 
38 Si, au sens strict, le commerce est une activité économique, toutes les activités 
économiques ne relèvent pas du domaine commercial. 
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la fourniture de biens ou de services »39. Ce qui importe donc, 
c’est moins la recherche du profit comme dans l’activité 
commerciale, mais, le recours aux outils de communication 
électronique pour exercer une activité économique. Les 
communications électroniques sont ici considérées, moins comme 
une activité économique à part entière que comme le support 
d’activités économiques : les échanges de biens à caractère 
économique. C’est cette considération qui a sûrement conduit un 
auteur à conclure que « la voie électronique peut apparaître 
comme le substrat de la notion de commerce électronique »40. 
Cette activité au cœur de l’économie numérique est en pleine 
expansion. Son essor serait dû à deux facteurs principaux à savoir, 
d’une part, la convergence de métiers traditionnellement 
cloisonnés tels que l'informatique, les télécommunications, 
l'audiovisuel et, d’autre part, la révolution des TIC résultant de 
l’interconnexion au niveau mondial des ordinateurs, des 
téléphones et de télévisions, ayant pour conséquence la 
démultiplication de la capacité de transmission de l'information41. 
Au-delà de ces facteurs, il faut surtout relever le fait que les TIC 
soient devenues plus accessibles et moins encombrantes. À cet 
environnement technologique favorable, il y a lieu de préciser et 
d’insister sur le rôle joué par les Institutions pour promouvoir le 
développement de cette activité, porteuse de promesses. Les 
acteurs politiques ont commencé à comprendre le rôle que le 
commerce électronique pouvait jouer dans le développement 
économique. Des études ont été menées sur les plans national42, 
communautaire43, et international afin de permettre aux 
entreprises et aux gouvernements de tirer le plus grand profit de 
cette activité. L’un des moyens de le promouvoir était 
évidemment de faciliter son exercice. 
C’est dans ce contexte qu’à la suite des principes de la liberté des 
communications électroniques et de la liberté de l’activité 
commerciale44, le législateur camerounais a, de façon expresse 
disposé que « l’exercice du commerce électronique est libre »45. 
 
39 Article 2, loi n° 2010/021 du 21 décembre 2010 régissant le commerce électronique 
au Cameroun. 
40 H. CAUSSE, « Le contrat électronique, technique du commerce électronique », in J.-C. 
HALLOUIN et H. CAUSSE, Le contrat électronique, au cœur du commerce électronique / Le droit de 
la distribution, Droit commun ou droit spécial, LGDJ, Collection de la Faculté de Droit et des 
sciences sociales, 2005, p. 18. 
41 L. IRVING, « Les risques et avantages du commerce électronique », Revue électronique de 
l'USIA, vol. 2, n° 4, octobre 1997. 
42 Cf. le Rapport Lorentz en France (janvier 1998) et le Rapport Magaziner aux États-
Unis d’Amérique (juillet 1997). Au Cameroun, on peut citer l’étude réalisée par 
l’ANTIC portant que la stratégie nationale de développement des technologies de 
l’information et de la communication, septembre 2007, www.antic.cm.  
43 À titre d’illustration, on peut citer les études réalisées dans le cadre du projet régional 
de réseau de transmission à fibre optique appelé « Central Africa Backbone (CAB) », 
financé par la Banque Mondiale et donc la première phase concerne le Cameroun, le 
Tchad et la République Centrafricaine. Pour plus de détails : www.cemac.int, 
www.minpostel.gov.cm.  
44 Ce principe résulte de l’alinéa 1er de l’article 5 de la loi du 21 décembre 2015 régissant 
l’activité commerciale au Cameroun. 
45 Article 3, alinéa 1er, loi n° 2010/021. 
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Cependant, comme pour toute liberté, des réserves sont 
instituées. Ainsi, sont exclues du domaine de la liberté d’exercice 
du commerce électronique les activités de jeux d’argent, de paris 
et de loteries légalement autorisées ; les activités de représentation 
et d’assistance en justice et les activités exercées par les notaires. 
Par ailleurs, le principe de la liberté ne soustrait pas les activités 
relevant du commerce électronique du champ des 
réglementations applicables aux activités économiques en général. 
Elle ne doit donc pas se mettre en œuvre d’une manière qu’elle 
empêche aux autres prestataires d’accéder au marché. En effet, 
elle doit se concilier avec la liberté de concurrence. 
B) La préservation de la libre concurrence dans 
l’économie numérique  
 
Cette libre concurrence est garantie à deux niveaux. D’une part, 
au niveau intra sectoriel, entre les différents prestataires 
fournissant des services de l’économie numérique, elle est garantie 
par le droit à l’interconnexion et à l’interopérabilité (1). D’autre 
part, au niveau intersectoriel, entre les prestataires de l’économie 
numérique et ceux opérant en dehors, elle est notamment garantie 
par la neutralité des régimes fiscal et douanier des activités 
économiques (2). 
1) L’institution du droit à l’interconnexion et à 
l’interopérabilité des solutions techniques  
 
La théorie de la concurrence enseigne que les divers agents 
économiques en compétition sur le marché ne doivent pas en 
principe collaborer46. D’après la doctrine néolibérale en effet, « le 
jeu concurrentiel du marché constitue le meilleur régulateur de 
l'économie »47. C’est pour garantir l’effectivité de ce jeu, et donc 
protéger la concurrence48, que les rapprochements entre 
opérateurs, appréhendés sous des termes d’entente ou de 
concentration, sont qualifiés de pratiques anticoncurrentielles49, et 
partant, interdites et sanctionnées par le législateur. Cependant, 
l’efficience économique et l’effectivité de la compétition dans 
certains secteurs d’activités exige parfois qu’une plate-forme de 
coopération, certes encadrée50, soit impérativement mise en place 
 
46 On peut dès lors comprendre pourquoi, dans une affaire qui opposait Google à un 
concurrent qui se plaignait de ce qu’elle avait été déréférencée, l’avocat de la première a 
soutenu dans sa plaidoirie que « Google n’avait "aucune obligation" d’aider ses rivaux ». 
Cf. D. ICHBIAH, Comment Google mangera le monde, L’archipel, nouvelle édition, 2010, p. 
195. 
47 J.-B. BLAISE et R. DESGORCES, Droit des affaires : Commerçants, concurrence, distribution, 
8ème édition, LGDJ, 2015, n° 24.  
48 R. NJEUFACK TEMGWA, La protection de la Concurrence dans la CEMAC, Thèse de 
Doctorat/Ph.D, Faculté des Sciences Juridiques et Politiques, Université de Dschang, 
2005. 
49 Voir notamment l’article 5 de la loi n° 98/013 du 14 juillet 1998 relative à la 
concurrence. 
50 Pour le cas spécifique du secteur des communications électroniques, si l’UIT 
recommande l’adoption des mesures de partage d’infrastructures, elle appelle 
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et entretenue de façon permanente entre les différents opérateurs. 
Il en est notamment ainsi dans le contexte de l’économie 
numérique où, l’entrée sur le marché d’un nouvel opérateur est 
très souvent subordonnée à l’ouverture, par les précédents agents, 
de leurs infrastructures et de leurs réseaux.  
Il faut le souligner, l’effet d’embrigadement est abhorré par le 
législateur qui craint que, au final, des consommateurs deviennent 
des propriétés des opérateurs. Ainsi, chaque consommateur, 
abonné aux services d’un opérateur précis, doit avoir non 
seulement la possibilité de se désabonner pour rejoindre un 
prestataire concurrent, mais aussi et surtout, en restant abonné à 
son prestataire, jouir de la liberté de communiquer avec l’abonné 
d’un autre opérateur concurrent : c’est le droit, tant pour les 
opérateurs que pour les consommateurs, à l’interconnexion. Cette 
notion est définie comme la liaison physique et logique des 
réseaux ouverts au public, exploités par le même opérateur ou un 
opérateur différent, afin de permettre aux utilisateurs d'un 
opérateur de communiquer avec les utilisateurs du même 
opérateur ou d'un autre, ou bien d'accéder aux services fournis 
par un autre opérateur51. Elle est essentielle dans les industries de 
réseaux ou celles dont les activités sont caractérisées par des effets 
de réseau. 
Une activité est caractérisée par des effets de réseau si la valeur, 
ou l’utilité, du produit ou du service qu’elle offre croît avec le 
nombre de ses utilisateurs52. Telle est précisément l’une des 
caractéristiques des activités qui relèvent de l’économie 
numérique. Mais, tel n’est pas son unique caractéristique. En 
effet, l’économie numérique est aussi caractérisée par la tendance 
« à la concentration des marchés »53. Cette concentration est plus 
nuisible dans le contexte numérique du fait des facilités de 
verrouillage que peuvent offrir la maitrise des infrastructures 
technologiques. On le sait bien, l’économie numérique repose 
fondamentalement sur les technologies et celui qui les maitrise 
peut facilement verrouiller le marché, en contrôler l’accès ou 
l’interdire à ses concurrents54. Ainsi, les situations de monopoles 
sont évidentes même si, et c’est aussi ce qui fait la singularité de 
l’économie numérique, le monopole d’une entreprise y est moins 
durable que dans les activités de réseau traditionnelles55. Ceci se 
justifie par le fait que « l’innovation peut à tout moment remettre 
 
néanmoins les régulateurs à demeurer très vigilants car, souligne-t-elle, si « certaines 
options de partage peuvent offrir des avantages bien précis », d'autres par contre « 
pourraient comporter des risques, en particulier celui de freiner la concurrence ». Cf. 
UIT, Lignes directrices sur les bonnes pratiques relatives à des stratégies novatrices de partage des 
infrastructures visant à favoriser un accès économiquement abordable pour tous, www.itu.org.  
51 Cf. art. 5 (26), loi n° 2010/013. 
52 N. COLIN et al., préc.  
53 N. COLIN et al., idem. 
54 H. M. TCHABO SONTANG, note sous TPI Douala-Bonanjo, ordonnance n° 502 du 05 
août 2016, aff. VIETTEL Cameroun SA, Contre MTN Cameroun SA, Juridis Périodique, 
n° 111, juillet-août-septembre 2017, pp. 98-110. 
55 N. COLIN et al., idem. 
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en cause une position dominante »56. Elle n’est cependant possible 
que si l’ouverture du marché est garantie car, en général, c’est en 
s’appuyant ou en exploitant des solutions existantes que 
l’innovation se réalise. 
Pour assurer cette ouverture des marchés, l’une des solutions 
consiste dans le partage des infrastructures et des procédés 
techniques. Deux concepts en rendent bien compte : 
l’interconnexion et l’interopérabilité. 
En droit camerounais57, l’interconnexion se définit comme la 
liaison physique et logique des réseaux ouverts au public, 
exploités par le même opérateur ou un opérateur différent, afin de 
permettre aux utilisateurs d'un opérateur de communiquer avec 
les utilisateurs du même opérateur ou d'un autre, ou bien 
d'accéder aux services fournis par un autre opérateur. Elle vise à 
permettre aux abonnés d’un opérateur de pouvoir communiquer 
avec ceux d’un autre opérateur. En cela, elle contribue à la 
libéralisation et à la compétitivité dans le secteur des 
communications électroniques. En réalité, l’interconnexion 
permet des prestations réciproques entre deux exploitants. Elle 
est vue comme un facteur d’accélération du processus de 
libéralisation et de développement de ce secteur d’activités. 
Puisque c’est un droit pour l’opérateur demandeur, la demande 
d’interconnexion doit être traitée dans un délai raisonnable mais 
aussi de bonne foi et de façon transparente, objective et non 
discriminatoire58. Pratiquer des taux discriminatoires à l’égard 
d’opérateurs concurrents pourrait s’analyser comme un indice 
d’abus de position dominante comme a eu à le décider la 
Commission de l’Union Européenne, dans l’affaire Sealink59. De 
même parce qu’elle est un droit pour l’opérateur visant l’entrée 
sur le marché, la demande d’interconnexion et d’accès au réseau 
ne peut être refusée que si elle est justifiée au regard, d’une part, 
des besoins du demandeur, et d’autre part, des capacités de 
l'opérateur à la satisfaire. 
Quant à elle, l’interopérabilité peut être définie comme la capacité 
de plusieurs éléments hétérogènes matériels ou immatériels, 
complémentaires ou substituables, à fonctionner ensemble grâce à 
l’adoption de caractéristiques techniques communes, impliquant 
le recours à une ou plusieurs normes ou standards techniques, 
généralement ouverts, afin d’aboutir à un résultat parfait60. Elle 
peut impliquer le recours à des interfaces physiques ou logiques. 
Sous l’angle du commerce électronique, son absence ou sa 
présence influence nettement, négativement ou positivement, le 
développement de la concurrence sur le marché considéré. Les 
logiciels ayant vocation à travailler ensemble doivent pouvoir, 
 
56 Idem. 
57 Cf. art. 5 (26), loi n° 2010/013. 
58 Cf. art. 3, al. 1, Directive CEMAC n° 08/08.  
59 Décision de la Commission, du 21 décembre 1993, IV/34.689 - Sea Containers c/Stena 
Sealink. 
60 Idem, p. 29. 
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communiquer entre eux et interagir. Il s’agit là d’une exigence 
sans laquelle « il n’existe pas de société de l’information et de la 
communication »61. De même, l’existence d’une telle société serait 
menacée si elle souffrait d’une discrimination dans ses rapports 
avec les activités économiques réalisées de façon traditionnelle. 
C’est pourquoi les règles juridiques, notamment en matière fiscale 
et douanière, obéissent à l’exigence de neutralité. 
2) La neutralité des régimes fiscal et douanier des 
activités de l’économie numérique  
Les services et outils de communications électroniques aident à 
concevoir des procédures fiscales et douanières conviviales, ils 
offrent aux autorités fiscales de nouvelles possibilités importantes 
d'améliorer le service au contribuable62. Dans le cadre de la 
CEMAC cette idée est bien reçue à travers l’article 18 de la Charte 
des Investissements qui dispose que l’informatisation des 
procédures douanières est un objectif prioritaire. 
Cependant, et s’agissant essentiellement des transactions 
économiques et commerciales réalisées par le biais du commerce 
électronique, il y a lieu de constater qu’à cause de la 
dématérialisation qui les caractérise, la collecte des ressources 
douanières et fiscales devient très difficile, voire souvent 
impossible. Les ressources fiscales et douanières sont pourtant 
très importantes pour les finances publiques de l’État. En plus, 
elles contribuent pour une large part au financement des projets 
de la CEMAC63. Dès lors, il s’avère impérieux de trouver des 
stratégies permettant d’assurer et de sécuriser leur recouvrement 
malgré les contraintes de l’environnement électronique mais, 
surtout, afin de ne pas créer des distorsions de la concurrence 
avec le secteur traditionnel. 
L’un des principes qui s’est imposé aux pouvoirs publics depuis 
l’avènement de l’économie numérique est celui de la neutralité. 
Dans un premier temps, ce principe a été élaboré pour favoriser 
la reconnaissance juridique et la promotion des outils de 
l’environnement numérique, notamment l’écrit et la preuve 
électroniques. Mais, parfois, c’est pour empêcher un traitement de 
faveur au profit de l’économie numérique que ce principe est 
invoqué. Pourquoi, alors que les impôts et les droits de douane 
sont prélevés sur les transactions se dénouant dans 
l’environnement physique, celles de l’environnement numérique 
devraient-elle en être dispensées ? Le risque de distorsion de la 
concurrence se situe au niveau où, il est envisageable que la 
défiscalisation de l’économie numérique offre à ses opérateurs un 
 
61 N. DAVID-WARCHOLAK, Interopérabilité et droit du marché, Thèse, Faculté de Droit et des 
Sciences Politiques, Université de Nantes, 24 juin 2011, p. 5. 
62 OCDE, Un monde sans frontières : concrétiser le potentiel du commerce électronique mondial, 8 
octobre 1998 [http://www.oecd.org/fr/ctp/consommation/1923264.pdf].  
63 Cf. Acte Additionnel n° 3/00-CEMAC-046-CM-05 du 14 décembre 2000 instituant 
un mécanisme autonome de financement de la Communauté. 
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avantage indu sur les opérateurs de l’environnement physique. Il 
est en effet clair que « l’exemption des droits de douane pour les 
transactions électroniques est contradictoire avec le principe de 
neutralité technologique qui interdit toute discrimination dans le 
commerce selon son mode de livraison »64. 
Et pourtant, mue par le souci de promouvoir le commerce 
électronique et l’économie numérique en général, l’OMC a 
encouragé les États à défiscaliser les échanges numériques. En 
face, l’OCDE approuvait le principe de la fiscalisation du 
commerce électronique en recommandant aux autorités fiscales 
« d’instaurer un climat fiscal dans lequel le commerce électronique 
puisse être florissant, en tenant compte de l'obligation de disposer 
d'un système fiscal juste et prévisible qui fournisse les recettes 
requises pour combler les exigences légitimes des citoyens en 
matière de services fournis par l'État »65. 
La législation camerounaise, pour sa part, n’opère pas une 
discrimination de principe entre les activités de l’économie 
numérique et celles du monde physique. Ce principe résulte dans 
un premier temps de la loi régissant le commerce électronique qui 
dispose que « L’exercice du commerce électronique est soumis au 
respect des dispositions relatives : (…) au Code des douanes de la 
Communauté économique et monétaire de l’Afrique centrale ; au 
Code général des impôts »66. Plus spécifiquement, en matière 
douanière, la loi des finances 2017 précise que « les marchandises 
acquises par voie électronique et importées au Cameroun sont 
assujetties aux droits et taxes de douane suivant les modalités 
définies par voie réglementaire »67. Donc, conformément au 
principe de la neutralité, toutes les activités économiques, 
nonobstant le canal de leur prestation, sont assujetties à la 
législation fiscalo-douanière.  
Cependant, la mise en œuvre de ce principe fait face à deux défis 
majeurs : d’une part, assurer le recouvrement effectif et sécurisé 
des ressources fiscales et douanières. D’autre part, appliquer la 
distinction fondée sur la nature et l’origine des produits et 
services considérés. Concernant le premier défi, il s’agit pour les 
autorités fiscales et douanières de développer des solutions leur 
permettant d’identifier toutes les opérations assujetties pour y 
prélever les droits afférents. C’est notamment dans ce cadre que 
la Direction générale de la Douane Camerounaise a, le 20 juillet 
2018, conclu un accord cadre avec l’opérateur de commerce 
électronique Jumia68. Un tel partenariat met à la charge de 
l’opérateur l’obligation de déclarer toutes les opérations 
 
64 Ph. BARBET, Commerce électronique et régulation des échanges internationaux  
[http://jaga.afrique-
gouvernance.net/_docs/commerce_electronique_et_regulation.pdf] 
65 OCDE, Un monde sans frontières : concrétiser le potentiel du commerce électronique mondial, préc.  
66 Art. 3, al. 2, loi n° 2010/021. 
67 Art. 2, al. 9, loi des finances 2017. 
68 Cf. Newsletter n° 037 de la Direction Générale des Douanes du lundi 23 juillet 2018. 
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d’importations de produits commandés par ses clients vers le 
Cameroun. 
Concernant le second défi, il faut bien observer que si le 
commerce électronique a une propension internationale, toutes 
les opérations qui s’y dénouent n’ont cependant pas forcément le 
caractère international et ne devraient pas systématiquement 
relever de la législation douanière. Identifier l’origine d’un produit 
est un préalable à la détermination de son statut douanier. Ceci est 
par ailleurs crucial lorsqu’on sait bien que le Cameroun étant 
membre de la CEMAC, il applique la législation communautaire 
qui dispense les échanges intracommunautaires du prélèvement 
des droits de douane. L’environnement numérique n’étant pas en 
principe segmenté en territoires clairement identifiables, il est en 
général difficile de déterminer avec aisance l’élément qui permet 
de dire qu’un bien informationnel, objet d’une transaction 
particulière, a franchi le cordon douanier. Le franchissement du 
cordon douanier étant l’événement qui justifie le prélèvement des 
droits de douane, son appréciation, doit tenir compte des 
caractéristiques de l’environnement numérique et notamment les 
éléments qui permettent de localiser un site web : le nom de 
domaine géographique, le lieu d’hébergement, la clientèle ciblée 
par le site, etc. dans tous les cas, il faut éviter la solution de facilité 
consistant à soumettre tout téléchargement au paiement des 
droits de douane. C’est ce que tend pourtant à suggérer une note 
de service de la Direction générale des Douanes69. Une telle 
solution est évidemment discriminatoire et préjudiciable à 
l’économie numérique car, pour un même bien acheté chez le 
même fournisseur opérant au Cameroun, alors que le 
téléchargement pourrait être soumis aux droits de douane, la 
livraison physique échapperait. Il appartiendra sans doute à la 
jurisprudence de tenir compte, dans l’application de ces règles, du 
souci du développement de l’économie numérique. Ainsi, elle 
contribuera davantage à sécuriser l’environnement de l’économie 
numérique. 
 
§ 2 – LA SÉCURISATION DE L’ÉCONOMIE NUMÉRIQUE  
La sécurité peut s’entendre simplement, dans le cadre de cette 
étude, comme la reconnaissance et la protection des droits de 
chacun. Ces droits peuvent naître à l’occasion des transactions 
réalisées dans le cadre de l’économie numérique (A) ou alors, être 
simplement liés à l’état de personne des parties prenantes (B). 
A) La sécurisation des transactions dans l’économie 
numérique 
Le développement de l’économie numérique est fortement 
tributaire du degré de confiance que les parties prenantes font à 
 
69 Cf. Note-circulaire n° 062/MINFI/DGD du 16 avril 2013 rappelant et précisant les 
modalités de dédouanement des logiciels transmis par voie électronique. 
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l’environnement électronique. C’est le cadre réglementaire qui 
contribue à créer et à garantir cette confiance70 notamment en 
consacrant la valeur juridique des documents numériques (1) et en 
instituant un dispositif de lutte contre la cybercriminalité (2). 
 
1) La consécration de la valeur juridique des 
documents numériques  
L’économie numérique a besoin pour son développement, d’un 
cadre juridique permettant aisément la réalisation et la circulation 
des transactions en ligne de façon sécurisée. L’univers 
dématérialisé des services de la société de l’information rend 
caduc l’essentiel des dispositions prises pour encadrer les relations 
contractuelles économiques se déroulant dans un contexte 
physique. Aujourd’hui en effet, certains contrats se concluent et 
s’exécutent entièrement en ligne sans laisser de trace physique. 
C’est le cas en particulier lorsque la transaction a pour objet des 
contenus numériques, tels que des morceaux de musique 
disponibles en ligne, des films visionnés en streaming71. Dans un 
tel contexte, la sécurité juridique des cocontractants commande 
que les éléments matérialisant leurs transactions en ligne soient 
saisis par le droit de telle sorte qu’en cas de nécessité, toute 
personne intéressée puisse s’en prévaloir. C’est la question de la 
preuve qui est ainsi posée. Pour le juriste en effet, un droit n’est 
opposable que s’il est établi, prouvé : « Idem est non esse et non 
probari »72.  
En matière contractuelle, la preuve n’est pas libre en principe. On 
ne peut en effet prouver une obligation contractuelle que suivant 
les formes définies par la loi. Par exemple, le code civil exige 
qu’au-delà d’un certain montant73, la preuve d’un contrat se fasse 
par écrit74. Or cette notion d’écrit a, pendant des siècles, renvoyé 
au seul document sur support papier. Jusqu’à très récemment 
encore, les écrits et signatures sous forme numérique n’étaient pas 
régis par la loi et ne pouvaient dès lors avoir une valeur probante 
en soi. En général, il n’en était autrement qu’en vertu d’un accord, 
qu’il était loisible aux parties de convenir. Un tel accord stipulait 
par exemple que, dans leurs relations, un document électronique 
tiendra lieu de preuve75. Le principe étant que, sauf disposition 
particulière, les règles du droit de la preuve ne sont pas d'ordre 
 
70 L’exemple français est plus illustrateur. La loi n°2004-575 du 21 juin 2004 est 
dénommée « pour la confiance dans l’économie numérique ». 
71 Le streaming est une technique de communication en continu d'informations sur 
internet. Cf. L. PANHALEUX, ‘’Internet - Aspects juridiques’’, in Encyclopaedia Universalis, 
DVD, 2010. 
72 Cf. J. HILAIRE, Adages et maximes du droit français, 2ème édition, Dalloz, coll. À savoir, 
2015, p. 91. 
73 La Cour suprême évalue ce montant à 500.000 FCFA. Cf. Cour Suprême, arrêt n° 
163 du 28 mars 1961, B.A.C.S., n° 3, p. 108. 
74 Cf. art. 1341 CC. 
75 C. FÉRAL-SCHUHL, Communication au colloque Commerce électronique et avenir des circuits 
de distribution : de l’expérience des États-Unis aux perspectives françaises, aspects juridiques et 
fiscaux, op. cit., p. 54. 
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public76, la validité de tels accords était admise après qu’on ait 
vérifié que les consentements des parties avaient été librement 
exprimés. 
Cependant, toutes les parties n’étant pas éveillées, il pouvait alors 
arriver que l’une d’elles n’ait pas perçu la nécessité de prévoir ou 
d’exiger une telle clause et par conséquent était condamnée à 
subir les affres du risque contractuel sans pouvoir invoquer l’écrit 
électronique qui supportait le contrat. D’autre part, la non-
reconnaissance des documents numériques avait pour 
conséquence de freiner l’enthousiasme des potentiels contractants 
qui se méfiaient alors de contracter dans un environnement non 
suffisamment réglementé. 
Face au péril que cette situation faisait peser sur le développement 
de l’économie numérique, il s’est avéré indispensable de mettre 
fin à la confusion séculaire consistant en l’assimilation de l’écrit au 
papier. Cette confusion conférait ainsi aux écrits établis sur 
support papier et revêtus de signatures manuscrites un simple 
monopole de fait qu’il fallait supprimer. L’heure était en effet « 
venue de reconnaître la valeur juridique des outils utilisés dans le 
nouveau monde virtuel pour réaliser des transactions 
électroniques : le document et la signature électroniques »77. 
C’est au niveau communautaire que la réforme devant aboutir à la 
consécration générale de la valeur juridique des documents 
numériques a été amorcée. Il est clair qu’en définissant les 
communications électroniques comme un ensemble « d’émission, 
transmission ou réception de signes, des signaux, d'écrits, 
d'images ou de sons, par voie électromagnétique ou optique »78, le 
Conseil des Ministres de l’UEAC avait déjà, dans une certaine 
mesure, reconnu qu’un écrit puisse se présenter sous la forme 
électronique. Parallèlement à cette démarche propre à la CEMAC, 
le législateur de l’OHADA a, quant à lui, expressément consacré 
la valeur juridique des documents et signatures électroniques79. 
Cependant, bien qu’ayant consacré l’admission de la preuve 
électronique, il l’a limitée sa valeur aux relations entre les seuls 
commerçants80.  
C’est le législateur national qui va consacrer de façon générale la 
valeur juridique des écrits et signatures électroniques. Dans un 
premier temps, il a reconnu la notion de document électronique 
en le définissant comme un « ensemble de données enregistrées 
ou mises en mémoire sur quelque support que ce soit par un 
système informatique ou un dispositif semblable et qui peuvent 
 
76 A. HOLLANDE et X. LINANT DE BELLEFONDS, Pratique du droit de l'informatique et de 
l'internet, 6ème édition, Dalloz, Delmas, Paris, 2008, p. 431, n° 1725. 
77 D. VAILLANT, Compte rendu des débats au Sénat, mardi 8 février 2000, col 40. Cité 
par, B. FRAENKEL et D. PONTILLE, « L’écrit juridique à l’épreuve de la signature 
électronique, approche pragmatique », in Revue Langage et Société, n° 104 2003/2, p. 83 à 
122, version électronique 
[http://www.cairn.info/load_pdf.php?ID_ARTICLE=LS_104_0083]. 
78 Art. 5, nouveau (issu de la loi n° 2015/06) de la loi n° 2010-013. 
79 Art. 82 et suivants, AUDCG. 
80 Art. 5 al. 1 AUDCG. 
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être lues ou perçues par une personne ou par un tel système ou 
dispositif. Sont également visés, tout affichage et toute sortie 
imprimée ou autre de ces données »81. Par la suite, il a admis 
qu’un contrat pouvait effectivement être conclu par voie 
électronique82 et, qu’en pareil cas, le régime des contrats écrits 
quant à l’expression de la volonté, à leur effet légal, à leur validité 
et à leur exécution, serait applicable sauf exception83. Cette œuvre 
aurait été inachevée si le législateur n’avait pas prévu que, « 
lorsqu’un écrit est exigé pour la validité d’un acte juridique, il peut 
être établi et conservé sous forme électronique dans les 
conditions prévues aux articles 1317 et suivants du Code civil, 
relatifs à la preuve littérale »84. C’est cette disposition qui, à la suite 
de la définition de la notion de document électronique, et du 
principe de la neutralité technologique en matière contractuelle, 
scelle la valeur juridique de l’écrit électronique. Dès cet instant, 
étant donné qu’un écrit ne vaut en droit que s’il peut être 
imputable à une personne, et comme c’est la signature qui fonde 
cette imputabilité, la reconnaissance de la valeur juridique de la 
signature électronique devenait une évidence. On comprend donc 
que la loi ait prévu que « l’utilisation par toute personne physique 
ou morale du certificat et de la signature électroniques dans le 
cadre du commerce électronique est autorisée dans les conditions 
fixées par un texte particulier »85. Ces précisions textuelles balisent 
aussi le chemin de la lutte contre la cybercriminalité. 
2) La mise en place d’un dispositif de lutte contre la 
cybercriminalité 
L’une des faces sombres de l’économie numérique est le 
développement et la multiplication des formes d’infractions 
commises sur les réseaux numériques. Il faut en effet observer 
que si les technologies du numérique participent de manière 
positive au développement de la vie économique, elles constituent 
aussi de nouveaux moyens de commettre des infractions 
d’affaires. Cette situation fait apparaître des dangers non 
négligeables au regard de la place prépondérante qu’elles ont 
désormais acquise tant dans le quotidien des individus. Soit les 
réseaux leur servent de support, soit ils en constituent plutôt la 
cible. C’est ce qui justifie qu’on puisse simplement définir la 
cybercriminalité « comme l'ensemble des infractions commises au 
moyen d'ordinateurs ou visant ces derniers »86. Sans s’attarder sur 
la manière dont les TIC sont concernées, le législateur 
camerounais a entendu définir ce phénomène comme l’ensemble 
des infractions s’effectuant à travers le cyberspace par d’autres 
 
81 Art. 2, loi n° 2010-021. 
82 Art. loi n° 2010-021. 
83 Art. 10, loi n° 2010-021. 
84 Art. 13, al. 1er, loi n° 2010-021. 
85 Art. 35, al. 1er, loi n° 2010-021. 
86 O. PALLUAULT, « Cybercriminalité », Encyclopédie Universalis, Version DVD Rom, 2017. 
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moyens que ceux habituellement mis en œuvre, et de manière 
complémentaire à la criminalité classique87. La constante est là : 
l’implication du cyberespace.  
Ce phénomène a un impact négatif sur la société en général et sur 
le développement de l’économie numérique en particulier en ce 
que notamment, sa propagation entame la confiance des 
différentes parties prenantes. Un auteur a d’ailleurs affirmé que « 
la cybercriminalité est la troisième grande menace pour les 
grandes puissances, après les armes chimiques, bactériologiques, 
et nucléaires »88. Cette nocivité est amplifiée par le caractère 
international des réseaux à l’instar de l’internet. De ce fait, les 
dispositifs nationaux se révèlent le plus souvent inadaptés à 
contenir les effets perturbateurs de cette gangrène ; la coopération 
internationale, lente de mise en œuvre et difficile à coordonner, 
devient une nécessité impérieuse. Malgré ces difficultés, c’est le 
défi de la confiance des acteurs qui est lancé au législateur.  
Normalement, l’ambition de la CEMAC étant de réaliser un 
marché commun entre ses États membres, on se serait attendu à 
ce qu’elle organise la lutte contre la cybercriminalité, parce que ce 
fléau est susceptible d’entraver le développement des échanges 
numériques intracommunautaires, au plan communautaire. Une 
telle approche aurait permis, en l’absence d’un cadre juridique 
applicable à l’échelle mondiale, de limiter le risque d’insécurité 
juridique dans lequel se trouve l’agent économique du fait d’une 
multiplicité infinie de normes en vigueur dans le cyberespace. Il 
est ainsi regrettable que le projet de directive de la CEMAC n’ait 
pas encore été adopté pour fixer le cadre communautaire. 
Au plan national, dans le but d’« instaurer la confiance dans les 
réseaux de communications électroniques et les systèmes 
d’information »89, le législateur a élaboré un dispositif de lutte 
contre les pratiques cybercriminelles. L’arsenal législatif est 
composé de normes préventives et de normes répressives. 
Les normes préventives, qui relèvent surtout de la cyber 
sécurité90, consistent notamment en la définition du régime 
juridique des activités de certification électronique91 et en l’audit 
de sécurité obligatoire auquel sont soumis tous les réseaux de 
communications électroniques et les systèmes d’information, des 
opérateurs, des autorités de certification et des fournisseurs de 
services de communications électroniques92. Rentrent aussi dans 
 
87 Art. 4, 32), loi n° 2010/012 du 21 décembre 2010 relative à la cybersécurité et la 
cybercriminalité au Cameroun. 
88 C. ROSE, cité par M. CHAWKI, Essai sur la notion de cybercriminalité 
[http://www.legalbiznext.com/droit/IMG/doc/ESSAI_SUR_LA_NOTION_DE_CY
BERCRIMINALITE_1_.doc].  
89 Art. 1er loi n°2010/012. 
90 L’article 4, 33) de la loi n°2010/012 précitée définit la cyber sécurité comme l’« 
ensemble de mesures de prévention, de protection et de dissuasion d’ordre technique, organisationnel, 
juridique, financier, humain, procédural et autres actions permettant d’atteindre les objectifs de sécurité 
fixés à travers les réseaux de communications électroniques, les systèmes d’information et pour la 
protection de la vie privée des personnes » 
91 Cf. art. 15 et suivants de la loi n°2010/012. 
92 Art. 13, al. 1, loi n°2010/012. 
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cette catégorie les obligations pesant sur les opérateurs de réseaux 
de garantir leur sécurité, d’informer les utilisateurs sur les dangers 
qui résultent de leurs activités en ligne93, de surveiller le trafic sur 
leurs réseaux et de conserver les données de connexion et de 
trafic pendant une période de dix (10) ans94, ce, afin de pouvoir le 
cas échéant assurer la traçabilité des activités malveillantes. 
Sur le plan répressif, l’arsenal juridique contient des règles 
relatives à la procédure à suivre en présence d’une infraction de 
nature cybercriminelle. Sont ainsi habilitées à enquêter, pour tenir 
compte de caractère technique de telles infractions, non 
seulement les Officiers de Police Judiciaire à compétence 
générale, mais aussi, les agents habilités de l’Agence Nationale des 
Technologies de l’Information et de la Communication95. 
S’agissant des infractions, de nombreux faits sont saisis par la loi 
pénale dont notamment, en ce qui concerne les transactions 
économiques, le fait d’avoir, par la voie d’un système 
d’information ou dans un réseau de communications, contrefait, 
falsifié une carte de paiement, de crédit, ou de retrait ou fait usage 
ou tenté de faire usage en connaissance de cause, d’une carte de 
paiement, de crédit ou de retrait contrefaite ou falsifiée96. Sont 
aussi visés des faits qui sont susceptibles de porter un coup à la 
sécurité de la sphère privée des personnes. 
B) La sécurisation de la sphère privée dans le cadre de 
l’économie numérique 
La relation qui s’est développée entre l’Homme et les outils de 
l’économie numérique est, dans une certaine mesure, paradoxale. 
L’Homme s’en sert pour son développement, son 
épanouissement intellectuel et social, mais aussi, bien souvent 
pour nuire à son prochain. Comme le résume bien un auteur, 
l’économie numérique est caractérisée par une sorte 
d’ambivalence en ce qu’elle « ouvre de nouveaux espaces de 
libertés, tout en étant porteur de risques pour celles-ci »97. Il y a 
donc, pour la personne humaine et les données qui la 
caractérisent, un aspect nocif des outils de l’économie numérique 
(1). Le dispositif normatif essaie cependant, tant bien que mal, de 
le contrer à travers les règles organisant la protection de la sphère 
privée (2). 
 
93 Art. 24, loi n°2010/012. 
94 Art. 25, loi n°2010/012. 
95 Art. 52, al. 1, loi n°2010/012. 
96 Art. 73, al. 1, loi n°2010/012. 
97 Cf. Conseil d’État, Le numérique et les droits fondamentaux, Étude annuelle 2014, La 
Documentation française, 2015 :  
www.ladocumentationfrancaise.fr/var/storage/rapports-publics/144000541.pdf  
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1) Le potentiel nocif des outils de l’économie 
numérique sur la sphère privée 
La révolution numérique98 qui marque l’époque contemporaine 
draine dans son sillage une métamorphose des mœurs, des usages 
et des pratiques sociales ne s’accommodant pas toujours avec le 
caractère fondamental de la vie privée et de ses attributs. 
Beaucoup d’outils et de procédés techniques permettent de nos 
jours aux tiers d’accéder, à distance, dans la sphère d’intimité 
d’autrui, de le suivre grâce aux méthodes de géolocalisation. Dans 
ce contexte, il est évident que, si rien n’est fait, la distinction vie 
privée/vie publique, essentielle dans un État de droit99, court 
inévitablement le risque de devenir caduque100.  
À cause des TIC et des nombreuses applications qui servent de 
support à l’économie numérique, l’homme est en permanence 
sous surveillance. La géolocalisation est devenue, au fil des ans, 
un fait banal ; les solutions d’espionnage sont de plus en plus 
affinées, l’utilisation des robots et des scripts pour ratisser le web 
et collecter les données personnelles est devenue très courante101. 
On a l’impression qu’en se numérisant, la société est devenue plus 
vulnérable. Nombreuses sont les failles qui permettent désormais 
l’intrusion dans la sphère privée des individus. Ce n’est pas que les 
TIC ne favorisent pas des solutions de sécurité, mais, qu’à la 
réalité, ce sont les criminels qui en tirent le meilleur parti. Ils se 
professionnalisent et disposent en général de suffisamment 
d’outils pour détecter et exploiter les limites des dispositifs de 
protection. Un auteur constate à cet effet que le numérique est 
toujours en évolution et offre des capacités de contournement des 
règles en offrant d’autres techniques d’automatisation de collecte 
des données plus sophistiquées102. Par exemple, le vol d’une base 
de données à caractère personnel est, pour un hacker103 plus simple 
à réaliser que le vol d’un bout de pain dans une boulangerie par 
un badaud. Et pourtant, le vol des données produit en général des 
résultats vertigineux. Pour la seule année 2016, loin du record 
 
98 L’Union Internationale des Télécommunications (UIT) définit la révolution 
numérique comme « le passage de notre société à l’ère de l’information et de la 
communication reposant sur une immatérialité grandissante des données diffusées à 
l’échelle mondiale ». [www.uit.int] 
99 Cf. A. VITALIS, L’incertaine révolution numérique, 1 Londres, ISTE Éditions, 2016, p. 28. 
100 Cf. M. UNTERSINGER, Anonymat sur internet, protéger sa vie privée, 2ème édition, Eyrolles, 
2014.  
101 Cour d’appel de Paris, Pôle 4 – Ch. 11, arrêt du 15 septembre 2017, M. X. / 
Weezevent, [https://www.legalis.net/jurisprudences/cour-dappel-de-paris-pole-4-ch-
11-arret-du-15-septembre-2017/] 
102 Cf. A. VITALIS, op. cit. 
103 « En informatique, ce terme est utilisé pour définir les programmeurs débrouillards, 
avec des connaissances techniques élevées. Ces programmeurs sont avant tout 
passionnés par ce qu'ils font, ils ne se posent pas de limites pour la connaissance ou 
pour assouvir leur curiosité. (…) Ils utilisent leur savoir pour découvrir les choses 
auxquelles ils ne sont pas censés avoir accès ». ACISSI, Sécurité informatique, Ethical 
Hacking, Apprendre l'attaque pour mieux se défendre, Éditions Eni, Collection Expert IT, 
2009, p. 14 
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détenu par Yahoo !104, plus de quatre millions de comptes ont été 
compromis chez FriendFinder105, un site de rencontre en ligne106, 
environs quatre-vingt-sept millions à Dailymotion107 (plate-forme 
de vidéo en ligne), et soixante-huit millions menacés chez 
Dropbox108. 
Si ces données sont volées, c’est pour être revendues. C’est 
pourquoi l’économie numérique est encore appelée l’économie 
des données, ces dernières en constituant d’ailleurs la sève 
nourricière. Des sites proposant des services, apparemment 
gratuits, à l’instar de Facebook ou de Google, se financent en grande 
partie de la vente des données personnelles de leurs utilisateurs. 
Ces données sont aujourd’hui devenues de véritables 
marchandises et, sans doute, l’or de l’économie numérique. Il se 
développe désormais une véritable économie de la vie privée et 
des données personnelles, favorisée par le développement des 
réseaux numériques109. Cette mutation du statut des données à 
caractère personnel, d’objet sacré à objet marchand, contribue à 
mieux comprendre l’idée selon laquelle la personne humaine est 
de plus en plus considérée comme une chose, un bien. Certains 
éminents auteurs conceptualisent cette situation en parlant de la « 
réification de la personne humaine »110, ce qui contraste bien 
évidemment avec la propension du droit à personnifier les choses, 
notamment de l’animal111. 
À ces dérives qui proviennent des comportements des tiers, il faut 
ajouter celles qui ont pour source le comportement désinvolte, 
naïf ou irresponsable des titulaires des données à caractère 
personnel. De nouvelles pratiques sociétales révélées par 
l’internet. Certains utilisateurs des réseaux sociaux développent 
 
104 Dans un communiqué du 14 décembre 2016, Yahoo ! a annoncé avoir été victime, 
en août 2013, d'une intrusion qui a conduit au vol de données associées à plus d'un 
milliard de comptes utilisateurs ; ce qui se révèle être, pour l’instant, « le plus important vol 




105 Cf. J. LAUSSON, Inscrit sur Adult FriendFinder ? Votre sexualité peut-être exposée par un 
piratage, 22 mai 2015, [https://www.numerama.com/magazine/33184-piratage-adult-
friendfinder.html]; voir aussi https://www.silicon.fr/friendfinder-networks-un-piratage-
depouille-412-millions-de-comptes-162628.html?inf_by=5a0460cf681db8122a8b4851.  
106 URL :[https://www.friendfinder.com/] 
107 Cf. blog.dailymotion.com/2016/12/06/8886/ 
108 Cf. [https://www.silicon.fr/68-millions-de-comptes-dropbox-menaces-
156404.html?inf_by=5a0460cf681db8122a8b4851]. 
109 Cf. Y. L. KOUAHOU, La mise en œuvre de la société de l'information au Cameroun : enjeux et 
perspectives au regard de l'évolution française et européenne, Thèse de doctorat en droit privé, 
option nouvelles technologies et droit, Université de Montpellier 1, 2010, n° 1259. 
110 Ph. MALAURIE et L AYNÈS, Droit des personnes, la protection des mineurs et des majeurs, 8ème 
édition, LGDJ, Lextenso éditions, Coll Droit civil, 2015, n° 5 : « Réifier la personne, 
c’est, au sens propre des mots, rendre inhumaine la personne » 
111 Les animaux sont notamment considérés par l’article 2 de la loi française du 16 
février 2015 relative à la modernisation et à la simplification du droit et des procédures 
dans le domaine de la justice et des affaires intérieures comme « des êtres vivants doués de 
sensibilité », ce qui relativise dans une certaine mesure leur statut de « bien ». Sur ce sujet, 
voir, K. MERCIER et A-C. LOMELLINI-DERECLENNE, Le droit de l’annimal, 1ère édition, 
LGDJ, coll. Systèmes Pratique, 2017 
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des usages consistant pour l’essentiel à mettre en lumière les 
aspects relevant normalement du domaine de la vie privée. Sous 
réserve des cas dans lesquels le législateur pénal interdit certains 
actes d’exhibition des aspects de la vie privée ou de l’intimité d’un 
individu112, chacun définit librement le contenu de sa vie privée et, 
par voie de conséquence, est libre d’en ouvrir certains aspects au 
public. Dans un contexte de réseaux sociaux, cette liberté donne 
souvent lieu à un « exhibitionnisme latent des utilisateurs, entendu 
ici comme un dépassement des caractéristiques individuelles 
habituellement affichées sur ou en dehors d’Internet »113. Sur ces 
réseaux en effet, les individus n'hésitent-ils pas à divulguer des 
informations personnelles et à exposer une part toujours 
croissante d'eux-mêmes à un auditoire114. Pour beaucoup 
d’internautes, « être vu, c’est exister »115. On n’hésite d’ailleurs à 
considérer que, « la vie privée telle qu’elle était conçue 
traditionnellement apparaît plus comme un enfermement que 
comme une liberté »116 ou, qu’elle n’est désormais qu’une histoire 
de vieux cons117. 
Si juridiquement, certains de ces usages ne sont pas formellement 
interdits, il faut cependant souligner qu’ils peuvent poser deux 
types de problèmes : heurter la sensibilité d’autres utilisateurs 
d’une part et, créer une image (e-reputation) dont l’individu voudrait 
bien se défaire au bout d’un certain temps : c’est la question du 
droit à l’oubli. Le droit camerounais l’envisage dans le cadre du 
régime de protection de la sphère privée. 
2) La protection de la sphère privée dans 
l’environnement numérique 
La notion de sphère privée est utilisée pour désigner tous les 
éléments extrapatrimoniaux relevant du domaine privatif d’une 
personne physique. On aurait pu dire que l’expression « vie privée 
» serait suffisante, seulement, dans le cadre de la société de 
l’information, elle n’est plus suffisante pour garantir la sécurité et 
 
112 Voir notamment les articles 346 et 347 CP. 




114 Y. ESTIENNE, « Un monde de verre : Facebook ou les paradoxes de la vie privée 
(sur)exposée », In Actes du 15ème colloque CREIS-TERMINAL – Les libertés à l’épreuve de 
l’informatique Fichage et contrôle social – juin 2010 
[www.lecreis.org/colloques%20creis/2010/Communication-Estienne-CREIS.pdf] 
115 D. ICHBIAH, op. cit..  
116 A. VITALIS, L’exposition de la vie privée dans les médias, Communication au Premier 
colloque franco-mexicain – Mexico du 8 au 10 avril 2002 :  
[http://absta.info/introduction-la-coopration-scientifique-bilatrale-et-
lintercul.html?page=4]. 
117 Voir notamment J.-M. MANACH, La vie privée, un problème de vieux cons ?, 
[http://www.internetactu.net/]; D. PEPPERS et M. ROGERS, The Societal Benefits of Data 
Sharing, Jan 20, 2009 [http://www.1to1media.com/author/don-peppers-martha-rogers-
phd]. 
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la tranquillité de l’individu. À côté d’elle, la notion de « données à 
caractère personnel » a été découverte. 
En effet, elle est fille de la révolution numérique car, elle a été 
spécialement « développée en réponse à la menace que pouvaient 
représenter les technologies de l'information pour les libertés 
individuelles et sur la vie privée »118. C’est ainsi qu’elle est 
présentée comme « le socle de la protection des personnes dans 
un univers complexe et numérique »119. À travers elle, on regroupe 
toutes les données120 et informations et tous les éléments pouvant 
permettre d’identifier, directement ou indirectement, une 
personne physique121. Plus précisément, une donnée à caractère 
personnel est toute information relative à une personne physique 
identifiée ou identifiable directement ou indirectement, par 
référence à un numéro d'identification ou à un ou plusieurs 
éléments, propres à son identité physique, physiologique, 
génétique, psychique, culturelle, sociale ou économique122. 
S’il est évident, au regard des éléments qui précèdent, que la 
notion de vie privée dans sa conception classique et celle de 
données à caractère personnel se recoupent en ce qu’elles se 
rattachent à l’idée de la protection de l’individu dans ses rapports 
avec la société, force est de constater qu’elles ne se confondent 
pas. On peut à cet effet observer par exemple que certains aspects 
relevant du domaine de la vie privée, à l’instar du secret de la 
correspondance, échappent au qualificatif de donnée à caractère 
personnel, et qu’en revanche, les éléments tels le nom, la voix123, 
ou même l’adresse professionnelle124, d’une personne constituant 
des données à caractère personnel, ne rentreraient pas 
véritablement dans le giron de la vie privée. Cette nuance 
s’observe davantage au sujet d’une copie d’examen assortie des 
annotations du correcteur dont la nature de données à caractère 
personnel a été reconnue par la Cour de Justice de l’Union 
Européenne125 sans qu’on puisse dire qu’il s’agit véritablement 
d’un élément de la vie privée au sens traditionnel. Ces illustrations 
montrent bien que la notion de donnée à caractère personnel 
présenterait un certain degré d’autonomie par rapport à celle de 
 
118 Sur la question, Y. L. KOUAHOU, thèse précitée, n° 1258 
119 I. FALQUE-PIERROTIN, préface de A. DEBET, J. MASSOT et N. METALLINOS (Dir), 
Informatique et libertés, La protection des données à caractère personnel en droit français et européen, 
Lextenso éditions, coll. Les intégrales, 2015 
120 Cf. S. ABITEBOUL, Sciences des données : de la logique du premier ordre à la Toile, Leçon 
inaugurale prononcée le jeudi 8 mars 2012. Chaire d’Informatique et sciences 
numériques [http://books.openedition.org/cdf/529?lang=fr].  
121 Y. L. KOUAHOU, thèse précitée, n° 1291 
122 Cf. art. 1 Projet de Directive CEMAC relative à la protection des données à caractère 
personnel 
123 Cf. CEDH, 25 décembre 2001, no 44787/98, P.G. et J.H. c. Royaume-Uni, § 59.  
124 Cf. TGI de Paris, ordonnance de référé du 6 avril 2018, Monsieur X. / Google 
France et Google LLC [https://www.legalis.net/jurisprudences/tgi-de-paris-
ordonnance-de-refere-du-6-avril-2018/] 
125 Cf. CJUE, 2e ch., arrêt du 20 décembre 2017, M. X. / Data Protection Commissioner, 
[https://www.legalis.net/jurisprudences/cour-de-justice-de-lunion-europeenne-2eme-
ch-arret-du-20-decembre-2017/].  
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vie privée. Les deux constituent cependant, dans le contexte de la 
société de l’information, la sphère privée. 
Pour protéger cette sphère privée contre les risques auxquels 
l’informatisation de la société l’expose, l’ONU a défini un 
ensemble de principes126. Au nombre de ces principes, on peut 
citer : 
– Le principe de finalité qui signifie que les données à caractère 
personnel ne peuvent être recueillies et traitées que pour un usage 
déterminé et légitime, correspondant aux missions de 
l’établissement, responsable du traitement. Tout détournement de 
finalité est passible de sanctions pénales. 
– Le principe de loyauté et de transparence qui signifie que la 
collecte, le traitement, la conservation des données personnelles 
et leur transmission éventuelle à des tiers doivent s’effectuer de 
manière loyale. Cela suppose que les données ne soient pas 
collectées et traitées à l’insu de la personne concernée et qu’elle 
soit informée de l’identité et du lieu d’établissement de la 
personne qui traite ses données, des finalités poursuivies, du 
caractère obligatoire ou facultatif du traitement desdites données, 
des destinataires des informations, ainsi que toute information 
nécessaire à l’exercice de leurs droits127. 
– Le principe de pertinence ou de proportionnalité qui signifie 
que les données collectées, quantitativement et qualitativement, 
doivent être strictement nécessaires à la finalité du traitement de 
telle sorte qu’elles ne doivent pas être excessives au regard des 
objectifs poursuivis. 
– Les principes d’accès, de consentement, de rectification et 
d’opposition qui signifie que le titulaire des données objet du 
traitement doit toujours avoir la possibilité d’accéder ou de se 
faire communiquer toutes les informations le concernant 
contenues dans un fichier détenu par le responsable du traitement 
pour les faire rectifier ou supprimer lorsqu’elles sont erronées. De 
même, il a le droit de s’opposer, pour des motifs légitimes, à ce 
que des données le concernant soient enregistrées dans un fichier 
informatique, sauf si celui-ci présente un caractère obligatoire. 
C’est sur le fondement de ce principe qu’il est disposé que le 
traitement des données concernant les utilisateurs des services de 
communications électroniques ne peut avoir lieu qu’après qu’elles 
aient été rendues anonymes ou après que l’utilisateur ait donné 
 
126 Il s’agit des Principes directeurs pour la réglementation des fichiers informatisés 
contenant des données à caractère personnel, Adoptés le 14 décembre 1990 par 
l'Assemblée générale des Nations Unies dans sa résolution 45-95 du 14 décembre 1990. 
127 cf. P. PEREZ et J. DUCHAINE, La Commission Nationale de l'Informatique et des 
Libertés, Principes de la protection des données à caractère personnel, 2009 – 
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son consentement éclairé, qu’il peut retirer à tout moment128. 
Participe toujours du droit des utilisateurs au consentement la 
consécration du principe de l’opt-in129 en matière de messagerie 
publicitaire. Ainsi, le prestataire des services de communications 
électroniques doit, en principe, préalablement recueillir le 
consentement du destinataire du message avant l’envoi. 
– Le principe de sécurité et de confidentialité qui exige du 
responsable du traitement de prendre les mesures nécessaires 
pour garantir la sécurité et la confidentialité des données et éviter 
leur divulgation à des entités non autorisées. Il s’agit en principe 
d’une obligation de résultat. Le secret bancaire est une application 
de ce principe130. De façon plus générale, le droit positif 
camerounais garantit l’inviolabilité et le secret des 
communications électroniques, excepté dans les conditions 
légalement et réglementairement applicables131.  
– Le principe de la limitation de la durée du traitement qui signifie 
que les données collectées dans le cadre d’un traitement ne 
doivent pas être conservées de façon indéfinie dans les bases 
informatiques. Le législateur doit toujours fixer une durée de 
conservation pour préserver le droit à l’oubli. C’est en application 
de ce principe que le droit camerounais a érigé en infraction 
pénale le fait de conserver des données à caractères personnel 
dans une base de traitement au-delà du temps défini132. 
 
Au final, les développements ont permis de se rendre compte que 
le droit positif camerounais n’ignore pas fondamentalement les 
questions soulevées par l’économie numérique. D’ailleurs, il 
propose des réponses dont la finalité est de la promouvoir afin 
qu’elle porte, plus haut, la croissance économique. Évidemment, 
les efforts du législateur ne sont pas encore suffisants. Il est alors 
souhaitable que ses prochaines interventions s’attaquent 
véritablement aux questions de l’inclusion numérique et du 
financement de l’économie numérique. 
  
 
128 Art. 17, Directive CEMAC n° 07-08 précitée. 
129 D’après l’article 7, al 1er de la loi 2010/021: « Est interdite, la prospection directe au moyen 
d’un automate d’appel, d’un télécopieur ou d’un courrier électronique utilisant, sous quelque forme que 
ce soit, les coordonnées d’une personne physique ou morale qui n’a pas exprimé son consentement 
préalable à recevoir des prospections directes par ce moyen ». 
130 Il est régi par la loi n° 2003/004 du 21 avril 2003 relative au secret bancaire. 
131 Art. 51, loi n° 2010-013 précitée. 
132 Cf. Art. 74 ; al. 7, loi n° 2010/012. 
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