XSEDE Identity Managment Use Cases L3 Architectural Response by unknown
































































































































































































































































































































3.2.1 QAS IDM‐2.1 Web interface response time <3 sec (except for incorrect 
























































































































3.4.1 QAS IDM‐4.1 Web response time <3 sec 
See §3.2.1. The response is the same for this. 
3.4.2 QAS IDM‐4.2 25 simultaneous users in steps 1‐2 and 4 and 200 simultaneous 


























































3.5.1 QAS IDM‐5.1 O(25) simultaneous users 
It has already been established in §3.1.1, §3.2.2, and §3.4.2 that XUP and Globus can handle at 
least 25 simultaneous users. 
3.5.2 QAS IDM‐5.2 2‐3 identity “linking” changes per minute 
It has already been established in §3.1.2 and §3.3.2 that XUP and Globus can handle 2­3 
identity profile changes per minute. 






















































3.6.1 QAS IDM‐6.1 Web response time <2 sec (except for incorrect username 
and/or password) 
See §3.2.1. The response to this is the same, except that the science gateway replaces XUP. 







































3.7.2 QAS IDM‐7.2 Auth API response time <3 sec (except for incorrect username 
and/or password) 
See §3.2.1. The response to this is the same, except that the Globus Auth API replaces XUP. 












3.8 UC‐IDM‐8 User thick‐client login with SSH/X.509 key 
This architectural response does not currently document a solution for this use case. 
































3.10.1 QAS IDM‐10.1 Groups API response time <3 sec (except for incorrect 
username and/or password) 
See §3.2.1. The response to this is the same, except that the Globus Groups API replaces XUP. 
3.10.2 QAS IDM‐10.2 Q: Is group membership data complete? 
Need to ask the development team. 
3.10.3 QAS IDM‐10.3 Q: How long is the group & role data valid? 
Need to ask the design & development team. 







3.10.5 QAS IDM‐10.5 WS‐Trust STS response time <3 sec (except for incorrect 
username and/or password) 
See §3.2.1. The response to this is the same, except that the WS­Trust STS replaces XUP. 





3.10.7 QAS IDM‐10.7 Availability >99.95% 
The Globus Auth API, Globus Groups API, and WS­Trust STS components for this use case are 
operated by XSEDE operations. These components support the techniques described in [L3D 
§9.3] for managing availability requirements. 
4 ​IETF RFC 6749. 
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