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Resum:
Ara que ja ningú qüestiona les publicacions digitals, l’accés obert o els repositoris de tipus institucional o temàtic, cal co-
mençar a treballar en els temes de preservació. Som responsables d’assegurar l’accés i l’ús futurs dels documents digitals, 
hagin nascut en format digital o siguin fruit dels projectes de digitalització. 
En aquest article es parla sobre la preservació digital i els tipus de continguts, així com els conceptes, tipologies, costos 
i usos de l’anomenat «núvol». També es mostra un exemple de núvol privat, la preservació de tesis doctorals del TDX i es 
comenta una experiència de núvol públic, el DuraCloud.
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Preservación en la nube
Resumen:
Ahora que ya nadie cuestiona las publicaciones digitales, el acceso abierto o los repositorios de tipo institucional o temáti-
co, deben comenzarse a trabajar los temas de preservación. Somos responsables de asegurar el acceso y el uso futuro de 
los documentos digitales, hayan nacido en formato digital o sean fruto de diferentes proyectos de digitalización. 
En este artículo se trata el tema de la preservación digital y de los diferentes tipos de contenidos, así como los conceptos, 
tipologías, costes y usos de la denominada «nube». También se muestra un ejemplo de nube privada, la preservación de 
las tesis doctorales del TDX y se comenta una experiencia de nube pública, el DuraCloud.
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Digital preservation on the cloud
Abstract:
Now that we have reached the point where nobody questions digital publications, open access or institutional or subject 
repositories, we should deal with preservation issues. We have the responsibility to guarantee future access and use of 
digital publications, whether they were released in a digital support in their origin or are the result of digitalization projects.
In this article we will talk about digital preservation and kinds of content, as well as concepts, typologies, costs and usage 
of the so called «cloud». We will also show an example of private cloud, the preservation of TDX doctoral theses, and we 
will make comments on a public cloud experience, DuraCloud.
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1. Preservació digital
La preservació assegura l'accés i l'ús futur dels documents 
digitals creats en el present o el passat1. Ho fa mitjançant 
polítiques de conservació, de seguretat informàtica i per 
tècniques com la migració, l'emulació o la distribució de 
còpies que permeten el manteniment de les dades i el seu 
ús a llarg termini.
Canvis en el maquinari, el programari o el format de les 
dades són els principals motius que fan inestables les da-
des digitals. A més, els continguts digitals són fràgils, ja 
que es poden modificar o esborrar de manera conscient, 
per error, negligència o per una acció externa com, per 
exemple, que un virus alteri un document. 
Una diferència clau entre els continguts digitals i els ana-
lògics, com un llibre en paper, és que si els deixes tancats 
en un dipòsit sense interacció, al cap de molts anys segu-
rament encara es trobaran en un bon estat de conserva-
ció. Mentre que si es tanca un contingut digital al mateix 
dipòsit, per exemple un DVD amb un document escrit amb 
Microsoft Word 2003, al cap d'uns anys probablement no 
podrem accedir a aquest format i possiblement tampoc no 
disposarem, almenys de manera habitual, d'un reproduc-
tor de DVD per visionar-lo.
En Miquel Térmens, professor de la Universitat de Barce-
lona, considera que tot i que la preservació digital és la 
resposta a un problema d'origen tecnològic, no només 
s'ha d'abordar mitjançant mesures tècniques, sinó també 
amb mesures organitzatives, financeres i legals, que mol-
tes vegades seran més complicades d'aplicar.
Un aspecte organitzatiu clau és determinar quina infor-
mació digital ha de ser preservada i qui és el responsa-
ble d'aquesta missió. Això s’aplica directament sobre els 
aspectes financers, ja que preservar seguint el model de 
Diògenes repercuteix directament sobre els costos que 
se'n deriven. S'ha d'escollir bé quins són els documents 
a preservar (tasca dels curators), ja que actualment el fac-
tor econòmic és un fre. Les activitats de preservació són 
inversions a llarg termini que no generen un rendiment 
tangible immediat; en paraules d'en Miquel Térmens, «no 
ajuda a guanyar eleccions i moltes vegades no és capaç de 
generar beneficis econòmics». 
Quant a aspectes legals, no estan resolts tots els dubtes. 
Existeixen legislacions nacionals i internacionals de pro-
tecció de drets d'autor que impedeixen canviar de suport i 
de format documents sense l'autorització expressa de qui 
disposi dels drets de propietat intel·lectual. També cal tenir 
en compte la protecció dels continguts preservats davant 
d'usos no autoritzats.
Així doncs, la preservació digital ha de ser sostenible a ni-
vell tècnic, organitzatiu, econòmic i legal, i això s'ha de po-
der demostrar perquè els sistemes de preservació siguin 
fiables. Aquesta confiança es pot aconseguir mitjançant 
auditories2, mecanismes reconeguts per provar un deter-
minat servei mitjançant un examen professional per part 
d'experts independents.
En Ciro Llueca, professor de la Universitat de Barcelona i 
coordinador del projecte PADICAT de la Biblioteca de Ca-
talunya, assenyala cinc regles que poden ajudar a prendre 
decisions en els processos de preservació digital3. Con-
cretament:
1. Dissenyar una estratègia, és a dir, analitzar, pensar, 
prendre decisions i posar-les per escrit, basant-nos 
en la tecnologia (avanços tècnics), els recursos (eco-
nòmics i humans disponibles) i la pròpia organització 
(cultura i procediments, responsabilitats i equips). 
1. Miquel Térmens. Preservación Digital, Barcelona UOC, 2013.
2. En Miquel Térmens, la Núria Casaldàliga i la Cristina Azorín expliquen l'experiència d'aplicació d'una auditoria de l'Esquema Nacional de Seguridad 
(ENS) sobre el repositori digital de la Universitat Autònoma de Barcelona, el DDD, a «Evaluación con el Esquema Nacional de Seguridad (ENS)» [En 
línia]. <http://ddd.uab.cat/record/107685> [Consulta: 1/07/13].
3. Ciro Llueca, «Preservación digital: 5 reglas para tomar decisiones», XIII Jornadas españolas de documentación (FESABID), 25 de maig de 2013. Toledo.
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2.  Confiar en OAIS, un model teòric creat per la NASA que 
indica quines funcions han de suportar els sistemes de 
preservació digital, sense importar quin tipus de dades 
es custodien ni a quin tipus d'activitat o organització es 
refereixen. El model es descriu en sis grans blocs: la in-
gesta, l'emmagatzematge, la gestió de les dades, l'ac-
cés, la preservació i els serveis comuns. Les tècniques 
de preservació que es descriuran després s'inclouen 
en algun d'aquests sis blocs.
3. Centrar-se en la ingesta, és a dir, en el primer bloc del 
model OAIS, ja que el 90% de la preservació es realitza 
en aquest moment del procés, quan l'objecte digital 
es diposita, junt a les seves metadades. És el moment 
en què els propietaris de l'objecte autoritzin els aspec-
tes legals pel seu dipòsit, la transformació de format 
o suport en cas necessari i les condicions de la seva 
difusió. També és el moment de l'elecció del format, on 
s'haurien de prioritzar estàndards oberts.
4. Respectar els estàndards; per tal de garantir la in-
teroperatibilitat dels sistemes cal usar metadades. N'hi 
ha de tres tipus: descriptives, tècniques i estructurals. 
Les primeres descriuen el contingut semànticament 
(títol, autor...), les segones descriuen el continent, els 
drets d'accés i l'històric d'accions de preservació que 
s'han realitzat (sistema operatiu, resultat antivirus...), i 
les darreres estableixen relacions entre l'objecte i d'al-
tres continguts al mateix repositori (capítols d'un llibre, 
versions...). Formats a tenir en compte són Dublin Core 
(DC), MARC21, METS o PREMIS.
5.  Cooperar. Aquesta és una màxima aplicable a molts 
àmbits, però en el cas de la preservació digital és do-
blement important disposar de còpies de les dades 
allunyades geogràficament, i la cooperació entre ins-
titucions pot afavorir-ho. També és important en el cas 
dels projectes de digitalització evitar duplicitats; un bon 
exemple és la digitalització de les revistes catalanes 
amb el projecte ARCA4, liderat per la Biblioteca de Ca-
talunya.
4. ARCA, Arxiu de revistes catalanes antigues (www.bnc.cat/digital/arca).
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Un cop definit el concepte de preservació digital, menci-
onats els principals aspectes tècnics, organitzatius, eco-
nòmics i legals que fan sostenibles els sistemes, i cinc 
regles importants per a començar, es detallen a continua-
ció les principals tècniques d'un sistema de preservació. 
Es treballa amb grans volums de dades que fan inviable 
un seguiment individualitzat. El personal no pot créixer 
actual ment al mateix ritme que aquests volums de dades, 
fet que implica la necessitat d'automatitzar al màxim totes 
les operacions i fer que els formats i altres característi-
ques dels documents siguin el més homogènis possible 
per tal de simplificar els processos de gestió. Les princi-
pals tècniques o mecanismes de preservació són:
1.  Replicació de les dades en llocs geogràficament 
separats. D'aquesta manera, si hi ha problemes amb 
una còpia de les dades sempre es podran restaurar des 
d'una altra còpia. Un exemple de per què es recoma-
na que les còpies estiguin en llocs separats són els 
atemptats de l'11 de setembre a les torres bessones 
de Nova York, on qui disposava d'aquesta redundància 
a distància va aconseguir la preservació de les dades.
2.  Comprovació de la integritat de les dades. Cal as-
segurar que els bytes que formen un fitxer (0s i 1s) 
no s'alteren amb el pas del temps, ja sigui de mane-
ra intencionada o per un error del suport. El mètode 
més habitual per comprovar la integritat és el càlcul de 
la suma de verificació (checksum), que s'implementa 
amb funcions de hash (MD5, SHA-1, SHA-256). El re-
sultant d'aquesta funció de hash sobre el document es 
guarda com una metadada de l'objecte a preservar per, 
periòdicament, tornar a calcular la funció i comparar-la 
amb la metadada. Si els càlculs no coincideixen, s'ha 
produït una alteració en el contingut del fitxer i serà 
necessari restaurar-lo d'una còpia correcta.
3.  Refresc de suports. Els suports tenen una vida útil li-
mitada i amb el temps la informació gravada sofreix 
alteracions a nivell de bit, fet que es coneix com que 
els fitxers es corrompen. Els suports poden sofrir alte-
racions físiques degudes a factors mediambientals o 
també per obsolescència tecnològica on, per exemple, 
els disquets deixen pas als CD, i aquests a les unitats 
de disc USB.
4.  Migració de formats. Els formats es poden tornar ob-
solets amb el pas de temps i cal migrar mentre encara 
siguin accessibles. Totes les operacions de migració 
han de quedar registrades (per exemple, en metada-
des PREMIS) per tal de poder seguir la traçabilitat en 
el futur, i així poder justificar els canvis de formats i 
assegurar l'autenticitat del contingut. 
5.  Emulació. Tot i que en molts casos la migració de for-
mats es obligada, també és perillosa pels error que 
es poden generar, o massa costosa, i moltes vegades 
s'adopta l'emulació de programaris o maquinari per po-
der accedir a continguts preservats en formats obsolets.
Després de comentar els principals conceptes de la pre-
servació digital, a continuació es descriuen els del núvol 
com a base per després relacionar-los en un apartat pos-
terior.
Es treballa amb grans volums
de dades que fan inviable
un seguiment individualitzat.
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2. Núvol
El núvol no és un concepte nou. Vinton Cerf, considerat un 
dels pares d’Internet, comenta5 que es tracta d’una extensió 
natural del time-sharing inventat als anys setanta. Simplifi-
cant, podríem dir que el pèndol de la història torna a oscil·lar. 
Es va començar amb els antics mainframes (aquells grans 
ordinadors que ocupaven una habitació), on s’accedia mitjan-
çant terminals lleugers sense gaire capacitat de càlcul o me-
mòria; després es va passar als ordinadors personals, que sí 
que necessitaven recursos computacionals, per ara tornar 
al núvol, on es troben aquests recursos i el nou terminal 
lleuger és el navegador web. La diferència bàsica d’aquesta 
nova oscil·lació és Internet, que permet que els terminals 
lleugers no estiguin al mateix edifici dels mainframes, sinó 
repartits per tot el món (una diferència molt considerable).
Com a la natura, existeixen molts tipus de núvols (cúmu-
lus, cumulonimbus...) i molta literatura que en parla. S'ha 
seleccionat una definició prou completa dels conceptes 
que es fan servir per a aquesta tecnologia de la Universitat 
de Califòrnia a Berkeley6, diu que la informàtica en núvol 
(cloud computing) es refereix tant al programari lliurat com 
a servei a través d’Internet, com al maquinari i els siste-
mes de programari dels centres de dades (datacenters) 
que proporcionen aquests serveis. La paraula clau de la 
definició és «servei» (as a service), a diferència del lliu-
rament de productes que es feia fins ara. Existeixen tres 
tipus bàsics de serveis al núvol:
1.  Els de programari com a servei (software as a service, 
SaaS), com les aplicacions de Google, el Gmail o el Ca-
lendar, o programaris CRM com Salesforce.com.
2.  Els de plataforma (plattform as a service, PaaS), com 
una imatge de màquina virtual amb un sistema opera-
tiu, un servidor web i una base de dades, o el Google 
App Engine o Microsoft Azure.
3.  Els d’infraestructura (infrastructure as a service, IaaS), 
com els Amazon Web Services, l'EC2 per al còmput i 
l'S3 per a l'emmagatzemament.
Tot i que considerem que tots tres formen el núvol, moltes 
vegades al primer se l’anomena com els serveis del núvol 
i als altres dos com el propi núvol. Aquests dos darrers 
s’especialitzen en la infraestructura, i gràcies a grans cen-
tres de dades poden reduir costos d’operació i amortitzaci-
ons i assolir economies d’escala. Els proveïdors de serveis 
(SaaS) despleguen el programari al núvol, sense necessi-
tat de tenir un centre de dades propi, i es beneficien de 
l’elasticitat en l’aprovisionament de recursos, és a dir, sen-
se sobredimensionament (més maquinari del necessari) ni 
infradimensionament (capacitat d’absorbir altes càrregues 
puntuals). Un altre avantatge és que es poden focalitzar en 
el seu negoci, sense «distreure’s» amb la infraestructura.
Tot aquest núvol hauria de ser transparent per als usua-
ris finals d'aquests serveis, és a dir, entren al Gmail o el 
Sales force a través del navegador web com aquell qui 
pitja l’interruptor de la llum de casa, sense saber-ne res de 
l’estació transformadora d’electricitat que hi ha al darrera.
Un altre concepte clau és el pagament per ús (pay-per-
use), que permet pagar només per serveis dels quals se’n 
fa ús, per exemple, un servidor durant dos dies o cent 
servidors durant una hora. Per a aquell que necessiti un 
servidor sempre funcionant segurament serà més barat 
comprar-lo que fer servir el núvol, però per a aquells que 
puntualment en necessiten cent és un exemple clar on el 
núvol guanya la partida, gràcies a l’elasticitat abans men-
cionada. Quan un núvol es accessible mitjançant aquesta 
5. Al pròleg del llibre Todo va a cambiar, d’Enrique Dans (Barcelona: Deusto, 2010), en Vinton Cerf també comenta que pels anys setanta ja es parlava 
també de computing utility, terme molt relacionat amb el núvol actual. Es pot consultar en línia a www.todovaacambiar.com/prologo [Consulta: 
25/06/13].
6. Ambrust, Michael; Fox, Armando; Griffith, Rean; Joseph, Anthony D.; Katz, Randy H.; Konwinski, Andrew; Lee, Gunho; Patterson, David A.; Rabkin, 
Ariel; Stoica, Ion; Zaharia, Matei. «Above the Clouds: A Berkeley View of Cloud Computing» [En línia], Technical Report, No. UCB/EECS-2009-28, febrer 
de 2009. <http://www.eecs.berkeley.edu/Pubs/TechRpts/2009/EECS-2009-28.pdf> [Consulta: 25/07/13].
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fórmula de pagament se l’anomena núvol públic, i el servei 
que ofereix utility computing. S’usa el terme núvol privat 
pel centre de dades d’una empresa o institució, i encara hi 
ha un tercer model que és la combinació dels dos models 
anteriors: el núvol híbrid.
Es pot fer una analogia amb la compartició de cotxe (car 
sharing), on es paga per l’estona que condueixes el cotxe, 
i no t’has de preocupar per les revisions, l’assegurança o 
el canvi de pneumàtics. En comptes de comprar el «pro-
ducte» cotxe, pagues pel «servei» cotxe7.
El darrer concepte important sobre el núvol és la transfe-
rència del risc, o els anomenats acords de nivell de ser-
vei (Service Level Agreement, SLA). Són contractes entre 
els proveïdors del servei i els seus clients on s’explicita la 
qualitat del servei com, per exemple, que un servei web 
estigui sempre funcionant, i quines són les contraprestaci-
ons (normalment econòmiques) que el proveïdor haurà de 
donar al client en cas d’incompliment. És a dir, es transfe-
reix el risc que el servidor estigui en funcionament conti-
nu al proveïdor del servei, i aquest no assegura que sem-
pre funcionarà, assegura amb el SLA que, per exemple, 
si aquest servidor està aturat més de dues hores en un 
trimestre pagarà una quantitat determinada de diners, fet 
que l’obliga, d’alguna manera, a vetllar perquè això no pas-
si. En aquest document també s'hi acostumen a incloure 
clàusules contractuals que recullen garanties de protecció 
de dades i usos de la informació, la seva seguretat i la seva 
confidencialitat.
Fins aquí s’han comentat els conceptes bàsics del núvol 
i també els seus avantatges. Es passa ara a comentar el 
costat fosc del núvol, la privacitat i localització de les da-
des, així com els (de vegades) elevats costos que pot arri-
bar a tenir per segons quins tipus de serveis.
A nivell particular, és habitual penjar fotografies a Flickr o 
pujar fitxers per compartir-los a Dropbox de manera gra-
tuïta; i és que el concepte de gratuïtat s'ha estès com 
un estàndard de facto de model de negoci a la xarxa8. 
Però el model de negoci d'aquests serveis al núvol se 
sustenten, a banda de per la publicitat, també perquè 
comencen a facturar a partir d'un cert volum de contin-
guts9, així que, tot i tenir la sensació de gratuïtat, no hem 
d'oblidar tenir en compte els costos d'aquests serveis 
quan s'usen a nivell professional, i més en temes de pre-
servació, on els continguts poden arribar a ser volumino-
sos i creixents.
7. Un informe del mateix Berkeley apunta que el car sharing està guanyant popularitat i que el 2012 s’estimava que dos milions de persones compartien 
uns 45.000 vehicles a més de 27 països, entre ells, el nostre. Sembla que el pas de productes a serveis no només afecta les TIC. Vegeu «Carsha-
ring» [En línia], Transportation Sustainability Research Center, Universsity of California Berkeley, 2013. <http://tsrc.berkeley.edu/carsharing> [Consulta: 
25/06/13].
8. Un llibre de culte per entendre els models de negoci gratuïts a la xarxa és Chris Anderson, Free: The Future of Radical Price, New York: Hyperion Books, 
2009.
9. Dropbox, sistema d’emmagatzematge i compartició de fitxers al núvol, comença a facturar a partir dels 100 GB (www.dropbox.com/pricing) i Flickr, el 
mateix però encarat a la fotografia, als 2 TB (www.flickr.com/help/limits).
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Respecte a la localització de les dades, es necessari que 
la legislació vigent aplicable a aquestes permeti que es 
posin al núvol. En alguns casos pot estar regulat que una 
determinada informació sensible, per exemple algun tema 
mèdic, no pugui sortir d'una institució. En aquest cas, s'ha 
de veure com es tracta això als SLA, si és possible que 
aquesta informació estigui en un núvol públic o ha de ser 
en un de privat, i tenir en compte també les legislacions 
dels proveïdors del núvol10. La privacitat de la informació 
que s'emmagatzema en els núvols públics és un dels te-
mes que més polèmica suscita11. De totes maneres, es re-
corda que molts12 dels documents que es poden preservar 
digitalment al núvol, per les biblioteques i els centres de 
documentació, són precisament continguts en obert13, cir-
cumstància on la privacitat de la informació no és aplicable.
Per acabar aquest apartat, cal comentar que és important 
escollir bé el núvol on es volen dipositar continguts, i si 
convé que sigui un núvol privat o un de públic. En el cas 
d'escollir un núvol públic, recordem també que n’existei-
xen molts i amb nivells de serveis i qualitat diferenciats14.
3. Preservació digital al núvol
En Miquel Térmens ja apuntava15 el 2009 que la informà-
tica en núvol tindria en la preservació digital un sector 
important d'aplicació i de negoci. Però concretament, per 
a quins mecanismes de preservació és pot fer servir el 
núvol? Dura Space, organització sense ànim de lucre de 
la que parlarem al següent apartat, va plantejar una en-
questa16 el 2010 i va arribar a algunes conclusions: hi ha or-
ganitzacions que no inverteixen prou recursos econòmics 
com per disposar de serveis de qualitat d'aquest estil i un 
alt percentatge d'institucions probablement començarien 
al llarg del següent any a fer servir el núvol per temes de 
preservació.
L'enquesta, amb la meitat de participants d'institucions 
dels Estats Units, deia que els possibles usuaris del nú-
vol per temes de preservació valoraven positivament, per 
aquest ordre: l'escalabilitat, l'emmagatzemament remot, 
la facilitat d'implementació i la flexibilitat. Després, i en 
segon terme, es creia que seria necessari menys perso-
10. L'associació professional sense ànim de lucre, Business Software Alliance (BSA), ha elaborat un rànquing dels deu millors països per a la informàtica 
en núvol basant-se en criteris com la privacitat de les dades, la seguretat, la prevenció de la ciberdelinqüència, els drets de protecció intel·lectual, etc. 
La font és Joe McKendrick, «The 10 Best Countries for Cloud Computing», Joe McKendrick [blog], 3 de juliol de 2013, <http://www.forbes.com/sites/
joemckendrick/2013/03/07/the-10-best-countries-for-cloud-computing> [Consulta: 28/06/13].
11. S'ha publicat que la National Segurity Agency (NSA) i l'FBI americans, així com els serveis d'intel·ligència britànics, han extret informació (àudio, vídeo, 
xats, fotografies, documents...) directament de nou proveïdors de núvol, com ara Google, Microsoft, Facebook o Youtube. El programa, batejat amb 
el nom de PRISM, s'ha convertit en un culebrot amb un protagonista que ha fet la filtració, Edward Snowden, que competeix popularitat amb Julian 
Assange de Wikileaks (articles.washingtonpost.com/2013-06-06/news/39784046_1_prism-nsa-u-s-servers [Consulta: 28/06/13]). De totes maneres, 
l'accés a aquesta informació també es pot obtenir mitjançant requeriments judicials, i aquí és on la localització del núvol és important, com es comenta 
a l'article de Laia Raventós i David Alandete, «¿Se somete a un juez de California? Sí, acepto» [En línia], El País, 13 de gener de 2011. <http://elpais.
com/diario/2011/01/13/sociedad/1294873201_850215.html> [Consulta: 28/06/13].
12. El documental Google i el cervell mundial parla sobre el projecte Google Books, on sembla que algunes biblioteques han pujat al núvol públic de Goo-
gle continguts sense els corresponents drets d'autor i això ha provocat demandes judicials. Vegeu-lo en línia a Televisió de Catalunya (www.tv3.cat/
videos/4614571/Google-i-el-cervell-mundial [Consulta: 28/06/13]).
13. Un company de feina recelós amb PRISM comentava que ara a la seva tesi, dipositada a Tesis Doctorals en Xarxa (TDX), hi podria accedir l'FBI. De 
fet, l'FBI pot entrar al repositori i consultar qualsevol de les tesis perquè estan en accés obert. Es va quedar més tranquil amb l'argument d'un altre 
company que deia que si a la seva tesi no havia posat paraules com terrorism o massive weapon no havia de patir, que passaria desapercebut pels 
robots que tracten de manera massiva la informació.
14. És destacable el fet que es va clausurar un proveïdor de serveis al núvol, Megaupload, al·legant infraccions de copyright. Aquesta mesura polèmica va 
afectar no només els que presumptament cometien delicte compartint pel·lícules sobre les que no es disposaven els corresponents drets d'autor, sinó 
també a la resta d'usuaris que usaven l'eina per compartir i preservar els seus documents. Vegeu The United States Department of Justice, Justice 
Department, «Charges Leaders of Megaupload with Widespread Online Copyright Infringement» [En línia], 12 de gener de 2012. <http://www.justice.
gov/opa/pr/2012/January/12-crm-074.html> [Consulta: 28/06/13].
15. Miquel Térmens, «Preservación digital en 2009», Anuario ThinkEPI, 2010, v. 4, p.224-230.
16. Michele Kimpton, «DuraCloud: Open technologies and services for managing durable data in the cloud» [En línia], Repositories and the Cloud Mee-
ting, London, 23 de febrer de 2010. <http://www.slideshare.net/eduserv/duracloud-open-technologies-and-services-for-managing-durable-data-in-the-
cloud> [Consulta: 28/06/13].
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nal per aquests temes a les pròpies institucions, i els ele-
ments cuers de l'enquesta eren el cost, l'elasticitat i la 
modalitat de pagament per ús. Aquests dos darrers ele-
ments, característiques pròpies del núvol, no tenen gaire 
aplicació a la preservació, on la demanda d'espai és sem-
pre creixent i acumulativa.
Els principals reptes que l'enquesta troba al núvol son te-
mes de confiança de traspassar actius crítics a tercers, la 
fiabilitat a llarg termini, la seguretat de les dades, temes 
de rendiment i amples de banda per moure les dades, la 
pèrdua de control i complicacions amb SLA, entre d'altres. 
En preguntar a les institucions com podrien començar a 
fer servir el núvol, la majoria va respondre que per fer 
una segona còpia en remot de les dades que es volien 
preservar, seguit de suport a la preservació, la gestió de 
col·leccions entre institucions, serveis de computació, i al 
final de tot, i a molta distància, l'emmagatzemament pri-
mari en línia dels continguts. 
Després de veure amb l'enquesta necessitats, reptes i 
usos del núvol, cal plantejar-se en quina de les tipologies 
encaixa millor la preservació digital.
A l'apartat anterior es detallaven els tipus de núvol. Se-
gons l'informe de Berkeley existeixen tres casuístiques on 
és millor emprar el núvol públic enlloc d'un núvol privat. 
Concretament:
1.  Quan la demanda fluctua en el temps, ja que equipar 
un centre de dades amb molts recursos per servir de-
mandes elevades pot quedar infrautilitzat si les deman-
des decreixen.
2.  Quan no es té una previsió de quina serà la demanda i, 
per tant, no se sap a priori quina ha de ser la magnitud 
del centre de dades i es necessita elasticitat en l'apro-
visionament de recursos.
3.  Quan es necessita realitzar anàlisis que poden ser 
paral·lelitzades en diversos servidors i es vol enllestir 
ràpidament. El cost d'usar 1.000 servidors d'Amazon 
Web Services durant una hora és el mateix que el d'un 
sol servidor durant 1.000 hores.
Cap de les tres aproximacions encaixa amb la naturale-
sa dels continguts emmagatzemats per a preservació. 
Com s'ha comentat, la demanda d'espai és sempre crei-
xent (amb major o menor mesura) i acumulativa, i haurien 
©istockphoto/Nikada
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17. Conjuntament amb el Consorci de Biblioteques Universitàries de Catalunya (CBUC) les Tesis Doctorals en Xarxa (TDX, www.tdx.cat), el Dipòsit de la 
Recerca de Catalunya (RECERCAT, www.recercat.cat) i Materials Docents en Xarxa (MDX, www.mdx.cat); amb el CBUC i la Biblioteca de Catalunya 
(BC), les Revistes Catalanes amb Accés Obert (RACO, www.raco.cat); per a la BC el Patrimoni Digital de Catalunya (PADICAT, www.padicat.cat); per al 
Departament de Cultura de la Generalitat i per a la Filmoteca de Catalunya, els seus repositoris digitals, (CALAIX, calaix.gencat.cat i filmoteca.cesca.
cat), i per a la Fundación Española de Ciencia y Tecnlogía (FECYT), el repositori RECYT (recyt.fecyt.es).
18. El projecte PADICAT és molt interessant des del punt de vista de la preservació; es pot ampliar informació al següent article: Llueca, Ciro; Cócera-Saló, 
Daniel; Torres, Natalia; Suades-Méndez, Gerard; Vega-Sivera, Ricard de la, «A ritmo de tweet: archivando elecciones 2.0», El profesional de la informa-
ción, 2011, vol. 20, núm. 3, p. 309-314.
d'existir estimacions de creixement dins els plans de pre-
servació. A més, si no existissin aquestes estimacions, 
no cal patir per infrautilitzar infraestructura, només s'haurà 
d'escollir una arquitectura prou escalable per ampliar-la 
fàcilment. La tercera casuística tampoc no encaixa amb 
l'emmagatzemament per preservació, tot i que sí que po-
dria ser útil per a determinats mecanismes de preservació, 
com per exemple la comprovació d'integritat (checksums) 
de grans volums de fitxers.
Així doncs, la preservació de continguts digitals, tot i ser 
possible per a qualsevol tipus de núvol, té un millor encaix 
al núvol privat. Al següent apartat es mostrarà un exemple 
en aquest sentit: la preservació de tesis doctorals que es 
realitza a la infraestructura del Centre de Serveis Científics 
i Acadèmics de Catalunya (CESCA). També es comentarà 
una experiència de núvol públic que ofereix serveis de pre-
servació, el DuraCloud, de DuraSpace.
4. Experiències de preservació digital 
al núvol
La visió del Centre de Serveis Científics i Acadèmics de 
Catalunya (CESCA) és ser capdavanter en la gestió i l'ús 
de les TIC per millorar la qualitat i l'eficiència del sistema 
universitari i de recerca, aprofitant les economies d'escala 
mitjançant la cooperació interuniversitària, les bones pràc-
tiques professionals i la compartició de recursos.
Aquesta visió encaixa directament amb el que s'ha anat 
mencionant a l'article respecte la importància de la coo-
peració en temes de preservació, i es disposa de diver-
sos serveis que ho exemplifiquen. Es pot considerar com 
un exemple de núvol privat, tant a nivell d'infraestructura, 
com de programari com a servei (SaaS).
Des de 2001 s'ha desenvolupat i es realitza el manteni-
ment evolutiu de vuit repositoris digitals17. Es preserven 
tesis, articles de revistes, documents de recerca, imatges 
o contingut audiovisual de patrimoni cultural i fins i tot 
llocs web18.
A continuació s'aprofundeix en dues experiències. La pri-
mera es tracta d'un projecte que ofereix serveis de pre-
servació al núvol, iniciativa que es va avaluar en les seves 
etapes inicials per veure si era interessant usar un núvol 
públic de manera complementària pels repositoris digitals 
gestionats pel Centre. La segona experiència detalla al-
gunes de les tècniques de preservació que s'estan fent 
servir en un dels repositoris, el TDX, interessant des de 
la temàtica d'aquest article perquè a la vegada que el re-
positori es pot considerar situat en un núvol privat per les 
institucions membres, també s'usa un altre núvol privat 
extern, la Xarxa MetaArchive.
4.1 DuraCloud
DuraCloud és un servei desenvolupat per l'organització 
sense ànim de lucre DuraSpace, que també gestiona les 
comunitats de programaris de repositoris digitals DSpa-
ce i Fedora. La seva missió és facilitar per a les instituci-
ons o usuaris finals serveis de preservació al núvol, i està 
especialitzat en serveis per a biblioteques acadèmiques, 
centres de recerca i altres organitzacions amb patrimoni 
cultural.
COBDC/Item 57/2013/p. 126-143
item_57_270913.indd   136 14/10/13   10:01
137
Els objectius inicials el 2010 eren usar el núvol tant per 
emmagatzemament de contingut com per usar les seves 
capacitats computacionals per realitzar tasques de mine-
ria de dades (data mining). Es va iniciar un pilot amb Biodi-
versity Heritage Library per pujar al núvol una còpia de 40 
TB d'espai d'algunes de les seves col·leccions, i un altre 
amb la New York Public Library per, a més de pujar contin-
guts, realitzar tasques de transformació d'imatges en TIFF 
a JPEG2000, format amb més compressió que requereix 
menys espai en disc.
Un cop enllestits els pilots, DuraCloud comença a oferir 
serveis el 2011. Actualment, és una interfície per pujar con-
tinguts i s'encarrega de redundar-los distribuint-los per di-
ferents núvols públics d'emmagatzematge, com Amazon 
o RackSpace (cloud broker). D'aquesta manera, s'aconse-
gueix que existeixin còpies dels continguts disperses geo-
gràficament en diferents núvols públics però amb un únic 
punt de gestió i facturació pel servei.
DuraCloud disposa d'eines i API per pujar continguts de 
manera cada cop més integrada amb els programaris de 
repositoris digitals, o restaurar-los en cas de necessitat. 
També disposa de mecanismes per garantir la integritat de 
les dades de les diferents còpies dels continguts dels dife-
rents núvols i de sincronització dels continguts, fet que per-
metria realitzar còpies de seguretat directament en línia.
La iniciativa també disposa de dos serveis complemen-
taris més, una interfície perquè diferents usuaris, o grups 
de recerca, puguin compartir documents de manera col-
laborativa, com un Dropbox o Google Drive; i un sistema 
per emmagatzemar i reproduir contingut audiovisual que 
després es pugui reproduir en visors incrustats als webs o 
repositoris digitals de les institucions, com Youtube o Vimeo.
La possibilitat de contractar en forma de serveis permet a 
una institució disposar de solucions simples o més robus-
tes. Existeixen, documentats al web de DuraCloud, des 
de casos d'ús on es fa servir per preservar una còpia de 
diverses col·leccions importants que ocupen entre 1 i 2 TB 
d'espai per un cost aproximat de 4.500 $ trimestrals, fins a 
altres institucions que a banda de disposar de còpies tam-
bé disposen d'una còpia primària en línia i mecanismes de 
sincronització entre totes, que amb més de 5 TB d'espai 
té un cost trimestral d'aproximadament 31.000 $19.
Existeixen altres serveis semblants a DuraCloud, o alguns 
de mixtes que combinen l'emmagatzemament local amb 
el remot al núvol20. Aquests poden ser útils per a deter-
minades institucions, tot i que, com s'ha mencionat a 
l'apartat anterior, el tema de l'emmagatzemament encai-
xa de manera més natural per la preservació en els núvols 
privats. El que pot ser més interessant d'iniciatives com 
DuraCloud és l'oferiment de serveis no només enfocats a 
l'emmagatzemament, sinó a la computació, com apunta-
ven els objectius del projecte i algun pilot inicial, i que es 
puguin fer, per exemple, migracions massives de formats.
4.2 Preservació de les tesis doctorals del TDX
Tesis Doctorals en Xarxa (TDX) és un repositori coopera-
tiu que conté, en format digital, tesis doctorals llegides a 
les universitats de Catalunya i d'altres comunitats autò-
nomes. La consulta de les tesis és d’accés lliure. Els ob-
jectius d'aquest repositori, gestionat i coordinat pel Con-
sorci de Biblioteques Universitàries de Catalunya (CBUC) 
i el Centre de Serveis Científics i Acadèmics de Catalunya 
(CESCA), i patrocinat per la Generalitat de Catalunya, són 
difondre els resultats de la recerca universitària, oferir als 
autors una eina per incrementar l'accés i la visibilitat del 
seu treball i afavorir l'edició electrònica en obert de la pro-
ducció científica pròpia.
Les tesis doctorals són un contingut que tradicionalment, 
per la seva qualitat, s'ha considerat important per ser 
preservat. A continuació és detallaran, en clau històrica, 
19. Existeixen diverses modalitats de subscripció segons els serveis contractats (duracloud.org/pricing) [Consulta: 30/06/13].
20. Com el pilot Kindura, del JISC (www.jisc.ac.uk/whatwedo/programmes/flexibleservicedelivery/kindura.aspx) [Consulta: 30/06/13].
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El 2006 es van produir dues migracions més de suports. 
D'una banda, es va migrar del servidor dedicat cap a un 
clúster d'alta disponibilitat de 32 nodes HP DL360 amb 
altres repositoris digitals gestionats pel CESCA. D'altra 
banda, es va renovar el robot de cintes de backup, passant 
a un Adic Scalar i2000. La primera de les migracions va 
ser més transparent, ja que les tesis estaven emmagat-
zemades a la cabina de discs, però la segona va ser més 
costosa perquè les cintes eren d'una generació tecnològi-
ca molt diferent.
El 2009 es va renovar la cabina de discs, passant a un 
NetApp FAS3170 amb 60 TB d'espai en disc i majors pres-
tacions per augmentar la tolerància a la fallada dels discs22. 
I el 2013 està previst tornar a migrar la capacitat de proces-
sament a un nou clúster d'alta disponibilitat.
Com es pot veure, cada pocs anys és normal que es pro-
dueixin canvis en la infraestructura i que s'hagin de realit-
zar migracions d'unes tecnologies de disc o cinta a unes 
altres per poder seguir preservant les dades. El mateix 
passa amb el programari. El TDX es va desenvolupar el 
2001 amb el programari especialitzat per a tesis doctorals 
ETDdb, creat a la Virginia Tech University, eina usada ales-
hores per la xarxa internacional Networked Digital Library 
of Theses and Dissertations (NDLTD), de la qual el TDX en 
forma part.
Amb els temps, se li han anat incorporant millores al pro-
gramari, incloent mòduls per a la publicació pel protocol 
d'interoperativitat OAI-PMH i d'estadístiques d'ús. Però 
les necessitats del repositori, més usat cada vegada, no 
estaven alineades al ritme d'actualització del programari, 
fet pel qual es va migrar el 2011, any del seu dècim ani-
versari, cap a la plataforma DSpace. La migració va supo-
sar la reestructuració de la informació i el traspàs de les 
metadades de l'antic sistema de l'ETDdb a Dublin Core.
21. Es poden consultar estadístiques sobre el TDX a CESCA, Memòria d'activitats de 2012 [En línia]. <http://www.cesca.cat/sites/default/files/docs/
ma12_0.pdf> [Consulta: 1/06/13].
22. Com el RAID-DP. Més informació a NetApp, «FAS3100 Series Technical Specifications», <http://www.netapp.com/us/products/storage-systems/
fas3100/fas3100-tech-specs.aspx> [Consulta: 1/06/13].
alguns dels mecanismes de preservació que des dels con-
sorcis gestors, que es poden considerar un núvol privat 
de les institucions participants al TDX, s'han implementat, 
com ara la migració de suports, la replicació i la comprova-
ció de la integritat dels continguts.
El repositori es va posar en funcionament l'any 2001, i va 
rebre 8.000 consultes a unes poques tesis que aleshores 
ocupaven 80 GB d'espai en disc. A finals de 2012 disposava 
ja de 13.562 tesis en accés obert incorporades per divuit 
universitats participants. L'espai de les tesis s'ha incremen-
tat de manera moderada fins als 200 GB (es tracta de fitxers 
en PDF), però els accessos a aquestes tesis han crescut de 
manera exponencial, fins als 18 milions de consultes21.
La infraestructura actual del TDX ha escalat per poder ser-
vir la demanda actual d'usuaris que volen consultar les te-
sis, i això ha implicat haver de fer migracions de suport, 
tant de programari com de maquinari. La primera instància 
del repositori es va allotjar en un supercomputador, un HP 
V2500 amb 16 processadors, 4 GB de memòria i 227 GB 
de disc. I ja aleshores es realitzava una còpia de seguretat 
a una cabina de cintes StorageTek TimberWolf 9740, que 
tenia una capacitat de 2,7 TB.
El 2003 es va migrar el TDX cap a un nou entorn més 
especialitzat per a aquest tipus de producte. D'una ban-
da, la capacitat de càlcul del repositori va passar a un 
servidor dedicat HP rp5430, i d'altra banda, l'espai per 
emmagatzemar les tesis es va separar a una cabina de 
discs HP EVA v.2 amb 2,8 TB d'espai disponible. El fet de 
separar l'emmagatzemament a una cabina especialitzada 
permetia un millor creixement i aprofitament de l'espai, 
i també més mesures de preservació, més sofisticades, 
que incorporava la pròpia cabina, més tolerant a fallades 
de discs que no pas quan aquests estan als propis ser-
vidors.
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A banda de la migració de suports, un altre mecanisme de 
preservació present al TDX és la replicació de les dades. 
Actualment existeixen onze còpies de les tesis doctorals 
distribuïdes de la següent manera:
1.  La versió en línia del repositori accessible en obert a 
través de www.tdx.cat.
2. Una còpia de seguretat a la llibreria de cintes del CESCA, amb 
una política de backup diària amb retencions de fins a 1 any.
3.  Una altra còpia de seguretat en cinta, desada en un 
armari ignífug dins les instal·lacions del CESCA.
4.  Una tercera còpia de seguretat en cinta guardada a uns 
150 km del centre de dades, al magatzem cooperatiu 
de documents de baix ús GEPA.
5.  Set còpies fosques a la xarxa MetaArchive, iniciativa de 
la qual s'amplia informació a continuació.
Tant pel refresc de suports com per disposar de diverses 
còpies de les tesis, un aspecte bàsic de la preservació és la 
comprovació de la integritat dels fitxers, és a dir, que la infor-
mació dels fitxers no hagi estat alterada i pugui ser accessi-
ble. És important aquesta comprovació en cada migració de 
suport i també que es garanteixi en les còpies distribuïdes. 
Per a les migracions, les comprovacions són ad hoc, però 
per les còpies es realitza de manera periòdica, mitjançant el 
propi DSpace per a la versió en línia de les tesis, i amb el pro-
gramari LOCKSS per a les còpies de la xarxa MetaArchive.
4.2.1 MetaArchive
La cooperativa MetaArchive23 és una xarxa de preservació 
digital administrada per l'Educopia Institute, una organit-
zació sense ànim de lucre per ajudar les institucions a pre-
servar i fer accessibles els seus actius digitals. La missió 
de la cooperativa és difondre coneixement sobre mètodes 
de preservació digital distribuïda i crear una xarxa estable 
©istockphoto/cmcderm1
"... un aspecte bàsic de la preservació 
és la comprovació de la integritat dels 
fitxers, és a dir, que la informació dels 
fitxers no hagi estat alterada i pugui ser 
accessible."
23. Educopia Institute. «MetaArchive Cooperative Charter» [En línia], march 2007. <http://www.digitalpreservation.gov/partners/documents/MetaArchi-
veCharter_0707.pdf> [Consulta: 28/06/13].
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i dispersa geogràficament de còpies fosques (dark archi-
ves) de continguts digitals a la que es recorrerà, en cas 
necessari, per restaurar col·leccions dels seus membres.
L'experiència va començar el 2002 quan sis biblioteques 
del sud-est dels Estats Units van treballar plegades per 
desenvolupar una solució de preservació digital per a les 
seves col·leccions de continguts especials. Van arribar a 
la conclusió, també amb la Library of Congress, que cap 
d'elles podria arribar a tenir individualment una solució se-
gura i sostenible per a la preservació a llarg termini de con-
tinguts digitals, però que unides podien crear un sistema 
distribuït. El fruit d'aquesta col·laboració va ser una iniciati-
va de i per a biblioteques, arxius i altres organitzacions de 
memòria digital.
Les organitzacions que comparteixin la missió i els objec-
tius de la iniciativa poden formar-ne part. Hi ha tres tipus 
de membres, amb uns drets i deures determinats. Con-
cretament:
1.  Membre de sosteniment. Institucions que lideren la 
iniciativa, a través d’un comitè format per un membre 
de cada institució. Són els responsables principals de 
provar, desenvolupar i mantenir el maquinari i el progra-
mari, la connexió de la xarxa i la transmissió dels estàn-
dards, incloent el disseny i la implementació de noves 
característiques, tractant amb temes de seguretat, va-
lidació de continguts, control de la integritat de les da-
des i rastreig de metadades. També són responsables 
de preservar part del contingut digital de la xarxa.
2.  Membres de preservació. Institucions responsables de 
preservar part del contingut digital de la xarxa.
3.  Membres col·laboratius. Grup d’institucions que exe-
cuten un node de preservació centralitzat i compartei-
xen a través seu continguts digitals. Aquest membre 
ha de ser una entitat legal i assignar personal tècnic per 
al desenvolupament i l'adaptació de codi (plugins) per 
tal de preparar les col·leccions per a la seva ingesta a la 
xarxa, així com la gestió d’aquestes col·leccions (altes 
i baixes).
Tots els membres han d’instal·lar i mantenir un node de 
preservació (que anomenen cache) amb unes característi-
ques determinades24, dedicar un percentatge de recursos 
humans tècnics i pagar una quota econòmica25. A canvi, 
es beneficien de poder restaurar els continguts preservats 
en cas de desgràcia i disposen d'informes periòdics de 
l’estat dels continguts.
Diverses universitats i biblioteques d’arreu del món parti-
cipen en aquesta xarxa cooperativa i, tot i que la majoria 
són de l’àmbit nord-americà, també n'hi ha una al Brasil, 
una a Anglaterra i, des del 2011, hi participa el TDX (vegeu 
la figura 1). Entre els centres participants destaquen la Ge-
orgia Tech, la Virginia Tech i la Library Congress.
La infraestructura de la xarxa es basa en el programari lliu-
re LOCKSS26, un sistema de preservació digital dirigit a bi-
blioteques construït sobre el principi que «conservar mol-
tes còpies assegura la preservació del material» (lots of 
24. Les característiques principals del servidor, actualment, són que ha de disposar de 6 GB de memòria i entre 16 i 24 TB d’espai de disc. Aquest disc ha 
de ser preferiblement intern del node i no d’un sistema SAN o NAS d’emmagatzemament, ja que un dels requisits dels nodes de la xarxa és que siguin 
el màxim d’homogenis entre si i quan més aïllats d’altres entorns informàtics millor. Cerquen el concepte de simplicitat més que el de redundància 
o sofisticació perquè si un node cau, existeixen altres còpies del seu contingut a altres nodes de la xarxa i es pot restaurar un cop el problema s’hagi 
solucionat. Existeix el compromís entre els membres de renovar, cada tres anys, les característiques del node. La resta de característiques tècniques 
es poden consultar a Educopia Institute, «Technical Specifications. The MetaArchive Cooperative» [En línia], 23 de gener de 2013. <http://www.meta-
archive.org/public/resources/charter_member/2013_Technical_Specifications.pdf> [Consulta: 28/06/13].
25. Actualment, el cost del node servidor que cada membre ha d’instal·lar és d’aproximadament 4.600 $ més 1 $ per cada GB emmagatzemat a l’any i un 
2% d’un administrador de sistemes. La quota dels membres de sosteniment és de 5.500 $/any, 3.000 $/any els membres de preservació i variable 
en funció del número d’institucions per als membres col·laboratius (www.metaarchive.org/costs) [Consulta: 28/06/13].
26. Programari lliure LOCKSS (www.lockss.org) [Consulta: 28/06/13].
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còpies keep stuff safe)27. El seu funcionament es basa en 
la distribució de còpies fosques de les tesis en diferents 
servidors de les institucions participants, assignats arbitrà-
riament i per criteris de llunyania geogràfica. Per assegu-
rar la preservació dels documents es fan comprovacions 
periòdiques bit a bit de les dades per tal de detectar-ne 
qualsevol corrupció i restablir, en cas que sigui necessari, 
la integritat dels fitxers.
La xarxa MetaArchive no intenta substituir altres mecanis-
mes de preservació locals, sinó que es tracta d'un núvol 
privat complementari en el qual actualment s'estan pre-
servant tesis doctorals de les institucions participants. 
Usant el mateix programari LOCKSS també es podrien fer 
altres xarxes per preservar de la mateixa manera diferents 
continguts especials. Això sí, les tesis doctorals ocupen 
poc espai, però s'han de tenir en compte els costos de 
disposar d'una solució d'aquestes característiques per a 
27. Al web de MetaArchive modifiquen un parell de cites de Ben Franklin per il·lustrar la missió de la cooperativa, com «A place for everything, everything 
in its place, and seven secure copies» o «Nothing is certain but death, taxes, and file corruption» (www.metaarchive.org) [Consulta: 28/06/13].
28. Castillo, José Manuel; Jorba, Ferran. «Emmagatzematge distribuït i preservació digital: una panoràmica d'alternatives» [En línia]. BiD: textos universi-
taris de biblioteconomia i documentació, juny, núm. 20. <http://www.ub.edu/bid/20casti1.htm> [Consulta: 30/06/13].
grans volums de dades. Si el que es vol preservar a la xar-
xa són 10 TB s'ha de posar a disposició de la xarxa entre 
70 i 80 TB de disc28, fet que limita aquesta solució només 
a determinats continguts.
5. Conclusions
La preservació digital assegura l'accés als continguts digi-
tals a llarg termini. Es treballa amb grans volums de dades 
on s'automatitzen al màxim totes les operacions per sim-
plificar els processos de gestió. Existeixen mecanismes 
de preservació que estan prou estandarditzats i documen-
tats com perquè es puguin considerar una comodity, és a 
dir, que s'implementen de la mateixa manera a diferents 
organitzacions.
El seu funcionament es basa
en la distribució de còpies fosques de 
les tesis en diferents servidors de
les institucions participants, assignats 
arbitràriament i per criteris de llunyania 
geogràfica.
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Figura 1. Localització dels membres de la cooperativa MetaArchive
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Una opció és oferir aquests mecanismes com a serveis 
mitjançant el núvol públic sota la modalitat de pagament 
per ús, concepte que destaca des de fa uns anys a totes 
les travesses de tendències tecnològiques de les consul-
tores29. De totes maneres, els continguts típicament de 
preservació, on la demanda d'espai és sempre acumulati-
va i s'hauria de disposar d'estimacions de creixement dins 
els plans de preservació, no hi acaben d'encaixar. Els cos-
tos d'operació són actualment més elevats30 en serveis 
al núvol públic que preservar a la infraestructura de les 
pròpies institucions (núvols privats).
Amb els actuals models de negoci del núvol públic, creiem 
que només poden fer ombra al núvol privat en temes de 
preservació quan facin falta recursos computacionals ele-
vats de manera temporal com, per exemple, per realitzar 
migracions massives de formats. Aquest és un camp que 
es troba encara a les beceroles del que pot arribar a ser. 
S'ha de tenir en compte que cada contingut a preservar 
té uns requisits determinats que s'han de garantir a l'hora 
d'escollir mesures de preservació, i que no existeixen so-
lucions globals (sostenibles) per a tot. El futur és híbrid, on 
diferents mesures o solucions s'hauran de combinar per 
tal de ser eficients des del punt de vista tècnic i sobretot 
econòmic. El TDX és un exemple on es complementen ac-
tualment la preservació dins la infraestructura tecnològica 
del CESCA i la xarxa MetaArchive.
La preservació digital no és prou «agraïda»; es tracta d'una 
disciplina enfocada a llarg termini i on només és noticia si 
falla, com l'electricitat, en la qual només hi penses quan 
se'n va la llum. Això la fa poc visible i fa que no existeixi 
prou pastís encara perquè empreses del núvol apostin fort 
i ofereixin solucions rendibles a les institucions.
El fet que les institucions apliquin mesures de manera in-
dividual també té costos elevats que poden compartir-se 
col·laborant entre elles, per exemple, a través de consor-
cis com el CESCA o el CBUC, o en iniciatives com la xarxa 
MetaArchive. Generalment, no existeix un valor diferen-
cial entre institucions a l'hora de preservar les seves col-
leccions («simplement» volen poder-hi accedir a llarg ter-
mini). La col·laboració és clau per a la seva sostenibilitat.
La preservació digital no es tracta només d'un repte tec-
nològic, sinó que s'ha d'abordar també amb mesures or-
ganitzatives, financeres i legals que facin sostenibles els 
sistemes de preservació.
Aspectes organitzatius com determinar quina informació 
digital ha de ser preservada, en quin tipus de tecnologia i 
amb quins costos, són bàsics durant el disseny dels sis-
temes de preservació, ja que existeixen diferents opcions 
a implementar depenent d'aquests factors. També és ne-
cessari definir clarament dins de les institucions els dife-
rents rols (selecció, curator, responsable de seguretat...) 
que requereix la preservació. Avui en dia és un problema 
que aquests perfils no estiguin clarament establerts dins 
les institucions.
Un altre problema actual és que es volen preservar grans 
quantitats de documents que han estat digitalitzats grà-
cies a ajudes o subvencions puntuals que no tenien en 
compte els costos de la preservació. Aquests conceptes, 
digitalització i preservació, haurien d'anar relacionats d'ori-
gen.
Actualment, el factor econòmic és un fre per a les activi-
tats de preservació digital, que no generen un rendiment 
tangible immediat sinó a llarg termini. Si es vol assegurar 
l'accés i l'ús futur dels documents digitals cal una bona 
tria de les eines de preservació, una bona selecció dels 
documents a preservar i que el sistema sigui sostenible i 
assumit institucionalment.
29. Pragsis. Tecnología e innovación, «Gartner identifica el Top 10 para 2013 en tendencias de estrategias en tecnología» [En línia]. <http://bigdata-hadoop.
pragsis.com/blog/2012/11/23/gartner_identifica_el_top_10_para_2013_en_tendencias_de_estrategias_en_tecnologia> [Consulta: 1/06/13].
30. Rosenthal, David S. H.; Vargas, Daniel L. «Distributed Digital Preservation in the Cloud». [En línia], International Journal of Digital Curation. 2013, p. 
107-119. <http://ijdc.net/index.php/ijdc/article/view/248> [Consulta: 1/08/13].
COBDC/Item 57/2013/p. 126-143
item_57_270913.indd   142 14/10/13   10:01
143
Bibliografia
Ambrust, Michael; Fox, Armando; GriFFith, Rean; Joseph, 
Anthony D.; Katz, Randy H.; KonwinsKi, Andrew; lee, Gun-
ho; patterson, David A.; rabKin, Ariel; stoiCa, Ion; zaharia, 
Matei. «Above the Clouds: A Berkeley View of Cloud Com-
puting» [En línia]. Technical Report, No. UCB/EECS-2009-
28, febrer de 2009. <http://www.eecs.berkeley.edu/Pubs/
TechRpts/2009/EECS-2009-28.pdf> [Consulta: 25/07/13].
Castillo, José Manuel; jorba, Ferran. «Emmagatzematge 
distribuït i preservació digital: una panoràmica d'alternati-
ves» [En línia]. BiD: textos universitaris de bibliotecono-
mia i documentació, juny, núm. 20. <http://www.ub.edu/
bid/20casti1.htm> [Consulta: 30/06/13].
Educopia Institute. «MetaArchive Cooperative Charter» 
[En línia], march 2007. <http://www.digitalpreservation.
gov/partners/documents/MetaArchiveCharter_0707.pdf> 
[Consulta: 28/06/13].
elVira silleras, María. «Preservación de los documentos 
digitales: Guía para comenzar. ISO/TC 46/SC 11. Versión 
española, octubre 2010», Revista Española de Documen-
tación Científica, 34, julio-septiembre 2011, p. 461-477.
gallart marsillas, Núria; KeeFer, Alice. «Preservació 
de dipòsits digitals» [En línia]. Consorci de Biblioteques 
Universitàries de Catalunya, 2007. <http://hdl.handle.
net/2072/4078> [Consulta: 01/08/13].
gallart marsillas, Núria; KeeFer, Alice. La preservación di-
gital: el reto para bibliotecas en el siglo XXI. Barcelona: 
Editorial UOC, 2007. ISBN: 978-84-9788-567-6.
jorba, Ferran. «I si deixem de parlar de preservació digi-
tal? Variacions sobre un tema de David Rosenthal, amb un 
poutpourri final amb la CDLib Orchestra» [En línia]. Con-
sorci de Biblioteques Universitàries de Catalunya, 2010. 
<http://hdl.handle.net/2072/67597> [Consulta: 01/08/13].
laVoie, Brian F. «The Open Archival Information System 
Reference Model: Introductory Guide» [En línia]. <http://
www.dpconline.org/docs/lavoie_OAIS.pdf> [Consulta: 
01/08/13].
llueCa, Ciro. «Preservación digital: 5 reglas para tomar 
decisiones». XIII Jornadas españolas de documentación 
(FESABID). 25 de mayo de 2013. Toledo.
rosenthal, David S. H.; Vargas, Daniel L. «Distributed Digi-
tal Preservation in the Cloud» [En línia], International Jour-
nal of Digital Curation. 2013, p. 107-119. <http://ijdc.net/
index.php/ijdc/article/view/248> [Consulta: 1/08/13].
térmens, Miquel. Preservación Digital. Editorial UOC - El 
Profesional de la Información, 2013.
Vega, Ricard de la. «Repositorios en la nube» [En línia]. 
Jornadas OS-Repositorios (4as : 2010 : Barcelona), 2010. 
<http://hdl.handle.net/10609/1705> [Consulta: 01/08/13].
Ricard de la Vega/Dossier/p. 126-143
item_57_270913.indd   143 14/10/13   10:01
