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Abstract— White box testing is a testing technique used to 
examine the structure of a program and retrieve test data from 
the logic of the source code. Many works conduct various white 
box testing method. However, there is no testing that compares 
the approach between methods in white box testing. Testing is 
done by checkeing the source code of the Reporting Information 
System program at TB HIV Care Community ‘Aisyiyah 
Tanggamus, Lampung. This system was built to assist Data 
Collection Staff in collecting the report data and monitoring the 
result of the progress in implementation activities. In this 
research, testing was done using two white box testing 
techniques: statement coverage testing and branch coverage 
testing. The result of the identification from the performed tests 
were obtain 7 stages in both testing techniques. Other 
comparison are obtained regarding the object of the execution, 
the test data requirement and the completeness of the coverage 
where the branch testing has wider in scope/coverage than the 
statement testing. 
Abstrak— Metode white testing adalah teknik pengujian yang 
digunakan untuk memeriksa struktur program dan mengambil 
data uji dari logika kode program yang dibuat. Banyak 
pendekatan tentang pengujian dengan menggunakan metode 
pengujian white box. Namun, belum ada pengujian yang 
membandingan pendekatan antara teknik-teknik pada white box 
testing. Pengujian dilakukan dengan melakukan pengecekan 
terhadap source code program Sistem Informasi Reporting pada 
Community TB-HIV Care ‘Aisyiyah Tanggamus, Lampung. 
Sistem Informasi Reporting ini dibangun dengan tujuan untuk 
membantu staf data collection dalam mengkoleksi data capaian 
laporan pelaksanaan kegiatan dan memantau hasil 
perkembangan capaian pelaksanaan kegiatan. Pada penelitian 
ini dilakukan pengujian dengan menggunakan teknik dari white 
box testing yaitu statement coverage dan branch coverage 
testing. Hasil identifikasi pengujian yang dilakukan yaitu 
diperoleh 7 tahapan dalam melakukan pengujian baik 
menggunakan teknik statement coverage ataupun branch 
coverage. Perbandingan yang lain diperoleh terkait obyek 
eksekusi, kebutuhan data uji dan kelengkapan coverage di mana 
branch testing lebih luas cakupannya dari statement coverage 
testing. 
Keywords—white box testing; statement coverage testing; 
branch coverage testing; pengujian perangkat lunak 
I. PENDAHULUAN 
Pengujian perangkat lunak adalah suatu proses yang dibuat 
sedemikian rupa dalam mengidentifikasi ketidaksesuaian 
terhadap kinerja dari suatu program atau sistem untuk 
mendapatkan hasil yang diharapkan [1]. Berbagai macam 
metode dilakukan dalam pengujian dengan mengoprasikan 
perangkat lunak dalam suatu kondisi yang dikendalikan, 
seperti halnya dengan melakukan pengecekan pada sistem 
apakah sistem yang dibangun telah sesuai sebagaiamana yang 
telah ditetapkan menurut spesifikasi, kemudian mendeteksi 
kesalahan atau menemukan kesalahan yang ada pada sistem, 
dan melakukan validasi apakah sistem sudah siap untuk 
digunakan oleh pengguna atau belum. Di samping itu 
pengujian juga berguna dalam melakukan evaluasi efektiftas 
kerja bagi pengembang perangkat lunak ataupun penguji 
perangkat lunak. Dengan demikian secara tidak langsung 
dijelaskan bahwasannya pengujian memiliki peranan penting 
dalam suatu kontruksi perangkat lunak, sehingga perencanaan 
pengujian yang baik sangat perlu diperhatikan. Hal-hal yang 
perlu diperhatikan dalam suatu pengujian yaitu pemilihan dan 
perancanaan teknik-teknik yang akan digunakan saat 
melakukan pengujian pada perangkat lunak tersebut.  
Secara gari besar terdapat dua cara atau metode dalam 
melakukan pengujian yaitu metode black box testing dan white 
box testing. Pada umumnya kebanyakan para pengembang 
perangkat lunak (developer) melakukan pengujian dengan 
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black box testing. Adapun pengujian yang dilakukan yaitu 
menguji pada fungsionalitas sistem dan tampilan antar muka 
sistem dengan cara menginputkan perintah dan melihat 
hasilnya, di samping itu pengujian dengan black box testing 
juga mudah dipahami. Namun demikian, tidak semua sistem 
informasi atau program hanya sebatas melakukan pengujian 
secara fungsionalitas atau tampilan antarmuka sistem saja, 
tetapi juga perlu dilakukan pengujian pada struktur dan logika 
dari kode program yang dibuat biasa disebut dengan metode 
pengujian white box testing. Karena pada dasarnya pengujian 
dengan metode white box testing merupakan awalan pengujian 
pada perangkat lunak seiring dengan setelahnya yaitu 
dilakukan pengujian menggunakan black box testing. 
Pengujian white box testing diperlukan dalam membangun dan 
menganalisa apakah sistem sudah berjalan semestinya atu 
tidak. Di samping itu pengujian dengan white box dilakukan 
pengecekan pada perangkat lunak (struktur dan kontrol alur 
logika program) secara lebih detail dan komplek dibandingkan 
dengan metode pengujian black box [2]. 
Community TB/HIV Care ‘Aisyiyah adalah komunitas 
yang bergerak dalam penanggulangan penyakit menular 
khususnya Tubercolosis (TB) [3]. Komunitas ini merupakan 
program kerja dari Pimpinan Pusat Muhammadiyah ‘Aisyiyah. 
Dalam pelaksanaan program community TB-HIV Care 
Aisyiyah, saat ini telah bekerjasama dengan Sub-Recipient 
(SR) yang tersebar di 25 provinsi di Indonesia dan Sub-sub 
Recipient (SSR) yang tersebar di 160 kabupaten/kota dan 
salah satunya adalah Kabupaten Tanggamus, Lampung. 
Dalam menunjang aktifitas yang berjalan pada communty TB-
HIV Care Aisyiyah, maka akan dibangun sebuah sistem 
informasi berbasis website yaitu Sistem Informasi Reporting 
pada Community TB-HIV Care ‘Aisyiyah Tanggamus. Sistem 
informasi dibangun dengan tujuan dapat membantu staf data 
collection dalam mengumpulkan data laporan penjaringan 
suspect (terduga TB-HIV) dari kader-kader di lapangan dan 
menyiapkan laporan bulanan. Dan sistem juga dapat 
membantu pihak-pihak terkait dalam memantau informasi 
terhadap kesesuaian kinerja kader di lapangan dan informasi 
jumlah capaian yang diperoleh dari penjaringan suspect di 
beberapa daerah kecamatan, kabupaten Tanggamus. 
Pada penelitian ini akan dilakukan pengujian dengan 
menggunakan dua teknik dari metode white box testing yaitu 
statement coverage testing dan branch coverage testing. 
Pengujian yang dilakukan pada sistem informasi reporting ini 
diharapkan menghasilkan sebuah sistem informasi yang sesuai 
dengan kebutuhan pengguna dan memudahkan para 
pengembang perangkat lunak dalam menganalisis untuk 
pengembangan sistem ini ke depannya. Berdasarkan latar 
belakang masalah tersebut maka dapat diambil rumusan 
masalah yaitu bagaimana melakukan pengujian perangkat 
menggunakan 2 teknik yaitu statement coverage testing dan 
branch coverage testing. Dan apakah karakteristik yang 
membedakan antara kedua teknik tersebut. Tujuan yang ingin 
dicapai adalah dapat mengetahui perbandingan antara kedua 
teknik tersebut, yaitu teknik statement coverage dan branch 
coverage dan mengetahui kinerja dari penggunaan penggujian 
kedua teknik terhadap sistem informasi reporting ini. 
II. KAJIAN PUSTAKA 
Pengujian pada aplikasi inventory sebuah budi daya ikan 
yang menggunakan metode white box testing dan black box 
testing [4]. Teknik yang dipakai dalam pengujian white box 
testing yaitu statement coverage dan branch coverage. 
Pengujian dilakukan dengan mengambil sampel dari salah satu 
form di dalam aplikasi yaitu login user yang digunakan untuk 
memeriksa sebuah masukan username dan password dari 
pengguna. Kemudian membuat sebuah skenario uji yang akan 
menjadi acuan pada proses pengujian. 
Pada pengujian ini dilakukan dengan memasukkan 
username dan password secara berturut-turut sesuai dengan 
skenario uji coba dengan memberikan kondisi di mana 
username dan password yang benar adalah “TOKO dan 
IKANHIAS”. Dan setelah memasukkan username dan 
password yang berbeda dari yang sudah ditentukan maka akan 
muncul suatu pesan kesalahan jika hasilnya adalah gagal 
karena tidak sesuai. Berdasarkan hasil pengujian, sebuah 
statement tidak lain adalah baris kode atau instruksi yang 
digunakan untuk komputer untuk memahami dan memberi 
tindakan. Pengujian dilakukan hanya dengan menjalankan 
baris kode yang dieksekusi setidaknya satu kali. Sedangkan 
proses pengujian pada branch yang dilakukan yaitu merubah 
statement ke dalam bentuk flowchart. Pengujian dilakukan 
dengan mengecek pada setiap kondisi kemungkinan true dan 
false seperti memberikan masukan username dan password 
yang berbeda dari “TOKO dan IKANHIAS” maka hasilnya 
akan muncul pesan error dan dikembalikan pada kondisi 
mengisi username dan password ulang. Dengan kata lain yang 
membedakan dari teknik statement coverage, yaitu pada 
branch coverage menjalankan semua statement yang tidak 
dilalui pada pengujian statement dan memastikan bahwa setiap 
cabang dari masing-masing titik keputusan dijalankan. Pada 
penelitian ini, pengujian menggunakan metode white box 
testing tidak melibatkan adanya kesalahan, hanya didasarkan 
untuk menunjukan proses-proses yang dilewati pada setiap 
statement dan kondisi yang ada. 
Selanjutnya penelitian pada aplikasi pencarian rute 
angkutan umum, pengujian dengan white box testing 
dilakukan untuk mendapatkan sebuah test case dalam menguji 
sebuah algoritma pada kode program, adapun metode yang 
digunakan dalam pengujian ini yaitu metode basis path untuk 
menguji sebuah Algoritma Dijkstra [5]. Pengujian dilakukan 
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dengan melakukan perhitungan tingkat akurasi dari pencarian 
rute angkutan kota dan bus rapid transit (BRT). Prosedur 
pengujian pada aplikasi tersebut yaitu dengan memasukkan 
node awal dan node tujuan, kemudian sistem menampilkan 
hasil pencarian rute terpendek. Dari hasil pencarian pada 
sistem tersebut maka akan dicocokkan kembali kesesuaiannya 
dengan hasil yang diharapkan yang diperoleh dari perhitungan 
manual. Pengujian pada graph trayek angkot dilakukan 
dengan 15 data uji yang disajikan, kemudian pengujian pada 
graph trayek BRT dilakukan juga dengan 15 data uji. Dari 
hasil pengujian yang telah dilakukan pada 30 data uji tersebut 
didapatkan hasil dengan akurasi sebesar 100%. 
Selanjutnya penelitian pada perancangan aplikasi 
perangkat lunak gamelan virtual berbasis android, digunakan 
pengujian dengan metode white box testing dan black box 
testing [6]. Teknik yang digunakan dalam pengujian white box 
testing adalah metode base path. Pengujian dengan base path 
dilakukan untuk memungkinkan desainer test case dalam 
mengukur kompleksitas logis dari desain prosedural dan 
menggunakannya sebagai pedoman untuk menetapkan base 
set dari setiap jalur ekseskusi. Dari pengujian didapatkan hasil 
yaitu semua jalur proses terlewati, di mana setiap jalur yang 
dieksekusi dijalankan setidaknya satu kali. 
Penelitian selanjutnya yaitu untuk mengetahui kelayakan 
dari aplikasi yang dibangun pada aplikasi e-commerce di salah 
satu usaha di kota Semarang [7]. Pada aplikasi tersebut 
digunakan metode white box testing dan black box testing 
dalam tahap pengujian. Teknik yang digunakan dalam 
pengujian white box testing yaitu basis path dan kontrol 
struktur (control structure testing). Pengujian dilakukan untuk 
mengukur kompleksitas logis dari perancangan procedural. 
Berdasarkan hasil pengujian hasil kompleksitas siklomatis 
yang didapatkan memperoleh bahwa sistem dikatakan baik. 
III. METODOLOGI PENELITIAN 
Metodologi penelitian dibuat pada penelitian memiliki 
beberapa tahapan yang pertama yaitu mencari dan 
mengumpulkan informasi dari berbagai media baik dari jurnal, 
bukum dan internet yang berkaitan dengan judul penelitian. 
Sehubungan dengan pengembangan sistem informasi dan 
pengujian perangkat lunak dengan menggunakan metode 
white box testing. Yang kedua yaitu tahapan pengembangan 
sistem informasi dengan mengidentifikasi masalah yang ada 
pada community TB-HIV Care ‘Aisyiyah untuk memperoleh 
informasi tentang proses bisnis yang ada pada organisasi. 
Proses identifikasi masalah dilakukan dengan melakukan 
wawancara pada salah satu kader atau relawan dari 
community TB-HIV Care ‘Aisyiyah yaitu bapak Afriadi 
Tanjung selaku staff data collection yang bertugas dalam 
mengkoleksi data laporan pelaksanaan kegiatan seputar 
penjaringan suspect (terduga TB-HIV). Setelah 
mengumpulkan informasi maka akan diketahui kebutuhan apa 
saja yang diperlukan baik dalam kebutuhan sistem maupun 
kebutuhan pengguna sistem nanti nya, sehingga menghasilkan 
software requirement.  
Selanjutnya dalam pembuatan sistem informasi monitoring 
pada community TB-HIV Care ‘Aisyiyah menggunakan 
framework codeignitter. Seleh implementasi, dilakukan 
pengujian dengan menggunakan metode white box testing. 
Pengujian dengan white box fokus pada source code perangkat 
lunak yang dibuat. Pengujian dilakukan dengan tujuan untuk 
mengidentifikasi bugs atau kesalahan yang mungkin di dalam 
fungsi, struktur data, atau tampilan antarmuka ketika program 
dijalankan oleh pengguna sistem. Pengujian dilakukan dengan 
menggunakan data uji untuk menguji semua elemen program 
perangkat lunak seperti data internal, pengulangan, logika 
keputusan dan jalur-jalur logika program pada perangkat lunak 
yang diuji. Pengujian dilakukan menggunakan 2 teknik white 
box testing yaitu statement coverage testing dan branch 
coverage testing. 
IV. PENGEMBANGAN PERANGKAT LUNAK 
Awal tahap ini dilakukan analisis yaitu bagaimana proses 
bisnis yang berlangsung pada community TB-HIV Care 
Aisyiyah dan memberikan solusi untuk membangun sebuah 
sistem informasi dalam menunjang aktifitas yang berlangsung 
pada community TB-HIV Care Aisyiyah Tanggamus, di 
samping itu menentukan kebutuhan fungsionalitas dan non-
fungsionalitas. Analisis kebutuhan dapat dilakukan setelah 
terlebih dahulu analisis alur proses bisnis telah dilakukan. 8 
proses bisnis diidentifikasi menjadi 8 kebutuhan yang 
dianalisis kemudian. 
A. Analisis Kebutuhan 
Analisis kebutuhan fungsionalitas yang didapat pada 
sistem ini yaitu yang pertama sistem harus menyediakan 
fasilitas untuk melakukan entri laporan atau input pendataan 
suspect TB-HIV dan dapat menyimpan data laporan tersebut. 
Yang kedua sistem harus menyediakan fasilitas untuk 
melakukan pencarian data suspect. Yang ketiga sistem harus 
menyediakan fasilitas untuk menampilkan data status 
teridentifikasi TB dan HIV dari input laporan pendataan 
suspect dan menyediakan fasilitas untuk tambah data 
pengawas menelan obat (PMO). Yang keempat, sistem harus 
menyediakan fasilitas untuk menampilkan informasi status 
laporan penjaringan data suspect kepada admin (Staff DC 
SSR). Yang kelima sistem harus menyediakan fasilitas untuk 
mengelola data referensi seperti tambah, edit, dan hapus. Yang 
keenam sistem harus menyediakan fasilitas untuk mengelola 
data pengguna sistem seperti tambah, edit, dan hapus. Yang 
ketujuh sistem harus menyediakan fasilitas untuk melakukan 
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entry laporan honorarium koordinator kader di lapangan. 
Selanjutnya sistem harus menyediakan informasi data 
rekapitulasi laporan bulanan seperti, laporan honorarium 
kader, koordinator, kinerja kader, dan laporan penemuan kasus 
TB. Di samping itu sistem juga harus menyediakan fasilitas 
untuk mengelola target indikator seperti tambah, edit, dan 
hapus. Dan yang terakhir sistem dapat menyediakan informasi 
capaian indikator dari target yang ditentukan sebelumnya 
dalam bentuk grafik. 
Analisis kebutuhan non-fungsionalitas yang didapatkan 
yaitu Sistem harus mampu melakukan autentifikasi agar 
pengguna sistem dapat masuk ke dalam sistem sesuai dengan 
username dan password yang sudah ditentukan sebelumnya. 
Dan sistem informasi ini dikembangkan dengan berbasis web 
dan menggunakan framework Codeignitter versi 3.1.8. 
B. Perancangan Model 
Use case diagram merupakan sebuah model diagram UML 
yang menggambarkan fungsionalitas dari sebuah sistem dan 
mempresentasikan interaksi yang terjadi antara aktor dengan 
proses atau sistem yang dibangun. Dari ketigat aktor dan 
delapan use case yang telah diidentifikasi sebelumnya, maka 
dibuatlah sebuah model diagram use case yang 
merepresentasikan interaksi yang ada antara aktor dan sistem, 
adapun use case diagram pada sistem informasi reporting 
community TB-HIV Care Aisyiyah Tanggamus dapat dilihat 
pada Gambar 1. Dan Gambar 2 adalah acitivity diagram dari 
use case Mengelola Laporan Data Suspect TB-HIV. 
 
 
Gambar 1. Diagram use case 
 
 
Gambar 2. Diagram aktivitas Mengelola Laporan Data Suspect 
C. Implementasi Sistem 
Implementasi sistem merupakan tahapan yang dilakukan 
untuk merepresentasikan hasil yang diperoleh dari tahap 
perancangan yang dikerjakan sebelumnya. Adapun 
implementasi pada sistem informasi reporting community TB-
HIV ‘Asiyiyah tanggamus di contohkan dalam salah satu use 
case yaitu Mengelola Laporan Data Suspect, seperti 
dimodelkan pada Gambar 2. 
Halaman mengelola laporan penjaringan data suspect 
merupakan halaman yang digunakan oleh koordinator pada 
masing-masing kecamatan yang sudah terdaftar. Halaman ini 
bertujuan untuk menginputkan data pasien terduga (suspect) 
penyakit tuberculosis dan menyimpan data terduga penyakit 
TB tersebut oleh koordinator. Di samping itu staff DC maupun 
koordinator kader di lapangan juga dapat mengelola laporan 
data suspect seperti merubah dan menghapus data apabila 
diperlukan. Adapun implementasi pada halaman memasukkan 
laporan penjaringan data suspect dapat dilihat pada Gambar 3. 
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Gambar 3. Halaman Tampil Data Suspect TB-HIV 
V. PENGUJIAN PERANGKAT LUNAK 
Dalam penelitian ini akan dilakukan pengujian dengan 
menggunakan metode white box testing yang didasarkan pada 
pengujian dengan melihat source code pada perangkat lunak 
itu sendiri. Pengujian white box dilakukan untuk meyakinkan 
semua statement dan kondisi dieksekusi secara minimal. 
Adapun teknik yang digunakan yaitu teknik statement 
coverage testing dan branch coverage testing. 
A. Persiapan Pengujian 
Pada halaman memasukkan laporan penjaringan data 
suspect (UC-01) yang dilakukan oleh koordinator kecamatan 
terdapat beberapa method atau function dalam class 
Datasuspect. Karena keterbatasan dalam penulisan laporan 
maka yang disampaikan dalam laporan ini yaitu pengujian 
pada function tampil_datasuspect() yang terdiri dari 3 
conditional statement dan 24 statement, Pengujian dilakukan 
untuk memastikan bahwa strukur atau alur logika kode 
program pada function tampil_datasuspect() sudah berjalan 
sesuai dengan yang diharapkan dan menghasilkan keluaran 
nilai yang benar dan valid. Beberapa tahapan pengujian dan 
hasil dari pengujian pada halaman UC-01 adalah sebagai 
berikut: 
1) Menentukan blok kode program. Kode yang dipilih 
yaitu fungsi tampil_datasuspect(). Adapun source code pada 
fungsi tampil_datasuspect() dapat dilihat pada Gambar 4. 
 
2) Mengubah source code menjadi flowgraph. Flowgraph 
pada fungsi tampil_datasuspect() dapat dilihat pada Gambar 5. 
 
 
Gambar 4. Potongan kode fungsi tampil_datasuspect() 
 
 
Gambar 5. Flowgraph fungsi tampil_datasuspect() 
 
3) Menghitung Cyclomatic Complexity (CC). Berdasarkan 
flowgraph pada Gambar 5.2 terdapat total 24 statement, 6 
branch, 11 node (N), dan 13 edge (E). Dari flowgraph pada 
Gambar 5 dapat dihitung nilai Cyclomatic Complexility 
dengan rumus [2]: 
V(G)  = E – N + 2  
V(G) = 13 – 11 + 2 = 2 + 2 = 4 
 
Jadi, Cyclomatic Complexity yang diperoleh berdasarkan 
flowgraph pada Gambar 5.34 adalah 4. Berdasarkan 
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perhitungan cyclomatic complexity tersebut, maka akan 
ditentukan independent path (jalur) yang mana jalur 
independen dari function tampil_datasuspect() ada 4 jalur. 
4) Mengindantifikasi jalur uji. Adapun identifikasi jalur 
yang mungkin untuk dilakukan uji coba antara lain: 
a) Jalur P-011 = 1-6,7,9,10,12,13,15,16-24.  
Admin login ke sistem informasi reporting, kemudian 
tidak menginputkan bulan laporan dan tahun laporan 
yang dipilih.  
b) Jalur P-012 = 1-6,7,8,9,10,12,13,15,16-24  
Admin login ke sistem informasi reporting, 
menginputkan bulan laporan yaitu bulan Maret, tetapi 
tidak menginputkan tahun laporan.  
c) Jalur P-013 = 1-6,7,8,9,10,11,12,13,15,16-24  
Admin login ke sistem informasi reporting, 
menginputkan bulan laporan yaitu bulan Maret dan 
tahun laporan yaitu tahun 2017.  
d) Jalur P-014 = 1-6,7,8,9,10,11,12,13,14,15,16-24  
Salah satu koordinator kecamatan login ke sistem 
informasi reporting, menginputkan bulan laporan yaitu 
bulan Maret dan tahun laporan yaitu tahun 2017. 
 
5) Membuat data uji. Tabel I menunjukkan data uji yang 
mungkin dilakukan dalam pengujian berdasarkan dari 
independent path yang diukur menggunakan metriks 
Cyclomatic Complexity.  
TABLE I.  DATA UJI FUNGSI TAMPIL_DATASUSPECT() 
No 
Jalur 
Jalur Statement 
Jml 
Branch 
Aksi 
Keluaran yang 
Diharapkan 
P-011 
$where['bulan_ 
laporan'] = ' ';  
$where['tahun_ 
laporan'] = ' ';  
$isi['data'] = 
$this-> 
model_datasusp
ect-> 
listdata_tb($wh
ere);  
3 
Role = admin  
"bulan_laporan" 
=> NULL  
"tahun_laporan" 
=> NULL  
Data suspect 
ditampilkan: 
keseluruhan 
kecamatan, 
bulan dan tahun. 
["bulan_laporan
"]=> string (0) = 
"semua"  
["tahun_laporan
"]=> string(0) = 
"semua"  
P-012  
if ($bulan != '' 
&& $bulan != 
'0') {  
$where['bulan_l
aporan'] = 
$bulan;  
}  
$isi['data'] = 
$this-> 
model_datasusp
1 
Role = admin  
“bulan_laporan” 
=> Maret  
“tahun_laporan” 
=> NULL  
Data suspect 
yang 
ditampilkan: 
keseluruhan 
kecamatan 
berdasarkan  
["bulan_laporan
"]=> string(5) = 
"Maret"  
["tahun_laporan
No 
Jalur 
Jalur Statement 
Jml 
Branch 
Aksi 
Keluaran yang 
Diharapkan 
ect-> 
listdata_tb( 
$where);  
"]=> string(0)  
P-013  
 
if ($bulan != '' 
&& $bulan != 
'0') {  
$where['bulan_l
aporan'] = 
$bulan;  
}  
if ($tahun != '' 
&& $tahun != 
'0') {  
$where['tahun_l
aporan'] = 
$tahun;  
}  
$isi['data'] = 
$this-> 
model_datasusp
ect-> 
listdata_tb($wh
ere);  
2 
Role = admin  
“bulan_laporan” 
=> Maret  
“tahun_laporan” 
=> 2017  
Data suspect 
yang 
ditampilkan: 
keseluruhan 
kecamatan  
["bulan_laporan
"]=> string(5) 
"Maret"  
["tahun_laporan
"]=> string(4) 
"2017"  
P-014  
if ($bulan != '' 
&& $bulan != 
'0') {  
$where['bulan_l
aporan'] = 
$bulan;  
}  
if ($tahun != '' 
&& $tahun != 
'0') {  
$where['tahun_l
aporan'] = 
$tahun;  
}  
if ($role != 
'Admin') {  
$where['tb_susp
ect.id_kecamata
n'] = $this-> 
session-> 
userdata('id_kec
amatan');  
}  
$isi['data'] = 
$this-> 
model_datasusp
ect-> 
listdata_tb($wh
ere);  
3 
Role = 
Koordinator 
Kecamatan 
Talang Padang  
“bulan_laporan” 
=> Maret  
“tahun_laporan” 
=> 2017  
Data suspect 
yang 
ditampilkan: 
kecamatan 
Talang Padang  
["bulan_laporan
"]=> string(5) 
"Maret"  
["tahun_laporan
"]=> string(4) 
"2017"  
 
B. Statement Coverage Testing 
Berdasarkan tahapan-tahapan yang telah diuraikan 
sebelumnya, diperoleh 4 path (jalur). Untuk mengetahui 
tingkat keberhasilan dari program maka akan dilakukan 
sebuah kasus uji (test case), Adapun tes minimal yang 
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diperlukan untuk mencakup nilai 100% statement coverage 
ditunjukkan pada Tabel II. 
TABLE II.  PENGUJIAN STATEMENT COVERAGE UC-01 
Test 
Case 
ID 
Ja-
lur 
Output Ket. 
Statement 
Terekse-
kusi 
State-
ment 
Coverage 
TC01
-1 
P-
014 
Mengambil 
data suspect 
suspect  
["bulan_lapora
n"]=> string(5) 
"Maret"  
["tahun_lapora
n"]=> string(4) 
"2017"  
tb_suspect.id_ 
kecamatan = 1  
dan 
Menampilkan 
data suspect 
kecamatan 
Talang Padang 
berdasarkan 
bulan Maret 
dan Tahun 
2017  
Berhasil 24 
24/24 = 
100% 
 
Berdasarkan pengujian yang sudah dilakukan, maka 
minimal test case yang didapat untuk memperoleh nilai 
coverage 100% adalah satu test case. Karena pada jalur P-014 
sudah mencakup semua statement pada program atau dengan 
kata lain sudah melewati semua node yang ada pada 
flowgraph. Dengan demikian pada TC01-1 sudah memastikan 
bahwa semua statement pada program telah di eksekusi 
dengan sekali uji dan berhasil dilakukan pengujian pada 
function tampil_datasuspect(). 
C. Branch Coverage Testing 
Setelah melakukan pengujian pada statement coverage, 
pengujian yang dilakukan selanjutnya yaitu melakukan 
pengujian dengan menggunakan teknik branch coverage yang 
bertujuan untuk memastikan setiap kondisi pada percabangan 
(true dan false) dieksekusi dengan tepat. Adapun kasus uji 
(test case) yang mungkin mencakup nilai 100% branch 
coverage ditunjukkan pada Tabel III. 
TABLE III.  PENGUJIAN BRANCH COVERAGE UC-01 
Test 
Case 
ID 
Ja-
lur 
Output Ket. 
Branch 
Terekse-
kusi 
Branch 
Coverage 
TC01
-2 
P-
011 
Mengambil 
data suspect 
suspect  
["bulan_lapora
Berhasil 3 
3/6 = 
100% 
Test 
Case 
ID 
Ja-
lur 
Output Ket. 
Branch 
Terekse-
kusi 
Branch 
Coverage 
n"] => semua  
["tahun_lapora
n"] => semua  
dan 
menampilkan 
data suspect 
seluruh 
kecamatan, 
seluruh bulan 
dan seluruh 
tahun  
TC01
-3 
P-
014 
Mengambil 
data suspect 
suspect  
["bulan_lapora
n"]=> string(5) 
"Maret"  
["tahun_lapora
n"]=> string(4) 
"2017"  
tb_suspect.id_ 
kecamatan = 1  
 
Menampilkan 
data suspect 
kecamatan 
Talang Padang 
berdasarkan 
bulan Maret 
dan Tahun 
2017  
Berhasil 6 
6/6 = 
100% 
 
Berdasarkan pengujian yang sudah dilakukan, maka 
minimal test case yang didapat untuk memperoleh nilai 
coverage 100% adalah dua test case. Pengujian dilakukan 
dengan mengidentifikasi terhadap keputusan atau cabang yang 
ada program seperti pada TC01-1 dan TC01-2. Dengan 
demikian pengujian pada ke dua test case tersebut memastikan 
bahwa setiap keputusan atau cabang yang ada pada program 
sudah dilakukan eksekusi minimal dengan sekali test baik 
pada sisi true maupun false pada kondisi cabang dan 
pengujian pada function tampil_datasuspect() telah berhasil 
dilakukan menggunakan teknik branch coverage. 
D. Evaluasi Pengujian 
Pengujian menggunakan teknik statement coverage dan 
branch coverage dilakukan untuk mengetahui seberapa baik 
program dapat terhindar dari kesalahan-kesalahan seperti, 
kesalahan logika dan asumsi pada eksekusi jalur yang tidak 
benar atau tidak semestinya itu dijalankan dan juga kesalahan 
yang mungkin ditemukan dalam pengetikan pada source code 
program. Pada function tampil_capaiankec() ada bagian dari 
struktur pada kode program yang tidak tepat eksekusi nya 
sehingga menghasilkan keluaran nilai variabel yang tidak 
203
  
 Prosiding Annual Research Seminar 2019 
Computer Science and ICT 
ISBN : 978-979-587-846-9 
Vol.5 No.1 
 
 
Annual Research Seminar (ARS) 2019       ISBN : 978-979-587-846-9 
Fakultas Ilmu Komputer UNSRI                                                                                                                                   Vol.5 No.1 
 
valid karena jumlah capaian indikator (terduga tb, 
teridentifikasi tb, dan teridentifikasi hiv) tidak dapat 
ditampilkan sebelum melakukan perulangan pada jalur 
program yang mengambil jumlah capaian kategori indikator 
tersebut, sehingga dilakukan perubahan pada susunan baris 
kode programnya dan menghasilkan keluaran nilai variabel 
yang benar sesuai dengan yang diharapkan.  
Berdasarkan pengujian yang sudah dilakukan pada Sistem 
Informasi Reporting ‘Aisyiyah TB-HIV Care, diperoleh 
bahwa semua function/method dalam class controller di 
program telah berhasil dilakukan pengujian dan sistem 
informasi reporting berjalan dengan baik sesuai dengan yang 
proses bisnis yang berjalan pada sistem dan sistem siap 
digunakan oleh pengguna. 
Pengujian dilakukan dengan menguji setiap jalur pada 
program dengan mengeksekusi setiap statement (baris kode) 
program dan kondisi logis keputusan atau cabang pada 
program. Dengan statement coverage, setelah membuat 
rancangan data uji pada setiap independent path (jalur) pada 
program kemudian menentukan test case yang mencakup 
semua statement sehingga pengujian bisa dilakukan hanya 
dengan satu uji data, jika belum mencakup semua statement, 
maka dilakukan pengujian lagi pada statement yang belum 
dieksekusi. Dengan branch coverage, menentukan test case 
yang memastikan setiap kondisi cabang dieksekusi, baik pada 
sisi true maupun false masing-masing kondisi cabang tersebut 
setidaknya minimal satu kali dilakukan uji coba. Adapun hasil 
dari pengujian masing-masing pada 8 usecase dan 1 
Kebutuhan Non-Fungsionalitas dapat dilihat pada Tabel IV. 
 
TABLE IV.  HASIL PENGUJIAN STATEMENT COVERAGE DAN BRANCH 
COVERAGE 
UC Method 
Satement Coverage Branch Coverage 
Jml TC Cvg Jml TC Cvg 
UC-
01 
+tampil_datasusp
ect() 
24 1 100% 6 2 100% 
UC-
02 
+tampil_teridentif
ikasi_tb() 
24 1 100% 6 2 100% 
UC-
03 
+index() 21 1 100% 4 2 100% 
UC-
04 
+edit() 33 2 100% 2 2 100% 
UC-
05 
+edit_user() 32 2 100% 2 2 100% 
UC-
06 
+tampil_honorko
ordinator() 
22 1 100% 4 2 100% 
UC-
07 
+tampil_kinerjaka
der() 
52 1 100% 4 2 100% 
UC-
08 
+tampil_capaiank
ec() 
45 4 100% 6 4 100% 
UC-
09 
+getlogin() 15 2 100% 2 2 100% 
 
Tabel IV menunjukkan jumlah, statement/branch, jumlah 
tesst case serta persentase statement/branch coverage. Dari 
tabel tersebut, diperoleh bahwa semua method dalam class 
pada program telah berhasil dilakukan pengujian dan 
memperoleh nilai coverage sebesar 100% baik pada pengujian 
dengan teknik statement coverage maupun teknik branch 
coverage. Dengan demikian pengujian pada teknik statement 
dan branch coverage testing telah memastikan bahwa semua 
statement dan kondisi logis pada source code program telah di 
eksekusi dengan minimal test case yang dijalankan dari jalur-
jalur yang diperoleh dari perhitungan dengan menggunakan 
metriks Cyclomatic Complexity .  
Di samping itu pengujian terhadap user atau pengguna 
sistem juga sudah dilakukan oleh staff data collection, 
pengujian dilakukan dengan menjalankan fitur-fitur atau 
menu-menu yang disediakan pada sistem, baik fitur dalam 
melakukan entry laporan penjaringan suspect oleh koordinator 
kader dilapangan, fitur untuk mengecek informasi laporan 
yang masuk dari 8 kecamatan, fitur memantau informasi target 
dan capaian indikator yang diperoleh oleh tiap kecamatan, dan 
fitur-fitur tambahan yang lain. Berdasarkan pengujian 
tersebut, yaitu bagaimana sistem dapat dikembangkan ke 
aplikasi android yang lebih memudahkan koordinator dalam 
melakukan pelaporan penjaringan suspect, sehingga nantinya 
masing-masing kader juga dapat langsung mengentry laporan 
untuk data suspect baru ke dalam aplikasi atau sistem.  
E. Perbandingan Statement Coverage dan Branch Coverage 
Perbandingan antara ke dua teknik statement coverage dan 
branch coverage yaitu pada statement coverage testing 
berfokus bagaimana menjalankan atau mengeksekusi setiap 
pernyataan yang dapat mencakup semua pernyataan hanya 
dengan sekali test. Namun tidak menutup kemungkinan 
menjalankan test pada jalur lain ketika dalam sekali test belum 
mencakup semua pernyataan yang ada pada kode sumber 
program. Tetapi ketika statement coverage sudah mencapai 
100% maka tidak menjalankan test case pada jalur lain, hal 
tersebut menandakan bahwasannya semua statement (baris 
kode) sudah tereksekusi atau sudah tercakup. Seperti pada 
fungsi tampil_datasuspect(), fungsi tampil_index() status 
laporan, dan beberapa function lain yang memiliki struktur 
yang sama di mana pada blok kode program tersebut memiliki 
statement IF kosong istilahnya, pada conditional statement 
hanya ditujukkan jika bulan laporan tidak sama kosong maka 
diambil data bulan laporan yaitu sesuai dengan bulan laporan 
yang dipilih, tetapi tidak ada statement yang menunjukkan jika 
bulan laporan = 0. Berdasarkan pada fungsi tersebut jika 
dilakukan pengujian dengan teknik statement coverage maka 
tidak dipedulikan statement IF dengan kondisi yang lain 
terlebih jika data uji yang dijalankan sudah mencakup semua 
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statement maka pengujian dihentikan karena setiap baris kode 
program sudah dieksekusi. 
Sedangkan pada branch coverage sesuai dengan 
definisinya yaitu merupakan suatu teknik pengujian yang 
dilakukan untuk memastikan setiap kondisi keputusan atau 
cabang yang ada pada kode program untuk menghindari 
statement if mengarah pada perilaku tidak normal, sehingga 
pada function tersebut dijalankan kondisi di mana jika bulan 
laporan = 0 atau kosong, maka diambil bulan laporan dengan 
ketentuan di mana, jika 0 atau kosong dalam artian datanya 
diambil itu semua bulan dan semua tahun yang ada pada 
sistem. Dan pada branch coverage minimal setidaknya 
diperlukan 2 uji data untuk menguji pada kondisi true dan 
false masing-masing satu kali dalam memvalidasi semua 
cabang yang ada di dalam kode program dan memastikan 
bahwa tidak ada percabangan yang mengarah ke perilaku tidak 
normal pada sistem. Dengan kata lain bahwa pada branch 
coverage akan melakukan pengujian yang tidak dapat dicakup 
ketika dilakukan pengujian dengan teknik statement coverage. 
Hal tersebut menunjukkan bahwasannya 100% statement 
coverage tidak menyiratkan 100% branch coverage. Tetapi 
sebaliknya 100% branch coverage sudah pasti menyiratkan 
100% statement coverage karena semua baris di setiap kode 
program sudah dieksekusi. Terdapat beberapa perbandingan 
dari kedua teknik tersebut, dapat dilihat pada Tabel V. 
TABLE V.  PERBANDINGAN STATEMENT DAN BRANCH COVERAGE 
TESTING 
No Statement Coverage Testing Branch Coverage Testing 
1  Mengeksekusi semua 
pernyataan yang ada pada 
source code (kode 
sumber) program 
setidaknya sekali test. 
statement coverage 100% 
ketika semua baris kode 
telah tereksekusi  
Mengeksekusi setiap 
keputusan atau cabang. 
Masing-masing pada 
kondisi setiap cabang diuji 
coba dengan sekali test. 
branch coverage 100% 
ketika setiap kondisi 
keputusan masing-masing 
sudah dieksekusi.  
2  Jika ada statement IF 
kosong setidaknya hanya 
diperlukan 1 uji data, jika 
data uji tersebut sudah 
mencakup semua baris 
kode program  
Melakukan pengujian yang 
tidak dicapai dengan 
statement coverage ketika 
pada blok kode program 
terdapat statement IF, dan 
setidaknya diperlukan 2 uji 
data dalam melakukan 
pengujian untuk setiap 
masing-masing kondisi 
keputusan atau cabang dari 
sisi true maupun false  
3  100% statement coverage 
testing tidak menyiratkan 
100% branch coverage 
100% branch coverage 
testing menyiratkan 100% 
statement coverage testing. 
No Statement Coverage Testing Branch Coverage Testing 
testing  
 
VI. KESIMPULAN DAN SARAN 
Berdasarkan penilitan yang telah dilakukan, maka dapat 
ditarik beberapa kesimpulan sebagai berikut: 
a. Telah berhasil dilakukan pengujian dengan metode 
white box testing pada sistem informasi reporting 
(SI_Aisyiyahtb) pada community TB-HIV Care 
‘Aisyiyah SSR Tanggamus dengan menggunakan 2 
teknik, yaitu statement coverage dan branch 
coverage. 
b. Statement coverage testing melakukan pengujian 
berdasarkan eksekusi setiap pernyataan pada source 
code program, yang dilakukan pengujian terhadap 
function-function atau method dalam class. Pengujian 
dilakukan untuk memastikan bahwa setiap 
pernyataan telah diuji dan mencakup semua 
pernyataan ketika dijalankan pengujian dengan 
setidaknya satu kali test. Sedangkan pengujian 
branch coverage melakukan pengujian berdasarkan 
pada kondisi logis keputusan atau cabang yaitu pada 
kondisi true dan false sehingga setidaknya diperlukan 
2 test case untuk mencapai semua keputusan atau 
cabang sudah dieksekusi dengan tepat.  
c. Berdasarkan hasil pengujian, sistem telah memenuhi 
kebutuhan para pengguna sistem dan telah mencapai 
nilai coverage 100% baik pada statement coverage 
maupun branch coverage.  
d. Pengujian yang telah memenuhi 100% branch 
coverage testing berarti menyiratkan bahwa 
statement coverage testing juga memenuhi 100%. 
Namun sebaliknya 100% statement coverage tidak 
menyiratkan 100% branch coverage. Walaupun 
branch coverage testing telah mencakup statement 
coverage testing, namun pengujian dengan statement 
coverage tetap harus dilakukan untuk memastikan 
bahwasannya semua baris kode pada program telah 
diperiksa atau telah dieksekusi dengan tepat.  
 
Saran yang diberikan untuk pengembangan sistem dan 
penelitian pengujian dengan metode white box testing, yaitu 
pada penelitian ini sudah dilakukan pengujian dengan 2 teknik 
white box testing yaitu teknik statement coverage dan branch 
coverage testing, perlu adanya pengujian lanjutan 
menggunakan metode white box testing dengan teknik 
pengujian lainnya, seperti control flow testing, data flow 
testing, multiple-condition coverage, loop coverage, call 
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coverage, dan path coverage. Di mana dengan teknik 
pengujian yang lain atau bahkan dengan path coverage lebih 
mengidentifikasi kesalahan-kesalahan yang mungkin 
ditemukan pada struktur internal pada kode program yang 
menjamin seluruh jalur pada blok kode program dijalankan 
atau dilakukan pengujian dan menjalankan pengujian dengan 
kombinasi data uji yang lain dibandingkan dengan statement 
dan branch yang lebih sederhana proses pengujiannya karena 
keterbatasan waktu dan tenaga, jadi hanya menjalankan test 
case berdasarkan pada data uji yang dapat mencakup semua 
statement (baris kode) program dan memvalidasi setiap hasil 
dari kondisi keputusan atau cabang yang pada blok kode 
program. Kemudian saran untuk pengembangan sistem lebih 
lanjut yaitu perlu adanya pengembangan sistem informasi 
reporting dengan versi android sehingga memudahkan 
koordinator dalam melakukan masukkan laporan penjaringan 
terhadap terduga TB-GUViv yang bisa dilakukan kapan saja. 
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