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ACTOR: (class) un tipo con un estereotipo predefinido, que denota una entidad 
externa al sistema que interactúa con casos de uso. 
 
ADWARE:  tipo  de  aplicaciones  que  incluyen  alguna  forma  de  publicidad 
mostrada cuando son ejecutados. 
 
ALMACENAMIENTO:  medio diseñado para acumular y guardar datos, como 
un disco duro o un CD-ROM. 
 
ANÁLISIS:  la  parte  del  proceso  de  desarrollo  de  software  cuyo  propósito 
principal es realizar un modelo del dominio del problema. El análisis hace foco 
en qué hacer, el diseño hace foco en cómo hacerlo. 
 
APLICACIÓN: programa informático que permite a un usuario utilizar una 
computadora con un fin específico. Las aplicaciones son parte del software de 
una  computadora,   y  suelen  ejecutarse   sobre  el  sistema   operativo.   Una 
aplicación de software suele tener un único objetivo: navegar en la web, revisar 
correo,  explorar  el  disco  duro,  editar  textos,  jugar  (un  juego  es  un tipo  de 
aplicación), etc. Una aplicación que posee múltiples programas se considera un 
paquete. Son ejemplos de aplicaciones Internet Explorer, Outlook, Word, Excel, 
WinAmp, etc. 
 
ARQUITECTURA: la estructura organizacional de un sistema. Una arquitectura 
puede ser descompuesta  recursivamente  en: partes que interactúan  entre sí 
por medio de interfaces,  relaciones  que conectan  las partes,  y restricciones 
para ensamblar las partes. 
 
ASOCIACIÓN: una relación que describe un conjunto de vínculos. 
 
ATRIBUTO: (attribute) una propiedad de un tipo, identificada mediante un 
nombre. 
 
BASE DE DATOS: conjunto de datos relacionados que se almacenan de forma 
que se pueda acceder a ellos de manera sencilla, con la posibilidad de 
relacionarlos, ordenarlos en base a diferentes criterios, etc. Las bases de datos 
son  uno  de  los  grupos  de  aplicaciones   de  productividad   personal  más 
extendidos. 
 
BIOMETRÍA: básicamente utilizado para brindar identificación en el acceso a 
sistemas o redes, utiliza las características únicas del cuerpo humano para ello, 
tales como huellas dactilares o palmares, iris del ojo, reconocimiento  de voz, 
etcétera 
Bridges: Son los dispositivos que conectan unas LANs con otras. 
 




CASO DE USO: una clase que define un conjunto de instancias de caso de 
uso. 
 
CLASE: la descripción de un conjunto de objetos que comparten los mismos 
atributos,  operaciones,  métodos,  relaciones,  y semántica.  Una clase  es una 
implementación de un tipo. 
 
CLASE ASOCIACIÓN: un elemento de modelado que tiene propiedades tanto 
de asociación  y como de clase. Una clase asociación  puede ser vista tanto 
como una asociación  que también  tiene propiedades  de clase,  o como una 
clase que también tiene propiedades de asociación. 
 
CLASE INTERFAZ: (Boundary) se utiliza para modelar la interacción entre el 
sistema y sus actores. Representan ventanas, formularios, paneles, interfaces 
de comunicación, etc. 
 
CLASE ENTIDAD: (Entity): se utiliza para modelar información que posee una 
vida larga y que es a menudo persistente. 
 
CLASE  CONTROL:  representan  coordinación,  secuencia,  transacciones   y 
control de los objetos y se usan para encapsular el control de un caso de uso 
en concreto. 
 
CLIENTE:  un tipo, clase o componente  que solicita un servicio de otro tipo, 
clase o componente. 
 
CÓDIGO  (SOURCE  CODE,  CODE  BASE):  texto  escrito  en un lenguaje  de 
programación  específico  y que  puede  ser  leído  por  un  programador.  Debe 
traducirse   a   lenguaje   máquina   para   que   pueda   ser   ejecutado   por   la 
computadora  o a bytecode  para que pueda ser ejecutado  por un intérprete. 
Este proceso se denomina compilación. 
 
CÓDIGO DE BARRAS: es un código basado en la representación mediante un 
conjunto de líneas paralelas verticales de distinto grosor y espaciado que en su 
conjunto contienen una determinada información. De este modo, el código de 
barras permite reconocer  rápidamente  un artículo en un punto de la cadena 
logística   y  así   poder   realizar   inventario   o  consultar   sus   características 
asociadas. Actualmente, el código de barras está implantado masivamente de 
forma global. 
 
CÓDIGO ABIERTO: (Open source). Denominación para aquellas aplicaciones 
que tienen  su código  fuente  liberado.  En general,  los programas  de código 
abierto suele ser libres. Aunque existen aplicaciones de código abierto que no 
son libres. 
 
COMUNICACIÓN: [asociación de comunicación] en un diagrama de plataforma 
una asociación entre nodos que implica una comunicación.
  
 
COMPILACIÓN:  proceso  de traducción  de  un  código  fuente  (escrito  en un 
lenguaje  de programación  de alto nivel) a lenguaje  máquina  (código  objeto) 
para  que  pueda  ser  ejecutado  por la computadora.  Las  computadoras  sólo 
entienden el lenguaje máquina. La aplicación o la herramienta encargada de la 
traducción se llama compilador. 
 
COMPONENTE:  un módulo de software ejecutable que tiene identidad y una 
interface bien definida. 
 
CONCENTRADORES Y CONMUTADORES: se utilizan para conectar 
ordenadores, impresoras y otros dispositivos. Se diferencian en el modo en el 
que administran el tráfico de la red. 
 
El  término  "concentrador"  se  utiliza  a  veces  para  referirse  a  una  pieza  de 
equipo de red que conecta varios ordenadores entre sí, aunque realmente hace 
las veces de repetidor. Se llama así porque pasa o repite toda la información 
que recibe a todos sus puertos. 
 
Los conmutadores utilizan la información de la dirección de cada paquete para 
controlar el flujo del tráfico de la red. Por medio de la monitorización  de los 
paquetes   que   recibe,   un   conmutador   distingue   qué   dispositivos   están 
conectados a sus puertos, y envía los paquetes a los puertos adecuados 
solamente. 
 
CONCURRENCIA:  la ocurrencia de dos o más actividades durante el mismo 
intervalo de tiempo. La concurrencia puede ser lograda ejecutando 
simultáneamente  o en forma intercalada,  dos o más hilos de ejecución. Ver: 
hilo de ejecución. 
 
CONTROL:  proporcionar  a  una  empresa,  un  elemento  de  seguimiento  y 
detección de desvíos o fallas en los procesos. 
 
CONTROL  DE  ACCESO:  son  aquellos  donde  las  empresas  contemplan 
controles  adecuadamente  razonables  para  evitar  el  acceso  de  individuos  e 
incluso de personal “no autorizado” al centro de procesamiento o a las áreas de 
manejo de datos o información oficial y exclusiva. 
 
DESCOMPILAR: programa que intenta recrear el código fuente en un lenguaje 
de alto nivel, de un programa  ya compilado.  Es un método  empleado  en la 
ingeniería inversa de software. 
 
DIAGRAMA:  la  presentación  gráfica  de  una  colección  de  elementos  del 
modelo,   frecuentemente   plasmada   como   un   grafo   conectado   de   arcos 
(relaciones) y vértices (otros elementos del modelo). Los siguientes diagramas 
son parte del UML: diagrama  de clases,  diagrama  de objetos,  diagrama  de 
casos de uso, diagrama de secuencias, diagrama de colaboraciones, diagrama 




DISPOSITIVO: componente del hardware que forma parte o complementa a un 
ordenador, puede ser tanto externo como interno, necesita de un controlador 
para su correcto funcionamiento bajo el sistema operativo. 
 
ESTÁNDAR GS1: código de barras estándar que posee un número de 
identificación de manera única a nivel mundial. 
 
EVENTO: un acontecimiento significativo. Un evento tiene un ubicación en el 
tiempo  y  en  el  espacio  y  puede  tener  parámetros.  En  el  contexto  de  un 
diagrama de estado, un evento es un acontecimiento que puede disparar una 
transición de estados. 
 
FREE: es la denominación del software que respeta la libertad de los usuarios 
sobre su producto adquirido y, por tanto, una vez obtenido puede ser usado, 
copiado, estudiado, cambiado y redistribuido libremente 
 
FREEWARE:  free  (gratis)  +  ware  (software).  Cualquier  software  que  no 
requiere pago ni otra compensación (como adwares) por parte de los usuarios 
que  los usan.  Que  sean  gratuitos  no significa  que  se pueda  acceder  a su 
código fuente. Los cambios  y mejoras en el programa sólo las puede hacer 
quien lo creó 
 
GATEWAYS DE TRANSPORTE: conectan las redes a nivel de transporte. 
 
GATEWAYS  DE APLICACIÓN:  conectan  dos partes  de una aplicación  (por 
ejemplo, correo electrónico) que usan formatos distintos 
 
HERENCIA: el mecanismo por el cual elementos más específicos incorporan la 
estructura y el comportamiento de elementos más generales. 
 
HUELLA DACTILAR:  es la representación  de la morfología superficial de la 
epidermis de un dedo 
 
IMPLEMENTACIÓN:  la definición de cómo está construido o compuesto algo. 
Por ejemplo: una clase es una implementación de un tipo, un método es una 
implementación de una operación. 
 
INTERFACE: la utilización de un tipo para describir el comportamiento visible 
de una clase, objeto u otra entidad. En el caso de una clase o un objeto, la interface 
incluye la signatura de las operaciones. 
 
LENGUAJE  MAQUINA  (MACHINE  CODE):  es el único lenguaje  que puede 
ejecutar  una  computadora.  El lenguaje  está  compuesto  por  un conjunto  de 
instrucciones   ejecutadas   en  secuencia  (con  eventuales  cambios  de  flujo 
causados   por  el  propio  programa   o  eventos   externos)   que  representan 
acciones que la máquina podrá tomar. El lenguaje de máquina es un código 
que es interpretado directamente por el microprocesador.
  
 
LENGUAJE  DE  PROGRAMACIÓN:  lenguaje  artificial  que  puede  ser  usado 
para controlar el comportamiento de una máquina, especialmente una 
computadora. Estos se componen de un conjunto de reglas sintácticas y 
semánticas que permiten expresar instrucciones que luego serán interpretadas. 
Son ejemplos de lenguajes de programación:  php, prolog, ASP, ActionScript, 
ada, python, pascal, c++, visual basic, visula .NET JAVA, JavaScript, etc. 
 
MICROPROCESADOR: microchip más importante en una computadora, es 
considerado el cerebro de una computadora. Está constituido por millones de 
transistores integrados. Este dispositivo se ubica en un zócalo especial en la 
placa madre y dispone de un sistema de enfriamiento (generalmente un 
ventilador). 
 
Lógicamente  funciona  como la unidad central  de procesos  (CPU),  que está 
constituida por registros, la unidad de control y la unidad aritmético-lógica. En el 
microprocesador se procesan todas las acciones de la computadora. 
 
MENSAJE:   (message)   una   comunicación   entre   objetos   que   transmite 
información  con  la espectativa  de  desatar  una  acción.  La  recepción  de  un 
mensaje es, normalmente, considerada un evento. 
 
MÉTODO: (method) la implementación de una operación. El algoritmo o 
procedimiento que permite llegar al resultado de una operación. 
 
MODELO:   (model)   una   abstracción   semánticamente   consistente   de   un 
sistema. 
 
MODEM: es un dispositivo que conecta directamente  a un ordenador con la 
línea telefónica, para llamar a sitios remotos. La función principal de un módem 
es convertir los datos digitales del ordenador en señales analógicas, para 
transmitirlas por la línea de teléfono o viceversa. 
 
La velocidad a la que un módem transmite se mide en Kilobits por segundo 
(Kbps). La mayoría de los módems transmiten a una velocidad de 56Kbps 
 
OBJETO: (object) una entidad delimitada  precisamente  y con identidad,  que 
encapsula  estado  y  comportamiento.   El  estado  es  representado  por  sus 
atributos y relaciones, el comportamiento es representado por sus operaciones 
y métodos. Un objeto es una instancia de una clase. 
 
PAQUETE: (package) un mecanismo de propósito general para organizar 
elementos  en  grupos.  Es  posible  incluir  paquetes  dentro  de  paquetes.  Un 
sistema puede pensarse como un paquete de nivel superior, con todo el resto 
del sistema contenido en él. 
 
PARÁMETRO:  (parameter)  la especificación  de una variable  que puede ser 
pasada,  cambiada  y/o  devuelta.  Un  parámetro  puede  incluir  nombre,  tipo  y
  
 
dirección.   Los   parámetros   son  utilizados   para   operaciones,   mensajes   y 
eventos. 
 
PERSONAL EXTERNO: se considera como personal externo: contratistas, 
proveedores,  fiscalizadores,  visitantes  y personal  con convenio  de practicas 
pre-profesionales. 
 
PERIFÉRICO:  dispositivo  electrónico  físico  que  se conecta  o  acopla  a una 
computadora,  pero no forma parte del núcleo  básico (CPU, memoria,  placa 
madre,   alimentación   eléctrica)  de  la  misma.  Los  periféricos   sirven  para 
comunicar la computadora con el exterior (ratón, monitor, teclado, etc) o como 
almacenamiento de información (disco duro, unidad de disco óptico, etc). 
 
PROCESO:  (process)  un  hilo  de  ejecución  que  puede  ejecutar 
concurrentemente con otros hilos. 
 
PROGRAMADOR: es la persona encargada de utilizar un lenguaje de 
programación para crear un conjunto de instrucciones que, al final, constituirá 
un programa o subprograma informático. 
 
PROGRAMA:  es un conjunto de instrucciones  escritas en algún lenguaje de 
programación. El programa debe ser compilado o interpretado para poder ser 
ejecutado y así cumplir su objetivo. 
 
PRODUCTO (product) los artefactos del desarrollo de software. Por ejemplo : 
modelos, código, documentación, planes de trabajo. 
 
PROPIEDAD (property) un valor, identificado mediante un nombre, que denota 
una característica  de un elemento.  Una propiedad  tiene impacto  semántico. 
Algunas propiedades están predefinidas en el UML, otras pueden ser definidas 
por el usuario. 
 
PROTOCOLO: conjunto de reglas que permiten el intercambio de información. 
Ejemplo: TCP/IP, NETBEUI, IPX o AppleTalk. 
 
RELACIÓN:   (relationship)   una   conexión   semántica   entre   elementos   del 
modelo. La asociación y la generalización son ejemplos de relaciones. 
 
REPETIDORES: Amplifican o regeneran las señales para permitir cables más 
largos. 
 
RUTEADORES  DE PROTOCOLOS  MÚLTIPLES:  Pueden conectar redes de 
protocolos distintos. 
 
REQUERIMIENTO:  (requirement)  una característica,  propiedad  o 
comportamiento deseado para un sistema. 
 




RFID: (tarjeta de lectura) es el término de (Radio Frequency IDentitifaction) que 
se  utiliza   para   denominar   un  método   para   el  acceso   remoto   a  datos 
almacenados en un dispositivo. El dispositivo se compone de un pequeño chip 
y una antena.  La particularidad  de RFID radica en el hecho que cuando  la 
antena del dispositivo capta un campo de radiofrecuencia emitida por el equipo 
lector, procede a la emisión de los datos almacenados. De esta forma se puede 
proceder  a la lectura  de la información  sin necesidad  de un contacto  físico 
directo ni tampoco variar la posición para encararse con el lector. 
 
SISTEMA: (system) una colección de unidades conectadas entre sí, que están 
organizadas para llevar a cabo un propósito específico. Un sistema puede 
describirse mediante uno o más modelos, posiblemente desde puntos de vista 
distintos. 
 
SISTEMA   BIOMÉTRICO:   sistema   automatizado   que   realiza   labores   de 
biometría.   Es   decir,   un   sistema   que   fundamenta   sus   decisiones   de 
reconocimiento mediante una característica personal que puede ser reconocida 
o verificada de manera automatizada 
 
SISTEMA INFORMÁTICO: un sistema informático es la síntesis de hardware, 
software  y de un soporte  humano.  Un sistema informático  típico emplea  un 
ordenador que usa dispositivos programables para almacenar, recuperar y 
procesar datos. 
 
SOFTWARE: es un término genérico que designa al conjunto de programas de 
distinto  tipo  (sistema  operativo  y  aplicaciones  diversas)  que  hacen  posible 
operar con el ordenador. 
 
SOFTWARE PROPIETARIO: el software propietario es aquel que posee 
restriciones en el uso, copia o modificación o cuyo código fuente no está 
disponible (código cerrado). Que un software haya liberado su código (código 
abierto) no implica necesariamente que sea un software libre, sino que puede 
ser también un software propietario. 
 
TALANQUERAS: Se aplica este vocablo a la verja y/o puerta de entrada a un 
sitio, aunque no esté fabricada  de palos y tablas sino muchas veces con la 
cabecera y los pies de una cama de hierro. 
 
TEMPLATE: (plantilla) es un medio o un instrumento que permite guiar, portar 
o construir un diseño o esquema predefinido. 
 
Glosario de términos tomado de los siguientes links: 
http://es.wikipedia.org 
http://www.alegsa.com.ar/Diccionario/diccionario.php 
http://www.elprimerodelalista.es/glosario.html 
http://www.marcelopedra.com.ar/glosario_A.htm 
