Η προστασία των προσωπικών δεδομένων υγείας και η αποκρυστάλλωσή της στον  Κανονισμό 2016/679 by Παπακωνσταντίνου, Σουζάνα
Επιθεώρηση Δικαίου Πληροφορικής @ Information Law Journal 
Τ. 1 (2021) 
Ε-ISSN: 2732-6004 
Available online at: http://ejournals.lib.auth.gr/infolawj/ 
 
© 2020 by Author(s). This is an open-access article distributed under the terms and conditions of the Creative Commons 
Attribution 4.0 International (CC BY 4.0). See https://creativecommons.org/licenses/by/4.0/ 
 
 
Η προστασία των προσωπικών δεδομένων υγείας και η αποκρυστάλλωσή της 
στον Κανονισμό 2016/679 – GDPR 
Σουζάνα Παπακωνσταντίνου 
Δικηγόρος - Υπ. Δρ. Δημοσίου Δικαίου  
Τμήμα Δημόσιας Διοίκησης - Πάντειο Πανεπιστήμιο Κοινωνικών και Πολιτικών Επιστημών 
Μ.Δ.Ε. Κοινωνικής Προστασίας (Κοιν. Ασφάλιση & Δ. Δ.Υγείας) – Νομική Σχολή ΕΚΠΑ 
 
I. Υπόβαθρο 
Είναι γεγονός ότι η εποχή που διανύουμε, χαρακτηρίζεται και θα συνεχίσει να χαρακτηρίζεται 
και να «προσδιορίζεται» μέσω της αλματώδους εξέλιξης της τεχνολογίας. Η εξέλιξη αυτή, σε 
συνδυασμό με την κυριαρχία του Διαδικτύου, έχουν κατακλύσει και διαμορφώσει μια σειρά από 
τομείς της καθημερινότητας και της κοινωνικής ζωής του ανθρώπου, καθιστώντας την 
πληροφορία προσιτή και προσβάσιμη. Παράλληλα όμως με τη θετική διάσταση της άνθησης της 
τεχνολογίας, ελλοχεύουν και σοβαρότατοι κίνδυνοι που αφορούν στο πεδίο της προστασίας των 
προσωπικών δεδομένων, μέσω της παραβίασης θεμελιωδών δικαιωμάτων και ελευθεριών του 
ατόμου, όπως η προσβολή της προσωπικότητας, η προσβολή του ιδιωτικού βίου και η παραβίαση 
των προσωπικών ελευθεριών του εν γένει. 
Σε αυτά τα προσωπικά δεδομένα, ανήκουν και τα -ευαίσθητα- δεδομένα της υγείας του ατόμου. 
Η συλλογή και η επεξεργασία των δεδομένων – ήτοι των πληροφοριών – που αφορούν την υγεία 
ενός ατόμου, αλλά επιπλέον και άλλων πληροφοριών, συναφών με την υγεία του ή το «προφίλ» 
της υγείας του, οι οποίες καταγράφονται στο «αρχείο» του ασθενούς, είναι πλέον απόλυτα  
συνυφασμένες με την άσκηση της επιστήμης της ιατρικής. Αξιοσημείωτο είναι δε, ότι οι σχέσεις 
αλληλεπίδρασης που διαμορφώνονται κατά τη διαδικασία της παροχής ιατρικών υπηρεσιών, 
έχουν αλλάξει άρδην με την πάροδο των χρόνων, ως απόρροια της κυριαρχίας της τεχνολογίας 
και της πληροφορικής στον χώρο της ιατρικής. Συγκεκριμένα, η κλασική διμερής σχέση ιατρού-
ασθενούς, η οποία χαρακτήριζε την ιατρική πράξη, έχει αντικατασταθεί και διευρυνθεί, 
περικλείοντας πλέον έναν ευρύτατο σύνολο συμμετεχόντων στην εν λόγω διαδικασία. Η 
συμμετοχή των προσώπων ή γενικότερα των μερών, που δεν είναι απαραίτητα ιατρικό προσωπικό 
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ή νοσηλευτικά ιδρύματα, ή ακόμα και «φυσικά πρόσωπα», είναι γεγονός. Ο κύκλος των 
συμμετεχόντων στη διαδικασία της παροχής υπηρεσιών υγείας σήμερα, μπορεί να απαρτίζεται 
από το ιατρικό προσωπικό, μέχρι και από νομικά πρόσωπα όπως ασφαλιστικές εταιρίες1, δημόσιες 
αρχές κ.λπ.. Αποτέλεσμα αυτής της «διεύρυνσης» του κύκλου αυτού, είναι ότι πλέον καθένας από 
αυτούς δύναται να έχει πλήρη πρόσβαση στα προσωπικά δεδομένα υγείας του ασθενούς – χρήστη 
των παροχών υγείας. Επιπλέον, ιδιαίτερη σημασία έχει το γεγονός ότι τα δεδομένα αυτά 
αποτελούνται από πληροφορίες που δεν αφορούν μόνο στον ιατρικό «φάκελο» του χρήστη υγείας, 
αλλά επιπλέον και σε αρκετές πληροφορίες προσωπικής, οικογενειακής, φαρμακευτικής, 
ασφαλιστικής φύσεως μέσω της αποκάλυψης συνηθειών, σεξουαλικού προσανατολισμού, 
πιθανών εξαρτήσεων, σοβαρών ασθενειών κ.λπ.,  θέτοντας πολλές φορές τα υποκείμενα των 
δεδομένων στον κίνδυνο και τον φόβο του κοινωνικού στιγματισμού στην περίπτωση που τα 
δεδομένα αυτά διαρρεύσουν2. 
Τα δεδομένα υγείας, ως ιδιαιτέρως «ευαίσθητα» δεδομένα, προστατεύονταν ως ξεχωριστό 
αντικείμενο προστασίας, ήδη από το νομικό καθεστώς προ του ισχύοντος σήμερα  Κανονισμού 
2016/679, δηλαδή από την Οδηγία 95/46/ΕΚ. Ο Κανονισμός 2016/679 – GDPR (Γενικός 
Κανονισμός Προστασίας Δεδομένων), το πρόσφατο δημιούργημα της Ε.Ε., σφυρηλατήθηκε με τη 
δεσμευτική νομική φύση των Κανονισμών, την οποία αποδίδει σε αυτούς το δίκαιο της ένωσης. 
Έτσι, επιδιώκεται ευθέως η απόλυτη συμμόρφωση των κρατών-μελών, μέσω της τεχνικής της 
εναρμόνισης, ενώ εισάγονται παράλληλα νέοι τρόποι και μέθοδοι εξυπηρέτησης της 
συμμόρφωσης αυτής, μέσω αρχών και εγγυήσεων, με απώτερο σκοπό τη διασφάλιση της 
προστασίας των προσωπικών δεδομένων γενικότερα, εντός των οποίων και των ευαίσθητων 
προσωπικών δεδομένων της υγείας, τα οποία θα εκτεθούν στην παρούσα εργασία και θεσπίζεται 
ένα νέο πλαίσιο συμμόρφωσης και ελέγχου υπό την έμπνευση της κανονιστικής και κοινωνικής 
εξέλιξης της ένωσης. 
Στην παρούσα μελέτη, αρχικά θα γίνει μια σύντομη ιστορική αναδρομή σχετικά με την εξέλιξη 
στο πεδίο της προστασίας των προσωπικών δεδομένων, από τη γέννηση της ευρωπαϊκής ένωσης 
 
1 Βλ. Σχετ.: Παναγοπούλου – Κουτνατζή Φ., «Χορήγηση δεδομένων υγείας με άδεια της Αρχής Προστασίας 
Δεδομένων Προσωπικού Χαρακτήρα (ΑΠΔΠΧ): μία θεσμική αποτίμηση», ΕφημΔΔ, 6/2018, σελ. 755-771 (765 ). 
2 Βλ. Σχετ.: Παναγοπούλου – Κουτνατζή Φ., «Η δημοσιοποίηση φωτογραφιών οροθετικών εκδιδόμενων ως μέτρο 
για την προστασία της υγείας σε μια εθελοτυφλούσα κοινωνία», ΕφημΔΔ, 4/2012, σελ. 459-469, (465). 
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μέχρι και τις μέρες μας, ακολουθώντας την ωρίμανση της πορείας αυτής, σε επίπεδο οργανωτικό, 
λειτουργικό, θεσμικό και κανονιστικό. Στη συνέχεια, θα εκτεθεί και θα συζητηθεί εκτενέστερα το 
νέο θεσμικό πλαίσιο προστασίας των προσωπικών δεδομένων υγείας μέσω του νέου Κανονισμού 
2016/679 – GDPR, αφού πρώτα συγκριθεί και με το προϊσχύον καθεστώς προστασίας τους. 
Επιπλέον, θα αναφερθούν οι βασικές αρχές και οι στόχοι που εξυπηρετούνται μέσω αυτού, τα 
δικαιώματα που προστατεύονται, οι εγγυήσεις που παρέχονται για συμμόρφωση σε αυτόν και οι 
εξαιρέσεις που προβλέπονται. Ακόμη, θα εκτεθούν και οι τρόποι προστασίας ειδικών κατηγοριών 
δεδομένων υγείας, όπως είναι τα βιομετρικά και τα γενετικά δεδομένα. Έπειτα, θα διερευνηθεί η 
σχέση μεταξύ προσωπικών δεδομένων υγείας και ιατρικού απορρήτου και πως αυτή ιεραρχείται, 
καθώς και θα παρουσιαστούν κάποια πρακτικά ζητήματα προστασίας προσωπικών δεδομένων 
υγείας και σύγκρισης ηλεκτρονικών συστημάτων, που αφορούν την επεξεργασία και τη 
διαχείρισή τους. Tέλος, θα συγκεντρωθούν τα ζητήματα που εγείρονται, ενώ θα καταβληθεί η 
προσπάθεια να εξαχθούν κάποια συμπεράσματα και να διατυπωθούν ορισμένες σκέψεις για το 
παρόν και το μέλλον του Κανονισμού 2016/679 GDPR. 
II. Η προστασία των προσωπικών δεδομένων υγείας όπως αποκρυσταλλώνεται 
στον Κανονισμό 2016/679 - GDPR 
Η πρώτη απόπειρα κωδικοποίησης των βασικών αρχών που αποτελούσαν τον πυρήνα της 
προστασίας των δεδομένων προσωπικού χαρακτήρα έγινε από το Συμβούλιο της Ευρώπης με τη 
Σύμβαση 108/813, η οποία κυρώθηκε στην Ελλάδα4 με τον Ν. 2068/1992 ΦΕΚ Α’ 118/9-7-92. Η 
 
3  Σύμβαση 108/28.1.1981 του Συμβουλίου της Ευρώπης για την προστασία των ατόμων από την 
αυτοματοποιημένη επεξεργασία δεδομένων προσωπικού χαρακτήρα. 
4   Στην Ελλάδα, σε συνταγματικό επίπεδο τα δεδομένα προσωπικού χαρακτήρα προστατεύονται γενικά από 
θεμελιώσεις διατάξεις όπως είναι αυτή της προστασίας του ιδιωτικού βίου, που ορίζει το άρθρο 9 του Συντάγματος. 
Επιπλέον, τα προσωπικά δεδομένα προστατεύονται εμμέσως και από το άρθρο 5 παρ. 1 Σ, περί ελευθερίας 
ανάπτυξης της προσωπικότητας και προστασίας της. Ωστόσο, κατά την Αναθεώρηση του Σ του 2001, εισήχθη το 
άρθρο 9Α Σ, το οποίο προστατεύει ευθέως και ειδικά τα προσωπικά δεδομένα, αλλά και το αμυντικό δικαίωμα της 
πληροφορικής αυτοδιάθεσης ή του πληροφοριακού αυτοπροσδιορισμού. Το άρθρο αυτό βρίσκει έρεισμα στο ά. 2 
παρ. 1 του Σ, περί σεβασμού της αξίας του ανθρώπου, κι αυτό διότι σκοπός του άρθρου 9Α είναι να αποφευχθεί ο 
κίνδυνος να μετατραπεί το άτομο σε ένα πληροφοριακό αντικείμενο και να στερηθεί της ανθρώπινης αξίας του. Ο 
κίνδυνος αυτός εγείρεται λόγω της διαρκώς αυξανόμενης τεχνολογικής δυνατότητας διεισδύσεως στην ιδιωτική 
σφαίρα τρίτων χωρίς τη θέληση ή καν τη γνώση τους, αλλά και από την καταχρηστική χρησιμοποίηση των 
πληροφοριών που συσσωρεύονται στα διάφορα συστήματα ηλεκτρονικών υπολογιστών. Τέλος στο άρθρο 9Α 
γίνεται πρόβλεψη για σύσταση και λειτουργία ειδικής ανεξάρτητης αρχής, της Αρχής Προστασίας Δεδομένων 
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Σύμβαση αυτή - συν τοις άλλοις - προέβλεπε τη θέσπιση εγγυήσεων εντός των κρατών-μελών, 
ήτοι των απαραίτητων νομικών πλαισίων προστασίας ειδικών κατηγοριών δεδομένων. Εξέλιξη 
της προσπάθειας αυτής υπήρξε η ψήφιση της Οδηγίας 95/46/ΕΚ5, η οποία κυρώθηκε στην Ελλάδα 
με τον Ν. 2472/97 και που στάθηκε «ορόσημο στην ιστορία και την εξέλιξη της προστασίας 
προσωπικών δεδομένων»6, έχοντας ως στόχο της την εναρμόνιση των εθνικών νομοθεσιών εντός 
των κρατών-μελών (τότε κοινοτήτων), στον τομέα της προστασίας των προσωπικών δεδομένων. 
Η Οδηγία 95/46/ΕΚ, δημιουργήθηκε ώστε να καταφέρει να ισορροπήσει δύο ρεαλιστικές ανάγκες 
που υπήρχαν εντός της Ένωσης · από τη μία, την ανάγκη προστασίας των προσωπικών δεδομένων 
και από την άλλη, την ανάγκη για ελεύθερη κυκλοφορία των πληροφοριών εντός της ένωσης, που 
προσπαθούσε να επιτύχει την ολοκλήρωση της εσωτερικής αγοράς της, μέσω της εν γένει 
ελεύθερης κυκλοφορίας ανθρώπων, υπηρεσιών, κεφαλαίων κ.λπ. και μάλιστα μέσω της 
δημιουργίας μιας «ανταγωνιστικής ευρωπαϊκής αγοράς της πληροφορίας7». Σχεδόν είκοσι έτη μετά 
την υιοθέτηση της Οδηγίας 95/46/ΕΚ, κρίθηκε αναγκαία η εξέλιξη του νομικού πλαισίου 
προστασίας στον χώρο των προσωπικών δεδομένων - υπό τη μορφή πλέον ενός Κανονισμού, 
«εγγραφόμενου στην εξέλιξη των ευρωπαϊκών ρυθμιστικών επιλογών»8. 
 Ένας εκ των βασικών λόγων της ανάγκης θέσπισης του νέου νομικού πλαισίου ήταν και η 
απρόβλεπτα επιταχυνόμενη εξέλιξη της τεχνολογίας και της πληροφορικής. Παρά τις εξελίξεις 
αυτές της τεχνολογίας, αλλά και του απόηχου της παγκοσμιοποίησης, οι βασικές αρχές 
προστασίας των προσωπικών δεδομένων συνέχιζαν να βρίσκονται σε ισχύ.9 Γεγονός είναι δε, ότι 
 
Προσωπικού Χαρακτήρα (ΑΠΔΠΧ), επιφορτισμένης να προστατεύει τα προσωπικά δεδομένα του ατόμου και 
περιβαλλόμενης από τις εγγυήσεις του άρθρου 101 Σ , περί ανεξάρτητων αρχών. 
Βλ. Σχετ.: Μήτρου Λ., «Η προστασία των προσωπικών δεδομένων και η νομολογία του ΣτΕ», σε Τιμ. Τόμ. ΣτΕ 75 
χρόνια, 2004, σελ. 346,  Χρυσόγονο Κ., «Ατομικά και Κοινωνικά Δικαιώματα», Νομική Βιβλιοθήκη, 2007, σελ. 210, 
Δαγτόγλου Π., «Ατομικά Δικαιώματα», Τόμος Α’, Εκδ. Σάκκουλα, 2005, σελ. 384. 
5  Οδηγία 95/46/ΕΚ του Ευρωπαϊκού Κοινοβουλίου και του Συμβουλίου για την προστασία των φυσικών προσώπων 
από την επεξεργασία προσωπικών δεδομένων και την ελεύθερη κυκλοφορία αυτών.  
6  Μήτρου Λ., «Ο γενικός κανονισμός προστασίας προσωπικών δεδομένων, Νέο δίκαιο νέες υποχρεώσεις-νέα 
δικαιώματα», Σειρά: Δίκαιο και Κοινωνία στον 21ο αιώνα, Διεύθυνση Σειράς: Παπαχρίστου Θ. Κ., Μήτρου Λ., 
Βιδάλης Τ., Ξηρός Θ., Εκδ. Σάκκουλα, 2017, σελ. 11. 
7  Λουκέρης Ι., «Εναρμόνιση του δικαίου προστασίας του ατόμου από την επεξεργασία δεδομένων προσωπικού 
χαρακτήρα στην Ευρωπαϊκή Ένωση», ΝοΒ, 1997, σελ. 547 επ.. 
8  Μήτρου Λ., Νούσκαλης Γ., «Προστασία δεδομένων υγείας», σε: Δημοσιεύματα ιατρικού δικαίου και βιοηθικής, 
Διεύθυνση Σειράς: Καϊάφα-Γκμπάντι Μ., Κουνουγέρη-Μανωλεδάκη Ε., Συμεωνίδου-Καστανίδου Ε., Εκδ. Σάκκουλα, 
2018, σελ.2. 
9  Βλ. Ομάδα Εργασίας του Άρθρου 29, Γνώμη 5/2009 σχετικά με τις επιγραμμικές υπηρεσίες κοινωνικής δικτύωσης, 
σελ. 5 / Βλ. Μήτρου Λ., όπ. ανωτ. (υποσ. 4), σελ. 31. 
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ο ευρωπαϊκός νομοθέτης της Οδηγίας 95/46/ΕΚ, δεν μπορούσε να διανοηθεί πως σήμερα θα 
εξελισσόταν με αυτόν τον τρόπο η τεχνολογία και ότι θα καθίστατο, εν τοις πράγμασι, σχεδόν 
παρωχημένη η Οδηγία.10 Έτσι, τον Μάιο του 2018 και αφού τα προηγούμενα έτη είχε προηγηθεί 
η θέση σε ισχύ της Συνθήκης της Λισαβόνας, η οποία μετέτρεψε τις Ευρωπαϊκές Κοινότητες σε 
Ευρωπαϊκή Ένωση, φέρνοντας νέα πνοή θεσμικών και κανονιστικών μεταρρυθμίσεων εντός των  
κρατών-μελών, τέθηκε σε εφαρμογή ο Κανονισμός 2016/679/ΕΕ (Γενικός Κανονισμός 
Προστασίας Δεδομένων - GDPR). Με τον νέο Κανονισμό, εγκαταλείπεται η μέθοδος της 
προσαρμογής των κρατών μελών μέσω των Οδηγιών, οι οποίες είχαν «χαλαρότερο» χαρακτήρα 
συμμόρφωσης. H συμμόρφωση αυτή επιτυγχάνεται πλέον μέσω της οδού της εναρμόνισης, καθώς 
ο Κανονισμός υιοθετείται άμεσα11 θεσμικά εντός των κρατών μελών, λόγω της έντονης 
δεσμευτικότητάς του και χωρίς να χρειάζεται απαραίτητα η υιοθέτηση εθνικών κανόνων, 
καταφέρνοντας έτσι να έχει αποτέλεσμα, να εξυπηρετεί τους  σκοπούς του και να επιτελεί τις 
αρχές του. 
III.  Παράγοντες που οδήγησαν στην εξέλιξη – ‘’Big Data Analytics’’ 
Η μετεξέλιξη της Οδηγίας 95/46/ΕΚ και η «επικαιροποίησή» της από τον νέο Κανονισμό 
2016/679 – GDPR,  κρίθηκε απαραίτητη για την επίτευξη συνεπέστερης προστασίας των 
προσωπικών δεδομένων γενικότερα και ειδικότερα στο χώρο της υγείας, τα οποία και εξετάζουμε. 
Σύμφωνα με την Έκθεση που εκδόθηκε στο πλαίσιο εργασιών του Συμβουλίου της Ευρώπης, «τα 
πληροφοριακά συστήματα και οι ψηφιακές τεχνολογίες συνιστούν ένα από τα κύρια εργαλεία για την 
 
10  Η Οδηγία 95/46/ΕΚ άρχισε να συζητείται (1990) και υιοθετήθηκε ουσιαστικά σε ένα τεχνολογικό περιβάλλον που 
κυριαρχούνταν από «αρχεία» και μεγάλα υπολογιστικά συστήματα, πριν από την εκρηκτική ανάπτυξη του 
Διαδικτύου και τις επιπτώσεις της στην οικονομία, την κοινωνία, στην ίδια τη ζωή, Βλ. Μήτρου Λ., όπ. ανωτ. (υποσ. 
6), σελ. 2. 
11  Βλ. Βλαχόπουλο Σ., «Διασυνοριακή μεταβίβαση δεδομένων προσωπικού χαρακτήρα από την Ευρωπαϊκή Ένωση 
προς τρίτες χώρες: Οι τελευταίες εξελίξεις» σε: «Προστασία των δεδομένων προσωπικού χαρακτήρα, Εξελίξεις 
ενόψει της θέσης σε εφαρμογή του νέου Γενικού Κανονισμού ΕΕ 2016/679», Πρακτικά Ημερίδας 18 Σεπτεμβρίου 
2017, Επιμέλεια: Τζώρτζη Β., Σειρά: Κέντρο Διεθνούς και Ευρωπαϊκού Οικονομικού Δικαίου, 1, Εκδ. Σάκκουλα, 2018, 
σελ. 29:  «Σε αντίθεση με την Οδηγία 95/46/ΕΚ, ο Κανονισμός 2016/679/ΕΕ είναι άμεσης εφαρμογής. Ωστόσο 
δύσκολα θα μπορούσε να χαρακτηριστεί ως ένας «κλασικός» Κανονισμός της ΕΕ, αφού σε πολλά σημεία του αφήνει 
σημαντικά περιθώρια ενσωμάτωσης στον εθνικό νομοθέτη. Έτσι λ.χ. ο Κανονισμός αφήνει στον εθνικό νομοθέτη 
την εναρμόνιση της προστασίας των προσωπικών δεδομένων με την πρόσβαση στα δημόσια έγγραφα και τις 
ελευθερίες της έκφρασης και της πληροφόρησης (άρθρα 85 και 86 του Κανονισμού), όπως και το ζήτημα εάν για 
την επεξεργασία κάποιων κατηγοριών «ευαίσθητων» δεδομένων θα παραμείνει η υποχρέωση λήψης άδειας από 
τις αρμόδιες αρχές ή όχι». 
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ενίσχυση της ποιότητας, της οργάνωσης και της αποτελεσματικότητας των συστημάτων υγείας»12. 
Ακριβώς σε αυτούς τους λόγους έγκειται και η ανάγκη της εξέλιξης αυτής. Πιο αναλυτικά, η 
μεγάλη τεχνολογική εξέλιξη και η υιοθέτηση και η εφαρμογή νέων τεχνολογιών στο πεδίο της 
διαχείρισης των δεδομένων του χρήστη υγείας, συνετέλεσαν στην ανάγκη θεσμικής 
«αφομοίωσής» τους μέσα από τον νέο Κανονισμό. 
Στον τομέα της υγείας και ειδικότερα κατά την παροχή υπηρεσιών υγείας, η εφαρμογή αυτών 
των νέων τεχνολογιών «εκτείνεται σε όλο το εύρος των λειτουργιών της, όπως τα ιατρικά/κλινικά 
πληροφοριακά συστήματα/δίκτυα, η εισαγωγή της ηλεκτρονικής συνταγογράφησης, η χρήση 
ηλεκτρονικών φακέλων υγείας»13 κ.ά.. Παράλληλα με την εξέλιξη αυτή και την εισαγωγή των νέων 
τεχνολογιών στον τομέα των υπηρεσιών υγείας και ενδεχομένως ως συνέπεια αυτών, 
παρατηρείται μια ραγδαία αύξηση του όγκου των δεδομένων υγείας που τίθενται υπό 
επεξεργασία. Αναλυτικότερα, τα δεδομένα αυτά επεξεργάζονται είτε μέσω της 
«αυτοματοποίησης» των σχετικών διαδικασιών επεξεργασίας τους, είτε μέσω της ανάλυσης, της 
ανταλλαγής και της διάδοσής τους.14 Χαρακτηριστικής σημασίας στην εξέλιξη των προσωπικών 
δεδομένων υγείας είναι η ανάλυση δεδομένων «μεγάλης κλίμακας», των λεγόμενων “big data 
analytics”15. Τα δεδομένα μεγάλης κλίμακας είναι δεδομένα, των οποίων ο όγκος είναι εξαιρετικά 
μεγάλος ή η διαχείριση και η επεξεργασία τους μέσω των παραδοσιακών λογισμικών 
επεξεργασίας δεδομένων είναι πολύπλοκη16. 
Για όλους τους παραπάνω λόγους κρίθηκε απαραίτητη η εισαγωγή του Κανονισμού 2016/679 
– GDPR, ο οποίος όχι απλώς τροποποίησε, αλλά κατήργησε πολλά και κρίσιμα σημεία της 
Οδηγίας 95/46/ΕΚ, με ρητή του αναφορά τόσο στον τίτλο του, όσο και στις τελικές διατάξεις του 
 
12  Introductory Report for updating Recommendation (97) 5 of the Council of Europe on the protection of medical 
data, Jeanne Bossi Malafosse, Strasbourg, 12 June 2015, σελ. 5. 
13  Βλ. Μήτρου Λ., «Προστασία δεδομένων υγείας», σελ. 2. 
14  Μήτρου Λ., όπ. ανωτ. (υποσ. 6), σελ. 3. 
15 Bottis, M. & Bouchagiar, G. (2018), Personal Data v. Big Data in the EU : Control Lost, Discrimination Found. 
Open Journal of Philosophy,8, p. 192-205. 
16 https://en.wikipedia.org/wiki/Big_data. 
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άρθρου 9417, προκειμένου να εναρμονισθεί η νομοθεσία εντός των κρατών-μελών της ΕΕ18, 
προφταίνοντας και ενσωματώνοντας τις σύγχρονες και πρόσφατες εξελίξεις στο πεδίο των 
προσωπικών δεδομένων και της προστασίας τους. 
IV. Εννοιολογικός προσδιορισμός των όρων που θα εκτεθούν 
Οι όροι που θα εκτεθούν παρακάτω και αφορούν την προστασία των προσωπικών δεδομένων 
υγείας θα είναι οι εξής: 
(α) «Δεδομένα προσωπικού χαρακτήρα»: Το άρθρο άρθρο 4 παρ. 1 του Κανονισμού 2016/679 
– GDPR, ορίζει ότι «δεδομένα προσωπικού χαρακτήρα είναι κάθε πληροφορία που αφορά 
ταυτοποιημένο ή ταυτοποιήσιμο φυσικό πρόσωπο («υποκείμενο των δεδομένων»)· το 
ταυτοποιημένο φυσικό πρόσωπο είναι εκείνο, του οποίου η ταυτότητα μπορεί να εξακριβωθεί, άμεσα 
ή έμμεσα, ιδίως μέσω αναφοράς σε αναγνωριστικό στοιχείο ταυτότητας, όπως όνομα, σε αριθμό 
ταυτότητας, σε δεδομένα θέσης, σε επιγραμμικό αναγνωριστικό ταυτότητας ή σε έναν ή 
περισσότερους παράγοντες που προσιδιάζουν στη σωματική, φυσιολογική, γενετική, ψυχολογική, 
οικονομική, πολιτιστική ή κοινωνική ταυτότητα του εν λόγω φυσικού προσώπου». 
(β) «Δεδομένα υγείας – ιατρικά δεδομένα»: Σύμφωνα με το άρθρο 4 παρ. 15 του Κανονισμού 
2016/679 – GDPR, «δεδομένα που αφορούν την υγεία, είναι δεδομένα προσωπικού χαρακτήρα, τα 
οποία σχετίζονται με τη σωματική ή ψυχική υγεία ενός φυσικού προσώπου, περιλαμβανόμενης τη 
παροχής υπηρεσιών υγειονομικής φροντίδας, και τα οποία αποκαλύπτουν πληροφορίες σχετικά με 
την κατάσταση της υγείας του». Κατά το παρελθόν, ο ορισμός που είχε δοθεί για τα δεδομένα 
υγείας από τη Σύσταση του Συμβουλίου της Ευρώπης NoR (97) 5, ήταν ο εξής : «Ως δεδομένα 
υγείας ή ιατρικά δεδομένα,  νοούνται όλα όσα έχουν μία σαφή ή στενή σχέση με την υγεία, όλες οι 
πληροφορίες που αναφέρονται στη βιολογική υπόσταση, την πνευματική κατάσταση ή την ψυχική 
υγεία ενός προσώπου, παρελθούσα, παρούσα ή μέλλουσα19». 
 
17  Βασιλοπούλου Ν. Ε., «Βιομετρικά και γενετικά δεδομένα», σε «Γενικό Κανονισμό για την Προστασία των 
Προσωπικών Δεδομένων (GDPR), Νομική διάσταση και πρακτική εφαρμογή», Επιμέλεια: Κοτσαλής Λ., 
Μενουδάκος Κ., Νομική Βιβλιοθήκη, 2018., σελ. 110. 
18  Stan O.P. and Miclea L., “New Era For Technology in Healthcare Powered by GDPR and Blockchain”, IEEE 
Procceedings 6th International Conference on Advancements of Medicine and Health through Technology: 17-20 
October 2018 – Cluj – Napoca, Romania, Volume 71 (MEDITECH 2018) II, Springer, 2019 p. 312. 
19  Bλ. Σύσταση του Συμβουλίου της Ευρώπης NoR (97) 5 για τα ιατρικά δεδομένα, www.coe.int.  
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Επιπλέον, οι πληροφορίες αυτές που αφορούν την υγεία ενός προσώπου, δεν αφορούν μόνο τις 
«εν στενή εννοία» ιατρικές πράξεις, όπως π.χ. αποτελέσματα ιατρικών εξετάσεων, τήρηση 
φακέλου ασθενούς κ.λπ., αλλά πλέον καταλαμβάνουν ένα ευρύτερο φάσμα πληροφοριών. 
Δηλαδή, «πληροφορίες για την υγεία ενός προσώπου που παράγονται και χρησιμοποιούνται στο 
περιβάλλον του ιατρείου και του νοσοκομείου, αλλά και σε συσχετισμό με τη διαχείριση των 
ιατρικών/φαρμακευτικών υπηρεσιών και παροχών ή/και στο πλαίσιο ασφαλιστικών σχέσεων και 
συμβάσεων20». Στα δεδομένα υγείας περιέχονται επίσης πληροφορίες σχετικά με την κατάσταση 
της υγείας ενός ατόμου και όσον αφορά στη λήψη – χρήση κάποιων ουσιών, όπως δηλαδή 
φάρμακα, ναρκωτικά, αλκοόλ, κάπνισμα κ.λπ..  
(γ) «Ευαίσθητα προσωπικά δεδομένα υγείας»: Σύμφωνα με την Αρχή Προστασίας 
Δεδομένων Προσωπικού Χαρακτήρα (ΑΠΔΠΧ), «οι πληροφορίες που σχετίζονται με την υγεία 
ενός ατόμου, συνιστούν «ευαίσθητα» προσωπικά δεδομένα. Ως υγεία νοείται κάθε πληροφορία που 
ανάγεται τόσο στη βιολογική όσο και στην ψυχολογική κατάσταση της υγείας του ανθρώπου (π.χ. 
ανικανότητα, αναπηρία). Στα δεδομένα υγείας εμπίπτουν ακόμα τα γενετικά δεδομένα, στο μέτρο 
που αποκαλύπτουν πληροφορίες σχετικά με την υγεία ή την προδιάθεση για ασθένεια. Τα βιομετρικά 
δεδομένα, όταν αποκαλύπτουν την ύπαρξη ή την προδιάθεση κάποιας ασθένειας ή αποκαλύπτουν τη 
γενετική ταυτότητα ενός προσώπου, εμπίπτουν και αυτά στα ευαίσθητα προσωπικά δεδομένα υγείας. 
Τέλος, τα δεδομένα που τηρούνται στα αρχεία των δωρητών και των ληπτών των ανθρωπίνων ιστών 
και οργάνων, εμπίπτουν και αυτά στα ευαίσθητα προσωπικά δεδομένα»21. 
(δ) «Γενετικά δεδομένα»: Κατά το άρθρο 4 παρ. 13 του Κανονισμού 2016/679 – GDPR, 
γενετικά δεδομένα είναι «τα δεδομένα προσωπικού χαρακτήρα που αφορούν τα γενετικά 
χαρακτηριστικά φυσικού προσώπου που κληρονομήθηκαν ή αποκτήθηκαν, όπως προκύπτουν, ιδίως, 
από ανάλυση βιολογικού δείγματος του εν λόγω φυσικού προσώπου και τα οποία παρέχουν 
μοναδικές πληροφορίες σχετικά με την φυσιολογία ή την υγεία του εν λόγω φυσικού προσώπου». 
(ε) «Βιομετρικά δεδομένα»: Το άρθρο 4 παρ. 14 του Κανονισμού 2016/679 – GDPR, ορίζει 
ως βιομετρικά δεδομένα τα «δεδομένα προσωπικού χαρακτήρα τα οποία προκύπτουν από ειδική 
τεχνική επεξεργασία συνδεόμενη με φυσικά, βιολογικά ή συμπεριφορικά χαρακτηριστικά φυσικού 
 
20  Μήτρου Λ., όπ. ανωτ. (υποσ. 6), σελ.1. 
21  Βλ. www.dpa.gr – Βλ. Σχετ. Υγεία. 
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προσώπου και τα οποία επιτρέπουν ή επιβεβαιώνουν την αδιαμφισβήτητη ταυτοποίηση του εν λόγω 
φυσικού προσώπου, όπως εικόνες προσώπου ή δακτυλοσκοπικά δεδομένα». 
(στ’) «Υγεία»: Σύμφωνα με τον Παγκόσμιο Οργανισμό Υγείας (ΠΟΥ), ως υγεία ορίζεται «η 
κατάσταση της πλήρους σωματικής, ψυχικής, διανοητικής και κοινωνικής ευεξίας»22. 
(ζ) “Big data” – «Δεδομένα μεγάλης κλίμακας»: Είναι δεδομένα, των οποίων ο όγκος είναι 
εξαιρετικά μεγάλος και για το λόγο αυτό, η διαχείριση και η επεξεργασία τους μέσω των 
παραδοσιακών λογισμικών επεξεργασίας δεδομένων είναι πολύπλοκη. 
(η) “Big data analytics” – «Ανάλυση δεδομένων μεγάλης κλίμακας»: Η ανάλυση των 
δεδομένων μεγάλης κλίμακας, είναι η διαδικασία της ανάλυσης μεγάλων όγκων δεδομένων23. 
Αυτά τα δεδομένα μεγάλης κλίμακας συλλέγονται από πληθώρα πηγών και με τη διαδικασία της 
ανάλυσής τους μπορούν να αποκαλυφθούν πληροφορίες κρυπτογραφημένες κ.λπ., ενώ η 
διαδικασία αυτή μπορεί να συμβάλλει στο σχεδιασμό πολιτικών (εν προκειμένω πολιτικών υγείας, 
περίθαλψης, ασφαλιστικής/φαρμακευτικής κάλυψης24), καθώς και στην εξέλιξη της επιστήμης 
και της έρευνας. 
(θ) «Επεξεργασία»: Σύμφωνα με το άρθρο 4 παρ. 2 του Κανονισμού 2016/679 – GDPR, 
επεξεργασία είναι «κάθε πράξη ή σειρά πράξεων που πραγματοποιείται με ή χωρίς τη χρήση 
αυτοματοποιημένων μέσων, σε δεδομένα προσωπικού χαρακτήρα ή σε σύνολα δεδομένων 
προσωπικού χαρακτήρα, όπως η συλλογή, η καταχώριση, η οργάνωση, η διάρθρωση, η αποθήκευση, 
η προσαρμογή ή η μεταβολή, η ανάκτηση, η αναζήτηση πληροφοριών, η χρήση, η κοινολόγηση με 
διαβίβαση, η διάδοση ή κάθε άλλη μορφή διάθεσης, η συσχέτιση ή ο συνδυασμός, ο περιορισμός, η 
διαγραφή ή η καταστροφή». 
 
22  Βλ. Προοίμιο του Καταστατικού Χάρτη του ΠΟΥ (22.7.1946), WHO – https://www.who.int 
23  Βλ. https://www.techopedia.com, https://searchbusinessanalytics.techtarget.com  
24  Μήτρου Λ., όπ. ανωτ. (υποσ. 6), σελ. 4. 
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V. Σύντομη ιστορική αναδρομή στην προστασία των προσωπικών δεδομένων 
υγείας 
Τα «ευαίσθητα», όπως χαρακτηρίζονται, προσωπικά δεδομένα υγείας του ατόμου, 
προστατεύονταν αρχικά από τη Σύμβαση 10825 του Συμβουλίου της Ευρώπης για την Προστασία 
του Ατόμου από την Αυτοματοποιημένη Επεξεργασία Πληροφοριών Προσωπικού Χαρακτήρα, 
όπου γινόταν αναφορά στα ιατρικά αρχεία. Η Σύμβαση 108 (1981), ήταν η πρώτη νομικά 
δεσμευτική διεθνής πράξη που θεσπίστηκε στον τομέα της προστασίας προσωπικών δεδομένων 
και που σκοπό της είχε τη διασφάλιση για κάθε φυσικό πρόσωπο του σεβασμού των δικαιωμάτων 
του και των θεμελιωδών ελευθεριών του και ιδίως του δικαιώματός του στην ιδιωτική ζωή, έναντι 
της αυτοματοποιημένης επεξεργασίας των δεδομένων προσωπικού χαρακτήρα26. Επίσης, 
αναφορά στα ιατρικά δεδομένα και στην προστασία τους γινόταν και στον Ευρωπαϊκό Κώδικα 
Ιατρικής Δεοντολογίας (ά. 8)27, ο οποίος θεσπίστηκε το 1987 με σαφή επιρροή από τη Σύμβαση 
108. Στη συνέχεια, τα προσωπικά δεδομένα υγείας προστατεύονταν επί σειρά ετών από την 
Οδηγία 95/46/ΕΚ 28, που εισήχθη το 1995 και συγκεκριμένα από το άρθρο 8. Η Οδηγία 95/46/ΕΚ 
υιοθετήθηκε στην ελληνική έννομη τάξη με τον Ν. 2472/9729, ενώ πρόβλεψη για την προστασία 
των «ευαίσθητων» προσωπικών δεδομένων, εντός των οποίων και των  προσωπικών δεδομένων 
υγείας, γινόταν στα άρθρα 2β, 7 και 7Α.  
Πριν την υιοθέτηση του Κανονισμού 2016/679, προηγήθηκαν γενικά στον χώρο της 
προστασίας των προσωπικών δεδομένων του ατόμου, η εισαγωγή της Οδηγίας 136/2009/ΕΚ30, η 
οποία τροποποιούσε την Οδηγία 58/2002/ΕΚ31 σχετικά με την προστασία της ιδιωτικής ζωής στον 
τομέα των ηλεκτρονικών επικοινωνιών κατά την επεξεργασία δεδομένων προσωπικού 
χαρακτήρα, καθώς και η υιοθέτηση της Οδηγίας 680/2016/ΕΕ32 του Ευρωπαϊκού Κοινοβουλίου 
και του Συμβουλίου, σχετικά με την προστασία των προσωπικών δεδομένων των φυσικών 
 
25  Convention for the Protection of Individuals with regard to Automatic Processing of Personal Data, Νο 108, 
Strasbourg, 28/01/1981. 
26  Βλ.  http://www.europarl.europa.eu  
27  European code of medical ethics (1987). 
28  Οδηγία 95/46/ΕΚ του Ευρωπαϊκού Κοινοβουλίου και του Συμβουλίου της 24ης Οκτωβρίου 1995 . 
29  Ν. 2472/1997 ΦΕΚ Α 50/10.04.1997, «Προστασία του ατόμου από την επεξεργασία δεδομένων προσωπικού 
χαρακτήρα». 
30  Οδηγία 136/2009/ΕΚ του Ευρωπαϊκού Κοινοβουλίου και του Συμβουλίου της 25ης Νοεμβρίου 2009.  
31  Οδηγία 58/2002/ΕΚ του Ευρωπαϊκού Κοινοβουλίου και του Συμβουλίου της 12ης Ιουλίου 2002. 
32  Οδηγία 680/2016/ΕΕ του Ευρωπαϊκού Κοινοβουλίου και του Συμβουλίου της 27ης Απριλίου 2016. 
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προσώπων από την επεξεργασία τους από αρμόδιες αρχές για τους σκοπούς της πρόληψης 
ποινικών, ανίχνευσης ή δίωξης αδικημάτων κ.λπ.. 
Λίγο πριν τη θέση σε ισχύ του Κανονισμού 2016/679 – GDPR, το Συμβούλιο της Ευρώπης 
ενέκρινε τροποποιητικό Πρωτόκολλο της Σύμβασης 108 του Συμβουλίου της Ευρώπης, 
προκειμένου να εναρμονισθεί με τον νέο Κανονισμό, ενώ στη συνέχεια, αφού τέθηκε σε ισχύ ο 
νέος Κανονισμός, έγινε πρόταση για υπογραφή του Πρωτοκόλλου από όλα τα κράτη – μέλη, το 
οποίο υπέγραψε και η χώρα μας. Παράλληλα τον Αύγουστο του 2019, ψηφίστηκε στο ελληνικό 
Κοινοβούλιο και ο νέος Νόμος33 για την προστασία προσωπικών δεδομένων, οποίος ενσωματώνει 
τον Κανονισμό 2016/679 καθώς και την Οδηγία 680/201634 του Ευρωπαϊκού Κοινοβουλίου και 
του Συμβουλίου της Ευρώπης. 
VI. Οι σχετικές διατάξεις προστασίας των δεδομένων υγείας στον Κανονισμό 
2016/679 - GDPR 
Το πρώτο άρθρο του Κανονισμού 2016/679 – GDPR, στο οποίο αναφέρονται τα προσωπικά 
δεδομένα που αφορούν την υγεία ενός προσώπου, είναι το άρθρο 9. Συγκεκριμένα, στην 
παράγραφο 1 ορίζεται ότι αφενός τα δεδομένα που αφορούν την υγεία εντάσσονται στις «ειδικές 
κατηγορίες δεδομένων προσωπικού χαρακτήρα» (όπως άλλωστε σημειώνεται και στον τίτλο του 
εν λόγω άρθρου) και αφετέρου, γίνεται σαφής η απαγόρευση της επεξεργασίας35 αυτών των 
δεδομένων. Στο άρθρο αυτό, εκτός από την πρόβλεψη της απαγόρευσης της επεξεργασίας των 
δεδομένων αυτών, υπάρχει ταυτόχρονα και πρόβλεψη ορισμένων εξαιρέσεων από την 
απαγόρευση, οι οποίες ωστόσο προβλέπονταν και στην Οδηγία 95/46/ΕΚ36. Πιο αναλυτικά, στην 
 
33  Ν. 4624/2019, ΦΕΚ 137/Α/29-8-2019, «Αρχή Προστασίας Δεδομένων Προσωπικού Χαρακτήρα, μέτρα εφαρμογής 
του Κανονισμού (ΕΕ) 2016/679 του Ευρωπαϊκού Κοινοβουλίου και του Συμβουλίου της 27ης Απριλίου 2016 για την 
προστασία των φυσικών προσώπων έναντι της επεξεργασίας δεδομένων. 
34  Οδηγία 680/2016 του Ευρωπαϊκού Κοινοβουλίου και του Συμβουλίου της 27ης Απριλίου 2016.  
35  Ως επεξεργασία νοείται «κάθε πράξη ή σειρά πράξεων που πραγματοποιείται με ή χωρίς τη χρήση 
αυτοματοποιημένων μέσων, σε δεδομένα προσωπικού χαρακτήρα ή σε σύνολα δεδομένων προσωπικού 
χαρακτήρα, όπως η συλλογή, η καταχώριση, ξ οργάνωση, η διάρθρωση, η αποθήκευση, η προσαρμογή ή η 
μεταβολή, η ανάκτηση, η αναζήτηση πληροφοριών, η χρήση, η κοινολόγηση με διαβίβαση, η διάδοση ή κάθε άλλη 
μορφή διάθεσης, η συσχέτιση ή ο συνδυασμός, ο περιορισμός, η διαγραφή και η καταστροφή», Βλ. Μήτρου Λ., όπ. 
ανωτ. (υποσ. 6), σελ. 12. 
36 Βλ. Σχετ.: Ιγγλεζάκη Ι., «Ο Γενικός Κανονισμός Προστασίας Προσωπικών Δεδομένων», Γ’ Έκδοση, 2020, Εκδ. 
Interactive Books, σελ. 108. 
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παράγραφο 2 του άρθρου 9 και για μια σειρά περιπτώσεων (εδάφια α’-ι’), ορίζεται πότε γίνεται 
κατ’ εξαίρεση άρση της απαγόρευσης της επεξεργασίας. Το ά. 9§2 στην ουσία του είναι 
«συμπληρωματικό37» ως προς τα όσα ορίζει το ά. 6 του Κανονισμού περί νομιμότητας της 
επεξεργασίας. Οι λόγοι που επιτρέπουν αυτήν την εξαίρεση είναι πολλοί, κάποιοι εκ των οποίων 
είναι: Η προηγούμενη ρητή συγκατάθεση του υποκειμένου των δεδομένων, η προστασία ζωτικών 
συμφερόντων του, λόγοι δημοσίου συμφέροντος κ.ά., όπως θα αναλυθούν σε επόμενη 
παράγραφο. Επίσης, στη παράγραφο 4 του άρθρου 9 του Κανονισμού, προβλέπεται η δυνατότητα 
των  κρατών-μελών, να μπορούν να θεσπίζουν «περιορισμούς» όσον αφορά την επεξεργασία 
γενετικών δεδομένων, βιομετρικών δεδομένων ή δεδομένων που αφορούν την υγεία. Αυτό 
συμβαίνει διότι ο νομοθέτης, αφενός αναγνωρίζει ότι τα δεδομένα αυτά είναι ιδιαιτέρως 
«ευαίσθητα» και αφετέρου, γι’ αυτόν ακριβώς το λόγο και επιθυμώντας την ενισχυμένη 
προστασίας τους μέσω του Κανονισμού, εισάγει «ρήτρες ευελιξίας», παρέχοντας στα κράτη-μέλη 
τη δυνατότητα και την αρμοδιότητα να μπορούν να εξειδικεύουν τους κανόνες του και μάλιστα 
αυτούς που αφορούν στην επεξεργασία ειδικών κατηγοριών δεδομένων προσωπικού χαρακτήρα, 
όπως είναι τα δεδομένα υγείας, τα γενετικά δεδομένα κ.λπ.38. Επιπλέον, αυτό σημαίνει ότι ο 
εθνικός νομοθέτης δύναται να προσδιορίζει τις περιστάσεις ειδικών καταστάσεων επεξεργασίας, 
όπως τον ακριβέστερο προσδιορισμό των προϋποθέσεων υπό τις οποίες η επεξεργασία δεδομένων 
προσωπικού χαρακτήρα είναι σύννομη39.  
Τέλος, αναφορά στην υγεία γίνεται και στο άρθρο 36 και συγκεκριμένα στην παράγραφο 5 του 
Κανονισμού, όπου προβλέπεται ότι «το δίκαιο του κράτους-μέλους μπορεί να απαιτεί από τους 
υπεύθυνους επεξεργασίας να διαβουλεύονται και να λαμβάνουν προηγούμενη άδεια από την 
εποπτική αρχή, σε σχέση με την επεξεργασία από υπεύθυνο επεξεργασίας για την εκτέλεση 
καθήκοντος που ασκείται από τον εν λόγω υπεύθυνο προς το δημόσιο συμφέρον, περιλαμβανομένης 
της επεξεργασίας σε σχέση με την κοινωνική προστασία και τη δημόσια υγεία». 
 
37 Βλ. Σχετ.: Ιγγλεζάκη Ι., όπ. ανωτ. (υποσ. 36), σελ. 111. 
38  Βλ. Σχετ.: Μήτρου Λ., όπ. ανωτ. (υποσ. 4), σελ. 25 επ.. 
39  Βλ. Προοίμιο Κανονισμού 2016/679, Αιτιολογικές  Σκέψεις 10 και 19. 
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VII. Εγγυήσεις συμμόρφωσης – Βασικές Αρχές – Περιορισμοί 
Σύμφωνα με την Αιτιολογική Σκέψη 51 του Προοιμίου του Κανονισμού 2016/679 – GDPR, τα 
ευαίσθητα προσωπικά δεδομένα, εντός των οποίων βρίσκονται και τα δεδομένα υγείας, όσον 
αφορά στην επεξεργασία τους, εκτός από τις ειδικές απαιτήσεις που προϋποθέτει η επεξεργασία 
αυτή, υπόκεινται στο πεδίο εφαρμογής των γενικών αρχών και των λοιπών κανόνων του παρόντος 
Κανονισμού, ιδίως σε ό,τι αφορά τους όρους της νόμιμης επεξεργασίας. Οι βασικές αρχές της 
προστασίας των προσωπικών δεδομένων κατοχυρώνονται στο άρθρο 5 του Κανονισμού και είναι 
οι εξής: (α) Η αρχή της νομιμότητας, της αντικειμενικότητας και της διαφάνειας: Οι αρχές αυτές 
εγγυώνται ότι τα δεδομένα προσωπικού χαρακτήρα υποβάλλονται σε σύννομη και θεμιτή 
επεξεργασία με διαφανή τρόπο σε σχέση με το υποκείμενο των δεδομένων.  
(β) Η αρχή (ή ο περιορισμός) του σκοπού: Η αρχή του σκοπού ορίζει ότι απαγορεύεται η 
επεξεργασία προσωπικών δεδομένων που γίνεται για σκοπούς μη συμβατούς προς τους αρχικά 
προκαθορισμένους, ρητούς και νόμιμους σκοπούς για τους οποίους είχαν υποβληθεί σε 
επεξεργασία εν πρώτοις. Ωστόσο, στον Κανονισμό δεν ορίζεται ξεκάθαρα τι αποτελεί συμβατό 
και τι μη συμβατό σκοπό. Αυτό θα μπορούσε να συναχθεί ενδεχομένως από το άρθρο 6 παρ. 4 
του Κανονισμού, όπου προβλέπονται κάποια «ενδεικτικά κριτήρια»40 σχετικά με την ύπαρξη ή 
όχι συμβατότητας αρχικών και ύστερων σκοπών μέσω της διερεύνησης της ύπαρξης σχέσεως 
μεταξύ αυτών, του πλαισίου του οποίου συλλέχθηκαν τα δεδομένα, της φύσης των δεδομένων 
προσωπικού χαρακτήρα, των πιθανών συνεπειών της επιδιωκόμενης περαιτέρω επεξεργασίας για 
τα υποκείμενα των δεδομένων, καθώς και της ύπαρξης κατάλληλων εγγυήσεων που μπορεί να 
επιτυγχάνονται με μεθόδους όπως η κρυπτογράφηση ή η ψευδωνυμοποίηση. Ενδιαφέρουσα είναι 
η διαπίστωση μέσα από τη Νομολογία, ότι η αρχή του σκοπού προσιδιάζει αρκετά με την 
θεμελιώδους σημασίας αρχή της αναλογικότητας, κάτι το οποίο έχει αποτυπωθεί σε αρκετές 
αποφάσεις του ΔΕΕ41. 
(γ) Η αρχή της ελαχιστοποίησης των δεδομένων (“data minimization”): Η αρχή αυτή προβλέπει 
ότι τα δεδομένα προσωπικού χαρακτήρα θα πρέπει να είναι κατάλληλα, συναφή και να 
περιορίζονται στο αναγκαίο για τους σκοπούς για τους οποίους υποβάλλονται σε επεξεργασία. 
 
40  Βλ. Μήτρου Λ, όπ. ανωτ. (υποσ. 6), σελ. 14. 
41  Βλ. ΔΕΕ C-92/09, “Volker und Markus Schecke GBR”, 9.10.2010, C-93/09 , “Hartmut Eifert v. Land Hessen”, 
9.10.2010, C-291/12, “Michael Schwarz v. stadt Bochum, 17.10.2013. 
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(δ) Η αρχή της ακρίβειας: Σύμφωνα με την αρχή αυτή, τα δεδομένα προσωπικού χαρακτήρα 
θα πρέπει να είναι ακριβή και, όταν είναι αναγκαίο να επικαιροποιούνται. Επίσης, θα πρέπει να 
λαμβάνονται όλα τα εύλογα μέτρα για την άμεση διαγραφή ή διόρθωση δεδομένων προσωπικού 
χαρακτήρα τα οποία είναι ανακριβή, σε σχέση με τους σκοπούς της επεξεργασίας. Η αρχή αυτή 
είναι πολύ σημαντική, διότι η ανακρίβεια των δεδομένων υγείας εν προκειμένω, μπορεί να έχει 
σοβαρές επιπτώσεις για το υποκείμενο το οποίο αφορούν42. 
(ε) Η αρχή του περιορισμού της περιόδου αποθήκευσης: Η αρχή αυτή προβλέπει ότι τα 
δεδομένα προσωπικού χαρακτήρα, διατηρούνται υπό μορφή που επιτρέπει την ταυτοποίηση των 
υποκειμένων των δεδομένων μόνο για το διάστημα που απαιτείται για τους σκοπούς της 
επεξεργασίας των δεδομένων προσωπικού χαρακτήρα. Τα δεδομένα αυτά, μπορούν να 
αποθηκεύονται για μεγαλύτερα διαστήματα, εφόσον θα υποβάλλονται σε επεξεργασία μόνο για 
σκοπούς αρχειοθέτησης προς το δημόσιο συμφέρον, για σκοπούς επιστημονικής ή ιστορικής 
έρευνας ή για στατιστικούς σκοπούς, σύμφωνα με το άρθρο 89 παρ. 143 του Κανονισμού και 
εφόσον εφαρμόζονται τα κατάλληλα τεχνικά και οργανωτικά μέτρα που απαιτεί ο παρών 
Κανονισμός για τη διασφάλιση των δικαιωμάτων και ελευθεριών του υποκειμένου των 
δεδομένων. 
(στ’) Αρχή της ακεραιότητας και της εμπιστευτικότητας: Σύμφωνα με τις αρχές αυτές, τα 
δεδομένα προσωπικού χαρακτήρα, υποβάλλονται σε επεξεργασία κατά τρόπο που εγγυάται την 
ενδεδειγμένη ασφάλεια των δεδομένων προσωπικού χαρακτήρα, μεταξύ άλλων την προστασία 
τους από μη εξουσιοδοτημένη ή παράνομη επεξεργασία και τυχαία απώλεια, καταστροφή ή 
φθορά, με τη χρησιμοποίηση κατάλληλων τεχνικών ή οργανωτικών μέτρων. Μέσω των αρχών 
 
42  Βλ. Μήτρου Λ., όπ. ανωτ. (υποσ. 6), σελ. 17. 
43  Βλ. Άρθρο 89 παρ. 1 Κανονισμού 2016/679 με τίτλο «Διασφαλίσεις και παρεκκλίσεις σχετικά με την επεξεργασία 
για σκοπούς αρχειοθέτησης προς το δημόσιο συμφέρον ή σκοπούς επιστημονικής ή ιστορικής έρευνας ή 
στατιστικούς σκοπούς» : «Η επεξεργασία για σκοπούς αρχειοθέτησης για το δημόσιο συμφέρον ή για σκοπούς 
επιστημονικής ή ιστορικής έρευνας ή για στατιστικούς σκοπούς υπόκειται σε κατάλληλες εγγυήσεις, σύμφωνα με 
τον παρόντα Κανονισμό, ως προς τα δικαιώματα και τις ελευθερίες του υποκειμένου των δεδομένων, σύμφωνα με 
τον παρόντα Κανονισμό. Οι εν λόγω εγγυήσεις διασφαλίζουν ότι έχουν θεσπιστεί τα τεχνικά και οργανωτικά μέτρα, 
ιδίως για να διασφαλίζουν την τήρηση της αρχής της ελαχιστοποίησης των δεδομένων. Τα εν λόγω μέτρα μπορούν 
να περιλαμβάνουν τη χρήση ψευδωνύμων, εφόσον οι εν λόγω σκοποί μπορούν να εκπληρωθούν κατ’ αυτόν τον 
τρόπο. Εφόσον οι εν λόγω σκοποί μπορούν να εκπληρωθούν από περαιτέρω επεξεργασία η οποία δεν επιτρέπει ή 
δεν επιτρέπει πλέον την ταυτοποίηση των υποκειμένων των δεδομένων, οι εν λόγω σκοποί εκπληρώνονται κατ’ 
αυτόν τον τρόπο». 
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αυτών και της ένταξής τους στις «αρχές επεξεργασίας», επιδιώκεται η ενισχυμένη ασφάλεια στο 
πεδίο της προστασίας των προσωπικών δεδομένων44. Επίσης, οι αρχές συνδέονται με το άρθρο 32 
του Κανονισμού με τίτλο «Ασφάλεια επεξεργασίας», όπου ουσιαστικά κατοχυρώνεται η ευθύνη 
του υπεύθυνου επεξεργασίας, αλλά και του εκτελούντος την επεξεργασία, οι οποίοι αφού λάβουν 
υπόψη μια σειρά από παράγοντες σχετικούς με την επεξεργασία των δεδομένων45, στη συνέχεια 
καλούνται να εφαρμόσουν τα κατάλληλα τεχνικά και οργανωτικά μέτρα προκειμένου να 
διασφαλίζεται το κατάλληλο επίπεδο ασφάλειας. Κάποια από τα μέτρα46 αυτά είναι η 
ψευδωνυμοποίηση, η κρυπτογράφηση των δεδομένων, η δυνατότητα διασφάλισης του 
απορρήτου, της ακεραιότητας, της διαθεσιμότητας και της αξιοπιστίας των συστημάτων και των 
υπηρεσιών επεξεργασίας κ.λπ.. 
(ζ) Αρχή της λογοδοσίας (Accountability principle): Στην παράγραφο 2 του άρθρου 5 του 
Κανονισμού, κατοχυρώνεται η ευθύνη του υπεύθυνου επεξεργασίας, ο οποίος επίσης θα πρέπει 
να είναι σε θέση να αποδεικνύει τη συμμόρφωση με τη παράγραφο 1, δηλαδή να «λογοδοτεί»47. 
Στα μέτρα οργάνωσης και απόδειξης της συμμόρφωσης στα οποία υποχρεούται ο υπεύθυνος 
επεξεργασίας, εμπίπτουν και οι εξής διατάξεις του Κανονισμού: α) Της εκτίμησης του αντικτύπου 
της επεξεργασίας σχετικά με την προστασία δεδομένων (Άρθρο 35), β) της προηγούμενης 
διαβούλευσης και της γνωμοδότησης της εποπτικής ανεξάρτητης αρχής (Άρθρο 36), γ) της 
εφαρμογής μέτρων ασφαλείας (Άρθρο 32), δ) της υιοθέτησης κανόνων δεοντολογίας και της 
εισαγωγής μηχανισμών πιστοποίησης της προστασίας προσωπικών δεδομένων (Άρθρα 40-43), ε) 
 
44  Πριν από τον Κανονισμό, η Οδηγία 95/46/ΕΚ στα άρθρα 16 και 17 προέβλεπε την υποχρέωση εμπιστευτικότητας  
και της λήψης τεχνικών και οργανωτικών μέτρων ασφαλείας «ως νομικές υποχρεώσεις του υπεύθυνου 
επεξεργασίας, αλλά και του εκτελούντος της επεξεργασίας, ώστε να προστατεύονται τα δεδομένα από τυχαία ή 
αθέμιτη καταστροφή, τυχαία απώλεια, απαγορευμένη διάδοση ή πρόσβαση και κάθε άλλη μορφή αθέμιτης 
επεξεργασίας». Βλ. Μήτρου Λ., όπ. ανωτ. (υποσ. 6), σελ. 17.  
45  Αρθρο 32 παρ. 1 Κανονισμός 2016/679 : «Λαμβάνοντας υπόψη τις τελευταίες εξελίξεις, το κόστος εφαρμογής 
και τη φύση, το πεδίο εφαρμογής, το πλαίσιο και τους σκοπούς της επεξεργασίας, καθώς και τους κινδύνους 
διαφορετικής πιθανότητας επέλευσης και σοβαρότητας για τα δικαιώματα και τις ελευθερίες των φυσικών 
προσώπων, ο υπεύθυνος επεξεργασίας και ο εκτελών την επεξεργασία εφαρμόζουν κατάλληλα τεχνικά και 
οργανωτικά μέτρα προκειμένου να διασφαλίζεται το κατάλληλο επίπεδο ασφάλειας έναντι των κινδύνων, 
περιλαμβανομένων, μεταξύ άλλων , κατά περίπτωση(….)». 
46  Βλ. αναλυτικά Άρθρο 32 παρ. 1 εδάφια α-δ , Κανονισμός 2016/679. 
47  «To βασικό περιεχόμενο της αρχής της λογοδοσίας συνίσταται αφενός στο σχεδιασμό και στην εφαρμογή εκείνων 
των μέτρων και πολιτικών που διασφαλίζουν κατ’ ουσίαν τη συμμόρφωση με τον Κανονισμό στο σύνολό του, ενώ 
ταυτόχρονα ο υπεύθυνος θα πρέπει να είναι σε θέση να αποδεικνύει τη συμμόρφωση ενώπιον τόσο των εποπτικών 
αρχών όσο και των δικαστηρίων». Βλ. Μήτρου Λ., όπ. ανωτ. (υποσ. 6), σελ. 21. 
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του ορισμού υπεύθυνου προστασίας δεδομένων και της απονομής καθηκόντων προστασίας σε 
αυτόν (Άρθρα 37-39), στ’) της τήρησης αρχείων επεξεργασίας από τον υπεύθυνο επεξεργασίας (ή 
τον εκπρόσωπό του) (Άρθρο 30), ζ) της υποχρέωσης κοινοποίησης της παραβίασης δεδομένων 
στην εποπτική αρχή, καθώς και της ανακοίνωσης της παραβίασης στο υποκείμενο των δεδομένων 
(Άρθρα 33-34). 
Στον τομέα των «ευαίσθητων» προσωπικών δεδομένων, όπως είναι τα δεδομένα υγείας, η 
διαδικασία της αξιολόγησης των επιπτώσεων μελλοντικής επεξεργασίας, αποτελεί θεμελιώδη 
υποχρέωση του υπεύθυνου επεξεργασίας, πόσω μάλλον δε όταν η επεξεργασία αφορά δεδομένα 
«μεγάλης κλίμακας», τα λεγόμενα “big data”48. Εν προκειμένω, στον τομέα της υγείας, τέτοιου 
μεγέθους δεδομένα θα μπορούσαμε να συναντήσουμε σε νοσοκομεία, ερευνητικά, διαγνωστικά 
κέντρα, ασφαλιστικά ταμεία, ασφαλιστικές εταιρίες κ.ά.. Στην Αιτιολογική Σκέψη 91 του 
Προοιμίου του Κανονισμού ωστόσο αποσαφηνίζεται μόνο ποια δεδομένα δεν θεωρούνται “big 
data” – «δεδομένα μεγάλης κλίμακας». Συγκεκριμένα, αναφέρει ότι η επεξεργασία προσωπικών 
δεδομένων δεν θεωρείται ότι είναι «μεγάλης κλίμακας», όταν η επεξεργασία αυτή αφορά 
δεδομένα προσωπικού χαρακτήρα ασθενών ή πελατών ιδιώτη ιατρού ή άλλου επαγγελματία του 
τομέα της υγείας, οπότε σε αυτές τις περιπτώσεις η προηγούμενη αξιολόγηση πριν την 
επεξεργασία και η εκτίμηση του αντικτύπου της δεν θεωρείται υποχρεωτική49. 
Ακόμη, πολύ σημαντικό άρθρο για την προστασία του υποκειμένου επεξεργασίας από τις 
δυσμενείς συνέπειες επεξεργασίας προσωπικών δεδομένων που το αφορούν μέσω 
αυτοματοποιημένης ατομικής λήψης αποφάσεων, όπως με την «κατάρτιση προφίλ», είναι το 
άρθρο 22 του Κανονισμού. Σύμφωνα με το άρθρο αυτό, το υποκείμενο των δεδομένων έχει το 
δικαίωμα να μην υπόκειται σε απόφαση που λαμβάνεται αποκλειστικά βάσει αυτοματοποιημένης 
επεξεργασίας, συμπεριλαμβανομένης της «κατάρτισης προφίλ», η οποία παράγει έννομα 
αποτελέσματα που το αφορούν ή το επηρεάζουν σημαντικά με παρόμοιο τρόπο.  
 
48  Σύμφωνα με την Αιτιολογική Σκέψη 91 του Κανονισμού 2016/679, στοιχεία που προσδιορίζουν τη μεγάλη 
κλίμακα είναι η επεξεργασία σημαντικής ποσότητας δεδομένων, η οποία θα μπορούσε να επηρεάσει μεγάλο 
αριθμό υποκειμένων των δεδομένων. 
49  Βλ. Σχετ.: Article 29 Data Protection Working Party, Guidelines on Data Protection Impact Assessment (DPIA) and 
determining whether processing is “likely to result in high risk” for the purposes of Regulation 2016/679, σελ. 8 επ.. 
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Τέλος, με τον Κανονισμό 2016/679, εισάγεται η νέα υποχρέωση ορισμού εσωτερικού 
υπεύθυνου προστασίας δεδομένων (“data protection officer”/“DPO”). Σύμφωνα με το άρθρο 37 
του Κανονισμού, ο ορισμός εσωτερικού υπεύθυνου προστασίας δεδομένων κρίνεται απαραίτητος 
εφόσον: α) Η επεξεργασία διενεργείται από δημόσια αρχή ή φορέα ή β) οι βασικές δραστηριότητες 
του υπεύθυνου επεξεργασίας ή του εκτελούντος την επεξεργασία, συνιστούν μεγάλης κλίμακας50 
επεξεργασία ειδικών κατηγοριών δεδομένων προσωπικού χαρακτήρα (π.χ. δημόσια νοσοκομεία51 
κ.λπ.). 
VIII. Εξαιρέσεις από την απαγόρευση επεξεργασίας 
Όπως αναφέρθηκε και σε προηγούμενη παράγραφο, το άρθρο 9 παράγραφος 1 του Κανονισμού 
2016/679 εισάγει γενική απαγόρευση της επεξεργασίας ειδικών κατηγοριών δεδομένων 
προσωπικού χαρακτήρα, εντός των οποίων και των δεδομένων που αφορούν στην υγεία, τα οποία 
και εξετάζουμε. Ωστόσο, στην παράγραφο 2 προβλέπονται συγκεκριμένες εξαιρέσεις από τη 
γενική απαγόρευση της επεξεργασίας των εν λόγω δεδομένων (εδάφια α’-ι’). Συγκεκριμένα, η 
επεξεργασία των προσωπικών δεδομένων δεν απαγορεύεται όταν: (α) Το υποκείμενο των 
δεδομένων έχει παράσχει ρητή συγκατάθεση52 για την επεξεργασία των δεδομένων προσωπικού 
χαρακτήρα, (β) η επεξεργασία είναι απαραίτητη για την εκτέλεση των υποχρεώσεων και την 
άσκηση συγκεκριμένων δικαιωμάτων του υπεύθυνου επεξεργασίας ή του υποκειμένου των 
δεδομένων στον τομέα του εργατικού δικαίου και του δικαίου κοινωνικής ασφάλισης και 
κοινωνικής προστασίας, (γ) η επεξεργασία είναι απαραίτητη για την προστασία των ζωτικών 
συμφερόντων του υποκειμένου των δεδομένων ή άλλου φυσικού προσώπου, εάν το υποκείμενο 
 
50  Σύμφωνα με την Ομάδα Εργασίας του Άρθρου 29, για να προσδιοριστεί εάν μια επεξεργασία αφορά δεδομένα 
μεγάλης κλίμακας, θα πρέπει να λαμβάνονται υπόψη οι εξής παράγοντες: α) Ο αριθμός των εμπλεκόμενων 
υποκειμένων των δεδομένων, είτε ως συγκεκριμένος αριθμός είτε ως ποσοστό επί του συναφούς πληθυσμού, β) ο 
όγκος των δεδομένων και/ή το εύρος των διαφόρων στοιχείων δεδομένων που υφίστανται επεξεργασία, γ) η 
διάρκεια ή ο μόνιμος χαρακτήρας της δραστηριότητας επεξεργασίας δεδομένων, δ) η γεωγραφική έκταση της 
δραστηριότητας επεξεργασίας. Βλ. Μήτρου Λ., όπ. ανωτ. (υποσ. 6), σελ. 23. 
51  Σύμφωνα με την Ομάδα Εργασίας του Άρθρου 29, η επεξεργασία δεδομένων ασθενών στο πλαίσιο της 
λειτουργίας ενός νοσοκομείου αποτελεί  χαρακτηριστικό παράδειγμα επεξεργασίας μεγάλης κλίμακας. Βλ. 
Κατευθυντήριες Γραμμές σχετικά με τους υπεύθυνους προστασίας δεδομένων, 5.4.2017, σελ. 28. 
52 Βλ. Σχετ.: Ιγγλεζάκη Ι., όπ. ανωτ. (υποσ. 36), σελ. 111: «Η προϋπόθεση να είναι η συγκατάθεση ρητή σημαίνει 
ότι δεν πρέπει να συνάγεται σιωπηρά, αλλά και ότι πρέπει να διακρίνεται από ακρίβεια και να συνιστά ορισμένη 
δήλωση βούλησης, όπως και ότι πρέπει να περιγράφονται με σαφήνεια οι σκοποί της επεξεργασίας». 
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των δεδομένων είναι σωματικά ή νομικά ανίκανο να συγκατατεθεί, (δ) η επεξεργασία διενεργείται 
με κατάλληλες εγγυήσεις, στο πλαίσιο των νόμιμων δραστηριοτήτων ιδρύματος, οργάνωσης ή 
άλλου μη κερδοσκοπικού φορέα με πολιτικό, φιλοσοφικό, θρησκευτικό ή συνδικαλιστικό στόχο 
και υπό την προϋπόθεση ότι η επεξεργασία αφορά αποκλειστικά τα μέλη ή τα πρώην μέλη του 
φορέα ή πρόσωπα τα οποία έχουν τακτική επικοινωνία μαζί του σε σχέση με τους σκοπούς του 
και ότι τα δεδομένα προσωπικού χαρακτήρα δεν κοινοποιούνται εκτός του συγκεκριμένου φορέα 
χωρίς τη συγκατάθεση των υποκειμένων των δεδομένων, (ε) η επεξεργασία αφορά δεδομένα 
προσωπικού χαρακτήρα τα οποία έχουν προδήλως δημοσιοποιηθεί από το υποκείμενο των 
δεδομένων, (στ’) η επεξεργασία είναι απαραίτητη για τη θεμελίωση, άσκηση ή υποστήριξη 
νομικών αξιώσεων ή όταν τα δικαστήρια ενεργούν υπό τη δικαιοδοτική τους ιδιότητα, (ζ)  η 
επεξεργασία είναι απαραίτητη για λόγους ουσιαστικού δημοσίου συμφέροντος53, βάσει του δικαίου 
της Ένωσης ή κράτους μέλους, το οποίο είναι ανάλογο προς τον επιδιωκόμενο στόχο, σέβεται την 
ουσία του δικαιώματος στην προστασία των δεδομένων και προβλέπει κατάλληλα και 
συγκεκριμένα μέτρα για τη διασφάλιση των θεμελιωδών δικαιωμάτων και των συμφερόντων του 
υποκειμένου των δεδομένων, (η) η επεξεργασία είναι απαραίτητη για σκοπούς προληπτικής ή 
επαγγελματικής ιατρικής, εκτίμησης της ικανότητας προς εργασία του εργαζομένου, ιατρικής 
διάγνωσης, παροχής υγειονομικής ή κοινωνικής περίθαλψης ή θεραπείας ή διαχείρισης 
υγειονομικών και  κοινωνικών συστημάτων και υπηρεσιών βάσει του ενωσιακού δικαίου ή του 
δικαίου κράτους μέλους ή δυνάμει σύμβασης με επαγγελματία του τομέα της υγείας (…), (θ) η 
επεξεργασία είναι απαραίτητη για λόγους δημοσίου συμφέροντος στον τομέα της δημόσιας υγείας, 
όπως η προστασία έναντι σοβαρών διασυνοριακών απειλών κατά της υγείας ή η διασφάλιση 
υψηλών προτύπων ποιότητας και ασφάλειας της υγειονομικής περίθαλψης και των φαρμάκων ή 
 
53 Στην Αιτιολογική Σκέψη 52 του Κανονισμού προβλέπεται ότι: «Η παρέκκλιση από την απαγόρευση 
επεξεργασίας ειδικών κατηγοριών δεδομένων προσωπικού χαρακτήρα θα πρέπει να επιτρέπεται…εφόσον 
δικαιολογείται από λόγους δημοσίου συμφέροντος, ιδίως… στον τομέα του εργατικού δικαίου, του δικαίου 
κοινωνικής προστασίας, συμπεριλαμβανομένων των συντάξεων, και για σκοπούς υγειονομικής ασφάλειας, 
παρακολούθησης και συναγερμού και για την πρόληψη ή τον έλεγχο των μεταδοτικών ασθενειών και άλλων 
σοβαρών απειλών κατά της υγείας…», 
 Βλ. Σχετ.: Ιγγλεζάκη Ι., όπ. ανωτ. (υποσ. 36), σελ. 115 επ.: «…Η εν λόγω διάταξη παρέχει διακριτική ευχέρεια στον 
ενωσιακό ή/και εθνικό νομοθέτη να υιοθετούν σχετικά μέτρα…ο νομοθέτης οφείλει να προβεί στον προσδιορισμό 
του ‘’ουσιαστικού δημοσίου συμφέροντος’’ και στη στάθμισή του με την προστασία του σκληρού πυρήνα της 
ιδιωτικής ζωής, προβλέποντας παράλληλα κατάλληλα μέτρα και διασφαλίσεις για τα δικαιώματα των 
υποκειμένων των δεδομένων.». 
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των ιατροτεχνολογικών προϊόντων, βάσει του δικαίου της Ένωσης ή του δικαίου κράτους μέλους, 
το οποίο προβλέπει κατάλληλα και συγκεκριμένα μέτρα για την προστασία των δικαιωμάτων και 
ελευθεριών του υποκειμένου των δεδομένων, ειδικότερα δε του επαγγελματικού απορρήτου, (ι) η 
επεξεργασία είναι απαραίτητη για σκοπούς αρχειοθέτησης προς το δημόσιο συμφέρον, για 
σκοπούς επιστημονικής ή ιστορικής έρευνας ή για στατιστικούς σκοπούς σύμφωνα με το άρθρο 
89 παράγραφος 1 βάσει του δικαίου της Ένωσης ή κράτους μέλους, οι οποίοι είναι ανάλογοι προς 
τον επιδιωκόμενο στόχο, σέβονται την ουσία του δικαιώματος στην προστασία των δεδομένων 
και προβλέπουν κατάλληλα και συγκεκριμένα μέτρα για τη διασφάλιση των θεμελιωδών 
δικαιωμάτων και των συμφερόντων του υποκειμένου των δεδομένων. 
Τέλος στην παράγραφο 4 του άρθρου 9 του Κανονισμού, παρέχεται η δυνατότητα στα κράτη 
μέλη να διατηρούν ή να θεσπίζουν περαιτέρω όρους, μεταξύ άλλων και περιορισμούς, όσον αφορά 
την επεξεργασία γενετικών δεδομένων, βιομετρικών δεδομένων ή δεδομένων που αφορούν την 
υγεία. Συνεπώς, στην ουσία εναπόκειται και στη διακριτική ευχέρεια των κρατών-μελών, 
προκειμένου εάν το κρίνουν εύλογο να ενισχύουν νομοθετικά την ασφάλεια της προστασίας 
αυτών των ειδικών προσωπικών δεδομένων. 
IX. Ειδικές κατηγορίες προσωπικών δεδομένων: Βιομετρικά και γενετικά δεδομένα 
a) Βιομετρικά δεδομένα: Στην παράγραφο 14 του άρθρου 9 του Κανονισμού 2016/679 δίνεται 
ο ορισμός των βιομετρικών δεδομένων, σύμφωνα με τον οποίο «βιομετρικά δεδομένα είναι τα 
δεδομένα προσωπικού χαρακτήρα τα οποία προκύπτουν από ειδική τεχνική επεξεργασία συνδεόμενη 
με φυσικά, βιολογικά ή συμπεριφορικά χαρακτηριστικά φυσικού προσώπου και τα οποία επιτρέπουν 
ή επιβεβαιώνουν την αδιαμφισβήτητη ταυτοποίηση του εν λόγω φυσικού προσώπου, όπως εικόνες 
προσώπου ή δακτυλοσκοπικά δεδομένα». Επίσης, αναφορά στα βιομετρικά δεδομένα ως δεδομένα 
ειδικής κατηγορίας, γίνεται στο άρθρο 9 παρ. 1 του Κανονισμού σχετικά με την -κατ’ αρχήν- 
απαγόρευση επεξεργασίας ειδικών κατηγοριών δεδομένων προσωπικού χαρακτήρα54. 
Τα βιομετρικά δεδομένα είναι καθολικά, ήτοι μοναδικά σε κάθε άτομο και μόνιμα, δηλαδή 
αμετάβλητα μέσα στο χρόνο55. Οι μέθοδοι/τεχνικές βιομετρίας διακρίνονται σε δύο κατηγορίες: 
 
54  Βλ. Αιτιολογική Σκέψη 51, Προοίμιο Κανονισμού 2016/679, Άρθρο 9 παρ. 1 Κανονισμού. 
55  Βλ. Βασιλοπούλου Ε., όπ. ανωτ. (υποσ. 15), σελ. 101. 
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αα) Σε σταθερά δεδομένα56 και ββ) σε δυναμικά δεδομένα, τα οποία είναι κυρίως συμπεριφορικά 
χαρακτηριστικά του ατόμου. Τα σταθερά δεδομένα, αφορούν στην φυσιολογία και στα βιολογικά 
χαρακτηριστικά του ατόμου, όπως τα δακτυλικά αποτυπώματα, η αναγνώρισης της ίριδας του 
αμφιβληστροειδούς χιτώνα κ.λπ.. Αντίστοιχα, τα δυναμικά δεδομένα αφορούν σε πρότυπα 
συμπεριφοράς όπως εξακρίβωση χειρόγραφης υπογραφής κ.ά.57. Πέραν της γενικής απαγόρευσης 
επεξεργασίας ειδικών κατηγοριών προσωπικών δεδομένων, εντός των οποίων και των 
βιομετρικών που εισάγει ο Κανονισμός 2016/679 στην παράγραφο 1 του άρθρου 9, παράλληλα 
προβλέπονται και κάποιες εξαιρέσεις από την απαγόρευση της επεξεργασίας τους και για 
συγκεκριμένους λόγους, στην παράγραφο 2, στα εδάφια (α’-ι’), όπως αναλύθηκαν σε 
προηγούμενη παράγραφο. 
β) Γενετικά δεδομένα: Στην παράγραφο 13 του άρθρου 9 του Κανονισμού 2016/679, δίνεται ο 
ορισμός των γενετικών δεδομένων, σύμφωνα με τον οποίο γενετικά δεδομένα, «είναι τα δεδομένα 
προσωπικού χαρακτήρα που αφορούν τα γενετικά χαρακτηριστικά φυσικού προσώπου που 
κληρονομήθηκαν ή αποκτήθηκαν, όπως προκύπτουν, ιδίως από ανάλυση βιολογικού δείγματος του 
εν λόγω φυσικού προσώπου και τα οποία παρέχουν μοναδικές πληροφορίες σχετικά με τη 
φυσιολογία ή την υγεία του εν λόγω φυσικού προσώπου». Επίσης, όπως ισχύει και για τα βιομετρικά 
δεδομένα, αναφορά στα γενετικά δεδομένα ως δεδομένων ειδικής κατηγορίας, γίνεται στο άρθρο 
9 παρ. 1 του Κανονισμού σχετικά με την -κατ’ αρχήν- απαγόρευση επεξεργασίας ειδικών 
κατηγοριών δεδομένων προσωπικού χαρακτήρα. Τα γενετικά δεδομένα χαρακτηρίζονται ως 
μοναδικά για κάθε άτομο, συγκριτικά με τα δεδομένα υγείας. Κι αυτό, διότι περιέχουν 
πληροφορίες ιατρικού, επιστημονικού και προσωπικού χαρακτήρα του ατόμου, αλλά και για τους 
ανιόντες ή τους κατιόντες του58. Συνεπώς, τα γενετικά δεδομένα μπορούν να αποκαλύπτουν την 
ταυτότητα ενός ατόμου, μέσω του γενετικού αποτυπώματος. Πιο αναλυτικά, τα γενετικά δεδομένα 
έχουν ορισμένα ιδιαίτερα χαρακτηριστικά59, που λόγω της μοναδικότητάς τους μπορούν να 
οδηγήσουν στην αποκάλυψη πολύ ευαίσθητων πληροφοριών, όπως πληροφοριών  σχετικών  με 
 
56  Βλ. Σχετ.: Ιγγλεζάκη Ι., «Ευαίσθητα Προσωπικά δεδομένα», Εκδ. Σάκκουλα, 2004, σελ. 210: «Τα στοιχεία αυτά 
στο βαθμό που αποτελούν τμήμα της φυσιολογίας του ατόμου είναι αναλλοίωτα και ανά πάσα στιγμή διαθέσιμα.». 
57  Βλ. Σχετ.: Βλ. Βασιλοπούλου Ε., όπ. ανωτ. (υποσ. 15) , σελ. 102. 
58  Βλ. Βασιλοπούλου Ε., όπ. ανωτ. (υποσ. 15) , σελ. 126. 
59  Βλ. Σχετ. Έγγραφο εργασίας WP91/2004 για τα γενετικά δεδομένα της Ομάδας Εργασίας του Άρθρου 29 σε 
www.ec.europa.eu  
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την εθνοτική προέλευση του ατόμου, την βιολογική του οικογένεια κ.λπ. και κατ’ επέκταση 
μπορούν να επιφέρουν πληθώρα προβλημάτων στο υποκείμενο των δεδομένων, όπως π.χ. τον 
κοινωνικό τους αποκλεισμό λόγω της αποκάλυψης της γενετικής τους ταυτότητας.60 Στα 
χαρακτηριστικά των γενετικών δεδομένων ανήκει και η ευκολία με την οποία  μπορούν να 
ληφθούν τα δεδομένα αυτά πλέον, ακόμα και εν αγνοία του υποκειμένου τους61, κάτι το οποίο 
ουσιαστικά επιβεβαιώνει το γεγονός ότι τα γενετικά δεδομένα, αφενός αποτελούν ειδική 
κατηγορία προστασίας δεδομένων προσωπικού χαρακτήρα, αφετέρου χρήζουν ιδιαίτερης 
προστασίας λόγω της «επικινδυνότητας» του πιθανού κοινωνικού στιγματισμού του υποκειμένου 
που αφορούν62.  
Για όλους τους παραπάνω λόγους, ο ενωσιακός νομοθέτης προνόησε για τη θέσπιση αυστηρού 
πλαισίου προστασίας των ειδικών κατηγοριών προσωπικών δεδομένων, στις οποίες ανάχθηκαν 
με το νέο πλαίσιο και τα γενετικά και βιομετρικά δεδομένα, μέσω του Κανονισμού 2016/679 και 
των προστατευτικών διατάξεών του. Η ανάγκη ενίσχυσης της προστασίας αυτών των δεδομένων 
ήταν αντικειμενική και ρεαλιστική, υπό την έννοια ότι θεμελιωνόταν στην αυξημένη δυναμική 
των πληροφοριών που αποκαλύπτουν αυτά τα δεδομένα, καθώς και στην ιδιαίτερη επικινδυνότητα 
της επεξεργασίας αυτών λόγω των δυσμενών συνεπειών που μπορεί η επεξεργασία αυτή να 
επιφέρει στα υποκείμενα των δεδομένων.  
Τέλος, παρατηρείται ότι ακριβώς λόγω της ένταξης των βιομετρικών και γενετικών δεδομένων 
στις ειδικές κατηγορίες προστασίας προσωπικών δεδομένων, προκύπτουν επιπλέον υποχρεώσεις 
προστασίας για τον υπεύθυνο επεξεργασίας σε ό,τι αφορά στην επεξεργασία τέτοιων δεδομένων, 
 
60  Βλ. Σχετ. Μήτρου Λ., «Βιοτράπεζες, Έρευνα και γενετικά δεδομένα», Σε: «Η προστασία των γενετικών 
δεδομένων», Σειρά: Δίκαιο και Κοινωνία στον 21ο αιώνα, Διεύθυνση Σειράς: Παπαχρίστου Θ. Κ., Μήτρου Λ., 
Βιδάλης Τ., Ξηρός Θ., Εκδ. Σάκκουλα, 2008, σελ. 31. 
61  Βλ. Συμεωνίδου-Καστανίδου Ε., «Ανάλυση DNA και ποινική δίκη : το ευρωπαϊκό θεσμικό πλαίσιο», «Σύνταγμα, 
Δημοκρατία και Πολιτειακοί θεσμοί, Μνήμη Γιώργου Παπαδημητρίου ΙΙ», Τμήμα Πολιτικής Επιστήμης-Δημόσιας 
Διοίκησης ΕΚΠΑ/Νομική Σχολή ΑΠΘ, Τόμ. 2, 2013, σελ. 338 («..η πρώτη ύλη επί της οποίας γίνονται οι γενετικές 
αναλύσεις, μπορεί εύκολα να διασπείρεται στο περιβάλλον χωρίς καν το άτομο να το αντιλαμβάνεται ακόμα και να 
μεταφέρεται στον τόπο του εγκλήματος με σκοπό τον αποπροσανατολισμό των ερευνών ή την ενοχοποίηση ή 
απενεχοποίηση συγκεκριμένων ατόμων..»). 
62  Βλ. Μήτρου Λ., όπ. ανωτ. (υποσ. 4), σελ. 43: «...επιβεβαιώθηκε και στον ΓΚΠΔ η αντίληψη ότι υπάρχουν ορισμένες 
κατηγορίες δεδομένων, οι οποίες επί τη βάσει του περιεχομένου τους συνεπιφέρουν τον κίνδυνο προσβολής της 
ιδιωτικής σφαίρας.». 
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κάτι το οποίο θα δημιουργεί μεν την αίσθηση μεγαλύτερης ασφάλειας, αλλά θα επιφέρει δε τις 
ανάλογες οικονομικές συνέπειες.63 64  
X. Τα δικαιώματα του υποκειμένου των δεδομένων απέναντι στην επεξεργασία 
των προσωπικών του δεδομένων κατά την παροχή υπηρεσιών υγείας 
Στο πεδίο της παροχής υπηρεσιών υγείας, ο Κανονισμός 2016/679 – GDPR σε σχέση με το 
προηγούμενο θεσμικό καθεστώς της Οδηγίας 95/46/ΕΚ, , «καθιερώνει πληρέστερα το δικαίωμα 
ενημέρωσης του υποκειμένου των δεδομένων και πρόσβασης στα δεδομένα65», ενισχύοντας με 
αυτόν τον τρόπο τον σεβασμό των δικαιωμάτων και των ελευθεριών του ατόμου και εν 
προκειμένω του χρήστη υγείας. Εκτός από τις αρχές και τους περιορισμούς της επεξεργασίας των 
προσωπικών δεδομένων, την απαγόρευση επεξεργασίας τους και τις εξαιρέσεις από αυτήν, καθώς 
και την υποχρέωση ελέγχου συμμόρφωσης  και λογοδοσίας από τους υπεύθυνους επεξεργασίας  
που αναλύθηκαν σε παραπάνω κεφάλαιο, στο κεφάλαιο ΙΙΙ του Κανονισμού και συγκεκριμένα 
στα άρθρα (12-23) παρατίθεται σειρά δικαιωμάτων του υποκειμένου των δεδομένων. Τα 
σημαντικότερα αυτά τα δικαιώματα είναι τα εξής: 
(α) Το δικαίωμα διόρθωσης ανακριβών και συμπλήρωσης ελλιπών δεδομένων (Άρθρο 16), 
σύμφωνα με το οποίο το υποκείμενο των δεδομένων έχει το δικαίωμα να απαιτήσει από τον 
υπεύθυνο επεξεργασίας χωρίς αδικαιολόγητη καθυστέρηση τη διόρθωση ανακριβών δεδομένων 
προσωπικού χαρακτήρα που το αφορούν. Επίσης, έχει το δικαίωμα, έχοντας υπόψη τους σκοπούς 
της επεξεργασίας, να απαιτήσει τη συμπλήρωση ελλιπών δεδομένων προσωπικού χαρακτήρα. 
(β) Το δικαίωμα περιορισμού της επεξεργασίας για τους λόγους που ορίζονται περιοριστικά 
(Άρθρο 18), κατά το οποίο, το υποκείμενο των δεδομένων δικαιούται να εξασφαλίζει από τον 
 
63  Βλ. Irion  K. and Luchetta G., ‘’Online personal data processing and EU data protection reforms’’ CEPS Report, 8th 
April 2013, σελ. 31 επ.. 
64  Βλ. Voss W. G., “One Year and Loads of Data Later, Where Are We? An Update on the Proposed European Union 
General Data Protection Regulation”, Journal of Internet Law, Volume 16, Issue 10, 4/2013, σύμφωνα με τον οποίο 
η Ευρωπαϊκή Επιτροπή έχει εκτιμήσει ότι οι επιχειρήσεις θα εξοικονομούν έως και 2,3 δισεκατομμύρια ευρώ ανά 
έτος, αφού πλέον θα πρέπει να συμμορφώνονται μόνο με ένα νομοθετικό πλαίσιο.  
Βλ. και Εκτίμηση Επιτροπής: “How Will the EU’s Data Protection Reform Benefit European Businesses?”, στο: 
www.ec.europa.eu. 
65  Παπαρρηγοπούλου-Πεχλιβανίδη Π., «Το δημόσιο δίκαιο της υγείας», Νομική Βιβλιοθήκη, 2017, σελ. 309. 
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υπεύθυνο επεξεργασίας τον περιορισμό της επεξεργασίας, όταν συντρέχουν οι περιπτώσεις των 
εδαφίων (α’-δ’) της παραγράφου 1 του εν λόγω άρθρου. 
(γ) Το δικαίωμα στη φορητότητα των δεδομένων (Άρθρο 20), σύμφωνα με το οποίο, το 
υποκείμενο των δεδομένων έχει το δικαίωμα να λαμβάνει τα δεδομένα προσωπικού χαρακτήρα 
που το αφορούν, και τα οποία έχει παράσχει σε υπεύθυνο επεξεργασίας, σε δομημένο, κοινώς 
χρησιμοποιούμενο και αναγνώσιμο από μηχανήματα μορφότυπο, καθώς και το δικαίωμα να 
διαβιβάζει τα εν λόγω δεδομένα σε άλλον υπεύθυνο επεξεργασίας χωρίς αντίρρηση από τον 
υπεύθυνο επεξεργασίας στον οποίο παρασχέθηκαν, για τους λόγους που προβλέπονται στα εδάφια 
(α’-β’) της παραγράφου 1. 
(δ) Το δικαίωμα εναντίωσης στην επεξεργασία των δεδομένων (Άρθρο 21), σύμφωνα με το 
οποίο, το υποκείμενο των δεδομένων δικαιούται να αντιτάσσεται ανά πάσα στιγμή και για λόγους 
που σχετίζονται με την ιδιαίτερη κατάστασή του, στην επεξεργασία δεδομένων προσωπικού 
χαρακτήρα που το αφορούν, περιλαμβανομένης και της κατάρτισης προφίλ και για τους λόγους 
που ορίζονται στις παραγράφους (2-4). 
(ε) Το δικαίωμα στη λήθη (δικαίωμα διαγραφής δεδομένων) (Άρθρο 17), κατά το οποίο, το 
υποκείμενο των δεδομένων έχει το δικαίωμα να ζητήσει από τον υπεύθυνο επεξεργασίας τη 
διαγραφή δεδομένων προσωπικού χαρακτήρα που το αφορούν, χωρίς αδικαιολόγητη 
καθυστέρηση και ο υπεύθυνος επεξεργασίας υποχρεούται να διαγράψει δεδομένα προσωπικού 
χαρακτήρα χωρίς αδικαιολόγητη καθυστέρηση για τους λόγους που ορίζονται στα εδάφια (α’-στ’) 
της παραγράφου 1. Το δικαίωμα στη λήθη αποτελεί «το θεμέλιο λίθο για τη δυνατότητα 
αναγεννήσεως του ατόμου μέσω της διαγραφής πληροφοριών (…) που δεν συντρέχουν στην 
ενημέρωση της κοινής γνώμης66». 
Θεμελιώδη δικαιώματα που προβλέπονται τον Κανονισμό και προστατεύουν το υποκείμενο 
των δεδομένων είναι και το δικαίωμα στη διαφανή ενημέρωση του υποκειμένου των δεδομένων, 
το οποίο βασίζεται στην αρχή της διαφάνειας που διέπει όλο τον Κανονισμό.(Άρθρο 12) και το 
δικαίωμα πρόσβασης του υποκειμένου των δεδομένων (Άρθρα 13-15). 
 
66 Βλ.: Παναγοπούλου-Κουτνατζή Φ., «Ο Γενικός Κανονισμός για την Προστασία Δεδομένων 679/2016/ΕΕ. 
Εισαγωγή και Προστασία Δικαιωμάτων», Εκδ. Σάκκουλα, 2017, σελ. 122. 
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XI. Προσωπικά δεδομένα υγείας και ιατρικό απόρρητο 
Τα προσωπικά δεδομένα υγείας εκτός από τον Κανονισμό 2016/679 – GDPR προστατεύονται 
και από άλλα νομοθετικά κείμενα, όπως είναι ο Κανονισμός Ιατρικής Δεοντολογίας67, τόσο σε 
επίπεδο εθνικό εντός των κρατών-μελών, όσο και σε επίπεδο ευρωπαϊκό. Στον ελληνικό Κώδικα 
Ιατρικής Δεοντολογίας68, η προστασία των δεδομένων υγείας του χρήστη υγείας αποτυπώνεται 
αφενός μέσα από την «υποχρέωση απορρήτου»69, όπως προβλέπεται στο άρθρο 13 του ΚΙΔ και 
αφετέρου, μέσα από την ειδική πρόβλεψη ότι τα καθήκοντα του ιατρού δεν εξαντλούνται μόνο 
στην τήρηση της εχεμύθειας70. Αυτό σημαίνει ότι ένας ιατρός οφείλει να εποπτεύει το βοηθητικό 
προσωπικό και γενικότερα όσους μετέχουν στη διαδικασία της παροχής υπηρεσιών υγείας και 
έχουν πρόσβαση στα προσωπικά δεδομένα υγείας του χρήστη υγείας που εμπίπτουν στο ιατρικό 
απόρρητο. Η σχέση μεταξύ της προστασίας των προσωπικών δεδομένων υγείας και του ιατρικού 
απορρήτου ιεραρχείται ως εξής: Η προστασία των προσωπικών δεδομένων υγείας είναι έννοια 
στενότερη από την υποχρέωση εχεμύθειας που έχει ο ιατρός για δύο λόγους: α) Επειδή το ιατρικό 
απόρρητο αφορά οποιαδήποτε πληροφορία μπορεί να γνωρίζει ο ιατρός κατά την άσκηση της 
ιατρικής του δραστηριότητας και β) επειδή η υποχρέωση αυτή του ιατρού για τήρηση του 
απορρήτου εκτείνεται και μετά το θάνατο του ασθενούς71. Η έννοια του ιατρικού απορρήτου 
καταλαμβάνεται από μια ηθική διάσταση, που έχει τρεις εκφάνσεις: α) το δικαίωμα του ατόμου 
για προστασία της ζωής του, β) τη σχέση εμπιστοσύνης μεταξύ ιατρού και ασθενούς και γ) την 
μυστικότητα72. 
Ειδοποιό διαφορά ανάμεσα στα προσωπικά δεδομένα υγείας και στο ιατρικό απόρρητο, 
αποτελεί το γεγονός ότι ο στόχος της προστασίας των προσωπικών δεδομένων υγείας είναι η 
προστασία του ιδιωτικού συμφέροντος, ενώ στόχος της τήρησης του ιατρικού απορρήτου είναι η 
 
67  Βλ. Σχετ.: Κριάρη-Κατράνη Ι., «Γενετική τεχνολογία και θεμελιώδη δικαιώματα», Η συνταγματική προστασία των 
γενετικών δικαιωμάτων, Εκδ. Σάκκουλα, 1999, σελ. 54 επ.. 
68  Ν. 3418/2005 ΦΕΚ 287/28-11-2005 – «Κώδικας Ιατρικής Δεοντολογίας». 
69  «Το ιατρικό απόρρητο, περιλαμβάνει εκτός από τις καθαρά ιατρικές πληροφορίες που προκύπτουν κατά τη 
διάρκεια της σχέσης ιατρού-ασθενούς (…) και ο,τιδήποτε ο ίδιος ο ασθενής εμπιστεύτηκε ή ο ιατρός διαπίστωσε ή 
συνήγαγε, έστω και τυχαία. Περιλαμβάνει δηλαδή, ολόκληρη την ιδιωτική σφαίρα του ασθενούς.». Βλ. Μπάκα Χ., 
«Η κάμψη του απόλυτου χαρακτήρα της απαγόρευσης κατάθεσης του ιατρού στην ποινική δίκη», ΠοινΧρ 1996, σελ. 
784. 
70  Βλ. Μήτρου Λ., όπ. ανωτ. (υποσ. 6), σελ. 18. 
71 Βλ. Σχετ.: Παπαρρηγοπούλου-Πεχλιβανίδη Π., όπ. ανωτ. (υποσ. 59), σελ. 312 και Πελλένη Παπαγεωργίου Α., «Ο 
Κώδικας Ιατρικής Δεοντολογίας από νομική σκοπιά», ΝοΒ 5, 2007, σελ. 2317 επ. ( σελ. 2320 επ.). 
72  Βλ. Σχετ.: Δάλλα-Βοργία Π., «Ιατρικό απόρρητο και ιατρός εργασίας», ΕΕργΔ 1988, σελ. 186 επ.. 
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εμπέδωση της σχέσης εμπιστοσύνης ανάμεσα στον ιατρό και στους χρήστες υγείας και η 
εμπιστοσύνη γενικότερα στο ιατρικό λειτούργημα, το οποίο ως κοινωνικό αγαθό εξυπηρετεί το 
δημόσιο συμφέρον73. Ωστόσο, μεταξύ των δύο εννοιών αυτών, δηλαδή της προστασίας των 
προσωπικών δεδομένων υγείας και του ιατρικού απορρήτου, δεν θα λέγαμε ότι υπάρχει σχέση 
αλληλοαποκλεισμού. Συγκεκριμένα, το ιατρικό απόρρητο όπως αναλύθηκε ανωτέρω, 
καταλαμβάνει μεγάλο φάσμα πληροφοριών που σχετίζονται με την ιδιωτική σφαίρα του ατόμου 
και συνεπώς, μπορεί να μην αφορά αμιγώς ιατρικές πληροφορίες. Από την άλλη πλευρά, το νέο 
καθεστώς που θεμελιώνει ο νέος Κανονισμός 2016/679, εισάγει την καινοτομία της ένταξης εντός 
του προστατευτικού πεδίου των «ειδικών κατηγοριών δεδομένων προσωπικού χαρακτήρα» του 
άρθρου 9, πέρα των δεδομένων υγείας και άλλων ειδών προσωπικών δεδομένων, όπως είναι τα 
γενετικά και τα βιομετρικά δεδομένα, κάποιες πληροφορίες σχετικά με το σεξουαλικό 
προσανατολισμό του υποκειμένου των δεδομένων κ.ά., κάτι το οποίο δεν ίσχυε με το 
προηγούμενο του Κανονισμού θεσμικού πλαισίου. 
Επιπλέον, κάποιες από τις θεμελιώδεις αρχές που εισάγει ο Κανονισμός στο άρθρο 5, είναι και 
οι αρχές της εμπιστευτικότητας, της ακεραιότητας και της διαθεσιμότητας. Η αρχή της 
εμπιστευτικότητας συνδέεται άμεσα με την έννοια του ιατρικού απορρήτου, η οποία και το διέπει 
μαζί με τη αρχή της εχεμύθειας, ενώ οι αρχές της ακεραιότητας και της διαθεσιμότητας  αποτελούν 
αρχές που αφορούν τα ιατρικά αρχεία και την τήρησή τους, στοιχεία πολύ συναφή με την έννοια 
του ιατρικού απορρήτου επίσης. Από αυτά προκύπτει ότι ενδεχομένως οι έννοιες αυτές, όχι απλά 
δεν αλληλοαποκλείονται, αλλά μπορεί, υπό προϋποθέσεις, να αλληλοσυνδέονται και να 
αλληλοσυμπληρώνονται ως προς το προστατευτικό πλαίσιο που παρέχουν σχετικά με την 
προστασία της ιδιωτικότητας του ατόμου μέσω της εξασφάλισης της μυστικότητας και της 
ασφάλειας από την επεξεργασία προσωπικών δεδομένων. 
XII. Σύγκριση της προστασίας των δεδομένων υγείας μέσω του συστήματος 
‘’Blockchain’’ και του Κανονισμού 2016/679 - GDPR  
Με την εισαγωγή του Κανονισμού 2016/679 – GDPR και τους περιορισμούς που κατοχυρώνει 
σχετικά με την υποχρέωση διαγραφής των προσωπικών δεδομένων, είναι αναμενόμενο ότι 
 
73  Βλ. Μπάκα Χ., όπ. ανωτ. (υποσ. 62), σελ. 776. 
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παρεμποδίζεται η λειτουργία προηγούμενων συστημάτων διαχείρισης δεδομένων, όπως είναι το 
σύστημα “Blockchain”. Το σύστημα αυτό αναπτύχθηκε κυρίως στον τομέα των οικονομικών 
συναλλαγών και ιδιαιτέρως στον χώρο του ψηφιακού νομίσματος, του “bitcoin”74. Ανάμεσα στα 
χαρακτηριστικά του είναι και η δυνατότητα να δημιουργεί ασφαλείς και ελεγχόμενους 
μηχανισμούς  διαμοιρασμού δεδομένων, χρησιμοποιώντας ένα «αποκεντρωμένο» δίκτυο, στο 
οποίο αναπτύσσεται ένα «ανοιχτό» σε όλους τους χρήστες αρχείο.  
Πιο πρακτικά, στο πεδίο των δεδομένων υγείας, όταν για παράδειγμα ένας χρήστης υγείας 
μεταβαίνει σε ένα νοσοκομείο και μοιράζεται κάποια δεδομένα υγείας που τον αφορούν και στη 
συνέχεια μεταβαίνει και σε ένα δεύτερο νοσοκομείο και είναι αναγκασμένος να μοιραστεί εκ νέου 
όλα τα δεδομένα υγείας που τον αφορούν και που ενδεχομένως έχει μοιραστεί και σε προηγούμενα 
νοσηλευτικά ιδρύματα κ.λπ., τότε αυτή η διαδικασία είναι ιδιαιτέρως χρονοβόρα, επίπονη και 
ίσως επισφαλής. Το σύστημα “Blockchain”, όταν εφαρμόστηκε αποτέλεσε τη λύση στην ανάγκη 
που υπήρχε, αφενός για «διαλειτουργικότητα» μεταξύ των συμμετεχόντων στη διαδικασία 
παροχής υπηρεσιών υγείας, αλλά αφετέρου και στην ανάγκη εξασφάλισης χαρακτηριστικών 
ασφαλείας στα συστήματα ιατρικών δεδομένων75. 
 To “Blockchain” λειτουργεί ως εξής: Χρησιμοποιείται ένα «αρχείο διαμοιρασμού» το οποίο 
συνδέεται σε ένα δίκτυο κόμβων (“network of nodes”) και αυτό στη συνέχεια, διαμοιράζεται σε 
ομότυπους κόμβους (“peer-to-peer”76). Αυτό το σύστημα διαμοιρασμού, επιτρέπει στους χρήστες 
του να ανταλλάσσουν ή να μοιράζονται πληροφορίες-δεδομένα, χωρίς να παρεμβαίνουν 
μεσάζοντες77. Βασικό χαρακτηριστικό επίσης του “Blockchain” είναι ότι όλες οι συναλλαγές που 
γίνονται είναι δημόσιες, δηλαδή ανοιχτές στους χρήστες του συστήματος, ενώ παράλληλα, 
 
74  Το “bitcoin”, είναι ένα «αποκεντρωμένο, ψηφιακό νόμισμα που δεν ανήκει σε κάποια τράπεζα ή σε κάποιο 
διαχειριστή, και το οποίο μπορεί να στέλνεται από χρήστη σε χρήστη κατά την τεχνική του “peer-to-peer 
διαμοιρασμού”,  μέσω του δικτύου του Bitcoin και χωρίς μεσάζοντες.  
Βλ. Σχετ.: https://en.wikipedia.org/wiki/Bitcoin  
75  Βλ. Σχετ.: Tont, G., Vladareanu, L., Munteanu, R.A., Tont, D.:  ‘’Some aspects regarding human error assessment 
in resilient sociotechnical systems’’, In: 2nd WSEAS International Conference on Sencors and Signals/2nd WSEAS Int. 
Conf. on Visualization, Imaging and Simulation/2nd WSEAS Int. Conf. on Materials Science Location: Morgan State 
University, Baltimore, MD, 07-09 Nov 2009. 
76  Σε ένα δίκτυο “peer-to-peer” ή αλλιώς “P2P”, υπάρχουν ομότιμα ηλεκτρονικά συστήματα που συνδέονται μεταξύ 
τους μέσω του Διαδικτύου, ενώ τα αρχεία μπορούν να διαμοιράζονται μεταξύ των συστημάτων, χωρίς να είναι 
απαραίτητο να υπάρχει κεντρικός διακομιστής (server). Βλ. Σχετ.: http://techterms.com/definition/p2p . 
77  Βλ. Σχετ.: Tapscott, D., Tapscott, A.: ‘’Blockchain revolution: Ηow the technology behind bitcoin and other 
cryptocurrencies is changing the world’’, Portfolio, 12 June 2018, ISBN : 978-11-1980149. 
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καθένας από αυτούς, μπορεί να λάβει γνώση των δεδομένων, αλλά και να δημιουργήσει επιπλέον 
αρχεία που περιέχουν δεδομένα. Ωστόσο, ακριβώς εκεί έγκειται και η -κατ’ αρχήν- μη 
συμβατότητά του με τον Κανονισμό. Δηλαδή, μέσα από αυτόν τον δημόσιο χαρακτήρα του 
Blockchain, δημιουργούνται πρόδηλα ζητήματα περί ασφαλείας των προσωπικών δεδομένων. Κι 
αυτό, διότι τα αρχεία στο σύστημα Blockchain είναι αμετάβλητα (δεν διαγράφονται) και δεν 
επιδέχονται επεξεργασίας78, ενώ επιπλέον, η πρόσβαση είναι ανοιχτή για όλους τους χρήστες του 
συστήματος αυτού. Το μεγάλο αυτό μειονέκτημα του συστήματος Blockchain, επιχειρήθηκε να 
επιλυθεί μέσω λύσεων όπως η διαδικασία της «εξόρυξης δεδομένων» (“Blockchain mining”) και 
του «κατακερματισμού» (“hashing”)79. Oι τεχνικές αυτές ουσιαστικά δίνουν τη δυνατότητα μέσω 
της προσθήκης νέων ομάδων (“blocks”) στην αλυσίδα του συστήματος δεδομένων, εντός των 
οποίων θα μεταφέρονται αρχεία που θέλουμε, να καθίστανται τα αρχεία αυτά μη προσπελάσιμα   
και στη συνέχεια να μπορούν να κρυπτογραφηθούν και συνεπώς να είναι αδύνατη η πρόσβαση 
στα δεδομένα που περιείχαν80.  
Το ζήτημα που αφορά τη συμβατότητα ή μη του συστήματος “Blockchain” με τον Κανονισμό 
2016/679, θεμελιώνεται κυρίως στην υποχρέωση «διαγραφής» των δεδομένων που εισάγει το νέο 
νομικό πλαίσιο. Ωστόσο, στον Κανονισμό παρατηρείται ότι ενώ αναφέρεται πολλάκις η λέξη 
«διαγραφή», πουθενά παρόλα αυτά δεν αποσαφηνίζεται το τι μπορεί να συνιστά διαγραφή. Υπό 
την έννοια αυτή και με μια ευρύτερη και πιο διασταλτική ερμηνεία του όρου διαγραφή, εάν 
θεωρηθεί ότι απώτερος στόχος του Κανονισμού είναι να διασφαλιστεί η προστασία των 
προσωπικών δεδομένων και της ιδιωτικότητας, τότε ενδεχομένως οι ως άνω τεχνικές του  
“Blockchain” (“mining” και “hashing”), με τις οποίες εξασφαλίζεται η αδυναμία πρόσβασης στα 
δεδομένα, να μπορεί ουσιαστικά να επιφέρει τα ίδια αποτελέσματα με τη διαγραφή και να 
εξυπηρετεί τους ίδιους σκοπούς. Επίσης, βασικό στοιχείο του συστήματος “Blockchain”, είναι ότι 
η τεχνική του «κατακερματισμού» των αρχείων, σύμφωνα με την οποία τα αρχεία που περιέχουν 
τα δεδομένα ενός προσώπου, εν προκειμένω του χρήστη υπηρεσιών υγείας, μετατρέπονται σε 
 
78  Βλ. Σχετ.: Stan, O.P., Miclea, L.: ‘’New Era For Technology in Healthcare Powered by GDPR and Blockchain’’, IEEE 
Proceedings 6th International Conference on Advancements of Medicine and Health through Technology: 17-20 
October 2018 – Cluj – Napoca, Romania, Volume 71 (MEDITECH 2018) II, 2019, Springer. 
79  Βλ. Σχετ.: Stan, O.P., Miclea, L., όπ. ανωτ. (υποσ. 71). 
80  Η διαγραφή αυτού του είδους στην επιστήμη της Πληροφορικής, λέγεται “Logical deletion”, η οποία δεν είναι 
«φυσική διαγραφή» (“physical deletion”), όμως τυπικά θεωρείται ακυρωμένο το περιεχόμενό της, εφόσον δεν είναι 
δυνατή η πρόσβαση σε αυτό.  
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τέτοιο βαθμό, ώστε να μην μπορούν να επιστρέψουν στην αρχική τους κατάσταση. Αν 
αναλογιστούμε τον ορισμό που δίνει ο Κανονισμός στα προσωπικά δεδομένα, ως τα δεδομένα με 
τα οποία μπορεί ένα άτομο να ταυτοποιηθεί, τότε εάν τα δεδομένα αυτά είναι ανώνυμα, δεν 
εντάσσονται στο προστατευτικό πλαίσιο του Κανονισμού εφόσον δεν ταυτοποιείται81 το 
υποκείμενό τους και συνεπώς δεν κινδυνεύει η ασφάλεια της ιδιωτικότητας αυτού.  
Συνοψίζοντας, αν σταθμίσουμε τις δυνατότητες μεταφοράς/φορητότητας των δεδομένων, αλλά 
και τη σημασία της συγκατάθεσης του χρήστη υπηρεσιών υγείας, τότε το σύστημα “Blockchain” 
ταιριάζει πολύ στις απαιτήσεις του Κανονισμού. Όμως, αν αναλογιστούμε άλλους παράγοντες, 
όπως το “δικαίωμα στη λήθη” περί διαγραφής δεδομένων, τότε υπάρχει ασυμβατότητα μεταξύ του 
“Blockchain” και των στόχων του Κανονισμού, εκτός εάν την απάντηση στο πρόβλημα καταφέρει 
να τη δώσει η τελολογική και  διασταλτική ενδεχομένως ερμηνεία της έννοιας της διαγραφής, 
όπως την προβλέπει ο Κανονισμός, εφόσον ο βασικός στόχος είναι η μη πρόσβαση στα προσωπικά 
δεδομένα, καθώς τότε θα μπορεί να εφαρμόζεται το σύστημα “Blockchain” και υπό το νέο 
Κανονισμό, με σεβασμό στις αρχές και στις εγγυήσεις προστασίας των προσωπικών δεδομένων 
και της ασφάλειας του ιδιωτικότητας του ατόμου, που θεμελιώνονται στο νέο θεσμικό πλαίσιο. 
XIII.  Συμπεράσματα και σκέψεις για το μέλλον 
Συνοψίζοντας τα όσα εκτέθηκαν ανωτέρω, ο νέος Κανονισμός 2016/679 (GDPR) φαίνεται πως 
αποτελεί μια ώριμη και εύστοχη προσπάθεια ώστε να κατορθώσουν να «επικοινωνήσουν» και να 
«ταιριάξουν», αφενός οι ανάγκες που προκύπτουν από την εξέλιξη της τεχνολογίας μέσω των 
δυνατοτήτων που προσφέρει στον σύγχρονο άνθρωπο και αφετέρου, η ανεκτίμητη ανάγκη του 
ατόμου για διασφάλιση των δικαιωμάτων του και για προστασία των ελευθεριών του. Οι 
καινοτομίες που εισάγονται με το νέο θεσμικό πλαίσιο, δίνουν μια αρκετά αισιόδοξη πνοή για την 
επίτευξη μιας ισορροπημένης και λογικής «συνύπαρξης» αυτών των «δυνάμεων». Η ειδική 
μέριμνα του ευρωπαίου νομοθέτη να προστατεύσει πλέον ιδιαιτέρως, ευαίσθητες κατηγορίες 
δεδομένων, όπως είναι τα δεδομένα υγείας, τα βιομετρικά και τα γενετικά δεδομένα, η σύλληψη 
της ιδέας του υπεύθυνου επεξεργασίας ως μηχανισμού ελέγχου της νομιμότητας και της 
 
81  Σύμφωνα με την Ομάδα Εργασίας του Άρθρου 29, διευκρινίζεται ότι ο κατακερματισμός των δεδομένων, 
αποτελεί μια διαδικασία «ψευδωνυμοποίησης», κατά την οποία τα προσωπικά δεδομένα αποσυνδέονται από το 
υποκείμενό τους. Βλ. Σχετ.: Art. 29 Working Party : Opinion 05/2012 on Cloud Computing, Adopted in 1 July 2012. 
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συμμόρφωσης με αυτήν, σε συνάρτηση με την κατοχύρωση θεμελιωδών αρχών και περιορισμών 
επεξεργασίας προσωπικών δεδομένων που νομιμοποιούν ή όχι την επεξεργασία τους, αποτελούν 
πολύ θετικά δείγματα της χρησιμότητας του νέου αυτού θεσμικού εργαλείου. Επιπλέον, είναι 
πρόδηλη εντός του κειμένου του Κανονισμού, η τάση «εξειδίκευσης» που χαρακτηρίζει τον 
ευρωπαίο νομοθέτη, κάτι το οποίο αφήνει πολλές ελπίδες για την ορθότητα της εφαρμογής του. 
Παρόλα αυτά, πάντοτε υπάρχουν περιθώρια βελτίωσης για κάθε πρωτοβουλία που στοχεύει στη 
διαφύλαξη της ανθρώπινης αξίας. Έτσι, σαφέστατα υπάρχει χώρος για περαιτέρω ερμηνεία 
κάποιων ασαφειών που προκύπτουν στον Κανονισμό σε επίπεδο ορθής ανάγνωσης του γράμματος 
του νόμου, αλλά και σε επίπεδο επικοινωνίας των εμπλεκομένων στο θέμα των προσωπικών 
δεδομένων της υγείας. Συνεπώς, απαραίτητη κρίνεται η έναρξη ενός «ανοιχτού» διαλόγου 
ανάμεσα σε βασικούς παράγοντες της εξίσωσης, όπως είναι οι εκπρόσωποι των ευρωπαϊκών 
θεσμών και των εθνικών αρχών που είναι επιφορτισμένες να προστατεύουν τα προσωπικά 
δεδομένα, αλλά και εκπροσώπων του ιατρικού, καθώς και του επιχειρηματικού και τεχνολογικού 
κλάδου, προκειμένου να προκύψει μια ολοκληρωμένη, ορθά σταθμισμένη και δίκαιη προσέγγιση 
και εφαρμογή της προστασίας των προσωπικών δεδομένων υγείας. Η γένεση του νέου 
Κανονισμού είναι ακόμα πολύ πρόσφατη και σίγουρα θα μας απασχολήσει πολύ τα επόμενα 
χρόνια, έχοντας όλες τις προδιαγραφές να «αντέξει» στο χρόνο. Απαιτείται προσπάθεια και 
εγρήγορση από όλους τους φορείς που καλούνται να τον εφαρμόσουν, προκειμένου να 
διαφυλαχθούν στον μέγιστο βαθμό όσα καλούνται να προστατεύσουν αυτοί οι κανόνες. Η μέθοδος 
της στάθμισης κόστους-οφέλους, δύναται να σταθεί ικανός οδηγός σε αυτόν το δύσκολο δρόμο 
της εξισορρόπησης των αντίρροπων δυνάμεων που μάχονται, έχοντας πάντα ως αφετηρία την 
προστασία της ανθρώπινης αξία. Ιδανικά, θα πρέπει να αναζητηθούν οι λεπτές ισορροπίες υγιούς 
συνύπαρξης, αφενός της προόδου που επιφέρει σε μια κοινωνία η εξέλιξη και η επιστήμη και 
αφετέρου, της αξίωσης κάθε ατόμου από την κοινωνία να γίνονται σεβαστά τα δικαιώματά του 
στην προστασία του ιδιωτικού του βίου, αλλά και της ελευθερίας του να επιλέγει και να κρίνει τι 
θα φυλάσσει εντός της ιδιωτικής του σφαίρας και τι όχι. Ο ρόλος του νόμου και των θεσμών είναι 
καθοριστικός στο να δοθούν εν καιρώ οι απαντήσεις στις σύγχρονες προκλήσεις και να 
διαμορφωθούν οι νέες συνθήκες που θα διατηρούν και θα προστατεύουν ως ύψιστο σκοπό κάθε 
κοινωνίας, την ισότιμη διαφύλαξη και εξυπηρέτηση της ευημερίας και της προόδου. 
