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Abstrak
Kata Kunci :
Abstract
DES algorithm developed at IBM (International Business Machines) under the leadership of WL
Tuchman in 1972. The algorithm is based on the Lucifer algorithm created by Horst Fiestel. The
first DES algorithm has 56-bit key length. With this 56-bit key length, DES weak against
exhaustive key search attack or by trying all possible keys.
At the end of the project has developed the DES algorithm with the expansion along the 112-bit
key. Development is carried out by adding a network fiestel into 4 blocks that were previously
only 2 blocks.
At the end of the project has developed the DES algorithm with the expansion along the 112-bit
key. Development is carried out by adding a network fiestel into 4 blocks that were previously
only 2 blocks.
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BAB I 
PENDAHULUAN 
 
1.1 Latar Belakang Masalah 
Penggunaan media komunikasi sebagai alat pengiriman data atau informasi 
menjadi hal yang banyak dilakukan mengingat waktu yang dibutuhkan untuk 
mengirim lebih cepat dan biaya yang dikeluarkan lebih murah dibandingkan 
dengan penyampaian secara lisan. 
Jaringan sebagai sarana umum dalam pengiriman data, sangat rawan 
terhadap pencurian, penyadapan dan pemalsuan. Banyak kejahatan cyber yang 
pernah kita dengar di media massa (terutama kita baca beritanya di dalam portal 
berita internet). Pelaku kejahatan memanfaatkan celah keamanan yang ada untuk 
dimasuki dan melakukan manipulasi. 
Kriptografi adalah ilmu dan seni untuk menjaga keamanan pesan atau data. 
Kehidupan kita saat ini dilingkupi oleh kriptografi. Begitu pentingnya kriptografi 
untuk keamanan informasi, sehingga jika berbicara masalah keamanan yang 
berkaitan dengan penggunaan komputer, maka orang tidak bisa memisahkan 
kriptografi
[2]
. 
Data Encryption Standard (DES) adalah algoritma enkripsi blok chiper 
yang cukup kuat tetapi DES yang diciptakan dengan 56 bit kunci internal sudah 
tidak relevan lagi di masa kini, karena dianggap lemah jika diserang dengan 
exhaustive attack atau dengan mencoba semua kemungkinan kunci. Oleh karena 
itu untuk memanfaatkan algoritma DES yang sudah ada diperlukan ekspansi 
panjang kunci agar algoritma tersebut tetap bisa dipakai. 
 
1.2 Tujuan Realisasi Proyek Akhir 
Tujuan yang hendak dicapai dalam realisasi proyek akhir ini adalah: 
1. Memodifikasi panjang kunci algoritma DES dari 56 bit menjadi 112 bit. 
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2. Merealisasikan algoritma tersebut dengan menggunakan bahasa pemrograman 
Visual Basic 6.0. 
3. Menguji dan menganalisa hubungan antara plain text dengan cipher text. 
4. Merealisasikan kriptografi DES kedalam aplikasi chatting. 
 
1.3 Metodologi 
1.3.1 Studi Literatur 
Pada tahap ini, penulis mencoba mencari literatur yang terkait mengenai 
kriptografi DES. Berdasakan itu, penulis mencoba menentukan spesifikasi 
teknis yang lebih rinci. 
1.3.2 Perancangan 
Dengan spesifikasi yang telah ditentukan maka pada tahap ini, penulis 
mencoba merancang algoritma umum dari sistem kemudian barulah mencoba 
mencari skema rinci dari masing-masing blok. 
1.3.3 Realisasi 
Setelah mendapatkan skema rinci, penulis memulai mengerjakan 
software dengan menggunkan bahasa pemograman Visual Basic 6.0 
1.3.4 Pengujian 
Setelah realisasi selesai penulis mencoba melakukan enkripsi dan 
dekripsi pada teks dan melihat hasilnya. 
1.3.5 Analisa dan Evaluasi 
Tahap ini diperlukan untuk mengevaluasi kinerja dan kehandalan 
software. Pada tahap ini penulis mencoba menganalisa panjang kunci dan 
implementasi prinsip penyandian Shannon. 
1.3.6 Perbaikan dan Penyempurnaan 
Bila terdapat beberapa kesalahan yang masih dapat diperbaiki, maka 
pada kesempatan ini penulis berusaha untuk memperbaikinya dan 
menyempurnakannya. 
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1.3.7 Prototipe 
Tahap ini diperlukan untuk merampungkan dan mengemas sistem 
kedalam bentuk yang lebih representatif. 
 
1.4 Batasan Masalah 
Pada perancangan dan realisasi proyek akhir ini, perangkat yang  
direalisasikan memuat bagian enkriptor dan  bagian dekriptor. Perangkat lunak 
yang digunakan dalam pembuatan program adalah Visual Basic 6.0. Enkripsi 
dibatasi pada enkripsi teks. 
1.5 Sistematika Penulisan Laporan  
Untuk memudahkan dalam penyusunan laporan proyek akhir ini, 
penulis menggunakan sistematika penulisan sebagai berikut: 
BAB I PENDAHULUAN 
Bab ini berisi penjelasan tentang informasi dan identifikasi masalah 
mulai dari latar belakang masalah,  tujuan pembuatan proyek akhir. 
Disini juga dikemukakan metodologi, batasan masalah dan sistematika 
penulisan yang digunakan dalam penyusunan laporan proyek akhir ini.  
BAB II LANDASAN TEORI  
Bab ini menjelaskan secara ringkas dan jelas tentang dasar teori 
penunjang yang berhubungan dengan perancangan dan realisasiproyek 
akhir misalnya dasar teori keamanan data (enkripsi-dekripsi).  
BAB III PERANCANGAN DAN REALISASI 
Pada bab ini dipaparkan mengenai tahap-tahap proses perancangan 
sistem. 
BAB IV PENGUJIAN DAN ANALISA  
Bab ini menjelaskan secara ringkas mengenai hasil pengujian dan analisa 
sistem. Pengujian dilakukan dengan cara enkripsi data dan melihat 
hasilnya. Adapun untuk analisanya dilakukan dengan mengamati teks 
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hasil enkripsi, sehingga kita dapat menentukan unjuk kerja dari sistem 
tersebut.  
BAB V PENUTUP 
Bab ini membahas mengenai hasil akhir analisa yang didapat dalam 
bentuk kesimpulan serta saran-saran penulis yang didasarkan pada 
perancangan dan realisasi proyek akhir ini, yang mungkin diperlukan 
untuk pengembangan dan penelitian untuk hasil yang lebih baik.. 
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BAB V 
KESIMPULAN DAN SARAN 
 
5.1 Kesimpulan 
Berdasarkan pengujian yang telah penulis lakukan pada program yang dibuat 
maka dapat diambil kesimpulan sebagai berikut: 
1. Algoritma DES termodifikasi telah memenuhi dua prinsip penyandian 
Shanonn yaitu confusion dan difussion. 
2. Cipherteks dapat dikembalikan ke plainteks jika kunci enkripsi sama dengan 
kunci dekripsi. 
3. Waktu komputasi yg dibutuhkan untuk enkripsi dan dekripsi plain text dengan 
kunci 112 bit adalah 500ms. 
 
5.2 Saran 
Berdasarkan informasi yang penulis dapat, serta kesimpulan yang telah 
diuraikan sebelumnya, maka saran-saran yang dapat penulis berikan sebagai 
berikut: 
1. Aplikasi chat pada program ini masih sangat sederhana, pengembangan 
program dapat dilakukan dengan menambah fitur-fitur lain pada aplikasi chat. 
2. Enkripsi pada software ini masih sebatas pada enkripsi teks dan masih bisa 
dikembangkan lagi dalam bentuk enkripsi gambar ataupun enkripsi file. 
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