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ABSTRAKT
Sistemi i njohjes së fytyrës është njëri nga proceset kryesore biometrike të informacionit pasi ka
gjetë zbatim shumë të madh në industri të ndryshme. Sistemi i tillë është mjaft kompleks por edhe
shumë më efikas dhe më i besueshëm krahasuar me proceset tjera biometrike si: skanimi i irisit,
nënshkrimi, gjurmët e gishtave.
Zhvillimi i një sistemi të tillë për njohjen e fytyrës i cili mund të përdoret për arsye të ndryshme ka
qenë dhe është në interes për shumë zhvillues dhe kërkues në dy dekadat e fundit. Disa nga arsyet
kryesore janë nevoja e njohjeve automatike dhe sistemet e mbikqyrjes, interesi për sistemin vizual
të njëriut për njohjen e fytyrës dhe hartimin e ndërfaqes njëri-kompjuter.
Brenda kësaj teme është trajtuar në mënyrë të veqant krijimi i një sistemi që na mundëson njohjen
e personit apo studentit nëpërmjet fytyrës. Kjo është arritë duke përdorur shërbimet “cloud” të
AWS Amazon, si njëri nga ofruesit më të mëdhenj të shërbimeve “cloud”.
Nga rezultatet e marra shohim që njohja e fytyrës nëpërmjet shërbimeve AWS dallon prej rastit në
rast, e kjo për shkak të disa faktorëve e siç janë: ndriqimi, pozimi si dhe një indikator tjetër mund
të jetë edhe vjetërsia e imazhit mostër.
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FALENDËRIM
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1. HYRJE
Njëra ndër teknologjitë më inovative në ditët e sotme në Teknologjinë e Informacionit janë
shërbimet “cloud”. Aplikimi i saj po bëhet çdo ditë e më i madh për shkak të karakteristikave si
dhe shërbimeve të ndryshme që po ofron. “Cloud” computing si koncept i njohur për të përdorur
resurset dhe mundëson një numër te madh te shërbimeve apo burimeve virtuale që u ofrohen
përdoruesve përmes Internetit. Poashtu njihet si gjenerata e pestë e computing pas Mainframe
Computing, PC Computing, Client-Server Computing dhe Web Computing [1].
Dëshira për të eksploruar dhe njohur për së afërmi procesin e analizimit të imazheve dhe videove
duke përdorur shërbimet e specializuara në “cloud” kanë qenë pikat më motivuese për zhvillimin
e kësaj teme si punim diplome. Rritja e njohjes së diapazonit mbi mënyrat e përdorimit të Amazon
Njohja, e po ashtu mënyra e integrimit të tij në softuer kanë qenë motivet si dhe benefitet që kam
nxjerrë gjatë zhvillimit të sofuterit. Shpresoj se çdo lexues i këtij punimi mund të familjarziohet
me funksionimin dhe karakteristikat e Amazon Njohja e në përgjithësi me procesin e analizës së
imazheve dhe videove.
Andaj, në këtë punim diplome rol të veqant i është dhënë shërbimeve “cloud”, ku nëpërmjet tyre
është arriturë të krijohet një sistem me anë të të cilit është bërë njohja e fytyrës në kohë reale. Kjo
është bërë duke bërë krahasimin e imazheve mostër ose referent me imazhin e marrë nga kamera
e cila është vendosur në një klasë. Sistemi i tillë është realizuar duke i përdorur shërbimet e AWS
Amazon, si njëri nga ofruesit më të mëdhenj të shërbimeve “cloud”.
Ndarja e punimit do të bëhet sikur në Figurën 1, ku fillimisht në kapitullin e parë do të tregohet për
motivin që ky punim synon të zgjidhë, për të vazhduar me kapitullin e dytë ku do të përshkruhen
metodat dhe mënyrat e funksionimit dhe integrimit të Amazon Njohjes. Kapitulli i tretë do të
përshkruaj përkufizimin e problemit, ndërsa kapitulli i katërt do të përshkruaj metodologjin që
është përdorë për procesin e njohjes së fytyrës.

Hyrja

Shqyrtimi i
literaturës

Përkufizimi i
problemit

Implementimi

Rezultatet

Fig.1. Struktura e organizimit të temës
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Kapitulli i pestë do ta përfshij implementimin e procesit apo metodës së njohjes së fytyrës, ndërsa
në kapitullin e gjashtë janë paraqitur rezultatet e arritura gjatë procesit të njohjes së fytyrës. Në
fund është dhënë një konkluzion në bazë të rezultateve që i kemi marrë gjatë këtij procesi.
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2. SHQYRTIMI I LITERATURËS (HISTORIKU)
Në kuadër të këtij kapitulli do të paraqitet historiku rreth “cloud” si koncept si dhe do të flitet për
evaluimin e tij ndër vite. Poashtu do ta përfshihet edhe arkitektura e “cloud” Computing dhe hapat
qe duhet ndjekur për njohjen e fytyrës. Gjatë kësaj faze do të përfshihen metodat, algoritmet dhe
problemet të cilat përdoren për njohjen e fytyrës.

2.1 HYRJE NË “CLOUD” COMPUTING
Për ta kuptuar më mirë “cloud” duhet të kemi informata rreth historisë dhe evoluimit të tij. Si term
“cloud” ajo daton shumë më herët qysh nga vitet e 50-ta të shekullit të kaluar. Gjatë asaj kohe
kompjuteri kryesor po merrte prioritet në fushën e llogaritjes elektronike, e konsideruar si e
ardhmja e computing, duke u bërë mjaft atraktive në akademi dhe koorporata. Në vitin 1960 është
ARPANET ajo që e përdorë termin “cloud” computing, e cila në vitin 1969 edhe prezenton si i
pari iden e krijimit të “- kompjuterit ndërgalaktikë të rrjetit -“ i cili do të mund të arrihet nga kudo
në botë. Por edhe para tij, në vitin 1961, John McCarthy hodhi idenë e computing të ofruara si
shërbim publik ashtu si çdo shërbim tjetër, koncept që ai e quajti si "utility computing" [1], dhe në
shumë mënyra, kjo është saktësisht ajo që është “cloud” computing këto ditë. Gjatë viteve 60-70
kompanitë e mëdha ofruan shërbime me “Kohë-ndarje” për përdoruesit lokal apo edhe ata të largët.
Në vitet '80 dhe fillim të viteve '90, qendrat e mëdha të shpërndara të të dhënave u bënë të
zakonshme në koorporatat e mëdha. Nuk kishte ndonjë domethënie apo përparim derisa Interneti
u bë mjaft i zakonshëm dhe lehtësisht i arritshëm. Në vitin 2002 Amazon Ueb Shërbimet AWS
siguruan një numër të madh të shërbimeve “cloud” si ruajtja dhe llogaritja [2]. Poashtu AWS në
vitin 2006 prezentuan Elastic Compute “cloud” (EC2), cila mundësoi ndërmarrjet e vogla dhe të
mesme dhe madje edhe individët për të marrë më qira serverat e tyre për të kryer llogaritjen e
dëshiruar. Po në të njëjtin vit Amazon AWS prezentoi shërbimin e thjështë të ruajtjes i njohur si
S3, i cili mundëson konsumatorët të ruajnë të dhënat e tyre në internet ose në "cloud" [2]. Më pas
në vitin 2009 Google prezentoi “Google Apps”, i cili paraqet një tërësi mesazhesh dhe aplikimesh
me bazë në internet që Google i hoston në serverët e tyre. Google i siguron këto aplikacione si një
"shërbim" dhe jo si softuer për t'i shkarkuar dhe instaluar. Për të hyrë në këto aplikacione, thjesht
përdorim një shfletues në një kompjuter që është i lidhur në Internet. Po në të njëjtën kohë sikurse
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Google edhe dy kompanit tjera si Microsoft dhe Apple filluan ruajtjen e produkteve të tyre në
“cloud” nëpërmjet OneDrive dhe i”cloud”.
Ekzistojnë definime të ndryshme në lidhje me “cloud” computing. Njëra ndër to është e dhënë nga
NIST (The National Institute of Standards and Technology), e cila “cloud” computing e definon si
[3]:
“-“Cloud” computing is a model for enabling ubiquitous, convenient, on-demand network access
to a shared pool of configurable computing resources (e.g., networks, servers, storage,
applications, and services) that can be rapidly provisioned and released with minimal management
effort or service provider interaction. “
Ndërsa sipas Gartner Group parashikues i Teknologjisë së informacionit “cloud” computing
përcaktohet si:
“ Cloud computing is a style of computing in which scalable and elastic IT-enabled capabilities
are delivered as a service using internet technologies “ [4]
Poashtu sipas Amazon AWS:
“- Cloud computing is the on-demand delivery of IT resources over the Internet with pay-as-yougo pricing. Instead of buying, owning, and maintaining physical data centers and servers, you can
access technology services, such as computing power, storage, and databases, on an as-needed
basis from a cloud provider like Amazon Web Services (AWS). “[2]
Universiteti i Berkeley, një nga universitetet më të rëndësishme teknike në botë e përkufizon termin
“cloud” computing si:
“- Cloud Computing refers to both the applications delivered as services over the Internet and the
hardware and systems software in the datacenters that provide those services “
Marrë parasysh këto definime për “cloud” computing mund të arrijmë të një konkluzion ku:
“-”Cloud” computing është një sistem i cili na mundëson që në çdo kohë dhe nga kudo ti qasemi
shërbimeve të ndryshme si serverave, bazave të të dhënave, storageve dhe disa ---grupeve të
ndrsyhme të shërbimeve nëpërmjet Internetit-“
Kjo ka bërë që të gjej një aplikim shumë të madh në industri të ndryshme dhe në shumë sfera. Njëra
ndër to është edhe Gmail i ynë të cilin e përdorim apo edhe back-up e fotove që e bëjmë në smart
4

telefonin tonë. Poashtu edhe Netflix e përdorë “cloud” computing në mënyrë që ti ofroj video
shërbim klientëve të tyre ku do që ndodhen duke shfrytëzuar Internetin si dhe biznese të tjera të
ndryshme.

2.1.1 DISA KONCEPTE LIDHUR ME “CLOUD” COMPUTING
Qëllimi i “cloud” computing është që të ul kostot, dhe ndihmon përdoruesit që të jenë të dhënë me
biznesin e tyre në vend që të merren me probleme tjera të IT-së, që do të thotë përdoruesi nuk duhet
të ketë ndonjë njohuri të thellë rreth kësaj teknolologjie. Njëra ndër teknologjitë kryesore të “cloud”
computing është virtualizimi, softueri i të cilit e ndan një pajisje kompjuterike fizike në një ose më
shumë pajisje virtuale, ku secila prej tyre mund të përdoret dhe të arrihet lehtësisht për të kryer
detyra të ndryshme informatike [8].
Avantazhi i “cloud” computing është se ju si përdorues të shërbimeve IT nuk duhet të kujdeseni
për çështjet e Infrastrukturës së IT-së. Për shembull, kur një version i softuerit ndryshon ose rrjeti
duhet të azhurnohet ose zgjerohet, e gjithë kjo ofrohet nga ofruesi i “cloud” shërbimeve. Në
Figurën 2 janë paraqiturë disa nga benefitet e “cloud” computing [7].

Fig 2. Benefitet e “cloud” Computing [7]
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Si përftim tjetër me rendesi nga shërbimet “cloud” është edhe shpejtësia e nxjerrjes së një
aplikacioni në treg (Time-To-Market). Kjo pasi shërbimet “cloud” nuk presin për inrastrukturë pasi
e shfrytëzon infrastrukturën e “cloud” për këtë gjë.
“Cloud” computing poashtu i ka edhe disavantazhet e veta, në Figurën 3 janë paraqiturë disa nga
këto disavantazhe [7]:

Fig 3. Disavantazhet e “cloud” computing [7]
Qasja në internet është e domosdoshme – pasi që “cloud” computing ka nevojë për lidhje interneti.
Sikur të mos ketë asnjë lidhje në internet nuk do të keni mundësi të hyni në “cloud”.
Poashtu shpejtësia e internetit ka ndikim në qasjen në “cloud”, nëse një klient përdorë internet i
cili përdoret nga disa persona tjerë, ai atëherë ka shepjtësi më të vogël për qasje në “cloud”.

2.1.2 ARKITEKTURA E “CLOUD” COMPUTING
Arkitektura e “cloud” computing sikurse edhe arkitekturat tjera në përgjithësi paraqesin një formë
apo strukturë unifikuese apo koherente. Arkitektura e “cloud” computing përbëhet nga 4 shtresa, e
ato janë [8]:
•
•
•
•

Shtresa e Aplikimit (eng. Application Layer)
Shtresa e Platformës (eng. Platform Layer)
Shtresa e Infrastrukturës (eng. Infrastructure Layer)
Shtresa e Harduerit (eng. Hardware Layer)
6

Në figurën 4 janë paraqitë këto shtresa si dhe shërbimet përkatëse të cilat ofrohen në këto shtresa:

Fig 4. Arkitektura e “Cloud” Computing [8]
Siç shihet edhe nga Figura 4 në krye të këtyre shtresave është shtresa Application Layer ku
shfletuesi është duke u qas në desktop si (eng. End User) dhe pajisjet e lëvizshme që përdor një
përdorues për të hyrë në aplikacionet e hostuara në mjedisin “cloud”.
Nën këtë shtresë siç shihet edhe nga Figura 4 është Platform Layer apo shtresa e platformës e cila
përfshinë sistemet operative dhe kornizat e aplikimit në varësi të secilës platformë specifike. Kjo
shtresë përpiqet të minimizojë përpjekjet e zhvillimit duke siguruar platformën e zhvillimit për
zhvilluesit si një shërbim pa instaluar ndonjë softuer në kompjuterët e tyre [8].
Bazuar në Figurën 4 pas Platform Layer vjen shtresa Infrastructure Layer apo shtresa e
infrastrukturës e cila është e njohur ndryshe edhe si shtresa e virtualizmit. Kjo shtresë mundëson
që një sistem softuerik të ndërveprojë me sistemet e jashtme duke marrë, ruajtur dhe siguruar të
dhëna kur kërkohet. Vlen të ceket se kjo shtresë nuk është shtresa e vetme që mund të lidhet më
sistemin e jashtëm.
Shtresa e fundit në arkitekturen e “cloud” computing siç shihet edhe nga Figura 4 është Hardware
Layer apo shtresa harduerike në të cilën bëjnë pjesë resurset fizike të “cloud”, përfshirë harduerin
fizik, pajisjet e rrjetit dhe sistemet e energjisë.
Bazuar nga NIST [3] si dhe nga Figura 4 poashtu mund të vërejmë që i kemi disa lloje të
shërbimeve të cilat aplikohen në shtresa të ndryshme të “cloud” computing, e ato janë:
o Software si Shërbim (SaaS)
o Platforma si Shërbim (PaaS)
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o Infrastruktura si Shërbim (IaaS)
Në figurën 5 janë paraqiturë këto modele të shërbimeve të “cloud” computing si dhe aplikimet e
tyre në shtresat/layerat përkatës:
“cloud”
Web browseri, App Mobil,etj

SaaS
Email,Lojëra,CRM

PaaS
Serveri,Storage

IaaS
Qendra e të dhënave

Fig 5. Modelet e shërbimeve të “cloud” Computing [9]

Tabela 1. Krahasimi i modeleve të shërbimit [9]
IaaS

PaaS

SaaS

Përdoruesi

Arkitekt rrjeti

Zhvillues

Përdouresi
fundor

Avantazhi

I kontrollueshëm

Sistemi operativ
pa shqetësime

Përdorimi efikas
i harduerit

Disavantazhi

Më pak efikas

Rreziku i
bllokimit

Më pak kontroll

Siç shihet nga Figura 5 klienti nëpërmjet internetit mund të qaset në cilat do shërbime “cloud” qoftë
nga një web browser apo ndonjë aplikacion mobil etj.
Si model shërbimi më i thjështë dhe më i lehtë i përdorur nga përdoruesit është SaaS, i cili u lejon
përdoruesve qasje të lehtë në aplikacione softuerike - të tilla si emaili (Hotmail, Gmail, Yahoo),
shërbime të ruajtjes së “cloud” (Dropbox, Microsoft OneDrive), lojëra të ndryshme – etj [10].
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Shembuj më të zakonshëm të SaaS janë Microsoft Office 365, AppDynamics, Adobe Creative
“cloud”, Google G Suitë, Zoho. Poashtu SaaS punon në logjikën paguaj për aq sa përdorë shërbim.
Bazu në Figurën 4 shihet që SaaS operon në shtresën/layerin Application të arkitektures së “cloud”
computing.
Disa nga karakteristikat që e veqojnë SaaS janë:
-

Ofruesit e Saas menaxhojnë gjithçka.
Konsumatori nuk ka pse të menaxhojë, instalojë ose azhurnojë softuer.
Aplikacionet janë të arritshme pothuajse nga çdo pajisje e lidhur më internet.

Duhet cekur që secila layer/shtresë e sipërme është e varur nga shërbimet e shtresës së poshtme.
Nisur nga kjo si dhe bazuar nga Figura 5 mund të themi se modeli i shërbimeve SaaS është i varur
nga PaaS dhe ka një lidhëshmëri të afërt më të. Nëpërmjet PaaS përdoruesit në “cloud” e kanë
mundësinë që ti qasen atyre nëpërmjet ndonjë ueb faqeje interneti për të instaluar dhe ruajtur grupe
të dhënash, aplikacione për analiza të biznesit e të tjera [10]. Customer Relationship Management
- CRM, Office Suite, Email, lojëra, etj janë aplikacionet softuerike të cilat ofrohen si një shërbim
përmes Internetit. Disa nga ofruesit e shërbimeve PaaS janë: Google App Engine, Heroku, Amazon
Web Service - AWS, Microsoft Azure, OpenShift, Oracle “cloud”.
Disa nga karakteristikat e PaaS janë:
-

PaaS ofron një platformë më mjete për të testuar, zhvilluar dhe aplikuar ato në të njëjtin
mjedis.
Ofruesit menaxhojnë sigurinë, sistemet opërative, back up-in dhe softuerin e serverit

Siç shihet edhe nga Figura 5, modeli i fundit dhe më kompleksi në modelin e shërbimeve të “cloud”
computing është modeli IaaS, i cili është një model “cloud” computing ku infrastruktura e
virtualizuar ofrohet dhe menaxhohet për bizneset nga ofruesit e jashtëm të “cloud”. Nëpërmjet IaaS
mund ti qasemi burimeve që i ofron një ofrues i shërbimeve siç janë: serverët, deponimi dhe rrjeti
në përgjithësi. IaaS përdoret për backup, kthim, monitorim, grumbullim, rrjetëzim të brendshëm,
website hosting etj [10]. Disa nga ofruesit e shërbimeve që ofrojnë IaaS janë Amazon EC2,
Microsoft Azure, Google “cloud” Platform, GoGrid, Rackspace, DigitalOcean e të tjera.
Karakteristikat kryesore të tij janë:
-

Në vend që të blejnë harduer të plotë, përdoruesit paguajnë për IaaS sipas kërkesës.
Për shkak se të dhënat janë në “cloud”, nuk mund të ketë asnjë pikë të vetme të dështimit.
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-

Infrastruktura është e shkallëzueshme në varësi të nevojave të përpunimit dhe ruajtjes.

Poashtu përveq llojeve të shërbimeve të “cloud”, “cloud” computing mund të ndahet edhe në bazë
të aftësisë së kompanisë për të siguruar dhe menaxhuar asetet “cloud” dhe ajo ndahet në katër lloje
“cloud”: publik, privat, komunitetit dhe hibrid [14]. Në figurën 6 janë paraqiturë këto lloje të
“cloud” computing.

“cloud”i Hibrid
“cloud”
i Privat
“cloud”i
komunitetit

Organizata

Organizatat
tjera

“cloud”i
Publik

Publiku
gjeneral

Fig 6. Llojet e “Cloud” [15]
“Cloud” publik (eng. Public “cloud”) – bazuar në Figurën 6 shihet që “cloud” publik përdoret në
përgjithësi nga publiku, i cili është një SaaS shërbim që i ofrohet përdorueseve nëpërmjet internetit.
Është opsioni më ekonomik për përdoruesit në të cilin ofruesi i shërbimit mban shpenzimet e
bandwidth dhe infrastrukturës. Përkundër besueshmërisë së lartë, kostove më të ulëta, mungesës
së mirëmbajtjes dhe shkallëzimit në kërkesë, “cloud” publik nuk është i përshtatshëm për
organizatat që veprojnë më informata të ndjeshme, pasi ato duhet të jenë në përputhje më
rregulloret e rrepta të sigurisë gje të cilën nuk e siguron ky lloj “cloud” [16].
“Cloud” privat (eng. Privat “cloud”) - Siç shihet edhe nga Figura 6, ky lloj “cloud” i kushtohet
vetëm një organizate private, ku shërbimet dhe infrastruktura ruhen gjithmonë në një rrjet privat
dhe pajisja dhe softueri i janë kushtuar vetëm organizatës suaj [17]. Ky lloj “cloud”i përdoret nga
organizata të mëdha për të ndërtuar dhe mënaxhuar qendrat e të dhënave të tyre për nevojat
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specifike të biznesit dhe IT. “Cloud” privat është më i besueshëm dhe më i sigurt se ai publik për
këtë arsye edhe përdoret nga agjencitë qeveritare si dhe ndërrmarrjet e ndryshme financiare.
“Cloud” hibrid (eng. Hybrid “cloud”) – siç shihet edhe nga Figura 6, ky lloj “cloud”-i është një
kombinim i “cloud”-it privat dhe atij publik, i cili siguron më shumë fleksibilitet për biznëset
ndërsa ka kontroll mbi opëracionet kritike, së bashku me fleksibilitetin e përmirësuar dhe
efikasitëtin e kostos. Arkitektura hibride e “cloud” mundëson kompanit të përfitojnë nga rruga
publike kur është e nevojshme për shkak të migrimit të lehtë të ngarkesës së punës. Për shembull,
bizneset mund të përdorin “cloud”-in publik për të zbatuar aplikacione me volum të lartë si postë
elektronike, si dhe nga ana tjetër të shfrytëzojnë “cloud” privat për asetët e ndjeshme si financat,
etj [17].
“Cloud” i komunitetit (eng. Community “cloud”)– siç shihet edhe nga Figura 6 ky lloj “cloud”
mund të përdoret nga një organizatë apo disa organizata të ndryshme të cilat e kanë një problem
apo qëllim të përbashkët. Një shembull i një “cloud” community është OpenCirrus, i cili është një
test i kërkimit kompjuterik “cloud”, i destinuar të përdoret nga universitetet dhe institucionet
kërkimore [18].
Pasi që punimi jonë është i bazuarë në “cloud” dhe shërbimet e tij, ne do të përdorimë në
vazhdim Amazon AWS si lider ofrues të shërbimeve përmes të cilit do të mund të bëjmë
detektimin dhe njohjen e fytyrës.
Ekzistojnë disa ofrues të ndryshëm të shërbimeve “cloud” siç i cekëm edhe më lart, të cilët e
dominojn tregun botëror në ketë sferë, e ata janë:
o
o
o
o
o
o

Amazon Web Services AWS (Amazon Web Services (AWS) - Cloud Computing Services )
Microsoft Azzure (Cloud Computing Services | Microsoft Azure )
Google “Cloud” ( Cloud Computing Services | Google Cloud)
IBM “Cloud” (IBM Cloud | IBM )
Rockspace “Cloud” (Unlock Expert Cloud Solutions | Rackspace Technology )
Oracle “Cloud” (Cloud Infrastructure | Oracle ) etj.

Njëra ndër problemet kryesore të ofruesit të shërbimeve është edhe siguria të cilën e ofrojnë ato,
por në këtë gjë patjetër rol të rëndësishëm luan edhe siguria qe ofrohet nga vet përdoruesi. Prandaj
duhet pas parasysh përgjegjësitë të cilat duhet ti kenë këta të dy në mënyrë që të kemi një mjedis
sa më të sigurt. Me fjalë tjera ofruesit e shërbimeve duhet të jenë përgjegjës për sigurin e “cloud”
(lidhjen prej hostit deri tek shërbimet “cloud”), ndërsa përdouresit apo klientët duhet të jenë
përgjegjës për sigurin në “cloud” [11]. Për të ofruar një “cloud” të sigurt, ofruesit e shërbimeve
menaxhojn dhe kontrollojnë sistemin operativ të hostit, shtresën e virtualizimit e deri tek siguria
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fizike në të cilin shërbimi funksionon. Nga ana tjetër klienti për të siguruar një mjedis brenda
“cloud”-it sa më të sigurt, konfiguron dhe menaxhon kontrollet e sigurisë (përfshire azhurnimet)
si dhe kriptimin e të dhënave në tranzit dhe atyre që janë në pritje.
Në figurën 7 është paraqiturë ndarja e përgjegjësive për sigurin e klientit në njërën anë si dhe e
ofruesit të shërbimeve në këtë rast të Amazon AWS në anën tjetër.

KLIENTI

•Të dhëna të klientit
•Platforma, Aplikacionet, Identiteti dhe Menaxhimi i Qasjes
•Sistemi Operativ, Konfigurimi i Rrjetave dhe Firewall-av

PERGJEGJESITE
PER SIGURI NE
“CLOUD”

•Softuer
•Compute,Storage,Databaza,Rrjeta
•Harduer
AWS
PERGJEGJESITE •Regjionet, Zonat e disponueshme
PER SIGURI E
“CLOUD”

Fig 7. Ndarja e përgjegjësive për siguri ndërmjet klientit dhe ofruesit të shërbimeve [11]
Poashtu sa i përket sigurisë së të dhënave ofruesit e shërbimeve kanë ekipe të profesionalizuara për
këtë çeshtje, gjë që na e lehtëson punën dhe ne nuk kemi nevojë të kemi njohuri profesionale ne si
përdorues të këtyre shërbimeve.
Dihet qe ofruesit e “cloud” shërbimeve në përgjithesi ofrojnë shumë benefite dhe njëra ndër to
është edhe qasja në të dhëna në çdo kohë. Këtë kohë mundohen ta kenë sa më të mirë dhe mos të
kenë asnjë “down time” që do ti shkaktonte pa knaqësi përdoruesit të shërbimeve [12]. Me fjalë
tjera ofruesit e shërbimeve i janë qasur në mënyra të ndryshme problemit te besushëmërisë, secili
në mënyrën e vet duke u munduar që të jenë sa më të besueshëm. Kështu Amazon AWS këtë e ka
arriturë duke e ndarë infrastrukturën e vet në disa regjione, të cilat do te na mundësojnë qasje në të
dhëna pa ndonjë dështim. Kjo e bënë këtë ofrues të shërbimeve shumë të besueshëm krahas
ofruesëve tjerë.
Në Figurën 8 është dhënë në mënyrë grafike koha jo produktive për orë (eng. down time per hour),
për disa ofrues të shërbimeve për gjatë viteve 2018/2019:
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Raporti total i downtime 2018/2109 (hr)
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Fig 8. Raporti i down time për disa ofrues të shërbimeve gjatë viteve 2018-19 [12]
Siç shihet edhe nga Figura 8, kohë jo produktive (eng. downtime) më të vogël gjatë kësaj periudhe
e ka Amazon AWS, gjë që e bënë këtë ofrues më të besueshëm krahas ofruesëve tjerë dhe një arsye
shtesë që të zgjedhim këtë ofrues shërbimesh gjatë punimit tonë. Por duhet cekur që nuk ka ndonjë
dallim signifikant me GCP - Google Cloud Platform sa i përket kohës jo productive ndërsa dallim
signifikant ka me Microsoft (MSFT).
Bazuar në raportimet e vitit 2019 për liderët e ofruesit të shërbimeve “cloud”, në Figurën 9 është
paraqitë një raport mes viteve 2018/19 [13]:

AWS lider i tregut në vitin 2019
Q1 2018

Q1 2019

8
6

4
2
0
AWS

Microsoft

Google

Fig 9. Tregu momental krahasuar me vitin 2018 për ofruesit e shërbimeve “cloud” (i shprehur ne
billion USD) [13]
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Sipas Canalys (kompani që merret me analizimin e tregut) gjatë viteve 2018 lidere në këtë aspekt
është Amazon AWS me një përqindje prej 35% të tregut në përgjithësi, i vijuar nga Microsoft
Azzure 15%, Google “cloud” 7%, IBM 7% etj [58]. Në vitin 2020 ky trend pothuajse ka vazhdu,
ku lider prap është Amazon AWS me 31% të tregut, i vijuar nga Microsoft Azzure 20%, Google
“Cloud” 6%, etj [59].
Por janë disa karakteristika të cilat e bëjnë lider Amazon AWS në krahasim më ofruesit e tjerë të
shërbimeve “cloud”, siç janë:
-

Kapaciteti i provisionimit i AWS është 6 herë më i madh sesa kapaciteti i serverit për të gjithë
kombinimet e konkurrencës së tij.
Fleksibiliteti në çmim ishtë një opsion që doli nga AWS, që do të thotë paguaj aq sa përdorë
Shumëllojshmëria e shërbimeve që ofron

2.2 DETEKTIMI DHE NJOHJA E FYTYRËS
Detektimi i fytyrës është hapi kryesor dhe themelor për njohjen e fytyrës, i cili përdoret për të
dalluar fytyrat brenda fotove dhe videove. Mund të përdoret në sfera të tilla si siguria, bio-metrika,
autorizimi, siguria individuale etj.
Përkufizimi i Detektimit të fytyrës i referohet Teknologjisë kompjuterike që është në gjendje të
identifikojë praninë e fytyrave të njërëzve brenda imazheve dixhitale. Këto imazhe do të mund të
lexohen nëpërmjet algoritmeve të ndryshme të cilat përdoren për të identikuar fytyrat njërezore.
Detektimi i fytyrës është një proces shumë kompleks pasi në imazhe mund të mos ketë vetëm fytyra
por edhe gjesende tjera si objekte apo ndonjë kembe, dore, etj. Për ketë arsye përdoret Detektimi i
fytytres në mënyrë që të jetë e mundur që sistemi të detektoj se a ka ndonjë fytyrë në imazh apo
video [19].
Detektimi si dhe njohja e fytyrës në kohe reale do të thotë që sistemi ta ketë aftësinë ta identifikoj
ose verifikojë një person nga ndonjë video imazh në kohë reale. Për ta njohur fytyrën në imazh, së
pari duhet ta detektojmë nëse fytyra është e pranishme në imazh.
“Fytyra e njëriut është një objekt dinamik dhe ka një shkallë të lartë ndryshueshmërie në pamjen
e saj, gjë që e bën detektimin e fytyrës një problem më të vështirë në vizionin e kompjuterit.” [19]
Ekzistojnë disa faza nëpër të cilat duhet kaluar deri sa të bëhet njohja e fytyrës, e ato janë [20]:
1. Kapja e imazhit
2. Detektimi i fytyrës
o Gjetja e fytyrës
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o Përzgjedhja dhe rregullimi i imazhit
3. Para procesimi
o Normalizimi i ndriçimit
o Rradhitja e imazhit
4. Ekstraktimi i tipareve dhe
5. Klasifikimi apo njohja e fytyrës.
Në figurën 10 janë paraqitë fazat nëpër të cilat kalohet deri sa të bëhet njohja e fytyrës:

Fig 10. Fazat e njohjes se fytyrës [20]

2.2.1 KAPJA E IMAZHIT APO FYTYRËS
Si hap i parë i procesit të njohjes së fytyrës është kapja e imazhit siç shihet edhe nga Figura 10,
dhe është si pikënisje e këtij procesi mjaft të ndërlikuar. Fytyrat e kapura mund të kenë rezolucione
të ndryshme, orientim, shprehje ose edhe hije [20]. Mjedisi i ndryshueshëm dhe kushtet e dritës,
turbullimi i lëvizjes, sfondi i rrëmujshëm dhe ndryshimi e bëjnë edhe më të vështirë kapjen e fytyrës
apo të imazhit në përgjithësi. Këto veti e bëjnë këtë proces mjaft të ndërlikuar edhe pse është vetëm
hapi fillestar në procesin e njohjes së fytyrës.
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2.2.2 DETEKTIMI
Siç shihet edhe nga Figura 10 pas kapjes së imazhit vjen faza e detektimit të fytyrës, e cila është
një prej fazave kryesore për njohjen e fytyrës. Detektimi i fytyrës paraqet një hap shumë të
rëndësishëm përpara njohjes së fytyrës, sepse saktësia e procesit të njohjes është një funksion i
lidhur drejtpërdrejt me saktësinë e procesit të detektimit, dhe kjo është faza e parë e çdo sistemi të
njohjes së fytyrës [19]. Në këtë fazë gjejmë një ose më shumë fytyra në figurë dhe e shënojmë atë
më një kuti kufizuese. Përveç shërbimit si para-përpunimi për njohjen e fytyrës, detektimi i fytyrës
mund të përdoret për detektimin e rajoneve të interesit, përcaktimin e synimeve, klasifikimin e
videove dhe figurave. Detektimi i fytyrës për njëriun nuk është ndonjë proces i vështirë, pasi që
njëriu mund ti detektoj fytyrat pa ndonjë problem. Por për vizionin kompjuterik nuk është proces
aq i thjeshtë. Në mënyrë që vizioni kompjuterik ta ketë më të lehtë zgjidhjen e këtij problemi ai
bënë: segmentimin, nxjerrjen dhe verifikimin e fytyrave.
Një sistem i detektimit të fytyrës duhet të jetë në gjendje të arrijë detyrën pavarësisht nga ndriçimi,
orientimi dhe distanca e kamerës. Sistemi jonë do të mund ti detektojë fytyrat në imazhe në një
rang nga 36 x 36 deri 4096 x 4096 piksel, fytyrat që nuk janë brenda këtij rangu nuk do të mund të
detektohen.

2.2.3 PARA-PËRPUNIMI
Bazuar në Figurën 10 pas fazës së detektimit vjen faza e para-përpunimit. Kjo fazë përdoret në
mënyrë që të minimizojmë sa më shumë efektin e faktorëve që mund të ndikojnë negativisht në
algoritmin e njohjes së fytyrës. Si faktorë kryesor janë ndriqimi dhe prezentimi i fytyrës. Poashtu
gjatë kësaj faze mund të eliminojmë zhurrmat si dhe të ndryshojmë madhësin e imazheve të
papërpunuara në mënyrë që ato të jenë më të lehta për tu njohur. Madhësia tipike e imazheve të
papërpunuara është 1012 × 974, dhe pothuajse 50% e tërë imazhit përfshinin sfondin me shumë
zhurrmë [21]. Në mënyrë që të bëhet heqja e zhurmes bëhet copëtimi i imazhit origjinal. Imazhet
janë ndryshuar në një rajon më interes prej 140 × 240 pixel, i cili mund të garantojë që të gjitha
rajonet e interesit përmbajnë zonat e dëmtuara ndërkohë shmangin informacionin e padobishëm.

2.2.4 EKSTRAKTIMI I FYTYRËS
Në këtë fazë bëhet ekstraktimi i tipareve të përbërësve të fytyrës si sytë, hunda, goja nga imazhi i
fytyrës së njëriut. Ekstraktimi i tipareve të fytyrës është shumë i rëndësishëm për inicializimin e
teknikave të përpunimit si përcjellja e fytyrave, njohja e shprehjes së fytyrës ose njohja e fytyrës
në përgjithësi [21].
Faza e nxjerrjes së veçorive është aplikuar për të marrë tiparin më të rëndësishëm nga imazhi i
fytyrës. Pa këtë fazë, njohja bëhet shumë komplekse dhe nuk jep rezultate të mira. Metodat Kernel
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Principal Component Analysis (KPCA) dhe Local Binary Pattern (LBP) përdoren për zbatimin e
këtij funksioni.
Ekzistojnë dy qasje kryesore për problemin e ekstraktimit së veçorive [22]. E para bazohet në
nxjerrjen e tipareve gjeometrike dhe strukturore të fytyrës si format e syve, hundës, gojës dhe
distancës midis këtyre. Këto metoda nuk ndikohen nga informacione të parëndësishme në imazhe,
por janë të ndjeshëm ndaj paparashikueshmërisë së pamjes së fytyrës dhe kushteve mjedisore. Në
metodën e dytë e cila është qasja holistike, tiparet nga i gjithë imazhi ekstraktohen. Meqenë se
tiparet janë globale për tërë imazhin, elemente të parëndësishëm si sfondi dhe flokët mund të
ndikojnë në vektorët e tiparit dhe të shkaktojnë njohje të gabuar.

2.2.5 KLASIFIKIMI DHE NJOHJA E FYTYRËS
Siç shihet edhe nga Figura 10 kjo fazë është faza e fundit para se të bëhet njohja e fytyrës. Qëllimi
i kësaj faze është që të klasifikohet i gjithë imazhi i fytyrës bazuar në informacionin që ka marrë
gjatë fazës së trajnimit. Qëllimi i kësaj faze është të krahasojë tiparet e një imazhi testues të fytyrës
me ato të mostrës të cilën e kemi dhe të japim vendimin përfundimtar për sa i përket disa masave
të ngjashmërisë mes tyre.
Ekzistojnë klasifikues të shumtë që përdoren në identifikimin dhe njohjen e fytyrës. Për
identifikimin e fytyrës, një ndër klasifikuesit është Fqinji më i Afërt (eng. Nearest Neighbor NN)
klasifikues. Klasifikuesi i fqinjit më të afërt përveq që përdoret për klasifikim ky lloj algoritmi
përdoret edhe për regresion [23].
Ky algoritëm llogarit distancën midis pikës së re të të dhënave dhe fqinjëve. Zgjedhen fqinjët me
distancat më të shkurtra. Ndryshorja e re e të dhënave pastaj i caktohet klasës me numrin më të
madh të fqinjëve të ngushtë. Ka mënyra të ndryshme dhe të shumta se si llogaritet kjo distance. Po
i përmëndim disa që kanë zbatim më të madh në procesin e njohjes se fytyrës [24].
Distanca Euklidiane midis dy pikave x dhe y të dimensioneve M e cila llogaritet nëpërmjet kësaj
formule:
2
𝑑(𝑥, 𝑦) = √∑𝑀
𝑖=1(𝑥𝑖 − 𝑦𝑖 )

(1)

Siç shihet edhe nga ekuacioni (1) distanca euklidiane është distancë mes dy pikave x dhe y në
rrafsh ose në hapësirën 3-dimensionale, e cila mat gjatësinë e një segmenti që lidh këto dy pika.
Apo, më konkretisht, në rastin tonë kjo distancë përshkruan dallimet mes dy apo më shumë
karakteristikave të nxjerrura nga dy imazhe të ndryshme.
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Një tjetër distancë që përdoret për llogaritjen e distancës mes dy pikave është edhe Manhattan
Distanca, e cila është një metrikë në të cilën distanca midis dy pikave është shuma e dallimeve
absolute të koordinatave të tyre Karteziane [24]. Në një mënyrë të thjeshtë të thënies është shuma
e përgjithshëme e ndryshimit midis x-koordinatave dhe koordinatave y apo në mënyrë formulare
shprehet në ketë mënyrë:

d= ∑ni=1|xi -yi |

(2)

Një tjetër klasifikues mjaft i përdorur në procesin e njohjes së fytyrës është edhe Neural Network.
Rrjetet neurale (eng. Neural Network) janë një grup algoritmash, të modeluar pas trurit të njëriut,
të cilat janë krijuar për të njohur modele [25]. Rrjetet neurale fillimisht quheshin rrjete neurale
artificiale, sepse ato u zhvilluan për të imituar funksionin nervor të trurit të njeriut. Një emërtim të
tillë e përdorin edhe sot që të dallohen nga rrjetat neurale natyrore. Truri i njeriut përmban një sasi
të madhe qelizash nervore apo neurone. Secila prej këtyre qelizave janë të lidhura (lidhje sinaptike)
më shumë qeliza të tjera të ngjashmë, duke krijuar një rrjet sinjalesh shumë komplekse
transmetimit. Ideja themelore që qëndron pas një arkitekture të një rrjeti neural është që të simuloni
(kopjoni në një mënyrë të thjeshtuar por me arsye) shumë qeliza të trurit të ndërlidhura brenda një
kompjuteri, në mënyrë që të mund ta mërrni atë të mesojë gjëra, të njohë modele dhe të marrë
vendime në një mënyrë njërëzore. Gjëja mahnitëse në lidhje më një rrjet neural është se nuk kemi
nevoj ta programomi atë për të mësuar në mënyrë të qartë, por duhet te kete nje objektive
përndryshe rrejta neurale artificiale nuk mund të filloj procesin e mesimit (trajnimit) [25].
Rrjetet nervore, kanë aftësinë e jashtëzakonshme për të nxjerrë kuptimin nga të dhëna të
komplikuara ose të pasakta, që mund të përdoren për të nxjerrë modele dhe për të zbuluar tendencat
që janë shumë komplekse për t'u vërejtur nga njërëzit ose teknikat e tjera kompjuterike.
Një tjetër algoritëm që përdoret në klasifimin e njohjes se fytyrës është edhe Support Vector
Machine SVM - makina me vektor mbështëtës, i cili ndërton një rrafsh shumë-dimensional në një
hapësirë të lartë ose shumë-dimensionale, e cila mund të përdoret për klasifikimin, regresionin ose
detyra të tjera si zbulimi i jashtëm [33]. SVM mund të përdoret në zgjidhjen e problemeve të
ndryshme, si [26]:
•

•
•

Klasifikimi i pamjeve mund të kryhet gjithashtu duke përdorur SVM. Rezultatet
ekspërimentale tregojn se SVM-të arrijnë në mënyrë të konsiderueshme saktësinë e kërkimit
më të lartë sesa skemat tradicionale të përpunimit të pyetjeve.
Karakterët e shkruara më dorë mund të njihen duke përdorur SVM
SVM-të janë të dobishëm në kategorizimin e tekstit dhe hipërtekstit etj
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2.3 PROBLEMET E NJOHJES SË FYTYRËS
Njohja e fytyrës është një proces mjaft kompleks i cili ka gjeturë aplikim mjaft të madh në sfera të
ndryshme (si në shëndetësi, arsim, teknologji, drejtësi, etj) dhe sfera mjaft të ndjeshme siç janë:
qasja e autorizuar, autenifikimi, mbikëqyrja, siguria etj.
Megjithatë, ajo i ka edhe problemet e veta gjatë këtij procesi, të cilat e bëjnë atë edhe më të vështirë,
e ato janë [33]:
•
•
•
•
•

Pozicionimi (eng. Pose)
Ndriqimi (eng. Illumination)
Prapavija (eng. Background)
Pengimi (eng. Occlusion)
Pasqyrimi (eng. Expression)

Në Figurën 11 janë shfaqur në mënyrë grafike këto probleme:

Bllokimi
Plakja e
fytyrës

Shprehjet

Problemet bazike të
njohjes së fytyrës

Tjera

Pozimi
Ndriqimi

Fig 11. Problemet që paraqiten gjatë njohjes së fytyrës [33]
Mirëpo, përveq këtyre problemeve të cilat u cekën më lartë, ekzistojnë edhe disa probleme tjera që
paraqiten gjatë procesit të njohjes se fytyrës siç është për shembull zhurrma.
Zhurma në imazhet e fytyrës njërëzore mund të ndikojë seriozisht në përformancën e sistemeve të
njohjes së fytyrës. Ajo në një imazh të fytyrës mund të prodhohet nga sensori i një skaneri, kamera
ose nga transmetimi i figurës, kuantizimi, kompresimi etj. Zhurma ulë informacionin e dobishëm
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në të dhëna dhe ndikon ndjeshëm në aftësinë e disa algoritmeve për të njohur saktë një objekt në
imazh.
Në procesin e njohjes se fytyrës ekzistojnë edhe 2 lloje tjera të problemeve, ato janë [34]:
•

Ngjashmëria ndër-klasore (eng. Inter-class similarity)

•

Variacione brenda klasës (eng. Intra-class variations)

Fig 12. Problemet e njohjes se fytyrës (Intra-class variations dhe Inter-class similarities) [34]
Inter class similarity – siç shihet edhe nga Figura 12 ka të bëjë me ngjashmërinë ndër-klasore, siç
janë klasat e binjakëve, klasat e baballarëve dhe të djemëve. Këtu, njërëzit kanë paraqitje të
ngjashme që e vështirësojnë diskriminimin e tyre.
Intra class variations – bazuar në Figurën 12 ka të bëjë më ndryshimet brenda klasës, të cilat
shkaktohen nga ndryshimet e rëndësishme në kushtet e ndriçimit, ndryshimet në pozitë (d.m.th.
orientimi tre-dimensional i kokës) dhe shprehjet e fytyrës [34].

2.4 METODAT APO STRATEGJITË E NJOHJES SË FYTYRËS
Sistemet e para të njohjes se fytyrës datojnë që para 50 viteve, të cilat kanë gjetë zbatim apo aplikim
në fusha të ndryshme si në fushën e biometrikës, sigurisë së informacionit, kontrollit të hyrjes,
zbatimit të ligjit, kartave të mençura dhe sistemit të mbikëqyrjes. Aplikimi i parë në shkallë të gjerë
i njohjes së fytyrës u krye në Florida [29].
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Në vitet e fundit si teknika më të mira dhe më optimale për njohjen e individit janë ato teknika të
bazuara në biometri, në vend të autentifikimit të njërëzëve dhe dhënies atyre qasje në domene fizike
dhe virtuale bazuar në smart karta, fjalekalime, PIN, çelësa, shenja etj. Nëpërmjet këtyre metodave
mund të konstatojmë identitetin e individit duke u bazu në karakteristikat fizike apo ato të sjelljes
[28]. Duke pasur parasysh që kartat, shenjat, çelësat dhe të ngjashme mund të vendosen keq,
harrohen ose kopjohen; kartat magnetike mund të bëhen të korruptuara dhe të paqarta si dhe
fjalekalimet dhe PIN-at mund të harrohen ose të vidhen. Krahas tyre tiparet biologjike të një
individi nuk mund të vjedhen, harrohen ose falsifikohen, gjë që e bënë ketë teknikë më të
përshtatshme në përdorime të ndryshme.
Njohja e fytyrës u trajtua më herët si një problem i njohjes së modelit 2D [29]. Distancat midis
pikave të rëndësishme ku përdoret për të njohur fytyrat e njohura, p.sh. matja e distancës midis
syve ose pikave të tjera të rëndësishme ose matja e këndeve të ndryshme të përbërësve të fytyrës.
Por është e nevojshme që sistemet e njohjes së fytyrës të jenë plotësishtë automatike.
Ekzistojnë tri metoda të njohjes së fytyrës, e ato janë [30]:
o Metodat e përputhjes holistike (eng. Holistic Matching Methods)
o Metodat e bazuara në karakteristika/attribute (eng. Feature-based Methods)
o Metodat hibride (eng. Hybrid Methods)

Sistemi i njohjes së
fytyrës

Metoda holistike

Metoda e bazuar në
karakteristika

Metoda hibride

Fig 13. Metodat e njohjes së fytyrës [30]

Holistic Matching Methods

Siç shihet edhe nga Figura 13 është një nga Metodat e njohjes së fytyrës e cila përdor të gjithë
rajonin e fytyrës si të dhëna të papërpunuara në një sistem njohjeje. Të gjithë këto të dhëna nga
fytyrat përfaqësohen thelbësisht nga një numër i vogël tiparësh të cilat rrjedhin drejtpërdrejt nga
informacioni mbi pikselin e imazheve të fytyrës. Një nga shembujt më të mirë të metodave holistike
janë Eigenfaces (metoda më e përdorur gjerësisht për njohjen e fytyrës), Analiza e komponentëve
kryesorë (eng. Principal Components Analysis - PCA), Analiza lineare diskriminuese (eng. Linear
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Discriminant Analysis - LDA) dhe analiza e komponentëve të pavarur (eng. Independent
Component Analysis – ICA) etj.
Më poshtë në Figurën 14 është paraqiturë fytyra me disa karakteristika të vogla të tij.

Fig 14. Eigenfaces [14]
Eigenfaces është një metodë shumë e përshtatshme për njohjen e fytyrës për shkak të thjeshtësisë,
shpejtësisë dhe aftësisë për të mësuar. Vetëm nëse fytyrat janë të madhësisë së vogël, si dhe numri
i fytyrave që duhet njohur është i vogël themi 100. Por kjo metodë ka probleme nën aspektet e
kalimit të numrit të personave që duhet njohur. Eigenfaces është emri i dhënë një grupi të
eigenvektorëve kur ato përdoren në problemin e vizionit kompjuterik të njohjes së fytyrës njërëzore
[14]. Modele të tilla, të cilat mund të vërehen në të gjitha sinjalet, mund të jenë - në fushën e
njohjes së fytyrës - prania e disa objektëve (syve, hundës, gojës) në çdo fytyrë, si dhe distanca
relative midis këtyre objekteve. Këto tipare karakteristike quhen eigenfaces në fushën e njohjes së
fytyrës (ose përbërësit kryesor në përgjithësi). Ato mund të nxirren nga të dhënat origjinale të
figurës më anë të një mjeti matematikor të quajtur Analiza e komponëntëve kryesore (PCA) [31].
Metoda Eigenface i ka disa përparësi që e bëjnë atë më të veqant dhe më të aplikueshëm krahas
metodave tjera, e ato janë:
▪
▪
▪

Të dhënat e papërpunuara përdoren drejtpërdrejt për njohje pa ndonjë përpunim
Nuk kërkohet njohuri për reflektimin dhe gjeometrinë e fytyrave
Njohja është e thjeshtë dhe efektive

Përparesia e kësaj metode është se punon mirë nën ‘occlusion’ pra kur një pjesë e fytyrës është e
mbuluar, themi me flokë. Diku rreth 30% e pixeleve mund të jenë të korruptuar edhe përseri do të
kemi një saktësi të knaqëshme të njohjes.
Por ajo i ka edhe disa të meta,si:
•
•

Shkalla e njohjes së Eigenfaces zvogëlohet për njohje nën paraqitje dhe ndriçim të ndryshëm
Është metode shumë e ndjeshme
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Feature-based Methods
Krahasuar më metodën Holistic kjo metodë është më pak e ndjeshme ndaj ndryshimeve në ndriçim
dhe pikëpamjes se pasaktësisë në lokalizimin e fytyrës. Në ketë metodë tiparet lokale të fytyrës si
hunda dhe goja ekstraktohen para se gjithash [35].
Njohja e fytyrës bazuar në karakteristika përdor një informacion prioritar ose veçori lokale të
fytyrave për të zgjedhur një numër karakteristikash për të identifikuar ekskluzivisht individët.
Karakteristikat lokale përfshijnë sytë, hundën, gojën, mjekrën dhe skicën e kokës, të cilat janë
zgjedhur nga pamjet e fytyrës.

Hybrid Methods
Kjo metodë është një kombinim i metodave holistike dhe asaj të ekstraktimit të tipareve, në të cilën
përdoren imazhet 3D. Imazhi i fytyrës së një personi kapet në 3D, duke lejuar që sistemi të shënojë
kthesat e prizave të syrit, format e mjekrës ose ballit. Sistemi 3D zakonishtë vazhdon të punon
kështu: detektimi, pozicioni, matja, përfaqësimi dhe përputhja [35].
Pasi që pamja e fytyrës ndryshon për shkak të ndriçimit, pozës dhe shprehjes së ndryshme atëherë
duhet përdor klasifikuesi adekuat në raste specifike. Secili klasifikues individual i bazuar në
pamjen e ndryshme të imazhit të fytyrës ka ndjeshmëri të ndryshme ndaj këtyre ndryshimeve, të
cilat motivojnë të lëvizin drejt qasjes hibride.

2.4.1 ALGORITMET NË NJOHJEN E FYTYRËS
Njohja e fytyrës ka qenë dhe është një process mjaft kompleks, por është shumë e rëndësishme që
gjatë këtij procesi të përdoret edhe algoritmi përkatës që na dërgon deri të njohja e fytyrës.
Ekzistojnë shumë algoritme që përdoren në njohjen e fytyrës të cilat mund t’i ndajmë në 3 grupe
të ndryshme [32]:
1. Bazuar në përformancën holistike
2. Bazuar në karakteristikat lokale
3. Bazuar në teksture
Në grupin e parë apo në algortimet bazuar në përformancen holistike bëjnë pjesë këto algoritme:
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o PCA (eng. Principal Component Analysis)
o LDA (eng. Linear Discriminant Analysis)
o iSVM (eng. Improved Support Vector Machine)
Në grupin e dytë apo në atë bazuar në përformacën lokale bëjnë pjesë këto algoritme:
o SIFT (eng. Scale Invariant Feature Transformation)
Ndërsa në grupin e tretë apo në atë të bazuar në tekste bëjnë pjesë:
o LBP (eng. Local Binary Pattern-)
Po i përshkruajmë pak më detajishtë disa nga algoritmet më të përdorur dhe më të përshtatshëm
për njohjen e fytyrës.

PCA – Principal Component Analysis
Analiza e Komponentit Kryesor (PCA) është një metodë e cila përdoret për zvogëlimin e
dimensioneve, nxjerrjen e veçorive si dhe vizualizimin e të dhënave. Zakonishtë përdoret për të
transformuar një hapësirë vektoriale të dimensioneve të larta në dimensione të ulëta [31].
Në Figurën 15 e kemi marrë një shembull, në të cilin është paraqiturë reduktimi i dimensionit të
imazhit prej 256 në 30, 10 dhe 2 dimensione në simbolin zero:

Fig. 15. Reduktimi i dimenisonit në simbolin zero [31]
Ajo përdor Eigenfaces në të cilat imazhet e galerisë dhe ato të mostrës duhet të jenë të një madhësie.
Analiza e komponentëve kryesor (PCA) është një teknikë e cila përdoret gjerësisht për të zvogëluar
zhurma duke ruajtur më shumë variancën, duke gjetur modele brenda saj. PCA kërkon kombinime
lineare me variantet më të mëdha, dhe i ndan ato në Komponentët Kryesorë (PC) ku varianca më
e madhe kapet nga komponenti më i lartë për të nxjerr informacionin më të rëndësishëm.
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LBP – Local Binary Pattern

LBP (eng. Local Binary Pattern) - është një lloj përshkruesi vizual që përdoret për klasifikimin në
vizionin e kompjuterit. Si një metodë joparametrike, LBP përmbledh në mënyrë efektive strukturat
lokale të imazheve duke krahasuar secilën pixel me pikselat fqinjë. Si njëra ndër karakteristikat më
të veqanta të tij janë toleranca në lidhje me ndriçimet monotonike dhe thjeshtësia e saj llogaritëse
[47].
Algortimi LBP i përdor 4 parametra gjatë implementimit të tij:
-

Radiusi: radiusi përdoret për të ndërtuar modelin rrethor binar lokal dhe përfaqëson rrezen
rreth pikselit qendror. Zakonisht caktohet në 1.

-

Fqinjët: numri i pikave të mostrës për të ndërtuar modelin rrethor lokal binar.

-

Grid X: numri i celulave në drejtimin horizontal.

-

Grid Y: numri i celulave në drejtimin vertikal.

Hapi i parë në ndërtimin e përshkruesit të strukturës LBP është shndërrimi i figurës në shkallën gri.
Për secilën piksel në imazhin gri, zgjedhet një fqinjë me madhësi r që rrethon pikselin qendror si
dhe ta kovertojmë imazhin me një piksel 3x3, siç është paraqiturë edhe në figurën 15 [48]:

Fig. 16. Konvertimi i imazhit në shkallën gri [48]
Nëse pikseli i qendrës është më i madh se pikseli i fqinjit atëherë ajo shënohet si 1 dhe nëse pixeli
fqinj është më i vogël se ajo e pikselit qendror ajo shënohet si 0. Kjo duhet të bëhet për secilën
pikselë në mënyrë që të marrim modelin binary [48].
Më pas duke përdorur parametrat Grid X dhe Grid Y mund të ndahet imazhi në pjesë më të vogla,
siç mund të shihet edhe nga Figura 17:
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Fig. 17. Ndarja e imazhit në pjesë të vogla me LBP [48]
Imazhet, etiketat dhe histogramet ruhen në një strukturë të dhënash kështu që ne mund ti
krahasojmë të gjitha me një imazh të ri. Tani, algoritmi është trajnuar dhe ne mund të parashikojmë
një imazh të ri. Funksioni Predict do të nxjerrë histogramin nga imazhi i ri, do ta krahasojë atë me
histogramet e ruajtura në strukturën e të dhënave dhe do të kthejë etiketën dhe distancën që
korrespondojnë me histogramin më të afërt nëse nuk ka ndodhur asnjë gabim.
Ky algoritëm është njëri prej algoritmave më të lehtë për tu pëdorur në njohjen e fytyrës, si dhe
përkrahet nga libraria OpenCV, e cila është një librari shumë e përshtateshme për këtë proces.
Fisherfaces
Ky algoritëm në vend që të marrë tipare të dobishme që përfaqësojnë fytyrat e të gjithë personave,
ai heq karakteristikat e vlefshme që diskriminojnë një person nga të tjerët. Këto tipare janë tipare
që nuk i kanë të gjithë personat, andaj nëpërmjet tyre mund ta dallohet një person nga të tjerët.
Njohja e imazhit duke përdorur metodën e fisherface bazohet në zvogëlimin e dimensionit të
hapësirës së fytyrës duke përdorur metodën lineare diskriminuese (LDA) për të marrë
karakteristikën e figurës karakteristike [49].
Ky lloj algoritmi përdoret zakonishtë në imazhet e fytyrës tek të cilat ka ndryshime të mëdha në
ndriqim dhe shprehje të fytyrës. Fisherface heq tre përbërësit e parë kryesorë përgjegjës për
ndryshimet e intensitetit të dritës. Poashtu Fisherface është më komplekse se Eigenface në gjetjen
e projeksionit të hapësirës së fytyrës.
Në Figurën 17 është dhënë grafiku që paraqet krahasimin e saktësisë së identifikimit të Eigenfaces
dhe Fisherfaces për një numër të ndryshëm të njërëzve [49].
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Fig 18. Krahasimi i saktësisë së identifikimit të Eigenfaces dhe Fisherfaces për një numër të
ndryshëm të njërëzve [49]
Siç shihet edhe nga Figura 18, algoritmi Fisherfaces shkallën e njohjes e ka më të mirë se sa
algoritmi Eigenfaces edhe për numër të ndryshëm të personave.
Në Figurën 19 është dhënë grafiku që paraqet krahasimin e saktësisë së identifikimit duke u
bazuar në % e zhurrmës:

Fig 19. Krahasimi i saktësisë së identifikimit duke u bazuar në % e zhurrmës
Nga figura 19 shohim se performance apo shkallë më të lartë të njohjes në prezencë të zhurrmës
ka algoritmi LBP.
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2.5 “CLOUD” SHËRBIMET PËR NJOHJEN E FYTYRËS
Ekziston një numër shumë i madh i shërbimeve “cloud” që ofrohen nga ofruesit e ndryshëm të
shërbimeve. Ndër shërbimet më të përdorura janë: ruajtja e të dhënave, migrimi i tyre, përdorimi i
serverëve të ofruesëve të ndryshëm, databaza, komputimi (përdorimi i servereve virtual), rrjeta etj.
Në Figurën 20 është shfaqur trendi i rritjes së ofruesëve të shërbimeve “cloud” nëpër vite:

Fig. 20 Trendi i ofruesëve të shërbimeve “cloud” nëpër vite
Sikurse shihet nga Figura 20, në fillim të viteve 2010 popullaritet më të madh ka pasur Microsoft
Azzure kundrejt Amazon ndërsa tani në vitet e fundit është Amazon ajo që e dominon tregun.
Në Figurën 21 është shfaqur raporti se cilin prej ofruesëve të shërbimeve “cloud” Amazon apo
Azure e përdorin zhvilluesit:
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Fig.21 Raporti Amazon- Azure
Sikurse shihet në Figurën 21, ekziston një dallim i qartë se zhvilluesit që përdorin C # me shumicë
dërrmuese zgjedhin Azure. Në anën tjetër shihet se zhvilluesit e Node.js kanë më shumë gjasa të
vizitojnë AWS. Mund të shihet që zhvilluesit e Python dhe Ruby on Rails vizitojnë një sasi të
konsiderueshme të AWS, por shumë pak Azure.
Ndërsa sa i përket industrisë se ku kanë një aplikim më të madh këta ofrues të shërbimeve, është
shfaqur në Figurën 22:
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Fig. 22. Industrit ku përdoren Amazon dhe Azure
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Sikurse shihet në Figurën 22, AWS vizitohet më përgjithësisht, por duket se Azure është platforma
e zgjedhur në disa industri, veçanërisht konsulencë dhe energji. Në të kundërt, AWS është
veçanërisht i popullarizuar në industrinë e teknologjisë (të tilla si softueri dhe kompanitë e
internetit) dhe veçanërisht në kompanitë mediatike (përfshirë botimet dhe argëtimet). Gjithashtu
sikurse shihet nga Figura 22, sektori akademik viziton të dy platformat “cloud” më së paku nga të
gjitha pikëpamjet tjera.
Njohja e fytyrës mund të përdoret në raste të ndryshme dhe për çështje të ndryshme. Në vazhdim
do t’i shohim disa praktika se ku është përdorur njohja e fytyrës në disa punime shkencore.
Sistemi i njohjes së fytyrës në “cloud” Computing për Autentifikimin e Përdoruesit

Autori i punimit trajton aplikimin e njohjes së fytytrës për autentifikim të përdoruesit duke u bazu
në “cloud” computing. Duke pasur paraysh lloj-llojshmërinë e shërbimeve të cilat ofrohen
nëpërmjet “cloud” atëherë edhe nevoja për identifikimin e personit të autorizuar është një nga
çështjet e rëndesishme pasi që ofron siguri për qasje në ato shërbime. Më herët janë përdorurë disa
teknika të ndryshme në lidhje me sigurinë. Por me anë të njohjes së fytyrës ky problem do të ngritet
në një nivel tjetër [50].
Në Figurën 23 është shfaqur qasja e hulumtimit [50] ku përmes këtij diagrami shohim mundësitë
e hyrjeve për përdoruesit pas së cilës verifikimi kryhet duke përdorur fytyrën e personit.

Identifikohu për

përdoruesin

Verifikoni duke
përdorur sistemin
e njohjes së
fytyrës

Serveri
Cloud

Fig 23. Arkitektura e sistemit [50]

Brenda këtij punimi [50] pjesa e implementimit involvon 4 faza të ndryshme, ku secila prej tyre
është detajuar më poshtë:

I.

Kapja e imazhit - Është hap ku imazhi i personit është kapur ku fytyra e tij ose e saj është e
dukshme. Në rast se njohja e fytyrës është 2D, një kamere dixhitale me rezolucion normal do
të ishte e nevojshme.
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II.

Detektimi i fytyrës - detektimi i fytyrës përfshin identifikimin e fytyrës në imazhin e kapur. Me
fjalë të tjera vetëm fytyra e personit është fokusuar dhe të gjitha pjesët e tjera të imazheve janë
eliminuar.

III.

Shtrirja - Fytyra e kapur në kamera mund të mos jetë krejtësisht drejt me kamerën dhe kështu
shtrirja duhet të përcaktohet dhe kompensohet në mënyrë që të jetë gati për t'u përdorur nga
procesi i njohjes.

IV.

Nxjerrja e tipareve të fytyrës - Ekstraktimi i funksioneve përfshin një proces matësish të
karakteristikave të ndryshme të fytyrës dhe krijimit një model të fytyrës, me qëllim të
përputhjes dhe identifikimi.

Nga arkitektura e implementuar në hulumtimin [50] shihet se përdoruesi mund të qaset në
shërbimet “cloud”, vetëm nëse së pari ai është regjistruar në serverin “cloud”.

Database

Stored

Facial
Template

Stored
Check

Generate

Registration
Form with Email
ID as username

Availability
of
Username

Yes

New Username
Generated

FRS

No
Try with new Email ID
Error – Email ID
already registered

Fig 24. Hapat e Regjistrimit të Përdoruesit të Ri në “cloud” duke përdorur FRS (Face
Recognition System) [50]
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Sikurse shihet në Figurën 24, hapat për t'u regjistruar në serverin “cloud” në [50] janë si më poshtë:
1) Përdoruesi duhet të plotësojë formularin e regjistrimit që ofrohet nga ofruesi i “cloud”.
Përmban informacion të hollësishëm rreth përdoruesit.
2) Përdoruesi duhet të ofrojë Email ID të vlefshëm si një emër përdoruesi në sistemin e njohjes së
fytyrës në kohën e regjistrimit.
3) Sistemi i njohjes së fytyrës kontrollon ID e emailit kundrejt disponueshmërise se atij
përdoruesi. Emri i përdoruesit nuk duhet të përsëritet ose përputhet me emrin e përdoruesit
ekzistues.
4) Pas kontrollimit të disponueshmërisë së përdoruesit, fjalëkalimi duhet të krijohet. Imazhi i
fytyrës përmes kamerës së internetit ruhet në bazën e të dhënave si fjalëkalim.
5) Pas pajisjes së përdoruesit të vlefshëm dhe ruajtjes së imazhit të fytyrës si një fjalëkalim,
regjistrimi në serverin “cloud” është përfunduar.
Autori në fjalë [50] ka arritur të jap propozime me kosto më të ulët, proces të identifikimit më
efikas, si dhe autentifikim pa kontakt për tu qasur në shërbimet e ndryshme “cloud”
Njohja e fytyrës për rrjetet sociale

Për më shumë, hulumtuesi [51] - njohja e fytyrës për rrjetet sociale, ka investiguar aplikueshmërin
e njohjes së fytyrës në rrjetet sociale në përgjithësi duke u bazu në “cloud” shërbimet si dhe duke
shfrytëzuar sistemin fundor, teknologjinë mobile Android [51].
Kjo është bërë për shkak të përdorimit shumë të madh të rrjeteve sociale në sfera të ndryshme kur
dihet që shumë informata personale mund të merren nëpërmjet tyre.
Autori në hulumtimin [51] ka propozuar arkitekturën e gjithë procesit, si në Figurën 25:

Fig 25. Blok diagrami i sistemit [51]
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Fig 26. Arkitektura e njohjes së fytyrës [51]
Rezultatet brenda hulumtimit [51] jane testuar ne tri module, gjegjësisht moduli i detektimit të
fytyrës, moduli i njohjes së fytyrës, dhe moduli i shtuar i realitetit.
Moduli i detektimit të fytyrës është faza e parë në funksionalitetin kryesor të këtij aplikacioni të
njohjes së fytyrës. Nga testet e bëra është parë që në detektimin e fytyrës rol të rëndësishëm luan
edhe rezolucioni i kamerës, ku sa më i madh të jetë rezolucioni aq më e madhe do të jetë koha e
përpunimit për detektimin e fytyrës.
Moduli i njohjes së fytyrës – gjatë këtij moduli numri i të dhënave të fytyrës të përdorura në këtë
test është 50 fytyra, me detaje të tre burrave dhe dy gra me 10 fytyra të të dhënave. Eshtë vërejtur
se me rritjen e numrit të të dhënave të fytyrës rritet edhe përqindja e njohjes se fytyrës, ndërsa
mundësia e gabimit do të ngelet përafërsisht e njëjta.
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Tabela 2. Rezultati i testit me ndryshimin e numrit të të dhënave të trajnimit [51]
Numri i të
dhënave të
trajtuara
1
2
3
4
5
6
7
8
9
10
Mesatarja

Përqindja
e njohjes
%
20
60
80
90
100
100
100
100
100
100
85

Përqindja
e gabimit
%
33
31.2
29.2
28
31.2
30
30.2
30.2
30.2
31.6
30.48

Njohja e fytyrës në kohë reale duke përdorur një cloud Mobile-cloudlet
Autori i punimit [52] ka bërë një gërshetim mes telefonit mobil dhe “cloud” computing në mënyrë
që në bazë të njohjes së fytyrës të ofrohet një siguri dhe mbikqyrje e aeroportit. Fillimisht është
zhvilluar një aplikacion i cili do të bëjë njohjen e fytyrës duke përdor arkitekturën “cloud”“cloudlet” (“cloudlet” - është një qendër e vogël e të dhënave “cloud” ) me emrin MOCHA [52].
Duke përdorur arkitekturën MOCHA (shih Figurën 27), pajisjet e lëvizshme të tilla si telefona të
mençur, touchpads dhe laptop janë lidhur me “cloud” (p.sh. Amazon Web Services, Windows
Azure). “Cloudlet” përcakton se si të ndahet llogaritja midis vetes dhe serverave të shumët në
“cloud” për të optimizuar cilësinë e përgjithshme të shërbimit QoS [52].

Fig.27. Arkitekrura MOCHA [52]
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Gjatë eksperimentit të tij, autori përdori këto pajisje, si: 13 server, stacione të punës dhe një laptop,
duke ekzekutuar Windows 2008 ose Windows 2007 Professional. Këta kompjuter janë shpërndarë
në tri vende të veçanta, të lidhura nëpërmjet një lidhjeje me brez të gjerë me shpejtësi të lartë (5/35
Mbps upload/download). Poashtu janë gjurmuar lidhjet dhe janë gjetur lidhjet që përmbajnë
afërsisht 8 deri në 10 hapa me një latente prej 20 deri në 40 [ms]. Tabela 3 tregon listën e pajisjeve
dhe shpërndarjen gjeografike të tyre:
Tabela 3. Lista e pajiseve dhe shpërndarja e tyre
Universiteti

CPU

PC1
PC2
PC3
PC4
PC5
PC6
PC7
PC8
PC9
PC10
PC11
PC12
PC13

i7-990x
DX48BT2
i7-960
i7-930
i7-2620M
i7-960
i7-960
i7-980x
i7-2600
i7-2600
i7-980x
i7-930
i7-930

Shpejtësia
3.73GHz
2.83GHz
3.2GHz
2.8GHz
3.4GHz
3.2GHz
3.2GHz
3.6GHz
3.4GHz
3.4GHz
3.6GHz
3.8GHz
2.66GHz

C/T
6C/12T
4C/4T
4C/8T
4C/8T
4C/8T
4C/8T
4C/8T
6C/12T
4C/8T
4C/8T
6C/12T
4C/8T
4C/8T

Comp
Pow
1.00
0.49
0.68
0.60
0.61
0.68
0.68
0.97
0.67
0.67
0.97
0.60
0.60

Si rezultat, autori ka arriturë të jap një propozim se me rritjen e numrit të serverëve në “cloud”,
performanca në fakt zvogëlohet për shkak të llogaritjes ekstreme në pajisjen mobile. Por në bazë
të eksperimentit shihet që duke përdorur “cloudlet” apo arkitekturën Mocha nuk do të kemi
zvogëlim të performancës e as ndonjë ngadalësim në përgjithësi. Që do të thotë se koha e përgjigjes
zvogëlohet pasi numri i servereve në “cloud” të rritet.
“Cloud” computing bazohet në konceptin themelor të shpërndarjes së resurseve midis “cloud”
servereve lokal dhe global në dispozicion për të përmirësuar cilësinë e shërbimit (eng. Quality of
Service – QoS) dhe performancën e aplikimit. Për shkak të disponueshmërisë së infrastrukturës
publike dhe private të “cloud” computing, kërkohet një çasje optimale për ndarjen e kompjuterëve
/ detyrave për serverat që balancojnë qëllimet e performancës si koha e përgjigjes dhe
besueshmëria.
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Shumë aplikacione që përfitojnë nga përdorimi i “cloud” kanë kufizime në kohë reale me
shpejtësinë e përgjigjes duke qenë faktori lëvizës për zgjedhjen e burimeve globale ose lokale.
Faktorët e performancës si koha e përpunimit dhe kohëzgjatja e komunikimit ndikojnë direkt në
shpejtësinë e një përgjigjeje të serverit të “cloud” ndaj kërkesave për llogaritjen e të dhënave.
Avancimet e shpejta në teknologjinë mobile dhe “cloud” computing kanë mundësuar shumë
aplikime mobile të “cloud” computing. Pavarësisht shqetësimit të sigurisë të paraqitur, njohja e
fytyrës dhe “cloud” computing përdoren për të përputhur fotografinë me identitetin online të një
personi në më pak se një minutë. Ndërsa burimet e smartfonëve dhe teknikat e llogaritjes së “cloud”
duhet të shfrytëzohen për të përfituar aplikacione që përdorin BigData (të dhëna të mëdha) [52].
Aplikim i njohjes se fytyres në shkolla
Tutje, hulumtuesi në këtë punim ka bërë shqyrtimin e aplikimit të njohjes së fytyrës për prezencën
e studentëve në shkolla duke u bazuar në algoritimin për menaxhim efektiv [56].
Marrë parasysh tradicionalisht metodat e më hershme që janë përdorur për prezencën e studentëve
në klasa apo shkolla kanë qenë metoda manuale si: shpërndarja e fletës në klasë, e cila përveç
humbjes së kohës dhe dekoncentrimit të nxënësve ka edhe anën e pa sigurisë pasi që ndonjë student
mund ta shënoj emrin e ndonjë studenti tjetër edhe nëse ai nuk është prezent në klasë. Edhe metoda
tjetër e thirrjes së emrit nuk është metodë e përshtatshme pasi mund të përgjigjet ndonjë student
tjetër për prezencë.
Ka edhe shumë metoda biometrike në dispozicion, tek të cilat vërtetimi është i njejtë në të gjitha
teknikat. Çdo sistem biometrik përbëhet nga procesi i regjistrimit në të cilin tiparet unike të një
personi ruhen në bazën e të dhënave dhe pastaj proceset e identifikimit dhe verifikimit. Këto të dy
procese krahasojnë tiparin biometrik të një personi me atë të mostrës, i cili është ruajtur më parë
në kohën e regjistrimit.
Sistemi i propozuar nga hulumtuesi është sistem i automatizuar dhe i bazur në algoritmin e njohjes
së fytyrës, ku si algoritëm hulumtuesi ka zgjedhur algoritmin e Viola dhe Jones pasi që është
algoritëm më efiçent për detektimin e fytyrave [56].
Në Figurën 28 është shfaqur arkitektura e gjithë sistemit të propozuar [56]:
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Fig. 28. Arkitektura e sistemit [56]
Sikurse shihet në Figurën 28, sistemi përbëhet nga një aparat fotografik që kap imazhet e klasës
dhe i dërgon ato në modulin për përmirësimin e imazhit. Pas përmirësimit, imazhi vjen në modulet
e detektimit dhe njohjes së fytyrës dhe më pas pjesëmarrja e studentëve shënohet në serverin e
bazës së të dhënave. Por imazhet e kapura nga kamera në klasë doemos do të shoqërohen me
zhurrma dhe me kushte të ndryshme ndriçimi. Për këtë arsye imazhi i kapur para se të vazhdoj tutje
në proceset tjera të njohjes duhet të kaloj nëpër disa hapa [56]:
•

Përvetësimi i imazhit

•

Normalizimi i histogramit

•

Heqja e zhurrmës

•

Detektimi i fytyrës

•

Njohja e fytyrës

•

Pjesëmarrja

Përvetësimi i imazhit - Imazhi merret nga një aparat fotografik me definicion të lartë që lidhet mbi
tabelën e bardhë. Kamera kap imazhe pas çdo 2 minutave dhe i dërgon këto imazhe në kompjuter
për përpunim. Në Figurën 29 është shfaqur imazhi hyrës i marrë nga kamera:
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Fig. 29 Imazhi hyrës [56]
Normalizimi i histogramit - është teknikë e mirë për përmirësimin e kontrastit në domenin
hapësinor. Me anë të kësaj teknike është e mundur që të dallohen studentët edhe në rreshtat e fundit
të klasës sikurse shihet në Figurën 30:

Fig. 30 Imazhi me histogram [56]
Heqja e zhurrmës – Në sistemin e propozuar përdoret filtrimi mesatar për qëllim të heqjes së
zhurmës në imazhin e normalizuar të histogramit edhe pse ka shumë filtra të cilët mund të përdoren.
Klasifikimi i lëkurës - përdoret për të rritur efikasitetin e algoritmit të detektimit të fytyrës.
Algoritmi i propozuar Voila dhe Jones përdoret për detektim dhe saktësia e saj mund të rritet nëse
lëkura klasifikohet para procedurës së skanimit të fytyrave.
Detektimi i fytyrës – algoritmi i propozuar aplikohet në imazhin e klasës për detektimin e
shumëfishtë të fytyrave në imazh. Pas detektimit të fytyrave në imazhe hapi i ardhshëm është prerja
e secilës fytyrë të detektuar, sikurse jepet në Figurën 31:

Fig.31. Fytyrat e prera [56]
38

Pas fazës së detektimit të fytyrës, hapi tjetër është njohja e fytyrës. Kjo arrihet duke prerë fytyrën
e pare të detektuar në imazh dhe duke e krahasuar atë me bazën e të dhënave. Në këtë mënyrë
verifikohen studentët një nga një me bazën e të dhënave të fytyrës duke përdorur metodën
EigenFace dhe pjesëmarrja shënohet në server.
Hulumtuesi në fjalë [56] ka arritur të jap konkludim se metoda e propozuar është mjaft e sigurt, e
besueshme dhe e disponueshme për përdorim. Sipas tij ajo paraqet metodën efikase dhe të saktë të
prezencës së studentëve në mjedisin e klasës që mund të zëvendësojë metodat e vjetra manual.

Njohja e fjalës dhe fytyrës për monitorimin e shëndetit bazur në “cloud”

Autori në punimin [54] trajëton aplikimin e njohjes së fytyrës dhe të fjalës në njërën nga industrit
më të rëndësishme siç është ajo e shëndetësis. Në bazë të saj është mundësuar të bëhet monitorimi
i gjendjes së pacientëve nga distanca. Gjendja e pacientëve mund të monitorohet nga pajisje të
ndryshme siç janë telefonat mobil apo edhe nga kamerat e vendosura në murr të cilat janë në
gjendje ti përcjellin imazhet e kapura të fytyrës dhe fjalës në serverat “cloud” [54].
Në Figurën 32 është shfaqur arkitektura e propozuar e cila tregon sistemin e monitorimit të
shëndetit. Qëllimi kryesor i kësaj kornize në “cloud” është të lehtësoj monitorimin shëndetësor të
pacientëve në distancë.
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Fig 32. Sistemi i propozuar për monitorimin e shëndetit bazuar në “cloud” [54]
Sistemi i propozuar përbëhet nga kamera (smart phone, montuar në murr), altoparlant, sensorë
dhe pajisje mobile me qëllim të zbulimit dhe parandalimit të ndonjë situate emergjente.
Brenda këtij punimi si palë të interesit ose përdoruesit fundorë të sistemit janë të moshuarit, të cilët
janë të vendosur në shtëpi. Pajisjet e ndryshme (video kamerat dhe sensorë) mund të instalohen në
dhoma të ndryshme të kapjes së shtëpisë, ruajtjen dhe transmetimin e të dhënave të mediave të
pacientëve (p.sh. fjalimi, fytyra, imazhi etj.). Përveç kësaj, pacientët mund të kenë pajisjet mobile
në dorë të inkorporuara me video kamera për mbledhjen dhe dërgimin e këtyre të dhënave. Këto
pajisje dhe shërbimet e tyre janë të lidhura me rrjetin e sistemit të monitorimit të shëndetit (eng.
Health Monitoring Service - HMS).
Autori në [54] gjatë eksperimentit gjendjen e pacientëve e ka kategorizuar në tri gjendje të tilla si:
jo të rënda, dhimbje dhe tensionim. Kur një person i moshuar kërkon ndihmë, ai përdor pajisjen e
tij në dorë (mesazhi i telefonit mobil). Pajisja kap fjalën e tij si edhe imazhin e fytyrës së tij dhe e
dërgon atë në serverin e vendosur në “cloud”.
Të dhënat gjithashtu mund të kapen përmes video kamerës së vendosur përgjatë zonës së lëvizjes
së pacientëve. Në server, dy modalitetet (fjalimi dhe fytyra) përpunohen ndaras në zbulimin e zërit
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dhe njohjen e fytyrës. Rezultatet nga këto komponente janë të ndërthurura për të dhënë vendimin
përfundimtar të gjendjes së personit. Në bazë të vendimit, mund të kontaktohen shërbimet
emergjente, mjekët e rregullt ose kujdestarët.
Imazhi i fytyrës kapet nga telefoni mobil dhe zona e fytyrës detektohet nga çdo lloj aplikacioni për
detektimin e fytyrës i instaluar në telefon. Fytyra e detektuar më vonë transmetohet në serverin e
“cloud” dhe përpunohet për njohjen e gjendjes së pacientit [54].
Në Figurën 33 është shfaqur raporti i njohjes së gjendjes së pacientit kur përdoret vetëm fjala dhe
fytyra, si dhe rasti kur përdoren të dyjat se bashku:

Saktësia në %
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95
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92
91
90
89
88
Fjala

Fytyra

Fjala dhe fytyra

Fig.33 Saktësia e klasifikimit (%) e njohjes së gjendjes së pacientit në serverin local [54]
Karakteristikat e fjalës dhe të fytyrës përdoren për të njohur gjendjen e pacientit të moshuar nëse
është në dhimbje apo tension, ose në gjendje të rëndë.
Si rezultat i testeve të bëra nga autori shihet që të dyja modalitetet si ajo e fytyrës dhe e fjalës rrisin
performancën me 3-5% si dhe saktësia e klasifikimit është më e madhe (96.3%) - kur të dyja fjalët
dhe fytyra përdoren për të klasifikuar gjendjen e pacientit (shih Figurën 33).
Hapja e derës nëpërmjet njohjes së fytyrës
Tutje, hulumtuesi në këtë punim [55] ka përfshirë aplikimin e njohjes së fytyrës për hapjen apo
mbylljen e derës së zgjuar, në mënyrë që të kemi një çasje më të sigurt nëpër objekte (shtëpi) të
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ndryshme. Duke pasur parasysh që siguria në përgjithesi ka një rol shumë të rëndësishëm, janë
bërë shumë hulumtime në këtë drejtim, e njëra ndër to është edhe ky punim [55].
Më herët janë përdorur teknika të ndryshme që kanë siguruar hapjen apo mbylljen e dyerëve duke
u bazuar kryesisht me ndihmën e disa motorëve me rrymë apo atyre Stepper, si dhe me ndihmën e
telefonave GSM – (Global System for Mobile communication). Hulumtuesi gjatë punimit i ka
eliminuar këto metoda dhe këto komponente dhe si e tillë është marrë njohja e fytyrës në bazë të
së cilës do të bëhet hapja e dyereve. Hulumtuesi [55] ka propozuar arkitekturën e gjithë porcesit si
në Figurën 34:
Monitor

HDMI

PC

serial

Rapsberr
y Pi

Driver circuit

Door motor

Webcam
Alarm Circuit

Fig 34. Arkitektura e sistemit të propozuar [55]
Sikurse shihet edhe në Figurën 34 i gjithë procesi mund të ndahet në dy faza apo etapa [55]:
Faza e parë - Hyrja në derë në bazë të njohjes: Me shtypjen e zilës së derës, kamera HD kap
fotografinë dhe pastaj aplikacioni i zhvilluar detekton fytyrën nga imazhi dhe e dërgon atë në APIn (eng. Application Programming Interface) e Microsoft Face të ndërlidhur me aplikacionin përmes
Microsoft Azure “cloud”. Fytyra identifikohet dhe njihet nga një bazë të dhënash e para-ruajtur e
fytyrës në “cloud”. Nëse fytyra përputhet, përdoruesi merr një audio mesazh "MIRESEERDHET
EMRI I PERDORUESIT" dhe nga procesori që kontrollon modulin hapet dera.
Faza e dytë - Shtimi i përdoruesve në një bazë të dhënash për t'u njohur: Për të shtuar përdoruesit,
ne duhet të klikojmë butonin për të shtuar përdoruesin dhe për ta bërë këtë, kamera bashkëngjitur
kap figurën e përdoruesit të ulur para dhe kërkon emrin si input, dhe e shton atë në bazën e të
dhënave të imazheve mbi “cloud” nga e cila do të njihet fytyra.
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Fig 35. Shtimi i funksionalitetit të përdoruesit [55]
Si rezultat hulumtuesi [55] ka arritur ta lansoj një API të bazuar në “cloud” e cila mundëson hapjen
e derës intelegjente nëpërmjet njohjës së fytyrës. Gjë e cila lehtëson qasjen pasi që më nuk do të
kemi nevoj për çelsa si dhe të sigurohemi që nuk do të humben ato. Sistemi i propozuar mund të
përdoret në shumë vende ku nevoja e sigurisë është maksimale dhe siguria nuk mund të rrezikohet.

2.6 PREZENCA E STUDENTËVE NË SHKOLLA
Prezenca e rregullt e studentit në shkollë është një përgjegjësi e rëndësishme në të gjitha nivelet e
klasave. Shumë studime lidhin prezencën e rregullt me suksesin në shkollë. Pjesëmarrja e rregullt
do të thotë që procesi mësimor akademik nuk ndërpritet, harxhohet më pak kohë në detyra dhe
studentët përfitojnë nga pjesëmarrja dhe ndërveprimi me të tjerët në klasë. Shumë mësime të
rëndësishme mësohen përmes pjesëmarrjes aktive në klasë dhe aktiviteteve të tjera shkollore që
nuk mund të zëvendësohen nga studimi individual. Përveq këtyre faktorëve e një rëndësie të
veqantë është socializimi i studentëve.
Sipas një studimi [57] që nga viti 2015 normat e pjesëmarrjes së rregullt janë ulur për 11%. Në
2019 përqindja e studentëve që ndoqën shkollën më shumë se 90% të kohës, ra në 58% (-nga 64%
në 2018). Në Figurën 36 është shfaqur përqindja e pjesmarrjes së studentëve gjatë periudhës 20112019:
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Fig. 36 Pjesmarrja e studentëve gjatë viteve 2011-2019 [57]
Sikurse shihet edhe nga Figura 36, gjatë viteve të fundit ka një rënie të prezencës së rregullt në
shkolla, në anën tjetër një rritje të studentëve me mungesa kronike.
Më herët janë përdorur metoda të ndryshme për vijueshmërin e studentëve, të cilat kanë qenë
kryesisht metoda manuale, si ajo e shënimit e emrit në fletën për pjesëmarrje, thirrja e emrit të
studentit etj. Por me kalimin e kohës këto metoda manuale janë zëvendësuar me metoda
automatike, gjë që e kanë bërë këtë proces më të lehtë, më efikas dhe mbi të gjitha më të sigurt.
Kur është fjala te siguria, dihet që metodat manuale kanë qenë lehtë të manipulueshme, pasi që
fleta për shënim të emrit ka mundur të humbet ose të vjedhet, poashtu ka mundur të shënohet emri
i ndonjë studenti pa qenë ai prezent në shkollë, etj.
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3. PËRKUFIZIMI I PROBLEMIT
Njohja e fytyrës është një proces mjaft kompleks i cili ka zgjuar interesim shumë të madh të
zhvilluesit dhe përdoruesit e kësaj teknologjie. Këtë metodë e ka bërë kaq të kërkuar edhe fakti që
ka gjeturë një aplikim shumë të madh si në siguri, autenifikim, prezencë etj.
Metodat që janë përdorurë më herët për procesin e njohjes së fytyrës në domain të ndryshëm janë
prej atyre konvencionale, andaj një aplikim më i avancuar për të automatizuar këtë proces është
më se i domosdoshëm.
Megjithatë, gjatë eksperiencës personale, por edhe përgjatë shfletimit të literaturës shihet qartë se
automatizimi i procesit të tillë ka edhe mangësitë e saja sa i përketë precizitetit të njohjes së fytyrës,
sidomos në ato imazhe ku kemi dy e më shumë fytyra.
Ky proces sa vjen dhe komplikohet kur kemi të bëjmë me njohjen e fytyrës në kohë reale. Marrë
parasysh ngritjen e kompleksitetit të këtij procesi atëherë kur vendosim të përdorim teknika,
metoda dhe algoritme të ndryshme për përpunimin e imazheve për të arritur deri tek njohja e fytyrës
përkatëse duhet pasur shumë kujdes në përzgjedhjen e tyre.
Andaj, kjo temë do te trajtojë nivelin e saktësisë së njohjes së fytyrave në imazhet ku kemi dy e më
shumë fytyra duke përdorur sistemet e ofruara si “cloud” shërbime, specifikisht shërbimeve të
ofruara nga provideri Amazon AWS. Gjithashtu, pjesa e vlerësimit të sistemit të propozuar do të
bëhet përmes imazheve të marrura nga kamera, ku këto të fundit do të krahasohen me imazhet
mostër të cilat janë në databazën brenda platformës AWS.

3.1 PYETJET HULUMTUESE
Gjatë këtij punimi të diplomës kemi ngriturë disa pyetje hulumtuese përmes të cilave do të trajtojmë
problemet e ngritura më lartë:
1. Si mund të shfrytëzojmë detektimin e objekteve në imazhe për të mbajtur shënime për kohën e
prezencës?
2. Si do të mund të shfrytëzonim avantazhet e shërbimeve “cloud” për detektimin e objekteve në
imazhe?
3. Sa është saktësia e një aplikacioni të tillë dhe nga cilët parametra ndikohet rezultati final?
4. Deri në sa persona mund të detektohen në një imazh të vetëm?
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4. METODOLOGJIA
Gjatë hulumtimit për këtë punim diplome janë përdorur metoda kuantitative dhe ajo krahasuese.
Gjatë fazës së përshkrimit dhe grumbullimit të informatave është bërë shfletimi i literaturës përmes
të cilës janë grumbulluar të dhëna nga revista shkencore, publikime nga konferenca, manuale
praktike dhe libra.
Për të identifikuar diferencat në implementime të ndryshme gjatë këtij punimi është bërë një
analizë eksperimentale ku me këtë rast është përdorur metoda e krahasimit.
Duke pasur parasysh kërkesat dhe qëllimin kryesor të këtij studimi, metodologjia që është ndjekur
është e bazuar në hapat e specifikuar në Figurën 37.

Fig.37. Metodologjia punuese
Përmes analizës eksperimentale është zhvilluar një prototip i bazuar në “cloud”. Më saktësisht,
janë përdorur shërbimet nga platforma e Amazon, AWS. Si teknologji për të zhvilluar këtë
aplikacion është përdorur gjuha programuese Python. Poashtu është përdorur “cloud” shërbime të
tjera që i ofron AWS për të arritur tek qëllimi jonë kryesor për njohjen e fytyrës. Shërbimet të tilla
si:
i) Amazon S3 për të ruajtur një sasi të madhe informacioni (foto apo video),
ii) AWS Lambda e cila na mundëson të bëjmë ngarkimin (uploadimin) e çfardo kodi që shkruajmë
në cilëndo gjuhë programuese por që përkrahet nga ajo,
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iii) Dynamo DB e cila na shërben për krijimn e tabelave të bazës së të dhënave dhe përdorimin e
tyre kur janë te nevojshme si dhe,
iv) Amazon Kinesis Video Streams e cila përdoret për të transmetuar video live nga pajisjet në
AWS “cloud”, ose për të ndërtuar aplikacione për përpunimin e videove në kohë reale.
Në Figurën 38 është dhënë struktura e propozuar e sistemit të paraparë:

Fig. 38. Struktura e sistemit të propozuar
Siç shihet edhe nga Figura 38, përballë studentëve do të vendoset një kamerë në mes të klasës në
një pozitë të përshtatëshme, e cila do ta mbulojë tërë hapësirën e klasës, në mënyrë që të kemi
mundësinë t’i identifikojm të gjithë studentët brenda klasës. Poashtu përballë tyre qëndron
profesori, i cili nuk do të jetë pjesë e monitorimit.
Imazhet për këtë punim do të meren në kohë reale nga kamera që është e vendosur aty që do të
thotë imazhet do te meren nga klasa në të cilën do të bëhet testimi i këtij aplikacioni. Kamera
detekton fytyra të shumta brenda një videoje duke përdorur teknikat dhe metodat e shqyrtuara në
shfletimin e literaturës për detektimin e fytyrës. Pas kësaj, programi në mënyrë automatike krijon
një folder me fotot përkatëse të studentëve në databazë, të cilat më pas ato krahasohen me imazhet
mostër të cilat janë në databazë.
Si input apo informacion hyrës është imazhi i cili merret nga klasa në kohë reale ndërsa si
informacion dalës apo output njohjen e personit me të gjithë atributet e veta. Poashtu është krijuar
një databazë me të dhëna për secilin student, e cila përfshinë të dhëna si emrin, mbiemrin dhe ID
e studentit si dhe do përmbanë fotografin për secilin student përkates.
Në Figurën 38 është dhënë rrjedha e punës së këtij procesi duke filluar nga informacioni hyrës e
deri tek procesi i njohjes së fytyrës:
47

Fig. 39. Procesi e njohjes së fytyrës për studentet pjesemarrës në klasë
Siç shihet nga Figura 39, procesi i njohjes së fytyrës në këtë punim fillon me detektimin e fytyrës
së studentit e duke vazhduar me njohjen e tij nëpërmjet fytyrës. Nëse fytyra përputhet atëhere
merret ID e studentit dhe shënohet ai student si prezent. Por nëse fytyra nuk përputhet atëhere
studenti shënohet si jo prezent dhe procesi merr fund.
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5. IMPLEMENTIMI I NJOHJES SË FYTYRËS NË KLASA
Në këtë kapitull janë paraqitur detajet e implementimit të procesit së njohjes së fytyrës me anë të
së cilës do te kemi një pasqyrë reale për prezencën e studentëve apo nxënësve në një klasë duke
shfrytezuar shërbimet e “cloud”it publik AWS.
Figura 40 tregon rrjedhën e punës së aplikimit të eksperimentit tonë, e cila ndahet në dy pjesë
kryesore [37]:
Indeksimi (rrjedhja blu) është procesi i importimit të imazheve të fytyrave në koleksion për analiza
të mëvonshme.
Analiza (rrjedhja e zezë) është procesi i pyetjes për mbledhjen e fytyrave për ndeshje brenda
indeksit.

Fig. 40. Rrjedha e punës në njohjen e fytyrës në AWS [37]
Siç shihet edhe nga Figura 40 njohja e fytyrës në AWS përfshinë disa hapa në të cilën janë të
përfshirë edhe disa pajisje kyqe pa të cilat nuk do të ishte e mundëshme njohja e fytyrës.
Por duhet pas parasysh që para se të fillohet me indeksimin e fytyrave e regjistruara, e kapura me
kamerë në imazhet ekzistuese, duhet të sigurohen disa burime. E kjo është bërë duke krijuar një
koleksion brenda Amazon Njohjes, i cili është një kontenjer për fytyra të vazhdueshme të
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detektuara nga API. Ekziston mundësia të krijohet një kontenjër që të ruhen të gjithë fytyrat apo
edhe të krijohet kontenjer të shumëfisht për të ruajtur fyryat në grupe [37].
Në rastin e prezentuar në këtë punim indeskimi për koleksionin do të jetë:
Përputhja e fytyrës – mund të ketë një përputhje për një fytyrë brenda një koleksioni fytyrash. Si
në rastin e këtij punimi përputhja e fytyrës së marrë nga kamera e klasës me fytyrën mostër që
është e ruajtur në databazën tonë.
Verifikimi i fytyrës – ka raste kur një person pretendon të ketë një identitet të caktuar, dhe është
duke përdorur njohjen e fytyrës për të verifikuar identitetin (për shembull, për kontrollin e hyrjes
ose vërtetimin për pjesëmarrje si në rastin e këtij punimi), në të vërtetë krijohet një koleksion për
një person. Poashtu ruhet një shumëllojshmëri e mostrave të fytyrës për person për të përmirësuar
shkallën e përputhjes.
Etiketimi social – kemi raste kur dëshirojmë të i etiketojmë automatikisht miqt brenda një rrjeti
social, atëherë përdoret një koleksion për një përdorues të aplikacionit.
Amazon njohja nuk ruan kopjet e imazheve të analizuara, por ajo ruan vetëm vektorët e tipareve të
fytyrës si një paraqitje matematikore e fytyrës brenda një koleksioni, njejtë sikurse është shpjeguar
në kapitullin e shfletimit të literaturës tek seksioni 2.1.2
Menagjimin e kontenjëreve të koleksionit mund të bëhet nëpërmjet API ose nëse është instaluar
dhe konfiguruar AWS CLI, përmes komandës:
aws rekognition create-collection --collection-id family_collection --region eu-west-1

Por për këtë dhe shumë shërbime tjera që do të përdoren gjatë këtij punimi, duhet të ketë qasje në
to në mënyrë që të ketë një menagjim sa më të mirë. Andaj qysh kur krijohet IAM useri duhet të i
kemi parasysh këto qasje por të cilat mund të ndrrohen apo ndryshohen edhe më vonë.
Siç shihet edhe nga Figura 40 hapi tjetër që do ta bëhet është të krijohet tabela duke shfrytëzuar
shërbimin DynamoDB, e cila është një koleksion artikujsh, ku secili artikull është një koleksion i
atributeve. DynamoDB përdor çelësat kryesorë për të identifikuar në mënyrë unike çdo artikull në
një tabelë dhe indekse sekondare për të siguruar më shumë fleksibilitet të pyetjeve. Për të krijuar
një tabelë të tillë, mund të përdoret API apo AWS CLI si dhe menaxhment AWS Consolen.
Tani do të ilustrohet shembulli konkret brenda eksperimentit të këtij punimi, me anë të të cilit do
të njoftoheni më mirë se si funksionon në detaje ky proces më se kompleks në AWS. Përveq njohjes
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së fytyrës AWS poashtu ka mundësinë e njohjes edhe të objekteve apo skenave si dhe të bëjë
krahasimin e fytyrave, etj.
Para ilustrimit të tij mund të përdoret pjesa e testimit të njohjes së fytyrës veqenarisht të atributeve
të tij në AWS (si mosha, gjinia, sytë, syzet, goja, buzëqeshja, lumturia etj) duke ngarkuar një foto
do të shihet se çfarë atribute dhe çfarë të dhëna ofron AWS në lidhje me njohjen e fytyrës.

Fig. 41. Atributet e fytyrës AWS
Siç shihet në Figurën 41 janë disa atribute të fytyrës në të cilat fokusohet AWS dhe për secilën prej
tyre jep një vlersim ne % -.
Duke u bazuar në eksperimentin e dizajnuar në këtë punim, fillimisht është dashur të vendosen
teknologjinë CCTV (Closed Circuit Television), i cili karakterizohet me aftësinë e tij për të
përdorur një kamerë për të kapur video imazhe, e cila poashtu përdoret edhe si bibliotekë për
përpunimin e imazheve (shih Figurën 41).
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Fig. 42. Rrjedha e punës si dhe shërbimet të cilat do përdoren
E njejta mund të përdoret edhe për ndarjen e imazheve, duke pas parasysh se në një imazh të klasës
ka dy e më shumë fytyra por këtë mundësi e ofron edhe CCTV, por e cila duhet të konfigurohet
paraprakisht për të ofruar një shërbim të tillë. Në kuadër të kësaj teme të diplomës është përdorur
gjuha programuese Python për të programuar, pasi që ka një librari shumë te përshtatshme për këtë
qëllim.
Poashtu teknologjinë Python e përkrahin edhe shërbimet e “cloud” brenda Amazon AWS.
Shërbimet AWS që janë përdorur për këtë eksperiment janë: S3 (Simple Storage Service), Lambda,
EC2 (Amazon Elastic Compute “Cloud”), AWS Njohja, DynamoDB dhe CloudWatch. Këto
shërbime ndërveprojnë njëra me tjetrën sikurse në Figurën 42.
Simple Storage Service – S3 (shih Figurën 42) apo ndryshe që njihet edhe me emrin “Bucket” është
një shërbim i cili përmban të dhëna si dhe ofron disponueshmëri, siguri dhe përformancë të mirë.
Në kuadër të këtij punimi përmes S3 shërbimit janë ruajtur fotot e studentëve dhe e imazheve të
marra nga klasa të cilat shërbejnë për procesin e njohjes së fytyrës. Që do të thotë se në këtë rast
do të krijohen dy S3 bucket, një për ruajtjen e fotove të profilit të studentëve dhe tjetra për ruajtjen
e fotove të marra nga klasa në kohë reale.
Tutje, përmes AWS Lambda ekzekutohet kodi i këtij punimi pa ndonjë provisionim paraprak si
dhe pa bërë menaxhimin e serverit [38]. Lambda kujdeset për çdo gjë që kërkohet, mbetet vetëm
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të ngarkohet kodi i nevojshëm në të. Si karakteristik tjetër e saj është se paguhet vetëm në rastet
kur ekzekutohet kodi dhe jo gjatë gjithë kohës, ndryshe e njohur si koncepti pay-as-you-go.
Më konkretisht, Lambda ndihmon që në rastet kur krijohet apo shtohet një student i ri dhe fotot e
tij ngarkohen në S3 bucket dhe ajo në mënyrë automatike do të përcjellë atë me tutje për procesin
e njohjes.
Në Figurën 44 është paraqiturë rrjedha e punës së shërbimit Lambda.

Fig. 44. Rrjedha e punes se Lambdas [38]

Përmes AWS Njohja (eng. AWS Rekognition) si një shërbim brenda Amazon AWS mund të
analizohen shpejt imazhet dhe videot që janë të vendosura apo të ruajtura në S3 bucket. Me anë të
AWS Njohjes aplikacioni i këtij punimi apo API mund të detektojë, ruaj si dhe të njoh objekte,
skena, tekste dhe fytyra në imazhe, këto të fundit janë qëllimi kryesor i kësaj teme. Poashtu
nëpërmjet saj mund të zbulohet, analizohet si dhe krahasohen fytyrat për verifikim të përdoruesit,
numërimin e studentëve dhe rastet e përdorimit të sigurisë publike.
Në procesin e njohjes së fytyrës nëpërmjet AWS Njohjes rol të rëndësishëm luan edhe krijimi i një
koleksioni, i cili është një indeks i kërkimit të vektorëve të tipareve të fytyrës [39]. Koleksioni do
të përmbajë fytyrën e indeksuar të secilit student që mund të përdoret për tu kryer përputhja e
njohjes së fytyrës. Më pas duhet të bëhet procesimi i fotove të secilit student. Pasi të shtohen të
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gjithë studentet në koleksion, imazhet e marra nga kamera në “bucketin’ e klasës përdoren për të
krahasuar dhe gjetur fotot e fytyrave në koleksion.
Tutje, shërbimi Amazon Kinesis Video Stream është njëri ndër shërbimet kryesore që ofrohet nga
Amazon AWS, i cili është i domosdoshëm në procesin e njohjes së fytyrës në kohë reale [41].
Nëpërmjet tij ka mundësi për të transmetuar video drejtpërdrejt nga pajisjet në AWS “cloud”, ose
për të ndërtuar aplikacione për përpunimin e videove në kohë reale. Gjatë këtij punimi ky shërbim
mundëson qasje në kohë reale videove të marra nga klasa edhe pasi ato të jenë ngarkuar apo pranuar
në “cloud”.
Amazon DynamoDB është një shërbim NoSQL i bazës së të dhënave i menaxhuar plotësisht, e cila
siguron performancë të shpejtë dhe të parashikueshme [40].
Si njëra nga shërbimet që ofrohet nga Amazon AWS, me DynamoDB është krijuar baza e të
dhënave për të ruajtur dhe korrigjuar çdo sasi të të dhënave dhe i shërbejnë çdo trafiku të kërkesave.
Poashtu ky shërbim mundëson që të krijohet back-up për tabelat e krijuara si dhe fshirje automatike
për artikujt e skaduar nga tabela në mënyrë që të zvogëlohet kosto e të dhënave që nuk janë më
relevante. Në rastin e këtij punimi konkret, përmes këtij shërbimi është krijuar tabela Attendance,
e cila shërben për ruajtjen e loggsave të studentëve që janë prezent në klasë (shih tabelën 4):

Tabela. 4. DynamoDB tabela e krijuar nga studentët prezent në klasë

Dhe për fund, përmes shërbimit falas që ofrohet në AWS, shërbimit Amazon CloudWatch
monitorohen aplikacionet që janë ekzekutuar brenda shërbimeve Amazon Web Services (AWS)
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në kohë reale. Me anë të këtij shërbimi janë krijuar alarme si dhe mundësuar dërgimin e
notifikimeve për çdo ndryshim të resurseve.
Nëpërmjet këtij shërbimi në kuadër të këtij eksperimenti, do të arrihet njohuria për numrin e
personave që janë detektuar brenda një imazhi, ose sa herë ka qenë i suksesshëm procesi i njohjes
së fytyrës.
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6. REZULTATET DHE DISKUTIMET
Në këtë kapitull janë paraqitur rezultatet nga eksperimenti dhe procedurat e ndjekura për të
analizuar procesin e njohjes së fytyrës të këtij eksperimenti, përkatësisht ruajtjes së prezencës së
studentëve në një klasë.
Për arsye të limiteve kohore, dhe kostos së lartë të teknologjisë CCTV, për këtë eksperiment, janë
siguruar imazhe të gatëshme, ku për secilën prej tyre është bërë nga një krahasim me imazhin
referues apo mostër në databazën tonë. Nga testet e bëra është vërejturë që shkalla e saktësisë së
njohjes së fytyrës dallon varësishtë prej imazhit në imazh që do të thotë se shkalla e saktësisë dallon
edhe për të njëjtin person.
Në vijim, është shfaqur saktësia e njohjes së fytyrave për tre skenare të ndryshme që janë
konceptuar. Dhe për secilën prej skenareve, janë ofruar rezultatet e tyre, specifikisht ofrohet niveli
i saktësisë së njohjes së fytyrave:
Në skenarin e parë është marrë një foto imazh nga klasa e parë ndërsa si foto imazh mostër ose
referente është marrë foto nga klasa e dytë (shih Figurën 45):

Fig. 45. Skenari i parë
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Në skenarin e dytë janë marrë të dy foto imazhet nga klasa e dytë:

Fig. 46. Skenari i dytë
Dhe në skenarin e tretë dhe të fundit, janë marrë imazhet nga klasa e dytë:
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Fig. 47. Skenari i tretë
Që do të thotë se në skenarin e dytë dhe të tretë janë marrë foto nga klasa e dytë ndërsa në skenarin
e pare foto nga klasa e parë dhe e dytë.
Për realizimin e skenariove të tilla janë krijuar dy kode si në vijim:
Eshtë krijuar kodi get-faces.py që bënë ndarjen apo coptimin e imazhit hyrës në shumë imazhe të
personave që janë brenda imazhit apo krijimin e koleksioneve (shih Figurën 48):

rekognition fatson$ python3 get-faces2.py
directory = Math-2020-10-11

Fig. 48. Coptimi i imazhit hyrës

Si dhe është krijuar kodi tjetër comparefaces.py që bënë krahasimin e këtyre imazheve me imazhet
apo fotot referente që janë në databazë :
fatsons-MacBook-Pro:rekognition fatson$ python3 comparefaces.py
Tessa Demolli is in the math class 99.98812866210938%\ confidence
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Me ekzekutimin e kodit comparefaces.py në mënyrë automatike krijohet edhe tabela në
DynamoDB nga studentet që janë prezent në klasë, që do të thotë se kjo tabelë përfshinë vetëm
studentët që janë njohur nga sistemi i njohjes së fytyrës.
Nga këto teste të bëra mund të shohim që Amazon AWS Njohja, punon me një shkallë të lart të
saktësisë sa i përketë procesit të njohjes së fytyrës.
Në tabelën 4 janë paraqitë rezultatet e marra nga testet e bëra me 10 student, ku imazhet e marra
nga kamera janë krahasuar me imazhet mostër të cilat janë në databazë:

Tabela. 5. Testet e bëra prej disa studentëve

Emri

Imazhet

Saktësia

testuara

1. Driton

15

97,83 %

2. Agim

18

96,42 %

3. Ridvan

14

98,49 %

4. Besart

15

97,95 %

5. Kushtrim

17

96,79 %

6. Sami

13

98,89 %

7. Arben

15

97,55 %

8. Flakron

16

98,15 %

9. Besnik

10

99,07 %

10. Faton

12

98,94 %

142

98,00 %

Total
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Siç shihet nga rezultatet e marra, shkalla e saktësisë dallon nga skenari në skenar. E kjo ndodh për
shkak të problemeve që janë cekur edhe më herët të cilat ndikojnë në procesin e njohjes së fytyrës,
siç është: ndriqimi, pozimi etj. Si një indikator tjetër mund të jetë edhe vjetërsia e imazhit mostër,
ku dihet që personi gjatë viteve mund të ndryshoj dhe për këtë mund të kemi një shkallë më të ulët
të saktësisë siç është rasti tek skenario numër një.
Saktësia e sistemit të implementuar pas testimit të 10 studentëve me mesatare prej 15 imazheve në
seri të imazheve, që si total i imazheve të analizuara është më shumë se 140 imazhe, është mbi 95
%.
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7. PËRFUNDIMET
Ky punim diplome synonte të nxjerr një përfundim se sa janë të përshtatshëme dhe të sakta sistemet
e krijuara për njohjen e personave në bazë të fytyrës për prezencë duke përdorur “cloud”in publik
Amazon si dhe shërbimet Amazon AWS.
Eshtë krijuar një sistem, ku me anë të tij është arriturë qëllimi jonë që të bëhet njohja e studentit në
distancë dhe me atë të vërtetohet prezenca e tij në klasë apo mos prezenca. Dhe në saje të saj të
ketë një pasqyrë më reale rreth prezencës së gjithë secilit student në klasë dhe atë në kohë reale.
Poashtu mund të thuhet se koha e përpunimit të imazhit apo e detektimit të studentit e deri te njohja
e studentit është mjaft e ulët (disa sekonda), që do të thotë kemi një sistem mjaft të shpejtë.
Më poshtë i kam dhënë përgjigjet e pyetjeve hulumtuese të cilat i kam marrë nga eksperimenti i
bërë:
1) Si mund të shfrytëzojmë detektimin e objekteve në imazhe për të mbajtur shënime për kohën e
prezencës?
- Detektimi i objekteve në imazhe është proces i gjetjes së instancave të botës reale si makina,
biçikleta, TV, lule dhe njerëz në imazhe ose video. Kjo lejon njohjen, lokalizimin dhe detektimin
e shumë objekteve brenda një imazhi, i cili na siguron një kuptim shumë më të mirë të një imazhi
në tërësi. Zakonisht përdoret në aplikacione të tilla si rikuperimi i imazhit, siguria, mbikëqyrja,
numërimi i personave etj. Në punimin tonë, kjo është përdorë për kohën e prezencës së studentëve
në klasë, duke përdorë shërbimet e Amazon AWS – Recognition.
2) Si do të mund të shfrytëzonim avantazhet e shërbimeve “cloud” për detektimin e objekteve në
imazhe?
- Duke i përdorë në mënyrë konsistente avantazhet që ofrohen nga shërbimet “cloud” mund të
bëhet detektimi i objekteve në imazhe.
3) Sa është saktësia e një aplikacioni të tillë dhe nga cilët parametra ndikohet rezultati final?
- Nga eksperimenti i bërë shohim se saktësia e një sistemi të tillë është mjaft e madhe, dhe atë mbi
95%. Ndërsa rezultati final mund të ndikohet nga parametrat si zhurrma, ndriqimi, rezolucioni,
etj. Poashtu ndikim në këtë rezultat kanë edhe mjekra, syzet, maska, pozimi (anash apo mbrapa)
pasi që personat me këto karakteristika kanë një saktësi më të vogël.
4) Deri në sa persona mund të detektohen në një imazh të vetëm?
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- Në një imazh të vetëm duke përdorë shërbimet e Amazon AWS mund të detektohen deri në 100
persona.
Pas eksperimenteve të susksesshme dhe rezultateve të arritura, mund të themi se sistemi i propozuar
është i aftë të bëjë identifikimin e saktë të studentit në mënyrë efikase dhe atë me një shkallë të lart
të saktësisë. Nga rezutatet e marra gjatë testimit shohim se shkalla e saktësisë dallon nga imazhi
në imazh, por që prap kjo saktësi është mjaft e madhe krahasuar me sistemet apo metodat tjera të
përdorura më herët për prezencë të studentëve, siç ishin ajo e shënimit të emrit, thirrjes së emrit
etj.
Andaj nga kjo mund të konkludohet se sistemi i propozuar për njohjen e personit në bazë të fytyrës
duke përdorur shërbimet e “cloud”it publik Amazon është mjaft i përshtatshëm për aplikim si dhe
me një shkallë të lart të saktësisë.
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