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CISCO: Cisco Systems es una empresa global con sede en San José, 
California, Estados Unidos, principalmente dedicada a la fabricación, venta, 
mantenimiento y consultoría de equipos de telecomunicaciones 
CCNP: Cisco Certified Network Professional es uno de los niveles del plan 
de capacitación en tecnología de redes informáticas que la empresa Cisco 
ofrece. 
Dirección IP: Una dirección en la red asignada a una interfaz de un nodo de 
la red y usada para identificar (localizar) en forma única el nodo dentro de la 
Internet. 
Dos versiones están actualmente implementadas: IPv4 e IPv6. 
 
RED: es un conjunto de equipos nodos y software conectados entre sí por 
medio de dispositivos físicos o inalámbricos que envían y reciben impulsos 
eléctricos, ondas electromagnéticas o cualquier otro medio para el 
transporte de datos, con la finalidad de compartir información, recursos y 
ofrecer servicios 
ROUTER: permite interconectar computadoras que funcionan en el marco de 
una red, se encarga de establecer qué ruta se destinará a cada paquete de 
datos dentro de una red informática. 
VTP: VLAN Trunking Protocol, es un protocolo que se utiliza para distribuir 
y sincronizar información sobre bases de datos VLAN configurado a través 
de una red conmutada. 
PROTOCOLO: Conjunto de normas standard que especifican el método para 
enviary recibir datos entre varios ordenadores. Es una convención que controla 






En este documento, se resuelve una propuesta para probar Cisco CCNP para 
profundizar las habilidades de diploma y capacidades de desarrollo a través del 
desarrollo de actividades en un entorno de simulación remota. Entendemos los 
requisitos de las redes y desafiamos modelos para realizar los servicios de 
Cisco. Enrutamiento avanzado en la red, y verificar la conexión a través del 
comando con la palabra "show", para que el enrutador y la base electrónica 
correspondiente estén conmutados correctamente  
 








In this document, a proposal is resolved to test Cisco CCNP to deepen diploma 
skills and development capabilities through the development of activities in a 
remote simulation environment. We understand the requirements of THE 
networks and design models to perform Cisco services. Advanced network 
routing, and verify the connection through the command with the word "show", 
so that the router and the corresponding electronic base are correctly switched  
 








Se lleva a cabo el desarrollo de esta tarea, con el fin de implementar las practicas 
adquiridas en las actividades del diplomado de profundización CISCO CCNP, donde 
se conseguirá validar las competencias y habilidades, poner a prueba los niveles de 
entendimiento y discernimiento en la solución de problemas, relacionados con 
diversos aspectos y crear de manera efectiva, un escenario de red con el fin de 
realizar un análisis sobre el comportamiento de un protocolo.  
 
En esta oportunidad, se plantean dos escenarios, donde se van formular los casos 
y evidenciar las configuraciones de los Routers, mediante el uso de comandos de 
administración avanzados y bajo el uso de los protocolos importantes e 
indispensables, conociendo a fondo, tanto el concepto que define a cada uno como 
su aplicación aprendiendo a configurarlos según sea el caso. 
 
Los protocolos que se frecuentan en el desarrollo de esta actividad son, OSPF y 
EIGRP, mediante simuladores como Packet Tracer o GNS3 o SMARTLAB. 
Asimilando las nuevas interfaces de Loopback, mediante el comando show ip route, 
ping, traceroute, entre otros; estableciendo protocolos de enlace, que por sus 
propiedades cada uno tiene sus ventajas respecto a las demás, para lograr 
interactuar entre las interfaces, configurando sus puertos troncales, comprobando 






Teniendo en la cuenta la siguiente imagen: 
 
Figura 1 Topología de red escenario 1 
 
 
Fuente: tomado de Prueba de habilidades Ccnp 2020, Cisco Academy 
 
 
1. Aplique las configuraciones iniciales y los protocolos de enrutamiento 
para los routers R1, R2, R3, R4 y R5 según el diagrama. No asigne 
passwords en los routers. Configurar las interfaces con las direcciones que 
se muestran en la topología de red. 
2. Cree cuatro nuevas interfaces de Loopback en R1 utilizando la asignación 
de direcciones 10.1.0.0/22 y configure esas interfaces para participar en el 
área 5 de OSPF. 
3. Cree cuatro nuevas interfaces de Loopback en R5 utilizando la asignación 
de direcciones 172.5.0.0/22 y configure esas interfaces para participar en el 
Sistema Autónomo EIGRP 15. 
4. Analice la tabla de enrutamiento de R3 y verifique que R3 está 
aprendiendo las nuevas interfaces de Loopback mediante el comando show 
ip route. 
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5. Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo 
de 50000 y luego redistribuya las rutas OSPF en EIGRP usando un ancho 
de banda T1 y 20,000 microsegundos de retardo. 
6. Verifique en R1 y R5 que las rutas del sistema autónomo opuesto existen 





1. Aplique las configuraciones iniciales y los protocolos de enrutamiento 
para los routers R1, R2, R3, R4 y R5 según el diagrama. No asigne 
passwords en los routers. Configurar las interfaces con las direcciones que 
se muestran en la topología de red 
R1 
 
     R1(config)#interface  s0/0/0  
R1(config-if)#bandwidth 128000 
R1(config-if)#ip  address  10.113.12.1  255.255.255.0  
R1(config-if)#no  shutdown 
R1(config-if)#exit  
R1(config)#router  ospf  1 





R2(config-if)#ip  address  10.113.12.2  255.255.255.0  
R2(config-if)#no  shutdown 
R2(config-if)#interfaces0/0/1 
R2(config-if)#ip  address  10.113.13.1  255.255.255.0  
R2(config-if)#no  shutdown 
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R2(config-if)#exit  
R2(config)#router  ospf  1 
R2(config-router)#network  10.113.12.0  0.0.0.255  area  5 





R3(config-if)#bandwidth  128000 
 
R3(config-if)#ip  address  10.113.13.2  255.255.255.0  
R3(config-if)#no  shutdown 
R3(config-if)#int  s0/0/0 
R3(config-if)#ip  address  172.19.34.1  255.255.255.0  
R3(config-if)#no  shutdown 
R3(config-if)#exit  
R3(config)#router  ospf  1 
R3(config-router)#network  10.113.13.0  0.0.0.255  area  5  
R3(config-router)#exit 
R3(config)#router  eigrp  15 





R4(config-if)#ip  address  172.19.34.2  255.255.255.0  
R4(config-if)#no  shutdown 
R4(config-if)#interfaces0/0/1 
R4(config-if)#ip  address  172.19.45.1  255.255.255.0  
R4(config-if)#no  shutdown 
R4(config-if)#exit  
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R4(config)#router  eigrp  15 
R4(config-router)#network  172.19.34.0  0.0.0.255 




R5(config)#interface  s0/0/1  
R5(config-if)#bandwidth  128000 
R5(config-if)#ip  address  172.19.45.2  255.255.255.0  
R5(config-if)#no  shutdown 
R5(config-if)#exit  
R5(config)#router  eigrp  15 




2. Cree cuatro nuevas interfaces de Loopback en R1 utilizando la asignación 
de direcciones 10.1.0.0/22 y configure esas interfaces para participar en el 
área 5 de OSPF. 
R1 
R1(config)#interface  loopback  0 
R1(config-if)#ip  address  10.1.0.1  255.255.252.0 
R1(config-if)#interface  loopback  1 
R1(config-if)#ip  address  10.1.4.1  255.255.252.0 
R1(config-if)#interface  loopback  2 
R1(config-if)#ip  address  10.1.8.1  255.255.252.0 
R1(config-if)#interface  loopback  3 
R1(config-if)#ip  address  10.1.12.1  255.255.252.0  
R1(config-if)#exit 
R1(config)#router  ospf  1 
15  
R1(config)#  network  10.1.0.0  0.0.3.255  area  5 
R1(config)#  network  10.1.4.0  0.0.3.255  area  5 
R1(config)#network  10.1.8.0  0.0.3.255  area  5 
R1(config)#network  10.1.12.0  0.0.3.255  area  5 
3. Cree cuatro nuevas interfaces de Loopback en R5 utiliza 
4. ndo la asignación de direcciones 172.5.0.0/22 y configure esas interfaces 
para participar en el Sistema Autónomo EIGRP 15. 
 
R5  
R5(config)#interface  loopback  0 
R5(config-if)#ip  address  172.5.0.1 255.255.252.0 
R5(config-if)#interface  loopback  1  
R5(config-if)#ip  address  172.5.4.1 255.255.252.0 
R5(config-if)#interface  loopback  2  
R5(config-if)#ip  address  172.5.8.1 255.255.252.0 
R5(config-if)#interface  loopback  3  
R5(config-if)#ip  address  172.5.12.1  255.255.252.0  
R5(config-if)#exit 
R5(config)#router  eigrp  15 
R5(config-router)#network 172.5.0.0 0.0.3.255 
R5(config-router)#network 172.5.4.0 0.0.3.255 
R5(config-router)#network 172.5.8.0 0.0.3.255 
R5(config-router)#network  172.5.12.0  0.0.3.255  
R5(config)#exit 
 
Analice la tabla de enrutamiento de R3 y verifique que R3 está aprendiendo 
las nuevas interfaces de Loopback mediante el comando show ip route. 




Las redes loopback están aprendidas y se representan por las letras O de ospf y 
D en eigrp 
Configure R3 para redistribuir las rutas EIGRP en OSPF usando el costo de 
50000 y luego redistribuya las rutas OSPF en EIGRP usando un ancho de banda 
T1 y 20,000 microsegundos de retardo. 
R3(config)#router  ospf  1 
R3(config-router)#redistribute  eigrp  15  metric  50000  subnets 
R3(config)#exit 
R3(config)#router  eigrp  15 
17  
R3(config-router)#redistribute  ospf  1  metric  1544  20000  255  1  1500 
R3(config)#exit 
 
Verifique en R1 y R5 que las rutas del sistema autónomo opuesto existen en 
su tabla de enrutamiento mediante el comando show ip route. 
R1 
 





Figura 4 show ip route R5 
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Figura 5 topologia del escenario 1 
 





Figura 6 Topología Escenario 2 
 
 





Parte 1: Configurar la red de acuerdo con las especificaciones. 
 




DLS1#conf  t 




DLS2#conf  t 
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ALS1#conf  t 




ALS2#conf  t 








DLS1#conf  t 
DLS1(config)#hostname  DLS1  
 
DLS2: 
DLS2#conf  t 
DLS2(config)#hostname  DLS2  
ALS1: 
ALS1#conf  t 
ALS1(config)#hostname  ALS1 
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ALS2: 
ALS2#conf  t 
ALS2(config)#hostname  ALS2 
 
c. Configurar los puertos troncales y Port-channels tal como se muestra 
en el diagrama. 
1. La conexión entre DLS1 y DLS2 será un EtherChannel capa-3 utilizando 
LACP. Para DLS1 se utilizará la dirección IP 10.12.12.1/30 y para DLS2 
utilizará 10.12.12.2/30. 
2. b.  Los Port-channels en las interfaces fa0/7 y fa0/8 utilizarán LACP. 
3. c.   Los Port-channels en las interfaces fa0/9 y fa0/10 utilizará PAgP. 
4. Todos los puertos troncales serán asignados a la VLAN 500 como la 
 
a. VLAN nativa. 
 
 
Configuramos una Vlan de administración para DLS1 y DLS2: 
 
DLS1(config)#interface  vlan  99 
DLS1(config-if)#ip  address  10.12.12.1  255.255.255.252 
DLS1(config-if)#no  shut 
DLS2(config)#interface  vlan  99 
DLS2(config-if)#ip  address  10.12.12.2  255.255.255.252 
DLS2(config-if)#no  shut 
 
 




DLS1(config)#interface  range  fa0/7-12 
DLS1(config-if-range)#switchport  trunk  native  vlan  500 
DLS1(config-if-range)#switchport  mode  trunk  
23  
DLS1(config-if-range)#switchport  nonegotiate 





DLS2(config)#interface  range  fa0/7-12 
DLS2(config-if-range)#switchport  trunk  native  vlan  500 
DLS2(config-if-range)#switchport  mode  trunk  
DLS2(config-if-range)#switchport  nonegotiate 





ALS1(config)#interface  range  fa0/7-12 
ALS1(config-if-range)#switchport  trunk  native  vlan  500 
ALS1(config-if-range)#switchport  mode  trunk  





ALS2(config)#interface  range  fa0/7-12 
ALS2(config-if-range)#switchport  trunk  native  vlan  500 
ALS2(config-if-range)#switchport  mode  trunk  







Configuramos la conexión entre DLS1 y DLS2 para usar EtherChannel 
con LACP: 
El primer paso es desactivar las interfaces en ambos switch para que Misconfig 
Guard no las coloque en estado error disabled. 
DLS1: 
 
DLS1(config)#  interface  range  fa0/11-12 
DLS1(config-if-range)#  shutdown 
DLS1(config-if-range)#  channel-group  2  mode  active 




DLS2(config)#  interface  range  fa0/11-12 
DLS2(config-if-range)#  shutdown 
DLS2(config-if-range)#  channel-group  2  mode  active 
DLS2(config-if-range)#  no  shutdown 
 
Configuramos Port-channel para la conexión entre DLS1 y ALS1 con 
LACP: DLS1: 
DLS1(config)#  interface  range  fa0/7-8 
DLS1(config-if-range)#  shutdown 
DLS1(config-if-range)#  channel-group  1  mode  active 




ALS1(config)#  interface  range  fa0/7-8 
ALS1(config-if-range)#  shutdown 
ALS1(config-if-range)#  channel-group  1  mode  active 
ALS1(config-if-range)#  no  shutdown 
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Configuramos Port-channel para la conexión entre DLS1 y ALS2 con 
LACP: DLS2: 
DLS2(config)#  interface  range  fa0/7-8 
DLS2(config-if-range)#  shutdown 
DLS2(config-if-range)#  channel-group  3  mode  active 




ALS2(config)#  interface  range  fa0/7-8 
ALS2(config-if-range)#  shutdown 
ALS2(config-if-range)#  channel-group  3  mode  active 
ALS2(config-if-range)#  no  shutdown 
 
Configuramos Port-channel para la conexión entre DLS1 y ALS2 con 
PAgP:  
DLS1: 
DLS1(config)#  interface  range  fa0/9-10 
DLS1(config-if-range)#  shutdown 
DLS1(config-if-range)#  channel-group  4  mode  desirable 




ALS2(config)#  interface  range  fa0/9-10 
ALS2(config-if-range)#  shutdown 
ALS2(config-if-range)#  channel-group  4  mode  desirable 
ALS2(config-if-range)#  no  shutdown 





DLS2(config)#  interface  range  fa0/9-10 
DLS2(config-if-range)#  shutdown 
DLS2(config-if-range)#  channel-group  5  mode  desirable 




ALS1(config)#  interface  range  fa0/9-10 
ALS1(config-if-range)#  shutdown 
ALS1(config-if-range)#  channel-group  5  mode  desirable 
ALS1(config-if-range)#  no  shutdown 
 
d. Configurar DLS1, ALS1, y ALS2 para utilizar VTP versión 3. 
 
1. Utilizar el nombre de dominio CISCO con la contraseña ccnp321 
2. Configurar DLS1 como servidor principal para las VLAN. 
3. Configurar ALS1 y ALS2 como clientes VTP. 
DLS1: 
 
DLS1(config)#  vtp  domain  CISCO 
DLS1(config)#  vtp  version  2 
DLS1(config)#  vtp  mode  server 
DLS1(config)#  vtp  password  ccnp321 
ALS1: 
ALS1(config)#  vtp  domain  CISCO 
ALS1(config)#  vtp  version  2 
ALS1(config)#  vtp  mode  client 
ALS1(config)#  vtp  password  ccnp321 





ALS2(config)#  vtp  domain  CISCO 
ALS2(config)#  vtp  version  2 
ALS2(config)#  vtp  mode  client 
ALS2(config)#  vtp  password  ccnp321 
ALS2(config)#  end 
 
e . Configurar en el servidor principal las siguientes VLAN: 
 
Tabla 1 VLAN a configurar 
 
Numero de vlan Nombre de Vlan Numero de Vlan Nombre de Vlan 
500 NATIVA 434 PROVEEDORES 
12 ADMON 123 SEGUROS 
234 CLIENTES 1010 VENTAS 
1111 MULTIMEDIA 3456 PERSONAL 
 
 
DLS1(config)#  vlan 99  
DLS1(config-vlan)# name MANAGMENT 
DLS1(config-vlan)# vlan 500 
DLS1(config-vlan)# name NATIVA 
DLS1(config-vlan)# vlan 12 
DLS1(config-vlan)# name ADMON 
DLS1(config-vlan)# vlan 234 
DLS1(config-vlan)# name CLIENTES 
DLS1(config-vlan)# vlan 111 
DLS1(config-vlan)# name MULTIMEDIA 
DLS1(config-vlan)# vlan 434 
DLS1(config-vlan)# name PROVEEDORES 
DLS1(config-vlan)# vlan 123 
DLS1(config-vlan)# name SEGUROS 
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DLS1(config-vlan)# vlan 101 
DLS1(config-vlan)# name VENTAS 
DLS1(config-vlan)# vlan 345 
DLS1(config-vlan)# name PERSONAL 





f. En DLS1, suspender la VLAN 434. 
 
El comando de 
 




g. Configurar DLS2 en modo VTP transparente VTP utilizando VTP version 
2, y configurar en DLS2 las mismas VLAN que en DLS1. 
 
 
Habilitamos VTP v2 en modo transparente en DLS2: DLS2#conf t 
 
DLS2(config)#vtp  version  2 
DLS2(config)#vtp  mode  transparent 
Setting  device  to  VTP  Transparent  mode  for  VLANS. 
DLS2(config)# 
Configuramos  todas  las  vlan  en  DLS2: 
DLS2(config)#  vlan  99 
DLS2(config-vlan)#  name  MANAGMENT 
DLS2(config-vlan)#  vlan  500 
DLS2(config-vlan)#  name  NATIVA 
DLS2(config-vlan)#  vlan  12 
DLS2(config-vlan)#  name  ADMON 
DLS2(config-vlan)#  vlan  234 
DLS2(config-vlan)#  name  CLIENTES 
DLS2(config-vlan)#  vlan  111 
DLS2(config-vlan)#  name  MULTIMEDIA 
DLS2(config-vlan)#  vlan  434 
DLS2(config-vlan)#  name  PROVEEDORES 
DLS2(config-vlan)#  vlan  123 
DLS2(config-vlan)#  name  SEGUROS 
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DLS2(config-vlan)#  vlan  101 
DLS2(config-vlan)#  name  VENTAS 
DLS2(config-vlan)#  vlan  345 




h. Suspender VLAN 434 en DLS2. 
 




i. En DLS2, crear VLAN 567 con el nombre de PRODUCCION. La VLAN 
de PRODUCCION no podrá estar disponible en cualquier otro Switch 
de la red. 
 
 
DLS2(config-vlan)#  vlan  567 
DLS2(config-vlan)#  name  PRODUCCION 
DLS2(config-vlan)#  exit 
 
 
j. Configurar DLS1 como Spanning tree root para las VLAN 1, 12, 434, 500, 
1010, 1111 y 3456 y como raíz secundaria para las VLAN 123 y 234. 
 
DLS1#conf  t 
DLS1(config)#  spanning-tree  vlan  1,12,434,500,1010,111,345  root  
primary  
DLS1(config)#  spanning-tree  vlan  123,234  root  secondary 
 
 
k. Configurar DLS2 como Spanning tree root para las VLAN 123 y 234 y como 




DLS2#conf  t 
DLS2(config)#  spanning-tree  vlan  123,234  root  primary 





l. Configurar todos los puertos como troncales de tal forma que solamente 
las VLAN que se han creado se les permitirá circular a través de éstos 
puertos. 
Configuramos los demás puertos de los cuatro switches en modo troncal 





DLS1(config)#interface  range  fa0/1-6,  fa0/13-24 
DLS1(config-if-range)#switchport  trunk  native  vlan  500 
DLS1(config-if-range)#switchport  mode  trunk 
 DLS1(config-if-range)#switchport  nonegotiate 
DLS1(config-if-range)#no  shut 
DLS2: 
 
DLS2(config)#interface  range  fa0/1-6,  fa0/13-24 
DLS2(config-if-range)#switchport  trunk  native  vlan  500 
DLS2(config-if-range)#switchport  mode  trunk  
DLS2(config-if-range)#switchport  nonegotiate  
DLS2(config-if-range)#no  shut 
ALS1: 
 
ALS1(config)#interface  range  fa0/1-6,  fa0/13-24 
ALS1(config-if-range)#switchport  trunk  native  vlan  500 
32  
ALS1(config-if-range)#switchport  mode  trunk  
ALS1(config-if-range)#no  shut 
ALS2: 
 
ALS2(config)#interface  range  fa0/1-6,  fa0/13-24 
ALS2(config-if-range)#switchport  trunk  native  vlan  500 
ALS2(config-if-range)#switchport  mode  trunk  
ALS2(config-if-range)#no  shut 
 
 
m. Configurar las siguientes interfaces como puertos de acceso, asignados 
a las VLAN de la siguiente manera: 
Tabla 2 Asignamiento de interfaces a VLAN 
 
Interfaz DLS1 DLS2 ALS1 ALS2 
Interfaz Fa0/6 3456 12.1010 123,1010 234 
Interfaz Fa0/15 1111 1111 1111 1111 
Interfaces 
Fo/16- 18 
 567   
 
 
DLS1: DLS1#conf t 
 
DLS1(config)#int  fa0/6 
DLS1(config-if)#switchport  mode  access 
DLS1(config-if)#switchport  access  vlan  345 
DLS1(config-if)#exit 
DLS1(config)#int  fa0/15 
DLS1(config-if)#switchport  mode  access 







DLS2#conf  t 
DLS2(config)#  int  fa0/6 
DLS2(config-if)#switchport  mode  access 
DLS2(config-if)#switchport  access  vlan  12 
DLS2(config-if)#switchport  access  vlan  101 
DLS2(config-if)#exit 
DLS2(config)#int  fa0/15 
DLS2(config-if)#switchport  mode  access 
DLS2(config-if)#switchport  access  vlan  111 
DLS2(config-if)#exit 
DLS2(config)#int  range  fa0/16-18 
DLS2(config-if)#switchport  mode  access 




ALS1#conf  t 
ALS1(config)#  int  fa0/6 
ALS1(config-if)#switchport  mode  access 
ALS1(config-if)#switchport  access  vlan  123 
ALS1(config-if)#switchport  access  vlan  10 
ALS1(config-if)#exit 
ALS1(config)#int  fa0/15 
ALS1(config-if)#switchport  mode  access 









ALS2#conf  t 
 
ALS2(config)#  int  fa0/6  
ALS2(config-if)#switchport mode access 
ALS2(config-if)#switchport access  vlan 234 
ALS2(config-if)#exit   
ALS2(config)#int  fa0/15   
ALS2(config-if)#switchport mode access  
ALS2(config-if)#switchport access  vlan 111 




Parte 2: conectividad de red de prueba y las opciones configuradas. 
 
a. Verificar la existencia de las VLAN correctas en todos los switches y la 
asignación de puertos troncales y de acceso 
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DLS1: 
Figura 7 Existencia vlan DLS! 
 









Figura 10 Verificando existencia de VLAN en ALS1 
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Figura 11 Asignación de puertos troncales en ALS1 
 
ALS2: 
Figura 12 Verificando existencia de VLAN en ALS2 
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Figura 13 Asignación de puertos troncales en ALS2 
 
a. Verificar que el EtherChannel entre DLS1 y ALS1 está configurado 
correctamente. 




Figura 15 Verificando Ether-channel en ALS1 
 
Verificar la configuración de Spanning tree entre DLS1 o DLS2 para cada VLAN. 
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DLS1 
Figura 16 configuración de Spanning tree entre DLS1 o DLS2 para cada VLAN 
 
Vlan 500 
Figura 17 Spanning-tree Vlan 500 
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Figura  18  Spanning-tree  Vlan 234 
 
Figura  19  Spanning-tree  Vlan 111 
50  
Figura  20  Spanning-tree  Vlan 434 
Figura  21  Spanning-tree  Vlan 123 
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Figura  22  Spanning-tree  Vlan 101 
Figura  23  Spanning-tree  Vlan 345 
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figura 1 topologia del escenario 2 
 





Se implementaron las practicas adquiridas en las actividades del diplomado de 
profundización CISCO CCNP, validando las competencias alcanzadas en el 
transcurso del desarrollo del curso, correspondientes a los protocolos. 
 
Se desarrollaron estrategias de simulación de manera efectiva, de tal forma que los 
escenarios de redes de tipo LAN/WAN escogidos, tuvieran múltiples protocolos y 
permitieran su correcto análisis y verificación. 
 
Se inspeccionan las falencias que se podían estimar en cada uno de los protocolos 
de enrutamiento para routers, de interfaces Loopback, asignación de direcciones IP, 
configuración OSPF y EIGPR y, redistribución de rutas a partir de las topologías y 
criterios planteados para el escenario, generando soluciones que permitieron 
avanzar con la simulación. 
 
Se incorporaron las nuevas interfaces de Loopback mediante los comandos, show 
ip route, ping, traceroute, captando sus propiedades y ventajas respecto a las 
demás, logrando interactuar entre las interfaces y configurando sus puertos, así, 
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