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P ::= 0 (空/null)
| p(X1, ..., Xm) (アトム/atom)
| P, P (分子/molecule)
| {P} (セル (or膜)/cell)
| T : −T (ルール/rule)
T ::= 0 (空)
| p( X) (アトム)
| T, T (分子)
| {T} (セル)
| T : −T (ルール)
| @p (ルール文脈)
| $p[X1, ..., Xm|A] (プロセス文脈)
| p(∗X1, ..., ∗Xm) (アトム集団/aggregate)




















3. ルールにおいて，同じリンク束が 2 つのプロセス文脈の剰余引数として出
現するならば，それらのプロセス文脈は同じ名前を持っていなければなら
ない
4. ルール内のアトム集団 p(∗X1, ..., ∗Xm) (m > 0)に対してプロセス文脈名









(E1) 0, P ≡ P
(E2) P,Q ≡ Q,P
(E3) P, (Q,R) ≡ (P,Q), R
(E4) P ≡ P [Y/X] Xは P の局所リンク
(E5) P ≡ P ′ ⇒ P,Q ≡ P ′, Q
(E6) P ≡ P ′ ⇒ {P} ≡ {P ′}
(E7) X = X ≡ 0
(E8) X = Y ≡ Y = X






P −→ P ′
P,Q −→ P ′, Q　　 (R2)　
P −→ P ′
{P} −→ {P ′}
(R3)　
Q ≡ P 　 P −→ P ′　 P ′ ≡ Q′
Q −→ Q′
(R4)　{X = Y, P} −→ X = Y, {P}　　 (XおよびY はPに現れず、XとY は異なる)
(R5)　X = Y, {P} −→ {X = Y, P}　　 (Xは P のルール外に現れる)











reverse(X,Y) :- s(X,Z,Y),n(Z)　 - (1)
s(X,Y,Z),c(A,B,X) :- s(B,D,Z),c(A,Y,D)　 - (2)

















max = [x, y, x≦ y⇒ y]
Gammaを用いた検証に関する研究としてあげられるのは主に２つで、Pascal




































































































P ::= 0 (空/null)
| p(X1, ..., Xm) (アトム/atom)
| P, P (分子/molecule)
| {P} (セル (or膜)/cell)
| T : −T (ルール/rule)
T ::= 0 (空)
| p( X) (アトム)
| T, T (分子)
| {T} (セル)

















































































































プロセス P の一回のリダクション（１回のルール適用）後のプロセスを P ′と
する。この２つのプロセスの関係は P → P ′で表される。また、プロセス P が任
意回のリダクションでプロセスをP ′となるとき、このプロセスの関係はP →∗P ′
で表現される。「プロセスP を nondeterministic LMNtalで実行する」とは、プロ
















1. A→ S : A,B
2. S→A : {Kb, B}K−1S
3. A→B : {Na, A}Kb
4. B→ S : B,A
5. S→B : {Ka, A}K−1S
6. B→A : {Na, Nb}Ka





1. A→B : {Na, A}Kb
2. B→A : {Na, Nb}Ka





















({send(N),nodeset:{},$p} :- 0) //ゴミ消し
}
netはネットワーク全体を表す。この膜の中に princという主体をあらわす膜が存
在することになる。net膜にある nodeset膜は net膜中に存在する princ膜の IDの
集合である。IDは princ膜に一意に振られている識別子を表す。net膜に存在す
るルールセットは、princ膜の sendbuf膜にプロセスが挿入されたとき、nodeset






































































































































1. A→ I : {Na, A}Ki
2. I(A)→B : {Na, A}Kb
3. B→ I(A) : {Na, Nb}Ka
4. I→A : {Na, Nb}Ka
5. A→ I : {Nb}Ki






1. A→B : {Na, A}Kb
2. B→A : {Na, Nb, B}Ka
























5.3 Andrew secure RPCプロトコルの検証
BAN concrete Andrew secure RPC protocol
1. A→B : A,Na
2. B→A : {Na, K ′ab}Kab
3. A→B : {Na}K ′ab
















































































































































1. A→ I(B) : A,Na
2. I(B)→A : B,Na
3. A→ I(B) : {Na, K ′ab}Kab
4. I(B)→A : {Na, K ′ab}Kab
5. A→ I(B) : {Na}K ′ab
6. I(B)→A : {Na}K ′ab
7. I(B)→A : Ni
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