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OBSERVACIONES A LOS TRABAJOS DE FORMACIÓN 
DE LOS DESMINADORES HUMANITARIOS 
(EJÉRCITO - COLOMBIA)
José Luis Aguado Álvarez
Comandante Ingenieros
1. SITUACIÓN
El Comandante de Ingenie-
ros, CGET, EOF, José Luis 
Aguado Álvarez, destinado 
en el CID de la ACING, en 
comisión de servicio OMP 
N.º SP02002001/201600550. 
MISIÓN: NATO RESPONSE 
FORCE. Puesto de trabajo: 
5JA46-CTE/CGET/EOF/ING, 
a propuesta del Jefe de Per-
sonal del EMAD y autorizado 
por el JEMAD, para apoyar al 
Ejército de Colombia, obser-
vó en junio de 2016, estando 
destacado en el municipio de 
Nilo (Cundinamarca), en las 
instalaciones de la Escuela de 
Formación de Soldados Pro-
fesionales, los trabajos de instrucción de los alumnos de los cursos Básico (nivel EOD-1) 
y de Líderes (nivel EOD-2) de Desminado Humanitario que formarán parte de la Brigada 
de Ingenieros de Desminado Humanitario N.º 1. Siendo los instructores, personal de tropa 
(Cabos) y suboficiales del Batallón de Desminado N.º 60 “CR Gabino Gutiérrez” al mando 
del Tcol. Omar Ignacio Leal Estupiñan (Fuerte Militar Tolemaida, en Cundinamarca).
El Procedimiento Operacional (P.O) actual, del Ejército Nacional de Colombia, sobre 
Técnica de Desminado Manual dice en el punto 9.5.5 Detección: “Si no existe señal 
positiva con el detector, se procede a mover la vara base, avanzando con los hilos guía 
laterales, iniciando nuevamente con el procedimiento de despeje de una senda”.
Este procedimiento de despeje de una senda, consiste en: Inspección visual, Registro 
de pera y cuerda, Vara busca alambres, Desmalezamiento y Detección.
Si no hay detección se avanza sobre el terreno 30 cm y se inicia el procedimiento de 
despeje.
Pero se ha observado que si hay un artefacto explosivo improvisado del tipo mina an-
tipersonal, químico indetectable (AEI-MAP QI), enterrado, este no se detecta, con un 
detector de metales, como puede ser el detector Vallon VMH3-CS o el MINELAB F-3 u 
otros similares de uso en los equipos de desminado, y el riesgo para la seguridad del 
desminador es muy alto.
Alumnos de los cursos Básico (nivel EOD-1), 
adiestrándose en las Técnicas de Desminado, 
en los terrenos de instrucción, 
de la Escuela de Soldados Profesionales, en Nilo. 
Con ellos el comandante del Ejército Español









2. EJEMPLO PRÁCTICO DEMOSTRATIVO
Se realiza un ejercicio práctico, organizado y dirigido por el comandante del Ejército 
español, para demostrar en un caso supuesto, que el procedimiento es peligroso y que 
convendría estudiar procedimientos que eviten los posibles accidentes fatales.
Alumnos de los cursos Básico 
(nivel EOD-1), adiestrándose 
en las Técnicas de Desminado, 
en los terrenos de instrucción, 
de la Escuela de Soldados 
Profesionales, en Nilo. 
El comandante del Ejército 
español observa 
los procedimientos operativos 
y los materiales empleados, 
para intentar mejorarlos 
si es posible y solventar peligros 
en el Desminado
2.1. Caso supuesto
Una zona está contaminada con varios 
artefactos explosivos improvisados (AEI) 
enterrados totalmente, a modo de minas 
anti personal (MAP). Los AEI son quími-
cos e indetectables (QI), no disponen de 
elementos metálicos. En los Estudios No 
Técnicos (ENT) y en el posterior Estudio 
Técnico, no se ha tenido información de 
este tipo de minas, no se conoce de su 
existencia en la zona o Área peligrosa.
Un desminador realiza su Procedimiento Operacional (P.O.), en su senda de trabajo: 
Inspección visual, Registro de pera y cuerda, Vara busca alambres, Desmalezamiento 
y Detección.
Al no detectar nada en sus primeros 30 cm de senda, no hay señal positiva con el 
detector VMH-3CS, el desminador procede a mover su vara base, avanzando con los 
hilos guía laterales, iniciando nuevamente el procedimiento de despeje de una senda. Al 
pisar en la zona de 30 cm detectada sin detectar el AEI-MAP-QI, sin contenidos metáli-
cos, pisa el artefacto provocando su explosión. La fuerte explosión que imaginamos se 
supone que lo lanza a cinco metros por delante de la senda. Entre el supuesto herido y 
el comienzo de la senda, hay otros supuestos AEI-MAP-QI enterrados.
Ejemplo de un artefacto explosivo improvisado 
(AEI), usado como una mina antipersonal (MAP), 
y con dispositivo de iniciación químico, sin 
componentes metálicos y por tanto, indetectable 
para los detectores magnéticos o de metales
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El Equipo de Desminado procede a realizar la recuperación del herido para suministrar-
le los primeros auxilios y proceder a realizar la evacuación sanitaria.
Entra otro desminador en la 
senda en dirección del herido, 
con otro detector de metales, 
al no detectar los AEI-MAP-QI, 
pisa otro artefacto, este supo-
nemos que explosiona causán-
dole graves heridas.
Ya tenemos una situación de 
emergencia con dos heridos.
El Líder ordena que entre otro 
desminador al rescate, reali-
zando el PO completo: Inspec-
ción visual, Registro de pera y 
cuerda, Vara busca alambres, 
Desmalezamiento y Detección.
Así lo hace el nuevo desminador, y cuando ha avanzado tres metros desde el principio 
de la senda, al no detectar nada, sigue avanzando y pisa otro supuesto artefacto inde-
tectable. Suponemos que la explosión le lanza a varios metros de distancia cayendo 
fuera de la senda.
Si el Líder no se percata de que los artefactos explosivos improvisados del tipo MAP, 
no se detectan, el proceso podría seguir hasta que no quedase ningún artefacto inde-
tectable por explosionar.
Los alumnos e instructores comprobaron que el P.O., en este caso, no resuelve esta 
situación de amenaza de AEI-MAP-QI enterrados.
3. NECESIDAD DE LA TÉCNICA DE SONDEO MANUAL Y DE OTROS 
MEDIOS DE DETECCIÓN DE MINAS INDETECTABLES
Se demostró que en caso de accidente con AEI-MAP químicas indetectables, sin con-
tenido metálico, los accidentes se sucedían en el rescate, de modo que dos, tres, o más 
miembros del rescate caían durante este víctimas de los AEI-MAP-QI. ¿Por qué? Por-
que emplean un detector de metales o mag-
nético y si no hay señal positiva, continúan 
avanzando, siendo este tipo de detector inútil 
en estos casos, y por tanto, el riesgo para la 
seguridad muy alto.
¿Qué habría que hacer? Hay varias opciones: 
Disponer de sondas manuales para sondear un 
camino seguro. Disponer de equipos caninos 
para detectar el explosivo de los AEI-MAP QI 
(Químico-Indetectable). Disponer de Detectores 
de metales (DM) con el añadido de un detector 
de “radar de penetración terrestre” (GPR), que 
permite detectar minas o AEI sin metal.
Alumnos, durante la demostración de un supuesto 
caso de Accidente en Desminado Humanitario
El comandante que subscribe, sondeando un 
terreno sospechoso, en Bosnia y Herzegovina, 
año 1993, en una situación real









Se observa con preocupación que no se emplea la técnica de sondeo manual, (la vari-
lla de sondeo). Se considera muy importante, por seguridad, retomar la TÉCNICA DE 
SONDEO MANUAL.
Parece ser que se ha prohibido en los Procedimientos Operacionales de Desminado 
en Colombia, por haber ocasionado accidentes en su uso por parte de algunos Des-
minadores.
Es necesario señalar que el desminado nació y se fundamenta en el sondeo manual y 
que no hay técnica perfecta, todas las técnicas de desminado tienen sus riesgos, y solo 
la experiencia y el correcto empleo evitan los accidentes de uso.
Otra cosa es que se hayan diseñado trampas ex-
plosivas específicas para neutralizar las diversas 
técnicas de desminado, ya que esa situación, re-
queriría un procedimiento más especializado de 
desminado o desactivación para contrarrestar 
esa amenaza.
El sondeo manual es una técnica imprescindible 
en situaciones de emergencia cuando se entra 
accidentalmente en zonas minadas, por personal 
a pie o en vehículo. El único medio para poder 
salir de las mismas sin disponer de ningún medio 
adecuado ni de ayuda exterior, es el sondeo ma-
nual con los medios de sondeo de circunstancias 
de que se disponga.
En el Ejército español, en la futura Publicación Doctrinal (PD) de Minado y Contramina-
do que está trabajando en la actualidad la Subdirección de Doctrina (SUBDIDOM) en 
Granada, se tiene previsto todo un capítulo dedicado a la actuación en caso de inciden-
te, que trata de cómo salir de una zona minada, y en él se detalla la técnica de sondeo 
manual, cuyo conocimiento debe estar al alcance de todos los miembros de las Fuerzas 
Armadas.
El sondeo manual, es la técnica de desminado más 
antigua y se sigue considerando imprescindible en 
la mayoría de los países.
Como cualquier técnica de desminado, no es per-
fecta, y como todas, entraña riesgos, pero está de-
mostrado que es más beneficiosa que perjudicial, 
y por ello, se considera un error prescindir de esta 
técnica. Habría que replantearse su recuperación en 
los Procedimientos Operacionales de las Fuerzas 
Militares de Colombia, como procedimiento de des-
minado manual. No hay duda de que es un medio 
eficaz para detectar minas enterradas de cualquier 
tipo, detectables o indetectables.
Es preciso saber utilizar la TÉCNICA DE SONDEO 
MANUAL con seguridad, y realizar una instrucción 
correcta de su uso por parte del desminador, cono-
cer sus ventajas y sus vulnerabilidades.
Desminado de circunstancias usando un 
machete para sondear el terreno
Calzado antiminas 
para rescate de heridos
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Muchos instructores, del Ejército Nacional Colombiano, están de acuerdo en recuperar en 
los procedimientos operacionales la TÉCNICA DE SONDEO MANUAL.
Se considera conveniente disponer de calzado antiminas (inflables) como los de la fo-
tografía de la izquierda, pues está demostrado que son extraordinariamente eficaces 
frente a todo tipo de minas enterradas totalmente en el terreno, sin espoletas que so-
bresalgan, ni cables de tropiezo (tracción-tensión).
Incluso trasportando al herido a hombros, como en la fotografía de la izquierda, no se 
explosionan las minas totalmente enterradas.
El procedimiento operacional actual con detectores de metales, para hacer frente a los 
AEI-MAP-QI sin contenido metálico es ineficaz y supone un riesgo para la seguridad. 
Este calzado es un medio se seguridad para el personal que detecta. La técnica de 
sondeo manual, puede permitir detectar esta minas indetectables si no se dispone de 
caninos ni de Detectores Radar de Penetración Terrestre (GPR).
En Ejército Nacional, para hacer frente a la amenaza AEI-MAP-QI, dispone de varias 
opciones:
 — Hay en dotación DETECTORES TIPO DUAL (Detección metálica y radar te-
rrestre), MINEHUOND Vallon VHR3, que emplea el RADAR (GPR) además de 
su detección de metales (DM), siendo un medio eficaz frente a las minas inde-
tectables. Se dispone de menos de 40 de estos detectores, en la actualidad, 
pero se puede observar su importancia como dotación en cualquier pelotón de 
desminado.
 — Equipos CANINOS, son eficaces para detectar cualquier olor explosivo, si han 
sido entrenados adecuadamente para ello, (especializados en detección de ex-
plosivos en trabajos de Desminado Humanitario). Por tal motivo son un medio 
militar de detección extraordinario, en este caso, para cualquier AEI o mina sin 
contenido metálico.
 — Retomar la SONDA MANUAL, y la TÉCNICA DE SONDEO, como el mejor me-
dio de reconocer en el terreno la existencia de minas o AEI enterrados.
 — Medios MECÁNICOS de Desminado. Este medio está limitado, muchas veces, 
por las condiciones del terreno o por la capacidad logística. Y conviene aclarar 
que su finalidad no es detectar, sino destruir las minas o AEI por explosión, con 
el inconveniente de que veces la destrucción se produce por la rotura o desba-
ratamiento de la mina o AEI, dispersando sus elementos explosivos o activos 
potencialmente peligrosos (trenes de fuego, detonadores, espoletas…) por el 
terreno, lo que hace imprescindible, si se quiere dar la zona como segura, la lo-
calización de estos restos y su destrucción final.
4. DESCRIPCIÓN DEL PROCEDIMIENTO OPERACIONAL (P.O.), ACTUAL, 
DE TÉCNICA DE DESMINADO MANUAL (TDM)
4.1. Propósito del P.O.
El fundamental es, destruir el 100% de MAP/MUSE/AEI, (Minas antipersonal, muni-
ciones sin explosionar y artefactos explosivos improvisados) dentro del área peligrosa 
empleando la TDM de forma segura, eficaz y eficiente.









4.2. Composición de la unidad de desminado (U.D.)
En el procedimiento operacional la unidad de Desminado, debe estar organizada como 
mínimo a 4 desminadores, teniendo en cuenta la disponibilidad de personal de la uni-
dad. La composición es:
 — 1 Líder Unidad de Desminado
 — 1 Comandante de Equipo
 — 8 Desminadores (mínimo 4 desminadores)
 — 1 Enfermero
 — 1 Radio Operador (opcional)
 — 1 Seguridad (opcional)
Y 1 Supervisor Nacional (suboficial), que pertenece al pelotón de supervisores nacionales 
(30 hombres) de la compañía Técnica, es decir, que no pertenece a la unidad de desminado.
Es el responsable de las actividades de gestión de la Calidad Interna. Los líderes y co-
mandantes de equipo son los responsables de las actividades de Control de Calidad.
4.3. Observación del trabajo de desminado
Con esta composición, pueden trabajar 4 desminadores trabajando en TDM y otros 
cuatro en reserva descansando. Por tan motivo el equipo necesario técnico (detector) 
y de kit de desmalezamiento y excavación podría ser como mínimo de tan solo cuatro.
Actualmente, si el terreno lo permite, pueden trabajar los ocho desminadores a la vez, lo 
que implica contar con 8 detectores y 8 Kits de Desmalezamiento y Excavación.
Como pueden entrar los ocho Desminadores a trabajar se necesita un detector por 
desminador. Total ocho.
Cada desminador un detector, es como su fusil. Esto supone mayor necesidad de ma-
terial, mayor coste económico, y mayor necesidad de mantenimiento de los equipos.
Además, las distancias entre sendas 
de trabajo deben ser de un mínimo de 
25 m, en el caso de zonas minadas con 
minas convencionales, lo que supone 
para 8 sendas un frente de trabajo de 
208 m. añadiendo el metro de cada una 
de las 8 sendas (8 metros, en total). Difí-
cil de controlar para un único líder de la 
unidad, y más si el terreno es abrupto y 
con vegetación densa.
Si trabajase todo un pelotón, porque el 
terreno lo permite, por ser despejado, el 
material necesario se multiplicaría por tres 
y la distancia de frente de trabajo lo mis-
mo, lo que podría suponer un frente de 
casi 800 m. Difícil de controlar en un llano, 
y bastante más en una zona de selva.
Desminadores trabajando en una zona boscosa, 
en instrucción de desminado. 
Las distancias entre sendas de trabajo, 
en instrucción, son menores de 25 m, con objeto 
de facilitar el trabajo de los instructores
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Este sistema de trabajo de emplear a los ocho Desminadores o a tantos como se pueda, 
supone que el caso de emplear a todos, todos trabajarían a la vez y todos descansaría a 
la vez o casi a la vez.
Si trabajan de cuatro en cuatro, siempre habría personal trabajando y personal descan-
sando. Este sistema tiene importantes ventajas de ahorro de material y de facilitar el 
control del trabajo de los Desminadores por el Líder.
Respecto al equipo de protección al ser individual, las necesidades de material debe 
ser de ocho, solo para los Desminadores. Teniendo en cuenta al resto del personal, se-
rían necesarios 14 contando al supervisor nacional.
El equipo de protección debe ser le mismo para todos los que estén expuestos a los 
mismos peligros. Completo en los que más peligro experimentan, como son los Desmi-
nadores, su comandante, el enfermero y su líder, y menos en el supervisor.
4.3.1. Equipo de protección
El equipo de protección de cabeza se puede 
mejorar. El casco militar de protección para 
el combate no es conveniente para el des-
minador, pues está demostrado que al estar 
tan próximo al posible foco de una explo-
sión, la onda de choque de la explosión, que 
le viene de abajo a arriba, podría penetrar en 
el interior del casco sujeto a la cabeza por 
el barbuquejo, presionando la cavidad cere-
bral provocando daños por onda explosiva.
Es preferible cascos con aberturas o con un 
protector de cabeza ligero pero que no pue-
da encerrar la citada onda de presión de la 
explosión en el interior del casco, o tan solo 
la pantalla de protección de rostro y ojos.
Gafas balísticasProtección de cabeza, sin casco
Un complemento a la protección superior son las gafas balísticas. Los ojos son la parte 
más vulnerable de la cabeza y no hay que descartar por ello una protección suplementaria.
La protección auditiva, también debería considerarse como esencial.
Explosión típica de una mina 
o AEI tipo MAP enterrados









Tan importante es la protección del tronco, como la de pelvis y muslos. El pantalón de 
protección no debería ser opcional, al menos debería protegerse pelvis y piernas hasta 
debajo de las rodillas.
Estas partes, junto con la pantalla protectora de rostro deben formar un escudo de 
protección ante la onda explosiva que la canalicen o dirijan por fuera del cuerpo del 
desminador con la finalidad de no causar daños o los mínimos.
El calzado antiminas es una protección muy útil, y debería considerarse su obligatorie-
dad cuando se está trabajando en detección con el detector y seguidamente, cuando 
no se ha detectado nada, se debe avanzar sobre la senda para continuar con el trabajo 
de despeje de la senda.
Sería aconsejable estudiar la conveniencia de disponer de zapatos antiminas (inflables) 
como los de la fotografías de abajo, u otros calzados de protección, cuando se realizan 
las tareas de detección con Detectores de Metal (DM) o de Radar de Penetración Te-
rrestre (GPR).
Calzado de protección antiminas
Calzado de protección antiminas
También es muy útiles el calzado antiminas inflable, en caso de rescate de heridos por 
minas dentro de una zona minada o peligrosa.
Rescate de un herido en zona minada, utilizando el calzado antiminas inflable
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4.3.2. Propuesta de mejora del equipo de protección
Se recomienda incrementar el equipo de protección individual en:
 — Protección de rodillas
 — Usar cascos de protección de cabeza con aberturas
 — Hacer obligatorio el uso de las gafas balísticas
 — Hacer obligatorio el uso de la protección auditiva
 — Protección de pelvis y muslos
 — Calzado antiminas, obligatorio con el uso del detector, y para el rescate de heri-
dos en zona minada
 — Calzado inflable para detección con detector y para rescate de heridos
 — Protecciones ligeras de techo para protección del sol y de la lluvia
 — Escudo de protección, para explosivista y ayudantes
Equipo de destrucción de minas, protegidos tras un escudo de protección, 
utilizado por Desminadores Humanitarios del Ejército de Chile
4.3.3.  Equipo técnico: detector de metales. Detector tecnología dual 
(detección de metales y radar)
Durante el proceso de detección lo 
más conveniente sería usar, un de-
tector del tipo “Detector de metales 
DUAL sensor”, que es un detector 
de metales (DM) y un detector de 
Radar de Penetración terrestre 
(GPR), ya que permite detectar mi-
nas o AEI sin metal.
Por ejemplo, si se dispone de un 
detector VHR3, y en modo RA-
DAR (GPR), da una señal positiva, 
se puede confirmar con el detec-
tor de metal (DM) si además tiene 
contenido metálico. El proceso de 
detección GPR y DM puede ser in-
dependiente o simultáneo. Detector VHR3









Pueden utilizarse detectores de tecnología DUAL, como el Vallon VHR3, que emplea el 
RADAR (GPR) además de su detección de metales (DM), siendo un medio eficaz frente 
a las minas indetectables.
Pero tiene dos inconvenientes: Su precio y la dificultad de su instrucción.
Como el detector DUAL Vallon VHR3 tiene un coste de unos 100.000.000 pesos (30.303 
euros) frente a los 13.000.000 pesos (3940 euros) del detector de metales Vallon VMH3-
CS, es lógico y conveniente optimizar su dotación por pelotón (hasta 36 hombres) y su 
uso, disponiendo de los necesarios por unidad para garantizar un trabajo de detección 
segura.
Habría que especializar a personal en el manejo del detector VHR3, optimizando la for-
mación y reduciendo el tiempo de la instrucción.
Actualmente se dispone en EJN, de menos de 40 detectores de este tipo, por lo que no 
siempre se emplean a menos que se tenga información de la existencia de minas AEI-
MAP tipo Químicas Indetectables (AEI-MAP/QI).
La recomendación es disponer de ellos en todos los pelotones de Desminado Humani-
tario, y utilizarlos siempre, independientemente de la información de que se disponga 
sobre el tipo de minas del área peligrosa.
4.3.4. Propuesta de trabajos con los detectores
Con la finalidad de optimar los recursos disponibles, por seguridad, eficacia y economía 
de medios, se propone:
Disponer en todos los pelotones de desminado de un mínimo de detectores:
 — 12 detectores tipo Vallon VMH3-CS y tres de reserva
 — 3 detectores Vallon VHR3 y uno de reserva
Mínimo cuatro detectores Vallon VMH3-CS y uno de reserva por sección de 12 hombres 
trabajando en Desminado Humanitario (DH).
Actualmente hay 1 detector Vallon VMH3-CS, por desminador, es decir, 8 por sección 
de DH, y 24 por pelotón de DH.
Está propuesta se basa en que el sistema de trabajo por sección sea de 4 desminado-
res trabajando y 4 desminadores descansando.
El material de detección y de despaje y excavación podría ser compartido por dos hom-
bres, al igual que la senda de trabajo, aunque cada uno puede hacer su propia senda 
para el mejor control de los trabajos por el Líder.
El ahorro en detectores, por pelotón sería de 12 detectores WH3-CS con un costo de 
unos 47.000 euros (155.100.000 pesos). Y en medios de Desmalezamiento y Excava-
ción el ahorro sería de 12 equipos por pelotón.
4.3.5. Seguridad
La seguridad no se vería afectada porque los hombres que trabajan en el desminado 
tienen todos, su equipo de detector y de desmalezamiento-excavación, solo que este 
se comparte con el compañero.
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La seguridad aumentaría al disponer en los pelotones y secciones de desminado de 
detectores “MINEHUOND VHR3 detector de metales DUAL sensor” con capacidad de 
radar terrestre (GPR), para detectar cambios de densidad en el terreno (objetos no me-
tálicos) y con capacidad de detección metálica (DM), para detectar objetos metálicos.
Y mayor seguridad si se emplea calzado antiminas por el personal que detecta y desmina.
4.3.6. Técnica de sondeo manual
Si no disponemos de tecnología RADAR (GPR) y solo tenemos un detector de metales 
tipo VMH3-CS, o MINELAB F-3 u otros similares, frente a la amenaza de minas o AEI 
indetectables, es imprescindible por razones de seguridad, emplear dos técnicas razo-
nablemente asimilables, por su fácil disponibilidad en el Ejército Nacional, para localizar 
esos artefactos:
 — La Técnica de Sondeo.
 — El Equipo Canino.
Es importante volver a considerar la utilidad de la técnica de sondeo para verificar la lo-
calización del objeto enterrado, y una vez localizado proceder a su excavación, a partir 
de una palma aproximadamente (20 cm) en dirección a la vara base o desminador.
Zapadores españoles, deminando en Zonas de Operaciones, utilizando la Técnica de Sondeo Manual
4.4. Composición del material de la unidad de desminado
 — Equipo Técnico: Detector de metales
 — Kit de Desmalezamiento y Excavación
 • 1 Tijeras de podar (tenazas)
 • 1 Espátula
 • 1 Brocha
 • 1 Pala jardinero (pequeña)
 • 1 Vara busca alambres
 • 1 Vara de 50 cm para medir distancias.
 • 1 Equipo pera y cuerda (opcional) Material









 • 1 Sierra manual
 • 1 Balde de goma
 • 1 Estopa (saco)
 • 1 Cono marcación
 • 1 Aerosol
 • 1 Maceta
 • 15 Estacas 50 cm longitud (10 rojas, 2 verdes, 2 amarillas y 1 azul)
 — Equipo de protección
 • Casco (opcional)
 • Visor
 • Chaleco anti fragmentación
 • Rodilleras (opcional)
 • Pantalón anti fragmentación (opcional)
 — Equipos de comunicaciones. Uno para comunicaciones internas de la unidad de 
desminado y otro para comunicar con la unidad superior.
 — Equipo de primeros auxilios (Atención primaria y para permitir el traslado seguro 
de un herido al próximo nivel de atención).
 — Logística: Seguridad, Abastecimiento y suministro de material/necesidades, Medios 
de evacuación en caso de accidente, medicamentos, material de campamento.
4.5. Observación sobre material
Con esta composición, no se dispone de sonda de sondeo manual, y es debido a que 
en el P.O. no se emplea la TÉCNICA DE SONDEO MANUAL. Se considera un grave error.
4.5.1. Material de desmalezamiento y excavación
Al disponer como materiales de excavación de una espátula y de una la pala manual 
(pala de jardinero), el desminador para excavar necesita hacer un trabajo más duro y 
dificultoso, lo que acaba afectando a la seguridad.
El aerosol hay que usarlo con precaución para no inhalar cantidades significativas, en 
especial en climas calurosos donde la niebla de la pintura se dispersa en el aire con 
mayor rapidez y se pueden inhalar con facilidad.
La excavación se debe hacer de un modo similar al que realiza un arqueólogo que bus-
ca objetos antiguos enterrados, de forma cuidadosa y meticulosamente, pero eso no 
implica tener que hacer un trabajo excesivamente dificultoso, duro, lento y con herra-
mientas poco apropiadas para excavar.
Sería aconsejable estudiar la conveniencia de otros materiales, como:
 — Una piqueta pequeña o un zapapico
 — Una pala de una mano
 — Una azada de mano
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 — Diferentes tamaños de rastrillos manuales
 — Rasquetas de arqueología (tamaño adecuado)
 — Palanquetas pequeñas
 — Tijeras de poda de dos manos
 — Cuerda y poleas para remoción de objetos diversos a distancia
 — Compresor portátil de aire para remover hojarasca o tierra, a distancia…
4.5.2. Propuesta modificación del P.O. para despeje de una senda
Es conveniente analizar los procedimientos operacionales (P.O.) actuales y decidir el 
método más seguro para despejar una senda. Actualmente como ya se ha comentado 
el procedimiento es:
 — Inspección visual
 — Registro de pera y cuerda
 — Vara busca alambres
 — Desmalezamiento
 — Detección
Y si hay señal positiva:
 — Excavación
 — Destrucción del artefacto: AEI, MAP, MUSE…
Se propone estudiar la conveniencia de la modificación de los P.O actuales, para hacer 
frente con seguridad a todo tipo de minas o AEI indetectables, y prevenir accidentes 
con graves consecuencias. La propuesta a estudiar es la de considerar la utilidad del 
siguiente proceso:
 — Inspección visual y táctil
 — Vara busca alambres (Lápiz láser)
 — Registro de pera y cuerda (gancho y cuerda)
 — Remoción de objetos a distancia de seguridad (poleas, mosquetones, cuerdas)
 — Detección (antes de desmalezar)
 — Desmalezamiento (si es necesario)
 — Detección (después de desmalezar)
 — Sondeo (Técnica de sondeo manual) o empleo de Equipos Caninos para detec-
tar explosivos.
Y si hay señal positiva:
 — Sondeo/detección si el canino detectó
 — Excavación y localización de la señal positiva
 — Identificación de la señal positiva
 — Remoción para identificación del objeto o Destrucción del artefacto en el lugar: 
AEI, MAP, MUSE…









Es importante observar que los cables de tropiezo (Cables de tracción o de tensión), 
no solo se colocan paralelos al terreno. Hay cables de tracción-tensión, que se ponen 
de forma vertical, o disimulados con la vegetación siguiendo la longitud de ramas, o 
sueltos en el terreno, de modo que la vara busca alambres en su movimiento de abajo 
arriba, vertical, no encuentra nunca estos cables. Si fueran cables metálicos, el uso del 
detector sobre la vegetación con el cuidado y precaución lógicos, podría detectarlos, 
por eso se recomienda contemplar en el P.O., detectar antes desmalezar.
4.5.3. Tiempo de trabajo del desminador
Frecuentemente, el tiempo que un desminador está trabajando en la senda a desminar, 
se aproxima o rebasa la hora; lo cual no es recomendable, porque cada hombre tiene 
una curva de rendimiento distinta que un buen líder debe de conocer en sus hombres, 
y si se rebasa el tiempo de trabajo eficaz y seguro, se entra en el tiempo de trabajo 
peligroso, consecuencia del cansancio y de la fatiga, y la actividad de desminado se 
convierte en una actividad de riesgo de accidente real.
Lo ideal es relevar y dejar descansar al desminador en lo que se conoce como tiempo de 
transición que es el espacio de tiempo entre el buen rendimiento y el bajo rendimiento.
Durante el tiempo de trabajo, si el sol es intenso o la lluvia se hace presente, debería 
poder colocarse un techo portátil ligero sobre el desminador que le de sombra o le pro-
teja de la lluvia.
El trabajo se realiza por lo general en la posición de rodillas, lo que produce dolor y 
fatiga en las mismas. Debería considerarse proveer de rodilleras almohadilladas al des-
minador o de un pantalón de protección que las tuviese, e incluso de un apoyo para el 
















































Tiempo de trabajo no recomendable
Tiempo de trabajo eficaz
Tiempo de transición. Descanso y relevo






Gráfica del rendimiento del Desminador
Cada desminador tiene una curva de 
rendimiento característica.
El Líder debe conocer a sus hombres 
y saber cuando hay que realizar el 
relevo para que descanse, para evitar 
el bajo rendimiento por cansancio y 
entrar en el tiempo de trabajo 
peligroso por fatiga.

























































































Es la más segura, cuando las condiciones del terreno lo permiten, por ser más o me-
nos llano y más o menos despejado; y cuando la máquina es manejada a distancia por 
un operador o dispone del blindaje adecuado para soportar ciertas explosiones (minas 
contra carro de menos de 10 kg de explosivo) con seguridad para el operador de cabina.
Este medio está limitado, muchas veces, por las condiciones del terreno. Y conviene 
aclarar que su finalidad no es detectar, sino destruir las minas o AEI por explosión, pero 
a veces la destrucción se produce por la rotura o desbaratamiento de la mina o AEI.
Es un medio que tiene como limitaciones:
 — El terreno no siempre permite su empleo.
 — Altos costes de traslado, funcionamiento y de mantenimiento.
 — Puede dispersar los restos metálicos o explosivos de las minas que no explosio-
nen y que sean desbaratadas o rotas, con lo que complica la detección canina 
posterior (restos explosivos dispersos) o los procesos de “control de calidad” 
una vez finalizados los trabajos de desminado, por la posible dispersión de res-
tos metálicos.
 — Puede dispersar elementos explosivos activos, como detonadores, multiplica-
dores, trenes de fuego completos o incompletos, tóxicos químicos, biológicos o 
radiactivos añadidos a los AEI.
Demostración de trabajo mecánico de desminado, en Tolemaida
5. RESUMEN DE PROPUESTAS
5.1.- Volver a implantar en el Procedimiento Operacional (P.O.) la TECNICA DE SONDEO 
MANUAL. Instruir al personal en esta técnica de desminado.
5.2.- Disponer de Detectores con tecnología de RADAR Terrestre (GPR) además de 
tecnología de detección de metales, en todos los pelotones de desminado. Al menos 3 
detectores tipo VHR-3 y 1 de reserva por pelotón.
5.3.- Modificar los P.O. para que economizar medios, con la misma eficacia y seguridad 
en los trabajos de desminado, e incluso consiguiendo mejores resultados, de forma que 
por cada Sección de Desminado trabajen a la vez solo 4 desminadores mientras otros 
cuatro descansan y esperan el relevo de los primeros. De esta forma los detectores de 









metales tipo Vallon VMH3-CS o similares, necesarios serían de solo 4 por Sección más 
uno de reserva. Un ahorro del 50%. Y lo mismo pasaría con los medios de Desmale-
zamiento y Excavación, ya que se compartirían por cada dos Desminadores. En este 
material el ahorro sería del 50% también por Sección de Desminado.
5.4.- Disponer de Equipos Caninos especializados en detección de explosivos en traba-
jos de Desminado Humanitario, en todos los Pelotones de Desminado.
5.5.- Utilizar cascos de protección de cabeza, con orificios abiertos para evitar traumas 
por compresión de la cabeza y el cráneo, producidos por la entrada de la onda explosi-
va de presión en el interior del casco, en los trabajos de desminado.
5.6.- Utilizar de forma obligatoria gafas balísticas además del protector de rostro. Estu-
diar la conveniencia de protectores auditivos, y de pelvis y muslos completos.
5.7.- Utilizar calzado antiminas en los trabajos de detección y de desminado.
5.8.- Disponer de calzado antiminas inflables, para cuando se trabaja en la técnica de 
detección con detectores y en caso de rescate de heridos por minas dentro de una 
zona minada o peligrosa.
5.9.- Considerar el estudio de la propuesta de modificación de los P.O para despeje de 
una senda (Punto 4.5.2.) y la conveniencia de otros materiales para Desmalezamiento 
y excavación (Punto 4.5.1).
5.10.- Instruir a los Líderes de Desminado, en el conocimiento de los tiempos de que 
aseguran una buena gestión del rendimiento de los desminadores para que trabajen 
con eficacia y seguridad:
 — TE Tiempo de Trabajo Eficaz (Buen rendimiento)
 — TT Tiempo de Transición (Tiempo de relevo para descansar)
 — TNR Tiempo de Trabajo No recomendable (Bajo rendimiento)
 — TP Tiempo de trabajo peligroso (Rendimiento peligroso)
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MÉTODO USDA Y APLICACIONES
Francisco Javier San Martín Sánchez
Capitán de Ingenieros
RESEÑA BIOGRÁFICA DEL AUTOR
El capitán San Martín ingresa en la AGM en el 2002, obteniendo su diploma 
de teniente de Ingenieros en el 2008 siendo destinado al REI 11 en el MING. 
Asciende a capitán en el 2013 y se queda destinado en la misma Unidad 
hasta 2017 cuando es destinado a la ACING.
Durante estos años sus mandos más característicos han sido los de mando 
de Sección de Construcción, Mando de las Cía. PLMS y 2ª de Castrameta-
ción, Jefe de Plana y OFITEC del BCAS II/11.
Es Diplomado en Vías y Castrametación, en Prevención de Riesgos Labo-
rales y en la actualidad está cursando el curso internacional de hidrología 
subterránea.
Su participación en misiones internacionales:
• Misión Afganistán, ejecución de la Base Ruiz Pérez de Clavijo (BING I),
• Misión de apoyo a Irak, ejecución de la Base Gran Capitán (BING I),
• Misión de apoyo a Senegal (formación de oficiales senegaleses en 
castrametación).
1. INTRODUCCIÓN
Uno de los principales retos a los que se deben enfrentar los cuadros de mandos de In-
genieros es el amplio espectro de los conocimientos que deben dominar. Teniendo pre-
sente que estos conocimientos deben mostrarse como un asesoramiento útil al mando 
y permitir el hacer frente a las más diversas circunstancias que nos encontramos en 
nuestro día a día.
Como arma técnica y especializada nuestro trabajo y asesoramiento se ve condicio-
nado en partes iguales por el conocimiento, la experiencia y los equipos técnicos. En 
algunas circunstancias el uso de estos equipos técnicos conlleva altos costes de ad-
quisición, mantenimiento, uso e incluso de despliegue de los mismos. Por lo que se ha 
considerado necesario desarrollar métodos que abaraten estos costes. Todo esto en 
aras no solo de aumentar el número ensayos realizados en las fases de reconocimiento 
y ejecución de los trabajos, sino el hacerlos también más accesibles a Unidades del 
arma que no posean los materiales reglamentarios necesarios para dichos ensayos.
El siguiente método pretende ser la transición de las lecciones identificadas que como 
jefe de obra, director de proyectos y proyectistas en Territorio Nacional y Jefe de Uni-
dad de trabajadores civiles, de Sc y Cía. de Ingenieros en Afganistán e Irak fueron iden-
tificadas por las Unidades donde estuve encuadrado y convertirlas en aprendidas para 
todos los integrantes del arma.
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El siguiente método se apoya en múltiples investigaciones de diversos ejércitos y uni-
versidades, siendo la base de todo el método de clasificación de suelos utilizado por el 
departamento de agricultura de Estados Unidos del cual se extraerá una valiosa infor-
mación para los distintos trabajos elaborados por los componentes del arma.
2. MÉTODO USDA Y EL ANÁLISIS DE SUELOS
Uno de los primeros retos que nos vamos a encontrar cuando despleguemos en Ope-
raciones para ejecutar un trabajo o reconocimiento de una zona concreta es saber cla-
sificar el tipo de suelo con el que nos vamos a encontrar.
Dentro del ejército se ha trabajado con la clasificación de suelos de SUCS, la cual ofre-
ce una gran cantidad de información para los trabajos militares más comunes, como 
pueden ser la capacidad de drenaje, CBR, densidades, ángulos de taludes, permeabi-
lidad y muchos más. La servidumbre que conllevaba su aplicación hasta la fecha de hoy 
era la necesidad de disponer de un laboratorio de campaña (el cual ya está disponible 
en distintos Batallones de Especialidades) y unos dos días para obtener los resultados 
de los diferentes ensayos realizados a una muestra.
También hay que valorar que el volumen del laboratorio de campaña ha solido evitar 
que su despliegue fuera viable en las diferentes operaciones en el exterior entre otros 
factores. Por todo se ha buscado un 
método que permitiera una clasifica-
ción rápida y extrapolable a SUCS. 
Siendo este el método utilizado no 
solo por el departamento de agricul-
tura de Estados Unidos, sino por la 
FAO y las diferentes facultades de 
agrónomos y forestales de España, el 
método USDA.
Este sistema de análisis de suelo 
busca diferenciar las muestras en 
tres grandes grupos que son las are-
nas, los limos y las arcillas. Una vez 
que se han obtenido estos valores 
se entra en la tabla que se muestra 
a continuación obteniendo un tipo de 
suelo de once disponibles.
Pero para poder entrar en las tablas 
de este sistema de clasificación de 
suelos era necesario encontrar un 
método que me permitiera obtener 
las fracciones de arena, limo y arcilla 
de manera sencilla. El sistema elegi-
do es el de sedimentación en bote 
o del vidrio, uno de los métodos de 
campo expuesto por la Organización 
de las Naciones Unidas para la Ali-
mentación y la Agricultura (FAO).
Separación de gravas y finos con arena
Comprobación expedita del graduado de la Grava









2.1. Método de sedimentación en bote o del vidrio
Este ensayo se fundamenta en la sedimentación diferenciada de los constituyentes de 
la tierra y consiste en:
 — Colocar una porción de tierra seca y desmenuzada, en un bote liso y transparen-
te de forma cilíndrica, hasta cerca de 1/3 de su altura.
 — Verter agua hasta alcanzar los 2/3 de la altura del bote. Se puede aportar un 
poco de sal para ayudar a la disociación de la arcilla.
 — Cerrar el bote y agitar enérgicamente para que se mezcle adecuadamente.
 — Dejar en reposo una hora y tras esta volver a agitarlo enérgicamente.
 — Dejar el bote sobre una superficie horizontal al menos una hora.
Cada uno de los componentes de la tierra decanta en tiempos diferentes, formando dis-
tintas capas que se pueden visualizar. La grava y la arena decantan primero, después va 
el limo y por último la arcilla. Si existiera materia orgánica, esta flotaría en la superficie 
del agua.
Cuando el agua este limpia, ya se podrán realizar las medidas de las diferentes capas.
Si bien se muestra a continuación una estimación de los tiempos de decantación de las 
diferentes fracciones, no hay que olvidar que no se puede realizar la medición directa en 
función del tiempo debido al asentamiento de las muestras. Pues en ensayos realizados 
como jefe de la OFITEC del BCAS se han observado asentamientos de hasta el cua-
renta por ciento. Si bien estos datos de referencia pueden ser útiles en algunos casos.
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Por lo que nos deberemos basar en la 
diferencias de texturas entre arenas, 
limos y arcillas. Siendo la parte más 
difícil de apreciar la frontera entre limos 
y arcillas. Para facilitar la diferenciación 
hay que ser consciente que la fracción 
de arcilla aun estando decantada tende-
rá a estar en un estado de suspensión 
sobre los limos. Esto quiere decir que si 
uno da ligeros golpes con el dedo en el 
lateral del bote observará como la par-
te superior de las arcillas empezarán a 
hacer olas, perdiendo su apariencia de 
sólida. Otro truco para observar el lími-
te entre limos y arcillas es inclinar lige-
ramente el bote hasta que se producen 
unas fisuras en la zona de los limos.
De la introducción de los parámetros obtenidos mediante el ensayo de sedimentación 
obtendremos unos de los once tipos de suelos indicados en la imagen superior. Esto 
nos plantea el cómo relacionar la clasificación de suelos del USDA y de SUCS.
El departamento de agricultura de Estados Unidos también ha desarrollado un sistema 
netamente expedito, que se muestra a continuación, para las ocasiones en las que no 
se pueda ni disponer de un bote adecuado para realizar el ensayo, si bien se es cons-
ciente que debido a la subjetividad y experiencia del usuario harán que la precisión se 
vea afectada.









2.2. Correlación entre SUCS y el método USDA
Dada la sencillez del USDA y la cantidad de datos relacionados con la obra civil que 
proporciona SUCS el mundo académico había realizado numerosas investigaciones con 
el fin de buscar una correlación entre ambos sistemas. Llegando finalmente de la mano 
del Cuerpo de Ingenieros de Estados Unidos, el cual tras varios años de investigación 














Se quiere significar que el método de sedimentación o de vidrio nos presenta una serie 
de limitaciones cuando nos encontramos con gravas, es decir elementos que cuyo diá-
metro sea superior a 4,76 mm (tamiz N.º 4), para hacernos una idea rápida es el equi-
valente al diámetro de un bolígrafo Bic. Llegados a este caso utilizaremos el método de 
caracterización de partículas.
Se buscara una superficie plana sobre la que se posicionara la muestra, acto seguido 
se procederá a coger todo aquel elemento mayor que el canuto de un bolígrafo Bic y 
se pondrá al lado formando otro montón. Una vez finalizado el proceso, si el montón de 
gruesos es más grande que el de finos sabremos que nuestra muestra de suelo corres-
ponde a un tipo de grava. Una vez alcanzada esta conclusión analizaremos la fracción 
menor a medio centímetro y en base a los resultados obtenidos buscaremos el tipo de 
grava según la clasificación de SUCS que mejor se adapte. Por contra, si el montón 
más grande es el de menos de medio centímetro se procede a analizar en su totalidad 
mediante el ensayo de sedimentación.
A modo de recordatorio se enumeran los diferentes tipos de gravas existentes:
 — GW.- Gravas bien graduadas, mezclas de grava y arena con poco o ningún fino.
 — GP.- Gravas pobremente graduadas, mezcladas con arenas con poco o ningún 
fino.
 — GM.- Gravas limosas, mezclas de grava, arena y limo.
 — GC.- Gravas arcillosas, mezclas de grava, arena y arcilla.
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3. APLICACIONES DEL MÉTODO USDA
A continuación se muestran tres áreas de aplicación directa para los resultados del 
método de suelos USDA, si bien se es consciente que el abanico de posibilidades es 
mucho más amplio y permitirá nuevos desarrollos a corto plazo.
3.1. Reconocimiento previo al despliegue y SERECO
Una de las ventajas principales que ofrece el uso de un método que combina las bonda-
des de la investigación y bases de datos para suelos agrícolas y los datos de obra civil 
de SUCS. Se quiere recalcar la parte de base de datos agrícolas, pues desde nume-
rosos organismo nacionales e internacionales ha existido un esfuerzo por caracterizar 
todas las regiones de la tierra desde un punto de vista agrícola para poder favorecer el 
desarrollo de estas regiones.
Como ejemplo de estas bases de datos he escogido una base de datos de la FAO, 
“harmonized world soil database”1. El visor GIS que ofrece la aplicación permite ver 
la tipología agrícola de los suelos, lo cual bien podría ser motivo de otro artículo. Así 
como unos análisis de suelo de diversas zonas del planeta como se muestra a conti-
nuación.
Visor GIS de bases de datos agrícolas de la FAO
Como se puede ver en la imagen superior cada color corresponde a un tipo de suelo. 
Este visor permite obtener las coordenadas de cada punto, hacer zoom y obtener infor-
mación más detallada.
Como se puede observar en la imagen de oriente medio, al ir aplicando el zoom va 
aumentando el detalle de las zonas. Pudiéndose elegir que se nos facilite información 
sobre un punto concreto como se muestra en la imagen inferior.
1  Se puede descargar el visor GIS y datos en la siguiente dirección. http://www.fao.org/soils-portal/soil-survey/
soil-maps-and-databases/harmonized-world-soil-database-v12/en/









Zoom sobre la región de oriente medio
Cuadro con los resultados de los diferentes análisis en la zona seleccionada
Dentro de los múltiples datos que se aportan nos fijaremos en primera instancia en que 
nos aporta la descripción de los suelos en la zona seleccionada desde la superficie a 
treinta centímetros de profundidad y de los treinta centímetros al metro de profundidad. 
Además nos da para cada una de las fracciones el contenido porcentual en arena, limo 
y arcilla. Siendo estos los valores que necesitamos para poder trabajar.
Se quiere significar que esta, como otras bases de datos son proyectos todavía abiertos 
y por lo tanto que irán mejorando con el tiempo. Aun así nos permite una aproximación 
a las zonas de despliegue que no era factible hasta el día de hoy. Si bien no descarta 
posteriores análisis una vez en zona.
Una vez se disponga de la información ya sea de la base de datos o de los ensayos 
propios se pueden realizar estudios sobre la transitabilidad. Esta información es básica 
para poder realizar la integración terreno enemigo y saber porque zonas pueden pasar 
nuestros medios ruedas o cadenas y en qué número. A continuación se mostrará la 
forma de hacerlo de manera aproximada en base con los datos ya obtenidos.
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Lo primero que debemos clasificar es el tipo de vehículos más desfavorables que van a 
pasar por una zona a estudio, esto se realizará mediante la siguiente tabla2:
2  Obtenida del libro de texto básico de la asignatura de Ingeniería y Morfología del Terreno.









De esta manera obtendremos el un valor ICV1 y un ICV50, (índice de del vehículo) para 
una pasada del vehículo del tipo seleccionado o de 50. Ahora debemos conseguir el 
valor de ICR (Índice de Cono Relativo) según el tipo de terreno, el cual nos viene por la 
siguiente tabla y comparar.
De esta manera y mediante los ensayos realizados tendremos un valor ICV en función 
de las pasadas y del tipo de vehículos más desfavorable elegido y un tipo ICR medio en 
función del terreno, pendiente y nivel de humedad del terreno.
Así que para asegurar que mi vehículo o convoy es capaz de pasar por una zona concre-
ta tendré que comprobar que el ICV correspondiente sea menor que el ICR del terreno.
3.2. Dimensionamiento de pistas y explanadas
Otra de los trabajos más comunes que tiene que afrontar una unidad de ingenieros es la 
de hacer explanaciones o reparaciones de caminos. A continuación se va a exponer un 
sistema que basándose en los datos obtenidos en los ensayos nos permite un rápido 
dimensionamiento del paquete de firme necesario.
El método de diseño es el incluido en el “Technical manual Design of aggregate surfaced 
roads and airfields” TM 5-882-12. El cual nos pide como dato característico del terreo 
el CBR.
Una vez se han realizado los ensayos y se ha obtenido una clasificación en el método de 
SUCS procederemos a identificar la horquilla de CBR en la que se mueve dicho terreno.
Como se puede observar en los suelos con peores prestaciones la horquilla de valores 
no ofrece un valor mínimo. Para poder definir un mínimo aproximado en estos casos se 
propone la siguiente solución:




2. En base a la tabla de equivalencia entre Índice de Cono y CBR que se muestra 
a continuación tomar el valor correspondiente de CBR.
VALOR DE ÍNDICE 
DE CONO
CBR
VALOR DE ÍNDICE 
DE CONO
CBR
VALOR DE ÍNDICE 
DE CONO
CBR
23 0,5 143 5,5 216 10,5
40 1 151 6 224 11
57 1,5 160 6,5 230 11,5
73 2 168 7 240 12
85 2,5 175 7,5 250 12,5
96 3 181 8 260 13
107 3,5 187 8,5 270 13,5
115 4 194 9 280 14
125 4,5 203 9,5 293 14,5
134 5 210 10 300 15
3. Una vez tengo el valor de CBR, debo definir qué volumen de tráfico va pasar por 
mi explanada o camino:
4. Acto seguido defino una categoría según los siguientes criterios:
 — Ruedas:
 • Categoría I: El tráfico mayoritario es de coches, pick ups (ligeros) y menos 
de un uno por ciento del tráfico corresponde a camiones de dos.
 • Categoría II: Tráfico compuesto por vehículos ligeros y hasta un diez por 
ciento de camiones de dos ejes y ninguno de más de dos.
 • Categoría III: Como máximo puede haber un quince por ciento de camiones 
de dos ejes y como mucho un uno por ciento de camiones con más ejes.
 • Categoría IV: Permite un tráfico máximo de camiones del veinticinco por 
ciento, del cual solo un diez por ciento puede ser de tres o más ejes.
 • Categoría IV A: El tráfico tiene más de un veinticinco por ciento de camiones 
en general o más de un diez por ciento de camiones de más de tres ejes.














5. Una vez conozco el volumen de tráfico y la categoría, entro en las siguientes 
tablas y obtengo el índice de diseño, Design Index.
6. Con este valor se entra 
en el siguiente ábaco 
que nos el espesor en 





7. Como último comentario a este método de diseño de pistas y aeródromos se 
quiere significar que el periodo de diseño estimado (Design Life) es de 25 años, 
si por cuestiones de falta de recursos, premura de tiempo o que no haya interés 
en hacer una obra tan duradera se puede reducir a cinco años disminuyendo en 
una la categoría a la hora de elegir el índice de diseño.
En caso de que queramos evaluar la idoneidad del uso de geotextiles y el diseño de fir-
mes con estos se puede usar el TM 5-818-8, en caso de tener que realizar aeródromos 
se puede usar el TM 5-882-12 el cual cuenta con ábacos específicos para ello.
3.3. Fortificación
Como todos hemos estudiado en las diferentes asignaturas de fortificación se subraya 
la relación directa entre el tipo de terreno, la penetración y radio de destrucción. Por 
ese motivo como profesor de la asignatura de fortificación de los alumnos de quinto de 
Ingenieros inicie una revisión de las formulaciones reglamentarias al respecto y realizan-
do un calculador de efectos de armas vinculado a un catálogo de municiones mundial 
obteniendo las siguientes conclusiones:
 — Se necesita saber qué tipo de suelo se dispone para hacer las cubiertas.
 — Las formulaciones solo incluyen el TNT como explosivo, por lo que ha habido 
que actualizarlas.
 — Las formulaciones fueron extraídas de las experiencias de la primera guerra 
mundial por el Capitán de Artillería Antonio Parodí.
En las siguientes imágenes se muestran las necesidades de espesor de una amena 
concreta con suelos distintos.
Del caso que se muestra en la imagen se quiere señalar no solo los tres metros en total 
necesarios por ser arcilla, lo cual solo implicaría mayor movimiento de tierra, excava-
ción etc. Sino la carga total por m2 que en este caso es de 6,02 t.









En este otro caso nos encontramos con la misma munición y distinto material, concre-
tamente arena. Como podemos ver el espesor total se reduce casi a la mitad, un metro 
y medio. En el caso de la carga vemos se reduce en un treinta y dos por ciento.
Las consecuencias de la modificación nos deben preocupar sobre manera porque si 
no somos capaces de saber que suelo tenemos para el trabajo no seremos capaces 
de dimensionar la protección necesaria, sino sabemo∫s la naturaleza del material con 
el que vamos a trabajar no podremos saber las cargas que genera y si no sabemos las 
cargas que genera no podremos dimensionar la estructura portante necesaria o si la 
que tenemos (Abri Shelter) es suficiente.
En este contexto el método de análisis descrito en el presente artículo se considera una 
herramienta fundamental para evitar bajas propias en ejercicios en TN o en operaciones 
por falta de información.
3.4. Cimentaciones
Otra de las aplicaciones directas de la identificación del suelo es la de conocer de ma-
nera aproximada la tensión admisible que permite el terreno. En este sentido se muestra 
la siguiente tabla:
Como todos sabemos esta información es vital para todo tipo de cimentaciones, ya 
sean zapatas para poder calcular la superficie mínima de la misma. También quiero 
señalar que hay casos en los que usamos Hesco Bastions o similares como elementos 
portantes y en muchas de estas ocasiones observamos que estas estructuras suelen 
colapsar.





El método de clasificación de suelos del USDA combinado con la investigación del 
Cuerpo de Ingenieros Militares de Estados Unidos y los métodos de campaña promo-
vidos por la FAO han permitido articular un sistema que en el caso de no disponer de 
las herramientas adecuadas, siempre permitirá a los Ingenieros basar sus decisiones en 
algo más que su experiencia.
Se considera relevante resaltar que las aplicaciones de este sistema son múltiples y 
con el tiempo se irán enlazando con nuevos ámbitos de aplicación. Uno de ellos en los 
que ya me encuentro trabajando es el de realizar tablas simplificadas que permitan el 
cálculo de drenajes en base a la tipología del suelo, la plataforma libre de agua, sec-
ción de los drenes, profundidad y distancia. El resto siguen esperando a que CUMA,s 
del arma se animen a dar el paso e intentar dar solución a esos problemas que se han 
encontrado en su día a día.





PLATAFORMAS DE ENRUTAMIENTO ALTERNATIVAS
Agustín Martín Arranz
C.A.C. Transmisiones
Las empresas civiles utilizan habitualmente la infraestructura de empresas de teleco-
municaciones para el envío y recepción de paquetes de datos a través de internet, lo 
cual es necesario para el uso de servicios tales como correo electrónico, navegación 
web, videoconferencia, etcétera. Este proceso de transmisión de datos es totalmente 
transparente para dichas empresas, siendo las operadoras las encargadas de proveer-
las de un servicio de conexión a la red rápido, seguro y fiable. Estas empresas son 
las que gestionan los dispositivos intermedios, denominados routers, que permiten la 
interconexión entre dispositivos terminales siguiendo habitualmente el modelo Open 
System Interconnection (OSI) correspondiente al estándar ISO/IEC 7498-1.
La evolución de los Sistemas de Información y Comunicaciones (CIS) en las últimas 
décadas utilizados por el Ejército de Tierra (ET) español ha tenido como principal efecto 
la aparición de estas mismas necesidades en cuanto al uso de servicios que requieren 
transferencia de paquetes de datos. No obstante, los distintos CIS con los que trabaja 
el ET no pueden realizar transmisiones de datos a través de operadoras civiles debido a 
la naturaleza confidencial de la información transmitida y a la nula disponibilidad de una 
infraestructura de comunicación civil en una Zona de Operaciones (ZO). Es por esto que 
el ET gestiona sus propios nodos de enrutamiento, siendo los dispositivos de la empre-
sa Cisco Systems los más utilizados en sus CIS. Estos routers tienen las posibilidades 
de explotación y configuración superiores a las de cualquier dispositivo de cualquier 
otro fabricante. No obstante, su coste es muy elevado y su operación requiere de una 
formación certificada por la propia empresa Cisco, lo que también conlleva un coste.
Con unos presupuestos de defensa cada vez más ajustados, se hace necesaria la bús-
queda de posibles alternativas a estos dispositivos para un posible reemplazo de éstos 
en sistemas que no sean críticos. El paquete de software de enrutamiento Quagga y la 
distribución basada en Linux “Vyos” pueden dar solución a esta necesidad ya que am-
bos son gratuitos y basados en código libre. Estos sistemas puede ser instalados tanto 
en PC,s convencionales o máquinas virtuales en el caso de Vyos, como en routers do-
mésticos en el caso de Quagga, teniendo ambos productos un coste muy inferior a los 
de la casa Cisco [4]. Además, los entornos de configuración de Quagga y Vyos son muy 
similares a la interfaz de línea de comandos (CLI) que usa el sistema operativo IOS de 
Cisco, con lo que no sería necesaria una formación adicional del personal, salvo unas 
mínimas nociones en cuanto a las limitaciones que tienen estos software.
Logotipos de los sistemas comparados












Para considerar estos sistemas como una alternativa viable deberían cumplir unas exi-
gencias mínimas de capacidad y rendimiento para dar servicio a un puesto de mando 
de campaña de entidad brigada o superior. Por lo tanto, atendiendo a estas necesida-
des, se deberá comprobar que se cumplen los siguientes requisitos mínimos:
 — Capacidad mínima de transmisión: 6 Mb/s
 — Interfaces de conexión: Ethernet
 — N.º mínimo de interfaces: 4
 — Compatibilidad con estándar TCP/IP
 — Protocolos de acceso remoto: SSH, Telnet
 — Protocolos de administración: SNMP
 — Gestión de calidad de servicio: QoS
 — Protocolos de enrutamiento: RIP v2, OS
 — Traducción de direcciones mediante NAT
 — Protocolo de establecimiento de túneles GRE
En vista a futuras aplicaciones sería también conveniente que soportaran gestión de 
rutas mediante route-maps y gestión de rutas por defecto mediante protocolo FHRP 
cuando se implementen varias puertas de enlace (gateways) sobre el mismo router, lo 
que se conoce como protocolo de redundancia.
Cabe destacar que las especificaciones de velocidad de transmisión vienen dadas por 
las capacidades del sistema de comunicación más limitado. Para la interconexión entre 
Centros de Transmisiones de Puestos de Mando (CTPC.s) este sistema es el satélite, 
cuya estación tiene una capacidad máxima de transmisión de 6 Mb/s. Para la conexión 
por radioenlaces, mediante la estación de radio VHF “Rioja”, la capacidad máxima de 
transmisión es de 1Mb/s. En la práctica, los routers ya cuentan con una velocidad por 
interfaz de 100Mb/s, lo que supera con creces los requisitos exigidos.
Ejemplo de interconexión entre dos CTPC,s de entidad Brigada
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Determinando la idoneidad de Quagga y Vyos y contrastando sus capacidades con las 
de un equipo Cisco, su uso podría generalizarse en los CIS del ET, como complemento 
a los actualmente en funcionamiento o incluso reemplazándolos. Esto supondría un 
ahorro sustancial en la adquisición de nuevos dispositivos y no sería necesaria una 
formación complementaria para el personal encargado de dministrar los routers por su 
similitud con los routers Cisco actuales.
DESCRIPCIÓN Y ANÁLISIS DE LOS SISTEMAS A COMPARAR
Antes de empezar a describir los sistemas que se utilizarán en la comparativa, conviene 
tener unas nociones básicas acerca de las funciones que tiene un router en general.
Un router es un dispositivo intermedio que conecta redes de datos, trabajando en la 
capa de Red del modelo OSI.
Su hardware básico lo conforman los siguientes elementos:
 — Fuente de alimentación
 — Interfaces
 — Procesador
 — Puertos de administración
 — Memorias (volátiles, no volátiles, ROM, etc.)
En el entorno Cisco, el sistema operativo que se ejecuta en estos dispositivos se de-
nomina Internetworking Operative System (IOS). Este software se encarga entre otras 
cosas del encaminamiento de paquetes a nivel de red OSI, confección de tablas de 
encaminamiento o registro de tráfico de paquetes.
Ejemplo de modelo de capas OSI












Para el acceso a la configuración de este particular tipo de ordenador no se dispone en ge-
neral ni de teclado ni de un monitor. Es necesario conectar un ordenador de forma directa a 
uno de los puertos de administración o bien realizar la conexión de forma remota a través de 
la propia red, siempre y cuando esta función esté permitida por la configuración del router.
En general, para la configuración de un router se tienen que dar los siguientes pasos:
 — Establecimiento de medidas de seguridad (contraseñas, usuarios permitidos, 
modos de acceso, etc.)
 — Configuración de interfaces
 — Configuración de rutas estáticas
 — Configuración de protocolos de enrutamiento dinámico
El fin último de un router es encaminar paquetes recibidos por la interfaz específica que 
permita llegar al destino al que se dirige ese paquete, y para ello se tienen que establecer 
unas rutas de encaminamiento. Estas rutas pueden establecerse de forma manual o auto-
mática mediante el uso de protocolos de enrutamiento. En general se puede hablar de rutas 
estáticas, introducidas manualmente en la configuración del router, y de rutas dinámicas, 
en las que las rutas a redes remotas son descubiertas de forma automática por los proto-
colos de enrutamiento. La combinación de estos dos tipos de rutas conforma una tabla de 
enrutamiento que permite al router enviar los paquetes recibidos al destino requerido.
Las rutas estáticas pueden a su vez subdividirse en dos: predeterminadas y por defecto. 
Las rutas predeterminadas encaminan directamente los paquetes por una interfaz especí-
fica hacia una red específica. En cambio, las rutas por defecto establecen una interfaz de 
salida por la que se envían paquetes de cuya red de destino se desconoce la localización. 
Se manda pues por la interfaz determinada hacia otro nodo que puede que sí sepa enca-
minar ese paquete hacia su destino. En cuanto a los protocolos de enrutamiento dinámi-
co podemos destacar como más usados en las redes militares RIP, OSPF y BGP. No es 
objeto de este TFG profundizar en las diferencias y el funcionamiento de los distintos pro-
tocolos. A continuación se describen los distintos sistemas de enrutamiento a comparar.
Cisco Systems
Cisco es la empresa líder en Tecnologías de Información y Comunicaciones. Desde 
su fundación en 1984 ha ido evolucionando y ganando prestigio gracias a un proceso 
constante de innovación e investigación en materia de telecomunicaciones y desarrollo 
de dispositivos y servicios orientados al establecimiento de redes de datos. Tanto es 
así, que un gran número de grandes empresas multinacionales e incluso instituciones 
gubernamentales de muchos países en todo el mundo confían sus servicios de comu-
nicaciones a productos y dispositivos de esta compañía.
La actividad actual de Cisco Systems se centra sobre todo en la fabricación de equipos 
de enrutamiento y conmutadores de red, telefonía IP y almacenamiento en la “nube”. 
Además desarrolla herramientas de gestión de red y de sistemas, ofrece servicios de 
mantenimiento y administración de infraestructuras y tiene una línea de programas de-
dicada a la formación de personal, que se certifica por niveles con unos estándares es-
tablecidos por la compañía. Esta formación está orientada a la gestión y administración 
de equipos Cisco, así como al diseño y desarrollo de infraestructuras de red. Ejemplos 
de los certificados más comunes son los programas Cisco Certified Network Associate 
(CCNA) y Cisco Certified Network Professional.
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Actualmente los CTPC,s de entidad Brigada cuentan con routers del modelo 7200, ubi-
cados en las estaciones SIMACET, las cuales dan múltiples servicios tales como men-
sajería electrónica, interfaz táctica de presentación de datos o intercambio de ficheros. 
Como el acceso a estos equipos está limitado por estar habitualmente comprometidos 
en la actividad diaria de las unidades, para la realización de las pruebas de rendimiento 
se ha utilizado el modelo 2821.
El hardware de los dispositivos Cisco siguen la arquitectura descrita en la introducción 
del presente punto, con la particularidad de que además disponen de ranuras o “slots” 
de expansión en los que se pueden añadir y cambiar las interfaces de red, de forma 
que se puede trabajar con varios tipos de interfaces según los requerimientos de la red 
que se va a conectar al router. Las interfaces más comunes según las redes a conectar 
son Ethernet para la conexión de redes de área local (LAN) y WIC para las redes de área 
extensa o Wide Area Network (WAN).
Detalle de los slots de expansión de un Cisco 2821 y tarjeta WIC instalable
Para su configuración y control, el sistema operativo IOS integrado en el router dispo-
ne de una CLI, con posibilidad de acceso mediante conexión directa al router, acceso 
remoto mediante TELNET o SSH e incluso por interfaz Web. Mediante esta interfaz de 
línea de comandos se configuran entre otras cosas las políticas de seguridad de acceso 
a la configuración del router, las interfaces físicas de conexión y los protocolos de en-
rutamiento. También permite la realización de pruebas de conectividad. La versión del 
IOS del router modelo 2821 que se ha usado en las pruebas ha sido la 12.4.
Quagga
Quagga es un paquete de software de enrutamiento que es capaz de utilizar protocolos 
de encaminamiento basados en el estándar TCP/IP. Puede ser instalado en cualquier 
sistema operativo basado en UNIX, lo que le da gran flexibilidad y posibilidades de 
funcionar sobre múltiples plataformas, desde routers físicos hasta máquinas virtuales.
Dentro de este paquete se incluyen los protocolos de enrutamiento, con la posibilidad 
de instalar solamente los necesarios acorde a las especificaciones de nuestra red. Es-
tos protocolos funcionan como demonios independientes dentro de Unix, los cuales se 
pueden dividir en dos tipos:
 — Demonio de control de enrutamiento: Zebra
 — Demonios de protocolos de enrutamiento: ripd, ripngd, ospf6d, bgpd, etc.












Zebra es el demonio que se encarga de la configuración de las interfaces físicas de la 
plataforma donde esté instalado Quagga, así como de actualizar las tablas de enruta-
miento, establecimiento de bucles de interfaz y distribución de rutas entre diferentes 
protocolos. Establece pues la configuración base con la que los demonios de los pro-
tocolos de enrutamiento tendrán que operar más tarde.
Aunque los demonios de Quagga se pueden configurar de forma independiente, tam-
bién se dispone de una herramienta incluida en el paquete que sirve para gestionar el 
sistema completo, como si se tratase del CLI del IOS Cisco. Esta herramienta se deno-
mina virtual teletype shell o vtysh.
Para la realización de las pruebas se ha usado el router doméstico TP-Link modelo 
TL-WR1043ND. TP-Link es una empresa dedicada al diseño y producción de dispo-
sitivos para redes Small Office/Home Office (SOHO). Sus principales productos están 
orientados a tecnologías de comunicación inalámbrica, ADSL, enrutamiento y conmu-
tación, conversión de medios y adaptadores de red.
Para usar Quagga en un router de estas características se tiene que adaptar este dispo-
sitivo de forma que se pueda instalar este paquete. Es necesario por tanto la instalación 
de un sistema operativo basado en Unix, como si de un ordenador personal se tratase. 
El sistema más adecuado para este fin es OpenWrt [9], que es una distribución Linux 
para dispositivos integrados, la cual permite flexibilidad a la hora de instalar y modificar 
software de todo tipo, en lugar de tener un firmware estático, lo que es habitual en los dis-
positivos de enrutamiento comerciales. Se puede por tanto personalizar el uso del dispo-
sitivo, construyéndose el usuario su propio firmware según las necesidades que se tenga.
El procedimiento a seguir para usar Quagga en el router TP-Link incluirá los siguientes 
pasos:
 — Descarga de la distribución OpenWrt de la página oficial.
 — Actualización del firmware base a OpenWrt mediante la interfaz web de configu-
ración incluida en el propio firmware.
 — Gestionar las interfaces de red del router mediante la interfaz web de OpenWRT.
 — Instalar el paquete de software Quagga.
Vista frontal y trasera del Cisco TP-LINK TL-WR1043ND
El TP-WR1043 dispone de 5 interfaces Gigabit Ethernet (hasta 1000 Mbits/s), de las 
cuales el router usa cuatro a priori para switching y una última para la conexión WAN. 
Para hacer el router más funcional, una vez instalado OpenWrt se pueden separar las 
interfaces del router dedicadas a switching en VLAN,s, de forma que se pueda utilizar 
cada interfaz para enrutamiento de forma independiente en lugar de formar parte todas 
de la misma LAN privada, tal y como vienen configuradas de fábrica. De esta forma se 
puede disponer de 5 interfaces configurables.
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Una vez configuradas las interfaces mediante la interfaz web de OpenWrt y con Qua-
gga instalado, se puede proceder a configurar el sistema para que realice funciones 
de enrutamiento, de la misma forma en que se haría en un router Cisco. No obstante 
no se accede directamente al software Quagga, ya que previamente ha de conectarse 
vía ssh al entorno de línea de comandos de OpenWrt. Una vez conectados al sistema 
operativo, simplemente ejecutando el comando vtysh se accede a la configuración del 
software Quagga.
El entorno de configuración es muy parecido a la CLI del IOS Cisco, con niveles de 
operación, configuración y comandos similares. Tal y como se indica en el manual de 
Quagga, dentro de vtysh se pueden distinguir 3 modos principales de operación: modo 
view, modo enable y modos de configuración. En el modo view solo se pueden realizar 
operaciones de supervisión del estado actual del router, relacionadas con la situación 
de las interfaces y de la tabla de enrutamiento. Es el primer nivel, a través del cual se 
accede al modo enable. El modo enable permite, además de todas las acciones per-
mitidas en el modo view, realizar operaciones de escritura, para poder guardar así la 
configuración del sistema de enrutamiento. A través de él se puede acceder a los dis-
tintos modos de configuración de interfaz y de protocolos contenidos, como ya se ha 
señalado, en cada demonio de control.
CLI de Quagga mediante conexión Telnet a través de la aplicación PuTTY
Vyos
Vyos es un software de enrutamiento libre desarrollado desde 2013 como una variante 
del sistema Vyatta, creado en 2005 por la empresa del mismo nombre. Vyatta era en 
origen un sistema operativo de enrutamiento libre, hasta que en 2012 la empresa Vyatta 
fue comprada por la compañía Brocade. No obstante el núcleo de Vyatta es un softwa-
re de acceso libre, lo que hizo posible que Vyos fuera desarrollado por la comunidad 












Linux. Vyos usa un motor de encaminamiento conocido como XORP y en esencia, es 
una distribución basada en Linux que puede ser usada de múltiples maneras, desde 
ejecución en modo LiveCD hasta instalada en una máquina física con arquitectura x86, 
e incluso instalado en una máquina virtual dentro de un servidor.
Si bien Vyos no posee la vasta riqueza funcional de un router Cisco, empresa que in-
vierte cientos de millones de dólares cada año en el desarrollo de sus productos, esto 
no presenta un problema, ya que Vyos dispone de las funciones y protocolos realmente 
necesarios para el ET. Además, por ser un software libre, con los conocimientos apro-
piados se pueden implementar funciones complementarias, como por ejemplo el pro-
tocolo CDP de Cisco.
Para usar Vyos el administrador necesita descargar una imagen ISO de la distribución 
desde la página web oficial. Una vez realizada la descarga y como ya se ha indicado 
al inicio del punto, se puede usar el método que se desee para trabajar con ella, bien 
sobre un soporte físico (como LiveCD), instalándola en un PC, o bien en una máquina 
virtual. El resultado final es la transformación de la máquina, física o virtual, en un sis-
tema de enrutamiento con las mismas funciones disponibles que las que pueda tener 
cualquier router convencional.
Las pruebas del sistema Vyos se han realizado utilizando máquinas virtuales. Las ven-
tajas que aporta la virtualización son muchas en cuanto a la posibilidad de escalar todo 
lo que se desee nuestro sistema. Esencialmente este sistema tiene 2 elementos:
 — Un servidor, que provee de servicios CIS al puesto de mando mediante máqui-
nas virtuales y en el que se configura también una máquina virtual Vyos, que 
enrutará los paquetes del resto de las máquinas. Este servidor debe tener por lo 
menos una interfaz física de red.
 — Un switch con capacidad de separar sus interfaces en VLAN,s, con los cuales ya 
se trabaja en el ET.
CLI de Vyos mediante conexión Telnet a través de la aplicación PuTTY
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Mediante un proceso denominado trunking se consigue que a través de una única inter-
faz física del servidor salga toda la información proveniente de las máquinas virtuales, 
ya encapsulada con su dirección IP y la VLAN a la que pertenece.
La CLI de Vyos se denomina xorpsh, no muy diferente de la del IOS Cisco y que, ade-
más ofrece una potente interfaz de configuración web. Para acceso remoto a la plata-
forma de enrutamiento se puede usar indistintamente ssh o telnet.
Se dispone de 2 modos de trabajo dentro de la CLI de Vyos: modo de operación y modo 
de configuración. En el modo de operación solamente se pueden visualizar estadísti-
cas y estado actual de la configuración del router. A través del modo de operación se 
accede al modo de configuración, donde se puede configurar todos los parámetros del 
router, desde las interfaces hasta los protocolos de enrutamiento.
DISEÑO E IMPLEMENTACIÓN DE PRUEBAS
Los servicios de VoIP y VTC son relativamente recientes en cuanto a su uso por parte 
de las unidades de transmisiones del ET. Estos servicios son los que actualmente con-
sumen la mayor parte del ancho de banda disponible en cada enlace, de ahí que estas 
pruebas se han diseñado en torno a estos dos servicios.
Las pruebas se han diseñado para comprobar si se cumplen los requisitos establecidos 
en la introducción, adaptados a los medios disponibles en la unidad. Para el desarrollo 
de estas pruebas se ha utilizado la topología mostrada en la figura siguiente, cuya base 
son tres routers (R1, R2 y R3) conectados entre sí. Este esquema ha sido utilizado para 
probar los tres sistemas con el objeto de establecer un escenario común para todos, 
siendo además una topología típica de interconexión entre tres puestos de mando, uti-
lizado comúnmente por las unidades de transmisiones en sus despliegues.
Como se acaba de mencionar, los servicios CIS más exigentes actualmente en los 
CTPC,s en cuanto a demanda de ancho de banda son los de voz sobre IP (VOIP) y 
videoconferencia (VTC), teniendo el resto de servicios una demanda despreciable. Te-
niendo en cuenta lo anterior, se han establecido los siguientes parámetros de calidad 
de servicio (QoS), que deberá cumplir cada sistema en las pruebas:
 — 4 llamadas simultáneas de VOIP. Cada llamada requiere, usando el códec G.711, 
64 Kbits. Luego cada router debe reservar 256 Kbit/s de ancho de banda para 
VOIP.
 — Ancho de banda mínimo de 128 Kbit/s para VTC por corresponsal que participe 
en la videoconferencia. Por la topología establecida se necesitará ancho de ban-
da para 3 corresponsales simultáneos. Esto requeriría 384 Kbit/s por router, no 
obstante, para garantizar una mejor calidad de servicio, se suele fijar un mínimo 
de 512 Kbit/s.
 — Los enlaces punto a punto entre todos los routers estarán limitados a 1 Mbit/s, 
qué es el máximo que admite un enlace punto a punto convencional mediante 
radioenlace IP.
Cabe destacar que el enlace entre R1 y R3 se realiza físicamente mediante antenas 
Ubiquiti de tecnología WiFi, con una capacidad de transmisión de 150 Mbit/s. No obs-
tante las interfaces que conectan R1 y R3 con las antenas forman parte de la misma 
subred, de forma que virtualmente están conectadas como si formaran un enlace punto 
a punto físico. Las antenas Ubiquiti funcionan a estos efectos como un puente de red, 












totalmente transparente la configuración de la red. Así mismo la conexión entre R2 y los 
router R1 y R3 se realiza mediante enlace satélite, también transparente a nivel de capa 
3 como en el caso anterior. Estos dos elementos son los enlaces más frecuentes entre 
unidades de transmisión, por lo que su introducción en la topología de las pruebas le 
confiere a ésta realismo, estableciendo unos límites de velocidad de red, que, con una 
conexión directa entre routers no se tendría, ya que la capacidad de las interfaces de 
red es de hasta 1 Gbit/s.
Esquema general de la red de pruebas
Esta topología se ha adaptado en las pruebas a cada sistema, puesto que cada uno 
tiene unos requisitos de hardware distintos, como se detallarán en las subsecciones 
correspondientes a cada sistema. Para la simulación de las redes VOIP y VTC se han 
utilizado máquinas virtuales creadas con la plataforma VMware, de forma que cada una 
de las máquinas está asociada a una red IP distinta: VOIP, VTC y MGM (Management). 
Esta configuración es común para los tres sistemas comparados y la subred a la que 
pertenece cada servicio está detallada en la anterior figura.
En las máquinas virtuales se ha instalado el sistema operativo Lubuntu, basado en la 
distribución Linux Ubuntu. Esta distribución tiene la particularidad de que consume muy 
pocos recursos de memoria y de procesamiento, conservando todas las funcionalida-
des necesarias para la realización de las pruebas.
Las máquinas portátiles físicas que hacen de anfitrión para las virtuales cuentan con un 
sistema operativo Windows 10, un procesador Intel Dual Core de 1.8 GHz de velocidad 
y una memoria RAM de 4 GB.
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Interfaz de configuración de red de la máquina Lubuntu 3
Se han realizado 2 pruebas para cada sistema:
 — Pruebas de enrutamiento: El protocolo de enrutamiento utilizado en las pruebas ha 
sido OSPF. Se ha comprobado el correcto funcionamiento del protocolo realizan-
do trazas de ruta desde las máquinas virtuales, primero con la topología mostrada 
conectada completamente y después cortando la conexión entre R1 y R3.
 — Pruebas de rendimiento: Con la conexión entre R1 y R3 anulada, se ha compro-
bado el correcto envío y recepción de paquetes entre las máquinas virtuales si-
tuadas en los extremos de la red, de forma que mediante la aplicación Ostinato, 
se ha inyectado tráfico de paquetes ICMP desde cada máquina virtual de cada 
LAN hasta llegar a saturar la red, de forma que se ha comprobado el manteni-
miento de los niveles de transmisión mínimos para las redes VOIP y VTC deter-
minados previamente como requisito. Para comprobar el volumen de tráfico de 
las máquinas de destino se ha utilizado el programa de análisis de tráfico de red 
Wireshark, así como el monitor de tráfico de red incluido en el sistema operativo 
Lubuntu, que facilita visión gráfica del tráfico entrante y saliente de la interfaz de 
la máquina. La saturación de la red se ha llevado a cabo a través de la red MGM.
Escenarios de pruebas
Los escenarios de pruebas han sido principalmente dos. Se ha realizado una primera 
fase de pruebas en un entorno de laboratorio dentro de la Base Militar Cid Campeador 
(Castrillo del Val, Burgos), en el cual, los tres routers en cada caso se localizaban en 
la misma habitación, por comodidad a la hora de configurarlos. En la segunda fase de 
pruebas, se han probado estos sistemas en el ejercicio Tiwar 2016, que tuvo lugar en el 
campo de maniobras de Matagrande (Burgos) entre los días 26 y 30 de Septiembre de 
2016, utilizando la misma topología que en el entorno de laboratorio, con la diferencia 
de que en este caso cada router se localizaba en Puestos de Mando distintos. Estas 












pruebas se realizaron para introducir los nuevos sistemas en un entorno de operación 
real, pudiendo comprobarse que su comportamiento fue similar al observado en las 
pruebas realizadas en el entorno de la base.
Establecimiento del entorno e implementación de pruebas 
para el sistema Cisco
La topología adaptada a los dispositivos Cisco 2821 se detalla en la figura siguiente:
Topología de pruebas Cisco
Se han utilizado los siguientes elementos en la configuración de estas pruebas:
 — 2 Switch no configurables DLINK DGS 10160
 — 1 Switch no configurable 3COM 3C16470
 — 3 Switch configurables Cisco Catalyst 2960
 — 3 Router Cisco 2821
Se han separado los distintos servicios en tres VLAN,s, numeradas como 15, 25 y 35 y 
correspondientes a los servicios de VOIP, VTC y MGM respectivamente. Destacar que 
un switch no configurable no tiene la posibilidad de configurar sus interfaces de modo 
que se puedan separar, creando de esta forma VLAN,s que pueden operar distintas 
subredes sin que exista conmutación de paquetes entre ellas. A nivel de red actúan 
como un puente transparente. Se han usado estos switches debido a que solo se dis-
pone de una interfaz de red cableada Ethernet en la máquina anfitrión, que da salida a 
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las interfaces virtuales de las máquinas alojadas en ella. No obstante en este proceso 
no se efectúa el marcado de los paquetes IP con el número de la VLAN a la que perte-
nece cada máquina, y es por eso que al switch no programable se conectan 3 enlaces 
correspondientes a las 3 VLAN,s configuradas en el Catalyst 2960. El router va conec-
tado al switch Catalyst mediante un enlace trunk. En el esquema de la siguiente figura 
se muestra con más claridad las conexiones realizadas para el router R1, extrapolable 
a los otros 2 nodos de la red.
Montaje de pruebas Cisco
En la configuración de los routers 
se han introducido políticas de ca-
lidad de servicio que garantizan la 
independencia de las subredes, así 
como la tasa mínima de transmi-
sión y recepción requeridas. Tam-
bién se han configurados sus in-
terfaces Ethernet de forma que se 
han creado sub-interfaces, cada 
una de las cuales sirve de puerta 
de enlace a las VLAN,s correspon-
dientes a cada servicio. Así mismo 
se ha configurado el protocolo de 
enrutamiento OSPF para estable-
cer las rutas.
Detalle de conexiones virtuales y físicas realizadas












Establecimiento del entorno e implementación de pruebas 
para el sistema Quagga
El software de enrutamiento Quagga puede instalarse en cualquier sistema basado en 
UNIX. En este caso se ha optado por la instalación sobre el sistema operativo OpenWrt, 
instalado previamente en la memoria flash de los router TP-LINK que son los únicos uti-
lizados. Para dicha instalación basta con actualizar el firmware de fábrica del router con 
una imagen descargada de OpenWrt. Estas acciones se realizan mediante la interfaz 
web de configuración de los router. Tras la actualización, el firmware de fábrica desapa-
rece y la interfaz de configuración web pasa a ser la de OpenWrt.
Detalle de entorno de configuración web de Quagga
Una vez instalado OpenWrt en 
el router, se descargan e ins-
talan los paquetes de Quagga 
necesarios para nuestros requi-
sitos, que incluyen los demo-
nios de control y de protocolos 
de enrutamiento. Cabe des-
tacar que Quagga no dispone 
de ningún paquete que imple-
mente políticas de calidad de 
servicio. Esta carencia puede 
suplirse mediante el paquete 
sqm-scripts para OpenWrt, no 
obstante, esto se escapa al 
análisis de Quagga como siste-
ma de enrutamiento. Montaje físico de sistema Quagga
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Una vez terminada la instalación de los 
paquetes de Quagga, el siguiente paso 
es la configuración de las interfaces de 
red. Esto se hace mediante la interfaz de 
configuración web de OpenWrt. Tam-
bién se podría optar por configurar el 
direccionamiento de las interfaces me-
diante la interfaz vtysh de Quagga como 
si de un router Cisco se tratase, pero la 
interfaz de OpenWrt es mucho más sen-
cilla de utilizar y más rápida. En la si-
guiente figura se da una visión esque-
mática de las conexiones virtuales y 
físicas realizadas para estas pruebas, 
así como de la topología de pruebas 
adaptada al sistema Quagga. Una vez 
configuradas las interfaces, se configura 
con vtysh el protocolo OSPF, publicando 
las redes que se vayan enrutar a través 
de este protocolo. Los comandos de 
configuración en Quagga para OSPF 
son idénticos a los utilizados para Cisco.
Establecimiento del entorno e implementación de pruebas 
para el sistema Vyos
Para las pruebas realizadas con el sistema Vyos se ha utilizado la topología adaptada 
de la siguiente figura, utilizando únicamente, además de los portátiles que sirven como 
anfitrión a las máquinas virtuales, switches Catalyst 2960.
Tipología general de pruebas con Vyos
Esquema de conexiones virtuales y físicas de Quagga












Vyos ha sido instalado en máquinas virtuales creadas en el entorno de VMware en cada 
máquina física. Las interfaces de red virtuales de los clientes de VOIP, VTC y MGM se 
conectan ahora de forma interna a redes de área local virtuales. Estas redes de área 
local tienen como puertas de enlace las interfaces de la máquina Vyos, que, como no 
existe límite, se pueden crear tantas 
como se quiera. De esta forma evita-
mos tener que crear sub-interfaces 
dentro de la máquina Vyos, aunque sí 
que existe la posibilidad. Las conexio-
nes punto a punto entre routers virtua-
les se realizan conectando las interfa-
ces de Vyos determinadas para salida 
al exterior en la configuración de 
VMware. Estas interfaces virtuales de 
VMware se conectan a interfaces vir-
tuales creadas en la máquina anfitrión 
con la herramienta Realtek Ethernet 
Diagnostic Utility, que, al igual que con 
las pruebas realizadas con Quagga, 
nos permite sacar el tráfico de esas 
VLAN,s etiquetado por la interfaz física 
de la máquina física.
La conexión al exterior entre máqui-
nas se realiza a través de los Catalyst 
2960, que conectan las máquinas an-
fitriones con las estaciones satélite y 
las antenas Ubiquiti respectivamente, 
configurando las interfaces del switch 
para separar las VLAN,s que enlazan 
cada router Vyos. Estas VLAN,s han 
sido etiquetadas como 10, 20 y 30 
para los enlaces R1-R2, R1-R3 y R2-
R3 respectivamente La conexión entre 
la máquina física y el Catalyst funciona 
como enlace trunk. Una vez compro-
bada la conectividad entre interfaces, 
se configura el protocolo de enruta-
miento OSPF y se introducen las po-
líticas QoS requeridas, al igual que se 
hizo con los router Cisco.
RESULTADOS
Cisco
Como cabía esperar, los resultados de las pruebas con los enrutadores Cisco muestran 
que cumplen a la perfección con los requisitos establecidos en este TFG, lo que es ob-
vio puesto que los dispositivos Cisco son los que actualmente están en el inventario de 
las Unidades de Transmisiones.
Esquema detallado de conexiones físicas 
y virtuales del Vyos R1
Montaje físico de sistema Vyos
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En cuanto a las pruebas de rendimiento, al realizar una inyección de tráfico desde cada 
máquina de R1 a sus homólogas en R3, se comprueba que las políticas de calidad de 
servicio introducidas funcionan perfectamente, ya que se garantizan los parámetros 
mínimos de servicio requeridos, es decir, 256 kbit para VOIP y 512 kbit para VTC. En la 
figura siguiente se muestra, en la ventana superior derecha, el tráfico de red que atra-
viesa la interfaz física de red de la máquina anfitriona y, en la parte inferior, el tráfico que 
atraviesa la interfaz virtual de la máquina virtual Lubuntu 5, que pertenece al servicio de 
VOIP de R3. Se puede comprobar que el nivel de transmisión máximo es de alrededor 
de 2 MB/s y el nivel de recepción y transmisión de Lubuntu 5 es de alrededor de 32 
kB/s, es decir 256 Kbit/s.
Tráfico de red de la interfaz física anfitriona y de la interfaz virtual VOIP
Quagga
Las pruebas de enrutamiento con Quagga fueron satisfactorias. Al suprimir el enlace 
entre R1 y R3, la ruta entre estos routers se reencaminó a través de R2. En las figuras 
siguientes se muestran las tablas de enrutamiento de R1 antes y después del corte.
Como puede observarse, para llegar a las redes conectadas y publicadas por R3 
es necesario ir a través de la interfaz de R2. Se comprueba también que la traza 
de ruta entre la máquina VOIP de R1 y R3 cambia, como se muestra en las figuras 
siguientes.
Debido a que Quagga no dispone de herramientas para aplicar políticas de calidad de 
servicio, no se puede realizar un estudio similar al realizado con Cisco y con Vyos. No 
obstante como las interfaces Ethernet del router TP-Link son de clase Gigabit, cabe 
pensar que el tráfico que se introduzca en la red se verá estrangulado por los medios 
por los que se conecten los enlaces punto a punto entre routers, como los medios sa-
télites.












Tabla de enrutamiento de R1 antes de suprimir el enlace
Tabla de enrutamiento de R1 después de suprimir el enlace
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Traza de ruta antes del corte
Traza de ruta después del corte
Resultados Vyos
Tanto las pruebas de enrutamiento como las de rendimiento de las políticas QoS han 
tenido un resultado positivo.
En las pruebas de enrutamiento al realizar el corte entre R1 y R3 se ha observado como 
el protocolo OSPF reencamina el tráfico entre estos routers a través de R2. En las fi-
guras siguientes se muestran las trazas de ruta efectuadas entre las máquinas de R1 y 
R3, donde puede comprobarse que al realizar el corte, la traza muestra un salto más, a 
través de la interfaz de R2, con lo que se llega a la conclusión de que el protocolo OSPF 
funciona correctamente.
Tráfico de red en la interfaz de Lubuntu 5 saturando el enlace












En cuanto los resultados de las pruebas de rendimiento, se puede decir que se garan-
tizan los niveles mínimos de transmisión definidos en los requisitos establecidos. No 
obstante, tal y como se observa en la figura siguiente, en el monitor de red de Lubuntu 5 
se observan algunas fluctuaciones que no se observaban con Cisco, debidos al consu-
mo de recursos de las máquinas virtuales en cuanto a procesamiento y memoria RAM. 
Esta limitación de hardware no se tendría si se usaran los clústeres de virtualización 
utilizados por las unidades de transmisiones, que disponen de múltiples procesadores 
así como una memoria RAM de más de 8 GB, con lo que cabe pensar que, de alojarse 
los routers Vyos en estos clústeres, tales fluctuaciones no se producirían, puesto que 
cada máquina virtual contaría con unos recursos muy superiores a los disponibles en 
las máquinas de estas pruebas.
IMPACTO ECONÓMICO Y COMPARATIVA
Análisis económico
Para realizar una comparativa económica se han considerado los costes de los elemen-
tos implicados en cada nodo por separado. En la tabla siguiente se detallan los costes 
asociados a cada nodo de pruebas considerando todos los elementos necesarios para 
hacerlos funcionar, obviando los de los enlaces punto a punto entre routers, es decir, 
los enlaces satélites y las antenas Ubiquiti. También se ha obviado el coste de los orde-
nadores portátiles usados como máquinas anfitrión, no obstante se ha considerado el 
coste de la licencia de software de VMware, necesario para el uso de Vyos.
Elementos Cisco Quagga Vyos




Switch no configurable D-Link DGS 
1016d
90€ - -
Switch no configurable 3COM 
16470
80€ - -






Licencias de uso OpenWrt/Quagga - 0€ (software libre) -
Licencia de uso Vyos - - 0€ (software libre)
Total 2520€ 60€ 1600€
Comparativa Económica de los sistemas
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Puede apreciarse que el sistema más económico es Quagga, instalado sobre el router 
TP-LINK TL1043ND, ya que no requiere de más elementos que el mencionado router. 
Por el contrario, el sistema más caro se ha demostrado que es el que usa routers Cisco. 
Cabe destacar que se ha considerado los routers 2821 para este análisis económico, 
pero los utilizados en realidad por las unidades son los routers Cisco 7200, cuyo precio 
medio oscila los 3000€, con lo que, en realidad, esa misma topología con los Cisco 
7200 sería incluso más costosa.
Comparativa funcional
En la tabla siguiente se muestra una comparativa de los tres sistemas, en base a los 
requerimientos establecidos.
Cisco Quagga Vyos
Sistema Operativo IOS Linux Linux
Código libre NO SI SI




Rutas Estáticas SI SI SI
RIP v2 SI SI SI
OSPF SI SI SI
NAT SI SI SI
Acceso remoto SSH SI SI SI
Acceso remoto Telnet SI SI SI
QoS SI NO SI
SNMP SI SI SI
Túneles GRE SI NO SI
FHRP SI NO SI
Route-maps SI NO SI
Comparativa de sistemas
Como puede observarse, tanto Cisco como Vyos cumplen con todas las especificacio-
nes exigidas. Por el contrario, Quagga no cumple con algunos aspectos avanzados de 
los requisitos de enrutamiento exigidos, tales como implementación de QoS. No obs-
tante estas carencias pueden subsanarse mediante la instalación paquetes adicionales 
en la distribución Linux sobre la que se esté ejecutando Quagga. Para el caso concreto 
de QoS podría instalarse el paquete qsm-scripts, que permite la regulación de tráfico 
de datos por las interfaces de red configuradas.













Para determinar el sistema de enrutamiento idóneo se ha confeccionado una matriz de 
decisión en la que se han definido los siguientes criterios:
 — Coste de plataforma
 — Funcionalidad
 — Dificultad de operación
 — Instrucción de personal
 — Portabilidad del sistema
 — Soporte de empresa externa
En la tabla siguiente se muestra estos criterios, su ponderación y la evaluación ponde-
rada de los tres sistemas.
Ponderación (%) Cisco Quagga Vyos
































Se han considerado los costes y la funcionalidad como los dos parámetros de más 
peso para evaluar los sistemas, ya que se ha determinado que son los más importantes 
de cara a una evaluación y adquisición por parte de las unidades de transmisiones del 
ET. Hay que tener en cuenta que esta evaluación se hace en base a las pruebas realiza-
das, considerando no solo los sistemas de enrutamiento comparados sino también los 
sistemas y aplicaciones asociadas a cada uno para la realización de las pruebas.
CONCLUSIONES
Este proyecto ha supuesto un reto en cuanto a la investigación realizada para la ope-
ración de los tres sistemas, así como el diseño del entorno de pruebas, que se ha ba-
sado en las topologías y configuraciones que son empleadas de forma común en las 
unidades de transmisiones del ET en sus ejercicios de despliegue, así como en zona 
de operaciones. Aunque se ha creado una topología común a los tres sistemas, ésta ha 
tenido que ser adaptada a cada sistema por las características de operación e insta-
lación particulares de cada uno, por ejemplo, usando tecnologías de virtualización. No 
obstante las pruebas realizadas han sido comunes a los tres, pudiéndose así establecer 
una evaluación imparcial.
Atendiendo a la matriz de decisión se puede concluir que, a la vista de los resultados 
obtenidos, el sistema de enrutamiento Vyos se muestra como un candidato ideal para 
sustituir a los actuales routers de la casa Cisco. Su funcionalidad es comparable a la de 
los sistemas Cisco, y el ser un sistema libre lo hace claramente mucho más económico, 
pese al pago de licencias por el entorno de virtualización utilizado para las pruebas. A 
ello hay que sumarle también la portabilidad del propio sistema, ya que la posibilidad 
de poderse instalar en entornos virtuales permite clonar tantas copias de la máquina 
virtual como sean necesarias. Hay que destacar que el uso de sistemas virtualizados en 
el entorno VMware ya está implantado en las unidades de transmisiones del ET, con lo 
que el personal ya tiene la formación necesaria para poder instalar el sistema de enru-
tamiento Vyos sobre una máquina virtual. Como último apunte, cabe decir que el uso 
de los switches Catalyst 2960 de Cisco sería opcional, puesto que añadiendo interfaces 
de red físicas a nuestro sistema anfitrión se pueden separar las interfaces de salida de 
Vyos, lo que elimina la necesidad de establecer un enlace trunk entre la máquina anfi-
trión y el switch. Esta posibilidad se puede llevar acabo con tarjetas de red Ethernet por 
USB, mucho más económicas que los switches Cisco.
Quagga por contra no se muestra tan eficiente como Vyos, ya que no dispone de fun-
cionalidades de uso general como implementación de políticas QoS. Podría ser usado 
como un sistema de enrutamiento puro en nodos intermedios de la red, ya que es capaz 
de ejecutar los protocolos de enrutamiento con la misma eficiencia que Cisco o Vyos, 
pero no como puerta de enlace en nodos extremos, donde sí que se requiere implemen-
tar políticas de calidad de servicio y route-maps. En cuanto a facilidad de operación, 
el entorno de configuración de Quagga es similar a la CLI de los router Cisco, teniendo 
los mismos comandos de configuración básicos para interfaces y protocolos de enru-
tamiento. No obstante hay que tener en cuenta que hay que dominar mínimamente el 
entorno Linux, así como la interfaz gráfica de configuración web de OpenWrt, lo cual no 
supone mayor reto. En el plano económico se puede considerar como el sistema más 
barato de los tres. Por ser un paquete software de Linux, también podría instalarse en 
una máquina virtual con un sistema operativo Linux instalado, con lo que se llegaría a 
tener una portabilidad similar a la de Vyos












En cuanto a Cisco, era de esperar que superara con éxito las pruebas realizadas, pues-
to que es el sistema actualmente en uso ya en las unidades de transmisiones del ET. No 
obstante su coste sigue siendo muy superior al de los sistemas alternativos evaluados, 
no solo por el precio de adquisición de los routers, sino también por el coste de las tar-
jetas de expansión a instalar en ellos y de los switches necesarios para completar las 
topologías.
Como última reflexión se puede decir que, a la vista de los resultados de este trabajo, 
es factible e incluso necesaria la exploración de sistemas alternativos de enrutamiento, 
en la búsqueda de opciones mucho más económicas e igual de eficientes que los sis-




PROYECTO DE IMPLEMENTACIÓN DEL CONCEPTO 
“FEDERATED MISSION NETWORK” 




El siguiente artículo presenta de forma resumida, los resultados del Trabajo de Fin de 
Grado con el título Implementación de Federated Mission Network en el Ejercito de Tierra, 
correspondiente al grado en Ingeniería de Organización Industrial impartido por el Centro 
Universitario de la Defensa en la Academia General Militar, que se realizó durante el 
periodo de prácticas de 5º curso en el Regimiento de Transmisiones N.º 21.
En este Trabajo Fin de Grado se presenta un estudio de los requisitos que debe cumplir 
un puesto de mando siguiendo la normativa del Tratado del Atlántico Norte (OTAN) a 
través de los acuerdos Federated Mission Network (FMN). Dichos acuerdos se encuen-
tran recogidos en unos manuales denominados FMN Spiral 1. La intención, por lo tanto, 
es realizar un documento con el que el lector pueda adquirir los conocimientos necesa-
rios para llevar a cabo el despliegue de un Mission Network Element1 (MNE) según está 
especificado en estos acuerdos. Con el presente trabajo se pretende dar a conocer los 
requerimientos que exige FMN Spiral 1 y comprobar si el Regimiento de Transmisiones 
número 21 (RT-21) dispone en la actualidad de los medios CIS necesarios para el des-
pliegue de un MNE. En caso contrario, se indicará el material que es necesario adquirir 
para cumplir con las nuevas exigencias OTAN.
La elección de desarrollar este trabajo viene dada por la gran importancia que, actual-
mente, ha adquirido para la OTAN la adopción de la normativa FMN en todas las ma-
niobras multinacionales. Por lo tanto, ha surgido la necesidad, por parte de las Fuerzas 
Armadas (FAS), de adaptarse a dicha norma para poder seguir siendo participe del 
mando conjunto de la OTAN.
Las maniobras de acción conjunta demandan máxima interoperabilidad. Las fuerzas, 
las unidades y los sistemas de toda la coalición deben operar con la máxima efectividad 
e interoperabilidad. Por ello FMN es un medio eficaz y eficiente para permitir el inter-
cambio de información en un ambiente de coalición.












2. IMPLEMENTACIÓN FEDERATED MISSION NETWORK
Federated Mission Network (FMN) consiste en un acuerdo realizado por la OTAN y fir-
mado por los miembros pertenecientes a ella, con el que se pretende apoyar al mando 
y control, y a la toma de decisiones mediante una mejora en el intercambio de informa-
ción entre miembros de la coalición. [1]
Un concepto clave en FMN es la interoperabilidad. FMN se esfuerza por conseguir una 
mayor interoperabilidad entre naciones, mejorando la comunicación entre Puestos de 
Mando y obteniendo así una mejor eficacia en la toma de decisiones.
Una Mission Network (MN) es la red que se forma en cada misión y proporciona ciertas 
capacidades de comunicación y sistemas de información (CIS) en una maniobra. Den-
tro de una MN, se distinguen los siguientes elementos:
 — Opción A- Mission Network Element (MNE): Un MNE contiene una infraestructura 
de información y redes capaces de mantenerse en funcionamiento de un modo 
autónomo, sin necesidad de que otro centro le preste apoyo. Por otro lado, dicho 
elemento puede prestar apoyo y servicios a las opciones B y C. Por lo general, 
en cualquier ejercicio o maniobra OTAN, cada país crea su propio MNE.
 — Opción B- Mission Network Extension (MNX): Un MNX es capaz de autoabas-
tecerse, pero no es capaz de ofrecer los mismos servicios que la opción A. Se 
suele utilizar en las maniobras para elementos destacados que necesitan un 
volumen menor de servicios.
 — Opción C- Hosted Users: Es un elemento no capaz de subsistir por sí solo. Suele 
ser utilizado como elemento destacado de un MNE o MNX para llevar a cabo 
labores específicas con un número de servicios limitado. [2]
FMN define las capacidades y servicios que debemos ofrecer a los usuarios en función 
del tipo de centro que debemos desplegar (MNE, MNX, Hosted User).
Como se puede observar en la Figura 1 aquellos componentes de Mission Network con 
mecanismos de seguridad apropiados y acreditados previamente por la OTAN tienen la 
posibilidad de interconectarse con sus redes nacionales y otras redes de confianza de 
carácter externo. Esto únicamente es posible realizarlo en las Opciones A y B.
Posible esquema de una Mission Network1
1  Fuente de la imagen: Manual FMN Spiral 1
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Es imprescindible, y así lo marca la normativa FMN, tener un Service Management Au-
thority (SMA) en cada centro para proporcionar la supervisión de la Mission Network y 
para evitar conflictos entre participantes de la red. En caso de que ocurra algún error en 
la red o que ésta quede totalmente degradada se informará inmediatamente al SMA. Un 
equivalente de este elemento en el Ejército de Tierra español sería el Jefe de centro, el 
cual, ante cualquier anomalía del centro se le debería informar de inmediato [1].
FMN se caracteriza por establecer una organización plana, es decir, todos los centros 
de transmisiones están al mismo nivel. Esta es una variación importante respecto a 
lo que ocurría anteriormente, ya que en el pasado, en cualquier ejercicio OTAN, se 
establecía una organización jerárquica, donde todos los servicios de todos los países 
dependían física y lógicamente de un organismo central. Con FMN, todos los centros 
CIS (incluido el de OTAN) están al mismo nivel desde un punto de vista lógico (A dife-
rencia de lo que ocurría anteriormente, en cualquier ejercicio OTAN se establecía una 
organización jerárquica, donde todos los servicios de todos los países dependían física 
y lógicamente de un organismo central). Dragonfly es un centro OTAN, el cual, según 
las necesidades de la maniobra despliegan centros con más o menos capacidades [3].
Podemos dividir el manual FMN en tres tipos de servicio distintos; Voz, texto y video. 
Esta división es debida a que los protocolos usados para voz son distintos a los del 
resto. Eso no significa que alguna aplicación utilizada por el ejército pueda incorporar 
dos clases de servicio. Un ejemplo de ello es el SIMACET2, que utiliza una aplicación de 
chat (texto), y por otro lado se pueden llevar a cabo videoconferencias (video).
2.1. Audio
Anteriormente a nivel OTAN se podía implementar voz de modo analógico, pero con la 
llegada de FMN toda la red de audio debe ir a través de Voz IP, con ello, conseguimos 
una mayor seguridad y rapidez en el despliegue. Los mismos Switches y Routers que 
se utilizan para datos se pueden utilizar para voz. La Red de Servicios de Voz usa los 
protocolos: Session Initiation Protocol (SIP), para iniciar, modificar y finalizar la sesión 
interactiva entre usuarios; el Session Description Protocol (SDP), que permite describir 
los parámetros de inicialización de los flujos multimedia; y el Real Time Protocol (RTP) 
que es el que lleva la voz propiamente dicha y que se utiliza frecuentemente en sistemas 
de streaming, videoconferencia y sistemas Push to Talk [4].
El protocolo SDP debe seguir la norma IETF RFC 4566 [4]. El protocolo SIP debe seguir 
la norma IETF RFC 3261 y utilizar el puerto 5061. La razón de usar este puerto en vez 
del que emplea habitualmente SIP (5060), es que en este caso SIP va sobre el protocolo 
Transport Layer Security (TLS) es decir, es un SIP seguro.
El escenario y la disponibilidad de los sistemas determinarán que opción es necesaria 
utilizar para implementar el servicio de Voz en el MNE. Dicha opción será escogida por 
OTAN dependiendo del ejercicio a realizar:
 — Desclasificado (A): Utilizado para servicios de voz no clasificados. Esta opción 
permite la interconexión con las redes de voz públicas y por ello permite la co-
municación con organizaciones fuera de la FMN y fuera del ámbito militar. Se 
denomina, red NATO UNCLASSIFIED.
 — Clasificado (B): Esta opción se denomina red MISSION SECRET y NATO SECRET 
y solo se puede realizar utilizando extremo a extremo redes protegidas [5].
2  Sistema de Mando y Control del Ejército de Tierra (SIMACET)












Diagrama de Voz IP3
Para cualquiera de las dos opciones, es necesario, al menos, un Call Manager Express 
(CME), es decir, un gestor de llamadas que actúa como registrador de los terminales. 
Cada MNE ha de tener su propio CME. Todos los terminales telefónicos de dicho centro 
se registran en el CME donde se especifica el número de teléfono asociado a esa direc-
ción IP. En términos físicos, un CME es un router [4].
2.2. Texto
Cuando hablamos de Texto nos referimos principalmente a “Chat”, el cual permite a los 
usuarios comunicarse en tiempo real a través de mensajes de texto, ya sea entre dos 
usuarios directamente o dentro de grupos creados ad-hoc. Para que la arquitectura de 
mensajería funcione necesitamos dos elementos básicos. Por un lado, servidores, los 
cuales proporcionan un punto al que los usuarios pueden conectarse y establecer sus 
conversaciones y, por otro lado, los usuarios, que serán los encargados de hacer uso 
del servicio.
OTAN exige que el servicio de chat entre usuarios de un mismo MNE y entre MNEs se 
efectúe a través de servidores Extensible Messaging and Presence Protocol (XMPP), el 
cual es un protocolo abierto y extensible basado en XML. Este protocolo permite a la 
OTAN poner en marcha su propio servidor de un modo seguro, ya que pueden estar 
aislados de la red pública y poseen robustos sistemas de seguridad como el Simple 
Authentication and Security Layer (SASL) y el TLS [6].
En la Figura 3 podemos observar que cada MNE tiene su propio servidor XMPP, el 
cual, a través del Servicio de Localización (Discovery Service), es capaz de detectar 
los servidores XMPP de los demás MNE de la maniobra. Cada MNE es responsable 
de su servidor y de ofrecer el servicio de mensajería a los usuarios del centro que lo 
requieran [7].





Desde hace unos años, la Video Teleconferencia (VTC) se ha convertido en un servi-
cio muy utilizado en los puestos de mando de alto nivel, ya que permite llevar a cabo 
conversaciones en tiempo real con imagen entre centros situados a gran distancia. La 
arquitectura de red VTC se basa en dos modelos. Estos dos modelos pueden coexistir 
dentro de un mismo ejercicio.
Cada MNE tiene al menos una Unidad de Control Multipunto (MCU). La MCU es un 
dispositivo de red al que los dispositivos que desean participar en la Videoconferencia 
se conectan mediante sus puertos. Dicha MCU actúa como puente de conexión y es la 
encargada de gestionar la comunicación entre diferentes terminales.
 — Cada MNE debe tener VTC End-Points distribuidos, por lo que cada MNE debe 
tener por obligación al menos una Webcam para poder realizar videoconferencias.
 — El gatekeeper Handles (controlador de acceso) de cada MNE, es el encargado de 
autentificar y autorizar las videoconferencias que se efectúan en ese centro [8].
 — Todos los puntos finales del centro deben implementar la norma reflejada en el 
STANAG 4705. Dicho STANAG es el encargado de la numeración de la red inter-
nacional de los sistemas de comunicación de OTAN [9].
4  Fuente de la imagen: Manual FMN Spiral 1












Federated Business to Business (B2B)
Arquitectura B2B5
Federated Client to Business (C2B)
Arquitectura C2B
Los MNE pueden ofrecer sus servicios a los MNX. Para ello es necesario que utilicen 
este modelo de VTC. Los Puntos finales (VTC End Points) se sitúan en el MNX, pero 
estos son instalados, registrados, controlados y configurados por el MNE al cual perte-
necen. Todos los demás aspectos son idénticos al modelo B2B, ya que el Gatekeeper 
y la MCU están ubicadas en el MNE- Podríamos decir que este modelo es idéntico al 
B2B, pero con una webcam controlada remotamente desde el MNE [8].
Cabe destacar también la estandarización realizada por FMN con respecto al proto-
colo de tiempos de la red (NTP). Este protocolo permite que todos los dispositivos de 
la red dispongan de una única referencia de tiempo para que estén completamente 
sincronizados. La arquitectura NTP se basa en una topología jerárquica de servidores 
en red que garantiza la sincronización en tiempo entre ellos y con los clientes finales. 
Dicha infraestructura se organiza en niveles de estrato que definen la distancia entre el 
sistema de ese nivel con respecto al reloj de referencia. De la Figura 6 se deduce que 
progresando a través de los diferentes estratos se acumula retraso en la red, por lo que 
se reduce la precisión del servidor NTP en relación con la hora en formato UTC (Tiempo 
Universal Coordinado). Los tiempos generados por un estrato 1 será más preciso que 
cualquier servidor de estrato 2.




Los MNE pueden proporcionar un tiempo de servidor conectado directamente a un es-
trato 0 o bien utilizar el servidor de tiempos de otro MNE, por lo que estaría conectado 
a un estrato 1. El resto de entidades (MNX o Hosted Users) deben utilizar el servidor de 
tiempos del MNE al que están conectados [9].
Las Configurations Forms son documentos que deben de ser rellenados y firmados por 
el jefe de centro. Con ello se pretende que cualquier centro que se deba conectar tenga 
la información necesaria para poder hacerlo. Se tratan aspectos técnicos necesarios 
para poder realizar la conexión entre centros sin problemas de compatibilidad.
3. FMN EN UNA MANIOBRA MULTINACIONAL
Tras describir en el capítulo anterior los aspectos necesarios a tener en cuenta para 
dar servicio de voz, texto y video siguiendo la normativa FMN, se va a definir un posi-
ble esquema de una maniobra OTAN que cumple al detalle las exigencias descritas en 
el Spiral1 (figura 8). El ejercicio consiste en una División Española, bajo el nombre de 
MNE ESP, del cual depende una Brigada Rumana, bajo el nombre de ROU BDE. Los 
MNX siempre dependen de los MNE debido a la falta de ciertos servicios que deben de 
ser proporcionados por un centro mayor. Por otro lado, encontramos una Brigada Es-
pañola bajo el nombre de SP BDE, que depende directamente de una División Inglesa 
denominada MNE UK.
6  Fuentes de la imagenes: Manual FMN Spiral 1












Con la llegada de FMN los MNE se conectan a un servidor central (DF) para extraer infor-
mación de uso conjunto, como puede ser los directorios del personal involucrado en la 
maniobra. Pero, por otro lado, 
observamos que los MNEs están 
enlazados entre sí. FMN nos dice 
que los centros deberán ir enlaza-
dos entre sí mediante Fibra óptica 
(FO) monomodo con conector LC 
o vía satélite, dependiendo de la 
situación del ejercicio. De este 
modo se crea la estructura plana 
descrita anteriormente, ya que los 
centros dejan de depender direc-
tamente de un organismo supe-
rior, y pasan a depender de ellos 
mismos para enlazar entre sí.
La situación varía ligeramente cuando nos encontramos ante un MNX. Dichos centros 
deben ir siempre conectados a un centro mayor (MNE). Deberán conectarse a él a tra-
vés de fibra óptica monomodo con conector LC o vía satélite. Por lo tanto, para que un 
usuario se pueda comunicar con otro usuario perteneciente a un centro distinto al suyo, 
deberá hacerlo a través de, al menos, un MNE.
Para enlazar dos MNE o MNE-MNX el ejército de tierra español dispone de múltiples 
opciones:
 — At The Quick Halt (ATQH) (A): Ofrece tres tramas de 2 Mbps. Una para SIMACET 
y Voz IP, una para VTC y otra para WANPG7.
 — Terminal Ligero Bibanda IP (TLB IP) (B): Ofrece una trama de 2 Mbps.
 — Fibra Óptica Monomodo con conector LC (C)
 A8 B9 C10
Pie de foto 08: ATQH, TLB IP, Fibra Óptica
7  Red de Propósito General del Ministerio de Defensa, comúnmente denominado “intranet”.
8  Fuente de la imagen: https://commons.wikimedia.org/wiki/File:VAMTAC_S3_ATQH_Alicante (última consulta 
20/10/2016).
9  Fuente de la imagen: Elaboración propia.
10  Fuente de la imagen: http://www.cablematic.es/producto/Bobina-de-fibra-optica-9_slash_125-monomodo-8-fi-
bras-exterior- de-1000-m/ (última consulta 15/10/2016).
Esquema maniobra multinacional 
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Es preferible utilizar la opción A. Es una opción táctica, con la que el enemigo no puede 
interrumpir el enlace (con la FO el enemigo puede interceptar nuestras comunicaciones 
con elementos como, por ejemplo, el OPT 130 de Kingfisher). Los MNE cuentan con un 
número elevado de usuarios, por tanto, con un TLB IP tan solo podríamos cubrir uno de 
los servicios (SIMACET y VTC, VoIP o WANPG), ya que los tres servicios por una misma 
trama irían extremadamente lentos y se podría saturar la red. Otra opción, si el MNE al 
que queremos conectarnos está relativamente cerca, sería la Fibra Óptica Monomodo. 
En dicho ejercicio se utiliza el enlace satélite mediante ATQH para el enlace entre MNE 
y la Fibra Óptica para los enlaces MNX-MNE.
Cada MNE puede tener una estructura y un número de usuarios distinto. Generalmente, 
un MNE español consta de:
 — Nodo Versión 5.0: Proporciona servicios a través de las distintas aplicaciones 
que existen, tanto de SIMACET como de OTAN:
 • Aplicaciones de SIMACET:
 ◦ MENSAJERÍA: es uno de los servicios de SIMACET que más se utiliza. 
Normalmente se instala un servidor Exchange el cual se aplica a Outlook.
 ◦ ANTARES: permite visualizar las unidades desplegadas en la zona de acción 
a tiempo real.
 • Aplicaciones adquiridas de OTAN:
 ◦ JCHAT: mensajería instantánea entre usuarios
 ◦ JOCWATCH: permite al Centro de Control del Ejercicio (EXCON) inyectar 
incidencias. Un ejemplo de incidencia en esta aplicación sería; un avión 
derribado o una manifestación hostil.
 ◦ SHAREPOINT: Pagina web donde los usuarios pueden colgar y descargar 
documentos. Sustituye a las antiguas carpetas compartidas.
 ◦ IGEOSIT: Aplicación que permite cargar mapas, capas ráster y ortofotos. 
Permite crear con la carta digital planes de vuelo y reflejar la maniobra que 
se está llevando a cabo.
 ◦ LOGFAS: Aplicación específica de logística. Es una base de datos donde 
se encuentra todo el material utilizado en la maniobra. Permite al jefe del 
ejercicio crear incidencias en dicho ámbito.
 ◦ TOPFAS: Parecido al IGEOSAT, enfocado a gran unidad. El jefe de la gran 
unidad puede ver reflejada toda la maniobra que se está llevando a cabo, 
cual es el personal, las incidencias que se están produciendo, etc.
 — Call Manager Express (CME): Software de un router que permite realizar el regis-
tro de teléfonos IP para el servicio de Voz IP.
 — WANPG: Permite a los usuarios tener servicio de Intranet.
El nodo Versión 5.0 enlaza con otro centro a través de una trama satélite en espejo. Este 
tipo de trama se utiliza para crear redes en aislado, es decir, completamente seguras. 
Por este motivo, se puede conectar un CME al switch de dicha red y sacar de ella ter-
minales teléfono conectados a la red Mission Secret de OTAN. Teléfonos con los que 
solamente es posible comunicarse entre terminales de la misma red, pero no tendrán la 
posibilidad de una comunicación con el exterior, ya que son aislados.












Esquema SIMACET y aplicaciones OTAN de un MNE/MNX11
4. COSTES
Tras conocer en los apartados anteriores los aspectos técnicos y materiales necesarios 
para la creación de un MNE, se ha llevado a cabo un análisis de costes para determinar 
cuál sería el coste de una maniobra multinacional que cumpla con los requisitos OTAN. 
Para ello ha sido necesario llevar a cabo la elaboración del layout de la maniobra. Este 
documento es realizado por la unidad que es apoyada, ya que es el documento en el 
que se especifican cómo se quiere la distribución de los medios y cuáles son las nece-
sidades de los usuarios. En este caso, debido a que la maniobra es creada de un modo 
virtual, el layout ha sido creado por el autor del trabajo (ANEXO A).
Entre la información que nos aporta el layout encontramos: el número de ordenadores 
y teléfonos a los que se debe dar servicio, cuántas bobinas de cable serán necesarias 
en la maniobra, la cantidad de switches y de routers que se deberán emplear. El layout 
también permite estimar el tiempo que deberemos emplear en el montaje del centro.
Para llevar a cabo el cálculo de costes en la maniobra, se ha tenido en cuenta que:
 — El MNE deberá dar servicio a:
 • 80 usuarios SIMACET
 • 30 usuarios WANPG
 • 100 usuarios Voz IP (RCT)
 • 20 usuarios Voz IP (Mission Secret)
 — Se lleva a cabo en el campo de maniobras de Chinchilla (Albacete).
11  Fuente de la imagen: Elaboración propia
}  Más un 30% de reserva
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 — Los usuarios inician la maniobra el día 26 de septiembre y finalizan el 30 de 
septiembre. Para ello, la unidad de transmisiones se desplazará 3 días antes y 
finalizará 1 día después.
 — Los grupos electrógenos estarán encendidos 24h a partir del segundo día de 
montaje (168h en total).
4.1. Material
Posteriormente, tras conocer la ubicación de la maniobra, el layout y los servicios que 
se deben ofrecer podemos extraer el material necesario para la realización de la manio-
bra, el cual, se detalla en la Tabla 1. Conociendo el material necesario se ha observado 
que gran parte del material de la lista se tiene de dotación en la unidad, por ello a con-
tinuación se relaciona un listado del material necesario y un presupuesto del material a 
adquirir.
Tabla 1: Lista y Coste en Material
Para poder analizar correctamente los costes en los que se incurre, ha sido necesario 
realizar un esquema del convoy (Figura 11), el cual, transportará el material y personal 
necesario para la maniobra:
 — 3 vehículos ligeros (Aníbal)
 — 1 ATQH
 — 2 nodo SIMACET
 — 2 camiones de carga de material
 — 1 autobús para transporte de personal
Conociendo el convoy, el lugar en el que se realiza la maniobra, cuantos grupos elec-
trógenos estarán operativos, la duración de la maniobra, el precio del gasoil en el 
mercado (Tabla 2), el consumo de los vehículos (Tabla 3) y grupos (Tabla 4), se puede 
hacer una estimación del coste, en combustible, en el que se incurrirá durante la ma-
niobra (Tabla 5).













Tabla 2: Precio Gasoil a día 20 SEP2016
Tabla 3: Consumo en Vehículos
Tabla 4: Consumo en Grupos
Tabla 5: Total Litros de Gasoil y coste en Euros




El personal necesario para la maniobra se especifica en la siguiente tabla:
Tabla 6: Relación de Personal
En la Tabla 6 podemos observar una gran cantidad de Suboficiales incluidos en la 
maniobra. Esto es debido a que, en otras armas, un suboficial tiene bajo su mando a 8 
Militares Profesionales de Tropa y Marinería (MPTM) pero en el arma de transmisiones 
no es del todo así. Los suboficiales son encargados de un área específica y son ad-
ministradores de ella, por ello un suboficial encargado de un área no necesariamente 
necesitará 8 soldados para realizar el trabajo.
En las aulas donde se encuentran los usuarios, debe haber un Helpdesk. Dicho puesto 
tiene la misión de solventar las incidencias que surjan a los usuarios. Si es una inci-
dencia de la que no se puede hacer cargo personalmente, dispone de un teléfono y 
un ordenador para informar al suboficial especialista en dicha área y poder solventar la 
incidencia. Por este motivo, es un puesto que debe estar activado siempre que existan 
usuarios trabajando. En esta maniobra tenemos 2 Helpdesk en el edificio con turnos de 
8 horas cada uno.
Teniendo en cuenta el personal necesario para la maniobra, se incurre en un coste total 
detallado en la Tabla 7. El personal de dicha maniobra dispondrá de pluses y deberá 
hacerse cargo de las comidas por cuenta propia reservando previamente en el Sistema 
de Gestión de Alimentación (SIGEAL).
Tabla 7: Coste incurrido en Personal
Para finalizar con el apartado de costes, en la Tabla 8 se ofrece el total del coste de la 
maniobra, incluyendo el coste incurrido en material, personal y combustible.
Tabla 8: Coste total












Una vez realizado el análisis de costes, nos damos cuenta que la diferencia entre reali-
zar la maniobra con o sin FMN no hace variar el coste total en exceso. Esto es debido a 
que el único coste material en el que se incurre debido a la llegada de FMN es el de la 
fibra óptica monomodo con conectores LC (184,65 euros). De todos modos, cabe des-
tacar que, en dicho análisis de costes, se presupone que el personal está debidamente 
instruido, conoce todos los parámetros técnicos que se deben seguir en una maniobra 
FMN, y que todas las licencias de los servidores y aplicaciones están actualizadas y 
corresponden a las exigidas en FMN. La instrucción del personal y la compra de las 
licencias necesarias para cumplir con los requisitos técnicos y de seguridad que exige 
OTAN en FMN aumentarían el coste de la maniobra notablemente.
No se ha incluido ambos costes en la maniobra ya que, hoy por hoy, no existe suficiente 
información sobre los conocimientos técnicos en los que se debería instruir a los admi-
nistradores. Por otro lado, los costes incurridos en licencias son muy elevados. Por ello, 
dichas licencias son compradas directamente por la Jefatura de los Sistemas de Infor-
mación, Telecomunicaciones y Asistencia Técnica (JCISAT), convirtiendo la adquisición 
en Reservada para el resto de unidades. Las licencias para dicha maniobra podrían 
tener un coste aproximado de 1 millón de euros.
5. CONCLUSIONES
FMN es una estandarización llevada a cabo por la OTAN para facilitar el despliegue de 
las unidades de transmisiones en ejercicios y misiones multinacionales. Dicha estan-
darización permite a la organización del Atlántico Norte aumentar la interoperabilidad y 
la rapidez en los despliegues, ya que todos los miembros pertenecientes a la maniobra 
saben cuáles son los medios que necesitan, como deben estar configurados los equi-
pos, así como el modo de interconectarse.
La llegada de FMN no supone cambios considerables en los medios del ejército, pero sí 
que supone una plena reestructuración de los centros de transmisiones y de las capaci-
dades y servicios. Antes de la llegada de FMN, en ejercicios multinacionales los centros 
se preocupaban de estar enlazados con la red OTAN, sin preocuparse en absoluto por 
como interconectarse entre centros. Ahora con la llegada de FMN ha cambiado. OTAN 
es un miembro más de la maniobra, por lo que FMN determina como se deben inter-
conectar los centros y cuales deben de ser las especificaciones técnicas para que se 
efectúe dicha conexión sin problemas de compatibilidad.
La conclusión más directa que se extrae del presente trabajo es que FMN es un concepto 
nuevo, del que solo se ha escrito el Spiral1. La idea final es disponer de sistemas de infor-
mación que sean fáciles de configurar y rápidamente interconectables. Por tanto, queda 
mucho camino para que dicha estandarización defina todos los aspectos que debe definir.
Con la llegada de FMN es necesario una transformación doctrinal de adiestramiento y 
tecnológica en las unidades y cuarteles generales. Debido a ello, hay que estar plena-
mente informado de las evoluciones que surgen al implementar dicho concepto.
FMN es en proyecto nuevo, aún inmaduro, al que le queda un largo recorrido para poderse 
utilizar en Zona de Operaciones. Con este nuevo proyecto, se hace palpable la importan-
cia que está adquiriendo el arma de Transmisiones en la guerra. El modo de combatir, en 
el futuro, no será con aviones o carros de combate, sino con los medios CIS. La nación u 
organización que tenga los medios CIS más avanzados, será la que desempeñe el mando 
y control de las unidades con más rapidez y efectividad, por tanto, la que venza. Por ello, 
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ANEXO A: LAYOUT de la Maniobra
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 EQUIPO 1, 2 Y JEFE EQUIPO 3 EQUIPO 4

Cuando el Memorial 
recobra la memoria
NOTA DE LA REDACCIÓN
El Consejo de Redacción ha decidido reproducir en facsímil el artículo “Descripción del 
enclavamiento sistema M.D.M.”, escrito por el capitán de Ingenieros D. José María de 
Paúl que describe dicho sistema aplicado en la estación de Príncipe Pío (Madrid-Norte).
Dicho artículo se publicó en el Memorial de Ingenieros del Ejército, Colección de Memo-

































































































































































































































































































































EMILIO HERRERA LINARES, INGENIERO MILITAR, 
AEROSTERO, AVIADOR Y CIENTÍFICO
José Ignacio Mexia y Algar
Coronel de Ingenieros (R)1
Emilio Herrera Linares fue piloto de globo li-
bre, de dirigible y de aeroplano que llegó a 
ser uno de los más prestigiosos y destacados 
hombres y pionero de la Aviación Militar de 
España, gozando de gran prestigio nacional e 
internacional con una vida militar, científica y 
política jalonada de grandes hechos. Este año 
se cumple el 50 aniversario de su fallecimien-
to, fuera de su querida España. En Granada, 
Sevilla y Madrid se han celebrado homenajes 
en su nombre en este último otoño, y correrá 
más tinta, pero el Memorial del Arma de Inge-
nieros, que tantos artículos suyos publicó no 
ha querido estar ajeno a esta noticia. Esta es 
su vida.
Herrera nace en Granada el 13 de febrero de 
1879 en una típica casa andaluza y con fami-
lia de tradición militar. Su abuelo José Agus-
tín de Herrera García y Gricelliz2, general del 
Cuerpo de Ingenieros y mariscal de campo y 
su padre Emilio Herrera Ojeda3, coronel de In-
fanteria, apasionado por la Ciencia y el Arte.
De pequeño ya le encantaba cacharrear con los instrumentos científicos traía su padre de 
París y con los que había montado un laboratorio en su propia casa y colaboraba con él 
en aquellas veladas de ilusionismo y linterna mágica que, sin duda, despertaron su interés 
por la Ciencia y por la Aeronáutica, ya que su progenitor llegó, incluso, a organizar ascen-
siones aerostáticas en las fiestas del Corpus de Granada en 1894. No nos puede extrañar 
que alcanzase su título de Bachiller con calificación de sobresaliente y como era un ex-
celente dibujante, comenzó la carrera de Arquitectura, a fin de emular a su antecesor… 
Sin embargo, una discusión con su profesor de química y tal vez tocado en ese punto 
sensible que todos los militares tenemos, abrazó esta “honrada profesión”, e ingresó en 
la Academia de Ingenieros de Guadalajara, con solo cinco meses de preparación el 1 
de julio de 1896 y recibiera los Reales Despachos de primer teniente el 21 de marzo de 
1901. Pertenece a la 82 Promoción del Cuerpo de Ingenieros, y es el N.º 13 de la misma.
1  Miembro de la Comisión Histórica del Arma de Ingenieros y de la Asociación Española de Militares Escritores.
2  José Agustín de Herrera García y Gricelliz. Experto en fortificación permanente, dirigiendo obras en la Península y 
Melilla y siendo autor de libros sobre ese tema. (Fuente: El General Herrera. Emilio Atienza)
3  Estuvo destinado en el Regimiento de Ingenieros y participo en le extinción del incendio de la calle Limón de Ma-
drid, del 8 de julio de 1851, distinguiéndose por su arrojo y valor en la evacuación de enfermos del Hospital de 
Venerables. (Fuente: El General Herrera. Emilio Atienza)
Emilio Herrera piloto de Aviación. (SHYCEA)




















Una de las láminas dibujadas por Herrera. (Gomá)
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Su primer destino como teniente fue el 3º Regi-
miento de Zapadores Minadores de Sevilla, donde 
prestó servicio alternando con asistencia a las Es-
cuelas Prácticas de Aerostación en Guadalajara, 
donde en 1903 obtiene el título de Observador de 
globo y en 1905 el de Piloto de 1ª Categoría de 
globo libre. Durante esos primeros años, el tenien-
te Herrera alterna las ascensiones en globo con 
sus obligaciones en el Regimiento y en 1906 pasa 
destinado a la Compañía de Aerostación y Alum-
brado de Campaña ascendiendo a capitán en 
1907. Contrae matrimonio en 1909 con Irene Agui-
lera Cappa, su inseparable compañera y que hizo 
realidad aquello de que detrás de un gran hombre 
hay siempre una gran mujer.
La Aerostación hay que contemplarla bajo cuatro as-
pectos, como especialidad militar, experiencia cien-
tífica y actividades deportivas y sociales. Como es-
pecialidad militar permitió llevar la observación a 600 
m de altura, proporcionando al Mando una informa-
ción en tiempo real del campo de batalla y comple-
mentar la escasa cartografía existente, así como la 
corrección del tiro de artillería. Como ayuda a la 
Ciencia de aquellos tiempos, permitió a los científi-
cos hacer experimentos y mediciones despegados 
de la tierra y a diferentes cotas de altura. Comoquie-
ra que los globos también existían en la sociedad 
civil, no había evento o celebración en Madrid y otras 
capitales en los que no interviniera un globo, en mu-
chos ocasiones militar, así como, era una actividad 
deportiva, como lo prueba la asistencia a la Copa 
Gordon Benet o la participación de concursos orga-
nizados por el Real Aeroclub de España (RACE). En 
todas ellas vamos a encontrarnos a Emilio Herrera.
En 1909 acude a la campaña en Melilla junto con 
sus compañeros los tenientes Barrón y Ortiz-Echa-
gue como observadores a las órdenes del capi-
tán Antonio Gordejuela Caustilla. Ya desde cadete 
despuntó en el arte del dibujo y de ello dan fe la 
precisión de los croquis y panorámicas realizados 
desde el globo Parseval, Reina Victoria, y que fue-
ron decisivos para el Mando dada la escasez de 
cartografía fiable de la zona de operaciones.
Desde 1906 a 1911 Emilio Herrera vivió una intensa vida de aerostero. Más de 70 ascen-
siones libres de carácter militar, deportivas o científicas lo demuestran. Prolijo sería deta-
llar la labor desarrollada, por lo que, en razón de la brevedad, no se citarán más que las 
más sobresalientes. Cabe destacar, por su importancia, su participación en las observa-
ciones del eclipse de sol realizadas con los globos esféricos Marte y Júpiter en Burgos en 
agosto de 1905 con la Comisión Científica Internacional. En estas ascensiones, de nuevo 
Emilio Herrera, alumno en la Academia 
de Ingenieros (Emilo Atienza)
Portada de Aero Gazeta con Emilio 
Herrera en Zeluan, 1914. (SHYCEA)




















Herrera demostró su habilidad en el dibujo en los croquis realizados desde la barquilla del 
globo de la corona solar durante el citado eclipse. También cabe citar en ese mismo año 
la ascensión con Esteban Terradas Illa y Sánchez Lorente de No para estudiar el movi-
miento oscilatorio del péndulo continuo a diferentes alturas.
En cuanto a las ascensiones deportivas, Herrera demostró su excelente preparación y es-
píritu deportivo en el Gran Prix Aerostático convocado por el Aeroclub de Francia en octu-
bre de 1905 y en el que participó con Jesús Fernández Duro y su globo Cierzo”. El gobier-
no francés les honró a ambos con el título de Caballeros de la Legión de Honor4. Con el 
Real Aeroclub de España (RACE) ganó el campeonato organizado en honor de la boda del 
Rey D. Alfonso XIII y en mayo 1908 concurrió con el globo “Gerifalte” al Certamen Aero-
náutico de Barcelona, elevándose a 6000 m. de altura y estableciendo el record nacional 
de altura. En el año 1906 y en 1908, participó en la I y III Copa Gordon Bennet, en París y 
Berlin, pero sin pena ni gloria. Por cierto que al regreso del segundo concurso, el capitán 
Alfredo Kindelán y él pasaron por Le Mans para ver el aeroplano de los hermanos Wrigth.
Entre tanto, el Gobierno había decidido la adquisi-
ción del dirigible España y el capitán Herrera formó 
parte de su tripulación para lo que obtuvo el título 
de piloto de dirigible de 2ª categoría. El fracaso de 
esta aeronave, facilitó la tarea a los capitanes Kin-
delán y Herrera de convencer al coronel Vives de la 
necesidad de incorporar aeroplanos a la Aeronáuti-
ca Militar. En estas gestiones tuvieron mucha impor-
tancia las opiniones de Herrera.
Por fin en 1910 tres aviones Farman llegan a la base 
de Cuatro Vientos. Junto con los capitanes Alfredo 
Kindelán Duany, Enrique Arrillaga López y los te-
nientes Eduardo Barrón y Ramos de Sotomayor y 
José Ortiz de Echagüe Puertas, realiza el en 1911 el 
primer curso de piloto militar figurando con el N.º 3 
de la escala militar y antigüedad de 12 de agosto de 
1911 y con el N.º 5 de la FAI5. Y ya como tal vuelve a 
Tetuán el día 5 de enero de 1914 para hacerse cargo 
del mando del aeródromo y de la Escuadrilla que apoyaba a las tropas españolas en la 
campaña de Marruecos de 1913 hasta el mes de mayo que regresa a Madrid.
Cabe destacar el vuelo a bordo de un monoplano Nieuport, realizado el 7 de febrero de 
1914, junto con el capitán José Ortiz de Echagüe, desde Tetuán a Sevilla, portando un 
mensaje del general Marina a S.M. el Rey, a la sazón en visita oficial a esta ciudad. Fue 
la primera vez que un avión español cruzaba el estrecho de Gibraltar y estos valientes 
oficiales de Ingenieros lo hicieron sobrevolando la colonia inglesa con una clara inten-
ción, reivindicar la pertenencia a España de este trozo de nuestra Patria mostrando su 
Bandera impresa en el timón de cola de su aeroplano sobre la Roca. Este vuelo pudo 
constatar la posibilidad de emplear la Aviación como medio de transmisión rápida de 
correo oficial. D. Alfonso XIII concedió el título de Caballero Gentil-hombre de Cámara 
en Ejercicio a ambos pilotos por esta proeza.
4  Cuando en un banquete explicaba a la Reina madre Dña María Cristina los detalles de su vuelo y el accidentado 
aterrizaje en los alrededores de LIndenau, Moravia, la ilustre dama le interrumpió y dijo…ahí naci yo… a lo que He-
rrera contestó, Señora, yo también. (Fuente: El general Herrera. Emilio Atienza)
5  Federación Aeronáutica Internacional.
Comandante Herrera, con uniforme 
de Aeronáutica, Rama Aviación 1926.
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En mayo de 1914, el coronel Vives a la vista de la situación en la zona del Protectorado de-
cide situar un nuevo aeródromo en Zeluán con una escuadrilla de monoplanos Nieuport al 
mando del capitán Herrera, iniciándose de forma inmediata los vuelos de reconocimiento.
Por los méritos que concurrían en su 
persona fue ascendido al empleo de co-
mandante en 1915, si bien en virtud del 
juramento de todos los oficiales de Inge-
nieros realizaban al salir de la Academia y 
del cumplimiento de su palabra, renunció 
al mismo6 y fue compensado con la Cruz 
de María Cristina7. Estos méritos eran 
bien conocidos tanto en España como en 
las naciones europeas que en esos años 
se desangraban en la I GM, por lo que fue 
Herrera el oficial elegido para visitar en 
septiembre de 1916 el frente del Somme 
invitado por el Gobierno británico. Ade-
más este capitán hablaba francés, inglés, 
italiano y esperanto. A su regreso emitió 
un informe en el cual intuyó el futuro de 
la Aviación militar en el que exponía que 
debería tener un escalafón propio y que 
cuando su desarrollo fuera lo suficien-
temente grande, la Aviación se integra-
ría en los Ejército de Tierra, Mar y Aire. 
Y esto fue lo que ocurrió en 1926, 1917 
y 1939 respectivamente. En el mes de 
mayo es enviado a Estados Unidos para 
comprar aparatos Curtis-Jenny y montar 
en España la primera escuela de pilotos 
de hidroaviones, que se ubica en Los Al-
cázares (Murcia)8.
Herrera conocía las posibilidades de los vuelos trasatlánticos en dirigible por lo que co-
laboró con el Dr. Eckener para establecer una línea, La Coruña-New York, mediante la 
fundación de la Compañía Transaérea Colón, si bien nunca llegó a ser realidad. Sin em-
bargo, en 1928 este proyecto fue asumido por Alemania, que comprendió la exactitud 
de los estudios de Herrera iniciándose una serie de vuelos en los dirigibles “Zeppelin” 
y en los que llega a realizar varios vuelos entre París-New York y Sevilla-Buenos Aires 
en 1929 y 1930.
Desde la creación de la Aeronáutica Militar, Herrera, se integró plenamente en la Rama de 
Aviación, ya que la vida de los dirigibles en ella fue efímera. El coronel Rodríguez Mourelo, 
Director de la Aeronáutica Militar en 1918, encargó al ya comandante Herrera, ascendido 
6  Su renuncia supuso la pérdida de la Jefatura del Servicio de Aviación, que paso a ser de un Jefe de otro Cuerpo, 
a pesar de la presiones de otros compañeros y del Comandante General del Cuerpo de Ingenieros de la 3ª RM.
7  Cuando asciende por su escalafón en 1917, tuvo que devolver esta condecoración.
8  A finales de 1914, el Ministerio de la Guerra encarga al coronel de ingenieros, Pedro Vives buscar el lugar más ade-
cuado para el establecimiento de una base de hidroaviones, eligiendo como emplazamiento más apropiado Los 
Alcázares. En septiembre de 1915, llegan los primeros seis hidroaviones Curtiss JN-2. El 12 de diciembre de 1915, 
el teniente de caballería Roberto White Santiago realiza el primer vuelo de un hidroavión militar español.
Los cinco primeros pilotos militares con su instructor 
a bordo de un aeroplano Farman, 1910. 
(SHYCEA)




















en 1917, el diseño y construcción de un Labora-
torio Aerodinámico en la base de Cuatro Vientos 
dotado de un Túnel Aerodinámico9, antecedente 
del actual Instituto de Técnica Aeroespacial 
(INTA). En 1921 se inaugura y el comandante He-
rrera es nombrado Director. Albert Einstein lo vi-
sita en1923. Herrera certifica los vuelos del auto-
giro diseñado por Juan de la Cierva y que se 
realizan en Cuatro Vientos en diciembre de 1924.
De este modo comienza una etapa de su vida 
en la que deja de ser operativo para pasar a ser 
ingeniero, calculista e investigador, si bien ya 
anteriormente había representado a España en 
reuniones de la FAI y en las reuniones del Con-
greso Internacional de Aeronáutica. En enero 
de 1919 fue elegido Vicepresidente de la Real 
Sociedad de Matemáticas.
Cuando en 1926 se crea la Jefatura Superior de Aeronáutica, Herrera es nombrado Co-
mandante Jefe de Escuadra y dirige la Plana Mayor, Servicios Centrales y de Inspección 
del Servicio de Instrucción, conservando la Dirección del Laboratorio. Herrera viste el 
uniforme propio de lo que ya es realmente una Arma más del Ejército de Tierra. Su pres-
tigio se reafirmó por sus colaboraciones en revistas técnicas, cálculos de estructuras, 
resistencia y aplicación de materiales, nuevos sistemas de propulsión, nuevas técnicas 
de navegación y un amplio etc.
Monoplano Nieuport y Herrera en Cuatrovientos. (Emilio Atienza)
9  En su momento fue el más grande del mundo
Herrera y Ortiz de Echagüe en Sevilla 
(artículo de La Esfera)
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Como Jefe de Instrucción inició la 
preparación de la Escuela de Ingenie-
ros de Aviación Militar, que el Conse-
jo Superior de Aeronáutica decidió 
que cubriera también las necesida-
des de la Aeronáutica Naval y la Civil. 
En 1928 asciende a Jefe de Base de 
la escala de Aviación y es nombrado 
Jefe del Servicio de Material y de los 
Servicios Técnicos. En ese mismo 
año se crea la Escuela Superior de 
Aerotecnia10, en las instalaciones pre-
paradas para la misma cercanas a la 
base de Cuatro Vientos y de la que es 
nombrado Director el teniente Coro-
nel Herrera en 1929.
La etapa final de su vida se encuen-
tra condicionada por la llegada de la 
II República seguida de la Guerra Civil 
que asoló nuestra nación entre 1936 y 
1939. Cuando D. Alfonso XIII abando-
na España, Emilio Herrera se desplaza 
a París y se pone a las órdenes del Rey exiliado, ligado por el juramento prestado al 
aceptar el nombramiento de Caballero Gentil-hombre de Cámara en Ejercicio, si bien 
S.M. le solicitó que por el bien de su nación aceptase al nuevo régimen. A su regreso 
firmó, como todos los Jefes y Oficiales que continuaron en el Ejército, su compromiso 
de honor de servir con lealtad a la República, pese a sus convicciones monárquico-con-
servadoras.
Los globos participantes junto al Monasterio de San Juan, 
en la calle Vitoria Burgos, (Archivo Municipal Burgos)
10  R.D de 29 de septiembre de 1928
Comandante Herrera con su diseño de traje estranáutico 
(SHYCEA)




















En estos años el prestigio de Herrera alcanzó su máximo nivel y en ellos se alumbraron 
algunos de sus más brillantes proyectos. En 1932 participa junto a Azaña en la Confe-
rencia de Desarme promovida por la Sociedad de Naciones. Considera que la Aviación 
no solo es un Arma del Ejército, sino un factor de progreso científico y de desarrollo 
de los pueblos y defiende un control internacional de ella para evitar su uso con fines 
bélicos. El gobierno, en reconocimiento de sus méritos aeronáuticos le concede el título 
de Ingeniero Aeronáutico y a propuesta del general de Ingenieros José Marvá y Mayer, 
ingresa en la Academia de Ciencias Exactas, Físicas y Naturales en la que ocupará el 
sillón N.º 16 del fallecido general Ricardo Aranaz.
En 1933 comienza a preparar su más importante proyecto, la ascensión a 23.000 m de 
altura de un globo con barquilla abierta para estudiar las radiaciones cósmicas. La Avia-
ción Militar y la Academia de Ciencias apoyaron el proyecto. Para ello fue necesario que 
diseñase y construyese un traje espacial dotado de una escafandra estratonaútica, que 
no difería en mucho de los primeros equipos utilizados en la carrera espacial. La ascen-
sión programada para el año 1936, no pudo ser realizada a causa del estallido de la 
Guerra Civil. Hay referencias de que la NASA llegó a interesarse de sus estudios, al 
inicio de la carrera espacial 11.
Este conflicto sorprendió a Emilio Herrera en la Universidad de Verano de Santander. 
Permaneció fiel a la República en virtud de su compromiso firmado, si bien durante ella 
no ocupó ningún cargo operativo sino como 
Jefe de los Servicios Técnicos y de Instruc-
ción de las Fuerzas Aéreas de la República. 
Asciende a general en 1937. En 1939 acom-
paña a Indalecio Prieto a la toma de posesión 
del Presidente de Chile, Pedro Aguirre Cerdá, 
si bien al regreso la guerra había finalizado y 
no pudo llegar a Madrid, exiliándose en París.
Allí vive la II Guerra Mundial y allí, en los años 
posteriores, se ocupa siempre de ayudar a 
los exiliados e inmigrados. Con dificultades 
para subsistir, Herrera, valiéndose de su pres-
tigio internacional, trabaja en la ONERA12 e 
incluso en la UNESCO, mientras que escribe 
en revistas técnicas francesas y americanas. 
En 1951 acepta encargarse del Ministerio de 
Asuntos Militares del Gobierno de la Repúbli-
ca en el exilio y en mayo de 1960 asume la 
Presidencia del VI Gobierno en el Exilio, car-
go que ocupa hasta 1962.
Emilio Herrera muere en Ginebra el 13 de 
septiembre de 1967. Sus restos reposan en 
la Granada que le vio nacer desde 1993.
11  Según refirió el piloto Antonio García Borrajo: “Cuando los norteamericanos le ofrecieron a Herrera trabajar para 
su programa espacial con un cheque sin limitaciones en ceros, él pidió que una bandera española ondeara en la 
Luna, pero le dijeron que solo ondearía la de Estados Unidos”. Herrera rechazó la oferta. (Fuente: El español que 
rozó la luna. Rafael Fraguas)
12  Office National d´Etudes et de Recherches Aeronautiques.




Cor. ® Gonzalo Pestaña Enríquez
Durante los últimos años dos tipos de Estado, han venido a ocupar la escena interna-
cional. Uno es la aparición de lo que se ha denominado como “estados fallidos”, y el 
otro los llamados rogue states (algo así como estados bribones).
Desde la reorganización, en 1648, de los Estados soberanos, que siguió al Tratado de 
Westfalia, la estructura de los Estados se clasificaron en: grandes, medias y pequeñas 
potencias, y una jerarquía, que los colocaba en grupos dominantes, o supremas poten-
cias, sub- dominantes, potencias y Estados clientes y neutrales.
De la misma forma que esa estructura surgió de una “larga guerra”, también surgió otra 
estructura después de la Guerra Fría (1947-1989).
Pero al lado de los Estados tradicionales, vemos ahora actores no-Estados, sindicatos 
criminales, terroristas y organizaciones separatistas, grandes corporaciones y bancos, 
y seudo-Estados como Chipre del Norte, Nagorno-Karabaj, la Autoridad Palestina… así 
como otras variadas organizaciones no-gubernamentales.




















Esos actores no-Estados, se relacionan entre sí y con otros Estados de la misma forma 
que los Estados se relacionan a diario entre sí, empleando elementos e instrumentos 
estatales, incluyendo: la diplomacia, la propaganda, la economía, los actos subversi-
vos, el despliegue militar y la guerra, que ha dado paso a una nueva era.
Esta nueva era, fue inaugurada espectacularmente, con el ataque directo al más pode-
roso Estado de aquel tiempo, los Estados Unidos de América, por un actor no-Estado, 
el 11 de septiembre de 2001. Desde aquel mismo instante, la escena internacional se ha 
hecho cada vez más caótica, especialmente la región MENA (Oriente Medio y África del 
Norte), que tan directamente afecta a España. Varios países del MENA están desinte-
grados a diferentes niveles, incluyendo: Siria, Líbano, Irak, Yemen, Afganistán, Libia … 
A los que habría que añadir ahora mismo Venezuela en América del Sur. La situación de 
caos resultante es muy peligrosa, pues países enormemente endeudados dan lugar a 
un vacío de poder que, a su vez da lugar a los Estados fallidos. Los rogue states, surgen 
como consecuencia de rebelarse contra la estratificación impuesta, tras el empleo del 
arma nuclear, durante la Guerra Fría. De esto vamos a tratar.
El mundo está por primera vez, desde la crisis de los misiles en Cuba en 1962, al borde 
de un conflicto catastrófico. Uno solo de esos misiles, tenía el doble de poder explosi-
vo, que todas las bombas de la Segunda Guerra Mundial.
China, continúa asentando su poder en los mares del Sur y del Este de China, con roces 
en la frontera con la India en el Himalaya. El expansionismo chino, lento pero seguro, 
choca con los intereses de Filipinas, Indonesia, Malasia, Taiwan, Borneo, Japón… A 
ésta ya, de por si grave situación, viene a unirse, la cada vez más desafiante actitud, de 
las incesantes pruebas de misiles, por parte de Corea del Norte.
Existen serias discrepancias entre EE.UU. y China respecto a Corea del Norte.
Por no hablar de las ambiciones de Rusia en las proximidades de sus fronteras.
Las tensiones sobre las armas nucleares, se han desbordado, desde que las manifesta-
ciones verbales entre los EE.UU. y Corea del Norte han alcanzado cotas que el mundo, 
nunca había visto hasta ahora.
Parece ser, que la chispa surgió cuando la inteligencia de los EE.UU. tuvo constancia 
de que Corea del Norte había logrado miniaturizar una cabeza atómica. Lograr esto, 
exige disponer de una alta tecnología, pues una cabeza nuclear no solo tiene que ser 
lo suficientemente pequeña para poder alojarse en el misil que la transporte, sino que 
su peso, también tiene que ser pequeño para que no afecte al alcance del misil, ni a su 
precisión. Por último, los materiales tienen que ser capaces de soportar las elevadas 
temperaturas, que sufre el misil, en la re-entrada en la atmósfera.
La gran ventaja de una bomba termonuclear, es que ofrece mucha más potencia y po-
der de destrucción, con el mismo peso.
Esto coincidía, con las manifestaciones de Rusia, el pasado diciembre, cuando anun-
ció su intención de reforzar también su arsenal nuclear para 2017. Cosa que ya habían 
hecho los EE.UU.
Algunos conceptos que han cambiado con el arma nuclear.
En agosto de 1945, (en el momento de escribir estas líneas, se cumple el 72 aniversa-
rio), dos proyectiles bomba, lanzados desde un bombardero, ponen fin a una guerra 
mundial de exterminio. En una fracción de segundo, se obtiene en Asia, el resultado va-
namente buscado en Europa durante cuatro cruentos años de bombardeos intensivos.
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El alivio que causa el fin del conflicto, es tal, que el trauma en la conciencia militar y 
colectiva, del brutal empleo del arma nuclear, es intencionadamente escamoteado, para 
seguir manteniendo la hegemonía exclusiva de su empleo.
Será preciso más de medio siglo de análisis y reflexiones, para empezar a conocer en 
profundidad su inhumano significado, así como los trascendentales cambios que ha 
producido en muchos conceptos de la guerra.
Este retraso en el análisis, hace que las armas y los ejércitos clásicos sigan significando 
poder y seguridad para la mayoría de las naciones, ignorantes de los radicales cambios 
que el arma nuclear, ha producido en la estrategia, y en la política. Ignorar estos radi-
cales cambios, ha llevado a algunas naciones no nucleares, a un tenaz hundimiento de 
sus capacidades de Defensa, en esquemas hace tiempo superados.
La llegada del arma nuclear y el temor de que alguna de las potencias nucleares, recurra 
a ella, en último extremo, transforma radicalmente hasta el concepto mismo de guerra.
Al asociar el explosivo nuclear (de múltiples cabezas) al misil balístico, se pueden llevar 
los daños a grandes distancias, con gran precisión y a gran velocidad, por encima de 
los espacios terrestres, marítimos, y aéreos de soberanía nacional, tradicionalmente 
prohibidos a las fuerzas armadas hostiles.
En este sentido, el arma submarina nuclear, dotada con misiles y propulsión nuclear, 
vino a convertirse en soberano absoluto, pues es capaz de ofrecer seguridad en sus 
dos aspectos: preventiva (capacidad de disuasión) y represiva (capacidad de represa-
lia). El submarino nuclear cuenta además, con una autonomía prácticamente ilimitada.
Las potencias nucleares, exigen a las demás no nucleares, el estricto cumplimiento del 
Tratado de no proliferación de armas nucleares, y sobre proliferación de armas de des-
trucción masiva, mientras ellas continúan perfeccionando y aumentando sus arsenales, 
a pesar de que el mismo tratado lo prohíbe.
Las aglomeraciones urbanas, reúnen ahora lo esencial de las naciones industriales, y 
constituyen los nodos neurálgicos de las infraestructuras vitales de una nación. Estas 
aglomeraciones urbanas, serían los primeros objetivos de un ataque nuclear.
El arma nuclear invierte las vulnerabilidades de las fuerzas clásicas, haciendo al hábitat, 
más que a los ejércitos, objetivo del adversario.
El armamento nuclear es significativo y disuasorio, incluso en pequeñas cantidades. Es 
más, ésta es justamente la característica esencial del arma nuclear, pues conlleva un 
elevado grado de disuasión.
El grado de disuasión de una nación, puede medirse hoy día, por su capacidad para 
derribar cualquier plataforma que violes su s espacios de soberanía. Para ello las mi-
ríadas de satélites artificiales, y el misil, se han manifestados inseparables desde su 
nacimiento.
Hoy no hay territorio que escape al alcance de las armas nucleares.
Para éstas armas, ya no existen frentes ni fronteras.
Es importante señalar que para una potencia nuclear, no existe el espacio terrestre, 
aéreo, marítimo o espacial. Para una potencia nuclear, solo existe el territorio nacional, 
y el no nacional. Solo la defensa del territorio nacional, justificaría el recurso al arma 
absoluta, el segundo territorio, el no nacional no se “merece que se ponga en juego la 
vida de la nación”.




















Por eso, las alianzas que están fundadas sobre el recurso al arma nuclear, para defen-
der a miembros no nucleares, son falaces en esencia. Solo la ambigüedad, sirve tanto 
en el interior como en el exterior al juego político,
Ya no tienen sentido conceptos como vanguardia o retaguardia, línea de contacto, fren-
te… esos son conceptos obsoletos, solo aplicables todavía en ejércitos obsoletos.
Mientras tanto, en los Cuarteles Generales de las grandes potencias, se planean ope-
raciones de sus Fuerzas Espaciales, en el espacio cósmico, con humanoides, con ca-
pacidad de decisión, gracias a su Inteligencia Artificial. Enfrentadas en tierra y bajo los 
mares las grandes potencias se aprestan a combatir en el espacio exterior, ya en gran 
medida militarizado.
¿Cuantas armas nucleares (y termonucleares) hay hoy en el mundo?
Según datos de la Asociación de Control de Armas, y teniendo en cuente el elevado 
grado de secreto con el que las naciones con armas nucleares tratan la información 
sobre sus arsenales, podríamos decir que existen unas 15.000 armas nucleares en el 
mundo. Estas armas nucleares equivalen a unos 6.600 megatones de energía.
La mayoría de ellas están en poder de los EE.UU. y de la Federación Rusa.
Hay actualmente, unas 10.000 armas nucleares activas, es decir instaladas en sus silos 
y muy probablemente apuntadas ya a sus objetivos.
El Tratado de no proliferación de armas nucleares, legitima y reconoce solamente cinco 
estados con armas nucleares: China, los EE.UU. Gran Bretaña, Francia, y la Federación 
Rusa. Según este tratado, las naciones legitimadas, se comprometen a eliminar sus 
arsenales nucleares.
Además hay cuatro países más que tienen armas nucleares, no legitimados por el men-
cionado Tratado. Son de alguna manera rogue countries.
Se calcula que entre los cuatro tienen unas 340 armas nucleares.
Un enfrentamiento entre los EE.UU. y Corea del Norte.
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Vamos a tomarlo como ejemplo (puramente utópico) y de manera muy simple, para que 
nos permita exponer algunos aspectos, sobre un intercambio de golpes con armas nu-
cleares, de estas dos naciones.
Prescindiremos de la primera acción, previa a cualquier ataque: la supresión de las 
defensas antiaéreas del enemigo (SEAD), incluidos los satélites en órbita, de todo tipo, 
(que probablemente, hoy se ejecutaría con un ciberataque) y tampoco consideraremos 
el importantísimo papel que jugarían las miríadas de satélites, ni los submarinos nuclea-
res, entre otras muchas cosas porque harían este simple ejemplo irrealizable.
En el aspecto militar, la mediocridad de la superficie unitaria, es una doble fuente de 
debilidad para una nación: impide la dispersión, que ante las armas nucleares es una 
gran ventaja, y aumenta la dependencia del exterior.
Aunque la primacía estratégica del espacio (superficie), ha sufrido un duro golpe ante 
las armas de destrucción masiva.
La mayor, de las dos potencias enfrentadas, EE.UU., supera en superficie a la menor en 
casi treinta veces.
Haciendo explosionar, solamente una bomba termonuclear, a cierta altura sobre Corea 
del Norte, habría hecho retroceder al país, varios decenios, sino varios siglos.
Pero por otra parte, haciendo explosionar en la vertical de las principales aglomeracio-
nes de los EE.UU. (seis u ocho bombas termonucleares), podría ocasionar a este país 
consecuencias similares.
O sea, ante una amenaza de guerra nuclear, el papel que juega la superficie del territo-
rio, se encuentra considerablemente disminuido.
Una diferencia grande, es que las trayectorias sobre Corea, serian convergentes y las 
trayectorias sobre los EE.UU., serian divergentes.
Las distancias a recorrer por los misiles, han perdido importancia, dada la velocidad de 
los misiles balísticos. Un misil, desde Corea del Norte hasta la Isla Guam (“territorio no 
incorporado”), tardaría unos 14 minutos, en recorrer su trayectoria.





















El arma nuclear, significa poder militar, impone respeto (disuasión) y permite ejercer el 
poder, sin necesidad de ser empleada.
El armamento nuclear, es disuasorio y significativo, incluso en pequeñas cantidades. Es 
el llamado efecto igualador del arma nuclear.
Una potencia nuclear puede imponer su voluntad a una no nuclear, mediante el empleo, 
si fuera necesario, de armas convencionales. Pero la recíproca, evidentemente no es 
cierta.
Para una potencia nuclear, solo existen dos espacios: el territorio nacional y el no nacio-
nal. Solo un ataque al territorio nacional, justificaría el recurso al arma absoluta.
Un ataque cibernético (gran apagón), sustituye al misil, y al bombardero, con gran ven-
taja (secreto, eficacia, rapidez y poder de destrucción…), en las acciones ofensivas 
SEAD, previas a cualquier ataque. También el ataque cibernético, supera con gran ven-
taja a las acciones defensivas clásicas (escudo antimisiles).
Incluso una acción tipo “left of launch”, consistente, básicamente, en un ataque elec-
trónico (energía dirigida), empleando la firma radar del enemigo para alcanzar los siste-
mas de Mando y Control de los misiles enemigos, sustituye con ventaja a los sistemas 
antimisiles clásicos.
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Tenemos el sentido de comunicar el fallecimiento de los siguientes generales de brigada:
Excmo General de Brigada Don Juan Feliú Salinas
Excmo General de Brigada Don Eduardo Acuña Quirós
Excmo General de Brigada Francisco de los Riscos Murciano
Ascensos
A CORONEL
Jesús Enrique Álvarez Zapatero
Emilio José Cortés Narvaez
Luis Fernando Baeza López
Francisco José Martín Nombela
Juan José Babio Urquidi
José Ramón Gil Fernández
Fernando Luis Moron Ruiz
Manuel Sasot Olivan
Francisco José Gallardo Vergara
Miguel Ángel de Díez Jiménez
Miguel Ángel Casado Rincón
José Ricardo García Cervera
Alberto Gude Menéndez
A TENIENTE CORONEL
José de Juan Novoa Gonzalo
José Antonio Chamorro Villanueva
La Ernesto Cutanda Mansil
José Francisco García Gil
Joaquín Martínez Valero




José María García Muñoz
Fernando Antonio Vega Martín
Luis Eduardo Lo Pez Brunete
José Francisco Bagues Oliver
Ángel Escribano Márquez
Amilcar Cano de Dueñas
Jaime María Mata la Encina















Maldonado Eloy Fernández de Gatta















José Javier Fernández Rivera
Padial Aurora Fernández-Cantalejo
Enrique Sánchez Díaz
José María Fernández Caballero






José Luis Aranda Copa
Pedro Pérez Millán





Diego Rodríguez Del Pino
Javier Mayoral Robledo
Carlos Javier Tejero Marcilla
Fidel Berlanga Seoane
Juan Miguel de Villavicencio García
Juan Luis Camacho Alcaide
José González Pérez Francisco
Raul Flores Domínguez











Roberto Carlos García López
Manuel José Vega Guldris
Javier Boixareu Autran
Francisco Joaquín Barrera Ruiz
Víctor Campello Sepulcre
Ruben del Rosario Valencia
José Luis Torres Parrondo
Eduardo Hernandez Pérez










Maldonado Eloy Fernández de Gatta
José Javier Fernández Rivera
Aurora Fernández-Cantalejo Padial
Enrique Sánchez Díaz
José María Fernández Caballero















Diego Rodríguez del Pino
Javier Mayoral Robledo
Carlos Javier Tejero Marcilla
Fidel Berlanga Seoane
Juan Miguel de Villavicencio García
Juan Luis Camacho Alcaide
Francisco José González Pérez
Raul Flores Domínguez











García López Roberto Carlos
Manuel José Vega Guldris
Javier Boixareu Autran
Francisco Joaquín Barrera Ruiz
Víctor Campello Sepulcre
Ruben del Rosario Valencia
José Luis Torres Parrondo
Eduardo Hernández Pérez
Juan Carlos López González
José Lacarra Chivite
José Luis Merino Ajenjo
A TENIENTE
Juan José Trives Vivancos











Jesús Ramón Viarevalo Jodar
Carlos Manuel Esteban Artero
Álvaro Fernández Llebrez Panizzoli
Emmanuel Pérez Jiménez
David Perea López
Alfonso Agustín Díaz Pérez
Alberto Gahete Benavente
José Manuel Nuche Cruz
Julián Marcos Peláez Guillermo
Carmena Gonzalo de Loro
Joaquín Gago Domínguez
Santiago Acien González











































Antonio Lucas López Maya
Francisco Roger Mora
Rafael Sainz Fuertes




Luis Manuel Martínez Colmenero
A SUBTENIENTE
Ismael Chaves Montero
José M. Martínez Moya
Pascual García Murillo
David Moreno Casado
Joaquín David Fernández Retamero
Rafael Sánchez Palencia
José Miguel Lozano Nieto
Jesús Manuel Cebreiro López
José Daniel Márquez Lebrón
Antonio Moreno Ballesteros
José Manuel Gómez Gagete
Tomas Rodero González
Antonio Arturo Peña Cuenca
Manuel Andrés Hernández Palao
Pedro Arribas Pérez
A SARGENTO 1º
Francisco Iván García Fernández




Juan Antonio Vázquez Ramos
Fidel Ballesteros Primo






Mario Luis García San Dionisio
César Díaz Suárez
Engracia Juan Ardura Santa
Sergio Pérez Jarque
Antonio José de la Torre Carmona
Jorge Luis Ordura Rueda
Miguel Blanco Campos
Luis Ángel López Sánchez
Manuel Javier Menes Díaz








Víctor David Jiménez García











Natalia de Caso Alcalá














Meira Martín Gloria María
Osona Barrero África
Cobas Redondo María
Santiago Vicente Santander Rosero
Javier Huertas Espinosa
José Francisco Fuentes Chacón
Sergio Gimeno Castro
Andrés Jesús Molina Morales
Francisco Javier Fernández Martín
Hernández Ballesteros Juan Agustín
José María Rodríguez López











Lozano Díez Luis Huberto
José Ramón Romero Salguero
Diego Rubiales Atienza
Ramón Sánchez Muñoz
Pedro Juan Martínez Pérez





Sergio Miguel Exposito Leon
Carlos José Anato Ali
Emiliano Omar Pilar Posada
José Luis Gil García
Aida Martínez Azorín
Joseph Ignacio Sixto Rey
Alfonso Escacho Tutor
Francisco José Fonseca
Ángel Alberto Sanz Merino
Cristina Huerta Vallez
José Antonio Camacho García
Carlos Bernal Leon
Juan Manuel Madrero Nieto























Francisco Javier Serrano Ahmida
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EL REGIMIENTO DE INGENIEROS N.º 7 
CELEBRA 215 AÑOS DE HISTORIA
Con motivo de la celebración del 215 aniversario de la creación del Regimiento Real de 
Zapadores Minadores, cuyo descendiente directo y heredero es el actual Regimiento 
de Ingenieros n.º 7, ha tenido lugar el 5 de octubre una parada militar en el acuartelamiento 
“El Jaral”.
La fuerza, mandada por el comandante Quintero, jefe del batallón de Zapadores, estuvo 
compuesta por escuadra de gastadores, banda y música del Batallón de Cuartel Gene-
ral de la Comandancia General de Ceuta, plana mayor de mando, y compañías de plana 
mayor, zapadores y apoyo.
El acto fue presidido por el general Jesús Arenas, 2º jefe de la Comandancia General 
de Ceuta.
En su alocución el coronel Sevillano, jefe del regimiento, recordó alguno de los hechos 
gloriosos de esta unidad que es la más antigua del Arma de Ingenieros.





40 aniversario de la I promoción de la AGBS y despedida 
de la bandera de la ACING de los alumnos 
de la LXXII promoción EMIEO y de la XLII promoción EMIES
El pasado 16 de julio se celebro el 40 aniversario de la I promoción de la AGBS y 
despedida de la bandera de la ACING de los alumnos LXXII promoción EMIEO y XLII 
promoción de EMIES.
El acto fue presesidido por el Cor. director de la Academia de Ingenieros en el acto se 
realizó la despedida de la bandera por el alférez alumno más antiguo escoltado por la 
escruadra de gastadores compuesto por alumnos de la escala de suboficiales.


















Acto clausura del VIII curso de riesgos NBQ 
para personal de las FAS y FCSE
El día 16 de julio de 2017 tuvo lugar el acto de clausura del curso de NBQ en el salón 
noble de la Academia de Ingenieros en el que se les hizo entrega de los diplomas por su 
reconocimiento por la labor del estudio y realización de diferentes practicas relaciona-
das en él. El coronel director de la Escuela NBQ presidio el acto de clausura y entrega 
de diplomas finalizando con un sencillo discurso en el que reconoció el esfuerzo reali-
zado por los alumnos junto con la labor que van a desempeñar con los conocimientos 
adquiridos en el curso.
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Acto inauguración del curso escolar 2017/2018
El día 15 de septiembre de 2017 se celebró en la Academia de Ingenieros el acto de 
inauguración del curso escolar 2017/2018, presidido por el coronel director D. Miguel 
Ángel Guill Garcia.
La parada militar estaba compuesta, Escuadra de Gastadores, Bandera de la Academia 
de Ingenieros y una Agrupación de Alumnos de Formación.
En este curso iniciado sus estudios en la Academia de Ingenieros.


















Acto de clausura del II curso avanzado de ciberdefensa
El pasado día 9 de junio de 2017 presidido por el Director de la Academia se realizó el 
acto de clausura del II curso avanzado de ciberdefensa en el que han participado diver-
sos componentes del Ejército, finalizando sus estudios en la Academia de Ingenieros.
Los asistentes al acto recibieron el diploma que les capacita para el desarrollo y las 
funciones de ciberdefensa. El acto de clausura se desarrolló en el salón noble de la 
academia, al finalizar, se realizó la lectura de unas palabras dirigidas a los diplomados 
en las cuales se les instó al ejercicio de la labor vocacional del servicio.
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Acto entrega certificados académicos 
a los alumnos EMIES de XLII
El pasado día 22 de junio de 2017 presi-
dido por el coronel director, se celebró en 
la Academia de Ingenieros el acto de en-
trega de los nombramientos de sargento 
con carácter eventual, correspondientes 
a las Especialidades Fundamentales de 
Ingenieros y Transmisiones de la XLII pro-
moción.
Durante el acto militar, celebrado en el pa-
tio de armas “General Zarco del Valle” de 
la Academia, se hizo entrega, por parte de 
las autoridades asistentes, y de algunos 
familiares de los alumnos, de los diplo-
mas acreditativos del nombramiento de 
sargento alumnos.
En el acto el teniente coronel jefe de Estu-
dios dirigió una alocución a los presentes, 
en la que trasmitió la felicitación a los nue-
vos sargentos alumnos y a los numerosos 
familiares que asistieron a tan emotivo 
acto en su formación militar.
Concluyo con el homenaje a los que die-
ron su vida por España, interpretación del 
himno del Arma de Ingenieros y desfile de 
la fuerza.


















Clausura X curso para oficiales EOD
Se ha celebrado el Curso EOD para oficiales en las instalaciones del Centro Internacio-
nal de Desminado (CID) de la Academia de Ingenieros del Ejército (ACING).
Es el décimo curso que se imparte. Al mencionado curso asistió personal de los dife-
rentes ejércitos de Tierra 8, Armada 3 y Aire 1, con la participación de componentes de 
otros ejércitos OTAN.
Al acto de clausura asistió el profesorado que impartió las diferentes materias al per-
sonal, siendo el comandante jefe accidental del CID don José David Martín Quintana 
quien al finalizar el acto en el salón noble se dirigió a los asistentes para pronunciar unas 
palabras de agradecimiento y reconocimiento a todos los asistentes a la clausura.
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Curso de guerra electrónica para oficiales
El pasado 23 de mayo finalizó el Curso de Guerra electrónica para oficiales, donde a 
todo el alumnado .Este curso cumple con la función del perfeccionamiento para poder 
dar respuesta a las necesidades de las unidades donde se exige personal con esta ap-
titud. La clausura del curso se celebró en el salón Noble de la Academia de Ingenieros 
con un sencillo acto presidido por el coronel director, asistió personal perteneciente a 
los diferentes departamentos de la Academia.


















Entrega de bombones a los alumnos de 5.º curso de EMIEO
El pasado 15 de julio con motivo de la finalización del curso de oficiales de EMIEO de 5º 
curso, se realizó la tradicional entrega de bombones, una costumbre arraigada entre los 
oficiales del Arma de Ingenieros. Corrían los años de la guerra de África en Marruecos.
El cuerpo de Ingenieros renunciaron a los as-
censos por méritos de guerra, durante la firma 
de cada una de las renuncias de los oficiales, 
en el exterior de la sala donde se realiza la fir-
ma, personal de academia repartía bombones 
a las madres, novias y demás familia de los ca-
detes, para “hacer más dulce” la espera.
El acto se realizó en el salón noble de la Aca-




Entrega de mando del departamento de Instrucción y 
Adiestramiento de Transmisiones
El pasado día 12 de septiembre se realizó el acto de entrega de mando del departamento 
de instrucción y adiestramiento de transmisiones cesando en el mismo el Tcol. Roberto 
Gustavo Jiménez Fernández tomando el mando el Cte. José Luis Fernández Arroyo.
El acto fue presidido por el coronel Director ACING.


















Inauguración del II curso de guerra electrónica para suboficiales
El pasado día 9 de octubre de 2017, tuvo lugar en el salón noble de la Academia de 
Ingenieros el acto de inauguración del II Curso de Operador de Guerra Electrónica para 
Suboficiales.
Este curso, a pesar de su carácter informativo, puede considerarse como el heredero 
de los diferentes cursos de especialización de WE para suboficiales realizados con 
anterioridad. El curso se ha articulado en dos fases. Una primera fase a distancia una 
segunda fase presencial que se ha desarrollado durante dos meses.
Durante la primera fase a distancia, el esfuerzo de los alumnos estuvo dirigido a pre-
parar una serie de temas teóricos que se permitiera alcanzar un nivel homogéneo de 
conocimientos previos a la fase de presente.
En la fase presente se ha impartido una serie de materias de carácter técnico y científi-
co, complementadas con otras de carácter específico militar.
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Inicio curso de actualización 
del I17 concurso oposición ascenso a cabo 1.º
El pasado día 2 de octubre se inició el cur-
so de Concurso-Oposición para el ascenso 
a cabo 1º de Ejército de Tierra, para la fase 
presencial para la especialidad fundamental 
de Ingenieros y Transmisiones.
Los alumnos tras un mes de estudios en la 
Academia de Ingenieros, han superado el 
plan de estudio correspondiente a esta fase.
La nota final obtenida por cada uno de los 
componentes es la última a valorar en el pro-
ceso selectivo, tras el que se establece el or-
den de final y escalonamiento que determine 
el ascenso y la asignación de destinos.



















El 30 de mayo pasado tuvo lugar la celebración del Santo Patrón en las unidades de 
Ingenieros y Transmisiones así como del Cuerpo de Ingenieros Politécnicos, en la Aca-
demia de Ingenieros se celebró la tradicional misa en honor al santo patrón seguido en 
el patio de armas de la Academia la parada militar de una agrupación de alumnos de 
todos los grados de enseñanza.
En el acto tuvo lugar la imposición de condecoraciones y entrega de premios de arma 
al personal del centro que recientemente ha sido merecedor de ellos.
Al acto asistieron las autoridades civiles de Hoyo de Manzanares, autoridades académi-
cas, generales y cuadros de mandos de arma en distintas situaciones administrativas.
Durante todos los días anteriores a la celebración en la academia se realizaron diferen-
tes competiciones en las que participaron los componentes de Academia y la tradicio-
nal comida de hermandad.
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Visita del coronel de Doctrina e Instrucción Militar 
de las FAS jordanas
El pasado 29 de septiembre el Col. Awad Mohammad Awad Dallalah realizó una visita a 
la Academia de Ingenieros con motivo de la colaboración entre ambos países.
Durante la visita el coronel director le acompañó en la visita a los diferentes departa-
mentos que en ella se encuentran y realizó una explicación de la labor que se desarrolla 
en cada uno de ellos.
Finalizaron con la visita a la Sala de Banderas y Museo.


















Visita de la XVI promoción de la AGBS 
a la Academia de Ingenieros
Con motivo de la salida de la XVI promoción de la ACING, el 29 de septiembre se cele-
bró las bodas de plata con una visita a la Academia de Ingenieros de todos sus compo-
nentes, en la que realizó una recorrido por diferentes instalaciones de la ACING.




El pasado día 23 de junio el DIRDOM realizó una visita a la Academia de Ingenieros 
relacionada con los diferentes temas que acontecen a esta Academia en la que se re-
unió con el general del DIRDOM y el coronel director, junto a otros componentes, para 
finalizar el general firmó en el libro de honor, a continuación se dio paso a una comida 
en el salón Burgos de esta Academia.


















XL curso para la obtención del diploma de Informática militar
El pasado día 4 de septiembre se dio comienzo las clases del curso para la obtención 
del diploma de Informática militar en el que se impartieron las diferentes materias con la 























Francisco Veiga, nació en Madrid en 1958. Doc-
tor en Historia, analista político experto en Euro-
pa Sudoriental (Balcanes) y Turquía y catedrático 
de Historia Contemporánea y Actual en la Uni-
versidad Autónoma de Barcelona, donde impar-
te docencia desde 1983. Asimismo es coordina-
dor de la cooperativa de ideas Eurasian Hub.
Pablo Martín, es ingeniero militar de carrera. Ha 
servido en misiones internacionales en Afganis-
tán, Irak y Líbano, en tareas de reconstrucción, 
transporte y desminado. Actulamente es profe-
sor en la Academia de Ingenieros del Ejército.
Juan Sánchez Monroe, cubano y diplomático de 
carrera con destinos en la antigua URSS, Mon-
golia y Europa oriental desde 1965. Ha sido profesor en el Instituto Superior de 
Relaciones Internacionales (ISRI) de La Habana.
Sobre la obra:
El siglo XX, parafraseando a Moshe Lewin, fue el «siglo soviético». Si consideramos 
que 1914 marca el inicio real del siglo, al cortar la Gran Guerra abruptamente con el 
antiguo régimen decimonónico, y 1991 señala su final con la descomposición de la 
Unión Soviética, podemos entender fácilmente hasta qué punto el Estado surgido de 
la Revolución de 1917 —o el desarrollo de la revolución, propiamente dicha— ocu-
pan el centro de lo que se ha dado en denominar el «siglo más corto», en brillante 
propuesta del historiador húngaro Ivan Bérend, que hizo célebre Eric J. Hobsbawm.
Precisamente por ello queda mucho que decir sobre la Revolución rusa de 1917: 
sobre sus orígenes dentro y fuera del Imperio zarista; su comienzo real en 1905 y 
su dinámica más allá de la ciudad de Petrogrado y de los líderes bolcheviques; su 
electrizante expansión por Eurasia; y sobre la visión marxista-leninista, nacionalis-
ta rusa o neoliberal anglosajona.
PROYECCIÓN EN AMÉRICA 
DE LOS INGENIEROS MILTARES. Siglo XVIII
• ISBN: 978-84-9091-178-5
Coordinadores de la obra: Francisco Segovia y 
Manuel Novoa y colaboradores: Juan Albert Adell 
i Gisbert, doctor en Arquitectura, Juan Capde-
vila Subirana, doctor en Geografía por la UAB y 
licenciado en Ciencias Físicas, Juan Carrillo de 
Albornoz, coronel de Ingenieros retirado y profe-
sor emérito de la Academia de Ingenieros, Car-
los Díaz Capmany, teniente general en segunda 
reserva y presidente de la Junta de promotores 
del castillo de S. Fernando, Margarita Galcerán 
Vila, arquitecta y profesora titular de la Escuela 
Técnica Superior de Arquitectura de la UPC, An-
tonio de Lizaur y de Utrilla, coronel de Artillería 
en la reserva, Jesús Maldonado de Arjona, ge-


































neral de brigada de Infantería retirado, Pere Molas Ribalta, doctor en Historia Mo-
derna y presidente de la Real Academia de las Bones Lletres de Barcelona, Mari 
Sol de Mora Charles, doctora en Filosofía, Ricardo Álvarez-Espejo García, teniente 
general, Inspector general Ejército de Tierra, Mari Carmen Navarro Abrines, doc-
tora en Historia Moderna y Contemporánea, Manuel Novoa Rodríguez, ingeniero 
de Caminos, Canales y Puertos y presiente del grupo de trabajo, Arcadio del Pozo 
y Pujol de Senillosa, coronel de Ingenieros retirado, Francisco Segovia barrientos, 
coronel de Ingenieros retirado, Rafael Vila i Rodríguez, arquitecto y redactor del 
Plan Director del Castllo de Figueres, Enric Viñas i Manuel, arquitecto, Concha 
Virgili Belda, catedrática de Sociología de la Universidad de Barcelona.
Sobre la obra:
En esta obra, cuarta, de las publicadas por el Grupo de Trabajo de la Real y Militar 
Academia de Matemáticas de Barcelona los autores de sus artículos se abren a 
una nueva línea de investigación analizando y reflexionando, de una manera trans-
versal, la proyección de la obra de los ingenieros militares en América durante 
el siglo XVIII, centrándose sobre todo en su segunda mitad. El trabajo, además 
de enmarcar el contexto histórico del momento y tratar el tema del control del 
territorio, profundiza en el análisis y la evolución de las fortificaciones y su com-
paración con las ejecutadas en la Metrópoli. La influencia ilustrada borbónica se 
pone en evidencia en los artículos sobre la ordenación del espacio urbano y en los 
trabajos cartográficos para la confección de planos en el norte de Nueva España 
y para la delimitación de las posesiones de España y Portugal en el sur. Además 
se bosqueja el trasvase de conocimientos científicos a los nacientes centros de 
enseñanza americanos.
REGIMIENTO DE INGENIEROS N.º 7. 
Historial compendiado. Desde su origen en 1802 hasta 2017
Sobre el autor:
José Rodríguez Trapiello, nacido el 20 de di-
ciembre de 1948 en Oviedo. Es general de Bri-
gada de Ingenieros.
El Regimiento de Ingenieros n.º 7 es el Re-
gimiento más antiguo del Arma de Ingenie-
ros del Ejército español. Su creación data del 
5 de septiembre de 1802, por Carlos IV con 
el nombre de Regimiento Real de Zapadores 
Minadores, teniendo a lo largo de su historia 
más de 16 nombres, aunque parece ser que 
tiene un siglo más de antigüedad. La antigüe-
dad del Arma de Ingenieros data del 17 de abril 
de 1711. Se encuentra en la Ciudad Autónoma 
de Ceuta. Ahora se publica esta segunda edi-
ción para completar la anterior historia del Re-
gimiento, que se publicó en 2002, con motivo 
del segundo centenario de su creación. Carlos 
Aparicio Gandullo, teniente coronel de Ingenieros, destinado en el regimiento con 
los empleos de capitán y comandante, ha recopilado los sucesos más importan-
tes acaecidos desde 2002.
Nueva App
Revistas de Defensa
Nuestro fondo editorial ahora 
en formato electrónico para 
dispositivos Apple y Android
La aplicación, REVISTAS DEFENSA, es una herramienta 
pensada para proporcionar un fácil acceso a la 
información de las publicaciones periódicas editadas 
por el Ministerio de Defensa, de una manera dinámica 
y amena. Los contenidos se pueden visualizar “on line” 
o en PDF, así mismo se pueden descargar los distintos 
números: Todo ello de una forma ágil,
sencilla e intuitiva.
La app REVISTAS DEFENSA es gratuita y ya está 
disponible en las tiendas Google Play y en App Store.
La nueva página web del Catálogo de 
Publicaciones de Defensa pone a disposición de los 
usuarios la información acerca del amplio catálogo que compone 
el fondo editorial del Ministerio de Defensa. Publicaciones en diversos formatos y 
soportes, y difusión de toda la información y actividad que se genera en el Departamento. 
LIBROS
Incluye un fondo editorial de libros con más de mil títulos, agrupados en varias colecciones, que abarcan la gran variedad de 
materias: disciplinas científicas, técnicas, históricas o aquellas referidas al patrimonio mueble e inmueble custodiado por el 
Ministerio de Defensa. 
REVISTAS
El Ministerio de Defensa edita una serie de publicaciones periódicas. Se dirigen tanto al conjunto de la sociedad, como a los 
propios integrantes de las Fuerzas Armadas. Asimismo se publican otro grupo de revistas con una larga trayectoria y calidad: 
como la historia, el derecho o la medicina.
CARTOGRAFÍA Y LÁMINAS
Una gran variedad de productos de información geográfica en papel y nuevos soportes informáticos, que están también 
a disposición de todo aquel que desee adquirirlos. Así mismo existe un atractivo fondo compuesto por más de trescientas 
reproducciones de láminas y de cartografía histórica.
Nueva WEB
Catálogo de Publicaciones de Defensa
Nuestro Catálogo de Publicaciones
de Defensa, ahora a su
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