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ABSTRAK 
 
Perkembangan pesat internet membutuhkan penyeimbang dalam menjaga konektifitas dan stabilitas 
jaringan. konektifitas menjadi salah satu aspek yang menjadi prioritas dalam sebuah jaringan, maka dari itu 
koneksi internet di tuntut untuk selalu stabil dan bebas gangguan, tapi tidak selamanya sebuah koneksi 
berjalan dengan lancar dan stabil. Biasanya terdapat berbagai macam gangguan dalam sebuah jaringan, 
maka diperlukannya manajemen bakcup dari jaringan yang sedang berjalan sehingga jika salah satu 
mengalami gangguan maka akan ada backup. Salah satu yang bisa dilakukan adalah dengan menggunakan 
metode load balancing.Subyek yang diambil dalam penelitian ini fokus terhadap penerapan backup dari 
sumber jaringan Internet atau backup dari ketergantungan satu provider jasa penyedia internet atau ISP. 
Untuk metode load balancing yang digunakan yaitu menggunakan metode Equal Cost Multi Path, metode 
penelitian yang dilakukan dilakukan yaitu studi pustaka, observasi dan wawancara terhadap jaringan 
PT.Nipindo. Sedangkan untuk perancangan dimulai dengan menginstal mikrotik yang selanjutnya dapat 
diterpakan load balancing. Uji teknis dilakukan dengan menggunakan tes ping ini dilakukan untuk mengetahui 
apakah koneksi berjalan dengan baik ataupun tidak. Hasil dari penerapan load balancing dengan metode 
ECMP ini menunjukan load balancing berjalan dengan baik. Load balancing tidak mengubah struktur fisik dari 
sebuah jaringan yang telah ada, sehingga bisa dihasilkan koneksi yang optimal ketika terjadi kenaikan lalu 
lintas karena pembagian bandwidth yang seimbang. 
 
Kata Kunci: Load Balancing, Backup ,ISP, Mikrotik, Bandwidth. 
 
 
ABSTRACT 
 
The rapid development of the Internet requires a counterweight in maintaining connectivity and network 
stability. connectivity becomes one of the aspects that take priority in a network, and therefore the Internet 
connection on demand to always be stable and interference free, but not always a connection running 
smoothly and stable. Usually there are a variety of disorders within a network, hence the need for bakcup 
management of the network that are running so that if one impaired then there will be a backup. One that can 
be done is by using load balancing. Subyek taken in this study to focus on the implementation of the source 
network backup or backup Internet from the dependence of the internet service provider or ISP provider. Load 
balancing method using Equal Cost Multi-Path, research methods that used are library research, observation 
and interviews network of PT.Nipindo. As for the design begins with installing mikrotik here in after may be 
applied load balancing. Technical test carried out by using a ping test is performed to determine whether the 
connection is running well or not. The result of applying load balancing method shows ECMP load balancing 
goes well. Load balancing does not change the physical structure of an existing network, so it can produce 
optimal connections when an increase in traffic due to the balanced distribution of bandwidth. 
 
Keywords: Load Balancing, Backup, ISP, Mikrotik, Bandwidth. 
 
 
1. PENDAHULUAN 
 
1.1 Latar Belakang Masalah 
Pada perkembangan era teknologi saat ini 
kebutuhan akan efektifitas waktu sangat diperlukan 
tidak hanya dalam masalah sehari-hari saja tetapi 
juga dalam masalah jaringan komputer, maka dari 
itu di dalam dunia jaringan komputer dikenal istilah 
manajemen bandwidth. Manajemen bandwidth 
merupakan sebuah metode atau alat untuk 
mengontrol dan mengoptimalisasi lalu lintas 
jaringan dengan cara menetapkan tipe-tipe lalu-
lintas jaringan, sehingga mampu meningkatkan 
kualitas servis dari jaringan itu sendiri. Masalah 
yang umum terjadi dalam sebuah lalu-lintas adalah 
traffic yang mana bisa mempengaruhi lama 
cepatnya sebuah perjalanan dalam hal ini adalah 
lalu-lintas paket data sehingga perlu adanya 
manajemen agar bisa mengatur dan mengontrol 
agar tidak terjadi traffic selain itu juga perlu adanya 
optimalisasi sehingga ketika adanya luapan data 
bisa ditangani dengan baik. Masalah ini umumnya 
juga terjadi pada perusahaan, instansi, maupun 
organisasi yang mana membutuhkan mobilitas 
tinggi dalam penyaluran data dan PT.Nipindo 
Primatama salah satunya. 
PT.Nipindo Primatama merupakan 
perusahaan yang bergerak pada bidang industri 
jasa pertambangan, kontraktor sipil, kontraktor 
mekanikal-elektrikal dan developer (property). 
Masalah yang ada saat ini pada PT.Nipindo 
Primatama adalah tidak adanya backup jaringan 
yang bisa menunjang ketika ada gangguan 
pengiriman paket data, sehingga jalur paket data 
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yang sedang berjalan sangat mungkin terjadi 
gangguan dan dapat mengganggu produktivitas 
para staff, selain itu manajemen bandwidth kurang 
efektif dalam penggunaannya. 
Sebuah jaringan yang besar cenderung akan 
melambat akibat lalu lintas data yang terlalu padat 
sehingga terjadi apa yang dinamakan congestion 
atau kemacetan. Membagi sebuah jaringan yang 
besar menjadi jaringan-jaringan yang lebih kecil 
dinamakan network segmentation yang bisa 
dilakukan dengan menggunakan router, switch dan 
bridge (Ramandito,dkk,2010). 
  
1.2 Tujuan Penelitian 
Adapun tujuan penelitian ini adalah: 
1. Memberikan kualitas  layanan yang handal 
2. Menerapkan metode load balancing equal 
cost multi path. 
3. Memiliki kemampuan untuk beradaptasi 
dengan berbagai permasalahan yang 
memungkinkan terputusnya koneksi 
jaringan. 
4. Menerapkan penggunaan dua ISP dalam 
jaringan 
 
 
2 METODE PENELITIAN 
 
2.1  Metode penelitian 
Metode penelitian yang digunakan adalah 
eksperimen menggunakan aplikasi simulator. Pada 
penelitian ini dilakukan percobaan dan implementasi 
mengenai kinerja dari metode load balancing. Hasil 
eksperimen selanjutnya di dokumentasikan untuk 
melakukan analisa sehingga dihasilkan 
rekomendasi yang tepat untuk pemecahan masalah 
yang ada. Dari hasil analisa tersebut nantinya akan 
mendapatkan kesimpulan mengenai manfaat serta 
fungsi yang lebih detail lagi. 
 
A. Analisa Kebutuhan 
Analisa kebutuhan untuk implementasi berupa 
perangkat keras dan perangkat lunak, untuk 
perangkat keras minimal meliputi : 
a. Personal computer (PC) maupun laptop 
prosesor intel pentium IIII atau yang setara, 
memory 1GB, dan harddisk 120GB. 
b. Kabel UTP straight dan crossover 
c. Router Board Mikrotik 
d. Crimping tool 
Adapun kebutuhan minimal untuk perangkat 
lunak meliputi: 
a. Mikrotik Operating System 
b. Winbox 
Selain itu kebutuhan perancangan melalui 
simulator membutuhkan PC atau laptop yang 
support aplikasi seperti GNS3, packet tracer, Boson 
dan sejenisnya. 
 
B. Desain 
Untuk desain penulis menggunakan simulator 
GNS3 yang di dalamnya terdapat fitur yang dapat  
mendeskripsikan kebutuhan desain untuk metode 
yang penulis gunakan yaitu meliputi topologi, 
analisis kebutuhan IP dan rancang skema dari 
metode yang digunakan. 
 
C. Testing 
Untuk pengujian metode load balancing yang 
digunakan yaitu dengan memberikan tes ping, 
dengan melakukan tes ping maka dapat dilihat 
ketika ada dua jalur dan salah satu jalur down. 
 
D. Implementasi  
Implementasi metode load balancing  untuk 
realnya diharapkan akan akan dilaksanakan pada 
PT.Nipindo Primatama Jakarta, karena ditinjau dari 
kebutuhan dan efektifitas manajemen memang 
dibutuhkan perusahaan, sedangkan untuk 
perancangan dan konfigurasi sebelum di 
implementasikan maka digunakan simulator yang 
memang relevan dengan keadaan di lapangan, 
sehingga ketika akan dilakasanakan implementasi 
langsung tidak ada perbedaan yang signifikan. 
 
2.2   Metode Pengumpulan Data 
1. Observasi  
 Penulis melakukan observasi penelitian pada 
PT. Nipindo di ruang pusat data dalam 
mengumpulkan informasi serta di bimbing oleh 
salah satu staff IT support. 
2. Wawancara  
 Penulis melakukan wawancara dalam 
mengumpulkan data yang di butuhkan kepada 
salah satu staff IT support yang bernama 
bapak Abdul Holik di waktu senggang jam 
kerja. 
3. Studi pustaka  
 Penulis membaca dan mempelajari referensi 
dari buku atau artikel ilmiah yang berkaitan 
dengan manajemen bandwidth untuk 
mengumpulkan informasi terkait. 
 
 
3.  HASIL DAN PEMBAHASAN 
 
Load balance dalam jaringan komputer adalah 
teknik untuk membagi beban (load) ke dalam 
beberapa jalur atau link. Hal ini dilakukan jika untuk 
menuju suatu network terdapat beberapa jalur 
(link)[5]. Tujuan dari load balance ini agar tidak ada 
link yang mendapat beban lebih besar dari link yang 
lain. Diharapkan dengan membagi beban ke dalam 
beberapa link tersebut, maka akan tercapai 
keseimbangan (balance) penggunaan link-link 
tersebut. Ada berbagai macam implementasi load 
balance yang sering dijumpai di lapangan, yang 
paling sering adalah penerapan load balance pada 
suatu jaringan lokal yang memiliki dua atau lebih 
koneksi ke internet. Koneksi-koneksi tersebut bisa 
berasal dari ISP yang sama maupun berasal dari 
ISP yang berbeda (Todjowojoyo,2016) 
ECMP dikenal sebagai teknik load balancing 
yang paling sederhana dan lebih cocok digunakan 
pada jaringan dengan tingkat kompleksitas yang 
tidak terlalu tinggi. Pembagian beban dalam metode 
ini menggunakan pengaturan perbandingan 
langsung antara beban yang diterima oleh setiap 
gateway. Tujuan penerapan algoritma ini yaitu untuk 
dimungkinkan adanya penggunaan lebih dari satu 
jalur gateway digunakan sebagai exit interface dan 
mendapatkan pembagian beban yang merata antar 
tiap gateway dalam membagi traffic yang ada. 
Dalam penggunaannya algoritma ini juga 
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mendukung penggunaan routing static maupun 
dynamic (Ramandito,dkk,2016). 
Dalam perancangan aplikasi penerapan 
metode load balancing ada beberapa tahap yang 
harus dilalui atau dijalankan diantaranya dengan 
melakukan setting pada NAT, DNS, DHCP Client, 
Mangle, dan Routing. Proses Setting dari 
rancangan aplikasi sebagai berikut: 
a.  Routing 
Langkah untuk melakukan metode load 
balancing ini yaitu harus dilakukan routing terlebih 
dahulu,dimana routing merupakan teknik yang 
digunakan untuk menghubungkan beberapa 
jaringan yang memiliki network address maupun 
teknologi yang berbeda-beda. Routing juga 
bertujuan memilihkan jalur yang terbaik yang akan 
di tempuh paket data untuk menuju komputer 
tujuan. 
Sedangkan untuk konfigurasi secara console 
adalah sebagai berikut: 
/ip route 
Add dst-address=0.0.0.0/0 
gateway=192.168.56.101 routing-
mark=ke_ISP1 
Add dst-address=0.0.0.0/0 
gateway=192.168.56.101 routing-
mark=ke_ISP2 
 
b.  NAT ( Network Address Translation) 
Untuk tahap selanjutnya settingan NAT yang 
merupakan fitur pada firewall yang digunakan untuk 
melakukan perubahan field IP address, baik IP 
address pengirim maupun IP address tujuan. NAT 
juga dapat melakukan perubahan field port 
pengiriman maupun port tujuan pada paket data. 
Konfigurasi yang digunakan untuk NAT 
adalah: 
/ip firewall 
Ip firewall nat add chain=srcnat out-
interface=ISP1 action=masquerade 
Ip firewall nat add chain=srcnat out-
interface=ISP2 action=masquerade 
 
c.  DHCP Client 
Sebenarnya untuk pemberian IP address bisa 
saja menggunakan konfigurasi secara manual untuk 
pelaksanaannya, tetapi membutukan waktu yang 
lama untuk melakukan pengaturannya, maka dari 
itu untuk mengefesiensi waktu digunakanlah DHCP 
Client karena akan diberikan pool IP yang nantinya 
tiap pool IP memberikan IP secara otomatis ke 
client ataupun pengguna. 
Konfigurasi untuk DHCP Client dapat dilihat di 
bawah ini: 
/ip dhcp-client 
add add-default-route=yes default-route-
distance=0 disabled=no interface=\ 
Lokal use-peer-dns=yes use-peer-ntp=yes 
add add-default-route=yes default-route-
distance=0 disabled=no interface=ISP2  
use-peer-dns=yes use-peer-ntp=yes 
add add-default-route=yes default-route-
distance=0 disabled=no interface=ISP1  
 use-peer-dns=yes use-peer-ntp=yes 
 
d.  DNS (Domain Name System) 
Merupakan sebuah sistem yang menyimpan 
informasi tentang nama host ataupun nama domain, 
selain itu DNS merupakan layanan jaringan yang 
menerjemahkan situs web menjadi alamat inernet. 
Maka dari itu DNS menjadi peran yang penting 
ketika akan mengunjungi sebuah situs ataupun 
web. 
/ip dns 
Ip dns set servers=8.8.8.8 allow-remote-
request=yes 
Maksud dari allow remote request di atas 
adalah untuk menjadikan router mikrotik yang aktif 
sebagai DNS server, sehingga dapat menghemat 
penggunaan bandwidth dikrenakan pertanyaan 
DNS hanya akan diberikan ke router mikrotik. 
 
e.  Mangle 
Settingan mangle adalah tahapan berikutnya 
digunakan untuk menandai paket atau marking, 
untuk tanda yang diberikan kepada paket data, 
hanya dibaca dan digunakan pada router yang 
bersangkutan. Marking tersebut akan dilepas pada 
saat paket akan  meninggalkan router. Sehingga 
marking pada suatu router tidak dapat digunakan 
pada router lain. 
Sedangkan untuk konfigurasinya dapat di 
jabarkan sebagai berikut: 
/ip firewall mangle 
add chain=input in-interface=ether1-ISP1 
action=mark-connection new-connection-
mark=ISP1_conn 
add chain=input in-interface=ether1-ISP2 
action=mark-connection new-connection-
mark=ISP2_conn 
add chain=output in-interface= ISP1_conn 
action=mark-connection new-routing-
mark=ke_ISP1 
add chain=output in-interface= ISP2_conn 
action=mark-connection new-routing-
mark=ke_ISP2 
 
3.1   Manajemen Jaringan 
Untuk manajemen jaringan dalam 
implementasi metode load balancing ini dapat di 
artikan sebagai kemampuan untuk mengontrol dan 
memonitoring sebuah jaringan pada lokasi tertentu, 
dalam hal ini aspek seperti keamanan, kesalahan, 
informasi dan konfigurasi menjadi vital dikarenakan 
aspek-aspek yang disebutkan tadi merupakan 
komponen utama untuk terbentuknya sebuah 
jaringan yang baik. Adapun untuk load balancing 
aspek-aspek tersebut dapat dijabarkan sebagai 
berikut: 
1. Aspek Manajemen Kesalahan 
Pada load balancing menggunakan mikrotik 
yang penulis bahas untuk aspek ini digunakan 
atau berfungsi sebagai fasilitas yang 
memungkinkan administrator mengetahui 
kesalahan perangkat yang dikelola.  
Dalam load balancing penulis menggunakan 
tools winbox sebagai cara untuk 
meminimalisasi kesalahan, Ini dikarenakan 
winbox berbasis GUI (Graphical User 
Interface). 
2. Aspek Manajemen Konfigurasi 
Manajemen konfigurasi merupakan cara agar 
jaringan berjalan secara optimal baik itu 
152 |   JURNAL KILAT VOL. 6 NO. 2, OKTOBER  2017 
perangkat keras maupun perangkat lunak 
dapat dikelola dengan baik, dalam load 
balancing cara untuk mengoptimalkan sumber 
daya dalam hal ini dua ISP maka digunakan 
konfigurasi failover, yang merupakan sebuah 
cara untuk mengalihkan jalur koneksi secara 
otomatis jika ada salah satu ISP yang down. 
Berikut adalah konfigurasi untuk failover: 
Ip route add dst-address=192.168.2.0/24 
gateway=10.1.1.1.2 check-gateway=ping 
Ip route add dst-address=192.168.2.0/24 
gateway=10.10.10.2 distance=2 check-
gateway=ping 
3. Aspek Manajemen Informasi 
Aspek ini bertujuan untuk menghasilkan 
informasi dalam menjaga performa jaringan 
selain itu dapat juga untuk mengukur aspek 
dari performa jaringan termasuk pengumpulan  
dan analisis data sehingga dapat dikelola dan 
dipertahankan pada level tertentu. Di bawah 
ini merupakan fitur manajemen informasi dan 
monitoring yang terdapat pada winbox. 
Terlihat di atas bahwa apabila menggunakan 
aplikasi winbox akan lebih mudah untuk 
mendapatkan informasi dari jaringan yang 
berjalan dibandingkan secara analog atau 
pada mikrotik langsung. 
4. Aspek Manajemen Keamanan 
Aspek ini menjadi aspek yang penting karena 
mengatur akses menuju sumber daya jaringan 
sehingga informasi tidak dapat diperoleh tanpa 
izin. Untuk meminimalisasi hal itu maka perlu 
dilakukan pemberian password untuk 
membatasi hak akses sehingga tidak 
sembarangan orang bisa mengakses jaringan 
yang sedang berjalan, hanya orang yang 
mempunyai otorisasi saja yang bisa masuk. 
Dengan pemberian password maka dapat 
meminimalisasi orang yang tidak bertanggung 
jawab bisa masuk ke dalam jaringan, sehingga 
sumber daya yang ada tidak bisa disalahgunakan. 
 
3.2.  Pengujian Jaringan 
Pengujian jaringan yang penulis lakukan 
adalah dengan menggunakan tes ping. 
Dimana ketika tes ping dilakukan akan terlihat 
apakah load balancing yang diterapkan sudah 
berjalan dengan baik ataupun masih ada 
masalah yang harus diperbaiki. 
Pengujian awal dilakukan untuk mengetahui 
bahwa ketika sebelum  load balancing 
diimplementasikan kedua ISP tidak saling 
membackup. 
 
 
 
Sumber: Pribadi 
Gambar 3.1 Jaringan Awal 
Dari gambar di atas dapat diamati bahwa 
sebelum adanya load balancing walaupun ada dua 
ISP yang aktif tetapi masih adanya request timed 
out, ini menandakan belum  adanya pembagian  
jalur sehingga yang terbaca hanya satu jalur saja, 
dan tentu saja untuk hasil pengamatan di atas 
penerapan load balancing memang diperlukan 
sehingga mampu membagi rata beban antara ISP 
pertama dan ISP kedua dan dapat mengoptimalkan 
sumber daya ISP yang tersedia. 
Dalam pengujian jaringan akhir dijabarkan 
bagaimana pengujian jaringan dilakukan  ketika 
dicoba dengan tes koneksi dan juga ditampilkan 
bagaimana efek pada jaringan setelah dilakukannya 
load balancing. Pada dasarnya teknik ECMP ini 
adalah dengan mengkonfigurasi dua gateway 
antara network satu dan network lainnya sehingga 
kedua network bisa terhubung dan membagi beban 
secara merata. Selain membagi beban secara 
merata alasan kenapa mengambil load balancing 
dengan metode equal cost multi path ialah bisa 
membagi beban jaringan berdasarkan 
perbandingan kecepatan antara dua ISP jadi tidak 
hanya sekedar membagi tetapi juga bisa memilih 
ISP mana yang dijadikan prioritas hal ini didasarkan 
pada kecepatan masing-masing ISP sehingga bisa 
memaksimalkan sumber daya yang ada. Untuk 
selanjutnya ketika teknik ini diimplementasikan 
dapat diketahui apakah berjalan dengan baik dan 
lancar ataukah terdapat kendala yang menghambat 
implementasi load balancing ini. Di bawah ini adalah 
gambar IV.11 dari pengujian jaringan akhir dimana 
ISP pertama disimulasikan mengalami putus 
koneksi. 
 
 
 
Sumber: Pribadi 
Gambar 3.2 ISP 1 Down 
 
Gambar di atas diambil ketika kondisi ISP 
satu dimatikan atau dalam realnya mengalami 
down, terlihat bahwa koneksi masih berjalan 
dengan baik.  
Untuk selanjutnya disimulasikan apabila jalur ISP 
dua yang dimatikan atau mengalami down. 
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Sumber : Pribadi 
Gambar 3.3 ISP 2 down 
 
Terlihat bahwa koneksi masih berjalan dengan 
baik ketika ISP dua dimatikan atau down, ini berarti 
load balancing sudah berjalan dengan baik. Dan 
dapat dibuktikan dari hasi tes ping dengan adanya 
reply from ini menandakan koneksi tidak terjadi 
gangguan ataupun masalah.  
Sekarang bagaimana apabila kedua ISP 
mengalami down atau terputus, di bawah ini adalah 
hasil dari tes ping yang dilakukan apabila kedua ISP 
terputus. 
 
 
 
Sumber : Pribadi 
Gambar 3.4 Kedua ISP down 
  
Dapat diliahat bahwa ketika kedua ISP 
mengalami down atau terputus secara otomatis 
koneksi juga terputus, ini dibuktikan dengan adanya 
pesan destination host unreacheble. 
 
 
4.  KESIMPULAN DAN SARAN 
 
4.1 Kesimpulan 
1. Metode ECMP (Equal Cost Multi Path) terbukti 
dari pengujian yang telah dilakukan mampu 
membagi beban ketika ada salah satu link 
atau jalur mengalami putus koneksi, sehingga 
mampu membeikan kualitas layanan yang 
handal. 
2. Teknik failover dapat menjadikan salah satu 
gateway menjadi koneksi tunggal ketika 
koneksi atau jalur yang lain mengalami down. 
 
4.2 Saran 
1. Untuk penerapan load balancing ini 
diutamakan jalur prioritas mempunyai 
bandwidth yang lebih cepat, sehingga dapat 
mengoptimalkan sumber daya yang ada. 
2. Mengoptimalkan fitur manajemen bandwidth 
yang ada dalam mikrotik agar dapat membagi 
rata bandwidth sesuai dengan jumlah user 
atau pengguna yang aktif. 
3. Dalam pemeilihan ISP sebaiknya memilih ISP 
dengan kualitas ataupun kecepatan koneksi 
yang hampir sama, ini bertujuan agar stabilitas 
jaringan terjaga dengan baik. 
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