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Resum 
 
Las redes inalámbricas se presentan como una alternativa y a la vez como un 
complemento de las redes cableadas tradicionales.  
 
Para estudiar, comprender y mejorar el funcionamiento de las redes 
inalámbricas se utilizan herramientas de simulación por ordenador.  
 
El objetivo de este proyecto es mejorar una de las características del 
simulador de redes llamado Network Simulator-2 o NS-2. Este simulador 
presenta deficiencias en la simulación de redes 802.11, como por ejemplo el 
modelo de canal que proporciona. En este proyecto se va a proponer y a 
desarrollar una solución que permita conseguir resultados más fiables de los 
que actualmente se obtienen. 
 
Para ello será necesario modificar el código fuente, programado en C++, del 
simulador y elaborar un script, en lenguaje Otcl, para realizar la batería de 
pruebas. 
 
El trabajo se puede dividir en cinco partes. En la primera, se hace una 
introducción a las redes inalámbricas y se acaba centrando la explicación en 
las redes 802.11. 
 
En la segunda parte se presentan los aspectos básicos del simulador NS-2: 
qué permite hacer, cómo instalarlo o la utilidad que tienen los módulos que lo 
forman.  
 
En la tercera parte se enumeran los problemas del canal inalámbrico y se 
presentan los modelos de canal que se van a desarrollar. Por último, se 
explican el script y todos los cambios realizados en el código fuente y se 
valoran los resultados obtenidos. 
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Overview 
 
Wireless networks can be presented as an alternative and also as a 
complement of the traditional wired networks.  
 
Simulations tools are used to study, understand and have a beter performance 
of wireless networks.  
 
The objective of this project is to improve one of the characteristics of the 
simulator called Network Simulator-2 or NS-2. This simulator presents 
deficiencies in the simulation of 802.11 networks Este simulador presenta 
deficiencias en la simulación de redes 802.11, like for example the channel 
model that it provides. In this project it is goining to be proposed and developed 
a solution that allows to obtain more trustworthy results of those than at the 
moment are obtained. 
 
For this it will be necessary to modify the source code, programmed in C++, of 
the simulator and to elaborate the script, in Otcl language lenguaje, in order to 
make the battery of tests. 
 
The work can be divided in five parts. In the first one, an introduction to the 
radio networks becomes and it is ended up centering the explanation in the 
802.11 networks. 
 
In the second part the basic aspects of simulator NS-2 appear: what allows to 
do, how to install it or the utility that the modules have that form it.  
 
In the third part the problems of the wireless channel are enumerated and the 
channel models that are going to be developed are presented. Finally, it is 
explained the script and all the changes made in the source code and the 
obtained results are valued. 
 ÍNDICE 
 
INTRODUCCIÓN ............................................................................................... 1 
CAPÍTULO I. REDES DE ÁREA LOCAL INALÁMBRICAS (WLAN)................ 3 
I.1 Generalidades de las redes de área local inalámbricas (WLAN) ...................................... 3 
I.2 Configuraciones WLAN ......................................................................................................... 4 
I.2.1 Peer to peer o redes ad-hoc........................................................................................ 4 
I.2.2 Modo infraestructura.................................................................................................... 5 
I.3 Cuadro comparativo tecnologías inalámbricas .................................................................. 6 
I.4 Tipos de estándar IEEE 802.11 ............................................................................................. 7 
I.4.1 IEEE 802.11................................................................................................................. 8 
I.4.2.- IEEE 802.11b ............................................................................................................ 9 
I.5 Nivel físico en el IEEE 802.11.............................................................................................. 10 
Fig I.3 Esquema capa física...................................................................................................... 10 
I.5.1 DSSS......................................................................................................................... 10 
I.6 Subcapa MAC en el IEEE 802.11......................................................................................... 12 
I.6.1 Entrega fiable de datos.............................................................................................. 13 
I.6.2 Control de acceso...................................................................................................... 14 
CAPÍTULO II. NETWORK SIMULATOR-2 ...................................................... 16 
II.1 El simulador NS-2............................................................................................................ 16 
II.2 Instalación........................................................................................................................ 16 
II.3 Módulos del NS-2............................................................................................................. 17 
II.3.1 Simulador ns......................................................................................................... 17 
II.3.2 Nam (Network Animator) ...................................................................................... 18 
II.3.3 Xgraph .................................................................................................................. 19 
II.4 Modelos de propagación del NS-2................................................................................. 19 
CAPÍTULO III. EL CANAL INALÁMBRICO..................................................... 21 
III.1 Problemas del canal inalámbrico ..................................................................................... 21 
III.1.1 Atenuación............................................................................................................... 21 
III.1.2 Desvanecimientos multicamino............................................................................... 21 
III.1.3 Interferencia intersimbólica (ISI).............................................................................. 22 
III.2 Modelos de canal desarrollados....................................................................................... 22 
III.2.1 Modelo 1 .................................................................................................................. 22 
III.2.2 Modelo 2 .................................................................................................................. 24 
CAPÍTULO IV. IMPLEMENTACIÓN CANAL INALÁMBRICO EN NS-2 ......... 27 
IV.1 Escenario creado para las simulaciones ........................................................................ 27 
 
  
IV.2 Script utilizado ................................................................................................................... 28 
IV.3 Código modificado ............................................................................................................ 35 
IV.3.1 Funciones de modulacion.cc................................................................................... 36 
IV.3.2 Modificaciones realizadas en el código fuente ....................................................... 37 
CAPÍTULO V.  PRUEBAS Y RESULTADOS .................................................. 39 
V.1 Prueba 1: funcionamiento del NS-2 por defecto.............................................................. 39 
V.2 Prueba 2: modelo 1 con modelo de propagación Free-Space ....................................... 40 
V.3 Prueba 3: modelo 2 con modelo de propagación Free-Space ....................................... 42 
V.4 Prueba 4: modelo 2 con modelo de propagación Ricean............................................... 43 
CONCLUSIONES ............................................................................................ 45 
GLOSARIO ...................................................................................................... 46 
BIBLIOGRAFÍA ............................................................................................... 49 
ANEXOS .......................................................................................................... 51 
Anexo 1. Modulaciones ............................................................................................................ 51 
Anexo 1.1. Modulaciones PSK.......................................................................................... 51 
Anexo 1.2. Modulación CCK ............................................................................................. 52 
Anexo 1.3. Modulación QAM............................................................................................. 53 
Anexo 2. Extensiones del IEEE 802.11.................................................................................... 54 
Anexo 2.1. IEEE 802.11a .................................................................................................. 54 
En líneas generales, la diferencia respecto a los sistemas de modulación presentados 
anteriormente es que se puede trabajar a velocidades más altas utilizando más bits por 
símbolo y codificando también con más bits..................................................................... 56 
Anexo 2.2. IEEE 802.11g .................................................................................................. 56 
Anexo 3. Tecnologías de la capa física................................................................................... 57 
Anexo 3.1. FHSS............................................................................................................... 57 
Anexo 3.2. OFDM.............................................................................................................. 57 
Anexo 4. Subcapa MAC ............................................................................................................ 58 
Anexo 4.2. Tramas de la MAC .......................................................................................... 59 
Anexo 5. Seguridad en el IEEE 802.11 .................................................................................... 59 
Anexo 5.1.- Funcionamiento del WEP............................................................................... 60 
Anexo 5.2. Vulnerabilidades del WEP............................................................................... 61 
Anexo 5.3. Alternativas al WEP......................................................................................... 62 
Anexo 6. Funciones de densidad de probabilidad ................................................................ 62 
Anexo 6.1. Función de densidad de probabilidad de Rayleigh ......................................... 62 
Anexo 6.2. Función de densidad de probabilidad de Ricean............................................ 63 
Introducción   1 
INTRODUCCIÓN 
 
 
Las redes inalámbricas se presentan como una alternativa y a la vez como un 
complemento de las redes cableadas tradicionales. Presentan como ventajas 
respecto a éstas, una mayor flexibilidad y escalabilidad. Además son fáciles y 
rápidas de instalar y se pueden configurar siguiendo distintas topologías según 
las necesidades de la instalación. 
 
Para estudiar, comprender y mejorar el funcionamiento de las redes 
inalámbricas se utilizan herramientas de simulación por ordenador. Éstas 
permiten reproducir de una manera sencilla escenarios complejos y 
experimentar en ellos. 
 
El objetivo de este proyecto es mejorar una de las características del simulador 
de redes llamado Network Simulator-2 o NS-2. Este simulador es muy utilizado 
ya que es de código abierto. Por contra, presenta deficiencias en la simulación 
de redes 802.11, como por ejemplo el modelo de canal que proporciona. En 
este proyecto se va a proponer y a desarrollar una solución que permita 
conseguir resultados más fiables de los que actualmente se obtienen. 
 
El primer capítulo es una introducción a las redes inalámbricas, en el que se 
explican sus principales características, tipos de configuración y se realiza una 
comparativa entre las tecnologías inalámbricas más utilizadas actualmente. La 
segunda parte de este capítulo se centra en explicar brevemente el estándar 
IEEE 802.11.  
 
En el segundo capítulo se presentan los aspectos básicos del simulador NS-2: 
qué permite hacer, cómo instalarlo o la utilidad que tienen los módulos que lo 
forman. El NS-2 es una herramienta tan potente y a la vez configurable que 
resulta útil tanto en entornos de investigación como en entornos educativos. 
También se definen los tres modelos de propagación que emplea en las 
simulaciones. Como ya se verá más adelante, estos modelos de propagación 
resultan demasiado sencillos en entornos inalámbricos. 
 
El tercer capítulo se puede dividir en dos partes. En la primera parte se 
comentan los problemas existentes en los canales inalámbricos. En los 
entornos de propagación donde se producen reflexiones, difracciones o 
dispersiones la señal puede sufrir desvanecimientos, atenuaciones, retardos,  
interferencias, ráfagas de errores o variaciones temporales. Estos fenómenos 
se deben tener en cuenta debido a que condicionan la recepción correcta de la 
señal.  
 
En la segunda parte del tercer capítulo se explican los dos modelos de canal 
con los que se ha trabajado. El primero, más sencillo de desarrollar pero de 
resultados más inexactos y el segundo, más complejo de desarrollo pero de 
resultados más precisos. 
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En el capítulo cuarto han quedado englobados el escenario creado para las 
simulaciones, el script válido para realizar la simulación y las modificaciones 
realizadas en el código fuente para incorporar los modelos de canal explicados 
en el capítulo anterior. El escenario que se ha utilizado es un escenario mixto 
formado por una red cableada y una red inalámbrica, donde hay un intercambio 
de datos entre los nodos inalámbricos y los cableados. 
 
En el último capítulo se plasman y valoran los resultados obtenidos para cuatro 
simulaciones. En la primera se observa el comportamiento del simulador por 
defecto, sin realizar ninguna de las modificaciones propuestas. En la segunda y 
en la tercera se prueban los dos modelos de canal desarrollados. En la última 
simulación se prueba el segundo modelo desarrollado pero aplicando un 
modelo de propagación más adecuado para canales inalámbricos, como es el 
modelo de Ricean. 
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CAPÍTULO I. REDES DE ÁREA LOCAL INALÁMBRICAS 
(WLAN) 
 
I.1 Generalidades de las redes de área local inalámbricas 
(WLAN) 
 
Las redes de área local inalámbricas (WLAN) son redes con un alcance 
geográfico limitado que tienen como medio de transmisión el aire. El IEEE 
define el estándar 802.11 para definir y regular las WLAN.  
 
Las principales características de las WLANs son las que se describen a 
continuación: 
 
• La velocidad de transmisión oscila entre 1 Mbps y 54 Mbps, en función 
de cuál de las extensiones del estándar IEEE 802.11 que se esté 
implementando.  
• Baja tasa de errores (entorno a 10e-5) 
• Se administra de forma privada, como cualquier red de área local (LAN) 
• La cobertura geográfica es limitada. Puede llegar desde los 30 hasta 300 
metros, según la extensión del estándar que se utilice.  
• El medio de transmisión son las ondas electromagnéticas. 
• La potencia de transmisión como máximo es de 100 mw, en Europa. 
• La información viaja a través del canal inalámbrico, en el cual se enlazan 
distintos terminales o equipos móviles asociados a una red. 
• Es un sistema de comunicación flexible ya que permite llegar a sitios 
donde no se puede llegar con cable o es muy costoso hacerlo. Con las 
WLANs el usuario gana movilidad sin perder conectividad. 
• Puede implementarse como una extensión de una LAN o como una 
alternativa a ésta. 
• Son fáciles y rápidas de instalar, ya que no es necesario pasar cables a 
través de paredes o techos. 
• Aunque la inversión inicial es superior a la de una red cableada, la 
inversión de la instalación es bastante menor. 
• Son escalables, ya que pueden crecer fácilmente. 
• Se pueden configurar siguiendo distintas topologías según las 
necesidades de la instalación 
 
Las WLANs tienen múltiples aplicaciones. Suelen utilizarse conjuntamente con 
redes cableadas, ya sea como red de interconexión entre distintas redes 
cableadas que están físicamente en lugares distintos, o en casos de 
emergencia debido a que haya congestión en la red cableada. También suelen 
usarse como alternativa a las redes cableadas, sobretodo en lugares que no se 
pueden cablear o es muy costoso hacerlo o bien, en reuniones eventuales 
donde no vale la pena instalar una red cableada. En un mismo espacio también 
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pueden convivir LANs y WLANs, ya que a pesar de estar cableado puede ser 
que un usuario tenga que estar en movimiento y a la vez necesite acceso a 
información. 
 
I.2 Configuraciones WLAN 
 
Básicamente se pueden encontrar 2 tipos de configuraciones en las WLAN: 
peer tu peer o en modo infraestructura. A continuación se explicarán en qué 
consisten estas dos configuraciones 
 
I.2.1 Peer to peer o redes ad-hoc 
 
Es la configuración más básica, en la que todos los dispositivos que forman la 
WLAN son considerados iguales y no hay ninguna jerarquía. En la siguiente 
imagen se puede ver un ejemplo de configuración ad-hoc. También se conoce 
como IBSS (Independent Basic Service Set), en la que el BSS es el bloque 
mínimo de una WLAN. 
 
 
 
 
Fig I.1 Configuración peer to peer 
 
 
Esta red ad-hoc está formada por dos o más BSS que tienen instalada cada 
uno una tarjeta adaptadora para comunicaciones inalámbricas. Para que se 
puedan comunicar entre ellos es necesario que se vean mutuamente de 
manera directa, es decir, que estén en el mismo radio de cobertura la una con 
la otra. 
 
Las principales ventajas que tienen son:  
 
• Son muy fáciles de implementar 
• Se pueden comunicar directamente dos nodos sin la necesidad de que 
haya un nodo central 
• No requiere que haya red cableada para que funcione 
• No es necesaria ninguna gestión administrativa de los nodos de la red 
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I.2.2 Modo infraestructura 
 
La WLAN queda integrada en una red fija. En las redes de este tipo, los 
distintos nodos inalámbricos deben asociarse a un AP (Access Point) para 
obtener servicios de la red. En la asociación se genera un proceso en el que el 
BSS queda ligado a la red IEEE 802.11. 
 
El AP, aparte de realizar funciones de puente entre las redes inalámbricas y 
cableadas, es un dispositivo con inteligencia. Puede asignar direcciones, dar 
niveles de prioridad, controlar la carga del sistema o la posición de los BSS, 
asistir a los nodos cuando están en modo de ahorro energético o hacer el 
handover de un BSS hacia otro AP. Disponen de una o dos antenas para dar 
cobertura. 
 
Para comunicar dos nodos móviles que están en una misma área es necesario 
pasar por el AP, lo que supone dar 2 saltos.  
 
Si se desea dar cobertura a una zona determinada es necesario instalar varios 
AP de manera que cada uno cubra la superficie celular y que estas células 
estén ligeramente solapadas entre ellas, para permitir el paso de una celda a 
otra sin que se pierda la comunicación. 
 
En la siguiente imagen se puede ver un ejemplo de configuración en modo 
infraestructura, formado por dos terminales móviles, un AP y un PC y un 
servidor al que está conectado el AP. 
 
 
 
 
Fig I.2 Configuración modo infraestructura 
 
 
Las principales ventajas que tienen son:  
 
• Permiten aumentar el alcance de la red (la distancia máxima ahora no es 
la que hay entre los dos nodos móviles, sino la que hay entre cada nodo 
y el AP) 
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• Ahorro energético en los nodos inalámbricos (los BSS que llevan 
baterías pueden estar en modo sleep todo el rato y despertarlos el AP 
cuando sea necesario) 
• Desaparecen las incidencias de los nodos ocultos (nodos que no se ven 
entre ellos e intentan enviar algo a la vez a un mismo nodo que ambos 
ven) ya que todas las comunicaciones pasan por el AP 
 
I.3 Cuadro comparativo tecnologías inalámbricas 
 
A continuación se van a presentar las tecnologías de transmisión de datos 
inalámbricas de mayor interés. El IEEE 802.11 se explicará en los próximos 
apartados del capítulo con más detalle ya que es el que se ve a utilizar en el 
proyecto. 
 
En la siguiente tabla se puede ver una comparativa de los aspectos más 
generales de diversas tecnologías inalámbricas de las más utilizadas en 
distintos entornos. 
 
Tabla I.1 Comparativa características tecnologías inalámbricas 
 
Tecnología Banda (GHz) Velocidad 
(Mbps) 
Nivel físico MAC Alcance 
MMDS 2.5-2.7 27 
(ascendente) 
OFDM/QPSK DOCSIS 30 Km 
LMDS 27-31 500 
(ascendente) 
PSK/QAM DAMA/TDMA 4 Km 
IEEE 
802.11b 
2.4 11 (DSSS) 
2 (FHSS) 
DPSK/CCK CSMA/CA 300 m 
IEEE 
802.11a 
5 54 OFDM CSMA/CA 30 m 
Hiperlan II 5 54 OFDM TDMA/TDD Extensible 
Bluetooth 2.4 1 FHSS TDMA/TDD 10 m/100 m 
IrDA Infrarrojo 16 PPM IrLAP/IrLAN 1 m 
WiMax En varias 
bandas entre 
2-11 
70-124 OFDM TDMA/TDD 40-70 Km 
 
 
Tanto MMDS (Multichannel Multipoint Distribution Service) como LMDS (Local 
Multipoint Distribution Service) son tecnologías que se presentan como una 
alternativa al bucle fijo de abonado, ya que proporcionan servicios de voz y 
datos a los usuarios mediante enlaces inalámbricos. LMDS permite ofrecer un 
gran ancho de banda, mientras que MMDS permite un mayor alcance debido a 
que opera a frecuencias más bajas y los dispositivos son más económicos. 
 
En cuanto a las redes de área local, Hiperlan II es la alternativa del ETSI 
(European Telecommunications Standards Institute) a las distintas extensiones 
del IEEE 802.11. Las principales ventajas que tiene respecto a éste es que 
permite la interconexión con redes ATM o UMTS y es más seguro. En cambio, 
hay menos equipos en el mercado que lo utilicen y además los circuitos son 
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más difíciles de implementar. Otras características de este estándar son que 
está orientado a conexión y permite calidad de servicio. 
 
En las redes de área personal las tecnologías más extendidas son, entre otras, 
Bluetooth o IrDA. Ofrecen un alcance menor que las redes de área local y se 
suelen empelar para sustituir cables en los dispositivos más simples, aunque 
también se pueden utilizar en la creación de LANs o redes ad-hoc. Bluetooth 
está adquiriendo cada vez más importancia que IrDA en la interconexión de 
dispositivos, debido a que permite un mayor alcance y no requiere visibilidad 
directa entre los dispositivos que se desea interconectar. Se pueden producir 
grandes interferencias en entornos donde convivan Bluetooth y el IEEE 
802.11b, ya que ambos trabajan en la banda de frecuencias ISM. 
 
Por último, el IEEE 802.16x conocido también como WiMAX (Worldwide 
Interoperability for Microwave Access), es el estándar emergente que está 
cogiendo más relevancia. WiMAX es una especificación para redes 
metropolitanas inalámbricas de banda ancha. Se trata de una clara alternativa 
al LMDS, en la que no se consigue llegar a velocidades de transmisión tan 
altas pero el alcance es mucho mayor.  
 
Entre las características del WiMAX están que permite la creación de enlaces 
punto a  punto y punto-multipunto, ofrece Calidad de Servicio (QoS), tiene gran 
ancho de banda, soporta varios cientos de usuarios por canal, permite formar 
redes malladas, la instalación de estaciones base es sencilla y económica o no 
todas las bandas que utiliza requieren licencia. En la extensión 802.16e se ha 
añadido movilidad respecto al estándar original y además también soporta las 
antenas que utilizan los sistemas celulares de 3G, lo que lo convierten también 
en una alternativa al UMTS. 
 
I.4 Tipos de estándar IEEE 802.11 
 
Las extensiones del estándar IEEE 802.11 aprobadas son las siguientes: 
 
• 802.11 
• 802.11b 
• 802.11a 
• 802.11g 
 
En la siguiente tabla se pueden ver una comparativa de las principales 
características  de cada uno de los estándares desarrollados. 
 
 
Tabla I.2 Comparativa características IEEE 802.11 
 
 802.11 802.11b 802.11ª 802.11g 
Año 1997 1999 1999 2003 
Velocidad 1-2 Mbps 1-2-5.5-11 Mbps 6-54 Mbps 1-54 Mbps 
Banda 
Frecuencia 
ISM (2.4 GHZ) ISM (2.4 GHZ) UNII (5 GHz) ISM (2.4 GHZ) 
BW banda 83.5 MHz 83.5 MHz 300 MHz 83.5 MHz 
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Tecnologías DSSS y FHSS DSSS OFDM OFDM 
Compatibilidad * Compatible 
802.11 
No compatible 
802.11, 802.11b 
Compatible 
802.11 y 
802.11b 
Modulaciones DBPSK, DQPSK DBPSK, 
DQPSK, CCK 
BPSK, QPSK, 
16QAM, 64QAM 
BPSK, QPSK, 
16QAM, 64QAM 
Nº de Canales 
en Europa 
13 13 8 3 
BW canal 5 MHz 5 MHz 20 MHz 20 MHz 
Potencia máx.tx 
Europa 
100 mW 100 mW/20 dBm 40 mW/16 dBm 100 mW/20 dBm 
 
 
Además, también se han desarrollado más extensiones del IEEE 802.11 que a 
su vez son mejoras de los anteriormente mencionados. Se trata de los 
siguientes: 
 
• IEEE 802.11e: añade mejoras para manejar calidad de servicios y 
proveer clases de servicios. 
• IEEE 802.11f: desarrolla técnicas para el protocolo I-APP (protocolo de 
inter-acceso a los puntos) 
• IEEE 802.11h: mejora el MAC del IEEE 802.11a 
• IEEE 802.11i: consigue mejorar la seguridad y los mecanismos de 
autenticación 
• IEEE 802.11d: norma para escaneo activo y pasivo en el mundo en las 
bandas ISM y UNII 
• IEEE 802.11c: incluye mejoras para calidad de servicio y filtrado 
• IEEE 802.11k: se miden las condiciones de radio y red para mejorar 
gestión, fallos y diagnóstico 
 
I.4.1 IEEE 802.11 
 
En 1997 el IEEE fija el primero de los estándares para redes inalámbricas, 
conocido como IEEE 802.11, para regular su desarrollo. 
 
La banda de frecuencias donde se decide que opere el IEEE 802.11 es la ISM 
(Industrial, Scientific and Medical), que es de regulación libre. El espectro que 
usa esta banda va de los 2.4 – 2.4835 GHz. 
 
La normativa que regula la potencia a la que se puede transmitir en Europa es 
la ETS 300-328, en la que se limita la potencia máxima de transmisión a 100 
mw. 
 
En el proceso de desarrollo, se escogió utilizar tecnologías que permitieran una 
buena calidad de servicio respecto a un mejor aprovechamiento del espectro 
disponible. Por este motivo se apostó por las tecnologías basadas en el 
espectro ensanchado (Spread Spectrum), como el DSSS (Direct-Sequence 
Spread Spectrum) o el FHSS (Frequency-Hopping Spread Spectrum). En el 
apartado Nivel Físico en el IEEE 802.11 [apartado 1.5] se explicará el DSSS. 
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En las tecnologías de espectro ensanchado, la señal de información se difunde 
a lo largo del ancho de banda disponible en vez de concentrarse en una 
portadora. De esta manera se consume más ancho de banda pero la señal que 
se transmite es más ruidosa y así es más fácil de detectar. El ancho de banda 
se comparte con el resto de usuarios que trabajan en la misma banda 
frecuencial. 
 
Para el control de acceso al medio se escogió el algoritmo CSMA/CA (Carrier 
Sense Multiple Access/Collision Avoidance), que se explicará más 
detalladamente en el apartado Nivel de acceso al medio (MAC) en el IEEE 
802.11 [apartado 1.6]. 
 
Además, se pueden variar las modulaciones adaptándose al nivel de ruido que 
haya. De esta manera se puede aumentar el alcance de la señal variando la 
modulación y no la potencia. 
 
Se utilizan las modulaciones DBPSK y DQPSK, para transmitir a 1Mbps y a 
2Mbps, respectivamente. Estas modulaciones están explicadas en el anexo de 
modulaciones del IEEE 802.11. 
 
I.4.2.- IEEE 802.11b 
 
Opera en la misma banda de frecuencias que el IEEE 802.11, y al igual que en 
éste, se limita la potencia máxima de transmisión a 100 mw, pese a que los 
equipos pueden funcionar con menos potencia para ahorrar energía. En la 
siguiente tabla se puede ver los parámetros de potencia con los que suelen 
trabajar los equipos 
 
 
Tabla I.3 Parámetros de potencia de transmisión disponibles 
 
Potencia (mw) Relación dBm 
100 20 
50 17 
30 15 
20 13 
5 7 
1 0 
 
 
Utiliza también tecnologías de espectro ensanchado en el nivel físico, aunque 
de las dos definidas para el IEEE 802.11 solo emplea la DSSS a velocidades 
de 1 Mbps y de 2 Mbps. 
 
Aparte de las modulaciones DBPSK y DQPSK, para conseguir velocidades 
más altas se utiliza la modulación CCK. El funcionamiento de esta modulación 
está explicado en los anexos. 
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I.5 Nivel físico en el IEEE 802.11 
 
En la capa física se llevan a cabo las funciones de detección de portadora, 
transmisión y recepción.  
 
Se divide en 2 subcapas: la Physical Layer Convergente Procedure (PLCP) y la 
Physical Medium Dependent (PMD) La PLCP se encarga de añadir el 
preámbulo y la cabecera física, mientras que el PMD transmite y recibe los bits 
por la antena. En la siguiente figura se puede ver el esquema de la capa física 
del IEEE 802.11. 
 
 
 
 
 
 
 
 
 
 
Fig I.3 Esquema capa física 
 
 
En el emisor, se introduce la trama MAC a transferir en la cola. A ésta se le 
añade un preámbulo y una cola, se codifica y se envía a la línea de 
transmisión, para ser emitida. En la recepción, la señal recibida se filtra para 
minimizar el ruido, se decodifica y se almacena en la trama. Cuando ésta 
concuerda con la trama de un paquete (preámbulo+datos+cola), se pasa a la 
MAC para su validación.  
 
Las tecnologías utilizadas en la capa física en el IEEE 802.11 son tres: DSSS, 
FHSS y OFDM. A continuación se explicará el funcionamiento de la tecnología 
DSSS ya que es la que se utiliza en el proyecto. En los anexos se puede 
encontrar una explicación breve del resto de tecnologías. 
 
I.5.1 DSSS 
 
El uso de técnicas basadas en el espectro ensanchado permite reducir 
interferencias. 
 
A cada uno de los bits de la señal de datos ensanchada se le suma un patrón 
de bits redundante, conocido como señal de chip. En recepción es necesario 
realizar el proceso inverso para obtener la señal de información y además es 
donde se dispersan las señales interferentes.  
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Fig I.4 Señal ensanchada mediante DSSS 
 
 
En la imagen anterior se puede ver, de izquierda a derecha, el espectro de la 
señal de información, la señal ensanchada a la que se le han añadido 
interferencias, y por último el proceso inverso donde la señal de información es 
recuperada y las interferencias reducidas. 
 
La secuencia de bits utilizada es la secuencia de Barker, que tiene la siguiente 
forma: +1, -1, +1, +1, -1, +1, +1, +1, -1, -1, -1, con un total de 11 chips. En la 
imagen se puede ver qué aspecto tiene una señal de 2 bits a la que se le ha 
aplicado la secuencia de Barrer. 
 
 
 
 
 
Fig I.5 Espectro ensanchado por secuencia directa (DSSS) codificado 
mediante la secuencia de Barker 
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En función de la velocidad de datos se utilizará una modulación distinta: para 1 
Mbps se utiliza BPSK y para 2 Mbps, QPSK. 
 
Tanto en Europa como en Estados Unidos se trabaja en la banda ISM. El 
ancho de banda disponible (83.5 MHz) se dividen en 14 canales de 5 MHz 
cada uno. Cada país utiliza un subconjunto de estos canales, según las normas 
reguladoras para cada caso. España en concreto utiliza los canales 10y 11. 
 
En topologías celulares, pueden operar hasta 2 canales simultáneamente sin 
que se aprecien interferencias entre ellos siempre y cuando la separación entre 
los canales sea como mínimo 30 MHz. 
 
I.6 Subcapa MAC en el IEEE 802.11 
 
La capa siguiente a la física es la de enlace de datos. Dentro de ella se ha 
definido la subcapa MAC (Medium Access Control), donde se realiza el control 
de acceso al medio. En la subcapa MAC se validan las tramas que se reciben, 
se comprueban los errores de la transmisión y se verifica el destinatario. 
Aparte, en la MAC es donde se desarrollan funciones de inteligencia de los AP, 
como la movilidad de un usuario hacia otro AP o el ahorro energético de los 
terminales asociados al AP. 
 
En la siguiente figura se puede ver el esquema de la subcapa MAC del IEEE 
802.11. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Fig I.6 Esquema capa MAC 
 
 
En el emisor, se calcula el CRC (Cyclic Redundancy Checking) de los datos a 
transferir provinentes de la capa de enlace de datos. Se construye la trama que 
se envía a la capa física, donde en primer lugar se añade el destinatario, en 
segundo lugar se pone la información y por último, el CRC calculado. En la 
recepción, se valida si el paquete recibido es correcto. Para ellos, se analiza 
que el CRC y si el identificador de destino se corresponde con el identificador 
propio. En caso afirmativo, se da el paquete como bueno y se pasa a la capa 
de enlace de datos. 
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Las propiedades del medio inalámbrico condicionan el diseño de la MAC. Se 
deben tener en cuenta por ejemplo, que el canal varía con el tiempo, o que se 
pueden dar ráfagas de errores. En el capítulo [cap.3] se explicarán con más 
detalle algunos de los  problemas en la transmisión y en la recepción debidos al 
canal inalámbrico. 
 
En el diseño de la MAC, también se debe vigilar con la posición de los distintos 
nodos y sus radios de cobertura, sobretodo en los tres siguientes casos: 
 
• Nodos ocultos: que dos nodos que no se ven entre sí intenten transmitir 
a la vez información hacia un mismo nodo que vean ambos 
• Nodos expuestos: un nodo que detecta que otro nodo de su radio de 
cobertura está emitiendo, no transmite porque detecta que el canal está 
ocupado. Esto sucede aunque el nodo que está transmitiendo lo haga 
con otro que está fuera del radio de cobertura del nodo que está en 
espera. De esta manera se desperdicia capacidad, ya que el nodo que 
está esperando a que acabe de transmitir el otro, podría estar emitiendo 
también en paralelo. 
• Captura: que un nodo que está recibiendo información de otro, capture 
los datos que está enviando un tercer nodo a otro.  
 
Los parámetros de rendimiento utilizados en los protocolos MAC inalámbricos 
son básicamente los mismos que para las redes cableadas (retardo, 
throughput, justicia, estabilidad), aunque se añaden algunas más, como 
robustez antes desvanecimientos de canal, consumo de potencia y soporte de 
datos multimedia. 
 
Todas estas condiciones se tuvieron en cuenta a la hora de diseñar la MAC del 
IEEE 802.11. Ésta cubre tres áreas funcionales: entrega fiable de datos, control 
de acceso y seguridad. En los siguientes subapartados detallarán las dos 
primeras áreas mencionadas, mientras que la de seguridad se puede encontrar 
en los anexos. 
 
I.6.1 Entrega fiable de datos 
 
Para minimizar los problemas del canal inalámbrico se envían dos tipos de 
tramas: ACK (Acknowledgment) y RTS/CTS (Request to Send/Clear to Send) 
 
La trama ACK es un reconocimiento positivo que se envía cuando la trama 
transmitida se ha recibido correctamente. De esta manera se evita el problema 
de la pérdida de tramas en el canal. El envío de la trama ACK no puede ser 
interrumpido por la transmisión de datos de otra estación. 
 
En entornos de alta ocupación del canal se usa en envío de tramas RTS/CTS, 
que se transmiten justo antes de la trama de datos. El nodo emisor envía una 
trama RTS al nodo receptor, donde le informa de la longitud de la trama de 
datos que le enviará posteriormente. Cuando éste la recibe, le envía una trama 
CTS donde se copia la longitud de los datos que se van a recibir. Cuando se 
recibe la trama CTS, se inicia la transmisión de la trama de datos.  
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Los nodos que escuchen la trama RTS significa que están cerca del nodo 
emisor y por tanto deben esperar el tiempo necesario para que éste reciba la 
trama CTS antes de transmitir ellos. Por otra parte, los nodos que escuchen la 
trama CTS significa que están cerca del nodo receptor y deben esperar el 
tiempo necesario para que éste reciba la trama de datos de la longitud 
especificada en el CTS antes de transmitir ellos.  
 
Con el envío de tramas RTS/CTS se soluciona el problema de los nodos 
ocultos. 
 
I.6.2 Control de acceso 
 
El control de acceso al medio inalámbrico se hace mediante dos 
funcionalidades básicas: el DCF (Distributed Coordination Function) y el PCF 
(Point Coordination Function) El DCF proporciona un acceso al medio basado 
en contienda y utiliza el mecanismo CSMA/CA (Sense Multiple Access/Collision 
Avoidance) En cambio el PCF proporciona un acceso al medio libre de 
contienda. 
 
I.6.2.1.- La función de coordinación distribuida DCF  
 
El DCF se encuentra en el nivel inferior de la MAC y se basa en técnicas de 
acceso aleatorias de contienda. El tráfico que se transmite es asíncrono, ya 
que al utilizar estas técnicas se introducen retardos aleatorios que no son 
soportados por servicios síncronos.  
 
El algoritmo que usa es el CSMA/CA. El funcionamiento del algoritmo es el 
siguiente: 
 
1.- Antes de transmitir se testea si el medio está libre u ocupado 
 
Si el medio está libre 
 
2.1.- Se ejecuta una espera adicional conocida como IFS (Interframe Spacing) 
3.1.- Se vuelve a testera el medio. Si está libre, se transmite la trama. En 
cambio, si está ocupado se realiza el proceso explicado en el punto 2.2. 
4.1.- Se vuelve al estado inicial de espera de una trama a transmitir. 
 
Si el medio está ocupado 
 
2.2.- Se espera el tiempo necesario a que acabe dicha transmisión y entonces 
se ejecuta la espera adicional IFS. 
3.2.- Se vuelve a testear el medio. Si sigue ocupado, se repite el proceso 2.2. 
Si ya no está ocupado, se ejecuta el proceso 4.2. 
4.2.- Se ejecuta un tiempo de espera aleatorio conocido como backoff, que usa 
un algoritmo de retroceso exponencial binario. Mientras se va ejecutando el 
backoff, se va testeando el medio. Si el medio permanece libre como mínimo 
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un tiempo IFS, se sigue consumiendo el tiempo de espera de backoff hasta que 
se consuma del todo y se pueda transmitir. Si durante un tiempo igual o 
superior a IFS el medio no permanece libre, se suspende el algoritmo de 
Backoff hasta que se cumpla ésta condición. 
5.2.- Se vuelve al estado inicial de espera de una trama a transmitir. 
 
En la siguiente imagen se puede ver la evolución que siguen las tramas 
enviadas según el algoritmo descrito anteriormente 
 
 
 
 
Fig I.7 Tramas enviadas siguiendo el modelo del CSMA/CA 
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CAPÍTULO II. NETWORK SIMULATOR-2 
 
II.1 El simulador NS-2 
 
El Network Simulator 2, o NS-2 es un software simulador de eventos discretos 
ideado para la ayuda a la investigación de redes telemáticas y disponible en 
múltiples plataformas. 
 
Se empezó a desarrollar en 1989 como una variante del ya existente simulador 
REAL Network Simulator. En 1995, bajo la supervisión del proyecto VINT 
(Virtual InterNetwork Testbed), finalmente ha acabó en manos de un grupo de 
investigadores y desarrolladores de la Universidad de California en Berkeley, el 
LBL (Lawrence Berkeley Laboratory), XEROX Parc y USC/ISI (University of 
Southern California/ Information Sciences Institute) 
 
El NS-2 es un simulador gratuito que suministra todo el código fuente. En la 
página web http://www.isi.edu/nsnam/ns se puede descargar el código fuente, 
manuales básicos del funcionamiento o subscribirse al foro, entre otras cosas. 
 
NS permite trabajar tanto en redes cableadas como en redes inalámbricas 
locales o vía satélite con una gran cantidad de protocolos de la capa de 
aplicación (ftp, cbr, http, etc), de la capa de transporte (TCP, UDP, etc…) o de 
la capa de enlace de datos (como el MAC del tipo CSMA/CA) Además permite 
trabajar en modo unicast o multicast y utilizar varios algoritmos para la 
planificación de colas, como el DRR (Deficit Round Robin), FIFO (First In First 
Out), FQ (Encolamiento Justo) o SFQ (Encolamiento Estocástico Justo) 
 
El NS-2 es una herramienta tan potente y a la vez configurable que resulta útil 
tanto en entornos de investigación como en entornos educativos. 
 
II.2 Instalación 
 
A pesar de que la aplicación puede funcionar tanto sobre Windows como sobre 
Linux, su funcionamiento es mejor sobre este sistema operativo. Por este 
motivo se decidió instalar el simulador en una partición del Linux Fedora Core 
versión 2.0. 
 
El NS-2 se puede instalar en dos modalidades: por paquetes o todo a la vez. 
En la web del NS-2 se recomienda instalar la versión del programa por 
paquetes a aquellos usuarios que vayan a realizar desarrollos importantes en 
C, a los que desean ahorrar espacio de memoria o a los que no se deseen 
descargar todo el programa (la versión all in one ocupa 320 Mb) La versión del 
programa que se ha instalado es la última disponible (ns2.28) 
 
Para no encontrar problemas cuando se estuvieran implementando los 
modelos de canal, se decidió instalar la versión por paquetes en lugar de la que
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 es toda en una. A continuación se detallan los pasos que hay que seguir para 
conseguir una correcta instalación del NS-2 por paquetes: 
 
1. Crear el directorio ns2 y copiar ahí todos los paquetes descargados que 
se van a instalar. 
2. Descomprimir cada archivo utilizando el comando tar –zxvf nombre.ext 
3. Entrar a cada directorio donde se han descomprimido los archivos 
descargados y compilar ahí cada paquete, utilizando los comandos 
./configure y make. Para que la instalación sea satisfactoria, los 
paquetes se deben compilar en el siguiente orden: 
a. Tcl 8.4/unix 
b. Tk 8.4/unix 
c. Otcl 
d. Tclcl 
e. Ns 2.28 (previamente se deben copiar los archivos /tcl 
8.4/unix/libtcl8.4.so y /tk 8.4/unix/libtk8.4.so en el directorio 
/usr/local/) 
f. Nam (opcional) 
g. Xgraph (opcional) 
h. Tcl debug (opcional) 
4. Ejecutar el comando ./validate si se desea probar que funcione el ns2 y 
el nam. Para que funcione correctamente el ns2 es necesario copiar el 
archivo tcl8.4.5/library/init.tcl en el directorio usr/local/lib/tcl8.4 
 
Los ejecutables creados se pueden almacenar en un mismo directorio.  
 
II.3 Módulos del NS-2 
 
Las herramientas principales del NS-2 que se han utilizado en este proyecto 
son el simulador ns, el xgraph y el nam. 
 
II.3.1 Simulador ns 
 
Este simulador dispone de un núcleo principal, donde están definidos todos los 
protocolos, que está desarrollado en C++. En cambio, los scripts donde se 
configuran los escenarios de la simulación se deben programar en el lenguaje 
OTcl, que como C++ también es un lenguaje de programación orientado a 
objetos. Por lo tanto, para desarrollar en el simulador NS-2 es necesario 
programar en los dos lenguajes.  
 
C++ es más rápido de ejecutar pero es más lento de modificar que OTcl, por lo 
que ya es bueno que sea éste el que se utiliza para ejecutar protocolos y 
algoritmos. Para la generación de los scripts ya es bueno que se utilice un 
lenguaje fácil de modificar como OTcl. 
 
El simulador se invoca tecleando ./ns nom_fichero.tcl en la línea de comandos. 
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Las simulaciones bajo NS2 se basan en scripts programados por el propio 
usuario, donde ha definido la topología de red y las características de los 
enlaces entre los nodos. 
 
Los resultados obtenidos en la simulación se pueden valorar utilizando las 
herramientas nam o xgraph que se explicarán a continuación. 
 
II.3.2 Nam (Network Animator) 
 
Es la herramienta que permite representar gráficamente la red diseñada. 
Además, permite visualizar dinámicamente los resultados de la simulación 
realizada. Se ejecuta escribiendo en la línea de comandos ./nam 
nom_fichero.nam 
 
En la siguiente imagen se puede ver la captura de un ejemplo de simulación 
realizada con el nam. 
 
 
 
 
Fig II.1: Ejemplo de simulación en el nam 
 
 
El caso anterior es una red formada por 4 nodos. Los dos que están situados a 
la izquierda transmiten paquetes hacia el nodo que está más a la derecha. En 
el nodo central hay un momento en que la cola queda desbordada y empiezan 
a perderse paquetes tanto de un nodo como de otro. Los paquetes enviados 
por cada nodo se ven en color distinto porque en el script se ha especificado 
que se hace segmentación de tráfico y a cada fuente se le ha asociado un 
color. 
 
Las opciones de visualización del nam son las siguientes: 
 
• Retroceso rápido: la simulación se va retrocediendo multiplicando el 
paso del tiempo por 25 
• Retroceso normal: la simulación se retrocede según el paso del tiempo 
• Stop: detiene la simulación 
• Avance normal: se inicia la animación o la hace continuar si estaba 
pausada 
Network Simulator-2   19 
• Avance rápido: la simulación se va avanzando multiplicando el paso del 
tiempo por 25 
• Tiempo: indica el instante en el que se encuentra la simulación 
• Paso del tiempo: da idea de la velocidad de la simulación. 
•  Zoom: para aumentar o disminuir la simulación 
• Tamaño de los nodos, permite variar el tamaño de los nodos 
• Indicador de tiempo: da idea del tiempo transcurrido de la simulación. 
• Flujo del enlace: si se pulsa un enlace y se selecciona la opción Graph 
se puede durante qué tiempo viajará información por ese enlace en 
ambas direcciones y la información que se pierde 
 
El nam no se ha utilizado en este proyecto salvo en la fase inicial de 
conocimiento de la aplicación, ya que no aportaba información de interés. De 
todas formas en cada simulación se ha generado el archivo .nam para poder 
visualizar la simulación. 
 
II.3.3 Xgraph 
 
Xgraph es una herramienta sencilla utilizada para generar gráficos 
bidimensionales. Se pueden renombrar los títulos, numerar y etiquetar los ejes 
o leyendas, hacer zooms sobre la gráfica obtenida. Permite grabar los gráficos 
como ficheros postscript.  
 
Esta herramienta ha sido de gran ayuda en este proyecto para poder visualizar 
las gráficas del cálculo del throughput obtenidas en las simulaciones. 
 
Se ejecuta tecleando en la línea de comandos ./xgraph nom_fichero.tr. 
 
 
II.4 Modelos de propagación del NS-2 
 
A continuación se describen brevemente los tres modelos de propagación 
utilizados en el NS-2, que son: Free-space, Shadowing y Two-ray ground 
reception. 
 
En el Free-space model se asume que hay un único camino recto y directo 
entre el emisor y el receptor. Tal y como se puede observar en la fórmula, la 
potencia recibida solo depende de la potencia transmitida, de la ganancia de 
las antenas, de la distancia entre los nodos emisor y receptor y de las pérdidas 
del sistema. Además, se considera que solo la distancia puede variar y que el 
resto de la ecuación permanece constante. La potencia de la señal recibida 
queda definida en la siguiente ecuación. 
 
Pr FreeSpace = (Pt Gt Gr λ²) / (16 π² d2 L)                            (2.1) 
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Donde Pt es la potencia transmitida, Gt y Gr es la ganancia de las antenas 
emisora y receptora, λ es la longitud de onda,  d la distancia y  L las pérdidas de 
propagación. 
 
Este modelo de propagación se utilizará para probar en el NS-2 los modelos de 
canal estudiados. 
 
El Shadowing model es una variación del Free-space model. Se considera que 
existen dos rayos, uno directo y otro indirecto, entre dos nodos. Se introduce 
una distancia cruce d0 después de la cual los rayos reflejados interfieren de 
manera destructiva con el rayo directo y reducen drásticamente la fuerza del 
campo. Este modelo añade fluctuaciones estadísticas de la señal en el tiempo.  
 
La potencia de la señal recibida queda definida en la siguiente ecuación. 
 
Pr Shadowing [dBm] = Pr FreeSpace [dBm] – n log (d/ d0) + N(0, σ)               (2.2) 
 
Donde n es el exponente de pérdidas de camino (path-loss esponent), σ es la 
desviación shadow y N(0, σ) es la variable aleatoria gaussiana con desviación 
σ. 
 
Tanto el modelo de Shadowing como el FreeSpace son constantes para un 
ambiente dado.  
 
En el modelo Two-ray ground reception se tienen en cuenta también dos rayos: 
el directo y el reflejado en el suelo. Este modelo da resultados más precisos 
para largas distancias que el Free-Space. En cambio, obtiene peores 
resultados a cortas distancias, debido a las oscilaciones constructivas y 
destructivas de los dos rayos. La potencia de la señal recibida queda definida 
en la siguiente ecuación. 
 
Pr TwoRayGround = (Pt Gt Gr ht² hr²) / (d4 L)                           (2.3) 
 
Donde ht hr son la altura de las antenas emisora y receptora. 
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CAPÍTULO III. EL CANAL INALÁMBRICO 
 
III.1 Problemas del canal inalámbrico 
 
La propagación de las señales en los sistemas móviles es compleja. La 
representación del canal inalámbrico depende de los modos de propagación 
por radio, como la radiación por visibilidad directa (LOS), reflexiones en 
superficies rugosas, difracciones alrededor de una esquina o la dispersión 
(scattering) causada por un objeto con dimensiones del orden de la longitud de 
onda de la señal transmitida.  
 
En los entornos de propagación mencionados en el apartado anterior la señal 
puede sufrir desvanecimientos, atenuaciones, retardos,  interferencias, ráfagas 
de errores o variaciones temporales. Estos fenómenos se deben tener en 
cuenta debido a que condicionan la recepción correcta de la señal. En los 
siguientes subapartados se definirán algunos de estos fenómenos brevemente. 
 
III.1.1 Atenuación 
 
El nivel de la señal promedio decrece con el aumento de la distancia que hay 
entre el emisor y el receptor. La atenuación de la señal es más severa 
conforme la frecuencia de la señal aumente. 
 
El valor de la atenuación varía en función del entorno donde se esté realizando 
la transmisión. Algunos factores que influyen en la variación de la atenuación 
son la altura de las antenas o las características del terreno. Por ejemplo, en 
espacio libre las pérdidas solo dependen de la distancia, mientras que en un 
edificio las pérdidas variarán en función del grosor de las paredes o el material 
del que estén construidas. 
 
III.1.2 Desvanecimientos multicamino 
 
Es causado por las reflexiones multitrayectoria de la onda transmitida debido a 
obstáculos naturales o a objetos que actúan como dispersores, como las casas 
o los edificios. Pequeñas variaciones en la distancia entre emisor y receptor, 
del orden de una cuarta parte de la longitud de onda por ejemplo, pueden 
causar grandes cambios en la amplitud o en la fase de la señal. 
 
Para predecir el valor de la señal en campo se utilizan modelos probabilísticas. 
El modelo de distribución de Rayleigh describe este comportamiento cuando no 
hay visibilidad directa entre el emisor y el receptor, mientras que el modelo de 
distribución de Ricean lo describe cuando sí hay una componente de visibilidad 
directa, aparte de las reflejadas que se reciban. Estos modelos de distribución 
se describen brevemente en los anexos. 
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III.1.3 Interferencia intersimbólica (ISI) 
 
Este tipo de interferencia es causada por el retardo en la llegada de los 
símbolos transmitidos (delay spread) En ambientes multicamino suele 
producirse el delay spread, ya que la señal llega al receptor provinente de 
distintos caminos y con distintos retardos.  
 
La ISI se introduce si el periodo de símbolo es más pequeño que el delay 
spread del canal. 
 
La elección de la modulación es importante a la hora de minimizar este efecto. 
En concreto, las modulaciones utilizadas en el IEEE 802.11b son adecuadas 
para que no sea tan notoria esta interferencia. 
 
III.2 Modelos de canal desarrollados 
 
El modelo de canal desarrollado en el ns-2 es tan sencillo que no tiene un 
comportamiento real. Un nodo móvil puede irse alejando del AP y recibiendo 
toda la información que éste le envíe como si no se hubiera desplazado, hasta 
que  llega un momento en el que pasa de recibir todas las tramas a no recibir 
ninguna. En la realidad, este comportamiento es gradual. Conforme se va 
alejando un nodo móvil del AP empieza a perder tramas progresivamente hasta 
que deja de recibirlas. 
 
Los dos modelos con los que se ha trabajado son adecuados para 
transmisiones en canales inalámbricos. De hecho, ambos se han utilizado  en 
otros proyectos como modelos de canal. 
 
III.2.1 Modelo 1 
 
Este primer modelo es el más sencillo de los dos que se estudiado. En este 
modelo se define el cálculo del BER en función de la relación señal a ruido para 
cada una de las modulaciones con las que trabaja el IEEE 802.11b. A 
continuación se detallan las fórmulas utilizadas para cada caso. 
 
Este modelo de canal se puede encontrar en las páginas 59-80 de [33]. 
 
Cálculo BER para el IEE 802.11b a 1Mbit/s 
 
La probabilidad de error de un símbolo en presencia de ruido gaussiano es la 
siguiente: 
 
 P = Q * √ (d²/ (2*No))                                           (3.1) 
 
Donde d es la distancia mínima que hay entre dos puntos cualesquiera de la 
constelación, No es la densidad espectral de potencia de ruido en recepción y 
Q es la función de densidad de probabilidad gaussiana. 
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La función Q se define como: 
 
                          ∞ 
 Q(x) = 1/ √(2π) ∫  e –(t²/2) dt         (3.2) 
x 
 
 La modulación utilizada por el IEEE 802.11b cuando transmite a 1Mbit/s es la 
DBPSK, la expresión anterior queda de la siguiente manera:
 
       P DBPSK = Q * √ (d²/ (4*Nc))                 (3.3) 
 
Donde Nc es la energía de ruido de chip 
 
El valor de d para la modulación BPSK es √ Ec, mientras que para la DBPSK es 
2√ Ec, donde Ec es la energía de chip. Se obtiene como resultado la siguiente 
expresión: 
 
       P DBPSK = Q * √ (Ec / Nc)               (3.4) 
 
Como la velocidad de chip del IEEE 802.11bb está fijada a 11Mchips/s, la 
expresión anterior queda de la siguiente manera: 
 
       P DBPSK = Q * √ (11*SNR)      (3.5) 
 
Esta expresión se trata en realidad del SER, pero como en la DBPSK a cada 
símbolo le corresponde un bit, en esta ocasión el cálculo del BER es igual al 
cálculo del SER 
 
Cálculo BER para el IEE 802.11b a 2Mbit/s
 
EL proceso es el mismo que el anterior. El valor de d para la modulación 
DQPSK queda reducido un factor √ 2 respecto a la BPSK. Por lo tanto, la 
expresión final del BER para la DQPSK es la siguiente: 
 
       P DQPSK = Q *√ (5.5*SNR)      (3.6) 
 
En esta ocasión el cálculo del SER es igual al cálculo del BER.  
 
Cálculo BER para el IEE 802.11b a 5.5Mbit/s y a 11Mbit/s
 
La relación entre el SER y el BER queda definida en la siguiente inecuación: 
 
       BER ≤ (2n-1 / 2n - 1) SER       (3.7) 
 
Donde n es el número de bits con que se codifica 
 
El SER a su ve queda definido por la siguiente igualdad: 
 
       SER = ∑ (Q * (√ (2*SNR*Rc*Wm))      (3.8) 
 
Donde Rc es la tasa de codificación y Wm la distancia de la palabra código 
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Para simplificar los cálculos se aproxima la expresión del SER a la siguiente:  
 
SERCCK5.5 ≤ 14Q * √ (8*SNR) + Q * √ (16*SNR) (3.9) 
 
Esta aproximación no es del todo precisa para valores de SNR pequeños.  
 
La expresión del BER queda de la siguiente manera:  
 
BERCCK5.5 ≤ (2n-1 / 2n - 1) SERCCK5.5 = 8/15 SERCCK5.5  (3.10) 
 
Ya que n = 4 
 
Para 11Mbits/s se obtiene: 
 
SEECCK11 ≤ 24Q * √ (4*SNR) + 16Q * √ (6*SNR) + 174Q * √ (8*SNR) + 16Q * √ 
(10*SNR) + 24Q * √ (12*SNR) + Q * √ (16*SNR)    (3.11) 
 
BERcck11 ≤ (2n-1 / 2n - 1) SERcck11 = 128/255 SERcck11   (3.12) 
 
Ya que n = 8 
 
III.2.2 Modelo 2 
 
En este modelo también se define el cálculo del BER en función de la relación 
señal a ruido para cada una de las modulaciones con las que trabaja el IEEE 
802.11b. Los resultados que se obtienen utilizando este modelo son más reales 
que los obtenidos utilizando el primer modelo. 
 
Este modelo de canal se puede encontrar en las páginas 19-36 de [34]. 
 
Cálculo BER para el IEE 802.11b a 1Mbit/s 
 
La ecuación que expresa la relación entre el BER de la modulación DBPSK y la 
SNR es la siguiente: 
 
P DBPSK = ½ e –γ     (3.13) 
 
Donde γ es la SNR 
 
Cálculo BER para el IEE 802.11b a 2Mbit/s 
 
La ecuación que expresa la relación entre el BER de la modulación DQPSK y la 
SNR es la siguiente: 
 
P DQPSK = Q1(a, b) – I0 (ab) e –γ    (3.14) 
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Donde Q1(a, b) es la función de Marcum de orden uno, I0 es la función 
modificada de Bessel de orden cero y las variables a y b se definen con las 
siguientes ecuaciones:  
 
a = (γ*(1-1/√2))1/2     (3.15) 
 
b = (γ*(1+1/√2))1/2     (3.16) 
 
La función de Marcum (Marcum-Q function) se utiliza para calcular las tasas de 
error de bit o de símbolo en sistemas de comunicaciones digitales sobre 
canales de desvanecimiento generalizados, ya sea el tipo de detección 
coherente, diferencialmente coherente o no coherente.  Se define en la 
siguiente ecuación: 
 
                  ∞ 
Q1(a, b) = ∫   x e(-(x²+a²)/2) I0 (ax) dx         (3.17) 
b 
 
Esta función se puede arreglar y definir como una integral con límites finitos, y 
a su vez ésta se puede aproximar a la siguiente expresión: 
 
 
Q1(a, b) ≤ 1/(1-ς) e-(b²(1- ς)²/2)   para 0≤ ς ≡ a/b < 1    (3.18) 
 
La función modificada de Bessel de orden cero se define como: 
 
                                    ∞ 
       I0 = ∑  ((x/2)2)k / k!k!       (3.19) 
               k=0 
 
 
Cálculo BER para el IEE 802.11b a 5.5Mbit/s y a 11Mbit/s 
 
Esta implementación es más compleja que las anteriores descritas. En la 
modulación CCK, explicada en los anexos, n de los n+2 bits se utilizan para 
seleccionar 2n secuencias ensanchadas complejas de la tabla de secuencias 
CCK y después con los 2 bits restantes se modula la secuencia mediante la 
DQPSK. 
 
Se puede denotar a estos n bits como B = (b0, b1, b2,…,  bn) = (B1, B2); donde 
B1 = ((b0, b1) y B2 = ((b2,…, bn) Hay 2n palabras código diferentes determinadas 
por B2, que son ortogonales. Para encontrar la tasa de error de la modulación 
CCK primero debe conocerse la probabilidad de que se hayan decidido los bits 
de B2 correctamente. Se define Pc(B2) según la siguiente expresión: 
 
Pc(B2) = (M-1) Q (γb log2M)     (3.20) 
 
Donde M = 2n, n es el número de bits de la palabra código (2 o 6, según la 
velocidad sea 5.5 u 11Mbit/s) Q es la función de densidad de probabilidad 
gaussiana definida en el apartado 4.2.1 y γb es la SNR de bit. γb se define como 
γb = γ/5.5 o γb = γ/11, según la velocidad sea 5.5 u 11Mbit/s. 
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Si en la recepción se decide que B2 es correcta, los dos bits de datos de B1 son 
b(B1|B2) = (2  / 2  - 1) Ps(B1|B2) = (22-1 / 22 - 1) Ps(B1|B2) = 2/3 Ps(B1|B2) (3.21) 
onde p = 2, debido a que B1 tiene 2 bits de datos. 
a probabilidad de que se haya decidido correctamente B1 se define como: 
Pc(B1|B2) = 1- Ps(B1|B2) = 1-1.5Pb(B1|B2)   (3.22) 
 
l BER para la modulación CCK queda definido en la siguiente ecuación: 
PbCCK = (2  / 2  - 1) (1- Pc(C))    (3.23) 
 
onde p = n+2 (nº bits palabra código + 2 bits demodulación DQPSK) y Pc(C) 
c(C) se define como Pc(C) = Pc(B2)Pc(B1|B2) 
plicando las igualdades explicadas en este apartado, la expresión del BER 
demodulados mediante la modulación DQPSK. Entonces, Pb(B1|B2) se calcula 
como la P DQPSK definida en el apartado anterior. La relación existente entre las 
probabilidades de error de bit y de error de símbolo queda definida en la 
siguiente igualdad: 
 
p-1 pP
 
D
 
L
 
E
 
p-1 p
D
es la probabilidad de que la palabra código decidida sea correcta.  
 
P
 
A
para la modulación CCK queda de la siguiente manera: 
 
 
 
  PbCCK = (2n+2-1 / 2n+2 - 1) (1- Pc(B2)Pc(B1|B2))   (3.24) 
          PbCCK =  (2n+2-1 / 2n+2 - 1) (1- Pc(B2) (1-1.5 Pb(B1|B2)))       (3.25) 
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CAPÍTULO IV. IMPLEMENTACIÓN CANAL 
INALÁMBRICO EN NS-2 
 
IV.1 Escenario creado para las simulaciones 
 
El escenario que se ha utilizado es un escenario mixto formado por una red 
cableada y una red inalámbrica, donde hay un intercambio de datos entre los 
nodos inalámbricos y los cableados. En la siguiente imagen se puede ver la 
topología de esta red mixta: 
 
 
Nodos cableados 
W 0 
W 1 
BS 0 
 
   
Fig IV.1: Topología de la red  
 
 
Esta red está formada por 3 nodos inalámbricos (nodo 0, nodo 1 y nodo 2), una 
estación base (BS 0) y 2 nodos cableados (W 0 y W 1).  
 
En arquitecturas de red mixtas como ésta, el NS-2 necesita que se defina una 
jerarquía para poder enrutar paquetes entre el dominio cableado y el 
inalámbrico. A cada elemento de la red se le asignará una dirección jerárquica 
Nodo 2 
Nodo 1 
Nodo 0 
Nodos 
inalámbricos 
Estación Base 
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para que así el NS-2 pueda identificar cada componente de la red dónde está 
ubicado. De esta manera, el simulador puede saber como están 
interconectados los nodos los unos con los otros y así es capaz de construir las 
tablas de reenvío en cada nodo de la red. 
 
Para la topología propuesta se ha definido una jerarquía a tres niveles: el 
primero indica el dominio donde está el nodo, el segundo indica el subdominio 
o cluster y el último identifica al nodo dentro del subdominio. Se pueden definir 
tantos subdominios como se vayan a utilizar, aunque en este caso solo es 
necesario un subdominio. 
 
Para distinguir los dos tipos de redes de la simulación, en el dominio 0 estarán 
los nodos cableados y en el dominio 1 los no cableados. La BS queda definida 
dentro del dominio inalámbrico. 
 
En el dominio 0 se han definido 2 subdominios con el fin de que queden 
separados los 2 nodos cableados. 
 
En el dominio 1 solo se define un subdominio y dentro de él se agrupan los 4 
componentes de la red que lo forman: la BS y los 3 nodos inalámbricos 
 
En la siguiente tabla se pueden ver la asignación definitiva de direcciones: 
 
Tabla IV.1: Direcciones asignadas en el escenario utilizado 
 
Componente de la red  Dirección asignada 
W 0 0.0.0 
W 1 0.1.0 
BS 0 1.0.0 
Nodo 0 1.0.1 
Nodo 1 1.0.2 
Nodo 2 1.0.3 
 
 
 
En el escenario inicialmente planteado, el nodo 0 envía tráfico tipo CBR al nodo 
W 0, mientras que el nodo W 1 envía tráfico tipo FTP al nodo 2.  
 
 
IV.2 Script utilizado 
 
El script que se ha utilizado en las simulaciones es fruto de varios scripts de 
prueba que se han ido utilizando a lo largo de todo el proyecto.  
 
El código base se ha reutilizado de los ejemplos que vienen con el NS-2 y que 
a su vez también se utilizan en el tutorial de Marc Greis. Este código se ha 
modificado para adecuarlo a las necesidades de este proyecto. 
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Lo primero que se ha hecho es definir el valor de las variables que se utilizan a 
lo largo de todo el script.  
 
A lo largo de este apartado se van a comentar los aspectos más importantes 
del script. Se puede encontrar el script completo en los anexos. 
 
Las primeras variables definidas son las necesarias para iniciar los valores del 
nodo móvil y de una simulación inalámbrica. 
 
set opt(chan)    Channel/WirelessChannel  ;# channel type 
#set opt(prop)    Propagation/Ricean       ;# radio-propagation model 
set opt(prop)    Propagation/FreeSpace    ;# radio-propagation model 
set opt(netif)   Phy/WirelessPhy          ;# network interface type 
set opt(mac)     Mac/802_11               ;# MAC type 
set opt(ifq)     Queue/DropTail/PriQueue  ;# interface queue type 
set opt(ll)      LL                       ;# link layer type 
set opt(ant)     Antenna/OmniAntenna      ;# antenna model 
set opt(ifqlen)  50                       ;# max packet in ifq 
set opt(nn)      3                        ;# number of mobilenodes 
set opt(adhocRouting)   DSDV              ;# routing protocol 
 
set opt(cp)      ""                       ;# connection pattern file 
set opt(sc)      "scen-script7-test"      ;# node movement file.  
 
set opt(x)       670                      ;# x coordinate of topology 
set opt(y)       670                      ;# y coordinate of topology 
set opt(seed)    0.0                      ;# seed for random nº gen. 
set opt(stop)    64                       ;# time to stop simulation 
 
set opt(cbr1-start)      0.0 
set opt(ftp2-start)      7.0 
 
Se define el canal como inalámbrico, el modelo de propagación Free-space y el 
nivel físico y la MAC adecuados para trabajar con el IEEE 802.11. El NS-2 no 
permite distinguir entre las  distintas extensiones del estándar. Es el usuario el 
que debe controlar cuál de ellas utiliza, controlando la velocidad de envío de los 
datos y ajustando el código fuente a la definición de la extensión que se desee 
utilizar. 
 
Inicialmente se trabaja con el modelo de propagación Free-space, que es uno 
de los 3 que utiliza el NS-2. En el segundo modelo de canal estudiado se ha 
hecho también una simulación utilizando el modelo de Ricean. El código fuente 
del modelo de Ricean se ha reutilizado íntegramente de otro proyecto. El 
funcionamiento de este código es correcto. Además, en varias páginas web se 
puede descargar libremente y recomiendan su uso.  
 
El modelo de colas utilizado es el DropTail, que consiste en una cola simple 
FIFO en la que se descartan los paquetes que sobrepasen la capacidad del 
tamaño del buffer de la cola. El tamaño del buffer se ha delimitado a 50. 
Además, al modelo DropTail se ha añadido la clase PriQueue, que significa que 
se está dando prioridad a los paquetes que se han enviado utilizando 
protocolos de enrutamiento. 
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El protocolo de enrutamiento utilizado es el DSDV. En este protocolo, los nodos 
vecinos se van enviando mensajes de enrutamiento los unos a los otros. Se 
construye una tabla de enrutamiento en la que se van actualizando los 
cambios. Si se da la situación de que llega un paquete del que no se conoce el 
destino, se envía a los nodos vecinos un mensaje de solicitud de ruta y se 
retiene el paquete hasta que no se obtiene la respuesta. 
 
Otros parámetros que se definen son el tipo de antena (omnidireccional), la 
cantidad de nodos inalámbricos de la simulación (3), el archivo donde están 
posicionados inicialmente los nodos inalámbricos (), el instante en el que 
finaliza la simulación (a los 64 segundos, por ejemplo) o el instante en que 
empiezan a enviar tráfico las diversas fuentes generadoras de tráfico (a los 0 
segundos la fuente CBR y a los 7, la fuente FTP).  
 
Se han definido otras variables que no son necesarias para realizar una 
simulación inalámbrica pero permiten modificar desde el script variables del 
código fuente. 
 
set velocidad 2M 
 
Phy/WirelessPhy set bandwidth_ $velocidad 
Phy/WirelessPhy set rate_cbr_ $velocidad 
Phy/WirelessPhy set Pt_ 0.05 
 
Mac/802_11 set dataRate_ $velocidad 
Mac/802_11 set basicRate_ $velocidad 
Mac/802_11 set RTSThreshold_ 3000 
Mac/802_11 set PreambleLength_ 72 
 
La velocidad a la que se envían los datos por defecto en el NS-2 es 2Mbit/s. Si 
se desea trabajar con las distintas velocidades del IEEE 802.11b es necesario 
modificar en el script la velocidad. A través de la variable velocidad se controla 
la velocidad a la que se envían los datos. Las líneas de código que empiezan 
por Phy/WirelessPhy o por Mac/802_11 hacen referencia a variables del código 
fuente que están en los archivos wireless-phy.cc y mac-802_11.cc. Entonces, 
según el valor que se de a la variable velocidad, se acabará trabajando con una 
modulación o con otra. 
 
Se ha cambiado el valor de la potencia de transmisión a 50 mw. El simulador 
utiliza por defecto 282 mw (24.5 dBm), que es un valor unos 10 dB superior a 
los valores especificados en las tarjetas más modernas y además está fuera 
del margen de niveles de potencia con los que se trabaja en Europa.  
 
A pesar de que la mayoría de fabricantes de tarjetas tienen la funcionalidad de 
envío de tramas RTS/CTS desactivada, el NS-2 por defecto la tiene activada. 
Esto ralentiza bastante el envío de información útil, sobretodo en escenarios 
sencillos como el que se ha planteado. Por este motivo se ha decidido 
prescindir del envío de este tipo de tramas fijando el parámetro RTSThreshold_ 
a 3000 bytes. Esto significa que las tramas RTS/CTS se enviarán cuando se 
vaya a enviar una trama de datos de más de 3000 bytes. Si por otro lado se fija 
la longitud de la trama a menos de 3000 bytes, este caso no se dará nunca. 
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Todos los paquetes se envían con un preámbulo, que es una cantidad de bits 
conocida que se envía al inicio de cada paquete. Esto permite que el receptor 
se sincronice y así esté listo para la recepción de los datos reales. El 
preámbulo se envía siempre a 1Mbit/s y puede ser de 144 bits o de 72 bits. El 
NS-2 utiliza por defecto el valor mayor, aunque en este escenario se ha fijado 
el valor del preámbulo al valor mínimo para así obtener mejores resultados. 
 
Una vez explicadas las variables utilizadas se explicará brevemente las partes 
más importantes del script. 
 
# create simulator instance 
set ns_   [new Simulator] 
 
Primero se crea una instancia a la clase simulador, para que se pueda realizar 
la simulación. 
 
# set up for hierarchical routing 
#se define una jerarquia de 3 niveles 
$ns_ node-config -addressType hierarchical 
AddrParams set domain_num_ 2           ;# nº de dominios: uno para los 
inalambricos y otro para los cableados 
lappend cluster_num 2 1                ;# nº de clusters en cada 
dominio: 2 en el 1º y 1 en el 2º, un total de 3 clusters 
AddrParams set cluster_num_ $cluster_num 
lappend eilastlevel 1 1 4              ;# nº de nodos en cada cluster: 
1 nodo en los 2 primeros y 4 en el 3º  
AddrParams set nodes_num_ $eilastlevel ;# of each domain 
 
set tracefd  [open script8-out.tr w] 
 
set throughput_  [open throughput_.tr w] 
 
set namtrace [open script8-out.nam w] 
$ns_ trace-all $tracefd 
$ns_ namtrace-all-wireless $namtrace $opt(x) $opt(y) 
 
Se define la jerarquía explicada en el apartado anterior, dentro del objeto ns_ 
creado. Se crean en modo escritura los ficheros que se van a utilizar: 
 
• script8-out.nam: una vez finalizada la simulación, si se ejecuta este 
archivo en el nam se puede visualizar la simulación realizada 
• script8-out.tr: es un archivo de texto donde se almacenan las trazas 
generadas en la simulación. Se puede observar la evolución del envío 
de cada trama.  
• throughput_.tr: es un archivo de texto donde se calcula el throughput de 
cada simulación. Si se ejecuta en el xgraph, se puede visualizar 
gráficamente el throughput 
 
#create wired nodes 
#estan en el primer dominio. se distinguen los 2 clusters 
set temp {0.0.0 0.1.0}        ;# hierarchical addresses for wired 
domain 
for {set i 0} {$i < $num_wired_nodes} {incr i} { 
    set W($i) [$ns_ node [lindex $temp $i]]  
} 
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Se crean los nodos cableados y se les asigna la dirección que les corresponde. 
 
# configure for base-station node 
$ns_ node-config -adhocRouting $opt(adhocRouting) \ 
                 -llType $opt(ll) \ 
                 -macType $opt(mac) \ 
                 -ifqType $opt(ifq) \ 
                 -ifqLen $opt(ifqlen) \ 
                 -antType $opt(ant) \ 
                 -propType $opt(prop) \ 
                 -phyType $opt(netif) \ 
                 -channelType $opt(chan) \ 
       -topoInstance $topo \ 
                 -wiredRouting OFF \ 
       -agentTrace ON \ 
                 -routerTrace OFF \ 
        -movementTrace ON \ 
                 -macTrace ON  
 
Es necesario hacer la configuración de los nodos antes de crearlos. Se 
configuran con los valores de las variables definidos al inicio del script. 
Además, se activan que todas las trazas salvo la routerTrace. Estos datos se 
podrán visualizar en el archivo script8-out.tr 
 
#create base-station node 
#Están en el 2º dominio. Se distingue entre los 3 nodos inalámbricos y 
la BS 
set temp {1.0.0 1.0.1 1.0.2 1.0.3}   ;# hier address to be used for 
wireless 
                                     ;# domain 
set BS(0) [$ns_ node [lindex $temp 0]] 
$BS(0) random-motion 0               ;# disable random motion 
 
#provide some co-ord (fixed) to base station node 
$BS(0) set X_ 1.0 
$BS(0) set Y_ 2.0 
$BS(0) set Z_ 0.0 
 
#configure for mobilenodes 
  for {set j 0} {$j < $opt(nn)} {incr j} { 
    set node_($j) [ $ns_ node [lindex $temp \ 
     [expr $j+1]] ] 
    $node_($j) base-station [AddrParams addr2id \ 
     [$BS(0) node-addr]] 
} 
 
Se crea la BS y se posiciona, se crean los nodos inalámbricos. 
 
#create links between wired and BS nodes 
 
#los nodos cableados 1 y 0 están conectados entre ellos 
#el nodo cableado 1 esta conectado con la BS 
$ns_ duplex-link $W(0) $W(1) 15Mb 2ms DropTail 
$ns_ duplex-link $W(1) $BS(0) 15Mb 2ms DropTail 
 
Se crean los distintos enlaces entre los nodos cableados y la BS, de 15Mbits 
de ancho de banda, 2ms de retardo y cola DropTail 
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# setup UDP connections 
set udp1 [new Agent/UDP] 
set sink0 [new Agent/LossMonitor] 
 
$ns_ attach-agent $node_(0) $udp1 
$ns_ attach-agent $W(0) $sink0 
 
$ns_ connect $udp1 $sink0 
 
set cbr1 [new Application/Traffic/CBR] 
 
$cbr1 attach-agent $udp1 
$ns_ at $opt(cbr1-start) "$cbr1 start" 
$cbr1 set packetSize_ 1024 
$cbr1 set rate_ $velocidad 
 
set tcp2 [new Agent/TCP] 
$tcp2 set class_ 2 
set sink2 [new Agent/TCPSink] 
$ns_ attach-agent $W(1) $tcp2 
$ns_ attach-agent $node_(2) $sink2 
$ns_ connect $tcp2 $sink2 
set ftp2 [new Application/FTP] 
$ftp2 attach-agent $tcp2 
#$ns_ at $opt(ftp2-start) "$ftp2 start" 
 
Se definen e inician las fuentes de tráfico.  
 
Para el nodo inalámbrico nodo 0 se crea un agente UDP. Se crea un agente 
tipo LossMonitor para el nodo cableado W 0 y se interconectan ambos. El 
LossMonitor es un agente receptor que da algunas estadísticas sobre los 
paquetes recibidos y perdidos, para el nodo cableado W 0 y se interconectan 
ambos. Al nodo 0 se le asocia una fuente de tráfico tipo CBR, en la que se fija 
la longitud de los paquetes a 1024 bytes y la velocidad de envío de los 
paquetes al valor de la variable velocidad, definida al inicio del script. Se crea 
una instancia para que inicie el envío de tráfico en el instante que se ha 
definido en las variables que hay al inicio del script. 
 
Para el nodo cableado W 1, el agente que se crea es TCP y para el nodo 
inalámbrico nodo 2, uno del tipo TCPSink y se interconectan. El agente 
TCPSink es un agente receptor TCP.  Al nodo que va a generar el tráfico, que 
es el W 1se le asocia  la fuente de tráfico del tipo FTP. Para simplificar la 
simulación se ha dejado como comentario la parte de envío de tráfico FTP en el 
script. De esta manera la simulación se centra en demostrar que el modelo de 
canal utilizado en el NS-2 no es real y en probar las soluciones propuestas. 
Además, la demostración también queda más clara cuando la fuente 
generadora de tráfico envía un flujo constante, como es el caso del CBR. 
 
$ns_ at 1.0 "$node_(0) setdest 635 2.0 1.0" 
 
Cuando ha transcurrido 1 segundo, el nodo 0 se empieza a desplazar desde el 
punto donde está posicionado, que es a un metro de la ubicación de la BS 
(posición 1.0, 2.0) a la posición x = 635, y = 2.0, a 1m/s. 
 
# Tell all nodes when the simulation ends 
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for {set i } {$i < $opt(nn) } {incr i} { 
    $ns_ at $opt(stop).0 "$node_($i) reset"; 
} 
 
Se comunica a los nodos cuando finaliza la simulación. 
 
$ns_ at 0.0 "record" 
 
A los 0 segundos se llama al procedimiento record, que se encarga de calcular 
el throughput. 
 
#para el calculo del throughput 
proc record {} { 
      global sink0 throughput_ 
 #Get an instance of the simulator 
 set ns_ [Simulator instance] 
 #Set the time after which the procedure should be called again 
      set time 0.25 
 #How many bytes have been received by the traffic sinks? 
      set bw0 [$sink0 set bytes_] 
 
 #Cálculo de la distancia recorrida 
      set now [$ns_ now] 
 set j [expr $now/$time] 
 set distance [expr $j*$time] 
 
 #Calculate the bandwidth (in MBit/s) and write it to the files 
#puts $throughput_ "$now [expr $bw0/$time*8/1000000]" 
 puts $throughput_ "$distance [expr $bw0/$time*8/1000000]" 
 #Reset the bytes_ values on the traffic sinks 
      $sink0 set bytes_ 0 
 #Re-schedule the procedure 
 $ns_ at [expr $now+$time] "record" 
} 
 
Con este procedimiento se calcula el goodput, que se define como la cantidad 
de bits recogidos en el receptor en una porción de tiempo. En la variable bytes_ 
del agente LossMonitor quedan recogidos los bytes que se han recibido. Estos 
bytes se pasan a bits, se dividen entre la porción de tiempo definida en la 
variable time y se multiplican por 1M. Este dato se escribe en el fichero 
throughput_.tr, juntamente con la distancia recorrida hasta este instante de 
tiempo. Una vez se ha escrito el valor, se resetea el valor de bytes_ y se vuelve 
a llamar a la función record en el siguiente spot de tiempo, que es el instante 
actual más la porción de tiempo en la que se están realizando las medidas. 
 
$ns_ at $opt(stop).0 "$BS(0) reset"; 
 
$ns_ at $opt(stop).0002 "puts \"NS EXITING...\" ; $ns_ halt" 
$ns_ at $opt(stop).0001 "stop" 
proc stop {} { 
    global ns_ tracefd namtrace throughput_ 
#    $ns_ flush-trace 
    close $tracefd 
    close $throughput_ 
    close $namtrace 
    exec ./xgraph throughput_.tr  -geometry #800x400 & 
    exit 0 
} 
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# informative headers for CMUTracefile 
puts $tracefd "M 0.0 nn $opt(nn) x $opt(x) y $opt(y) rp \ 
 $opt(adhocRouting)" 
puts $tracefd "M 0.0 sc $opt(sc) cp $opt(cp) seed $opt(seed)" 
puts $tracefd "M 0.0 prop $opt(prop) ant $opt(ant)" 
 
puts "Starting Simulation..." 
$ns_ run 
 
Por último, se finaliza la simulación y se cierran los archivos abiertos. El script 
acaba llamando ala instrucción run, que permite ejecutar todo el código. 
 
Si se desea utilizar el modelo de Ricean, se debe ejecutar también el siguiente 
código en el script. 
 
#del rician 
set prop_inst [$ns_ set propInstance_] 
$prop_inst MaxVelocity  2.5; 
$prop_inst RiceanK        6; 
$prop_inst LoadRiceFile  "rice_table.txt"; 
 
Donde MaxVelocity es la velocidad máxima de los componentes del entorno 
creado, RiceanK es el valor del parámetro K y en el fichero rice_table.txt están 
los componentes de la distribución de Ricean. 
 
 
IV.3 Código modificado 
 
A continuación se explicarán las modificaciones que se han realizado en el 
código fuente del simulador NS-2. 
 
Los dos modelos de canal que se explicaron en el capítulo 4 se han 
implementado en los archivos nuevos llamados modulacion.cc y modulacion.h. 
Ambos archivos se han añadido en el directorio mobile existente ya en el NS-2. 
 
De esta manera que se ha minimizado la manipulación del código fuente al 
máximo, solo en casos estrictamente necesarios. Los archivos modificados del 
código fuente son wireless-phy.cc y propagation.cc 
 
Además, en el directorio mobile se han añadido los archivos prop-ricean.cc y 
prop-ricean.h, que son los que permiten utilizar el modelo de propagación de 
desvanecimientos de Ricean. 
 
Ha sido necesario modificar el archivo makefile.in que viene por defecto en el 
NS-2 para poder compilar los archivos añadidos. 
 
El código que hay en estos archivos se puede consultar en los anexos, aunque 
en los siguientes subapartados se explicarán las funciones nuevas que se han 
creado y las modificaciones realizadas sobre el código fuente. 
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IV.3.1 Funciones de modulacion.cc 
 
Las funciones que se han desarrollado en este archivo son las siguientes: 
 
 Double Modulacion::Q(double x) 
 
Se trata de la aproximación de quinto orden de la función de densidad de 
probabilidad gaussiana. El parámetro que se pasa en la función (double x) es el 
valor al que se le debe calcular la función de densidad de probabilidad. Retorna 
el valor de la aproximación calculado. 
 
Double Modulacion::calculo_ber(double SNR, double bandwidth_)  
 
Es la función que calcula el BER utilizando el modelo 1. Los parámetros que se 
pasan son el SNR y la velocidad que se está utilizando del IEEE 802.11b. 
Retorna el valor del cálculo del BER. 
 
En este modelo se asume que si la SNR es mayor de 10 dB no habrá error y se 
retorna el BER con valor 0. Cuando el SNR es menor o igual a 10 dB se calcula 
el BER en función de la velocidad a la que se estén transmitiendo los datos. Si 
el SNR es menor o igual a 0 dB se considera que la recepción es imposible y 
se fija el valor del BER a 0.5 
 
Double Modulacion::calculo_snr(double Pr, double bandwidth_) 
 
Esta función retorna el valor de la relación señal a ruido. Los parámetros que 
se pasan son la velocidad a la que se están transmitiendo los datos y el valor 
de la potencia de señal recibida. 
 
La potencia de ruido que se ha considerado en los cálculos es la potencia de 
ruido térmico. Se han fijado los valores del factor de ruido a 5 dB y de la 
temperatura a 25 ºC. 
 
Double Modulacion::calculo_ber_modelo_dos(double SNR, double bandwidth_) 
 
Esta función también retorna el valor del BER calculado solo que para el 
segundo modelo implementado. Los parámetros que se pasan en el enunciado 
de la función son también el SNR y la velocidad. 
 
En este modelo se asume que los datos recibidos son correctos cuando el SNR 
es mayor de 25 dB. Si el SNR es menor o igual a 0 dB se considera que la 
recepción es imposible y se fija el valor del BER a 0.5 
 
Double Modulacion::ber_cck(double bandwidth_, double SNR) 
 
Se calcula el valor del BER para la modulación CCK. Se vuelven a pasar los 
parámetros de la velocidad y del SNR. 
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En esta función se calculan todas las probabilidades definidas en el apartado 
3.2.2 que son necesarias para hallar el BER del modelo 2 cuando la 
modulación es la CCK. 
 
Double Modulacion::ber_qpsk(double bandwidth_, double SNR) 
 
Se calcula el valor del BER del modelo 2 cuando la modulación QPSK. Se 
vuelven a pasar los parámetros de la velocidad y del SNR. 
 
Double Modulacion::Q1(double a, double b) 
 
En esta función se calcula el valor de la función Q-Marcum de primer orden. 
Los parámetros que se pasan (a y b) son calculados en la función 
Modulacion::ber_qpsk, siguiendo la definición realizada en el apartado 3.2.2
 
Double Modulacion::I0(double a, double b) 
 
Se retorna el valor calculado de la función modificada de Bessel de orden cero. 
El valor de los parámetros a y b se calcula en la función Modulacion::ber_qpsk, 
igual que en la función de Q-Marcum. 
 
Debido a que la función modificada de Bessel de orden cero es un sumatorio 
desde 0 a infinito, se ha decidido fijar el valor superior del sumatorio a 100.  
 
Double Modulacion::factorial(double k) 
 
Esta función calcula el valor del factorial del número que se pase como 
parámetro. El factorial solo se utiliza en el cálculo de la función modificada de 
Bessel de orden cero. 
 
IV.3.2 Modificaciones realizadas en el código fuente 
 
Tal y como se ha comentado en la introducción de este capítulo, solo ha sido 
necesario modificar los archivos wireless-phy.cc y propagation.cc. El código 
que se ha añadido ha quedado entre los comentarios “añadido” y “fin añadido”, 
de manera que sea fácil de localizar en el archivo. 
 
En el archivo wireless-phy.h se crea un objeto de la clase Modulacion llamado 
modulacion, que es el que se utiliza en el archivo wireless-phy.cc.  
 
La primera modificación que se realiza en este archivo es en la función 
WirelessPhy::WirelessPhy(). Se captura el valor de las variables bandwidth_ y 
rate_cbr_ definidos en el script y su valor se almacena en variables con el 
mismo nombre.  
 
Las funciones desarrolladas para el cálculo del BER y del SNR son llamadas 
en una función WirelessPhy::sendUp(Packet *p). Esta función se ejecuta 
cuando ha llegado una trama nueva y se debe estudiar si la trama que ha 
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llegado es correcta, es errónea o el nivel de potencia de recepción está por 
debajo del umbral de detección.  
 
Ha sido necesario cambiar el nivel del umbral de recepción que viene por 
defecto en el simulador (RXTresh) El valor de RXTresh es de -64 dBm, que 
implica que para que sea recibido correctamente un paquete el SNR debe ser 
mayor de 32 dB. El NS-2 utiliza este umbral de recepción tan alto para paliar el 
exceso de potencia de transmisión que se utiliza. Para determinar si la trama 
que ha llegado es errónea se ha decidido trabajar con el BER, ya que la 
manera de calcularlo es lo que distingue a un modelo de otro y además se 
tiene en cuenta indirectamente el nivel de potencia recibida. Las tramas que 
llegan con un BER mayor a  5e-4 son marcadas como erróneas, mientras que 
el resto se consideran correctas. 
 
En el archivo propagation.cc se calculan las pérdidas en el espacio libre 
correspondientes a las siguientes ecuaciones: 
 
L = 40.2 + 20 log10(d)  0.5m <= d <= 8m 
          (4.1) 
L = 58.5 + 33 log10(d/8)  d > 8m 
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CAPÍTULO V.  PRUEBAS Y RESULTADOS 
 
 
En este capítulo se explicarán las pruebas más importantes que se han 
realizado con el simulador en el escenario descrito en el capítulo [cap.4].  
 
También se mostrarán algunas capturas de pantalla donde se pueden 
comprobar el funcionamiento por defecto del NS-2 y el que tiene tras añadir los 
modelos de canal estudiados. Estas pruebas se han repetido para las 4 
velocidades con las que trabaja el IEEE 802.11b. 
 
V.1 Prueba 1: funcionamiento del NS-2 por defecto 
 
Tal y como se ha definido en el escenario de pruebas, el nodo 0 empieza a 
enviar tráfico en el instante 0s. Cuando ha transcurrido 1 segundo empieza a 
alejarse en línea recta de la BS mientras sigue enviando tráfico,  hasta que 
llega un momento en que no es capaz de recibir ninguna notificación de la BS 
0. Esto significa que la señal enviada ha superado el umbral establecido en 
recepción y que el nodo 0 no debe enviar más paquetes ya que se perderán 
todos. 
 
El problema es que esta transición es muy abrupta y no se ve afectada por los 
cambios de velocidad de transmisión, por lo que no refleja un comportamiento 
real. 
 
En la siguiente imagen se puede observar que a pesar de irse alejando el nodo 
de la BS, no hay ninguna variación significativa del throughput para ninguna de 
las 4 velocidades.  Cuando la velocidad es 11Mbps, el valor del throughput 
ronda los 6 Mbps. Para una velocidad de 5.5 Mbps el throughput está entorno a 
los 3.8 Mbps, para 2Mbps es 1.6 Mbps y por último para 1 Mbps el throughput 
es 0.8 Mbps. 
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Fig V.1: Throughput en función de la distancia sin aplicar ningún modelo 
de canal 
 
 
 
V.2 Prueba 2: modelo 1 con modelo de propagación Free-
Space 
 
Esta prueba se ha realizado utilizando el modelo de canal 1 explicado en el 
apartado [3.2.1]. 
 
En la siguiente imagen se puede comprobar que el funcionamiento es más real 
que en el caso anterior aunque no es del todo correcto, ya que algunos valores 
de gráficas distintas quedan entremezclados.  
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Fig V.2: Throughput en función de la distancia aplicando el modelo de 
canal 1 
 
 
Cuando se empiezan a perder paquetes, el throughput empieza a decaer 
siguiendo una pendiente hasta que llega a 0. Cuanto mayor sea la velocidad 
antes empieza a decaer el valor del throughput. Esto quiere decir que 
transmitiendo a 1 Mbps se puede desplazar más lejos el nodo que si se 
transmite a 11 Mbps. Esto se puede comprobar en la gráfica que sucede en la 
simulación realizada y es correcto que sea así. 
 
Hay varios aspectos de esta gráfica que hacen pensar que el modelo no es del 
todo exacto: 
 
• No es correcto es que se entremezclen resultados. Por ejemplo, cuando 
empieza a decaer el throughput para la velocidad de 2 Mbps, hay un 
momento en que es mejor el resultado de la gráfica de 2Mbps que el de 
la de 1 Mbps. 
• El throughput empieza a decaer prácticamente a la vez aunque se 
transmita a velocidades distintas. Por ejemplo, el de velocidad 11 Mbps 
debería decaer bastante antes que el de 5.5 Mbps. Esto provoca que se 
pueda obtener un resultado mejor cuando empieza a decaer la de 2 
Mbps se sigan obteniendo mejores resultados a 5.5 Mbps, que empezó 
a decaer varios metros antes. 
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V.3 Prueba 3: modelo 2 con modelo de propagación Free-
Space 
 
Tanto esta prueba como la explicada en el siguiente apartado se han realizado 
utilizando el modelo de canal 2 explicado en el apartado [3.2.2]. 
 
En la siguiente imagen se puede observar que los resultados obtenidos son 
más reales que los obtenidos aplicando el modelo de canal 1. 
 
 
 
 
Fig V.3: Throughput en función de la distancia aplicando el modelo de 
canal 2 
 
Los problemas mencionados en el caso anterior se han solventado en este 
modelo. No quedan valores entremezclados y el throughput empieza a decaer 
con bastante diferencia entre una velocidad y otra, por lo que no se da el caso 
de que cuando empieza a decaer una en ese instante se obtengan mejores 
resultados en otra gráfica a velocidad más alta. 
 
En la imagen se ve muy claro en qué momento se debería conmutar de una 
velocidad a la siguiente inmediatamente inferior para que no se pierdan más 
tramas. 
 
Otra prueba que se ha realizado de la que no se dispone de ninguna captura es 
disminuir el tamaño de la trama de 1024 bytes a 512 bytes. Los resultados 
varían sobretodo para transmisiones a velocidades de 11 Mbps y de 5.5 Mbps, 
que son aproximadamente la mitad de los obtenidos. Este resultado es 
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correcto, ya que al ser la trama de menor longitud, se necesita enviar más 
cantidad de tramas para enviar la misma información y se acaban generando 
más tramas de control, ACKs, etc… 
 
 
V.4 Prueba 4: modelo 2 con modelo de propagación Ricean 
 
El modelo de propagación utilizado hasta ahora es muy sencillo: existe un 
único camino recto y directo, en el que solo la distancia y el aumento de las 
pérdidas pueden hacer que decaiga la señal. 
 
Este modelo de propagación no es muy adecuado en canales inalámbricos, 
donde se pueden sufrir reflexiones, difracciones y dispersiones de la señal 
transmitida que se traducen en desvanecimientos, retardos o interferencias. 
 
Por este motivo se ha decidido probar el segundo modelo de canal  utilizado 
con un modelo de propagación que tenga en cuenta las propagaciones 
multicamino, como es el modelo de Ricean. 
 
 
 
 
Fig V.4: Throughput en función de la distancia aplicando el modelo de 
canal 2 y el modelo de propagación de Ricean 
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En la imagen anterior se puede comprobar que inicialmente el valor del 
throughput obtenido es similar al obtenido en el apartado anterior. Cuando se 
empiezan a perder tramas es cuando son más significativos los 
desvanecimientos. 
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CONCLUSIONES 
 
 
El objetivo de este proyecto es desarrollar un modelo de canal inalámbrico para 
redes 802.11 en el simulador NS-2, más preciso que el que utiliza por defecto. 
 
El modelo de canal que utiliza el NS-2 no tiene un comportamiento real. Esto es 
debido a que cuando un nodo que se va alejando de la BS, envía y recibe 
perfectamente independientemente de la velocidad de transmisión hasta que 
de repente deja de recibir las tramas que le envían. 
 
Los dos modelos de canal que se han desarrollado demuestran un 
comportamiento más real. Cuanto mayor sea la velocidad de transmisión, 
menor es el alcance de cobertura de la BS. Además, el valor del throughput 
empieza a decaer siguiendo una pendiente cuando se empiezan a perder 
tramas. 
 
Como estas simulaciones se han desarrollado en un entorno inalámbrico, era 
interesante probar el comportamiento de alguno de los modelos desarrollados 
con un modelo de propagación que tuviera en cuenta, por ejemplo, las 
propagaciones multicamino, como es el modelo de Ricean. Finalmente se 
probó con el segundo modelo y el resultado de la simulación es más real que 
los otros obtenidos. 
 
Este proyecto tiene varias líneas de continuidad. Una de las más sencillas es 
complicar el escenario de simulación. Por ejemplo, hacer que transmitan 
diversos nodos dentro del mismo o de distintos subdominios y observar el 
comportamiento. Otra prueba interesante y que no sería muy complicada de 
realizar es probar el modelo de Rayleigh y comparar los resultados obtenidos 
con los del modelo de Ricean. Por último, sería interesante probar el 
comportamiento del escenario creado en un entorno donde se sufran múltiples 
interferencias. Esta prueba sería más compleja de llevar a cabo ya que habría 
que generar diversas interferencias y comprobar el nivel de cada una de ellas 
cada vez que se reciba una trama. 
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GLOSARIO 
 
 
ACK (Acknowledgment): acuse de recibo que se envía en la capa de enlace 
de datos cuando la trama se ha recibido correctamente 
 
AP (Access Point): es el punto de acceso donde se conectan los nodos 
inalámbricos para obtener servicios de la red inalámbrica 
 
BER (Bit Error Rate): tasa de error de bit 
 
BSS (Basic Block Set): bloque de servicio mínimo una WLAN 
 
CCK (Complementary Code Keying): modulación que se basa en la 
compresión de la modulación QPSK 
 
CRC (Cyclic Redundancy Checking): código de redundancia cíclico, que se 
utiliza para verificar la integridad de un bloque de datos 
 
CSMA/CA (Sense Multiple Access/Collision Avoidance): algoritmo utilizado 
en el 802.11 para el control del acceso al medio 
 
DSDV (Destination-Sequenced Distance-Vector Routing): protocolo de 
enrutamiento utilizado en el NS-2, en el que los nodos vecinos se van enviando 
mensajes de enrutamiento los unos a los otros. 
 
DSSS (Direct-Sequence Spread Spectrum): espectro de extensión de 
secuencia directa. Tecnología usada para transmitir datos a través de ondas de 
radio. Las transmisiones se extienden por todo el espectro a través de canales 
superpuestos. Usado en 802.11 y 802.11b 
 
DCF (Distributed Coordination Function): proporciona un acceso al medio 
basado en contienda 
 
ETSI (European Telecommunications Standards Institute): institución 
europea encargada de establecer estándares de computación y comunicación. 
 
FEC (Forward Error Correction): algoritmo para corrección de errores que se 
utiliza en el IEEE 802.11a 
 
FHSS (Frequency-Hopping Spread Spectrum): espectro de extensión de 
saltos de frecuencia. Tecnología usada para transmitir datos a través de ondas 
de radio. Las transmisiones saltan de una frecuencia a otra de forma aleatoria. 
Usado en 802.11 
 
IEEE (Institute of Electrical and Electronics Engineers): organización que 
establece los estándares de computación y comunicación, incluidos todos los 
estándares 802.11 
 
IFS (Interframe Spacing): tiempo de espera adicional utilizado en el DCF
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ISM (Industrial, Scientific and Medical): banda de frecuencias en los 2.4 
GHz, donde no hace falta licencia para operar. 
 
LAN (Local Area Network): redes de área local. 
 
LOS (Line of sight): visibilidad directa. 
 
MAC (Medium Access Control): control de acceso al medio. 
 
MIC (Message Integrity Code): mensaje de chequeo de integridad utilizado en 
el protocolo WEP. 
 
NLOS (No line of sight): no hay visibilidad directa. 
 
OFDM (Orthogonal Frequency Division Multiplexing): multiplexado por 
división de frecuencias ortogonal. Tecnología usada para transmitir datos a 
través de ondas de radio, aprovechando el espectro. Usado en 802.11a y 
802.11g 
 
PCF (Point Coordination Function): proporciona un acceso al medio libre de 
contienda 
 
PIFS (Point Coordination IFS): tiempo de espera adicional utilizado en el DCF 
 
PLCP (Physical Layer Convergente Procedure): subcapa del nivel físico del 
IEEE 802.11 que se encarga de añadir el preámbulo y la cabecera física 
 
PMD (Physical Medium Dependent): subcapa del nivel físico del IEEE 802.11 
que se encarga de transmitir y recibir los bits por la antena 
 
PSK (Phase Shift Keying): familia de modulaciones digitales basadas en la 
variación de la fase de la señal 
 
QAM (Quadrature Amplitude Modulation): familia de modulaciones digitales 
basadas en la variación de la amplitud de la señal 
 
RTS/CTS (Request to Send/Clear to Send): tramas que se pueden enviar los 
nodos emisor y receptor antes de que se envíe la trama de datos 
 
SER (Symbol Error Rate): tasa de error de símbolo 
 
SNR (Signal to Noise Ratio): relación señal a ruido 
 
UNII (Unlicenced National Information Infrastructure): banda de frecuencias 
en los 5 GHz, donde no hace falta licencia para operar. 
 
WEP (Wired Equivalent Privacy): estándar de seguridad establecido en la 
tecnología WLAN. 
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WiMAX (Worldwide Interoperability for Microwave Access): es el nombre 
del estándar 802.16a. Este estándar es muy parecido al 802.11 solo que ofrece 
un ancho de banda y un alcance mayores al 802.11 
 
WLAN (Wíreles Local Area Network): redes inalámbricas de área local. 
 
WMAN (Wíreles Metropolitan Area Network): redes inalámbricas de área 
metropolitana. 
 
WPA (Wi-Fi Protected Access): acceso protegido Wi-Fi, utilizado como 
alternativa al WEP 
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ANEXOS 
 
Anexo 1. Modulaciones 
Anexo 1.1. Modulaciones PSK 
 
Las modulaciones del tipo PSK (Phase Shift Keying) son modulaciones 
digitales que se basan en ir cambiando la fase de la señal en función de los 
valores de los bits de información. Las modulaciones que utilizada el IEEE 
802.11 de esta familia son la DBPSK (Differential Binary Phase Shift Keying) y 
la DQPSK (Differential Quadrature Phase Shift Keying) 
 
Para lograr comprender mejor estas dos modulaciones primero se explicarán 
en las que se basan, que son la BPSK y QPSK, y después se explicarán las 
diferencias que hay entre las modulaciones tipo PSK y las diferenciales DPSK. 
 
En la modulación BPSK se definen dos fases separadas 180º, donde una 
indica el estado bajo “0” y la otra indica el estado alto “1”. En la siguiente 
imagen se puede observar la constelación de esta modulación 
 
 
Fig 1.1 Constelación de la modulación BPSK 
 
 
Cuanto mayor sea la separación entre los dos estados, más fácil es para el 
receptor distinguir entre ellos en presencia de ruido e interferencias. Se destina 
1 bit por símbolo. 
 
La velocidad de transmisión que utiliza el IEEE 802.11 cuando emplea la 
modulación DBPSK es 1 Mbps. 
 
En la modulación QPSK, la codificación se realiza por cambio de fase en 
cuadratura. La señal de información se divide en 4 fases posibles y a cada una 
de estas fases se le asigna un estado representado por 2 bits. Típicamente, las 
cuatro fases elegidas para QPSK son+ /- 45 grados y + /-135, 135 grados. En 
la siguiente imagen se puede ver la constelación de la modulación QPSK y los 
2 bits asignados a cada una de los estados.  
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Fig 1.2 Constelación de la modulación QPSK 
 
 
En esta modulación se destinan 2 bits por símbolo. 
 
La modulación QPSK comparada con la BPSK ofrece el doble de  bits de 
información por portadora de cambio de fase. Esto hace que tenga el doble de 
eficiencia en ancho de banda y que sea más adecuada que la BPSK para 
transmitir datos a más alta velocidad.  La velocidad de transmisión que utiliza el 
IEEE 802.11 cuando emplea la modulación DQPSK es 2 Mbps. 
 
La diferencia que hay entra las modulaciones DPSK y PSK es que no hay una 
asignación directa de fase a cada símbolo. De hecho, lo único que hace es 
detectar si hay una diferencia entre la fase actual y la previa. De esta manera, 
un cambio en la fase supone un cambio en el símbolo. Por ejemplo, en la 
DBPSK el “1” supone que ha habido un cambio de fase de 180º, mientras que 
el “0” supone que no ha habido un cambio de fase. La principal ventaja de 
utilizar esta modulación está en que el diseño de la unidad receptora es más 
sencillo, ya que no es necesario realizar una estimación de la fase de la 
portadora. 
 
Anexo 1.2. Modulación CCK 
 
Esta modulación es utilizada por la extensión IEEE 802.11b. La principal 
diferencia con su antecesor del IEEE 802.11 radica en que es capaz de 
aumentar la velocidad de transmisión hasta 5.5 Mbps u 11 Mbps.  
 
La modulación CCK (Complementary Code Keying) se basa en una 
codificación de la modulación DQPSK utilizando un conjunto de funciones 
conocidas como “códigos complementarios”. Estos códigos complementarios 
utilizan las funciones Walsh/Hadmard. La codificación se hace con 4 u 8 bits, 
en función de si la velocidad de transmisión es 5.5 u 11 Mbps, 
respectivamente.  
 
En el modo CCK a 5.5 Mbps se utilizan 4 bits por símbolo en la modulación de 
la señal. 2 de los 4 bits se utilizan para seleccionar una de las 4 posibles 
secuencias ensanchadas complejas y luego, con los 2 bits restantes, se 
modula el símbolo obtenido. 
 
En el modo CCK a 11 Mbps se utilizan 8 bits por símbolo en la modulación de 
la señal, de una manera muy parecida a la presentada para CCK a 5.5 Mbps. 
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En esta ocasión se utilizan 6 de los 8 bits para seleccionar una de las 64 
posibles secuencias ensanchadas complejas y luego, con los 2 bits restantes, 
se modula el símbolo obtenido. 
 
El esquema de un modulador CCK se puede apreciar en la siguiente imagen. 
 
 
Pick One of 
64 Complex
Codes 
MUX
1:8
6
I OUT
Q OUT
1.375 MHz
11 MHz
1
1
Data Rate = 8 bits/symbol * 1.375 MSps = 11 MBps
1
1
Code Set is defined by
formula:
c e e e
e e e e e
j j j
j j j j j
=
− −
+ + + + + + +
+ + + + +
{ , , ,
, , , , }
( ) ( ) ( )
( ) ( ) ( ) ( )
ϕ ϕ ϕ ϕ ϕ ϕ ϕ ϕ ϕ ϕ
ϕ ϕ ϕ ϕ ϕ ϕ ϕ ϕ ϕ ϕ
1 2 3 4 1 3 4 1 2 4
1 4 1 2 3 1 3 1 2 1
CCK
Data Input
D
ifferential M
od
Fig 1.3 Esquema  modulador CCK 
 
 
En el caso de modo CCK a 11 Mbps, por cada bit de entrada al multiplexor se 
extraen 8 bits. Los 6 bits más significativos se envían a un módulo que los 
mapea con 8 chips en la palabra código. Los dos de menos peso se utilizan 
posteriormente para cambiar la fase de la palabra código, lo que significa que a 
los 64 códigos se les puede cambiar la fase con 4 posibilidades y esto da un 
total de 256 símbolos posibles, cada uno con 8 chips. 
 
Anexo 1.3. Modulación QAM 
 
Aparte de modulaciones digitales ya presentadas como la DBPSK y la DQPSK, 
las extensiones IEEE 802.11a y 802.11g utilizan modulaciones de la familia 
QAM (Quadrature Amplitude Modulation) que se basan en la variación de la 
amplitud de la señal además de la fase, como los son la 16-QAM y la 64-QAM. 
La ventaja que ofrecen estas modulaciones es que se definen 16 y 64 niveles o 
estados distintos codificados cada uno con 4 y 6 bits, respectivamente. De esta 
manera se puede enviar más información.  
 
En la constelación de cada una de estas modulaciones se puede observar los 
distintos niveles creados, así como con cuántos bits se codifican cada valor. 
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Fig 1.4 Constelación 16-QAM 
 
 
 
 
 
Fig 1.5 Constelación 64-QAM 
 
 
Anexo 2. Extensiones del IEEE 802.11 
 
Anexo 2.1. IEEE 802.11a 
 
El IEEE 802.11a se empezó a definir a la vez que el IEEE 802.11b (en el año 
1999), aunque su desarrollo fue más lento. Esta extensión difiere bastante de 
las anteriores en muchos aspectos. Por ejemplo, opera en tres espacios de la 
banda de frecuencias UNII (Unlicenced National Information Infrastructure), que 
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está entorno a los 5 GHz. Los espectros en concreto son los siguientes: 5.15-
5.35 GHz y 5.725-5.825 GHz, lo que hace que tenga un ancho de banda de 
300 MHz. Este valor es bastante superior al de la banda ISM, que es de 83.5 
MHz. De entre los 3 espacios de la banda de 5 GHz que toma el IEEE 802.11a, 
en Europa el ETSI (European Telecommunications Standards Institute) solo 
permite trabajar con los dos primeros (5.15-5.35 GHz) 
 
Otras de las ventajas de trabajar en esta banda son que se dispone de 12 
canales no sobrepuestos (canales con un  ancho de banda de 20 MHz) en vez 
de los 3 de la banda ISM. Además, está libre de las interferencias de Bluetooth, 
microondas y lo teléfonos que operan en los 2.4 GHz y que las antenas son 
más pequeñas ya que trabajan con una longitud de dona menor.   
 
Los inconvenientes del IEEE 802.11a son que al utilizar tecnologías más 
complejas es más caro de implementar y que  tiene menor alcance que los que 
trabajan en la banda de 2.4 GHz. 
 
El IEEE 802.11a no es compatible con las otras extensiones presentadas hasta 
ahora ni con el 802.11g, aunque tienen muchas cosas en común. Esto hace 
que sea posible que un mismo sistema pueda operar con las dos normas.  
 
Las velocidades de transmisión con las que trabaja son: 6, 9, 12, 18, 24, 36, 48 
y 54 Mbps en modo OFDM (Orthogonal Frequency Division Multiplexing).   
 
La mayoría de los equipos tienen limitada la potencia de transmisión hasta 40 
mw, aunque hay algunos que llegan a los 100 mw. En la siguiente tabla se 
pueden ver los parámetros de potencia con los que suelen trabajar los equipos. 
 
 
Tabla 2.1 Parámetros de potencia de transmisión disponibles 
 
Potencia (mw) Relación dBm 
40 16 
20 13 
10 10 
5 7 
 
 
A diferencia de sus antecesoras, los tipos de modulación utilizados en el IEEE 
802.11a se basan en OFDM, que es más eficiente para tasas altas de 
transferencia. Este sistema se explicará con más detalle en el apartado Nivel 
físico en el IEEE 802.11 [2.4] En la siguiente imagen se pueden apreciar los 
valores de uso del OFDM en función de la velocidad de transmisión de datos. 
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Fig 2.1 Resumen uso sistema OFDM en el IEEE 802.11a 
 
 
En líneas generales, la diferencia respecto a los sistemas de modulación 
presentados anteriormente es que se puede trabajar a velocidades más altas 
utilizando más bits por símbolo y codificando también con más bits. 
 
Se transmite más información que en los anteriores estándares, lo que hace 
necesario que se utilice algún mecanismo para la corrección de errores, como 
el FEC (Forward Error Correction) Este mecanismo se basa en enviar una 
copia secundaria junto a la información primaria. De esta manera, si parte de la 
información primaria se pierde, el receptor es capaz de recuperarla utilizando el 
algoritmo FEC sin la necesidad de que se retransmita de nuevo la información. 
 
Anexo 2.2. IEEE 802.11g 
 
Se trata de una evolución del IEEE 802.11b, que incorpora las mejoras de 
eficiencia del IEEE 802.11a.  
 
Similitudes con el IEEE 802.11b 
- Trabaja en la misma banda de frecuencias (2.4 GHz) 
- Mismos parámetros de potencia máxima de transmisión, con 100 mw 
como valor máximo 
- Es compatible con el IEEE 802.11 y 802.11b 
 
Similitudes con el IEEE 802.11a 
- Utiliza el esquema de modulación OFDM y las mismas modulaciones 
digitales (BPSK, QPSK, 16-QAM y 64-QAM) 
- Las velocidades de transmisión son las mismas (6-9-12-18-24-36-48-54 
Mbps) 
- Ancho de banda del canal es 20 MHz 
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Anexo 3. Tecnologías de la capa física 
 
Anexo 3.1. FHSS 
 
Se transmite una parte de la señal de información en una frecuencia dentro del 
ancho de banda asignado y durante un periodo de tiempo, conocido como 
dwell time, que es inferior a 400ms. Una vez ha pasado este tiempo se cambia 
la frecuencia de emisión y se sigue transmitiendo otra porción de la señal. Así, 
la señal de información se va transmitiendo en tramos a frecuencias distintas 
durante un intervalo de tiempo muy pequeño.  
 
Cada una de las transmisiones a una frecuencia concreta se realiza utilizando 
una portadora de banda estrecha que va cambiando (saltando) a lo largo del 
tiempo.  
 
El orden de los saltos en frecuencia que realiza el emisor lo determina una 
secuencia pseudoaleatoria. El patrón de saltos (hopping code) debe ser 
conocido tanto por el emisor como por el receptor. Es necesario que se 
mantenga una buena sincronización de saltos entre los dos extremos (emisor y 
receptor). 
 
El cambio periódico de frecuencia reduce la interferencia producida por otra 
señal que se esté transmitiendo en la misma banda, siempre que no estén 
utilizando en el mismo momento la misma frecuencia. Esto es una ventaja 
respecto a los sistemas DSSS. 
 
El resto de usuarios externos a la comunicación que reciben la señal FHSS la 
tratan como un ruido impulsivo de corta duración. 
 
En el IEEE 802.11 se define que se puede utilizar esta tecnología usando la 
modulación PSK y con una velocidad de transmisión inferior a 2 Mbps.  
 
Anexo 3.2. OFDM 
 
Esta técnica es utilizada en las extensiones IEEE 802.11a y IEEE 802.11g. 
Básicamente consiste en dividir un canal en muchos subcanales y codificar una 
porción de señal en cada subcanal en paralelo. De esta forma se consigue 
llegar a velocidades de transmisión de hasta 54 Mbps. 
 
La frecuencia portadora se subdivide a su vez en 52 subportadoras solapadas 
haciendo un uso muy eficiente del espectro radioeléctrico. De las 52, 48 se 
utilizan para transmitir datos mientras que las 4 restantes se utilizan para 
alinear las frecuencias en el receptor. 
 
En la siguiente imagen se puede ver a la izquierda los 8 canales en los que se 
divide la parte baja del espectro de 5 GHz utilizados por el IEEE 802.11a, 
mientras que a la derecha se ve cómo se ha subdividido un canal en 52 
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subcanales, con 1 portadora por subcanal. Cada uno de los 8 canales tiene un 
ancho de banda de 20 MHz, mientras que el de cada subcanal es 300 KHz. 
 
 
 
 
 
Fig 3.1 Detalle de un canal IEEE 802.11a 
 
 
En cambio, el IEEE 802.11g solo dispone de 3 canales no sobrepuestos en la 
banda ISM.  
 
Los subcanales son ortogonales entre ellos, de manera que se cancelan las 
interferencias que pueda haber entre las subportadoras. 
 
Según la modulación que se utilice, la velocidad de transmisión puede oscilar 
entre los siguientes valores normalizados: 6, 9, 12, 18, 24, 36, 48 y 54 Mbps. 
 
Una de las ventajas de la técnica OFDM respecto a DSSS o FHSS es que es 
más robusta respecto a las interferencias multicamino, que empiezan a ser un 
problema serio cuando se sobrepasa la velocidad de 4 Mbps. 
 
Anexo 4. Subcapa MAC 
 
Anexo 4.1. La función de coordinación puntual PCF 
 
Por encima del DCF se sitúa el PCF. Esta funcionalidad utiliza técnicas de 
acceso deterministas. Se suele usar para tráfico que necesita acceso 
garantizado.  
 
En el PCF se define un dispositivo central, que suele ser un AP, que se 
encarga de interrogar a los otros dispositivos. El tiempo de espera utilizado por 
el AP es un PIFS (Point Coordination IFS), que permite reservar el acceso al 
medio al AP respecto a las otras estaciones. De esta manera el AP puede 
adquirir el medio antes que las estaciones que usan contienda y así realizar 
sondeos a las estaciones.  
 
Sin embargo, para evitar que el AP tenga monopolizado el canal se introduce el 
concepto de supertrama, en el que un intervalo de tiempo se utiliza para tráfico 
PCF y el resto para tráfico asíncrono (con contienda) 
 
Al comienzo de la supertrama el AP sondea a los dispositivos siguiendo un 
esquema round-robin, en el que les envía los datos dirigidos a ellas y les 
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pregunta si tienen algo a transmitir. El resto del tiempo se envía tráfico 
asíncrono. 
 
Como la supertrama tiene una duración fija, al final de este periodo el AP lucha 
por conseguir el medio usando el PIFS. Si el medio está ocupado, el AP 
esperará antes de empezar el periodo sin contienda.  
 
Anexo 4.2. Tramas de la MAC 
 
Las tramas enviadas por la MAC se pueden desglosar en tres partes: 
 
• Cabecera. Contiene toda la información referente al control, la duración 
de la trama, o la dirección. 
• Información. Puede ser de tres tipos: de control, de mantenimiento o de 
datos. 
• Chequeo de trama. Contiene el CRC de 32 bits 
 
En las siguientes imágenes se puede apreciar el aspecto de una trama de 
datos (figura 2.16) y de una trama de control (figura 2.17) 
 
 
 
 
Fig 4.1 Tramas de datos de la MAC 
 
 
 
 
 
Fig 4.2 Tramas de control de la MAC 
 
 
 
Anexo 5. Seguridad en el IEEE 802.11 
 
Las WLAN son redes inseguras debido a que el medio de transmisión son las 
ondas electromagnéticas. Para proteger los datos enviados, en el IEEE 
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802.11b se define el uso del protocolo WEP (Wired Equivalent Privacy), cuyos 
objetivos son proporcionar confidencialidad,  autenticación y control de acceso.  
 
En los siguientes apartados se definirá el funcionamiento del WEP, los puntos 
donde es vulnerable y algunas alternativas existentes del WEP. 
 
Anexo 5.1.- Funcionamiento del WEP 
 
WEP es el único medio de encriptación de datos de la norma IEEE 802.11. Se 
basa en la utilización del algoritmo RC4, empleando llaves de 64 o de 128 bits. 
 
Las llaves se generan a partir de una clave o passphrase, que debe ser 
conocida por todos los miembros de la red inalámbrica. Cada clave es capaz 
de generar 4 llaves de 40 0 104 bits, de las cuales solo será utilizada una para 
encriptación. Los 24 bits que faltan hasta los 64 o 128 van en el paquete como 
vector de inicialización (IV) El IV es un contador que va cambiando de valor 
conforme se van generando tramas 
 
El proceso de encriptación que sigue este protocolo es el siguiente: 
 
1.- Se calcula el CRC de los datos (payload) que se van a enviar en la trama y 
se añade al final de ésta como valor de chequeo de integridad (ICV) 
2.- Se selecciona una de las 4 llaves posibles y a ésta se le añade al principio 
el IV. 
3.- Se aplica el algoritmo RC4 al conjunto formado por el IV y la llave, que da 
como resultado el flujo de llave o keystream. 
4.- El flujo de llave es el que se utiliza para cifrar el conjunto formado por los 
datos y el ICV de la trama. 
5.- el IV y la llave utilizados se añaden a la trama justo después de la cabecera 
y antes la información encriptada. 
 
En la siguiente imagen se puede ver el aspecto que tiene una trama justo 
después de que se haya encriptado. 
 
 
 
 
Fig 5.1 Trama encriptada con WEP 
 
 
En el proceso de desencriptado se realizan los mismos pasos explicados en  
orden inverso. Se extraen el IV y la llave de la trama y se les aplica el RC4 para 
obtener el flujo de llave, y así poder desencriptar los datos de la trama. Una vez 
desencriptada la información, se recalcula el ICV y se compara con el valor 
enviado en la trama, para verificar que no hay un error en los datos recibidos. 
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Anexo 5.2. Vulnerabilidades del WEP 
 
El protocolo WEP es vulnerable básicamente en dos procesos: al realizar la 
encriptación y en la autenticación. 
 
La vulnerabilidad en el proceso de encriptación se extiende a cuatro aspectos: 
• Características lineales del CRC32: un atacante puede interceptar un 
mensaje y modificarlo, así como el CRC. En recepción, la recalcular el 
ICV se consideraría la trama como válida. 
• MIC (Message Integrity Code) es independiente de la llave: el chequeo 
de integridad se realiza calculando un simple CRC32, por lo que si se 
acaba averiguando el plaintext de un solo paquete se pueden inyectar 
paquetes en la red. 
• El IV es demasiado corto: con 24 bits se pueden llegar a generar 16 
millones de IV posibles. En redes inalámbricas con tráfico intenso en 
pocas horas se han mandado 16 millones de paquetes. 
• Es posible reutilizar el IV: WEP no utiliza con cuidado el algoritmo RC4, 
ya que el IEEE 802.11 define que es opcional el cambio de IV. Esto 
supone que el IV se repite frecuentemente, y de esta manera se está 
arriesgando la confidencialidad 
 
Estas cuatro vulnerabilidades han sido demostradas matemáticamente. 
 
En el proceso de autenticación de un cliente con un AP se envían las 4 tramas 
que se ven en la siguiente imagen: 
 
 
 
 
Fig 5.2 Esquema tramas autenticación 
 
Con el envío de la primera secuencia, el cliente solicita al AP una clave 
compartida. Éste responde al cliente enviando una trama con texto conocido 
como desafío, donde envía una secuencia de números aleatorios con la clave 
compartida y un IV aleatorio. Acto seguido el cliente envía una trama con el 
texto de desafío en el payload, lo encripta con la clave que ha recibido y le 
añade un IV escogido por él. Por último, el AP recibe esta trama, la desencripta 
y la comprueba. Si la comprobación es correcta, el AP autentifica al cliente y se 
 
62   Implementación de un modelo de canal inalámbrico para redes 802.11 bajo el simulador ns-2               
repite el proceso en orden inverso, para que el cliente también autentifique al 
AP y la autenticación sea mutua. 
 
Si durante el proceso de autenticación hay algún atacante que captura las 
tramas 2 y 3 (donde aparece el texto de desafío claro y encriptado y el IV 
público) este atacante tiene los elementos necesarios para autentificarse con 
éxito sin conocer la clave compartida. 
 
Anexo 5.3. Alternativas al WEP 
 
Debido a las carencias que presenta el WEP en cuanto a seguridad de la red, 
lo fabricantes y usuarios utilizan diversas alternativas como las que se 
mencionan a continuación: 
 
• WEP2: se utilizan claves de 128 bits en vez de los 64 que utiliza WEP, 
pese a que el IV siga siendo de 24 bits 
• Utilización de VPN (Virtual Path Network) 
• WPA (Wi-Fi Protected Access): es un subconjunto del IEEE 802.11i, que 
soluciona todas las debilidades de WEP. eL WPA hace una distribución 
dinámica de claves, utiliza un IV más robusto y nuevas técnicas de 
integridad y autenticación. 
 
 
Anexo 6. Funciones de densidad de probabilidad 
 
Anexo 6.1. Función de densidad de probabilidad de Rayleigh 
La distribución de Rayleigh se utiliza en radiocomunicación para describir la 
variación estadística de la envolvente de la señal resultante de la propagación 
multicamino.  
Esta distribución se puede aplicar cuando hay desvanecimientos causados por 
reflexiones multitrayectoria en la que hay N ondas reflejadas y ninguna onda 
directa.  
Si r es la envolvente (amplitud), la función de densidad de probabilidad viene 
dada por la siguiente ecuación 
( ) bre
b
rrp 2
2
−=  
Donde 2/2rb = , la mitad del valor cuadrático medio de r. r no puedo ser menor  
a cero  
En la siguiente imagen se puede observar la gráfica de la función de 
distribución Rayleigh 
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Fig 6.1 fdp de la distribución de Rayleigh 
 
                                                                                         _ 
La variación de la amplitud en factores del orden de r/√ r2 
 
Anexo 6.2. Función de densidad de probabilidad de Ricean 
 
Esta función de densidad de probabilidad representa el caso en el que haya 
una onda directa y varias ondas reflejadas. 
 
Para x ≥ 0, la fdp es la siguiente: 
 
 
 
Donde K es el factor de Rice, Ωp es ls potencia media de la envolvente  e I0 es 
la función modificada de Bessel de orden cero. 
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Se define K como la relación entre la specular power y la potencia de 
dispersión (K = s2/2b0) Cuando K = 0, la distribución se convierte en una de 
Rayleigh, mientras que cuando K ? ∞ se aproxima a una gaussiana. 
 
En la siguiente imagen se puede ver la gráfica de la fdp de Ricean para 
distintos valores de K. 
 
 
 
Fig 6.2 fdp de la distribución de Ricean 
 
 
Normalmente se utiliza la distribución de Rayleigh ya que en zonas urbanas no 
suele haber un camino directo entre el emisor y el receptor. 
 
