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平成 18 年 2 月 14 日最高裁判所第一小法廷決定
（平成 17 年（あ）第 1601 号，強姦，恐喝，窃盗，電子計算機使用詐欺被告事件）
刑集 60 巻 2 号 165 頁，判時 1928 号 158 頁，判タ 1207 号 141 頁
【参照条文】刑法 246 条の 2
〔事実〕
被告人は，路上で仮眠中のAが所持していたクレジットカード等在中のセカン
ドバッグを窃取し，その後，このカードの番号等を冒用して，いわゆる出会い系サ
イトの有料サービスを受けようと考え，5回にわたり，自己の携帯電話機から，イ
ンターネットを介し，出会系サイトの利用代金を利用者に代わり支払っていたクレ
ジットカード決済代行業者の電子計算機に，出会い系サイト業者のweb サイト経
由で接続の上，前記窃取に係るクレジットカードの名義人Aが有料サービスに使
用される電子マネーを購入したとする情報を伝えて，その代金をクレジットカード
払いで決済するため，カードの名義人Aの氏名，カードの番号および有効期限を
決済代行業者の電子計算機に，入力・送信し，電子マネーの購入を申し込んだ。そ
して，決裁代行業者の電子計算機接続されているハードディスクに，名義人Aが
同カードにより販売価格合計 11 万 3000 円相当の電子マネーを購入したとする取引
内容の電磁的記録を作出させ，同額相当の電子マネーの利用権を取得した。
被告人は，上記行為につき電子計算機使用詐欺罪（刑法 246 条の 2）で起訴され
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た。弁護人は，被告人が入力送信したクレジットカード番号等は，真正なカードの
情報であるから，同条にいう「虚偽の情報」に当たらず，その結果として作成され
た記録は「不実の電磁的記録」とはいえない等と主張して争ったが，第一審（京都
地判平成16年 10月 21日刑集60巻 2号 168頁）は，「Aが同人名義のクレジットカー
ドを使用して販売価格合計 11 万 3000 円相当の電子マネーを購入する旨虚偽の情報
を与え，同所に設置された上記電子計算機に接続されているハードディスクに，同
人が同人名義のクレジットカードを使用して上記電子マネーを購入したとする財産
権の得喪に係る不実の電磁的記録を作り，よって，同額相当の電子マネーの利用権
を取得し，もって，同額相当の財産上不法の利益を得た」として，電子計算機使用
詐欺罪等の成立を認め，被告人を懲役 5年に処し，原審（大阪高判平成 17 年 6 月
16 日刑集 60 巻 2 号 175 頁）も「クレジットカードの制度上名義人以外の者による
使用が禁止されていることは，同カードの取引約款や一般の取引慣行からも明らか
であるほか，……利用者が他人名義のクレジットカードを用いて……電子マネーの
購入手続を進めることは，カード名義人の信用力に基づく決済代行業務の事務処理
目的からして，正規の手続としては全く予定していないというべきであ」り，「実
際の利用者である被告人が，電子マネーの購入に当たり，自分名義のクレジットカー
ドではなく，他人であるA名義のクレジットカードを冒用して，同カード記載の
名義人名等の情報を……入力，送信することは，『実際の利用者』と『カード名義
人』の人格の不一致を生じさせることとなり，明らかに本来のシステムが予定して
いない『虚偽の情報』を与える行為と認めることができる」とし，また，「電子計
算機使用詐欺罪における『不実の電磁的記録』とは，客観的に真実に反する電磁的
記録をいうと解されるところ，……Aに成りすまして入力，送信手続をしたのに，
『（利用者でない）Aが同人名義のクレジットカードで電子マネー購入の代金決済
を依頼した』旨の，客観的真実に反する記録が作成されていることが優に認められ
る。したがって，被告人の行為により『不実の電磁的記録』が作出されたものと認
められる」として電子計算機使用詐欺罪の成立を認めて被告人の控訴を棄却したた
め，被告人側から上告がなされていた。
〔判決定要旨〕
上告棄却。
本件の「事実関係の下では，被告人は，本件クレジットカードの名義人による電
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子マネーの購入の申込みがないにもかかわらず，本件電子計算機に同カードに係る
番号等を入力送信して名義人本人が電子マネーの購入を申し込んだとする虚偽の情
報を与え，名義人本人がこれを購入したとする財産権の得喪に係る不実の電磁的記
録を作り，電子マネーの利用権を取得して財産上不法の利益を得たものというべき
であるから，被告人につき，電子計算機使用詐欺罪の成立を認めた原判断は正当で
ある。」
〔研究〕
Ⅰ　電子マネーについて
電子マネーとは，「電子マネー及び電子決済の環境整備に向けた懇談会報告書」
によると，「利用者から受け入れられる資金（以下，「発行見合資金」という。）に
応じて発行される電磁的記録を利用者間で授受し，あるいは更新することによって
決済が行われる仕組み，または，その電磁的記録自体」をいうこととされている（1）。
また，「電子マネー・電子決済」とは，電子マネーを含め，決済に関する情報が電
磁的な方法により処理され，そのプロセス全体を管理する責任を有する単一の主体
が存在しない決済の仕組みをいうこととされている（2）。
一般的には，電子マネーとは，利用者が商品の購入等を行うのに先立って見合い
の資金を前払いし，利用者からの請求に応じて見合いの資金を払い戻すことを約し
てサービス利用者から資金を徴収するための仕組みであって，貨幣価値をデジタル
データ化したものを，クレジットカードや現金と同様に商品やサービスの購入に利
用したり，インターネットを利用した電子商取引の決済手段として使用したりする
こと指している。利用形態による分類としては，専用の IC チップにデータを記録
する IC カード型と，データの管理を行なうソフトウエアをパソコンなどに組みこ
んでネットワークを通じて決済を行なうネットワーク型の 2種類があり，現在では
いずれもインターネット対応型携帯電話からも利用可能となっている。
近年においては，IC カード型の普及が著しいが，いずれの形態においても様々
な方式が採用されており，各々の方式には互換性が乏しいとされる。しかし，電子
マネー・電子決済は，高度情報通信社会における電子商取引の発展の基盤となるも
のであり，金融部門の重要な機能の一つである決済機能を高度化させるものでもあ
る。電子マネー・電子決済の発達により，従来にない効率的な決済方法を提供する
ことで，決済の迅速化等の利用者の利便性の向上に寄与することが期待されている。
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本件における電子マネー（インターネット上の有料サービスを利用するために，
利用者が予め購入しておくポイント制の電子取引上の利用権）は，原審判決による
と，概ね以下のような経過をたどって処理されることになる。
①　電子マネーをクレジットカードによる決済方式で購入しようとする利用者
が，携帯電話で決済業者と通話する（本件では，この通話は自動転送という形で
行われている）。
②　利用者が，クレジットカードの名義人名・カード番号・有効期限を携帯電話
の操作により，入力・送信し，同カードの有効性が確認された後，引き続き操作
により電子マネーの購入手続を進める。
③　一連の送信手続により，決済代行業者側の電子計算機に接続されているハー
ドディスクに当該決済代行サービスの利用者名・決済日・利用者が入力したクレ
ジットカード番号・有効期限・電子マネーであるポイント相当分の金額・利用者
の携帯電話番号等の情報が記録される。
Ⅱ　本判決の意義
電子計算機使用詐欺罪（刑法 246 条の 2）は，コンピュータ犯罪に対処するため
になされた 1987（昭和 62）年の刑法一部改正において追加された条文である。近年，
金融機関をはじめとする多くの取引分野において，財産権の得喪・変更にかかる事
務処理が，コンピュータの電磁的記録に基づき自動処理されている。それを悪用し
て不正なデータを入力し，財産上不法の利益を得るような行為，たとえば「三和銀
行事件」（3）のような取引形態を悪用して架空入金データをコンピュータに入力し，
財産上不法の利益を得る行為は，詐欺罪（刑法 246 条）の構成要件における人を欺
く行為に該当しないことから，詐欺罪の対象とならず，また財物の占有移転を伴わ
ないことから，窃盗罪による処罰も困難であり，これを抑制するために新たに設け
られたものである。本罪が詐欺罪の一類型と構成されているのは，コンピュータを
悪用して財産上の利益を取得する行為が二項詐欺罪（詐欺利得罪）と類似している
ことによるものである。保護法益は，個人の財産であって，コンピュータを利用し
た取引の安全というような社会的法益を直接の保護法益としているわけではない。
電子計算機使用詐欺罪は，行為類型を前段と後段で二つに分けている。前段は，
コンピュータに虚偽の情報または不正の指令を与えて財産権の得喪，変更に係る不
実の電磁的記録を作成して，それにより自己または第三者に財産上の利益を与える
行為である。後段は，財産権の得喪，変更に係る不実の電磁的記録を人の事務処理
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のように供して，それにより自己または第三者に財産上の利益を与える行為である。
前段の行為は，さらに積極利得型と債務免脱型に区分される。
積極利得型の電子計算機詐欺は，銀行の行員が自己の勤務する銀行のオンライン
システム端末を不正に操作し，振替入金があったかのように虚偽の情報を入力し，
元帳ファイルに記録されている自己の口座の預金残高を書き換えたという「第一勧
銀事件」（4）で初めて適用された。以降，電子計算機使用詐欺罪について，多数の
公刊物に登載された判例が出ており（5），オンラインの電信為替送金システムを悪
用し，信用金庫職員Xが親密な関係にあったYと共謀し，勤務先のコンピュータ
端末からYの開設した預金口座に振込みがあったとする虚偽の情報を発信し，こ
れと接続された振込先銀行のコンピュータに記憶された預金口座の残高書き換えた
行為が，電子計算機使用詐欺罪に該当するとした「青梅信金事件」（6）や，信用金
庫の支店長が，自己の負債の支払いのため，部下に命じて支店に設置されたオンラ
インの端末機を操作させ，借入先の預金口座に振込入金等があったとする虚偽の電
子計算機処理等をさせた行為が電子計算機使用詐欺罪にあたるとした「神田信金事
件」（7）等のように，その多くは，金融機関を舞台にした内部的犯行によるコンピュー
タを利用した財産利得事件である。
本件は，被告人が，窃取したクレジットカードの番号等を冒用し，インターネッ
トを介して電子計算機に本件クレジットカードの名義人氏名等を入力送信し，電子
マネーの購入を申し込み，その利用権を取得した行為につき，被告人は，本件クレ
ジットカードの名義人による電子マネー購入の申込みがないにもかかわらず，本件
電子計算機に当該カードの番号等を入力して名義人本人が電子マネーの購入を申し
込んだとする虚偽の情報を与え，名義人本人がこれを購入したとする財産権の得喪
に係る不実の電磁的記録を作り，電子マネーの利用権を取得して財産上不法の利益
を得たものというべきであるとして，被告人に電子計算機使用詐欺罪の成立を認め
た原判断を正当とし，上告を棄却したものである。
電子計算機使用詐欺罪の判例の多くは，入力された情報自体が「虚偽」の事例
であるが（8），本決定は，近年増加しているクレジットカードの不正利用について，
とりわけインターネット上での不正利用について，入力されたクレジットカード情
報が正しいものであっても，カードの名義人を偽れば「虚偽の情報」に該当すると
判示し，電子計算機使用詐欺罪にいう「虚偽の情報」や「不実の電磁的記録」の要
件の該当性について最高裁が初めて判断を示したものとして，事例判決として意義
を有するものである。
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Ⅲ　電子計算機使用詐欺罪における「虚偽の情報」とは
1　他人名義のクレジットカードを不正使用して人を欺罔した場合について，最決
平成 16 年 2 月 9 日は，「クレジットカードの規約上，会員である名義人のみがクレ
ジットカードを利用できるものとされ，加盟店に対しクレジットカードの利用者が
会員本人であることの確認義務が課されているなど判示の事実関係の下では，クレ
ジットカードの名義人に成り済まし同カードを利用して商品購入する行為は，仮に，
名義人から同カードの使用を許されており，かつ，同カードの利用代金が規約に従
い名義人において決済されると誤信していたとしても，詐欺罪に当たる」と示し（9），
クレジットカードの加盟店において，カードの名義人でない者が，クレジットカー
ドを冒用して商品等を購入する場合には，自己が名義人であると欺いてその旨誤信
させるものとして詐欺罪に当たるとしている。
本件の場合，電子マネーの購入の申込から代金決裁までがすべて機械的に行われ，
その過程に人が介在しない場合には，欺罔行為やこれに基づく相手方の錯誤がない
ため詐欺罪には当たらない。本件の電子マネー購入の事務処理の流れからすると，
クレジットカード上の情報の入力・送信に当たり，名義人本人であることを確認す
るために名義人の生年月日や暗証番号等の入力を求める等の名義人本人以外の者で
は操作できないようなセキュリティを講じていなかったため，被告人のように，電
子マネー利用者が他人名義の有効なカードを用いて，カードの券面上に表示された
名義人の氏名，カード番号，カードの有効期限を入力することで電子マネーの購入
が可能となる余地がある。このようにセキュリティの不足に問題があったことから，
名義を偽ってクレジットカードの「正しい」情報を入力・送信した場合に，被告人
の行為が，刑法 246 条の 2にいう「人の事務処理に使用する電子計算機に虚偽の情
報を与え」，「財産権の得喪若しくは変更に係る不実の電磁的記録を作出」したこと
に当たるかどうかが問題となった。
2　詐欺罪における欺罔行為とは，被害者が錯誤に陥り，行為者に対し財産的処分
行為をするに至らせる行為をいい，相手方が事実を知れば財産的処分行為をなさな
いであろうという重要な事項について虚偽の意思表示をすることをいう（10）。コン
ピュータの場合，入力された情報は，当該システムにおいては，正しい情報として
処理されることから，財産権の得喪・変更にかかる事務処理は，作出された電磁的
記録に基づき自動処理され，人のように欺かれることがない。それゆえ電子計算機
使用詐欺罪では，欺罔行為に当たるものとして，「人の事務処理に使用する電子計
算機に虚偽の情報を与え」る行為を設けている。
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電子計算機使用詐欺罪が詐欺罪の一類型として構成されており，従来の詐欺罪で
補足し得ない人を介さない不法な財産上の利得行為を捕捉しようとしているもので
あるが，電子計算機を使用する犯罪であるからといって，およそ人を相手にする場
合と異なるものというわけではない。それゆえ刑法 246 条の 2は，詐欺罪との対比
で検討する必要がある。
詐欺罪が成立するためには，財物または財産上の利益の取得に向けられた一定の
行為ないし事実の因果的連鎖が存在しなければならない。すなわち，欺罔者が欺罔
行為をして被欺罔者を錯誤に陥れ，その結果，被欺罔者をして何らかの財産的処分
行為をさせ，それにより自己または第三者が財物の交付を受けるか，または財産上
の利益を取得したというものでなければならない。
これを電子計算機使用詐欺罪に当てはめると，詐欺罪の「人を欺」く行為が，「人
の事務処理に使用する電子計算機に虚偽の情報若しくは不正な指令を与え」る行為
に該当し，被欺罔者を錯誤に陥れ，財産的処分行為をさせることは，「財産権の得喪・
変更に係る不実の電磁的記録を作出し，または財産権の得喪・変更に係る虚偽の電
磁的記録を人の事務処理の用に供」することに該当する。そして，それにより当該
財産権の得喪・変更を生じさせて，財産上不法の利益を得，または他人にこれを得
させたときに犯罪が成立する点は詐欺罪と同じである。電子計算機使用詐欺は，こ
のような三段階の構成をとっている。第一段階，第二段階の事態が現実に発生しな
い限り本罪は成立しないから，詐欺罪同様これらの間にはいずれも因果関係が存在
することが必要である。
3　刑法 246 条の 2にいう「虚偽の情報」について，一般には，当該システムにお
いて予定されている「事務処理の目的に照らし，その内容が真実に反する情報」を
いうものである（11）。架空入金データの入力のように，入金処理の原因となる経済的・
資金的実体を伴わないか，あるいはそれに符合しない情報をいう（12）。
近時においては，電子計算機使用詐欺罪と詐欺利得罪との構造上の差異を明確化
するためには，上述のような一般的な基準を提示するだけでは必ずしも十分ではな
いとし，「虚偽」の要件は，「問題になっている情報・指令にもとづいて作出される
ことになる電磁的記録の内容に対応する財産状態の変動……について，それをおこ
なうか否かを決定する立場にある者の意思（あるいは，その変動の効果が帰属する
立場にある者の利益）を基準にして，そのような財産状態の変動がその意思（ある
いは，利益）に反している場合」に充足されると解する見解（13）や，「虚偽の情報」
を詐欺罪の欺罔行為と基本的に同様のものと解し，欺罔行為の内容を「『取引上重
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要な事実』	について偽り，相手が騙されて交付する『相当程度危険な』行為」と解
する見解（14）も主張されている。
原審の事実認定によると，本件において電子マネーを購入しようとする場合に，
利用者には，本人名義のカードを使用しなければならない旨の音声ガイダンスによ
る告知がなされている。このことから，本件における電子マネーを購入するための
事務処理システムとしては，電子マネーの購入者とクレジットカードの名義人が同
一人であることを想定しているものと思われ，カードの名義人でないものが当該シ
ステムを利用することを予定しているとはいえない。したがって，電子マネーの代
金決裁をクレジットカードの名義人本人がクレジットカードで行うことが「電子計
算機を使用する当該事務処理システムにおいて予定されている事務処理の目的」で
あるといえる。この目的に照らし，「その内容が真実に反する情報」か否かは，電
子計算機を使用して行われる取引の意義，内容等から，当該入力・送信行為により
実現される財産的処分行為をシステム全体から判断されるべきであり，電子計算機
に入力されたクレジットカードの名義人の氏名等の入力される情報そのものに限定
される必要はない。
第一審および最高裁では，名義人本人がクレジットカードを使用して電子マネー
の購入申込をしたことが「虚偽」であったとし，二審では，「実際の利用者」	と「カー
ド名義人」	の人格の不一致を「虚偽」としているが，いずれにしてもクレジットカー
ド上の情報を正しく入力・送信した場合であっても，名義人を偽ることが，「虚偽
の情報」を与えたことになるとしている。
最決平成 16 年 2 月 9 日が，カードの名義人と利用者の人格の不一致を問題とし，
同一性を偽ることが欺罔行為であると考えていることからすると，電子マネーの利
用者がクレジットカードの名義人を偽って，クレジットカードの情報を「電子計算
機」に入力・送信して電子マネーを購人した場合のカードの名義人と利用者の人格
の不一致を「虚偽の情報」を与えたと解した本決定は，刑法 246 条の 2にいう「情報」
を，その入力により実現される財産権の得喪に関する処分の内容やその主体等を含
むという趣旨に解される。少なくともカードの名義人と利用者の人格の同一性に齟
齬がある場合には，現実世界の事案とサイバースペース上の事案を同様の構造と解
していることになる。その意味で本決定は，平成 16 年決定の延長線上にあるといっ
てよい（15）だろう。
4　「不法の利益」を得たか否かという点については，事実上財産を自由に処分す
ることができる状態，あるいは，事実上債務を免れる状態をいうとされている。サー
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ビスの取得自体は不可罰であるのに，利用権の獲得に電子計算機使用詐欺罪を適用
することに疑問を呈するむきもある（16）。しかし，一定額の料金をクレジット決済
により前払いすることで，サイトの利用料金決済用の電子マネーを取得しているこ
とに鑑みれば，利用者が，サイトにアクセスすればいつでもサービスの提供を受け
ることができるような電磁的記録が作出されているといえ，その段階でサービスの
提供を受けた場合と同様の不法の利益を得たとすることができよう（17）。
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