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RESUMEN  
El proyecto que se presenta a continuación tiene como objetivo la implementación 
de un sistema de comunicaciones unificadas, el cual está integrado a través de troncales 
SIP a una central telefónica en producción. La solución comprende un conjunto de 
servidores virtuales Cisco conectados mediante un enrutador hacia la central Nortel- Avaya 
que provee al sistema, una salida hacia la red de telefonía convencional y celular 
respectivamente. 
En concreto, el proyecto proporciona a los usuarios de un portafolio completo de 
servicios de comunicación tales como: voz, mensajería instantánea, presencia,  
conferencias, consultas de directorio corporativo, conferencia, videollamada, mensajería 
instantánea, compartición de archivos,  compartición de escritorio a través de un agente 
denominado Cisco Jabber, software disponible tanto  en dispositivos móviles como fijos, 
brindando así, alto nivel disponibilidad al usuario. 
En definitiva, la principal ventaja de dicha solución es el transporte de voz, video y 
datos utilizando para ello, la red corporativa. Este método, reduce costos operativos y a la 
vez, suministra a la empresa un abanico de opciones de comunicación que se integran a los 
procesos de negocios, con lo cual el usuario final puede comunicarse de manera mucho ms 
rápida y eficaz. 







The project presented below aims at implementing a unified communications 
system, which is integrated via SIP trunks to a telephone exchange in production. Thus, the 
solution comprises a set of virtual servers connected by Cisco router to the central Nortel-
Avaya system providing an output to the network and the conventional cellular 
respectively. 
Specifically, the project provides users with a full portfolio of communication 
services such as voice, instant messaging, presence, conferencing, corporate directory 
inquiries, conference, video call, instant messaging, file sharing, desktop sharing through 
an agent named Cisco Jabber, software available in both mobile and fixed devices thus 
providing, high availability to the user. 
In short, the main advantage of this solution is the transport of voice, video and data 
used for this, the corporate network. This method as such, reduces operating costs and in 
turn, the company provides a range of communications options that integrate business 
processes with which the end user can communicate so much more quickly and efficiently.  
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CAPITULO I  
ANTECEDENTES Y DEFINICIÓN DEL PROBLEMA 
 
Desde la antigüedad, las comunicaciones constituyen la principal herramienta que el ser 
humano ha desarrollado para interactuar con sus semejantes. Con el nacimiento de las 
primeras civilizaciones, los métodos de comunicación han ido evolucionando rápidamente 
tratando de aplicarse a las necesidades de los grupos humanos. De este modo, apareció la 
telefonía tradicional, tecnología que marcó el desarrollo de pequeñas y grandes empresas 
debido a su gran utilidad desde el punto de vista organizacional. No obstante, esta exigía 
grandes costos económicos al realizar llamadas de larga distancia.  
Por otro lado, en las últimas décadas, se han registrado grandes avances tecnológicos en la 
rama de las telecomunicaciones las cuales tuvieron su punto de inflexión con el 
surgimiento del internet; red a la cual tienen acceso millones de dispositivos, lo cual la 
convirtió en uno de los medios de comunicación más populares a nivel mundial. 
 En consecuencia, las redes empresariales se postularon como plataforma de 
funcionamiento para nuevos servicios que ofertaba internet.  
Es así como emerge la telefonía IP, tecnología que posibilita la elaboración de llamadas 
utilizando como medio de transporte la red de datos, lo cual se traduce en una reducción 
considerable de tarifas aplicadas a este servicio, ya sea dentro de las empresas como fuera 
de ellas. 
No obstante, dicho servicio es parte de un conjunto de opciones que las empresas pueden 
incorporar para su beneficio, por lo cual han enfocado gran parte de su inversión en 
soluciones que reduzcan tiempo y costo en el tratamiento de información. Cabe mencionar, 
dichas soluciones deben garantizar la interoperabilidad con mecanismos en producción, de 
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modo que ante tal transición, no exista pérdida de información y que dicho cambio no sea 
complejo desde el punto de vista del usuario. Es así que, para realizar un proceso como el 
descrito anteriormente, resulta necesario un diseño capaz de proporcionar una alternativa 
innovadora, funcional y que mantenga conexión con las tecnologías ya implementadas en 
la empresa.  
En consecuencia, este proyecto tiene como finalidad la implementación y unificación del 
servicio de comunicación empresarial utilizando como plataforma la red local. Dicho 
requerimiento será llevado a cabo por medio servidores que comprenden la arquitectura de  
comunicaciones unificadas Cisco los cuales  se integrarán a través de un Gateway de voz1 
con la central Telefónica Nortel, la misma que les proveerá una conexión hacia la red de 
telefonía convencional y celular respectivamente.   
 
  
1 Dispositivo que convierte la voz en trafico IP para ser transmitido a través de la red de datos. 
 
                                                        
16  





• Diseñar e implementar un sistema de comunicaciones unificadas mediante la 
integración de dos centrales telefónicas de distintos proveedores a través de 




• Analizar e interpretar el funcionamiento de software y hardware de los sistemas de 
comunicaciones unificadas Cisco. 
• Definir  el método de señalización, protocolos y codificación con el cual se 
procesarán las llamadas entre las centrales telefónicas. 
• Integrar y configurar la central telefónica Nortel-Avaya, la cual se encuentra 
actualmente en producción con el sistema de comunicaciones Unificadas Cisco de 
modo que los usuarios que forman parte de ellas, puedan establecer llamadas 
internas y externas. 
• Implementar servicios de voz, mensajería instantánea, presencia en teléfonos 
físicos y basados en software; así como  también, integrar el sistema con el servicio 
de directorio activo de la empresa a fin de obtener la información corporativa de los 
usuarios 
• Establecer conclusiones y recomendaciones de la implementación del proyecto en 
base al método planteado para la integración de los sistemas de procesamiento de 




JUSTIFICACIÓN DEL PROYECTO 
 
 
En la actualidad, los métodos de comunicación han evolucionado considerablemente como 
respuesta a las necesidades de los usuarios tanto a nivel profesional como personal. En el 
Ecuador, el sector empresarial depende directamente de su sistema de comunicaciones, 
pues a través de ellas, se  establecen y mantienen  negociaciones con sus similares.  
En efecto, la comunicación se establece a través de un sin número de combinaciones las 
cuales incluyen desde computadores de escritorio hasta dispositivos móviles los cuales 
cuentan con múltiples servicios que facilitan las actividades del devenir cotidiano. 
Ante la combinación de dispositivos y servicios, se generan entornos complejos en los 
cuales cada módulo de comunicación es tratado independiente lo cual da como resultado 
una subutilización del mismo. De este modo, surge el concepto de comunicaciones 
unificadas que constituye la unificación de aplicaciones móviles, de voz, de video y datos 
en redes fijas e inalámbricas agilizando tiempos de decisión y transacciones empresariales. 
Al utilizar la red empresarial como plataforma para el levantamiento de dicho servicio, el 
usuario puede comunicarse fácilmente desde cualquier lugar en cualquier momento y a 
través de cualquier mecanismo.  
La implementación de dicha solución requiere la integración con los sistemas  de 
comunicaciones que se encuentran en producción, de modo que las operaciones de la 
empresa no sean interrumpidas. Por lo tanto, este proyecto pretende la implementación de 
un sistema de comunicaciones unificadas CISCO integrado con una central NORTEL-
AVAYA a través del protocolo SIP de manera que los usuarios puedan comunicarse entre 
sí. 
La solución Cisco Unified Communications Manager constituye un sistema de 
procesamiento de llamadas adecuado para pequeñas y grandes empresas, capaz de proveer 
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servicios de voz, video, mensajería instantánea y presencia2. Una de las principales 
características del sistema, es la capacidad de gestionar como una sola entidad los 
servidores encargados del despliegue de los servicios antes mencionados. Como resultado, 
la implementación de dicho sistema permite a los usuarios contar con servicios adicionales 
a los que actualmente se encuentran en producción, lo cual facilita y optimiza su 
desempeño laboral.  
2 Término que se refiere al servicio que permite consultar la disponibilidad del usuario. 
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CAPITULO II 
MARCO TEÓRICO CONCEPTUAL  
En primer lugar, es necesario explicar cómo las comunicaciones se desarrollaron sobre 
internet. Hoy en día, el mundo de las comunicaciones abarca un gran número de opciones, 
las cuales han evolucionado como resultado de la investigación y desarrollo de nuevas 
tecnologías. Es así como surge el internet, el cual representó un cambio de paradigma en el 
mundo de las comunicaciones, debido a la influencia que rápidamente ejerció en otras 
ramas. El internet constituye un conjunto de redes interconectadas a través de la suite de 
protocolos TCP/IP cuya arquitectura más tarde sería utilizada para el desarrollo del modelo 
TCP/IP. (ORACLE, 2011) 
Modelo TCP/IP  
Primer modelo de protocolos en capas dedicado para las comunicaciones desarrolladas en 
internet. Constituye un estándar abierto y define cuatro estaciones que deben ser 
transitadas para que una comunicación sea exitosa. Está directamente relacionado con las 
suite de protocolos TCP/IP, (UNICEN, 2005)  
De este modo, las capas que conforman este modelo son descritas a continuación: 
Aplicación: capa que representa datos para el usuario. Además, realiza el control de 
codificación y de diálogo.  
Transporte: capa encargada de la comunicación entre terminales de distintas redes. 
Internet: capa que determina el mejor camino a través de la red. 
Acceso a la red: capa que controla los dispositivos a nivel de hardware y los medios que 
forman parte de la red. No obstante, aunque dicho modelo no presenta problemas desde el 
punto de vista funcional, no permite visibilizar el funcionamiento de las tecnologías de 
manera específica por lo cual la ISO desarrolló un modelo mucho más específico como 




Modelo basado en siete capas con el objetivo de simplificar el estudio y la implementación 
de la arquitectura necesaria. Permite divisar las funciones que se producen en cada capa de 
una manera mucho más específica. (CISCO, 2014) 
 En otras palabras, es un marco referencial que permite entender como viaja la información 
o los paquetes de extremo a extremo.  
Las ventajas del modelo son mencionadas a continuación:  
• Divide la comunicación de red en partes más pequeñas y específicas. 
• Normaliza los componentes de red para permitir el desarrollo y el producto de 
diferentes fabricantes. 
• Permite interoperabilidad entre equipos de distintos fabricantes. 
• Permite aislar los problemas y resolución de los mismos de manera mucha más 
rápida y eficaz. 
El modelo OSI está compuesto por siete capas: 
Aplicación: capa que está próxima al usuario final la cual suministra servicios de red a las 
aplicaciones. (CISCO, 2014) 
Presentación: garantiza que la información enviada por la aplicación de origen pueda ser 
leída en el destino. (CISCO, 2014) 
Sesión: capa encargada del establecimiento, administración y finalización de sesiones 
entre dispositivos finales. (CISCO, 2014) 
Transporte: encargada del proceso de segmentación de los datos originados en el 




Red: capa que proporciona conectividad y selecciona una ruta de manera que los datos 
puedan ser enviados de origen a destino. (CISCO, 2014) 
Enlace de datos: proporciona una vía de tránsito para la transmisión de datos por medio 
de un enlace físico. (CISCO, 2014) 
Física: capa que define las especificaciones eléctricas, mecánicas, procedimientos y 
funciones para activar y desactivar el enlace físico entre sistemas finales. (CISCO, 2014) 
No obstante, desde mucho antes las comunicaciones sobre internet adoptaron rápidamente 
el modelo TCP/ IP, lo que ocasionó que el desarrollo y aceptación del Modelo OSI sea 
reducido. En consecuencia, muchas de las tecnologías actuales han basado su desarrollo 
utilizando como plataforma el modelo TCP/IP lo cual lo mantiene en vigencia. La 




Ilustración 1 Modelo TCP/IP y Modelo OSI 
  
Con el crecimiento de internet, las redes empresariales aumentaron en tamaño y 
complejidad de modo que se desarrollaron nuevas arquitecturas capaces de procesar las 
transacciones del usuario final. De tal manera, emergen los conceptos de redes de área 
local y redes virtuales. 
Redes de área local (LAN)  
Son redes que abarcan un espacio geográfico único en el cual los dispositivos que la 
conforman comparten ancho de banda. Su funcionamiento está determinado por el envío 
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de mensajes broadcast3 a todos los integrantes dentro de la red (dominio de broadcast). 
(UAZUAY, 2010) 
Dichos mensajes constituyen tráfico innecesario para el resto de nodos como se muestra en 
la ilustración 2.  
Ante estos inconvenientes, surge una nueva estrategia para agrupar dispositivos de manera 
lógica. 
Virtualización de redes 
Hoy en día, las redes virtuales son uno de los componentes principales dentro de la 
planificación de redes corporativas debido a su utilidad en cuanto a seguridad, 
administración, eficiencia y costos.  
Las redes virtuales o VLANS permiten agrupar dispositivos o usuarios 
independientemente de su localización física. Por el contrario, permite asociarlos a través 
de su función u otros atributos que tengan en común como se muestra en la ilustración 3. 
Por lo tanto, presentan los siguientes beneficios: 
3 Forma  de transmisión en el cual el emisor envía información a varios receptores (que forman parte del 
mismo dominio) de manera simultanea.  
Ilustración 2  Estructura de Red LAN 
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• Seguridad: permite aislar grupos del resto de la red, de modo que la información 
de los mismos, no esté disponible para todos. (CISCO, 2011) 
• Reducción de costos: las redes VLAN evitan la necesidad de redes a un alto costo 
además de impulsar el uso eficiente de los enlaces y ancho de banda. (CISCO, 
2011) 
• Eficiencia: segmentan dominios de broadcast a nivel de capa 2 reduciendo así, el 
envío de tráfico innecesario. (CISCO, 2011) 
• Reducción de tormentas de broadcast: al segmentar la red, se reduce la cantidad 
de dispositivos que reciben mensajes de broadcast. (CISCO, 2011) 
• Administración: la agrupación lógica de usuarios facilita la gestión de la red ya 
que los mismos pueden ser agrupados en base a atributos específicos o de manera 
geográfica. Por otro lado, los administradores pueden fácilmente identificar la 
función de las mismas asignando nombres o etiquetas y de este modo, generar 




Ilustración 3 Estructura Red VLAN 
Como lo mencionamos anteriormente, la suite de protocolos TCP/IP constituye el estándar 
para las comunicaciones de internet por ello es necesario analizar la estructura, 
características y funciones de estos protocolos.  
Protocolo IP 
Protocolo de red del modelo OSI definido en la RFC 791. Permite el enrutamiento de 
paquetes a través de la información de direccionamiento y control que proporciona su 
encabezado como se puede observar en la ilustración 4.  
El protocolo IP tiene dos funciones principales: entrega de paquetes basada en el 
mecanismo de mejor esfuerzo4; fragmentación y reensamblado de datagramas  (paquetes 
de datos). (RFC, 1981)  
 
4 Servicio de red que no garantiza que los paquetes lleguen a su destino. 
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Ilustración 4 Estructura del Paquete IP 802.3  
Protocolo TCP  
Protocolo de capa de transporte del modelo OSI orientado a la conexión definido en la 
RFC 1323; encargado de establecer y mantener la sesión para el intercambio de paquetes. 
De esta manera, determina como fragmentar paquetes de la capa aplicación con el objetivo 
de que puedan ser enviados al destino. Además, provee mecanismos de confirmación y 
retransmisión de paquetes en cado de perdida de los mismos. Ante este tipo de mecanismos 
de control de sesiones, TCP es un protocolo confiable ya que asegura la integridad de los 
datos. (UNICEN, 2005) Es importante mencionar, dicho protocolo no ofrece tiempos 
adecuados con respecto a transmisión de datos en tiempo real.  
Protocolo UDP  
Protocolo de capa de transporte del modelo OSI definido en la RFC 768. Provee entrega de 
paquetes IP  basado en mejor esfuerzo dado que no cuenta con ningún mecanismo de 
retransmisión de paquetes o control y establecimiento de sesiones. Sin embargo, es ideal 
para tráfico de tiempo real tal como voz y video, ya que envía los datagramas a la 
velocidad del enlace. (MICROSOFT, 2007) 
Inicialmente, los flujos de datos y voz eran tratados independientemente. Es decir, las 
redes IP tenían como objetivo único la transmisión de datos. Hoy en día, es posible la 
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transmisión de voz sobre el protocolo IP a través de protocolos de transporte y 
señalización. 
Tecnología Voz sobre IP  
Tecnología que permite la transmisión de voz sobre una red IP de datos, ya sea una red 
privada o pública. La señal de voz se encapsula y viaja a través del protocolo IP. (NASER, 
2010) La ilustración 5 muestra la estructura de un paquete de voz encapsulado sobre IP. 
 
Ilustración 5 Estructura del paquete de Voz sobre IP 
Con respecto a su funcionamiento, el tráfico de voz es enviado de manera digital 
(paquetes) en lugar de enviarse de forma analógica como en la telefonía tradicional. Al 
utilizar como medio de transporte la red empresarial, disminuye considerablemente costos 
operacionales y permite la implementación de servicios adicionales como por ejemplo: 
conferencias, transmisión de imágenes, video o texto. (CISCO, 2006) 
La tecnología de voz sobre IP necesita de un mecanismo de señalización que establezca y 
controle las sesiones entre las terminales de origen y destino respectivamente. De este 
modo, emergen los protocolos de señalización. 
Protocolos de Señalización 
Protocolos que permiten el intercambio de información con respecto a la comunicación  
entre el origen y el destino. Dicha información es utilizada para establecer, controlar y 
finalizar sesiones. (Pablo Rivera Calero, 2014) Existen cuatro protocolos de señalización 





Protocolo propietario de Cisco Systems utilizado para el control de dispositivos finales en 
redes voz sobre IP. Permiten comunicar a los mismos con el servidor de procesamiento de 
llamadas (Call Manager), el cual les proporciona una línea específica y otras características 
como por ejemplo: su archivo de configuración, reenvió de llamadas, conferencias entre 
otros. Una vez que el dispositivo se registra en la base de datos de CUCM6, el servidor le 
permite realizar y recibir llamadas. (CISCO, 2010) 
Protocolo SIP7 
 
Protocolo de capa aplicación encargado de señalización, establecimiento, mantenimiento y 
finalización de sesiones en una red IP. Dichas sesiones pueden ser simples como por 
ejemplo una llamada telefónica o mucho más complejas, como una conferencia 
multimedia. Desarrollado por la IETF y definido en la RFC 2543 y RFC 3261, constituye 
un estándar para las comunicaciones basadas en IP; opera bajo la arquitectura 
cliente/servidor a través del intercambio de mensajes de petición y respuestas las cuales 
están basadas en códigos de manera similar a los protocolos HTTP y SMTP. (EFORT, 
2005) 
El protocolo SIP se caracteriza por el modo de acoplarse fácilmente a diferentes 
arquitecturas y entornos dado que su trabajo está centrado en el establecimiento, 
modificación o terminación de sesiones.  
Por otro lado, el protocolo SIP permite que los miembros que forman parte de la 
comunicación se comuniquen y acuerden los medios compatibles mediante una 
descripción de sesión. Es decir, en para el levantamiento de una video conferencia, SIP 
5 Skinny Client Control Protocol,  protocolo de señalización de Cisco Systems 
6 Cisco Unified Communications Call Manager, servidor encargado del procesamiento de llamadas. 7 Session Initiation Protocol, protocolo estándar para el establecimiento y finalización de sesiones 
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revisa que todos los miembros soporten este medio, en caso de que uno de los miembros 
no soporte esta característica, la comunicación se realizará por medio de un método que 
sea común para todos. 
Cada una de las entidades SIP están representadas por medio de un identificador único o 
también denominado SIP URI8, que proporciona información para iniciar y mantener las 
sesiones (EFORT, 2005). De este modo, el identificador está compuesto por los atributos 









Paul. Arias @ 192.168.10.7 6000 
Esquema 1 Estructura del Identificador SIP 
Arquitectura SIP  
La arquitectura más sencilla está conformada por dos agentes que establecen sesión. Cada 
una de las entidades actúan como cliente o servidor respectivamente. Sin embargo, en una 
estructura mucho más compleja, la arquitectura está compuesta por los elementos descritos 
a continuación: 
 
8 Uniform Resource Identifier, identificador único que permite establecer una llamada mediante el protocolo 
SIP  
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• Agentes de usuario: inician o terminan sesiones por medio de mensajes de 
solicitud o respuesta. 
• Servidores proxy: servidores que enrutan, autentican y contabilizan sesiones de 
invitados. Además, trabajan en conjunto con los servidores de redirección para la 
localización de usuarios, asignación de la llamada y conexión de los medios. 
• Servidores de redirección: servidores encargados de la localización, recepción de 
solicitudes y búsqueda de usuarios.  
• Servidor registrador: servidor que procesa solicitudes de registro y actualiza la 
base de datos de localización. Comúnmente, es implementado como parte del 
servidor proxy. 
• Agente de usuario inverso B2BUA9: componente que mantiene el estado 
completo de la llamada y participa en todas las solicitudes de llamada. (EFORT, 
2005) 
Mensajes SIP  
Los mensajes SIP que forman parte de la comunicación son transportados por medio del 
protocolo UDP. Cada uno de ellos está compuesto de: 
• línea inicial que determina el tipo de mensaje 
• encabezado 
• cuerpo del mensaje 
Existen dos tipos de mensajes: 
• solicitudes: indican el inicio de alguna acción 
• respuesta: confirman que la solicitud fue recibida y procesada 
De igual forma, estos mensajes se clasifican en: 
9 Back to back user agent, agente encargado del establecimiento y finalización de sesiones SIP 
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• INVITE: establecimiento de sesión. 
• ACK: confirmación de mensaje invite. 
• BYE: finalización de sesión. 
• CANCEL: establecimiento de sesión cancelado. 
• REGISTER: información de localización de usuario. 
• OPTIONS: proporciona información con respecto a envío  y recepción de teléfonos 
SIP. (EFORT, 2005) 
SIP establece comunicación a través de tres mensajes: INVITE, ACK, BYE. Dichos 
mensajes son intercambiados entre los agentes de usuario y el servidor SIP, encargado de 
procesar las solicitudes y respuestas enviadas por los mismos. (EFORT, 2005) La 
ilustración 5 describe el establecimiento y finalización de una llamada utilizando este 
protocolo de señalización  
1. El proceso es iniciado cuando el teléfono A envía un mensaje de requerimiento  de 
sesión (INVITE) hacia el servidor SIP, el cual consulta en su base de datos la 
localización del teléfono B, de manera que pueda direccionar a este destino.  
2. Una vez que la petición es recibida, el teléfono B,  envía una respuesta. (RINGING 
180).  
3. La entidad que genera la llamada (teléfono A) responde con un mensaje ACK 
enviada hacia el servidor SIP el cual por consiguiente la envía a su destino.  




5. Finalmente, los terminales pueden finalizar la comunicación mediante el envío del 




Interfaz de señalización encargada de establecer, mantener y finalizar llamadas entre dos o 
más dispositivos. (CISCO, 2012) 
Protocolo H.323 
 
Protocolo que proporciona servicios de comunicaciones de multimedia sobre redes basadas 
en paquetes que no pueden garantizar calidad de servicio.  
Comprende un conjunto de protocolos correspondiente a la tecnología PSTN y normas 
relacionadas con internet por lo que aprovecha la conmutación de circuitos y de paquetes 
propios del protocolo. De esta manera, es capaz de integrar la telefonía convencional 
mientras envía las comunicaciones a través del internet. (KONRADLORENZ, 2011)  
Protocolo MGCP (Media Gateway Control Protocol) 
 
Ilustración 7 Establecimiento y finalización de llamada SIP 
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Protocolo de control de llamadas que permite controlar dispositivos a través de una 
relación maestro-esclavo, en la cual el enrutador cumple el rol de esclavo y sus interfaces 
son controladas comúnmente por un agente de llamadas (en este caso CUCM). (CISCO, 
2012) 
De esta manera, el protocolo posee las siguientes características: 
• Señalización: escalable a través de calidad de servicio integrado en el Gateway. 
• Compatibilidad: con normas IETF y H.323 posibilitando la operación de 
aplicaciones multimedia sobre redes IP. 
• Arquitectura de control de llamada: en la cual los agentes de llamada realizan 
control absoluto sobre los enrutadores. 
Protocolo RTP (Real-Time Transport Protocol) 
 
Protocolo de trasmisión de tráfico en tiempo real desarrollado por la IETF bajo la RFC 
3551. Está desarrollado sobre el protocolo UDP para garantizar menor retardo. De este 
modo, la función de RTP radica en multiplexar varios flujos de datos en tiempo real en un 
solo flujo UDP. A través de la característica time-stamping10 que le permite al destino 
almacenar los paquetes en un buffer11 e ir realizando el muestreo después del inicio del 
flujo de datos de manera que se eliminan los efectos de fluctuación y se sincronizan 
múltiples flujos. (IETF, 2003) 
En síntesis, los protocolos de señalización permiten establecer los parámetros para llevar a 
cabo la transmisión de voz. Por otro lado, el protocolo RTP, transporta los flujos de voz a 
través de la red. No obstante, la voz es una onda análoga que debe pasar por un proceso de 
codificación antes de ser transmitida.  
10 Sello de tiempo, mecanismo que permite demostrar que una serie de datos no han sido alterados en un 
tiempo determinado. 
11 Espacio de memoria en el que se almacenan datos. 
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Codificación de la voz  
Proceso que consiste en transformar las ondas sonoras en otro tipo de representación que 
resulta perceptible para el oído humano. Homer Dudley fue el primer científico en realizar 
investigaciones en cuanto a la transmisión de voz por un medio físico. Es así como nace el 
término “vocoder” o codificador de voz, el cual consiste en analizar la voz generada en el 
origen y extraer información de manera que al llegar a su destino, pueda ser reconstruida. 
(CERES, 2008) Inicialmente, los codificadores analógicos fueron utilizados en la mayoría 
de implementaciones. Sin embargo, con el surgimiento de los sistemas digitales y la 
codificación por modulación de impulsos se optó por utilizar este tipo de mecanismos dado 
que ofrecen mayor flexibilidad en cuanto a representaciones más sofisticadas de voz. De 
esta manera, los esfuerzos han sido dedicados al estudio de codificadores que ofrezcan 
calidad de voz con menor ancho de banda, de modo que los canales de transmisión así 




“Un códec comprime los datos de la secuencia, como el audio o el vídeo, en el lado que 
realiza la transmisión y los descomprime para que sean reproducidos en el lado que los 
recibe. Los códecs reducen la cantidad de ancho de banda necesaria para enviar datos de 
secuencia. Generalmente, una mayor compresión utiliza menos ancho de banda. Una 
compresión más elevada también da como resultado una calidad de audio y vídeo más 
pobre y requiere más recursos para comprimir y descomprimir las secuencias de datos”. 
(IBM, 2014) En síntesis, cada códec posee ventajas y desventajas las cuales son descritas 
en la tabla 1.  
Códec g711: estándar desarrollado por la unión Internacional de Telecomunicaciones para 
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telefonía fija; codifica las señales de audio a través de 8000 muestras por segundo con un 
ancho de banda de 64kbps. (VOIP-INFO, 2013) Está disponible en dos versiones: 
G711ulaw (disponible para Estados Unidos y Japón) y G711alaw (usado en Europa y el 
resto del mundo). 
G723.1: estándar desarrollado por la unión Internacional de Telecomunicaciones, capaz de 
comprimir la voz en tramas de 30 milisegundos a velocidades de 5,3 y 6,3 Kbps. (VOIP-
INFO, 2007) 
G726: estándar desarrollado por la unión Internacional de Telecomunicaciones basado en 
ADPCM12. Disponible en velocidades de 16,24,32,40 Kbps. (VOIP-INFO, 2006)  
G729: estándar desarrollado por la unión Internacional de Telecomunicaciones reconocido 
principalmente por su bajo consumo de ancho de banda (8kbps). Además, existen opciones 
de 6,4 y 11,8 Kbps. Comúnmente, es utilizado en implementaciones de VoIP. Posee buena 
calidad de audio con respecto a su consumo de ancho de banda y presenta un nivel bajo de 
pérdida de paquetes. (VOIP-INFO, 2011) Cabe mencionar, este códec proporciona una 
disminución considerable del ancho de banda sin aumentar en gran medida la carga 
computacional. 
iLBC (Internet Log bit Rate Codec): Códec de libre uso desarrollado por Global IP 
Sound (GIPS). Se caracteriza por su alta carga computacional, aunque ofrece buena 
calidad de voz con respecto al consumo de ancho de banda 13,3, y 15,2 kbps. (VOIP-
INFO, 2010) 
 
Speex: códec de libre uso que permite variar la velocidad de transmisión con respecto a las 
condiciones de la red en la que opera.De este modo, el ancho de banda puede variar entre 
12 Codificador de forma de onda que divide la señal analógica en bandas de frecuencia independientes; las 
cuales pasan por un proceso de muestreo y codificación, para luego, multiplicar los resultados y enviarlos al 
destino. 
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2,15 a 22,4 Kbps. (VOIP-INFO, 2010) 
Códec Ancho de 
banda 
Ventajas Desventajas 
G.711 64kbps • Alta calidad de voz  • Consumo de ancho de 
banda 
G723.1 5.3 / 6.3 
Kbps 
• Buena calidad de 
audio  
• Consumo de ancho 
de banda reducido. 
• Música o tonos de fax no 




• Buena calidad de 
audio  
• Consumo de ancho 
de banda reducido 
•  
G728 16kbps • Reducido consumo 
de ancho de banda 
• Alto Consumo de recursos 
de CPU 
G729 8 kbps • Consumo de ancho 
de banda reducido  
• Buena calidad de 
audio 
• Ambos extremos de la 
llamada deben poseer 
licencia 
iLBC 15 kbps • Buena Calidad de 
audio  
• Consumo de recursos de 
CPU 
Speex 2,4 – 44,2 
kbps 
• Códec abierto 
• Robusto ante 
pérdida de paquetes 
• Consumo de ancho de 
banda  
Tabla 1 Cuadro comparativo de códecs  
Comunicaciones Unificadas 
 
Conjunto de tecnologías que abarcan servicios de telefonía, conferencias, mensajería de 
voz, mensajería instantánea y consultas de presencia de usuarios finales utilizando como 
medio de transmisión la red de datos IP. (CISCO, 2006) Su objetivo principal es agrupar 
estas islas de comunicación de modo que los procesos y el entorno empresarial sea tratado 
como un conjunto. (UCUENCA, 2010)  
Dichos servicios son descritos  a continuación: 
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• Telefonía: servicio que proporciona la funcionalidad de voz. Permite la elaboración 
y recepción de llamadas de teléfonos fijos, móviles, así como también, video y 
softphones13.  
• Mensajería: servicio que permite el intercambio, consulta y administración de 
mensajes de voz, correo y mensajería unificada. 
• Presencia: capacidad de consultar y publicar información sobre la disponibilidad 
del usuario. 
• Conferencias: servicio que permite la interacción de tres o más usuarios en una  
sala virtual en la cual los participantes pueden compartir información a través de 
archivos, video y voz. (UCUENCA, 2010) 
  
13  Software que permite la realizar y recibir llamadas desde computadores de escritorio y dispositivos 
portátiles. 
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CAPITULO III 
DESCRIPCIÓN DE PRODUCTOS DE COMUNICACIONES UNIFICADAS  
Actualmente, la solución de comunicaciones unificadas (UC) es ofertada por varios 
fabricantes entre los cuales se encuentra Cisco Systems, empresa que se ha convertido en 
líder mundial para soluciones UC. Cisco proporciona un conjunto de servicios que 
incluyen: servicios de voz, mensajería instantánea, conferencias, presencia, entre otros. 
Dichos servicios son  agrupados en una sola herramienta de modo que la experiencia del 
usuario final sea sencilla, completa y efectiva. 
La solución que presenta Cisco tiene como objetivo, agrupar las islas de comunicación de 
modo que los procesos y el entorno empresarial sea tratado como un conjunto. Por lo tanto, 
este fabricante ha sido seleccionado como proveedor de tecnología para este proyecto ya 
que cumple a cabalidad con la necesidad del usuario final así como también a nivel 
operativo administrativo. 
Arquitectura Cisco Unified Communications Manager.  
Cisco posee una arquitectura orientada a los servicios desarrollando una red inteligente que 
permita realizar virtualización de aplicaciones a fin de incrementar la velocidad y 
escalabilidad de las mismas. (CISCO, 2006) 
La solución de comunicaciones unificadas Cisco está compuesta por cinco capas las cuales 
son descritas a continuación: 
Infraestructura: capa compuestas por equipos de comunicaciones tales como: routers, 
switches y gateway de voz. Su función radica en el transporte de voz, video y datos  entre 
dispositivos y aplicaciones. 
Enrutamiento de llamadas: capa encargada del procesamiento y enrutamiento de 
llamadas internas y externas. (CISCO, 2010) 
 
40  
Control de llamadas: capa que realiza control de dispositivos, administración de plan de 
marcado y características adicionales como por ejemplo: integración con directorio LDAP, 
que permite a las empresas centralizar la administración de usuarios, música en espera, 
conferencias, entre otros. En esta capa se sitúa Call manager, Call Manager Express y 
CUCM Business Edition. (CISCO, 2010) 
• Cisco Unified Communications Manager (CUCM).- servidor base para la 
integración de aplicaciones tales como telefonía IP, video, movilidad, correo de 
voz, IVR14, entre otras. Entre las principales funciones están:  
 Procesamiento de llamadas. 
 Registro de cada uno de los teléfonos que forman parte de la solución de 
comunicaciones unificadas.  
 Provisión de características para dispositivos finales como por ejemplo: 
transferencia, llamada en espera, parqueo de llamadas, entre otras. 
 Servicio de directorio corporativo a través de la integración con un directorio 
activo para la extracción de datos de usuarios. No obstante, permite crear 
usuarios locales los cuales  almacena en su base de datos. 
 Herramientas de respaldo y reportes: el servidor proporciona la opción para 
respaldar y restaurar configuraciones de la base de datos así como también la 
capacidad para extraer reportes en cuanto al procesamiento de llamadas. 
Capa aplicación: incluye servicios adicionales a telefonía IP como por ejemplo:  
 
• Cisco Unified Unity Connection (CUC): servidor encargado de desplegar servicios 
de almacenamiento y publicación de mensajería de voz. Dicha solución se 
caracteriza por la capacidad de integrarse con sistema de telefonía de distintos 
14 Interactive Voice Response, servicio de respuesta que interactúa con el usuario final a través 
de grabaciones y respuestas simples. 
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fabricantes a través de protocolos estándar. Además permite la creación de IVRs y 
sincronización con el servicio de calendario y correo de Microsoft Exchange.  
• Cisco Unified Presence (CUP): complementa la solución de comunicaciones 
unificadas introduciendo servicios de mensajería instantánea, presencia, 
compartición de archivos, videoconferencia, consultas de buzón de voz a través del 
uso de un agente de comunicación denominado  Cisco Jabber.  Dicho servicio se 
encuentra integrado a los teléfonos  registrados en Call Manager con lo cual se 
puede comprobar la disponibilidad de los usuarios en tiempo real. 
• Cisco Unified Contact Center: permite el manejo de llamadas, integración de 
teléfono- ordenador a través del servicio CTI15 así como también enrutamiento de 
contactos.  
De este modo, el diseño basado en capas ofrece a las empresas una nueva alternativa para 
la entrega de comunicaciones unificadas al agrupar productos con características y 
funciones similares lo cual permite que la administración se realice de manera sistemática. 
La ilustración 6 muestra el diseño basado en capas y los componentes de cada una de ellas.  
15 Opción que permite la integración de los sistemas informáticos y los recursos de telefonía disponibles. 
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Ilustración 8 Arquitectura de Comunicaciones Unificadas Cisco   
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Red de comunicaciones unificadas 
 
Cisco provee una red inteligente que permite transportar tráfico de voz, video y datos a 
través de los mismos canales de transmisión, con lo cual se utilizan los recursos del 
sistema de manera mucho más productiva. (CISCO, 2010) La ilustración 7 muestra el 
diseño de una red Cisco, la cual está compuesta por equipos de comunicación, servidores, 




Ilustración 9 Red de Comunicaciones Unificadas 
 





UC opera en base a dos tipos de licencias las cuales dependen directamente de las 
necesidades de sus clientes. De esta manera, las licencias basadas en espacio de trabajo 
UWL (unified workspace license) , constituyen un conjunto de licencias que abarcan 
clientes basados en software, servidores de aplicaciones y usuarios. Por otro lado, las 
licencias basadas en usuario UCL(unified client license) dependen directamente del 
número y tipo de dispositivo. Dichas licencias están disponibles en las versiones: esencial, 
básico, avanzado, avanzado plus, basadas en espacio de trabajo en las modalidades 
estándar y profesional respectivamente. (CISCO, 2013) 
 En la siguiente figura se muestra un cuadro explicativo del licenciamiento Cisco para 
comunicaciones unificadas.  
 
Ilustración 10 Licenciamiento Cisco   
Cisco Jabber   
Cisco Jabber es el aplicativo que el fabricante maneja para promover la solución de 
comunicaciones unificadas ya que por medio del mismo contamos con servicios citados en 





Ilustración 11 Servicios de Cisco Jabber 
Servicio de telefonía: el aplicativo es un softphone que permite realizar llamadas, tal 
como los teléfonos físicos lo hacen. 
 Servicio de chat y presencia: Cisco Jabber permite visibilizar la disponibilidad de los 
usuarios así como también la comunicación a través de mensajes de texto. 
 Servicio de consulta de directorio personal y corporativo: las consultas pueden ser 
realizadas a través del teléfono o por medio del aplicativo Cisco Jabber. 
 Videollamada punto a punto: las videollamadas pueden ser realizadas desde una 
computadora, telefono IP, o dispositivo móvil que cuenten con cámara.  
Compartición de escritorio: característica del aplicativo Cisco Jabber que permite 
visibilizar el escritorio del usuario remoto. 
 Compartición de archivos: característica del aplicativo  Cisco Jabber con lo cual el 






AUDIO Y VIDEO CONFERENCIA 
COMPARTICION DE ESCRITORIO 
CALENDARIO OUTLOOK 




DISEÑO DEL PROYECTO  
Inicialmente, el sistema de telefonía de la empresa estaba compuesto por una central 
Nortel- Avaya modelo CS-1000E con soporte para tecnología analógica y digital. Dicho 
sistema lleva en producción alrededor de 20 años en los cuales ha proporcionado un 
servicio satisfactorio. Debido al tiempo de operación y ante las nuevas necesidades de 
comunicación de la empresa, se propone la migración a un conjunto de servicios de 
comunicación los cuales son administrados por una sola entidad. 
Así pues, el diseño contempla tres fases las cuales se presentadas a continuación: 
Fase 1: Comunicaciones Nortel-Avaya. 
Esta fase corresponde al servicio de telefonía que se encontraba operativo previo a la 
implementación de comunicaciones Unificadas Cisco. La central Nortel-Avaya ubicada en 
la ciudad de Quito provee a los usuarios corporativos de llamadas internas y externas 
mediante conmutación análoga y digital como se muestra en la ilustración 12. 
El proceso de enrutamiento de llamadas es realizado por la central Nortel-Avaya conectada 
mediante troncales SIP con las redes PSTN y GSM respectivamente. La ilustración 13 












Ilustración 13 Enrutamiento de llamadas Fase 1  
 
50  
Fase 2: Integración Nortel-Avaya y Comunicaciones Unificadas Cisco   
En esta fase, se implementa el sistema de comunicaciones unificadas Cisco que se describe 
a lo largo de este documento. La solución está compuesta por un conjunto de servidores 
virtuales encargados del despliegue de servicios de voz, mensajería y presencia. Cabe 
mencionar, la central Nortel-Avaya constituye el punto de enlace con la redes de telefonía 
pública (PSTN) y red celular (GSM). De esta manera, las dos centrales cuentan con el 
servicio de llamadas internas y externas a través de la central Nortel-Avaya, como se 
muestra en la ilustración 14. 
En cuanto a la codificación de la señal, para la elaboración y recepción de llamadas,  se 
utiliza el códec G729 en la red WAN ya que presenta buena calidad de audio con un ancho 
de banda de 8 kbps. Por otro lado, se ha designado el códec G711 para la red LAN debido 
su alta calidad de audio ya que la empresa cuenta con el ancho de banda suficiente para su 
implementación sin que este afecte a los otros servicios en producción. Además, G711 es 
un estándar de codificación con lo cual no implica costos de licenciamiento. 
Componentes de la solución  
La solución se ha diseñado en base a la infraestructura existente. Es decir, la central 
telefónica Nortel-Avaya que se encuentra en operación actúa como punto de enlace entre 
las redes externas y el sistema de comunicaciones unificadas (ver ilustración 14). 
Parte Descripción 
Router Cisco 3925 
Equipo de comunicaciones con soporte para hardware y 
software de voz. Punto central de conexión entre centrales 
telefónicas 
Cisco Unified Communications manager Servidor destinado para el procesamiento de llamadas 
Cisco Unified Presence Servidor de Mensajería Instantánea y presencia 
Cisco Unity Connection Servidor de servicio de buzón de voz 
Central telefonica Nortel-Avaya Central telefónica 
Teléfonos Cisco Dispositivos finales que se registrarán en la central telefónica Cisco 
Teléfonos Nortel-Avaya Dispositivos finales que pertenecen a la central telefónica Nortel-Avaya 




Ilustración 14 Fase 2 Integración Central Nortel-Avaya y Comunicaciones Unificadas Cisco
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Red de Voz 
 
El diseño contempla un segmento de red para el tráfico de voz, de modo que tenga mayor 
prioridad de transmisión con respecto a otros tipos de tráfico. A través de esta subred, los 
terminales Cisco y Nortel-Avaya obtienen su dirección IP a través del servicio de DHCP16 
configurado en el switch core17 de la empresa. En cuanto a la dirección de gateway, se ha 
designado la primera dirección utilizable de esta subred en base a las recomendaciones 
generales para el diseño de redes. 
Adicionalmente, los puertos que han sido configurados con VLAN de voz actúan como un 
enlace troncal para enviar el tráfico de voz y de datos a través del mismo canal. De esta 
manera, la red designada tiene las características descritas en la tabla 3. 
Con respecto al direccionamiento IP destinado para los servidores, el segmento de red es 
10.112.88.0/22 operando en la VLAN 19. En la tabla 4, se detalla el direccionamiento 
asignado para cada servidor. 
  
16 Protocolo estándar que provee a los clientes los parámetros de configuración de red de manera dinámica. 17 Switch encargado de la conmutación de paquetes a gran velocidad  
Tabla 3 Red de voz 
 Descripción 
ID Vlan 19 
Nombre VoIP 
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Plan de marcado 
 
Sobre la segunda fase de este proyecto se ha planificado abrir un rango de numeración para 
extensiones Cisco. De esta manera, los usuarios que formarán parte de la solución, se les 
asignará una extensión correspondiente a dicho rango de modo que puedan realizar y 
recibir llamadas desde y hacia la central Nortel-Avaya.  
 Por otro lado, se ha designado el dígito “0” como código de solicitud para llamadas 
externas. Es decir, si el usuario requiere realizar una llamada local, regional, internacional, 
celular, o gratuita; deberá anteponer el 0 al número de destino. 
Para el plan de marcado se ha especificado dos tipos de llamadas:  
• Llamadas internas: son aquellas que se establecen entre dispositivos (teléfono IP, 
Jabber PC, Jabber móvil) que se encuentran registrados en el CUCM. De igual forma, 
se denomina llamadas internas cuando los dispositivos registrados en el CUCM 
establecen llamadas a los teléfonos que pertenecen a la central Nortel-Avaya o 
viceversa.  
• Llamadas externas: son aquellas que requieren conexión hacia la red de telefonía 
tradicional o red celular para llegar a su destino.  
 Tabla 4 Direccionamiento de Servidores 
 
 
Máscara Gateway Nombre del DataStore S.O Descripción 
10.112.88.165 
/22 10.112.88.1 HUS150:SRVQPBXCM1 LINUX PROCESAMIENTO DE LLAMADAS 
(Cisco Unified Communications 
Manager) 




LINUX MENSAJERIA INSTANTÁNEA Y 




LINUX REDUNDANCIA DE CUP01 
10.112.88.170 
/22 10.112.88.1 HUS150:SRVQPBXVM1 LINUX BUZÓN DE VOZ 
(Cisco Unity or Unity Connection) 
10.112.88.149 /22 10.112.88.1 HUS150:SRVQPBXVM2 LINUX REDUNDANCIA DE CUC01 
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Por consiguiente, se han definido rangos de extensiones para los dispositivos Cisco los 
cuales están basados en ubicación física y grupos de trabajo respectivamente como se 
indica en la tabla 5. 
Rango de extensiones  Función  
830X - 836X Rango asignado a personal de Telefonica UIO-
Ventas. 
837X - 841X Rango asignado para Telefónica UIO-TI. 
842X - 859X Rango asignado a personal Telefonica UIO-
Administrativos. 
860X - 861X Rango asignado a personal Telefonica CUE. 
865X - 869X Rango asignado a personal Telefonica GYE. 
Tabla 5 Rango de extensiones Cisco 
En la tabla 6 se describe el plan de marcado diseñado para el enrutamiento de llamadas 
internas y externas. 
Ruta Conexión Detalle Método de Conexión 
2xxx Nortel-Avaya Rango de extensiones asignado a personal de Telefónica SIP 
3xxx Nortel-Avaya Rango de extensiones asignado a personal de Telefónica SIP 
4xxx Nortel-Avaya Rango de extensiones asignado a personal de Telefónica. SIP 
83xx CISCO Rango de extensiones asignado a personal de Telefónica. SIP 
84xx CISCO Rango de extensiones asignado a personal de Telefónica. SIP 
85xx CISCO Rango de extensiones asignado a personal de Telefónica. SIP 
0.00! Llamadas Internacionales 
Otros Países. Código de llamadas 
para directivos de la empresa SIP 
0.XXXXXXX Llamadas Locales 
Código para realizar llamadas a nivel 
local.  SIP 
0.XXXXXXXXX Llamadas Regionales 
 Código para realizar llamadas a 
otras provincias. SIP 
0.XXXXXXXXXX Llamadas Celulares 
Código para realizar llamadas hacia 




 Código para realizar llamadas a 
otros países. Código de llamadas 
para empleados de la empresa 
SIP 
Tabla 6 Plan de Marcado 
Códec y Regiones  
El sistema de telefonía Cisco utilizará el códec G711 para realizar y recibir llamadas entre 
las centrales telefónicas debido a que la empresa cuenta con el ancho de banda suficiente 
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para su implementación sin que este afecte a los otros servicios en producción. Además, 
G711 es un estándar de codificación de audio con lo cual no implica costos de 
licenciamiento.   
En cuanto a los enlaces WAN, se utilizara el códec G729 ya que reduce considerablemente 
el consumo de ancho de banda ofreciendo buena calidad de audio.  
Cabe mencionar, CUCM cuenta con el servicio de selección de códec a través de la 
asignación de regiones; determinando de esta manera la ubicación física del teléfono que 
origina la llamada y el teléfono que la recibe. De este manera, se ha establecido la región 
Telefonica-UIO que comprende las oficina central y oficinas remotas dentro de Quito. El 
tipo de códec que utiliza esta región permite comprimir la voz y reducir el consumo de 
ancho de banda en los enlaces WAN. Este mecanismo es de gran utilidad principalmente 
cuando la llamada se realiza desde una extensión que pertenece a la oficina central de la 
empresa (Telefonica-UIO) hacia otras extensiones que pertenecen a sucursales u oficinas 
remotas. 
Región Códec configurados Descripción  
Telefónica-UIO 
G711 
Códec a utilizarse en la red LAN 
• Ofrece alta calidad de audio 
• Consumo de ancho de banda considerable  
• No incurre en costos de licenciamiento 
G729 
Codec a utilizarse en la red WAN 
• Buena calidad de auido 
• Reducido consumo de ancho de banda 
• Implica costos de licenciamiento para ambos 
extremos.  
Tabla 7 Region Telefonica-UIO 
Enrutamiento de llamadas   
Durante la segunda fase, el enrutamiento de llamadas se lleva a cabo de la siguiente 
manera: 
El requerimiento es enviado al Servidor de Telefonía (CUCM), el cual reenvía dicha 
solicitud al enrutador Cisco 3925, el mismo que direcciona la petición hacia la central 
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Nortel-Avaya que determina el camino por el cual enviar la llamada dependiendo si esta es 
llamada interna o externa (Red GSM o PSTN) como se puede observar en la ilustración 13. 
 
Ilustración 15 Enrutamiento de llamadas Fase 2 
 Dimensionamiento de Servidores de Comunicaciones Unificadas  
 La solución de comunicaciones Unificadas está desarrollado bajo el  sistema operativo 
Linux utilizando la plataforma de virtualización Vmware. Cada uno de los servidores 
constituyen una máquina virtual alojada en servidores físicos HITACHI 520HB. Los 
requerimientos de hardware están basados en la carga operacional del entorno por lo que la 
asignación de recursos está definida bajo el requerimiento de 1000 usuarios con 
posibilidad de crecimiento de los mismos, así como también, de los dispositivos que cada 
uno opera.  La tabla 8 detalla los recursos de hardware y software que se requieren para el 





Adicionalmente, los servidores que prestan cada uno de los servicios serán implementados 
bajo sistema de clúster18 a fin de obtener tolerancia a fallos. Dicho sistema está 
conformado de un servidor primario o denominado Publisher el cual contiene la base de 
datos, y uno o varios secundarios denominados suscribers, los cuales contienen una réplica 
de la base de datos. (CISCO, 2014). Los servidores secundarios pueden realizar dos 
funciones: 
• Balanceo de carga en cuanto al procesamiento de servicios.  
• Reemplazo para el servidor primario en caso de que no se encuentre disponible.  
Las configuraciones son replicadas en los dos servidores puesto que el suscriber será 
necesario en el caso de que el Publisher se encuentre fuera de operación. 
En la tabla 9, se detalla las características generales del sistema de comunicaciones 
unificadas. Dichos parámetros aplican a cada uno de los servidores que forman parte de 
dicho sistema. 
  
18 Grupo de servidores conectados a través de la red de tal manera que es visto como un único servidor. 
Característica CUCM Unity Connection Im&Presence CUP 
Número de usuarios 201 65 120 
Número usuarios 
soportados 2500 5000 5000 
Plataforma de 
virtualización Vmware Vmware Vmware 
Hipervisor ESXi 5 ESXi 5 ESXi 5 
Versión Firmware 10.5 10.5 10.5 
Sistema Operativo Red Hat Enterprise Linux 6 (64 bits) 
Red Hat Enterprise 
Linux 6 (64 bits) 
Red Hat Enterprise 
Linux 6 (64 bits) 
CPU 2 2 2 
Memoria RAM 4 GB 6 GB 4 GB 
Espacio en Disco 80 GB 200 GB 160 GB 
Vnics 1 1 1 
Tabla 8 Dimensionamiento de servidores Cisco 
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Parámetros Especificaciones 
Appliance  Virtual 
Versión 10.5 
Zona Horaria GMT-5 Lima-Perú 
Modo de configuración Clúster 
Tabla 9 Características Servidores UC 
Dimensionamiento de gateway de voz  
Con respecto al enrutamiento, se ha incluido un enrutador de servicios integrados 
(CUBE)19, marca Cisco, que cumple a cabalidad con los requerimientos operacionales por 
parte de la empresa. Dicho equipo de comunicaciones constituye el punto de conexión 
principal entre la central digital Nortel-Avaya y el sistema de comunicaciones Cisco el cual 
es implementado bajo el concepto de VoIP.  
 
Ilustración 16 Router 3925  
Especificaciones de Gateway Cisco 3925  
• 3 puertos Ethernet capaces de trabajar 10/100/1000 mbps de los cuales dos se 
puede conectar con características RJ-45 o  SFP. 
• 4 Slots de tarjeta EHWIC20 para conexiones WAN. 
• Fuente de poder redundante. 
• 4 slots destinado para DSP21. 
19 Software que provee al router la capacidad para conectar la red de telefonía convencional con la red 
interna. 20 Enhanced High-Speed Wan Interface Cards, tarjeta de red para conexiones WAN 
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• Tarjetas PVDM322. 
• 1 slot para módulo de servicios internos. 
• Distribución de energía a módulos con soporte a tecnología Power over Ethernet 
(PoE). 
• Módulos de servicio redundantes. 
• Router de borde con capacidad de hasta 800 sesiones. 
• Soporte para Call Manager Express. 
• Administración de identidades a través del modelo AAA.  
En la tabla 10 se detalla los recursos de hardware y software implementados en el router 
CUBE para soportar los requerimientos de usuarios que se encuentran  en la nueva 
solución UC. 
Recursos  Tipo Cantidad Función 
Hardware 
Puertos GE capa 2 4 Configuración SVI para el enrutamiento 
Tarjeta PVDM3 2 Procesamiento de transcoding y conferencias 
Puertos GE capa 3 2 Conexión LAN interna 
Memoria Flash 500 MB Almacenamiento del IOS  
Fuente de poder 2 Energía eléctrica 
Terminal de consola 1 Configuración local 
 
Recursos Tipo Versión Función 
Software 
IOS router 15.4(1)T1 Firmware router 
Licencia Base ipbaseK9 Licencias base para el funcionamiento del router 
Licencia gateway de 
voz 
uck9 Funcionamiento de gateway de voz 
Licencia SRST hseck9 Call manager express, supervivencia 
 Licenciamiento SIP LIC Licenciamiento de troncales SIP 25 
Tabla 10 Recursos de Hardware 
21 Procesador digital de señales que proporciona servicios de voz, transcodificación, conferencias y video. 
22 Módulo de hardware que contiene los procesadores de señal digital (encargados de la conversión de 
señales análogas a digitales) . 
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Los requerimientos físicos y ambientales se detallan en la tabla 11: 
 
Característica Descripción 
Espacio en Rack 3U 
Consumo de energía 420 Watts 
Temperatura 0 - 40 C 
Tabla 11 Requerimientos de Físicos y de ambiente 
Funcionamiento de Gateway de voz  
El proceso de operación del router sobre la solución de UC será el siguiente:  
Integración entre la solución de UC y la central Nortel-Avaya para establecer llamadas 
entre extensiones:  
Se utilizará la interfaz GigabitEthernet capa tres para la comunicación entre 
centrales y el establecimiento de llamadas a través del protocolo SIP. La central 
Cisco utilizará SIP para establecer llamadas hacia extensiones Nortel-Avaya. Para 
esta interfaz de red se ha asignado la dirección Ip 10.112.83.235/24 con dirección 
de Gateway 10.112.83.250.  
Establecimiento de llamadas hacia la PSTN a través de la integración con la central -- 
Avaya: 
Las llamadas que se realizan hacia números convencionales, se dirigen hacia el  
Gateway de voz que posee una conexión SIP hacia la central Nortel-Avaya la cual 
finalmente, las envía hacia la red PSTN. 
Negociación de códec de voz para establecimiento de llamadas externas a través de 
recursos de hardware incluidos en el equipo: 
La central Nortel-Avaya opera con un protocolo SIP23 no estandarizado de modo 
que es necesario aplicar políticas sobre el router CUBE, capaces de modificar las 
cabeceras de los paquetes SIP para poder conmutar llamadas entre las centrales.  
Soporte para conferencias múltiples: 
23 Protocolo de señalización encargado del establecimiento y finalización de sesiones. 
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El router CUBE será registrado en el CUCM y a través de sus tarjetas PDVM3 
proporcionaran el servicio de transcoding24 y conferencias múltiples. 
Estas tarjetas soportan hasta 4 sesiones concurrentes de transcoding y hasta 6 
conferencias de 32 personas. 
 
Ilustración 17 Operación del Router 3925 
La ilustración 17 muestra el funcionamiento del router CUBE sobre el despliegue de la 
nueva solución de Cisco. Como se puede visualizar, es un puente para la comunicación 
entre las centrales Cisco y Nortel-Avaya. Además,  proporciona recursos de hardware para 
el proceso de transcoding, conferencias y modificación en las cabeceras de paquetes SIP.
24 Proceso que consiste en convertir un códec a otro. En dicho proceso puede haber o no perdida de calidad  
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Ilustración 19 Diagrama Lógico de la red 
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En la ilustración 18 se muestra el diseño del diagrama físico de red donde se detalla el 
direccionamiento IP asignado a cada servidor UC y al router CUBE. También se puede 
apreciar la conexión de los teléfonos físicos en las sucursales con su respectivo 
direccionamiento IP asignado para el servicio de VoIP, estos se registran en el Call 
Manager Publisher instalado en Quito y sus llamadas destinadas hacia la PSTN serán 
enrutadas a través de la central Nortel-Avaya.  
Como se mencionó anteriormente, para los teléfonos instalados en Quito se ha asignado un 
pool DHCP configurado en el switch core de la empresa.  
La ilustración 19 se muestra el diagrama lógico de red donde se especifica los protocolos 
utilizados para cada conexión entre servidores, se verifica el tipo de troncales utilizadas 
para integrar la central Cisco con la central Nortel-Avaya, donde se dispone de 125 canales 
SIP. De modo lógico, los teléfonos se encuentran directamente conectados a sus centrales, 
es decir los teléfonos que están conectados en otras ciudades utilizarán todos los recursos 




La implementación del Sistema de Telefonía Cisco comprende la adquisición de teléfonos 
ip que se adapten a las necesidades operacionales del usuario y además, incluyan nuevos 
servicios como video conferencias o consultas de directorio corporativo. 
Se han definido cuatro modelos de teléfonos, los cuales están destinados en relación 
directa con el cargo administrativo del usuario como se muestra en la tabla 12. 
Adicionalmente, se contempla un modelo diferente para salas de reuniones, el cual cuenta 
con un parlante de gran capacidad que junto con sus satélites (micrófonos inalámbricos) 
proporcionan una experiencia excepcional para el usuario.   
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Teléfono  Diseño   
 
Cisco IP phone 3905 (telefono standard para 
empleados) 
• Llamada en espera 
• Reenvío de llamadas 
• Transferencia de llamadas  
• Retención de llamada  
• Función de mensajes en espera 
• Conferencias 
• 2 Puertos Ethernet 10Base-T/100Base-TX 
• Altavoz incorporado 
 
 
Cisco IP phone 7821(teléfono de gama media 
supervisores) 
• Correo de voz  
• Identificador de llamada 
• Llamada en espera 
• Reenvío de llamadas  
• Transferencia de llamadas  
• Retención de llamada  
• Función de buzón de mensajes 
• Conferencias 
• 2 Puertos Ethernet 10Base-T/100Base-TX 
• Altavoz Incorporado 
• Consultas de directorio corporativo  
 
 
Cisco IP phone 8831(teléfono para sala de 
reuniones) 
• Identificador de llamada,  
• Llamada en espera  
• Reenvío de llamadas,  
• Transferencia de llamadas 
• Retención de llamada  
• Función de mensajes en espera 
• Conferencias 
• 2 Puertos Ethernet 10Base-T/100Base-TX 
• Altavoz incorporado 
• Capacidad para parlantes inalámbricos 
 
 
Cisco IP phone 9971 (teléfono de gama alta para 
gerentes) 
 
• Correo de voz,  
• Identificador de llamada, 
 • Llamada en espera  
• Reenvío de llamadas 
• Transferencia de llamadas  
ç• Retención de llamada,  
• Función de buzón de mensajes 
• Conferencias 
• 2 Puertos Ethernet 10Base-T/100Base-TX 
• Altavoz Incorporado 
• Consultas de directorio corporativo 
• Soporte para red inalámbrica estandard  IEEE 
802.11b/g/a (Wi-Fi) 
 • Videoconferencias 
•  Pantalla táctil 
 
Tabla 12 Modelos de teléfonos IP Cisco 
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Licenciamiento  Como se menciono anteriormente, los  usuarios disponen de diferentes servicios en base a las licencias que son instaladas en los servidores UC. El licenciamiento está determinado por el número de dispositivos y servicios asignados para cada usuario final. De este modo, se ha diseñado un plan de licenciamiento utilizando la organización jerárquica de la empresa como punto de referencia.  En consecuencia, los usuarios de mayor jerarquía podrán contar con mas servicios en cada uno de los dispositivos de comunicación como se muestra en la tabla 13.    
LICENCIA DESCRIPCION USUARIO CANTIDAD 
Enhanced 
LICENCIA PARA 1 DISPOSITIVO 
Servicio: Jabber Escritorio (control 
de teléfono desde PC) 






LICENCIA PARA 1 DISPOSITIVO 






contabilidad)    
113 
UWL Standard 
LICENCIA HASTA 10 





gerencias de cada 
dependencia) 
120 
Licencias sala de  
reuniones 



























Total   261 




Fase 3: Comunicaciones Unificadas Cisco 
La tercera fase constituye el plan recomendado que podría llevarse a cabo a futuro. Dicho 
plan tiene como objetivo migrar las comunicaciones de la empresa en su totalidad; por lo 
tanto, no es objetivo de estudio de este documento. Durante esta fase, la central Nortel-
Avaya es reemplazada completamente por la solución UC. De esta manera, el router 3925 
establece comunicación con las redes externas (PSTN y GSM).  
Los usuarios corporativos serán migrados al nuevo sistema y desde ese momento, contarán 
con las nuevos servicios que proporciona CUCM como se muestra en la ilustración 20. 
 
 
Ilustración 20 Fase 3 Comunicaciones Unificadas Cisco  
Finalmente, la tercera fase establece el enrutamiento de llamadas externas por medio del 
Gateway de voz 3925. Dichas llamadas ingresan hacia la central Cisco que se encuentra 
conectada a través del protocolo SIP al Gateway de voz. Cuando las llamadas alcanzan este 
dispositivo, se revisa los dial-peers para determinar la ruta que las llamadas deben seguir 
para llegar a su destino. 
 
68  
En cuanto a las llamadas internas, son procesadas por la central Cisco utilizando como 
medio de transporte la red corporativa. Dicho proceso se muestra en la ilustración 19: 
 
 






Servidor de telefonía Cisco Unified Call Manager  
Instalación de Servidor de Telefonía   
A través del diseño propuesto, se ha implementado dos servidores CUCM. El servidor que 
toma el rol de Publisher  o primario es instalado inicialmente; el servidores restante, es 
asignado como suscriber o secundario cuya función es definida en el transcurso de su 
instalación.  
La implementación se realiza en un entorno virtual utilizando para ello, la plataforma de 
virtualización Vmware la cual está corriendo sobre un servidor físico Hitachi 520HB que 
la empresa adquirió específicamente para alojar los servicios de telefonía. Es importante 
mencionar, a fin de evitar inconvenientes del sistema en ambiente de producción, se 
procedió a validar la compatibilidad de dicho servidor con el servicio de comunicaciones 
unificadas Cisco. De esta manera, Cada servidor representa una máquina virtual creada en 
base a especificaciones de hardware que permitan soportar la carga de usuarios y 
procesamiento. 
 
Ilustración 22 Virtualización de servidores  
Una vez creada la máquina virtual, se procede con la instalación del software Cisco 
Unified Communications Manager, el cual solicita los parámetros citados en la tabla 14: 
Dirección Ip 10.112.88.168 
Máscara 255.255.255.224 






Servidor NTP 10.5.1.31 
Tabla 14 Parámetros de instalación. 
En el transcurso de la instalación, el sistema permite configurar al servidor como Publisher 
(primario) o Subscriber (secundario). En el caso de ser un servidor secundario, es 
necesario que este tenga conexión hacia el Publisher.  
Es importante mencionar, el sistema de comunicaciones unificadas requiere acceso a un 
servidor NTP25 que le permita sincronizar información de tiempo.  
Por otro lado, la administración del servidor es realizado vía web como se muestra en la 
ilustración 23, por lo cual se introduce la dirección IP que se configuró durante la 
instalación. 
Los navegadores recomendados para gestión son:  
• Internet Explorer versión 8,9 o superior 
• Google Chrome versión 15,16,17 o superior 
• Firefox versión 8,9,10 o superior 
• Safari versión 5.1 o superior  
 
25 Protocolo de internet utilizado para sincronizar el tiempo de los clientes de una red. 
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Ilustración 23 Cisco Unified Communications Manager Administración Web  
A continuación, se detalla de forma muy general los parámetros de configuración que 
dispone este servidor en su menú. 
• System: en este submenú se configuran los servidores que conformarán la solución, 
los parámetros de perfiles de seguridad tanto para servidores como para teléfonos, 
los tipos de códecs que serán habilitados para el establecimiento de llamadas, el 
huso horario para el funcionamiento del sistema de telefonía, entre otro tipo de 
configuraciones especiales. 
• Call Routing: submenú que permite la configuración de los tipos de llamadas y las 
políticas para el acceso a las mismas. Entre las principales configuraciones están: 
tipo de llamadas, configuración de traducción de llamadas y servicio de meet-me26. 
Los parámetros de configuración de este menú determina el tratamiento que el 
sistema de telefonía realizará para las llamadas. 
• Media Resources: configuración de recursos para establecer principalmente 
servicios conferencias, música en espera y transferencia de llamadas.  
• Advanced Features: permite configurar parámetros de mensajería de voz para la 
integración óptima con el servidor de Unity Connection. 
• Application: en este submenú se encuentran las aplicaciones que dispone el 
servidor encargado del procesamiento de llamadas para la resolución de problemas.  
• User Management: submenú utilizado para configurar los tipos de usuario que van 
a interactuar con el Call Manager (Superadmin, Administrador con privilegios 
limitados, Operador). Dispone también del registro de todos los usuarios internos, 
utilizado para asignar las respectivas aplicaciones y privilegios de usuarios finales. 
26 Servicio de conferencias ofertado por Cisco Systems  
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• Bulk Administración: submenú utilizado para realizar modificaciones en modo 
masivo como la aplicación de plantillas o configuración de teléfonos a nivel macro. 
• Help: guía informativa acerca de Cisco Unifity Communications Manager. 
• Device: este submenú es de gran importancia y será utilizado constantemente ya 
que en el mismo se encuentra la opción de configuración de dispositivos y 
extensiones telefónicas. Adicionalmente, este submenú permite configurar todos 
los enlaces SIP hacia las redes externas de telefonía y los servidores que componen 
la solución UC27. 
Levantamiento de servicios  
A continuación, es necesario activar los servicios que estarán disponibles según las 
especificaciones del proyecto.  
• Call Manager: servicio encargado del procesamiento de llamadas. 
• Cisco TFTP: transmite archivos de configuración para los dispositivos. 
• Cisco Messaging Interface: servicio que proporciona sistemas de mensajería de 
texto. 
• Cisco  Unified Mobile Voice Access Service: servicio que habilita llamadas desde 
teléfonos móviles.  
• Cisco Voice Media Streaming App: proporciona servicios conferencias, música en 
espera, MTP (media termination point). 
• Cisco IP Manager Asistant: servicio que intercepta las llamadas realizadas a los 
directivos y los redirige hacia las extensiones de sus asistentes. 
• Cisco Web Dialer Web Service: servicio que permite realizar llamadas desde la 
página web o Cisco Jabber.  
27 Comunicaciones Unificadas. 
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• Cisco CTI Manager: servicio utilizado para grupos de búsqueda y para el sistema 
de operadoras Cisco Unified Attendant Console.  
• Cisco CTL Provider: Trabaja con el cliente de Cisco CTL para cambiar el modo de 
seguridad clusterwide. 
• RIS Data Collector: recolecta y distribuye información en tiempo real como por 
ejemplo las direcciones IP de los teléfonos. 
La ilustración 24 muestra los servicios que se encuentran disponibles para el sistema de 
Comunicaciones unificadas. 
 
Ilustración 24 Servicios habilitados para CUCM 
Una vez activados los servicios, es necesario registrar información del servidor de 
llamadas, servidores de mensajería de texto y voz respectivamente como se expone en las 








Ilustración 26 Registro de Servidor de Mensajería Instantánea CUP 
 
Configuración de Regiones y Codecs  
El sistema de telefonía posee un método de selección de códec a través de la asignación de 
regiones las cuales determinan la ubicación física del teléfono que origina la llamada y del 
receptor de la misma.  De este modo, la configuración que se lleva a cabo es la siguiente 
(ver ilustración 27): 
Cisco Unified Communications Manager>>System>> Region>> Add new>> 
seleccionar los códecs que estarán disponibles para esta región. 
 
Ilustración 27 Configuración de Región  Telefonica-UIO 
Políticas de Usuario  
Las políticas de usuario permiten realizar el control de llamadas basado en el tipo y 
función de cada uno de ellos. Específicamente, se han definido políticas tomando como 
referencia el nivel jerárquico establecido en la empresa. 
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De este modo, se han configurado grupos de usuarios o también denominados particiones a 
través de los cuales se clasifica y define el tipo de llamada como se indica en la tabla 15:  
Particiones  Detalle  
EMPLEADOS Contiene a todos los usuarios que disponen de una extensión telefónica. 
GERENTES Contiene a todos los gerentes que dispone de una extensión telefónica. 
LOCALES Contiene a todo tipo de llamada que se realice a nivel local (Dentro de 
Quito) 
REGIONALES Contiene a todo tipo de llamada que se realice a nivel regional (Dentro del 
País) 
CELULARES Contiene todo tipo de llamada celular (Movistar, Claro,CNT) 
INTERNACIONALES Contiene todo tipo de llamada exterior (Fuera del País) 
INTERNOS Contiene todo tipo de llamadas entre extensiones internas 
SALAS Contiene todo tipo de llamadas que se realicen desde teléfonos de salas de 
reuniones. 
RECEPCIONES Contiene todo tipo de llamada desde teléfonos de recepción. 
MEET-ME Partición asignada para las conferencias Meet-Me 
PRESIDENCIA Contiene todo tipo de llamadas realizadas al exterior a través de  marcación 
directa 
Tabla 15 Particiones de Usuario 
Políticas de Dispositivos 
Pool de Dispositivos  
Un pool de dispositivos establece la ubicación física de un dispositivo. Generalmente, este 
parámetro ayuda al sistema para determinar el códec que se utilizará para cada llamada. 
Dado que los dispositivos se encuentran regidos a políticas tales como: el códec que utiliza 
y  la región a la que pertenecen, es necesario crear grupos de dispositivos que cuenten con 
estos atributos en común. 
Para este proyecto,  se ha configurado dos pools denominados “Telefonica UIO”  para los 
teléfonos de Quito y “ Telefonica GYE”, para los teléfonos ubicados en Guayaquil como 




Ilustración 28 Pool de dispositivos Telefonica UIO 
 
Reglas de enrutamiento (Route Patterns)  
Actualmente, el sistema de comunicaciones se encuentra integrado con la central Nortel-
Avaya, por lo que se ha configurado rangos numéricos de modo que las extensiones que 
pertenecen a dicha central, sean alcanzables desde las terminales Cisco. Con respecto a la 
realización de llamadas externas, estas son enviadas hacia la central Nortel-Avaya y 
posteriormente, direccionadas hacia su destino. 
Un patrón de enrutamiento constituye un conjunto de dígitos acompañados de una llave 
que permite direccionar las llamadas hacia una lista de enrutamiento o un Gateway como 
se muestra en la ilustración 29. Adicionalmente, permite añadir, excluir o modificar 
dígitos. Por consiguiente, se han configurado una lista de patrones para la elaboración de 
llamadas hacia extensiones Nortel-Avaya; así como también, llamadas externas nacionales 
e internacionales. La información detallada con respecto a los route-patterns configurados 
se encuentra descrita en la tabla 16. 
La creación de dichos patrones es realizada mediante el siguiente proceso: 




Los campos obligatorios a ser completados son:  
 
Ilustración 29 Configuración de Regla de enrutamiento para llamadas celulares 
 
Ruta Conexión Detalle Método de Conexión 
2xxx Nortel-Avaya 
Rango de extensiones 




Rango de extensiones 




Rango de extensiones 
asignado a personal de 
Telefónica. 
SIP 
0.00! Llamadas Internacionales para directivos Otros Países SIP 
0.XXXXXXX Llamadas Locales Código para realizar llamadas a nivel local. SIP 
0.0[2-8]XXXXXXX Llamadas Regionales 
Código para realizar 
llamadas a otras 
provincias. 
SIP 
0.XXXXXXXXXX Llamadas Celulares 
Código para realizar 
llamadas hacia redes 
celulares 
SIP 
0.100 Consultas directorio CNT Consultas directorio CNT SIP 
0.104 Consultas directorio CNT Consultas directorio CNT SIP 
0.134 Consultas directorio CNT Consultas directorio CNT SIP 
0.136 Consultas directorio CNT Consultas directorio CNT SIP 
0.911 Emergencia Emergencia SIP 
0.1700XXXXX Especiales Código de llamadas con costo adicional SIP 
 
79  
0.1800XXXXXX Llamadas Gratuitas Código de llamadas sin costo SIP 
Tabla 16 Route Patterns  
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Los route-patterns configurados para este proyecto se muestran en la ilustración 30:  
 
Ilustración 30 Plan de Marcado  
Políticas de llamadas   
A su vez, las particiones mencionadas anteriormente, son asociadas a políticas de llamadas 
o también denominadas “calling search spaces” 28los cuales definen las particiones que 
pueden comunicarse entre sí, y a la vez, realizan control del tipo de llamadas que los 
usuarios dentro de cada partición están permitidos a realizar. Como resultado, las políticas 
que se han configurado son detalladas en la tabla 17. 
  
28 Término utilizado para definir grupos de búsqueda de llamada, dichos grupos establecen las particiones 
que pueden comunicarse entre sí. Dichos grupos permiten establecer control de las comunicaciones que se 
llevan a cabo dentro de la empresa. 
 
                                                        
81  
Política Descripción 
GERENCIALES Esta política tiene acceso a llamadas internas, locales, regionales, e internacionales a través del código de usuario. . 
PRESIDENCIA 
Esta política tiene acceso abierto a todo tipo de llamada, 
llamadas internas, locales, regionales, e internacionales de 
forma directa. 
REGULARES 
Esta política tiene acceso a llamadas internas, locales, 
regionales, e internacionales a través del código de usuario. 
 
DESVÍO INTERNO 
Esta política tiene acceso a llamadas internas, locales, 
regionales, e internacionales a través del código de usuario. 
 
GERENCIALES TELEFONICA 
Esta política tiene acceso a llamadas internas, locales, 
regionales, e internacionales a través del código de usuario. 
 
MEET-ME Política diseñada para el servicio de conferencias meet-me. 
Tabla 17 Políticas de llamada 
 
 
Ilustración 31 Políticas de llamada 
La ilustración 32 muestra la configuración del Calling Search Space Regulares donde se 
verifica el tipo de llamadas que se puede realizar a través de la integración de las 
particiones integradas. De esta manera, un usuario asignado en la política Regulares podrá 





Ilustración 32 Configuración de CSS_Regulares  
Configuración de troncales SIP  
Como se mencionó anteriormente, las troncales SIP permiten el establecimiento de 
comunicaciones con otros sistemas. 
Para configurar las troncales SIP se realiza el siguiente procedimiento: 
Cisco Unified Communications Manager>> Device>> Sip trunk>>Add new, ingresar 
los parámetros nombrados a continuación: 
Tipo de servicio: Ninguno   
Nombre: NORTEL_SIP_TRUNK 
Descripción: NORTEL_CISCO 
Pool de dispositivo: Telefonica_UIO 
Llamadas entrantes: dígitos de llamadas entrantes 4 
En sección SIP asignar la dirección IP de destino. 
Perfil de seguridad SIP Trunk29: SIP_TRUNK _NORTEL 
29 perfil de seguridad con características específicas para una troncal SIP. 
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Perfil SIP: por defecto 
De este modo, las ilustraciones 33,34,35 muestran los parámetros de configuración para el 
levantamiento de la troncal SIP hacia la central Nortel-Avaya. 
 
Ilustración 33 Configuración de Troncal SIP (1) 
 












La tabla 18 expone las troncales SIP configuradas de acuerdo a su función. 
 NOMBRE DESCRIPCIÓN DIRECCIÓN DE DESTINO CUC_SIP_TRUNK Troncal dirigida hacia el servidor de buzón de voz 10.112.88.170 CUP_SIP_TRUNK Troncal dirigida hacia el servidor de mensajería de  voz 10.112.88.168 NORTEL_SIP_TRUNK Troncal dirigida hacia Nortel-Avaya con dígito 2 10.122.83.235 NORTEL_SIP_TRUNK Troncal dirigida hacia Nortel-Avaya con dígito 3 10.122.83.235 NORTEL_SIP_TRUNK Troncal dirigida hacia Nortel-Avaya con dígito 4 10.122.83.235 NORTEL_SIP_TRUNK Troncal dirigida hacia Nortel-Avaya con dígito 6 10.122.83.235 NORTEL_SIP_TRUNK Troncal dirigida hacia Nortel-Avaya con dígito 7 10.122.83.235 
NORTEL_SIP_TRUNK Troncal dirigida hacia Nortel-Avaya con dígito para llamadas internacionales con código 10.122.83.235 NORTEL_SIP_TRUNK Troncal dirigida hacia Nortel-Avaya para llamadas 1800 10.122.83.235 
Tabla 18 Lista de Troncales SIP  
Servicio de conferencias  
 
Las herramientas de voz y conferencias mejoran las comunicaciones y proporcionan un 
servicio de calidad al cliente. Además,  permiten a los empleados atender sus innumerables 
obligaciones de manera más rápida y eficaz. Para este proyecto, el servicio de conferencias 
ha sido configurado con capacidad de seis sesiones de hasta 32 participantes por cada una 
de ellas. Para ello, es necesario registrar  en CUCM los recursos de hardware del router 
3925 (DSP) que permitirán realizar conferencias. Dicho registro se puede observar en la 
ilustración 37. 
De igual manera, se encuentra disponible Meet-me; dicho servicio permite levantar salas 
de reuniones a la cuales los usuarios pueden unirse con tan solo marcar la extensión 
asignada para dicha sala. Cabe mencionar, el servicio puede ser activado desde los 
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teléfonos IP modelo Cisco 9971, 8831, 7821. En el caso de los teléfonos cisco 3905, se 
pueden unir a dicha conferencia, mas no iniciar una. 
De esta manera, la tabla 19 detalla las extensiones que están disponibles para el uso de 
Meet-me. 
 




Extensión que el usuario administrador de la 
conferencia debe marcar luego de seleccionar el 
servicio de meet-me en el teléfono. 
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Extensión que los invitados a dicha reunión deben 
marcar para ingresar a la misma. 
Tabla 19 Servicio de Meet-me.  
Integración CUCM-Directorio Activo  
La integración de CUCM con el servidor de directorio LDAP30 le permite extraer la 
información relacionada con los usuarios como por ejemplo: nombres, apellidos, 
contraseñas, extensión telefónica, correo electrónico entre otros datos.  
La tabla 20 detalla información esencial para integrar el CUCM al directorio activo.  
30 Protocolo que permite el acceso al servicio de directorio  
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Parámetro Información Detalle 
Nomenclatura 
LDAP Telefonica-AD 
Nombre asignado al LDAP 









Contraseña de la cuenta 
Administrador de Windows 
Server 
Base de búsqueda 
de usuarios OU=usuarios, dc=OTECEL, dc=COM, dc=EC 
Ruta donde se encuentran 
ubicados los usuarios 
Periodo de 
sincronización Cada 7 días Sincronización agenda 
Dirección IP LDAP • 10.112.157.48 Servidor Primario 
• 10.112.157.49 Servidor Secundario 
Dirección Ip del servidor 
LDAP. 
Puerto de 
comunicación con el 
LDAP 
389 
Puerto de comunicación 
entre el CUCM y el 
servidor LDAP 
Tabla 20 Parámetros de Integración CUCM- Directorio Activo 
Como primer paso, es necesario configurar la autenticación de modo que, los usuarios 
utilicen las credenciales  configuradas en el directorio activo para acceder a los distintos 
servicios de CUCM, como por ejemplo Cisco Jabber. La ilustración 38 describe los 
atributos que deben ser completados para proceder con dicho proceso. 
 
Ilustración 38 Configuración Autenticación de usuarios  
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A continuación, seleccionar el menú Cisco Unified Communications Manager 
Administration>>System>> LDAP>> LDAP Directory Configuration e ingresar los 
parámetros de configuración. Finalmente, se realizará la sincronización a través de la 
opción Perform full Synch Now.  
De este manera, los parámetros de configuración necesarios para la sincronización de 
usuarios se detalla en las ilustraciones 39 y 40. 
Cabe mencionar,  el usuario y contraseña configurada tenga permisos de administrador de 
modo que la sincronización se ejecute exitosamente. 
 
Ilustración 39 Configuración Integración Directorio Activo. (1) 
 
Ilustración 40 Configuración Directorio Activo cont.(2) 
Una vez que la sincronización haya terminado, la interfaz muestra el listado de usuarios 
que pertenecen al directorio activo. Como se puede apreciar en la ilustración 41, la 
información extraída incluye nombre, apellido, identificación y extensión del usuario, con 








Ilustración 41 Usuarios de Directorio Activo  
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Configuración de extensiones  
Cada usuario es representado por una identificación numérica o también denominada 
“extensión”. Esta identificación permite que el usuario pueda ser contactado por sus 
similares. Cabe mencionar, dicho identificador representa uno o varios dispositivos 
registrados y asociados a un usuario en específico. 
De este modo, una vez que se registre un dispositivo deberá asignar la extensión telefónica 
según se establezca en el plan de marcado. Para la configuración de una extensión son 
necesarios tres campos: 
• Nombre del propietario  
• Extensión 
• Partición  
La ilustración 42 muestra los parámetros que deben configurados para la asignación de una 
extensión. Adicionalmente, el campo “associated devices” detalla los dispositivos que  
han sido asociados a la misma. 
Clic  en la opción  Directory Number>> Add new y a continuación ingresar los datos 
enunciados anteriormente: 
 
Ilustración 42 Configuración de extensiones  
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Registro de teléfonos.  
La central telefónica Cisco permite añadir, editar, borrar teléfonos a través de dos 
protocolos SCCP y SIP. Dichos protocolos establecen comunicación entre el servidor y los 
dispositivos a fin de transferir la configuración necesaria para que los mismos puedan 
realizar y recibir llamadas. 
Registro de dispositivos físicos (Teléfonos IP)  
La central telefónica  soporta varios modelos de teléfonos IP Cisco y teléfonos IP 
fabricados por otros proveedores que operen bajo el protocolo SIP. Cada modelo posee un 
conjunto de parámetros configurables que determinan el funcionamiento del dispositivo. 
por esta razón, es necesario seleccionar el modelo de dispositivo el cual viene con sus 
plantillas configuradas por defecto. Por tal motivo,  es necesario seleccionar correctamente 
el modelo del teléfono para evitar inconvenientes en el transcurso de la configuración del 
teléfono. 
Por consiguiente, el registro de teléfonos físicos se realiza de la siguiente manera: 
Acceder a la interfaz gráfica del servidor CUCM, en la barra de menú seleccionar la 
opción Device>>Phone>> Add New. 
A continuación, se desplegará una pantalla solicitando el modelo de teléfono que se desea 
registrar. Seleccionar el modelo de teléfono tal como se muestra en la ilustración 43; en 
este caso se ha seleccionado el modelo de teléfono CP-6921. 
 
Ilustración 43 Modelos de teléfonos disponibles en CUCM 
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Más adelante, es necesario definir el protocolo de señalización con el cual CUCM se 
comunica con el teléfono. Las opciones para escoger son SIP o SCCP. Como se menciono 
anteriormente, Cisco es propietario de SCCP, mientras que SIP es un protocolo estándar. 
En este caso, seleccionamos SIP. 
A continuación, se desplegará una nueva pantalla con varios campos de configuración 
divididos en diferentes secciones. Es necesario modificar los parámetros de las secciones 
Device Information y Protocol Specific Information, los cuales se detallan a 
continuación: 
• Sección Device Information MAC Address: Dirección MAC del teléfono. Este 
campo es de suma importancia puesto que el servidor registra el teléfono a través 
de su dirección física. 
• Description: Campo utilizado generalmente para describir al usuario del 
dispositivo o algún tipo de nomenclatura que permita determinar la ubicación del 
dispositivo. Este campo no afecta en el funcionamiento del dispositivo, sin 
embargo, se recomienda configurarlo para mantener un orden adecuado en la 
administración. 
• Device Pool: Anteriormente, se detalló la función de este parámetro. Por lo tanto, 
se selecciona uno de los Device Pools creados en basa a la ubicación geográfica del 
dispositivo. 
• Phone Button Template: Se deberá seleccionar la opción estándar según el modelo 
de cada teléfono. 
• Softkey Template: presenta plantillas de botones basados en software que se 
encuentran disponibles. Se puede escoger la opción de usuarios estándar o 
personalizado en el caso de haberlo configurado. 
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• Calling Search Space: Se seleccionará el tipo de Calling Search ; dependiendo del 
usuario al cual se está configurando el dispositivo. Con este parámetro se aplica 
políticas de restricción para el acceso a llamadas externas o internas. 
• AAR Calling Search Space: seleccionar el mismo Calling Search Space asignado 
para la aplicación de políticas de restricción para el acceso a llamadas externas o 
internas. 
• Media Resource Group List: Lista de recursos que son utilizados para la creación 
de conferencia y transferencia de llamadas. Esta lista pueden estar creada 
dependiendo de la cantidad de sucursales que el cliente disponga; es decir, pueden 
existir diferentes Media Resource Group Lists para cada sucursal o área de trabajo. 
• Owner User ID: Asignación de usuario propietario del dispositivo. 
La ilustración 44, señala los campos de configuración de la sección Device information los 
cuales se configuran para el funcionamiento del dispositivo físico. 
 




Sección Protocol Specific Information 
• Device Security Profile: Para cada conexión se genera un perfil de seguridad 
distinto. la opción utilizada es: Estándar SIP Non Secure Profile para evitar 
inconvenientes con el bloqueo de algún tipo de servicio proporcionado por el 
protocolo SIP. 
• SIP Profile: Si se ha seleccionado como protocolo SIP para el dispositivo, se 
desplegará este campo. En este contexto, se puede crear un perfil SIP con 
características especificas o a su vez, seleccionar la opción Estándar SIP Profile, el 
cual viene cargado por defecto. 
Las secciones restantes quedan con los parámetros de configuración por defecto. 
La ilustración 45 especifica la ubicación de los campos de configuración mencionados 
anteriormente en la sección Protocol Specific Information. 
 
Ilustración 45 Registro de Teléfonos cont.(2)  
Registro de dispositivos Jabber para computadores portátiles y de escritorio.  
En la barra de Menú del servidor UC Communications Manager acceder a 
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Device>>Phone>> Add New. Se desplegará una nueva pantalla solicitando el modelo de 
teléfono donde se selecciona la opción Cisco Unified Client Services Framework. 
Es importante mencionar, los campos a ser configurados para registrar dispositivos Jabber 
son los mismos a los campos que se configuraron para registrar dispositivos físicos, con 
excepción de algunos parámetros especiales que se detallan a continuación: 
Sección Device Information 
• Device Name: A diferencia de los dispositivos físicos, los dispositivos Jabber se 
registran a través de su nombre, por lo tanto este parámetro no puede repetirse en 
otros dispositivos Jabber y de preferencia deberá identificarse con el nombre del 
usuario. Cabe mencionar que la nomenclatura debe contener únicamente caracteres 
alfabéticos. 
• Phone Button Template: seleccionar la opción estándar para Jabber  
Sección Protocol Specific Information. 
• Device Security Profile: es posible crear perfiles de seguridad con parámetros 
personalizados. Sin embargo, para este proyecto se trabaja con el perfil creado por 
defecto Cisco Unified Client Services Framework - Stándar SIP Non Secure 
Profile. 
• SIP Profile: Jabber puede ofrecer servicios adicionales cuyo funcionamiento se 
basa en configuraciones SIP; por esta razón, dichos parámetros del perfil SIP 
pueden modificarse. En el caso que todos los parámetros queden por defecto, 
seleccionar la opción Stándar SIP Profile; caso contrario, es posible crear el perfil 
personalizado, para este caso se ha creado un nuevo SIP Profile utilizado para 
Jabber denominado Cisco Jabber SIP Profile. 
Las ilustraciones 46 y 47 muestran los campos de configuración modificados para registrar 




Ilustración 46 Registro de Teléfono Cisco Jabber desktop 
 
Ilustración 47 Registro de Teléfonos Jabber desktop  
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Registro de dispositivos móviles Android.  
En la barra de menú del servidor Unified Communications Manager, acceder a Device>> 
Phone, escoger la opción Add New, seleccionar la opción Cisco Dual Mode for Android 
y la opción Next para acceder a los parámetros de configuración. 
Los campos de configuración son muy parecidos a la configuración de dispositivos Jabber. 
Para que el servidor reconozca un dispositivo Android este deberá ser registrado con el 
nombre BOT<especificación de usuario>. 
Las ilustraciones 49 y 50 resaltan los campos que requieren ser configurados para el 
funcionamiento de dispositivos Android. 
Nota: El usuario descarga desde su dispositivo móvil la aplicación de Jabber para validar 
el funcionamiento del servicio como se puede observar en la ilustración 48. 
 
 




Ilustración 49 Registro de Teléfonos Jabber-Android (1) 
 
Ilustración 50 Registro de Teléfono Jabber-Android cont.(2)  
Registro de dispositivos móviles IPhone.  
En la barra de menú del servidor Unified Communications Manager acceder a 
Device>>Phone>>Add New, seleccionar la opción “Cisco Dual Mode for IPhone”. 
La configuración es similar a la realizada para dispositivos Jabber. El servidor reconoce un 
dispositivo IPhone por el nombre del dispositivo, el cual debe mantener la nomenclatura 
TCT<especificación de usuario>. En las ilustraciones 52 y 53, se resalta los campos que 
requieren ser configurados para el funcionamiento de dispositivos IPhone. 
De igual forma, el aplicativo esta disponible desde la tienda de Apple de manera gratuita 




Ilustración 51 Cisco Jabber IPhone 
 




Ilustración 53 Registro de Teléfono Jabber-IPhone cont.(2) 
Asociación de dispositivos a usuarios y configuración de roles de usuario. 
 
Cabe resaltar que un usuario puede disponer de varios dispositivos pero un dispositivo no 
puede estar asignado a varios usuarios. Por tal razón, se requiere asociar el equipo al 
usuario, a fin de realizar configuraciones en base a su función dentro de la empresa, entre 
ellas, la más importante es la extensión telefónica. 
Para asociar el dispositivo al usuario se accede al servidor Communications Manager en el 
menú principal seleccionar la opción User Management / End User; se despliega una 
nueva pantalla para realizar la búsqueda de usuarios. 
Una vez que se ha encontrado el usuario, se digita sobre el campo User ID (identificación 
de usuario) y se enlistan todos los datos del usuario extraídos del directorio activo. 
En la sección Device Information, clic en la opción Device Association. 
 
Ilustración 54 Asociación de dispositivo y usuario 
Se desplegará una nueva ventana donde se realiza una nueva búsqueda del usuario. En la 
ilustración 54 se ha realizado la búsqueda del usuario utilizando su extensión telefónica, 
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donde se ha desplegado una lista de todos los equipos que han sido asignados a la 
extensión del mismo. Se asocia el teléfono al usuario habilitando el visto en la parte inicial 
izquierda de cada dispositivo como se puede observar en la ilustración 55. 
 
Ilustración 55 Dispositivos controlados por el usuario 
 
Configuración de roles de usuario  
Acceder a la página de usuario desde el menú User Management / End User; seleccionar 
la opción add to Access control group (Añadir a grupo de control) ubicada en la sección 
permisos e información. Estos grupos otorgan permisos para configurar diferentes niveles 
de acceso para los usuarios. La ilustración 56 muestra los grupos y roles de usuario 
disponibles para la extensión 1232 perteneciente al usuario Debbie Endara.  
 
Ilustración 56 Configuración de Grupos y  Roles de usuario. 
A continuación, se desplegará una nueva pantalla donde se deberá habilitar la opción 
Standard CCM End Users(habilita al usuario como parte del sistema de telefonía) y 
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Standard CTI Enabled (permite hacer consultas y  controlar el teléfono desde el 
ordenador). Seleccionar la opción Add Selected. Finalmente, se guardar los cambios en la 
página de usuario seleccionando la opción Save. 
Configuración y asignación de extensiones telefónicas a usuarios  
El proceso de configuración y asignación de extensiones telefónicas es el mismo para 
todos los dispositivos ya sean fijos o móviles.  
Una vez que el dispositivo se ha registrado, en la parte superior izquierda de la pantalla 
aparecerá una nueva sección denominada Association, en dicha sección seleccionar la 
opción Line [1] - Add a new DN como se indica en la ilustración 57. 
 
Ilustración 57 Configuración de extensión para un dispositivo 
Seguidamente, se requiere configurar los parámetros de las secciones que se refieren en las 
ilustraciones 58, 59, 60: 
Sección Directory Number Information   
• Directory Number: Asignación de extensión de usuario.   
• Route Partition: Seleccionar el grupo al que pertenece el usuario. 
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• Alerting Name: Ingresar el nombre y apellido del usuario.   
• ASCII Alerting Name: Ingresar el nombre y apellido del usuario. 
 
Ilustración 58 Configuración de extensión para un dispositivo.(1) 
Sección Directory Number Settings 
• Voicemail Profile: seleccionar el perfil de voicemail personalizado, en este caso se 
ha creado un perfil denominado “Profile Voicemail” el cual será explicado mas 
adelante. 
• Calling Search Space: seleccionar el mismo Calling Search Space que se asignó al 
dispositivo telefónico. 
• User Hold MOH Audio Source: seleccionar el archivo de música en espera 
denominado “SampleAudioSource” que viene cargado por defecto. 
• Network Hold MOH Audio Source: seleccionar el archivo de música en espera 
denominado “Sample AudioSource” que viene cargado por defecto. 
 
Ilustración 59 Configuración de extensión para dispositivo cont.(2) 
Sección Call Forward and Call Pickup Settings 
Habilitar las opciones: 
• Forward No Answer Internal, 
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• Forward No Answer External, 
• Forward Unregistered Internal   
• Forward Unregistered External. 
Sección Line 1 on Device 
Digitar el nombre y apellido del usuario en los campos Display (Caller ID), ASCII Display 
(Caller ID) y Line Text Label.  
Nota: En la configuración de extensiones para dispositivos móviles no se muestra el campo 
Line Text Label. 
 
Ilustración 60 Configuración de extensión para dispositivo (asignación de nombre) 
Sección Users Associated with Line 
Al seleccionar el icono Associate End User que se muestra en la ilustración 61 , se 
despliega una nueva pantalla donde se busca el usuario respectivo. Una vez que se ubique 
al usuario seleccionar la opción Add Selected. 
 
Ilustración 61 Asociación de usuario con extensión 
Finalmente, se guarda las configuraciones y aplican cambios para activarlos. Seleccionar 
secuencialmente las opciones: Save, Apply Config y Reset para aplicar las configuraciones 
realizadas al teléfono.  
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Configuración de Servicios 
 Cisco Unified Communications Manager establece conexiones directas con otros 
servidores a fin de unificar los servicios y de esta manera, constituir la solución de 
comunicaciones unificadas. Por lo tanto, es necesario especificar en dicho servidor la 
información de direccionamiento IP, puerto y protocolo mediantes los cuales se establece 
dicha comunicación. La tabla 21 muestra la lista de servicios de comunicaciones unificadas 
disponibles en este proyecto. 
 
De este modo, el procedimiento para configurar cada uno de los servicios es el siguiente: 
Clic Cisco Unified Communications Manager>>User Management >>User 
Settings>>Uc Service>>Add New  
Seleccionar el servicio que se desea crear. 
Ingresar los parámetros de configuración obligatorios. 
• Tipo de producto: el tipo de producto depende directamente del servicio 
que se va a implementar. 
• Nombre: nombre del servicio. 
Tipo de 




Direccionamiento hacia el 
AD de Cyede, a través del 
puerto 389 TCP. 
A través de este servicio se extrae las 
credenciales de usuario para acceder 
al Jabber. 
CTI 
Direccionamiento al servidor 
de presencia para el control 
de dispositivos. 
Este servicio permite utilizar al Jabber 
como teléfono y controlar los otros 
dispositivos en el caso de tenerlo. 
UC Direccionamiento al servidor de Buzón de voz. 
Servicio que permite utilizar el buzón 
de voz para dispositivos estáticos y 
móviles 
IM_P 
Direccionamiento al servidor 
de presencia para la 
habilitación de servicios de 
presencia. 
Habilita todo el servicio de presencia 
y mensajería instantánea. 
 MailStore SRV 
Direccionamiento al 
servidor de buzón de voz 
a través del puerto TCP 
143. 
Habilita el servicio de 
almacenamiento de buzón de voz. 
Tabla 21 Lista de Servicios UC 
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• Nombre / Dirección IP: dirección del servidor de cada uno de los servicios. 
• Puerto: puerto por el cual el servidor primario (CUCM) se comunica con 
los secundarios. 
• Protocolo: protocolo por el cual el servidor primario (CUCM) se comunica 
con los secundarios. 
Específicamente, el sistema de  mensajería instantánea y presencia es activado a través de 
la integración con los servidores de telefonía de la misma forma que sucede con el servicio 
de Buzón de Voz.  
Las ilustraciones 62, 63, 64, 65 y 66  muestran la configuración de cada servicio que se 
integrará a Call Manager para complementar las opciones de comunicaciones unificadas. 
 
Ilustración 62 Configuración de Servicio CTI 
 




Ilustración 64 Configuración de  Servicio de Mensajería Instantánea y presencia 
 
Ilustración 65 Configuración de repositorio de Buzón de voz 
 
Ilustración 66 Configuración de Buzón de voz administración 
Gateway de voz  
De acuerdo a los propuesto en el diseño del proyecto, el router CUBE es el punto principal 
para la integración entre ambas centrales por lo cual se aplica  las configuraciones que 
permiten operar el servicio de llamadas de manera correcta. De este modo, las 
configuraciones realizadas son las descritas en la tabla 22: 
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Configuración de parámetros generales   
ITEM DESCRIPCIÓN  
Nombre CUBE 
Dominio Otecel.com.ec 
Acceso remoto SSH Usuario: admin 
contraseña: Admin123! 
Tabla 22 Parámetros iniciales CUBE 3925  
Configuración de enrutamiento de llamadas   
La central Cisco utilizará SIP como método de señalización para las llamadas hacia 
extensiones Nortel-Avaya. Adicionalmente,  se ha configurado una ruta por defecto que 
permita enviar el tráfico originado por la central Cisco hacia la Nortel-Avaya y viceversa.  
Por consiguiente, las configuraciones pertinentes son presentadas en la tabla 23. 
 
Descripción Configuración 
Configuración de interfaz que se 
conecta a la central Nortel-Avaya. 
 
Interface GigabitEthernet0/2 
ip address 10.112.83.235 255.255.255.0 
no shutdown 
Ruta que direcciona el tráfico hacia 
la central Nortel-Avaya. ip route 0.0.0.0 0.0.0.0 10.112.88.1 
Tabla 23 Configuración de Parámetros de red 
Puesto que la central Nortel-Avaya opera con un protocolo SIP no estandarizado, es 
necesario aplicar políticas en el router CUBE que modifiquen las cabeceras de los paquetes 
SIP con el objetivo de que estos puedan ser interpretados por ambas centrales telefónicas. 
Para ello, se realiza las configuraciones descritas en la tabla 24: 
• Activación de llamadas SIP. 
• Activación de señalización. 




















ACTIVIDAD DESCRIPCIÓN CONFIGURACIÓN 
• ACTIVACIÓN DE SERVICIO DE VOIP ACTIVACIÓN DE SERVICIO DE VOIP voice service voip 
• DEFINICIÓN LISTA DE DIRECCIONES 
DE CONFIANZA 
CONFIGURACIÓN DE DIRECCIONES IP DE SERVIDOR DE 
TELEFONÍA, RED LAN, CENTRAL TELEFÓNICA NORTEl-
AVAYA, 
ip address trusted list 
ipv4 10.112.83.0 255.255.255.0 ---- RED LAN 
ipv4 10.112.168.16 255.255.255.240 ----RED DE SERVIDORES 
CISCO 
ipv4 10.112.168.18 ----- SERVIDOR TELEFONIA  
ipv4 10.112.238.0 255.255.254.0 ---- RED CENTRAL 
NORTEL-AVAYA 




allow-connections sip to sip 
no supplementary-service sip refer 
fax protocol t38 version 0 ls-redundancy 0 hs-redundancy 0 
fallback none sip   
• ENCABEZADOS PAID ACTIVACIÓN DE TRADUCCIÓN DE ENCABEZADOS PAID asserted-id pai 
• POLÍTICAS DE PRIVACIDAD DE 
USUARIO 
CONFIGURACIÓN QUE COMPLEMENTA LAS POLÍTICAS DE 
PRIVACIDAD IMPLEMENTADAS EN EL SERVIDOR DE 
TELEFONÍA A FIN DE PRESERVAR EL ENCABEZADO DEL 
PAQUETE DE INVITACIÓN SIP. 
privacy pstn 
• EARLY OFFER 
CONFIGURACIÓN DE FLUJOS DE LLAMADAS QUE OBLIGA AL 
ENRUTADOR A GENERAR UN MENSAJE EARLY OFFER CON 





• LLAMADAS ENTRE DISPOSITIVOS SIP CONFIGURACIÓN REALIZADA PARA LLAMADAS ENTRE 
DISPOSITIVOS SIP midcall-signaling passthru 
Tabla 24 Configuración Conmutación de llamadas 
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Configuración de Perfiles SIP   
Los perfiles SIP permiten personalizar mensajes entrantes y salientes de dicho protocolo, 
de modo que puedan ser interpretados por otros dispositivos durante el trayecto hacia su 
destino. La configuración de los perfiles SIP para el proyecto se indica en la tabla 25: 
TAREA CONFIGURACIÓN 
Activación de perfil SIP 
 
Permite habilitar el perfil SIP 
 
voice class sip-profiles 1 
Configuración de Perfil SIP 
 
Modifica campo opciones de los 
requerimientos en los encabezados 
SIP 
request ANY 
sip-header Allow-Header modify " 
OPTIONS," "" 
Configuración de Perfil SIP 
 
Modifica del campo opciones de 
las respuestas en los encabezados 
SIP 
response ANY 
sip-header Allow-Header modify " 
OPTIONS," "" 
Configuración de Perfil SIP 
 
Modifica del campo identidad de 




modify ".*" ".*" 
Configuración de Perfil SIP 
 
Modifica el campo AUDIO de los 
requerimientos en los encabezados 
SDP ACK 
request ACK 
sdp-header Audio-Attribute modify 
"sendonly" "sendrecv" 
Configuración de Perfil SIP 
 
Modifica el campo AUDIO de los 
requerimientos en los encabezados 
SDP REINVITE. 
request REINVITE 
sdp-header Audio-Attribute modify 
"inactive" "sendrecv" 
Tabla 25 Configuración Perfil SIP 
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Habilitar servicios de la tarjeta de voz 
 
Configura los servicios del bloque DSP para 
un determinado módulo de red digital de 
troncales de voz de paquete T1/E1 (NM-
HDV) o Bloque DSP de 
conferencia/transcodificación de alta 
densidad (HDV) (NM-HDV-FARM). 
voice-card 0 
dspfarm 
dsp services dspfarm 
Habilitar DSPFARM 
 
Agrega una tarjeta de voz especificada a 
aquellos que participen en un grupo de 
recursos DSP y para configurar el número 
máximo de sesiones de transcodificación y 
bridge de conferencia 







maximum conference-participants 32 
maximum sessions 6 
associate application SCCP 
Habitar SCCP 
 
Habilita el Protocolo de control de cliente 
delgado (SCCP) y sus aplicaciones 
relacionadas (transcodificación y 
conferencias). 
sccp local GigabitEthernet0/2 
sccp ccm 10.112.168.18 identifier 1 version 7.0 
Tabla 26 Configuración DSPs  
Configuración de Dial-peers VoIP.  
Los dial-peers definen atributos de una conexión para llevar a cabo la conexión con una 
red ya sea analógica o digital. En consecuencia, es necesario especificar los parámetros 
especificados en la tabla 27: 
• Patrón de número telefónico. 
• Dirección IP de destino hacia donde conecta el dial-peer. 
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• Tipos de codificación. 
 
Comando Propósito 
dial-peer voice # voip Definición de etiqueta de dial-peer 
destination-pattern (código) [T] 
Patrón de número telefónico 
 
session target ipv4:dirección Ip de destino Dirección Ip de destino 
codec {g711alaw | g711ulaw | g723ar53 | g723ar63 | 
g723r53 | g723r63 | g726r16 | g726r24 | g726r32 | g728 | 
g729br8 | g729r8 [pre-ietf]} 
Definición de codec 
Tabla 27 Estructura de configuración de Dial-peers  





recepción de llamadas 
dial-peer voice 10 voip 
 description LLAMADAS_ENTRANTES 
 session protocol sipv2 
 incoming called-number .T 
 voice-class codec 1 
 dtmf-relay rtp-nte 








Avaya que empiezan 
con dígito 2. 
dial-peer voice 20 voip 
 description dial-peer to NORTEL 
 destination-pattern 2.T 
 session protocol sipv2 
 session target ipv4:10.112.83.252 
 session transport udp 
 incoming called-number .T 
 voice-class codec 1 
 voice-class sip g729 annexb-all 
 voice-class sip profiles 1 








Avaya que empiezan 
con dígito 3. 
dial-peer voice 21 voip 
 description dial-peer to NORTEL 3XXX 
 destination-pattern 3.T 
 session protocol sipv2 
 session target ipv4:10.112.83.252 
 session transport udp 
 incoming called-number .T 
 voice-class codec 1 
 voice-class sip g729 annexb-all 
 voice-class sip profiles 1 










Avaya que empiezan 
con dígito 6. 
dial-peer voice 22 voip 
 description dial-peer to NORTEL 6XXX 
 destination-pattern 6.T 
 session protocol sipv2 
 session target ipv4:10.112.83.252 
 session transport udp 
 incoming called-number .T 
 voice-class codec 1 
 voice-class sip g729 annexb-all 
 voice-class sip profiles 1 








Avaya que empiezan 
con dígito 4. 
dial-peer voice 23 voip 
 description dial-peer to NORTEL 4XXX 
 destination-pattern 4.T 
 session protocol sipv2 
 session target ipv4:10.112.83.252 
 session transport udp 
 incoming called-number .T 
 voice-class codec 1 
 voice-class sip g729 annexb-all 
 voice-class sip profiles 1 





direccionadas hacia la 
central Cisco. 
dial-peer voice 30 voip 
 description dial-peer to Cisco 
 destination-pattern 9.T 
 rtp payload-type cisco-codec-fax-ind 98 
 session protocol sipv2 
 session target ipv4:10.112.168.18 
 session transport udp 
 incoming called-number .T 
 voice-class codec 1 
 voice-class sip g729 annexb-all 
 voice-class sip profiles 1 
 dtmf-relay rtp-nte 









dial-peer voice 40 voip 
 description salida_celular 
 translation-profile outgoing enmascaramientos 
 destination-pattern 009.T 
 session protocol sipv2 
 session target ipv4:10.112.83.252 
 session transport udp 
 incoming called-number .T 
 voice-class codec 1 
 no voice-class sip early-offer forced 
 voice-class sip profiles 1 
 dtmf-relay rtp-nte 









dial-peer voice 41 voip 
 description salida_PSTN 
 destination-pattern 0....... 
 session protocol sipv2 
 session target ipv4:10.112.83.252 
 session transport udp 
 incoming called-number .T 
 voice-class codec 1 
 no voice-class sip early-offer forced 
 voice-class sip profiles 1 
 dtmf-relay rtp-nte 







dial-peer voice 42 voip 
 description llamadas regionales 
 destination-pattern 00[2-6].T 
 session protocol sipv2 
 session target ipv4:10.112.83.252 
 session transport udp 
 incoming called-number .T 
 voice-class codec 1 
 no voice-class sip early-offer forced 
 voice-class sip profiles 1 
 dtmf-relay rtp-nte 











dial-peer voice 43 voip 
 description llamadas internacionales 
 destination-pattern 16.T 
 session protocol sipv2 
 session target ipv4:10.112.83.252 
 session transport udp 
 incoming called-number .T 
 voice-class codec 1 
 no voice-class sip early-offer forced 
 voice-class sip profiles 1 
 dtmf-relay rtp-nte 
 no vad 
Tabla 28 Configuración de Dial-peers 
Configuración reglas de traducción.  
Las reglas de traducción permiten modificar los datos recibidos de parte de ambas 
centrales de modo que se transformen en un formato legible en cada una de ellas. Se han 
configurado reglas de traducción que permitan añadir dígitos antes de ser enviadas hacia la 
central Nortel-Avaya de modo que la misma pueda procesar el requerimiento. La tabla 29 
describe las reglas de traducción configuradas para el servicio de llamadas entre las 
centrales. 
 
Tabla 29 Configuración de reglas de traducción.  
Integración Central Nortel-Avaya y Central Cisco   
REGLA DESCRIPCION CONFIGURACIÓN 
Regla 1 
Las extensiones que inicien con el dígito 8, 
anteponer nueves. Esta codificación se realiza 
para las llamadas dirigidas a la red celular 
voice translation-rule 100 
rule 1 /^8/ /99998 
Regla 2 Si la llamada empieza con cero, el primer dígito se elimina 
voice translation-rule 10 
 rule 1 /^0\(.\)/ /\1/ 
Regla 5 Si la llamada empieza con 6, se agregara tres nueves, después del segundo dígito 
voice translation-rule 900 
rule 1 /^6\(..\)/ /999\2/ 
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La integración de ambas centrales cumple dos objetivos principales:  
• Proporcionar comunicación entre dispositivos registrados en ambas centrales  
• Proveer al sistema de telefonía Cisco  una vía de comunicación para la realización 
de llamadas externas. 
Como paso inicial se ha creado un perfil de seguridad personalizado para troncal SIP; la 
configuración de dicho perfil se muestra en la ilustración 67. 
 
Ilustración 67 Perfil de seguridad para Troncal SIP dirigida hacia la Central Nortel-Avaya. 
 
  
Seguidamente, se procede con el levantamiento de la troncal SIP hacia la dirección IP de la 
central Nortel-Avaya de la siguiente manera: 
Cisco Unified Communications manager >> Device>> Trunk>> Add new  
• Nombre: NORTEL_SIP_TRUNK 
• Device pool: Telefonica_UIO 
• Dirección IP: dirección de la central telefónica Nortel-Avaya 
• Códec preferido: G.729 
• Perfil de seguridad SIP: Non Secure SIP Trunk Profile. 




Ilustración 68 Troncal SIP hacia Nortel-Avaya(1) 
 
Ilustración 69 Troncal SIP hacia Central Nortel-Avaya cont.(2) 
A continuación, se realiza la configuración del plan de marcado (route patterns) 
correspondiente a las extensiones de la central Nortel-Avaya (ver ilustración 70) . 
Se añade los route patterns por cada serie que corresponda a dicho plan, seleccionando 
como método de conexión, la troncal SIP hacia la dirección IP del router 3925. 
 
Ilustración 70 Plan de marcado para extensiones Nortel-Avaya 
Luego, se procede con la configuración de la troncal SIP desde la central Nortel-Avaya 
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hacia la central Cisco de modo que el tráfico de voz puede transmitirse en ambas vías 
como se muestra en la tabla 30. 
Regla Descripción Configuración 
Ld 22 
Configuracion del canal de 










Configuración de líneas virtuales 
para los teléfonos IP Nortel-Avaya. 
 










Configuración de la lista de 
enrutamiento  para la troncal SIP. 
 
Ld 87 
Configuración de los códigos CDP 
steering. 
 
Tabla 30 Configuración Central Nortel-Avaya   
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Servidor de Mensajería Instantánea y Presencia CUP (Cisco Unified 
IM&PRESENCE) 
 
Como se mencionó anteriormente, el servicio de presencia es realizado por Cisco Unified 
IM & Presence (CUP), sin embargo todas las configuraciones se las realizan en el Call 
Manager. Desde la versión 10.0, CUCM configura todos los parámetros requeridos para 
habilitar el servicio de presencia a un usuario. En la tabla 31 se describe el levantamiento 
de servicios que le permiten a Cisco Jabber realizar diferentes tareas como: búsqueda de 





Nomenclatura Configuración Detalle 
UC 
Services 
ADTelefonica Direccionamiento hacia el 
AD de Cyede, a través del 
puerto 389 TCP. 
A través de este servicio se extrae las 
credenciales de usuario para acceder 
al Jabber. 
CTI Direccionamiento al servidor 
de presencia para el control 
de dispositivos. 
Este servicio permite utilizar al Jabber 
como teléfono y controlar los otros 
dispositivos en el caso de tenerlo. 
CUPTelefonica Direccionamiento al servidor 
de presencia para la 
habilitación de servicios de 
presencia. 
Habilita todo el servicio de presencia 





Configuración del perfil 
cargado al usuario. 
Todos los servicios mencionados 
anteriormente se los agrupa sobre un 
perfil para activar el servicio de 
Presencia sobre un usuario.  
Tabla 31 Configuración de parámetros para el servidor CUP. 
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Instalación Servidor de Presencia y Mensajería de Texto (CUP)  
De igual forma, el servidor de presencia es una máquina virtual bajo el entorno de 
virtualización Vmware. Los requerimientos de hardware están basados en el número de 
usuarios de los cuales el servidor procesará sus peticiones. La información de general del 
servidor se presenta en la tabla 32:  
Dirección Ip 10.112.88.168 
Máscara 255.255.255.224 




Servidor NTP 10.5.1.31 
Tabla 32 Parámetros de instalación CUP La ilustración 71, muestra la interfaz web de administración del servidor CUP.   
 
Ilustración 71 Cisco Unified CM IM and Presence Administración Web  
Levantamiento de servicios  
Como siguiente paso, se habilitan los servicios que estarán disponibles en dicho servidor. 
Para cubrir con el objetivo de este proyecto, los servicios que deben estar disponibles son: 
• Cisco AXL Web Service: Permite modificar entradas en la base de datos y ejecutar 
procedimientos desde las aplicaciones que usan AXL. 
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• Cisco Bulk Provisioning Service: Servicio activado para realizar configuraciones 
para un conjunto de usuarios. Este servicio es activado en el servidor primario. 
• Cisco Serviceability Reporter: Permite generar reportes diarios. Dicho servicio es 
activado en el servidor de presencia. Cada reporte que se encuentra disponible, 
muestra las estadísticas de un criterio en específico como por ejemplo: consumo de 
CPU del servidor. 
• Cisco UP SIP Proxy: Servicio encargado del registro funciones de proxy tales 
como: solicitud de una ruta, identificación y transporte de la conexión. 
• Cisco UP Presence Engine: Permite recopilar información con respecto a la 
disponibilidad y capacidades de comunicación de los usuarios que forman parte de 
la solución de comunicaciones unificadas. 
• Cisco UP XCP Text Conference Manager: Encargado del servicio de mensajería. 
Dicho servicio es capaz de brindar mensajería temporal y permanente. 
• Cisco UP XCP Web Connection Manager: Servicio de búsqueda de clientes web 
de modo que puedan conectarse al servidor de presencia. 
• Cisco UP XCP Connection Manager: Permite conectar a los clientes XMPP  al 
servidor de presencia. 
• Cisco UP XCP SIP Federation Connection Manager: Encargado de la gestión 
interdominio con Microsoft OCS sobre el protocolo SIP. 
• Cisco UP XCP XMPP Federation Connection Manager: Encargado de la gestión 
e integración con sistemas de mensajería  como IBM, Cisco WEBEX, Google Talk, 
entre otros. 
• Cisco UP XCP Message Archiver: Permite archivar los mensaje enviados desde y 
hacia el servidor de presencia. 
• Cisco UP XCP Directory Service: Dicho servicio permite la integración de usuario 
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XMPP con el directorio activo de modo que los usuarios puedan buscar y añadir 
contactos que estén disponibles en dicho directorio. 
• Cisco UP XCP Authentication Service: Encargado del manejo de los 
requerimientos de autenticación para conectarse al servidor. 
La ilustración 72 detalla los servicios que se encuentran activados en el servidor de 
mensajería de voz y presencia (CUP). 
 
Ilustración 72 Servicios de Cisco Unified Im and Presence  
Integración CUP-CUCM  
La integración de los servidores de telefonía y presencia se realiza a través de una 
conexión SIP cuya función radica en el envío de mensajes para notificar el estado de 
presencia de un usuario en específico.  Cada usuario es representado  mediante el término 
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“Línea SIP”, la misma que solicita a través de un mensaje, el estado de otra línea; la 
respuesta es una notificación indicando el estado actual de la entidad. 
Si el usuario no se encuentra registrado en el servidor de telefonía, la solicitud se envía 
hacia otra troncal SIP basado en el Calling Search Space o ruta. Cuando el servidor recibe 
una respuesta en la troncal SIP indicando el estado del usuario, notifica al usuario que 
realizó la solicitud. 
La ilustración 73 muestra el intercambio de mensajes que se lleva a cabo entre el 
dispositivo que realiza la consulta y el servidor de presencia. Como se puede observar, el 
dispositivo envía la identificación SIP del usuario del cual necesita saber su estado. A 
continuación, el servidor procesa el requerimiento y envía una respuesta en base a la 





Ilustración 73 Consulta de Presencia de un usuario  
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Por consiguiente, para realizar la integración de los servidores se realizó el proceso 
detallado a continuación. 
1. Registro del servidor de presencia en Call Manager 
Cisco Unified Communications Manager>>System >>Application Server >> Cisco 
Unified CM IM and Presence e ingresar la dirección Ip del servidor de presencia (ver 
ilustración 74). 
 
Ilustración 74 Registro Servidor de IM y Presencia  
2. Configuración de SIP Trunk Security Profile 
Antes de establecer una troncal SIP, es necesario crear un perfil de seguridad acoplado a 
los requerimientos del servidor de presencia. Para ello es necesario configurar los 
parámetros establecidos en la ilustración 75: 





Ilustración 75 Perfil de seguridad para troncal SIP hacia servidor CUP 
3. Configuración de Sip trunk 
Cisco Unified Communications Manager >> Device >> Trunk >>Add New 
La troncal SIP es configurada de manera que apunte hacia el servidor de presencia como se 
indica en la ilustración 76 y 77. El perfil de seguridad creado anteriormente deberá ser 
utilizado para esta troncal.  
 
Ilustración 76 Troncal SIP dirigida hacia CUP(1) 
 
Ilustración 77 Troncal SIP dirigida hacia CUP cont.(2)   
 
133  
Configuración del servidor de presencia  
4. Cisco Unified IM & Presence >> Presence >> Settings y escoger la troncal que 
se configuró en CUCM. A continuación marcar las opciones de: “compartir 
presencia” y  “permitir a los usuarios ver la disponibilidad de otros usuarios 
sin pedir aprobación” 
5. Cisco Unified IM & Presence >> System >> Presence Topology 
La Interfaz de administración que se exhibe en la ilustración 78 los servidores que 
componen el clúster de presencia, así como también el número de usuarios que cuenta 
con dicho servicio. 
 
Ilustración 78 Servidor CUP 
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El servidor de telefonía, proporcionara a CUP una puerta de enlace que envía y recibe 
requerimientos de presencia por lo cual es necesario ingresar la dirección IP del servidor 
de telefonía tal como se muestra en la ilustración 79 .  
6. Cisco Unified IM & Presence >> Presence >> Gateway   
 
Ilustración 79 Configuración CUMC como Gateway de Presencia  
7. Cisco Unified IM & Presence >> Presence >>Routing>> Settings , escoger la 
opción “Default Cisco SIP Proxy TCP Listener” expuesta en la ilustración 80. 
 
Ilustración 80 Configuración CUCM como servidor SIP Proxy 
8. Configurar Call Manager como servidor TFTP para los dispositivos que utilizan el 
servicio de mensajería y presencia. La ilustración 81 describe la configuración de 
CUCM como servidor proxy para CUP.  




Ilustración 81 Configuración de Servidor Proxy 
9. Configuración de perfil CCMCIP31. 
El perfil CCIMP especifica los servidores que serán utilizados para la elaboración de 
llamadas. Además, es requerido para controlar el aplicativo Cisco Jabber y de esta manera, 
facilitar el descubrimiento de teléfonos y softphones. El perfil descrito en la ilustración 82 
es un requerimiento obligatorio  para poder registrar teléfonos que utilizan el aplicativo y 
activar la capacidad de audio en los mismos. 
 
31 Cisco Unified Communications Manager Ip Phone,  servicio que permite el control y descubrimiento de 
teléfonos de escritorio y softphones. 
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Ilustración 82 Perfil CCMIP  
10. Configuración de aplicación de usuario 
A continuación, se configura una aplicación de usuario en la cual esté disponible el 
servicio de CTI que permite controlar los dispositivos que poseen los usuarios. 
Anteriormente, se habilitó la aplicación  por lo que es necesario crear una aplicación de 
usuario que especifique el grupo de usuarios que dispondrán de este servicio. La 
ilustración 83 muestra la aplicación de usuario configurada para los dispositivos que 
dispondrán del servicio de CTI. 
 
Ilustración 83 Aplicación de usuario 
11. Finalmente, se activa el servicio de presencia y se  asocia a cada uno de los 
usuarios a dicha aplicación como se indica en la ilustración 84.  
 
Ilustración 84 Activación de servicio de presencia.     
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Servidor de Mensajería de Voz (Cisco Unity Connection)  
Instalación de servidor de mensajería de voz   
De manera similar a la instalación de servidor CUCM, Unity Connection está disponible a 
través de una máquina virtual bajo la arquitectura de Vmware. La tabla 33, detalla los 
parámetros que se configuraron durante el proceso de instalación. 
 
Dirección Ip 10.112.88.170 
Máscara 255.255.255.224 




Servidor NTP 10.5.1.31 
Tabla 33 Parámetros de instalación Cisco Unity Connection 
De este modo, el servidor es configurado como Publisher o primario para el servicio de 
mensajería de voz y de este modo, se integra al servidor de telefonía. 
La administración web se realiza a través del usuario especificado durante la instalación. 
De esta manera, se ingresan las credenciales respectivas y se despliega la interfaz de 
administración como se puede apreciar en la ilustración 85. 
 
Ilustración 85 Cisco Unity Connection Administración Web   
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Activación de servicios 
 
Cisco Unity Connection cuenta con dos servicios principales los cuales se presentan en la 
ilustración 86: 
• Cisco DirSync: permite la sincronización de usuarios desde un directorio LDAP. 
• Cisco Serviceability Reporter: servicio encargado de generar reportes diarios con 
respecto al uso de CPU, memoria, y espacio en disco usado.  
 
Integración CUCM-CUC  
Unity Connection proporciona el servicio de buzón de voz mediante el cual los usuarios 
pueden consultar, reproducir y borrar mensajes de voz de manera segura y eficaz. Estas 
acciones pueden ser realizadas desde dispositivos móviles, computadores de escritorio y 
teléfonos. El servidor será el encargado de administrar de manera centralizada los buzones 
de los usuarios que disponen de esta característica. Para ello, se ha configurado una 
política que permita almacenar los buzones de voz hasta máximo dos meses y soporta 
hasta 12 mensajes de voz de 5 minutos cada uno. Cabe mencionar que los usuarios a los 
Ilustración 76 Servicios de Cisco Unity Connection Ilustración 86 Servicios de Unity Connection 
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cuales se les han asignado teléfonos de gama baja (Cisco 3905) no dispondrán de este 
servicio.  
La integración de los servidores de telefonía y mensajería de voz se realiza mediante una 
troncal SIP la cual realiza el envió de información de control y datos de dichos servicios. 
De tal manera, el proceso a seguir es el siguiente: 
1. Configuración de perfil de seguridad SIP 
Antes de establecer una troncal SIP, es necesario crear un perfil de seguridad acoplado a 
los requerimientos del servidor de buzón de voz. La configuración de dicho perfil se 
muestra en la ilustración 87. 
Cisco Unified Communications Manager >> System >> Security >> Sip Trunk 
Security Profile 
 




2. Configuración de Sip Trunk 
La troncal SIP es configurada de manera que apunte hacia el servidor de mensajería de 
voz. Adicionalmente, el perfil de seguridad creado anteriormente deberá ser utilizado para 
esta troncal como se muestra en la ilustración 88.  
Cisco Unified Communications Manager >> Device>> Trunk >> Add New  
 
Ilustración 88 Configuración Troncal SIP hacia CUC 
Configuración de piloto de voice Mail  
El piloto está representado por una extensión que los usuarios marcan para consultar su 
buzón de voz. En este caso, al digitar 8399 una grabación les da la bienvenida y solicita su 
PIN para acceder a la información alojada en este buzón. La  ilustración 89 detalla la configuración del piloto de buzón de voz.  





Ilustración 89 Piloto para direccionar llamadas al buzón de voz 
Configuración de perfil de buzón de voz  
A continuación, se asocia el piloto de buzón de voz al perfil Voice_mail_telefonica (ver 
ilustración 90) . 
Cisco Unified Communications Manager>>Advanced Features>>Voicemail Profile 
 
  Ilustración 90 Perfil de buzón de voz 
 
Configuración en el Servidor Unity Connection.   En primer lugar,  es necesario especificar el sistema de telefonía con el cual Unity Connection se integrará. De esta manera, los parámetros de configuración para dicha integración se describen en la ilustración 91. 
3. Cisco Unity Connection Administration>> phone integration>> phone System 
 
• Sistema de telefonía: CiscoUM1-VI1 
 
• Tipo de grupo: SIP 
 
• Nombre: sistema de telefonía 
 
• Perfil de seguridad SIP: 5060 
 
• Puerto: TCP 
 




Ilustración 91 Configuración de sistema de telefonía 
Grupo de puertos  
Una vez configurado el sistema de telefonía, se procede con la creación de un grupo de 
puertos los cuales se encargan de tomar las llamadas provenientes de CUCM (ver 
ilustración 92).  




Ilustración 92 Configuración Grupo de puertos 
Puertos  A continuación, se procede con la configuración de puertos que atenderán las llamadas realizadas al servidor CUC (ver ilustración 93). 
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• Número de puertos: 20 
• Sistema de telefonía: Phonesystem 
• Grupo de puertos: Phonesystem 
• Servicio: CUC  (servicio configurado en el sistema de telefonía) 
Activar las opciones:  
• Responder las llamadas 
• Realizar notificación de mensajes 
• Mandar  requerimientos MWI 
• Permitir conexiones TRAP 
 
Ilustración 93 Configuración de puertos para el buzón de voz 
 
4. Una vez configurado dichos parámetros en el servidor, es necesario activar las 
opciones de buzón de voz en cada una de las extensiones que utilizan Unity 
Connection como se muestra en la ilustración 94. 




Las opciones que deben ser habilitadas son (ver ilustración  95): 
 
• Enviar llamadas ocupadas internas 
 
• Enviar llamadas ocupadas externas 
 
• Enviar llamadas sin respuesta internas 
 
• Enviar llamadas sin respuesta externas 
 
 




Ilustración 95 Configuración de reenvió de llamadas 
 
 
Configuración del sistema   
El sistema de mensajería de voz es configurado con los siguientes parámetros generales 
(ver ilustración 96):  
• Zona: GMT -5:00 América/ Bogotá 
• Lenguaje del sistema: Español 
• Lenguaje TTS: Español 
• Formato de grabado: G.711 mu-law 
• Longitud del mensaje: 90 
• Decibel: -26 
• Partición por defecto: CUC 




Ilustración 96 Configuración de parámetros generales de CUC 
Reglas de autenticación  
En cuanto al método de autenticación, se creó una regla por defecto la cual establece todos 
los lineamientos correspondientes al ingreso al buzón de voz. En la ilustración 97, se 
muestra la regla de autenticación utilizada por los usuarios para consulta de buzón de voz. 
Cisco Unity Connection Administration>>System Settings>>Authentication Rules 
 
 
Ilustración 97 Configuración de Reglas de autenticación 
• Nombre: Default 
• Intentos de ingreso permitidos: 3 
• Intentar luego de: 30 minutos 
• Duración de cuenta es estado de bloqueo: el administrador debe desbloquear 
• Duración mínima entre cambios de credenciales: 1440 minutos 
• Tiempos de expiración de contraseña:180 días 
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• Advertencia de expiración de contraseña: 15  días 
• Longitud de contraseña: 8   
Plantillas de buzón de voz usuarios  
La plantilla de usuarios establece los parámetros por defecto  que serán utilizados por los 
usuarios para el ingreso y validación de contraseñas (ver ilustración 98). 
 
Ilustración 98  Plantilla de buzón de voz de usuarios 
 
Partición: srvqpbxvm1 
Scope de búsqueda: srvqpbxvm1 
Sistema de telefonía: CiscoUM1-VI1 
Clase de servicio: buzón de voz COS 
Horario: todas las horas 
Activar las opciones: 
• Enlistar en el directorio 
• Enviar un mensaje de no entregado cuando haya fallado el envío. 
Seleccionar el menú Edit>> passwords settings>>escoger el pin destinado para el buzón 
de voz y escoger la opción “el usuario debe cambiar la clave la próxima vez” 
Seguidamente, se establece una contraseña por defecto para todos los usuarios, dicha 
contraseña será utilizable solo una vez dado que el usuario debe personalizar la misma. 
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Una vez configurados los parámetros de autenticación así como también los 
requerimientos necesarios para que los usuarios puedan acceder al servicio que presta 
Unity Connection. 
En resumen, el servidor de mensajería de Voz, Cisco Unity Connection fue integrado con 
el servidor de Call Manager a través de la configuración de los parámetros descritos en la 
tabla 35: 
Parámetro Información Detalle 
Perfil Voice_mail_telefonica Nombre asignado al voicemail personalizado para Telefónica 
Piloto Extensión 8399  asignada para voicemail 
Extensión asignada para la 
comunicación entre el cliente y el 
servidor de mensajería de voz 
Puertos de voicemail 20 Puertos Puertos utilizados para escuchar el buzón de voz de cada usuario 
Protocolo SIP 
Protocolo Estándar para la 
comunicación entre el servidor de 
mensajería de voz y  Call Manager. 
Tabla 34 Parámetros de configuración entre CUCM y CUC  
Integración servidor Unity connection y directorio activo  
El sistema de mensajería de voz obtiene información de usuario a través de tres métodos: 
• Creación de usuarios locales: los usuarios son creados directamente en el 
servidor. 
• Integración con Cisco Unified Communications Manager: la información se 
descarga del servidor de telefonía. 
• Integración con Directorio Activo: el servidor se integra al directorio activo de la 
empresa obteniendo así la información pertinente de cada usuario. 
Para este proyecto, el servidor CUC obtendrá información de usuario a través de la 
integración con el directorio activo de la empresa. dicho proceso requiere los 




Parámetro Información Detalle 
Nomenclatura 
LDAP Telefonica-AD 
Nombre asignado al LDAP 









Contraseña de de la cuenta 
Administrador de Windows 
Server 
Base de búsqueda 
de usuarios ou=usuarios,dc=otecel,dc=com,dc=ec 
Ruta donde se encuentran 
ubicados los usuarios 
Periodo de 
sincronización Cada 7 días Sincronización agenda 
Dirección Ip LDAP 10.112.157.48 Servidor Primario 10.112.157.49 Servidor Secundario 
Dirección Ip del servidor 
LDAP. 
Puerto de 
comunicación con el 
LDAP 
389 
Puerto de comunicación 
entre el CUCM y el 
servidor LDAP 
Tabla 35 Parámetros de configuración para integración con Directorio Activo 
 
En este proyecto, el servidor Unity Connection se integra al directorio activo mediante el 
procedimiento que se muestra en las ilustraciónes 99 y 100: 
Cisco Unity Connection>>LDAP Directory Configuration >> Ingresar la cuenta de 
administrador y dirección ip del directorio activo del cual el servidor extraerá información 
de usuarios.  
 





Ilustración 100 Integración con Directorio Activo cont (2)  
Sincronización de usuarios  
Cisco Unity Connection extrae información de usuario desde el directorio activo de la 
empresa.  Los datos obtenidos permiten configurar el buzón de voz de cada usuario 
asignando una extensión y nombre. Para sincronizar información de usuarios el proceso es 
el siguiente (ver ilustración 101): 
Cisco Unity Connection>>Synch Users>> LDAP>> Find>> Synch Now 
 
Ilustración 101 Sincronización de usuarios 
 
Una vez el proceso de sincronización finalice, los usuarios aparecerán enlistados en la 
pantalla (ver ilustración 102). 
 




CAPITULO VI  
CONCLUSIONES  
• El proyecto cumplió con el objetivo propuesto al implementar un sistema de 
comunicaciones unificadas que proporciona servicios de voz, mensajería de texto y 
presencia, consultas de directorio corporativo a través del agente Cisco Jabber, 
herramienta que ofrece a la vez, funciones como la compartición de escritorio y de 
archivos. Estas nuevas alternativas de comunicación permiten al usuario desempeñar 
sus funciones corporativas de manera mucho más rápida y eficaz.  
• La central telefónica Nortel-Avaya se encuentra integrada al sistema de 
comunicaciones unificadas mediante el levantamiento de troncales SIP. En 
consecuencia, los usuarios de ambas centrales pueden realizar llamadas internas y 
externas sin ningún inconveniente. Cabe mencionar, que la central telefónica Nortel-
Avaya en producción se encarga del procesamiento de todas las llamadas externas al 
constituir un puente entre la red interna y las redes externas (PSTN y GSM). 
• La solución implementada corresponde a la segunda fase de la migración de 
comunicaciones. El alcance de este proyecto se limita a la integración de las centrales 
Nortel-Avaya y Cisco, debido a la dependencia de las tecnologías instaladas. 
Específicamente, la central Nortel-Avaya aún se encuentra conectada a otro tipo de 
servicios que se encuentran en producción (servidor administrador de Contact 
Centers). Adicionalmente, el proceso de migración debe ser transparente para el 
usuario final de modo que no afecte a sus actividades cotidianas. A futuro, la central 
Nortel-Avaya será reemplazada por el sistema de comunicaciones Cisco, de este 





• Los sistemas de comunicación se encuentran integrados mediante el protocolo SIP 
utilizando para la codificación en la red WAN el códec g729 que proporciona buena 
calidad de voz con un consumo de ancho de banda reducido. Por otro lado, la red LAN 
utiliza el códec G711, el cual brinda alta calidad de audio con un consumo de ancho de 
banda mas elevado. No obstante, se trata de un códec estándar lo cual no implica 
costos de licenciamiento, siendo ideal para la codificación de llamadas internas. Es 
importante mencionar, que el servicio de transcodificación está habilitado y puede ser 
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UC        Unified Communications. 
CUCM  Cisco Unified Communications Manager 
CUC     Cisco Unity Connection 
CUP      Cisco Unified IM & Presence 
CUBE   Cisco Unified Border Element 
NTP       Network Time Protocol 
CSS       Calling Seach Space 
CTI         Computer Telephony Integration 
SIP         Session Initiation Protocol    
SBC       Session Border Controller 
SCCP     Skinny Call Control Protocol 
 
 
