Global System for Mobile Communication is the most popular standard for mobile phones in the World. Its promoter, the GSM Association, estimates that 82 % of the global mobile market uses the standard. GSM is used by over 3 billion people across more than 212 countries and union territories. Its ubiquity makes international roaming very common between mobile phone operators, enabling subscribers to use their phones in many parts of the world. GSM differs from its predecessors in that both signaling and speech channels are digital and thus is considered a second generation (2G) mobile phone system. This has also meant that data communication was easy to build into the system.
INTRODUCTION
During the early 1980s, analog cellular telephone systems were experiencing rapid growth in Europe, particularly in Scandinavia and the United Kingdom, but also in France and Germany. Each country developed its own system, which was incompatible with everyone else's in equipment and operation. This was an undesirable situation, because not only was the mobile equipment limited to operation within national boundaries, which in a unified Europe were increasingly unimportant, but there was also a very limited market for each type of equipment, so economies of scale and the subsequent savings could not be realized.
In mobile cellular networks handover management has been one of the most important and challenging issues. It will become more significant in the near future since the current trends in cellular networks are 1) to reduce cell size to accommodate more mobile hosts (MHs) that will cause more frequent handovers, and 2) to support not only voice traffic but also data and multimedia traffic such as video. One of the issues is how to control (or reduce) handover drops due to lack of available bandwidth in the new cell.
Each cell can, instead, reserve fractional bandwidths of its capacity, and this reserved bandwidth can be used solely for handovers, not for new connection requests. The problem is then how much of bandwidth in each cell should be reserved for handovers. This concept of reserving bandwidth for handover was introduced in the mid-1980s.
[1] The Europeans realized this early on, and in 1982 the Conference of European Posts and Telegraphs (CEPT) formed a study group called the Group Special Mobile (GSM) to study and develop a pan-European public land mobile system. The proposed system had to meet certain criteria: Along with the above features the mobiles which are using GSM Technology produces a lot of magnetic radiations which harms the health of human beings.
METHODOLOGY
The network behind the GSM system seen by the customer is large and complicated in order to provide all of the services which are required. It is divided into a number of sections and these are each covered in separate articles. This is sometimes also just called the core network. The GPRS Core Network (the optional part which allows packet based Internet connections). All of the elements in the system combine to produce many GSM services such as voice calls and SMS. Simplified Network Selection (SNS) is an Intel initiative based on the International Roaming Access Protocols (IRAP's), Global System for Mobile Communication (GSM) Association, Internet Engineering Task Force (IETF) and 3 rd Generation Partnership Project (3GPP) standards and forums under which Intel product teams developed SNS technologies such as the Extensible Authentication Protocol with Subscriber Identity Module (EAP-SIM) authentication method and the SIM Reuse client software, which is in compliance with the GSM SIM AT command and Smart Card interface specifications to provide different wireless network types (WLAN and WWAN) across multiple locations using a single set of SIM credentials. In addition to a common authentication model, this technology also enables a One Bill Roaming (OBR) mechanism across heterogeneous wireless networks.
[2]
TECHNICAL DETAILS
GSM is a cellular network, which means that mobile phones connect to it by searching for mobile cells in the immediate vicinity. GSM networks operate in four different frequency ranges. Most GSM networks operate in the 900 MHz or 1800 MHz bands. Some countries in the Americas (including Canada and the United States) use the 850 MHz and 1900 MHz bands because the 900 and 1800 MHz frequency bands were already allocated. The rarer 400 and 450 MHz frequency bands are assigned in some countries, notably Scandinavia, where these frequencies were previously used for first-generation systems. GSM-900 uses 890-915 MHz to send information from the mobile station to the base station (uplink) and 935-960 MHz for the other direction (downlink), providing 124 RF channels (channel numbers 1 to 124) spaced at 200 kHz. Duplex spacing of 45 MHz is used. In some countries the GSM-900 band has been extended to cover a larger frequency range. This 'extended GSM', E-GSM, uses 880-915 MHz (uplink) and 925-960 MHz (downlink), adding 50 channels to the original GSM-900 band. Time division multiplexing is used to allow eight full-rate or sixteen halfrate speech channels per radio frequency channel. There are eight radio timeslots (giving eight burst periods) grouped into what is called a TDMA frame. Half rate channels use alternate frames in the same timeslot. The channel data rate is 270.833 kbit/s, and the frame duration is 4.615 ms.
Authentication
Authentication is needed in a cellular system to prevent an unauthorized user from logging into the network claiming to be an authorized mobile subscriber. If this were possible, it would be easily possible to "hijack" someone's account and impersonate that person (or simply making that person pay for the services). Authentication is a function which is triggered by the network when a subscriber applies for a change of subscriber-related information element in the VLR (Visiting Location Register) or HLR (Home Location Register). These work together as a database of user information for all people in the network and the immediate location area. While the HLR stores the user records permanently, the VLR dynamically stores the user records of people in their location area to save time connecting to the HLR. The subscriber-related information element includes location updating. It is also triggered when the cipher key sequence number mismatch. [3] 
Ciphering
Ciphering is highly important to protect user confidentiality. It is done to protect both data and signaling information. The purpose of this function is to avoid an intruder to identify a subscriber on the radio path by listening to the signaling exchanges. This function can be achieved by protecting the subscriber's International Mobile Subscriber Identity (IMSI). If that fails, the network releases the radio connection and the mobile should consider that SIM to be invalid (until switch off or the SIM is re-inserted). [3] 4. PROBLEM OVERVIEW 
SOLUTION
Every mobile phone contains circuitry made up of many different components including copper, aluminum, carbon, iron, cobalt, sodium, potassium, titanium, lead, tin and more. Each of these different elements generates its own, separate magnetic field, with its own separate and unique frequency. Any one of these frequencies from your mobile phone can cause harm within the human body, especially within our brain. So, in order to be fully protected from mobile phone radiation, we need to block out all of these magnetic fields.
Figure 2 Mobile phone with Talk Safe Protection Chip
The "Talk Safe Mobile Protection Chip" is a small chip made from acrylic about 9 mm in diameter and 1 mm thick. Embedded within the acrylic mould with dozens of gem stone chips which directly match all of the different elements within the circuitry of our mobile phone. The gem stone chips resonate at the exact same frequency as the magnetic fields within our mobile phone (or other electronic equipment) whenever current is flowing through them -and they block out every single one of the harmful frequencies from our mobile phone. 
CONCLUSION
This paper presents the detailed information about GSM technology along with its technical issues. The paper represents how to overcome the problems of Mobile technology by using "Talk Safe Mobile Protection Chip".
FUTURE ENHANCEMENT
Future work will focus on how to overcome the different radiations produced by Bluetooth device.
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