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Abstrakt 
Tato bakalářská práce se zabývá technologiemi bezdrátové komunikace a realizací bezdrátové sítě 
postavené na technologii 4. generace WiFi. Obsahem jsou informace o technologiích bezdrátového 
přenosu dat, praktickou částí je návrh a vybudování rozsáhlé WiFi sítě pomocí blanket technologie 







The topic of this Bachelor Thesis is wireless technology and realization of wireless networks built on 
fourth generation WiFi technology.The work contains information about technology of wireless data 
transfer and the practical part consists in designing and constructing a large WiFi network based on 
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Důvodem volby bezdrátových sítí jako tématu bakalářské práce je hlavně neustále se vyvíjející 
technologie a taktéž aktivní práce s nimi v rámci mého zaměstnání. Obsah je zaměřen na širší 
spektrum technologií bezdrátového přenosu s patřičnými informacemi, které shledávám za důležité. 
Hlavní částí mé práce je pohled na bezdrátové technologie z praktického hlediska. Zmíním se o 
zásadách a potřebách před samotným zahájením realizace, návrhu a možnostech řešení vzhledem 
k předloženým požadavkům. Závěrem je praktická realizace a vybudování požadované sítě spolu 
s detailními informacemi o průběhu výstavby a finalizací celého projektu. 
 
2 Bezdrátová komunikace 
2.1 Historie a vývoj 
„Bezdrátovou komunikací“ dnes rozumíme široké spektrum jednotlivých druhů technologií pro 
datové přenosy a možnosti připojení do jednotlivých sítí, ale historicky lze systémy rozdělit do dvou 
skupin rádiové komunikace. Neveřejné, které jsou využívány pro potřeby policie, záchranné služby a 
privátních přenosů, a veřejné, kdy se jedná například o sítě mobilních operátorů.  
Neveřejné: 
• TETRAPOL - systém francouzské společnosti Matra Nortel, jehož výstavba byla v ČR zahájena 
v roce 1994, pro potřeby policie a později i hasičského sboru a záchranné služby. Později 
přejmenována na „PEGAS“. (zdroj: http://www.zachrannasluzba.cz/odborna/0401_pegas.htm) 
• TETRA (Terestrial Trunked Radio) - obdoba systému TETRAPOL pro policii a později i 
dopravní podnik a krizový štáb hlavního města Prahy. (zdroj: http://www.kmitocty.cz/tetra/ ) 
Veřejné: 
• MPT1327 - Otevřený trunk systém a standard vyvinutý v roce 1988 v Anglii. Využívaný často 
veřejnými složkami, například dopravním podnikem města Brna.  
(zdroj: http://www.radio-electronics.com) 
• NMT 450 (Nordic Mobile Telephone) - Švédský systém vyvinut roku 1981. Standard první 
generace mobilní telefonie. V ČR spuštěno firmou Eurotel v roce 1991  
(zdroj: http://www.mobilnaut.cz/?a/10) 
• GSM (Global System for Mobile Communications) - První digitální a dne nejpoužívanější systém 
pro mobilní telefonii, tedy systém druhé generace, vyvinutý v roce 1991 ve Francii. 
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• UMTS (Universal Mobile Telecommunications System) - Třetí generace mobilní telefonie a 
taktéž evropský standard pro mobilní telekomunikaci, vyvinutý asociací 3GPP v roce 1996. 
(zdroj: http://www.etsi.org) 
 
Se zvyšující se dostupností technologií přibývalo jak profesionálních, tak i amatérských sítí a 
často se stávalo, že se v síti objevil cizí prvek, který způsobil zarušení celého pásma, a komunikace 
byla zkreslená, mnohdy až nemožná. Částečným řešením bylo skoro okamžité zavedení licencování 
jednotlivých pásem, kdy vlastník či uživatel dané sítě musí vlastnit platnou licenci přidělenou 
oprávněným orgánem[1], což ale nebylo velmi účinné a problémy se vyskytovaly i nadále. 
Vhodným řešením bylo vyhrazení pásma 2,4GHz pro průmyslové, vědecké a zdravotní 
potřeby, nesoucí název ISM. Díky tomuto zpřístupnění se značně rozvinul vývoj bezdrátových 
technologií a na trh se dostávaly zařízení bez jediného standardu. Počáteční chaos vyřešila v roce 
1997 standardizace bezdrátové sítě 802.11 institutem IEEE[2]. Definicí byla rychlost až 2Mbit/s. O 
dva roky později došlo k rozšíření na 802.11b v pásmu 2,4GHz s rychlostí až 11Mbit/s a 802.11a o 
frekvenci 5GHz s rychlostí až 54Mbit/s. Další modernizace přišla v roce 2003 v rámci pásma 2,4GHz 
s označením 802.11g s rychlostí 54Mbit/s. Aktuálně nejnovějším standardem je 802.11n v pásmech 
2,4 a 5GHz s rychlostí 600Mbit/s. Pro zařízení splňující veškeré standardy normované hodnoty 
původně vznikl jednotný pojem „WiFi“, dnes je však tímto pojmem obecně označován bezdrátový 
datový přenos. 
 
Pásmo Maximální rychlost Standard Rok 
vydání [GHz] [Mbit/s] 
IEEE 802.11 1997 2,4 2 
IEEE 802.11a 1999 5 54 
IEEE 802.11b 1999 2,4 11 
IEEE 802.11g 2003 2,4 54 
IEEE 802.11n 2009 2,5 a 5 600 
Tabulka 1: Přehled standardů (zdroj: http://standards.ieee.org) 
 
Vedle nejrozšířenější technologie WiFi a standardu 802.11 mluvíme o bezdrátové komunikaci i 
v dalších případech. Jedná se zejména o technologii Infračerveného systému známého pod zkratkou 
IrDA, dále technologie BlueTooth, což je radiové spojení pomocí úzkopásmových frekvenčních 
přeskoků. Další v řadě je satelitní komunikace a v neposlední řadě technologie optického (laserového) 
přenosu. 
                                                     
1
 Zpočátku CCITT (mezinárodní poradní výbor pro telegrafii a telefonii), od roku 1993 pak ITU (Mezinárodní 
telekomunikační unie) 
2
 Institute of Electrical and Electronics Engineers - Institut pro elektrotechnické a elektronické inženýrství 
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2.2 Výhody bezdrátového připojení 
Prvotní výhodou bezdrátového připojení je právě absence kabeláže. Taktéž vybudování statické 
bezdrátové infrastruktury je z ekonomického hlediska častokrát levnější než vybudování 
strukturované kabeláže. Ve vysoce členitých místech, kde by se délka kabeláže dostávala na velmi 
vysoké hodnoty, nebo na místech, kde ať už z jakýchkoli důvodů nelze vybudovat metalickou či 
optickou síť, je mnohem praktičtější pokrytí signálem. Technologie je v dnešní době dostupná ve 
všech cenových relacích s různými možnostmi, co dané zařízení umí a co ne. Uživatel si pak může na 
základě vlastních potřeb vybrat ze široké nabídky právě to, co mu nejlépe vyhovuje. Ceny zařízení 
podporující bezdrátovou komunikaci jsou jen o něco málo vyšší než zařízení pro kabelový přenos. 
Vybudování či rozšíření stávající sítě na středně dlouhé vzdálenosti již neznamená položení 
datových kabelu do země, ale jednoduše stačí na oba objekty nainstalovat anténu a z jednoho bodu 
distribuovat připojení na bod druhý a nebo díky tomu spojit dvě samostatné sítě v jednu a využívat 
přenosu dat mezi objekty téměř okamžitě. 
Každá novinka či modernizace si s sebou nese problémy a nevýhody, které je třeba řešit v co 
možná nejkratším čase. IEEE naštěstí zvládnul velmi dobře zajistit potřeby uživatelů a formou revizí 
původního 802.11 zajistil opravy a úpravy potřebného. Zejména šlo o bezpečnostní nedostatky a 
problémy s nestabilitou či problémy v různorodém prostředí v němž je technologie provozována. 
2.3 Nevýhody bezdrátového připojení 
Největší nevýhodou bezdrátové komunikace je rychlost přenosu, která je rozhodně menší než u  
metalického či uzavřeného optického spoje. Ta je u všech typů zařízení nejvíce ovlivněna vzdáleností 
mezi jednotlivými body. U malých a levných domácích zařízení, komunikující v pásmu 2,4GHz, 
můžeme dosáhnout rychlostí až 600Mbit/s, ale jen na několik desítek metrů. Zařízení pro datové 
spoje na středně dlouhé vzdálenosti[3], komunikující například v bezlicenčním pásmu 5,4GHz, 
dosahují rychlostí až 54Mbit/s na vzdálenost 1 až 2 kilometry. S rostoucí vzdáleností však rychlost 
klesá a na vzdálenosti 30km se již jedná pouze o rychlost 1Mbit/s. Zařízení využívající licencované 
pásmo 27GHz jsou schopna komunikovat rychlostmi až 360Mbit/s a to na vzdálenosti 20-50km, ty 
jsou používány například pro páteřní spoje telekomunikačních přenosů T-Mobile. Naopak na kratší 
vzdálenosti lze použít zařízení v milimetrovém pásmu 80GHz dosahující rychlosti až 1,25Gb/s. Je 
tedy zřejmé, že rychlost přenosu je závislá jednak na vzdálenosti a taktéž na frekvenci komunikace. 
Další nevýhodou je náchylnost kvality a rychlosti přenosu na počasí. Zatímco za příznivých 
podmínek jsme schopni dosahovat až hraniční hodnoty jednotlivých zařízení, za bouřky se můžou 
parametry snížit i o několik desítek procent. Například u zařízení Minilink, použité pro 10km spoj 
                                                     
3
 Zařízení BreezeNet, Pasolink, Canopy, WiMax, Nec, Minilink, Orcave 
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v licencovaném pásmu 23GHz, dochází za bouřky ke snížení až o 30%, což není málo a je třeba při 
návrhu takovéhoto spoje s tím počítat. 
Otázka zabezpečení je taktéž na místě. Zatímco u kabelového spoje je prakticky nemožné se 
někde uprostřed vedení připojit do sítě, u bezdrátové komunikace je teoreticky možné provést 
případný útok či odposlouchávání z jakéhokoli místa v rámci dosahu sítě. Míra reálné hrozby je 
závislá na druhu spoje. Pokud se jedná o směrový spoj „bod-bod“, je plocha dosahu sítě menší než u 
spoje „bod-více bodů“. Z těchto důvodů se často používá šifrovaných komunikací, které ale taktéž 
mohou mít vliv na výslednou přenosovou rychlost a parametry spoje. 
2.4 Pásma 
U rádiové komunikace je třeba dbát na izolaci, protože při účasti jiného signálu na stejné 
frekvenci dochází k zarušení. Pro tento účel bylo zavedeno licencování pásem a každý uživatel musí 
mít povolení pro provoz svého zařízení na dané frekvenci, což zajišťuje že jiný uživatel nemůže 
legálně dostat licenci pro totéž pásmo spolu se stejnou frekvencí. Jedná se například o pásma 
11,13,15,18,23,27 GHz a další. Licence v ČR uděluje Český telekomunikační úřad (ČTÚ). 
Vedle licencovaných pásem jsou taktéž pásma bezlicenční, ve kterých je za určitých podmínek 
dovoleno provozovat bezdrátovou komunikaci. Tyto podmínky a nařízení stanovuje v ČR taktéž ČTÚ 
a provozovatel se zavazuje je dodržovat. Příkladem bezlicenčního pásma je třeba 2,4GHz, 5GHz, 
10GHz, 60GHz a další. 
Každé pásmo dále dělíme na kanály s různými odstupy frekvencí, což nám umožňuje 
provozovat více zařízení stejného typu. Například zařízení Motorola Canopy má k dispozici 43 
kanálů (5,495 až 5,705GHz) s odstupy 5MHz mezi sebou. Podrobné a hlavně aktuální rozdělení 
jednotlivých pásem dle druhů licencí, standardy a podmínky pro provoz v nich nalezneme na 
internetových stránkách ČTÚ. (zdroj: http://www.ctu.cz/) 
2.5 Rádiový přenos 
Rádiová komunikace využívá pro komunikaci vlny v rádiovém spektru. Jedná se o všesměrovou 
komunikaci což znamená, že vlny se od vysílače šíří v 360° úhlu. Výhodou tudíž je, že není nutné se 
zaobírat dráhou spojení a směrováním zařízení. Komunikaci lze realizovat na velké vzdálenosti a vlny 
bez problému prostupují běžnými materiály, proto je možné používat ji jak na otevřeném prostranství, 
tak i v uzavřených objektech. 
Pro samotnou komunikaci se využívá různých frekvencí, které určují vlastnosti samotného 
přenosu. U komunikace na vyšších frekvencích se vlny spíše odrážejí od objektů a i ve větší 
vzdálenosti od vysílače je síla signálu je stále dostačující. Nevýhodou je velmi velká náchylnost na 
povětrnostní podmínky, kdy při silním dešti, sněžení či mlze dochází k narušení signálu a chybovosti 
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přenosu. Naopak komunikace s nižší frekvencí není tímto nijak drasticky omezena, ale její nevýhodou 
je rychlé slábnutí signálu při průchodu objekty a tudíž kratší vzdálenost pro komunikaci. 
2.6 Optický přenos 
U optického přenosu je přenosovým médiem světelný paprsek. Přenos může být buďto otevřený a 
nebo uzavřený. U otevřeného přenosu jde zejména o šíření prostřednictvím tenkého laserového 
paprsku, který je směřován na přijímač. Z tohoto je patrné, že tento druh komunikace je jednostranná 
záležitost. Pro oboustrannou komunikaci je třeba použít dvojího spojení, které jsou navzájem opačně 
orientované. Znatelnou nevýhodou tohoto přenosu je velmi silná náchylnost na povětrnostní 
podmínky. Déšť, mlha a sníh způsobují neproniknutelnou překážku. Taktéž teplý vzduch sálající 
vzhůru v letním období je problémem, protože dochází k rozostření laserového paprsku a tudíž 
k chybovosti celého spojení.  
Pokud mluvíme o uzavřeném přenosu, jedná se o šíření světelného paprsku prostřednictvím 
optického vlákna mezi dvěma body. Taktéž jako u otevřeného přenosu se jedná o jednosměrný spoj a 
pro oboustranné spojení je zapotřebí spojení dvěma paprsky. I když se jedná o spojení bezdrátového 
charakteru (není použito metalického spojení), je paprsek veden optickými vlákny a proto zde vzniká 
onen problém závislosti na kabeláži, absence volnosti. Navíc optické vlákno je velmi náchylné na 
mechanické poškození jakékoli zlomení, skřípnutí, zkroucení má za následek razantní snížení nebo 
úplné přerušení komunikace. Přímě spojení mezi koncovými zařízeními se běžně nepoužívá, spíše jde 
o vysokorychlostní spoj mezi dvěma centrálními body či zařízeními, které dále distribuují 
komunikaci. 
2.7 Mikrovlnný přenos 
Jedná se o přímočaré šíření elektromagenických vln v pásmu vyšším jak 100MHz, kdy je generován 
velmi úzký a přesně směřovaný paprsek. Pro fungující komunikaci je nutností použít parabolickou 
(směrovou) anténu na obou stranách a zajistit přímou viditelnost těchto zařízení. Výhodou tohoto 
spojení je relativně bezpečná komunikace na dosti dlouhou vzdálenost. Bezpečná proto, že odposlech 
této formy je značně složitý, jelikož se jedná právě o úzce směřovaný paprsek a případné 
odposlouchávací zařízení by muselo být právě mezi dvěmi koncovými body. Nevýhody této 
technologie je zmíněná přímá viditelnost, která je omezena ať už objekty či terénní nerovností, tak i 
zakřivením země. Řešením překážek v cestě je použití retlansačních stanic, pomocí kterých lze 
„obejít“ stínící objekt. Použití není nikterak finančně náročné a při porovnání s ostatními 
technologiemi jde o vhodný způsob, jak vybudovat spojení na dosti dlouhé vzdálenosti se 
zachováním dosti rychlé komunikace a bezpečnosti. 
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Druhou variantou přenosu v mikrovlnném pásmu je použití tzv. „base station“[4], které jsou 
nastaveny tak, aby pokrývali signálem určitou výseč a nebo celý rádius svého okolí. To má za 
následek fakt, že klientské zařízení není omezeno na statickou pozici, ale v rámci pokrývaného 
prostoru je možný volný pohyb. Na tomto systému je založena technologie GSM, která je využívána 
v mobilní komunikaci. Základní stanice (base station) je staticky umístěna na vyvýšeném místě, aby 
se zajistilo co možná maximální možné dostupnosti signálu a klientům jsou dynamicky přidělovány 
jednotlivé přenosové kanály. Dynamicky pro to, že počet přidělovaných kanálů je početně omezený. 
V dnešní době je ale používáno celulárního (buňkového) systémů, který ve výsledku značně zvyšuje 
kapacity klientů, které může base station pojmout a navázat komunikaci. 
2.8 Síť 802.11 
2.8.1 Součásti sítě 
Síť 802.11 musí obsahovat čtyři základní prvky, aby byla možná nějaká komunikace. Jedná se o 
distribuční systém, Access Point (přístupový bod), médium a klientskou stanici. Tyto prvky lze 
v určitých situacích shrnout do tří, někdy jen do dvou, záleží na daném případě. 
 
Obrázek 1: Prvky sítě 802.11 
Distribuční systém 
Je to komponenta standardu 802.11, která zajišťuje přesměrování datového toku na klientskou stanici 
dle toho, kde se v daný okamžik nachází. Může mít jeden, nebo více přístupových bodů. V případě 
většího množství je třeba, aby byla zajištěna komunikace v rámci systému, týkající se informací o 
právě připojených stanicích a jejich polohu v síti.  
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Ve většině případů je to řešeno spojením Network bridge (síťového mostu) a média, které je 
používáno pro komunikaci mezi jednotlivými access pointy v rámci páteřní sítě, což bývá převážně 
Ethernetová síť. Existují ale i případy, kdy je cílem zajistit komunikaci zařízení pouze v rámci sítě, 
nikoli však komunikaci se sítí jinou. V tomto případě je distribuční systém nežádoucí a neuvažuje se 
o něm. 
Access Point 
Neboli „přístupový bod“. V tomto případě je to zařízení, které z Ethernetové (kabelové) sítě dělá síť 
bezdrátovou. Je to prakticky síťový most (Network bridge), který „přemosťuje“ komunikaci mezi 
dvěmi technologiemi. Druhů těchto zařízení je nesčetná řada. Od těch nejjednodušších, které pouze 
přemosťují komunikaci, přes obyčejné domácí SOHO[5] routery, až po technologicky vyspělé 
zařízení. 
Médium 
V oblasti bezdrátové komunikace to bude médium bezdrátové. Při srovnání se strukturovanou 
kabeláží se médium dá přirovnat právě k onomu kabelu. Přesněji jde o rádiový signál o frekvencích 
2,4 nebo 5GHz. Zastává funkci nosiče signálu mezi dvěmi body, přesněji mezi Access Pointem a 
klientskou stanicí. 
Někdy se bezdrátové médium neuvažuje jako samostatný prvek, jelikož vlastně nejde o 
hmotnou část sítě, a je automaticky přisuzován Access Pointu a klientské stanici. 
Klientská stanice 
Klientskou stanicí se rozumí zařízení, které se nachází v rámci bezdrátové sítě, prostřednictvím které 
komunikuje s jinými stanicemi. Ty mohou ale nemusí být součástí stejné sítě. Záleží na tom, jak je 
daná síť přizpůsobená a zda umožňuje komunikaci s jinými sítěmi. Může to být PC, notebook, PDA, 
MDA, mobilní telefon, ... atd. Prakticky to může být jakékoli zařízení, které je schopno komunikovat 
v rámci sítě 802.11.  
2.8.2 Typy sítí 
Základem sítě 802.11 je tzv. Basic Service Set (BSS), neboli základní soubor služeb. Jde o přístupový 
bod spolu se všemi asociovanými stanicemi. Průnik dosahu těchto stanic, v němž probíhá společná 
komunikace je označován jako Basic Service Area (BSA). Pokud se dosah libovolné stanice nachází 
v BSA, může komunikovat se kteroukoli stanicí BSS. Rozlišujeme dva základní druhy komunikace 
mezi stanicemi. 
Ad-hoc 
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Komunikace v ad-hoc síti probíhá přímo mezi stanicemi nezávisle a bez přítomnosti přístupového 
bodu či distribučního zařízení. Podmínkou pro uskutečnění komunikace je vzájemný dosah signálu 
stanic. Tento způsob komunikace je značně limitován, protože spojení nelze použít pro větší množství 
klientů a rozsáhlé prostory, jelikož dosah je limitován spíše na jednotky metrů, čili nelze uvažovat o 
nasazení v rozsáhlejších prostorech. Další nevýhodou je fakt, že pro jejich úspěšné vytvoření a 
navázání komunikace je zapotřebí odbornější znalost uživatele pro korektní konfiguraci spojení. 
I přes nedostatky a limity spojení je ad-hoc vhodným způsobem pro navázání dočasné 
komunikace mezi zařízeními a přenosu dat, bez potřeby použití fyzického přenosového média. 
 
Obrázek 2: Schéma Ad-hoc spojení 
Infrastrukturní síť 
Druhý a ve většině případů používaný typ komunikace. Infrastruktura sítě je vymezená přítomností 
přístupového bodu (Access Point), který je komunikačním rozhraním mezi drátovou a bezdrátovou 
sítí a dokáže komunikovat s více stanicemi. Komunikace stanic v rámci infrastruktury lze rozdělit na 
dvě části. První je ze stanice na přístupový bod a druhá je z přístupového bodu na cílovou stanici. 
Rozdílem oproti ad-hoc spojení je fakt, že v infrastruktuře udržuje stanice spojení pouze 
s přístupovým bodem, oproti tomu v ad-hoc musí udržovat spojení se všemi stanicemi v sítí se 
kterými komunikuje. Velmi velkou výhodou infrastruktury je například centrální správa celé sítě, 
konfigurace více přístupových bodů s různými parametry ale se zachováním bezproblémové 
komunikace. Připojení uživatele do sítě je podstatně jednoduší, než u ad-hoc komunikace. Záleží na 
nastavení konkrétní sítě, ale pokud vezmeme v potaz nejjednodušší variantu, jedná jen o výběr sítě 
v dosahu a operační systém zařídí připojení a navázání komunikace. 
Pokud bychom se měli podívat na průběh událostí při připojení stanice do infrastruktury, tak 
prvotním úkonem musí být asociace stanice s přístupovým bodem. Klientská stanice iniciuje 
asociační proces a přístupový bod jej povolí či zamítne. Povolení, respektive zamítnutí může být 
podmíněno řadou faktorů jako je politika zabezpečení dané sítě a použité šifrování, a podobně. 
Asociace je pro stanici exkluzivní, což znamená, že stanice nemůže být asociována k více 
přístupovým bodům. Z pohledu přístupového bodu není počet asociovaných spojení předepsán 
 Klientská 
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 Klientská 
 Stanice 2 
 Klientská 
 Stanice 1 
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standardem, nicméně v praxi záleží na konkrétním použitém zařízení. V nižší cenové relaci můžeme 
mluvit o jednotkách až desítkách stanic, ve střední a vyšší třídě o větším počtu. Zařízení by byly 
samozřejmě schopné pojmout i více klientů, nicméně omezení počtu vyplývá z výpočetních možností, 
protože při přetížení by začalo docházet k zahlcení přístupového bodu, jelikož přenos dat mezi 
jednotlivými stanicemi není limitován. Následkem zahlcení je značné zpomalení komunikace v rámci 
sítě a zvýšení chybovosti, jelikož přístupový bod nezvládá vyřizovat všechny požadavky stanic 
v hraničním čase. V praxi se ale povětšinou nesetkáváme se situací, kdy by bylo třeba připojit na 
jeden přístupový bod velmi veliký počet stanic. Většinou se pohybujeme v rámci desítek na jeden 
přístupový bod. Pokud bychom přeci jen měli řešit připojení většího množství klientů, tak buď 
můžeme použít více přístupových bodů, rozmístěných v prostorách ze kterých se klienti připojují, a 
nebo zvolíme sofistikovanější řešení sítě umožňující připojení tisíce klientů. 
 
Obrázek 3: Schéma infrastrukturní sítě 
 
3 WiFi technologie 
3.1 Úvod 
Nejpoužívanější a nejběžnější technologie v oblasti bezdrátové komunikace. Základním prvkem je 
vysílač, který dle své charakteristiky pokryje určitou oblast signálem a vytvoří tzv. buňku. Pokud se 
v buňce objeví přijímač, který následně projde autorizačním procesem, je mu zpřístupněna síť. 
Vysílač a přijímač patří pod technologii IEEE 802.11b/g/n přičemž využívaná frekvence je 2,4 a 
5GHz. WiFi je dnes využívána prakticky ve všech zařízeních schopných komunikace. Notebooky, 
       Server 
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(notebook) 
    Klient 
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PDA, desktopová PC, ale i televize, DVD přehrávače či zvukové soupravy. Prvkem přijímače může 
být hned několik variant. Záleží jaké zařízení má WiFi komunikaci zvládat. Může se jednat o externí 
bezdrátový směrovač, externí PCMCIA nebo interní miniPCI a miniPCIe karty pro notebooky, PCI 
karty pro desktopová PC a nebo USB adaptéry či CompactFlash karty a další. 
3.2 Základní informace 
Dnešní výběr zařízení je opravdu široký od nejlevnějších, které ale zvládají pouze základní funkce, 
přes běžnou střední třídu až po velmi sofistikované zařízení nabízející širokou škálu možností jak pro 
provoz tak pro správu. Prvotní pocit, že každé zařízení je unikátní upadá v momentě kdy zjistíme, že 
vše je postaveno na několika výrobcích čipových sad, který je srdcem zařízení. Jednotliví výrobci jím 
osadí vlastní plošné spoje, vydají pro zařízení ovladač, který zpřístupní vybrané funkce. Prakticky 
tedy máme dva zásadní prvky každého WiFi zařízení čipovou sadu a ovladač, které určují jeho 
vlastnosti. 
3.2.1 Čipová sada 
Jak již bylo řečeno výše, čipová sada je základem každého zařízení. Volba čipové sady určuje, jaké 
funkce bude dané zařízení umožňovat a jeho výkon. Výrobců čipové sady není zdaleka tolik jako 
výrobců zařízení. Prvním výrobcem byla firma Intersil, která jako první začala dodávat pro standard 
802.11 a později pro 802.11b. Druhým velkým výrobcem byly Lucent a Agere, jež můžeme nalézt 
v některých prodávaných zařízeních i dnes. Jako první přišli s čipovou sadou s triální podporou 
standardů 802.11a/b/g. Dalším výrobcem je Texas Instrument, který nabízí funkčnost nejen se 802.11, 
ale i GPRS, Bluetooth, CDMA a GSM a rovněž je můžeme nalézat v běžných zařízeních. 
Díky technologickým možnostem dneška se na poli výrobců čipových sad začali objevovat 
další výrobci, kteří pro svá zařízení vyrábí vlastní chipsety. Za zmínku stojí Intel, vyrábějící čipové 
sady pro notebooky a základní desky desktopových PC, ale i WiFi access pointů, nebo například 
firma Atheros, jejíž čipové sady jsou velmi kvalitní, které používá například firma Ubiquiti, jež má ve 
své nabídce širokou škálu bezdrátových zařízení s nadstandardní kvalitou. 
3.2.2 Přístupový bod 
Zajišťuje nám směrování komunikace mezi jednotlivými klienty a taktéž v rámci ethernetové sítě. 
Prvotní vlastností je výkon, na němž závisí rádius pokrytí a schopnost pojmout větší množství klientů. 
Některá zařízení mají externí antény pro navýšení výkonu. Ve většině případů se jedná o 
demontovatelné antény s R-SMA[6] konektorem, které lze nahradit buď za větší a nebo venkovní 
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anténu. Vedle standardních vlastností jako je DHCP server pro automatické přidělování IP adres 
připojeným zařízením, filtrací MAC adres a nastavení zabezpečení se nám může při použití 
širokopásmových směrovačů (broadband routerů) dostat taktéž funkcí jako podpora virtuálních 
privátních sítí (VPN), jednoduchý firewall pro filtraci nežádoucích paketů, podpora dynamického 
DNS, RADIUS server. Dále třeba funkci demilitarizované zóny (DMZ), print server, download server 
a další vlastnosti. Záleží na zvoleném modelu a čipové sadě. 
Vzhledem charakteristice bezdrátové komunikace, je její nedílnou součástí zabezpečení a to jak 
komunikace, tak i přístupového bodu vůči neautorizovaným připojením. Otázka zabezpečení je obor 
sám o sobě a pro podrobné informace vás odkáži na odborné publikace a zde se zmíním jen o 
základních možnostech zabezpečení. 
Prvotní možností zabezpečení je šifrování dat. Běžným, ale ne moc vhodným způsobem je 
WEP (Wired Equivalent Privacy) a použití 64 nebo 128bitového sdíleného klíče. Toto je zastaralý a 
dnes již relativně lehce prolomitelný způsob zabezpečení, bohužel stále se používá, jelikož některá 
starší zařízení neumí modernější způsoby. Navíc je to jediné šifrování použitelné v ad-hoc síti. 
Novější šifrování je WPA (Wi-Fi Protected Access). Tato metoda funguje na principu 
distribuce rozdílných klíčů spolu s autentizačním serverem. Data jsou šifrována 128bit klíčem a 
48bitovým inicializačním vektorem. Zásadním rozdílem oproti WEP je v použití tzv. TKIP 
(Temporal Key Integrity Protocol), což je protokol dynamicky měnící klíče, díky němuž bezpečně 
odolává útokům, jimiž je napadán WEP. K dispozici je taktéž možnost režimu PSK (Pre-Shared 
Key), neboli režim předsdíleného hesla, kdy všichni uživatelé používají stejné přístupové heslo do 
sítě. Bohužel i navzdory inicializačních protokolů a prodloužení klíčů je šifrování WPA za použití 
TKIP dnes skoro stejně dobře prolomitelné jako WEP, jen jinými metodami. 
Prvním bezpečným šifrováním je WPA s použitím AES (Advanced Encryption Standard), 
který nabízí možnosti až 256bitového klíče. Šifrování probíhá symetricky, čili stejný klíč je použit 
pro zašifrování i dešifrování. Data jsou šifrována vždy v blocích o pevné velikosti 128 bitů. AES 
metoda je nástupcem již dnes prolomené metody DES (Data Encryption Standard). 
Inovací předchozí metody se nám dostalo WPA2 zabezpečení, který má jako základ WPA, ale 
přidává k TKIP ještě přidává nová algoritmus CCMP, který je založen na AES. Výsledkem je velmi 
rychlé a velmi bezpečné šifrování. Od 13.března 2006 je certifikace WPA2 povinná pro všechna 
zařízení, které mají být certifikována jako Wi-Fi. 
Vedle šifrování komunikace lze na většině zařízení nastavit autentizaci dle MAC adresy, kdy 
pouze zařízením mající MAC zařazenou v seznamu je povoleno (a nebo naopak zakázáno) připojení. 
Jako doplněk zabezpečení sítě s neměnícími se klienty je to vhodné, nicméně vzhledem k tomu, že 
MAC adresu není problém změnit, nelze toto považovat za dostatečné zabezpečení.  
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3.3 Profesionální WiFi síť 
Pro běžné WiFi sítě jako jsou domácnosti a malé kanceláře většinou stačí jeden či dva přístupové 
body pro dostatečné pokrytí, přičemž pro realizaci postačuje zařízení z nižší a střední cenové třídy. 
Pokud se ale zaměříme na profesionální síť, kterou je potřeba pokrýt větší plochu, pojmout mnohem 
větší počet klientů, vytvořit spoj na větší vzdálenost a hlavně, která dokáže poskytnou nadstandardní 
služby, je otázka realizace poněkud odlišná od těch běžných. Takovéto instalace se provádí například 
ve velkých podnikových budovách, státních zařízeních, administrativních budovách, nemocnicích, 
školách, hotelech, nákupních centrech a jim podobným objektům, přičemž většinou je již dopředu 
dáno, jaké podmínky musí síť splňovat, případně co je pánováno do budoucna. 
3.3.1 Požadavky 
Požadavky jsou závislé na charakteru sítě a jejím provozovateli. Různé sítě mohou mít odlišné nároky 
na podporované služby a vlastnosti, přičemž od jednoho požadavku se nám může odvíjet několik 
dalších na něm závislých. Například v případě veřejné sítě jsou zde požadavky na velkou přenosovou 
kapacitu, naopak v případě firemní sítě může jít o nadstandardní zabezpečení. Externí spoje vyžadují 
garantovanou konektivitu i při změnách počasí. Při návrhu profesionální sítě je dobré dopředu vědět, 
jak vlastně bude síť využívána a jaké jsou nároky. 
Pokrytí 
První a zásadní podmínkou je pokrytí sítě. Je třeba vědět, které prostory objektu musí být pokryty 
signálem o dostatečné síly. Nesplněním dostatečného pokrytí prostor má za následek nucený přesun 
případných klientu do místa pokrytí a nebo dodatečné úpravy sítě, aby chybějící místo bylo pokryto. 
První řešení může být problémem pro klienta, druhé je otázkou dalších výdajů, které nemusí být 
schváleny.  
V otázce pokrytí je zásadním faktorem zastínění signálu. WLAN (Wireless LAN) síť musí být 
dostupná i v nejnáročnějších podmínkách. Zdi a stropy jsou nejčastější překážkou pro signál, ale 
mohou být z různých druhů materiálů, přičemž každý z nich má jiné vlastnosti. Staré budovy bývaly 
stavěny z plných cihel a sypaných stropů až do tloušťky jednoho metru, které odstíní velké množství 
signálu. Železobetonové konstrukce taktéž úspěšně zamezí prostupnosti. Naopak v dnešní době 
používané duté cihly jsou ideálním materiálem, skrze který lze šířit WiFi s minimální ztrátou. 
Materiály jako sádrokartonové přepážky a podobně jsou dosti zrádné, protože obsahují železné 
konstrukce které mohou, ale taky nemusí mít větší vliv na pokrytí. Dále zde máme sklo, dřevo, a 
v případě venkovních instalací stromy a členitost povrchu. Proto před realizací je zapotřebí 
dostatečného průzkumu a seznámení s prostory realizace. 
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Propustnost a kapacita 
Velmi velký důraz je kladen na propustnost a kapacitu WLAN sítě. Máme-li počítat s větším a 
nerovnoměrným zatížením, je nutné garantovat kapacitu v celé síti a již dopředu počítat s prostory se 
zvýšenou zátěží a přenosovými nároky. Toto je jednak otázka správného navržení pokrytí, ale i 
profesionální konfigurace sítě, což závisí na použité technologii. 
Mobilita 
Dnes pojem „datová síť“ neznamená jen distribuci a výměnu dat, ale standardně se využívá dalších 
možností, proto je třeba zajistit opravdovou podporu mobilních služeb jako je VoIP, Video, Citrix, 
VPN a další. Ideální je nativní podpora těchto služeb přímo zařízením, případně možnost přizpůsobit 
chování pro externí management sítě. U těchto služeb je nutností zajistit minimální, ideálně žádný 
výpadek či zpoždění při Hand-Offu, což je přesměrování datové komunikace z jedné buňky do druhé 
při přechodu z jedné oblasti do druhé, i při vysokém zabezpečení. Je nežádoucí, aby se jeden klient 
při přesunu s mobilním VoIP zařízením z jednoho místa do jiného setkával s několikavteřinovými 
výpadky hovoru, nebo aby se přerušovala synchronizace lékařského zařízení s dohledovým serverem. 
Stabilita 
Kvalitní hardware je u profesionální sítě prvotním faktorem stability. Výrobci hardware z vyšších 
cenových relací jsou schopni garantovat jednotlivé parametry dle požadovaných vlastností sítě a na 
základě toho doporučit vhodný hardware, který je bude splňovat.  
Se stabilitou úzce souvisí také diverzita sítě. U více anténních sítí se jedná o funkci 
automatické změny přístupového bodu v situaci, kdy se klient přesune z jedné buňky do jiné, 
respektive se ocitne v dosahu silnějšího zdroje signálu, než je jeho aktuální. Problémem je fakt, že 
vzhledem k náročnosti tohoto procesu se často spojení na okamžik přeruší, což může způsobovat 
nežádoucí efekty zejména při komunikaci v reálném čase (VoIP a pod.), ve výsledku nejde tedy o 
plnohodnotný diverzitní příjem. Délka výpadku závisí na konkrétním nastavení dané sítě a klienta. 
Plnohodnotnou diverzitu, tedy diverzitní příjem nulovým zpožděním nám nabízejí až sítě 4. generace. 
Bezpečnost 
Velmi veliký důraz je kladen na bezpečnost sítě. Síť splňující všechny předchozí vlastnosti, ale 
nulovou bezpečností je navržena špatně. Míra zabezpečení závisí opět na charakteru sítě, ale vždy by 
měla mít alespoň nejzákladnější formu zabezpečení. U profesionálních sítí bývá bezpečnost 
komunikace velmi diskutovanou vlastností už jen z důvodu ochrany dat, ale i z důvodu, jak konkrétní 
zabezpečení ovlivní ostatní vlastnosti sítě. 
Autentizace a šifrování jsou standardní zabezpečení. Schopnost detekce cizích přístupových 
bodů (RogueAP) je taktéž často vyžadována. U vysoce citlivých informaci je dobrá jejich centralizace 
s vyšším zabezpečením přístupu, přičemž nebude limitován zbytek sítě. 
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Návrh, instalace, management, rozšíření 
Volba nejjednoduššího návrhu realizace s dodržením požadavků je klíčem ke snížení problémů a 
hlavně nákladů. Samotná instalace vyžaduje profesionální přístup a dodržení zásadních pravidel. Je 
třeba mít na paměti, že operujeme s moderními technologiemi, kterým ne každý rozumí.  
Návrh a realizace není jen vytvoření sítě, ale i možnost pozdější správy, kde nám velmi 
pomůže centrální management. U větších sítí není moc pohodlné při konfiguraci nutnost fyzického 
připojení ke každému přístupovému bodu, přičemž při každé větší změně je potřeba celý proces 
opakovat a síť je v tu dobu nedostupná. Mnohem výhodnější je mít k dispozici centralizovaný systém, 
prostřednictvím kterého hromadně můžeme měnit nastavení, ale i monitorovat síť. V případě 
problému nám pak systém dá dostatečné informace o typu a místě výskytu problému. 
Vyspělost technologií neustále roste a objevují se nové možnosti, proto je potřeba mít na 
paměti případné budoucího rozšíření ať už po stránce dosahu či kapacity, tak i po stránce dostupných 
služeb. Je dobré myslet dopředu a když je zde i malá myšlenka budoucí realizace některé služby, tak 
je rozhodně lepší připravit na to síť již v době projekce a tuto možnost do ní zahrnout, i když 
prozatím nebude využívána. Proto je lepší zakoupit takové zařízení, které je sice o něco dražší, ale 
plánovanou službu již nativně podporuje, což nám v budoucnu ušetří nemalé peníze, protože 
v opačném případě by bylo nutno zakoupit nové zařízení jímž síť rozšíříme. To není vhodné ani po 
stránce finanční, ale ani po stránce managementu, protože budeme řešit vhodné začlenění do již 
stávající sítě a mnohdy se nevyhneme nuceným úpravám. Nejlepší variantou je mít kompletní služby 
v jednom hardware, což ale není vždy možné. 
3.3.2 Řešení 3. generace 
Pomineme SOHO (Small Office - Home Office) řešení, což je řešení pro domácnosti a malé 
kanceláře a podíváme se na možnosti třetí generace WiFi, která je aktuálně nejrozšířenější a 
nejběžnější variantou při realizaci bezdrátových sítí. Na výběr se nám dostává nespočet zařízení, 
jelikož zastoupení na trhu má dnes velmi mnoho firem. Asi nejznámější je Cisco, dále pak Aruba, 
Symbol, Orinoco, Trapeze a další.  
Popisem třetí generace WiFi je celulární, neboli buňková síť. Princip takovéto sítě je 
jednoduchý, každý přístupový bod tvoří spolu s klienty na něj připojeny jednu buňku. V počátcích a 
v průběhu svého nasazení byl dostačující, ale jak takovéto sítě každým dnem narůstaly, začaly se 
objevovat problémy a nedostatky tohoto řešení. 
Každý přístupový bod zabírá jeden kanál, proto pokud chceme zrealizovat nové AP v místech, 
kde již je aktivní jiné na stejném kanále, musíme volit pro naše zařízení kanál jiný. Zde se dostáváme 
k dalšímu problémů a ten tkví v tom, že v pásmu 2,4GHz můžeme mít pouze tři kanály, které se 




Obrázek 4: Schéma celulární sítě (zdroj: Extricom) 
 
Vzhledem k tomu, že každé AP pokrývá špatně definovanou oblast, není vždy jednoduché 
správně odhadnout dosah signálu ve fázi plánování v případě, že se snažíme o co nejlepší pokrytí. 
Navíc, nemusí se jednat ani o naše zařízení, ale o cizí bod, který vyzařuje do naší sítě, což je horší 
v tom, že nejsme schopni s tím cokoli dělat, případně se kdykoli může objevit cizí zařízení v naší již 
fungující síti. Zpravidla se tedy snažíme o to, aby se překrývaly maximálně tři kanály s různým 
číslem.  
 
Obrázek 5: Schéma překrývání kanálů (zdroj: Extricom) 
 
Záleží na prostředí, ve kterém se nacházíme. Zatímco v odlehlých místech nebudeme mít 
vesměs problém s nežádoucími sítěmi, tak ve větších městech je prakticky nemožné najít místo, kde 
by se nevyskytovala žádná aktivní síť. Taktéž pokud projektujeme síť ve společných prostorech či 
budovách, tak se většinou setkáme se sítí vyzařující z jiných pater a budov. Ve výsledku se tedy 




Obrázek 6: Ukázka predikce pokrytí pro 54Mbps (poskytla Intelek s.r.o) 
 
 
Obrázek 7: Ukázka skutečnosti, jak ji vidí klienti (poskytla Intelek s.r.o) 
 
Návrh sítě se tedy stává složitý a i když máme k dispozici simulační nástroje, tak ani s nimi 
není řešení moc jednoduché. U celulární sítě nelze garantovat pokrytí ani služby, dochází k vysokému 
zpoždění při Hand-offu tudíž podpora mobilních služeb je dost špatná. Často dochází k ovlivnění 
(interferenci) mezi jednotlivými přístupovými body a neexistuje skutečný diverzitní příjem. Při 
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návrhu většinou řešíme kompromisy pokrytí vůči kapacitě, kapacitu vůči mobilitě a mobilitu vůči 
zabezpečení, protože změna jedné vlastnosti ovlivní vlastnost druhou.  
Třetí generace WiFi sítí nepočítá s moderním standardem 802.11n a jeho MIMO[7] řešením, což 
je multi-antenní vícecestné šíření, jež má za následek razantního zvýšení propustnosti sítě a dosahu. 
Problém MIMO v celulární sítí je jeho vedlejší efekt. Vytvoří se totiž nové buňky se stejným 










Obrázek 8: Schéma MIMO vedlejšího efektu u 802.11n v celulární síti  
(zdroj: Extricom) 
3.3.3 Řešení 4. generace 
Nová generace WiFi sítí s sebou přináší značné množství inovací a hlavně odstraňuje širokou škálu 
nedostatků generace předchozí. Počátky čtvrté generace položila firma Meru, která začala 
distribuovat hybridní zařízení, které sice byla postavena na bázi celulárních sítí, ale navenek se 
chovala jinak. Plnou podporu a zařízení pro 4. generaci přináší na trh firma Extricom. 
Základem čtvrté generace jsou tzv. „blanket sítě“, což je topologie zcela odlišná od buněčné. 
Principem blanketových sítí je, že všechny přístupové body jsou na jednom kanále a spolu vytváří 
jeden blanket. Výsledek je tedy takový, že celá síť je pokryta na jednom kanále.  
 
Obrázek 9: Schéma blanketu - více AP na stejném kanále (zdroj: Extricom) 
 
                                                     
7
 Multiple-input multiple-output - Využití více externích antén pro rozšíření signálu či dosahu sítě. 
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Při realizaci sítě pomocí zařízení 4. generace můžeme použít prakticky neomezený počet 
přístupových bodů, přičemž se nemusíme bát žádné interference v rámci vlastní sítě. To nám dává 
možnost opravdu 100% pokrytí požadovaných prostor. Máme také možnost vybudovat oddělené sítě 
na různých kanálech, přičemž každá síť bude postavena na jednom blanketu a úplně izolována od 
ostatních sítí. 
 
Obrázek 10: Každý blanket na jednom kanále (zdroj: Extricom) 
 
Otázka managementu a zprávy taktéž dostala značných změn. Přístupové body již nemají 
vlastní MAC adresu, ani vlastní konfiguraci. O správu se stará centrální zařízení, prostřednictvím 
kterého nastavujeme jednotlivé blankety. Všechny AP mají jednu MAC adresu, která je převzata 
právě od centrálního systému. Prakticky lze tedy říci, že celá síť je jeden přístupový bod a navenek se 
taky tak jeví.  
Aktuálně máme k dispozici až 4-rádiová AP, které lze bez problému provozovat v jednom 
pásmu, kde každý blanket je na jiném kanále. Vytvoříme tedy více oddělených sítí/blanketů se 
shodnými parametry – pokrytí, kapacita, mobilita. Blanket sítě mají 100% podporu pro mobilní 




Obrázek 11: Na každém blanketu jiná služba (zdroj: Extricom) 
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Sítě čtvrté generace již dopředu počítají se standardem 802.11n a MIMO řešení. Oproti 











Bezpečnost dat v blanket síti taktéž vzrostla. Příjemnou novinkou je to, že na žádném AP není 
uloženo žádné nastavení ani jiné informace. Při odcizení zařízení nedojde k prozrazení autentizačních 
klíčů, tudíž není třeba jejich změna. Veškeré konfigurace jsou uloženy na centrálním switchi a 
komunikace mezi ním a AP je šifrována.  
 
4 Praktická realizace WiFi 
Ve spolupráci s firmou, ve které jsem zaměstnán, mi byl nabídnut k realizaci projekt, který je taktéž 
praktickou částí mé bakalářské práce. Pokusím se dostatečně popsat průběh realizace od počátečního 
plánování, přes samotnou realizaci až po měření a dokončení realizace. 
4.1 LAN 
Prvotní fází celého projektu je rozšíření stávající LAN sítě pro budoucí vybudovaní sítě WLAN. 
Vzhledem k tomu, že strukturovaná kabeláž není tématem této práce, ale je nedílnou součástí 
projektu, uvádím zde jen ty základní informace, které shledávám za podstatné. 
Rozšíření sítě LAN bude realizováno kabelem výrobce SOLARIX kategorie CAT5E, nejvyšší 
podporovaný protokol 1000BaseT, Nestíněný, Šířka pásma 100MHz. 
Kabeláž bude vždy vedena od rozvaděče určeného pro dané patro v hlavním svazku až po 
místo rozdělení v ochranné hadici. Dále budou kabely vedeny v PVC chráničkách umístěných 
v podhledech jednotlivých pater budovy až po místo koncového bodu.  
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Trasy budou zakončeny na straně patrových rozvaděčů v patch panelech dle standardu 
T568B[8], na straně přípojných bodů jednopozicovou datovou zásuvkou taktéž v souladu se 
standardem T568B, která bude umístěna v ochranném boxu v němž bude následně umístěna i WiFi 
technologie. 
Pro propojení koncového bodu s AP bude použito patch kabelu CAT5E o délce 1 a 2m. 
Zasíťování slaboproudou sítí není potřeba, protože technologie, která má být napojena na 
strukturovanou kabeláž je napájena z PoE (Power over Ethernet) switchů, které budou umístěny 
v rozvaděčích, tedy nebude třeba dalšího napájení. 
4.2 WLAN 
4.2.1 Popis zadání 
Je požadován návrh a instalace WiFi technologie dle standardu IEEE 802.11a/b/g, která zajistí 
vytvoření bezdrátové LAN sítě (WLAN) v hlavní budově. Technologie musí garantovat plné pokrytí 
signálem ve všech patrech  budovy (kromě 4. patra).  
Celá síť musí být postavena na tzv. ThinAP, tedy přístupových bodech bez konfigurace, a 
centrálních/řídících prvcích - tzv. Wireless switch (WS). Všechna AP musí být napájena přes datový 
kabel - PoE, dle standardu IEEE 802.3af. Veškerá konfigurace bude přes WS, které budou 
podporovat lokální i vzdálený management a poskytovat napájení pro připojené AP. Pokud bude 
centrálních prvků v síti více je nutný centralizovaný management pro správu více WS současně. 
WiFi síť musí plně podporovat provoz pevných i mobilních klientských terminálů/služeb od 
různých výrobců, které splňují normu IEEE 802.11a/b/g. WiFi síť musí garantovat svými parametry 
dostatečnou kapacitu a stabilitu pro datové, hlasové (VoIP) i video služby. Všechny tyto služby musí 
být podporovány i při plné mobilitě klientských terminálů v rámci WiFi sítě. Tzv. Hand-off mezi AP 
nesmí ovlivnit kontinuální chod veškerých aplikací nasazených v síti – jako data, VoIP, VPN spojení, 
video, atd. 
Technologie musí splňovat minimální interference mezi vlastními AP a garantovat kapacitu 
v rámci celé WLAN sítě. Použitá AP musí obsahovat minimálně dvě rádiové jednotky a každá 
rádiová jednotka musí splňovat normy IEEE 802.11a/b/g, které musí být uživatelsky nastavitelné. Je 
tedy požadováno, aby WiFi síť umožňovala provoz minimálně dvou frekvenčně oddělených sítí (ve 
stejném nebo různém pásmu – 2,4GHz nebo 5GHz) a minimálně šesti logicky oddělených sítí – tzv. 
multi SSID (Service set identifier), s podporou VLAN. 
Celá WiFi síť musí garantovat nejvyšší zabezpečení. Je nezbytná podpora šifrování WEP, 
WPA i 802.11i/WPA2, dále pak podporovat autentizaci klientských zařízení podle 802.1x/Radius. 
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 Standard zapojení konektorů kategorie 5 
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Jednotlivá AP nesmí obsahovat žádné informace o konfiguraci a nastavení sítě, která by v případě 
jejich odcizení mohla být zneužita. Zabezpečená musí být i komunikace mezi AP-WS a nezbytné je i 
podporovat zabezpečený management zařízení. 
4.2.2 Technické parametry 
• WiFi zařízení podle standardu IEEE 802.11a/b/g 
• InterferenceFree architektura – tedy zamezení interferencí mezi AP 
• Blanket topologie – tedy celá WiFi síť na jednom RF kanále 
• Garantované pokrytí v požadovaném rozsahu instalace 
• Podpora fyzicky oddělených sítí (jiné RF kanály) na jedné WiFi technologii/instalaci 
• Možnost provozovat různé služby na jiných kanálech v rámci jedné instalace 
• Snadné rozšíření/změna sítě, přidání/přemístění AP, bez RF plánování – tzv. „plug’n’play“ 
• Funkce TrueReuse – vícenásobné využití kapacity jednoho RF kanálu 
• „Tenké“ AP – tedy AP bez uloženého nastavení/konfigurace 
• Použití centrálního řídícího prvku pro WLAN síť – Wireless switch 
• Podpora fixních i mobilních služeb 
• Podpora přenosu dat, hlasu (VoIP), video, firemní terminálové aplikace přes VPN spojení 
• Hand-off klientských stanic mezi AP připojených k jednomu WS: nižší než 1ms i při použití 
WPA šifrování 
• Hand-off klientských stanic mezi AP připojených k různým WS: nižší než 50ms i při použití 
WPA šifrování 
• Všechny AP v jedné SSID stejnou MAC adresu 
• Podpora HotSpot služeb 
• Integrovaný Captive portal s možností úpravy  úvodní stránky a přesměrování na jinou adresu, 
popřípadě kooperace s Radius serverem 
• AP s minimálně dvěmi rádii, každé rádio přeladitelné přes pásmo 2,4 GHz i 5 GHz a kompatibilní 
s normou IEEE 802.11a/b/g 
• Možnost použít všechna rádia v každém AP ve stejném pásmu (2,4 GHz nebo 5 GHz) – tzv. 
Same-band 
• Podpora minimálně 6 různých SSID pro každé rádio v AP  s podporou různých VLAN a různého 
nastavení zabezpečení 
• Podpora detekce cizích AP – Rogue AP 
• AP s integrovanými anténami pro diverzitní příjem a podporou obou pásem 2,4 GHz i 5 GHz 
• AP s podporou PoE podle standardu IEEE 802.3af 
• Propojení mezi AP a WS přes standardní strukt. kabeláž Cat. 5e a vyšší 
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• Zabezpečená komunikace mezi AP a WS 
• WS s podporou řízení celé sítě, konfigurace připojených AP, nastavení parametrů WLAN sítě 
• Snadný management WS 
• Správa přes CLI,  https, SNMP 
• Možnost správy/konfigurace WiFi sítě přes bezdrátovou část – in-band management, přístup ze 
strany WLAN klienta 
• Podpora připojení libovolných klientských zařízení od různých výrobců splňující standard IEEE 
802.11a/b/g 
• Podpora diverzitního příjmu pomocí komunikace s více AP současně v uplink směru (od klientů k 
AP) – zvýšení stability a odolnosti WiFi sítě 
• Možnost velmi hustého rozmístění AP – pro garanci porytí a služeb i v náročných podmínkách 
• Podpora šifrování WEP, WPA s TKIP/AES, WPA2 s TKIP/AES – PSK i Enterprise 
• Podpora 802.1x/RADUIS autentizace klientů 
• Autenzizace klientů pomocí MAC adres – na každé SSID vlastní 
• Datové (fyzické) rozhranní WS pro připojení WAN: 100BaseT (Ethernet) 
• Datové (fyzické) rozhranní WS pro připojení AP: 100BaseT (Ethernet) s PoE 
• WS s podporou PoE dle IEEE 802.3af na všech svých portech určených pro připojení AP 
• Datové (fyzické) rozhranní AP pro připojení WS: 100BaseT (Ethernet) 
4.2.3 Průzkum 
Jedná se o 17. podlažní budovu obdélníkového půdorysu železobetovoných nosných stěn. Dále se 
jedná o přístavby ke druhému a třetímu podlaží stejného charakteru, jež jsou s hlavní budovou 
spojeny průchozí chodbou. Vnitřní členění budovy je převážně z plných cihel mimo výtahové šachty 
a speciální izolované místnosti, kde není vyžadováno pokrytí. 
První patro je vstupní hala s otevřeným prostorem a vedlejší chodbou. V hale jsou podhledy 
lamelového typu, ve vedlejší chodbě se jedná o minerální podhledy s bezproblémovým přístupem.  
Druhé a třetí patro jsou shodného charakteru. Jedná se o otevřené haly s prodejními místy po 
obvodu. Stropy jsou vyšší s lamelovými podhledy. Bylo zde nalezeno několik aktivních AP na 
různých kanálech, se kterými je potřeba počítat při realizaci a konfiguraci budoucí sítě. V přístavbě 
druhého patra se nachází knihovna a kinosál s dřevěným obložením. Knihovna je od kinosálu 
oddělena pouze sádrokartonovou přepážkou. V knihovně jsou lamelové podhledy. V přístavbě třetího 
patra je ředitelství s kanceláři s cihlovými zdmi. Dále pak otevřená hala a internetový „koutek“, kde 
byly zjištěny aktivní AP. 
Čtvrté patro je technické zázemí bez přístupu veřejnosti. V tomto patře se nebude realizovat 
požadovaná síť tudíž je pro nás nepodstatné. 
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Páté až sedmnácté patro mají shodné členění. Obdélníkový půdorys, po obvodu jsou pokoje, 
kanceláře a vyšetřovny. Ve středu jsou výtahové šachty, schodiště, sociální zařízení a místnosti 
personálu. Střední část od pokojů jsou odděleny dvěmi chodbami obloženými kachlíky a lamelovými 
podhledy. 
4.2.4 Analýza prostupnosti signálu 
Pro simulaci šíření a dosahu signálu v jednotlivých prostorách jsme použili plánovací software 
Extricom Deployment. Software načte dodané plány budovy a po nastavení typu zdiva a rozmístění 
AP vykreslí předpokládanou sílu signálu. Na základě výsledů můžeme přidat, odebrat či změnit 
rozmístění AP. Takto postupujeme dokud nedosáhneme požadovaných vlastností.  
Vedle simulace pokrytí a prostupnosti signálu patřičným softwarem bylo provedeno zkušební 
měření. Na polovinu patra se rozmístily tři přístupové body korespondující s předpokládaným 
umístěním a vytvořil se testovací blanket. Následně se pomocí tří mobilních klientů provedl test 
signálu a jeho hraniční dosah. Problémová místa a místa s velikým útlumem byla zakreslena do plánů. 
4.2.5 Technologie 
Na základě měření je předpokládáno 10 přípojných bodů na patro a dle těchto předpokladů je i 
vytvořená strukturovaná kabeláž. Rozmístění technologií (Wireless switchů) bude do stávajících 
rozváděcích skříní, kde jsou již zakončeny jednotlivé přípojné body. 
 
1NP - 12 port switch:  
Rack L01 -  stojanový rozvaděč, v místnosti číslo 1046, výška asi 27U, 60x60cm. Je to 
samostatná místnost veřejnosti uzavřena. Místo na 1U Wireless switch zde je. Připojeno bude 
první patro. 
2NP - 12 port switch:      
Nástěnný 15U rozvaděč u vstupních dveří. Místo na switch je. Připojení druhého patra. 
2NP přístavba - 8 port switch: 
Budova O (přesněji O IV) 
Rozvaděč 6U v kanceláři knihovny. Switch do horní pozice. Připojení knihovny, kinosálu a 
jídelny. 
3NP - 12 port switch: 
Nástěnný 15U rozvaděč u vstupních dveří. Místo na switch je. Připojení třetího patra. 
3NP přístavba - 8 port switch: 
Budova O (přesněji O IV) 
Rack OL03 nástěnný, 15U. Potřeba přesunout optickou vanu o 2U níže a místo na switch bude. 
Připojení ředitelství, prostoru před kantýnou a právního oddělení. 
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5NP - připojení do rozvaděče L06g v šestém patře. 
6NP - 24 + 12 port switch: 
Rozvaděč L06g stojanový 42U. Skoro prázdný. 2x switch pod stávající Cisco pro patra 6,7,8. 
7NP - připojení do rozvaděče L06g v šestém patře. 
8NP - připojení do rozvaděče L09a v devátém patře. 
9NP - 24 port switch: 
Rozvaděč L09a stojanový 20U - dost přeplněný, místo tak akorát na switch pro patra 8 a 9. 
10NP - 12 port switch: 
Rozvaděč L10g stojanový 42U. Skoro prázdný. Switch pod stávající 3COM switch. Připojení jen 
10 patra. 
11NP - 12 port switch: 
Rozvaděč L11g stojanový 42U. Switch nad stávající Cisco. Na patře je již aktivní WiFi. Nutno 
zajistit bezproblémový chod s novým systémem. Připojení jen 11 patra. 
12NP - 24 port switch: 
Rozvaděč L12a stojanový 20U - dost přeplněný, místo tak akorát na switch pro patra 12 a 13. 
13NP - připojení do rozvaděče L12a ve dvanáctém patře. Je zde aktivní bezdrátový systém pro 
hlídané osoby, které chodí po chodbách a mají připnutý přístroj. Jsou třeba záruky o neovlivnění. 
Je použitá síť LAN (monitory typ MMED6000DP/SF - > centrála typ MMED-009) pracující s 
volnou licencí ISM v radiofrekvenčním pásmu 2,4 - 2,483 GHz, v souladu s IEEE 802.11b. 
14NP - 12 port switch: 
Rozvaděč L14g stojanový 42U. Skoro prázdný. Připojení jen 14 patra. 
15NP - 24 port switch: 
Rozvaděč L15a stojanový 20U. Připojení 15 a 16 patra. 
16NP -  připojení do rozvaděče L15a v patnáctém patře. 
17NP - 12port switch: 
Rozvaděč L17g 27U nasazený do zdi. Místo na switch je pod stávajícím Orcave. Připojeni 17 
patra. 
4.2.6 Schéma infrastruktury 
Na základě průzkumu a testovacího měření bylo navrhnuto následující rozmístění Access Pointů. 
Schéma rozmístění jednotlivých přípojných bodů spolu s barevným znázorněním síly signálu bylo 
vytvořeno pomocí plánovacího software Extricom Deployment, který poskytla firma Intelek s.r.o. 
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Obrázek 13: Rozmístění jednotlivých přípojných bodů v NP05-17 
(zdroj: program Extricom Deployment, poskytla Intelek s.r.o) 
 
 
Obrázek 14: Rozmístění jednotlivých přípojných bodů v NP01-03 




Obrázek 15: Rozmístění jednotlivých přípojných bodů v přístavbě NP02-03 
(zdroj: program Extricom Deployment, poskytla Intelek s.r.o) 
4.2.7 Použité technologie 
Pokrytí prostor bude řešeno bezdrátovou technologií od společnosti Extricom: 
• Řídící prvky Extricom WLAN Switch 8, 12 a 24 portů. 
• Přístupové body 168ks Extricom UltraThin AP - 2x Radio 
 
Připojení k externí síti bude provedeno metalickými patch cordy. Jednotlivé WLAN Switche 
budou minimálně jedním, ideálně dvěmi patch cordy připojeny do stávající sítě lan. První do 1Gbit 
portu pro komunikaci, druhý do 100Mbit portu, pro možnost vzdáleného upgrade switche. Výjimkou 
jsou 8 portové switche, které lze připojit jen na jeden WAN port o max. rychlosti 100Mbit/s. 
V případě, že propojovací kabeláž mezi WLAN switchem a koncovým bodem přesáhla délku 
100m, bude použito pasivního PoE extenderu, který umožňuje připojení koncového bodu až do 
vzdálenosti 200m. O vzdálenosti delší jak 200m se v našem případě neuvažujeme. 
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4.2.7.1 Dvourádiové AP Extricom EXRP-20 UltraThin Access Point   
 
Obrázek 16: Přístupový bod (zdroj: Extricom, poskytla Intelek s.r.o) 
 
• Norma: 802.11a/b/g  
• Provedení: vnitřní  
• Kmitočet: 2.4GHz, 5GHz  
• Modulace: DSSS[9], OFDM[10]  
• Přenosová rychlost: 54Mbps  
• Výstupní výkon: 17dBm  
• Citlivost: -91dBm  
• Šířka kanálu: 20MHz  
• Operační mód: AP, Bridge  
• Zabezpečení: WEP, WPA, WPA2, 802.1x, Radius  
• Management: HTTP, Telnet, SNMP  
• Další: Integrovaná anténa, QoS, Centrální management, PoE  
 
Jedná se o dvourádiové AP splňující 802.11a/b/g s integrovanými duálními anténami. Schopno 
vytvoření Blanket sítě, které podporují mobilní služby a 100% pokrytí bez RF plánování. Obě rádia 
mohou být používána v pásmu 2,4 nebo 5 GHz současně. V kombinaci s centrálním switchem 
podporují mobilní služby s 0ms handoffem v tzv. Interference-free architektuře. 
                                                     
9
 Direct-sequence spread spectrum - modulační technika přímého rozprostření spektra 
10
 Orthogonal Frequency Division Multiplexing - přenosová technika s rozprostřeným spektrem 
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4.2.7.2 EXSW-800/1200/2400 8/16/24-portový switch pro bezdrátová AP EXRP-20 
 
Obrázek 17: Manažment switch pro přístupové body (zdroj: Extricom, poskytla Intelek s.r.o) 
 
• Způsob ovládání: L2 management  
• Počet 100Mbit RJ45 portů: 9/12/24 
• Počet 1Gbit RJ45 portů (pouze pro modely 1200 a 2400): 2 
• Podpora PoE: Ano  
• Zdroj napájení: Interní  
 
Centrální řídící switch Extricom. Obsahuje 8/16/24 portů pro připojení Extricom AP. Všechny 
porty mají PoE pro napájení vlastních AP. Pro připojení do LAN obsahuje 1x 100BASE-T ethernet 
rozhraní s RJ-45. Switch obsahuje veškeré nastavení Extricom WiFi sítě, podporuje centrální 
management a dohled nad celou sítí. Umožňuje lokalní i vzdálenou správu přes HTTP, Telnet, 
SNMP. 
4.2.7.3 EXRE-10 Range exterder pro EXRP-20 
 
Obrázek 18: Pasivní extender (zdroj: Extricom, poskytla Intelek s.r.o) 
 
Range extender pro zdvojnásobení maximální vzdálenosti Extricom AP od Extricom switche. 
Jde o pasivní PoE extender, který umožňuje připojit EXRP-20/40 až na vzdálenost 200m od switche. 
Vloží se po maximálně 100m UTP kabeláže a umožní tak použít dalších 100m kabeláže bez použití 
jiného aktivního zařízení 
 31 
4.2.7.4 EXNM-2000/25 Extricom Network Management 
 
Obrázek 19: Ukázka software pro centrální správu (zdroj: Extricom, poskytla Intelek s.r.o) 
 
NMS software pro správu více Extricom switchů. Umožňuje centrální správu více WLAN 
sítí/switchů z jednoho místa, jedné aplikace. Tato verze obsahuje licenci pro správu až 25 switchů. 
EXNM-2000 slouží pro centrální řízení/konfiguraci/vyhodnocování/zabezpečení a mnoho dalších 
úkonů, nezbytných pro správu středních a velkých sítí. 
Politika jednotlivých blanketů a centrální dohled nad celým systémem bude nastavena 
pracovníkem firmy Intelek s.r.o, který také provede školení zákazníka. Následný dohled a správu 
systému si zajistí zákazník sám. 
4.2.8 Měření WLAN sítě 
Stabilita, propustnost a pokrytí jsou základní parametry WLAN sítě, které je potřeba po vybudování 
ověřit a případné problémy odstranit. Pro měření a zajištění korektních testů bylo použito dvou 
nezávislých mobilních klientů s rozdílným hardware ve standardu 802.11b/g. Měření probíhá vždy v 
rámci jednoho blanketu za pohybu klientů. 
4.2.8.1 Stabilita 
Pro měření stability sítě bylo použito software fping[11] a Colasoft[12] ping. Využívá klasického ICMP 
protokolu pro test dostupnosti cílového zařízení. Mobilní klient posílá v rámci jedné VLAN sítě 
ICMP dotazy na hlavní bránu místní sítě a dle naměřených výsledků a případných kolísání času 
                                                     
11
 Rozšířená verze standardního ping -  http://fping.sourceforge.net/ 
12
 Aplikace pro Windows s grafickým rozhraním využívající standardní ICMP ping - http://www.colasoft.com/ 
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jednotlivých odpovědí se určí, zda je stabilita v mezích normy a nebo je nějaký problém. Jednotlivé 
požadavky o velikosti 32bytů a s TTL 255 byly zasílány s 200ms intervaly. 
Měření proběhlo v pořádku, hodnoty odezvy se pohybovaly průměrně v čase kolem 12ms a 
zanedbatelnou ztrátovostí. Zvýšená ztrátovost u software fping byla zapříčiněna systémem Windows. 
Při opakování pod systémem linux byly výsledky srovnatelné s výsledky Colasoft ping. 

























L01-01np 1618 1612 6 0 1 181 9 
L06g-05np 1817 1813 4 0 1 184 13 
L06g-06np 2124 2115 9 0 1 447 13 
L06g-07np 1188 1185 3 0 1 186 16 
L09-08np 2324 2323 1 0 1 196 11 
L09-09np 1558 1551 7 0 1 395 13 
L10-10np 2550 2547 3 0 2 212 12 
L11-11np 1660 1659 1 0 1 187 12 
L12-12np 1601 1600 1 0 1 182 8 
L12-13np 1886 1881 5 0 1 167 8 
L14-14np 1547 1546 1 0 1 209 18 
L15-15np 1748 1746 2 0 1 187 12 
L15-16np 1418 1417 1 0 1 212 12 
L17-17np 1665 1664 1 0 1 186 11 
O02-02np 6822 6816 6 0 1 188 12 
O03-03np 1517 1515 2 0 1 163 6 
Tabulka 2: Naměřené hodnoty odezvy jednotlivých blanketů 
4.2.8.2 Propustnost 
Pro měření propustnosti bylo použito software iperf. Server část aplikace byla spuštěna na serveru, na 
kterém běží centrální management WLAN sítě. Klientská část byla spuštěna na mobilní stanici 
pohybující se po patře. Po nastavený čas jsou mezi klientem a serverem přenášena data o a loguje se, 
kolik dat bylo přeneseno za určitou časovou jednotku. 
Měření proběhlo úspěšně s průměrným výsledkem 17000Kbps při nastaveném data rate 
36Mbps na blanket. Hodnoty 48 a 56Mbps se v profesionálních WiFi sítích nepoužívají, aby byla 
zaručena spolehlivost. Naměřené maximum bylo kolem 18900Kbps. Na jednom místě docházelo k 
poklesům vlivem jiné stávající technologie. O tomto problému píši více v kapitole 4.2.9. 
Kompletní výsledky měření jsou umístěny na přiloženém CD ve složce "testy/iperf" 
4.2.8.3 Pokrytí a síla signálu 
Měření pokrytí je poněkud problémové, jelikož prozatím neexistuje software, který by korektním 
způsobem dokázal pracovat s blanket topologií. Problém tkví v tom, že signály jednotlivých AP se 
překrývají, ale standardní nástroje jako NetStumbler či Kismet je berou jako jeden jediný přístupový 
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bod. Naměřené hodnoty se poté jeví jako špatné a kolísající ve velkém rozmezí. Kolísání hodnot je 
dáno tím, ze kterého AP je v daném okamžiku signál měřen. 
Pomocí výše zmíněných aplikací lze změřit sílu signálu jednoho AP. V blanket síti to vyžaduje 
provozovat pouze jedno AP na každý blanket pro účely měření dosahu samostatných AP. Takto 
získané hodnoty ukazují pouze dosah daného AP a neslouží k učení pokrytí celé blanket sítě tvořené 
více AP. 
4.2.8.4 Závěr měření 
Výsledky měření potvrdily vysokou stabilitu sítě ve všech kontrolovaných blanketech/patrech. Síť 
vykazovala plnou stabilitu i při pohybu klientských jednotek bez výpadků při hand-offu mezi AP. 
Kapacita WLAN sítě dosahovala maxima reálných provozních hodnot kolem 18900Kbps. Běžné 
hodnoty se pohybovaly kolem 17000Kbps. Jediné snížení kapacity bylo naměřeno pouze v 13. patře u 
antén pro monitoring telemetrie pacientů. Vliv této bezdrátové technologie byl ověřen na obou 
klientských stanicích a projevoval se pouze u některých vysílačů/stropních antén. Ovlivnění WiFi 
parametrů bylo patrné cca 5-10m od těchto vysílačů. Stabilita WiFi sítě nebyla touto technologií 
výrazně ovlivněna a dosahovala vysoké kvality. 
4.2.9 Problémy při realizaci WLAN 
Při testování parametrů sítě byly zjištěny poklesy hodnot v okolí technologií pro monitoring kardiaků. 
Jedná se o dva systémy, každý v jiné části podlaží, někde se i překrývají. První systém pracuje na 
frekvenci 430-440MHz, druhý na frekvenci 420-450MHz, respektive ani jeden nepracuje na 
frekvenci 2,4 nebo 5GHz.  
Dle technických parametrů nešlo předpokládat vzájemné rušení zmíněných technologií. Jsou to 
zcela rozdílná pracovní frekvenční pásma. Vzájemné ovlivnění se ukázalo až praktickým měřením. 
Pravděpodobná příčina snížení propustnosti bezdrátové sítě jsou interference s vyššími harmonickými 
složkami původních telemetrických technologií, což nelze při plánování WiFi sítě běžně zjistit a v 
praxi se projeví až v reálném provozu.  
Ovlivňování starší technologií nebo technologiemi ze strany starší techniky a to v hodnotách 
neuváděných v technických specifikacích a závislých na tehdejších podmínkách výroby nejde 
dopředu předvídat ani definovat. Komunikace je stabilní jen s menší ale dostatečnou přenosovou 
kapacitou pro všechny média nasazená technologií není výrazně ovlivněna a dosahovala vysoké 
kvality.  
Na základě výše uvedeného bylo doporučeno zaznamenat zjištěné informace k projektu pro 
případy potřeby řešení potíží. Například po servisním zásahu či změnách ve starších technologiích, 
které by vzájemné ovlivňování zvýšilo na neúnosnou míru. 
 34 
Na přiloženém CD se ve složce "tech_specifikace" nachází technické specifikace obou 
technologií a taktéž Extricom. Ve složce je dále dokument s výňatkem ze článku popisující 
harmonické složky. 
4.3 Dokončení realizace 
Vybudovaná síť byla po kontrole zákazníkem předána spolu s technickými specifikacemi bez 
problémů. Síť splňuje všechny normy a požadované vlastnosti určené na počátku. Systém disponuje 
možnostmi dynamického rozšiřování, jelikož je plně integrován do původní sítě zákazníka, a jeho 
plnou kompatibilitu se stávající infrastrukturou.  
Případné změny hardware jsou podmíněny vzájemnou kompatibilitou s nasazenými prvky a 
























Cílem této bakalářské práce bylo navrhnout vhodnou technologii a její umístění pro vybudování 
bezdrátové sítě v sedmnácti patrové budově a její přístavbě dle požadavků zákazníka. Návrh a 
praktická realizace byla úspěšně zakončena předáním sítě zákazníkovi a obešla se bez zásadních 
problémů, které by znemožnili její dokončení. Vybudovaná síť je postavena na blanket technologii 
WiFi čtvrté generace. Do provozu bylo uvedeno celkem 32 blanketů pomocí dvourádiových AP 
Extricom o celkovém počtu 168 kusů. Jednotlivé blankety spravují Extricom management switche. 
Síť spravuje centrální management aplikace běžící na serveru zákazníka. Celý projekt od počátku 
plánování, přes výstavbu až po měření a samotné předání trval bezmála tři měsíce, přičemž více jak 
půlku času zabrala výstavba LAN sítě. Celá vybudovaná síť je postavena na moderní technologii, 
proto případné další rozšiřování by nemělo znamenat žádné větší problémy či vyžadovat nákladnou 
záměnu zařízení, pokud budou rozšiřující prvky kompatibilní s nasazenou technologií. 
Jediným nedostatkem realizace byla absence měřícího software pro blanket topologii, pro 
korektní změření síly signálu v prostorách budovy. Žádný z existujících programů nedokázal korektně 
otestovat pokrytí sítě, proto byla zvolena alternativní metoda způsobem mobilního klienta 
pohybujícím se v rámci jednotlivých blanketů, který se v konstantních časových intervalech dotazoval 
centrálního serveru, čímž byla ověřena funkčnost spojení. Kompatibilní měřící software je ve vývoji a 
bylo by vhodné síť otestovat, jakmile budou potřebné nástroje k dispozici. Další možností pro 
změření signálu by bylo použití profesionálního spektrum analyzéru, který ale nebyl k dispozici, 
jelikož pořízení tohoto zařízení je finančně velmi náročné a ze strany zákazníka to nebylo 
vyžadováno. 
Přínosem této práce pro autora jsou cenné praktické zkušenosti při návrhu a realizaci metalické 





[1] Zandl, Patrick: Bezdrátové sítě WiFi: praktický průvodce, 1. vyd. Brno, Computer Press, 
2003, ISBN 80-7226-632-2 
[2] Köhre, Thomas: Stavíme si bezdrátovou síť WI-FI, 1. vyd. Brno, Computer Press, 2004, 
ISBN 80-251-0391-9 
[3] Bruce Alexander: 802.11 Wireless Network Site Surveying and Installation, Cisco Press 
2004, ISBN 1-587-05164-8 
[4] MINI-LINK E, Instalation manual, Ericson 1999, EN/LZT 110 2014 R6A 
[5] Motorola Canopy, Svazek přístupových bodů Canopy AP, vyd. 5, 2004, AP-UM-en 
[6] Standardy IEEE 802.11, [online], 2010 [cit. 2010-04-03]. Dostupný z WWW: 
<http://standards.ieee.org/getieee802/download/802.11-2007.pdf> 
[7] Radiová pásma v ČR, [online], 2010 [cit. 2010-05-02]. Dostupný z WWW: 
<http://www.ctu.cz/1/download/plan-prideleni-kmitoctovych-pasem_1114099610.pdf> 
[8] Předpisy ČTU, [online], 2010 [cit. 2010-05-02]. Dostupný z WWW: 
<http://www.ctu.cz/predpisy-a-opatreni/opatreni-ctu/vseobecna-opravneni/vseobecna-
opravneni-archiv/predpisy-predchazejici-vseobecnym-opravnenim.html> 
[9] Wi-Fi, bezdrátové technologie, eArchiv.cz [online], 2010 [cit. 2010-05-02]. Dostupný 
z WWW: <http://www.earchiv.cz/i_wifi.php3> 
[10] Hand-off (Handover), Wikipedia [online], 2010 [cit. 2010-05-02]. Dostupný z WWW: 
<http://en.wikipedia.org/wiki/Handoff> 
[11] Service set (802.11 network), Wikipedia [online], 2010 [cit. 2010-05-02]. Dostupný 
z WWW: <http://en.wikipedia.org/wiki/Service_set_%28802.11_network%29> 
[12] Datasheet Extricom Wireless LAN System, Extricom 2007 
[13] Firemní materiály a manuály, České Radiokomunikace a.s.  
 37 
Seznam příloh 
Příloha 1. CD s výsledky měření a technickou specifikací použitých technologií. 
 
