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IZJAVA O AVTORSTVU DIPLOMSKEGA DELA 
Podpisana Inja Jevšinek Skok, študentka visokošolskega strokovnega študijskega 
programa Uprava 1. stopnja, z vpisno številko 04034230, sem avtorica diplomskega dela z 
naslovom Pravna ureditev elektronskega bančništva v Sloveniji in izbranih državah 
Evropske unije. 
S svojim podpisom zagotavljam, da: 
 je predloženo delo izključno rezultat mojega lastnega raziskovalnega dela, 
 sem poskrbela, da so dela in mnenja drugih avtorjev oz. avtoric, ki jih uporabljam v 
predloženem delu, navedena oz. citirana v skladu s fakultetnimi navodili, 
 sem poskrbela, da so vsa dela in mnenja drugih avtorjev oz. avtoric navedena v 
seznamu virov, ki je sestavni element predloženega dela in je zapisan v skladu s 
fakultetnimi navodili, 
 sem pridobila vsa dovoljenja za uporabo avtorskih del, ki so v celoti prenesena v 
predloženo delo, in sem to tudi jasno zapisala v predloženem delu, 
 se zavedam, da je plagiatorstvo – predstavljanje tujih del, bodisi v obliki citata bodisi v 
obliki skoraj dobesednega parafraziranja bodisi v grafični obliki, s katerim so tuje misli 
oz. ideje predstavljene kot moje lastne – kaznivo po zakonu (Zakon o avtorstvu in 
sorodnih pravicah, Ur. list RS, št. 21/95), kršitev pa se sankcionira tudi z ukrepi po 
pravilih Univerze v Ljubljani in Fakultete za upravo, 
 se zavedam posledic, ki jih dokazano plagiatorstvo lahko predstavlja za predloženo 
delo in za moj status na Fakulteti za upravo, 
 je elektronska oblika identična s tiskano obliko diplomskega dela in soglašam z objavo 
dela v zbirki »Dela FU«. 








Zaradi vse večje zahtevnosti uporabnikov in hitrega tempa življenja so banke že pred 
časom pričele s ponudbo elektronskega bančništva. Ta ponuja hitrejšo, cenejšo, 
enostavnejšo in dostopnejšo uporabo bančnih storitev. Danes to uslugo ponujajo vse 
banke v razvitih delih sveta. Nemotene plačilne transakcije zahtevajo plačilne operacije. Te 
zagotavljajo, da plačila varno in hitro preidejo od uporabnika do naslovnika. Za 
vzpostavitev bančnega sistema v Sloveniji je bil potreben Zakon o bančništvu s pomočjo 
Zakona o plačilnem prometu ter Zakona o elektronskem poslovanju in elektronskem 
podpisu (za del elektronskega bančništva). Evropski parlament in Svet evropske skupnosti 
sta sprejela Direktivo o elektronskem poslovanju, ki jo upoštevajo vse države Evropske 
unije. Stranke, ki želijo uporabljati elektronsko bančništvo, se na matični enoti banke 
dogovorijo za pravice uporabe elektronske banke. Banka nato posameznemu uporabniku 
dodeli želene pravice in ga o tem obvesti. Po prejemu potrebnih pripomočkov lahko 
stranka prične z uporabo elektronskega bančništva. Uporabnik ima možnost vpogleda v 
vse svoje oz. pooblaščene račune, opravlja lahko transakcije v Sloveniji in s tujino, sklepa 
depozite, varčevanja, naroča limite in kredite, preverja izvršena ali zavrnjena plačila in še 
mnogo več. 
Ključne besede: elektronsko bančništvo, bančni sistem, plačilni promet, bančna 





REGULATION OF ELECTRONIC BANKING IN SLOVENIA AND SELECTED 
EUROPEAN UNION COUNTRIES 
Given the increasing users demands and the fast pace of life, the banks began to offer 
electronic banking some time ago. It provides a faster, cheaper, simpler and more 
accessible banking services. Today this service is offered by all banks in the developed 
parts of the world. The uninterrupted payment transactions require payment operations. 
This ensures that payments came from the user to the addressee, safely and properly. To 
establish a banking system in Slovenia a Banking act was needed, with the aid of Payment 
transactions act and the Act on electronic commerce and electronic signature (for the part 
of electronic banking). The European Parliament and the Council of the European 
Community adopted Directive on electronic commerce, which is taken into account in all 
countries of the European Union. Customers, who want to use electronic banking, agree 
to the terms of use at the parent unit of the bank. The bank then grants the desired 
rights and informs the user. After receiving the necessary tools, the client can begin using 
electronic banking. The user has the option to view all of his/hers or. authorized accounts, 
he/she can perform transactions in Slovenia and abroad, conclusions of deposits, savings, 
and credit limit orders, check payments made or rejected and more. 
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Elektronsko bančništvo se je v zadnjih letih močno razširilo in postalo del vsakdanjika ljudi 
v razvitih delih sveta. Tisti, ki vsakodnevno uporabljajo računalnik in z njim povezane 
aplikacije, nedvomno nimajo težav pri uporabi elektronskega bančništva. Ob sodobnem 
tempu življenja je slednje postalo dobra rešitev za vse tiste, ki želijo v čim krajšem času 
opraviti in urediti vse bančne storitve; enostavno in pregledno. Pravila in zakoni za 
nemoteno delovanje bančnega sistema tako v Sloveniji kot tudi v drugih razvitih državah 
sveta, ki uporabljajo elektronsko bančništvo, so podobni, vendar pa obstajajo manjše 
razlike med njimi. Področje elektronske banke je s pravnega vidika zelo slabo opredeljeno. 
Predvsem na evropski ravni ni enotnega zakona, ki bi opredeljeval elektronsko bančništvo. 
Tako v Sloveniji kot tudi v Evropi je treba elektronsko bančništvo in z njim povezane 
aplikacije nenehno izpopolnjevati, saj so uporabniki vedno zahtevnejši. Pomemben del 
predstavlja zakonodaja, na kateri bančništvo nasploh temelji. Banke morajo upoštevati 
pravila, na podlagi katerih izdelajo aplikacije za elektronsko bančništvo. Predvsem brez 
plačilnega prometa si Evropa in svet ne predstavljata več medsebojnih transakcij. Hiter 
tehnološki razvoj je dejavnik, ki prispeva k velikim spremembam v bančnem svetu. Da bi 
banke hitreje poslovale, morajo razvijati informacijske sisteme, kamor sodita tudi 
elektronsko bančništvo in njegov razvoj. Ravno zaradi tega želim prikazati evropsko raven 
elektronskega komuniciranja bank, jo primerjati s slovenskim trgom in ta dva dela 
povezati na tistih področjih, ki so že opredeljena, ter na tistih delih, kjer bi bilo to še 
mogoče spremeniti in urediti. 
Namen diplomske naloge je spoznati in proučiti elektronsko bančništvo v Sloveniji in z 
njim povezani plačilni promet, predstaviti delovanje elektronskega bančništva v nekaterih 
državah Evropske unije (v nadaljevanju: EU) ter obenem spoznati pomanjkljivosti in 
prednosti elektronskega bančništva nasploh, skupaj z nekaterimi predlogi za boljše 
delovanje in večjo naklonjenost uporabnikom. Povezava med elektronskimi bančništvi po 
državah EU je ključna, saj lahko le tako nemoteno in usklajeno poslujejo. 
Pri izdelavi diplomskega dela bom uporabila znanje, pridobljeno med študijem, predvsem 
pa znanje in izkušnje iz obdobja, ko sem bila tudi sama del elektronskega bančništva ene 
od slovenskih bank. Poleg literature z bančnega področja bom uporabila tudi zapise 
zakonov ter uporabne članke s spleta in iz strokovne literature. 
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2 BANČNI SISTEM 
Bančni sistem je povezana skupnost različnih bank v gospodarstvu. Bančni sistemi so po 
državah različni, tako kot se med seboj razlikujejo posamezne države na gospodarski ravni. 
Banke so podvržene gospodarski strukturi v določeni državi, ki tako vpliva na bančništvo 
in njegovo organiziranost. Prav zaradi različnih gospodarstev se vsakemu posebej 
prilagajajo tudi bančni sistemi po posameznih državah (Mavrič, 2003, str. 2). V svetu 
prevladuje dvostopenjski bančni sistem. Razlikujemo med centralno oziroma narodno ali 
nacionalno banko, ki je denarna oblastna institucija, in drugimi finančnimi institucijami. 
Finančne institucije so podjetja, ki se ukvarjajo s finančnimi posli. Vrinejo se med 
posojilodajalce in posojilojemalce. Zaradi njihovega posredništva pa se poveča finančna 
premoženjska bilanca (Ribnikar, 1999, str. 75 in 192). Tu se pokaže nujna potreba po 
institucijah, ki vodijo take vrste poslov. 
2.1 BANČNI SISTEM V SLOVENIJI 
Slovenski bančni sistem je od vsega začetka deloval kot dvostopenjski bančni sistem. 
Kljub temu da so bile nekatere spremembe v slovenskem bančništvu uvedene že konec 
osemdesetih let, so se najbolj korenite spremembe zgodile šele v letu 1991. Takrat je bila 
razglašena samostojnost slovenske države in je bil posledično oblikovan tudi lasten bančni 
sistem. Slovenska centralna banka (v nadaljevanju: Banka Slovenije) je nastala 25. junija 
1991 s sprejetjem Zakona o Banki Slovenije (ZBS). Banka Slovenije je razglasila, da bo 
delovala znotraj enotnega jugoslovanskega denarnega območja, vendar je Narodna banka 
Jugoslavije Slovenijo izključila iz jugoslovanskega sistema. Prepovedala ji je zadolževanje 
v tujini, prenehala pošiljati kovance in bankovce ter ji zavrnila refinanciranje in prodajo 
deviz. Slovenija je zato kasneje ustanovila slovenski denarni sistem, ki je bil sprejet 8. 
oktobra 1991 (Mavrič, 2003, str. 5). 
Banka Slovenije je tako v Sloveniji prevzela funkcijo centralne banke. Danes uživa 
ustrezno stopnjo neodvisnosti, je samostojna v določanju svojega delovanja zaradi 
zakonsko določenih nalog, kot so (Mencinger v: Mavrič, 2003, str. 5): 
 uravnavanje količine denarja v obtoku, 
 skrb za likvidnost bančnega sistema, 
 skrb za splošno likvidnost do tujine, 
 kontrola bank in hranilnic, 
 izdajanje bankovcev in pošiljanje bankovcev v obtok. 
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3 PLAČILNI SISTEM 
3.1 DEFINICIJA PLAČILNEGA PROMETA IN PLAČILNEGA SISTEMA 
Plačilni promet je proces prenosa denarnih sredstev, izvajanja vplačil in izplačil ter 
izvajanja obračunov oziroma drugih poravnav v plačilnih sistemih (5. člen Zakona o 
plačilnem prometu, v nadaljevanju: ZplaP). 
Plačilni promet v moderni ekonomiji je središče upravljanja s sredstvi, transakcijami in z 
bančnimi depoziti, pomembna je pravna osnova, na osnovi katere se opravljajo plačilne 
transakcije. Plačilni sistem je del monetarnega sistema ekonomije. Zajema vsa plačila, 
izražena v denarju, ne glede na to, kdo in na kakšen način jih opravlja. Glavne lastnosti 
plačilnega sistema so cenovna stabilnost in nacionalna monetarna politika ter dejstvo, da 
je del vseh transakcij (Prešeren, 2004, str. 6). 
Vsa plačila dobijo značaj internega plačilnega prometa. To pomeni, da je tisti trenutek, ko 
je odobren račun nalogodajalca, odobren tudi račun prejemnika sredstev. Takšna plačila 
se izvedejo kadarkoli med poslovnim časom banke (niso vezana na čas delovanja plačilnih 
sistemov) in neodvisno od višine zneska na plačilnem nalogu. Plačila malih vrednosti do 
50.000 EUR opravljamo prek sistema žiro kliring (sistem plačil malih vrednosti, ki omogoča 
izvrševanje kreditnih plačilnih nalogov majhnih vrednost med udeleženkami in izvrševanje 
plačilnih nalogov iz naslova plačilnih storitev, ki jih udeleženke opravljajo za komitente) in 
so izvršena s poravnavo sistema kliring pri Banki Slovenije po njenem urniku. Poravnave 
se izvršijo 5-krat dnevno, vsak delavnik. Plačila nad 50.000 EUR in nujna plačila malih 
vrednosti izvršijo banke takoj po prejemu naloga prek sistema bruto poravnave v realnem 
času (Hypo Alpe Adria d.d., Vodnik po plačilnem prometu in elektronskem bančništvu, 
2008, str. 6). 
Plačilni sistem omogoča (Prešeren, 2004, str. 6): 
 delovanje finančnih trgov in ekonomije nasploh, 
 pravočasno in varno izvrševanje transakcij, 
 izvrševanje plačil med strankami, ki imajo transakcijske račune na različnih bankah, v 
isti državi, ali plačila s tujino, 
 varnostni in fizični obseg transakcij. 
Pomembno vlogo pri pregledu nad delovanjem plačilnih sistemov ima Banka Slovenije. Je 
poravnalna banka in operativni izvrševalec ter predstavlja monetarno oblast. Poleg tega 
pa s svojim delovanjem zagotavlja meddnevno likvidnost. Glavna naloga Banke Slovenije 
je v bistvu povezanost vseh bank v skupni bančni sistem, v dobrobit države ter 
državljanov. Banka Slovenije z bdenjem nad slovenskim plačilnim sistemom zmanjšuje 
tveganje v plačilnih sistemih, upravlja pri oblikovanju plačilnih sistemov ter vzpostavlja 
njihovo učinkovitost, pregleduje njihovo delovanje, njihove člane in upravljavce (Prešeren, 
2004, str. 7). V bistvu Banka Slovenija usmerja vse banke v Sloveniji, ki jim je dodelila 
dovoljenje za opravljanje bančnih storitev. 
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3.2 PLAČILNI PROMET V REPUBLIKI SLOVENIJI 
3.2.1 PRILIVNI PLAČILNI NALOGI 
Prilivne plačilne naloge banka razporeja na transakcijske račune prejemnikov. V primeru, 
da banka sama ugotovi morebitne manjkajoče podatke o nalogodajalcu ali upravičencu, 
knjiži sredstva v dobro računa upravičenca isti delovni dan, če je prilivni plačilni nalog 
poslan v času delovanja plačilnega prometa. V primeru, da je treba informacije o 
upravičencu ali nalogodajalcu pridobiti s strani banke pošiljatelja, so sredstva na račun 
upravičenca poknjižena ob pridobitvi manjkajoče informacije (čezmejni prilivni nalog, 
plačilni nalog s tujino), za kar skrbi plačilni promet banke nalogodajalca (Hypo Alpe Adria 
d.d., Vodnik po plačilnem prometu in elektronskem bančništvu, 2008, str. 4). 
3.2.2 ODLIVNI PLAČILNI NALOGI 
Naloge za plačilo lahko uporabnik predloži v elektronski obliki (elektronska banka) ali v 
papirni obliki (faks ali osebno). Plačilni nalogi se obdelujejo po vrstnem redu prejema in v 
okviru kritja na računu. Nalog, ki presega kritje na transakcijskem računu, ne bo obdelan, 
dokler na transakcijskem računu ne bo zadostnega kritja. Če za plačilni nalog, katerega 
valuta izvršitve je isti delovni dan, kritje ni zagotovljeno, se plačilni nalog zavrne 
najkasneje ob 16:30 (zadnja medbančna obravnava po pravilih Banke Slovenije). V 
primeru, da na transakcijskem računu ni zadostnega kritja, pa ob zagotovljenem kritju 
transakcija ni obdelana takoj, ampak šele z naslednjo medbančno obdelavo (v primeru 
nakazil, ko je banka različna od prejemnikove). Plačilne naloge za izvršitev v plačilnem 
prometu v državi se lahko posreduje v banko za največ 30 dni vnaprej. Po preteku tega 
obdobja se plačilni nalogi, za izvršitev katerih ni bilo zagotovljeno kritje na računu, 
zavrnejo. Plačilni nalogi, ki so sprejeti z valuto vnaprej, ne vplivajo na dejansko stanje na 
transakcijskem računu imetnika. Imetnik računa s sredstvi na transakcijskem računu 
prosto razpolaga do datuma valute plačilnih nalogov, ki so bili z valuto vnaprej predloženi 
v banko. Ti se izvršijo s prvo medbančno obravnavo na želen datum izvršitve. Plačilne 
naloge za izvršitev v čezmejnem plačilnem prometu in plačilnem prometu s tujino se lahko 
posreduje v banko vnaprej brez časovne omejitve, pri tem pa je treba določiti želeno 
valuto izvršitve (Hypo Alpe Adria d.d., Vodnik po plačilnem prometu in elektronskem 
bančništvu, 2008, str. 4 in 5). 
3.2.2.1 Preklic naloga, predloženega z valuto vnaprej 
Vnaprej poslani plačilni nalogi se na dan valute sprejmejo v prvo jutranjo obdelavo, če so 
za to izpolnjeni vsi pogoji. Če se imetnik računa odloči preklicati obdelavo plačilnega 
naloga, ki je bil z valuto vnaprej posredovan banki, mora to sporočiti en dan pred 
izvršitvijo naloga (Hypo Alpe Adria d.d., Vodnik po plačilnem prometu in elektronskem 




3.2.2.2 Zavrnitev plačilnih nalogov 
Plačilni nalogi se zavrnejo v primeru, da (Hypo Alpe Adria d.d., Vodnik po plačilnem 
prometu in elektronskem bančništvu, 2008, str. 5): 
 na računu ni zagotovljenega kritja na dan izvršitve oz. kritje ni pravočasno, 
 gre za netočne, nečitljive in nepopolne podatke na plačilnem nalogu, 
 banka prejme sklep pristojne institucije, ki ji preprečuje izvršitev plačilnih nalogov. 
3.2.3 SEPA 
SEPA je kratica za Single Euro Payments Area, ki predstavlja enotno območje plačil v evrih 
– evroobmočja. Trenutno območje SEPA vključuje 40 držav in področij: 13 evro držav, 14 
preostalih držav EU, devet območij, ki so pod upravo EU, ter Islandijo, Norveško, 
Lihtenštajn in Švico (Hypo Alpe Adria d.d., Vodnik po plačilnem prometu in elektronskem 
bančništvu, 2008, str. 11). 
SEPA pomeni okolje, kjer bodo lahko posamezniki, gospodarske družbe in drugi uporabniki 
plačilnih storitev v bankah izvajali in prejemali plačila v evrih, ne glede na to, ali se takšno 
plačilo izvaja znotraj posamezne države ali med posameznimi državami evroobmočja. 
Tovrstna plačila se bodo izvrševala pod enakimi osnovnimi pogoji, pravicami in 
obveznostmi ter poslovnimi običaji, ne glede na geografsko območje, državo 
nalogodajalca oziroma prejemnika plačila v okviru evroobmočja. Plačilni instrumenti, ki jih 
SEPA vključuje in jih v Evropi najpogosteje uporabljamo, so kreditna plačila (nakazila, 
prilivi), direktne obremenitve in plačilne kartice (Hypo Alpe Adria d.d., Vodnik po plačilnem 
prometu in elektronskem bančništvu, 2008, str. 11). 
Prednosti SEPA za gospodarske družbe so (Hypo Alpe Adria d.d., Vodnik po plačilnem 
prometu in elektronskem bančništvu, 2008, str. 11): 
 gospodarske družbe, ki poslujejo v celotnem evroobmočju, lahko z združitvijo 
upravljanja plačil in likvidnosti na enem mestu prihranijo čas in denar, 
 gospodarske družbe lahko svoje finančne transakcije v evrih opravijo centralno z 
enega bančnega računa in z uporabo plačilnih instrumentov SEPA, 
 obdelava plačil je poenostavljena, če se za prilive in odlive uporablja enaka struktura 
podatkov, 
 standardizirani plačilni instrumenti SEPA gospodarskim družbam omogoča nadaljnjo 
optimizacijo obdelave plačil. 
3.3 PLAČILNI PROMET S TUJINO 
Plačilni promet s tujino opravljajo banke, ki so si za to pridobile dovoljenje Banke Slovenije. 
Banka mora račun upravičenca (naveden v nalogu nerezidenta) odobriti najkasneje 
naslednji dan po prejemu kritja in podatkov, potrebnih za odobritev. Nalogodajalec mora 
namreč kritje poslati v plačilni promet, ta pa ga po obdelavi in pregledu podatkov 
posreduje v tujino. Za hitrejši prejem plačila iz tujine in s čim manjšimi stroški je 
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pomembno, da uporabnik na dokument, ki ga posreduje tujemu partnerju, navede točne 
in popolne podatke s pomočjo mednarodne bančne številke računa (v nadaljevanju: IBAN), 
saj banka posrednica brez posredovanja tega podatka ne more izpeljati nakazila v tujino 
(Prešeren, 2004, str. 14). 
IBAN je mednarodna bančna številka računa, ki se v svetu vse bolj uveljavlja za 
identifikacijo bančnih računov v mednarodnem poslovanju. Banka Slovenije je leta 2003 
sprejela odločitev o uporabi IBAN v domačem plačilnem prometu in v plačilnem prometu s 
tujino. Od pravilne uporabe je odvisna hitrost in pravilnost izvršitve plačila pa tudi končna 
cena. Z uporabo IBAN se komitent izogne morebitnim dodatnim stroškom tujih bank, saj 
ta v bistvu predstavlja številko računa, namenjeno poslovanju s tujino (Prešeren, 2004, str. 
15). 
3.3.1 MEDBANČNO KOMUNIKACIJSKO OMREŽJE (S.W.I.F.T.) 
Slovenske banke pri opravljanju plačilnega prometa že od leta 1989 uporabljajo sistem 
medbančnega komunikacijskega omrežja (angl. Society for Worldwide Interbank Financial 
Telecommunications; v nadaljevanju S.W.I.F.T.). S.W.I.F.T. omogoča prenos sredstev z 
računa nalogodajalca na račun upravičenca brez ročnega posega. S.W.I.F.T. je svetovno 
medbančno omrežje, ki se uporablja za bruto poravnavo v realnem času in je popolnoma 
zaprt sistem. Njegovi udeleženci so banke po vsem svetu (Prešeren, 2004, str. 15). 
BIC (angl. Bank Identifier Code) je bančna identifikacijska koda. Vse banke, ki so 
vključene v medbančno komunikacijsko omrežje S.W.I.F.T., dobijo identifikacijsko kodo BIC. 
Ta koda je osemmestna, v primeru, da jo ima podružnica banke, je lahko tudi 
enajstmestna. Koda je sestavljena iz štirimestne šifre banke, dvomestne šifre države po 
ISO-standardu in dvomestne dodatne šifre (primer: BIC Nove ljubljanske banke, d. d. je: 
LJBASI2X). 
Tabela 1: Obrazložitev šifre S.W.I.F.T. 
Šifra banke Šifra države Dodatna šifra 
LJBA (Nova ljubljanska banka) SI (Slovenija) 2X 
Vir: Prešeren (2004, str. 16). 
Potrebuje jo banka poslovnega partnerja, da bo znala pravilno in hitro usmeriti plačilo 
prek omrežja S.W.I.F.T. na želeno banko. Uporabniki lahko BIC dobijo pri svoji banki ali 
najlažje na spletni strani banke. Banka nalogodajalca prek banke posrednice v tujino 
pošlje sredstva, namenjena prejemniku, ravno zaradi tega je BIC nujna sestavina plačila v 
tujino (Prešeren, 2004, str. 16). 
3.3.2 SKUPEN EVROPSKI SISTEM ZA UPRAVLJANJE ČEZMEJNIH PLAČIL 
Skupen evropski sistem za upravljanje čezmejnih plačil imenujemo target. Target je sistem 
za medbančni prenos sredstev v evrih v EU in je eden od največjih plačilnih sistemov na 
svetu. Sistem target je začel delovati 4. januarja 1999. Imamo ga za infrastrukturo, ki 
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izvaja plačila med državami EU. Plačila se izvajajo le v evrih in so poravnava v nekaj 
minutah. Ko se izvede plačilo v breme poslovne banke, target odobri račun druge 
centralne banke, kamor bo poslala plačilo. Druga centralna banka ob prejemu plačila 
obremeni račun prve centralne banke in odobri račun poslovne banke prejemnice. Pred 
zaključkom delovnega dne si vse centralne banke izmenjajo informacije o prometu in 
stanju na računih. Evropska centralna banka ima v tem sistemu vlogo koordinacije in 
aktivno sodeluje pri procesih ob zaključku dneva. Vse nacionalne banke morajo konec 
dneva po usklajenem knjigovodstvu poslati poročila Evropski centralni banki (Prešeren, 
2004, str. 17). Evropska centralna banka bdi nad transakcijami med državami, skrbi za 
njihovo varnost in s tem zadovoljstvo vseh uporabnikov, v bistvu je povezovalni sistem 




4 SLOVENSKI BANČNI PROSTOR 
Do konca osemdesetih let so bile banke v Republiki Sloveniji v lasti podjetij, kar je 
povzročilo, da so banke tem podjetjem zagotavljale ugodna posojila brez realnega 
upoštevanja ekonomskih kriterijev. Zmanjševanje lastniškega kapitala, večanje deleža 
slabih posojil, slabo vodenje ter politični pretresi in razpad nekdanje države v začetku 
devetdesetih let so povzročali visoke stroške finančnega posredništva. Sanacija bank je 
bila posledica vsega dogajanja v osemdesetih in devetdesetih letih. Podlaga sanacije bank 
je bil Zakon o predsanaciji, sanaciji, stečaju in likvidaciji bank in hranilnic, sprejet junija 
1991. Sanacija je bila zaključena junija 1997. Njeni stroški so do konca leta 1997 znašali 
približno 10 % bruto domačega proizvoda (v nadaljevanju: BDP). Tako v Ljubljanski banki 
kot tudi v Kreditni banki Maribor sta bili doseženi solventnost in sposobnost bank 
izpolnjevati zahteve in predpise regulatorjev (Mavrič, 2003, str. 22–24). Zaradi tega je 
Slovenija morala sprejeti drugačno bančno strukturo in delovanje bančništva nasploh. 
4.1 DEFINICIJA ELEKTRONSKEGA BANČNIŠTVA 
Obstajata dve glavni definiciji elektronskega bančništva. Širša definicija pravi, da 
elektronsko bančništvo zajema telefonsko bančništvo, bankomate, uporabo bančnih 
terminalov in elektronsko bančništvo prek interneta. Elektronsko bančništvo je povsem 
neodvisno od navadnega bančništva in je osnovano predvsem na informacijski tehnologiji 
in elektronskih medijih. Druga definicija elektronskega bančništva pa pravi, da elektronsko 
bančništvo zajema samo bančne storitve, ki so na voljo prek interneta. Ob tem je treba 
opozoriti, da je elektronsko bančništvo širši pojem od internetnega bančništva. Kljub temu 
se predvsem v tuji literaturi ta dva pojma enačita (Bračun, 1997, str. 149), vendar pa je 
elektronsko bančništvo skupek obeh definicij, z dodatki in dopolnitvami, nadgradnjami, ki 
se dnevno izvajajo v tej obliki računalništva. 
4.2 BANČNA ZAKONODAJA REPUBLIKE SLOVENIJE 
Januarja 1999 je bil v Sloveniji sprejet novi Zakon o bančništvu. Pripravljen je bil v skladu 
z mednarodnimi obveznostmi Slovenije v odnosu do EUR in Svetovne trgovinske 
organizacije (angl. World Trade Organisation – WTO). Usklajena ureditev naj bi omogočala 
stabilnost bančnega sistema ter zaščito varčevalcev in varnost njihovih vlog. Zakon o 
bančništvu (ZBan) ureja področja, ki se nanašajo na pridružitveni sporazum (Mavrič, 2003, 
str. 25). 
4.2.1 ZAKON O ELEKTRONSKEM POSLOVANJU IN ELEKTRONSKEM PODPISU 
V Republiki Sloveniji je bil v juniju 2000 sprejet Zakon o elektronskem poslovanju in 
elektronskem podpisu (v nadaljevanju: ZEPEP). 
Cilji ZEPEP so zlasti (Štefe, 2004, str. 46): 
 spodbuditi tehnološki razvoj elektronskega poslovanja, 
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 izenačenje varnega elektronskega podpisa z lastnoročnim podpisom, 
 določitev pravil za izmenjavo elektronskih sporočil in pravila za uporabo elektronskega 
podpisa, 
 doseči mednarodno priznanje elektronskega podpisa. 
ZEPEP temelji na naslednjih sodobnih načelih: načelo nediskriminacije elektronske oblike, 
načelo odprtosti, načelo pogodbene svobode strank, načelo dvojnosti in enotnosti, načelo 
varstva osebnih podatkov, varstvo potrošnikov in načelo mednarodnega priznavanja (Štefe, 
2004, str. 46–47). 
ZEPEP je sestavljen iz štirih poglavij (Štefe, 2004, str. 47): 
1. v prvem poglavju govori o področju, ki ga regulira: elektronsko poslovanje in uporaba 
podatkov v elektronski obliki ter pomen elektronskega podpisa v pravnih transakcijah, 
ter definira pomen posameznih izrazov, ki se uporabljajo v zakonu. Opredeljuje tudi 
razliko med elektronskim podpisom (niz podatkov v elektronski obliki, ki je vsebovan, 
dodan ali logično povezan z drugimi podatki in je namenjen preverjanju pristnosti teh 
podatkov in identifikaciji podpisnika) in varnim elektronskim podpisom (izpolnjuje 
zahteve, ki so: povezan je izključno s podpisnikom, iz njega je mogoče zanesljivo 
ugotoviti podpisnika, da je ustvarjen s sredstvi za varno elektronsko poslovanje, ki so 
izključno pod podpisnikovim nadzorom, in da je povezan s podatki, na katere se 
nanaša, tako da je opazna vsaka kasnejša sprememba teh podatkov ali povezava z 
njimi); 
2. v drugem poglavju zakon govori o elektronskem poslovanju, opredeljuje vse postopke 
v zvezi z elektronskimi sporočili. Prav tako so opredeljene uporaba podatkov v 
elektronski obliki, njihova veljavnost in dokazna vrednost; 
3. v tretjem poglavju zakon govori o elektronskem podpisu in o dejavnostih ponudnikov 
storitev informacijske družbe ter overiteljev, ki so nujni pri uporabi elektronskih 
podpisov. Zakon sledi evropskim in svetovnim smernicam in uporablja dvojni postopek. 
Dovoljuje, da ponudniki storitev informacijske družbe, ki so fizične ali pravne osebe, ki 
ponujajo storitve prodaje blaga ali storitev, dostopa do podatkov ali oglaševanja na 
svetovnem spletu ter storitve dostopa do komunikacijskega omrežja, prenosa 
podatkov ali shranjevanja prejemnikovih podatkov v komunikacijskem omrežju, ter 
overitelji, ki so fizične ali pravne osebe, ki izdajajo potrdila, opravljajo svojo dejavnost 
brez predhodnega dovoljenja, in določa le, da mora overitelj začetek opravljanja 
dejavnosti prijaviti ministrstvu, pristojnemu za informacijsko družbo, najmanj osem dni 
pred začetkom. Overiteljem omogoča poslovanje, vendar ima to za posledico različne 
pravne učinke oz. različno stopnjo zanesljivosti produktov njihovih storitev; 




4.2.2 ZAKON O BANČNIŠTVU 
Zakon o bančništvu navaja, da mora biti banka organizirana v pravnoorganizacijski obliki 
delniške družbe ali evropske delniške družbe (25. člen Zakona o bančništvu, v 
nadaljevanju: Zban). 
Banka opravlja bančne storitve. V sodni register se ne sme vpisati firma, ki vsebuje 
besede banka, kreditna institucija ali hranilnica ali izpeljanke iz teh besed, če pravna 
oseba ne izpolnjuje pogojev za opravljanje bančnih storitev (26. člen Zban). 
Najnižji znesek ustanovitvenega kapitala banke je 5.000.000 evrov (27. člen Zban). 
4.2.2.1 Organi vodenja ali nadzora banke 
Banka lahko izbere dvotirni sistem upravljanja banke z upravo in nadzornim svetom ali 
enotirni sistem upravljanja banke z upravnim odborom (33. člen Zban). 
Uprava banke mora imeti najmanj dva člana, ki banko skupaj zastopata in predstavljata v 
pravnem prometu. Nihče od članov uprave banke oziroma prokurist le te ne sme biti 
pooblaščen za samostojno zastopanje banke za celoten obseg poslov iz dejavnosti banke. 
Člani uprave banke morajo opravljati posle vodenja banke za polni delovni čas. Najmanj 
en član uprave banke mora imeti zadostno znanje slovenskega jezika, primerno za 
opravljanje dolžnosti člana uprava banke. Uprava mora voditi posle banke v Republiki 
Sloveniji (37. člen Zban). 
4.2.2.2 Varovanje zaupnih podatkov 
Banka mora kot zaupne varovati vse podatke, dejstva in okoliščine o posamezni stranki, s 
katerimi razpolaga, ne glede na način, na katerega je pridobila te podatke (126. člen 
Zban). 
4.2.3 ZAKON O PLAČILNEM PROMETU 
Plačilni promet je proces prenosa denarnih sredstev, izvajanja vplačil in izplačil ter 
izvajanja obračunov oziroma drugih poravnav v plačilni sistem (5. člen Zakona o plačilnem 
prometu, v nadaljevanju: ZplaP). 
Storitve plačilnega prometa so storitve vodenja transakcijskega računa in druge storitve v 
zvezi z izvršitvijo nalogov za plačilo oziroma nakazilo. Storitve plačilnega prometa lahko 
opravlja (4. člen ZplaP): 
 banka oziroma hranilnica, ki za opravljanje storitev plačilnega prometa pridobi 
dovoljenje Banke Slovenije po ZBan; 




 banka države članice EU, ki v skladu z ZBan ustanovi podružnico na območju 
Republike Slovenije oz. je v skladu z ZBan pooblaščena neposredno opravljati bančne 
storitve na območju Republike Slovenije; 
 Banka Slovenije, če tako določa zakon. 
4.2.3.1 Transakcijski račun 
Pravne in fizične osebe ter osebe civilnega prava (v nadaljevanju: imetniki transakcijskih 
računov) lahko prejemajo in nakazujejo denarna sredstva v plačilnem prometu le prek 
transakcijskega računa. Pogodbo o vodenju transakcijskega računa lahko sklene vsaka 
fizična oseba ali njen skrbnik oz. zakoniti zastopnik, zasebnik, pravna oseba in oseba 
civilnega prava. Zasebnik mora imeti za namene v zvezi z opravljanjem dejavnosti ločen 
transakcijski račun. Osebe, ki so po veljavnih predpisih zavezane plačevati prek 
transakcijskega računa, morajo odpreti najmanj en transakcijski račun v rokih, določenih v 
predhodnih določbah ZplaP (8. člen ZplaP). 
Nalog za plačilo mora po zakonu obsegati (13. člen ZplaP): 
 ime in priimek oz. firmo imetnika transakcijskega računa nalogodajalca; 
 številko imetnikovega transakcijskega računa, v breme katerega naj se opravi plačilo; 
 denarni znesek plačila in valuto, v kateri naj se plačilo opravi; 
 ime in priimek oz. firmo imetnika transakcijskega računa prejemnika plačila; 
 številko transakcijskega računa prejemnika plačila, v dobro katerega naj se plačilo 
opravi, in oznako izvajalca plačilnega prometa, ki vodi prejemnikov transakcijski račun; 
 druge podatke, potrebne za zbiranje podatkov in statistične namene; 
 v nalogu za plačilo je lahko določen dan, na katerega mora izvajalec plačilnega 
prometa izvršiti nalog, oz. namen oz. referenčna oznaka namena plačila. 
Šteje se, da je izvajalec plačilnega prometa prejel (14. člen ZplaP): 
 pisni nalog za plačilo: ko je ta izročen v poslovalnici izvajalca plačilnega prometa; 
 elektronski nalog za plačilo: ko izvajalec plačilnega prometa prejme nalog v elektronski 
obliki na način, določen s splošnimi pogoji vodenja transakcijskega računa; 
 telefonski nalog za plačilo: ko so podatki o nalogu sporočeni na telefonsko številko, 
določeno v splošnih pogojih vodenja transakcijskega računa. 
Izvajalec plačilnega prometa mora sprejeti nalog za plačilo: 
 če nalog vsebuje vse, kar mora obsegati, 
 če je na transakcijskem računu imetnika transakcijskega računa, v breme katerega naj 
se plačilo opravi, kritje v višini, ki je potrebna za izvršitev naloga. 
Izvajalec plačilnega prometa mora imetnika transakcijskega računa obvestiti o zavrnitvi 
sprejema naloga v roku, določenem v splošnih pogojih poslovanja, vendar ne kasneje kot 
naslednji delovni dan po datumu, ki ga je imetnik transakcijskega računa določil za datum 
izvršitve. Če izvajalec prometa v roku ne zavrne sprejema naloga za plačilo, se šteje, da je 
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nalog za plačilo sprejel. S sprejemom naloga za plačilo nastane obveznost izvajalca 
plačilnega prometa nalogodajalca v razmerju do nalogodajalca izvršiti nalog za plačilo (15. 
člen ZplaP). 
Kadar se nalog za plačilo nanaša na plačilo v dobro prejemnika plačila, ki je imetnik 
transakcijskega računa pri istem izvajalcu plačilnega prometa kot nalogodajalec, izvrši 
izvajalec plačilnega prometa nalog za plačilo tako, da za znesek plačila, ki je predmet 
naloga za plačilo, hkrati zmanjša kritje na transakcijskem računu nalogodajalca in poveča 
kritje na transakcijskem računu prejemnika. Izvajalec plačilnega prometa mora tak nalog 
za plačilo izvršiti isti delovni dan, kot ga je sprejel (16. člen ZplaP). 
Kadar se nalog za plačilo nanaša na plačilo v dobro prejemnika plačila, ki je imetnik 
transakcijskega računa pri drugem izvajalcu plačilnega prometa kakor nalogodajalec, izvrši 
izvajalec plačilnega prometa nalog za plačilo tako, da (17. člen ZplaP): 
 za znesek plačila, ki je predmet naloga za plačilo, zmanjša kritje na transakcijskem 
računu nalogodajalca, 
 bodisi neposredno bodisi prek plačilnega sistema posreduje izvajalcu plačilnega 
prometa prejemnika nalog za odobritev prejemnikovega računa za znesek plačila, ki je 
predmet naloga, in 
 zagotovi, da izvajalec plačilnega prometa prejemnika plačila prejme kritje v višini 
zneska plačila, ki je predmet naloga. 
Izvajalec plačilnega prometa mora izvršiti nakazilo, če nalogodajalec hkrati zagotovi kritje 
z gotovinskim pologom v višini zneska nakazila, povečanega za morebitne stroške izvršitve 
nakazila (18. člen ZplaP). 
4.2.3.2 Provizija in povračilo stroškov 
Izvajalec plačilnega prometa ima pravico zaračunavati provizijo za opravljene storitve 
plačilnega prometa in tudi posebne stroške, ki jih je imel v zvezi z vodenjem 
transakcijskega računa. Izvajalec plačilnega prometa si poplača svojo provizijo in stroške 
vodenja transakcijskega računa iz kritja na transakcijskem računu, če s pogodbo ni 
dogovorjeno drugače. Izvajalec plačilnega prometa obračuna provizijo in stroške za svoje 
storitve po veljavni tarifi, ki jo sprejmejo njegovi organi upravljanja in je javno objavljeno 
(25. člen ZplaP). 
4.2.3.3 Čezmejna plačila manjše vrednosti 
Izvajalec plačilnega prometa mora sedanji in prihodnji stranki v enostavno razumljivem 
besedilu pisno ali po elektronskem mediju dati na voljo informacije o pogojih za izvršitev 
čezmejnega plačila manjše vrednosti in najmanj o (30. c člen ZplaP): 
 času, ki je potreben, da bodo sredstva na računu izvajalca plačilnega prometa 
prejemnika plačila, pri čemer mora biti začetek tega obdobja jasno naveden; 
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 času, ki je potreben, da izvajalec plačilnega prometa prejemnika plačila prejeta 
sredstva knjiži v dobro njegovega računa; 
 načinu izračunavanja provizij in stroškov plačila, ki bremenijo stranko, vključno z 
njihovimi stopnjami, če se te uporabljajo; 
 datumu valutacije, če ga izvajalec plačilnega prometa uporablja; 
 možnosti vložitve pritožbe in postopku reševanja sporov ter načinu dostopa do njih; 
 uporabljenih tečajih. 
Izvajalec plačilnega prometa mora stranki po izvršenem čezmejnem plačilu manjše 
vrednosti, razen če se na izrecno željo stranke dogovori drugače, v enostavno razumljivem 
besedilu pisno ali po elektronskem mediju posredovati najmanj naslednje informacije (30. 
c člen ZplaP): 
 referenco, ki stranki omogoča identifikacijo plačila, 
 znesek plačila (brez stroškov), 
 znesek provizij in stroškov, ki bremenijo stranko, 
 datum valutacije, če ga izvajalec plačilnega prometa uporablja, 
 v primeru konverzije v drugo valuto uporabljeni tečaj. 
Nalog za čezmejno plačilo manjše vrednosti mora izvajalec plačilnega prometa 
nalogodajalca izvršiti v dogovorjenem roku, če rok ni dogovorjen, pa v petih delovnih 
dneh po sprejemu naloga (30. d člen ZplaP). 
Izvajalec plačilnega prometa nalogodajalca, morebitni posredniški izvajalec plačilnega 
prometa in izvajalec plačilnega prometa prejemnika plačila so dolžni po sprejemu naloga 
za čezmejno plačilo manjše vrednosti opraviti plačilo v polnem znesku, razen če 
nalogodajalec odredi, da stroški čezmejnega plačila manjše vrednosti delno ali v celoti 
bremenijo prejemnika plačila (30. e člen ZplaP). 
4.2.3.4 Plačilni sistemi 
Člani plačilnega prometa oblikujejo plačilni sistem s tem, da sprejmejo pravila plačilnega 
sistema. Član plačilnega prometa se vključi v že oblikovani plačilni sistem s tem, da 
pristopi k pravilom tega plačilnega sistema (54. člen ZplaP). 
Pravila plačilnega sistema urejajo vsebino pravic in obveznosti med člani plačilnega 
sistema ter vsebino pravic in obveznosti med člani plačilnega sistema in upravljavcem 
plačilnega sistema (55. člen ZplaP). 
Storitve upravljanja plačilnega sistema obsegajo zlasti (59. člen ZplaP): 
 izvajanje izračuna medsebojnih terjatev in obveznosti članov plačilnega sistema v zvezi 
s poravnavo, 
 izvajanje poravnave, 
 vodenje poravnalnih računov, 
 upravljanje likvidnosti članom plačilnega sistema v zvezi s poravnavo. 
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5 ELEKTRONSKO BANČNIŠTVO 
Panoga elektronskega bančništva je zelo pomembna in konkurenčna, saj stranke postajajo 
vse bolj zahtevne. Tako zahtevajo hiter, enostaven in cenejši dostop do bančnih storitev in 
informacij. Večina elektronskih transakcij se tako uporablja prek interneta, tako spletno 
bančništvo (opravljanje transakcij prek svetovnega spleta – interneta) kot tudi elektronsko 
bančništvo (opravljanje bančnih transakcij prek elektronskega kanala), posledično pa se 
vedno bolj uporablja tudi mobilno bančništvo (Groznik in drugi, 2009, str. 60). Banka, ki v 
današnjih časih ne nudi elektronskega bančništva strankam, na trgu ne bi mogla delovati 
oz. v primerjavi z ostalimi bankami ne bi bila konkurenčna. 
Informacijska tehnologija (Groznik in drugi, 2009, str. 60): 
 vstopna pisarna (angl. Front office): delovne postaje zaposlenih omogočajo hitro 
posredovanje storitev večjemu številu strank, delovne postaje svetovalnih strežb pa 
omogočajo celovito strežbo zahtevnejših in bolj zapletenih storitev; 
 zaledje (angl. Back office): vlogo aktivnosti prevzame računalnik, ki lahko obdeluje 
podatke, povezane s poslovnimi dogodki, ki so bili zajeti na delovnih mestih strežbe ali 
s pomočjo elektronskih prodajnih poti. 
5.1 ZGODOVINA ELEKTRONSKEGA BANČNIŠTVA 
Na globalni trg so slovenske banke vstopile s priključitvijo na svetovno računalniško 
omrežje leta 1999, ko je SKB kot prva slovenska banka ponudila bančne storitve tudi prek 
spletnih strani. Danes tovrstne usluge ponujajo vse banke na slovenskem tržišču. Ponujajo 
vedno več internetnega bančništva, od spremljanja prometa do sklepanja depozitov in 
odprtja trajnih nalogov. Konkurenca na trgu bančnih storitev je banke vzpodbujala k 
iskanju vedno novih kanalov za nudenje storitev. Poslovanju prek bančnega okenca so se 
kmalu pridružili bankomati, plačilne kartice, telebanking in razni zaprti sistemi bančnih 
storitev (npr. BTX – programska oprema za spremljanje teleteksta). Vse to je sicer 
pomenilo napredek v ponudbi bank, vendar je bilo prisotnih še vedno veliko 
pomanjkljivosti (Kovačič, 1997, str. 131). 
Glavna prednost interneta je preglednost vseh povezav. Uporabnik lahko do iskanih 
podatkov pride na zelo različne načine in po drugačnih, enostavnih poteh. Internet je 
omrežje vseh omrežij, ki ga povezujejo posebni računalniki (Okorn, 1995, str. 8). 
5.2 INTERNETNA UPORABA IN NJENA STATISTIKA 
V letu 2014 je 37 % oseb v starosti od 16 do 74 let uporabljalo mobilni telefon za dostop 
do interneta zunaj doma ali delovnega mesta. 27 % oseb je z mobilnim telefonom 
dostopalo do interneta prek omrežij GPRS, UMTS, HSDPA. 25 % oseb je uporabljalo 
prenosnik oz. tablični računalnik za dostop do interneta zunaj doma ali delovnega mesta. 
7 % oseb je s prenosnim oz. tabličnim računalnikom dostopalo do interneta prek SIM- 
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kartice oz. USB-modema (NLB d.d., Strategija razvoja informacijske družbe do leta 2020, 
2015, str. 62). 
V podjetjih je vedno bolj pomembna uporaba mobilnega interneta. V EU je leta 2014  
66 % podjetij svojim zaposlenim zagotavljala dostop do mobilnega interneta. V Sloveniji 
je ta delež 71 % in je s tem višji od evropskega povprečja. V Letu 2012 je imelo 82 % 
državljanov Slovenije nizko, srednjo ali visoko stopnjo računalniške spretnosti, od tega jih 
je kar 52 % imelo visoko ali srednjo stopnjo računalniškega znanja (NLB d.d., Strategija 
razvoja informacijske družbe do leta 2020, 2015, str. 62). 
5.3 ELEKTRONSKO BANČNIŠTVO IN NJEGOV NAPREDEK 
Banka mora pri razvoju elektronskega bančništva upoštevati želje oz. zahteve strank ter 
tehnološke možnosti. Pri razvoju je treba upoštevati predvsem naslednja dejstva (Bračun, 
1997, str. 150): 
 uporabniki želijo opravljati storitve od kjerkoli; 
 strankam naj ne bi vsiljevali tehnologije, ampak naj bi upoštevali tisto, ki jo imajo v 
podjetju; 
 kakšno povezavo želi banka vzpostaviti s strankami; 
 kakšni so dolgoročni in kakšni kratkoročni učinki elektronskega bančništva; 
 uporabniki morajo imeti zaupanje v storitev; 
 banka mora poskrbeti za najvišjo stopnjo varnosti; 
 kakšna je ciljna skupina uporabnikov; 
 čim bolj enostavna uporaba storitev in hitro delovanje. 
Hiter tempo življenja je privedel do tega, da imajo ljudje danes vedno manj časa za obiske 
bank. Po drugi strani pa je vedno bolj razvita informacijska tehnologija, vse več 
gospodinjstev ima povezavo z internetom. Poleg tega so vedno bolj zahtevne tudi stranke, 
kar se kaže v velikem nezadovoljstvu, če so elektronske storitve bank pod pričakovanji 
(Bračun, 1997, str. 150). Konkurenca na bančnem trgu je močna, banke med seboj 
tekmujejo, svojim uporabnikom se želijo čim bolj približati, uporabniki sami pa imajo 
zaradi konkurence med bankami moč zahtevati najsodobnejše in najnovejše trende na 
tem področju. 
Zaradi številnih prednosti, ki jih prinaša elektronsko poslovanje, se vedno več podjetij 
odloča za tako vrsto poslovanja, v bistvu si večina podjetij brez elektronskega poslovanja 
ne predstavlja več poslovanja. Ti trendi so močno poudarjeni že sedaj pri podjetjih, ki 
imajo ustaljene mednarodne poslovne tokove (Prešeren, 2004, str. 21). 
5.3.1 OPIS POSLOVANJA ELEKTRONSKEGA BANČNIŠTVA 
Pogoj Banke Slovenije za uporabo storitev plačilnega prometa je odprt transakcijski račun 
pri banki. Pri oblikovanju strukture transakcijskega računa se je upošteval mednarodni 
standard ISO/CD 13616 – IBAN (mednarodna številka končnega računa, angl. 
International Bank Account Number) v skladu z mednarodnim standardom ISO 6523. 
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Sestava transakcijskega računa v slovenskem bančnem okolju obsega petnajst mest. Prvi 
dve številki (00) predstavljata banko, tri številke (111) pomenijo organizacijsko enoto, 
osemmestna številka pa predstavlja identifikacijsko številko komitenta, ki jo določi vsaka 
banka sama (Prešeren, 2004, str. 22). 
Tabela 2: Sestava transakcijskega računa v slovenskem bančnem okolju 





00 111 22222222 33 
Vir: Prešeren (2004, str. 22). 
Elektronsko bančništvo zajema oz. uporabniku omogoča naslednje: 
 nakazila oz. vnos nalogov ter avtorizacijo nalogov, 
 interne prenose sredstev, 
 spremljanje točnega stanja na transakcijskem računu, 
 promet po transakcijskem računu, 
 izpiske, 
 pregled čakalne vrste, 
 sklepanje depozitov, 
 spremljanje prometa in stanja na varčevalnih računih, 
 spremljanje prometa in stanja transakcijskega računa za nazaj, 
 pošiljanje obvestil v banko, 
 pregled arhiva vseh transakcij, 
 možnost naročila kreditov, 
 odprtje trajnih nalogov in direktnih bremenitev, 
 prihranek časa. 
5.3.2 POSTOPKI ELEKTRONSKEGA BANČNIŠTVA 
Uporabnik, ki želi nalog speljati v izplačilo, mora nalog najprej pravilno vnesti. Nalogi za 
obdelavo v tekočem dnevu morajo biti poslani v banko do določene ure, če želijo, da je 
nalog izvršen isti delovni dan. Kontrolo naredi že aplikacija, s pomočjo programa se 
preverja tudi stanje na tekočem računu. V primeru, da je to ni zadostno za izvršitev 
poslanega naloga, se plačilo ne izvrši. Taki nalogi ostanejo v čakalni vrsti do konca 
delovnega dne, konec tekočega dne pa se plačilni nalogi, za katere ni zadostnega kritja, 
izbrišejo iz čakalne vrste (Prešeren, 2004, str. 24–25). 
Čakalno vrsto sestavljajo (Prešeren, 2004, str. 24–25): 
 nalogi, ki so v obdelavi. Ti nalogi imajo tekoči datum valute in so bili posredovani v 
plačilo; 
 nalogi, ki čakajo na obdelavo, ker na TRR ni dovolj stanja. Ti nalogi čakajo na izvršitev, 
ker na TRR ni kritja. Če se na dan želene valute zgodi, da se stanje spremeni in da ga 
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je dovolj za izvršitev plačila, se ti nalogi avtomatično prenesejo v sklop nalogov v 
obdelavi; 
 neavtorizirani nalogi in nalogi z valuto vnaprej. V primeru, da je datum plačila 
neavtoriziranega naloga že potekel, lahko ta nalog avtoriziramo, program pa bo sam 
popravil datum plačila na tekoči dan. Nalogi z valuto naprej so nalogi, ki so že 
avtorizirani, vendar je datum plačila kasnejši od tekočega dneva, zato čakajo v čakalni 
vrsti. 
5.4 PLAČEVANJE PREK ELEKTRONSKE BANKE 
Potek poslovanja je približno enak pri vseh bankah in njihovih spletnih programih. Pri vseh 
je potrebno podpisovanje nalogov z elektronskim podpisom. Elektronski podpis zagotavlja 
avtentičnost dokumenta in zagotavlja, da je podpisnik pravi. Pri pravnih osebah je podpis 
shranjen na pametni kartici, ki ga stranka vstavi v čitalec kartic (obstaja tudi možnost 
uporabe USB-ključev, ki ne zahtevajo čitalca pametnih kartic) vsakokrat, ko stranka z 
banko izmenjuje podatke (pošiljanje nalogov, prejemanje podatkov o prometu na 
računu ...). V podjetjih, kjer elektronsko poslovanje uporablja več ljudi, ima lahko vsak 
svojo pametno kartico, pri čemer pa pooblaščena oseba lahko določi, katere pravice bo 
imel posameznik (npr. računovodja pripravi naloge, direktor podjetja jih podpiše in pošlje 
v plačilo). Za podjetja v Sloveniji obstaja enoten sistem delovanja elektronske banke, za 
fizične osebe pa je proces elektronskega bančništva od banke do banke različen (Pavlič, 
2004, str. 56). 
5.4.1 VSTOP IN OSVEŽEVANJE PODATKOV 
Stranka zažene program (najbolje, da povezavo poišče na svoji izbrani banki) in vpiše 
svojo identifikacijsko številko. Pri vstopu je treba najprej osvežiti podatke (pametna 
kartica mora že biti vstavljena v čitalec pametnih kartic). V tistem trenutku stranka prejme 
najnovejše podatke o stanju na računu. Ker uporabnik ni vseskozi povezan s poslovno 
banko, do izmenjave podatkov pride samo takrat, ko uporabnik osveži podatke v sistemu. 
Po osvežitvi podatkov stranka izbere račun, s katerim želi trenutno poslovati pri izbrani 
banki (podjetja imajo lahko več računov; transakcijski računi, varčevalni računi ...). 
Pooblaščenec preverja in pošilja izpolnjene naloge v obdelavo in v izvršitev, po izvršitvi pa 
morajo obvezno preveriti, ali so bili nalogi uspešno obdelani, in se s tem prepričati, da so 
bili vsi pogoji za izvršitev plačila izpolnjeni (Pavlič, 2004, str. 56). Najlažje je preveriti 
čakalno vrsto, kjer so vneseni nalogi, ki so že posredovani banki v obdelavo. 
5.4.2 VNOS PLAČILNIH NALOGOV 
Najnovejša različica plačilnega naloga je nalog UPN (univerzalni plačilni nalog), ki je 
nadomestil posebno položnico ter plačilni nalog BN02. Plačilni nalog UPN je prisoten od 1. 
11. 2010, konec leta 2011 je popolnoma nadomestil ostale plačilne naloge. 
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5.4.3 OBRAZEC UPN 
UPN je posledica vzpostavitve enotnega območja plačil v evrih – SEPA v Sloveniji. Z 
uvedbo UPN novembra 2010 so banke ukinile bančni nalog BN02, posebno položnico PP02 
in regulirano plačilo RP01 (Združenje bank Slovenije, 2010, str. 1). 
Obrazec UPN se uporablja za (Združenje bank Slovenije, 2010, str. 1): 
 negotovinska (kreditna) plačila, 
 gotovinska plačila, s katerimi uporabniki poravnavajo obveznosti s predložitvijo 
gotovine, 
 pologe gotovine na transakcijske račune pri banki, 
 dvige gotovine s transakcijskih računov pri banki. 
Prednosti obrazca UPN (Združenje bank Slovenije, 2010, str. 1): 
 enoten obrazec za plačila, 
 UPN za uporabo pri vseh plačilih v evrih (tako domačih kot tudi čezmejnih), 
 pregledno plačevanje. 
Pri ročnem izpolnjevanju obrazca UPN je dobro, da uporabniki izberejo pisalo temne barve, 
uporabljajo velike tiskane črke in da upoštevajo to, da v vsako okence vpišejo le eno črko 
oz. številko (brez presledkov). Tudi pri datumu se ne uporablja nobenih znakov, razen 
številk, ki pa smejo segati iz določenih polj. Vsebino vseh polj na obrazcu se vpisuje z levo 
poravnavo, razen znesek na nalogu se zapiše z desno poravnavo (z decimalno vejico in s 
centi). Obrazec UPN je namenjen ročnemu in strojnemu (računalniškemu) izpolnjevanju 
podatkov. V besedilu se uporabljajo znaki slovenske abecede. Obrazec UPN je sestavljen iz 
Naloga za plačilo (desni del obrazca), ki je razdeljen na tri vodoravne predele, in Talon 
(levi del obrazca), ki velja kot potrdilo o plačilu (Združenje bank Slovenije, 2010, str. 2). 
Nalog za plačilo vsebuje (Združenje bank Slovenije, 2010, str. 2): 
 zgornji del: vsebuje polja o plačniku, in sicer: številko računa plačnika (IBAN), oznako 
za polog/dvig gotovine, referenco plačnika, ime in naslov plačnika, kodo namena, 
namen in rok plačila, indikator nujnosti plačila ter prostor za podpis plačnika in žig 
(neobvezno); 
 srednji del: vsebuje polja o prejemniku plačila, in sicer: znesek plačila v evrih, datum 
plačila, identifikacijo banke prejemnika (BIC), številko računa prejemnika (IBAN), 
informacijo o Izjavi v povezavi z izpisom vrstice OCR, referenco prejemnika ter 
njegovo ime in naslov; 
 spodnji del: namenjen je prostoru za vpise banke o opravljeni storitvi in za optični 




Opisi polj na obrazcu UPN (predel PLAČNIK) (Združenje bank Slovenije, 2010, str. 2–3): 
 IBAN: v polje se vpiše številka plačilnega računa v strukturi IBAN (v obliki 
SI56 XXXX XXXX XXXX XXX); 
 NUJNO: okence stranke označijo z »X«, če želijo, da bo nalog izvršen kot nujno plačilo. 
To pomeni, da bo nalog izvršen takoj in ne bo čakal medbančnih obravnav; 
 polog ali dvig: okence stranke označijo z »X«, v primeru, da želijo položiti ali dvigniti 
gotovino; 
 referenca: v to polje se vpiše referenca plačnika (SI ali RF). SI ima 2 numerična znaka 
za model in za sklic največ 20 numeričnih znakov z največ dvema vezajema. RF ima 2 
numerična znaka za kontrolno številko in za sklic do največ 21 znakov; 
 ime in naslov: v polje se vpiše ime in priimek ter naslov prejemnika oz. naziv in sedež 
plačnika; 
 namen in rok plačila; 
 koda namena: v polje se vpiše kodo namena, ki je objavljena na seznamu kod 
namenov plačila (angleške kratice); 
 podpis plačnika: polje je namenjeno podpisu. 
Opisi polj na obrazcu UPN (predel PREJEMNIK) (Združenje bank Slovenije, 2010, str. 3): 
 znesek; 
 datum plačila: v polje se vpiše datum izvršitve plačila v obliki DD.MM.LLLL; 
 BIC banke prejemnika: uporabnik v polje vpiše bančno identifikacijsko kodo izbrane 
banke, vključene v omrežje S.W.I.F.T.; 
 IBAN: v primeru, da je transakcijski račun prejemnika plačila v Republiki Sloveniji, se v 
polje vpiše številko transakcijskega računa v strukturi IBAN v obliki SI56 XXXX 
XXXX XXXX XXX, oz. v obliki AAXX XXXX XXXX XXXX XXXX XXXX XXXX XXXX XX, če je 
transakcijski račun prejemnika plačila v enotnem območju plačil v evrih; 
 referenca: v polje se vpiše referenco prejemnika plačila (oznaka SI ali RF); 
 ime, priimek in naslov oz. sedež prejemnika plačila; 
 izjava: izdajatelj obrazca označi okence z oznako »X«, če je podpisana izjava med 
prejemnikom plačila in banko, ki vodi njegov transakcijski račun; 
 prostor za vpise bank. 
Ko so podatki pravilno vneseni v nalog, stranka potrdi vnos plačila. V primeru, da podatki 
niso pravilno vneseni oz. polja na nalogu niso bila izpolnjena, program opozori z napako. 
Vse elektronske banke imajo vgrajeno kontrolo. Ker stranke navadno večino obveznosti do 
svojih dobaviteljev poravnajo večkrat, je priporočljivo, da shranijo predloge že poslanih 
nalogov. Tako lahko ob naslednjem plačilu enakemu dobavitelju odprejo staro predlogo, 
spremenijo nekaj podatkov (datum, namen, sklic …) in plačilo pošljejo v odobritev z 
novimi podatki (Pavlič, 2004, str. 57). 
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Slika 1: Univerzalni plačilni nalog (UPN) 
 
Vir: Lasten. 
5.4.4 POŠILJANJE PLAČIL V IZPLAČILO BANKI ZA PRAVNE OSEBE 
Po vnosu nalogov so ti (eden ali več) shranjeni in pripravljeni za elektronsko podpisovanje. 
Uporabnik jih lahko podpiše ali pa počaka in jih kasneje pošlje v izplačilo. V času 
podpisovanja nalogov (lahko izberejo enega ali več naenkrat) mora biti kartica v čitalcu 
pametnih kartic. Podpisanega naloga ni več mogoče spreminjati, treba ga je vrniti v 
predhodno stanje, tam se ga lahko ponovno spreminja/popravlja. Če nalogi niso podpisani, 
to pomeni, da niso bili posredovani v izplačilo, tako čakajo vneseni na podpis in izvršitev. 
Nalogi s tekočim datumom izplačila so obdelani v nekaj minutah, vendar je čas obdelave 
odvisen od tega, kje ima podjetje odprt račun. Medbančne obdelave potekajo na dve uri, 
prva je ob 8. uri, potem do 14. ure potekajo na dve uri, zadnja medbančna obravnava pa 
je ob 16:30 (vsak delavnik od ponedeljka do petka). Naloge, ki so poslani v izplačilo z 
datumom vnaprej, je možno tudi preklicati. Po obdelavi pa je treba v arhivu preveriti, ali 
je bilo izplačilo uspešno izvršeno. Uporabniki spletne banke lahko elektronsko bančništvo 
uporabljajo 24 ur na dan 365 dni v letu. V tem času se lahko povezujejo na spletno banko, 
preverjajo stanje, plačila itd. Vendar pa za izvrševanje plačil velja urnik plačilnega prometa 
– nalogi se izvršijo zgolj od ponedeljka do petka med 8:00 in 16:30 (Pavlič, 2004, str. 57). 
5.4.5 PROMET, IZPISKI IN STANJE 
Banka pošlje za vse spremembe na računu postavke, v katerih so prikazani prilivi in odlivi. 
Kadar želijo stranke preveriti promet ali stanje na računu, morajo obvezno osvežiti 
podatke, drugače podatki niso ažurni. Prometne postavke je mogoče filtrirati po 
kategorijah, uporabnik jih lahko tudi natisne. Uporabniki se morajo zavedati, da ob 
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potrditvi nalogov plačilo ni takoj na prejemnikovem računu, ampak počaka na medbančno 
obravnavo, ta pa ob določeni uri traja še približno 20–30 minut, razen v primeru, da 
uporabnik zahteva nujni nalog. Za izvršena plačila lahko uporabniki banki naročijo tudi 
potrdilo o plačilu, ki ga banka izroči elektronsko oz. osebno na okencu z žigom banke 
(Pavlič, 2004, str. 57). 
5.4.6 IZMENJAVA PODATKOV Z RAČUNOVODSKIMI PROGRAMI 
Elektronske banke podpirajo uvoz in izvoz podatkov iz knjigovodskih programov. 
Uporabnik lahko podatke, ki jih je vnesel v računovodski program, neposredno prenese v 
program elektronske banke. Lahko pa je ta izvoz tudi obraten, podatke, ki jih pošilja 
banka, lahko uporabnik prenese iz elektronske banke v računovodski program. 
Povezljivost teh dveh programov za stranke predstavlja prihranek časa in obenem 
zmanjšuje napake. Nekatere elektronske banke celo omogočajo izvoz datotek v Excel 
(Pavlič, 2004, str. 57). 
5.4.7 OPIS ELEKTRONSKEGA BANČNIŠTVA FIZIČNIH OSEB 
Bančništvo za fizične osebe je v slovenskih bankah postalo stalnica in nuja ponudbe za 
fizične osebe. Od spletnih strani slovenskih bank imajo tako vse več koristi tudi njihovi 
komitenti, za katere pa ima elektronsko bančništvo vedno večji pomen (Moretti, D., 
Škorjanec, N., Piškur, M. & Narat, T., 2010). 
Prednosti elektronskega bančništva fizičnih oseb so (Moretti, D., Škorjanec, N., Piškur, M. 
& Narat, T., 2010): 
 nižji stroški bančne transakcije, 
 večja preglednost in kontrola poslovanja, 
 večje udobje in izogibanje gneči, 
 možnost dostopa od kjerkoli, 
 možnost opravljanja storitev kadarkoli, 
 prihranek časa in nižja cena bančnih storitev, 
 omogočeno rednejše plačevanje obveznosti, 
 večja informiranost o finančnem poslovanju, 
 večja zasebnost pri opravljanju bančnih poslov, 
 sorazmerna preprostost uporabe. 
Elektronsko bančništvo za fizične osebe je za razliko od elektronskega bančništva za 
pravne osebe različno glede na banko uporabnika, saj imajo na tem področju Slovenske 
banke vsaka svoj način in sistem elektronskega bančništva. Nekatere banke za uporabo 
tega strankam ponujajo certifikat, druge pa generator dinamičnih gesel. Razlika med 
njima je ta, da se certifikat, pridobljen v banki, nastavi na točno določen računalnik, s 
katerega stranka lahko dostopa do spletnega bančništva. Pri uporabi generatorjev 
dinamičnih gesel pa lahko stranke vstopajo v spletno bančništvo na poljubnem 
računalniku prek spletne strani svoje banke. Stranka s pomočjo uporabniškega imena in 
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naključnih številk, ki jih ponudi generator dinamičnih gesel, vstopi v svojo osebno 
elektronsko banko. 
Slika 2: Generator dinamičnih gesel 
 
Vir: Finance (2008) 
5.4.7.1 Delovanje in možnosti uporabe elektronskega bančništva 
Elektronsko bančništvo predstavlja način poslovanja stranke z banko, ki je neodvisen od 
poslovalnic bank in temelji na informacijski tehnologiji in elektronskih medijih. Slika 3 
prikazuje raznovrstnost uporabnikov sistema elektronskega bančništva (pravne osebe, 
zasebniki, javne institucije, fizične osebe …) (Hypo Alpe Adria d.d., Vodnik po plačilnem 
prometu in elektronskem bančništvu, 2008, str. 12). 
 
Slika 3: Shematičen prikaz plačilnega prometa in elektronskega bančništva 
 
Vir: Hypo Alpe Adria d.d., Vodnik po plačilnem prometu in elektronskem bančništvu (2008, str. 12). 
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Podjetja, ki uporabljajo elektronsko banko, lahko hitreje porabijo svoj denar oz. 
učinkoviteje gospodarijo s sredstvi na računih. Prav tako elektronsko bančništvo omogoča 
hiter in celovit pregled nad prometom in stanjem na vseh transakcijskih računih 
uporabnikov ter pošiljanje plačilnih nalogov z datumi valutacije v prihodnosti. Pooblaščene 
osebe imajo lahko vpogled v finančne podatke tudi v času, ko fizično niso prisotne v 
podjetju. Zastopnik podjetja pooblasti zaposlene s pomočjo obrazca, ki ga izpolni v svoji 
enoti banke, banka pa kasneje omogoči vpogled in dostop vsem osebam, ki prejmejo 
pooblastila (Hypo Alpe Adria d.d., Vodnik po plačilnem prometu in elektronskem 
bančništvu, 2008, str. 12). 
Kartico, ena za vse, lahko stranke uporabljajo tudi za druge vrste e-poslovanja oz. za 
druge aplikacije, ki zahtevajo zaščito podatkov in visoko stopnjo varnosti, na primer (Hypo 
Alpe Adria d.d., Vodnik po plačilnem prometu in elektronskem bančništvu, 2008, str. 12): 
 digitalno podpisovanje dokumentov, elektronskih obrazcev, datotek …, 
 če ima podjetje račune pri več različnih bankah s Halcomovo rešitvijo, ne potrebuje za 
vsako banko svoje kartice, temveč se lahko le z eno pametno kartico (ena za vse) 
povezuje v več različnimi bankami. Kartico lahko uporabijo tudi za medsebojno varno 
poslovanje z javno upravo, v aplikacijah, ki jih ta ponuja, kot npr. eDavki, eUprava … 
5.4.7.2 Uredba o pogojih za elektronsko poslovanje in elektronsko 
podpisovanje 
Uredba, ki ureja uporabo in postopke pridobitve elektronskega podpisa je Uredba o 
pogojih za elektronsko poslovanje in elektronsko podpisovanje. 
Ta uredba med drugih določa (1. člen Uredbe za elektronsko poslovanje in elektronsko 
podpisovanje): 
 merila, ki se uporabljajo za presojanje izpolnjevanja zahtev za delovanje overiteljev, ki 
izdajajo kvalificirana potrdila, 
 podrobnejšo vsebino notranjih pravil overiteljev, ki izdajajo kvalificirana potrdila, 
 podrobnejše tehnične pogoje za elektronsko podpisovanje in preverjanje varnih 
elektronskih podpisov, 
 časovno veljavnost kvalificiranih potrdil, 
 podrobnejše pogoje glede uporabe varnih časovnih žigov, 
 vrsto in uporabo označbe akreditiranih overiteljev, 
 pogoje za elektronsko poslovanje v javni upravi 
5.4.8 POSTOPEK VZPOSTAVITVE ELEKTRONSKE BANKE ZA PRAVNE OSEBE 
Kvalificirano digitalno potrdilo je imetnikova osebna izkaznica v elektronskem poslovanju, 
izdana s strani overitelja. Osnova varnosti elektronskega poslovanja je varno ravnanje 
uporabnikov, ki vključuje ustrezen protivirusni program na računalniku posameznika, 
redno spreminjanje kode PIN, PIN-kodo ločiti od kvalificiranega digitalnega potrdila … 
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(Ministrstvo za izobraževanje, znanost in šport. Direktorat za informacijsko družbo, 2015, 
str. 4). 
Elektronska banka za pravne osebe: 
a) Za imetnike pametne kartice ena za vse 
Stranka izpolni obrazec Zahtevek in pooblastilo ter podpiše pogodbo o uporabi storitve 
elektronske banke. Izpolnjen in podpisan obrazec skupaj z izpisom digitalnega potrdila in 
podpisano pogodbo dostavi v banko. V banki nato preverijo podatke na podlagi izpisa iz 
sodnega registra ter vnesejo podatke v elektronski bančni sistem (Hypo Alpe Adria d.d., 
Vodnik po plačilnem prometu in elektronskem bančništvu, 2008, str. 15). 
Slika 4: Pisno potrdilo o istovetnosti digitalnega potrdila 
 
Vir: Halcom (2013). 
b) Za tiste, ki niso imetniki pametne kartice ena za vse 
Stranka izpolni obrazec Zahtevek in pooblastilo ter podpiše pogodbo o uporabi storitve 
elektronske banke. Stranka mora podpisati obrazec CA1 – Krovna naročilnica za izdajo 
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kvalificiranih osebnih digitalnih potrdil za pravno osebo in obrazec CA2 – zahtevek za 
pridobitev digitalnega potrdila pooblaščene osebe. Izpolnjene in podpisane obrazce vseh 
oseb, pooblaščenih za poslovanje z elektronskim bančništvom, skupaj s kopijo osebnega 
dokumenta dostavijo v banko.  
Banka nato dokumentacijo za izdelavo pametne kartice posreduje podjetju Halcom CA 
(obrazec CA1 in CA2), ki bo izdelalo kartico oz. USB-ključ, stranki pa bo nato v ločenih 
pošiljkah poslalo: 
 zgoščenko, na kateri sta vsa potrebna programska oprema za uporabo in namestitev 
elektronske banke ter izpis potrebnega digitalnega potrdila, 
 obvestilo o PIN- in PUK-kodi (s priporočeno pošiljko). 
Prejeto digitalno potrdilo stranka dostavi v banko. V banki nato preverijo podatke na 
podlagi izpisa iz sodnega registra ter vnesejo podatke v elektronski bančni sistem (Hypo 
Alpe Adria d.d., Vodnik po plačilnem prometu in elektronskem bančništvu, 2008, str. 15). 
Slika 5: Kartica ena za vse – Halcom, d. d. 
 
Vir: Halcom, Halcomova digitalna potrdila ENA ZA VSE tudi za poslovanje v sistemu eDavki (2012) 
5.5 VARNA UPORABA ELEKTRONSKEGA BANČNIŠTVA 
Varnost je pri elektronskem bančništvu ključna, zato se tej temi posveča veliko pozornosti, 
prav zaradi tega tudi banke same poskušaje takšne in drugačne spodrsljaje zamolčati v 
želji, da se ohrani zaupanje strank. Dobra zaščita je ključnega pomena, saj elektronskemu 
bančništvu zaupajo tako stranke kot tudi banke. V bankah se uporablja tehnologija 
pametne kartice kot podlaga za identifikacijo uporabnikov in digitalno podpisovanje 
transakcij na osnovi podpisanih zasebnih in javnih ključev. Varnostni ukrepi se razlikujejo, 
ponujajo različne rešitve in številne načine. Te rešitve morajo biti predvsem cenovno 
optimalne, za konkurenčne uporabnike nezaznavne, pa tudi takšne, da nadaljnje odpiranje 
in širjenje omrežij ne ogroža varnosti zasebnega dela omrežja. Pri iskanju rešitev je 
potrebno razmerje med varnostjo in udobnostjo uporabe storitev. Za zagotovitev varnosti 
prenosa informacij se je treba držati določenih varnostnih zahtev, ki so povezane z 
uporabo interneta (Groznik in drugi, 2009, str. 64). Vsaka banka ima strokovnjake na tem 
področju, saj si elektronske banke nočejo in ne morejo privoščiti slabe varnosti. 
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Kljub vsem varnostnim mehanizmom še vedno velja, da se največ vdorov v sisteme zgodi 
zaradi napak ali nepremišljenosti uporabnikov. Vsak uporabnik bi se tako moral držati 
osnovnih varnostnih ukrepov pri uporabi resnih poslovnih aplikacij ali spletnega bančništva: 
 vedno nameščena najnovejša različica protivirusnega programa, 
 zasebne ključe hraniti na računalnikih, do katerih nepooblaščene osebe nimajo 
dostopa, 
 uporabljanje najnovejše različice operacijskega sistema z vsemi varnostnimi popravki, 
 gesla naj se nikamor ne zapisuje in se ga nikomur ne pove. 
Nobena tehnologija ne more preprečiti zlorab, zato je toliko bolj pomembno, da so 
uporabniki dobro ozaveščeni, obenem pa previdni z razpolaganjem zaupnih podatkov 
(Groznik in drugi, 2009, str. 66). 
5.5.1 ZAŠČITA PRED ZLORABO 
Uporabnikova informacijsko telekomunikacijska infrastruktura mora biti varovana z 
zanesljivimi varnostnimi mehanizmi, kot sta sistem za preprečevanje in odkrivanje vdorov 
ter požarna pregrada, ki preprečujeta nedovoljene dostope prek tega omrežja in 
omejujeta dostop samo po protokolih, ki so nujno potrebni za upravljanje s kvalificiranimi 
potrdili (12. člen Uredbe o pogojih za elektronsko poslovanje in elektronsko podpisovanje) 
(Hypo Alpe Adria d.d., Varna uporaba plačilnih kartic in e-bančništva, 2008): 
 na vstopni strani banke je znak »verisign secured«, s klikom nanj stranke preverijo, ali 
so dejansko na spletni strani želene banke. V tem primeru se pokaže novo okno, ki 
ima v naslovni vrstici npr. besedilo: https://sealinfo.verisign.com/splash?form_file=fdf/ 
splash.fdf&dn=WWW.HYPONET.SI&lang=en v orodni vrstici pa tudi ključavnica z 
besedilom VeriSign, Inc. (US); 
 v primeru, da se med obiskom spletne banke pričnejo odpirati pojavna okna, ki jih 
pred uporabo uporabniki ne poznajo, je priporočljivo, da se nemudoma odjavijo iz 
spletne banke ter o dogodku obvestijo svojo banko; 
 spletno bančništvo, ki uporablja tehnologijo enkratnih gesel, je za povprečnega 
uporabnika praviloma varnejše od tistega, ki uporablja digitalne certifikate; 
 priporočljivo je, da si uporabniki prenastavijo oz. aktivirajo vse zaščitne funkcionalnosti, 
ki jih omogočajo ponudniki elektronskega bančništva (npr. uporaba dodatnih gesel, 
uporaba navideznih tipkovnic, obvestilo o vstopu v spletno bančništvo po e-pošti ali 
SMS). 
Pri začetkih spletnega bančništva so bili uporabniki sprva nezaupljivi, saj jih je skrbela 
varnost. Redki so se dejansko zavedali, da lahko za varnost največ storijo sami, saj so 
domači računalniki običajno neprimerno slabše zaščiteni od poslovno informacijskih 
sistemov. 
Za varno uporabo elektronskega bančništva je treba upoštevati osnovna pravila varne 




 redno nameščanje varnostnih popravkov za operacijski sistem in ostalo programsko 
opremo; 
 uporabljanje lokalnega požarnega zidu, ki ga je treba redno posodabljati; 
 uporabljanje protivirusne programske opreme in redno posodabljanje virusne definicije; 
 uporabljanje protivohunske programske opreme in njeno redno posodabljanje; 
 preveriti in prilagoditi varnostne nastavitve brskalnika, tako da ta ne bo hranil 
uporabnikovih uporabniških imen in gesel kot tudi vsebine šifriranih povezav; 
 uporabniki lahko varnost povečajo tudi z uporabo navideznih računalnikov, ki so 
namenjeni samo spletnemu bančništvu; 
 po končanem spletnem bančništvu se morajo uporabniki obvezno odjaviti iz spletne 
banke, prav tako pa po potrebi ponovno zagnati spletni brskalnik; 
 pomembno je tudi, da uporabniki ne uporabljajo istih uporabniških imen in gesel, prav 
tako je priporočljivo, da se gesla redno spreminjajo, razen v primeru, če storitev 
omogoča uporabo enkratnih gesel. 
Ukrepanje ob zlorabi (Hypo Alpe Adria d.d., Varna uporaba plačilnih kartic in e-bančništva, 
2008): 
 preklic uporabniškega imena oz. digitalnega certifikata za elektronsko bančništvo ter 
za čas do razjasnitve okoliščin onemogočanje uporabe spletnega bančništva; 
 od banke pridobiti vse datoteke o spornih transakcijah (naslov IP napadalčevega 
računalnika, kdaj se je zloraba zgodila …) in jih izročiti policiji, da bo hitro pričela s 
preiskovanjem, saj je hitrost v takih primerih bistvenega pomena; 
 v primerih, ko je to mogoče, forenzični pregled računalnika, da se ugotovi okoliščine 
zlorabe in odkrije storilca; 
 uporabniki sami poskušajo ugotoviti, kdaj je prišlo do zlorabe, in svoje ugotovitve 
nemudoma posredovati banki ter policiji. 
5.6 MOBILNO BANČNIŠTVO 
Dandanes mobilni telefon uporablja skorajda vsak Slovenec. Tako je potencialno število 
strank, ki bi jih banke lahko dosegle prek mobilnega bančništva, zelo veliko. Zadovoljstvo 
uporabnikov bančnih storitev je povezano s sodobnimi bančnimi kanali, ki omogočajo 
priročno uporabo bančnih storitev, poleg tega pa bankam omogočajo hitrejšo in cenejšo 
rast. Medtem ko je internet že široko sprejet in uporaben bančni kanal, pa je razvitost 
mobilnih kanalov v tem primeru še v porastu – mobilni telefoni in dlančniki (ComTrade, 
2012). 
Razlogi za razvitost mobilnega bančništva so predvsem (ComTrade, 2012): 
 prenos podatkov GPRS in UMTS je cenovno dostopnejši, 
 hitrost prenosa podatkov GPRS in UMTS se je povečala, 




Mobilno bančništvo ima uporabniški vmesnik brez odvečne grafike (gumbov, slik). Zaradi 
tega porabimo minimalen prenos podatkov in posledično nizko ceno uporabe mobilne 
banke, hkrati pa s tem omogočimo tudi manjšim ekranom mobilnih naprav lažji prenos 
podatkov (ComTrade, 2012). 
5.6.1 UPORABNOST 
Aplikacije za mobilno bančništvo so tako oblikovno kot tudi funkcionalno v celoti 
prilagojene uporabnikom. Na ta način lahko naročniki mobilnega bančništva po svojih 
zahtevah konkurirajo drugim bankam na trgu. 
Aplikacija mobilnega bančništva lahko vsebuje (ComTrade, 2012): 
 plačila (izvajanje vseh vrst plačil, arhiv plačil, čakalna vrsta plačil, zavrnjena plačila), 
 e-računi (prejem, pregled, izvedba plačila, pregled registra izdajateljev), 
 različne vrste računov (podrobnosti, izpiski, stanje, promet), 
 kartice (promet, arhiv transakcij), 
 vzajemni skladi (stanje, promet, izvedba vplačila/izplačila), 
 vrednostni papirji (stanje, promet, naročilo nakupa/prodaje), 
 zavarovalništvo (stanje, promet, izvedba vplačila), 
 naročila (izredni limiti, vezave depozita) in arhiv naročil, 
 blokade (prijave izgube kartice, blokade spletne in mobilne banke), 
 izmenjava varnih sporočil z izbrano banko, 
 nastavitve za mobilno bančništvo. 
5.6.2 VARNOST MOBILNEGA BANČNIŠTVA 
Aplikacijo podpirajo varni načini proti vdorom, in sicer (ComTrade, 2012): 
 statično geslo oz. PIN, 
 enkratno geslo (token), 
 digitalno potrdilo (certifikat), 
 obveščanje s sporočili, e-pošta/SMS, 
 potrjevanje transakcij (podpis, SMS …), 
 sledenje sej prek skrbniške aplikacije, 
 pregled vstopov v aplikacijo preko e-banke. 
5.6.3  SKRBNIŠKA APLIKACIJA BANK 
Banke za povezovanje strank in aplikacij uporabljajo tako imenovani skrbnik aplikacij, ki 
jim omogoča (ComTrade, 2012): 
 upravljanje z uporabniki, vlogami in skrbniki, 
 upravljanje z vsebinami aplikacije, 
 upravljanje z računi strank (prijava, odjava računov v mobilno banko), 
 obdelavo, usmerjanje, urejanje, potrjevanje, zaključevanje, zavračanje naročil, 
 pregled in iskanje plačil, 
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 statistične informacije (število plačil, naročil, vstopov v aplikacijo …), 




6 PRIMERJAVA ELEKTRONSKEGA BANČNIŠTVA V 
SLOVENIJI IN DRŽAVAH EVROPSKE UNIJE 
Uporaba interneta in njegovih aplikacij se razlikuje od države do države. Vsaka država ima 
svoj začetek uporabe elektronskega bančništva ter njegovo zgodovino, različni so bančni 
trgi in njihovo ustvarjanje, prav tako imajo razmeroma različne oblike bančnega sistema, 
nekatere bolj, druge manj razvito bančništvo. 
S 1. majem 2004 je Slovenija postala članica EU, zato je za našo državo pomembno 
vprašanje pravne ureditve elektronskega poslovanja in elektronskega podpisa. Evropski 
parlament in Svet evropske skupnosti sta 13. 12. 1999 sprejela Direktivo o okviru 
Skupnosti za elektronski podpis in 8. 6. 2000 še Direktivo 2000/31/ES o nekaterih pravnih 
vidikih storitev informacijske družbe, osredotočili so se zlasti na elektronsko poslovanje na 
notranjem trgu (Direktiva o elektronskem poslovanju). Obe direktive sta zajeti v Zakonu o 
elektronskem podpisovanju in elektronskem podpisu. Zakon o elektronskem poslovanju in 
elektronskem podpisu je v celoti usklajen s predpisi EU ter določili pravnih aktov in 
dokumentov Združenih narodov ter Svetovne trgovinske organizacije (Štefe, 2004, str. 46). 
6.1 ELEKTRONSKO BANČNIŠTVO V SVETU IN SLOVENIJI 
Razvoj in nadgradnja informacijske tehnologije sta najbolj vplivala na posle investicijskega 
bančništva na trgu poslovanja s fizičnimi osebami v ZDA. Prva banka, ki je 18. oktobra 
1995 začela poslovati prek interneta, je Security First Network Bank (SFNB) iz Atlante, 
ZDA (Oman, 2002, str. 17). 
Prvi uspehi elektronskega bančništva so se začeli v Skandinaviji. Finska, Švedska, 
Norveška ter Danska imajo največje število uporabnikov interneta in mobilnih telefonov na 
svetu. Po številu uporabnikov storitev internetnega bančništva vodi Nordea, največja 
regionalna banka v Evropi. Nastala je z združitvijo finske banke Merita, švedske 
Nordbanken, danske Unidanmark in norveške banke Christiania. Nordea ima korenine na 
Finskem, v telefonski banki, ki je začela s ponujanjem storitev leta 1982, v letu 1994 je 
uvedla PC-bančništvo, internetno bančništvo leta 1996, leta 1999 pa je bila prva na svetu 
pri uvedbi WAP-bančništva. Prav zgodnji začetek je pripomogel k temu, da je storitve 
nadgrajevala postopoma, brez nerazumnih stroškov. Gre za edino banko, ki ji je uspelo 
zapreti dve tretjini poslovalnic prav zaradi spletnega poslovanja. Večina ljudi njene uspehe 
pripisuje prav zgodnjemu začetku, tudi velikemu številu internetno pismenih komitentov, 
naravnim možnostim, kulturnim navadam itd. (Oman, 2002, str. 20). 
Vsak tretji Evropejec uporablja elektronsko bančništvo. Zaenkrat ni nobenega znaka, da bi 
to področje upadalo, nasprotno naj bi do leta 2020 elektronsko bančništvo uporabljalo več 
kot 60 % Evropejcev. V večini evropskih držav je odstotek moške populacije pri uporabi 
elektronskega bančništva večji kot ženske. Pričakovano imajo največji odstotek 
uporabnikov elektronskega bančništva banke severne Evrope, njihov odstotek uporabnikov 
prebivalstva je 62–77 %. Sledijo jim Nemčija, Francija, Velika Britanija s 35–54 %. Pri 
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večini ostalih evropskih držav pa se odstotek giblje okoli 32 %, razen redkih revnejših 
držav, kjer elektronsko bančništvo težko napreduje (Deutsche Bank Research, 2010).  
Konkurenca v slovenskem bančnem prostoru je ocenjena kot zmerna. Slovenski bančni 
sistem je v primerjavami z drugimi državami majhen, tržni deleži pa so, razen največje 
banke (28 %, cela skupina 35,5 %), razpršeni. Nekatere borznoposredniške hiše ponujajo 
trgovanje z vrednostnimi papirji prek interneta, podobno kot po svetu pa lahko le poredko 
na internetu odkrijemo ponudbo zavarovalnic. Zavarovalniške storitve interneta še niso 
povsem osvojile zaradi svoje kompleksnosti in želje komitentov, da se o taki vrsti posla 
prej posvetujejo. Podjetje, ki je edino prodrlo na trg spletnih finančnih storitev, pa še to 
gre za plačila manjše vrednosti, je Mobitel (danes Telekom). Mobilni operaterji imajo 
monopol nad SIM-karticami, ki jih lahko uporabimo tudi kot pametne kartice. Tako je 
Mobitel (danes Telekom) uvedel storitev posMoneta, ki omogoča brezgotovinske nakupe 
na prodajnih mestih, opremljenih s terminali POS. Prva banka, ki je v Sloveniji uvedla 
elektronsko bančništvo, je bila Hipotekarna banka Brežice, ki sedaj ne posluje več. Banke 
pravijo, da so internetno bančništvo začele uvajati brez kakršnekoli prejšnje ocene 
stroškov, predvsem pa zato, da ne bi zaostajale za bankami v tujini. Raziskava Raba 
interneta v Sloveniji ugotavlja, da lahko slovenske banke pokrijejo 150.000 uporabnikov 
interneta. Ugotovili so tudi, da naj bi le 20 % uporabnikov bančnih storitev zamenjalo 
banko v primeru, da bi imela konkurenčna banka boljšo ponudbo bančnega poslovanja 
prek interneta. Slovenske banke same pa vedo, da se jim za konkurenco ni treba pretirano 
bati, saj ponujajo podoben sklop spletnih storitev: vpogled v stanje, promet na računu ... 
Večja konkurenca za pridobivanje strank med bankami poteka pri pridobivanju pravnih 
oseb kot pri pridobivanju fizičnih oseb (Oman, 2002, str. 21–22). 
Elektronsko bančništvo nasploh ne predstavlja resnega vpliva na bančni sistem, vendar pa 
nedvomno prispeva k večji preglednosti določenih izdelkov bank, kot na primer osebnih 
računov strank. Prav tako omogoča lažjo primerjavo med bankami, kar je bilo pred 
uvedbo spletnega bančništva nasploh težje izvedljivo (Arnaboldi, F., Cleaeys, P., 2008). 
Tabela 3: Seznam bank in njihove storitve on-line bančništva za prebivalstvo in 
podjetja v Sloveniji 
BANKA ON-LINE 
BANČNIŠTVO 
Za fizične osebe 
ON-LINE BANČNIŠTVO 
Za pravne osebe 
Abanka, d. d. ABANET (2001) ABACOM (1999) 
Banka Celje, d. d. (z dnem 5. 
10. 2015 združena z Abanko, 
d. d.) 
KLIK NLB (2001) Elektronsko bančništvo 
Banke Celje – BC Net (1999) 
Banka Koper, d.d. I-Net BANKA (1999) Poslovna I-Net BANKA 
(2000) 
SID banka, d.d. SID-NET SID-NET 
Factor banka, d. d. (v 
likvidaciji) 





Za fizične osebe 
ON-LINE BANČNIŠTVO 
Za pravne osebe 
Gorenjska banka, d. d. LINK (2000) LINK+ (1999) 
Hypo Alpe Adria Bank, d. d. HYPONET (2001) HYPONET (2000) 
Unicredit banka Slovenije,  
d. d. 
Online B@nka Online b@nka 
Nova Kreditna banka Maribor, 
d. d. 
BANK@NET (1998) POSLOVNI BANK@NET 
(1999) 
Nova Ljubljanska banka, d. d. KLIK NLB (1999) PROKLIK NLB (1996) 
Poštna banka Slovenije, d. d. PBS NET PoslovniPBSpikaNET (2001) 
Probanka, d. d. (v likvidaciji) PROSPLET (1999) POSLOVNI PROSPLET 
(1999) 
SKB d.d. SKBNET (1997) POSLOVNI SKBNET (1999) 
Deželna banka Slovenije d.d. DBS NET DBS PRONET 
Sberbank, d. d. Online banka Sberbank 
(2002/preimenovanje 
2013) 
Online banka Sberbank 
(2002/preimenovanje 2013) 
Sparkasse, d. d. Net.Stik (2002) Net.Stik (2002) 
Raiffeisen, d. d.  RaiffeisenNET (1998) EuReKa 
Vir: Banka Slovenije (2015). 
6.2 POLITIKA EVROPSKE UNIJE 
6.2.1 DIGITALNA AGENDA 
Digitalna agenda pomaga evropskim državam čim bolj izkoristiti digitalno tehnologijo. 
Digitalno gospodarstvo raste sedemkrat hitreje kot ostalo gospodarstvo. EU zaostaja za 
ostalimi državami na področju digitalnih omrežij. Evropska digitalna agenda je bila 
namenjena spodbujanju evropskega gospodarstva, uvedena je bila maja 2010. 250 
milijonov Evropejcev vsakodnevno uporablja internet, vendar je na milijone tudi takih, ki 
ga niso uporabili še nikoli. Težave imajo zlasti invalidne osebe (Evropska komisija, 
Generalni direktorat za komuniciranje, 2014, str. 3). 
Digitalno gospodarstvo raste sedemkrat hitreje kot ostalo gospodarstvo. Danes ima razvoj 
visokohitrostnih omrežij enak učinek, kot ga je pred stoletjem imel razvoj električnih in 
prometnih omrežij, zato na tem področju potrebujemo inovativne storitve. V Evropi je 
vedno več tehnoloških zagonskih podjetij, področje aplikacij zaposluje 1,8 milijona ljudi. 
Za zdaj e-poslovanje v Evropi še ni dovolj razvito, podjetja imajo težave pri ponudbi svojih 
storitev v drugih državah EU, ravno zaradi tega naj bi do leta 2016 poenostavili plačila s 
karticami, elektronska in mobilna plačila za vso Evropo (Evropska komisija, Generalni 




Na Finskem 90 % fizičnih in skoraj vse pravne osebe uporabljajo elektronsko bančništvo, 
ki so ga banke ponudile že v 80. letih. Takrat so namreč banke zaradi bančne krize iskale 
način za znižanje stroškov za nudenje storitev. Spletno bančništvo je bilo tukaj dobra 
rešitev. Finsko prebivalstvo je prav zaradi pozitivne izkušnje z elektronskim bančništvom 
pripravljeno za sprejemanje drugih spletnih storitev, vključno s storitvami e-uprave. 
Mesečno stranke opravijo 6,9 milijona plačil, kar je največ med vsemi svetovnimi bankami 
(Bank of America jim ima pol manj), 2/3 strank pa opravi večino transakcij prek spleta. 
Poleg tega je poleg spleta opravljenih tudi 80 % nakupov/prodaj vrednostnih papirjev in 
20 % vlog za posojila. Številne banke na finskem zapirajo poslovalnice ali pa zaračunavajo 
strankam transakcije na bančnih okencih. Poslovalnice se uporabljajo predvsem za osebni 
stik/grajenje zaupanja s strankami ob hkratnem trženju zahtevnejših (dražjih) storitev, 
zato tudi nimajo bančnih poslovalnic v navajenem stilu, ampak so dovolj že pisarne 
(Groznik in drugi, 2009, str. 63). 
Tako kot v drugih državah so tudi na Finskem občutno zmanjšali število poslovalnic in 
zaposlenih: v 10 letih se je prepolovilo. Obstoječe poslovalnice jim predstavljajo predvsem 
konkurenčno prednost pred povsem spletnimi bankami. Elektronsko poslovanje 
državljanom ne predstavlja zgolj plačevanja položnic in kupovanja delnic prek spleta. 
Strankam ponujajo e-račune, e-plače, e-identifikacijo (Groznik in drugi, 2009, str. 64). 
6.4 VELIKA BRITANIJA 
Z razvojem elektronskega bančništva se je tudi v Veliki Britaniji spremenil odnos do strank. 
Uporabniki lahko bolj učinkovito primerjajo povečano število bančnih storitev. Konkurenca 
sili banke v zniževanje cen za ponujene storitve kakor tudi izboljšave pri odnosu do strank. 
V velikem številu novih ponudnikov elektronskega bančništva se med drugim pojavljajo 
tudi mreže trgovinskih centrov in druga finančno-storitvena podjetja (Hribar, 2005, str. 39). 
Internetni bančni trg v Veliki Britaniji (Hribar, 2005, str. 39–40): 
 finančno-storitvena podjetja se skušajo s pomočjo storitev, ki jih prodajajo pod ceno, 
obdržati na trgu elektronskega bančništva, s tem pa delno izriniti tradicionalne banke; 
 samostojne internetne banke želijo klasičnim bankam, ki ponujajo še celo paleto 
drugih storitev, speljati najboljše stranke, s tem da jim nudijo nižje stroške poslovanja; 
 visoka stopnja konkurence in velik boj za vsako stranko znižujeta stroške finančnih 
storitev. 
6.5 NEMČIJA 
Za razliko od Velike Britanije je v Nemčiji sorazmerno malo internetnih bank. Na klasičnem 
bančnem trgu dominirata predvsem nemška bančna giganta Sparkasse in BVR, vendar pa 
se na internetnem področju njune rešitve niso najbolj posrečile. Konkurenti, kot so 
Comdirect, ConSors ali Direkt Anlage Bank (v lasti Hypo Vereinsbank), so si že ustvarili 
ime v internetnem bančništvu in pridobili dobre, pomemben stranke (Hribar, 2005, str. 40). 
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Vodilna podjetja v Nemčiji na trgu elektronskega bančništva glede na število spletnih 
računov strank, so (Hribar, 2005, str. 41): 
 Deutsche Bank 24, 
 Citibank Privatkunden AG, 
 1822diretk in 
 Commerzbank. 
Značilnosti elektronskega bančništva v Nemčiji (Nemška banka, SEPA, 2014): 
 vse transakcije SEPA so strukturirano prikazane, 
 vidni so podatki o prometu na transakcijskem računu: datum, vrsta naročila, ime 
stranke/predlagatelja in znesek, 
 druge podrobnosti SEPA plačila, 
 dostop do spletnega bančništva (Web, Mobile, HBCI/FinTS), 
 zastopanje za vse stranke, ki uporabljajo programsko opremo za bančništvo njihove 
prodaje, npr. Star Money. 
Slika 6: Primer pregleda prometa na elektronskem bančništvu v Nemčiji 
 
Vir: Nemška banka, Vsebina spletnega bančništva (2014). 
6.5.1 SEPA 
S poenotenjem evropskega plačilnega območja – SEPA in plačil v evrih so po vsej Nemčiji 
in Evropi plačila varnejša in hitrejša ter bolj dostopna in potrošniku prijazna. 
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Slika 7: Primer obrazca v Nemčiji za vnos nakazil SEPA 
 
Vir: Nemška banka, SEPA (2014). 
Evropska komisija je 9. januarja 2014 predlagala prehodno obdobje za dokončanje 
migracije SEPA do 1. avgusta 2014. Nemška banka bo po sprejetju te odločitve v Nemčiji 
od 1. februarja 2014 še naprej sprejemala vse kreditne prenose in direktne bremenitve, ki 
jih bodo uporabniki predložili v starih postopkih sprejema in obdelovanja. SEPA 
predstavniki bančnega sektorja in predstavniki končnih uporabnikov v Nemčiji pod 
okriljem Deutsche Bundesbank so izjavili, da je nemški bančni sektor v bistvu ustvaril 
pogoje, ki zagotavljajo, da banke in hranilnice vse obstoječe pogodbene dogovore, 
sklenjene do 31. januarja 2014, sprejmejo in upoštevajo tako, da je obdelava teh plačil 
izvedena uspešno. To pomeni, da je do 1. avgusta 2014 še vedno veljalo vzporedno 
delovanje, v katerem se obe shemi SEPA uspešno sprejmeta in obdelata (Nemška banka, 
SEPA, 2014). 
6.5.2 IBAN IN BIC 
Z novim sistemom se IBAN ne uporablja več samo za identifikacijsko številko bančnega 
računa, temveč se za prehodno obdobje do 1. februarja 2016 uporablja tudi za plačila 
SEPA. 
Kje najti IBAN in BIC? 




Slika 8: Navodila strankam na elektronskem bančništvu v Nemčiji 
 
Vir: Nemška banka, SEPA (2014). 
IBAN je sestavljena iz kode države (npr. DE za Nemčijo), ki je kontrolna številka, ter 
uporabnikove številke računa. Vsak račun/varčevalni račun ima IBAN. 
Slika 9: Navodila strankam na elektronskem bančništvu v Nemčiji 
 
Vir: Nemška banka, SEPA (2014). 
BIC je edinstvena identifikacija banke. Za plačila znotraj držav članic EU je to koda, ki jo 
uporabnik potrebuje za izvrševanje transakcij (Nemška banka, SEPA, 2014). 
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Slika 10: Navodila strankam na elektronskem bančništvu v Nemčiji 
 
Vir: Nemška banka, SEPA (2014). 
Za plačila zunaj območja SEPA (npr. za plačila v ZDA) se uporabniki poslužujejo obrazca za 
plačila zunanjetrgovinskega prometa (Z1). S 1. februarjem 2014 so se neposredne 
bremenitve in prenosi spremenili v SEPA plačila in SEPA neposredne bremenitve. Pri 
izpolnjevanju obrazca je treba biti posebno pozoren na pravilna IBAN oz. BIC, če je ta 
potreben. Trajniki samostojno tvorijo IBAN in BIC, bančne in kreditne kartice pa se 
uporabljajo nespremenjeno (Nemška banka, SEPA, 2014). 
6.5.3 34 DRŽAV 
Leta 2008 se je v 28 državah članicah EU, na Islandiji, v Lihtenštajnu, Monaku, na 
Norveškem, v Švici in San Marinu postopoma uvedel plačilni postopek SEPA. 1. februarja 
2014 pa se je zgodil še zadnji korak k poenotenju evropskega plačilnega območja. 
Mednarodna plačila so v Nemčiji prav tako enostavna, hitra in po enotni tarifi kot drugje 




Slika 11: Shema držav, ki uporabljajo SEPA 
 
Vir: Nemška banka, SEPA – enotna evropska plačila (2014) 
6.5.4 MOBILNO BANČNIŠTVO 
V Nemčiji deluje mobilno bančništvo vse dni v tednu, 24 ur na dan, udobno, preprosto in 
varno na telefonu. Nemški uporabniki Telefon Banking imajo dostop do različnih storitev, 
kot so: poizvedbe stanja na računu ali transferji doma in v tujini (Nemška banka, Mobilno 
bančništvo, 2014). 
Prednosti (Nemška banka, Mobilno bančništvo, 2014): 
 pridobivanje splošnih informacij, 
 poravnava plačil in transakcije z vrednostnimi papirji, 
 dostopno 24 ur na dan, 
 dostop do informacij o stanju na računu, 
 blokiranje kartic in kreditnih kartic. 
 
Varnosti (Nemška banka, Mobilno bančništvo, 2014): 
 priporočilo uporabnikom, naj o kodi PIN ne govorijo po telefonu ali s tretjimi osebami, 
 v primeru suma, da tretja oseba pozna geslo telefona, priporočilo uporabnikom, naj ga 
zamenjajo. 
6.6 ŠVEDSKA 
Na švedskem trgu internetnega bančništva obstajajo trije tipi ponudnikov bančništva. To 
so: samostojne internetne banke, integrirane internetne banke in banke, ki so mešanica 
obeh omenjenih tipov. Najbolj tvegane so samostojne internetne banke, saj ponujajo 
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samo storitve prek spleta, brez osebnega stika s strankami. Napovedi, da bodo virtualne 
banke popolnoma nadomestile klasične banke, so zamenjale napovedi, ki govorijo o 
internetnem bančništvu kot o dopolnitvi storitev obstoječih kapacitet. Podjetja so morala 
izdelati strategije, ki povečujejo število tistih uporabnikov, ki opravljajo bančne posle, pa 
tudi tistih uporabnikov, ki na internetu iščejo zgolj informacije. Zaenkrat tudi na Švedskem 
virtualne banke ne predstavljajo večje konkurence klasičnim bankam, saj so stranke 
navajene osebne interakcije z uslužbenci v poslovalnicah (Hribar, 2005, str. 41). 
6.7 ITALIJA 
Italijani v elektronskem bančništvu ne zaostajajo za ostalimi evropskimi državami. Vsem 
svojim uporabnikom želijo omogočiti kar se da dobro izkušnjo z elektronskim bančništvom 
ter jim zagotoviti ustrezno rast in razvoj na tem področju. Italijansko elektronsko 
bančništvo predstavlja eno od petih največjih internetnih bančnih omrežij zahodne Evrope; 
200.000 strank v Nemčiji, Avstriji, Luksemburgu in na Poljskem, 250 lokacij po vsej Evropi, 
150 bilijonov evrov finančnih sredstev v upravljanju (UniCredit S.p.A., Italija – privatno 
bančništvo, 2014). 
6.7.1 ZA UPORABNIKE 
Poslanstvo bank v Italiji na tem področju je predvsem približati se strankam, pridobiti 
njihovo zaupanje, zagotoviti jih najlažjo možno pot razumevanja procesa na način: banka 
proti stranki. Ta edinstveni pristop zagotavlja, da prilagodijo oz. predstavijo rešitev vsaki 
stranki posebej. Po individualnem pogovoru pa se vsaki stranki posebej svetuje in pomaga 
glede na njihove potrebe oz. nagnjenost k tveganju.  
Po oceni in razumevanju strankine želje ji zagotovijo ustrezno rešitev za zaščito in 
optimizacijo premoženja ter ji hkrati omogočajo pravočasno informiranje glede sprememb 
na trgu. Uporabniki lahko aktivno sodelujejo pri sprejemanju in nadgrajevanju procesa, 
lahko pa se poslužujejo zgolj nekaterih. Ne glede na to pa je cilj bank po vsej Evropi zgolj 
in samo zadovoljiti potrebe uporabnikov in graditi na odnosu z njimi (UniCredit S.p.A., 
Italija – privatno bančništvo, 2014). 
6.7.2 MEDNARODNA POVEZAVA BANK 
Za doseganje vseh zahtev uporabnikov pa je tudi Italija ena tistih držav, ki sodelujejo z 
evropskimi državami. Storitve, ki jih ponuja Italija v sodelovanju z ostalimi evropskimi 
državami, kažejo, kako močno so prisotni v Evropi, predvsem pa, da uporabnikom olajšajo 
dostop do ostalih evropskih trgov (UniCredit S.p.A., Italija – privatno bančništvo, 2014). 
6.7.3 USPOSOBLJENOST IN RAZVITOST ITALIJANSKEGA ELEKTRONSKEGA 
BANČNIŠTVA 
Znanje in sposobnosti ter prenašanje informacij s pravimi nasveti ob pravem času za 
zagotavljanje storitev znatno prispevajo k bogatenju in uspešnosti. Prav zaradi 
povezanosti Evrope in velikega števila trgov ter naložbenih priložnosti, ki so na voljo danes, 
 
40 
so sposobni izpolniti še tako zahtevne potrebe vsakega posameznika. Tu se želijo približati 
uporabnikom in jim vedno znova dokazati, da si prizadevajo za iskanje pravih rešitev, zato 
pa se samozavestno uvrščajo med najuspešnejše evropske banke z zanesljivimi finančnimi 
partnerji in prvovrstnimi storitvami. Zavedajo se, da so v celoti odgovorni za storitve, ki jih 
ponujajo uporabnikom. Prav zaradi tega jim nudijo rešitve za osebne želje in cilje. Zato jim 
banka omogoča, da so odločitve, ki jih sprejemajo, varne, hitre in ugodne. Pomoč 
uporabnikom postane nepogrešljiva in nujno potrebna tudi, ko gre za velike naložbe, saj 
takrat vsak uporabnik želi strokovnost in varnost upravljanja z njegovimi finančnimi okviri 
(UniCredit S.p.A., Italija – privatno bančništvo, 2014). 
6.7.4 PRISTOP K STRANKAM 
Večina uporabnikov elektronskega bančništva v Italiji ima premalo znanja, izkušenj in časa 
za upravljanje s svojimi financami. Več informacij bodo podali banki za iskanje skupne 
rešitve, lažje jim bo banka kot uporabnikom pomagala (UniCredit S.p.A., Italija – privatno 
bančništvo, 2014). 
Uporabnik lahko od banke pričakuje (UniCredit S.p.A., Italija – privatno bančništvo, 2014): 
 vpogled v finančno stanje, 
 pregled potreb in ciljev, 
 razvoj celovite strategije, 
 razvoj uporabnega in prilagojenega urnika, 
 zagotavljanje osveženega poročila o napredku in posodobitvah sistema uporabe 
elektronskega bančništva. 
6.7.5 PRIMERJAVA ITALIJE Z DRŽAVAMI EVROPSKE UNIJE (S SREDNJO 
EVROPO) 
Srednja Evropa vključuje dve od petih najrazvitejših trgov na svetu, ruskega in turškega, 
ter enega od najperspektivnejših in stabilnih trgov; Poljsko. Banke, povezane v Srednji in 
Vzhodni Evropi, so skupno prve na področju omrežja in strokovnosti. Te banke imajo 
konkurenčno prednost pred ostalimi bankami, saj so zelo prepoznavne in močne pri 
dostopu do mednarodnih trgov, sledijo svojim strankam, podpirajo jih tako lokalno kot 
globalno (UniCredit S.p.A., Srednja in vzhodna Evropa, 2014). 
6.7.6 UPORABA ELEKTRONSKEGA BANČNIŠTVA V EVROPSKI UNIJI 
(PREGLED ITALIJE) 
Vsi, ki želijo učinkovito uporabiti svoj čas, se srečajo z uporabo elektronskega bančništva, 
saj jim ta v prvi vrsti omogoča lažje in hitrejše uporabljanje bančnih storitev. Elektronsko 
bančništvo je bančni produkt dodeljevanja široke palete bančnih storitev družbam in 
ljudem, s kateregakoli kraja na svetu. Elektronsko bančništvo je razvito v skladu s 




Prednosti elektronskega bančništva (UniCredit S.p.A., Elektronsko bančništvo – uporaba in 
prednosti, 2014): 
 nižje pristojbine za obdelane plačilne naloge, 
 fleksibilen čas dela, 
 hitrejši postopek plačila in hitrejše povratne informacije s strani banke, 
 ni težav pri preverjanju podpisov, 
 malo napak zaradi uporabe slovarjev in mednarodnih kratic, 
 plačilni nalogi že v obliki predloga (potreben samo vnos ključnih podatkov). 
 
Slika 12: Slika primera delovanja elektronskega bančništva v Italiji 
 
Vir: UniCredit S.p.A., Informacije o delovanju elektronske banke (2014). 
6.7.7 FUNKCIJE ELEKTRONSKEGA BANČNIŠTVA V ITALIJI 
Funkcije elektronskega bančništva v Italiji so (UniCredit S.p.A., Informacije o delovanju 
elektronske banke, 2014): 
 priprava domačih plačilnih nalogov (standardnih, hitrih plačil, trajni nalogi, interni 
nalogi, direktne bremenitve ...), 
 priprava tujih plačilnih nalogov (standardni, SEPA bremenitve, Europeyment ...), 
 ustvarjanje in spreminjanje depozitov, 
 nalaganje in obdelava domačih in tujih plačilnih nalogov z datoteko, uvoženo iz 
računovodskega programa, 
 prikazovanje trenutnega stanja in zgodovine transakcij, 
 nadzor nad računi več podjetij prek enotnega uporabniškega dostopa, 
 prilagodljiva nastavitev dovoljenj za podpis na računu, 
 možnost priprave plačilne predloge in podatkovne zbirke poslovnih partnerjev, 
 naročila izpisa arhiva obdelanih plačilnih nalogov, poslanih v banko na obdelavo, 
 dostop do elektronskih izjav računov, ki jih je mogoče uvoziti v računovodskem 
sistemu, 
 arhiv PDF bančnih izpiskov, 
 možnost obveščanja o transakcijah prek e-pošte ali SMS-sporočila, 
 informacije o plačilnih karticah, 
 podatki o vrednostnih papirjih, 
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 pošiljanje sporočil med banko in uporabnikom, 
 prilagajanje storitev: vzpostavitev priljubljenih strani, želeni računi na hitrejši 
povezavi … 
6.8 FRANCIJA 
6.8.1 MOBILNO BANČNIŠTVO 
Mobilno bančništvo je v bistvu posledica vse več brezpapirnih transakcij in vse večje 
pomembnosti mobilnih telefonov v življenju posameznikov. Danes je 80 % stikov med 
uporabnikom in njegovo banko digitalnih. Socialne mreže, spletno bančništvo in mobilne 
aplikacije postajajo možnosti izbire za interakcijo z banko, rešitev problema ali pa dobiti 
preprost, neposreden dostop do osnovnih bančnih storitev. Francoske banke z uporabo 
masovnih podatkov poskušajo čim bolj razumeti uporabnika. Čeprav banke že poznajo 
svoje stranke, vseeno niso imele podatkov o uporabnikovih internetnih in multimedijskih 
navadah. Ogromna količina podatkov banki pomaga že prek tradicionalnih bančnih kanalov, 
vendar pa je obseg na ostalih družbenih omrežjih štirikrat večji. Ta pojav je banke prisilil v 
drugačno komuniciranje s strankami. Francija je zato pričela z uporabo tako imenovanega 
»Big Date«, ki naj bi preoblikoval bančne razmere in spodbudil k nastanku novih storitev, 
ki izpolnjujejo pričakovanja uporabnikov. »Big Data« naj bi tudi omogočal preprečevanje 
goljufij z analiziranjem in navzkrižnim sklicevanjem ogromne količine informacij po vsem 
svetu. Ob vsem tem banke v Franciji ne zaostajajo za ostalimi evropskimi državami. 
Razvijajo funkcije z dodano vrednostjo, ki kupcem omogočajo, da izvedejo vedno več 
transakcij na spletu ob hkratnem zmanjšanju tveganja. Sistem je prav zaradi tega treba 
redno posodabljati, varstvo podatkov je ključnega pomena, tako za strežnike, ki 
obdelujejo plačila, kot tudi za naprave uporabnikov, na katerih se poslužujejo 
elektronskega bančništva (Societe Generale, Mobilno bančništvo in odnos do njega, 2014). 
6.8.2 SEPA; NOVI STANDARDI, NOVE PRILOŽNOSTI 
SEPA projekt je bil namenjen v EU ustvariti enotno območje plačil skupno za vse države 
EU. S 1. februarjem 2014 so uvedli nove plačilne instrumente, katerih standardi so bili 
prav tako opredeljeni na evropski ravni. Ključne spremembe so obvezna uporaba 
standarda ISO 20022 za prenose in direktne obremenitve SEPA, IBAN za identifikacijo 
računov, BIC pa s 1. februarjem 2014 ni več nujno potreben za bančna nakazila in 
direktne obremenitve SEPA (Societe Generale, SEPA: novi standardi, nove priložnosti, 
2014). Projekt SEPA ustvarja edinstven prostor za plačila v evrih v 33 državah EU. 
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Slika 13: SEPA v državah članicah Evropske unije 
 
Vir: Societe Generale, SEPA – države članice (2014) 
Regije, države, ki so prav tako del SEPA: Guadeloupe, Martinique, Francoska Gvajana, 
Reunion, Mayotte, Saint Pierre in Miquelon Saint-Barthélemy ter francoski del Saint Martin 
(Societe Generale, SEPA – države članice, 2014). 
6.9 BANČNO PRAVO EVROPSKE UNIJE 
Področje poslovanja bank predstavljajo direktive, ki jih morajo države članice upoštevati. 
Načeloma države direktiv ne uporabljajo direktno, ampak jih vključujejo v nacionalno 
zakonodajo, kar pomeni, da so direktive nad zakonodajo posamezne države (Tomažič, 
2008, str. 6).  
Evropske direktive sledijo in so primerljive direktivam v svetu – internacionalizacija 
finančnih trgov in njihova regulacija na mednarodni ravni ter usklajenost s standardi 
Baselskega odbora za bančni nadzor. Leta 1988 je Baselski odbor za bančni nadzor izdal 
dokument s ciljem okrepiti varnost in stabilnost evropskega bančnega sistema ter doseči 
pravičnost in visoko stopnjo konsistence pri uveljavljanju standardov v bankah iz različnih 
držav z namenom zmanjševanja neenakopravnosti v izhodiščnem položaju mednarodnih 
bank. S tem je prispeval k doseganju konkurenčne enakosti med bankami ter stabilizaciji 
mednarodnega bančnega sistema. Leta 2004 se je nadgradil in izpopolnil v smislu 
izboljšati prožnost merjenja kapitala bank in uveljaviti večjo občutljivost kapitalskih zahtev 
na dejanska tveganja, ki jih prinaša bančno poslovanje (Tomažič, 2008, str. 7). 
Cilj Evropska komisija je, da so evropske direktive čim bolj usklajene z baselskimi 
standardi oz. da že v izhodišču ne postavljajo bank EU v slabši položaj v primerjavi z 
bankami iz držav članic G-10, ki niso članice EU. Razlika med baselskimi kapitalskimi 
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pravili in evropskimi direktivami je predvsem, da so direktive pravni vir, zato je komisija pri 
njihovem oblikovanju precej bolj omejena kot Baselski odbor1 (Tomažič, 2008, str. 7). 
6.9.1 BANČNI SISTEM V EVROPSKI UNIJI 
Prvi bančni posel je bil menjava kovancev, takrat je bila za preštevanje denarja potrebna 
miza »la banca«. V srednjem veku so bile banke razširjene že v vseh večjih trgovskih in 
sejemskih mestih. V drugi polovici 19. stoletja so se začeli procesi združevanja bank, 
posledično so nastale velike banke (Veliki splošni leksikon, 1997, str. 328). 
V večini bank 80 % vlog dajejo stranke, ki so pri banki že predhodno poslovale (imajo 
odprt transakcijski račun v banki, varčevanja, kredit ...). Naloga banke je, da na podlagi 
predhodnega poslovanja s strankami ugotovi stopnjo zaupanja do strank. Analiza 
obstoječih podatkov omogoča odkrivanje bolj donosnih strank, ki jih želimo zadržati v naši 
banki, manj donosne pa prepustiti konkurenci. Raziskave kažejo, da so najbolj donosne 
stranke tiste, ki si hitro sposodijo večje količine denarja in ga nato počasi (redno) 
odplačujejo. Izsledki teh raziskav so vodile do ustanovitve banke CapitalOne (ZDA), ki je v 
zadnjih nekaj letih beležila letno rast okoli 20 % (Groznik in drugi, 2009, str. 67–68). 
Glavni cilj vsake banke je zadržati obstoječe stranke. Banke so zelo aktivne prav pri 
posredovanju produktov strankam (npr. dvig velike vsote denarja z računa je pomenil, da 
so taki stranki poslali ponudbo za sklenitev depozita …), brez poziva strank jim sami 
ponujajo produkte. 
6.9.2 DIREKTIVE BANČNEGA SEKTORJA EVROPSKE UNIJE 
Prva bančna direktiva o začetku in opravljanju dejavnosti kreditnih institucij Sveta z dne 
12. 12. 1977 je usklajevala začetke in opravljanje bančne dejavnosti. Ta navaja kreditno 
institucijo kot podjetje, ki sprejema vloge in druga sredstva varčevalcev in daje posojila na 
lasten račun. Druga bančna direktiva z dne 15. 12. 1989 je usklajevala zakone in 
podzakonske predpise v zvezi z začetkom in opravljanjem bančnih dejavnosti (Tomažič, 
2008, str. 8). 
Direktive, ki še predstavljajo začetke bančnega sektorja (Tomažič, 2008, str. 10–12): 
 direktiva z dne 8. 12. 1986 o letnih računovodskih izkazih in konsolidiranih 
računovodskih izkazih bank in drugih finančnih ustanov, 
 direktiva z dne 17. 4. 1989 o lastnih sredstvih bank, 
 direktiva z dne 6. 4. 1992 o nadzoru bank na konsolidirani osnovi, 
                                           
1 Baselski odbor za bančni nadzor (Basel committee on banking supervision) je mednarodna 
skupina predstavnikov centralnih bank in regulatorjev s sedežem v uradu Banke za mednarodne 
poravnave v Baslu, ki so jo leta 1974 ustanovili guvernerji centralnih bank, držav članic G-10, 
kamor danes spadajo: Belgija, Francija, Japonka, Kanada, Nemčija, Italija, Španija, Švica, 
Nizozemska, Švedska, Velika Britanija, Združene države Amerike in Luksemburg. 
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 direktiva z dne 18. 12. 1989 o solventnostnem razmerju za banke, 
 direktiva z dne 21. 12. 1992 o spremljanju in nadzoru velikih izpostavljenosti bank, 
 direktiva z dne 15. 3. 1993 o kapitalski ustreznosti investicijskih družb in bank, 
 direktiva z dne 30. 5. 1994 Evropskega parlamenta in Sveta o sistemih zajamčenih 
vlog, 
 direktiva z dne 20. 3. 2000 o začetku in opravljanju bančnih dejavnosti, 
 direktiva Evropskega parlamenta in Sveta z dne 14. 6. 2006 o začetku in opravljanju 
bančnih dejavnosti, 
 direktiva Evropskega parlamenta in Sveta z dne 14. 6. 2006 o kapitalski ustreznosti 
investicijskih podjetij in bank. 
Evropska komisija je na začetku želela popolnoma harmonizirati pravila. Pravočasno je 
ugotovila, da to zaradi prevelikih razlik med nacionalnimi zakonodajami in nasprotujočih si 
interesov ne bo mogoče. Zato je s pomočjo Sodišča evropskih skupnosti uvedla nov 
pristop na osnovi minimalne harmonizacije in načel. Ta je z leti postavila zadovoljive 
okvirje zakonodaje, vendar pa je ostalo še veliko problemov pri vzpostavitvi enotnega 
bančnega evropskega trga. Tu ostajajo vprašanja glede vsebine zakonov in njihove 
učinkovitosti, poleg tega pa predvsem glede na namen pravnomočnosti, povezanosti in 
skladnosti različnih delov bančne zakonodaje ter na strukturo, delovanje in skladnost 
programov, odvisnih od učinkovitosti zakonodaje. Vsi ti problemi pa so tudi razlog za 
začetek finančne krize evropskih bank v letu 2007 (Tomažič, 2008, str. 23). Kriza bank leta 
2007 je pripeljala do vedno večje konkurence med bankami, praktično se borijo za svoje 




Slovenski bančni sistem ter slovenski bančni prostor napredujeta in se izpopolnjujeta, tako 
tudi v vseh razvitih državah v Evropi in po svetu. Kakor hitro se razvija svetovno 
bančništvo, tako se morajo tudi vse države, ki so z njim povezane, priključiti vsem 
spremembam in novostim. Elektronsko bančništvo za slovenski bančni prostor ni novost. 
Prisotno je že več kot desetletje, vendar pa je v tem času počasi pridobivalo zaupanje 
uporabnikov. Sprva so uporabniki elektronsko banko uporabljali zgolj za preverjanje stanj 
na osebnih računih, kasneje za plačilo položnic, sklepanje varčevanj, naročanje kreditov in 
limitov itd.  
Napredne različice elektronske banke predstavlja mobilno bančništvo pa tudi e-računi. Obe 
obliki sta že vzpostavljeni, vendar so uporabniki previdni pri vsakodnevni uporabi. Nujen in 
nepogrešljiv del elektronskega bančništva, predvsem pa bančništva nasploh, je plačilni 
promet. Plačilni promet skrbi, da vsa plačila pravilno in varno potujejo od uporabnika k 
naslovniku ne glede na obliko plačila, ki se je stranka poslužuje. Pomembno vlogo pri 
vzpostavljanju bančnega sistema ima Zban. Vzpostavitev plačilnega prometu je potekala s 
pomočjo Zakona o plačilnem prometu, ki pravi, da plačilni sistem zajema vsa plačila, 
izražena v denarju, kjer pa ima nepogrešljivo in pomembno vlogo tudi Banka Slovenije. 
Elektronsko bančništvo v Sloveniji najlepše opredeljuje Zakon o elektronskem poslovanju 
in elektronskem podpisu. Ta govori o spletnih načinih za uporabnike. Po dogovoru z banko 
in določitvi pravic za uporabo spletnega bančništva imajo uporabniki možnost vpogleda v 
vse svoje oz. pooblaščene račune, lahko opravljajo transakcije s Slovenijo in tujino, 
sklepajo depozite, varčevanja, preverjajo izvršena ali zavrnjena plačila itd. Glede na to, da 
lahko uporabniki dostopajo do bančnih storitev s pomočjo osebnega računalnika, morajo 
biti previdni pri uporabi (uporabniško ime in geslo zadržati zase, generator gesel spraviti 
na varno mesto, odjava s spletne strani, ko je ne potrebujejo več ...). 
V EU je elektronsko bančništvo prisotno že vrsto let, vendar pa ni enotnega sistema. 
Elektronsko bančništvo se od države do države razlikuje, v nekaterih državah je bolj, 
drugje manj razvito. Najuspešnejše in prve države z elektronskim bančništvo ter največjim 
številom uporabnikov so skandinavske države. 
V diplomski nalogi sem prišla do ugotovitve, da je za vzpostavitev elektronskega 
bančništva potrebno ogromno truda, novih aplikacij, predvsem pa skrb, da sistem 
nemoteno deluje vse dni v letu, 24 ur na dan, saj sta varnost in zadovoljstvo uporabnikov 
ključna. Preverjala sem varnost in učinkovitost elektronskega bančništva in moram reči, da 
je elektronsko bančništvo v Sloveniji na zelo visoki varnostni in tehnološki ravni. Evropske 
države med seboj dobro sodelujejo, saj imajo skupen sistem za čezmejna plačila, ki 
omogoča zadovoljstvo uporabnikov tudi zunaj državnih meja. 
Tako kot vse države, ki uporabljajo elektronsko bančništvo, tudi Slovenija skrbi, da bo 
uporabnikom lažje in da bomo priča novim aplikacijam ter nadgrajevanju spletnega 
bančništva nasploh.  
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