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Метою створення інтелектуального відеоспостереження в усіх 
країнах завжди були старання здійснити перехід від монотонного 
перегляду великої кількості моніторів на машинний «зір», коли 
оператору надається лише важлива інформація при порушені алгоритмів 
безпеки. 
При побудові інтелектуального відеоспостереження головним 
фактором роботи є розпізнавання образів та аналіз сцен в кадрі. В свою 
чергу головною задачею при розпізнаванні образів та аналізі сцен є 
створення автоматичної та автономної системи, яка дозволить 
аналізувати зображення та відео, отримувати високорівневий опис того, 
що відбувається в досліджуваній сцені.  
Зазначені тези були основними при створені Єдиного аналітично-
сервісного центру (UASC) в Головному управлінні Національної поліції 
в Донецькій області. Роботу будь-якої системи, в якій використовується 
розпізнавання образів та аналіз сцен можна умовно розділити на три 
основні етапи: 
- отримання вхідної інформації, зображення, відео тощо. 
- обробка вхідної інформації. 
- реакція системи [1, с.49]. 
Розгляд усіх аспектів першого етапу певно заслуговує на окрему 
статтю. Проте якщо коротко у сучасному інформаційному просторі все 
частіше використовується поняття «розумна» камера, так справді у 
деяких камерах вже вбудовані різноманітні датчики та певні 
математичні алгоритми роботи. У нашому розумінні «розумна» камера 
– це відокремлений апаратно-програмний комплекс, що функціонує 
самостійно або спільно із іншими камерами у складі внутрішньої під 
мережі, який дозволяє виконувати основні аналітичні функції 
самостійно «In box» опираючись на власні детектори та передавати, як 
відеопоток так і сигнали тривоги (метадані) одночасно. 
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Головні відмінності інтелектуальної відеокамери від звичайної 
перебувають у двох аспектах. Перший в архітектурі камери. 
Інтелектуальна камера зазвичай включає у себе спеціальний вузол 
обробки зображень, до складу якого входять один або декілька 
мікропроцесорів для виконання інтелектуальних алгоритмів обробки 
інформації, орієнтованих на конкретне спеціальне програмне 
забезпечення. 
Основне завдання такого блоку є не тільки покращення зображення 
отриманих кадрів, а і у вилучені інформації. Апаратна частина 
звичайних камер простіше та у більшості своїй орієнтована на 
покращення якості знімків сцени. Другий аспект – в тієї інформації, яку 
видає та чи інша камера. Інтелектуальна відеокамера орієнтована на 
отримання та передачу інформації (метадані), яка відокремлюється від 
зображень сцени та у подальшому використовується автоматизованою 
системою [2]. 
Основні функції «розумної» камери, це одночасне отримання 
відео/аудіо сигналу, здійснення запису у різних режимах залежно від 
подій, часу доби або логічного зв'язку між ними, відправка IP команд на 
будь-який пристрій в мережі, здійснення локального запису на борту 
камери, отримання метеоданих, виконання функцій аналітики - 
підрахунок об'єктів і теплова карта переміщень, функції аналітики для 
повідомлень тривоги - прохід через коридори, зміна напрямку руху, 
зміна швидкості, поворот, розворот, зупинка об’єкта, надмірне 
перебування в зоні контролю, інтелектуальна функція об'єднання подій 
тривоги в логічні зв'язки та передача усієї цієї інформації у вигляді 
метаданих на сервер обробки даних [1, с. 50]. 
При вивченні вказаного питання та підготовки технічного завдання 
на створення UASC було досліджено велику кількість відеокамер та 
шляхом практичного тестування можливостей було обрано камери 6мп 
Mobotix M15 та M25. Зазначені камери у повному обсязі відповідають 
назві – «розумні» камери та виконують усі вище перелічені функції. 
Розглядаючи другий етап слід відзначити, що існує велика 
кількість різноманітних інтелектуальних систем обробки вхідної 
інформації з камер відеоспостереження. 
На поточний момент здійснюється розвиток інтелектуального 
відеоспостереження, сучасні технології якого використовуються в 
багатьох сферах людської діяльності, особливо у сфері забезпечення 
публічної безпеки. 
Основні можливості вказаної системи: 
- системи охоронного відеоспостереження за важливими 
об’єктами, будівлями, комплексами тощо. 
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- розпізнавання автомобільних номерів, розпізнавання типу та 
моделі автотранспорту, ідентифікація та забезпечення безпеки 
автомобілів на стратегічно важливих об’єктах, стоянках, контроль 
транспортних потоків у масштабах міста тощо. 
- автоматичне порівняння з існуючими банками даних моделі, 
кольору та державного знаку автомобіля та виявлення невідповідності. 
- аналіз траєкторій руху, контроль швидкісного режиму, контроль 
переміщення людей, оцінка та аналіз ситуації на дорогах з метою 
забезпечення безпеки дорожнього руху, регулювання завантаженості 
магістралей тощо. 
- розпізнавання облич, ведення розшукових баз даних, 
забезпечення автоматизованого пропускного режиму тощо. 
- забезпечення безпеки вокзалів, аеропортів, торгівельних, 
розважальних та спортивних комплексів, а також інших місць великого 
скупчення людей, виявлення нетривіальної поведінки тощо. 
- виявлення взаємопов’язаних подій та стратегічний аналіз 
подальшого розвитку ситуації. 
- глибокий аналіз відеоархіву та інтелектуальний пошук об’єктів за 
кольором, формою, напрямком, швидкістю руху, видами поведінки 
тощо. 
При побудуванні такої комплексної системи необхідно 
диференційно підходити до вибору, як програмного забезпечення, так і 
апаратної частини. При створені аналогічної системи в Головному 
управлінні Національної поліції в Донецькій області ми пішли по шляху 
вибору все від одного виробника. 
Шляхом довготривалого відбору різноманітних видів програмного 
забезпечення для забезпечення роботи UASC, зупинено свій вибір на 
комплексі виробництва Autonomy HP Enterprise та програмного 
забезпечення для обробки неструктурованих мультимедіа-даних 
IDOL (Intelligent Data Operating Layer) [3]. 
У нашому розумінні інтелектуальна система відеоспостереження 
не повинна обмежуватися лише якісним збором інформації та її 
обробкою (ідентифікацією об’єктів), а і отриманням інформації та 
логічного поєднання відповідностей з відкритих джерел Інтернет, 
відомчих баз даних та інших інформаційних ресурсів Національної 
поліції. 
Уся вище перелічена інформація у попередньому вигляді 
представляє собою велику кількість неструктурованої інформації, яка не 
піддається оперативному «машинному» аналізу (Big Data), саме для 
вирішення вказаної проблеми планується використовувати специфічну 
базу даних на основі IDOL. 
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Приклади використання системи: 
- в сфері забезпечення публічної безпеки – камера надає якісні 
зображення автомобілю та водія через лобове скло на відстані не менше 
20-30 метрів, програмне забезпечення обробляє її розпізнає окремо 
автомобіль та державний номер, здійснює порівняння відповідності 
автомобілю та держномеру за обліками зареєстрованого транспорту, 
визначає чи перебуває автомобіль у розшуку, розпізнає обличчя водія та 
перевіряє за обліками розшукуваних злочинців та надає із 
структурованої бази даних усю додаткову інформацію у тому числі з 
відкритих джерел. 
- в сфері комунального забезпечення та прогнозування 
ускладнення дорожньої обстановки – на в’їзді в місто камера детектує 
кількість великогабаритного транспорту який перетнув межі міста 
також камера передає метеодані щодо погіршення погодних умов (різке 
зниження температури та надмірна вологість повітря), програмне 
забезпечення з урахуванням отриманої інформації автоматично робить 
прогноз про можливість виникнення ожеледиці на певному відрізку 
шляху та підвищення аварійності. 
Для вирішення проблем забезпечення публічної безпеки у частині 
автоматизованого аналітичного пошуку у поєднанні з інтелектуальним 
відеоспостереженням використовується OSINT (Open source intelligence) 
[4]. 
Саме така принципово нова система інтелектуального 
відеоспостереження на поточний момент створюється Головним 
управлінням Національної поліції в Донецькій області у рамках, яка за 
своїм апаратно-програмним комплексом та аналітичними 
можливостями є єдиною в сфері забезпечення публічної безпеки у 
державі. 
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З прийняттям чинного Кримінального процесуального кодексу 
відбулося поєднання оперативно-розшукової та кримінально-
процесуальної функцій у розслідуванні злочинів, що, на думку ряду 
експертів, є не тільки неприродним, а й небезпечним, через те, що 
кримінальний процес став одночасно гласним, змагальним і таємним. 
Тому ми розглянемо дві важливі проблеми, які пов’язані зі змінами 
кримінального процесуального закону. Перше на що ми хотіли б 
звернути увагу це те, що правові норми глави 21 КПК України надають 
можливість слідчим провадити у кримінальному провадженні негласні 
слідчі (розшукові) дії (НСРД), не враховуючи специфіки теоретичної і 
практичної підготовки працівників слідчих підрозділів, професійні 
навички яких, безсумнівно, відрізняються від теоретичної та практичної 
підготовки працівників оперативних підрозділів. У випадку проведення 
слідчими негласних слідчих (розшукових) дій виникає необхідність 
застосування засобів негласного отримання інформації, що без 
відповідної підготовки зробити неможливо. 
Виходячи з норм кримінального процесуального закону випливає, 
що слідчий стає суб’єктом проведення негласних слідчих (розшукових) 
дій, які в основному проводяться оперативно-розшуковими засобами. 
Це, по-перше, не відповідає процесуальним нормам зарубіжних країн, в 
яких особа, яка проводить слідство, дає доручення спеціальним 
підрозділам на проведення спеціальних слідчих дій, але сама не є 
суб’єктом їх проведення. По-друге, як було сказано вище, сучасна 
слідча практика та опитування показали, що навантаження, підготовка 
та досвід слідчих не дають змоги проводити негласні слідчі (розшукові) 
дії, або керувати процесом їх проведення. По-третє, виникла проблема 
допуску всіх без виключення слідчих до державної таємниці, оскільки 
інформація про методи оперативно-розшукових заходів є таємною.  
Іншою не менш важливою проблемою є закріплення у 
кримінальному процесуальному законі, що інформація на виході 
