Since 1980, the Society for Information Management (SIM), in collaboration with a team of MIS academics, has surveyed its members, asking questions about themselves and their IT management concerns. These studies have expanded over the years to become one of the most comprehensive investigations of IT and IT leadership in organizations. Continuously improving the relevance and accuracy of the studies, this year we have: (a) added questions about cybersecurity, software development and cloud computing; (b) expanded the questions on IT organization structure and governance, IT performance measures, management practices, work activities and spending; and (c) included 2014's questions about service catalogs and chargebacks (which were omitted intentionally in 2015).
I. Top IT Management Issues and Concerns
Participants selected up to five IT management issues or concerns they considered most important to their organization from a list of 41. Table 1 presents the top 10 as reported by the most senior IT leader in each of the 801 organizations, along with 10 years of prior results.
There is a high degree of stability in the top IT management issues: nine of the 10 most frequently selected items appeared in the top 10 in 2015. IT Value Proposition to the Business surprisingly fell from sixth in 2015 to 17th in this year's study. The new entrant to the top 10, Strategic Planning (Business), moved from 13th in 2015 to ninth this year. Both the IT and organization dimensions of Agility and Cost In previous years, "Security/Cybersecurity/Privacy" was "Security/Privacy." (c) "Business Agility/Flexibility" and "IT Agility" were merged into an "Agility/Flexibility" category with Business and IT selections in 2015. "Agility/Flexibility (IT)" was "Architecture Agility" in 2008.
"Business Cost Reduction/Controls" and "IT Cost Reduction/Controls" were merged into a "Cost Reduction/Controls" category with Business and IT selections. "Business Cost Controls" was combined with "Business Productivity" in prior years. (e) "Speed of IT Delivery/IT Time-to-Market" was combined with "Velocity" in 2013 and "Agility" through 2012. (f) "Business Productivity" and "IT Efficiency" were merged into a "Productivity/Efficiency" category with separate Business and IT selections.
Controls increased in importance, highlighting the relevance of operational concerns to both IT and the business. These results indicate that organizations increasingly focus on sustained improvements in alignment, agility, speed, efficiency and effectiveness of IT and the organization.
For the fourth year in a row, the organization's top IT management issue is Alignment of IT with the Business. Some interpret this as an indication of failure, but the ongoing importance of alignment reflects the enduring need to keep IT aligned with the ever-changing needs of the organization. Organizations are dynamic and thus it is not only necessary to get IT aligned but to keep IT aligned too.
Each participating IT leader also selected up to five IT management issues that are "most important or worrisome to you (i.e., they keep you up at night)" from the same list of 41. As shown in Table 2 , the top 10 personal issues are fairly stable; eight of 2015's top 10 are in this year's list. Innovation, at seventh, is in the top 10 for the first time since its introduction in 2014. A new issue this year, Improving IT Communications and Relationships with the Business, was rated as the tenth most worrisome issue.
The two items that dropped out of the personal top 10 are CIO Leadership Role (at 14th, down from ninth) and IT Value Proposition to the Business (15th, down from eighth). While undoubtedly still important, their departure from the top 10 suggests that IT leaders have shifted their focus to more tangible indicators of IT's value, and their own value. Overall, the personal top 10 indicates that senior IT leaders focus on IT operational productivity and efficacy while also enabling the rest of the organization to achieve its goals.
Combining the top 10 organizational and personal IT management issues in Tables 1  and 2 gives the 15 items in Table 3 . Only five items appear in both lists, indicating there are significant differences between personal and organizational concerns. Security and Alignment are in the top three of both lists. IT Value Proposition, IT Time to Market and IT Agility are also in both top-10 lists. In previous years, "Security/Cybersecurity/Privacy" was "Security/Privacy." (c) "Credibility of IT/Perception of IT Leadership" was "Credibility (IT)" in 2015.
"Business Continuity" and "Disaster Recovery" were combined in the 2013 study. (e) "Business Agility/Flexibility" and "IT Agility" were merged into an "Agility/Flexibility" category with Business and IT selections in
In 2013, this category was "Time-to-Market/Velocity of Change" but was neither business nor IT specific. Three themes emerge from the 15 items in Table 3 . First, several items reflect the importance of IT in enabling business units to achieve strategic and other critical business goals. Issues such as Alignment, Strategic Planning, Business Flexibility and Business Productivity suggest that IT plays an important role by providing tools and information to facilitate critical business decisions.
Second, the IT organization and the leaders who guide it place significant importance on improving both IT and the organization as a whole. Some of these concerns (e.g., Innovation, Cost Controls, Productivity and Business Continuity) involve broad issues related to the efficiency and effectiveness of the enterprise as well as its parts. Others are more IT-specific in nature and reflect the importance of "keeping the IT lights on" (e.g., IT Agility, Speed of IT Delivery, IT Talent/Skills and Disaster Recovery).
The third theme concerns the relationship between the IT function and the rest of the organization.
Improving Communications and Relationships with the Business and ensuring IT Credibility reflect the desire of IT leaders to collaborate successfully with other business leaders to increase the value of IT, and themselves, to the organization.
II. Technology Investments and Worrisome Technologies
Participants selected up to five technologies from a list of 39 in each of three separate categories: (1) their organization's largest current or near-term IT investments; (2) technologies that should get more investment; and (3) technologies of greatest personal concern ("i.e., they keep you up at night"). Table 4 lists the top 10 largest IT investments as selected by the most senior IT leader from each of the 801 responding organizations. This list is quite stable compared to the previous two years; the investments identified this year differ from Analytics (and the related technologies) has been number one for the last eight years. But, given the availability of software packages and cloud-based offerings, the upward trend associated with spending on Application Development (ranked second this year, up from fourth in 2015) is noteworthy. IT budget data confirms this (see Table 9 , Figure 7 and the related discussion).
Organizations' Largest IT Investments

Most Worrisome Technologies and Those That Should Get More Investment
As observed last year, when this question first appeared in the study, there is some difference between the largest IT investments and those that IT leaders believe need more investment. Of the 15 items in the "get-more" and "largestinvestment" top-10 lists (Table 5) , the rankings of seven of them have differences of nine or more. Innovative/Disruptive Technologies was ranked fourth in the get-more list and only 17th in the largest, despite IT-related R&D consuming on average 4.7% of IT spending (see Table 9 ). Given that Innovation is a top ten IT management issue for both organizations and IT leaders (Table  2) , this could point to a need to improve IT investment justification capabilities as well as the ROI from such investments.
There is other evidence in Table 5 indicating the need to improve the effectiveness of resource utilization.
Staff Development/Training/ Retention was sixth in the get-more list, yet only 19th in the largest-investment list. This reflects IT Talent/Skill Shortage/Retention being IT leaders' second most personally important or worrisome IT management issue. Yet, on average, nearly 7% of IT spending goes to training IT personnel (see Table 9 and Figure 13 ), and IT headcounts and average IT salaries have steadily increased Table 5 also lists the technologies that senior IT leaders find most personally worrisome. The get-more and most-worrisome lists share seven top 10 items. Of the 13 items that appear on both lists in Table 5 , four have ranking differences of nine or greater. Focusing on differences of nine or more between the most-worrisome and largest-investment lists, five out of 14 items on both lists stand out. Staff Development was ranked third in the most-worrisome list but only 19th in the largest. This further corroborates the critical focus IT leaders place on the skills and capabilities of their personnel. Innovative/ Disruptive Technologies are also very worrisome to IT leaders. Disaster Recovery/IT Continuity was number two on the most-worrisome list but only 11th on the largest, which is somewhat troubling given the high ranking of Security as an IT management issue and investment. There is other evidence that Cybersecurity may not be getting the attention it deserves (see Figure 20 and the entire section on cybersecurity).
Four of the 16 items in Table 5 are present in all three top-10 lists. As in previous years, Analytics continues to be not only an investment priority, but also a worrisome set of technologies that warrants additional investment. This reflects the potential of these technologies to be important enablers of business value, yet the study findings suggest they are somewhat underused. It may also indicate the difficulty of recruiting staff with the skills needed to derive business value from these investments. Application/Software Development/ Maintenance also appears in all three lists, and investments in this area have continued to increase (see Table 9 , Figure 7 and the related discussion). Cybersecurity is also in the top three in all three lists, which reflects growing concern over the possibility of security breaches and the costly fallout that ensues. It is not surprising that Cloud Computing is ranked in the top five in all three lists. Cloud Computing is also significantly affecting IT spending and delivery practices (see Table 8 , Figure 6 , Table 9 , Figure 14 and the related discussion).
III. Participating Organizations
and Their IT Practices Table A .1 in the Appendix). The average revenue of the 801 organizations was $4.75 billion with a median of $500 million (n=488). While the average revenue is down from $6.23 billion in 2015, the median has remained unchanged since 2013.
Average IT spending in 2016 was $86.58 million (median $10 million). As shown in Figure  1 , IT spending as a percentage of revenue was 5.04% (median 2.64%), the third year in a row it has been over 5.0% and the fifth in a row above the 11-year average of 4.32%. The difference between average and median spending reflects the diversity among the 801 participating organizations (see Figure A .1 in the Appendix). Table 6 shows IT spending as a percentage of revenue across the business sectors with at least 10 organizations in the sample. 
IT Organization Structure and Governance
Building on the approach developed last year for evaluating IT organization structure and governance, respondents indicated the degree of centralization/decentralization for their overall IT organization and for six specific IT governance activities along a five-point scale ranging from completely decentralized (1) to completely centralized (5). Three of these activities were new for 2016. Figure 2 shows that organizations continue to favor a more centralized overall IT structure, which is not surprising given the benefits of standardization, a holistic enterprisewide technology architecture and consolidated procurement. Figure 3 suggests there has been a cyclical pattern for organizational structures over the past 11 years. Note, however, that the linear trend lines for both centralized and decentralized structures are virtually flat. Table 7 shows the extent to which different IT governance activities are centralized/ decentralized, with more centralization indicated for all but line-of-business applications, which by definition provide more focused support at the business-unit level. Figure 4 indicates that organizations understand the importance of obtaining a broad range of perspectives when making decisions that have direct impacts on the value of IT to the organization.
IT Budget and Spending Trends
IT budgets increased in 2016 by an average of 4.15% (n=449). This increase is less than the 4.6% reported in 2015, but the percentage of respondents reporting an increase rose from 66% in 2015 to 71% in 2016, while the number of organizations reporting a decrease remained constant at 21% (see Figure 5 ).
IT Budget Allocations
Respondents provided the percentage of their total IT budget allocated to each of eight mutually exclusive categories (see Table 8 ). There were considerable decreases in the percentages of the IT budget spent on Hardware, Software and Facilities in 2016 compared to 2015, with further decreases projected for 2017. On the other hand, Cloud Computing spending increased significantly in 2016, and respondents expect this to continue. This growth in Cloud spending is consistent with it being the fourth-largest IT investment this year (see Table 4 ).
Prior to 2014, this study combined Hardware, Software and Facilities spending into one category. Combining these three separate categories since then allows IT budget trends since 2009 to be analyzed (see Figure 6 ). 2016 is the first time in six years that spending on Employees was the largest single category of IT budgets. On the other hand, spending on Hardware, Software and Facilities are near an eight-year low. These shifts in budget allocations are driven by the growth and effects of Cloud Computing.
In addition to providing allocations across mutually exclusive budget categories ( and Figure 6 ), respondents reported spending across 10 non-mutually exclusive categories (see Table 9 The 295 organizations that indicated a budget allocation to Outsourcing spent an average of 65.54% of the allocation on Domestic Outsourcing in 2016, with an expected drop to 59.34% in 2017. Given that 10.56% of 2016 IT budgets went to Outsourcing, roughly 6.92% of total budgets went to Domestic Outsourcing and 3.64% to Offshore Outsourcing.
Because Software Development covers a large and potentially broad array of expenditures, this year, for the first time, respondents were asked to select up to three of their organization's Figure 7 , Integration, Maintenance and Enhancement of Legacy Systems, and Customization were the top three areas of expenditure.
IT Workforce and Salary Trends i) IT Employees and Their Salaries.
In 2016, the average number of "full-time IT employees (IT FTEs, not including contractors or consultants)" who "report to or under the top IT person" was 692 (n=653). This is considerably more than the 354 in 2015 and 342 in 2014. However, the median number of IT FTEs was only 28, down from 33 in 2015; 73.8% of responding organizations reported having 100 or fewer IT employees, up slightly from 72.2% in 2015. Notably, 13 organizations reported having no IT FTEs, and two reported having more than 100,000. Removing these 15 outliers reduces the average number of IT FTEs to 269.
On average, 10.3% of IT FTEs are "located outside their home country (i.e., offshore)" (n=614). This is up from 8.3% last year and closer to the 10.4% reported in 2014. However, as shown in Figure 8 , 70% reported having no IT employees outside their home country.
More than half (56.1%) of 403 responding organizations reported an increase in the number of internal IT employees (see Figure 9 ). This is nearly 14% higher than the 49.3% reporting an increase in 2015 and higher than last year's 2016 projection of 51.3%. The average increase in IT FTEs was 2.50%, 17.5% less than the 3.03% reported in 2015. This average includes those organizations reporting either no change or a decrease. The number of organizations reporting a decrease in the number of IT FTEs in 2016 was also up by more than 68%, to 26.6% from 15.8% in 2015. This change is perhaps also a result of the growth in Cloud Computing.
This year, 98.5% of 449 organizations reported that average IT salaries increased or remained flat (see Figure 10 ). This continues the upward trend in average IT salaries since 2013, when this measure was first included in the study. The average increase in IT salary for 2016 was 3.5% and is projected to increase by 3.8% more in 2017.
Given the level of increases in IT workforce and average salaries, it is not surprising that in 2016 total IT salaries increased by an average of 4.1% (n=482). The 473 organizations providing 2017 projections anticipate an average increase used by 555 responding organizations in 2016 was 100.1, down nearly 4.0% from 2015. However, the median is 4.0, and the standard deviation is 587.3, indicating a great deal of variability among organizations; 22% reported no contractors or consultants, up from 20.9% in 2015, while 87.6% reported using less than 50, very similar to 2015 (87.5%) and 2014 (87.3%).
Of 317 reporting organizations, 53.3% said they had increased the number of IT contractors and consultants used, up nearly 17.0% from the 45.6% reporting increases in 2015; 24.1% reported no change, and 22.6% reported a decrease. For 2017, 51.2% anticipate an increase in the use of IT contractors and consultants, 25.4% no change and 23.4% a decrease.
iii) IT Workforce Turnover and Retirements, Education and Training. Between 2012 and 2014, the IT employee turnover rate increased sharply, from 5.23% to 8.97%. In 2015, the rate decreased by 4.2%, to 8.59%. For 2016, 562 organizations reported average turnover down 7.3%, to 7.96%. This is the third year in a row above the 10-year average of 6.71% (see Figure 11) . While 26.3% of reporting organizations had zero turnover, 65.3% had a turnover rate of less than 10%.
Respondents were asked what percentage of their turnover was "involuntary (i.e., the result of downsizing, layoffs, terminations, etc.)" or "voluntary (i.e., quitting, retirements, etc.)." The 2016 average voluntary turnover rate is nearly twice the involuntary rate (65.6% vs. 34.4 %), not too different to the split in 2015 (69.6% vs. 31.4%). Thus, the voluntary turnover rate in 2016 was 5.25% (12.2% lower than the 5.98% rate a year earlier), and the involuntary rate was 2.7% (up 3.7% from 2.6% a year earlier).
The average percentage of IT employees expected to retire within the next five years decreased from 6.7% in 2015 to 5.5% this year, a drop of more than 18%. However, as shown in Figure 12 , 42.5% of organizations anticipate no retirements, and 19.0% anticipate more than 10%.
The question on IT training expenditures was expanded this year to include "Managerial and Leadership Development and Training" and, on average, the 457 reporting organizations spent 3.52% of their IT budget on this category. The 407 reporting organizations spent an average of 3.38% of their IT budget on "Technical Development and Training." Assuming no overlap between these areas, 6.90% of 2016's IT budget 
Use of Cloud and Shared Services
i) Cloud-Based IT Services and Solutions. Of 583 reporting organizations, 96.4% indicated that they use Cloud Services and Solutions, down slightly from 98% in 2015. These organizations, on average, delivered 31.9% "of all IT services" via the Cloud, up from 27.2% in 2015 and closer to the 31.1% reported in 2014. As shown in Figure 14 , the distribution is skewed to the lower end, with over 72% reporting 30% or less and a median value of 20%.
To better understand usage of Cloud Services, we added several new questions this year. An increase in cloud usage was reported by 89.7%, 10.3% reported no change, and none reported a decrease. Responding to the question on the number of cloud features purchased, 77.5% reported an increase, 22.5% no change and none a decrease. Respondents also reported that the cost per seat for Cloud Services had increased by an average of 3.8%, the unit cost of processing power had increased by 2.2%, and the unit cost of storage had decreased by 1.9%.
Respondents that indicated they used cloudbased services then answered the question "What percentage of your cloud-based IT services are provided in each of [three] categories." As shown in Table 10 , 85.1% reported using some form of public cloud and 51.1% a combination of both public and private. On average, these organizations had been using an external cloud for 4.3 years.
The survey also asked: "What percentage of the external cloud-based IT services are provided in each of the following categories: software as a service (SaaS), platform as a service (PaaS), infrastructure as a service (IaaS) and process as a service (Pr-aaS)." Figure 15 shows the responses.
ii) Shared Services for IT Delivery. The survey asked: "What percentage of all IT services are delivered as a 'shared service' to your organization?" Nearly 86% of the 447 responding organizations indicated they used at least some shared services, down from 92.5% in 2015 but higher than the 83.4% reported in 2014. The average amount of all IT services delivered as shared services in 2016 is 42.1%, down from 
Service Catalogs and Chargebacks
Participants in the 2016 survey responded to statements concerning IT service catalogs and chargebacks by using a five-point scale ranging from Strongly Disagree (1) to Strongly Agree (5). These statements first appeared in the 2014 survey but intentionally were not included in 2015. The average score for whether the organization has an IT service catalog was 2.69 (down from 2.78 in 2014), indicating the level of disagreement with this statement has increased since 2014 (see Figure 18 ). The average score for the statement "We charge users for the IT services they consume." was 2.34 (up from 2.30 in 2014). Even so, the 2016 score indicates the responses are tilted toward disagreement and therefore low use of chargebacks (see Figure 19 ). 
Cybersecurity Practices
Given cybersecurity's consistent appearance over the past few years in the list of top IT management issues and the growth of spending in this area (see Tables 1, 2 , 3, 4, 5 and 9), several new questions were added to this year's questionnaire to examine what organizations are doing to protect themselves. Surprisingly, only 45.8% (n=705) reported having a "Chief Information Security Officer (CISO) or equivalent position" (see Figure 20) . Table 11 shows that most CISOs (72.6%) are part of the IT organization and nearly twothirds (64.2%) report to the CIO, indicating that Whether an organization has appointed a CISO also appears to be related to IT spending as a percentage of revenue; 70.6% of organizations spending more than 10% on IT have a CISO or Several questions asked if cybersecurity was considered as part of specific business processes. As shown in Figure 23 , almost 80% considered cybersecurity during software development and IT change management activities, but only 53.6% in the IT procurement process and less than half when developing business strategy. These findings are also rather worrisome given the pervasiveness of cybersecurity threats.
The survey also asked about two cybersecurity risk mitigation practices -awareness and training programs, and cyber-insurance. Figure  24 indicates that 60.7% of 657 responding organizations require all employees to undergo cybersecurity training, while 7.3% require it for IT employees only. Nearly half (47.5%) of 662 responding organizations currently have cyberinsurance coverage. Figure 24 also compares the prevalence of cyber-insurance and cybersecurity training programs between organizations with CISOs and those without (only organizations that answered all three questions are included). Predictably, organizations without CISOs or equivalent are less likely to employ these practices.
IV. Performance Measurement
Survey participants were given a list of 33 measures and asked to "Select up to five (5) of your organization's most important performance measures for [the three separate categories of] internal IT, outsourced IT and your own performance."
Performance Measures for Internal and Outsourced IT
Respondents from 801 organizations identified the measures they use to assess their internal IT performance, and the 563 organizations that indicated they outsourced IT identified their outsourced IT performance measures. The top 10 measures in each category are highlighted in Table 12 , and each is labeled as to whether its focus is IT (I), Business (B), Strategic (S) or some combination of the three.
The top 10 internal IT performance measures indicate a relatively even split between IT and business concerns, with some attention to strategic outcomes. Availability/Up Time tops the list of internal (and outsourced) performance measures. Business operations measures ensure that IT contributes positively to the efficiency and effectiveness of the rest of the organization. High ratings for Return on Equity and IT's Contribution to Strategy suggest that organizations expect internal IT to be cost-effective and make strategic contributions. The rankings of performance measures for outsourced IT are quite different from internal IT. Although Availability is top on both lists, only four of internal IT's top 10 are in the top 10 for outsourced IT. The performance measures for outsourced IT indicate a focus on delivering effective IT services on time, on budget, at a good price and in compliance with agreed service levels. In fact, all but one of the top 10 (actually 11, since two were tied at No. 10) performance measures for outsourced IT have at least some IT focus (compared to only five for internal IT), and six of these are entirely IT focused (compared to only two for internal IT). Only two of the outsourced top 10 are business related, and there is a complete absence of strategic measures. These rankings are consistent with the view that most IT outsourcing initiatives target operational, rather than strategic, benefits.
Performance Measures for CIOs
The 490 participating CIOs also selected up to five measures (from the same list of 33) most frequently used for their personal performance as well as their organization's internal and outsourced IT. Table 13 provides their responses.
The top 10 CIO measures indicate that IT, business operations and strategic concerns are all important, with three measures related to strategic outcomes, six to IT and seven to business operations. Value of IT to the Business, a strategic measure, was ranked as the most important CIO performance measure, yet it is not even in this year's top 10 performance measures for internal or outsourced IT.
Availability/Up Time, ranked as the second most important performance CIO measure. This confirms that "keeping the IT lights on" remains important for CIOs as well as for internal and outsourced IT. Customer (of IT)/User Satisfaction and IT's Contribution to Strategy occupy the third and fourth positions, Cybersecurity is fifth, and Customer (of the Business) Satisfaction is sixth. CIOs clearly must ensure that IT services meet the needs of their users both inside and outside the organization, while also supporting their organizations' strategic objectives.
Three measures are in all three of the top-10 lists in Table 13 . Availability/Up Time is important across all three. A new addition, Cybersecurity Related, also appears in the top 10 of all three lists. The prevalence of high-profile security breaches makes cybersecurity a high priority. The fact that Customer (of the Business) Satisfaction appears in the top 10 of all three lists reflects the growing importance of externally facing IT services delivered via the web, mobile devices or other means.
V. CIO Tenure, Reporting, Background and Activities
The average age of the 366 CIOs who responded to these questions is 50.3 years, the median is 50.0, and 87.8% are male. The average time in their current positions is 5.6 years, and the median is 4.0 years. As shown in Figure 25 , CIO tenure appears to be on an upward trend, at least among SIM members. Almost half (48.4%) have been in their current position for less than four years, 36.3% for less than three and 22.65% for less than two. On the other hand, 34.08% have been in their current position for six years or more, 16.3% for 10 or more, and 7.1% for 15 or more years. Figure 26 graphically displays the data from Table 14 . It shows the upward trend in CIOs reporting to CEOs, while those reporting to CFOs has remained relatively flat, and those reporting to COOs or CAOs has decreased. The trendlines shown in the figure, while not particularly strong except perhaps for CEO reporting, indicate that CIO reporting relationships over the past decade have been fairly stable.
CIO Previous Employment
Before becoming the top IT executive in their current organizations, 82.5% of the 490 responding CIOs were in an IT position, but only 26.3% of them came from within their current organization, meaning that 73.7% were previously with another organization. The percentage coming from the same organization in 2016 is down over 10% from 29.4% in 2015 (see Table 15 ). In 2016, the percentage of CIOs who came from outside their current organization was the highest since this question first appeared in 2010. Similarly, the number of CIOs who came Displaying the data in Table 15 graphically in Figure 27 provides further evidence of what may be an increasing demand for a different kind of CIO. The figure reveals that between 2010 and 2016: (1) The percentage of CIOs coming from another organization has increased over 27%, from 58.0% to 73.7%; (2) The percentage of CIOs coming from internal IT has fallen over 44%, from 38.0% to 21.2%; and (3) CIOs coming from non-2 Other studies have found that business executives are skeptical about their CIOs and IT's contribution to enterprise value. For example: (1) A 2014 survey of 3,500 executives by Forrester found that "a majority of business leaders think that their IT departments are more of a burden than a help. … CIOs are considered to be gatekeepers; they're not seen as innovators or helping with driving new business." (http://formtek.com/blog/it-business-cios-get-no-respect/); (2) "Only about a quarter [of CFOs] said their IT department 'has the organizational and technical flexibility to respond to changing business priorities' or 'is able to deliver against the enterprise/business unit strategy.'" (http://www.itbusinessedge.com/cm/blogs/hall/ survey-cio-cfo-relationship-still-prickly/?cs=47533); (3) "Only 43% [of CEOs] say that IT actively collaborates with the business side on organizational strategy and innovation." (http://www.oneconnectinc. com/blog/the-good-and-bad-news-disparities-regarding-cio-perceptions/).
IT positions has increased over 118%, from 8.0% to 17.5%.
With Whom CIOs Spend Their Time
The job of the CIO is complex and involves interaction with people both inside and outside the organization. Figure 28 shows the average percentage of a CIO's time spent with different groups of people. On average, CIOs spend nearly three times as much of their time with other employees in their organization than with those from other organizations (62.4% vs. 23.3%). Moreover, they spend 40.8% of their time with other IT people, including the IT personnel of their organization's non-IT customers and suppliers.
The percentage of an average CIO's time spent with non-IT customers and suppliers of their organization has increased nearly 60% over the past two years 3 (from 6.0% in 2014 to 9.5% in 2016), while the time spent with the IT personnel of these customers and suppliers is up over 14% over the same period, from 2.8% to 3.2%. Equally striking is the nearly 68% increase in time spent CIOs who indicated they spent time with "C-level (non-IT) personnel" were also asked questions about the frequency of those interactions -specifically, if they met daily, weekly, monthly, quarterly or annually with C-level counterparts and board members. Table  16 summarizes their responses and highlights the percentage of CIOs reporting at least weekly interactions (i.e., daily plus weekly). The amount of "at least weekly" interaction is up across the board. In just one year (2015 to 2016), there was nearly a 37% increase in interaction between the CIO and chief legal officer (CLO), which perhaps indicates increasing concerns about cybersecurity, almost a 30% increase in the frequency of CIO-COO interaction, more than a 26% increase in CIO-CMO interaction and a 9% increase in the frequency of CIO-CEO interaction. There was also a significant increase in boardlevel interactions. The increases in the frequency of C-suite interactions since 2013 are even more striking. 4 The number of CIOs meeting at least weekly with their CEOs and CFOs are both up by 41% in the 36 months since the 2013 data collection. Over the same period, meetings at least weekly with COOs are up by 87%, with CMOs by 39% and with CLOs by 72%. The increase in daily C-suite interactions by CIOs in just the past 12 months indicates that the pace of these changes may be accelerating. Analyzing the data from the "Daily" row in Table  16 reveals that, compared to a year earlier, 25% more CIOs are interacting daily with their CEOs, Clearly, CIOs are now spending their time quite differently than a few years ago. The increased time spent with customer and supplier personnel may be indicative of the "digital transformation" of their organizations' supply chains. This perhaps also accounts for some of the increase in the frequency of C-suite interactions. However, the nearly 68% increase in just two years in the average amount of time CIOs spend working alone, and the large increases in C-suite interactions over the past three years, suggest that something more than enterprise digitization is driving the changes in the interactions CIOs have. Other factors at play could include the need to keep up with the increasing pace of change (both business and IT), resulting in more frequent communications, and the time needed to digest greater volumes of input. The increase in CIOs coming from other organizations and/ or non-IT backgrounds could also be a factor, as could demands for more innovation, security, continuity, resilience, skills, agility, speed and value.
What CIOs Do with Their Time
To more precisely measure the time CIOs spend on different activities, we made significant changes this year to the questions on how CIOs spend their time (see the Appendix for details). First, a preliminary question asked about the overall percentage of time spent on three general activity categories: Business (Non-IT), IT-related and Other Work-related activities. Then, separate questions for each of the three categories, with lists of specific activities (nine for Business, 12 for IT and two for Other), asked respondents to provide percentages that added up to 100% within each category. Weighing the response for each of the 23 activities with the response to the initial overall question for its category provided the 2016 findings in Table 17 .
The table includes the results from 2015, although the changes in this year's questionnaire make comparisons problematic. On average, the 430 CIOs who responded in 2016 spend 26.7% of their time on business-related activities, 62.6% on IT activities and 10.7% on other work-related activities. This is quite different from the 2015 results of 43.4%, 53.6% and 2.9%, respectively. However, we believe the 2016 results are more precise and, going forward, will enable a more accurate analysis and understanding of the significant changes occurring in the role of CIOs.
VI. The Role of IT in Strategy and Innovation
Respondents indicated the degree to which they agreed or disagreed with several statements about the role of IT in strategy and innovation on a five-point scale from Strongly Disagree (1) to Strongly Agree (5). Table 18 summarizes the responses of both CIOs and non-CIO IT leaders in the 801 unique organizations. All of the averages are greater than 3.0 and thus indicate an overall bias toward agreement.
The only statement for which both CIOs and non-CIOs were more negative this year was "IT enables business strategy," although this appears to be somewhat offset by the more positive response to "IT helps shape business strategy." It also seems more realistic. Interestingly, CIOs are consistently more positive than non-CIOs; and yet, several year-on-year CIO responses are down slightly, including "IT is aligned with the business," "IT has high credibility with executive leadership" and "IT provides valuable innovation to the business." Perhaps this explains, at least in part, the rise of "Credibility of IT/Perception of IT Leadership" to the fourth most worrisome IT management issue in 2016, up from 18th in 2014 (see Table 2 ).
Summary and Conclusions
The 2016 SIM IT Trends Study reveals positive trends continuing in IT organizations over the last several years. IT budgets are up again this year. Salaries for IT professionals and hiring are also up, as is CIO job tenure. IT budget allocations are shifting from Hardware, Software and Facilities to Cloud Computing, Software Development, Security and Innovation. IT leaders expect all these trends to continue into 2017.
Today's senior IT leaders must balance both strategic and operational roles while providing leadership to a large and complex IT function and regularly adapting to their ever-changing organization. The CIO reporting relationships reflect this, as do the large increases in the frequency of CIO interactions with C-suite executives, as well as with non-IT customers and suppliers of their organizations. However, the large increases in the percentage of CIOs coming from prior non-IT roles and from other organizations suggest that current IT management may not always be up to the IT leadership challenge. One thing is clear: The job of the CIO is more challenging than ever.
The challenges are substantial, but so are the rewards. For those who rise to this challenge, the sense of accomplishment and the rewards can be great. We hope this SIM IT Trends Study will 
