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TECHNICAL FIELD
[0001]

This disclosure relates generally to the field of digital transactions using the

cryptocurrency. More particularly, the present disclosure relates to a system and method of
facilitating the cryptocurrency transactions.
BACKGROUND
[0002] Currently, cryptocurrencies are becoming increasingly popular. Also, people are preferring
to buy goods and services with cryptocurrencies. Cryptocurrencies are a digital form of money
which are stored on a distributed ledger called as a blockchain. The cryptocurrencies may be a
medium of exchange, a unit of account and a store of value. However, in the present situation, not
many goods and services are priced in and settled by the cryptocurrencies. Thus, merchants or the
service providers are struggling to set up the cryptocurrencies as payment methodology with the
end users.
[0003] In the existing technologies, there are few developments in performing the cryptocurrency
transactions between the merchants and the end-users. In the existing art, the users can buy using
cryptocurrencies and may view its balance. All the merchants associated with one or more financial
technology company may accept Fiat as Payments. Thus, end-users make the payment in
cryptocurrencies, but the merchants are settled in Fiat. However, in such a situation the
cryptocurrencies held by the user cannot be withdrawn and it can be used only as the payment
method.
[0004] In another existing art, merchants may configure the wallet address to an address where the
payments need to be received. But the cryptocurrencies are limited to Bitcoins and Bitcoins cash.
Also, supported wallets from which the payment may be received may be restricted to few and
thus all the end users may not perform the cryptocurrency transaction with the merchants. Also,
an application may be used to authorize the transaction which may cause hindrance to the end
users to perform the transaction using the cryptocurrencies, due to the fear of security attacks.
[0005] In another existing art, the merchant may enroll in coingate exchange. Also, the receiving
wallet may be a custodial or a public wallet. Since coingate is the means of exchange, the receiving
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asset may be converted into a Fiat or other cryptocurrency as per merchant convenience. However,
they may include some percentage as revenue for performing the transactions in cryptocurrencies,
which may lead to the increase in cost for performing the transactions in cryptocurrencies.
[0006] Thus, there is a need for an improved method and system for facilitating the cryptocurrency
transaction for easy set-up of payment transactions by the merchants with the end-users.
SUMMARY
[0007]

The present disclosure relates to a system and method for facilitating cryptocurrency

transactions for the merchant with the end-users. In the present disclosure initially a
cryptocurrency payment system (for instance, VISA) may receive a login request from the
merchant device to log into the VISA Merchant configuration page. The VISA Merchant
configuration page may be displayed to the merchant and the merchant may use the respective
login credentials to log into the VISA merchant configuration Page. Upon the successful login, the
merchant may provide transaction information to the cryptocurrency payment system. The
transaction information may include, but not limited to, one or more cryptocurrencies that may be
accepted by the merchant and one or more wallet addresses associated with the one or more
cryptocurrencies. Further, the cryptocurrency payment system may verify the transaction
information provided by the merchant and thus authenticates the merchant. Also, the
cryptocurrency payment system may perform Know Your Customer (KYC) process to
authenticate the merchant. Upon the successful authentication, the one or more cryptocurrencies
accepted by the merchant may be indicated in the checkout page of an application. The application
may be, but not limited to, an e-commerce shopping application, such as Flipkart® and the like.
Thereafter, when the user activates his wallet for initiating a transaction to purchase the goods or
products, . the cryptocurrency payment system may match the one or more cryptocurrencies that
are accepted by the merchant with the one or more cryptocurrencies available with the users. Upon
matching, the cryptocurrency payment system may display the one or more matching
cryptocurrencies accepted by the merchant, in the checkout page to the user. Further the user may
select a particular cryptocurrency from the displayed one or more matching cryptocurrencies for
performing the transaction with the merchant. Once the cryptocurrency is selected, the
cryptocurrency payment system calculates a checkout equivalence of the selected cryptocurrency.
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Finally, the determined amount in the form of cryptocurrency may be transmitted from the user
wallet to the merchant wallet.

[0008]

In the present research work, the system and the method provide an improved and

efficient way for the merchants to set up the crypto payments with the end users. In the present
disclosure, the merchant and the user use the same wallet to perform the cryptocurrency
transaction. Also, there is no additional gas fee for performing the cryptocurrency transaction. The
present disclosure provides a swapping service which converts the existing cryptocurrencies to the
merchant preferred cryptocurrencies, thus allowing the diversified use of cryptocurrencies, without
any limitation or restriction to a particular type of cryptocurrencies. Also, the risk of the security
breach is reduced since the cryptocurrency transactions are performed in a secured environment.
Also, in the present disclosure, the micro transaction is enabled. In the present disclosure, the
whole ecosystem may be built apart from the payment. In the present disclosure, the transaction
may be disputed or reversed, that is the merchant may send the cryptocurrency back to the user, in
case when the transaction is unsuccessful.

[0009]

These and other features and characteristics of the present invention, as well as the

methods of operation and functions of the related elements of structures and the combination of
parts and economies of manufacture, will become more apparent upon consideration of the
following description and the appended claims with reference to the accompanying drawings, all
of which form a part of this specification, wherein like reference numerals designate corresponding
parts in the various figures. It is to be expressly understood, however, that the drawings are for the
purpose of illustration and description only and are not intended as a definition of the limits of the
invention. As used in the specification and the claims, the singular form of “a,” “an,” and “the”
include plural referents unless the context clearly dictates otherwise.
BRIEF DESCRIPTION OF THE DRAWINGS AND APPENDICES

[0010]

Additional advantages and details of non-limiting embodiments are explained in

greater detail below with reference to the exemplary embodiments that are illustrated in the
accompanying schematic figures, in which:
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[0011]

FIG. 1 discloses a schematic diagram of a system for facilitating cryptocurrency

transaction for merchants with end-users, in accordance with some embodiments of the present
disclosure;
[0012]

FIG.2 shows an exemplary VISA merchant Onboarding configuration page, in

accordance with some embodiments of the present disclosure;
[0013]

FIG.3 shows an exemplary checkout page along with the matching cryptocurrencies

associated with a merchant for performing a transaction, in accordance with some embodiments
of the present disclosure;
[0014]

FIG.4 shows a flowchart that illustrates a method of facilitating cryptocurrency

transaction for merchants with end-users, in accordance with some embodiments of the present
disclosure; and
[0015]

FIG. 5 is a block diagram of an exemplary computer system for implementing

embodiments consistent with the present disclosure.

DESCRIPTION OF THE DISCLOSURE
[0016]

In the present document, the word "exemplary" is used herein to mean "serving as an

example, instance, or illustration." Any embodiment or implementation of the present subject
matter described herein as "exemplary" is not necessarily to be construed as preferred or
advantageous over other embodiments.
[0017]

While the disclosure is susceptible to various modifications and alternative forms,

specific embodiment thereof has been shown by way of example in the drawings and will be
described in detail below. It should be understood, however that it is not intended to limit the
disclosure to the particular forms disclosed, but on the contrary, the disclosure is to cover all
modifications, equivalents, and alternative falling within the spirit and the scope of the disclosure.
[0018]

The terms “comprises”, “comprising”, or any other variations thereof, are intended to

cover a non-exclusive inclusion, such that a setup, device or method that comprises a list of

5
Published by Technical Disclosure Commons, 2022

6

Defensive Publications Series, Art. 5277 [2022]

components or steps does not include only those components or steps but may include other
components or steps not expressly listed or inherent to such setup or device or method. In other
words, one or more elements in a device or system or apparatus proceeded by “comprises… a”
does not, without more constraints, preclude the existence of other elements or additional elements
in the device or system or apparatus.
[0019]

The terms "an embodiment", "embodiment", "embodiments", "the embodiment", "the

embodiments", "one or more embodiments", "some embodiments", and "one embodiment" mean
"one or more (but not all) embodiments of the invention(s)" unless expressly specified otherwise.
[0020]

The terms "including", "comprising", “having” and variations thereof mean "including

but not limited to", unless expressly specified otherwise.
[0021]

For purposes of the description hereinafter, the terms “end,” “upper,” “lower,” “right,”

“left,” “vertical,” “horizontal,” “top,” “bottom,” “lateral,” “longitudinal,” and derivatives thereof
shall relate to the invention as it is oriented in the drawing figures. However, it is to be understood
that the invention may assume various alternative variations and step sequences, except where
expressly specified to the contrary. It is also to be understood that the specific devices and
processes illustrated in the attached drawings, and described in the following specification, are
simply exemplary embodiments or aspects of the invention. Hence, specific dimensions and other
physical characteristics related to the embodiments or aspects disclosed herein are not to be
considered as limiting.
[0022]

As used herein, the terms “communication” and “communicate” may refer to the

reception, receipt, transmission, transfer, provision, and/or the like of information (e.g., data,
signals, messages, instructions, commands, and/or the like). For one unit (e.g., a device, a system,
a component of a device or system, combinations thereof, and/or the like) to be in communication
with another unit means that the one unit is able to directly or indirectly receive information from
and/or transmit information to the other unit. This may refer to a direct or indirect connection (e.g.,
a direct communication connection, an indirect communication connection, and/or the like) that is
wired and/or wireless in nature. Additionally, two units may be in communication with each other
even though the information transmitted may be modified, processed, relayed, and/or routed
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between the first and second unit. For example, a first unit may be in communication with a second
unit even though the first unit passively receives information and does not actively transmit
information to the second unit. As another example, a first unit may be in communication with a
second unit if at least one intermediary unit (e.g., a third unit located between the first unit and the
second unit) processes information received from the first unit and communicates the processed
information to the second unit. In some non-limiting embodiments, a message may refer to a
network packet (e.g., a data packet and/or the like) that includes data. It will be appreciated that
numerous other arrangements are possible.
[0023]

As used herein, the term “merchant” may refer to an individual or entity that provides

goods and/or services, or access to goods and/or services, to customers based on a transaction,
such as a payment transaction. The term “merchant” or “merchant system” may also refer to one
or more computer systems operated by or on behalf of a merchant, such as a server computer
executing one or more software applications. A “point-of-sale (POS) system,” as used herein, may
refer to one or more computers and/or peripheral devices used by a merchant to engage in payment
transactions with customers, including one or more card readers, near-field communication (NFC)
receivers, RFID receivers, and/or other contactless transceivers or receivers, contact-based
receivers, payment terminals, computers, servers, input devices, and/or other like devices that can
be used to initiate a payment transaction.
[0024]

As used herein, the term “portable financial device” may refer to a payment card (e.g.,

a credit or debit card), a gift card, a smartcard, smart media, a payroll card, a healthcare card, a
wrist band, a machine-readable medium containing account information, a keychain device or fob,
an RFID transponder, a retailer discount or loyalty card, a mobile device executing an electronic
wallet application, a personal digital assistant, a security card, an access card, a wireless terminal,
and/or a transponder, as examples. The portable financial device may include a volatile or a nonvolatile memory to store information, such as an account identifier or a name of the account holder.
[0025]

As used herein, the term “computing device” may refer to one or more electronic

devices that are configured to directly or indirectly communicate with or over one or more
networks. A computing device may be a mobile or portable computing device, a desktop computer,
a server, and/or the like. Furthermore, the term “computer” may refer to any computing device that
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includes the necessary components to receive, process, and output data, and normally includes a
display, a processor, a memory, an input device, and a network interface. A “computing system”
may include one or more computing devices or computers. An “application” or “Application
Program Interface” (API) refers to computer code or other data sorted on a computer-readable
medium that may be executed by a processor to facilitate the interaction between software
components, such as a client-side front-end and/or server-side back-end for receiving data from
the client. An “interface” refers to a generated display, such as one or more graphical user
interfaces (GUIs) with which a user may interact, either directly or indirectly (e.g., through a
keyboard, mouse, touchscreen, etc.). Further, multiple computers, e.g., servers, or other
computerized devices, such as an autonomous vehicle including a vehicle computing system,
directly or indirectly communicating in the network environment may constitute a “system” or a
“computing system”.
[0026]

It will be apparent that systems and/or methods, described herein, can be implemented

in different forms of hardware, software, or a combination of hardware and software. The actual
specialized control hardware or software code used to implement these systems and/or methods is
not limiting of the implementations. Thus, the operation and behavior of the systems and/or
methods are described herein without reference to specific software code, it being understood that
software and hardware can be designed to implement the systems and/or methods based on the
description herein.
[0027]

Some non-limiting embodiments or aspects are described herein in connection with

thresholds. As used herein, satisfying a threshold may refer to a value being greater than the
threshold, more than the threshold, higher than the threshold, greater than or equal to the threshold,
less than the threshold, fewer than the threshold, lower than the threshold, less than or equal to the
threshold, equal to the threshold, etc.
[0028]

FIG. 1 discloses a schematic diagram of a system for facilitating cryptocurrency

transactions, in accordance with some embodiments of the present disclosure.
[0029]

In FIG. 1, a schematic diagram of a system 100 shows a user device 101, a

cryptocurrency payment system 103, and a merchant device 105. Initially, the cryptocurrency
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payment system (for instance, VISA) 103 may receive a login request from the merchant device
105 associated with the merchant (Not shown in FIG.1). The cryptocurrency payment system 103
may be a server associated with Visa that may be storing merchant data and user data collected by
the Visa Net (also referred as Visa Net data). As an example, the Visa Net data may include, but
not limited to, Issuer country, market segment, merchant name, source and destination amounts,
plastic type, channel and the like. Further, the merchant device 105 may include, but not limited
to, a laptop computer, a desktop computer, a Personal Computer (PC), a notebook, a smartphone,
a tablet, e-book readers, a server, a network server, and cloud server. The merchant may use the
merchant device 105 to enter the login credentials to the cryptocurrency payment system 103 to
login into the VISA onboard merchant configuration page. The login credentials may be provided
in the form of Username and password, biometric information, fingerprint, face recognition and
the like. An exemplary VISA onboard merchant configuration page is as shown in FIG. 2. Upon
the successful login, the cryptocurrency payment system 103 may receive the transaction
information which may include, but not limited to, one or more cryptocurrencies accepted by the
merchant device 105 and the wallet address for each of the one or more cryptocurrencies accepted
by the merchant device 105. In some embodiments, the wallet address may be provided by the
merchant associated with the merchant device 105. The wallet address provided by the merchant
may indirectly represent a network using which the cryptocurrency transaction takes place.
Generally, same cryptocurrency may have different wallet addresses that indicate different
networks via which the cryptocurrency transaction may take place. In some embodiments, the
present disclosure enables dynamic implementation wherein for performing the cryptocurrency
transaction, the wallet address that may be the cheapest based on the network or the wallet address
whose network is available during the transfer can be dynamically selected. The cryptocurrencies
may be the virtual or the digital currencies. The one or more cryptocurrencies may include, but not
limited to, Bitcoin, Litecoin, Ethereum, Bitcoin cash, Ethereum Classic, Zcash, Stellar and Lumen.
The wallet address may be the address at which the cryptocurrencies may be credited. The wallets
that may be used for cryptocurrencies may include, but not limited to, Guarda Wallet, Exodus,
Electrum, Mycelium, Coinbase and the like. Upon receiving the transaction information, the
cryptocurrency payment system 103 may verify the transaction information provided by the
merchant device 105 and authenticate the merchant associated with the merchant device 105. In
another embodiment, the verification of the transaction information provided by the merchant
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device 105 may be performed using Know Your Client (KYC) process. All the transaction
information provided by the merchant device 105 may be updated along with a unique ID for a
particular merchant in the cryptocurrency payment system 103. Upon the successful verification,
the cryptocurrency payment system 103 generates a Hypertext Mark-up Language (HTML) code
for the unique ID and is further added to the checkout page. The checkout page may include, but
not limited to, an e-commerce website page which displays a list of goods or products selected by
the user for purchase and also the checkout page may display the cryptocurrencies accepted by the
merchant device 105. In some embodiments, the checkout page may indicate cryptocurrencies that
are common between the merchant and the user device 101. The exemplary checkout page is as
shown in the FIG. 3. Thereafter, the user may initiate a payment by activating his cryptocurrency
wallet via the user device 101. As an example, the user device 101 may include, but not limited to,
a laptop computer, a desktop computer, a Personal Computer (PC), a notebook, a smartphone, a
tablet, e-book readers, a server, a network server, cloud server and the like. The cryptocurrency
payment system 103 also determines a matching cryptocurrency between the user and the
merchant. The matching cryptocurrency is determined by comparing the cryptocurrencies accepted
by the merchant with the user preferred cryptocurrencies. Upon the comparison, the common
currencies present between the user and the merchant may be determined to be the matching
cryptocurrency. For example, consider the merchant may accept the one or more cryptocurrencies
such as the bitcoin and Ethereum and the user may comprise one or more cryptocurrencies such as
bitcoin, Ethereum, SHIB and DOGE coin. Upon comparison, the cryptocurrency payment system
103 determines the common or matching cryptocurrencies to be bitcoin and Ethereum as the
matching cryptocurrencies. Upon successful verification, the user associated with the user device
101 may select an appropriate matching cryptocurrency that is displayed on the checkout page.
Based on the cryptocurrency selected by the user associated with the user device 101, a checkout
equivalence may be calculated by the cryptocurrency payment system 103 and is provided to the
user device 101. Finally, the user device 101 through his wallet may transmit the determined
amount in cryptocurrencies to the merchant device 105, that is particularly to the wallet address
linked by the merchant device 105.

[0030]

FIG.2 shows an exemplary VISA merchant Onboarding configuration page, in

accordance with some embodiments of the present disclosure.
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[0031]

As shown in FIG.2, the merchant may login to the VISA merchant onboarding

configuration page using the login credentials, post registration. In another embodiment, if the user
has to newly register to the VISA merchant onboarding configuration page, then the merchant may
provide various details such as Merchant Name, Merchant GNR Id, Merchant Bank details,
Merchant URL, merchant pincode and the like. Upon the successful registration, the merchant may
provide transaction information such as the cryptocurrencies accepted by the merchant and the
wallet address for each of the one or more cryptocurrencies accepted by the merchant device 105.
For example, the cryptocurrencies that may be accepted by the merchant device 105 may be
Bitcoin, Ether, and the like. The merchants may also update the cryptocurrencies in future if
required using the “Add field” option. Also, the cryptocurrency payment system 103 may retrieve
the data using the unique GNR-ID of the merchant to display the information regarding the
matching cryptocurrencies with user in the checkout page.
[0032]

FIG.3 shows an exemplary checkout page along with the matching cryptocurrencies

which are associated with the merchants for performing the transaction, in accordance with some
embodiments of the present disclosure.
[0033]

FIG. 3 shows an exemplary checkout page displayed on the user device 101 by the

cryptocurrency payment system 103. The checkout page may include a list of products that the
user has selected for purchasing. For example, as shown in the FIG. 3, one or more products
selected by user include T-shirts, Bluetooth speaker, TV stick and the like. Also, for the
corresponding products the total cost in USD is displayed on the right corner of the checkout page.
The one or more card service providers that may be used by the user to perform the cryptocurrency
transaction are also displayed below the total transaction amount. Further, in the checkout page
the matching cryptocurrency which are common among the user and the merchant are displayed.
In some embodiments, the cryptocurrency payment system 103 may provide checkout equivalent
for the selected cryptocurrency, as per the requirement of the user. Finally, the user may transmit
the determined cryptocurrency amount from the user wallet to the merchant wallet. The total
transaction amount in terms of cryptocurrency is transmitted to the wallet address of the selected
cryptocurrency of the merchant wallet.
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[0034]

FIG.4 shows a flowchart that illustrates a method of facilitating cryptocurrency

transaction for merchants with end-users, in accordance with some embodiments of the present
disclosure.
[0035]

As illustrated in FIG. 4, the method 400 comprises one or more blocks implemented for

facilitating the cryptocurrency transactions for merchants with end-users. The method 400 may be
described in the general context of computer executable instructions. Generally, computer
executable instructions can include routines, programs, objects, components, data structures,
procedures, modules, and functions, which perform specific functions or implement specific
abstract data types.

[0036]

The order in which the method 400 is described is not intended to be construed as a

limitation, and any number of the described method blocks can be combined in any order to
implement the method. Additionally, individual blocks may be deleted from the methods without
departing from the spirit and scope of the subject matter described herein. Furthermore, the method
can be implemented in any suitable hardware, software, firmware, or combination thereof.
[0037]

The steps of the method shown may be carried out by the cryptocurrency payment

system 103. At block 401, the cryptocurrency payment system 103 initially may receive the login
credentials from the merchant device 105 to log into the VISA merchant configuration page. The
VISA merchant configuration page is displayed in the merchant device 105. The merchant may
login using one of the several methods such as providing username and password, biometrics, face
recognition, fingerprint, and the like. At block 403, the cryptocurrency payment system 103 may
receive one or more cryptocurrencies which are accepted by the merchant device 105 and the
wallet address for each of the one or more cryptocurrencies. As an example, the one or more
cryptocurrencies that the user may accept may include Bitcoin, Ethereum and the like. Every
cryptocurrency may be associated with a wallet address using which the cryptocurrency may be
credited to the merchant wallet. Also, the one or more cryptocurrencies may be added or deleted
in the VISA configuration page based on the merchant’s choice. At block 405, the cryptocurrency
payment system 103 may verify the transaction information received by the merchant device 105
using various processes such as KYC. Thus, the cryptocurrency payment system 103 authenticates
the merchant and the transaction information provided by the merchant device 105. At block 407,
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the cryptocurrency payment system 103 determines a matching cryptocurrency between the user
and the merchant, when the user activates his wallet for initiating a transaction to purchase the
goods or the products. At block 409, the cryptocurrency payment system 103 displays the matching
cryptocurrencies which are accepted by the merchant to the user via the user device 101.
Thereafter, the user may select an appropriate cryptocurrency for performing the transaction with
the merchant device 105. Upon the selection of the cryptocurrency by the user associated with the
user device 101, at the block 411, the cryptocurrency payment system 103 may calculate the
checkout equivalence of the total amount of transaction in terms of the selected cryptocurrency.
As an example, the total transaction amount provided in USD may be converted into the value of
the Ethereum’s. For instance, if the amount to be paid by the user at checkout is 85USD, after
conversion to equivalent cryptocurrency, the resulting amount may be 0.02 Ethereum. The
determined converted cryptocurrency rate is transmitted to the user device 101 to carry out the
accurate cryptocurrency transaction with the merchant device 105. Finally at block 413, the
cryptocurrency payment system 103 transmits the determined cryptocurrency rate from the user
wallet associated with the user device 103 to the merchant wallet associated with the merchant
device 105.
[0038]

FIG. 5 is a block diagram of an exemplary computer system for implementing

embodiments consistent with the present disclosure.
[0039] In some embodiments, FIG. 5 illustrates a block diagram of an exemplary computer system
500 for implementing embodiments consistent with the present disclosure. In some embodiments,
the computer system 500 may include a central processing unit (“CPU” or “processor”) 502 that
is associated with cryptocurrency payment system 103 disclosed in the present disclosure to
perform the method of facilitating the cryptocurrency transaction for the merchant with end-users.
The processor 502 may include at least one data processor for executing program components for
executing user or system-generated business processes. A user may include a person, a person
using a device such as those included in this disclosure, or such a device itself. The processor 502
may include specialized processing units such as integrated system (bus) controllers, memory
management control units, floating point units, graphics processing units, digital signal processing
units, etc.
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[0040] The processor 502 may be disposed in communication with input devices 511 and output
devices 512 via I/O interface 501. The I/O interface 501 may employ communication
protocols/methods such as, without limitation, audio, analog, digital, stereo, IEEE-1393, serial bus,
Universal Serial Bus (USB), infrared, PS/2, BNC, coaxial, component, composite, Digital Visual
Interface (DVI), high-definition multimedia interface (HDMI), Radio Frequency (RF) antennas,
S-Video, Video Graphics Array (VGA), IEEE 802.n /b/g/n/x, Bluetooth, cellular (e.g., CodeDivision Multiple Access (CDMA), High-Speed Packet Access (HSPA+), Global System For
Mobile Communications (GSM), Long-Term Evolution (LTE), WiMax, or the like), etc.
[0041] Using the I/O interface 501, the computer system 500 may communicate with the input
devices 511 and the output devices 512.
[0042] In some embodiments, the processor 502 may be disposed in communication with a
communication network 509 via a network interface 503. The network interface 503 may
communicate with the communication network 509. The network interface 503 may employ
connection protocols including, without limitation, direct connect, Ethernet (e.g., twisted pair
10/100/1000 Base T), Transmission Control Protocol/Internet Protocol (TCP/IP), token ring, IEEE
802.11a/b/g/n/x, etc. Using the network interface 503 and the communication network 509, the
computer system 500 may communicate with user device 101 and merchant device 105. The
communication network 509 can be implemented as one of the different types of networks, such
as intranet or Local Area Network (LAN), Closed Area Network (CAN) and such. The
communication network 1309 may either be a dedicated network or a shared network, which
represents an association of the different types of networks that use a variety of protocols, for
example, Hypertext Transfer Protocol (HTTP), CAN Protocol, Transmission Control
Protocol/Internet Protocol (TCP/IP), Wireless Application Protocol (WAP), etc., to communicate
with each other. Further, the communication network 509 may include a variety of network
devices, including routers, bridges, servers, computing devices, storage devices, etc. In some
embodiments, the processor 502 may be disposed in communication with a memory 505 (e.g.,
RAM, ROM, etc.) via a storage interface 503. The storage interface 503 may connect to memory
505 including, without limitation, memory drives, removable disc drives, etc., employing
connection protocols such as Serial Advanced Technology Attachment (SATA), Integrated Drive
Electronics (IDE), IEEE-1393, Universal Serial Bus (USB), fibre channel, Small Computer
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Systems Interface (SCSI), etc. The memory drives may further include a drum, magnetic disc
drive, magneto-optical drive, optical drive, Redundant Array of Independent Discs (RAID), solidstate memory devices, solid-state drives, etc.
[0043] The memory 505 may store a collection of program or database components, including,
without limitation, a user interface 506, an operating system 507, a web browser 508 etc. In some
embodiments, the computer system 500 may store user/application data, such as the data, variables,
records, etc. as described in this disclosure. Such databases may be implemented as fault-tolerant,
relational, scalable, secure databases such as Oracle or Sybase.
[0044] The operating system 507 may facilitate resource management and operation of the
computer system 500. Examples of operating systems include, without limitation, APPLE®
MACINTOSH® OS X®, UNIX®, UNIX-like system distributions (E.G., BERKELEY
SOFTWARE DISTRIBUTION® (BSD), FREEBSD®, NETBSD®, OPENBSD, etc.), LINUX®
DISTRIBUTIONS (E.G., RED HAT®, UBUNTU®, KUBUNTU®, etc.), IBM®OS/2®,
MICROSOFT® WINDOWS® (XP®, VISTA®/7/8, 10 etc.), APPLE® IOS®, GOOGLETM
ANDROIDTM, BLACKBERRY® OS, or the like. The User interface 1306 may facilitate display,
execution, interaction, manipulation, or operation of program components through textual or
graphical facilities. For example, user interfaces may provide computer interaction interface
elements on a display system operatively connected to the computer system 1300, such as cursors,
icons, checkboxes, menus, scrollers, windows, widgets, etc. Graphical User Interfaces (GUIs) may
be employed, including, without limitation, Apple® Macintosh® operating systems’ Aqua®, IBM®
OS/2®, Microsoft® Windows® (e.g., Aero, Metro, etc.), web interface libraries (e.g., ActiveX®,
Java®, Javascript®, AJAX, HTML, Adobe® Flash®, etc.), or the like.
[0045] In some embodiments, the computer system 1300 may implement the web browser 1308
stored program components. The web browser 1308 may be a hypertext viewing application, such
as MICROSOFT® INTERNET EXPLORER®, GOOGLETM CHROMETM, MOZILLA®
FIREFOX®, APPLE® SAFARI®, etc. Secure web browsing may be provided using Secure
Hypertext Transport Protocol (HTTPS), Secure Sockets Layer (SSL), Transport Layer Security
(TLS), etc. Web browsers 508 may utilize facilities such as AJAX, DHTML, ADOBE® FLASH®,
JAVASCRIPT®, JAVA®, Application Programming Interfaces (APIs), etc. In some embodiments,
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the computer system 1300 may implement a mail server stored program component. The mail
server may be an Internet mail server such as Microsoft Exchange, or the like. The mail server
may utilize facilities such as Active Server Pages (ASP), ACTIVEX®, ANSI® C++/C#,
MICROSOFT®, .NET, CGI SCRIPTS, JAVA®, JAVASCRIPT®, PERL®, PHP, PYTHON®,
WEBOBJECTS®, etc. The mail server may utilize communication protocols such as Internet
Message Access Protocol (IMAP), Messaging Application Programming Interface (MAPI),
MICROSOFT® exchange, Post Office Protocol (POP), Simple Mail Transfer Protocol (SMTP), or
the like. In some embodiments, the computer system 500 may implement a mail client stored
program component. The mail client may be a mail viewing application, such as APPLE® MAIL,
MICROSOFT® ENTOURAGE®, MICROSOFT® OUTLOOK®, MOZILLA® THUNDERBIRD®,
etc.
[0046] Furthermore, one or more computer-readable storage media may be utilized in
implementing embodiments consistent with the present disclosure. A computer-readable storage
medium refers to any type of physical memory on which information or data readable by a
processor may be stored. Thus, a computer-readable storage medium may store instructions for
execution by one or more processors, including instructions for causing the processor(s) to perform
steps or stages consistent with the embodiments described herein. The term “computer-readable
medium” should be understood to include tangible items and exclude carrier waves and transient
signals, i.e., non-transitory. Examples include Random Access Memory (RAM), Read-Only
Memory (ROM), volatile memory, non-volatile memory, hard drives, Compact Disc (CD) ROMs,
Digital Video Disc (DVDs), flash drives, disks, and any other known physical storage media.
[0047]

Finally, the language used in the specification has been principally selected for

readability and instructional purposes, and it may not have been selected to delineate or
circumscribe the inventive subject matter. Accordingly, the disclosure of the embodiments of the
disclosure is intended to be illustrative, but not limiting, of the scope of the disclosure.
[0048]

With respect to the use of substantially any plural and/or singular terms herein,

those having skill in the art can translate from the plural to the singular and/or from the singular to
the plural as is appropriate to the context and/or application. The various singular/plural
permutations may be expressly set forth herein for sake of clarity.
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[0049]

Although the invention has been described in detail for the purpose of illustration based

on what is currently considered to be the most practical and preferred embodiments, it is to be
understood that such detail is solely for that purpose and that the invention is not limited to the
disclosed embodiments, but, on the contrary, is intended to cover modifications and equivalent
arrangements that are within the spirit and scope of the appended claims. For example, it is to be
understood that the present invention contemplates that, to the extent possible, one or more features
of any embodiment can be combined with one or more features of any other embodiment.
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SYSTEM AND METHOD FOR FACILITATING CRYPTOCURRENCY
TRANSACTIONS
ABSTRACT
The present disclosure is related to a field of digital transactions using cryptocurrency. Initially, a
cryptocurrency payment system receives the login credentials from the merchant device to log into
VISA merchant configuration page. Further, the cryptocurrency payment system may receive the
one or more cryptocurrencies accepted by the merchant and the wallet address for each
cryptocurrency. The transaction information received from the merchant device is verified. Upon
verification, user is verified and is connected to the cryptocurrency payment system. Further the
cryptocurrency payment system determines one or more matching cryptocurrency and is displayed
to user device in the checkout page. Also, the user may select a cryptocurrency for the transaction
and the checkout equivalent is determined for selected cryptocurrency. Finally, the cryptocurrency
payment system transmits the determined amount of cryptocurrency from the user wallet to the
merchant wallet.

FIG. 4
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