Abstract-Basically, a steganography indicates two of the principal requirements such the messages and the carrier file. Besides, it should have three aspects: capacity, imperceptibility, and robustness. This paper will show how to enhance the capacity of two types of carrier files for embedding message. By using Least Significant Bit method and modifying the four last bits of carrier files, bitmap and wav files could show the increasing of message size to be inserted to the carrier than only modifying the last 1 bit of carrier files. Particularly bitmap file which still had good quality visual showed PSNR value in 31.5460 dB, but wav file was only 3.8929 dB.
INTRODUCTION
Many researches have explained about steganography as a technique for hiding a message in a carrier file so the manner that the very existence of the message is unknown. Steganography techniques have been developed in order to achieve the security. The goal of Steganography is to avoid drawing suspicion to the transmission of a hidden message. If suspicion is raised, then this goal is defeated [1] [2] [3] [4] [5] [6] [7] [8] . Message or the hidden secret information which embedded to the carrier file should be difficult to be detected by hackers. It can be done by using method or algorithm embedding. And message can be extracted again by retrieving algorithm. There are some powerful methods or algorithm to be used in this case. It is caused by this study have been started since 1995 to 2006 from the publication statistics of IEEE [9] . But the most popular one is Least Significant Bit Method [10, 11] . LSB works by replacing directly the last bit of the media with secret bits to get the stego-image hence this method is supposed as an easy and fast in the algorithm.
In steganography, image has become an essential, potential, and popular file to be used as carrier file for protecting the confidential information [12] . But actually, theory had said that all of the digital files could be used as a carrier file or the message. Besides, there are three important aspects to be considered for steganography [13] : (i) Imperceptibility: means to preserve the details of the carrier file when the secret information is being embedded. (ii) Payload capacity: means the maximum number of bits that can be hidden with an acceptable resultant stego file quality. (iii) Robustness: is the ability of stego file to retain its contents from attacks.
The main focus of this work is how to enhance of capacity message to be hidden inside of carrier file by using Least Significant Bit Method. This project will try to use audio file, wav file, to be carrier also beside image. Both of carriers are uncompressed file. They used because they have close structure of raw data.
We tried to modify as much as four bits of the last bit of carrier file directly to get more space in carrier. The more space is the more message size can be inserted into a carrier. We have tried to do the similar work with the same carrier files, image and audio uncompressed files, by modified the two last bit of the carrier only. In that research we could show that carrier files could accommodate more space as much as two times larger than only modified of 1 bit of the carrier files [14] . These researches are motivated by Habbes statement (2006) which exploring four bits but not more four bits to larger capability of steganography carrier file to hide message [15] .
Related papers to this method study, there are some publications in common year using LSB as their method: Kriti Saroha and Pradeep Kumar Singh (2010) researched steganography with audio file as its cover using LSB [16] , Sujay Narayana and Gaurav Prasad (2010) researched the image steganography using LSB [17] , Pradeep Kumar Singh and R.K.Aggrawal (2010) using LSB method for hiding image into audio files, Saurabh Singh and Gaurav Agarwal (2010) utilizing LSB for video steganograph [18] , Rahul Rishi (2011) researched steganography to the image stegano with Mode and Multiple Technique method which still developed from LSB method [19] , and others.
II. METHODS a. Least Significant Bit Concept
Basically, the computer was created due to binary numbers, known as two numbers, namely 0 and 1. Both of these numbers are often referred to as bits. Then, these bits will continue to form a composite sequential and binary structure into a set of information. Set of information is composed of 8-bit or often referred to as 1 byte. when the bits are modified and will not be a drastic change, so the possibility of human prejudice against LSB bits are modified very little. Thus, the right, the bits are smaller effect on the integrity of the data contained. Therefore, the 4-bit last modified and became the sticking a steganography digital information.
b. Steganography Testing
This steganography research will be test to find the level of quality stegofile after the message embedded to the carrier. For the bitmap carrier type file tested using the Peak Signal to Noise Ratio (PSNR) formula and the Signal to Noise Ratio (SNR) for wave stegofile which both of these formulas will be counted in decibel (dB). The value of PSNR is good if it is above of 20 dB with formula [16] : (1) 255 is the highest value of pixel intensity and MSE (Mean Square Error) is the average value of total square of Absolute Error between carrier file and stegofile. MSE can be counted with the formula bellow:
The SNR formula used to know the distortion ratio that happened after the message inserted to the carrier with the formula [17] : (3) X(n) is the average of RMS (Root Mean Sequare) value from the carrier file and Y(n) is the average of RMS value from stegofile. The RMS value is the formula to know how big the sample audio out of any audio file. It can be known by using the audio editor application that provides information about quality of RMS audio, for example: Cool Edit Pro 2.0.
III. DISCUSSION
Generally, every steganography application has process to hide or extract the message to the carrier file. So it is the same with this research that shown in figure 7 that has process, input data, and output data just like other steganography:
Figure 3. Illustration of General Process System
Based on the figure 3 above can be explained bellow:
1. Requirement data. There are three data need for this application that different with the main process: Message, the cover for hiding message, and data that brings the message.
2. Main process. It used to process every data that input to the application. There are two main processes: Embedding process to hide the message into the carrier file and
Retrieving process to extract the message from the carrier.
3. Output is the result from the main process. Embedding output process is called by stegofile, and retrieving output process is the message that inserted in stegofile.
a. Embedding Process
Below is figure 7 to show the embedding process flowchart. Based on figure 4, embedding process can be explained bellow:
1. User must input the carrier file and message to be inserted.
2. Carrier file and message are converted to the binary. 6. Gather all bits to be converted be message Figure 5 . Retrieving Flowchart
III. RESULTS

a. Capacity Steganography Test
Basically, this test is performed to determine the capacity or size of a file before bringing the message (carrier file) with file after carrying the message (stegofile). The trick is to compare size or the capacity of the two files. A good condition for steganography system is when the size or capacity of the file either before or after the inserted is unchanged.
Capacity testing can be seen by using the properties file on Windows operating systems. In accordance with the background already explained in Chapter I, the test will only be performed on files type carrier *.Bmp and *.Wav. Steganography capacity test results can be seen in Table   1 . It can be concluded that from the aspect of capacity, system modifications 4bit steganography can be good. b.
Quality Steganography Test
The quality testing aspect involves examining and comparing the number of bits error between the carrier files and stegofile. It is done by using PSNR to image files and SNR to audio files. In this test, the image file want to use some image files *.bmp which had a different bit depth and level of color who are also different composition. As an example of the calculation of PSNR on the following image file, the image will be used as original picture and tugu2_grayscale.bmp Stegofile (3). Bmp as images that have been inserted messages with dimensions of 602 × 400 pixel image and it will be seen in Table 2 .
From table 2 can be seen on the images PSNR quality tested showed that the results obtained demonstrate the quality of the image after the modification at the 4-bit-bit LSB is still good, is evident from the quality of PSNR is still above 20 db, thus increasing payload capacity is reached. From table 2, charts can be illustrated to see patterns of change in PSNR quality of the image file as follows: Figure 6 . PSNR chart for file mol_pku2.bmp Figure 7 . PSNR chart for file UIn_rek.bmp The test results in Table 4 , it can be described graph to portray the patterns of change in PSNR quality audio files that have been inserted message with 4bit modified LSB method. From the graph 10 and 11 can be seen that applying LSB method with modifications 4bit audio file on the media for the purpose of increasing payload capacity is not reached because the messages can be inserted without damaging the quality of the audio file size is relatively small compared to the size of the carrier file. The maximum message size can be only 1% of the size of the carrier file. Below is a table to show the visual alteration of carrier file audio steganography.
VI. CONCLUSIONS
Below are some of the conclusions derived from this research:
1. Steganography files which has successfully made the message insertion and retrieving the digital media are image files *. Bmp, and sound files *. Wav with 4-bit LSB modifying the carrier file.
2. The most out of the method 4-bit LSB modification found in the image file because the goal of increasing payload capacity without causing major changes in the quality of the file can be achieved. Whereas the results of the method 4-bit LSB modifications in the sound file can be said to be bad and unreached.
