The Coronavirus Pandemic (COVID-19) has pushed global healthcare systems to their breaking point, affecting over 4 million individuals worldwide and causing over 285,000 deaths. The socioeconomic implications are far-reaching and are likely to be felt for years to come \[[@bib1]\]. In conjunction to vaccination programs and social distancing measures, nations have turned towards technological solutions in an attempt to track outbreaks and mitigate viral spread. These methods also allow for the strategic deployment of limited resources such as ventilators. The solutions are proving to be highly effective. However, digital surveillance raises serious concerns regarding governmental overreach and data privacy.

In China, South Korea and Taiwan, cell phones are used to track individuals with suspected COVID-19 infections without their consent, a measure that they believe allowed them to "flatten the curve" \[[@bib2]\]. Europe and the United States (US) have taken a slightly different approach; European governments are using allegedly anonymised mobile data to trace individuals' movements while the US are using similar data streams obtained from advertising firms to trace the presence of large congregations \[[@bib3]\]. Technological titans Apple and Google are also collaborating to develop an "opt-in" platform to trace the contacts of COVID-19 patients \[[@bib4]\]. However, historical mismanagement of data by such companies has previously resulted in European-Union-sanctioned fines \[[@bib5]\]. Therefore, transparency around the type of data collected and its intended use are necessary to ensure personal liberties are not abused under the guise of the pandemic.

In the midst of the crisis, the focus has rightly been to alleviate the effects of COVID-19 on our healthcare systems and the general population. In doing so however, we find ourselves in a timeless debate over safety and privacy. Our personal data can be used, potentially, to mitigate the devastating effects of COVID-19; illustrated by the slower spread in countries adopting the aforementioned tracking strategies. However, by 'handing' over our data, we are entrusting governments and private enterprises to uphold our liberty. This can set a dangerous precedence, albeit in the view of saving lives. Perhaps, in the words of Benjamin Franklin: "Those who would give up essential Liberty, to purchase a little temporary Safety, deserve neither Liberty nor Safety.\"

In the interval between the announcement of innovative tools and their expeditious adoption, a question must be considered: after the dust settles, what kind of world do we want to emerge into?
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