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Abstract 
The paper presents results of the face verification contest 
that was organized in conjunction with International Con- 
ference on Pattern Recognition 2000 [14]. Participants had 
to use identical data sets from a large, publicly available 
multimodal database XM2VTSDB. Training and evaluation 
was carried out according to an a priori known protocol 
([7]). Verification results of all tested algorithms have been 
collected and made public on the XM2VTSDB website [15], 
facilitating large scale experiments on classifier combina- 
tion and fusion. Tested methods included, among others, 
representatives of the most common approaches to face ver- 
ification - elastic graph matching, Fisher's linear discrimi- 
nant and Support vector machines. 
1 Introduction 
Hundreds of papers have been published on the face veri- 
fication and recognition problem [ 1 1,2]. Direct comparison 
of the reported methods is typically rather difficult, because 
tests are performed on different data, with large variations 
in test and model database sizes, viewing conditions, back- 
ground etc. Standard face databases are publicly available, 
e.g. Yale [21], Harvard [16] , Olivetti [19], M2VTS [18] to 
name a few commonly used (see the face recognition home- 
page [ 171 for a longer list. Even if the same database is used, 
it may be split differently into test and training sets. More- 
over, results are often evaluated using different methodolo- 
gies. 
For face recognition, the FERET test [ 10, 91 provided a 
comparison of a number of algorithms. However, a simi- 
lar test was missing for theface verification (or authenti- 
cation) task. Verification and recognition differ in at least 
three fundamental aspects. Firstly, a client - an authorized 
user of a personal identification system - is assumed to be 
cooperative and makes an identity claim. Computationally 
this means that it is not necessary to consult the complete 
set of models (reference images in our case) in order to 
verify a claim. A test image is thus compared to a small 
number of reference images of the person whose identity 
is claimed and not, as in the recognition scenario, with ev- 
ery image (or some descriptor of an image) in a potentially 
large database. Secondly, an automatic authentication sys- 
tem must operate in near-real time to be acceptable to users. 
And finally, in recognition experiments only images of peo- 
ple from the training database are presented to the system, 
whereas the case of an impostor (most likely a previously 
unseen person) is of utmost importance for authentication. 
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In order to collect face verification results on an iden- 
tical, publicly available, data set using a standard perfor- 
mance assessment methodology a contest was organized in 
conjunction with the ICPR 2000. Besides assessing the 
quality of various face verification methods, the contest’s 
secondary objective was to make the results of different 
methods on particular algorithms available to the research 
community. Placing the results, in a predefined format, on 
a publicly accessible web site [15] enables large scale ex- 
periments on classifier combination and fusion as well as 
the study of dependencies of errors of a wide range of face 
verification methods. 
The results published are based completely on self- 
assessment of the research groups providing the error rates. 
In the original call for participation [14], a second part of 
the test on sequestered data was mentioned, but we were 
not able to carry it out in time to meet the publication 
deadline. Unlike in the FERET test, where each research 
group obtained a different subset of the database, all re- 
search groups have identical data sets and therefore can as- 
sess their performance at any time. We believe that this 
open approach, trusting the published results, will increase 
in the long term the number of algorithms that will be tested 
on the XM2VTSDB subset. 
The rest of the paper is structured as follows. In sec- 
tion 2, the image dataset and the evaluation protocol is de- 
scribed. In section 3 results evaluated according to the Lau- 
sanne protocol are presented. Section 4 introduces other 
results, that are not exactly according to the Lausanne pro- 
tocol. 
2 XM2VTS database and Lausanne protocol 
The XM2VTS database [8] is a multimodal database 
consisting of face images, video sequences and speech 
recordings taken of 295 subjects at one month intervals. 
This database is available at the cost of distribution from 
the University of Surrey (see [20] for details). The database 
is primarily intended for research and development of per- 
sonal identity verification systems where it is reasonable to 
assume that the client will be cooperative. Since the data 
acquisition was distributed over a long period of time, sig- 
nificant variability of appearance of clients, e.g. changes 
of hair style, facial hair, shape and presence or absence of 
glasses, is present in the recordings - see figure 1. 
The subjects were volunteers, mainly employees and 
PhD students at the University of Surrey of both sexes and 
many ethnical origins. The XM2VTS database contains 4 
sessions. During each session two head rotation and ”speak- 
ing” shots were taken. From the ”speaking” shot, where 
subjects are looking just below the camera while reading 
a phonetically balanced sentence, a single image with a 
closed mouth was chosen. Two shots at each session, with 
Figure 1. Sample images from XMSVTS 
database 
and without glasses, were acquired for people regularly 
wearing glasses. 
For the task of personal verification, a standard proto- 
col for performance assessment has been defined. The so 
called Lausanne protocol splits randomly all subjects into a 
client and impostor groups. The client group contains 200 
subjects, the impostor group is divided into 25 evaluation 
impostors and 70 test impostors. Eight images from 4 ses- 
sions are used. 
From these sets consisting of face images, training set, 
evaluation set and test set is built. There exist two configu- 
rations that differ by a selection of particular shots of people 
into the training, evaluation and test set. The training set is 
used to construct client models. The evaluation set is se- 
lected to produce client and impostor access scores, which 
are used to find a threshold that determines if a person is ac- 
cepted or not (it can be a client-specific threshold or global 
threshold). According to the Lausanne protocol the thresh- 
old is set to satisfy certain performance levels (error rates) 
on the evaluation set. Finally the test set is selected to sim- 
ulate realistic authentication tests where impostor’s identity 
is unknown to the system. The evaluation set is also used in 
fusion experiments (classifier combination) for training, but 
this is not relevant in the context of this paper. 
The performance measures of a verification system are 
the False Acceptance rate (FA) and the False Rejection rate 
(FR). False acceptance is the case where an impostor, claim- 
ing the identity of a client, is accepted. False rejection is the 
case where a client, claiming his true identity, is rejected. 
FA and FR are given by: 
F A  = E I / I  * 100% F R  = EC/C * 100% (1) 
where EC is the number of impostor acceptances, I is 
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the number of impostor claims, EC the number of client re- 
jections, and C the number of client claims. Both FA and an 
FR are influenced by an acceptance threshold. To simulate 
real application the threshold is set on the data from evalua- 
tion set to obtain certain false acceptance on the evaluation 
set (FAE) and false rejection error (FRE). The same thresh- 
old is afterwards applied to the test data and FA and FR on 
the test set are computed. Three thresholds are defined on 
the evaluation set: 
Consequently, performance on the test set is charac- 
terised by six error rates: 
3 Results on XM2VTS database evaluated 
according to the Lausanne protocol 
This section describes results of face verification meth- 
ods that either participated in the contest or had been tested 
according to the Lausanne protocol. In all cases, files stor- 
ing verification results have been made public. 
3.1 Dalle Molle Institute for Perceptual Artificial 
Intelligence (IDIAP) 
The Elastic Graph Matching introduces a specific face 
representation. Each face is represented by a set of feature 
vectors positioned on nodes of a coarse, rectangular grid 
placed on the image. Moduli of complex Gabor responses 
from filters with 6 orientations and 3 resolutions are used as 
features. The matching consists of two consecutive steps: 
rigid matching and deformable matching. Advantages of 
the elastic graph matching are the robustness against varia- 
tion in face position, and expression. This owes to the Ga- 
bor features, the rigid matching stage, and the deformable 
matching stage [ 11. Results can be found in tables 1 and 2. 
3.2 Aristotle University of Thessaloniki 
The approach of C. Kotropoulos, A. Tefas and I. Pitas [ 5 ]  
also falls into the Elastic Graph Matching category. How- 
ever, novel features based on multiscale dilation and erosion 
operations are computed at each node of the grid. Verifica- 
tion score is a function of the matching energy which in turn 
is a complex function of the grid deformation and the differ- 
ence of response of the morphological operators obtained at 
node locations. Results of the method are labelled AUT in 
tables 1 and 2. 
3.3 University of Surrey 
University of Surrey provided several results (see ta- 
bles l and 2). 
In [6] the problem of face verification using linear dis- 
criminant analysis was addressed and the issue of match- 
ing score investigated. The improved understanding about 
the role of metric led to a novel way of measuring the dis- 
tance between probe image and a model. The effect of 
various photometric normalizations on the matching scores 
was also investigated. In tables 1 and 2 the group of re- 
sults are referred to as UniS-X-X-NC which stands for 
normalized correlation used as distance measure and as 
UniS-X-X-SM which stands for the novel proposed met- 
ric. The experiments were conducted using both types 
of thresholding - a client-specific thresholds and global 
thresholds. Also both types of registration were used - 
fully-automatic registration (based on robust correlation de- 
scribed in [4] - see next paragraph) and semi-automatic 
registration, where the eyes of people were located manu- 
ally. Results with the automatic registration are available 
only in Configuration I. 
Another verification approach is based on the use of ro- 
bust correlation and Support vector machines [4]. The prob- 
lem of the registration was treated as an optimization task 
via estimating the optimal transformation parameters by 
maximizing a similarity function. The influence of signal 
noise, occluding objects and suboptimalities in the trans- 
formation models were reduced by applying robust estima- 
tion techniques. The classification of face patterns was car- 
ried out by using a support vector machine. The registered 
and photometrically normalized images were projected into 
a subspace optimized for representation or discrimination. 
The client-specific thresholding was used. The results are 
referred to as UniS-SVM and are available only for config- 
uration I. 
3.4 University of Sydney 
Fractal image coding was applied to the task of face ver- 
ification. Two subsystems constituted this face verification 
system, namely the face detection and the face verifica- 
tion components. Central to both systems is the notion of 
the Fractal Neighbor Distance (FND). The detection system 
firstly performed a rough location of the head, based on the 
assumption of a blue background. A search was then per- 
formed in the reduced region. This involved the use of a 
generic face template, the fractal code of which had been 
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generated. Afterwards the Fractal Neighbor Distances be- 
tween localized head images and the images stored in the 
database were computed. The minimal FND was taken as a 
score [ 131. See tables 1 and 2 for results. 
4 Other results 
In this section results that have not been obtained accord- 
ing to the protocol are presented. 
4.1 Swiss Federal Institute of Technology (EPFL) 
In the approach of Smeraldi et al. [ 121 a concept of Reti- 
nal vision was introduced. The raw visual input was an- 
alyzed by means of a log-polar retinotopic sensor, whose 
receptive fields consisted of a vector of modified Gabor fil- 
ters designed in the log-polar frequency plane. The Gabor 
responses extracted by placing the sensor over the corre- 
sponding facial regions were then used to perform authen- 
tication. The implementation of knowledge representation 
using Support vector machine classifier was used. Since 
the training and test sets were used exactly according to the 
Lausanne protocol (although evaluation set was not used at 
all), it is still possible to compare the results. The aposteri- 
ori equal error rate on the test set was about 0.50%. 
5 Conclusion and Future Work 
This paper presents a comparison of face verification al- 
gorithms that was organized in conjunction with Intema- 
tional Conference on Pattem Recognition 2000. Fourteen 
face verification methods were tested using identical data 
sets from a large, publicly available multimodal database 
XM2VTSDB. Training and evaluation was carried out ac- 
cording to an a priori known protocol. Verification results 
of all tested algorithms have been collected and made pub- 
lic on the intemet [15], facilitating large scale experiments 
on classifier combination and fusion. 
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EXPERIMENT 
3AUT 
'UniS-A-G-NC 
UniS-A-S-NC 
* UniS-S-G-NC 
"UniS-A-G-SM 
"UniS-A-S-SM 
' *UniS-S-G-SM 
'3UniS-S-S-SM 
Table 1. Error rates according to the Lausanne protocol for configuration I 
'FAE stands for false acceptance error rate on evaluation set 
2FRE stands for false rejection error rate on evaluation set 
3AUT Aristotle University of Thessaloniki 
41DIAP Dalle Molle Institute for Perceptual Artificial Intelligence 
'UniS-A-G-NC University of Surrey, full automatic registration, global threshold, normalized correlation 
7UniS-A-S-NC University of Surrey, full automatic registration, client-specific threshold, normalized corre- 
lation 
8UniS-S-G-NC University of Surrey, semi-automatic registration, global threshold, normalized correlation 
9UniS-S-S-NC University of Surrey, semi-automatic registration, client-specific threshold, normalized cor- 
relation 
'OUniS-A-G-SM University of Surrey, full automatic registration, global threshold, special metric 
UniS-A-S-SM University of Surrey, full automatic registration, client-specific threshold, special metric 
'*UniS-S-G-SM University of Surrey, semi-automatic registration, global threshold, special metric 
13UniS-S-S-SM University of Surrey, semi-automatic registration, client-specific threshold, special metric 
14UniS-SVM University of Surrey, fully-automatic registration, Support vector machine 
Syd ney University of Sydney 
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Evaluation set 
EXPERIMENT 
'FAE = 2FRE FAE (FRE=O) FlZE (FAE=O) 
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Test set 
FAE=FRE FRE==O FAE=O 
FA FR FA FR FA FR 
6UniS-S-G-NC 
7UniS-S-S-NC 
8UniS-S-G-SM 
9UniS-S-S-SM 
1.3 43.5 9.3 1.3 1.8 44.2 0.3 0.0 9.0 
1.3 55.4 8.5 1.2 1.5 55.6 0.3 0.0 8.5 
3.5 42.0 18.8 3.5 3.8 42.1 0.5 0.0 19.5 
1.3 23.1 18.8 1.2 1.0 22.6 0.3 0.0 20.5 
