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The use of photography to detect deception age was 22.55 (SD = 6.59) years. Participants were randomly allocated to the truth (N = 41) or lie condition (N = 31).
Procedure
Participants arrived at the Psychology Department for a briefing with the experimenter. Truth tellers and liars took part individually and had about 20 minutes to complete the task at Guildhall Square, which is a pedestrianised area local to the university featuring the Guildhall (a building historically used as the meeting place of a guild or corporation), civic offices and a large video screen.
Truth tellers were told that their mission was to promote watching the 2012 Olympics on the large public video screen in Guildhall Square. They were given a camera on which to take photographs for a flyer to promote Guildhall Square as a good place to watch the Olympics. They were told to show the Guildhall and civic offices at their best in order to attract tourists, and were asked to report back to the researcher in 20 minutes to discuss their findings.
Liars were told that they were on a reconnaissance mission for planting a decoy device to disrupt the showing of the Olympics on the Guildhall Square screen. They were informed that they would need to decide where would be the best place to plant a device, and also to check for security within that area. Liars were also provided with a camera and asked to photograph all vantage points that they could be overlooked from, i.e. from which cameras or office windows or roof tops. They also were told to photograph potential device site points including underground locations such as manhole covers or drains. Liars were instructed to remain unnoticed and to avoid alerting anyone to what they were photographing. If asked, they were to use the truth tellers' mission as their cover story, i.e. to state that they were taking promotional photographs of Guildhall Square for a flyer to attract tourists to watch the 8 The use of photography to detect deception Olympics on the screen. Liars were advised to take photographs appropriate for this reason also. They were then asked to return to the researcher in 20 minutes to discuss their findings.
On entering the square, one subsample of 50 out of the 80 participants (25 truth tellers and 25 liars) encountered a mime artist whose act involved comically impersonating people as they passed through the square. As consent to interact with the mime artist could not practically be sought from the general public, four stooges were employed to be in the square for the mime artist to interact with when the participant arrived.
Apart from impersonating the stooges, the mime artist was also instructed to interact with the participant. As the participant returned to the researcher after completing the photograph taking exercise, the mime artist was situated en route. He approached the participant and asked if they had photographed him. If they answered 'yes', he asked if he could see the photograph, and if they said 'no' or that they weren't sure, he asked if he could check as he thought he was in the background when the participant was taking photographs.
The participants' answers to these questions only correlated moderately with each other, r(50) = .36, p = .011. The mime artist maintained a friendly and non-accusatory demeanour throughout. The experimenter texted the mime artist and the stooges a description of the participant before s/he arrived at the square so s/he was easily identifiable. The mime artist was not informed about the veracity status of the participant or about the aim of the experiment. We selected the role of a mime artist as mime artists are not directly associated with law enforcement, and we reasoned that being approached by a street entertainer would be plausible to participants and unlikely to raise doubts as to the questioner's integrity.
On their return to the researcher, all participants were told that there had been reports of people planning to plant a decoy device in Guildhall Square and that they were suspected of having being involved with this. They were told that they would be interviewed about their 9 The use of photography to detect deception claim that they were working on a project to promote watching the 2012 Olympics in Guildhall Square. The participants' photographs were then downloaded onto a laptop. There was no difference in the number of photographs taken between truth tellers (M = 17.09, SD = 9.47) and liars (M = 18.41, SD = 11.46), F(1,78) = 0.30, p = 0.58, d = 0.13. Truth tellers were asked to select the six photographs they deemed best to use for the promotional flyer. Liars were asked to select three photographs that they felt best suited their mission, i.e. illustrating the vantage points and security precautions in place in Guildhall Square. They were also asked to select three photographs that they preferred for their cover story, i.e. promoting Guildhall Square for the Olympics.
To motivate all participants to be convincing during the interview, participants were told that if the interviewer believed they were working on a project to promote Guildhall Square that they would receive £10, and if they were not believed that they would not receive the money but instead would be asked to write a statement explaining their whereabouts. In reality, for ethical reasons, all participants received the money and none were asked to write a statement.
The interviewer was blind to the participant's veracity condition, and was given the photographs that had been selected by the participants. The interviewer showed the participant each of the six photographs one by one and asked for each photograph: 'Please describe in as much detail as possible what you can see in the photograph?' In other words, the interview consisted of a single question that was asked six times.
After the interview, the participant was asked to complete a post interview questionnaire. This included the questions 'What do you think the likelihood is of you getting the £10?' and 'What do you think the likelihood is of you writing a statement?' which was The use of photography to detect deception rated on a scale of 1 (not at all) to 7 (totally). They were also asked whether the interview required a lot of thinking (cognitive effort) and whether it was mentally difficult, on a scale of 1 (certainly not) to 7 (certainly). These two questions correlated positively and significantly with each other, r(80) = .61, p < .0001, and were averaged. The combined variable was labelled 'cognitive load'. Participants were finally asked to rate how motivated they were to appear convincing during the interview, from 1 (definitely not) to 7 (definitely).
Coding
Photographs Taken By the Participants. A rater reported whether the mime artist was present in any of the photographs. When he was present a score of '1' was given (regardless of how many photographs he appeared in), and if he did not occur in any of the photographs a score of '0' was given.
Interview Coding. Due to a combination of technical and logistical issues only
another subsample of 52 of the 80 interviews (29 truth tellers and 23 liars) could be analysed.
An independent rater coded the 52 transcribed interviews and photographs discussed during the interview. For each photograph the coder noted the presence of each of the following five suspicious security features: CCTV cameras, toilets, drains, manholes, and bins, and each of the following two innocuous security features: windows and rooftops. Each time a security feature was included in a photograph a score of '1' was given. A total score was created which could range from 0 (none of the features included) to 5 (all five features included) for suspicious security features, and could range from 0 to 2 for innocuous security features.
For each photograph the coder further noted whether the participant reported the presence of the five suspicious and two innocuous security features. Each time a security feature was mentioned a score of '1' was given. A summation scores was created which The use of photography to detect deception 13 The use of photography to detect deception innocuous features were in the photographs. This supports Hypothesis 2. Table 1 (ratio scores) also shows that most of the suspicious and innocuous features that were on the photographs were not reported. When we considered how many participants reported security features, it was found that 48% of liars and 21% of truth tellers reported at least one suspicious or innocuous security feature. This association between mentioning security features and veracity was significant, χ 2 (1, N = 50) = 4.29, p = .038, Ф = .29, and again supports Hypothesis 2. Table 2 indicates that liars' promotional photographs were rated as more appealing than their mission photographs.
In addition, the suspicious, but not the innocuous, security features were more prominent in the mission photographs than in the promotional photographs. The number of suspicious security features did not differ between liars' mission and promotional photographs, but liars reported such features more when discussing the mission photographs. Indeed, when we controlled for how prominent the suspicious security features were (in an analysis of covariance), differences in reporting these features in the mission and promotional photographs disappeared. No differences emerged regarding the innocuous security features, which incidentally were largely unreported (low ratios).
Discussion
In the present experiment participants took photographs in a public place with either a genuine intent (truth tellers) or sinister intent (liars). We examined how these participants responded when stopped by a mime artist and when they were (later) interviewed about the photographs they had taken. Given a dearth of empirical research pertaining to terrorism behaviour and tactics (see Silke, 2008) , this experiment paves the way for future work examining the behaviour of those seeking to conceal malicious intent in a terrorism context. The use of photography to detect deception 
