We consider a cognitive radio (CR) network with simultaneous wireless information and power transfer (SWIPT) system having one base station (BS) with multiple antennas that acts as a secondary transmitter, one desired information receiver (IR) acting as secondary receiver, multiple primary users (PUs) having licenses band of spectrum, and multiple energy harvesting receivers (EHRs). The EHRs harvests energy from the BS and eavesdrop the information from signal. In order to extract the information and then harvest energy from that signal, power splitting is considered in each EHR. On the basis of an imperfect channel state information (CSI) in IR, selection of the best transmit antenna at the BS is made. The effect of path loss on the system is also considered. The derivation of analytical expression in closed-form is provided for the exact secrecy outage probability (SOP) of the network. The derived expression highlights the variation in the secrecy outage of the considered CR SWIPT system relying on imperfect CSI with respect to the system parameters, which is depicted through numerical analysis. Furthermore, we derive the asymptotic SOP and study the effects of different system parameters on the secrecy diversity order and secrecy array gain.
I. INTRODUCTION
In these days, simultaneous wireless information and power transfer (SWIPT) system is emerging as an important research area [1] , [2] , where a basic compromise between energy harvesting and the rate of information transmission over noisy channels has gained a significant attention of the research community. It is to be noted that a sophisticated hardware is needed to satisfactorily extract the information along with power, through the exactly same received signal. However, power splitting hybrid receivers [3] as-well-as separated receivers [4] have emerged in simple and effective solutions for this purpose. Furthermore, the authors in [5] focused on a SWIPT system using dynamic power splitting.
Recently, cognitive radio (CR) has come up as a useful technology for improving spectrum utilization efficiency.
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Energy harvesting in CR networks is an important issue and is addressed in [6] . Authors of [7] discussed the output of a CR system employing energy harvesting through a slotted mode; in this mode, the user at the secondary end is assumed to be strengthened by the energy harvested through natural sources of energy. In [8] , authors provided an analysis of throughput maximization for the CR system based on energy harvesting, where the user at secondary end has a finite capacity of battery. However, there is a possibility that energy harvesting based receivers may try to behave as eavesdroppers. The authors in [9] highlighted a spectrum sensing policy which is optimal for a CR based on energy harvesting, and increases the expected throughput with energy causality constraints and collision constraints. It is well known that for a better energy harvesting, a transmitter has to transmit energy. Due to increase of transmit energy, information can be leaked with more ease. Therefore, a higher information energy will result in more susceptibility for eavesdropping. VOLUME 8, 2020 This work is licensed under a Creative Commons Attribution 4.0 License. For more information, see http://creativecommons.org/licenses/by/4.0/ It is difficult to prevent an eavesdropper who tries to intercept the information due to a high energy of the received signal. For a CR network, the capacity of sensing and learning of the existing radio frequency (RF) environment can create problems for security at the physical layer. Therefore, it is easy to launch an adversary for malicious activities. Hence, CR networks' physical layer security has emerged as an important topic of research in recent times [10] , [11] . In [12] , the physical layer security of a multiuser multiple-input single-output (MISO) based SWIPT system is discussed. It is assumed in [12] that a multi-antenna based transmitter conveys the information simultaneously with the energy to an intended information receiver (IR) and multiple energy harvesting receivers (EHRs). Secrecy outage performance of an underlay multiple-input multiple-output (MIMO) system with energy harvesting and transmit antenna selection scheme is investigated in [13] . A closed-form expressions for the secrecy outage probability of optimal antenna selection and sub optimal antenna selection schemes over Rayleigh channels were derived in [13] . In [14] , the secrecy outage performance of an underlay cognitive decode-and-forward relay network over independent but not necessarily identical distributed Nakagami-m fading channels is investigated, where the secondary user communicates with the secondary destination via relays and an eavesdropper attempts to overhear the information. In [15] , MIMO cognitive wiretap system over Nakagami-m channels is considered with generalized selection combining, where confidential messages, transmitted from a multiple-antenna based transmitter to a multiple-antenna based legitimate receiver, are overheard by a multiple-antenna based eavesdropper. A closed-form expressions for exact and asymptotic secrecy outage probabilities (SOPs) are derived in [15] . In [16] , an analytical model for the secrecy performance for single-input multiple-output (SIMO) underlay CR systems over Nakagami-m channels has been discussed. The results obtained in [16] provide a unified model to analyze the secrecy performance over SIMO Nakagami-m fading channels in CR network and can be readily applied to a practical CR design. Authors in [26] derive an exact closed-form expression for the SOP and the intercept probability of the secondary network in Rayleigh fading. In [27] , a CR-based SWIPT system consisting of a base station (BS), a desired information receiver, multiple primary users, and multiple energy harvesting receivers is considered. Each link in the system suffers from small scale fading and path loss. The main drawback of the majority of existing research studies is that the global channel state information (CSI) is considered to be perfectly known at the transmitter for analysis. When the CSI of eavesdroppers is known in the transmitter, best transmit antenna is selected to maximize the secrecy capacity [28] , [29] . However, practically, it is difficult for the transmitter to obtain perfect CSI because of channel estimation errors as-well-as quantization [17] , [18] . For instance, in a scenario where all the EHRs are not able to continuously interact with the corresponding transmitter, the CSI available in transmitter will become outdated [19] . In the presence of imperfect CSI, the secrecy performance of a simple MISO SWIPT system is investigated in [20] ; this investigation is however limited to a simple wireless communication model having a single transmitter, an intended receiver, and multiple EHRs (acting as eavesdroppers). All the aforementioned works on the physical layer security of SWIPT systems have not considered CR set-up even under perfect CSI. This motivates the study of CR based SWIPT systems from a physical layer security point-of-view. This paper analyzes the secrecy performance of a CR SWIPT system having multiple primary users (PUs) and imperfect CSI. Analytical expressions of an exact and asymptotic SOPs of this system are derived in closed-form. Some important insights are further presented.
Contributions of this paper are:
• We derive new closed-form expression for cumulative distribution function (CDF) of the instantaneous received signal-to-noise ratio (SNR) in IR (with imperfect CSI).
• We derive closed-form analytical expressions for exact and the asymptotic SOPs while assuming imperfect CSI between transmitter and receiver.
• Compared to [13] - [16] , wherein the SOP of underlay cognitive radio network is derived with perfect CSI assumption, we explore the secrecy performance under imperfect CSI conditions. Note that, impact of imperfect CSI on the secrecy performance of underlay CR with considered parameters (such as path loss, power spiting factor etc) in the presence of multiple PUs and multiple EHRs has not been examined in the literature. It can be noticed that:
• The considered model in this manuscript can be compared to the model given in [20] without interference power constraint.
• The given model in this manuscript can be compared to the model assumed in [21] without interference power constraint and perfect CSI condition.
• The system model in this manuscript is similar to the model considered in [22] for η = 1, ρ = 1, K = 1, N = 1, and γ p → ∞.
• The model considered in this manuscript leads to the model refereed in [11] when η = 1, ρ = 1, K = 1, and N = 1. The rest of this paper is organized as follows. In Section II, the system model considered in our work is described. The secrecy outage performance analysis is proposed in Section III. Section IV contains the asymptotic secrecy outage probability analysis. In Section V, we present and discuss the numerical results. Finally, Section VI concludes this paper.
II. SYSTEM MODEL
The system under study contains a BS that works as a secondary transmitter, an intended IR that works as secondary receiver, K PUs along with N EHRs. The BS has N T transmit antennas while each of the IR, the EHRs, and the PUs have a single antenna. We assume that independent Rayleigh fading exists over each communication link. The EHRs are legitimate users in the system and act as eavesdroppers [21] . For a given transmission time, the BS transmits the information to IR. It also supplies energy to each of the EHRs. It is also assumed that each of the EHRs harvest energy using radio frequency signals. The underlay CR network is considered, where the BS uses the licensed spectrum of PU, to transmit signals to the IR. Perhaps, a bottleneck exists for CR networks for providing high date rate because of the devices that are energy-constrained. To increase the life-time of such energyconstrained devices, SWIPT is considered as a reliable technique in CR networks. The BS is interested in sending the confidential information over that spectrum band which is used by a PU in a manner that the power of interference at PU from the BS does not surpass a given threshold. Thus we have a CR network in which the BS transmits in the presence K PUs and N EHRs behaving as eavesdroppers. We focus on the enhancement of secure communication from the BS to the IR, keeping in view the peak constraint of interference of primary network. This is possible by using the maximum power of transmission at the BS. The BS locations, the IR, and all the EHRs are considered to be very far from the PUs such that effect of the signals from all of the transmitters of PUs could be neglected on the secondary network. However, the interference to the PUs from the BS cannot be neglected, as the BS transmits at a high transmit power in order to provide sufficient energy for energy harvesting. Each EHR uses power splitting in order to extract, from the same received signal, the information and energy. In all EHRs, the received signal is split through a power splitter into information decoder and energy harvester. The power splitter uses a fraction ρ of the received signal to information decoder, such that 0 ≤ ρ ≤ 1, and the balance part of the signal is sent for harvesting of energy. To guarantee reliable communication in the PUs in this underlay CR system, the power of the transmitted signal of the BS is restricted by a peak threshold. Hence, the transmit power of the BS is given by
where P t is the transmitted power at the BS, I p is the maximum power of interference in PUs, and h 0 k represents complex Gaussian channel gain of primary channel from BS to k th PU having zero mean and 0 variance. Therefore, signal received in IR is expressed as [21] 
where h IR represents complex Gaussian channel gain from BS to IR with zero mean and 1 variance, L c is the constant for propagation loss, r 1 represents the distance between the BS and the IR, κ represents the exponent of path loss, s is the transmitted signal from the BS, and n IR represents the complex additive white Gaussian noise (AWGN) having zero mean and N 0 variance. Furthermore, n IR is assumed to be independent of h IR . Typical values of κ lie between 2.7 and 3.5. The signal received in the n th EHR is given by [21] 
where n = 1, . . . , N , h EHR n represents the complex Gaussian channel gain from each antenna of BS to n th EHR, having zero mean and 2 variance, z n represents complex AWGN with zero mean and N 0 variance, v n represents the noise of signal processing introduced by information decoder at n th EHR that is considered to be complex Gaussian with zero mean and µ 2 variance, and r 2 is the distance of EHRs from BS. From (2), the instantaneous SNR in the IR channel is expressed as
From (3), the instantaneous SNR of EHR's channel is
Using (1) and (4), the instantaneous SNR in the IR channel can be written as
where γ p = I p /N 0 , γ 0 = P t /N 0 , X = max k=1,...,K |h 0 k | 2 , and h 0 k represents complex channel gain from the BS to k th PU having zero mean and 0 variance. X 's probability density function (PDF) of is expressed as [11] 
Using (1) and (5), the instantaneous SNR at EHRs is given by
III. SECRECY OUTAGE PERFORMANCE
For a transmitter with multiple antennas, it is practically hard to get the correct information about the phase of the channel in the receiver. Due to this, the received signals are not properly combined. However, estimation of channel magnitude is relatively easier than estimation of phase. For a BS with multiple antennas, it is better to transmit the signal on that antenna only which is associated with the best channel gain magnitude such that destructive interference can be minimized. This phenomenon of selection of the best antenna is generally called as antenna selection scheme [23] - [25] . We consider here a situation that the best transmit antenna in IR is selected through forward training; then the index of antenna having best channel is sent back to BS. We consider the case when the IR feeds back BS-IR channel's CSI to BS and also the CSI of links between BS and EHRs is available at the BS. While the EHRs are trying to behave as eavesdroppers, the BS, for secure communication, conveys the information at a transmission rate in accordance with the the BS-IR channel's CSI and the BS-EHR channels. The IR has to only compare the received signals on the links between itself and all transmitting antennas, and it then feeds the relating antenna index back to the BS. The best antenna selection scheme results into the low cost of implementation. The feedback of CSI from the IR gets delayed and the BS then encodes the information to the IR by using the outdated CSI of IR. The best transmit antenna is selected which the maximizes the instantaneous SNR in the IR. The expression for the magnitude of largest channel gain from the links between the IR and the selected antenna at BS, at the time of selection, is
whereh IR represents the coefficient of delayed channel between the IR and the t th antenna of BS. It can be shown after some algebra that the relationship betweenh IR t and h IR t ish
where w t is a complex Gaussian variable having zero mean and w variance, and η is given by [17] , [18] 
where J 0 (·) represents the Bessel function in zeroth order of the first kind, f d represents the maximum frequency of Doppler, and τ d represents the time delay. After the selection of antenna, the BS sends the message to the IR and the energy is transferred to each EHR at the same time in presence of multiple PUs. From the radio frequency, all the EHRs harvest energy. Each EHR may overhear the signals meant for the target IR because of them being in the coverage range. EHRs will try to eavesdrop the message of the target IR if they are malicious. Therefore, each EHR is a potential eavesdroppers and try to degrade the performance of this CR network. Furthermore, we consider that all the EHRs perform independently and there is no exchange of information between all the EHRs. The secrecy rate is given by [10] 
where C IR = log 2 (1 + γ IR ) represents IR channel's capacity and C EHR = log 2 (1 + γ EHR ) represents EHR's channel's capacity. In passive eavesdropping, if R S ≤ C S , then perfect secrecy is guaranteed. Otherwise, if R S > C S , then the information-theoretic security will be compromised. The SOP is the probability that C S falls below R S , and is given by
which can be simplified to [11] 
× f X (x)dγ ehr dx, (13) where (γ ehr ) = 2 R S (1+γ ehr )−1, f γ EHR |X =x (·) represents PDF of γ EHR conditioned on X , and F γ IR |X =x (·) represents CDF of γ IR conditioned on X . Let γ 1 = 1 γ 0 = γ p 1 σ be the average SNR, which is maximum possible, of the channel between BS and IR, and γ 2 = 2 γ 0 = γ p 2 σ is the maximum possible average SNR of channel between BS and EHRs.
Furthermore, since
the CDF of γ IR conditioned on X may be expressed as
where
From [30] , [31] , the PDF of γ EHR conditioned on X may be written as
Substitution of (7), (15) , and (17) into (13) results in the closed-form expression (19) for P out . The exact SOP in closed-form is
where σ = I p /P t and
IV. ASYMPTOTIC SECRECY OUTAGE PROBABILITY ANALYSIS
In this section, we consider a special scenario that BS and IR located quite closer to each other so that γ 1 → ∞. This assumption will lead to obtain the asymptotic secrecy outage probability and analyse the secrecy diversity order and the secrecy array gain. Asymptotic SOP (P ∞ out ) is obtained by setting 1 → ∞ in (15) and neglecting the higher order terms. Further, using the Taylor series expansion of the exponential function in (15) yields
Upon substituting (20), (7) , and (17) into (13), we obtain
and
As suggested by [25] and [15] , in the high average channel fading gains regime the asymptotic SOP can be expressed as
where G a is the secrecy array gain, G d is the secrecy diversity order that determines the slope of the asymptotic SOP curve, and o(·) denotes higher order terms. The asymptotic outage probability facilitates valuable insights via the secrecy diversity order G d , which determines the slope of the asymptotic outage probability curve, and the secrecy array gain G a , which shows the SNR advantage of the asymptotic outage relative to the reference curve γ −G d . Using (21) and (23), we obtain
Following observations can be made from (24) and (25) • Secrecy diversity order G a is independent of the parameters like γ 2 , η, ρ etc. The parallel slopes of the asymptotes in Figs. 6 and 7 will confirm this. It means that secrecy diversity gain is independent on the primary network.
• G a decreases as the number of PUs increases. The asymptotic SOP degrades by increasing the number of PUs.
• Secrecy array gain G a increases with η which indicates an improvement in SOP with the perfect CSI estimation.
• G a is inversely proportional to B. As observed from (22a), B is an increasing function of ρ. Therefore, it can VOLUME 8, 2020 be concluded that lower value ρ outperforms the higher value of ρ due to higher secrecy array gain.
• Secrecy array gain in (25) is a decreasing function of γ 2 . It indicates that the asymptotic SOP increases with increasing γ 2 .
• B is directly proportional to r 1 r 2 2 κ , as indicated (22a).
It can be observed that r 1 r 2 2 < 1 if r 1 > 1 and r 2 > 1.
Therefore, we can say that that G A decreases with an increasing value of κ because low secrecy array gain leads to the higher SOP.
• It can be seen from (22a) and (25) that secrecy array gain increases with increasing σ . It can be concluded that SOP of the system improves with higher σ . This is due to relaxing the peak interference power constraint, which in turn increases transmit power.
• The secrecy diversity gain improves with increasing the number of transmit antennas N T .
V. NUMERICAL RESULTS
This section deals in providing the numerical results to examine the secrecy performance of SWIPT CR system. Our interest is in examining the effects of power splitting fraction ρ, quantity η (related to channel estimation), number of antennas for transmission N T , number of EHRs N , path loss exponent κ along with number of PUs K on secrecy performance which is quantified by the secrecy outage probability P out . The constant for propagation loss L c may be arrived at as
where G T and G R are transmitter and receiver antenna gains, respectively, c denotes speed of light, whereas, f is the frequency of carrier.
The parameters have been set as: γ 2 = 5, 8, 10, 12, 15 dB, K = 1, 4, 7, 10, 13, 17, N = 1, 4, 7, 9, 13, 17, κ = 2.7, 2.9, 3.1, 3.3, 3.5, 0 = 1, 1 = 1, w = 1, γ p = 5 dB, R S = 0.0001, 1, N T = 1, 2, 3, 4, 5, r 1 = r 2 = 4m, L c = 0.005, γ 0 = 10000, γ p = 5 dB, ρ = 0.1, 0.8, 0.9, FIGURE 2. SOP versus γ 1 for varying N T with ρ = 0.9, η = 0.8, γ 2 = 10 dB, γ p = 5 dB, N = 4, K = 10, R S = 0.0001, r 1 = r 2 = 4 m, 0 = 1 = 2 = w = 1, σ = 0.5, κ = 3.2, and L c = 0.005. FIGURE 3. SOP versus γ 1 for varying γ 2 with ρ = 0.9, η = 0.8, γ 2 = 10 dB, γ p = 5 dB, N = 4, N T = 4, K = 10, R S = 0.0001, r 1 = r 2 = 4 m, 0 = 1 = 2 = w = 1, σ = 0.5, κ = 3.2, and L c = 0.005. N 0 = 1, µ 2 = 1, and σ = 0.5 unless explicitly specified otherwise.
We can see from Figure 1 that the SOP increases (P out decreases) with an increase in γ 1 , as an improved γ 1 means a more secure condition of channel for the link of BS-IR in comparison to the links of BS-EHR eavesdropping. It is also seen from Figure 1 that P out increases with increase in ρ. This is due to the fact that a low value of ρ results in a very small amount of the signal power received that is used by message decoder and the energy harvester uses a high value of power in all EHRs; this results in a decreased value of SNR received in all of the EHRs leading to a poor capacity of eavesdropping. Figure 1 also shows that the secrecy performance improves with increase in η. The reason behind this is that an increased value of η denotes a high correlation among channel gains of links between the IR and the selected antenna for transmission at the BS. Figure 2 depicts that the secrecy performance improves with an increase in N T because of the higher diversity gain from the scheme of best antenna selection adopted at BS as N T varies from 1 to 5. On the other hand, the P out increases with increasing eavesdropper channel's SNR (i.e., γ 2 ) which is depicted in Figure 3 . Moreover, the secrecy performance improves with decrease of κ, as shown in Figure 4 . This is due to the fact that a high rate of κ shows a great loss of path suffered by the signals transmitted, that results in a lower power of received signal. The multiple EHRs have a poor secrecy performance as compared to the single-EHR, as shown in Figure 5 . The reason behind this is that, at one end, the capability of eavesdropping is increased, whereas at the other end, more degrees of spatial freedom must be utilized for eavesdropper combating; so, the legitimate signal quality is accordingly decreased. It can be further proved that when eavesdroppers are in large number, the SOP reaches one. It can be observed from Figure 6 that the considered system with a lower value of ρ outperforms that with the higher value of ρ. Further, asymptotic SOP increases with the SNR of eavesdropper channel. In Figure 7 , the asymptotic SOP improves with increasing the value of η from 0.2 to 0.8. As expected, the system goes to the secrecy outage with improvement in SNR of eavesdropper.
VI. CONCLUSION
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