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ABSTRACT
In multi-site Border Gateway Protocol (BGP) Multicast Virtual Private Network
(MVPN) deployments, it is common to have site local Rendezvous Points (RPs) behind
each of the Provider Edge (PE) nodes that participate in MVPN communications. Multiple
RPs are necessary for de-centralized management and are used to make receivers join the
RP most suited to them in multicast. However, it has always been a problem in such
topologies that have multiple RPs for receivers to find sources. Presented herein are
techniques that provide a mechanism for MVPN source-discovery that can greatly improve
the efficiency of source discovery. In addition, techniques herein may offer improved
flexibility in deployment and distributed management of MVPN networks.
DETAILED DESCRIPTION
As noted, in multi-site BGP-MVPN deployments, it is common to have site local
RPs behind each of the PEs that participate in MVPN communications. Multiple RPs are
necessary for de-centralized management and are used to make receivers join the RP most
suited to them in multicast. However, it has always been a problem in such topologies that
have multiple RPs for receivers to find sources.
To that end, Multicast Source Discovery Protocol (MSDP) (for Internet Protocol
(IP) version 4 (v4)) and AnycastRP (as prescribed by Internet Engineering Task Force
(IETF) Request For Comments (RFC) 4610 for IPv4 and IP version 6 (v6)) protocols have
been proposed to share source active information between multiple RPs. However, in
BGP-MVPN deployments, it may not be desirable to have periodic source-active
information sharing across an MVPN core.

1
Published by Technical Disclosure Commons, 2020

6576
2

Defensive Publications Series, Art. 3888 [2020]

Techniques of this proposal provide a mechanism for MVPN source-discovery that
can greatly improve the efficiency of source discovery. In addition, techniques herein may
offer improved flexibility in deployment and distributed management of MVPN networks.
Consider a BGP-MVPN topology, as shown below in Figure 1, involving overlay
RPs in customer networks that are behind each PE.

Figure 1: Default Multicast Distribution Tree Overview
For the topology of Figure 1, sources can register with their site-local RP, which
need not necessarily be configured at each PE, and receivers can join their local RP at a
remote site as follows:
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Figure 2, below, illustrates example operations that may be performed to facilitate
BGP-MVPN source discovery for multiple RPs in accordance with the techniques of this
proposal.

Figure 2: BGP-MVPN Source Discovery for Multiple RPs
During operation, as illustrated in Figure 2, techniques of this proposal may include
the Ingress site-RP sending a Protocol Independent Multicast (PIM) null register message
to the Ingress-PE (which can be achieved via configuration) upon reception of a PIM
registration from a first hop router (FHR). The source address of this register message will
be the RP's address. In essence, the RP will act as a proxy-FHR and create NULL register
messages towards the PE. This may continue in a periodic manner. In one instance, a PE
could use the register-stop message to the RP to acknowledge (ACK) the reception of the
NULL register message. Thus, the reliability of a protocol such as MSDP may be achieved
without the overhead of a Transport Control Protocol (TCP) connection.
Further during operation, the Ingress-PE will act as an "RP-lite" and will accept
null register packets on tunnel interfaces and generate MVPN source-active messages in
response. Such operations will be a one-time operation in the core. As discussed above, the
PE could ACK the reception of the null register using a register stop message to the RP.
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Further as illustrated in Figure 2, the Egress-PE, upon receiving a Source Active
(SA) message, can re-generate a NULL header register to its site-local RP, which will
enable an spt-switch-over. In one instance, such operations can be periodic operations.
The techniques of this proposal may also lend themselves to elected RP
mechanisms, such as Bootstrap Router (BSR) mechanisms or Auto-RP mechanisms that
need not necessarily depend on Ingress-RP configurations, as discussed above. For
example, an elected RP could forward a null-register to a PE whether the PE is a candidate
or not. BSR has reserved fields for bootstrap as well as candidate RP announcement
messages. A bit in these fields could be used to signify the role of a PE node to a BSR as
well as other RP candidates. This is a significant improvement over the MVPN-MSDP
interoperation draft, which heavily depends on pairwise MSDP configuration.
Accordingly, various advantages of the techniques of this proposal may include,
but not be limited to: 1) providing for the ability to avoid periodic PIM register packets
being sent over the core (which represents an improvement over MSDP/AnycastRP
communications over the MVPN core); 2) eliminating the necessity of having to run MSDP
and the overhead of a TCP connection state (which represents an improvement over IETF
"draft-ietf-bess-mvpn-msdp-sa-interoperation"); 3) providing a solution that can be
implemented for both v4 and v6 deployments (which represents an improvement over
MSDP and IETF "draft-ietf-bess-mvpn-msdp-sa-interoperation"); and 4) providing a
solution that is more stateless and lightweight in comparison to other proposed solutions.
In summary techniques herein provide a mechanism for MVPN source-discovery
that can greatly improve the efficiency of source discovery. Such techniques may offer
improved flexibility in deployment and distributed management of MVPN networks and,
in some instances, may also be implemented in Ethernet VPN (EVPN) topologies.
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