The article explores ethical issues raised by the use of technology in clinical work with clients and in the supervision of supervisees' work with clients. In the first part, the new technologies are presented, as well as the benefits and drawbacks of their use in supervision.
INTRODUCTION
In the last decades, there has been an increasing focus on the use of technology in everyday clinical work which includes psychotherapy and supervision. In comparison to 20 years ago, the resources available now are amazing if we look at the evolution of technology in Table 1 (1).
In psychotherapy training and supervision, we now use e-mails, text messag- The literature (1,9) puts the biggest emphasis regarding ethical issues and TAS on the importance of the supervisory working relationship and questions of processes, informed consent, the evalu-ation of supervisees' efficacy and confidentiality. These are described in more detail later in the article.
SUPERVISORY WORKING RELATIONSHIP AND QUESTIONS OF PROCESS
Effective supervision involves the for- There are three levels of informed consent to supervision: 1. clients must consent to treatment with the supervisee; 2.
clients must do so with the understanding that their case will be supervised; 3.
supervisees consent to supervision (19) . Informed consent between supervisor and supervisee Informed consent between supervisee and client that there will never be a breach of confidentiality when technology is involved.
Making such a guarantee shows a lack of discernment" (9, p.40-41). 
ASSESSMENT OF SUPERVISEES' EFFECTIVENESS

Textbox 1.
Recommendations regarding electronic records and confidentiality issues (6).
• Use encryption software to protect data transmission, to protect stored data with complex passwords (i.e. letters, numerals, symbols and/or upper-and lower-case mixes) and Internet firewalls.
• Discuss and develop security measures with professional and support personnel when storing files via a common server or backing them up on an institutional system or hub.
• Participate in creating appropriate role-segregation policies for mental health records when working at agencies that employ interoperable electronic health records.
• Advise both trainees and supervisors on appropriate procedures to protect client confidentiality when using the Internet for supervisory purposes.
• Keep removable data storage media in secure locations or use complex passwords to encrypt them.
• If using audio or visual records of client interactions for teaching purposes, consider distorting the client's voice or masking faces.
• Destroy recordings when no longer needed as long as their destruction does not conflict with other ethical or legal obligations to maintain scientific or professional records.
• Do not share passwords with others and do change them often.
• Remain mindful of security hazards of wireless devices and alert clients when using such devices.
• Avoid use of confidential information in email or instant messaging unless you use encryption.
• Take extra measures to protect the physical security of portable devices (e.g. laptops or smaller computers, personal digital assistants and smart phones) used to work with client data, whether used in the office or at home.
• Use privacy screens to shield monitors or other types of screens from viewing by others.
• Update virus protection software and other security measures frequently for both personal and work-space computing devices on which personal health information is kept.
• Remove all data when disposing or recycling old computers. This may require assistance from technical experts. Even after erasing files or reformatting disks, traces of data may remain.
