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High-rate secure quantum conferencing
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We introduce a measurement-device independent star network which is based on continuous vari-
able systems and standard linear optics. Here an arbitrary number of users send modulated coherent
states to an untrusted relay where a generalized Bell detection creates multipartite secret correla-
tions. These correlations are then distilled into a shared secret key to implement a completely-secure
quantum conference or, alternatively, a protocol of quantum secret-sharing. Our scheme is com-
posably secure and able to achieve high rates with cheap optical implementation. We show that
completely secure quantum conferencing is possible among 50 remote parties at rates as high as 0.1
bit per use within a radius of about 40 meters, compatible with fiber connections in large buildings.
PACS numbers: 03.67.Dd, 42.50.-p, 89.70.Cf
Introduction.– Quantum information [1, 2] with contin-
uous variable (CV) systems [3–5] have attracted increas-
ing attention over the past years. In particular, quantum
key-distribution (QKD) with bosonic modes is a rapidly
emerging field [6]. Theoretical studies have considered
one-way protocols with coherent states [7–9], thermal
protocols [10–15], and two-way protocols [16–18], with
a number of experimental implementations [19–25]. It is
known that CV-QKD protocols may achieve high rates,
which is a crucial figure of merit besides distance. As a
matter of fact, ideal coherent-state protocols [7, 8] may
achieve rates as high as half of the Pirandola-Laurenza-
Ottaviani-Banchi bound [26] for private communication
over a lossy channel, which is − log2(1− η) bits per use,
with η being the channel transmissivity [27].
In addition to point-to-point protocols, there has been
a huge effort towards network implementations [59, 60].
In this direction, an important step is the design of a
scalable QKD network whose rate is high enough to com-
pete with the classical infrastructure. Another feature
to achieve is an end-to-end architecture where middle
nodes may be untrusted. The first steps were moved in
2012 with the introduction of a swapping protocol based
on an untrusted relay [61, 62], a technique known as
“measurement-device independence” (MDI), recently ex-
tended to CV-QKD [63–68]. Until today, MDI protocols
were limited to a small number of remote users (besides
the relay), e.g., 2 in Refs. [61, 62] or 3 in Ref. [69]. In
this work we remove these limitations.
We introduce a scalable MDI star network based on
CV systems, which is easily implementable using linear
optics. In this network, an arbitrary number of users send
Gaussian-modulated coherent states to an untrusted re-
lay where a generalized multipartite Bell detection is per-
formed and the result publicly broadcast. The effect is to
create secret correlations between the users that can be
transformed into a common secret key for multipartite
quantum conferencing at rates much higher than those
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achievable in a fully device independent scenario [70].
Alternatively, the users may be split in two ensembles
to implement quantum secret sharing [72–78].
For simplicity, we consider a symmetric configuration
where the users are equidistant from the relay, so that
the links are modeled by memoryless thermal channels
with the same transmissivity and thermal noise. In this
scenario, we show that high rates are achievable at rela-
tively short distances, as typical of a realistic conference
setting. For instance, we find that 50 users may privately
communicate at more than 0.1 bit per use within a radius
of 40m. With a clock of 25MHz [79], this is a key rate of
the order of 2.5Mbits per second for all the users. The
security of this key is first proven in the asymptotic limit
of many signals and then extended to the composable
setting which incorporates finite-size effects.
An MDI star network.– We consider an arbitrary num-
ber N of trusted users (or “Bobs”) sending Gaussian-
modulated coherent states |αk〉 to a middle untrusted
relay, as depicted in Fig. 1. Each of the coherent states
is affected by a thermal-loss channel E which can be mod-
eled as a beam-splitter with transmissivity η and thermal
noise n¯, i.e., mixing the incoming signal with an environ-
mental thermal state with n¯ mean photons. After the
action of the channel E on each link, the states are de-
tected by a multipartite N -mode Bell detection.
This detection consists of a suitable cascade of beam-
splitters followed by N homodyne detections. More pre-
cisely, we have a sequence of beam splitters with increas-
ing transmissivities Tk = 1− k−1 for k = 2, . . . , N as de-
picted in Fig. 1. Then, all the homodynes at the left mea-
sure the position qˆ-quadrature while the final one at the
bottom measures the position pˆ-quadrature, with global
outcome γ := (q2, . . . , qN , p). One can check [80] that
this measurement projects onto a displaced version of an
asymptotic bosonic state Ψ that realizes the multipartite
Einstein-Podolsky-Rosen (EPR) conditions
∑N
k=1pˆk = 0
and qˆk − qˆk′ = 0 for any k, k′ = 1, . . . , N .
After the classical outcome γ is broadcast to the users,
their individual variables αk will share correlations which
can be post-processed into secret keys via error correction
and privacy amplification. For quantum conferencing, we
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FIG. 1: Each Bob sends a Gaussian-modulated coherent state
|αk〉 to an untrusted relay through a link which is described by
a thermal-loss channel E with transmissivity η and thermal
noise n¯. At the relay, the incoming states are subject to a
multipartite CV Bell detection, by using a cascade of beam
splitters with transmissivities Tk = 1− k
−1 for k = 2, . . . , N ,
followed by homodyne detectors in the qˆ or pˆ quadrature as
shown in the figure. The global outcome γ = (q2, . . . , qN , p)
is broadcast to the Bobs, so that a posteriori correlations are
created in their local variables α1, . . . , αN . These correlations
are used to extract a secret key for quantum conferencing or
secret sharing (if the Bobs form two groups and cooperate).
may pick the ith user as the one encoding the key, with
all the others decoding it in direct reconciliation. For
quantum secret sharing, we may consider a bipartition of
the users in two ensembles. Within each ensemble, the
users may locally cooperate in order to extract a single
secret key shared with other set of users.
Entanglement-based representation. – Let us write the
network in entanglement-based representation. For each
user, the coherent state |α〉 can be generated by using
a two-mode squeezed vacuum (TMSV) state ΦAB where
mode B is subject to heterodyne detection. The random
outcome β of the detection is fully equivalent to prepare
a coherent state on mode A whose amplitude α is one-to-
one with β [63]. Recall that a TMSV state is a Gaussian
state with covariance matrix (CM)
VAB =
(
µI
√
µ2 − 1Z√
µ2 − 1Z µI
)
,
{
Z := diag(1,−1),
I := diag(1, 1),
(1)
where parameter µ ≥ 1 quantifies the noise variance of
each thermal mode. Up to factors [63], parameter µ also
provides the variance of the Gaussian modulation of the
coherent amplitude α on mode A after heterodyne on B.
Assume that the users have N copies of the same
TMSV state, whose A-part is sent to the relay through a
communication channel E . Also assume that the CM of
the two-mode state after the channel has the form
V
′
AB =
(
xI zZ
zZ yI
)
. (2)
Here we consider the case of thermal-loss channel with
transmissivity η and thermal noise n¯, which implies x =
ηµ+ (1− η)(2n¯+ 1), y = µ, and c = √η
√
µ2 − 1. Then,
after the Bell measurement and the communication of the
outcome γ, the local modes B := B1. . .BN are projected
onto a symmetric N -mode Gaussian state with CM [80]
VB|γ =


∆ Γ · · · Γ
Γ ∆
. . . Γ
...
. . .
. . .
...
Γ Γ · · · ∆

 , (3)
where we have set Γ := (N−1x−1z2)Z, and
∆ := diag
(
y − N − 1
N
z2
x
, y − 1
N
z2
x
)
. (4)
Note that the conditional state ρBiBj |γ between any
pair of Bobs i and j is Gaussian with CM
VBiBj |γ =
(
∆ Γ
Γ ∆
)
. (5)
For N = 2 this state describes the shared state in a stan-
dard CV-MDI-QKD protocol [63]. Assuming no ther-
mal noise (n¯ = 0), the state ρBiBj |γ is always entangled
and we may compute its relative entropy of entangle-
ment (REE) ER(ρB1B2|γ) [81] using the formula for the
relative entropy between Gaussian states [26, 82]. This
REE provides an upper bound to the rate achievable by
any MDI-QKD protocol (DV or CV) based on a pas-
sive untrusted relay. For N > 2, one can check that the
bipartite state ρBiBj |γ may become separable when we
decrease the transmissivity η, while it certainly remains
discordant [83–85]. In the multi-user scenario, the secu-
rity between two Bobs may still hold because the purifi-
cation of their state is held partially by Eve and partially
by the other Bobs, which play the role of trusted noise.
In trusted noise QKD we know that security does not rely
on the presence of bipartite entanglement while quantum
discord provides a necessary condition [86, 87].
Secure quantum conferencing. – Once γ is received,
the ith Bob heterodynes his local mode Bi with ran-
dom outcome βi, which is one-to-one with an encoded
amplitude αi in the prepare and measure description. In
this way the local mode Bj of the jth Bob is mapped
into a Gaussian state ρBj |γβi with CM VBj |γβi [80] that
can be computed using tools from Refs. [3, 88–90]. The
following heterodyne detection of mode Bj generates an
outcome βj which is one-to-one with an encoded αj [91].
Thus, we can derive the mutual information I(βi : βj)
shared by the two Bobs. Similarly, we may compute
the Holevo information χ(βi : E) between the ith Bob
and an eavesdropper (Eve) performing a collective Gaus-
sian attack [92–95] resulting in the observed thermal-loss
channels [3].
The expression R = I(βi : βj) − χ(βi : E), which is a
function of all the parameters of the protocol, provides
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FIG. 2: Secret key rates and maximum distances for quantum conferencing (a-b) and secret sharing (c-d). (a) We plot the
conferencing key rate for an MDI star network of N = 2 (black), 10 (grey) and 50 (red) users, as a function of the fiber distance
d and assuming thermal noise n¯ = 0 (solid curves) and n¯ = 0.05 (dashed curves). The top blue curve is the REE of the
reduced bipartite state specified by Eq. (5), which upper bounds the maximal key rate achievable with standard CV-MDI-QKD
(N = 2). (b) We plot the maximum fiber distance d versus the number of users N in a quantum conference. (c) We plot the
rate for quantum secret sharing with N = 100 users, considering the fully symmetric splitting Na = Nb = N/2 = 50 (black
curve), and asymmetric splittings such as Na = 5, Nb = 95 (grey curve), and Na = 1, Nb = 99 (red curve). Plots are for n¯ = 0
(solid curves) and n¯ = 0.05 (dashed curves). The top blue curve is the upperbound given by the REE of the reduced bipartite
state given by Eq. (5), which holds for any symmetric splitting of the N users. (d) We plot the maximum fiber distance for
the quantum secret sharing protocol considering three different bipartitions of the users (N = 100). The optimal splitting
Na = Nb = N/2 has a performance not depending on N (top blue curve). Then, we consider one dummy Bob Na = N/2− 1,
Nb = N/2 (intermediate red curve) and two dummy Bobs Na = Nb = N/2− 1 (bottom yellow curve).
the asymptotic rate of secret key generation between any
pair of users. This is a conferencing key which is shared
among all Bobs, it can be optimized over the local pa-
rameter µ, and will depend on the number of Bobs N
besides the channel parameters η and n¯. Assuming a
standard optical fiber with attenuation of 0.2dB per km,
we can map the transmissivity into a fiber distance d, us-
ing η := 10−0.02d. Therefore, we have a rate of the form
R(µ,N, d, n¯) which can be suitably optimized over µ to
give the maximal conferencing rate R(N, d, n¯) [96].
The conferencing rate is plotted in Fig. 2(a) for an
MDI star network with an increasing number of users
N . We compare the rates over the link-distance d for
different values of thermal noise n¯. As expected the rate
decreases for increasing N . Despite this effect, our result
shows that high-rate quantum conferencing is possible.
For instance, in a star network with N = 50 users at
about d ≃ 40m from the central relay and thermal noise
n¯ = 0.05, the key rate is greater than ≃ 0.1 bits per
use. In Fig. 2(b), we set n¯ = 0 and plot the maximum
distance for quantum conferencing versus the number of
users, by solving the equation R(N, d, 0) = 0. We can
clearly see a trade-off between maximum distance and
number of users. Despite this trade-off, we conclude that
fiber-optic secure quantum conferencing between tens of
users is feasible within the perimeter of a large building.
Quantum secret sharing.– Consider now the situation
where the users split in two ensembles with Na and Nb
members, with Na + Nb ≤ N . Let us denote the global
state as ρ(Na,Nb)|γ which is obtained from ρB|γ by tracing
out N − (Na+Nb) Bobs. Within each group, they apply
local operations (LOs) on ρ(Na,Nb)|γ with the goal of ex-
tracting a common secret key between the two groups. In
the entanglement-based representation, these LOs can be
implemented by suitable interferometers, one in each side
[97]. Such local Gaussian operations are able to concen-
trate the quantum correlations of ρ(Na,Nb)|γ transforming
this state into an effective two-mode Gaussian state ρab|γ
4across the bipartition plus a tensor product of thermal
states for the remaining modes [98].
After some algebra [80] we find the CM
Vab|γ =
(
∆a Γ
′
Γ
′
∆b
)
(6)
for the Gaussian state of the two effective modes, where,
for l = a, b, we have
∆l = diag
(
y − N −Nl
N
z2
x
, y − Nl
N
z2
x
)
, (7)
Γ
′ =
√
NaNb
N
z2
x
. (8)
Denote as α, β the outcomes of heterodyne detection on
the effective modes. From them we can directly com-
pute the mutual information I(α : β) between the two
ensembles of users. Assuming, without loss of general-
ity, error reconciliation on the first ensemble of users,
we can also compute the Holevo information χ(α : E).
We remark that, because we assume that all the users
are trusted, the eavesdropper holds a purification of the
state of all the N users, even though Na + Nb < N .
The asymptotic secret sharing rate is then written as
R = I(α : β) − χ(α : E). Optimizing this rate over µ,
it may be expressed as R(Na, Nb, N, d, n¯), whose depen-
dence on the splitting (Na, Nb) turns out to be critical.
The optimal bipartition corresponds to “full-house”
and symmetric splitting, i.e., Na = Nb = N/2 (for even
N). In this case, the state ρab|γ becomes independent
from N as we can see from Eqs. (7) and (8), and the
performance of quantum secret sharing becomes identi-
cal to that of standard CV-MDI-QKD (N = 2) in the
symmetric configuration. In Fig. 2(c), we can compare
the optimal rate with those achievable with asymmetric
bipartitions. Then, as we see from Fig. 2(d), the dis-
tance of quantum secret sharing rapidly deteriorates at
small N when one or two trusted users are “dummy”,
i.e., do not collaborate in their own ensemble. This is a
threshold-like behavior typical of this kind of protocol.
Finite-size composable security.– Consider a pair of
Bobs, i and j, with local variables βi and βj after het-
erodyne detection. They aim at generating a secret key
reconciliating on βi (in quantum secret sharing, these
variables are extracted from the effective modes a and
b). The error correction routine is characterized by: an
error correction efficiency ξ ∈ (0, 1), a residual proba-
bility of error δEC, and an abort probability 1 − p > 0.
We also remark that βi must be mapped into a discrete
variable β¯i taking 2
d values per quadrature.
Consider the mutual information I(βi : βj) and Eve’s
Holevo bound χ(βi : E) obtained in the two protocols,
from either the reduced state of Eq. (5) or the concen-
trated state of Eq. (6). In both cases, we have the fol-
lowing estimate for the δ-secret key rate after n uses [68]
rδn & ξI(βi : βj)−χ(βi : E)−
1√
n
∆AEP(2pδs/3, d) , (9)
where δ = δs + δEC + δPE, and ∆AEP(ξ, d) ≤ 4(d +
1)
√
log (2/ξ2). The error term δs is the smoothing pa-
rameter of the smooth conditional min-entropy [68]. For
the Holevo bound χ(βi : E) we assume the worst-case
value that is compatible with the experimental data, up
to a probability smaller than δPE. The resulting rate r
δ
n
is obtained conditioned that the protocol does not abort
and yields a δ-secure key against collective Gaussian at-
tack. The generalization to coherent attacks is obtained
as in Ref. [68] by applying a Gaussian de Finetti reduc-
tion [99]. Also note that parameter estimation can be
performed with almost no public communication [100].
We find that the asymptotic rates are approximately
achieved for block sizes of 107− 109 data points depend-
ing on the loss and noise in the channels.
Conclusions.– We have introduced a scalable MDI star
network which is used to implement protocols of secure
quantum conferencing and quantum secret sharing with
an arbitrary number of users. The key step is the ap-
plication of a multipartite CV Bell detection which is
able to map bipartite correlations (between each user and
the untrusted relay) into multipartite correlations shared
among all the remote users. Our derivations show that
quantum conferencing and secret sharing can be imple-
mented at high rates within distances typical of a large
building or an industrial facility. Note that the security
analysis of asymmetric star networks, i.e., with different
loss and noise in the links, can be reduced to the analysis
of a symmetric network by assuming links all having min-
imum transmissivity and maximum thermal noise. This
clearly gives a lower bound to the actual performance.
Finally, let us also note that a squeezed version of our
network protocols may be considered as well [80].
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1Supplementary Information
I. NETWORK IN THE ENTANGLEMENT-BASED REPRESENTATION
We study the security of our multipartite protocol adopting the entanglement-based (EB) representation, described
in Fig. S1. Each Bob prepares a two-mode squeezed vacuum state (TMSV) ΦAB where mode B is kept while mode
A is sent to the relay. Using the EB representation we may then consider two setups of the network.
• In a coherent-state configuration of the protocol, each Bob applies heterodyne detection on his local mode B,
effectively projecting the travelling mode A into a Gaussian-modulated coherent state. This is the practical
protocol presented in our Letter, which can be easily done in prepare and measure.
• In a squeezed configuration of the protocol, the heterodyne detection on B is performed after the application
of a local squeezing, so that a displaced squeezed state is remotely generated on mode A. Because the optimal
local squeezing depends on the multipartite state shared by the Bobs after the Bell detection, this version of
the protocol needs to be performed in the EB representation.
In the following Sec. II we start by describing the mathematics of the multipartite Bell detection. Then, we consider
the coherent-state protocol in Sec. III and the squeezed protocol in Sec. IV. Both of them are studied from the point
of view of quantum conferencing and secret sharing.
q2 
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FIG. S1: Each Bob prepares a TMSV state ΦAB , composed by local mode B and the traveling mode A. The former is kept
and measured, while the latter is sent through the communication channel to the untrusted relay, where the multipartite Bell
detection is performed. In the squeezed protocol, conditional local squeezings are applied before Bobs’ heterodynes.
II. MULTIPARTITE BELL DETECTION
In the main body of the paper we introduce a multipartite Bell measurement where N input modes first pass
through an interferometer composed of N cascaded beam-splitters, and then are measured by homodyne detections
with global outcome γ. In entanglement-based representation, the effect of the multipartite Bell detection is to
distribute a conditional N -mode Gaussian state to the network users. In this section we compute the covariance
matrix (CM) of such N -mode conditional state. We start by showing a convenient dual representation for the
multimode Bell detection, where the interferometer on A modes can be replaced by a conjugate one (Sec. II A),
acting on the B modes. Then we compute the action of the homodyne detector on the A modes (Sec. II B), and the
symplectic transformation of the B modes (Sec. II C).
2A. Dual representation of the multipartite Bell detection
Consider a system of N pairs of bosonic modes, where the quadrature vector of the kth pair is denoted as
ξk = (qˆ
A
k , pˆ
A
k , qˆ
B
k , pˆ
B
k )
T , (S1)
for k = 1, . . . , N (this pair is in the hands of the kth Bob). In a symmetric setting all the pairs of modes are prepared
in the same state, which we assume to be a zero-mean Gaussian state with CM
Vk =


x 0 z 0
0 x 0 −z
z 0 y 0
0 −z 0 y

 . (S2)
To represent the system of 2N modes, we define the quadrature vector
ξ = (ξA, ξB)T = (qˆA1 , qˆ
A
2 , . . . , qˆ
A
N , pˆ
A
1 , pˆ
A
2 , . . . , pˆ
A
N , qˆ
B
1 , qˆ
B
2 , . . . , qˆ
B
N , pˆ
B
1 , pˆ
B
2 , . . . , pˆ
B
N )
T , (S3)
so that the CM of the multimode state reads
V =


xIN 0 zIN 0
0 xIN 0 −zIN
zIN 0 yIN 0
0 −zIN 0 yIN

 , (S4)
where IN is the N ×N identity matrix.
Now we describe the action of the interferometer on this input state. The interferometer is described by a symplectic
transformation on the A modes. Such a transformation maps the vector of A quadrature
ξA = (qˆA1 , qˆ
A
2 , . . . , qˆ
A
N , pˆ
A
1 , pˆ
A
2 , . . . , pˆ
A
N )
T (S5)
as follows
ξA →
(
R 0
0 R
)
ξA , (S6)
whereR is a N×N orthogonal matrix. This diagonal form follows from the fact that the beam-splitter transformations
are chosen in such a way that they do not mix qˆ’s and pˆ’s. The transformation for the CM is
V→ V′ =


R 0 0 0
0 R 0 0
0 0 IN 0
0 0 0 IN




xIN 0 zIN 0
0 xIN 0 −zIN
zIN 0 yIN 0
0 −zIN 0 yIN




R
T 0 0 0
0 RT 0 0
0 0 IN 0
0 0 0 IN

 . (S7)
Applying RTR = RRT = IN to the specific form of the CM in Eq. (S4) we may write
V
′ =


IN 0 0 0
0 IN 0 0
0 0 RT 0
0 0 0 RT




R 0 0 0
0 R 0 0
0 0 R 0
0 0 0 R




xIN 0 zIN 0
0 xIN 0 −zIN
zIN 0 yIN 0
0 −zIN 0 yIN




R
T 0 0 0
0 RT 0 0
0 0 RT 0
0 0 0 RT




IN 0 0 0
0 IN 0 0
0 0 R 0
0 0 0 R


=


IN 0 0 0
0 IN 0 0
0 0 RT 0
0 0 0 RT




xIN 0 zIN 0
0 xIN 0 −zIN
zIN 0 yIN 0
0 −zIN 0 yIN




IN 0 0 0
0 IN 0 0
0 0 R 0
0 0 0 R

 . (S8)
The meaning of this last equation is that the state obtained by passing the A modes through the interferome-
ter described by the matrix R is the same that would be obtained by passing the B modes through a conjugate
interferometer described by the matrix RT .
We have therefore found an equivalent dual representation for the multipartite Bell detection: Instead of first
passing the A mode through the interferometer and then measure them, we can equivalently first measure the A
modes and then pass the B modes through the conjugate interferometer. Of course this dual representation is valid
as long as the total input CM takes the specific form in Eq. (S4).
3B. Homodyne detections
Let us assume the dual representation of the multipartite Bell detection. First we need to consider homodyne
detection on the A modes. In our scheme only one mode (mode A1) is measured in the quadrature pˆ, while all the
others are measured in the quadrature qˆ. Consider a pair of modes described by the CM in Eq. (S2). If the A mode
is homodyned in the qˆ quadrature, the resulting conditional CM of the B mode is(
y − z2/x 0
0 y
)
. (S9)
If instead the pˆ quadrature is measured we obtain the conditional CM(
y 0
0 y − z2/x
)
. (S10)
Therefore, in terms of the vector of quadratures ξB = (qˆB1 , qˆ
B
2 , . . . , qˆ
B
N , pˆ
B
1 , pˆ
B
2 , . . . , pˆ
B
N)
T the CM of the B modes,
conditioned on the measurement output γ on the A modes, is
V
in
B|γ =
(
VQ 0
0 VP
)
, VQ :=
(
y 0
0 (y − z2/x)IN−1
)
, VP :=
(
y − z2/x 0
0 yIN−1
)
. (S11)
This is the conditional CM of the B modes of the Bobs before the action of the conjugate interferometer (note that
the Bobs know the first moments of their local reduced states from the value of the Bell outcome γ).
C. Action of the (conjugate) interferometer
The network of cascaded beam-splitters with transmissivities Tk = 1− 1/k, for k = 1, . . . , N , as introduced in the
main body of the paper, is described by the following linear transformations on the position quadratures
qˆ1 → 1√
N
N∑
j=1
qˆj , (S12)
qˆk →
√
1− k−1
(
qˆk − 1
k − 1
k−1∑
i=1
qˆi
)
for k = 2, . . . , N, (S13)
together with analogous transformations on the momentum quadratures pˆj’s. We then obtain the elements of the
symplectic matrix R
R1j =
1√
N
, (S14)
Rkj = − 1√
k(k − 1) for k = 2, . . . , N − 1, (S15)
Rkk =
√
1− k−1, (S16)
From the interferometer R we derive the conjugate interferometer RT and we compute the CM of the B modes
from Vin
B|γ , finding
VB|γ :=
(
V
′
Q 0
0 V′P
)
=
(
R
T
VQR 0
0 RTVPR
)
. (S17)
After simple algebra we find the following elements (for i, j = 1, . . . , N)
(
V
′
Q
)
ij
=
∑
k,l
RkiVQklRlj = yR1iR1j +
(
y − z
2
x
) N∑
k=2
RkiRkj =
z2
x
R1iR1j +
(
y − z
2
x
) N∑
k=1
RkiRkj (S18)
=
z2
Nx
+
(
y − z
2
x
)
δij , (S19)
4and similarly
(V′P )ij =
∑
k,l
RkiVP klRlj = −
z2
Nx
+ y δij . (S20)
Thus, we have computed the conditional CM of Bobs’ B modes after the multipartite Bell measurement with
outcome γ. The resulting state ρB|γ is symmetric under permutation of the B modes, and the correlation between
any pair of modes scales as 1/N . In particular, we may re-write this CM as follows
VB|γ =


∆ Γ . . . Γ
Γ ∆
. . . Γ
...
. . .
. . .
...
Γ Γ . . . ∆

 , (S21)
with
Γ =
(
z2
Nx
0
0 − z2
Nx
)
, (S22)
and
∆ =
(
y − N−1
N
z2
x
0
0 y − z2
Nx
)
. (S23)
Now consider the ith and jth Bobs with quadrature vector ξij = (qˆ
B
i , pˆ
B
i , qˆ
B
j , pˆ
B
j )
T . It is easy to check that the
conditional (reduced) CM reads
VBiBj |γ =
(
∆ Γ
Γ ∆
)
=


y − N−1
N
z2
x
0 z
2
Nx
0
0 y − z2
Nx
0 − z2
Nx
z2
Nx
0 y − N−1
N
z2
x
0
0 − z2
Nx
0 y − z2
Nx

 . (S24)
III. COHERENT-STATE PROTOCOL
A. Quantum conferencing
1. Holevo bound
In order to compute Eve’s Holevo information we exploit the fact that ρEB|γ is pure, where E are Eve’s output
modes. We also use the fact that, after the heterodyne of the ith Bob with outcome βi, the conditional state ρEBi|γβi
with Bi := B1, .., Bi−1, Bi+1, .., BN is pure. Therefore, we may write the Holevo bound as
χ(βi : E) = S(ρE|γ)− S(ρE|γβi) = S(ρB|γ)− S(ρBi|γβi) , (S25)
where S is the von Neumann entropy. These entropic terms can therefore be computed from Bobs’ CM VB|γ , of
Eq. (S21). This has a single N -degenerate symplectic eigenvalues, given by the following expression
ν =
√
y
(
y − z
2
x
)
, (S26)
where we defined
x := ηµ+ (1− η)ω, y := µ , z :=
√
η(µ2 − 1). (S27)
From Eq. (S26) we obtain the total von Neumann entropy, given by
S(ρB|γ) = Nh(ν), (S28)
5where
h(x) := [(x+ 1)/2] log [(x+ 1)/2]− [(x − 1)/2] log [(x − 1)/2] . (S29)
Then we compute the symplectic spectrum of the conditional CM VBi|γβi . This corresponds to state ρBi|γβi , which
describes the state of the N−1 users conditioned to heterodyne detection on one arbitrary Bob. The doubly conditional
CM is VBi|γβi, and has N − 2 identical symplectic eigenvalues given by Eq. (S26), and one given by the following
expression
νN =
√
λλ¯
τ τ¯
, (S30)
where
λ := Nωµ+ η [1 + (N − 1−Nω)µ] , λ¯ := Nωµ+ η [N − 1− (Nω − 1)µ] , (S31)
τ := Nω(1− η) + η(N − 1 + µ), τ¯ := Nω(1− η) + η [(N − 1)µ+ 1] . (S32)
Then we may compute the following conditional von Neumann entropy
S(ρBi|γβi) = (N − 2)h(ν) + h(νN ) , (S33)
which, together with Eq. (S28), gives the following Holevo bound
χ(βi : E) = 2h(ν)− h(νN ). (S34)
2. Mutual information
The state of two given users is described by the CM of Eq. (S24). To compute the mutual information between two
Bob, we need the conditional CM after local heterodyne measurement, i.e., we may apply the formula for heterodyne
detection to CM VBiBj |γ , obtaining
VBi|γβj =∆− Γ [∆+ I]−1 Γ , (S35)
from which it is simple to compute the mutual information between the two users, which is given by
I(βi : βj) =
1
2
log2
σs
σn
, (S36)
with
σs = 1 + detVBiBj |γ +TrVBiBj |γ , σn = 1 + detVBj |γβi +TrVBj |γβi . (S37)
It is interesting to study the behavior of I(βi : βj) in terms of the number of users N and the Gaussian modulation
µ. We can check that, for N = 2 and large modulation (µ≫ 1), one has
σN=2n =
4 [ω(1− η) + η]2
η2
, (S38)
which recovers the result of Ref. [65] for standard CV-MDI-QKD. More generally, for N > 2, we find
σN>2n =
2 (N − 2) [ω(1− η) + η]
(N − 1) η µ+ f(η, ω,N), (S39)
where f(η, ω,N) is a function that does not depend on the modulation µ. Because σN>2n has a linear dependence
in µ, the key rate and the achievable distance decrease for increasing µ. This means that an optimal µ needs to be
identified in terms of the other parameters. We implicitly assume this optimization in the computation of the key
rate
R = I(βi : βj)− χ(βi : E) . (S40)
6B. Quantum Secret sharing
1. Holevo bound
We consider two disjoint ensembles of Na and Nb users, with Na+Nb ≤ N . The parties can cooperate within each
group, and apply passive local operations (LOs), which allows us to represent the state as two-mode CM [98]. This
passive LOs can be applied on the A-modes, within the entanglement based representation, while in prepare-and-
measure they can be effectively simulated by local unitaries on the classical outcomes.
The effective two-mode (a, b) state, is described by the following CM
Vab|γ =


y − N−Na
N
z2
x
0
√
NaNb
N
z2
x
0
0 y − Na
N
z2
x
0 −
√
NaNb
N
z2
x√
NaNb
N
z2
x
0 y − N−Nb
N
z2
x
0
0 −
√
NaNb
N
z2
x
0 y − Nb
N
z2
x

 .
One can check that this CM has one symplectic eigenvalue with double degeneracy, given in Eq. (S26). Then we
consider the conditional CM obtained after heterodyne detection on the users of group b. This CM is obtained by
applying the formula for heterodyne detection on Vab|γ , which gives the following
Va|γβ =

 y − z2x
(
1−Na x(y+1)−z
2
Nx(y+1)−(N−Nb)z2
)
0
0 Nxy(y+1)−[Na+(Na+Nb)y] z
2
Nx(y+1)−Nbz2

 (S41)
whose symplectic eigenvalues is given by
νSSN =
√
detVa|γβ, (S42)
from which we may compute the following Holevo bound
χSSE = 2h(ν)− h(νSSN ). (S43)
2. Mutual information
From CM Vab|γ and Va|γβ it is easy to compute the mutual information
J(α : β) =
1
2
log
1 + detVab|γ +TrVab|γ
1 + detVa|γβ +TrVa|γβ
(S44)
Now, from Eq. (S43) and Eq. (S44) we can finally compute the key rate for the secret sharing, which is given by
R = J(α : β)− 2h(ν) + h(νSSN ). (S45)
IV. SQUEEZED PROTOCOL
A. Quantum conferencing
1. Local squeezing
Better key rates in terms of bits per use are obtained if the users apply local active operations, namely squeezing,
before their heterodyne detections. Let us consider the reduced CM VBiBj |γ = VBiBj |γ(x, y, z,N) in Eq. (S24), and
define the following parameters
s :=
√
y − κ
y − κ (N − 1) , κ :=
z2
Nx
. (S46)
7The local squeezing operations are chosen in such a way to transform VBiBj |γ into
WBiBj |γ =
(
α ǫ
ǫ α
)
, (S47)
where
α =
√
(y − κ)[y − κ (N − 1)]I, ǫ = κ diag(s, s−1)Z, (S48)
with I = diag(1, 1) and Z = diag(1,−1). Assuming that all Bobs perform such local operations, the total conditional
CM VB|γ becomes
WB|γ =


α ǫ · · · ǫ
ǫ α
. . . ǫ
...
. . .
. . .
...
ǫ ǫ · · · α

 . (S49)
Now assume the propagation of the A modes through thermal-loss channels with equal transmissivity η and equal
thermal variance ω = 2n¯ + 1 with n¯ the mean number of photons. Then, we may write x = ηµ + (1 − η)ω,
y = µ ,z =
√
η(µ2 − 1) and therefore
κ =
η(µ2 − 1)
N [ηµ+ (1 − η)ω] . (S50)
It is clear that the local squeezings are conditional, i.e., they are fully determined once the CM VBiBj |γ is known
to the Bobs. This means that they need to retain their local modes B until after parameter estimation. Once the
CM is known they may then apply their local operations. Also note that these operations cannot be simulated in
the classical post-processing because they are not passive but active (squeezing). For this reason this version of the
protocol can only be performed in EB representation and not in prepare and measure.
2. Holevo bound
For the computation of the Holevo function, the only change occurs on the conditional von Neumann entropy. We
then compute the symplectic spectrum of the CM WBi|γβi of the state ρ˜Bi|γβi. We find the previous symplectic
eigenvalue ν of Eq. (S26) with N − 2 multiplicity, and the eigenvalue
ν˜N =
µ(µ−Nκ) +
√
(µ− κ)(µ− (N − 1)κ)
1 +
√
(µ− κ)(µ− (N − 1)κ) . (S51)
Therefore, we may write
S(ρ˜Bi|γβi) = (N − 2)h(ν) + h(ν˜N ) , (S52)
and we derive
χ(βi : E) = 2h(ν)− h(ν˜N ). (S53)
As expected this result does not depend on i.
3. Mutual information
The mutual information is computed using the CM WBiBj |γ in Eq. (S47). Heterodyning mode Bi, we derive
WBj |γβi = α− ǫ [α+ I]−1 ǫ . (S54)
Therefore, we may compute the mutual information as [63]
I(βi : βj) =
1
2
log2
σs
σn
, (S55)
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FIG. S2: Performance of the squeezed protocol, which is performed in the EB representation, where the various Bobs perform
conditional local squeezings on their B-modes before detection. We plot the key rates and the maximum distances for quantum
conferencing in panels (a) and (b), while (c) and (d) refer to the quantum secret sharing. In (a) we plot the conferencing key
rate for N = 2 (black), 10 (grey) and 100 (red) users, as a function of the fiber distance d from the relay. We assumed an
attenuation of 0.2dB/Km, and thermal noise n¯ = 0 (solid curves) and n¯ = 0.05 (dashed curves). The top blue curve is the
upper bound provided by the REE of the reduced bipartite state specified by Eq. (S24). In panel (b) we plot the maximum
fiber distance d from the relay versus the number of users N . In (c) we plot the rate for quantum secret sharing with N = 100
users in terms of the fiber distance d from the relay. We consider the fully symmetric splitting Na = Nb = N/2 = 50 (black
curve), and asymmetric splittings such as Na = 5, Nb = 95 (grey curve), and Na = 1, Nb = 99 (red curve). Plots are for n¯ = 0
(solid curves) and n¯ = 0.05 (dashed curves). The top blue curve is again the upper bound given by the REE. In (d) we plot
the maximum fiber distance d from the relay for the quantum secret sharing protocol considering three different bipartitions
of the users (N = 100). The optimal splitting Na = Nb = N/2 has a performance not depending on N (top blue curve). Then,
we consider one dummy Bob Na = N/2 − 1, Nb = N/2 (intermediate red curve) and two dummy Bobs Na = Nb = N/2 − 1
(bottom yellow curve).
where
σs = 1 + detWBiBj |γ +TrWBiBj |γ , σn = 1 + detWBj |γβi +TrWBj |γβi . (S56)
As previously mentioned, the optimal µ needs to be identified in terms of the other parameters, and then used to
compute the key rate
R = I(βi : βj)− χ(βi : E) . (S57)
The optimal performance of quantum conferencing in this type of protocol is shown in Fig. S2(a,b). From Fig. S2(a),
we see that 100 Bobs within a radius of 200m from the relay may extract a key rate at about 0.1 bits per use.
B. Quantum secret sharing
We start from the conditional Gaussian state ρB|γ whose CM VB|γ(x, y, z,N) is given in Eq. (S21) with the
parameters x, y and z being given in Eq. (S27) in terms of the modulation µ and the channel parameters η and ω.
Then, assume two disjoint ensembles of Na and Nb modes, with Na +Nb ≤ N . According to Ref. [98], local unitary
transformations within these ensembles transform the (Na +Nb)-mode global state ρ(Na,Nb)|γ into a tensor product
of (Na +Nb)− 2 thermal states and a single two-mode Gaussian state ρab|γ of effective modes a and b shared by the
9two ensembles. The CM is given by
Vab|γ =


y − N−Na
N
z2
x
0
√
NaNb
N
z2
x
0
0 y − Na
N
z2
x
0 −
√
NaNb
N
z2
x√
NaNb
N
z2
x
0 y − N−Nb
N
z2
x
0
0 −
√
NaNb
N
z2
x
0 y − Nb
N
z2
x

 . (S58)
As before, we find that the optimal key rate is achieved if the users apply local squeezings on the effective modes a
and b. Starting from the CM of Eq. (S58) one obtains the following expression
Wab|γ =
(
αa ǫ˜
ǫ˜ αb
)
, (S59)
where for l = a, b we write
αl :=
√
[y − (N −Nl)κ] [y −Nlκ]I, ǫ˜ :=
√
NaNbκdiag(s˜,−1/s˜), (S60)
with κ defined in Eq. (S46) and
s˜ := 4
√
(κyx−Naz2)(κyx−Nbz2)
[κyx+ (Na −N) z2][κyx+ (Nb −N) z2] . (S61)
From the CMWab|γ we may compute Eve’s Holevo bound and the mutual information between the two ensembles.
In general, the expression is too cumbersome to be reported here. The expressions are much easier in the “full-house”
case where Na +Nb = N . In fact, the CM Wab|γ becomes
W¯ab|γ =
(
α¯ ǫ¯
ǫ¯ α¯
)
, (S62)
where
α¯ =
√
(y −Naκ) (y −Nbκ)I, ǫ¯ = κ
√
NaNbZ . (S63)
One can check that the CM of Eq. (S62) has two identical symplectic eigenvalues coinciding with ν in Eq. (S26).
Then, from W¯ab|γ one can easily obtain the doubly conditional CM W¯β|γα, where α denotes the result of heterodyne
detection on the effective mode a. We obtain the following expression W¯β|γα = ν¯′I with
ν¯′ =
y(y −Nκ) +
√
(y −Naκ)(y −Nbκ)
1 +
√
(y −Naκ)(y −Nbκ)
. (S64)
Therefore, we can write the Holevo bound
χ(α : E) = 2h(ν)− h(ν¯′). (S65)
Now, using the CMs W¯ab|γ and W¯β|γα, we also compute
I(α : β) =
1
2
log2
1 + detW¯ab|γ +TrW¯ab|γ
1 + detW¯β|γα +TrW¯β|γα
, (S66)
where α and β are the outcomes of heterodyne detections on the effective modes a and b. After some algebra we
obtain the analytical formula
I(α : β) = − log2

1−
( √
NaNbκ
1 +
√
(y −Naκ) (y −Nbκ)
)2 . (S67)
Finally, we compute the key rate for the secret sharing in the full-house configuration as
R = I(α : β)− 2h(ν) + h(ν¯′). (S68)
This rate is plotted and analyzed in Fig. S2(c) in terms of the distance from the relay for various (Na, Nb) splittings
of the Bobs. In Fig. S2(d), we then plot the maximum distance of the optimal 50/50 splitting in terms of the number
of Bobs N . Here the full-house performance is also compared with the performance of non full-house configurations.
We see that the presence of a dummy Bob is already critical for the protocol, as typical in quantum secret sharing.
