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Cloud computing is the current technological silver bullet that has been proposed for solving a variety of Information 
Systems (IS) problems facing organizations in developing countries including bridging the digital divide.  However, the large 
number of cloud options available can make determining the most applicable solution for an organization non-trivial.  This 
paper looks at these options and the barriers to adoption facing Small/Medium Enterprises (SMEs) in Jamaica.  A Simple 
Additive Weighting (SAW) model which can be used in the cloud adoption decision process is then developed and tested 
using an example. 
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INTRODUCTION 
Cloud computing is considered to be one of the most influential developments in Information and Communication 
Technology in the past decade.  Surveys of top ICT decision makers in developed countries such as the United States of 
America (USA) and Australia have positioned this technology in the top five of their major initiatives (Baty and Stone 2011; 
CIO 2013) and researchers have proposed cloud as a tool for organizations in developing countries such as Jamaica to 
quickly and cheaply modernize their operations (Greengard 2010; Kshetri 2010). 
Jamaica, a small developing country located in the Caribbean Sea, has a population of approximately 2.9 million people (CIA 
2013) with over 80 percent of employment opportunities confined to small/medium enterprises (SME) (Commosioung, 
Satchell and Waller 2008).  These SMEs are classified as organizations with a gross revenue of less than JMD100 million 
and less than 50 employees (Commosioung et al. 2008).  In order for countries like Jamaica to achieve economic growth, 
their SMEs must be able to adapt in order to survive and keep pace with the global business environment and the increased 
use of ICT is essential to achieve this is in a knowledge economy (McNaughton, Thompson and Duggan 2012).  Initial 
research into this area has focused primarily on the use of Free and Open Source Software (FOSS) as a means for 
accomplishing this task (Graham and Mansingh 2006; McNaughton et al. 2012) but the advent of cloud computing has 
provided an attractive alternative. 
While FOSS provides many benefits to organizations, such as a low capital cost and the ability for countries to enhance their 
ICT capabilities through contribution to systems development (Camara and Fonseca 2007; McNaughton et al. 2012), there 
are many indirect costs related to the infrastructure and management that may be out of the reach of local businesses (Paquet 
2013).  The wide variety of cloud options available, some of which provide access to FOSS, can help overcome many of 
those costs. However, this same variety adds complexity to the decision making.  Two fundamental problems exist for 
organizations that attempt to make these decisions: 
1. What are the various cloud options available to these organizations? 
2. How can organizations choose amongst these options to determine which most appropriate for their particular 
scenario? 
In this research, extant literature in cloud computing was reviewed to identify the various cloud options available to 
organizations, along with a set of criteria that can be used to select the most appropriate option.  A multi-criteria decision 
approach (MCDA) using Simple Additive Weighting (SAW) was proposed as a tool which organizations can use to aid their 
decision making process.  
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LITERATURE REVIEW 
Cloud Computing 
Cloud Computing has been defined simply as “the scalable on-demand provision of remote computing and data storage” 
(Cowhey and Kleeman 2012).  The National Institute of Standards and Technology (NIST) is a bit more detailed in their 
description detailing the framework that should be satisfied for a service to be considered “cloud” (Figure 1) (Mell and 
Grance 2011). 
 
Figure 1: NIST Cloud Definition Framework (Mell and Grance 2011) 
Of special import are the various service and deployment models applicable to the NIST definition (Mell and Grance 2011).  
Cloud services have been designated with three tiers depending how abstracted the client is from the core computing 
resources.  Infrastructure as a Service (IaaS) grants the client access to the raw resources (memory, hard drive, CPU, etc) 
giving them the most control thus requiring the most in-house ICT management.  Platform as a Service (PaaS) grants clients 
access to tools and resources which can be used to create and manage their own applications but no access to the underlying 
hardware.  Software as a Service (SaaS) grants access to use specific applications hosted and managed by the cloud provider 
but with little or no ability to directly modify the applications or hosting hardware.  Although the NIST definition lists four 
distinct deployment models (private, community, public, hybrid), this investigation will be limited to private and public cloud 
options as even hybrid and community clouds can be deployed as private or public.  Private clouds refer mainly to services 
operated from data centers internal to an organization (Armbrust, Fox, Griffith, Joseph, Katz, Konwinski, Lee, Patterson, 
Rabkin, Stoica and Zaharia 2010).  They differ from traditional internal organizational server resources based on how these 
internal resources are deployed.  If the data center has leveraged virtualization to the extent that they can provide highly 
scalable services then it would be a private cloud (Carlin and Curran 2011).  Public clouds are the more typical cloud services 
offered to the general public for a cost (Armbrust et al. 2010).  Cloud services can also be categorized on location.  Where a 
cloud provider hosts its services or has its headquarters can have implications on privacy, legal issues and technological 
considerations such as bandwidth and redundancy (Carlin and Curran 2011; Cowie 2012).  These options give rise to 
multiple possible adoption models, each with their own advantages and barriers. 
Advantages of Cloud Computing in Developing Countries 
The adoption of cloud computing in developing countries can provide several advantages to indigenous organizations 
(Greengard 2010). 
First, cloud computing can assist in bridging the digital divide (Greengard 2010).  The divide can simply be defined as the 
gap between rich and poor countries in the availability and use of ICT.  (Dijk and Hacker 2003) expand on this by noting four 
primary barriers to equality faced by developing countries: 
1. Lack of knowledge about new technologies. 
2. Lack of access to the technology 
3. Lack of the skills required to use the technologies 
4. Lack of opportunities to encourage use of the technologies 
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This divide is exemplified in reports from various agencies.  For example, the International Telecommunication Union (ITU) 
in their 2012 report ranks Jamaica at 89th out of 155 (score = 3.49) in their ICT Development Index (IDI) (ITU 2012) while 
the World Economic Forum (WEF) ranks Jamaica at 85th out of 144 (score = 3.74) in their Network Readiness Index (NRI) 
(WEF 2012) as compared to developed countries whose indices are approximately double.  In Jamaica mobile subscriptions 
are approximately 108% as compared to internet subscriptions at 32% ("World Development Indicators: Jamaica 2011"  
2011).  Cloud computing can assist these local organizations by providing low cost access to ICT through decreasing the 
capital infrastructure cost required to move industries to ICT enabled entities as well as through dealing with the lack of skills 
required to manage and maintain the infrastructure and services.  Low costs typically are one of the most significant factors 
organizations examine when making an ICT adoption decision (Moore and Benbasat 1991) 
Secondly, because cloud computing moves most of the data and processing to external servers, developing countries are able 
to take advantage of the use of lower cost computing devices such as smartphones to enable their ICT services.  This is 
especially important as the rate of adoption of mobile subscriptions far surpasses that of internet subscriptions (Goundar 
2010). Finally, the client/server nature of cloud resources where these resources can be hosted and accessed anywhere 
provides organizations with agility, scalability and a device independence heretofore unachievable using traditional ICT 
(Armbrust et al. 2010).  Agility has been defined as the ability to react quickly to and take advantage of market opportunities 
(Sambamurthy, Bharadwaj and Grover 2003).  This agility is manifested in the use of cloud technologies by the ability to 
quickly change ICT without incurring prohibitive capital costs.  Scalability is the ability to change the size of a given ICT 
resource quickly and easily in response to changing demand.  This allows organizations to embrace a pay-for-use or utility 
computing strategy where they only pay for the resources they consume similar to that of traditional utilities such as power, 
water and telephony (Armbrust et al. 2010). 
Barriers to Cloud Adoption in Developing Countries 
The adoption of cloud computing may lead to a loss in ICT capabilities for adopting organizations. ICT capabilities, as 
grounded by the Resource-Based View (RBV) of the firm, are the set of abilities and competencies an organization can bring 
to bear when deploying and managing ICT resources (Amit and Schoemaker 1993; Grant and Liebenau 1997; Schendel 
1994).  Feeny and Willcocks (1998) suggest a set of core ICT capabilities in their framework that organizations are 
encouraged to foster in order to remain competitive in the modern world.  By moving resources to the cloud, organizations 
may be left with a decrease in capabilities such as technical skills and ICT management competence that are required to 
compete in a rapidly changing environment (Willcocks and Feeny 2006). 
Organizations that consume cloud resources are also faced with the risk of disruption of their activities due to internet 
disconnection (Figure 2) (Armbrust et al. 2010; Cowie 2012). Although Jamaica has several Internet Service Providers (ISP), 
many of these gain access to the internet using the limited submarine fiber connections leaving the country (Ryan 2011).  
Disruptions in power, which tend to be more frequent in developing countries will also impact these activities.  Jamaican 
SMEs which are heavily reliant on the sole power provider will be subject to downtime from disruptions and although they 
can to an extent control their own power using redundant sources, they have little to no control over the basic infrastructure at 
their cloud provider. 
 
Figure 2: Risk of Internet Disconnection (Cowie 2012) 
The issue of security has become one of the more significant barriers to cloud adoption.  The security debate over cloud 
computing is quite heated.  On one side we have those who suggest that providing access to critical organizational 
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information to a third party is a major security risk (Armbrust et al. 2010; Jamil and Zaki 2011).  On the other we have those 
who suggest that because cloud providers can afford and have security as a core capability, they are better equipped to 
provide security than most organizations – especially SMEs which are much less likely to have dedicated IT security 
specialists on staff (Mills 2009).   
This is especially true in developing countries such as Jamaica where the level of IT capabilities typically required by SMEs 
to support their infrastructure is low and acts as a barrier to technology improvement (McNaughton et al. 2012).  Several 
security risks inherent in the architecture of many cloud providers exist such as those due to multitenancy (Carlin and Curran 
2011; Mishra, Mathur, Jain and Rathore 2013), virtualization (Mishra et al. 2013) and data management (Jamil and Zaki 
2011).  
Multitenancy allows multiple clients to coexist on shared physical resources.  This can lead to increased vulnerability if some 
of the clients on the shared hosts have sub-par security.  
Virtualization is the architecture through which discrete operating system instances can be simultaneously enabled on a single 
physical server and is the means by which multitenancy is enabled.  The management layer for virtualization called the 
hypervisor can increase risks as it provides an additional exposed layer through which security can be breached (Armbrust et 
al. 2010; Krishnamurthy and Wills 2009; Mishra et al. 2013). 
The means by which cloud data is managed can also provide security risks.  Clients are typically unaware of these mechanics 
and whether those mechanics are suitable for their security or legal requirements.  For example, although the majority of 
cloud providers use encryption to transmit data, the clients may not be the ones who control the private keys or certificates 
used.  Not all cloud providers encrypt the data stored in their systems and in addition, the techniques used by the cloud 
provider to delete and back-up data can have a significant impact on a systems’ security and ability to recover from incidents 
(Jamil and Zaki 2011; Robison 2010). 
Closely tied to the issue of security, the concept of privacy is another consideration when determining the adoption of cloud 
solutions.  Whereas security is more concerned with the techniques used to protect information, privacy is concerned with 
who has access to the data in a system (Conway, Maxwell and Morgan 1972; Malhotra, Kim and Agarwal 2004).  There are 
two basic divisions when it comes to cloud privacy – individual privacy and organizational privacy.  Individual privacy is the 
ability to control access to Personally Identifiable Information (PII) most closely associated with names, photographs, 
messages and government identification (Krishnamurthy and Wills 2009) such as a Social Security Number (SSN) in the 
United States or the Tax Registration Number (TRN) in Jamaica.  Organizational privacy is associated with institutional data 
that may have strategic, legal and financial considerations such as financial or customer information (Culnan and Williams 
2009).  To complicate the issue further, the worry is not only if the cloud provider has access to this information, but what 
third parties may also be able to gain access.  Unfortunately, although data protection laws in the developed world exist and 
have been revised to take into account advances in ICT, the developing world has not kept pace (Figure 3).  
 
Figure 3: Global Data Protection Map ("Global Data Protection Map"  2012) 
The discrepancies in the data protection laws between nations have already become a concern, especially to international 
cloud providers.  For example, Google© has already fallen afoul of current European Union regulations (Arthur 2012) while 
even more comprehensive legislature lies waiting in the wings (Albrecht 2012). 
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Organizations looking at adopting cloud solutions have to worry about getting locked-in to a particular vendor (Armbrust et 
al. 2010).  This makes the purchased services almost completely dependent on that single provider and places those services 
at risk if the vendor ever closes, or the organization decides to move to another provider (Dhillon and Backhouse 2000).  This 
can be due to there being no common interface or framework used by all cloud providers (Armbrust et al. 2010) or to issues 
with the contract (Dhillon and Backhouse 2000; Lacity and Hirscheim 1993).  This is a major issue as although cloud 
services are very flexible within their provider’s architecture, they tend to be inflexible when trying to move between 
providers. 
Simple Additive Weighting (SAW) 
Existing literature on cloud selection models is fairly varied in scope.  Li, Yang, Kandula and Zhang (2010) proposed a tool 
that evaluates the performance of various metrics associated with IaaS and PaaS such as storage, network and processing and 
allows for comparisons between providers at these levels but does not take into account SaaS offers or any of the other 
criteria necessary to make decisions.  Han, Hassan, Yoon and Huh (2009) proposed an automated system for cloud selection.  
Although the system does account for SaaS, it focused on easily measurable metrics such as Quality of Service (QoS) and 
Virtual Machine (VM) performance without accounting for any of the other identified factors.  As most of these automated 
systems were limited to computer measureable factors, multi-criteria decision making (MCDM) techniques were considered 
in order integrate the more subjective issues that can complicate the decision making process for organizations. 
Godse and Mulik (2009) proposed an MCDM approach using the Analytical Hierarchy Process (AHP) in order to select SaaS 
options.  Although the approach looked at many of the subjective criteria related making cloud decisions, it was limited to 
SaaS products.  The approach proposed by ur Rehman, Hussain and Hussain (2011) in developing a more generic model 
created added complexity which made it less suitable for real-world use especially SMEs which would require significant 
guidance in its use. 
The methodology proposed in paper attempts to address the drawbacks in previous research by providing a model which 
could be used with limited guidance to help organizations make decisions as to the type of cloud service that would be most 
appropriate as opposed to making a choice between specific cloud providers.  SAW was selected for its simplicity and its 
ability to deal with subjective and incomplete information (Zhu and Buchmann 2002).  This simplicity gives SAW a great 
advantage as a tool for real-world use (Davison 2003) as many SMEs do not have the skills required in order to effectively 
use other more complicated techniques.   
METHODOLOGY 
The SAW methodology uses the following five steps (Zhu and Buchmann 2002): 
1. The criteria upon which the decision is made is listed. 
2. Each criterion is given a weight (w), the sum of which is equal to 1.  These weightings are subjective in nature and 
can be generated by the organization based on their specific scenario. 
3. Each decision alternative is given a rating on a user-generated scale for each of the decision criterion. 
4. The SAW score for each alternative (SAWi) is then computed by ∑  	 ;    1,2,3 …  
where M is the number of alternatives and N is the number of decision criteria; aij is the rating of the ith alternative 
in terms of the jth criterion and wj is the weight of the jth criterion 
5. The alternative with the highest score is selected. 
There are two main factors that organizations will need in order to use the SAW method: the criteria and the decision 
alternatives.  A set of criteria identified from the literature is listed in Table 1. From the criteria, organizational decision 
makers provide weightings based on their priorities and goals. 
Criteria Definition Literature Support 
Resource Cost Cost of ICT infrastructure including hardware 
and software 
(Greengard 2010) 
Management Cost Cost of managing the ICT resource (Greengard 2010) 
Scalability Ease of adjusting the size of the ICT resource 
based on need 
(Armbrust et al. 2010) 
Agility Ease of deployment of new or modified ICT 
resources in order to adapt to changing needs 
(Armbrust et al. 2010) 
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Reliability Risk of service disruption due to unavailability 
of the ICT resource 
(Armbrust et al. 2010; Cowie 
2012) 
Capabilities The set of ICT competencies available within an 
organization 
(Willcocks and Feeny 2006) 
Security Controls to ensure the integrity of the services 
and data 
(Carlin and Curran 2011; Jamil and 
Zaki 2011; Mishra et al. 2013) 
Privacy Controls to ensure authorized access to the 
services and data 
(Malhotra et al. 2004) 
Legal Matters Laws and treaties covering the storage, access 
and transmission of data 
(Albrecht 2012; Robison 2010) 
Vendor Lock-in Cloud service is dependent on a single provider 
and content cannot be easily moved 
(Armbrust et al. 2010) 
Table 1: Summary of criteria for cloud adoption 
The various decision alternatives were consolidated from the two deployment options with the three service models proposed 
by Mell and Grance (2011) along with whether a provider hosts locally or off-shore.  The set of alternatives is listed in Table 
2 below. 
None or implement in-house Public Offshore IaaS (PuOffIaaS) 
Public Local IaaS (PuLoIaaS) Public Offshore PaaS (PuOffPaaS) 
Public Local PaaS (PuLoPaaS) Public Offshore SaaS (PuOffSaaS) 
Public Local SaaS (PuLoSaaS) Private Offshore IaaS (PrOffIaaS) 
Private Local IaaS (PrLoIaaS) Private Offshore PaaS (PrOffPaaS) 
Private Local PaaS (PrLoPaaS) Private Offshore SaaS (PrOffSaaS) 
Private Local SaaS (PrLoSaaS)  
Table 2: Cloud Solution Alternatives 
Organizations can reduce this list if necessary due to the unavailability of some of the alternatives in satisfying their 
requirements.  The decision would then be dependent on a combination of what criteria the organization deems to be most 
important along with the type of service they intend to implement. 
EXAMPLE CASE 
The following example demonstrates the process. 
Company A is a small retail business in Jamaica looking at implementing an email solution.  They have 10 full time staff 
members with no ICT Staff.  Small PCs are located at the store and most of the employees have access to smartphones.  Their 
cloud options are limited by the lack of any local options for public IaaS and PaaS.  The senior decision maker was guided as 
to what the criteria represent and then asked to provide weightings based on their perceived importance of the criteria.  Their 
weightings are listed in Table 3. 
Criteria Weight 
Resource Cost 0.30 
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Legal Matters 0.05 
Vendor Lock-in 0.05 
Table 3: Weighted criteria 
An example Cloud Alternative Score (CAS) table was generated by the author and provided to the owner of the organization 
(see Table 4).  This score table was generated using a 9-point scale, where the higher scores indicate a preferential 







Scal. Agil. Rel. Cap. Sec. Priv. Legal Ven. 
Lock-in 
Internal 1 1 3 5 4 8 3 7 8 7 
PuLoSaas 8 8 7 5 6 2 4 3 7 2 
PrLoIaaS 5 2 8 8 6 7 5 6 7 7 
PrLoPaaS 6 3 7 7 6 5 5 6 7 4 
PrLoSaaS 7 4 7 6 6 2 5 6 7 2 
PuOffIaaS 6 2 8 8 7 7 4 4 2 7 
PuOffPaaS 7 3 7 7 7 6 4 3 2 4 
PuOffSaaS 9 4 7 6 7 1 4 2 2 3 
PrOffIaaS 5 2 9 8 8 7 8 6 2 7 
PrOffPaaS 6 3 7 7 8 6 7 6 2 4 
PrOffSaaS 7 4 7 6 8 2 7 6 2 2 
Table 4: Cloud Alternative Scores 
 
The owner then filled out a provided Excel spreadsheet with their weightings and the SAW scores for each alternative were 
generated.  The results of the SAW for the example case are shown in Table 5. 












Table 5: Results of SAW 
The highest score of 6.55 would suggest that the most appropriate solution for Company A would be to adopt a Public 
Offshore SaaS solution for the email needs.  A second iteration of the SAW using the same criteria could then be conducted 
to select between different vendor options such as Gmail© or Microsoft Hotmail©. 
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Conclusion 
Cloud computing is a very important ICT resource that can have a great impact on Jamaican SMEs hoping to bridge the 
digital divide.  In this paper an examination of the costs and benefits of this technology has been provided along with a SAW 
model that can assist Jamaican organizations in their decision making with regard to cloud selection.  The model was 
demonstrated using an example case but proper field testing still needs to be conducted. 
The strength of the chosen approach is its simplicity which will allow small organizations to use the model with very little 
training and guidance. Although the primary focus of the paper is on SMEs, the approach should be applicable to enterprises 
of all sizes.  This simplicity is also the primary limitation of the model as it does not take into account any bias or 
misconceptions on the part of users or any correlations between criteria.  A significant weakness in the model is the current 
CAS table which will be addressed in a future study examining the perceptions of local ICT experts. 
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