capital_run_length_total, and so on.
Step 2: Construct a DNN containing multiple hidden layers, set the number of hidden layers(n_classes) ,set the number of nodes on each layer (hidden_units) ,set training batches( steps) and the number of training data for each batch (batch_size).
Step 3: Train DNN to generate DNN classifier.
Step 4: Read the contents of the email for testing from the SpamBase data set and extract the email features for testing such as word_freq_, char_freq_, capital_run_length_average, capital_run_length_longest, capital_run_length_total, and so on.
Step 5: Use the DNN classifier to classify the testing email and mark whether they are spam(1 or 0).
Step 6 The experimental results were shown in Figure 4 . 
