In the detection process of large random network intrusion signal, the signal detection method is key to guarantee the network security, the traditional detection method is simple, time-consuming, and the error is big, the detection precision is low. In view of this situation, a ORB wave intrusion signal detection method is proposed based on three B spline wavelet transform, discrete orthogonal wavelet filtering algorithm is used for decomposition filtering, according to the relationship between wavelet transform and signal singularity, the signal processing method is used for intrusion signal detection, time-frequency analysis is taken for intrusion signal, by extracting the characteristics of the signal, distinguish the jamming signal characteristics of intrinsic signal characterization, the R wave peak is recognized in 3 2 scale, the starting point and end point of QRS wave are detected in the 1 2 scale, for each intrusion signal, IMF spectrum analysis with Hilbert transform is taken for mode decomposition, and the network intrusion database is used in simulation. Simulation results show that this algorithm can improve the detection accuracy, and effectively improve the work efficiency in network security defense.
Introduction
With the development of computer technology, the rapid development of information technology, network data security issue is increasingly prominent, with the escalation of network invasion and anti invasion against for network intrusion, network intrusion shows diversified forms and frequent development trend, and network intrusion signals are implanted trojan virus, through persistent attacks on the network and computer terminal, tampering and theft of user information are obtained, cause the system to collapse, so the situation network security is serious, network security is related to all aspects of people's life and production, it needs for an efficient intrusion detection and filtering separation method, the intrusion signal interception should be realized, and a more effective network intrusion detection algorithm should be researched, and it is necessary to improve the detection performance, so as to improve network security, ensure the stability of the system. The network intrusion detection and attacking signal detection plays an important role in network security area [1] . In recent years, the detection of large random network intrusion signal gradually comes into people's research fields, especially with the increasingly rampant Internet attacks, modern signal processing technology is introduced, and the research of network intrusion detection has become the focus of research in the field of network security [2] , traditionally, traditional methods mainly use the intrusion signal detection based on time-frequency analysis algorithm and signal detection algorithm based on nonlinear time series analysis, where, in reference [3] , the interference attack localization method was proposed to optimize the intrusion tolerant system state transfer characteristics, the quantitative analysis of path of the virus intrusion was obtained, and the hierarchical structure of the characteristics of the potential intrusion signal decomposition was used to improve the detection performance, however, the algorithm could not effectively avoid the interplay between network defensive measures, resulting in intrusion signal detection effect was not good in low SNR, the security of the system was limited. In reference [4] , it proposed an algorithm of intrusion detection data stream classification and fractal dimension analysis based on DoS classification, improved classification attribute of virus and clutter signal, improve the clustering ability, realize virus immunity against aggression. The algorithm had two stages in training and testing in the implementation process, each stage required the communication flow characteristics of information read virus, so it had high computational complexity, and poor real-time, it was difficult to implement in fact. According to the problems as above, the detection algorithm is improved in this paper [5, 6] , and a ORB wave intrusion signal detection method is proposed based on three B spline wavelet transform, discrete orthogonal wavelet filtering algorithm is used for decomposition filtering, according to the relationship between wavelet transform and signal singularity, the signal processing method is used for intrusion signal detection, time-frequency analysis is taken for intrusion signal, by extracting the characteristics of the signal, distinguish the jamming signal characteristics of intrinsic signal characterization, the R wave peak is recognized in 3 2 scale, the starting point and end point of QRS wave are detected in the 1 2 scale, for each intrusion signal, IMF spectrum analysis with Hilbert transform is taken for mode decomposition, and the network intrusion database is used in simulation. Simulation results show that this algorithm can improve the detection accuracy, and effectively improve the work efficiency in network security defense. It will have good application value in practice.
Intrusion signal detection method of large randomized network

Intrusion signal model and problem description
In the research of intrusion signal detection method of large randomized network, the first step is to construct the signal model, the signal processing method is taken for intrusion signal detection, 
In the formula,   s n is the intrusion signal,   v n is the color noise component, i  shows the non steady instantaneous frequency estimation value of signal. The intrusion signal is processed with time-frequency analysis, by extracting the characteristics of the volume, and can distinguish the interference signal characteristics of the internal nature of the signal, with the Fourier transform, signal is transited from time domain to the frequency domain, and with the Fourier inversion transform, the signal is transited from frequency domain to time domain, and its expression is
Given a binary network intrusion feature vector set, it is expressed as:
(3) Calculate the adaptive power spectral density feature of the signal intrusion, get the information capacity of the network virus mutates, the estimation result is: 
Through the above analysis, the network intrusion signal model is obtained, it can provide the basic signal model for network intrusion detection.
Intrusion signal detection principle of large randomized network
In a large random network intrusion signal detection process, according to the intrusion signal, the wavelet transform correlation filter is used to filter the signal, scale series increased with 2 growth in the number of data points   0 2, 2 j a a   , the level is constructed respectively for a data extraction, so as to realize wavelet transform. Using the time-frequency analysis method to construct the network intrusion signal constraints and characteristics, instantaneous frequency oscillation data is estimated as:
WVD time-frequency distribution is combined with Hough transform, time-frequency analysis is carried out, and the feature extraction and signal filtering analysis of signal are taken in time-frequency domain, the objective function is generated by the contract matrix, which expressed as: 
is network state vector of two iterations, and then get the beam directivity for domain constraints: 
Where, 2 2 2 sin cos
f n is taken with two discrete wavelet transform, Mallat algorithm is applied for computing, the digital filter is expressed as:
In the formulas,   
According to the detection model and detection algorithm principle, the signal feature extraction and intrusion detection are obtained, and large random network intrusion signal detection system structure diagram is shown in Figure 2 . Figure 2 . Intrusion signal detection system structure diagram
Key technology to realize the detection algorithm
In the large random network, the intrusion signal detection uses the signal singularity location and classification for location and amplitude information of the signal with wavelet transform, its essence is the use of signal and noise in different frequency band energy distribution for the location of singular points, different distribution uses energy in the frequency band to distinguish singular point types. The research shows that the starting point and end point of QRS wave corresponding to the maximum value, the transform of opposite sign mode has small deviation, the error 4 j  . The key technology of large random network intrusion signal detection with application of wavelet transform is wavelet function structure and characteristic scale selection, and the design of anti-interference. In large random network intrusion signal detection process, Mexicanhat and spline wavelet base on R wave have good detection perspective with high accuracy, line wavelet is better than
Simulation results and analysis
In order to prove the superiority of this algorithm, we need for an experiment. The DAPRPA intrusion data from the MIT Lincoln Laboratory are taken in simulation experiment as sample data, two kinds of intrusion behaviors respectively are called as ipsweep and Smurf, testing the algorithm on detection ability in low SNR, experimental parameters of the sample are selected, legal network information number is 1024, the access number is 10256 times, e intrusion signal sample number is 238, the center frequency 0 1000 f  Hz, and the discrete sampling rate The signal waveform is taken as object detection for intrusion detection, in the process of the experiment, using the traditional signal intrusion detection method and 3 B spline wavelet transform algorithm for intrusion detection experiments, spectrum signal detection is shown in Figure 4 . It can be seen from the diagram, using this method, can effectively realize the network intrusion detection, peak search is significantly, and it as higher detection performance. In order to test the accuracy of the method in this paper, 2000 Monte-Carlo experiments are taken, and the detection performance analysis results are shown in Figure 5 and Table 1 . From the simulation results, it shows that the new algorithm has better detection performance, the detection accuracy is better than traditional method, so it has good performance in large randomized network intrusion detection.
Conclusions
In the detection process of large random network intrusion signal, the signal detection method is key to guarantee the network security, the traditional detection method is simple, time-consuming, and the error is big, the detection precision is low. In view of this situation, a ORB wave intrusion signal detection method is proposed based on three B spline wavelet transform, discrete orthogonal wavelet filtering algorithm is used for decomposition filtering, according to the relationship between wavelet transform and signal singularity, the signal processing method is used for intrusion signal detection, time-frequency analysis is taken for intrusion signal. Simulation results show that this algorithm can improve the detection accuracy, and it has good application value in practice.
