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Introduction
In today's network communication, for the sake of secrecy, we need a secure cryptosystem system to make sure that only the legal receiver has the ability to decrypt the messages. And so far, there are many cryptosystem schemes have been proposed. With the rapid progress of technique, it is possible with an advanced multi-core computer system. But the type of application envisaged is field operations where only handheld computers are used. Moreover, considering the whole scheme has a short lifetime such that the secret information captured becomes irrelevant after a lapse of time. Most of previous schemes proposed for the security of networks have used asymmetric cryptography such as the RSA cryptography system [5] . These are not suitable for the limited computation or having short lifetime for the secret message such as forest search, battlefield, and military communications in transportation. Therefore, new ideas are needed. In 2009, Based on the one-time pad concept [1] [2] [3] [4] and a short duration for secret information, Ramasamy et al. [3] proposed a new encryption/decryption algorithm for field applications. Their scheme is very simple and the entire of keys need not be transmitted in the encryption/decryption process. They claim their new encryption/decryption method provides higher security in the transmission. However, we will point out that their scheme cannot achieve the security for a short valid time. To resolve this shortcoming, according to the geometric property of line, this paper proposes a simple method which has a low computation for users and could be extended for a wide variety of applications. In addition, in the proposed scheme, the entire of keys need not be transmitted in the encryption/decryption process. It is very convenient. This paper is organized as follows. In the next section, we briefly review Ramasamy et al.'s scheme. In Section 3, we will present that Ramasamy et al.'s method is still vulnerable. In Section 4, we propose our improved method. At last, some conclusions will be made in the last section.
Review of Ramasamy et al.'s Scheme
For reviewing Ramasamy et al.'s scheme [3] , we first introduce the properties of primitive root of a prime number [3, 4] .
A New Design of Encryption/Decryption for Field Applications
Kuo-Ching Liu and Hui-Feng Huang . In one-time pad the key length must be equal to the length of the message [1] [2] [3] [4] . The problem is how to send the key to the receiver. Next, we will briefly describe the key selection and key distribution phases of Ramasamy et al.'s scheme in the following.
Key selection phase:
In this phase, the key materials are selected randomly. First, they choose the prime integer p for 
Key distribution phase:
These two values p and q are inserted into arbitrary locations in the message and encrypted using the keypad. For Ramasamy et al.'s scheme [3] , in a message having N number characters, then the values of p and q are inserted at the 2n-th ) (mod N location and ) (mod N n n position, respectively. The nth ) (mod N position itself contains the n-value. This information n is exchanged through a secure channel in advance. Therefore, the receiver can find the real values p and q by mean of the information n. Hence, the ciphertext will appear like a block of message stream containing N+3 characters. After receiving ciphertext, the receiver can recover each character block i m by computing 
whole protocol has a short valid lifetime so that the information captured becomes irrelevant. Thus, they show that the on-line guessing the values of p and q will be impossible tasks, considering the type of applications to which the one-time pad is suited.
However, we find that Ramasamy et al.'s scheme is not secure because the probability of obtaining p and q is not equivalent to performing an exhaustive search on the primes p and q for 
The Improvement Method
In this section, we use the concept of geometric properties of lines to improve the shortcoming of 
Key distribution phase:
The system performs the following tasks:
(2) For any integers y 1 and y 2 , the system computes . Moreover, in the proposed method, the sender selects the prime number from the list of prime in the range 2 to t 2 . If the range is increased, then the possible number of combinations p and q will increase. The attacking probability becomes lower. The range of p could be dependent on the lifetime of the whole scheme such that the information captured becomes irrelatively after a lapse of time. Therefore, the improvement scheme is more flexible for other applications. In addition, in the proposed scheme, the entire of keys need not be transmitted in the encryption/decryption process.
Conclusions
Using the concept of one-time pad concept, we have presented a simple way to implement the decryption/encryption for field applications. The security of the proposed scheme is based on the choice of prime modulo value p and its primitive root q. By applying the geometric property of line, a line requires at least two points to reconstruct it. Therefore, the proposed improvement scheme could achieve the security property. The simplicity, flexibility, and low computation characteristics make our scheme very is adaptive for small device users and one-time pad applications. In addition, the length of key could be easily extended for other practical applications.
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