Abstract-Location-based services (LBS) provide content that is dynamically customized according to the user's location. These services are commonly delivered to mobile devices. Due to wireless bandwidth limit, broadcasting based transmission technology is one of main methods to provide dynamic real-time information or public emergency for commercial LBS applications. Multimedia Broadcast and Multicast Services (MBMS) is a broadcasting service offered via existing GSM and UMTS cellular networks. MBMS has the major benefit that the network infrastructure already exists for mobile network operators and the deployment can be cost effective compared with building a new network for the services. However, Location-based services historically were built as stand-alone applications that did not communicate easily with other applications and systems. Therefore, open standards will be a necessary catalyst for LBS growth. This paper proposes a novel LBS application framework based on the TPEG protocol (transport protocol experts group) over MBMS and explains the implement of that using the stream delivery method and download delivery method. For download service, Results of performance tests for FLUTE Protocol (File Delivery under unidirectional Transport) and FEC (Forward error correction) are also presented.
I. INTRODUCTION
A Location based Service (LBS) is an information and entertainment service, accessible with mobile devices through the mobile network and utilizing the ability to make use of the geographical position of the mobile device. On the driving or walking around, consumers want to find an optimal path to destination or information of POI (point of interest) such as park, restaurant, hotel, cinema, gas station, traffic jam, and so forth. Location based services usually also rely on real-time traffic information that be often encoded in TPEG protocol. TPEG (Transport Protocol Expert Group) standard designed by EBU (European Broadcasting Union) is a new traffic information transfer protocol which has three major characteristics, language independent, bearer independent, and multi-modal application [1] [2] [3] . Broadcasting based transmission technology is one of main methods to provide dynamic traffic information or public emergency service in recent years, which is used by countries all over the world.
The Third Generation Partnership Project (3GPP) suggests an enhancement of current cellular networks to support Multimedia Broadcast and Multicast Services (MBMS). MBMS is a broadcasting service that can be offered via cellular networks using point-to-multipoint links instead of the usual point-to-point links. Because of its operation in broadcast or multicast mode, MBMS can be used for efficient streaming or file delivery to mobile phones [4] [5] .
In this paper, we present a novel POI application specification based on TPEG over MBMS, which is satisfied to LBS applications in mobile devices, and explain the practicability and feasibility of that.
II. PREPARATION OF INFORMATION FOR TPEG AND MBMS
A. TPEG overview TPEG (Transport Protocol Expert Group) technology has been designed to provide a 21st century multimodal TTI (Traffic and Travel Information) data protocol for delivering content to the end-user, regardless of location or client type in use. The TPEG standards therefore cover the data formats and protocols required for sending the traffic and travel information (TTI) to the broadcaster and the protocols required for broadcasting this to the end users by DAB. TPEG is a protocol to provide traffic and travel Information (TTI) and just two applications has been developed. One is to transfer the road traffic status message (RTM) caused by accident,weather, out-of-door gathering, and so forth. The other is to convey the public transport information message (PTI) such as schedule and route of bus, train, flight, ship, and so forth. As shown in Fig.1 and Fig.2 , both applications have their own message structure and they contain above mentioned information in it [1] [2] [3] . 
B. MBMS overview
MBMS is an IP datacast type of service that can be offered via existing GSM and UMTS cellular networks, which has been standardized in various of 3GPP, and the first phase standards are to be finalized for UMTS release6 [5] .
The MBMS is an unidirectional point-to-multipoint bearer service in 3GPP cellular network in which data are transmitted from a single source entity to multiple mobiles. Various MBMS user services can be made up of these MBMS bearer services. To support the MBMS, Broadcast and Multicast-Service Center (BM-SC) is newly added to the network, and MBMS controlling functions are added to the existing network entities such as UMTS Terrestrial Radio Access Network (UTRAN), Serving GPRS Support Node (SGSN), and Gateway GPRS Support Node (GGSN). For user equipments (UEs) (or mobiles) to support the MBMS, much additional functionality are also required to be added. Some of them, for example, the interaction among protocol entities which is beyond of the standardization should be defined in details. New protocols such as File Delivery over Unidirectional Transport (FLUTE) and media codecs are also needed to be implemented. Fig.3 shows the 3GPP Release-6 network architecture for the MBMS [5] [6] [7] . As shown in Fig.4 , The content is distributed via unicast (point-to-point) connections, forcing the network to process multiple requests for the same content sequentially and therefore wasting resources in the radio access and core networks. With the expected increase of high bandwidth applications, especially with a large number of UEs (User Equipments) receiving the same high data rate services, efficient information dis- MBMS provides two modes of services --broadcast and multicast. The broadcast mode enables multimedia data (e.g. text, audio, picture, video) to be transmitted to all users within a specific service area. The broadcast mode needs neither service subscription nor charging. The multicast mode enables multimedia data to be transmitted from one source entity to a specific multicast group. For a user to receive a multicast mode service, it should be subscribed to the multicast group in advance. Multicast mode services are charged, and therefore should be protected from illegal users [8] [9] .
III. THE IMPLEMENTION OF TPEG OVER MBMS
A. The Design of POI Message using TPEG In order to provide the greatest flexibility, the TPEG system was designed to allow a number of different service providers to deliver a number of different types of information for ITS, without relying on any facilities provided by the bearer system. This was done to void compromising the bearer independence of the protocol. For this reason, the first level of TPEG framing -the 'Transport Frame' -carriers a multiplex of TPEG 'Application Frames' carrying potentially different types of information, and a TPEG stream is constructed from a sequence of transport frames from potentially different service providers [2] [3] .
We design a new POI application specification, which is satisfied to be interoperable with TPEG protocol. The hierarchical transport frame structure including the POI message made up three data fields is shown in Fig.6 and it is embedded into the existing TPEG applications. Each data field is called container, and the first one of the message management container is used to manage the POI information in the receiving side. As shown in Fig.7 , the second one, POI event container, consists of the four items such as classification, description, reservation, time information. The POI information is divided into more than ten categories and each category is also classified into several sub-categories. For example, restaurant category is consist of Chinese, western and fast-food restaurant, and so forth. The last one, TPEG-location container, represents the exact position of POI by using the WGS84 co-ordinate or descriptor [10] . The TPEG specifications comprise two separate message representations, TPEG Binary and tpegML. TPEG Binary is a space-efficient description used for digital We use standard XML tools to generate tpegML that in the final phase of stream generation will be encoded for the stream. An example message: "A hotel can accommodate up to fifty peoples. It's located on A10 and apart from only 5 kilometers of Chongqing international airport. Rate for standard room is 180 yuan per day. discounting only on 8:30am -18:00pm". Expressed in tpegML, this message looks like: The values of the tables are naturally transformed into XML entities, also the document type definition (DTD) of tpegML is divided so that all of these entities are defined in separate files as shown in Fig.8 . The MBMS Key Management function is used to provide authorized terminals (e.g., terminals subscribed to a particular MBMS service) with the necessary keys to decrypt the received files or streams. Fig.9 shows an overview of the MBMS security functions and data flows. The BM-SC is responsible for the generation and distribution of the MBMS keys to terminals. A terminal requests a key when it needs to decrypt the data. This request may also be initiated by a message from the BM-SC to indicate a key update. The key management system is based on the use of SIM or USIM cards. SIM cards are commonly understood as the smartcard in 2G systems, and USIM as the smartcard in UMTS/3G systems. First, a bootstrapping procedure as defined by GBA (Generic Bootstrapping Architecture) is executed [11] .The bootstrapping procedure consists of several steps, during which the terminal and the BM-SC authenticate each other and agree on a shared secret, called MBMS User Key (MUK). Note that the MUK is never transmitted over the air. Two different variants of GBA exist, depending on the capabilities of the UMTS Integrated Circuit Card (UICC). The UICC is understood as the hardware smartcard containing either a SIM or a USIM application. In the UICC based version GBA U, the MUKs are stored and further used for decryption of other keys within the UICC. In the terminal based version GBA ME, the MUKs are stored and used in the device, but outside of the UICC. In both cases, the MUK is subsequently used to protect MBMS Service Keys (MSKs), which are transmitted in MIKEY (Multimedia Internet KEYing) messages [12] . MSKs can be either pushed to, or requested by the device.
The MSKs are used to protect MBMS Traffic Keys (MTKs), which are also transmitted in MIKEY messages, interleaved with the actual content transmission on the MBMS bearer.
The MTKs are finally the keys which protect the content streams and/or files. The keys that are used to protect the transmitted data in an MBMS User Service should be regularly changed to give potential hackers less time to extract and distribute them. This ensures that only legitimate users can decrypt the delivered data. In particular, frequent re-keying acts as a deterrent for an attacker to pass the MBMS keys to other users to allow them to illegitimately access the data in an MBMS User Service.
2) MBMS Session Flow: Broadcast mode enables the unidirectional point-to-multipoint transmission of multimedia data and enriched multimedia services. Broadcast mode necessitates neither subscription nor joining by the user. All users located in the broadcast service area as defined by the mobile network operator can receive the data. However, since not all users may wish to receive those messages, the user has the possibility to disable their reception by configuring the UE. Unlike the broadcast mode, the multicast mode requires the user to subscribe for the general reception of MBMS services. End users monitor service announcements and can decide to join one or more available services. Charging is possible either on subscription or on purchasing keys enabling access to the transmitted data. Fig.10 shows the typical flow of MBMS sessions [13] .
When announcing a particular service, the BM-SC informs the devices about the nature of the service and about the parameters required for the activation of the service (e.g. IP multicast address).
Subscription (Multicast Mode Only). Service subscription establishes the relationship between the user and the service provider, which allows the user to receive the related MBMS multicast service. Service subscription is the request of a user to receive the service(s) offered by the operator and that he agrees to a potential payment associated with the service. Subscription information is maintained in the BM-SC. The specification of how this agreement is obtained is out of the scope of the 3GPP specifications (it could be configured for instance on a web portal). The subscription should not confused with the actual registration of the end-users to a service. A service registration (e.g., security registration) is possible for both, the multicast and the broadcast mode [5] [6] .
Service Announcement. In this phase the terminal receives all information needed for the reception of a specific service, for example IP multicast addresses and associated port numbers, used codecs and codec configurations.
User Service Initiation. In this phase the receiver initiates the reception of a certain MBMS service. The MBMS service may use one or several MBMS Bearer Services. In case of an MBMS Multicast bearer, the initiation on the receiver triggers the "Joining" phase in the network. During this "Joining" phase the receiver becomes a member of themulticast group.
Session Start. During this phase, the sender requests the network to activate an MBMS data bearer. This happens independently of initiation or termination of the service by the receiver. For example, a receiver may activate the service before or after bearers for the MBMS service were activated. Furthermore, during this phase transmission resources for the upcoming MBMS data transfer are MBMS Notification. In this phase the receiver is informed about upcoming and ongoing MBMS transmissions. In the radio access network a battery conserving signaling method is used for delivering those notifications to the receivers.
Data Transfer. During the phase the actual data is transmitted to the terminal.
Session Stop. In this phase, the sender deactivates an MBMS data bearer. Consequently, the Radio Network may free the allocated transmission resources.
Service Termination. In this phase the receiver stops the reception of a certain MBMS service and its associated bearers. If reception of a multicast bearer is stopped the leaving phase in the network is trigged. During this phase the network removes the receiver from the multicast group.
C. MBMS Protocols and Codecs
MBMS defines two methods for service announcements: pull (the initiative comes from the receiving UE) and push (the initiative arises from the service itself). In the case of a pull method, the devices fetch the announcements (HTTP or WAP) from a web server. As push method, SMS (Short Message Service) cell broadcast, SMS-PP (point-to-point), WAP-PUSH, MBMS broadcast, MBMS multicast and MMS (Multimedia Message Service) are used [5] [6] .
Essentially, MBMS offers a scalable mechanism for delivering multimedia content over 3G networks. MBMS User services use the protocol stack shown in Fig.11 . A general distinction between two delivery methods exists: the download delivery method and the streaming delivery method. Streaming uses RTP (Realtime Transport Protocol) is used, which in turn uses UDP (User Datagram Protocol). For downloading, the FLUTE (File Delivery over Unidirectional Transport) protocol applies.
FLUTE bases on ALC (Asynchronous Layered Coding) and thus inherits its requirements including massively scalable multicast distribution. ALC itself is a protocol instantiation of LCT (Layered Coding Transport building block) providing in-band session management functionality. The most important feature of FLUTE is to provide the properties of the files in-band together with the delivered files. FLUTE builds on the unreliable UDP but offers a strong FEC (Forward Error Correction) which however gives no absolute delivery reliability. Therefore, MBMS offers the possibility of error correction after finishing the transmission with dedicated channels to a file repair server. Raptor Codes are in use for FEC [14] . The FLUTE packets are encapsulated in UDP/IP packets and are forwarded to the Packet Data Convergence Protocol (PDCP) layer. The packets are then sent to the Radio Link Control (RLC) layer. The RLC layer functions in unacknowledged mode. The RLC layer is responsible for mapping IP packets to RLC SDUs. The Media Access Control (MAC) Layer adds a 16 bit header to form a PDU, which is then sent in a transport block on the physical layer [15] . The protocol stack introduces the following headers, reducing the Maximum Transmission Unit (MTU) payload from 1500 bytes for an Ethernet maximum frame size to a payload of 1444 bytes:
• FLUTE header: 16 bytes • UDP/IP header: 8+20 bytes • GTP-User traffic header: 12 bytes For FLUTE, the file is partitioned in one or several source blocks, as shown in Fig.12 . Each source block is split into source symbols of a fixed size. Each encoding symbol is assigned a unique encoded symbol ID (ESI). If the ESI is smaller than the number of source symbols, then it is a source symbol; otherwise it is a repair symbol. Symbols are either transmitted individually or concatenated and mapped to a FLUTE packet payload. 
D. Delivery of TPEG and Geodata using MBMS
Location based services rely on information that can directly be mapped to a real world location. This information, often encoded in points of interest (POIs) and georeferenced map representations,can, in the broadest sense, be called 'geodata'. Such geodata can then be mapped and displayed by a location-based application that integrated into the mobile service.
As mentioned above, we have already encoded POIs with TPEG stream. The TPEG stream can be delivery by MBMS using stream multiplexing method. In addition to the POIs, the most common geodatas, such as roads, buildings, vehicles, lakes, forests, and countries along with their extended information, also need be broadcasted as well using the file push delivery method. The BM-SC hides the transmission complexity by providing a web service API to application servers. The service and download managers handle the abstraction of internal mobilenetwork procedures to web service methods. The service manager registers new applications and generates the corresponding service attributes and description files: user service description(USD), session description (SDP), and associated delivery procedure description (ADP). The download manager handles transmission requests issued by the applications. The file delivery(FD) sender partitions the files to fit into UDP packets. FEC redundancy is optionally added to increase transmission reliability [15] [6] .
In the receiving side, the mobile device(UE) has to correctly manage and process the datas when receiving broadcasted TPEG stream. The TPEG decoder has been implemented in a mobile phone, or a PDA which is connected to the MBMS receiver through USB or SDIO, so that the decoded POI information can be used in the embedded GIS or navigation software. Firstly the received TPEG stream is parsed and decoded before it goes into the GIS or navigation software,then combined with the digital maps,the decoded POI information is displayed easily on the screen of mobile device.
IV. PERFORMANCE ANALYSIS
In MBMS p-t-m transmission mode, the control and user data are delivered through the following logical and physical channels:
• MBMS p-t-m Control Channel (MCCH) to transmit the control plane information • MBMS p-t-m Scheduling Channel (MSCH) to deliver the service transmission schedule • MBMS p-t-m Traffic Channel (MTCH) to transmit the user plane information • MBMS Notification Indicator (MICH) to notify the users regarding the available information on MCCH.
Because of its p-t-m nature, one of the most important features of MBMS service is the lack of power control on MTCH/FACH/S-CCPCH channel. Therefore large amount of Node B transmit power is to be allocated to MTCH in order to meet the Quality of Service (QoS) in a target service coverage area. In Fig.14 , the simulation results show coverage probability as a function of required Node B power allocated to MTCH for a 128kbps MBMS service. In these simulations File Download applications at 10% BLER target was considered.
Raptor Codes are in use for FEC. The aim of Raptor codes is to recover the lost symbols using encoding symbols. Raptor codes achieve very close to ideal performance for a wide range of parameters and Raptor codes are effectively recover the source block with a probability even if the number of lost symbols is close to the number of repair symbols. The small inefficiency of the Raptor code can be modeled as [14] : 
For LBS applications,the file download Delivery is very important way to Multicast POI message. Because FLUTE uses unreliable transport protocol, packet losses must be handled at higher layers. Data carousel is one option to recover from packet losses so that missing packets are tried to be caught in the next loop(s). Two types of carousels were used, data carousel and FEC data carousel. Better results are received by using FEC data carousel, which includes parity data to recover from packet losses. We studied how many loops were needed to receive the whole file with different amount of ReedSolomon FEC data. The results of the data carousel simulation experiments are shown as Table 1 . We can notice that performance gets quite well with low average packet loss. V. CONCLUSIONS
MBMS has the major benefit that the network infrastructure already exists for mobile network operators and the deployment can be cost effective compared with building a new network for the services. The broadcast capability enables to reach unlimited number of users with constant network load. Open standards will be a necessary catalyst for LBS growth. We propose a novel LBS application based on the TPEG over Multimedia Broadcast and Multicast, and explain the implement of that using the stream delivery method and download delivery method.
The results of performance analysis show that FLUTE and FEC can work well to recover from packet losses using data carousel for download services. 
