INTRODUCTION
T wo waves of digital governance have demonstrated the potential of digital technologies to transform the government (Dunleavy & Margetts, 2010) . Governments around the world developed open data initiatives and portals to provide citizens with better access to government information (Attard, Orlandi, Scerri, & Auer, 2015) . According to the Open Data Barometer report, 55% of the 92 countries participating in the 2016 survey have an open data initiative and a national data catalog to provide datasets that are free and open to the public (World Wide Web Foundation, 2016) . Open data are data that "anyone can freely access, use, re-use and redistribute…, for any purpose, without restrictions" (World Bank, n.d., para. 3) . The open data movement not only pressures the government to release data that had previously been controlled by the government; it also offers new opportunities for participation from citizens (Clarke & Margetts, 2014) . It is argued that open data can facilitate scientific research and knowledge accumulation (Sá & Grieco, 2016) , promote transparency and accountability (Mayernik, 2017) , and inform citizens to make better choices in their daily lives (Keserū & Chan, 2015) . Despite its promise, there is a lack of empirical evidence about the actual use and impact of open data. So far, much of the focus on open data is on the its supply of data (Janssen, Charalabidis & Zuiderwijk, 2012) . Research on how citizens think about open data and what influences its adoption is still scant.
Among the types of data and datasets provided by the government, open data about crime have been one of the most popular datasets used by citizens (Zencey, 2017) .
It is important to understand how citizens perceive open crime data and what influences their adoption of open crime datait. Previous research points out some common factors influencing citizens' intention to adopt new technologies, including such as email, mobile services, or the World Wide Web. However, unlike email or online services that generate benefits only to their users, open data have the potential to generate spill-overunintended benefits or risks.
Therefore, previous research that relies on models that capture only individual benefits and risks may not be suitable to examine the adoption of open data. This study first expands the models to incorporate external benefits and risks of the adoption of open data then tests how citizens' perceptions of these benefits and risks affect their intention to use open data.
OPEN DATA ON CRIME
The release of crime data should help citizens and encourage citizen participation in crime prevention. The UK government started to publish individual incident reports on the police.uk website in 2011 (Tompson et al., 2014) . The U.S. government launched its Police Data Initiative in 2015 (Smith & Austin, 2015) . Unlike annual reports or monthly statistics, crime data that consist of individual events give citizens a better understanding of lawbreaking in their neighborhood. Such data can arguably improve dialogue between citizens and police departments, encourage public participation in crime prevention, and even counter the misconceptions of journalists and politicians (Chainey & Tompson, 2012) . However, making such crime data open to the public comes with risks. Governments differ in their de-identification strategies and in some jurisdictions, information that can lead to the identification of victims has appeared online (Cranor, 2016) . The exact location of a crime may also be revealed. In addition, areas identified as high-crime could become stigmatized with economic decline, poor service delivery, and a diminished quality of living (Dean & Hastings, 2000 been under pressure to release crime data online, but at the same time, also received many expressions of concern about the stigmatization of high-crime areas and the possible decline in housing prices there as a result. The mayor, Ko Wen-je, insisted that open crime data can enhance citizens' awareness of crime and should help to reduce crimes (Lu, 2015) . However, since the government has released crime data, no research has been conducted to examine how citizens have perceived and used it. Therefore, it is important to understand citizens' perception of open crime data and how that perception influences their intention to use that data.
EXPLAINING THE ADOPTION OF OPEN DATA
Drawing from the Technology Acceptance Models (Ajzen & Fishbein, 1980; Ajzen, 1991) and Diffusion of Innovations Model (Rogers, 1983) , scholars have identified some common factors in determining citizens or consumers' adoption of new technology.
would enhance his or her job performance" (Davis 1989, p. 320) . For example, students are more likely to use an online platform whose elements are directly associated with course content (Landry, Griffeth, & Hartment, 2006) . Consumers are more likely to adopt sustainable household technology if they find it helpful to perform household tasks more efficiently (Ahn, Kang, & Hustvedt, 2016) . Business professionals enrolled in an MBA program may be more likely to use a World Wide Web service if they expect it to help them to work more quickly or effectively (Agarwal & Prasad, 1997 ). People's use of short instant message services is related to their perception of how it helps to improve the efficiency of communication (Lu, Deng & Wang, 2010) . Zuiderwijka, Janssen, & Dwivedi (2015) find that when people expect that the use of open data improves its performance and increases productivity, they are more likely to use it. It can be expected that when people perceive open crime data as useful, they are more likely to take advantage of it. A positive relationship between the perceived usefulness and intention to use open crime data is therefore assumed.
H1: Perceived usefulness is positively associated with the intention to use open crime data.
Second, a new technology's ease of use influences a person's intention to use that technology (Davis, 1989; Davis & Venkatesh, 1996; Venkatesh et al., 2003; Venkatesh & Bala, 2008) . Perceived ease of use is defined as "the degree to which a person believes that using a particular system would be free of effort" (Davis, 1989, p. 320) . For example, people are more likely to use a mobile data system if they consider it easy to use (Qi, Li, Li, and Shu, 2009 ). The adoption of email security services is related to the perception of how clear, understandable and user-friendly it is (Herath, et al., 2014) . Kapoor, Weerakkody, and Sivarajah (2015) have proposed a framework to evaluate citizens' use of open data platforms. The framework includes perceived usefulness as well as ease of use to represent the function value of open data websites. Following this logic, the more convenient it is to use open crime data, the more likely people are to take advantage of it. A positive relationship between the perceived ease of use and intention to use open crime data is therefore assumed. In addition, studies suggest that when people consider a new technology easy to use, they will be more likely to appreciate its usefulness (Lee, Kozar, & Larsen, 2003; Venkatesh & Bala, 2008) . A positive relationship between perceived ease of use and perceived usefulness is therefore assumed.
H2: Perceived ease of use is positively associated with the intention to use open crime data.
H3: Perceived ease of use of adopting open crime data is positively associated with its perceived usefulness.
Third, when people believe that a new technology has a relative advantage over older ones, they are more likely to adopt it. Relative advantage is "the degree to which an innovation is perceived as better than the idea it supersedes" (Rogers, 1983, p. 15) . For example, Ye, Seo, Desouza, Sangareddy, and Jha (2008) found that when people believe that Mozilla Firefox improves their productivity more than IE, they are more likely to adopt it. Brown, Letsididi, and Nazeer (2009) found that consumers think broadband is a better option than dial-up service because of its relative advantage in speed and convenience. Most studies evaluate the relative advantage of a new technology in delivering positive outcomes for users themselves. However, as the literature suggests, open data has potential in delivering positive societal outcomes such as better access and participation of citizens, as well as strengthening accountability and oversight. Weerakkody, Irani, Kapoor, and Dwivedi et al. (2017) found that when respondents agree that open data can help to create accountability and promote a better understanding of government, they are more likely to use open data. The relative advantage of open data in delivering these positive outcomes should be taken into accountconsidered when evaluating citizens' intention to use open crime data. It is expected that relative advantage in delivering positive social outcomes is assumed to have a positive influence on the intention to use open crime data. Besides, the literature suggests that when people consider a new technology easy to use, they will also be more likely to think it is useful (Lee, Kozar, & Larsen, 2003; Venkatesh & Bala, 2008) . Following this logic, when people find that open data is easy to use, they are more likely to agree that open data is more useful than aggregate-level data in generating positive social outcomes. Therefore, a positive relationship is expected between perceived ease of use and relative advantage of open crime data in delivering positive social outcomes. Last, the risks of using a new technology are likely to reduce people's intention to use it. Studies about consumer behaviors identified perceived risk as one of the major determinants in the adoption of a new product or service since the 1960s (Bauer,1960; Peter & Ryan, 1976) . There are two dimensions of perceived risk: uncertainty and loss. The first dimension "uncertainty" is aboutconcerns whether or not consumers are confident sure about the adoption of a new service and its ability tocan achieve its desired goals. The second dimension "loss" is about the possible negative consequences of adopting a new service. Sitkin and Pablo (1992:10) define risk as "the extent to which there is uncertainty about whether potentially significant and/or disappointing outcomes of decisions will be realized". Regarding potential negative outcomes, scholars have identified various types of risks including financial, product performance, psychological, time/convenience loss, social, privacy, and physical (Featherman & Pavlou, 2003; Forsythe & Shi, 2003; Luo et al., 2010) . Empirical studies have supported that perceived risks to individuals negatively affect their attitudes toward or intention to use innovative service. For example, Slade, Dwivedi, Piercy, and Williams (2015) find that when people do not feel safe or secure using remote mobile payments systems, they are less likely to do so. When assessing the risks involved in using open government, Jurisch, Kautz, Wolf, and Krcmar (2015) measure perceived risk as a lack of data security and consistency, violation of personal privacy, and lack of responses to individual users. They find that perceived risks are negatively related to respondents' intention to use open government.
Unlike most studies that evaluate inherently personal risks, this study considers the potential risks to society of using open data. The potential social or economic loss to society as a result of the adoption of open data was a concern in Kapoor, Weerakkody, and Sivarajah 2015's study. However, these authors did not develop specific measures for potential social or economic loss. This study develops measures of perceived risks of adoption of open crime data and hypothesizes that when people perceive that open crime data bring higher risks to society, they are less likely to use it. (Chainey & Tompson, 2012; Quinton, 2011) .
Last, to measure the level of perceived risks imposed on the society, six items were created based on the relevant literature (Groff et al., 2005; Kounadi et al., 2015; Wartell & McEwen, 2001 ) (α=.88). Open crime data may increase the fear of crime and associate some areas with high crime rates. Fear of crime may lead to a reduction in social interaction and social capital. Stigmatization may relegate the residents of these areas to a lower social status. Releasing crime data also raises concerns that criminals might use the data to identify easy targets and increase the possibility of economic loss of potential targets. It is also a widely acknowledged concern that the release of open crime data may have a negative influence on housing prices (Chiu, 2015) . Respondents were asked the degree to which they are concerned about each of the risks mentioned above. Note: * combining "satisfied," "somewhat satisfied" and "strongly satisfied" responses. ** combining "agree," "somewhat agree" and "strongly agree" responses. Since the measures of citizens' perception and measures of intention to use open crime data derived from the same survey, it is likely that common source bias is a concern in this study (Podsakoff et al., 2003) . Several steps were taken to try to reducing reduce the threat of common source bias based on suggestions listed in Podsakoff, MacKenzie, and Podsakoff's 2012 article. One way is to increase the distance between predictor variables and outcome variables. In this study, questions associated with perceived usefulness and ease of use were separated from questions about the intention to use open crime data. Between the two sets of questions were two tables and a chart showing different ways of presenting crime data.
Respondents were asked which one they preferred. In addition, this study uses specific questions to measure the four constructs. Instead of asking respondents in general how risky they think it is to use open crime data, questions regarding specific risks are designed including economic, social, and security risks. For example, to measure their perception of economic risk, respondents were asked how much they agree with the statement that open crime data could have a negative influence on housing prices. Reducing ambiguity could reduce the likelihood that responses will be influenced by respondents' systematic response tendencies such as simply agreeing or disagreeing. With these procedure remedies, common method bias can still be a threat. Harmon's single-factor test shows that about 43.26% of the covariance of measures may be explained by a common factor. Although the score does not exceed the 50% rule of thumb, it still indicates the potential forof common method bias. However, the measure of four constructs in this study is inherently perceptual. As George and Pandey (2017) argue, "self-reported nature of these variables cannot be the basis of prima facie conclusions that CSB makes such data unusable." The information collected from the survey in this study should provide valuable information about the relationship between perception and intention to use open crime data.
A structural equation model (SEM) including the four latent constructs: perceived usefulness, perceived ease of use, perceived relative advantage, and perceived risks, is used to estimate the determinants of the intention to use open crime data. SEM has advantages over linear regression, especially when the proposed model involves latent constructs with multiple indicators and the relationship among different constructs is complex (Gefen et al., 2011) . 
CONCLUSION AND DISCUSSION
The supply of open data has grown rapidly over since 2000 but the understanding of users' perception and need is still scant (Janssen, Charalabidis & Zuiderwijk, 2012 
