Abstract. At the heart of any banking system, there is the provision of payments. Payments can be made via fiat or crypto currencies, bank credit or deposits, or fund transfers on the books of non-bank payment providers. When using payment systems, security and protection of people and property are extremely important, especially in relation to cyberterrorism. The purpose of cybercrime is to gain material benefit using IT systems, while its targets can be both business and political actors. The focus of this article is on a profound analysis of extracted factors which would be necessary for achieving a comprehensive understanding and depiction of users' behaviours and risks in the field of security of payment instruments as well as technologies aimed at improving intermediated retail payment transactions.
Introduction
Payment innovations improve the payment system in at least four ways (Chakravorti and Kobor 2005) . Firstly, they may improve the existing clearing and settlement processes required to convert payments into cash or bank deposits. For example, the ability of a check recipient to deposit checks via her mobile phone by taking a picture and uploading that image to her financial institution improves the processing of checks. In addition, financial institutions without widespread physical presence are able to better compete with those that have extensive branch networks for demand deposit (checking) accounts with remote check deposits. The remote capture technology is generally being offered by financial institutions but needs not be (Federal Reserve Bank of Chicago 2006) . Secondly, payment innovations may provide access to existing payment networks for buyers and sellers that have not traditionally had access. For example, PayPal allowed individuals to indirectly accept card payments in an online environment (Chakravorti, 2016) .
Thirdly, large retail and social networks are well-positioned to make future payment innovations especially those that leverage extensive network connectivity to promote greater sales which might otherwise be lost (Chakravorti, 2016) .
Fourthly, new payment systems may be created from scratch because the existing infrastructure is outdated and may prevent future innovation. New payment systems are difficult to build because building a new infrastructure is costly and usually has to occur alongside the existing infrastructure with buy-in of many stakeholders (Chakravorti, 2016) .
Theoretical background
Cybersecurity is a continuous planning of processes with consideration to the political, legal, economic, educational, and technical measures with the efforts to reduce the risks associated with the cyberspace (Bányász, 2018; Limba et al. 2017; Tvaronavičienė 2018; Davidavičienė et al. 2019; Batkovskiy et al. 2019) . Cybersecurity is one of the main concerns of organization especially with the increase in the sophistication of cyberthreats and attacks. These vulnerabilities have led to the exploitation of the cybersecurity infrastructure by cybercriminals. The activities of cybercriminals create issues of irrevocable funds transfer, monetary loss, loss of data, security breach, exposure and theft of customer's personal information, and infringing on intellectual property, thus, leading to significant financial brand equity loss and investor/customer confidence loss in these financial institutions (Christiansen and Piekarz, 2019; Okanazu, 2018; Mura et al., 2015) . Cybernetic security issues, which are often perceived as synonymous with the safety of critical infrastructure (eg Dobrovič et al., 2017; Veselovska et al., 2017; Korauš et al., 2019a; Šišulák 2017 ; ), need to be emphasized.
Cybersecurity comprises technologies, systems, processes, standards, regulatory frameworks that financial institutions in euro area countries utilize to prevent any form of intrusion into the network of the organization (Schwab, 2018) . Therefore, cybersecurity is an integral part of financial institutions. It thrives on e-commerce platform as a modern-day means of business transaction leveraging on the Internet and mobile banking (Abbe, 2018; Okoro and Ekwueme, 2018) . In view of the jeopardizing effect on financial institutions in euro area countries, cybersecurity serves to protect these institutions (Thapliyal et al., 2017) . Due to the complexities of the cyber domain, there is a lack of a sophisticated cybersecurity framework to protect the network and other systems from attack (Korauš et al., 2019b; Horecký, 2018) .
The issue of cybersecurity is the primary concern of financial institutions in euro area countries as this threatens the success of the institutions (Bayuk, et al. 2012) due to the total dependence on advancements in information technology (Radu, 2002) . With information technology, the financial institutions in euro area countries began e-commerce through the development of the Internet, networks, technological tools such as computers and computer systems, development of applications and software for mobile e-commerce apps, as well as development of codes, thereby placing the institutions at a competitive edge (Ras, 2016; Hajdu et al., 2014) .
As a result of the use of Internet and due to vulnerabilities, that existed in the network, the growth in the economy brought about an increase in cybercrimes (Jančíková, Pasztorová 2018; Jančíková, Veselovská 2018) . These vulnerabilities made it easy to hack and perpetrate crimes such as illegal transfer of funds, identity thefts, frauds, and much more (Marty 2013) . Awareness of security risks research Kordik and Kurilovská (2018) , reliable risk assessment method RM/RA CRAMM applicable for a crime risk assessment was described by Mamojka and Mullerova (2017) and its legal questions by Mullerova and Mamojka (2017) .
Material and methods
The present article deals with the results of research and subsequent analysis. It aims to contribute to the knowledge and comprehension of the behaviour of payment card users with a special focus on the aspect of their security. The article analyses the opinions and attitudes of respondents toward the questions dealing with the security of payment systems and their behaviour when using payment cards. The analysis is carried out from the aspect of gender, age and education of respondents by using multidimensional statistical methods, namely factor analysis and analysis of dispersion. The research as well as the selection of representative sample were carried out as follows: l Time horizon of the survey: 20.02.2018 -20.07.2018 l Representative sample: 1,012 respondents l Number of questionnaires issued: 4,700 l Number of (completed) questionnaires collected: 3,288
The representative sample containing 1,012 respondents was selected by random number generator from fully completed questionnaires (3,288) in such a way that it would represent the population of Slovakia over 18 years of age from the aspect of their education, size of municipality and region they live in, and occupation.
The analysed set is represented in five age categories in ranges 18-30 years, 31-40 years, 41-50 years, 51-60 years and over 60 years. These categories are composed of 206, 212, 192, 196 and 213 respondents, respectively, which represents 2.22%, 20.80%, 18.84%, 19.23%, and 20.90% of the analysed set, respectively. The research was conducted on 540 men (52,99%) and 479 women (47.01%). Geographically, the respondents were from the regions of Prešov, Košice, Banská Bystrica Žilina, Nitra, Trenčín, Trnava and Bratislava in amounts 134 (13.15%), 140 (13.74%), 117 (11.48%), 127 (12.46%), 127 (12.46%), 144 (14.13%), 112 (10.99%) and 118 (11.58%), respectively. The statistical set was composed of respondents with primary (n=300; 29.44%), secondary (n=438; 42.98%) and university education (n=281; 27.58%). The analysed sample is composed of respondents living in towns (n=518; 50.83%) and villages (n=501; 49.17%). The structure of respondents can be seen in Figures 1 -4 . 
Results
The analysis of the behaviour of respondents when making a payment and their opinions on their security was based on answers to questions as follows: l Q1 -Do you carry your payment card PIN code along with your payment card? l Q2 -Have you ever changed your payment card PIN code? l Q3 -Have you altered your payment card PIN code in a way that it would encode your date of birth? l Q4 -Do you consider ATMs located at banks' premises safer for withdrawing your cash? l Q5 -Do you have trust in the security of payment systems? l Q6 -Do personal data represent information that needs to be most importantly protected? l Q7 -Do you rely on the security measures of your bank in payment cards? l Q8 -Are you sure that your bank takes proper care of your money? l Q9 -Do you have any experience with a hacking attack or bank fraud? l Q10 -Do you think that security measures taken to protect payment card data are continuously getting better? l Q12 -How confident are you in the security of payment systems? l Q13 -Do you think that the payment system carries elements of high security risks? l Q18 -Does the enhanced security of new payment methods outweigh the cost of their implementation? l Q19 -Does the enhanced customer convenience of new payment methods outweigh the cost of their implementation? l Q20 -Why is it more challenging to secure payment card information? l Q22 -How confident are you that customers can protect themselves when their personal information is lost or stolen?
The reliability of the research tool was judged by using the Cronbach's alfa coefficient. Its value was 0.81694. Based on the latter value, it is possible to state that it is not necessary to increase the value by removing any of variables. As the Cronbach alfa exceeds the value of 0.7, we can state that the research tool is reliable, and we can safely process the data.
The method is foremostly aimed at simplifying the description of group with mutual linear dependent signs, i.e. decomposing the source data matrix into structural and noise matrices. Each of main components represents a linear combination of original signs. Main components are ordered in line with their importance, i.e. with the decreasing dispersion (Tab. 1). This implies that a major portion of information on variability of original data is concentrated in the first main component and just as much information is concentrated in the last main component. The table of original values in source data matrix (Tab. 1) shows that the concentrations of first, second, third, fourth, fifth, sixths and seventh main components are 12.32169 %, 7.84521 %, 7.51302 %, 7.05182 %, 6.68356 %, 6.5887 %, and 6.37555 % of variability of the original data, respectively. These seven main components, whose own number is larger than 1, concentrate within themselves 54.3795 % of variability of original data of the researched set. The diagram of the dispersion measures ( Fig. 5) shows that the first main component divides the responses by vertical axis into two clusters, while at negative values of the component score of the first main component, the responses to 16 of posed questions (Q1 -Q10, Q12, Q13, Q18 -Q20 and Q22) are homogenous. As opposed to the latter, at positive values of component score of the first main component, the responses are more heterogenous. In combinations of second, third, fourth, fifth, sixth and seventh main components, the data are concentrated around the center of the coordinate system and yield a homogenous structure in all directions. The appropriate use of factor analysis is tested by Kaiser-Mayer-Olkin (KMO) statistics and Bartlett's test of sphericity. KMO statistics represents an index which serves for comparing the size of experimental correlation coefficients against the size of partial correlation coefficients. When the sum of squares of partial correlation coefficients between all pairs of signs is small in comparison to the sum of squares of pair correlation coefficients, the measure of KMO statistics approaches the value of 1. Low values of KMO statistics indicate that the factor analysis of original signs would not be a good approach because the correlation between the pairs of signs cannot be explained by means of the rest of signs. In accord with the value of Keiser-Mayer-Olkin statistics (0.642) and definition by Kaiser, it is possible to state that based on the used research tool, the measure of correlation is good and the choice of factor analysis for security of payment system is justified. Bartlett's test of sphericity represents a statistical test of correlation between original signs. It tests the null statistic hypothesis H 0 , namely whether "the correlation between the signs does not exist" , i.e. whether the correlation matrix is a unit matrix. The achieved level of significance of Bartlett's test of sphericity p= 0.000 is lower than the level of significance chosen by us (α = 5 %). Thus, we can reject the null hypothesis that the realization of the selected correlation matrix with 16 considered variables is a unit matrix. Hence, to start off, we can state that the factor analysis is appropriate for the data dealing with security of payment system. The first step to the interpretation of results of factor analysis is to analyse the factor matrix (Tab. 3) which serves for gaining the initial number of factors. The factor matrix contains factor loading for each sign, while in each factor, it represents the best linear combination of original signs while including the highest possible number of variability of signs. The first factor is always the most important because it represents the best linear relation found in original signs. The second factor represents the second best linear relation of original data, however it is restricted by a condition that it has to be orthogonal to the first factor. The factor loading explains the role of each original sign in defining the common factor. It is, in fact, a correlation coefficient between every original sign and factor. The Table 3 makes it obvious that the first factor significantly correlates with components of research tool, namely with Q1 (Do you carry your payment card PIN code along with your payment card?), Q2 (Have you ever changed your payment card PIN code?), and Q3 (Have you altered your payment card PIN code in a way that it would encode your date of birth?). The values of factor loading reach the values of 60.7027 % and 66.7834 at components Q1 and Q3, respectively. The positive sign of factor loading reflects the indirect proportion, i.e. the evaluation of responses decreases on Likert scale with an increase in the number of respondents. Thus, in frame of the scale value, the responses stating "certainly not" or "no" are chosen. The factor loading of Q2 component of the research tool reaches the value of -70.2289. As it implies further from the analysis of The fourth mutual factor correlates with components Q9 ("Do you have any experience with a hacking attack or bank fraud?") and Q22 ("How confident are you that customers can protect themselves when their personal information is lost or stolen?") with values of factor loading of 58.0158 % at Q9 component and 3.0203 % at Q22 component, which represents the values of 33.6583 % and 53.3196 % of variability of these components explained by the fourth mutual factor. The fifth mutual factor correlates with components Q19 ("Does the enhanced customer convenience of new payment methods outweigh the cost of implementation?") and Q20 ("Why is it more challenging to secure payment card information?") with factor loading values of -59.284 % and 80.4773 %, which represent the variability values explained by fifth mutual factor, namely those of 35.1457 % and 64.766 % of Q19 and Q20 components, respectively. The sixth mutual factor correlates with components Q7 ("Do you rely on the security measures of your bank in payment cards?" and Q8 ("Are you sure that your bank takes proper care of your money?"). The factor loading values are -59.284 % and -65.422 % for Q7 and Q8 components of research tool, respectively. Both components yield a negative degree of correlation. The last, seventh extracted factor correlates with Q6 component ("Do personal data represent information that needs to be most importantly protected?") with factor loading value of 78.3608 % which represents a variability of 61.4041 % of this component explained by seventh mutual factor. Aside from defining the basic mutual correlations, we have tested also the practical significance of factors.
Based on the facts mentioned above, the factors of the main research objective, defined as a restriction of main identifiers of the security of payment systems and secure behavior of respondents, can be postulated as follows: l Factor 1 -PIN code l Factor 2 -Awareness of security risks, l Factor 3 -Knowledge of security elements, l Factor 4 -Personal experience with fraud, l Factor 5 -Enhancement of security of payment systems, l Factor 6 -Trust in banks l Factor 7 -Need of protecting the security elements.
The factor analysis focuses foremostly on parameters of the factor model. It may require estimations of mutual factors, which is referred to as factor score. The values of mutual factors in n selected observed objects or observations are not only a useful tool for diagnosing the data, but possibly also an important entry into further analyses. The factor score is not an estimation of parameters in common sense because it involves estimations of values of non-observed quantities. The estimations of factor score for a given object can be imagined as its coordinates in R-dimensional space. In line with the defined goals of research, the subsequent section deals with the analysis of respondents' opinions or attitudes represented by factor score in relation to extracted identifiers, factors of payment system security by means of Fisher's ANOVA. Within the analysis, we shall be considering only the impact of significant independent variables or that of their interactions on the value of respective factor at the selected level of significance α = 0.05.
ANOVA is an acronym standing for analysis of variance. ANOVA serves for comparing various sources or characteristics of various classes. These sources are referred to as factors and can contain several various levels. The goal is to decide whether the mean value of the measured quantity differs for various factors. This is demonstrated by testing the hypothesis on impact of factor on the mean value. In this case, the zero hypothesis states that the mean values of tested groups do not differ significantly. The Table 5 shows that a change in Factor 2 (Awareness of security risks) expressed by factor score is significantly influenced by the age of respondents, their education, and mutual interaction of age and education, namely at the level of significance of α = 5 %. When the factor score is, as a result of factor analysis, considered a measure of consent, attitude or importance for the respondent, while a positive or negative number represents a positive perception and importance or negative attitude and unimportance of the given factor for respondents, respectively, then we can state that the average value of factor score for the category of 18 -30 years of age represents a value of 0.4581±0.140016. This can be interpreted as an indifferent attitude to the problem of awareness of security risks for the observed age category of respondents. The category of 31-40 years of age reaches the factor score of -0.171639±0.158674.
Hence, according to the research results and subsequent analysis, the observed age category is not aware of security risks and this question is on the negative border of the bipolar scale. The category of 41-50 years of age reaches the average value of -0.15118±0.147917 of factor score, which indicates an equally negative attitude and approach to the awareness of security risks in payment instruments, especially payment cards. A higher importance represented by positive values of average factor score can be found in category of 51-60 years pf age, where it reaches the value of +0.089848±0.126367, and in category over 60 years of age, where it reaches the value of 0.189848±0.106776. The average values of factor score in individual age categories for the second extracted factor (referred to as Awareness of security risks) are graphically depicted in Figure 5 . The second factor significantly influencing the value of achieved factor score for the second extracted factor is that relating to education of respondents. This implies from Table 5 based on the achieved levels of significance (p=0.000000). The average value of achieved factor score for respondents with primary education is -0.197575±0.127074, which indicates a negative perception of the problem of awareness of security risks and its importance for the latter category of respondents. Equally negative values of factor score are also those achieved for the group of respondents with secondary education, in whom, however, the average value is only -0.039588±0.096050. The values of factor score for respondents with university education are positive and achieve the average of 0.272641±0.086965. It is only the category of respondents with university education, in whom the awareness of security risks becomes important. The average values of factor score for individual education categories for the second extracted factor (referred to as Awareness of security risks) are graphically depicted in Figure 6 . The Table 5 further shows that based on the level of significance (p=0.005595), the average value of achieved factor score for the second extracted factor referred to as Awareness of security risks is significantly influenced also by the interaction of age and education of respondents. This is illustrated in Figure 7 . The Figure 7 shows that in respondents with primary and secondary education, the awareness of security risks associated with payment cards occurs in the negative part of bipolar scale, which indicates that they tend to underestimate the possible risks. Nevertheless, these two groups yield a change in the perception of security risks, namely in the category over 51 years of age. This change can be explained by information campaigns on security risks targeted at older age categories. The basic statistical characteristics of values of factor score for the interaction of age and education are given in Table 6 . The initial results presented in Table 5 do not sufficiently answer the basic question as to which age and education groups of respondents differ from each other in relation to the value of achieved factor score. A more profound understanding of the differences between individual significant factors influencing the change in average value of factor score for the second extracted factor can be aided with the use of Scheffe's test. Table 7 shows that for the level of significance of α=5 %, there exists a significant difference in the average value of the achieved factor score between age category older than 60 years and that in range of 31-40 years of age, as well as between the former age category and that in range of 41-50 years of age. On the other hand, all other differences between individual categories can be attributed to chance while at the level of significance of α=5 %, it is possible to consider them equal. Right here, it is necessary to indicate that in relation to age and preceding analyses, especially the younger age categories are not aware of risks arising from the use of payment cards. The results of Scheffe's test (Tab. 8) indicate that for the level of significance of 5 %, there is a significant mutual difference between the average value of achieved factor score between respondents with university education and those with secondary and primary education. On the other hand, no significant difference in average value of achieved factor score at the level of significance of 5 % was demonstrated between the respondents with primary education and those with secondary education, while the really occurring differences cannot be attributed to chance.
Conclusions
After extracting the significant factor 2 which is composed of three components (Q4: Do you consider ATMs located at banks' premises safer for withdrawing your cash?; Q13: Do you think that the payment system carries elements of high security risks?; Q18: Does the enhanced security of new payment methods outweigh the cost of their implementation?), it becomes clear that the attitude of respondents to the problem of awareness of security risks arising with using payment cards is influenced foremostly by their age, education and mutual interaction of the two latter attributes. The analysis of data revealed that for withdrawing cash, 75.24 % of respondents at age of 18-30 years prefer ATMs located at the premises of banks while as many as 16.02 % of respondents of the same age category do not trust the latter ATMs. A similar percentage of respondents at the age of 31-40 years (75.47 %) equally prefer withdrawing cash from ATMs located at banks while 16.89 % of respondents of the latter age category are not concerned. The category of respondents at age of 41-50 years trust ATMs located at banks in 73.96 % which represents a decrease compared to younger categories of respondents. However, as many as 86.73 % of respondents in category of 51-60 years of age prefer ATMs located at banks while the latter ATMs are preferred by 86.85 % of respondents over 60 years of age. When we inspect the question of trust associated with cash withdrawal from the aspect of education, then ATMs located in the premises of banks are preferred by 74.67 % of respondents with primary education, 79.22 % of respondents with secondary education and as many as 85.77 % of those with university education. The second component of the research tool participating in creating the second extracted factor, namely the component Q13 (Do you think that the payment system carries elements of high security risks?) represents the key component of the latter factor. The analysis reveals that as many as 93.20 % of respondents at age of 18-31 years is aware of security risks arising from using payment systems while only 0.49 % is not aware of these risks. The category at age of 31-40 years yields surprising results, namely that as many as 80.19 % of respondents are aware of the risks, however, this is a smaller proportion from all analyzed age categories while as many as 8.49 % are not aware of these risks, which on the other hand is the highest value from all age categories. Respondents from categories over 41 years of age are aware of security risks at the level of ca 86 %, which represents a positive finding of this analysis. From the aspect of education and awareness of security risks arising from the use of payment systems, we come to a conclusion that 81.67 % of respondents with primary education are aware of these risks, while 7.00 % of the latter category are not. The analysis further reveals that 83.56 % of respondents are aware of security risks arising from the use of payment systems, while in the category of those with university education, the latter percentage is higher, namely 95.73 %. These results are the base for concluding that people with higher education are better informed and thus more aware of the risks arising from the use of the payment system, even though in general, regardless of education, the proportion of aware respondents is relatively high, namely 86.99 %. In conclusion it is necessary to state that the dispersion analysis as a whole is statistically significant at the level of α=5 % (p=0.0000). Naturally, a more profound analysis of other extracted factors would be necessary for achieving a comprehensive understanding and depiction of users' behaviors and risks in the field of security of payment instruments. Unfortunately, the scope of present analysis is not that extensive. However, the authors intend to analyze further factors with the use of multidimensional statistical methods.
