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 
Abstract— In current scenario, static and DHCP both has 
addressing schemes which also protect large number of end 
users without any burden on administrator. Also performance 
study need real network[1] and the final result shows that end 
user take not more than one millisecond to register himself or 
herself for protected ARP cache. Lastly server can hinder any 
external attacker in only a moment. 
 
Index Terms— ARP spoofing, Static ARP entries. 
 
I. INTRODUCTION 
 ARP spoofing [2] is a kind of attack in which a malevolent 
performer sends misrepresented ARP (Address Resolution 
Protocol) messages over a local area network. These 
outcomes in the connecting of an attacker's MAC address 
with the IP address of actual user or server on the network. 
Once the attacker's MAC address is associated with a credible 
IP address, the attacker will start getting any information that 
is expected for that IP address. ARP spoofing can empower 
pernicious gatherings to catch, alter or even stop information 
in-travel. ARP spoofing attacks can just happen on local area 
networks [3] that use the Address Resolution Protocol [4].  
ARP SPOOFING ATTACKS 
II. ARP SPOOFING ATTACK  
The impacts of ARP spoofing attacks have serious outcome 
for any user. In their most fundamental application, ARP 
spoofing attacks are utilized to take important information. 
Past this, ARP spoofing attacks are often used to encourage 
other attacks, for example,  
A. Denial-of-service attacks: DoS attacks often use ARP 
spoofing to link multiple IP addresses with a single 
target's MAC address [4]. Therefore, movement that is 
intended for many, distinctive IP addresses will be 
diverted to the objective's MAC address, overloading 
the objective with activity.  
B. Session hijacking: ARP spoofing attack [5] is used in 
hijacking session by stealing session ids and granting 
attacker's entrance to private frameworks and 
information.  
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III. MAN-IN-THE-MIDDLE ATTACKS:  
       MITM attacks can depend on ARP spoofing to intercept              
and alter movement between the casualties. ARP Spoofing          
Detection [6],Prevention and Protection.  
 
Figure 1 NETWORK 
 
The following Arp spoofing prevention  techniques [7] are 
suggested measures for detecting, preventing[8] and 
protecting against ARP spoofing attacks: 
A. Packet filtering: Packet filters inspect packets as they 
are transmitted over a network .Packet filters are valuable 
in ARP spoofing aversion since they are capable for 
filtering out and blocking packets with conflicting source 
address information (packets from outside the network that 
show source addresses from inside the network and vice 
avers. 
B. Maintain a strategic distance from trust relationships: 
Organizations ought to create protocols that depend on trust 
relationships as meager as could reasonably be expected. 
Trust relationships depend just on IP addresses for 
authentication, making it essentially less demanding for 
attackers to run ARP spoofing attacks when they are set up. 
 
C. Utilize ARP spoofing recognition software: 
There are many projects accessible that assistance 
associations recognize ARP spoofing attacks. These projects 
work by inspecting and certifying information before it is 
transmitted and blocking information that emits an 
impression of being spoofed.  
 
 
D. Utilize cryptographic network protocols [9]: 
Transport Layer Security (TLS), Secure Shell (SSH), HTTP 
Secure (HTTPS) and other secure communication protocols 
stops ARP spoofing attack by encrypting information 
preceding transmission and authenticating information when 
receiver receives it. 
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IV. ARP SPOOFING DETECTION VIA 
WIRESHARK[10] 
 
 Step1:  Checking victims original Arp Cache 
 
 
Figure 2:ORIGINAL ARP CACHE 
 
Step 2: We can spoof  the Arp of the System by  launching  
Backtrack Method in which we  set OPCODE 2 i.e. only ARP 
reply is send and second time it is set 1 i.e. a packet request is 
send. 
Step 3: Before starting we should map the IP and MAC 
addresses. 
 
IP Address MAC Address Role 
10.0.1.1 CA:02:12:38:00:00 His MAC 
is spoofed 
10.0.1.2 02:00:4C:4F:4F:50 Victim 
10.0.1.15 00:0c:29:74:5c:A3 
 
Attacker 
 
 
 
 
Inference: 
1. This attack is failed because Victim OS tried to 
crosscheck the information received from    
gratuitous ARP reply without immediately updating 
its cache. Let’s go deep inside the gratuitous packet 
sent by the attacker. 
 
 
           We notice here following: 
 In ARP protocol header, sender’s MAC and Target 
MAC are same. It is a variety of Gratuitous ARP. 
This packet is ARP reply packet. 
 However, Data Link Layer Destination address 
shows MAC of Victim. 
 Wireshark detects & warns duplicate use of IP 
address 
V. ANALYSIS OF 2ND ATTACK   
2nd time however attack starts the same way but this 
time we sent a spoofed ARP request packet. This 
time windows replies to that spoofed ARP address 
and update its ARP cache immediately. This time 
attack becomes successful. 
Anyway packet 303 shows why the ARP cache is 
again reset inside 2min 
 
 
Figure 3 ARP CACHE 
 
 
Figure 4: Quick look at the spoofed request packet 
 
                                                                        International Journal of New Technology and Research (IJNTR) 
                                                                                  ISSN:2454-4116,  Volume-4, Issue-5, May  2018  Pages 27-30 
 
                                                                                29                                                                 www.ijntr.org 
 
 
Figure 5: Victim OS replied to spoofed MAC 
 
          Inference 
 To keep victim infected, we have to continue 
attacking or Reply to subsequent queries 
 Windows 7 don’t update its cache immediately after 
getting a gratuitous Reply but when it receives a 
gratuitous spoofed request, it updates its ARP cache 
and replies to that packet  without crosschecking 1st 
VI. ON-DEMAND STATIC ANALYSES FROM VERACODE 
CONCLUSION 
Veracode gives a thorough suite of testing services in a 
SaaS-based arrangement that fundamentally lessens the cost 
and complexity of performing static investigations and other 
security tests. Based on a capable cloud stage, Veracode's 
advances include static and dynamic examination, web 
vulnerability scanners and software composition 
investigation, enabling improvement groups and IT 
administrators to test code anytime in the SDLC from 
inception through creation. With Veracode, associations can 
enhance the security of their software portfolio without 
sacrificing quality or speed-to-showcase. 
 
 
 
 
Veracode Static Analysis offers on-demand static 
examinations of software that is manufactured, purchased or 
amassed. This Veracode service checks accumulated 
binaries, making it simple to perform static examinations on 
software notwithstanding when source code isn't accessible. 
Designers can submit code for audit through an online stage, 
and results are returned rapidly – most by far of static 
examinations are finished within four hours, and 90% of all 
sweeps are finished within one day. Results are come back 
with a remediation arrange for that includes well ordered 
direction for finding and fixing bugs. 
VII. BENEFITS OF VERACODE INNOVATION FOR STATIC 
INVESTIGATIONS  
1. With services for static investigations from Veracode, you 
can:  
2. Perform steady, high quality scans for all applications.  
3. Scale effectively as required without devoting additional 
assets.  
4. Integrate application security all through the software 
development life cycle. 
 
VIII. METHODOLOGY. 
In this paper I uses Veracode algorithm and  Wireshark which 
is a packet analyzer to cross site scripting attacks this enable 
in WebPages and execute on client side in a user browser 
instead of server side when applications take data from the 
user and dynamically it on web pages without validating data 
properly attackers can user arbitrary commands and display 
arbitrary content when successful an XSS attack may allow 
on attackers to control the victim browser or an account on 
the vulnerable web application there are multiple variant of 
XSS for solving our purpose.   
1. Validating data Input from users browsers to the 
web applications. 
2. Encoding all output to user browsers from the web 
applications. 
3. Giving users the options to disable client side 
scripting  
IX. CONCLUSION 
In this paper, we have given an answer for ARP Spoofing ; 
the arrangement is an automatic and versatile technique for 
configuring static ARP sections rather than physically 
configuring. The solution solves the main problems related to 
this category of solutions Usage of static entries, automation, 
scalability, manageability, prevention, and cost are the main 
features of the proposed method.  
The proposed method has defined two separate algorithms, 
one for the client, and the other for the server. Experimental 
evaluation was conducted on the LAN network [5] of the 
faculty of computers and information, Menofia university of 
Egypt. The response time metric is used to evaluate the 
algorithm. The values of the response time were measured at 
the different stages of the algorithm. Also different types of 
traffic workloads were used during the measuring the 
response to show the effect volume of traffic on the response 
time values. The results prove how fast and accurate the 
proposed algorithm is since any new user needs less than one 
millisecond to be safe from ARP problem for heavy 
workloads. 
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