Design and Implementation of the Key Source Taxation Service and Management System by 滕海燕
 
学校编码：10384                                 分类号      密级        




工  程  硕  士  学  位  论  文 
                                           
大企业税收服务和管理信息系统的 
设计与实现 
Design and Implementation of the Key Source Taxation 
Service and Management System 
滕海燕 
指  导  教  师： 廖 明 宏 教 授 
专  业  名  称： 软 件 工 程 
论文提交日期： 2 0 1 2 年 9 月 
论文答辩日期： 2 0 1 2 年 11 月 
学位授予日期：        年    月 
   
  
答辩委员会主席：           
评    阅    人：           






















另外，该学位论文为（                            ）课题（组）
的研究成果，获得（               ）课题（组）经费或实验室的




































（     ）1.经厦门大学保密委员会审查核定的保密学位论文，
于   年  月  日解密，解密后适用上述授权。 







                             声明人（签名）： 
















摘  要 
I 






































In the correct guidance of State Administration of Taxation, Dalian state tax 
bureau has achieved remarkable results in key tax source management. Key tax 
source management processes was proposed after constant try. But there is not a 
modern key tax source taxation service and management system to support this work. 
It brings about a problem about low efficiency of key tax source management. In 
addition, more and more tax software means increasing repetitive work and low using 
efficiency of data. The lack of a tax related risk analysis platform leads to the 
shortcomings of less information resource sharing, especially when key tax source 
administrator have found out some good analysis methods in practice. 
The key source taxation service and management system studied in this paper is 
designed under this circumstance. First of all, the functional requirements of key 
source taxation service and management system was presented based on detail 
analysis of the key source management process and the specific requirements of key 
tax source management system. Then, the system was divided into several functional 
modules with systematical analysis of the functions for every module. The design 
schemes of system were introduced based on B/S structure design with the tool of 
JDK1.5. Meanwhile, the MVC (Model View Controller) framework was used and 
some design thought and concept of SOA (Service Oriented Architecture) was taken. 
Finally, the security policy was proposed when the network security hidden danger 
was taken into consideration.  
Following the process of software engineering, we introduced the needs analysis, 
framework design, function module design, database design, system implementation, 
security policies design and integration testing, etc.  
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