Abstract
Introduction:
The Statistical Test Suite developed by NIST [1] is an excellent and exhaustive document looking at various aspects of randomness in a long sequence of bits. The Test Suite was developed after DES was cracked in order to choose today's AES. It is a very important tool to understand randomness not only of the PRNGs but also of the crypto ciphers. The document provides many links [2, 3, 4] . In some cases [2, 3] there are different types of useful information regarding different modules used for their programs and in some other cases [4] there are large data set of random bit arrays obtained from different PRNGs. Instead of endeavoring to study the data and information available in those links, initiatives have taken to enrich understanding of all the test algorithms with a belief that a capability would duly take shape to develop indigenous codes with scopes of future improvements, if possible. Had it been that an initiative would have been taken towards understanding the coding methodology of NIST test programs, the computing system issues would have taken the front seat for a long time keeping the scientific issues at the back.
The NIST has documented 15 statistical tests and in each test it adopted first a procedure to find the statistic of chi-square variation (χ 2 ) of a particular parameter for the given bit sequence with that obtained from the theoretical studies of an identical sequence under the assumption of randomness. It then adopted a technique to transform the χ 2 data to a randomness probability data, named as P-value. Techniques adopted for conversion of the χ 2 data to respective P-value are described in Sec. 2. In Sec.3, 15 tests algorithms are narrated with better clarity of understanding. Indigenous codes of all the test algorithms have been developed and have been taken together in a computer package. The package has gives scopes to the user to select a particular test or few tests together or all tests. The package has been used to study the randomness features of three PRNGs. Among them, two are Linear Congruent Generators, one (LCG-PM) by Park & Miller [5, 6] and another (LCG-K) by Knuth [7] and the third one is the Blum Blum Shab Generator (BBSG) [8] . The results and discussion in connection to the test runs for the three PRNGs are presented in Sec. 4. The conclusion in brief is in Sec. 5.
Conversion of Test Statistic data to Probability value(s):
NIST has adopted broadly two approaches to convert the chi-square variation (χ 2 ) to P-value. In first approach the P-value is calculated based on the χ 2 data as one parameter, while in second approach the P-value is calculated based on the degrees of freedom (K) data as the first parameter and the χ 2 data as the second parameter. Six tests 1, 3, 6, 9, 13 and 15 do belong to the first approach, while the rest nine tests 2, 4, 5, 6, 7, 8, 10, 11, 12 and 14 belong to the second one. The name of each test is given in Table A. For the first approach, a particular statistic parameter is observed for the entire bit sequence together and its χ 2 variations are computed against the theoretical values obtained for the same parameter considering a corresponding bit sequence under the assumption of randomness -the χ 2 data are converted to P-value considering Standard Normal (Gaussian) distribution function, Φ(x) where x is related to the χ 2 data. In the second approach, the entire bit sequence is divided into N blocks and a concept of (K+1) classes with K degrees of freedom is introduced based on theoretical studies of a particular statistic parameter desired for the respective tests considering a corresponding identical bit sequence under the assumption of randomness. The said parameter is observed block-wise across the entire bit sequence and its χ 2 data are computed against the block-wise theoretical values of the parameter -the χ 2 data are then converted to P-value considering gamma function, ┌ (a, x), where the parameter a is related to the degrees of freedom (K) and the parameter x, to the χ 2 data.
The Gaussian distribution function is given below as, Φ(z) = 1/√(2π) (∫e -x 2 /2 dx), integrated from x = -∞ to x = z. 1 shows the plot of f 1 (x) leading to Gaussian function. It may be noted that Φ(z) is unity when f 1 (x) is integrated from x = -∞ to x = + ∞. Hence Φ(z) when f 1 (x) is integrated from x = -∞ to x = + z is related to χ 2 data since z = ½(χ 2 ); and P-value = 1 -Φ(z). The larger is the χ 2 variation, the larger is the value of Φ(x) and lesser is the value of P-value indicating that the bit sequence in consideration can be termed as non-random if P-value becomes smaller than a threshold value.
It may be noted that Φ(z) is used only in test 13 where the parameter z = ½(χ 2 ) assumes positive as well as negative values; hence Φ(z) is evaluated within limits of +ve and -ve values and the P-value is obtained by subtracting the result of integration from unity.
If z in the Gaussian distribution assumes positive values, one resorts to error function given as, erf(z)=(2/√Π)(∫e -x 2 dx), integrated from x = 0 to x = z (less than + ∞). Fig. 2 shows a plot of f 2 (x) leading to error function. If the limit of integration varies from 0 to + ∞, the result of integration is unity. The error function is used whenever the parameter z connected to χ 2 variations assumes always positive values. It may be noted that erf(z) can be derived from Φ(z). It is readily observed that if the parameter x derived under the assumption of Gaussian distribution is to be used in error function, it is to be divided by √2. For tests 1, 3, 6, 9 and 15, z assumes positive value and P-value is calculated as [1 -erf(z)].
For the rest nine tests 2, 4, 5, 7, 8, 10, 11, 12, and 14, different approach of computation is taken to evaluate the P-value. A concept of degrees of freedom is introduced in these tests in the form of blocks or classes. For such cases, instead of adopting the Gaussian distribution function or error function, one resorts to a distribution function based on gamma function which has two parameters. The gamma function┌ (a, x) is given below as, ┌ (a, z) = ∫ x a-1 e -x dx, where the limit of integration is from x=0 to x=z
Here the a is related to the degrees of freedom and z is related to statistic χ 2 variation. (-x) where┌ (a, z) is the integration of gamma function from x = 0 to x = z for a particular value a.
┌(a, ∞) is the integration of same function from x = 0 to x = + ∞ for the same value of a.
Description of Test Algorithms:
The available theoretical studies related to many statistic parameters of bit sequences under the assumption of randomness are the computational basis to estimate the χ 2 variation. From broad theoretical considerations, the 15 tests can be categorized into four categories, namely Frequency Tests (tests: 1 -4), Test for Repetitive Patterns (tests: 5 and 6), Tests for Pattern Matching (tests: 7 -12) and Tests based on Random Walk (tests 13 -15). The algorithms of tests 1, 3, 6, 9, 13 and 15 do consider the entire bit sequence together for computation of χ 2 variation and computes the P-value based on error function, expect test 13 for which Standard Normal (Gaussian) function is used. The algorithms of tests 2 and 7 divide the entire bit sequence in N blocks and compute the P-value based on gamma function using N as the degrees of freedom. The algorithms of tests 4, 5, 8 and 10 divide the entire bit sequence in N blocks and also consider (K+1) classes obtained from respective theoretical studies and computes the P-value based on gamma function using K as the degrees of freedom, instead of N. The algorithms of tests 11, 12 and 14, without dividing the bit sequence into blocks, introduce (K+1) classes obtained from respective theoretical studies and computes the P-value based on gamma function with K degrees of freedom. The algorithms of all the 15 tests are described below in sub-sections 3.1 through 3.15.
Test 1:
The Frequency (Mono-bit) Test (1 P-value with 1 parameter, x) Prelude:
(1) Through this test it is intended to see if the frequencies of 1 and 0 across the entire n-bit sequence are approximately equal meaning that the proportion of each of 1s and 0s is close to ½. (2) If the number of 0s and 1s are not the same, it is intended to see if their difference falls within the limit of randomness.
Background information in respect of randomness:
(1) This test is derived from central limit theorem for the random number.
(2) The classic De Moivre-Laplace theorem states that for a large number of trials the distribution of binomial sum, normalized by √n, is closely approximate by a standard normal distribution.
Focus of Computation:
(1) Each bit 0 and 1 in the string is represented by -1 and 1 respectively by using the mathematical relation X i =2έ i -1, where X i represents new value of the bit έ i at the i (1) One can note that even if the first half on the n-bit sequence is full of 1 and the second half with 0, the test 1 would have passed although the sequence is highly non-random. (2) Through this test it is intended to ensure that frequencies of 1 and 0 are evenly distributed across the entire n-bit sequence.
Background information in respect of randomness:
(1) The n-bit string is divided in non-overlapping N blocks each of M-bit, where N=floor of [n/M]. The (N+1) th block having bits less than M is neglected. M should be taken as reasonably small. Background information in respect of randomness:
(1) ε i = bit value at i th position of the n-bit string ; Π = (∑ε i )/n , ∑ is for i varying from 1 to n.
(2) A checking parameter (τ ) is defined as, τ = 2/√n.
is not necessary to run the present test, since the Test 1 would fail for the sequence. When | Π -½ | < τ , the Runs test is executed.
Focus of Computation:
(1) V n (obs) = ∑ r(k) +1, and r(k)=0 if ε k = ε k+1 and r(k)=1 otherwise. Bit 1 is to be added at the end.
(3) P-value = 1 -erf(x).
Test 4: Longest Run Test of 1s in a Block (1 P-value with 2 parameters, a & x)
Prelude:
(1) Through this test it is intended to see if the frequencies of longest run of 1s of various lengths appearing in the sequence are consistent with that expected for a random sequence.
(2) To execute the test the n-bit string is divided in N non-overlapping blocks each of M-bit such that N= floor of [n/M] as being done for Test 2. The additional bits are neglected.
Background information in respect of randomness:
(1) Considering all blocks, ν i represents sum of all frequencies of longest runs of particular 1s appearing in each block.
(2) For the sake computation ν i is divided into (K+1) classes with i varying from 0 to K.
Among n, M, N and K, an empirical relation as given below is proposed. 
Focus of Computation:
(1) n-bit string is divided in N blocks each of 8-bit long. (1) Through this test it is intended to see if the n-bit string has repetitive patterns across its entire sequence. The n-bit string is sequentially divided into N disjoint blocks and it is endeavored to see linear dependence among its fixed length substrings of each block. (2) Each block is represented by a matrix of M rows and Q columns such that N= floor of (n/MQ). The remaining unused bits are discarded. Usually both M and Q are taken as 32.
(3) Through the test it is intended to calculate the rank of all sub-matrices. For a sub-matrix M 1 of order M, the search is for its rank. If its determinant is non-zero, its rank is M. If its determinant is zero, the determinants of all its sub-matrices of order (M-1) are calculated. If at least one determinants of order (M-1) is non-zero, the rank of M 1 is M-1. This is the way one has to go lower order matrices to find its rank. (4) For a full rank sub-matrix, one can conclude that it has no repetitive patterns.
Background information in respect of randomness:
(1) There were lots of theoretical studies related to rank of square binary matrix of order (M=10) and above. The study indicates that the probability (P M ) of the rank of a square binary matrix of orders M, M-1 and M-2 is zero are given as follows, (2) Considering the very small probability values of P M-2 , P M-3 etc., it is assumed that the matrices of order M-2 and less can be clubbed with P M-2 and P M-2 will then assume a value of 0.1336 instead of 0.1284. Please note that 0.2888 + 0.5776 + 0.1336 = 1. (3) From probability consideration, the degrees of freedom (K) will 2, since there are 3 classes. (4) For the sake of convenience of computation, M is taken as 32 and each sub-matrix would contain 1024 bits (=32 * 32).
Focus of Computation:
(1) The determinants of all the sub-matrices of order 32 is determined and non-zero ones are counted. 
Test 6: Discrete Fourier Transform Test (1 P-value with 1 parameter, x)
(1) Through this test it is intended to see if the n-bit string has periodic features across its entire sequence. By periodic features one understands repetitive patterns that are close to each other.
(2) The focus of the test is to undertake Discrete Fourier Transform (DFT) of each bit of the sequence and to ascertain their peak heights. (3) Considering randomness one can find a peak height threshold value (T). If at most 5% of the peak heights are more than T, the sequence can be termed as random.
(1) DFT produces a sequence of complex variables to represent periodic components of different frequencies. The DFT component of the j th bit is given by F j as,
for k=1,2,…..,n and x k is the k th bit.
(2) The peak height threshold value (T) is calculated using the relation T=√[(log(1/0.05))*n].
(3) Because of the symmetry of the real to complex-value transform, only values of j are considered from 0 to (n/2 -1) instead n.
Focus of Computation:
(1) Each bit of 0 and 1 in the n-bit sequence is represented by -1 and 1 respectively by using a relation X i =2ε i -1, where X i represents new value of the bit ε i at the i th position. (i varies from 0 to n).
(2) T is calculated using the relation stated above. 
Test 7:Non-overlapping Template Matching Test (1 P-value with 2 parameters: a, x)
(1) Through this test one intends to detect template matching in a non-overlapping manner, i.e. it looks for occurrences of pre-specified bit-string and to see if the numbers of such occurrences are within the statistical limit of a sequence under the assumption of randomness. (2) An m-bit window is considered to search for specific m-bit pattern. If the pattern is not found, the window slides one bit position. If the pattern is found, the window is reset to the bit next to the found pattern. (3) This test detects generators producing too many occurrences of non-periodic patterns (aperiodic).
Background information in respect of randomness:
(1) For random sequences the Central limit theorem is assumed to be applicable.
(2) Mean (µ) and variance (σ 2 ) are calculated based on approximate normal distribution are given by, µ = (M-m+1)/2 m and σ
where m is the fixed length of the non-periodic pattern appearing M times.
Focus of Computation:
(1) n-bit sequence is divided in N non-overlapping blocks each of M-bit where N= floor of [n/M]. The unused bits are discarded. (2) Mean µ and variance σ 2 are calculated following the expression given above.. (3) W j = Number of times the specified pattern is found in the j th block. The matching search is continued for all blocks of j from 1 to N.
Test 8: Overlapping Template Matching Test (1 P-value with 2 parameters, a & x)
(1) Through this test one intends to detect template matching in an overlapping manner, i.e. it looks for occurrences of pre-specified bit-string and to see if the number of such occurrences as against a sequence under the assumption of randomness. Background information in respect of randomness:
(1) There were many theoretical studies in respect of overlapping template matching. (1) The test focuses to measure distances in terms L-bit block-numbers between L-bit matching patterns. The sum of log 2 distances between L-bit matching patterns is necessary for statistic distribution. (2) Through this test one will be in a position to conclude whether the sequence could be significantly compressed or not. A significantly compressible sequence is considered to be non-random. (3) Standard normal (Gaussian) density distribution is used to obtain expected value of the test statistic function (f n ) along with its standard deviation (σ ) under the assumption of randomness. (4) n-bit string is divided into two blocks: one is the initialization segment with Q number of L-bit blocks and another is the test segment with K number of L-bit blocks. Unused bits are discarded.
Background information in respect of randomness:
(1) The test looks back through the entire sequence while walking through the test segment consisting of K number of L-bit blocks, checking for a match with nearest previous exact L-bit template and recording the distance -in number of blocks -to that previous match. The algorithm computes the log 2 of all such distances for all the L-bit templates in the test segment (giving, effectively, the number of digits in the binary expansion of each distance). Then it averages over all the expansion lengths by the number of K test blocks as given below, 
A dynamic look-up table has been generated making use of the integer representation of the binary bits constituting the L-bit template blocks of different sizes. The look-up table for L varying from 6 to 16 is given below, L E x p e c t e d V a l u e E(f n ) V a r i a n c e L E x p e c t e d V a l u e E(f n ) V a r i a n c e 
Focus of Computation:
(1) A table with possible L-bit value is created where last occurrence of the block number of each L-bit is noted. In the Test segment K, each block is checked and the distance between present block and the block where same L-bit block occurs last time is calculated. The previous block number is replaced by the current block number. (2) Test statistic function (f n ) is calculated based on the following expression, f n = 1/K ∑log 2 (i -T j ), for i = Q+1 to Q+K where j is the decimal representation of the content of the i th L-bit block and T j is the table entry. The previous of table entry of T j is replaced by the current i th block number.
(3) The standard deviation (σ ) is computed based on the expression given above and the corresponding value of variance given in the Table above. (4) x = | f n -E (f n ) | / √2σ (5) P-value = 1 -erf(x).
Test 10: Linear Complexity Test (1 P-value with 2 parameters, a and x)
(1) A long bit string is usually obtained from a LFSR (Linear Feedback Shift Register).
(2) The bit sequence from which a longer LFSR is obtained can be termed as random, while the shorter LFSR indicates non-randomness.
(3) The Berlekamp-Massey Algorithm is adopted to obtain a LFSR. (4) The linear complexity test looks for length of LFSR and determines if the bit sequence from which the LFSR is obtained is random or not.
Background information in respect of randomness:
(1) A long n-bit sequence is divided into N blocks, each of M-bit. ν 0 ( Ti ≤ -2.5), ν 1 ( -2.5 < Ti ≤ -1.5), ν 2 ( -1.5 < Ti ≤ -0.5), ν 3 ( -0.5 < Ti ≤ + 0.5), ν 4 (+ 0.5 < Ti ≤ + 1.5), ν 5 (+ 1.5 < Ti ≤ + 2.5), ν 6 (Ti ≥ + 2.5),. 
Focus of Computation:
(1) The focus of the test is to find LFSR for each M-bit sub-stings and to find its length (L i ).
(2) µ is calculated for the value of M. (3) T i is calculated for each of N blocks. Depending on the value of T i the appropriate ν i array is incremented. One may note that the sum of ν i for i = 0 to 6 is N. 
Test 12: Approximate Entropy Test (1 P-value with 2 parameters, a & x)
(1) Entropy is a test of randomness based on repeating patterns. Larger is the entropy larger is the randomness. (2) For n-bit string the entropy is measured by comparing the frequency of overlapping patterns of all possible m-bit patterns with that of (m+1)-bit patterns. The comparison between entropies of m-bit and (m+1)-bit patterns is termed as approximate entropy, ApEn (m), which is compared against the expected result of a random sequence. (3) For a random sequence, the ApEn (m) is a maximum value projected as ln2. (4) Test of the binary sequence of e, π , √2 and √3 has shown that √3 is more irregular than π
and their values show a limiting convergence towards ln2.
Background information in respect of randomness:
(1) For counting m-bit matching patterns, (m-1) bits taken from the beginning of the sequence are appended at the end of the given n-bit string in the form. (1) The cumulative sums test looks whether 1s or 0s are occurring in large numbers at early stages or at later stages or 1s and 0s are intermixed evenly across the entire sequence.
(1) Since the distribution of cumulative sums is being looked into, the P-value is calculated following the Normal distribution function (Ф) given by,
where lower and upper limits of u are -∞ and z respectively.
Focus of Computation:
(1) Across the entire n-bit sequence, the 0s are made -1 as it is done in Test 1. The cumulative sums of adjusted (-1, +1) of X i digits of the sequence is obtained as S i = S i-1 + X i with i = 1 to n and S 0 = 0. The cumulative sums may be considered as Random Walk. (2) In Test 1 the sum was of adjusted (-1, +1) of all X i digits and it was seen if the summation falls within the accepted range of randomness. (3) Here the maximum magnitude value of the cumulative sums S i (S i max = m) is being looked into. Based on m, z is calculated as (m/√n). If z is large, the bit sequence is considered to be non-random. (4) The cumulative sums can undertaken in a forward manner, i.e. from start to end (termed as Mode 0) and also in a backward manner, i.e. from end to start (termed as Mode 1). For each of the two cases, two sets of m (=S i max ) and z are noted. (5) The P-value is computed using the following equation involving Normal distribution function (Ф).
P-value = 1 -∑ [Ф { (4k + 1) z } -Ф { (4k -1) z }] + ∑ [Ф { (4k + 3) z } -Ф { (4k + 1) z }]
For the 1st ∑, k = (-n/z +1)/4 to (n/z -1)/4, while for the 2nd ∑, k = (-n/z -3)/4 to (n/z -1)/4.
(6) Two P-values are calculated following the Normal distribution function -one corresponding to forward cumulative sums and the other, to backward cumulative sums.
Test 14: Random Excursions Test (8 P-values each one with 2 parameters a & x)
(1) The Random Excursions Test intends to look if the number of visits to a particular cumulative sums state within a cycle falls into a category that is expected of random sequence. (2) Eight states, e.g. -4 , -3 , -2 , -1 and +1 , +2 , +3 , +4 are looked into -visits to states greater than +4 are clubbed within the visits to +4 state and visits to states lesser then -4 are clubbed within the visits to -4 state.
-16 -
Background information in respect of randomness:
(1) π k (s) is defined as the theoretical probability of k number of visits to a state s.
Expressions of π k (s) for k = 0,1,2,3,4 and 5 are being theoretically derived.
(2) π 0 (s) = Probability of 0 number of visits to a state s = 1 -1/(2│s│).
(3) π k (s) = Probability of k number of visits to a state s = 1/4s
, k=1, 2, 3 and 4.
(4) π 5 (s) = Probability of 5 number of visits or more to a state s = 1/(2│s│) (1 -1/ (2│s│)) 4 . (5) The fourteen states, e.g. ±1, ±2, ±3, ±4, ±5, ±6, ±7 have been theoretically considered.
The study indicates that the states ±5, ±6 and ±7 have very low probability occurrences and this is the reason that first eight states are considered for practical situation. The theoretical probability values are shown in the NIST document and are shown here for ready reference. 
Focus of Computation:
(1) Across the entire n-bit sequence, the 0s are made -1 as it is done in Test 1. The cumulative sums of adjusted (-1, +1) of X i digits of the sequence is obtained as S i = S i-1 + X i with i = 1 to n and S 0 = 0 and also S n+1 = 0 (2) If the cumulative sums crosses zero (J-1) times, J is termed as the number cycles considering the zero crossing point at S n+1 . (3) In the event J is too small, the sequence is considered to be non-random. A 10 Lac bit sequence is considered non-random if J is less than 500. (5) For ν k (s) with k ≥ 5, the count data is being put in ν 5 (s).
(6) For each state, the chi-square statistic is calculated as,
, with K = 0 to 5.
-17 -(7) a = ½ (K) and x = ½ (χ 2 ) (8) P-value = 1 -┌ (a, x) / ┌ (a, ∞) (9) There are eight states -hence there will be eight P-values corresponding to each state.
Test 15:Random Excursions Variant Test (18 P-values each one with parameter, x)
(1) The Random Excursions Variant test looks for number of visits to a particular state in cumulative sums of random walk across the entire bit sequence and estimates deviations from expected number of visits in the random walk considering randomness. (2) 18 states, e.g. s = -9, -8, -7, -6, -5, -4, -3, -2, -1, +1, +2, +3, +4, +5, +6, +7, +8, +9 are considered.
(1) Statistic Variation (σ) = 2(2│s│ -1) in respect of random walk for visit to different states.
Focus of Computation:
(1) Across the entire n-bit sequence, the 0s are made -1 as it is done in Test 1. The cumulative sums of adjusted (-1, +1) of X i digits of the sequence is obtained as S i = S i-1 + X i with i = 1 to n and S 0 = 0 and also S n+1 = 0 (2) If the cumulative sums crosses zero (J-1) times, J is termed as the number cycles considering the zero crossing point at S n+1 .
(3) ξ (s) is defined as the total number of times that a state s is visited across all J cycles. There are eighteen states -hence eighteen P-values corresponding to each state are calculated.
Results and Discussion:
The package containing 15 tests is used to test strength of randomness of three PRNG algorithms, namely two Linear Congruent Generators (LCG) by Park & Miller and Knuth and the Blum-Blum-Shub Generator (BBSG). For each algorithm more than 10 6 bits are taken for one sequence and such 300 sequences are used. The sequence length for individual tests varies from test to test. The lengths of bits required for each test are taken from one sequence from the beginning and such methodology is adopted for 300 sequences. The lengths of bitsequences taken for each test are given in Table A . The 15 tests are executed on these 300 sequences. A test is unsuccessful when P-value < 0.01 and then the sequence under test should be considered as non-random. 
Proportion of passing a test based on P-values:
For considering the proportion of passing of a test, it is necessary to consider large number of samples of bit-sequences generated by a PRNG. If m samples of bit sequences obtained from one PRNG algorithm are tested by a test producing one P-value, then a statistical threshold value is defined as,
where significance level (α) = 0.01. The size of m should greater than inverse of α . If m=300, T-value = 0.972766. This means that such a test is considered statistically successful, if at least 292 sequences out of the given 300 sequences do pass the test.
For identical experiments for a test producing 'n' P-values, for the calculation of Tvalue one should consider (m*n) instead of m. With same values of α and m, the T-value is 0.983907 for n=8 (tests 14). Such a test is considered statistically successful if at least 296 sequences out of the given 300 sequences do pass the test. However, a study on uniform distribution of POPs for each of the 15 tests is undertaken for all the generators. From the study it is observed that POPs are uniformly distributed for 9 tests of BBSG, while the corresponding figure for Knuth and Park-Miller algorithms is 6 and 7 respectively. Hence, from the consideration of uniformity of POPs, the BBSG is also better than the other two.
Conclusion:
The package seems to be a perfect one since BBSG is observed to be a better one than the two LCGs. This is also the belief among the cryptographic community. The indigenous code of Test 8 needs a special attention, since all the bit sequences obtained from the three PRNG algorithms do not pass the test, although the bit sequences given in the respective examples of the NIST document do pass the test. It is believed that the test may reject sequences which have too many or too few occurrences of m-runs of ones [1] .
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A Proposal
We would like to give the executable package to CRSI so that all who are interested to run NIST Tests can get it from CRSI. In another bundle we would also like to give to CRSI the raw C-codes of the 15 NIST tests developed by us so that interested researchers who intend to look through the respective codes and to study the same can do. The purpose of the proposition is to stimulate intellectual interaction followed by deliberation among Indian researchers working in the field of Cryptology. 
